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% 2 ZE: CA Access Control TRRAK
BELUVY—/\ aAVR—R MDA AR—)L

TR, L FORE IR EFNLTOET,

UNIX ~DA Ah—/L1%IZ CA Access Control 7% HBIRYIZEBIL 220 (13 _R—)
CA Access Control H—/N a2  dR—R U MEEHIIT RV (14 R—)

Solaris 10 B2 77 A/VZGLERSINIZAYE—2 (16 ~X—)

AL A= /L1 selang (2 TERWV(16 ~RX—)
ToAVAR—NVHIZFB TLU AN F—ZHIRT DX T — AV A2 (18
D)

InfoView [ZFRES INULL ~—v|x5—(18 =)

UNIX ADAA+—JL1%(Z CA Access Control AABEEIRIIZFEEIL

A

UNIX CTH%)

fEAK :

UNIX U RRALIADA L AR—1$1Z CA Access Control 75 HEIRJICHE BIL F48
Ao

fiRR AL

T 73 )VE T, CA Access Control 1% UNIX U RARARCILEERICEEIL £
/L/O

UNIX 2B 2—ZOEEINFIZ seosd T —FL 2 HEICEE T8I0 ETHIC
I%. AClnstallDir/samples/system.init/sub-dir 7 (L 27~ )& L £7, sub-dir [ZZfE
ROAR =T 7 VAT BCKHELIZT AL N TY, YT T AL 7 #
R —TF 47 VAT AT CA Access Control % H ENIZEEN§ 5 5 EAALZ
Readme 77 A/VR3HVET,

3¥: CA Access Control DEBNDZEAMIHOWNTIE, EEH AR 2B TLTEEN,
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CA Access Control H—/\ avih—=R2hEBRIF4LY

CA Access Control H—/\ O iR—R &R T4

fEAK :

V723 ~_TD CA Access Control V—E XD EN%IZ, Web 7TV T CA
Access Control T Z—7FA4RXEF . CA Access Control T RRANMEFL, F7-1%
CA Access Control /XAU—R <3 — v ZRAKZENTEER A, R — NI
JBoss BL Oracle A Ah—/LLELTZ,

fRRAE:

Oracle & JBoss (XEHHLT 74/ R—hd 8080 #HEHLET, ZOREEEE
(21, Oracle & JBoss DR — DO EEMIRTHLENHYET, Oracle Foid
JBoss OR—M 2T AT, IVHHEICHICEETEXALEFIZEBELTHHE
BRI ER’HVET,

T 74/VRD JBoss LN Oracle IR—ha 28T 35121, L FOFNEIZHENET,

TIHIWEDHR—BEELEETHAE

1. avw RUu RUEE LLFOT 4L 27 I EIL £9° (JBossInstallDir 1%
IBoss DAV AR—)L T 4L7R)),

JBosslInstallDir/bin
2. JBoss ZfFIELET,
m  (UNIX) shutdown.bat-S
m  (Windows) shutdown.sh -S
3. TXRAPTETAUZTROTZ7ANEREET,
JBossInstallDir/server/default/deploy/jbossweb-tomcat55.sar/server.xml
4. LFORIVaryOR— I ESEERLET,

<!-- A HTTP/1.1 Connector on port 8080 -->
<Connector port="8080" address="${jboss.bind.address}"

5. 77 ANVERFELCHALET,
6. THRANTTAUZTIROT 7 ANEREET,

JBossInstallDir/server/default/deploy/httpha-invoker.sar/META-INF/jboss-service.x
ml
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10.

PUTFORITOR—ESEZEELET,

<attribute name="InvokerurRLSuffix">:8080/invoker/EJBInvokerserviet</attribute>
<attribute
name="InvokerURLSuffix">:8080/invoker/EJBInvokerHAServlet</attribute>
<attribute name="InvokerurRLSuffix">:8080/invoker/IMxInvokerserviet</attribute>
<attribute
name="InvokerUrRLSuffix">:8080/invoker/readonly/JMxInvokersServlet</attribute>
<attribute
name="InvokerURLSuffix">:8080/invoker/IMXxInvokerHAServlet</attribute>

T ANERFLTCHALET,
JBoss ZHLEIL F T,

(Windows) CA Access Control T % —7Z A XEH, CA Access Control T2F
RAVNEFL, CA Access Control VXAV —K <= R2—T %D a—hhv Ll FD
FIEIZ - TEERELET,
a. [AZ—F]-[7urF5]-[CA]-[Access Control]Z 27V 7L %44 B a—h
VAN VA A 3 I
7=& 20X, CA Access Control T X —TF T A XEH L a—M v baEH I 5
2%, [AF—r]-[7er T L]-[CA]-[Access Control ] 38R L, [ Z—
FTARXEBN 77 L ET,

b. [T ]ElU I LUET,
c. URL 74—/ RDOR—IEFEH LV JBoss R —hEFIZERLET,

TIHIWEDHR—BEEEZEETHHE

1.
2.

SQL v i SAL A REILET,

sysdba &L C Oracle (2L £ :

connect / as sysdba

HTTP @5 (CBEM S TR — MR L £ 7,
select dbms_xdb.gethttpport from dual;
HIYDOR—IE IR ELET,

exec dbms_xdb.sethttpport('portNumber');

T AR =2 (EUCHIEBI L £,

shutdown immediate
startup
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Solaris 10 B4 I7AJLIZEEEFSnf=Avt—D

Solaris 10 A4 J7AJLIZE&FESh=AvE—>
Solaris 10 TH%)

FEAK :

l'secons -s | & f# L C CA Access Control Z{£1E95&, [/var/adm/messages| =27
T 7AZFEERS LTS CA Access Control A>t—373 Solaris 10 2B =—#|C
FoRENET, FHL DI E2—%D SEOS use streams DOfEN yes [ZFXES
NET,

fERAE:

INHDAYE—=VIIBEA L=V THY, HHEFITT — 2R THDOTIETHYEE
oo SRDUEITHVEE e AvE—TLZOERELLTITRLET,

m  "SEOS: Restored tcp wput SEOS: Restored strrhead rput”

SEOS_syscall #HEIZLD, R hT—2 TormEshicsni=2t&ERLET,
= "SEOS: Replaced tcp wput  SEOS: Replaced strrhead rput”

SEOS syscall #&HEICED, R hT—2 TR ESNIZZ L RLET,

AV A—ILRIZ selang [T TSR

FEAK -
CA Access Control D> AN—/L12IT selang ZHLHE) T 572>, CA Access Control
TN RAHEERLEOET DL LT O T = AL E T,

TT—: YU ELT-, S TLET,

(Tocalhost)

TT—: /A TEERHATL,

TT—: R example.com OOV A NN DHERS BV EE A,

R E:

MR — LR ELKERSINTOET AL, WBRNLV—VEN TN 2—T 007 L TH
BERFELET,

WARIL—IWENS TV 2a—T400 T DH%

1. CA Access Control Z{=(-LEd,

secons -s
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A AR—ILEIZ selang TR TERL

selang Z—7/)L =—RCREILET,
selang -1
E: UNIX 22 B=—# BT selang 22—/ E—RTHEITTHITIE, root
2—PTHLILENHVET,
1 — LR (terminal_name) 1> TERMINAL L a—RMERRSHTERY, MR
DT 7 BAMERRENLL FOINCELLERIN TWAZ LR LET,
showres TERMINAL terminal_name
n LO—RRFEELRWE S, o—h AR O TERMINAL Lo—RE2/ER
Li?‘o
editres TERMINAL terminal_name owner (name) defaccess (accessAuthority)

¥ A FHIF— Y ERIZT L —T O T, TERMINAL L=2—R
25T 74V s T EAMEL none THHI-H, La—ROVEERIZT
THIV TIBAZRIBEL T, 22— RENSTy 7 T RSN NI LT
TEEW,

n IR T I EARMERNDIELIRWG AT, SRS T2 ELWT 7B AR EZ E
%Li‘g—o

authorize TERMINAL terminal_name uid(name) access(accessType)
4. (UNIX) [seosd] EZiarH® terminal default ignore #XEDEZEHMERL FET,

ZOBREMIL, FHT 78 RAEFF AT 5L EIZ, CA Access Control 7% _default
TERMINAL HBXUFED TERMINAL L'a—R® defaccess [HAZJE T 508
IEFEELE T,
7 terminal_default_ignore FXEDFEMMIZOWTIL, V7 7L HAR | ZS M
LTLTESN,

5. (UNIX) DA FOFNEIZHEST, lookaside T —H_X— AR Z LB THHIE
EHERLET,

a. RARLEAD lookaside T —HN—AZHESL £,

sebuilda -h
b. lookaside T —H_X—ADWFRTL N ERAN BEIC THHZ AR LE
?‘O

sebuilda -H | grep hostname

hosts lookaside 7" —#—2R 77 A/VONEN—ELXRINET,

% 2 Z&: CAAccess Control TURRAURELUH—/\ aAVR—R MDA R =)L 17



TUADAR—ILRICFETLORMN) F—FHIBRTDHESICIS—DHETD

6. CA Access Control ZEILE9,
s (UNIX) seload
m  (Windows) seosd -start
A ZTHeE selang ZELEITEAeW ), F721E CA Access Control 7 —#~X—2X

WS CX P WES IR, THEMH® OS D hosts 77 AV DZEE RN ME/REA 3B
T, VAT LAEHEFII RN =V E B K L TR — R TTLIE RN,

TUOAVRAR—ILRIZFFTLIOAN) X—ZH8IfTHEEC5—N

HETDH

Windows TH%h

fEAK :

CA Access Control D7 L AL AN—)LHIZL AN F—%HIRLISETAL LT
TT— Avb—URNERENET,

T —HERITEE A, 2RO T T RAELEL,

fRRAE:

RemoveAC.exe t—7 U7 1% 3F{TL T CA Access Control L' AR F—IF LN
FTALZRIEHIBRLET, RemoveAC.exe L—TAUT ¢ CIIBL LT A AR—/L &
WEHAD, T_THD CA Access Control AN F—BINTFT 4L 7RI Na

o —ZLHIBRENET,

3¥: RemoveAC.exe = —7 U7 ¢1%. CA Access Control A2 Ah—/L /o lr—I20%
EENTWERA, S OWTIL, 77=4/1 YR —h(http://ca.com/jp/support) T
BEWEHELIZEN,

InfoView [ZF®Rrahd INULL R—2 | T5—

SR :

CA Access Control LiRN—h~D7 7 ERA%EHABE, InfoView ([ZIRDTT—NFKIRS
nEd,

NULL ~—3: LIR—R V=2 =V e CEE A
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InfoView IZ&RRENSD NULL R—2 1 T5—

fRR A&

Windows DA . CA Access Control Universe 23N EFTRIN TRV, F20%

AVAR=LEZNTWRWGENHYET, CA Access ControlUniverse FDREGiE T
ARLET, RS ER CldeW G E i amEL., IEF ThOLA I3 B X
a2 F7,

Solaris D54, bouser L TR AL,
CASHCOMP/CommonReporting/bobje/setup/env.sh L FOLIBVREL ET,
1. LAF® LIBRARYPATH ZiBMLET,

$MWHOME /11ib-sunos5_optimized
2. BusinessObjects —E A& FLEILET,

cd$CASHCOMP/CommonReporting/bobje
./stopservers
./startservers
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% 3

R —BXVT I RAERDIER

ZOEBI AL LLFOMN N EENTOET,

SN — A —T RN T VA TES (21 =)

HAENT VA Fxv 7T Jete/passwd BL Jetc/group 7 7 AV IARAEIND
(21 ~—Y)

B —TTGAX =W FLNITN—T PN — R T T EATERVR, IELWT 7E
A JL—)UIRERIESIL TS (22 _—)

0 A NSRRI T — Y Eay TR TEARN (23 )

Z—VNEE I RA B2 Ca~v o ReFITTE5 (23 _—)

CA Access Control 734 _XCThD2—H% root LU TRk T 25024 =—)

I DOTN =TI —HF 2 AV —NEHFE L GEITEZRN (24 _—)
Windows EFLFE Y CA Access Control /XA —KREZEF TE5 (25 ~=—)
Ira—r3 )V NAT—K RV =280 RESNT VAT b — ey Sib
(25 =)

Active Directory =—H¥72% UNAB TURARALMIalZ A TERWVN(Q6 ~_—)

RESN)Y—RIZA—FBT7IOERTED

fEAK :

BV —=ADT 73V T RAMEREL T none Z1ERLELZD, A—rX—o—
NEEFTERVZED)Y) — AT I BATEET,

fRR AL

V) —2 TR T ARBEDORN T TNy a—T 4 T RTOET (60 =R—),

HARMYT IR FvIT letc/passwd B KU /etc/group T7A
ILBINAIRREND

UNIX THZ)

FEAK :

Jetc/passwd LN fete/group 7 7AW T DT 7ANE T 7 EAMER none &% IE
LI =V R LTZIZH 3D 06 ZNED T 7 A TG AR T 7B A TETLE
WET,

% 3 E: RUI—BLUTIERERDIER 21



IVA—TS5AR A—HFEFTIL—TN)I—RIZTHERTELZNA, ELWVTIER IL—ILNRESNTINVS

fRRAE:

T 7V TIE, CA Access Control FFET T3 Jete/passwd FL N Jetc/group ¥
AT I T AN T DL T 78R F 2% SARALET, CA Access
Control RZBDY AT I T7AMAK T DA T VA F %/ AR
WEIZTHITIE, seos.ini 77 AL D [seosd] BT a D bypass system files D
% no IZEHELET,

FE: CA Access Control NZIVHEDT AT 77 AV )ﬂj'én)h%‘f&@77?7\
F DS ANALIRNIINCT D56 U A5 Eénﬂ\é_}:%ﬁ%n

T, WUIRFFA AR EE T, m%&ﬂﬂ)?&t% F 2 I DISA N5 LT3

CA Access Control FFL#E L root 1**?:%/‘\5[1’1**4?:753\‘/1?.&£Z777’IZ7<“C“%<7ZC<
R0 EEIRV AT ML R T A A R HVET,

IAR—TS5ARX 12— FIFTIL—TN)Y—XIZ7 IR TER
WA, ELWV7OER IL—ILBERESNTLNVS

Windows TH%h

fEAK :

TR =T TGAR a—WEHITN—T RN =R T I8 AT B Al o THAHD
o TV BEATEFER A,

fRRAE:

TUHR—TTGAR TSN ER SN CWAAREMERHV £, T —H_X—ZAND
FFAMIE, AiAE—C SID MBNEARDHFIT 7N THRL HWT T M A S
NTWET, ZORNAEF =07 T5I20%, BT Z—TF4X T hoo MNefiik
LET,

F BRI A —TTAX T I ROFEIC OV TR, TWindows =2 RARA b
BEAAR SR TLIEEN,
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AT AVICRBLIzA—FERY I 7O RTELL

O A IZkBLE-2—FE2avy 97 9 TELGL
UNIX THEZ)

fEAK :

0y A DIEDE EDEEIELT- %2327 —K PMD CTa—#%2k L4515
serevu ZiRELTWET, LL, ELLa/ A TERWGA Tha—YRay /7y
FEIvEH A, pam failed logins.log 77 A /W &S M3 5729IZ nodaemon 47Tz
ZFREL T serevu ZREILIZEEIZ, — DAL ERE A,

FRIRFTIR:

seos.ini 77 A/VD [seos] &I a D passwd pmd OENELLBYERTA,
passwd_pmd D%, sepass 73/ XAV —RNE A EL/ AV —R PMD D4 RIIZERE
Liﬁ—o

A—YHEFFEFIREEZ TIVUREEITTED

fEAK :
TN —FIZRIU TR IR 2 3R E LIS h b b g, Zb—7" A Rl Sz
FF 2 2 C CA Access Control <> REFEITTECLENET,

fRRAE:

HIFEEARI S . CA Access Control (X —FRHF LV el A By awBRtGT50D%
Bl UEd25, UM Aasif 552 L3 c& A, 22— NHIBRMIR S i)y —2F-
I~ RZT7 78 AT 0% IET 5120, VY —AFzida~v RO/ —R La—R
AR LU CRMHIBEZIEELET,

3E: CA Access Control (%, ==— USER F7-1% XUSER Lo—R{CHEHIREME
TETDDEIMNEMERL THD, ZTDO2—FHJET5H GROUP F7-ix XGROUP [Zx}
T AR IR S FEAET D EIN TR L E T,
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CA Access Control NERTHI—H% root ELTRHETS

CA Access Control NI RTHI1—H% root ELTERHET S
UNIX THEZ)

fEAK :

root LIAAD 2 —PIZHL T sewhoami = —T (VT 4% FITLI23 4G . CA Access
Control 1ZZD=—H% root =—HEL TEEIRL TLEWVET,

fRRAE:

ZOMBEENT TNy a—T 4 T T HIE v Ay T r—ad LOGINAPPL

La—RCLLFEMGELET,

®  LOGINAPPL La—ROARINAT A TV r—aDARHTTHD,

®  LOGINAPPL L=—R® LOGINPATH /STA—Zal Ay TV r—g~
DIEMER TV NAEEELTWA,
ay Ay TV —ar ~ORREFANHITE, hL— AT T (73 ~—P) L,
wicaZ A TV r—arz2E 1L T CA Access Control [/ A LCas 7
JhLFET, FN—RAEZMRL COAERELET,

= LOGINAPPL L'=2—K® LOGINSEQUENCE /XTA—HX|Z ul Ay T7V/r—
varfOELW BT A =T U ARRESIN TS, Rl OWCiE, 7=
Hv PR —h (http://ca.com/ip/support) IZFFHVVEHHELTZE N,

¥ CA Access Control X, V—K/X—F 4 ar A4y 77V r—arHo
LOGINAPPL La—FR&EHFELEEA, V—K =T al Ay 7FV r—ar %
HAT58EE81%. FOT7 PV r— a0 A LOGINAPPL L a—REZFEHTERL T
=,

1 DT I—THEHFIZA—HE/NNRAD—RFEBELLTEMTELL

IR

L=V ERFEDI N—T DO/AT—REHFLL THHRELTZWVO TR, LLFD=
< U REFETTIHE, FO2—FRFT XTOT )N —TF DO/ —RERE /> TLE
WET,

editusr userName pwmanager
R

A=Y E AT —REBH LU GBI DRI NV—T D4 R1E LT OISR ELE
7,

join userName group(groupName) pwmanager
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Windows &EIE&EAY CA Access Control /XAT—RELEHETES

Windows &EIE&EAMAY CA Access Control /IN\RAJ—KEZZETE5
Windows TH%)

fEAK :

CA Access Control TERESILZH%r® Windows ErBi T Windows EHE Y CA
Access Control D/X AT —REEHETEXCLENET,

fRRAE:

CA Access Control CTHHET D2 —H7Z1F5 CA Access Control /SAU—R%EZEH T
EHI9CTBITiE, LA FOF%— EnforceViaeTrust L AN = RNDfEZ 1 ITERE
LET,

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥passwd

ZDOL P AR =k, CA Access Control Zi@S7pit = —Y AU —RDOHEH
FINIER N TERVINEIDEIEELE T, ZOL VAN =N DT 7+ /V ML

0 T¥, ZOA . CA Access Control ZfE L2 Th—W NRAU—RZHHFE/2
AR TEET,

F8—/N)L INRT—FK RS —(Z&Y, RESN-VAT LIS —
HROvoEshb

FEIK :

Ja—s b SNAT—R R —E LI G DR —R R —D AT,
CA Access Control TIRF#ESNIZT AT LB —H Ry 7SN TLENET,
FRIRAAIER:

CA Access Control CHRESNIZV AT AT 7 BATANEN DL —Y F DR
T—R KU —EJUEIAERLET, ZbD2—F Tt 28R —R R —%
YERT DI121E, 7774V T A—T%HHLET,

TaT7y AN TN—TEFE AL TSR —K R —&3ET 51203, LLFOFNEI
ENET,

1. Ta77A)N IA—TEERLET,
2. FaTdrA)N TA—FHONRAT—R R —EB/ELET,
3. Ty IA—FIla—VEEN Y TES,

TarrA)N TA—FICRH U THRELESAT—R RY—|F, FOF a7 AL
TN —FEEMS T WA —FITE SN E T,

B 3 E: RUD—BLUT7IERERDER 25



Active Directory 1—4H'H UNAB IURRAMZOS 42 TELLY

Active Directory —HHY UNAB TURRAUMZOS A TEALY

UNIX THEZ)

FEAK -
UNIX JEM%¥FF> Active Directory =—H%#72% UNAB TV RAA M/ A C&FE
B, ZORBIE LLTFOSEIRET O REMERHVET,

HLU Active Directory = —H 2B 5HEX

user_container BRiEaX E CIHEEIN TV a7 HCa— P2 R E- 1T )
THEE

3¥: user container BREEFXEIL. uxauth.ini 77 AL D AD &I/ aAIBHVET,

a—HEEPE Active Directory RAMNNER EIIBENTHLE (0F 22—
T T FICFELR DY)

fRIRAER:
ZORMBEEMFRTHITIT, LT OFIMEICHEVET,

1.
2.
3.

Active Directory NG, =—HI|Z UID BELW GID BHHZELaMRLET,
PP ENTORNZEZHERLET,
UNAB N RRANTEEIL TWHZEaMRLET,
a. TURRALRTawrR 7ar7h oo RuEREEd,
b. LU TFOa~ REEFLET,

./uxauthd -status

UNAB DBUEDAT —H A% T Ayt —UNERINET,
TURRAL A Active Directory [ZEFRSIVTNDI LA fERLET,

E: TUREALRDY Active Directory (ZEERIIL TG A | uxconsole
-register L —7 (U7 42l L TRAM B ERL TTZENY,
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Active Directory 1—H'AY UNAB ITURRAVMZOT A2 TERN

TURRAUIED 0S ADLFTERIZ SAT—R Fyvia F—FELFZLUTO
FNEIfE>TEIELET,

a. UNAB 7 —EL® uxauthd 5 1ELET,
./uxauthd -stop

b. NSS Fyvia 7 —HN—2ZHIFRLET,
rm -rf /opt/CA/uxauth/etc/nss.db

c. OS ADARIEIFZ/ AV —K Frvvia T—FV NI RRA M ETELT
FRNE I ERERLET,

72& %1%, Linux F721% Solaris TV RARALIDBAIE nsed T —FLNRNFE
TTHMNEINEMEFRLET, HP-UX TURFALPOLGAE, pwegrd 7 —F
VINFATHRNE I EERLET,

d. OS AOARIEIFZ/ SAT—F Fyvia 7T —EUDETHOLEE, 7'm
TAEREIE T LET,

e. uxauthd ZE#ELF,

./uxauthd -start
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T 4 ZE: CA Access Control T—A~R—X
NEH

TR, L FORE IR EFNLTOET,

selang 7TV TIRENDHLT—RD3M K 100 EIZRHID (29 R—)

CA Access Control 7 —#_X—2Z EDO/ Xy 7 v ALY, AT/ 12 UTimes B
JOER L a—RpAERSILD (30 =)

CA Access Control 7 —H#_X—ZANHEEL TV (30 ~_—)

selang VT TiRENBHLa—KH &K 100 EIZRS5NS

IR

100 ZHR 5L a—RERTILT D selang 7TV EFEITLIZEXIT, LT DAY E—Y
MERSNET,

g 100 (FY YAKHIE) HAOHBERSCOES,
fiRR AL

query _size FEDT 7A4/VMIEIE 100 T3, CA Access Control 7% selang 7 TUIZ
LU CRTLa—ROEEELT T, query size s EMEAHLET,

query_size XEIL, LA TFOEIIAFAELET,

m (UNIX) seos.ini 77A/L®D [lang] B/ =

®  (Windows) LA F® lang 7% —

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥lang
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CA Access Control T—4X—X ED/\wo 7y TIEIZKY, BEEDYIZ UTimes S&LUBERELI—FNERSNS

CA Access Control T—AR—X L D/\vH 7y Tz LY EH
04712 UTimes BEXUEBLA—FRAEREINS

fEAK :
CA Access Control ®FITHIZ OS NI 77 W— )L AL T CA Access

Control 7 —X~_X—2% /w777 LT254A . CA Access Control [ZLL FDAyE—
DEH7e U N EERa T IZEDET,

03 Mar 2008 15:58:01 D FILE UTimes 69 10
/opt/CA/AccessControl/seosdb/seos_pvf.fre /usr/sbin/fbackup

F: ERROBITIE UNIX /SR DME SN TOET A, LU F ORI EIT

Windows 2ot a—Z | ChmAIET,

fiRR AL

FREDER A —1F, NI T BRI LD UTimes 77 A/V A AX 7T DFE

B CA Access Control 235722847k TWVE9, CA Access Control (X737

Ty BRI TRV ER A,

ZDA =N T IIERREINIANIIINTT BTN, L FOFNEIZHENET,

NI T TG RINEA— =2 — P I S TERITEND G AL, £ 02—
PIZKL T OPERATOR BHENRESH TCWDIEAMERL £,

n R IT T TIOTTEANRA— R =2 =P Lo TEITENDE BT NI T
7ar T AT pgmtype (NN 7Ty ) TaST A RFRESIZ SPECIALPGM L
O—RNIFET DI MR L E T,

T —HR—=ANIELL NI Ty T ENDHIINTTHITIE, dbmgr —T VT 1%L

TAIT T HFITUET,

CA Access Control T—3~RX—XHHEIEL TS
UNIX THZ

JER
CA Access Control =7 — BJIZLL FDOAY =V ERILE AV E—T% RO EL
77

seoswd: [ID 973226 auth.error] seosd EDIBENFALTUNIINELTZ, seosd #FATL TV ET,
FATAL!

Inseosrt_InitDatabase (0x270)

#ei: /Access Control ?/3%/seosdb/seos_cdf.dat 7ML E LI~
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CA Access Control T—2R—XMNHEELTLYS

FRIRAAE:
LUFOFNRHEST, 7 —FN—ADMHRZEEH L ET,

FE ZOFIRE, T —F RN RRT T AV DAL AN—VIGHT, Jopt/CA/Access
Control |24V AR—/LESILTNDIEZFHEELTWET,

CA Access Control T—HR—XWBFEET DA%

1.

CA Access Control Zf&1EL %,
secons -S

(AT al) ARG EIXT 7=J1v PR—MIT —F_X—2% R TEHIIIT,
TR R— 2RO I T T LET,

F R ZN O — R LT — SN TNDZEE MR L E T,
cd /opt/CA/Access Control/seosdb

dbmgr -util -close

3E: CA Access Control X IELL ¥y U ENRWEE . T —Z_X—ZA)N A4 —
TEL T —IZNDGENHET,

T AR AT I LET,
dbmgr -util -check
L FOWT O EEZEITUET,

B T AR REF oI LRI T T — A —URE RSN, A
T 6 [ THEHRET,

B TR REF eI LRI — A=V RNERESNTBA I, A
Ty 7 6 BLEW 7 #ETET RDVIC T =LA —AG T (75 =)
LET,

F—HR— R TrANVEEREELET,
dbmgr -util -build all

dbmgr -util -check
CA Access Control ZEILET,

seload

F T AR ZANEEHEL COBEEATT, SHIEELWHA S KL 0 Ed, FF
oW TiL, 77=Hh/v PR —hk (http://ca.com/jp/support) IZBRIVEELTZE

U,
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¥ 5 8: JUE—b aVEL—I~DELR

ZOEBI AL LLFOMN N EENTOET,

JE—hal B a—ZNbEE TERN (33 N—2)

seosd EDIBIEXALTURDS syslog (ZAEHEAIIZ R REND (33 ~R—2)
BADSAE FTP Al C&7e (34 ~—)

a— W)V RARNEE—F ok IRARNDE—F b=V N2 5 (35 =)
selang 2L T U RARA U MO TERWV (36 ~_—)

JE—FOVE1 3D BiET TSHLY
fEAK :
U—h CA Access Control 2V a—H IR TEXERE A,
fRRAE:
PRI ARED NI T N a—T 4 T EITVET (60 _—),

seosd EDBIEFALT IR syslog IZHGERIICRRESND
Windows THZ%)

fEAK :

CA Access Control ZFEITL TWALEEIZaL B a—HNELARD, L FDOAYEZ—U M
syslog |ZRRSNDIENDHVET,

seoswd: seosd EOBENIALTINIRVELZ, seosd #FITLCNET,

seoswd: seosd IZxL TSIz 5378 [Success] EDRN@IE EORENFAELEL-,
seoswd: FiH: seosd EDBENFALTUNILDEL,
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RYINZE FTP EHREHfE TSR0

iR A E:
CA Access Control 3% A LT UMILDFAIL, 22— LOT U TFIANVA VT
YT T, TYFUANA VIRIT T, L TFOFIEEITVET,

B UTNNEAL AFY DD CA Access Control 4L ZM &R ET,

B CA Access Control AL ZRNDUTNEAL (Y TIER) ZAF Yo 24EI1ELE
7,

CA Access Control 737 7#4/LET CA Access Control L' ARN F—_ 77 AL BX
OAL A=V TAL I ZRET DO T, LFLOEIEEIT > TO VAN AD D
RITDZLEFDHVEE A,

TUFIANA VTR T D SPECIALPGM L =—RZ/ERkL . SPECIALPGM L
T—R®D PGMTYPE 70 37 1% pbf IZERETHIEE2BEOLET, pbf 7' 1r/7
I BATE, T ANVIERA RN T 5T —F =R F oI a /AN ALET,

=ADZEIE FTP EizdlETEa0
UNIX TA7 %)

FEAK :

CA Access Control ZiEEHL7=EE(Z, vsfipd MHDORAIDZZAE FTP Bzl o
F¥A, FTP D TCP /—/LBLR vsfipd HD HOST /b— VITVERLH & TH
D, vsftpd 22BOLIED FTP #£fild, £ TCP Fizix HOST /L—/ LTS\ T
CA Access Control |Z&-> T THIFEISHET,

fERAE:

CA Access Control Z#H) T 2H1IZ vsfipd ZHEENL 723545 vsfipd 135215 FTP ##
BRI DZIT AN AT A a— W7oV BB LET, ZO7v I BMEET LA,
CA Access Control 23> %—1 7N DHNC vsftpd (ZHIDZ(E FTP Bz WL
LETS

FTP BEGEDALERT% | vsfipd (ZIRD FTP #Et D7D ANV AT A a— L&
CHZESELET, LML, CA Access Control (ZZDT AT A a—)LE A H—&7h
THOT, LIMED FTP #fia 3~ THIEI TEET,
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A—AJL RRARER—T I RADZ—FYIR—UNELD

BHIDZZAZ FTP $5fia A Z— 7N 5120%, L FOWF O ERER 24 L £
j‘o

m  ysftp ZHETHAEIIC CA Access Control ZEEEILFET,

® inetd X° xinetd REDA—N—H— X F—FBFEHLT vsfipd ZiEEIL E
7

F A== — N F—F U ORTEDFFMII OV, ZHEHD 0S D~
—IZWA DR TSN,

®  CA Access Control DEEIH%IZ tripAccept L—T VT4 ZFAITLET,

tripAccept L—7 U7 1% F1TTHIZIL, seos.ini 774 /L?D [SEOS syscall]
7ar o call tripAccept from seload M—27 A H{ T HMLENHVET,
ZIEFELTT DN, tripAccept =—7 U7 4D SPECIALPGM L =—R%E
HLTRLZLEBEIOLET,

O—A)L RAREZ—T b RRAMDA—TIYRR—DMNELD
UNIX THZ)
EK
CA Access Control RAMIHERILIOET DL L F DAY=V NFRSNET,
i n—L v DA N=URZ—S Y IRAND TR R—=U Lo TOET,

FRIRAFIR:

D~7'J/1/ RARES —2F kN RART, seos.ini 77A/LD [seos] EITarHoralr—
AEMENRFRIL ThHOZ LR LET,
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selang #FERALTIURRA U MIEHE TERLD

selang #FERALTIURRAUMMIEHETERL

FEAK :
selang Z (L T RARAUMIEERILIOET DL LT DLIRTT— AyE—UN
FRSNET,

T =BT I TEER AT

fiRR AL

IR — R NEERE B R T BT SN AR BRI BT A RENTFELE T,
CA Access Control 2> =2—# T, BB b — B LU AL FIEOE TN EKITINZ
SNT=NEI D E R L E T,

E B FEOFEICOWTL, TERETAR |25 TLIEE,
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lrh-6:¢=

PMD oD JL—)LDT7AA

ST RIS\

TR, LFOR IR EFNLTOET,
BT 27543 PMDB 3~ A% PMDB 76 BEHZZ(E TX/ARN (37 ~2—)

YT ATFTAIN U RRAV DR PO RBA R (39 _—)

PMDB A< X% PMDB Mo E#HEZIETEHL
ER:

B PMDB 7 —X7 7F v &AL CET, 7 RI7T4/3 PMDB 3vA¥
NHVET,

BT PVDB D0 BRI DI LT TR E A,

fRR A

Y7 275423 PMDB 3~ A% PMDB O EHAZZELRWEES . LFOFIEIC
B TRHIBEZ N T Ny a—T 4 7 LTSN,

PMDB MOE#HICEATARBEN STV a—TA T T5h%

PMDB o EHEZ(ELEHA, ~AF¥ PMDB OxF7— al|liZLL FOAyE—

1. ~A% PMDB (master pmdb_name) DY 7 A7 T A/SOVANZE D AT —H A% 5

RLUET,
sepmd -L master_pmdb_name
F: Zoaw U RiE, A% PMDB 2B a—XTERITLET,
2. YTRIGANDIANEZRLU T M TERWS T AT TN R ELE T,

% 6 ZE: PMD moDIL—ILOTTOA
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HITRY54/8 PMDB MY R% PMDB MoBEHEZIETELL

3.

EATERNWET T AITA /3T, parent_ pmd FHTEMENIELWZ EE2HERLET,
parent_pmd FXEILLL FOBFIAFELET,

m (UNIX) seos.ini 3L pmd.ini 77A/LD [seos] B/ =

s (Windows) L FOLP AN F—

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥AccessContro
1

7¥: parent pmd h—27UNTHRETHHRANMA X, v AKX PMDB DRAN, LIEHE
=BT DNERHVET, RAMFFRPELGRESIVTWDZ LA R T 5
LICES T, ZOMBEE R TELHAENHVET, UNIX arBa—22 LT
WD 4 . sehostinf —7 U7 &AL T~ A% PMDB DFRAM 2R TX
F9, FEMICOWTIE, T7=H0 PR —h (http://ca.com/jp/support) IZFFHVVE
HELTEENY,

RENELEAAET 5613 L FOFIRICENET,

1.

~AZ PMDB ©=7— nZ/a&RLET,

sepmd -e master_pmdb_name

TT— nrESRL, i HTERNY T AT OV LR — ST —
a—REAELET,

FHTERNWI T RITANZEIL, 27— a—RNZESWTIHEEZ N T Ly a—
T4 T LET,

RENELEAAET 25613 L FTOFIRICIENET,

1.

~ 2% PMDB MR TERWS T 2774 3DY AR SRIED 7 27
FANEHIBRLET,

sepmd -r pmdb_name subscriber_name
Bl PMDB 3, ZOY T AITANICHFHIEAIELET,
AT FNEZARD KL ET,

YT AITARDYANEZITE PMDB =7 — ' \ZE B RNHLHEIL. FDE
FIZESWCRIBEA N TV 2a—T 4 7 LET,
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HBIRIS54/1N TURKRAUMDEBROST D EKBARUL

HITROS54/\N TURRAVMDEEOS D RARUE

fEAK :

BT RAITA NN AL PMDB OB FEZELETAL, T AITAD CA
Access Control BEA R I ZREA NI REESILTONET,

fRRAE:

PMDB ——#|% ADMIN B>\ FEHA, PMDB =—|Z ADMIN &
A 5-9510%, LT O selang 2w REfEHL T2 —H La—REfHEELET,

chusr userName admin

3 : selang I~ REFEITTHIZIE, ADMIN EMEDNMLETT, PMDB H#HzH~7
AITANNT T aAd5LET CA Access Control 1% TERMINAL /L—/L&ZEWEL
F7,
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g7

R)—DT 704

TR, LFOR IR EFNLTOET,

RIS —DF T aADNT T NS 2—F 427 (4] ~=2—)
DH F/-3EERE DMS BWEY T AIIA TR T 5 (42 ~=—)
R — AT —HZANFITENTCOFEA TR D (43 ~2—)

BERE G — VN RIRAL S ETT 7 aASn720 (44 =)
VMU EEN T L o 2SR (45 =)
DNSDOMAINNAME ¥ fE R E SRV (46 ~2—)
DOMAINNAME ZIZAEA G E S 2V (47 ~_—)

HOSTNAME ZHUMENEESIRN (47 ~~—)

HOSTIP EEUZAEA G E SR (48 ~_—)

AR =TT VAT DB EESNR (48 ~—)

UV AN BB AB SR E SR (49 _R—2)

RIO—DTTALDMNST IV a—T42T

RANMIARY L —%E Y THEA | policyfetcher 3T 7' A A ZAZZEEASL, RY
v AV NEEITTHET, AU —THI Y Coneo RRA R BT 7 rA&
NEEA, LB T, T RHRA N TR —PNIRESNTZDT T aASnNiz 358
X, SESFRBHTT A =T —RNRAETHAREMERHVET,

R — FTaAAN T —E RS DI JERAR) > — B CIILL FO X578
TINY a—T 47 TrvaryPHESNTNET, ZhbD77iaE, CA
Access Control T2 —7FAXEH F7213 policydeploy L—T U7 4DUVF I
AL THEITTEET, CA Access Control T A —T T A RXEH Tlx, o7V
Ca—T T TIva R RV—ER] T DRV — T A TIIHVET,

UTDIINRNT TNy a—=T g7 TIiaryBHnEd,

®  Redeploy - RV — RZUT N B LT T mA AN ZATEAERL ., TERCLTZ
B2 T RIRA LM T AL ET,
TURRAVNTCORIY — T TP —RNRAELGEIC, 204 T var
PERALET, 2FEY, selang RV — ATVTIOEITITRRLIZGE T, &~
VS —DF T uAffREITIICIE, T RRALMIBITDAZI TS =7 — DR K%
TEICHRL CTRBMERHVET,

F: 2O T au 1T CA Access Control o X —7 T A XEF CTOLF|H ATHE
T, policydeploy +—7AU7 4 TITHR—FSITHEE A,
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DH ZFf=IZEZERIE DMS NBYITRITATIZLRET S

. Undeploy - R —%XfIGT DRANNSE Y TRERE 2, ez
RALVIPORI Y —%T T aAfRERL £,

ZOF T arid, DMS EORAMIEN Y THN COVRWTEURRA L MIOEE
DRV —ZHIBRTA7-DIEALET,

m  Reset- TURKRA MYty RLET, CA Access Control XA AN AT —H A%
VEvhl, BRI —% 4 _RCT T uAf @Rl JRERY S —E A7V sk
B TCHIBRLET,

ZOF T arEERTAE TARTORI— F7ul TaXT o BLOYEER
Vo —FHT T RT 45, TURRALVIBEO DMS TOITZURRAL S AT —
HZANHIBRSNET,

®  Restore - fiESNTZARANDRI S —2T T A fRERLIZ%, T X TOT a4
AU %FEDHRANIHEL CTEITTHIET, 77 aA (B Y CEILERET 71
A) T HUEDBHDHT N TOR) S —ZRAMIVANY (BE#HT 7 0A) LET,

O T arHFERTHOIE, T RAR A MeFE TR (CA Access Control
FIA R —T T VAT LEFHALAN—/L) LT, DMS MR, EDOTUR
RAVNCTHERN T _NTCOR)Y —%2FHT 7 aAT556TT,

F EILDFATANIRAND AT —Z A3y h&nE R A, LI23> T, 7 TIC
WODMDRY L —=PRAMIE SN TS 6 EaidmT —IZ2h £,

DH F=(X[EEEE DMS NEHYIRIFATIZKRT S

fEAK :

EEEE 2 EAO—E L LT, DH % DMS IZHY T 27547440, F-i3fEE
[B1E DMS ZA@ DMS ([ZHT 77747 L C0ET, UTDOAYE—UREIRE
nEJ,

Y7 277423 (dms@host ) OFH T AIIATNILELT,
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2. TCP, CONNECT. HOSTNET, F7-i% HOST 75 AT, HLVL— /L E- 13K
BEINN— N EHERELET,

3. B OMEPFET DR — MR ELET,

4. bPL—2AZTFLT(73 X—V)L, Fb—R 7 AV TLL N fERLET,
m  CA Access Control 7% TCP /L—/)VE/- 13D/ — TSN T T oy s Lz
n  BERORENDLR—IESOICERIND P FFA)) LSkoa—FR

5. CA Access Control B850/ C, A HLHR—M~d D () La—RahE
SHLUET,

6. T77ATUF—NADPRBEEIZ DR — 7 my 7L TN EERERELE T,

7. 0OS oul 77ANT NAURTERUVKR—NIL-oTRAELEZZT— Ay —
HERLET,

B3RS

CA Access Control =— = MNEfE HOR—FEFDOEF (76 ~<—)

INTA—IVADBEEN T IV a—T40 T T BAE
T p— AT A RO R R 2R E 5121, LT OFINRIZENET,
FEEEIC WL, T =80 YaR—h (http://ca.com/ip/support) IZBRIVE B
72E,

1. NI =< AORENPWORAETINE/RELET, N7+ —<ABNE T
BOITNDOTTH?

m  OS ZiL#h§5L%
m  CA Access Control Zi@E+5Lx
m  CA Access Control OFEEIZULIZOIBL-L&
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NIF—RVADBBENS TN 2a—T40 T T 5%

m  CA Access Control 721X OS BATVa—NSNi7 b Re T TT 5%
m  (UNIX) CA Access Control 77— R/NAALIEMRE ST —RSnbHlx
m  CA Access Control 7 —EL /2T —EANRR—RINHEX

2. CA Access Control 23374 —~< ADREDRK ToHHEFFE LTS EIEL, AT

DFEEEZFTRET,

n RTF—UAPKR T USRI Y — A HE L QWA T e R L CT
72

m =D CA Access Control 7Ot AITA 7V A7V EBELTCRILZ 2R ID
RFFL CWOET03?

m Y —RRX—F DT 4NE RTANPRIE 22— AV A= /L ZFLTNET
2

VAT AT IV a PN B a— AT AR LS TR T
3. CA Access Control 7 —X_X—R&F =y 7LET,

a. CA Access Control ZfZ1ELET,

b. T—HRXR—AETF v/ LET,

dbmgr -util -all

c. T—HIR—ADALT v A BAERLET (74 ~—),

d TN AEFEHELES (75 ~—=),

e. CA Access Control ZFEEILC, AN EIAFAET DNEINEHERLET,
4. (Windows) RTA/N A2 —F NI ET,

a. CA Access Control Z#fZI1ELET,

b. UseFsiDrv LY AN =R OfEE 0 ICAELET, UseFsiDrv LI AR)
TURIIRDL AN F—IZHVES,

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥AccessContro
1

c. CA Access Control ZHF-LEILC, MENEEFETDNEINEHERLET,
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5.

PL—2Z2%AT (73 N—=Y)LTHEEZHELET, F—R 77V TU T O

HEMEELET

HHIMPITEIESNTAX N B DL BT AN T IERRE),
SRl TS rR A,

LLFOfEDWT 1,

- ACEEH -1

- U= ADfH

ZHBHDEIZE ST, CA Access Control 2S—W 4 ZfEI-CTE/ F20%
BV —RZE N Y CTHZEN CTER W EBN R ESNDEENHVET,

F: UNIX oo B o—# ETO CA Access Control /X7 4 —~< L ADEDFEMIZD
WL, TUNIX =0 RARAMEBITAR 2SR TS,

LR—k H—EADMEZRHRRT B E

CA Access Control Lih—h P —EREHEHT 5L, KFTURRA N (=—H, F L —
7. BEXOY—R) DX 2T 4 AT —H AL CHER TEE T, LAR—h Y—
ERERNT TN 2 —T 4 T AL FDa R —x U e 1 O T OMRELET,

LAR—k =B RADIN TN 2—T 4 TN T A% L FIORLET,
TURRAL DT R —F 427 VAT NG T, L TFOWF a7 O ET,

1.

UNIX T a—X FEDLR—k =V hDRGT T Ny 2—F 47 (64
R

Windows I Fa2—X FDOLIR—F 2=V bR TNy 2—T 407 (66
~N—)

A — T TNy a—T 4 T LET (69 ~=—),

JBoss AT 7NN a—T 47 LET (71 _—=V),

LR

—h R—BNE T TN a—T 4 T LET (72 ~2—),
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UNIX avEFa—432EtDLR—r T—Sx0 DS T IV a—T405
UNIX THZ

LR—h =—T = ME, = RRA R Eda—A0 CA Access Control 7 —# < —
ABLUTTOD Policy Model 7 —4X—A(PMDB) DAY 22— )V ZjLT=AF >
TavhEEL, RICZOA Ty T aybMefiffith— SOV —k $2—|Z XML
AN CTEFLET,

UNIX avEa—4EDLiR—k T—2z b bSTINa—TFTa0 0T 55

1. LFORRENELWZEZHERLET, ZHOLORIEIL, seos.ini 771 /LD
ReportAgent B/ a AZAFIELET,
7E: CA Access Control = RARAUNERE F721X selang 2~ ROV g
LT, ZOREEEMRFETEET, 1L, ZOFIAIZOWTIEL, config BREE
T selang I~ REEHL CRRIEZZE R THHELZBEIOLET, selang =~

RafEH 3 5L, CA Access Control D IEBIOHEIZITHT IZR EEE 2
HETEET,

reportagent_enabled

o—h A a—F TLR—MIER (1) 12725 TWBNEIN TR ELE

j—o

F7 4Lk 0

EE: LR—b 2=V FOHBIETEZAEDNCT AT, Z0EE 1 ICRE
TOHMERHY ET, ZOREM® 0 THLIGA. l/ﬂ\ﬁF =Tz M

Bl A — NIk LT — 57’\*‘/<(D/</7/:L*—/l/iﬁ”b7b’/<')‘///d v hEEE
LEHA, 2L, ZOMEN 0 THAREAZ, VFR—F =—V=0 22D

FET NI E— hfiﬁfé 7
report_server
FiAi—/ 30 URL #EHRLET,

E: OTCP BEROT 74 AR—ME 7222, SSL @IEHDOT 740k R—
NZ 7443 T9, Bfitr—/ 3D URL |\ZBEZAT HOELVIR—RERR
FBESN TWDZ MR T HLENHVET,

7 4/)LR: none

Bil: tep: //130.119.176.145: 7222, Z¢ URL TiE, LR —F =—Y =z b
IZ TCP Fubhm/LZfEHL T, IP 7RLZ 130.119.176.145 OEAiH—/ &
AR—hk 7222 FCEELET,
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schedule
VAR—RIPAERSILTUAR—K = NITEESND BRFEERLE T,
DR EIL, WO THELET, time@day[,day2][...]
T 74 /vh: 00:00@Sun,Mon,Tue,Wed, Thu,Fri,Sat

Bil: 119:22@Sun,Mon | LFEE T D&, LaR— NI H e H &5 A WA OF#%
7:22 \ZAERSNET,

send_queue

LAR—h 2=V a— T —=HR—=AD AT S avbaikEgT 5
B — N EDRAyE—Y Fa— DA ERLET,

7 7#/VR: queue/snapshots
BEE: OREOT 74V METEE LRNTIZE N,

seos.ini 7 7A/L® [daemons] &7 a AZLL R OITINMFAET DI a2 MR L £
(ACInstallDir 1% CA Access Control %A AM—/LL7=T 4L ZRTT),

ReportAgent = yes, ACInstallDir/1bin/report_agent.sh start

COITIFET DA LAR—F =—Y = b F—F 1% CA Access Control @
BB HERICEITSNE T,

PLFOFT 4L 278z E) L E£7 (ACInstallDir 1Z CA Access Control Z A2 Ah—
NUEF AL 7T,

ACInstallDir/Tbin
LiR—h === F—EUEFIELET,
report_agent stop
LIFOTF A7 I EIL £,
ACInstallbir/bin
UFDa<v o REfEHLT LAR— 2=V b T ) E—RTIITLET,
reportagent -debug 0 -task 1 -now
reportagent
ViR—h ==V M EITLET,
-debug 0
ViR—b 2=V = b7 R\ B—RTHEITL, HhE= Y —VIZRRT
HDIMFRELET,
FE: UR—F =—Yxrh T NENNASTODEH AL, LAR—
TV T NyT BN THEITTEE A,
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-task 1

CA Access Control L'iN—FEERKT 572012, LAR—F =—Y M3 CA
Access Control 7 —#~_X—X BT AIEREINELBIOERETHIOHEELE
TO

-now

Lifimh Ve b A CEATLET,
Lf—h = Va MO H AL T O IR > ET,
s HOCTT—REEN TSN IDE RS

m Send VA R—F NI A—F T a>D Send Queue I3 &N Report File
NI A=ZIZELWARIDRE SN TWD Z & 2T %

PLTFOTF 4L 7 ICBEILE9,
ACInstallDir/Tbin
LR—h ==Yz F—FUAHERLET,

report_agent start

Windows a>Ea1—42LtDLHR—k T—2z DS T IV a—T420

Windows THZ

LAR—h == ME, U RARA N Eoa—7L CA Access Control 7 —Z < —
ABLTRTOD Policy Model 7 —4X—AZ(PMDB) DAY 22— )V SjLTz AT
vavhEIEL, RIZZO AT YT vay Ml fith—/SOLR—k F2—{Z XML
KTEELET,

Windows avE1—2LEDLR—k T—Cx b bSTINSa—Ta0 93 55%

1.

DITFOBRENIELNWIEZHERLET, ZORTIT. LLTOLIARN F—I2fF7E
L%,

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥ReportAgent

7E: CA Access Control =X RARALNEH F72(X selang ZIv L ROWT %
ERALT, ZOREMERIETEET, L, ZOFNEIZOVWTIE, config EBREE
T selang 2~ REEHL CGRIEAZE R THHIEZBEIDLET, selang =~
Rz 9 %5&, CA Access Control DIEIEIBIOFEEIZITHT IR EMEELE
HTEET,

reportagent_enabled

a—3) A2 —Z TCLR—MRE (DI TOBNEINETRELE
‘640

F 74k 0
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FE: LAR—F 1~¢)Iyl\@|§¥h%??%ﬁx/ﬁ T LR, ZofEE 1 ITRE
THMLERDHY T, DOREMEN 0 THLHGE, LA—F =—Y = ME
BoAf Y — N2 L CT — 5/\~7M)7J7/:.~/1ﬁ::h71%%/7”“/5 v N EIEE
LEHEA, LML, ZOMEN 0 THHILAEIL, VA—F ==V FE2Z0D
FET NS B RTETTEET,

schedule
LVIR—=FBAERSILTUAR—k = NITEEESND B ERLET,
DR EIL, WO THELET, time@day[,day2][...]
7 74/Vk: 00:00@Sun,Mon, Tue,Wed, Thu,Fri,Sat

B 119:22@Sun,Mon] LFRE T DL, LAR—NMNIfE AW H &5 H I A OF %
7:22 \TARENET,

send_queue
LiR—h ==V MR a— 7 —FRX—ADA T ay ek ET5
BiAi D — R EDAYE—Y Fa—DARIEEELET,
7 7#/VR: queue/snapshots
BE: OBREOT 74N MEREELRNTIEE,

LUFOBREDELWIEAMERLET, ZOREX LFOL AN F—IZFE
LET,

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Common¥communica
tion

report_server
BiAi—/ 30 URL Z#EHRLET,

FE: TCP BEROT 748 AN—ME 7222, SSL @IEHDOT 7 4/Lk R—
NZ 7443 T9, Bfitr— 30 URL |\ZBEZAT HOELVIR—RERR
BESNTWAILEERTHMLENHVET,

F74/)Vh: none

Bil: tep: //130.119.176.145: 7222, Z¢ URL TiE, LR —F =—Y =z b

X TCP FuhaLZ LT, IP 7RLZ 130.119.176.145 OFE AT — &
AR—hk 7222 ET@EELET,

CA Access Control L'iR—F =— = b —EAREINZ 2 & 2R
LET,

o< R Far s U4 KRB &, CA Access Control %15 1ELF9,
secons -s

Windows ¥ —E & <3 —3% T CA Access Control L'’ A—F =—T =k
PR AN L ET,
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6. CA Access Control ZEILE9,
seosd -start

CA Access Control [FEFHILET N, LAR—F =—Y =z bh —ERIEIESILE
7,

7. UFOav RE#EHALT LAR—F 2=V M7 Ny E—RTETLET,
reportagent -debug 0 -task 1 -now
reportagent
LR—h ==V b FATLET,
-debug 0

LiR—h ==V N T Ny B—RTHEITL, HhEar ) —/WIRRT
LIOHEELET,

F: LAR—h 2=V B AREBL TS5 A T LAR— =—
VUM T Ny E—RTETTEEEA,

-task 1

CA Access Control LAR—hEAERKTH720I12, LAR—F =—Y =283 CA
Access Control 7 —#~_X—R (BT HIEMANERL L OEEFETHI0EELE
7,

-now
L=k 2V M AT CEITLET,
8. LA—k =V O HEU FOFMIC G- THRAET,
s AT DEENTODIDNEIDERRT D

m Send VAR— bk NRNTA—F T 3D Send Queue I LN Report File
INTA—=HZIELWARIPEE SN TWD Z & 2R+ 5

9. CA Access Control Zf=1-LUET,

secons -sS
10. Windows —E A <=x—+ T CA Access Control L'’/ R—h =—T =k H—
EAZEEILE T,

A AEIAY—RNT v AT ERIRTDHMLERHVET,
11. CA Access Control Z#@EIL =7,

seosd -start

CA Access Control 2SEEHEIL, LAR—h =—T = —ARNEFHLET,
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BHY—n\O ST I a—T105

B — Tl LAR—F == = U MR RARA U M SIEE T AERE A —
Foa—MNZELET, TOH%. AyE—IRUT7 'V JavaBeans (MDB) 23 Ay —
Fa—NDT —H & i o CTHRT —HR—RTEXIALFET,

BAY—NE STV a—T1VTTEHE

L.

(UNIX) Tibco EMS EFY— /L& LI FOFIEIZHE- TREILET,
a. UUTFOTFAL7MNICBEILET,

/opt/CA/AccessControlserver/MessageqQueue/tibco/ems/bin
b. UUTFOa<w R REETLET,

tibemsadnmin
(UNIX) Tibco EMS HELY— /L& LI FOFNEIZHES TREBILE T,
a. UUTOTAL7MNIZBEILET,

C:¥Program Files¥CA¥AccessControlServer¥MessageQueue¥tibco¥ems¥bin
b. U TFOa~v REFITLET,

tibemsadmin.exe
LT OWFhhDa~r R LT, BUEDREIZERL 7,

n FAFY— SR —h 7222 (T 740 R—h) TLAR—h =—Y = MU R
YELGEIE LT Oa v REEHLET,

connect

m AN R—h 7243 TLR—k =—Y =k SSL E—RTUALT5
AT U TFoa<wyReEALET,

connect SSL://7243
WL BLOSAT—REAHLET,

E: TN 2—Y4IE admin T, 7SRV —RiX CA Access Control MDA A
M= VERIZIR B LT/ AT —R T,

—71/L Tibco BREZICHESILET,
DLToa<wrReE AN LET,

show queues

BA—/3 B Tibco Fa—ODUARNPERRESNET,

TURRA b T~ R a7 s D4 o RUERE LLFOT AL 7 ICBEILE
4 (ACInstallDir 1% CA Access Control ZA> A=V LI=F AL ZR)TY),

ACInstallbir/bin
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7. TURRALPTUR—F 2—=P = M FETLET,
reportagent -debug O -task 1 -now
reportagent
LAR—F === MEFEITLET,
-debug 0

LIRN—h 2=V = e T 7 F—RTHEITL, HhEas Yy —/nZFRoR T
HIFEELET,

-task 1

CA Access Control LiRN—FEERKT 572012, LAR—F =—Y M3 CA
Access Control 7 —#_X—R (BT DIEMANERL L OEETHI0HEELE
‘a‘o

-now
LAk m—Va b AT CEITLET,

8. LiR—h =—U = bDEITHIZ, tibemsadmin =—7 U7 4T queue/snapshots
kl/\aﬂ%‘j-\_‘%éﬁ%gbi#o

B X PRI H—H T/ L2V GA, JBoss DSENEL TRV ATREMEDS
BVET,

JBoss B T TN a—T 4T THMNENHVET,

s Fa—PWRBIOHENTD5E, AvE—Y Fa—3l@H ERBICEIELT
WHEHIWTTEET,

LiR—h =BV B T TN 2— T D0 ERHYET,
I X IIRMITHE KRB LU N T 2580 H T,

n Fa—PRLRNGE VR—F 2=V PRERE LA Ty T ay b
Ayt — Fa—lZBWOTOEE A,

LiR—h ==V N7 Ny a— T AN ERHYET,

FEFEMIC WL, 7= YR —b (http://ca.com/jp/support) IZFB
BhELTEEN,
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JBoss DrST IV a—TF45

JBoss Web 77U —ay —_BREIZT. AvbE— Fa—b T —HEFHi L
BoTHRLE—F F—F_R—RZEX AT AyE— KU Java Beans(MDB) 73
FELET,

JBoss ST a—T40 T BHE

1. JBoss DIELEENTHIEALL FOEBVMERLET,

m IV R Far7RNpD JBoss ARLENT DAL, IBoss NEEENTHEE D
VO N EMERLET, HHCZT—NEEN TN AR L ET,

m P —ERELT JBoss ZEENTAHEAIL. v T A/NFEIT tail a~vLRE
LT, JBoss DEENL 72 ZDEMOH AR LET, HOlc=7—7
BENTCWRNWIEEHERLET,

2. LUTOT77ANEBRNTET—03H50E 90 fER L £9 (JBossInstallDir %
JBoss #ALAR—LLI=F AL Z1R)),

JBosslInstallDir/server/default/log/boot.log

ZDT AN, IBoss B~ A 7l — RN ET — 57 NNATHT2AT v 7N
Daﬁénij—o

3. JAVA_HOME ZENELWGFNIRESILTWDOZ LA MR LET,

7 JAVA_HOME ZHE NN IELWIGINIERESIV TN D3, JBoss ISZDEE % i
RL72WGA | JAVA HOME Z45% 10 RO JIDK A Ah—/L /XA F D
bin TAL IR ITRELET,

4, LUTFOT77ANERE 27— FETHNEINEfHERLET,

JBossInstallDir/server/default/log/server.log

DT AN i JBoss 7% JBoss Web 77U 7r—3ay H— "EREECHEITLE
77 NENA D 75) naf’%éhiﬁ*o

7E: JBoss ZHLENTHIZNTHTLY serverdog 7 7 AV MERRSIVET,

5. JBoss AN—FMILOY—EATHHASNDOR =R L TOARWILZfHERL
@40
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6. (FFar) INP BR—FDRIOY —EZLEA L TWOBIESIE. L FOFIHEIC
HE>T INP AR—F 1099 ZBIDOR—MIEFLET,

a. TXAPTTAZTROTZ7ANEREET,
JBossInstallDir/server/default/conf/jboss-service.xml
b. LUTFOEI/varOR—IEFEERLET,

<!-- The Tistening port for the bootstrap INP service. Set this to -1 to run
the NamingService without the INP invoker Tistening port.-->
<attribute name="Port">1099</attribute>

c. ZrANERFELTHLET,

7. (FTvar) RMI R—RpRBIOH—EAEHE L TWHEATE RML A—h
1098 ZRIDR—MIEELET,

a. TXAPTTAZTROTZ7ANEREET,
JBossInstallDir/server/default/conf/jboss-service.xml
b. UTFOEI/varOR—MEFEERLET,

<!-- The port of the RMI naming service, 0 == anonymous -->
<!-- attribute name="RmiPort">1098</attribute -->
<attribute name="RmiPort">1098</attribute>

c. ZrANERIFELTCHUET,

LR—k R—RILDrST NV a—T12Y

LiR—h =2V aF| 358, B — BT — 2 _R— 2T D R A
Vb FT=RIITIRALT, BNy LIR—RAERRLTZY . EDF — 2 E S Th A
B VIR—NEERR L2 CEET, ZD7=9HIZ, CA Business Intelligence % L F
j—o

LR—b R=BIWENST IV a—T40TT5HE

1. LAR—F A% —7x—A(BusinessObjects InfoView) (2T 7 EATHHDIEL
URL ZfEHL TV OZlafE@LET, IELW URL (UL FOLEBYTT,

http://host:port/businessobjects/enterprise115/desktoplaunch

2. (Windows) InfoView (27 7R TH-ODIELWA=a— A7 varafHLT
WAHZEERERLET,

InfoView (27 7 EAT 511X, [A¥—K]-[7'v2F 2 ]-[BusinessObjects X1
Release 2]-[ BusinessObjects Enterprise ]-[ BusinessObjects Enterprise Java
InfoView ] Z B4R L £7,

3. UTFOY—E ARSI EafBLET,

m  Apache Tomcat
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FL—RDEFT

rL—ADETT

m  Central Management Server

m  Connection Server

m  Crystal Reports Cache Server

m  Crystal Reports Job Server

m  Crystal Reports Page Server

m  Desktop Intelligence Cache Server
m  Desktop Intelligence Job Server

m  Desktop Intelligence Report Server
m  Destination Job Server

m  Event Server

m  Input File Repository Server

m  List of Values Job Server

= Output File Repository Server

m  Program Job Server

m  Report Application Server

= Web Intelligence Job Server

= Web Intelligence Report Server

4. CA Access ControlUniverse ~DH#&5i%aT7 AN £,

7¥: CA Access ControlUniverse 7% BusinessObjects Designer (ZF/RSIUA
G U=k RN —UiE T T aALenZERHYET, CA Access
ControlUniverse ~D#Efia T AL, Li—k o —U% 7 7 aA4 5 F1EIZD
W, TEREET AR |22 IR TLTEEY,

"o —2%FTITTHZETRIBE MR TEDGEHVET, CA Access Control (3,
seos.trace 771 /V (ACInstallDir/log 7 AL 7 IT/FAET H) IR —RA La—RaEX
AP FET,

FL—REEITTHICIE LTOFIBIZHEVET,

1. F—R T ANANBLa—R T X TRVBREET,

secons -tc
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CA Access Control T—2R—ZADAT VI ZADBERK

2. M—RZEBBLET,
secons -t+

3. MEZHHLET,

4. FN—RAZEEIELET,

secons -t-

5. M—R T ANVEERLET,

¥ seosd BV arHOBREM TR —RA T7ANVERTELET, seosd BT ard
FEHZOWTE, V7 7L R HAR BB TLIEEN,

CA Access Control T—ARX—XDA T IIXDBEER

CA Access Control 7 —#X—R|ZIHELDOFHBIMZENDD T, T —H~_"—2R
T AMTREBIZK T LL TG EDRHVET, 7 —F =& bl CRE LF
HEMEE B O DL, AT vV AOFERBI O 7 —F = AD FEGE (75 ~—) %
1TWET, T —FX—ADA Ty AFENIL. 3 — 6 A ZLICEMRTO—BR
ELTITV, SO T 4 —< U A EOREDE AT HT-NAT- TLIEEN,

i ZOFNETIE, CA Access Control 7 —X_X— |37 74 /L DT (UNIX D5
Ald /opt/CA/AccessControl/seosdb, Windows D54 1E C: ¥Program
Files¥CA¥AccessControl¥Data¥seosdb) [ZA L AN—/LSIVET, ZOTFNEEFITTH
(Z1E, root =—H (UNIX) 7213 ##H (Windows) LL TRZ AT 20 ERHVET,
CA Access Control 7 —#_X—ADA LT v A% AR % )51k
1. CA Access Control #fZIELE T,
2. UTOTFALZ7MICBEILET,

s (UNIX) /opt/CA/AccessControl/seosdb

m  (Windows) C:¥Program Files¥CA¥AccessControl¥Data¥seosdb
3. TER=RENRNYIT T LET,

dbmgr -backup backup_directory
4. T—ER—RIAT I AEAHTET,

dbmgr -util -build seos_cdf.dat
dbmgr -util -build seos_odf.dat
dbmgr -util -build seos_pdf.dat
dbmgr -util -build seos_pvf.dat

¥ UNIX oot a—% EOF —FR_R—2ADH A X% E512H5/INTHI21E. sepurgdb
2—T UV T AL TRERL T —ROSRET — 2 X—2BHIFRLET,
sepurgdb L —7 (VT ADFEMIZHOWNWTIEL, V7 7L R AR AL TTZEN,
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CA Access Control T—H2~R—XNDHEIEE

CA Access Control T—A2R—XNDHBEEE

CA Access Control 7 —#X—RZIZHELDEHNMZLNDLDT, T —H_N—2A
TrAMTREBIIW AL CONEET, T —F_N—R& i b L CGHRE LG HEMEE &
OB, AL T vV ADFHERK (74 X—) BT —F_X—ZAOFAEREEITOET,
TR R—AOBEHEEIL, 3 — 6 NATEITEMRTFO—EREL YT TLIEELY,

F: ZOFIETIL, CA Access Control 7 —#X—R|LT 7 4/VhOHT (UNIX O
A& /opt/CA/AccessControl/seosdb, Windows D3541% C: ¥Program
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