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Zh= AgkS AAFgYY
authorize- auth- AC ¥ nt *EX ghro AAAE w EA
A2 Al o] Mol Hojd HsHs
A AU}
backuppmd pmd PMDB te]g o] 2~9] HolEE A%
ol e gof Wy,
check AC AREAZE 57 Aol dis] M~ ddhE
ZFA 3L A=A HARRY O
checklogin AC AbgAbe] 219l Esl, 4% HAF e ofF
D EHug dM2x HAF g o7 E
A7y,
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o o] 37 A

checkpwd AC Yo E WASA @i AMEAY A dBE
HArslo] s 7S =FsheEA
HAARRIY T

chfile cf AC 2 7]¥ *CA Access Control =+ Ylo]E]H OS
Ho]Huo] 2o A T #lIZEe HYE
73 9y o},

chgrp cg AC % 7] *CA Access Control == Y|o]E]H. OS
dolE o] 2ol A 7]E UHF 17 AAS
7 o},

chres cr AC 2 nt *CA Access Control == 4|o|E]H. OS
do]HHo] 2o A 7]|E Hai HIAEE
W 7 g o

chusr cu AC % 7] *CA Access Control =+ Ulo]E]H. OS
do]guo] 2o A 7]E U F- AFEAE
7 o},

chxgrp cxg AC CA Access Control d¢o]EjH]o] 2ol A 7]&
de>xele]= I5 AAHS WATIYL

chxusr cxXu AC CA Access Control djo]ElH|o] =o)X 7]&
e Zefo]= ALEAF AAE WA

createpmd pmd 973 s 2Eo|A PMDB & w54t}

deletepmd pmd 924 Z2Eo|4 PMDB ¢ selang ¥.&
719, PMDB t]=E 2] & % PMDB
gaE e & AATYY.

deploy AC =7 POLICY o ulet RULESET 7}l °]
A4 viEZ selang WH S A,

deploy- AC E£7 POLICY © t}3t RULESET 7l A9l
A A wiEZ FHA selang BHE S
A&t}

editfile ef AC ¥ 71E *CA Access Control =+ Y|o]E]|H. OS
dlo]E o] oA 3 #HlmE=e] FoJE F7}
e WA

editgrp eg AC ¥ 7] *CA Access Control T+ H]OIHE oS
do]g o] 2ol A A 1FE FFekAY 7]
22 AARS WAL,

editres er AC ¥ nt *CA Access Control =+ Uo]E]|H OS

golg o] 2o A A glAhA HAa=s
F7tAY 71E gas dIsE
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! oFof % A
WYtk

editres config config AR Ao 4 AAS Udduo

editusr eu AC % 7] *CA Access Control ®=+= U|o]E]H. OS
tlo]Ejuo] 2o A A} AMEAFE FTFeA G
71E AHEAHE WA YT

editxgrp exg AC CA Access Control dlo] & o] 20 4] A]
Ay zetol= aFxS FIFAY 7=
Adejzegtol= aF A4S WAIUT

editxusr exu AC CA Access Control d]o] g H| o] 2o 4] A}
Ay zetol= AMGAE FIbel ALY 7E
Ay zetol= AMEA £A4S WAL

end_transaction AC o]% Alo] PMDB X ZAZ~of o3k
start_transaction 4 # & 53t}

317 env all selang ©] #&3h= HeF 374& AT,

find f AC ¥ 7] g4 Fex B FH2 YI=E
Ha gy

findpmd pmd AFE Y ZE PMDB 2 1493yt

find config config o] Z2EA #HET F A= T4 AA(ini
9 E=e YA AEY &) FHE
Ha gy

find file native Al=E Sl S dd gy

find xgroup nt A =l B EfaEd =rld Sle
Adejzgtol= IF9 olFS HEFHTh

find xuser nt A =l e EYAEY Bl Qe
Aejzgtol= AREALS o] F& YA

get dbexport AC CA Access Control =+ PMD
tlo] g o] 2o Al Wird 128 AT

get devcalc AC A 9uk At A¥E A Th

help all selang =& 25 ¥AIFY Y.

history all A A ol el Afd HEs AT

hosts all selang WHo] AGy = T2EE A &
A3 F o

join j AC % 7] *Agol AREARE ZQ1F YT

join- j- AC % 7] *TAmol A AFEAE AAZ U
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37 oo} @7 EE

joinx jx AC Tsell e Zefe]= AREAE AT

joinx- jx- AC TIE A Qe Z o] = AR AE A A )

list AC 2 7]1E find W= o HAYYT}

listpmd pmd PMDB, +54F, dHlolE Y 9 2 F
2 ek JEE gy

newfile nf AC CA Access Control o] H|o] 2~ 3
dFZ=9] HoE F7FeY .

newgrp ng AC ¥ 7] *CA Access Control =+ Y]o]E]H 0OS
do]g o] 2o A} 1HFS F7HEU .

newres nr AC % nt *CA Access Control =+ 4|o]E|H. OS
dlolg o] 2ol A glas HIEE
F7HE Y o

newusr nu AC ¥ 7]¥ *CA Access Control == Ylo]E]H OS
o] o] 2ol A} W F- AEAE
F7HY o

newxgrp nxg AC CA Access Control o] EjHo] 2o Aj
dEZefol= 7S F7FY T

newxusr nxu AC CA Access Control do]Ejr]o] 2o A
dEZefo] = ALEAE F7EY T

pmd pmd A3 B o 28 Aesti, 7EAk
555 4 1#0}_’ T5A5 Ak,
A 2d Myl 25 AF 9 FXH]s)al,
AHelE gd& A=23, 27|38 FLS A
AR g

rename AC glolEjHo] 2ol A= JRA Q] o] &S
iRz InR =

restorepmd pmd 24 32~EJA PMDB & H U3t}

rmfile rf AC CA Access Control do]EjH]|o] oA 3}
i dIZ=E AAFUT.

rmgrp rg AC % 7] *CA Access Control T+ U|o]E]E. OS
o] o] 2o A 1FS AAFT.

rmres rr AC ¥ nt *CA Access Control =+ 7]E Windows
tolg o] 2o A BAhs YA
A A T}

rmusr ru AC % 7] & *CA Access Control == 4|o]E]H. OS
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373 oo} 87 EE
o] Ho] 2o A ALE-AE Al AT .

rmxgrp rxg AC CA Access Control d]o] o] 2o A
AdE o]z IFS AAFTYL.

rmxusr rxu AC CA Access Control ol A <l = g}o] =
APEALE A AT Y

ruler AC ¥ 7]¥ show H#H&S Addd wff A= SAS
A7y,

search AC % 7] find W&o HAJUr}.

setoptions o) AC % nt xglolE o]~ &S AosteE A FAHAS
A e AU

showfile sf AC ¥ 7]%2 *CA Access Control T+ Ylo]E]H. OS
do|g o] ~d Q= I dI=e £A45
yd gy,

showgrp sg AC E 7] *CA Access Control T+ Y|o]E]|H 0OS
dlolE o] 2~of Q& T1F I H4E
yd gy,

showres sr AC 2 nt *CA Access Control =+ 7]E Windows
go]g o] 2o = R £S5
yd gy,

showres config config AQe Aol 4 AAES HaFTh

showusr su AC 2 7| & *CA Access Control dlo]EjH|o] 2~ FE=
Ylo]ElH. OS dlo]EjHo] 29 = ALE-A}
dz=e £A48 Iyt

showxusr SXu AC CA Access Control o] 1+ < xalo]=
AREAE HlEEe] £4E8 UE .

source all A gt A HES APy},

start dbexport AC CA Access Control =+ PMD
glo]g o] ~5 YR WU},

start devcalc AC A2 9ut AS E AL

start_transaction AC shit o) e WHE S AFEske] olF Ao
PMDB Eixﬂi of dis] A=A &<
EWdAAS 2t 3L Eﬁli‘%%
R A k=

subs pmd 55 PMDB ol T525 F7H8tAY HE

PMDB ol dlo]gH|o] 25 F-HAZ U,
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o 2Fo] 37 A

subspmd pmd AZAE TAES 9= do|gHolAe BRE
iRz I R

unalias AC % Unix selang W& % &4 digk HAS
A AF o

undeploy AC deploy- &< HAYYh

unsubs pmd PMDB 9] 53} HFoA FL5AE
A AT

xaudit nt AAL 7S AAstal JA2~ oHIE 275
A2 o

xaudit- nt AAL 7158 A AL M2~ o HIE 27
FAFY .

A3 AZE 5259 &9 AA) wet velEln #74L Windows(NT)

T
T

AC Windows 373 2] selang ¥ ¥

alias ¥ selang

o] Ao CA Access Control Ho]EH|o] 204 ZHE3H= BE selang
W (AC 79 W&ol dig Fx7F ooz xFs o] dFyTh
3 A9

UNIX 32Ed 3%

selang B& % HAo] Ui HAS Ud T+ FostH W alias 985S
AFRBIAA Q. RE A}&A7} alias WES Abge S 9 &)

Fa: HHS A7 o] Al selang -r MEHS AMREte] R E selang
Aol Al Algst ddeo] MAS WE 4 dHFYT

o] W YA thgs

gy

alias [aliasName [aliasvalue]]

aliasName
(e b WA AREE o] 5S FeFU
o] FAE AASA il alias BHS AHEstA HojH BE HA o
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aliasValue
(el 218}) selang H® A3} aliasName o] AAEooF st 9v| &
Ao g o,
o] FAE AAA &

SEE IS

I~

K
o

alias HH S Algstd N A4E HA o ghol

w3k aliasValue o o] 10 7He] ¥4($0 ~ $9)S 33 5+ &Yt
aliasValue o] W7} 2315 o] glow MAS a5 w 24 HFE

o2 Fe Ad3 gto= upyof ),

o: WS ARESte] A A w2 A4

>~

I A2 AE diolgHo]zel ¥ {7 Frlehs BAE 2AsEH vs
Ee A8y

alias newadm newusr ($0) admin

o] M AR&EtHH A HEAY o] FE EZel FrtstrIRk shd HU T
o :

newadm(Terri)

o|5i7] Sk Terri ¢ AF847k ol o] 2ol F7hEUTh. Terri o Al
dlojEjulol s welo] Wask ADMIN S4o] Relgud. o1& B e
gt A AU,

newusr Terri admin
o: £4 olg d<d

3 o

[e)
R

ccess & 93 WA acc Z HEE WAL A ¢S

a
2 g,

ol Ipx

=
=

o]
H

alias acc access

oAl o] WAL ALgseEd T

tlo
i
st
>
30,
b
A
k)

authorize file x uid(y) acc(z)
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o: 4] WE Y AL
WYL vl BgE Wk ohdUr, MR 33 o F E: 54 052
AAelof ah Aol Au AAHUT. dF 5ol the WYL Ao

alias newterm newres terminal
1% bs WEs Addyh
newterm newterm owner(nobody)

o] 3ol A EAH F A AdxEAE Huld o]Fo] Hojof sluz, 3
Ll

WA newterm EAGS HlH AU F HAE vl A @S5yt o] AL the
BEe sk A s
newres terminal newterm owner(nobody)

F7F JH:

unalias " #-selang % 7| (#°]# 160)
selang 2 2 E]-CA Access Control &= 23 (H o] 18)

A Bo gug-gixd 3 Access B3I AA
AC $H0) 33
H229] access authorities & @ 4A~® WAsIEH A o HHS
A& Al 2.
o] MEE Yaret Add M Ao HEFE FAPUT o] HEHS
MM~ Aol HFo &5S 3 W shuvt WA
A7} B a2d] A 2~ste] 3 A =35H CA Access Control 2 3%
MA| 2~ Aol BE5S HASIe] A FeS EIgUTE o]# e Al Ao
5 g gIise Ay 555 x93, gas a5 g3t e
A2 Ao BEE xFE 7 QlFuUrh. glasvt £33 NACL oA A Ao
MM~ Aglo] AREH, tfE ACL A Agto] FAHE % T LAY
At AFHY.
s 2842 ) gl azo] g BE AN A PIS kUl 29100
AREARS] Al AgRE WS 2R &fA(el: AHEAF nobody)E
ZEs fang WAL
Za: o] ¥H2 Windows 4o % AT 25 w2lo] thEY ).
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ol gEE ARgEEE e Agho] glojof U F, tha T sty

o] F=FH ol .

AH&27F ADMIN 545 7Y o,

n ZAhavl FAYeRE &3 glas T1Fel dis] GROUP-ADMIN 54 %
7H Y.

R B P = B P S K AR R

e
oy &

» iz FFshe ADMIN Feljs em=ol M AFgA7E 7 A~
W= 7HEYh

Ak o W o] gA2 Fes el weh BEyTh ofe e HR2

&t ZEy.

= TCP
= HOST, GHOST, HOSTNET, HOSTNP

m BEUE FYg
TCP S =oll theh o] W] gL et EHyh

{authorize|auth} TCP tcpServiceName \
[{access|deniedaccess} (accessType)] \
[ghost(ghostName [,ghostName]...)] \
[host(ChostName [,hostName]...)] \

[hostnet (hostNetName [,hostNetName]...)] \
[hostnp(hostNamePattern [,hostNamePattern]...)] \
{gid|uid|xgid|xuid}(accessor [,accessor]...]) ...

HOST, GHOST, HOSTNET % HOSTNP Z@| 2o 3l o] WHo &2
o3 ZEy

{authorize|auth} {HOST|GHOST|HOSTNET|HOSTNP} stationName
[{access|deniedaccess}(accessType)] \
service({serviceName|serviceNumber|serviceNumberRange}) \
{ gid | uid | xgid | xuid}(accessor [,accessor...]) ...

£ mE Feso B o Fae] FHe vt BHUh

{authorize|auth} className resourceName \
[{access|deniedaccess} (accessType)] \
[calendar(calendarName)] \

[{unix|nt}]\
[via (pgm ( program [,program]...))] \
{ gid | uid | xgid | xuid}(accessor [,accessor...]) ...
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access (accessType)

Bz ACL A2 Alo] BS54 dAz Ad F5& G, of
ACL & A Al 883 A~ Aghs AP
accessType

Y2 ACLOIA A2 Fa (o ¢7] e 27))S Ao
Fa: A3 Fo] WH A A 2(accessType) A3 AXH
MM >~ (accessType) S B A=Fsld CA Access Control 2 42
F 29 UACC Fzol A (el: 2laz7F 3d2 45 UACC 3ol A)

glaEe] hAlA Al KA oa] A e HAlaE FFgu

o

e,

k

calendar(calendarName)

A2 AT AR ST GES A

o
%
T
o

className
resourceName ©] <3l = =5 G P
deniedaccess(accessType)
NACL #]azo A A Adhs W
AREE dAs £3E A9
accessType
AR AM 2= FEH(d: 7] B 27))S AFTY.
gid (accessor [,accessor...])
A= AGS AT st o] Wi IS Fodyh
ghost(ghostName [,ghostName]...)
TCP/IP An]z=of tigt HAl~ AsHS AAT sl o] 1F TAEE
Aol gch,
host(hostName [,hostName]...)
TCP/IP Au] 2ol thgh A~ Aghs HAT sh o] 32EE
Aol gy,
hostnet(hostNetName [,hostNetName]...)
TCP/IP A n] 2ol thgt MAl~ fghs AAT st o]4Fe] HOSTNET
=5 G},
hostnp(hostNamePattern [,hostNamePattern]...)
TCP/IP An] 2ol thgk MAl~ fghs AAT slit o]4Fe] HOSTNP
=5 G,
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AC Windows -7 9] selang

nt
Windows oAl Al 281 ACL el @& F71EA] o5& A4Fr}
FILE S 2clrt 3.
resourceName
M2 Ao HES A A e i dI=EE HoFYT.
service(serviceName|serviceNumber|serviceNumberRange)
24 32E7 94 S2E AFeEs s8HE AU AE Aod
serviceNumber |serviceNumberRange
A2 WS = HIE Aoy,
HEE -(3le]E)e® Fid 7 e A (el 1-99)=

CEEEPE
A Ao Wl 0 ~ 65535 AL,

stationName

FAE ZPx e gIZE o228 vy o]l xAg ),
m HOST-T&d ~Ago]He o]&
s GHOST-ghost W& o2 Ho|Eju o] ~o] HojsH s2ES 1F

ol&

s HOSTNET-IP 49| mask #t3# match #e] Igo=z Ao
SEE :L'E'/] ]n

HOSTNP-°|& #jglo g Aoy T~E 1

. w2 °l&
gelst 4= gl T2EQ AH$- IPv4 202 IP T4 H9E

tcpServiceName

oA~ BaS A F2 CA Access Control TCP AH]| A Hz==

A e
uid (accessor [,accessor...])
NAl2 ARS AAD et ool WiF AbEAE Aoyt
EE U AREARE Y EY *E AR 5 sy
unix
UNIX o] 5] A28 ACL Ol ¢ts F718A oAF-E A dH
ACL & A 93l UNIX 374 ¥ FILE Z¥29] dms=out sigguy,
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via(pgm(programName [,programName]...))
2R 2203 AAsE g st o] TR S Ao jFYrh. via
w7 W glAe] PACLO 355 AUt programName <&
g hne] dA~E 4 Qe TS XA YT programName o &
sfEstE B XFE 5 sk shel rosle] PACL S oY
Fu3} dAete, AEstE o9 AR F 1% 7 LAY} Qe FEol
$39¢ ZHU,
programName ©] PROGRAM Z &0l Aoj5 x| @ke Tz azlo|} A
2~AHEE X A3= 4-F, CA Access Control & A5 % PROGRAM
dA=s whEolAd Zragoly A AHHES BWo gy

xgid (accessor [,accessor...])
A AR AT Bt ole] dEmetol= 1FS FelFn

xuid (accessor [,accessor...])
M2 AsHS AT st o] e <lE|Zeto]= AMEAE Ao FY

o: Angela cll Al =g ¢}7] A Fo

29 selang W#H-& olEjxelo]= Alg2} Angela ol Al FILE &4~

/projects/secrets 2 X3 H UL ¢S F A= #AIFES FAgY).

auth FILE /projects/secrets xuid(Angela) access(read)

o: Angela ol A5 5} ¢l7] AZ Fo

threl selang Wl ohe A8 obdl ©f lEjZekelx g

Angela ol AlWF FILE 2|22 /projects/secrets & H 3% UL ¢S 5

e ARE Fol P,

auth FILE /projects/secrets xuid(Angela) access(read)

auth FILE /projects/secrets defaccess (none)

chres FILE /projects/secrets owner(nobody)

ZiL: UNIX ol 4] AF8A7F ol digk JRE A& 2AQd(el: Is -)S F3 8

F A=A AJHE Aoty Yl read HEo] F a3k 9, STAT intercept

T AAHS 12 2GS Q. AAgE 82 Reference Guide(3=

A )E FEet A

o: 2F9 EE ARSAA Bu|de] 2l AZ Fo

t}&-¢] selang W& S dEZelo]= 18 RESEARCH & RE T4 ol

TERMINAL ﬂii ttyl0 22 H3H = Huldo 220 HsS

2ol g,

auth TERMINAL ttylO xgid(RESEARCH) access(read)
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o:Joe oA Hg WP AT Ho

59| selang 8@ g Zeto]= AREAL Joe o Al GFILE 242
secret_files 2 X3 5= vdo] W] AZS Fo g},

auth GFILE secret_files xuid(Joe) \
via(pgm(/bin/backup)) access(read)

et 2&yh

flo

Windows Z3o14 A8 5 gl o]g FAF W

auth GFILE secret_files xuid(Joe) \
via(pgm(C:\WINDOWS\system32\ntbackup.exe)) access(read)

Joe o] Al Ao #ize] ACL i NACLOl o8] 4w e
Agolur olelat Waol wsk AU

F7F A

authorize- M & -2 A 204 AN~ AG A7 (Ho]A 51)
A3k Yo WaE-Windows #] 220 AA 257 938k Hiixpe] Ad)
A7 (HelA 181)

chfile W&-94 Hs= Axg(gﬂo];q 58)

ch[x]grp WH-"155 &4 WA (o= 64)

chres H&-2]4 2~ 75 g(iﬂo];q 77)

ch[x]usr W =-AL82 £4 W7 (H o] %] 94)

authorize- UéEgI}—Wlndows g Ao WA A= HEAY] A A A (S o)A
183)

authorize- H&-glA 204 Access B AA
AC &3 3

g Ao dA 2 Ao] EZF(ACL)ANA HEAE AlASHH authorize-
WS ARSI Al Q.

Fal: o] FH2 vlolElE Windows $Hg = IAIRE 2Hs WAo] v,

authorize- W& ALgstelw AT Fol BHL AU wish BAT 2

a0
Aol Bag.
authorize- Wele] &4 Ze)~ Adte] wat tt2Ur}, oleler Mo
o5 ZEUH

= TCP

= HOST, GHOST, HOSTNET, HOSTNP

m RE OE EYs
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TCP Zelzol Tjd o] W Fae ten gHU

{authorize-|auth-} TCP tcpServiceName \
{gid |uid |xgid |xuid } (accessorName [,accessorName]...)\
[host(hostName [,hostName]...)] \
[ghost(ghostName [,ghostname]...)] \
[hostnet (hostNetName [,hostNetName]...)] \
[hostnp(hostNamePattern [,hostNamePattern]...)]

HOST, GHOST, HOSTNET 2 HOSTNP Z# 2o 3l o] W&o g2
5 ZE5ydh

{authorize-|auth-} className stationName \
service({serviceName | serviceNumber |serviceNumberRange})

BE i Zezel BE o] B AL et gHUh

{authorize-|auth-} className resourceName \
[{access-|deniedaccess-}]1\
[calendar(calendarName)] \
{gid |uid |xgid |xuid } (accessorName [,accessorName]...)

access-
o] ME & AM&ate], A~ AFE 383 2l ACL(NACL ©]
ob)el M HITAE AANF = A EH

access-1} deniedaccess- & o= A% A A3A] FOH o] WHS F

calendar(calendarName)
MAlz AR AAS H8l AR @S A
className
resourceName ©] &3 Fa29] o5& A4}
deniedaccess-
o] ME & AM&ate], dAl~ AFE AH-g 2l NACL(ACL ©]
obe)oll A HIAE AAsOF & A I
gid (accessor [,accessor]...)

P& AR oF & st ol e WiF 25S Aoduth. 7 accessor &

(

A% we gWow PRI,
ghost(ghostName)
GHOST S#=° 3= AA ol5= AAIYH.
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host(hostName)
HOST Zal=e = A olg5 ABFY

ne

hostnet(hostNetName)

HOSTNET E#d 2ol A= A4 o5& A4dyh
hostnp(hostNamePattern)

HOSTNP Sdi=ol Aojd siels Ay

nt
Windows ol 4] A]2~8l ACL Z5-E s AATH] AFF A4 g,
FILE S 2ot 3.
resourceName
22 HIAEY olFS XAGFYY. i

ARz Ao} BEg FHB
Ha=s & vt &
service(serviceName|serviceNumber|serviceNumberRange)
ACL A AAD Muj2gE o)t
stationName
FAE U2 e das o5 vad Ze] Ay
m HOST-od ZHo]d 9 o]&F
» GHOST-ghost W o= dolguo]ze] Aojd TAES] i

ol&

»  HOSTNET-IP 42 mask #3 match #o] #go= AHod

TAE 59 olF
= HOSTNP-°l& dHlog Hox T2E 159 oF
gole 5 gle 2B A9 P F2 WIS AFAAL
serviceNumber |serviceNumberRange
Aulz WE EE WS g

M9l (el E)ow TrA T )] A4(el: 1-99)=
SR ERRES

A Ao WelE 0 ~ 65535 YUt
uid (accessor [,accessor]...)

FdES AAMF & st o] UF AFEAE AHFgY). 7t
accessor = 4% T Fuog FRIIAAQ,

RE WE AREAE AAEEE uid(*)E AHEE ¢ sy
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check & -AL&x}¢] Access A3 &

unix
UNIX ol A A28 ACL 25F-E k& AA/F71EA] AFE AG ).
ACLS A3l UNIX 87 2 FILE Sg29 dz=ow sy,
xgid (accessor [,accessor]..

.)
F5S A A & st o] <lEZeto]
accessorName & €% &= & T

xuid (accessor [,accessor]...)

FEg AAS o & sl ool dE=Zelol= 1S Aok 7%t
accessor & 43 i TWOR TFAAL,

o: gde] Access & F Je IF AT AA

S PyS AbgEA 242 /products/new o] &3 3o ACL 2 NACL
oA 1 A A|dko] Al AR YT

auth- FILE /products/new xgid(research)

ojAl AA 1L hdel el 7] AL A 2 fuoh

F7F AR

A 3l proq pé] q)\)\oﬂ T;H-s} oﬂ/q]/\ A 3l Mx%(gﬂo];q 46)

A3k o] HE-Windows g]A2~of A ~sk7] g A ds

A (o] 181)

authorize- M #-Windows @420l A A3 Ao AdE A A (S o] A
183)

chfile W&-9}< g s1= 4 (o] A 58)
chixlgrp W#E-"15 &4 W7 (Fo]#] 64)
chres -2 4~ da= FA(HolA 77)
ch[x]usr ®g-At-82F £A4 WA (S ]=] 94)

o

AC E73 3

AP A7 EA gl giE] A~ @S /=R glste W check
BEE AL, o] e Phne] ACLI 7R AAz 4G £l
2} oﬂ/\ﬂ/\ AE AARYE AR o] MEe PACL S A 95HA]
gaUth 5, AFEATE 54 Z2OHE AFESEe] A AT S

A=A o5 dHFA EFUHh

Fal: seos 7 TREW o] HHEE AHEE F glssyth PACL Ol ek AbAIRE
Wee Y 0S 9 B we A E A=
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o}l
ot

o] selang

O

BHe g il UF FEF AR AL Qojok Fuick,
7 & 27 %

ol WHel YA theat g
check className resourceName uid(userName) access(authority)
access(authority)
uid w7l Wz AEE oAbl gis) AL A Ads Hodynh
FEF S HAbske gazol we vEyTh
className
resourceName ©] &3 ZF#f29] o5& o).
resourceName
s ga=e olgs AoFy

uid(userName)

[>

m[o
on ok
to rff
i
i
v

resourceName ol <A
Control AF&x}9] o] &

of: A18A7} B2 tF Access AHS AT YEA Q)

ALg-21 Alain o] file Ze]2=9] testfile 2] k2o sl 227] AA| =~ HIS
Mz QA Selaed e BEe g,

check FILE /testfile uid(Alain) access(w)

o Mol the WME F e AHgA Alaino] AelH st e} 2] A

AE 7 AL s YERA YT Alain o] g0 &fpxbol”] wiitdy T

FILE /testfile 9Al*~ 3718

l: 242 OWNER AL
checklogin H&-27121 AX 1l

AC 379 33

Aparel 29 AR, $E A D

of - 9 Emld A AR AL
49 oFs g9l o}E%”ﬂ checklogin ™

ol FO

Fil: seos 7 TREW o] RS AHEE o glsUY
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2z et S A A lojof .
1=

s WS st L2 A~ SERVER
= A}8217 ADMIN 54& 7FY o

ol Wagel P& thet g,
checklogin userName [password(password)] [terminal(terminalName)]
password(password)
(A8 AL 95 AAPF E2438H H 9 CA Access Control o] 93 A A
s 9 ololEol el s HAR s Fel g
userName
29l AL FAT AR o|FL Ao gt
terminal(terminalName)

(A8 AR AREAE 2Rl ARkE 7HA AL SleAE AAE] fld CA
Access Control o] &telst gudS Ao},

A

d: AgA7 239 BE AT A FY

AF&2} Frank 7} E]7]Y mutra ol 4] localhost o] & 2191 @3HS 7}« 1
A=A gelsted v HE S JE Py

checklogin Frank terminal(mutra)

o] W 92 A8 Frank 7F HAlE mutra oA S2E
winsome(localhost)el]l =213 4= S-S YErY Y.

frank A-82F2] winsome 4E =121 §714

e B E R PN R R PN

g4 Frank o) ¢HEE Holsteld Be

oi%

[e)
SR

b

g,

checklogin frank password(111) terminal(localhost)

CA Access Control dHo|EH|o]~9] ots o} vlndle] AL€2} Frank & ©
glsted v HWES dEgyh.

o=
folr
il

so class+(PASSWORD) (localhost)
checklogin frank password(moonshine) terminal(tack)

el so WHe E AAE BAIT.
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checkpwd B#H-459] 3 FF o5 AAL

AC 73 33

g ¢

57}
AFg8HAI A 2.

Sged
o] PP

o] MES AMg-3tel™ ADMIN 5748 743l

A dEE

A et S9EE v Ay
userName 9] k&5 WA & A5

= A FESE AREY g e A7)

denied_reason

o] 7] 4 denied_reason &
o :

Jpoe ¢] T E WA 4 glEyt.
Qo] AEAZE R A,

vt Eahs % s
o,
FeUTh et WA et

Fii: seos 7 TEEHW o] HRE AHEE
A g g2 3 OS ¢ ﬂ@ ] Qb A]

B4

o %o et ggu.

checkpwd userName password(newPassword)

userName

A 95 E HAAME CA Access Control AF&x}¢] o

password(newPassword)

AR Yo

A e

il =0

ﬁ;% %_);—3}3 2] AAFstE W checkpwd W3S
i O

cER
9 AbgApelof gk,

)

= BEdyoh

CA Access Control &3 &0 wa} sl A A5 Y.
WA A7 AU

A EU

BabeA] B9 A4l 4B FH AU

A =W denied_reason © YEbgUT}, o =
Gt U #al el fEAE A9 fle AF dsvF v

U ks A g
LES BRES
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chfile ¥3-3d #Hi= +73
AC 37 &3
FILE 29 dz==2 23t chfile, editfile 2 newfile W& &
AREBEA AL Q. o2t ME S T x7F FYst, T 4 W& 5y
= chfile ¥® 2 FILE S 20 = sty o] da2=5 F4dYT
3

m  editfile B2 FILE S 29 A& &} o] e dHz=s FAH =
SR

s newfile %S FILE 829 2

i
i)
i
-9,
o
lo,
=,
K
[
s
1
oX,
i
T
i

Fa: o] BHE volen B4 9AW A% WHo] thEh
W

FILE S 2o &3 g dd i) dlz=E F7F =+ ¥4 sh
e d3hS 7R A lojof FUth v 21 F syt 549 dirbA
CA Access Control & t}& AALES 3y},

1. A1-£x7} ADMIN 54¢ 7huh,

2. a2 d@Z=E AHEAZE GROUP-ADMIN £4 & 7HA& 179 #9)
el gls5H .

3. da=E ¥Ag

X

o
=
:OL_',
oft
&
K

o] AfAri .

4. ADMIN Zd 2] = FILE #lZ=9] ACL o] CREATE(newfile &=+
editfile ©| %) w= MODIFY(chfile ¢] 4$) A2 A3S AU

5. seos.ini 349 EF use_unix_file_owner 7} yes & AA & o] lom
A AbgAtE Fdo Ay k(dlelEl B OS o] £A)5+= CA Access
Control ol thal std-& et uf).

r1r

{{chfile|cf}|{editfile|ef}|{newfile|nf}} filename... \
[audit{none|all|success|failure}] \
[category[-] (categoryName)] \
[comment(string) | comment-] \
[defaccess(accessAuthority)] \
[Tabel(TabeIName) | Tabel-] \
[Tevel(number) | Tevel-] \

[notify(mailAddress) |notify-] \
[gowner(groupName)] \
[owner({userName|groupName})] \
[restrictions( \
[days({anyday |weekdays|{[mon] [tue] [wed] \
[thul [fri] [sat] [sun]l}}] \
[time({anytime|startTime:endTime}) \
|restrictions-] \
[warning|warning-]
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audit{none|all|success|failure}
20 7S Az o MES AP AAx FEe thet
25U,
= all-CA Access Control = A3t 1+ A~ 2 AAe Ak gle
AN NEE BT 7S,
= failure-CA Access Control 2 AAH A3 Qe AA= A =E
7153t elzle] 7] gk Th,
= none-CA Access Control & #Z=E 21 3o 7153814
01—2\
.,
= success-CA Access Control & g0 g dal = AAAE
/1= g,
Fal: audit "7l WSS A}E3tE W AUDITOR 54 71X aL glojof
.,
category(categoryName)
o] egda wWeol WFE P A= (CATEGORY ZFa»ol Fojg)e] &E=55
T EE PRR TR FelFuh
CATEGORY Z &7t &/dstu=] S o category w7l W&
2] A3l CA Access Control = dlo]EjH|o]2e] 3 AHol= AHolE
Ut 28y o] ER HE &2 CATEGORY Z# 271 thA
ddstE 7] A7A A 8H A FEUT
Fa: wok WE HAtel @ AAF e s 0S 9 B
A= %}io}“*l
category-(categoryName)

g HFZ=A st oo Het MFE
HTE AAStEH HtF /5 o5& 39 &= 4
¥l HoF ®lS7} CATEGORY 9| &

oA AAIE YT
Fa: o] v WAE dAmeg 98 el Faghh
comment(string)
Azt BALE A 255 A4 Y gm=e] F7HEt B
Zulo] Tyl glow HFeMERE EALS S o EAdLe
ol g 71E BE FAS AF Y
comment-
gl dlmEcl A F4 BAAE

.
B3 o] ws) WG ARES £4Y A9l Faghh
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defaccess(accessAuthority)
o] 7] HAMAs fgks AARYT 712 AA A Ak el g
AN~ QAT RE GoAd FolEAn vpele) oy o]
mEoli B8 b ARYUTE 718 A doEu o] 2o
AolH A & AREA AR AEFH T

fileName
g Pl o5& APt Y o]
Z]7g &l oF g},
AWt 9 o5& AEEtY] FILE Zel oA Has=s F71 &
H7Ash= 49 selang oAl &5 & U=t @S
shuf o)) HIEE HYstAY HAE o 3 olF 55
Ya 9 ol FWoly IR FESH A L.
Fa: = o] Y o5& AAHT 5 CA Access Control 2 #| A
w7 Wel uEl 7 9 gaes 5Py oR Ayt gdS
g u) ¢ F7} HAsHH CA Access Control & HA A& &4 5}
5290 v JdS A% A

gowner(groupName)

CA Access Control &8 34 #a=9
afAe] wek £, Wet ol @
A2 o FEAT T Hase] afAe FATe) B A
AL ZHUT e aF afAe B Y d2sg Qo=
A 5 Az

label(labelName)
1.9k #]0) 2(SECLABEL) Z#2so] 4ol nst #lo]%g sl
gyt 54 Bk £23 07 ool wek WF Aol @
e = 2ol deol eyt glahs da=d dA Het deols
5, 71l A" Bt geole A Hel HolES Al
Za: Bel #olE kel e AAg 82 g 0S o £4 v
FHAME FHxeAA L.

%

(il

KN
=

o

o

rot
QL
X
o
ox

£

label-
g gl AHeojd Wk Hols 2
F3: o] vy M4E HI=E AT A
level(number)

i PHZ=o] Kot o
A3 Th o] Hel Wel o] glas Hmz dgE A A g
71E & WAEY G

A BoF F At Ui AAE UE-e slY 0S o 2
hiAE Fxst Al L.
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level-
CA Access Control ©] @420 3] Hol 38 AxshA] =
Y.
Fa: o] w7 WMoy e dI3sE 74T A Folv fFastyo.
notify(mailAddress)
s YAER BAEHE 3 THOE A~ itk CA
Access Control ol Al &3 HAIAE B EE XA YT, ALEx}
olgoltt A WY FAE JEAY HHo AW A9 WD 1F
AA wd FAE dHAA L
A= 20 B8 Alzwlo] g4 eIl A f-oll vk AT YT, X
HAIA = 272 298 A=) =
ARA o2 dEsE Y.

B2 MAA 7 AE5E weith 734 g 2= A 220 7] S H Yo
TR wWAIA Y] $A91e AF 2aske] ZF wA Ao A Aslal gl
T A A e SEfoF T,

A gk 30 A

Fa: g} dlmse] AeY 9wl Be A4AE Uge A 0S 9
BH # AE FEAAAL

A

notify-
CA Access Control ©] EﬂiEfé BAE = gdol ggk AAAE 38
o obFo A% dElA] FEF AAFY

A3 o W) WMAE WA= SRS A9 FEEY.
owner(Name)

CA Access Control Al¢2F E= 15 < gz=9 2/A=
sy oh. ARk EO} T, He S -
el M ~3tr]e FEskohdA JJra‘ 2= AR

MA 2 AgkS 7HY T gtde] A

ol =stn AT F AU,
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restrictions(days(dayData) time(timeData))
AFEALZE e A A3 4 9l 8 - 59 AlIRHE
A4 g,
days 9145 AZFstal time A4S AAT 49, A3 AT dz=
olul FAIE 8 Agte] HE&EHYT} time & A s days & AT
A5 8 A HIzed olw FAIE AZE Algke] A&t days ¢
time & 257 XA 49 AHEAE AFE 849 AFE AIRF Fekt
Al 2=glel A 2~3 4 QlHFU T

pue)
ofs

=

days(dayData)

- anyday-R2E 2dd Hd dAHx AdE AT
o

=
- weekdays-T5 (28 4HEH 52Y7HA)A T
ATE AFF.

- mon tue wed thu fri sat sun-x 45 Uo7t g A~
Asks AlFFUY. A A glo] 89S XAHAE 5 AdFUH
= ol 84S AAstEE ¥ e AR IRE
T Al L.

time(timeData)

AFEA7E gt A2~ 4 9l 73RS A FUT time QI

s 39 JA+E 7HH Y

- anytime-A|gtol| Aaglo] AAEA i A~ Aghs
A& ot

- startTime:endTime-AF-8-2}7} x| A ¥ 7] 7F Fotol ut
A28k & &Y} startTime 2 endTime & &4
hhmm Ut} startTime 2 endTime 2] =% hhmm ©]H,
o714 hh += 24 A1+ £71(00 - 23) A]7Fo]lal mm < #(00 -
59)Y Yt} 2400 & &uFE A|ZF Fho] obd Yt} startTime &
endTime Xt} Zofof st 7 A|ZF B 7H2 o] &afof
Utk Hulde] A7 22 A4 2 49, Hulde Az}
A T8 AIZEE Z2AA ta 553 24 AIZTeRE
HEsto] AJZE S 2A YT dE Eo], ZEAATE 7&o
A3 BHEjde] LA 3= A9 LAOA o7 8 AJddA &%
S5A7HA Huldel gist qM~E 5 E3tHH
A1ZH(1100:2000)S A4 3k4 Al L.

Eatat
=

restrictions-
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warning

g Aw wed Fyh

o

warning-
S Aa REA SAFHT.

“
e

o: 73 AMEAE A& BE AR i3] T gk Access A g
738 AFEAE AlQlg BE A& diE] /etc/passwd 3t el digk READ
A xg Aty e Y JgFU

chfile /etc/passwd defaccess(read) owner(root)

ke o] Frolojok guith.

= b8k ADMIN 54 7hueh,

= /etc/passwd # =7} dlolEH|o] 2ol A eolw] o] glHL ),

m  /etc/passwd #F|Z=2] ACLo &&o] $l5Ut.

o: AIZHEZE Ao 3k Access A3

/home/bob/secrets 3} ol 3t oA
18:00 Atolell vt Af-27) ghede] oA
dH g

newfile /home/bob/secrets defac(none) restrictions(d(weekdays) t(0800:1800))
e z7e] ZHolojol Gt
= ARE27F ADMIN 545 7H Y

m  Bob ©] CA Access Control Al&-#}o]™ FILE 29 = /home/
bob/secrets @ Z =9 AFAY Y.
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od: ¥ dgeo] e Access A

e BE ARgA7F Aol & e E e (/home/bob)dll Sl oW Fdo=
oA 2=3kA] ZrshAl sheld UNIX oA tha HE S =g

newfile /home/bob/* defaccess(none)

Windows Sl the @& AHgste] olgh FUshl & & Awuth
newfile %userprofileX\* defaccess(none)

e zdo] Folojok gtk

= A}8-27F CA Access Control o A 2] =o] gl5H

n AREAE o] V1R AfrAd YT
F7F AR

AgE Ho] a-gl Aol ek AAA A AA(H o)X 46)
rmfile -3¢ HI= 2HA(H o)A 131)

showfile H&-919 &4 FA|(F o)A 146)

chfile ®W&-UNIX 3 HA FH(Ho]lA] 167)

chfile ¥ #-Windows 3 A% =3 (oA 184)
el A s HsH(H o] A 29)

chixlgrp B&-1§F £4 ¥7H

AC A 3|7

a5 HA4S WAsta Aas -9 CA Access Control ©l o] B | o] o] A
IE5 #Aslel™ chgrp, chxgrp, editgrp, editxgrp, newgrp = newxgrp
BE s ARSI A2

olgfgh P BT tFd ¢ oo E ZFUH

= chgrp-cg

»  chxgrp-cxg
m  editgrp-eg
m  editxgrp-exg
= newgrp-ng

= newxgrp-nxg
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o
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o
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» chgrp W32 GROUP =0 gl s o]4e dacs
T

»  editgrp B ® 2 GROUP =# 2ol = sl oo da=s A4
Tr= Z,:Z—]z?h/]‘;]__

= newgrp HE & GROUP Z# =0 gl& &t} ol e gass
23 g o

i olgidk gH 2 YoJElH A= AT 2HE wlo] thE Yt

chxgrp, editxgrp 2 newxgrp 832> XGROUP

st oleet HE S AFESH B Zefo]l = AR} A A

A ol¥l CA Access Control I5s A B A48T 5 dFYH ol H

g o] Ao He o5 2EUTh

s chxgrp 3 XGROUP Z# 2o = 3l oo dlmss
TFAAGY.

s editxgrp M#HS XGROUP 20 & sl o] Ha=s 24
e sARY

= newxgrp H#HE-2> XGROUP Z# 2o = s} o]l d=
é“é@‘%ﬁ‘r.

[
il

ga3 g3

A 28 CA Access Control 155 vt

Tl

k!

jﬁl{
o
ot
v}
dlo
BN
)
ofN
0|

shut

it

F5ok Fuich.

AH&#7F ADMIN 545 7H Yt

ADMIN Z# 29 20+ GROUP T XGROUP #HZE2o] A2 Ao
=0 CREATE #3gto] &5 o] d5Yt.

dEE F7F B aAsed A2 s 24 5 s S50k Sy

AHEAE7E ADMIN 542 7HiH o,
T1% @35 GROUP-ADMIN 54& 7k 1% #9l ol dssuth
LEe] Aty

ADMIN 2] 2l GROUP ¥ XGROUP #l 7 =9] oA~ Ao
=] MODIFY(ch[x]grp ol ti3ll) T+ CREATE(edit[x]grp ol tisl)
Agto] o] 9lF YT

Al 3 Fiselang HE 65



AC Windows 37 9] selang ™8 #

{{chgrp|cg}|{chxgrp|cxg}|{editgrp|eg}|{editxgrp|exg}|{newgrp|ng}|{newxgrp|nxg}}
groupName ...
[audit(none|all|success|failure|loginsuccess|loginfail|trace) |audit-] \
[comment(string) | comment-] \
[expire[(mm/dd/yy[yy[@hh:mm])] |expire-] \
[gowner(groupName)] \
[homedi r(fullpPath|nohomedir)] \
[inactive(numInactiveDays) |inactive-] \
[max1ogins (maximumNumberofLogins) [maxlogins-] \
[mem(groupName) | mem+(groupName) | mem- (groupName) ]\
[name('fulIlName')] \
[nt[(comment(comment))]
[owner (userName | groupName)] \
[parent(groupName) |parent-] \
[password( \
[history(numberstoredPasswords) |history-] \
[interval (maximumPasswordChangeInterval) |interval-] \
[min_T11ife(minimumPasswordChangeInterval) [min_Tife-] \
[rules( \
[aTpha(minimumAlphaCharacters)] \
[alphanum(minimumAlphanumericCharacters)] \
[bidirectional|bidirectional-] \
[grace(numberofGraceLogins)] \
[min_Ten(minimumPasswordLength)] \
[max_Ten(maximumPasswordLength)] \
[Towercase(minimumLowercaseCharacters)] \
[max_rep(maxRepetitiveCharacters)] \
[namechk | namechk-] \
[numeric(minimumNumericCharacters)] \
[oldpwchk|oTldpwchk-] \
[special(minimumSpecialCharacters)] \
[uppercase(minimumUppercasecharacters)] \
[use_dbdict|use_dbdict-] \
)lrules-] \
)1\
[pmdb (Pol11icyModeTName) | pmdb-] \
[restrictions( \
[days({anyday |weekdays|{[mon] [tue] [wed] \
[thu] [fri] [sat] [sun]l}})] \
[time(anytime|startTime:endTime) \
|restrictions-] \
[resume[ (mm/dd/yy[yy] [@hh:mm])] | resume-] \
[shellprog(fullpPath)] \
[supgroup(superiorGroup) | supgroup-] \
[suspend[ (mm/dd/yy[yy][@hh:mm])] | suspend-] \
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[unix[C \
[app1(quotedstring)] \
[groupid(groupidNumber)] \
[userTist(userName...)] \

DANEAN

audit(mode)

Hao et =4 IAE dAFYY. ZAF EE== none, all, success,
failure, loginsuccess, loginfail % trace ¢4 t}.

audit-
el W@ F4 @AE AT

comment(string)
TF elmee] ) 255 A9 GA(H vielE)R W F4L
FAAgUT. el glo] x@Eo] Jow WA FAL 9
fensxs JHalAL. o EAAL 0%
TAE S AU
Far: Edojo M= 128 Agt 71 EH Yt}

comment-

O da=ddA AR EAES AU of Wizl W= chgrp
editgrp W #H I FARE ARG G T

expire(date)
08 FAY AR wraHE dRE AU, dRs Age] god
AR B A R EHA] e A AFRAF Al o] FA] wkag U,
AFEATE ZI1918 Aol ARg A7) 2Irobe-3t ) Ale] wksg Y,
ol W7} W Zrdg IFont H8g Y
W dsbeh A A
mm/dd/yy [yyl[@HH:MM] g4 o2 A4yt A= 2 #42
4287 2 F AsHH
Fa: A Al Gl 97 resume wl WSS Qs whEE
AREAE HlaEE &5t 5 sy tEE ARRA HAa
g4 stele] ™ expire- 7] HEE AL A S
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b

gl
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=
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expire-
newgrp H# e Z$ whg dArl Q1 AHEA AHS A ed. chgrp
9 editgrp WH O A5 ARG ARNA BE GAE AAZU o
o) M sew gl A&t

gowner(groupName)

CA Access Control A& =+ 158 1F d3Z=9 A2GX=
U E ol IF oS AASHWH BE Qtel 1F ol
) 4.uﬂo]1/} Az 38 o= 1"&: SHAI Q. TFS Hlo] o] 29
—r7} stHA o] wiZ) WgE et AFEA o] IF HIaEe

A7 Huoh
grace(numberOfGracelLogins)
AHEAFE DA %—4*17171 Aol &&= Hd =gl slas A4

frol 2191 i 0 o)A 255 Afolofo} vk, frel 2191 350
EeEE A9 AAZ] AR Az pe Al Eolsel )
ot g desol gtk grace & 0 02 YT AL}l 2alE &
glgtch. of Wl WaE Zed agelw A4 8gurh

grace-
Tgel g Fel 29 A AT o] /) Mt chgrp
editgrp @R} AT AT o) v WA Zea g
SRR e
groupName
A% 0F e 54

S WAY 159 oS AAFYT new[x]grp
WA= ZF T olge]

FrefjoF sk, HolEfuo] 2ol A
o1

EAHAE b gunh AT 1FT A_AT} AR oL THT &
Ay
history

AZEE 459 MEE AAFTYT history-5 AF&dle] S| A2EH =
AAE 4 JdHFYH

homedir(fullPath|nohomedir)

AFe-2 & gEg g e AA AERE XAAYULH A AHs= AR LA E
b groupName ©] A48 B =2 291 th nohomedir &
AAsHE & gdgHyE 5oz AAER U,

w A
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inactive(numlInactiveDays)
A =Bl A A2 7E B AElR dSE 7] dA7bA] di7]ste i e
AR @ Foll mdstd AREA= mIld ¢ glsuth o] vl
Hys 223 TFolvt A8g Y.
numiInactiveDays 2 2] 4 05 ¥4 Al L. inactive & 0 2.2
A8t inactive- w7l WEE AMEele A ARA o R sUH
ol AR dZ=o A v AR A BAHA FEUT v 24

=)
AgAE el AR ods A7 e nBg A7 @

Aol e,
inactive-

AgALe] AHE vEgel s BoR WRgh of b
E editgrp W @AW ALGFU of W Wi =
A gk,

interval(maximumPasswordChangelnterval)

rl

1

M= chgrp
23 g5k

o A Em WA o] & A= Al ARAF hEE dHEloR sk o
TE AU 0 B s dEEUT 4 02 S wEEHA
S 1*01] et 43 14 HAME v 24 sty setoptions
ol AAE Z1EaS AR A dayth BeE 8 Abeo] v
ARg ALl def ARt A S 0 o2 At A L.

A AE U g0 =gsH CA Access Control & Abgxtol Al &) ¢ts 7}
TEEASTS dY AR G35 SA BAESAY f l 212l
4o =g w7hx] 71E 4 E AE AT ¢ dFyd fd 239
Sl4rof| muetar v AlzEle] gk A7 AR A 2~E]

Bel ol Al A GmE Agslor gyt of us) Wi Zea

a0l R A %% [SR=
interval-

4g AxTUth A2d 4 AeA gas
< 79 setoptions HHE A AAHH 7|25kl
AFEE U, o] w7l WSE chgrp & editgrp W H 3 3wk
JHFLh of Wil W Z2A agelw 44guh
maxlogins(maximumNumberOfLogins)
AREARZE EAlOl 21 4 e HAY Huld 5 AAY
AEATE B o A glo] BAlGl 2ale £ e g
ol mj7}l MFE AGsHA ¥ A5 AR HA=9] hol
O oW, d9 HAd 2l AAo] AbEEUTh o] wiA) W
Zzg ageit A8gyrh
Z31: maxlogins 7} 1 2 A7 5o} glow selang & 2T 4 gluyrh

CA Access Control & #2331 maxlogins 24& 1HY & $2
W73l & CA Access Control & thA] A& sfof ULHE‘r
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maxlogins-

g Hol 21 AAS AAFYTE o] wi) BSFE A A e
B9 AHEA W EZEe gho]l ARgRYY 18X 2o, WY Hy =l
A Aol Abggytt, o] w7l W= chgrp £+ editgrp W ® 3} A vk
ARggty o] wisf WeE Z2d agoy A&yt

mem(GroupName) | mem+(GroupName)

WH ZE (= A4 1F)S CA Access Control o 91 15
F7F3Ye. 49 25 (GroupName)©] o] CA Access Control 9l
golxo] glojoF Yt & ol 7Y IwEs FUteke AS 1F

B HEE FRHYMC. 1F olFel FHol A= FY, oF Al
WeES AL,

F: SRS U 20l Frheke W join[x] WA AH§EHAIAL.

of gAe U FAT A gH,

mem-(GroupName)
oA A AEs AATUS A 1 (GroupName)o] o]
CA Access Control o] A 2o]= o] glojof gt = o] e 4 155
AASE A4S 18 olBe HER RIS, TF olEd FUol
Sl A, olF 2Hel BhEEE AL,
3z A8AE WF 2FAA A join[x]- FHE AHEEAIA L
of gAe Wi gl Hgguich
min_life(minimumPasswordChangelnterval)

AFEAFN Al bE WA S thA §&3str] Aol Asiof sk HA A
FAUL o] i) WM T2 aFod vk Heg U,

min_life-
259 min_life A4S AHAFUTE o w7 B E AASA] Z
min_life vi7) W57k ALgA dlmEe] AT A, g o 2
gl grol AT 18X ghor, 49 min_life A4o] A-§HUh
o] w7} W= chgrp =& editgrp BH 3 AT AMEFU T o] =7
Met ey gy 4gHyT.

name(fullname)
w8 AA ol ARFUG. HU 47 Ao A AL S
AR A 2. BAde] Fulo] EFF o] gow AenLER EAAL

=48y
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[eh

nt(nt-group-attributes)

(Windows H-&) 27 Windows A28 1§ A F7} =
W7o

comment(‘comment’)

71 dmse] 4y BA9S FAFU ol del 4y #xd
dase] Fohg A% o714 AT A Exde] AE BAd

Al e,

comment = o 255z JxA AL YU ARGl TS
F3et= A, A R E AA EA9 odFH o JHEAA L.

o o

owner(Name)

CA Access Control A}82F = I5S IF #HZ=9 AFAE
drgch dolemolzd 1FS Fksta of v WaE A
B, AR 2547 AUt AAd WS Y 0s o B #e
A s FxaAA L.

parent(groupName)

71 CA Access Control 15 S I #HzZ=9 A9 a2Fo=
ey, R D 22 BAC digk ApA g U8 sld 0S o &4
o A E FH xRN Q.

parent-

a2 d A9 2F e HaE AAgUT, o] w7l W= chgrp
Y+ editgrp B ®E 3 AT AR T

password

o] %l ¢sE dIFFY.
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ool e AT

alpha(minimumAlphaCharacters)

A GEA .

alphanum(minimumAlphanumericCharacters)

Az B 5,

bidirectional|bidirectional-

FEE AT Azt ARS oF-E AEUY. FTF A dz s
Fdstetd ZAzkol A GEvh dEstE M dgol dnk HAER ga
d2E 5T & dsyth o] dEs= A dEok old dE(¥=E
715) Abolell Bt} FE2 HuE Ayt FF dastrt
gt m, Gud 43 75 syl @43kE ofjd fd=E

= i

=20
2
s
N
olr
o
>~
Rl
ofo
ol
ol
'
)
N

|25 11t 2 gtoz dAgof

Z3l: UNIX oA %= o] 7]5& Abgsteld 74 23
passwd_format & NT 2 AAdoF 3},

min_len(minimumPasswordLength)

FHa gz Aol

max_len(maximumPasswordLength)

Ho k= dol.

lowercase(minimumLowercaseCharacters)

An 2EA 5

max_rep(maximumRepetitiveCharacters)

A v 24 4,

namechk|namechk-

o] 23} Hlwate] o+F AL

numeric(minimumNumericCharacters)

Ha A .
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oldpwchk]|oldpwchk-
old grast waate] gkE AL

special(minimumSpecialCharacters)
Az 55 w4 5

uppercase(minimumUppercaseCharacters)
Ha At .

use_dbdict|use_dbdict-
ols AlLAE AAEYT. use_dbdict = EES db 2 AA3}a,
ot = CA Access Control dlo]gH|o] 20 Q1= who]e} vlw g},
use_dbdict- sets &= EZS file 2 A A 3}1L, seos.ini Ul XA F
22 (UNIX ¢ 4%-) =& Windows d#=E&](Windows 2] 7$-)all
Wal EE AAFY .

password-
2ol E 3E Beds AT

pmdb(PolicyModelName)

1] AFEA) sepass B EE At dEE WMAT A5 A
et ARE AH HAR AIE RS Ayt PMDB 9 kg

°olF& dY P
o] ¢+5+= seos.ini 9 [seos] Ao &= parent_pmd EE =
passwd_pmd E&o] AHol® A mulz dus]x] gkt o] wjsj
A 22 aFdw 48y,

pmdb-
1% dFZE=oA PMDB 548 AAFUTLE o] wi/l ®igE chgrp &
editgrp WE I AR AREFUT. o] vy W Z2d aFdlrt
&gyt

restrictions(days(dayData) time(timeData))
IR0 LAY AlaEe] Z10ld 4 9 9 B AS AT,
CA Access Control & A&7} 271213+ &<t
B AHEAE BAR AL IAZIA Gy B3 mogl Alghe d#
Aol AgH A Fom, AgAtE AAE w7 T2 g
AU o] Wi Wee 22 gl A8g Y
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days ¢15E Al time A4S AT 73‘% AIZE Ak Y=
oln] FAIE 8 A @.%%Hﬁ‘r. time & A} A
At 8d A Gz oln] EAIE AIZE Alghe]
time & ¥ AT A, 15 749 AFH 8¢ °ﬂ A
ook Al 2sElo] MM 42 QlH T

to Fo

days(dayData)
AREAZE Al 22Hlo] = a1E ¢ e 89S AP days g
o5 sk JdE 7HHY
- anyday-A8A= 2E 9
- weekdays-A&2E FE(H8YFH T8 Y7HA )R 22218
T AFYT
- mon tue wed thu fri sat sun-A}&21= A9 QAo vt
21T F dFUS A F glo] 8dS AT
AFEUTH = ol 8dS AAsteld oW e fJH5=
TS Al 2
time(timeData)
AHEARZE Al 2B 2 R1% 4 Qle 7IES A A FUT time I
o k9 JE 7Hd YT
- anytime-AL82k= % T AAIEA 2aJdE 5 S UHh
- startTime:endTime-At&-2= A A H 7]7F Fotovt =108 4=
J&Ytt. startTime 2 endTime 342 X5 hhmm o],
1714 hh = 24 A7+ %7](00 - 23) Al7Folal mm < #(00 -
59) 4t} 2400 & SupE /\]ﬂ %ol obdyt}. endTime ©]

startTime Bt} 22 5291 A9, 7132 A S Ay A4
Aoz pFAUTh, a8 gow e o] uhags How
Y

Z+31: CA Access Control & X2 AA 9 A E ARESY )

AREAZE ZRAA S thE AlRE o] Bu el mgle 4
nowg, oyl Fss aesior Foh.
restrictions-
Nedo] 2a8le & gl AR ARE AREe RE AV 1F
BlZ=o) A AFAIFU T, o] wi/] W4E A A3F| &Il restrictions w7
F7F AbEAE HlZmse A A, AREAR dZ=9] gho] AREg U

o] uj7] W= chgrp T editgrp WH I} AT AREgHY T, o] ws)
e 229 aFR A8y
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resume(date)

suspend "7} WS A Aste] v A s ALgA YIEE
st GRteh A (A E AFE)S mm/dd/yy[@HH:MM]
FAoz JEgu,

suspend "7 W9} resume w7 HSE B A A9 A&
dA= AAl A @R o] Fofof ). date & A k=

WHEs Adste SA AR A stE YT A &2 s 0S 9
23 Y A E FREAAIL. o wiZ] WgE ZEE TFolv

4 g,

resume-
AREE B, AlE el ARbe 2F da=dA AAgUY o A,
AREALE] A E7E S (Z 3k )0l A LAl SAE R WMAH Y. o]
7] W= chgrp =+ editgrp W ® 3 A AF&-gU ) o] wis)
MEE 28 g 4gduth
shellprog(fullPath)
AREAR7E login Bi= su RS T ¥ AdEHE 2] LTRO¥ Ee
Aol HA A=E AU FullPath & =}
supgroup(Group'sSuperiorGroup)

7Y 2E(EE A9 28)S AAFETY.

0

suspend(date)
AREAL Hl =S Bl shekA| Rt HolEH| o] 2o AHold AHE
FAFI, GAeh AH(AE AL S mm/dd/yy[@HH:MM] @4 o=
g,
AFEARE QA FAE AREA AGE AFgake] A zEle] 2ad 4
Sls U date 7F AR E A5, AFEAF da=s AFE 2ol dA

SAHYH. date & A=ste A5, AHEA dlA=E chgrp B®H S
Ak SA QA FAFU of W) Wae Tea g
A gy,

suspend-

Mgt Ameel s QA FA GAE AT A JeE
ujghgshEel ) B4 (3HdshE)om WA o w7) WA chgrp
T editgrp W AR AGFU o vh MEE 2R ageln
448U
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unix(groupidNumber)

(UNIX ©-€) UNIX o)A 25 548 A4aAY, 2§ obd EA4s
He A5 %S FYIY

groupidNumber = A FYYth 2F IDE 022 AAHT = g5y
*AHE AJgFsld CA Access Control & 71 & dAle] 1% ID & 2
of71el 18 Y3 £AE 259 IDE AU 3 Ho| 5 0|49
IS F7F e 448 u CA Access Control 2 o]l Wlyog 15
ID 52 54Ut} seos.ini 399 AllowedGidRange E&& A&
E7bse 2AE A9 ¢ dFUT

userlist(userName)

TAAYS 2o 2Pt UserName 2 3t o]7de] U

olEdUtt & ol AEAE dEtH AFEAF o]ES T EE
HAEE TR L. chgrp B#E T} editgrp B#H e A% 97|14 AAHA
W HZo] g ZFol e A AoFHo dv= WY E5E

A o

< A

AFEAF Bob & dlE]Zelo]= 15 Sales o R IF A LE
ACCOUNTS ¢l 4] PAYROLL & WA 3&}e 3 ),

tlo

chxgrp sales parent(PAYROLL) owner(PAYROLL)

A8} Adminl & 15 projectB o] H& 152 divisionA ol A
divisionB & W73l 1% RESEARCH & A &A= sty
.

Adminl & ADMIN 5A4< 7F#]aL 54t

chxgrp projectB parent(divisionB) owner(RESEARCH)

#e)7 Sally & 1% Z =23 NewEmployee o] & & tjdg e A
2o AMYS AAGE I g

Sally = NewEmployee 9] A~FAFY4 Y.

editgrp Newemployee homedir() shellprogQ

AH&2F Adminl & ProjectA 1#-S RESEARCH 19| 319 1F5o=
F7vetel 2 Ytk AR A Adminl & ProjectA 189 AfAb7t Eojof
k.

Adminl & ADMIN 54& 7FAal 54t

715258 owner(Adminl) iy t}.

newgrp ProjectA parent(RESEARCH)

76 selang 3 QA



AC Windows 2+74 2] selang ™ #

chres H#-3 A&

[

F7F BH:

join[x] -4 5ol ARSAF F7H(FH o)A 125)
join[x]- ™ &-"155o M AREAF Al A (o)A 128)
rm[x]grp WHE-"1% H7= AA(FH o] A 132)
show[x]grp H#H-15 &4 FA(Ho]A 148)
chgrp W #-UNIX 15 4 (#He]#] 168)

chgrp " #-Windows 13 =4 (¥°]#] 185)

EEAS
AC 37 3

CA Access Control Z# 2o &3

editres @ newres M# <& Al 435 ﬁ/\lﬁ. °l 2] 3k ””“ 2 ?17} 4
bS] gk tEy T,

m  chres §#2 sl o]t 24
m  editres WH 2 sl o] YAAE A B FATULL

= newres WHE St ol #ansE AT
Zra:

newres %% &

Z=eloF .
= A}8x}7} ADMIN 54<
m FEfel] ok oM

Agstel Blang FrsteE A4E e

ACL 9 CREATE A2~ Adte] = 45
®m  seos.ini 32 2] use_unix_file_owner EZ0] yes Z A E o UL A5

UNIX o] s} 2247}
g 5 AsFyrh

o] S CA Access Control ¢ A} #iAA=
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chres T+ editres W& S AE3lY] gAars F7F v w4siEWH
Y azof 3k FE3 H3lo] glojok sy}, CA Access Control & o] 3%k

271 F shuel didl o oAl wek HARRY
1. AF&27F ADMIN 545 7Ry,

2. #xx g3=% AHEA7F GROUP-ADMIN 4§ 7HA= 159 ¥
el A5

3. AR FaEe] AfAY

4, Zzo] 3 AA~(ADMIN) Z# 20 &= gis FYx Yaze
M2~ Ao} EZo| A MODIFY(chres ¢ 7-9-) A~ Agto]r}
CREATE(editres ©] 7-9-) A2~ Hglo] A A

Fa: #laz o]Fo Ad Aol= 255 APt

e #ol&= chres, editres 2 newres H#EHS AL-&5to] B &
S 2el A= gy w] HerE dEEo] sy

x2
il
=

292 &4
audi cale cate com defa Ila le no o restric warni othe
t nda gor men cces be ve tif w tions[ ng r
r Y t s | | Y ne ]
r
ACVA X X VARI
R ABLE
TYPE
VARI
ABLE
VALU
E
ADMI X X X X X X X X X X X
N
CALE X X
NDAR
CATE X X
GORY
CONN X X X X X X X X X X X
ECT
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il
&
[

P
oX.

audi cale cate com defa la le no o restric warni othe

t nda gor men cces be ve tif w tions[ ng r
r Y t s | | Y ne ]
r

CONT X X X X X MEM

AINER

DOMA X X X X X X X X X X X MEM

IN

FILE X X X X X X X X X X

GFILE X X X X X X MEM

GHOS X X X X X X MEM

T

GSUD X X X X MEM

@)

GTER X X X X X X MEM

MINAL

HNOD X X X X X X X X X X X SuUB

E SCRI
BER,
POLI
CY

HOLI X X X X X X X X X X DAT

DAY ES

HOST X X X X X

HOST X X X X X MAS

NET K,
MAT
CH

HOST X X X X X X

NP

LOGI X X X X X X X X LOGI

NAPPL NFLA
GS,
LOGI
NME
THO
D,
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g9 &4
audi cale cate com defa la le no o restric warni othe
t nda gor men cces be ve tif w tions[ ng r
r Y t s | | Y ne ]
r

LOGI
NPAT
H,
LOGI
NSE
QUE
NCE

MFTE X X X X X X X X X DAY

RMIN TIME

AL

POLIC X X X X X X X X X X X SIGN

Y ATU
RE,
RULE
SET

PROC X X X X X X X X X X X

ESS

PROG X X X X X X X X X X X TRU

RAM ST

PWPO X X

LICY

REGK X X X X X X X DAY

EY TIME

REGV X X X X X X X DAY

AL TIME

RULE X X X X X X X X X X X SIGN

SET ATU
RE,
CMD,
UND
OCM
D

SECFI X X TRU

LE ST,
FLAG
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il
&
[

P
oX.

audi cale cate com defa la le no o restric warni othe

t nda gor men cces be ve tif w tions[ ng r
r Y t s | | Y ne ]
r
S
SECLA X X X X
BEL
SEOS X X X X X HOS
T
SPECI X X
ALPG
M
SUDO X X X X X X X X X X X TAR
GUI
D,
PASS
WOR
D
SURR X X X X X X X X X X X
OGAT
E
TCP X X X X X X X X X X
TERMI X X X X X X X X X X X
NAL
UACC X X X X
USER X X
ATTR
USER X X X
DIR
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{{chres|cr}|{editres|er}|{newres|nr}} className resourceName \
[ac_idGd)] \
[audit({none|all|success|failure})] \
[calendar[-] (calendarName)] \

[category[-] (categoryName)] \
[cmd+(selang_command_string) |cmd-] \
[comment(string) | comment] \
[container[-] (containerName)] \
[dates(timeperiod)] \
[dh_dr{-|+}(dh_dr)] \
[disable|disable-] \
[defaccess(accessAuthority)] \
[filepath(filepPaths)] \
[flags[-|+] (flagName)] \
[gacc(accessvalue)] \
[gowner(groupName)] \
[host(host-name) |host-] \
[Tabel(TabelName) | Tabel] \
[Tevel(number) | Tevel] \
[mask(inetAddress) |[match(inetAddress)] \
[mem(resourceName) |[mem(resourceName)] \
[node_alias{-|+}(alias)] \
[node_ip{-[+}(ip)] \
[notify(mailAddress) |notify] \
[of_class(className)] \
[owner({userName | groupName})] \
[{password | password}] \
[policy(name(policy-name) {{deviation+|dev+}|{deviation-|dev-3}})] \
[policy(name(policy-name) status(policy-status)
{updator|updated_by} (user-name))] \
[{restrictions([days({anyday|weekdays|{[mon] [tue] [wed] \
[thul [fri] [sat] [sun]l}}]1 \
[time({anytime|startTime:endTime}) \
|restrictions}] \
[targuid(userName)] \
[trust | trust] \
[value{+|-}(value)] \
[warning | warning]

ac_id(id)

=7 CA Access Control do]glu]o]~ 2 DMS o A4 &4 (HNODE
NA el el a3k ID & Aotk CA Access Control 2 ©] ID &
AFE3te] HNODE & 2}, wela 49 IP 4 T olE8
R g g3 @ V)5l 9FS A &en, CA Access
Control & oJd3] £4& 48 5 AsH.

82 selang & QuiA



AC Windows 27 ©] selang &

audit
755 = A2 o MIEE YERYL te 54 T stuUE AA Y
= all-CA Access Control & A3t 9= A2 A|Le} AT
M2 AEE BT 7| 53T,
» failure-CA Access Control & #
ol Zl o] 7]kt
= none-CA Access Control & #lZ=8 2 U 7153814
ZFHEUtt.
= success-CA Access Control & #H3l 9= dA 2 A=
71 53y .
calendar(calendarName)

Unicenter TNG ol 4] A]ZF A gkS YEF = Unicenter NSM &3

Y I=Z Ao s}, CA Access Control & o]# 3t 7jA] Z=S 31y
2R fFA8 HEsHA = FFUT & ol ey S st
g ol5S T EE HdEE FEAHAIL.

rot
0,
rlr
1%
=

>,
>,
ki
il
N
S
e
A
v

il

calendar(calendarName)
2 A g mZ=oA sy o]l Unicenter NSM &4 #i=%
2bA1g Y}, o] wi7) W4 chres T+ editres M3 3 7wt
AHgE o
category(categoryName [,categoryName...])
gas g7z st o] o] Bl HFEE I
CATEGORY Z 27} &43ts]o] 9JA &S o category v/l W&
A A &= 79 CA Access Control & Hlo]EHo]~9] A~ A
dulolEqtytt. 12yt o] Ed WHF ¥ CATEGORY =@ 27}
oA @dskE wkx HeEA esu
category(categoryName [,categoryName...])
gz dmEolA st olde] Bk WFE AT,
A7 ¥ HeF W57 CATEGORY Zefj29] &/ ofFof At glo] #ax
A ZEd A AHAE YT}, o] uj7l) W= chres B+ editres ™8 & 2}
FAT ARSI
className
Yt S FH o o] F
Aojd g FHAE Ydste W find HE S AFESHA A L.
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cmd+(selang_command_string)
AN Aolsle selang WH e HE5S AT, o3 ¥y A
Hjaze] ARSRYT. oE EW U3 Z5yh.
editres RULESET IIS5#02 cmd+("'nr FILE /inetpub/* defaccess(none) owner(nobody)™)
cmd-
RULESET 7fAlollA 44 s W& 55 A AT
comment(string)
Ho 255742 F4E A FAEE Y HIaEd FUH T
TAdol Fug ¥
A4 S, o] EALL o)A
o Al & o}
#3: SUDO 270 45 o] BALL 53 oJug AT sy
SUDO #lx= Aol gk AAIgh Y& UNIX & &3 &g XS
EEC KRR
comment
Bz dmsc A A4S AU of v/l W chres i
editres §H 7} AT AREFU T
container(containerName)
FAAQ aF A4 ZFg 29 CONTAINER A4S Yebyyrct,

containerName & CONTAINER Z#2=o] Ao &hi} o] 49
CONTAINER #H == olF94Uth & ©]42] CONTAINER & &3t

154 29 w2 Jx2 TR L.

o

container(containerName)
@ dmeol A i} oAbl CONTAINER #lm=2 AbA| g, of
uj 7} W= chres T3+ editres W& 3} AW Ab&E )
dates(timeperiod)
FA3} ol AHgAE 29l
= ool 7zte AAstEd
@42 AHEEU
mm/dd[/yy [yy]] [@hh:mm] [-mm/dd]/[/yy[yy]] [@hh:mm]
ALE AAA & FA¢- (e 1990 Ao AxE AAs= 45) 1
71zrelnt Frolo] sjeict 449 olujgth, A 98 i 1998 3}
ol T g = ) Ay AR KA 5 Q).

& 9l

I
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A ZE AIZRS A ASHA] e g, 2 o] AlE A7 (AP ) o] AR YT
T8 AIE AAGSA e A, 2 o] TR AIZH(AA)l A Y
A7k Bo] g4l B5F hh:mm ¢|H, ¢J7]4 hh = 24 A3+ %7](00 -
23) Alzkelal mm 2 (00 - 59)4H k.

A ZE 22 AE AR fa(dE £, 12/25@14:0012/25@17:00)
43 d(12/25)% A A= A9, T2 oF T ASHU

Fdo] TAsl= T WJﬂJoﬂ gEe At 4, T 7S A Y
Arom MEAFUL., &S 5o, A 97} %%01 LA of kA
Fdo] = AS 09/14/98@18 0009/14/98@20:00 & 1= 3jjoF
gyt olg A s LAoA 2% 3 AFEH 5 5 A7FA] ALEAF7}

298 4 guy,
defaccess([accessAuthority])
gizo] gk 712 AAA AS FoFUTt, 7] A Ade
g Az 83 FoIA Hh Az Ao] BB gl
A2A A Fodu = Ayt 7] dA 2= ol o] 2o A o=~
R AbEAP AE AL&HYT), fFast AMx @ gk S o
oyt
accessAuthority & A=kl CA Access Control & UACC = &) 220l A
g a2xe FP 22 JeERE #3759 UACC &40 (A" A4
N~ feks gy
dh_dr{+|-}(dh_dr)
of o] Al HFE s AT i SAEE Fo P
filepath(filePaths)
st o] o] Ad Y ARE AUk 4 AEE FET ALY RS
TARUL oY B FEE 22()eR %%@Mu}.
flags(flagName)
it EYAERE WY glase] EgAER JHE Slse
el oial Aoyt *}9“ 7}s3 81+ Ctime, Mtime, Mode,
Size, Device, Inode, Crc ¥ Own/All/None ¥4 t}.

gacc(accessvalue)
A5 ek REHE H9e Zeade] the wEnT W4 o
w2 A A2 £ QA F) qu-

[o

|
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gowner(groupName)
CA Access Control 1E< #422 d3E9] 2GR ),
AfAre) Bek £F, Hok Wl R nel WFE ARe] wlasd AxsY
g wE BRI A4S Axs AR 2fAE dasd AT ol
A 2st 5 YaUTh @ase) 1F AAAE A Has dRsg
AHolE W 2AE = e AgkS 7FH YT AAlIgE W82 UNIX &
B3 99 s AL,

label(labelName)
A FIse Het golES T

label-

iz ga=ddA Bt golES AHAFY T o] wiz) W= chres
L= editres W E I AT ARE U T

level(number)
gas g Heb pEs Y th 1-255 Abolef 4o A4
3 =g,

level-

glaol A B Heb s AAFTYY. o] wi/) M= chres E=
editres §H 2} AT A

mask (IPv4address) match (IPv4address)

mask % match "7} W= HOSTNET gl =0l vk 4838 4 gl
HOSTNET #lZ=2 ZA s = o] F w7 W7t A4 Algho]H
da=s F4% e d9 Ay

HOSTNET #l= =9 9a JJxl TAEQ 155 Aodel™ mask 9
match & 7 A& A L. mask T47F 3l SAE IP F49

AND 7} match F4& QA= 249 S A2EE= HOSTNET g3Z= 189
TALd Y.

= 9] mask(255.255.255.0)2} match(192.16.133.0)3 A&
L, TAE IP F49 W97l 192.16.133.0 ~ 192.16.133.255 o]
2EE 79 Y] FYth.

mask % match w7 WHaol= IPv4 471 3.

folr o, 2,
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Mem-(resourceName)
T Haag Has aFd FARUT B olde] 7Y Pass
Zobehe A9 AR 7 olge TRIANAL,
s 220 das dasdd daast mem v s AREE
01_/‘:1/]1;]_
A .

=  CONTAINER. ©] S 2= v}
o]t },

2 S A 25

i

= GFILE. o] 2ol T2E 2FS Jost gas Pgasrt
St

= GHOST. ©] ZFelxcli: 2E 1FS Qoo gas dasrt
St

= GSUDO. o] Zgzdts Wd I25S 4oste gliax gasrt
AHFYT

=  GTERMINAL. ©o] F#2dE= gud 258 AYsts= gdian
dZ=7F A5

=  GPOLICY. o] ZFgroE =7 AAE AHYsts= gias #gasrt
A5

s GHNODE. ©] g2 3AE 188 AHosE girxn gzt

AF Y.

=  GDEPLOYMENT. o] Zgxds AA axs Hoste glihx
dZ=7F A5

GFILE 829 g4~ 159 FILE d3=E F718t= AR Fol

Ads FE9 HAZsg gax a5 Frketed mem w7 WHEE

AHE-3HA Al 2.

Z3: CONTAINER @229 mem "7/l A4S AF&3= 29 of class

w7 WeE Eghsfol ),

aHY FAY gaae) g4as 28 olu] CA Access Control o

Aolgo] glojor FUTh FAA AES AASHH Y= S

gars AL, dE 59, e B8-S AFEed GFILE i

5ol A YT

newres GFILE myfiles
mem(resourceName)

a2 OFNA FAAY HAREE AAFUL. E oY Y garE

AASE A5 g olES ¥ 3

W= chres =% editres &3 W AR&-Sy T
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node_alias{-|+}(alias)
el g,
-l tis] HAS A5t CA Access Control &
AA - 1w A Ay HdES AT 7 dFUH
node_ip[-|+](ip)
S2EQ [P FAE AUy, 1F

H
Fa2 Agste] Wad 242 25U

TAa=

1z =] ©
E;g tgxo]'e—

43 ¥

notify(mailAddress)
oz daEg FAEE Hhze G wuitt Gy A S
&3t == CA Access Control ol A A&t} AR} o] Folut At
Hd F45 dYsiAY EA o A-E A5 wWd 259 dA dd

= =
TaoE YEsAL.
AT 2 29E Alzwle] &4 FEIQl ARt EAg YT FA
HAIA = 270 29" AJ2~Ee] Ao upe} sl e ARgALe
APAEEO 2 ASHYTh
22 AR 7} A4 wuich 2AF gm2et 24} 2] 72U,
A dEEe HEY 9 2ol oisk A4 s U8 UNIX & &3 e
UM E FEIA AL

A HAIA Y] AR A madlste] Z) WAl Aol AW etal e
ok A AEe] $REer gtk
A%k 30 A

notify

a2 HIZERZ FAE HardE ATHoz AN2shH F oA s
ZA31x LA AAFUTE, o] Wizl M= chres & editres H#H 3
AT AFE- S T}

of_class(className)
mem "7 WS ALE38le] AH o] (CONTAINER) Zef~o F7}ahe=
gaze] gis 83 AAFYH

owner(Name)
CA Access Control AF8-AF == I3 242 43z AFAR
U aFARe] Hel =, Hel golE 3 Ko RS Agko]
Zhmo AT 5 QS wE TR A i A=Y AFAE
gz Ag Qlo] M= = AFUTH Hias Afae 3 Za
dEEg Aol 2 A = dHUT AT Y& UNIX & B

e M E s L.
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password
SUDO =2l sesudo WHES Ab&sted e AH&ate] 3 &
aretEs Aggd
password-
password "7 W2 FH 438lo] sesudo HWE S AFESH uf o] o] U
AbgRLe] ¢ts vl "o kA L5yl o] Wi/ ¥H4E chres T editres
el 3 S A8 T password HJl WS ol el A&l e
A% o] w7 Wa4s QR sy
policy(name(name#xx) status(status) updated_by(name)) |
policy(name(name#xx) deviation{+|-})
Ak Bel A w=o) PEAS Fobeka 2 AU AFFUY, wE
A4 9ol 24 e AQH] A8 712 P v
AdolEgUtt, AF AEHE ddo]ES wlE updated_by A4S
AelolEslof Ttk oA FA) FelE WA ALle] o] &g
bl AL gy,
A7 e Ay, MEg, WE Az, A5, A9 A, Fol Frg,
ME e A6 EE A A F shl 2 5 e,
policy-[(name(hame#xx))]
A4E 4 MAS mselA AAFUL FAE AHehA Fow o]
o] wixE RE GAo] AARYT

resourceName
T B F71E gas ﬂﬂicﬂ oS AYPFUth. E o]t
YhrE WY e FIIE A gihs oy 555 SR R
SUol} AER s o FE TRV HAAd st ol o] 74
olFS AAsloF Yt

CA Access Control & A/ Q% w7 Wape] whe} z; gjis Ya=s
=ddoz AUt gir2E Ay v 2 F7F 25 CA Access
Control & WAIAE ZAsta 559 b fdarg A Ao
Fi: fhs o5 WFE AMESE A4S U S AMESte] W
Zz3 A L0 <lvariable>. o: <IAC_ROOT_PATH>\bin. A 2]
selang Tt HAAMRE WS ARE S 5= QYT
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restrictions([days] [time])

AREAE shdol Al AT 5 gl 8 BAIRE AT

days A& At time JAFE AZTE 45, AZF AT H 2=
01‘31 4/\1% 84 A 75.35"43} time & A=fstal days & A8
G- 8Y A daz=ol ojw A AIZE Algke] A& YTh days
t|me§ 5 A A9, AHEAE Y add AAHH AIZE Foto gt
A z=Elol| M ~E S 9)\1)-5‘4‘:]'
= [Days]= AFEA7T 9o o‘“ﬂ/\ﬂ T AE 8dE AAPFYG
days QI+ o &9l & YT
- anyday-A&Als BE 2 ydof] Ay ssk = glHUt
- weekdays-A8 A s FF(EQYFEH Fad7A)ddRE 2l

Oﬂ/{ﬂ/\ﬁ]— 2= 01/\1/]\;]_

- Mon, Tue, Wed, Thu, Fri, Sat, Sun-A}-&2}+=
AFU T

AgUth = oldel 2de AR T

Qdolwt gzl A 5

29 ARY 5
il PEE 9AE PRI,

= [Time]& AREAT} elhzee] fA2T £ gl 7Ie
7H Y
AA=

sl

- anytime-A}-8A= 8 F

AF Y.

time Q¢+ & T E

|

- startTime:endTime-Al&x= X AH 7|7+

oﬂ,q]}\ 2= 0]

g 4= 995U ). startTime 2 endTime

hhmm o],

Salof ok,
CEEE
NZrez Wgka
580 9laL HEl o] LA o

°©F 5A7A Hu

Eﬂg]u]o

restrictions-([days] [time])

AgAL S Az ARG ARSE RE ARS

ruleset+(name)
A A4 78 JFe AU

ruleset-(name)

A48
Ao g glo]

SIEEER RS

el 2

gy mE

Eal

2

I

T

o714 hh & 24 A7+ %7](00 - 23) Altolx
mm < #(00 - 59)%I 4t} 2400 &
startTime & endTime E.t} Zrolof 3}H,
A ZFO 7 Z2AA e} e
A2 A Fa AES Z2 A O
AZE e 2L dE

0] =
AA -

1ol g g
A1ZH(1100:2000)5 A A3 A L

ZHE AIZE ghol ofd YT,
T A B e do
A5
% 6; 24
Z A A7}
Al ol A

o
So], =
39 LACIA <7 8
sgstelw

Aol 2 A AAFUL. 4 AT ARekA gow oA
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signature(hash_value)
Al ghs AT A A o] gk A AZ4¥ RULESET 7)A€
A 7o g2 3t 3 Fgel A o] g2 AA vl HE H&E 2
A3 E HAa(A7) B9 2SS Jtor g,

subscriber(name(sub_name) status(status))
sk EdoA w=o] PEAS Fetn 1 g AFFh e

unknown, available, unavailable =+ sync < 317} 2 <

9T,
subscriber-(name(sub_name)) | sub-

oA FEAL HolEMel~E AAGULE FEAE AASH Fod
BE FEATE AARYL,

targuid(userName)

SUDO &9 A%,
AbEALe] o] 5 A7

o] H
4 D} 7]
trust

g oanrt EHAERNSS AATY. trust "7 W< PROGRAM
Z =9} SECFILE 9] gzt Ae5uyd, AbeA=
2o EYAEY FHE X8 o Z2aS AT 5
MHHB} z}xﬂ’c‘z} W82 UNIX & 23 e b E Fxepigdr Q. o]
uj7) M4 chres == editres W E 3 A wF AFg g},

trust-

fanrt AEHAEHNSE A G trust w7} W= PROGRAM
S el29k SECFILE Sef=9] gazdnt A8gu. Abgaks
AE~ER 2R A3 5 glsyrh A4S W82 UNIX &
24 A M E FxsadAle. o] w7 W= chres B editres

W gAT Abgg o
undocmd+(selang_command_string)

A2 W A%aE Aol selang BH] BEe xvgwq SEE:!

HeEo wEy AAS AACIE FHA)EE d AHgEYUT

editres RULESET IIS5#02 undocmd+("rr FILE /inetpub/*")

_4

undocmd-

RULESET 7HAlell Al A& AA W& H5g A A3
value+(value)

A A E W4 (ACVAR Aol AAE S F7H3 ),
value-(value)

A HE(ACVAR ZHANA AAA kS AATYT.
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warning
Hrake] dgko] glazol Al xdtr|o FEshA] @riet= CA Access
Control oA g]&z=e] st AM 25 3 §etes AAFYt o, CA
Access Control & 7HA} 270 A3l wA A S 7] =3},
Fa: 73 REo A= CA Access Control ©] 2l4&2 Z2E<] sk A
HAIAE AAdskA] EFU T

warning-
Aol Agke] gazo] M| 2str]o] FielA o™ CA Access

ol
Control & @220 3k }£X}4 M5 AFsta Ha AR E
712384 g5y o] i) W= chres B editres W E ¥ A

A& ot
of |
s A8} adminl & Y tty30 o oidF A9 x}g)r 7]1 N~ ABS

WAsha T30l Auk 2T S 8 AN 05 6 A7HA) Frelw
HvEg ST & QRS A@steln gy
- Ab87 adminl o] ADMIN 54€ 7443 glgvict,

chres TERMINAL tty30 owner(adminl) defaccess(read) restrictions \
(days (weekdays)time(0800:1800))

s Yz} Sally & account.txt el FILE Zd2 #llZ=°] AZ% group
2 owner £4& Al7ste L Pyt

- bgA Sally = Jared ¢ AHgA FlmEe] AR

chres FILE /account.txt group() owner()

o] BALel o) Aold A3 dws S4E AAREY " A E
S AR L EOE DR

rU£

= A}82F Bob & EIW]Y tty190 ¢ comment Z=E AHAlEkE FA
Hold AA S e SR e wedn g
- A}8-AF Bob > CA Access Control A8l EHwud tty190 ¢
AU o,
chres TERMINAL ttyl90 comment notify(Bob@athena)

m A&7 Adminl € SURROGATE EE'H/\OH 9)¥ USER.root @& 2~9]
Hot ¥F EEo] OPERATOR WFE F7istd]ar gy},

- AH&A Adminl ©] ADMIN 548 7HA4 a1 gy,
- OPERATOR %57} dlolefulo] el A ojxo] glgurt.

chres SURROGATE USER.root category(OPERATOR)

1_4
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= ARE2 adminl & /bin/su & EXECUTE o] A< oA #AghS 71zl
EgAEy Tz gxoF Aot T},

-  AF&AF adminl o] ADMIN 54< 74 a1 )54t
U5 22 71 gke]l A-gg
m restrictions(days(anyday) time(anytime))
=  owner(adminl)
m audit(failure)
newres PROGRAM /bin/su defaccess(x) trust

»  A}82} adminl & "system" 1&9 1F ID thAZ, adminl & B E3
oWl AFEAE dA|AT = Qe BEEHE giaa2 Aoty .

- AF&#}F adminl ©] ADMIN 54& 7HA a1 d54 k. AR&AE
nobody 7} CA Access Control o] 2= o] JHFYT}.

- neT 2o JEgel g,
m restrictions(days(anyday) time(anytime))
m audit(failure)

newres SURROGATE GROUP.system defaccess(n) owner(nobody)

m A8 SecAdmin 2 Huld T1, T8 ¥ T11 & ¥ &35+ Huld I&
ProjATerms 2 <&l gy}, E1 Y 1% PROJECTA 1&°l
ofsiARE AFgE G lom, AR AZEE FE Ak 5 AIH (LA
8:00 F-E] 2% 6:00 7t#))o& AlgH ),

- A}&# SecAdmin 2 ADMIN 54-< 71d 4t}
- EBmH4Y T1, T8 % T11 o] CA Access Control o] A% o] d&5Yr}.
PROJECTA 1] CA Access Control o] 2% d5Ytt.

audit(failure)

newres GTERMINAL ProjATerms mem(T1,T8,T11l) owner(PROJECTA) \
restrictions(days(weekdays) time(0800:1800)) defaccess(n)

F7F BH:

rmres ™8 & -2 A2 AR (FH] o] %] 133)

showres W#-g]42 44 FA|(H %] 150)

A8k Fof Wa-g ko] gsk A2 {ek A (H 01X 46)
chres W& -Windows @42 A (d0]% 187)

find ™2 - E]O]H\ﬂ]O]* ”]—"— L (Fo]#] 116)
CONTAINER =¥~ (3|e]%] 249)

e A2 k(s oA 29)
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chx]usr H3-A&A &4 W7

AC #73d 33

AREA A0S WMAsta B s 49 CA Access Control o] Ef B o] 2o A]
A g2 g ZE=E Aol ™ chusr, chxusr, editusr, editxusr, newusr %
newxusr H#E-& AR&SHH Al S

= chusr-cu

= chxusr-cxu

= editusr-eu

= editxusr-exu

= newusr-nu

= newxusr-nxu

A= 59, cu HL chusr H#E ¥ 2ol 9wy,

of RE WHE Fx7 wdot HY vEyth oldd HHEE vaH

2ol /\}%3} HALL.

m  chusr, editusr ¥ newusr M #H-2 WH Al&xlo] s AFEEU T
olggt W] Aol He v EHEUTh
s chusr §# & 3} o]Ate] USER #IZE=E FA UL
» editusr #E 2 s o]4e] USER #lZEE A4 Ev FARYL.
= newusr H#H& 3} o]Ate] USER dm=2 Al
i o]l HE & YolEH Ao = AR 2HE wW2lo] thE Ut

m  chxusr, editxusr 2 newxusr B &2 Qg Zeo]=
AREY T ol d WE o] Aol e ZEuUTh
s chxusr 332 3 o]4e] XUSER d7Z=2 =AU},

3

» editxusr H#H-2 3} 0|49 XUSER HI=E A4 E=

SR,

=  newxusr %

flo

&} o] 4ol XUSER #lm=2 24§t

USER % XUSER Zd- dz=t 2E HA0 da TLdUh o,
e = EMZ AREAE A G Aell A Ede] Aol A9 XUSER #HlZ=7}

olz]gh £ thAl AofstA] FHFyrTh

Olaﬁf‘?} Hs A, T AREATE A A"l 2lg
e S, WA Aol LA dasE 24 AT,
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oleld Wee AAS] Sd Aaw A £ AL vl WG] we
SGEU. the ARl AR

= ADMIN EAS 714 A9 audit S AQ3t e vy W42 A4S 5

= AUDITOR 54 7FA L = AR audit 7l WsE X8 E +
Sl% Ut auditor[-] w7l WSS Abg&-stelw ADMIN S40] dL ),

m J|E JI=E JUoEE W A& dFZ=9 &A= admin, auditor,
server, operator, pwmanager & A 9|3t BE v/ RS AT S
AFEUTH Bt WF7F &7Ake] AREAE g 2= e A9 AfAe
Heb WIFE AMgAL dmzse] &893 4 JdFyrh. Hel Hol&o]
A AREAE P Z = A EEE A9 afAbE Bl dolES AR
da=o] 398 ¢ sy AREA da=e] Afabes Ak AREA}
e Sy Bel FEEt AV ZE Hel FES T

gl<rieh,

n X832 #7 =7} GROUP-ADMIN &A1& 717 1859 W o £3s4
dae afAtet L3 AgS 7 gy

= 2182} P =Z=7F GROUP-AUDITOR 4S 7kl 159 Wl ol
%3k audit Wil MFE AAE F AdFdTh

= ADMIN Z&2d] )& USER #a=9] A2 A|o] 24 MODIFY
E4(ch[x]usr ol tal]) == CREATE 54 (edit[x]usr ol thsl)S 7}AaL
A= AREAE ARERE HEEe] AfrAtet U AdS ZEU T

{{chusr|cu}|chxusr|cxu}|{editusr|eu}|{editxusr|eu}|{newusr|nu}| {newxusr|nxu}} \
{userName| (userName [,userName...])} \
[{admin | admin-}] \
[audit({none | all | {[success][failure][loginsuccess]|[loginfail]|[tracel}})]
\
[{auditor | auditor-}] \
[{category(categoryName) | category-(categoryName)}] \
[{comment(string) | comment-}] \
[country(string)] \
[email(emaiTAddress)] \
[enable] \
epwasown (password) \
[{expire[(date)] | expire-}]1 \
[fullname (fullName)]
[{gowner(groupName)] \
[{grace(nLogins) | grace-}] \
[{ign_hol | dign_hol-}] \
[{inactive(nbays) | inactive-3}] \
[{interval(nbays) | interval-}] \
[{Tabel(1abelName) | Tabel-}] \
[{Tevel(number) | Tevel-}] \
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[Tocation(string)] \

[{Togical|logical-}] \

[{maxTogins(nLogins) | maxlogins-3}] \

[{min_life(nbays) | min_Tlife-}] \

[{notify(maiTlAddress) | notify-3}] \

[{operator | operator-}] \

[organization(string)] \

[org_unit(string) \

[owner({userName | groupName})] \

[password(string)] \

[phone(string)] \

[{pmdb(pmdbName) | pmdb-}] \

[{profile(groupName) | profile-}] \

[pwasown(string)] \

[{pwmanager | pwmanager-}] \

[regular] \

[{restrictions( \
[days({anyday |weekdays| [mon] [tue] [wed] [thu] [fri] [sat] [sun]})] \
[time({anytime|startTime:endTime})]
) |restrictions-}] \

[{resume[(date)] | resume-}] \

[{server | server-}] \

[{suspend[(date)] | suspend-}] \

[ntintC 1\
[admin|admin-] \
[comment (' comment') | comment- ] \
[country('country-name')] \
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] \
[flags ({account-flags) | -account-flags})] \
[homedir(any-string)] \
[homedrive(home-drive)] \
[Tocation(any-string)] \
[Togonserver(server-name)] \
[name(full-name)] \
[organization(name)] \
[org_unit(name)] \
[password(user's temporary password)] \
[pgroup(primary-group)] \
[phone(any-string)] \
[privileges(privilege-Tist)] \
[restrictions(days(day-data) timeChhmm:hhmm|anytime) )] \
[script(logon-script-path)] \
[workstation(workstation-Tist)] )] \

[unix({ [gecos(string)] \
[homedir(path)] \
[pgroup(groupName)] \
[shellprog(fileName)] \
[userid(number)]}]
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admin

ADMIN 54 & AHgatel Al @33t th. ADMIN 54| S+ A&At=
audit w7l HTE A9t BE iy W4 4 BE selang HH S
A9+ AUtk admin- W) WSS ALEsHe W ADMIN 54 o]
slolob gt

admin-
Ale22 5 e ADMIN E4S AAZUTE CA Access Control & doj&
& AR&AE ADMIN 542 2te= gyt

o] w7l W= new[x]usr BE I 37 AFRE £ gLy

audit
CA Access Control & R 3 5+ gz sk Al&xF &5 T ofd AL
A} 2ol 7158 AAAE AFFU E o] o[WE fHS
]7(—1‘81— ﬁo o]}:H]E 05:] O]’“'ET .:_QIJ L= ]JE :rL_,_o]_t]]/\]g. Zz}/‘]’

EA4Le vy 25y
= all-CA Access Control & R E A4z %S 7|20},

FUHHE = &F-2 failure, loginfail, loginsuccess, success, %
trace ¥4 t}.

» failure-CA Access Control & A3l A~ A=E 7| =3,

H
» loginfail-CA Access Control & 23§ 219 NS 7|23t}
» loginsuccess-CA Access Control & A &3 271915 7|53t

=  none-CA Access Control & Al€4 &5 7|E3#] &&5YTt.

= success-= A-F3 AAAE 7S

s trace-CA Access Control & o]2]3t Algx}o] dFo=z QA& F4
Ao el BE HAIAE 7Sy

auditor

AUDITOR 5745 Ab&Atol Al &3ttt AUDITOR £4 5 7Hd

AbE A= A AE gl has ARgol] ) ZALS S=3Eal CA Access
Control A3 AAF 2 dlo]gio] 2~ HA 2~ o] CA Access Control ol A
REEE gz W Az 2AE A 2o 5D ZHS Aol
+ 9% Uth AUDITOR E4< 71zl A}%x}oﬂﬂl Fold ﬂ:ﬂv&oﬂ o gk
A W82 dld 0S & 4 #E QUM E FxsAAL

auditor-
AFR2F gl s =o 4 AUDITOR 545 A7,

o] w7/l W= new[x]usr WE I 37 AFRE £ glHUTh
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auth_type
T WAE ARFYH
SSO e A1 RF A8 T

Bz gtol= ARgatel thefA = o] w7 WeE AR & glsy T

category(categoryName[, categoryName...])
st o] el Hel RFE AREA A &y
category-(categoryName[, categoryName...])
A d e Bt WEE s ol AU
ol i} M= new[x]usr R A AHES = RAEFY T
comment(commentString )
AREAE Hlasol] Avs S

commentString

AS A3 commentStrlng At 255 2Fe] A=z}
A4 YU th. commentString o] & o] ¥3stE o] 9low eky o
e we Qs

comment-

A HFEA] AW A E
22 new[xJusr W# 3} 7 Abgst & glgu )

A
flo

ol wj7i W
country(countryName)
AL e FhE AR 4@ Fo TaAx FoE )
AR A ey

countryName
%712 Aoyt Ao 19 A9 F5A AU
Fuo] ¥} glow ohHo] Femgug ¢
email(emailAddress)

AHgrrel A% WY FaE e,

emailAddress
Apgate]l Ax M Fas Ao
Ag: Hd 128 A

enable
nggste Agate] 2e B
T §lsyt.

o] w7} W= new[xJusr HH I A AL
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epwasown(password)
b AbgAE AN EE wrE AAY ALSR dEE R
of g% WAL W WAl ohynz 45s} Ao WRHA
EaH

expire(dateTime)
AHEAE Aol wEEE dAE AFTUD. dRE AgeA e 4
AHgAE 2aRla AL 2ok @ u A el A R,
AHgA BRES} o] HA g @ AT A A4S, A dkel
GROUP #lz=9] gtk $-Aguch.

Fa: BaE e da=s A 3eelW expire- W7l WSS
AHESHA AL o] A S 918 resume i RIS ARESHA] RRAAL L

dateTime

GRS golsta, duor Ang Aot gHe e
ey
mm/dd/[yylyy[@HH:MM]

AEE AFshs o F e = v Ae 28 A4S 5

AFUHT
expire-
new[x]Jusr &A= TtE o] gl AFEAF AAHES Gyt

ch[xJusr ¥ edit[x]Jusr HHEN = AL&A AFGANA HELS

A7 T
flags(accountFlags|-accountFlags)

A AR B4 SA4S AAFUL. FES Sda g B8
B F5 "Windows #"S FESHAAI L

ALE2L A=A S s AASH ™ w7l $3%(-)E accountFlags
o]—oﬂ =] o] Al }\] <

fullname(fullName)
ApgAel AA olge AR,

fullName

AA o15S APt Ao 47 Ao F5At BAA ]
fullName o] ZwWo] gJom A ExF 5o zou}e g
AN L
gecos(string)
AgAbel BE AW EAAS AFFUD, 2AAE FemFER

=48y
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gowner(groupName)
CA Access Control 1% }% 2 gEEe AfAR FFIULE, 18
A ARe] Bl = g E b T Agke] e A5 AR a9
3

GF AR s A gl MAsT 5 g, }ﬁﬂ
dase) 2% afAE B A g o=
S ARE THd YT
grace(nlLogins)
AREAF Al B8 EH = frol =l =5 Aoyt
Fol 2190 350l mReka YA AR AJzgle) A ag 4
omw Azw el detstel A dag dusjol Ltk el
279 847 007 AAY A, AHgAE 28 S gl
AREAL Hl A=l o] wizf Wrel thgh gho]l x3E A9, W g
GROUP ##=29] grrth $-xg ),
of w7} W& AASA i AFEAZE o] Wil Wl tiEk glo] A=
=es 2§59 71 49, GROUP #l:=el Sl gro] A&,

AA
USER ¢ GROUP #lmZ =] B%F zko] gl 79, CA Access Control
A fro] 2 AA o] AFEHUY T

gl

nLogins
el 2190 8154F el 0 - 255 Atole] F4E
GEEORES
grace-

AREA}e] o 2191 AL AMAg Yol CA Access Control A9 -4
221 Aol gl A-&g Yt}

o] w7/} W4 newusr HE I A ALRE 5 glHUTh
homedir(path)

A2 & YEHE Y dA ARE X] 43U}, path 7} EHAI = £
CA Access Control & userName S 729 A4},

homedrive(drive)
AezE & rdEele seolrE XA},
ign_hol

AR&AF Al IGN_HOL 54+ @934t IGN_HOL 545 7Hd
e FY dmme] AslE 1 Bl AAEA 21T ¢
AFY T

ign_hol-
A2 EE IGN_HOL 5A4S AlA g
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inactive(nDays)

AR A ALATE MBY FEE ABEY] AAA s d 58
AQFIh A4E A ol BE AgAE 21908 + gFth

Far: v g AFEAE AREAL HlEEoA BAHA FEUTh v A

APE2LE AEste o epA e A~ AR ghs w24 71k ak

Hl s oF g},

nDays
A T E Xéﬂ%“%ﬂr. nDays + %(0) =+ <9 AUt
nDays 7} 0 ¢l 79 inactive- w7} W52 AL&3F A3 G347}
E0161-1/]q__

inactive-

H
o] Wi/l W4 newusr WEH I A AL 4 glauTh
interval(nDays)

AP A A GeE BV del s AAEHAY HAE S A Hs|of
st g9 5 Aok 9(0) e g A .
nDays 7} 0 |1 CA Access Control & o35 7172 AALES v|&A 33slH
ol wrE YA 5Urth =, setoptions MH o R AAE 7] H ko]
AFEE A FEUTH Bt 8 Abgto]l W& Abg-Ae] tis|A W nDays &
022 AAFYAL

il
inss
B
ol
ol

>,
>,
to

nDays ©| =23} CA Access Control & 957} WHEEISS
AREAF Al U T e 2191 Slpel mee wj7hA] ARE A=
ALsA G5 E AR & AFUT fro =29l Sladd =dahd
AlZz=glel] gk AL A7 AREER, A2 ARt Al o Esto]
A dsE aAsor Futh.

interval-

AREAEO] Qb AME I3 AAE ALTUT AREA A o] wis) W
s 7R 22 aFo] JoW 1 ogho] AREHUTH %A & A5
setoptions ™ & ol A *é"é% 7)gkol ARggE Yt

o] w7} W= new[xJusr HHEI} A A& 5= glHUT
label(labelName)

Abg-ztell Bt #HolEs Iyt
label-

APEAL HlZE A BE Hol &S A AR YT

ol Wi} W= new[x]usr R A AHEE 5 RFHTH
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level(levelNumber)
A HmEd weh FES T
levelNumber &= 0 - 255 A}o]o] A
level-
AHEAE H I B A HeE FES AMA Y T
o] wj7/} W= newusr
localapps
CA SSO ol A AR-g3 Ut
location(locationString)

AgAe] A8 AT NG Ho] TRAL Fol= AR} AEHA
gt

locationString

A= Aeolgtyr}, locationString & ol 47 A+9] d52At
TAFE Yt} locationString o] & o] ¥ 3tE o] low
Z]l—%Lq—.Q_JE O]ﬁo]./d}\]

logical
A2l 7l LOGICAL 545 @33 Yrth LOGICAL 54°] A&
AbEAE A = glem U5 CA Access Control & =21k
Mgy T
g B, Blaze] afAtzd Pasd 942 F YRS 7] A9
El**A fAlE A48T 4 Sl ALEZ nobody = 1A 0 =]
gAY =, o] AL AHgte] ofwl ALgAE 2l &
SFH T

logical-

AFE-AFS] LOGICAL 548 AAg YT,

logonserver(server-name)
AgAR] W 219 Ang Selshs AuE AT AR}
Twel Aol 21913 CA Access Control & =719 AR E
M= AEsi, o] AB= ARRAZE 2GS = =S fAzH A

A5 ol gk,
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maxlogins(nLogins)

AgArel Be A BA 229 28 AFUL. g 0 A}
gl Fol gagle] BA Z9d F 912 gtk of uj)
MEE AR B 49 A9 A 219 4] AgRu

il maxlogins 7F 1 & A7 ¥ o] 21o™ selang = AT + 54U
CA Access Control & £33}, maxlogins A4S 1 X1t & glo=
W7 skaL(el: setpropadm {2 2lEl AFE), CA Access Control & THA]
Alzraf o gt}

maxlogins-
AHgAel A 29l A4S AL 2o Aol dial ARggU
o w7} W= new[xusr BH I AL 5 GFU

min_life(nDays)

F5E oA WA A8l dvldlor e Aa L S P
SEEREE]
min_life-

AREAES] min_life S ARAIGU T ARE ARl Al o] Wi W ghe
7P Z2d o] gl o grol ARyt 18 o A
setoptions W&o Al A 7]Egke] A-&H Y.

o] w7/} W4 new[xJusr BHE I} A ALEE 5 glGU )

[e]
-

nochngpass
AHEAT} T AbeAe) s WA

ol

1A et Es ARy,
notify(notifyAddress)

Abg2L7E 21918 winbt) notifyAddress 2 Ak WAL By, o4y
A A o] AR ZE WA Ao A E QJITEA @S HAAls AR
-gat7] flal A5 Zalsfor .

CA Access Control & && WAIAE A5 wjujr) AL 270 7HAF
dzZ=s 71534t

notifyAddress
AR olf mE AR WY Fas P,
A g 30 A}
notify-
AREARZE mRle wf of ol Al delA] FeF A

Tyt
o] w7/l W= new[x]usr BE I 37 AFRE £ glHUTh
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nt
chusr ¥ editusr W&o A o] w7} W= 22 Windows A 2=El 9
Ao AREAEY] AHolE WA
newusr H#ol| A o] w7 WHEE AFEAE £ Windows A]Z=HElo
F7Fey ot

5 ool AGE AW A% FWoE 4T TEIY

E
0
>
[
it}
=2
o
X,
offt
ol
rlr
)
e
2

CA Access Control W9 =7 Windo =y
th3 ZAIEE 8L environment S FxEA A Q.
dlEjzetol = AbgAtel tisA = nt 54 2 nt 54 of#fo] 59 s
FraESHA FEHU
operator
ARg2tell Al OPERATOR 57d& €991 th. OPERATOR 574 <
AFg A= dlolEHo] Ad Qe RE lax PgIass gde 4
CA Access Control oAl Aojgt & wtde] digk ¢7] AgHS
AFU
o] 545 7k AH8AtE secons WE O] RE AR AT 5 glFUTH
secons e Eel gk AT HEL Fx PHAE FxHA L.
operator-
g7} @ Z=ol 4 OPERATOR

o] w7 W4 newusr WEHI} 7] AL 4 gy

Jlm
rulo
2L
E
%
°
ui

organization(organizationString)
ARG 22 S AFGUT A7 Fo TaAL Tl £F o] AREHA
OF 2=
w A ]/] T;]—-
organizationString

228 Aot} orgamzatlonStrmg% #
29 Y}, organizationString o] & o] X
AenEEE AL

255 #po] At
Sejo] glow ool

org_unit(org_unitString)
AFgALe] 24 G E A AFUTH @Ek Bo] TEAA FolE A
S A A e
org_unitString
z27 &9 & AUt org_unitString & ] 255 #}o] J5=At

TAFd d Yt} organizationString ol Fo] EZ3slr|o] ¢omH FF
Aens s YAl
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owner(Name)

CA Access Control AF&Av 158 AR dZ2E29 AFAE
SFeych A &2 dld 0S5 £ T hAE HxAAL

a-.

password(string)

AFEAN Al GBS gyt aW e RS A3 FAE
AARstaA 2. s HAE E438tE 45 doe oo 2kl
AT FEFUT AR thgHol AlsFle] 2IlE wie Al
HsE HAAsNoF gt
Zpale] e s WS setoptions cng_ownpwd £ A}-8319] selang
545 AAs A sepass & AMgsfoF gl

pgroup(groupName)

AbgALel 3= 1% ID S A4t} groupName & UNIX 1& 9]

ol &Itk
phone(phoneString)
AREAFE] st MEE Aot Ag Fo] ZRAA Fole A3}
Wash AHgE A ey,
phoneString
Azt M3 S A3}, phoneString & At 255 #+¢] 53t
A9 YUt} phoneString ol & ®o] X 3w o] glom ks o

AemSEE AL

pmdb(pmdbName)
AHEAL7L sepass fTE BB E AMESte] deE WASHH A e AAE
PMDB = H3ulgytt. PMDB 9] 23 o5& 4=yt o 45+
seos.ini 9] [seos] AAel A= parent_p E &0y passwd_pmd

o
j
Ed 49 AH wdw ddyA] Gy
o] FA2 dEZefo]= ARRAF A AHEE
pmdb-
AgAE glF=o A PMDB 54 S 2HA g
o] w7l M4 new[x]usr WH I 7 ALEE 5 sy
privileges(privilege-list)

Windows AL} #lz=e] 54 78-S =757, priviist ool 7]
Ba(-)7 9= A9 AA4E AeS AAF .

H
o] w7l W4 newusr BH I} A A& 5 glguh
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profile(groupName)

AgAe Eed aFd dPEUt. 220 aFdA b e A

T AFHH

= audit

= auth_type
= expire &
= grace

= inactive

= interval

= maxlogins

= min_life

= password rules

= pmdb

= pwd_autogen

= pwd_policy

=  pwd_sync

= restrictions (days, time)

= resume

= suspend

= unix (homedir, shellprog)
profile-

ZRYg dgdA AHEAE A G

ol w7} W= new[x]Jusr BH I} A AHEE = glEsudh
pwmanager

AHgAkel 7l PWMANAGER SA4 = 238Ut o] SAS 7H AR8AR=

dolg o] 2o A AL-&2te] ks E WA F dFUTh A &S

g 0S o ¥4 el A E FxsHA L
pwmanager-

AbgAE Bl s =l A] PWMANAGER 545 Al A gt

ol w7} W= new[x]Jusr BH I} A AHEE = glsudh
pwasown(string)

AEATE GEE WA ANY G5E AT o) vl WE

=3

At vlolefuo] o] wixup WA AIZba Gt i H| o] Ef YT
frol 2292 TR

106

selang Fzx ShujA]



AC Windows 27 9] selang ™=

regular
Hs=29] OBI_TYPE £4& thAl AAstar, olo whe} AREA=RE Ag
54< AAFU

restrictions([Days] [Time])

AREAZE 203 4 e 8 2 AIZHS A restrictions &
[XJUSER #l==2] DAYTIME Aol #&gutt.

Days & AJgfslal Time & A Astd dIZ=d oln] Hojd R oY
Akl AJZE Al go] A& YT,

Time & Agsla Days & A A dz=o) ojn] Aol AIZF A 3o
Days #lgto] A& rt},

Days ¢} Time & 57 A A3t AMEA= A AE 8dol A4g% Az
Stk Al 2agle] AT 5= QlEF YT,

Days
AHgA7E 2R S g
e ANEE ALET S
- anyday-A§A= B

o = =
- weekdays-Al8 A= FH(EoARY FRA7A)Aw
MA ek = QlHFUTH

Qdofvt gzl fAAg = syt &AMl A §lo]

29¢ AT F dFUth E olde 29 Ased T
Tt PEE 9AT PRI

Time

AREAZE 2918 4 Qe VIS XA FY Y time 5= T

3¢ Q& 7Y

- anytime-A-83= o F T AAEA] gz AT
A4t

- startTime:endTime-AF& 2= A A 717 Foto vl 2] A0
MM 2~3 = dFYT.
startTime % endTime &2 =% hhmm o]™, ¢J7]4 hh =
24 A7+ 37](00 - 23) A7kl mm & & F7](00 - 59) 4t}
2400 2 &vkE AIZE ghol obdytt. ol 0000 & AF&3H4 Al L.
startTime < endTime X.t} Zo}of st}
Z31: CA Access Control & 2|49 At E AF&3SHy o).

AFE A} ZRA A 2 A7 Elndo] ®o1old S
gomz ol AsS wdor )
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restrictions-([days] [time])
AHgALe] 2719 :

N TEHE Aehe 2E A

kS AbA Y )
resume([dateTime])
suspend 7] WM45E A Aste] n@AdsE A8 PIEE
q§‘rffLHE‘r. suspend ©j 7}

W9l resume W7 HEE
T A& ER= A A G

*ﬁao}ﬂi chusr &S

A UL

W AR
o]Zojof strt}, dateTime <
Agete FA| AR BHlF =7 thA] AR Y
< 3ld 0S o E3 e A E FxsH A L.

dateTime & [m]m/[d]d/yy[@HH:MM]
resume-

Yo ek

AHEE A, A dabel A ALER HmEd A AR Y 1 A
AREALS] AR (B sE)A AA] SAE R MAF Y
o] w7/l W= new[x]usr BHE I A AT 4

&8 + sy
script(logon-script-path)

AT 22AF W ABoR A %o 915 AP h
W) W e Aaeluth, didow of 219 AAPEE 2

ol
A4S TR ALexe] 2 84S A4e7] 94 profile vl
tﬂ/\E

155 AT FE dFUh

server

SERVER EA1S AAgUrt}, o] EAL A}43

stel WA AHEA oAl
AW FA ZEAZ BE A B B Polg 29T &
Utk AR WE T 0S ol BH vl NS FRAAL
of §He AELeto]x ALgAA AHET 5 PFIL

server-
SERVER EA<&
o] wufj 7|

Al g,
W= new[xJusr B E 3 3HA ALg-sH
shellprog(fileName)

AHEAF7E login = su MEES S5 F Ay s 27] RO ©
Aol AA ARE A AU} fileName &
o] &AM

e Qe kol = AbgAel A AL§
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suspend([dateTime])
A2 A FZEE v sk A R dlolEj o] 2~ A ojH JEE
FAFUT AHgAE HagetE AHgA A S ALgste] AzEld
20% 4 glsyh
dateTime ] #]7g=]o] QoW AREAl HAa=w A4d Fatol
H| g skl U}, dateTime & A st ch[x]Jusr HH S 283}
R BNk S Il

dateTime & mm/dd/yy[@HH:MM] &Aoo = ¢

rlr

=

RS

o

suspend-

AR Pl =N AA] FA GRS ARAlStAL ARSAF AEE Bl E Aol A
Ao w WAFUH.

o] w7/} W4 new[xJusr BH I} A ALEE 5 glaU )
unix

chusr &3} editusr WA o] w7 H4E 224 UNIX A AH
A= AFER AolE WA YY.

newusr W®Ee] A5 o] wj7] MyE AMEAE = UNIX A28l
F7hg .

£ ol A5E AP 4

ol
Jas)

HoR QlesE TFEgYY

o

CA Access Control ¢ &7 UNIX A &EloA] ZEdts= Wi sk
AA S &S o] #¢] environment M HS FEEA4A L.

dE Zgfo]= ALRAFo] thalA = unix 4 2 unix &
wAol fFastA gyt

userid(number)

AREARe] a3k Ak ID(UID)E A FYTh UID = a3k o] A~
Aojell AHg %qu} number = AU 7] EA 0w 100 BT} 2
=AE 38HA FFUth Aed matel A A g2 5 Fx
ol A 2] AllowedGidRange E&& HE3IA Al L.

20d

obelel a9
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userName|(userName [,userName...])

AgALY o] B A G 7 g o B wFIok Tk,

newusr 885 A8 userName > CA Access Control o thall Aj
A& AHE 44%%“43}. newusr HE S AFEE W A&7} o] E B
370l oju] HFejw o] 9lom, CA Access Control 2 3 A&=}tol] o gt
USER #ls1==A4 o] username & AR&3Hth Z1ejuh dwbaow

AE Zefo]= AbgAlo] ta]A= CA Access Control 7]'sS AF&-3fof
3l, o] YlolEl B gkl ¢l username ] tajA= USER # 3=
A5 93 newusr & ARESHA]l hotob Ut tiAl, sid AREAFS] CA
Access Control 405 W7Z3slel™ chgxusr H&H S AFE34 A Q.
2= 72 279 O]EO] ol CA Access Control A8} o] &S 3t
4 FUTh o] A%, login MHE djF AlgAtol Al 2 THS AT
4 AW sesu ¢ e o2 HEHeE e £ 95y

Fa: ApEAF o) Foll WMEYAIE £ 4 & UNIX © 4= userName
A7 Al 7 e MEYAE ARSI AL

i

o Al

AFE-2} Bob & FINANCIAL 7 28] = Jim 9] dlZ=e] F71st2 Jim 9
Wl B 1552 WAsky Jim e AlsE A7 4eE FF o4
8:00 -l 2% 8:00 Ate]= Algste]al ot

- A& Bob ©] ADMIN 5748 7FA 3 &yt

-  AF&AF Jim ©] CA Access Control o] 2= A5}

- FINANCIAL ¥ 57} CA Access Control o 2]x o] )5},
chuxsr Jim category(FINANCIAL) level(155) restrictions \

(days (weekdays)time(0800:2000))

AFEA "admine 199513 89 5ANE 3F Fok FlE 2 ALEA

Joel o] HA~ AZS IA] AL FH Tt

- AFg#F admin ©] ADMIN 54% 7FA a1 iUt

- A&} Joel ©] CA Access Control o A ¢]=o] )1t}
- 9% UM 19949 8 Y 3 Uk

chxusr Joel suspend(8/5/95) resume(8/26/95)
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A4-2) Security2 &= A4-A} Bill 2%-E AUDITOR 54 & #lA3ta Bill 9]
RE 8595 7Haletaa g,
- A&7k Security2 = ADMIN 3! AUDITOR 54& 7HAaL dssdth

- A}F8-#} Bill ] CA Access Control o] 2] 5o A5yt

chxusr Bill auditor audit(all)

AF82F Rob 2 AH8AF Mary €] dla=d] #dd dwe WAstaxt
.

- Ab84 Rob & Mary o AHgA dlm=e] AfAelv,

chxusr Mary comment ('Administrator of the SALES group')

admin AF84 Sally & AF8-A} Jared 9 #lzZ=o AFH =71 o] 2
92 &4 AAfRA T

- A&7k Sally = Jared 9 AHgAF HAZE=9] AFAY YL
chxusr Jared country() location()

AL8-2F Bob 2 Al-&#} Peter 2F Joe & CA Access Control o th 3}
gelatnA g,

- AF&AF Bob ©] ADMIN 545 7F4 a1 54

-  AFg#} Peter ¢ Joe = CA Access Control o] g 2]& o] X
EEcaRA= N

- o 2o Egel Hgguch
= owner(Bob)
m audit(failure,loginfailure)
newusr (Peter Joe)

AF&-2} Bob & AF&#} Jane & CA Access Control o thal] & ¢]&bar
"payroll"S Af 2Fo® Szl gt

fo1s
A2} Bob ©] ADMIN 548 7FAaL 95U,
AR} Jane 2 CA Access Control o] &5 o] A 5t
A2} Jane 9] o] )G Harris ¥4t}

audit(failure,loginfailure)

newusr Jane owner(payroll) name('J.G. Harris')
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» A8} Bob 2 A8} JohnD & X9 ¥ NewEmployee ¢} Rt

I~ ==

W T
3 © & CA Access Control o] tial] A <&ta=} vt JohnD & HY
27 8 AoA] 2% 6 AZEA T Al 2ELS ALSSlESE 58 U

- AF&A Bob ©] ADMIN 54S 7FA a1 95Ut
- NewEmployee 57} CA Access Control o <5 o] gl&1 T},
- A ARgAEY] A A o] F2 John Doe YUt}
- Uy #FE 7]Egte]l H8dE Y
= owner(Bob)
m audit(failure)

newusr JohnD name('John Doe') category(Newemployee) Tevel(3) \
restrictions(days(weekdays) time(0800:1800))

deploy B#-33 wlx A%

AC A 3

A WX E %7]3}8# W deploy HH S AFESIAHAIL. o] WHS w
POLICY 7§49t <AZ2¥ RULESET 7RAlol A4¥ selang HES A3y
ol AY wx WEdY.

81 A%E AAS v xd 49+ policydeploy frE2HE *}%%‘ A&
A5 AEF ]14 deploy ‘%‘ e AA vz AR AP, AHE
=31l HH:“SL W DMS & ulolEdHA FU

O

deploy M3<& Aafsted thSo] FQgr},

s AL Wz dolHulols ol Aol Q= 7 elo]E o] kel A
POLICY, HNODE % RULESET =20l thst 3}¢] &z dsh,

n AYE wjzsks dolEHo]x off ATl Shi= Zb dHolE o] el et
skl el Agh

& E°l, =3 2ol Al 3 gixg A= 45oll= FILE
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ol Wale] P vhet .
deploy POLICY name#xx

name#xx
Wi Este = G gid POLICY 7HA19] o] & (A olF 2 ¥ W3)

deploy- H&H-A3 A|A A%}
AC A AF
WX HaE AFsEE deploy-((E% undeploy) W& & AFS3IAIAIS
vl 2 3}= POLICY 7iA1¢ 4% RULESET 7WAo A7+ selang

e
Ugeg% AU o5 A wjx HA FEgyrh

ZQ1 A xS H42E 4= policydeploy FEHE S 21838 AL
2= AU ) deploy- WH S A4 HHj Fae] IRk Ay,

AN Ao wixE HAT o D = o] EsIA] &Lt}
o] WES Adstely th3o] Aot
. AFO wMEE FAdte delgu|o]z ok ATl U= 7
| o] e} W o] 20| A} POLICY, HNODE % RULESET ﬂaﬂ | o3t 59

n AGAo] W E H sk vlolHuHola ok AFl dE Z
dlo|Elw| o] 20 3k 519 #a A3t
1

ol# gt Hehe 7} s HFENA BH wxE AL ~AHEE A=
selang M# S A3 b j&%“%q
i gA wizel digk zpAIg g8 dEzZete]l = e UM E
FzsAA L

o] Wl P& ot Ttk
{deploy-|undeploy} POLICY name#xx

name#xx

MEE Hastels Ao dig POLICY /A o5 (42 ol 2 WA
W35
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editfile B%-94 Iz 24 @ 3
AC 37 A%
o] WL chfile W3 #4 Awslo] syt
F7F AR

chfile ®d-9}9) #ls1= G4 (3] #] 58)

editixlgrp ¥%-1% #HIZ=9 J4 2 3
AC 37 33
o] W& chixlgrp B 3 Awso] At
F7F BH:

chixlgrp H&E-"1% &4 WA (F)A] 64)

editres 98-g 42 GIE 3

edit[x]jusr B -AH8A} F 2= +F
AC &740l a3
o] & chxusr W& 37 Aol AFUH
F7F BH.:

ch[xJusr W= -AL-&2 £4 WA (H o)A 94)
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end_fransaction H#-0]F AEE EWAHH 7|5 U4s

AC 37 ¢ UNIX 32Ed 3

environment 8- 37 4R
BEE 3H i3
environment H#® 2 Kol 3745 AA3 ). CA Access Control & CA
Access Control Bl UNIX Hl 374S A dFYrt. selang HHE A&
FE5tH 7|EH o= AC $74 o] Aegr},
o] W AL S TH5UT)

environment {ac|config|etrust|native|nt|pmd|seos|unix}

ac
CA Access Control 1ot 3+74 < w FuUth. selang BH> =4 CA
Access Control do]EjHo] 2 FaS FUth, 45 HHE> AZdd
Ho|EE x93yt

T2EQ UloJHH 0S HF AAd digh 54 ¢
CA Access Control #8704 selang ZF2ZE+=

AC>

config
24 74 24 WAS FEste 94 4 348 AAHTY

etrust
CA Access Control HeF 345 A A g},
Fa: o]A& ACE HAete 27 Zow, ofd wMAHde 534S 93
A E Y.

native
AAd 24 e 974 T AEQ V|E £ AA HeF 37 (Windows
EE= UNIX)S AUt} selang M-S Ylo]E]B OS ©lo]EHo] 20|
QS v FH UL UloJElH 7oA selang TEHFZE:

AC(native)>
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AC Windows

374 9] selang

nt
Windows X9t 378 At} selang %2 Windows
Eﬂ 1‘51‘31]01&01] Fae v HYTh I ¥ CA Access Control X9t
st FA HHolEE A A Yt Windows #8744 selang

o

pmd

97 g 87 selang BE LS XA}, selang B8 A4S pmd
e Z~Ee] PMDB ol A 25 gt
&3 gk,

seos
CA Access Control HeF 8758 %A g},
Fil: o]3& ACE AAste A o, ofd Mo 534S 98
FrAH Y o

unix

UNIX Hol 873& A AUt} selang M H-S UNIX HoF A] A~Elo] A
Zgh ), UNIX 870 A selang E TEE gy 5yt

AC(unix)>

find ®3-vlo]EHlo]x == Yd

AC 2 Hlo|E|E & AP

H
= ADMIN, AUDITOR 3= OPERATOR 54< 713 49, find ¥#S &
v} 74 _¢9} A AR & AdFYTH
= ADMIN Zg 29 g==°] tha]l READ A3ro] Y= 7
FAHE FHzdd e S i dsE AR & dsH

of §eie] PAe thest gHUh

{find|f|1ist|search} [{className|class(className)} [objName]]

116

selang & QHUIA]



AC Windows 27 9] selang ™=

className

find 48 o= da=s ANT SH=E
AgaA ko find HH =

objName

CA Access Control ©] At g s2=2 =AU}, objName o=
sfdegte Fxts ¥3he ¢ dHUT,

d: TERMINAL 229 »

it
o)
=
(
ke
>

TERMINAL Zefo] B 749E A ts 93 - dvd.

find terminal

get dbexport Command - Y X2 do]g o] 2 3 A
AC 373 &3

get dbexport H#H& AZA% T ~E9 & CA Access Control
tlo]g o] 2~ = PMD Hlo|g o] 2ol RN 2 A R
dlolEjHjo] 27} EA3tH W get dbexport W#H S 235l 7] Hof| start
dbexport ©#H-S A oF .

of W P& thgat P
get dbexport [pmdname(name)] [params(OFFSET=number)]
pmdname(name)
(8 AHg) Rl PMD ol Elulo] 9] o] § el g,
params(OFFSET=number)
(A8 AFR) ElolEilo] EolA o B AL AN 913
SIS Ao, z+ @3 nitl get dbexport HES W

glolEwlo] o] 4] 200 ] @R AP, Zo] § B Hu7}
Qo whA whE g Agati exA doles} kg,
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AC Windows 27 ©] selang 8 &

o: R dlo|guo] Aol 3 wkg

& dAli= get dbexport WH S Ag3te] AAdH TAE dE R
CA Access Control do]EjHo] 2o A A
2 WA WEe 22 200 7] S A
200 7} LS AU

AC > get dbexport
(localhost)

Data for DBEXPORT 'seosdb'
setoptions class+(CLASS)
setoptions class+(CLASS)
setoptions class+(CLASS)

chres CLASS ("resource') defaccess(none)
OFFSET: 201

AC> get dbexport params("offset=201")
(Tocalhost)
Data for DBEXPORT 'seosdb'

chres CLASS ("resource') defaccess(none)
chres CLASS ("resource') defaccess(none)
chres CLASS ("resource") defaccess(none)

chres CLASS ("resource') defaccess(none)
OFFSET: 401

F7F FR:

start dbexport & - "ol o]~ WHE 7] A Z(Ho]X] 155)
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AC Windows 2+74 2] selang ™ #

get devcalc B -A3 4t dHolg AN
AC #73d 33

get devcalc &> A2 9k ALk A7t 23E A 9dk dloly

% (deviation.dat)ol Xl FRE A3t 3 AE o]4Fe] DMS
dolEjulo] ~2 AE Ryt doly U] EAE F2lstH W start
devcalc B#HS WA Adsf|of Tt

A T EAE BIAE 44T 0 AW AN AR TFHES AYT
FE iUtk adw B f9LEst o HEe gy

F21 S AN A FHo) AgHTA g A St
5t dlolg ol oA AA(AIEA E A 54, SR EE g
A 2ol A A T a2y A A FATY, A8
Sof Suk At AE thg FHol AEHEA R HAF + YEUrh

rr SUDO admCommand

Fa: AA 9k voly 9 2 1 A Bao] gk AAE ge
e Zefo] = e ShAE FERIAIAL
get devcalc 83 & Adsteld HiFEd digh gujd dGax= A 2

DEVCALC st§] 2 ol digt 9171 oAl AAgke] glojo} v,

get devcalc [params("offset=number™)]
offset=number

(HE Alah) 43 9uk dold WA T Be A A 9%
ST HS Ao}, get devealc HH-S A A vl dlo]E w2 A
edg HAg 8 S (max_lines_request 74 Aoz A A )t
sty o, g o e ARV 9o npxuk vkl e A AH3t=
LA HolE 7} HP%%HE}.
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AC Windows 27 ¢] selang 8 &

o: 3 Sk vloly ¥7]

S o= max_lines_request 7} 10 2.2 A A FAS
o ArE 7M7) 93] get devcalc H#HS A}
BHAFUTh A WA HES A4S 107 FS AAe F AR PEHe
=49 71 e 10 7] FS A,

o =
o
2
Ao
Jus)
)
o,

AC> get devcalc

(Tocalhost)

Data for DEVCALC 'deviation'

DATA : DATE, Mon Mar 20 11:22:15 2006
POLICYSTART, myPolicy#01
DIFF, (FILE), (filel), (*)
DIFF, (FILE), (file2), (*)
DIFF, (FILE), (file3), (*)
DIFF, (FILE), (filed), (¥,
DIFF, (FILE), (file5), (*)
DIFF, (FILE), (file6), (*)
DIFF, (FILE), (file7), (*)
OFFSET : 11

e

AN~ AN
e
(S N N NG NS A N

AC> get devcalc params("offset=11")
(Tocalhost)
Data for DEVCALC 'deviation'

DATA : DIFF, (FILE), (file8), (*), (*)
DIFF, (FILE), (file9), (*), (*)
DIFF, (FILE), (filel0®), (*), (¥
DIFF, (FILE), (filell), (*), (¥
DIFF, (FILE), (filel2), (), (¥)
DIFF, (FILE), (filel3), (), ()
DIFF, (FILE), (fileld), (), (*)
DIFF, (FILE), (filel5), (), (*)
DIFF, (FILE), (filel6), (*), (¥)
DIFF, (FILE), (filel?), (), (¥)

OFFSET : 21
F7h Au:

start devcalc W= -4 = 218k A4E Al #(H o] A] 156)
setoptions ™ =& -CA Access Control 41 A7 (#o]#] 138)
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AC Windows -7 2] selang ™ ¥

help ¥ #-selang =& o] &

BE §79) A
help W& selang &< th&ah 2& ol /b4 wpgo EAFY

= ) WS glol A8k, selang B =S 7t W Oig ned
Mg FA EA T,

= selang ¥ o5 @ AREetd, Foxl ¥R s FAEHH
=

= access "H7H Wl A AMESEH, AS F-of W o] access iR
W9l new*, ch* 2 edit* W& o] defaccess "i7) W50 that kel
225 gAY

®  lineedit "7 W &7 A18314, selang WHEE =4S % 55
A 2258 gAY

{help|h} [commandName|access|Tineedit|className|properties]|privilege]
access
access "7 W49} defaccess 7 W47 AT 4 Q= A2 §39
2=l 55 oG,
className
AAQs el zol ek zted Awe 2 T
command-name
AQE BYe TR 23T,

lineedit
selang B# <l AE 9% 55 4 55 24T
properties
(AC 3+7) AH8A Ao £4& duolEste Wi td BrE
L dy
privilege

(Windows 2+43) ch[x]grp, ch[x]usr, edit[x]grp % edit[x]usr ™= 9|
3k 7153k Windows 3 225 g A3},

F7F BH:

selang "= Fx (o)A 39)
selang 3L (o] %] 34)

Al 3 #:selang WE 121



AC Windows 274 2] selang ™ #

selang =& H7|(Ho]A] 37)

history ¥ -o] o] 233 HH FA|

RE 3F A3

history M#®-& dA| selang ¥& A AlH =5 d83 & 99F&
yddych WHe A o2 Udsa, 7F e okl Wi Wavt
ZAFHYT & 5o, Al MAR fg=Ee 98 el W& 30 FYtT

ch[x]Jusr, new[x]Jusr =+ edit[xJusr W& IR 2 <35
history 3o 2 435 FAE = §luyrl. history ™
oFT tial Ud#o] WE(*R**F)S FAF )

o, i
flo

o] Welol YA vhedt gaydh

history

hosts H -2 CA Access Control Ejr|dd] <92
RE 379 AT

hosts W& & selang 3385 HUlE $4E &= A wdS AT}, o
WHg AMgsd & olgo® 94 CA Access Control e o] Az},
27 CA Access Control Au]2=7} A3 s ok 402 AFHE
#8185 dHFYrh 7|EA o7 BE selang HHS 24 T AEQ)

dolE o]~z Ay,

hosts H® 2 TAER Wulof k= WHS Adet7] el Agafof gyt
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AC Windows 2+74 2] selang ™ #

27 52EdA 97 52E dogue] A% wel(dulolE)aHu e
27 % s} FFHolok g,
= =7 dolguolad A 94 FAE dolguolAE uo]ET FAH

AFL 2t IS
= 27 dejguo]d A 47 TAE deolHue]xg Julo|EFES
ag¥ a5 749

A7 TAEA Aol =4

e
EE 3AE9 PMDB & st i) g glo

Zkal: CA Access Control & H o] olygl A4t &1E 0]%% &2l
T2EES BHIFPUL HAY o]Fo= Q% TS 1kl
Control & 3 o]&d] tja] HOST o] Aeoj=d v AuE Yr i}
7R 2, AatstE o] R F53% o] 3o % HOST 7F Bod 4=
CA Access Control & Z 35 WHU+=d|, o]= CA Access Control ]
Z2Eo tis] Aat3tE o]&(d: mymachine.yourcompany.com)S

A7) W o
o] e FAe thet gHud,

hosts [{systemIds|policyModel@[hostname]}]

systemlIds
selang Wd S AT T 2E] A28 ID & AAGUT. & o9
SXAEE Xlﬂo}ﬁ‘ﬂ Z35 Qe A28l ID 558 Y3 A|2E ID &
Sulolu} HEE FEsHAlL

policyModel@[hostname]
selang BWH S A3 AF wde] FAE AGIUT & ol AA
AaRSIE= XWO}E%‘I‘ o Qe Bd Bdl F4 H55 9a A nd
TAE I e 432 FESHAIAL
hostname & %] A&}« ¢ o™ CA Access Control & =74 T XEQ]
PMDB °ll d4ste]ar Al =gyt
Fa: AR 2dS A8 Aol IAEE WAIHOoR XA AHT
frelgh 12, 44 do] e Al~RlS A wde gojy BE
’\l’\“‘o(b‘ﬂlﬂ AHEE = gluee) AlE fdulo]Este Al gtk
Aduyet. B4 mdol thgk AAg W& il 0S 9o €3 #e

}oé

AWM =S Fxsta A
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AC Windows 27 ©] selang 8 &

authorize TERMINAL local_host uid user_name access(write)

27 doleuolzd A 94 BAE dolEuo]~E Hulo=a
A5e TF0] Folsteld 94 SaEdA thy WHe gt

authorize TERMINAL Tocal_host gid(group_name) access(write)
o: ¢4 A2 2dd selang ¥% H&

F4& 332 hl Zeoldo] 9 44 o] Agsteld e Pue

Eiasie s

o H

J8 i

hosts Policy@hl
Policy@hl # &4 o= AZAYA th5 WAA7F e o

Successfully connected to hl

Remote_AC>

o: 94 S2E selang ¥% F&

o]%F o] WE WHS athena AEo]Ho] HEsted g WHS ),
hosts athena

athena s} 4 ¥4 02 As® thg vAA7E Shee] ek,

(athena)

AAYF.
INFO: Target version is 2.50

o1l RE WaHS athena o AExHy 24 $2ER ALH A &),
A AFEAS F7beE A, AFEARE oS ol A9 Zo] athena o Bt
F7FE Y.

Remote_AC>hewusr steve
(athena) USER steve successfully added.
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AC Windows 27 ©] selang &

join[x] W= -UF 15 A&A} F7}
AC 370 3
join[x] WHE X AFEALE Sl o] UF g FrkekAY, 253
#Asto] AFEAFe] £AS WA AAHEH AFEAF E Z1E0] o]u] CA
Access Control o A 25 o] glojof g},
Y& AFEAE 50 F7FstE ™ join & AFSSHA Al L.
dlE]Zefo] = ARSI F7HsE W joinx & AFESHY Al L.

Fa: o] BHE volEln B4 YA A% Wo] v

join WHel A dold BE &4 AFe 4R 15 A= AAH AHER
HE ol £4 AFe 448 dATU AF SHL ool A 4
A join WHe] A £ thal AHEA oW P A4
&y

Fa: 0F S40 U AN WSS Y 059 24w chiAE
2344 2.

Zra1: CA Access Control GROUP #l 3= ¥ <lE Xglo]|Z 15 &
73ste™ MODIFY % JOIN 94~ @dke] 2% Fe g,

H
m 1% Y I=E GROUP-ADMIN EA S 717 25 WY o d54t).
s E9) AgAYYT

= ADMIN Z& o] 4+ GROUP dl7Z=2] A2 Ao EZo] CONNECT
Adto] sdEo] lHFUTh.

o] e FAe et gHud,

{join[x]|j[x]} {userName|(userName [,userName...])} \
group(groupName [,groupName...]) \
[admin|admin-] \
[auditor|auditor-] \
[gowner(group-name)] \
[operator|operator-] \
[owner(userName | groupName)] \
[pwmanager | pwmanager-] \
[regular] \
[nt | unix]
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AC Windows 274 2] selang ™ #

admin

userName ©.2 |45 A&t 7/l GROUP-ADMIN 44 S 33},
admin-

AbgApol A1) GROUP-ADMIN 248 2HA g o}
auditor

userName ©.2 #| 4% A& 7l GROUP-AUDIT £4S @33},
auditor-

AHgAFe Al4) GROUP-AUDIT 448 2HA1 g o)
gowner(groupName)

AF&2L7 groupName 189 F71EE 92 A4
group(groupName [,groupName...])

AHEAHE AR RN FHE aFS AR T
nt

userName < Windows dlo|gHo] 20 9= 2F 3 A4t}
operator

userName 2.2 XA ¥ A}-&x}o] Al GROUP-OPERATOR £ S

Eacaiiniay
operator-

AF-gAFell A1) GROUP-OPERATOR 44 214 gt
owner(Name)

CA Access Control AFg-#t} 2152 join #lZ=9] 2fxtz2 x| A g},
AAS AAHEA AFAE A o AREATE dAe ARt

Ay
pwmanager
GROUP-PWMANAGER %74 userName ol 4] %] ¥ A}-8-=}o] Al
ey
regular
Abgzbell disl e ZHaE oAl A8
unix
userName & UNIX H<SF A=l 159

e

A
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AC Windows 27 9] selang ™=

userName

group "7 MR AAE 2Fd AA(EE MZ2E 4 JAFORE T4
A4S AHEAE A A3

W& o] join o] userName & USER #@|ZE=9] o] &Y}, ®eo]
joinx o] userName & <lE]Zfo] = Apg-z}e] o] F Ut}
< A
= AREAF Rorri = AFEAF Bob & Wi 15 staff ol =9lskaah g
- Rorri & ADMIN 54<& 7y
geu e 71Egtel Agg
= admin
= auditor
s owner(Rorri)
m pwmanager

join Bob group(staff)

m A2} Rorris 1E staffollx] Sued] HoE WAy gy}, Sue:
3 21 GROUP-AUDITOR ¢©]™ Rorri &= GROUP-PWMANAGER E£4&
F7hakel o g,

- Rorri = ADMIN &

g5 2 V) gke

= admin

e 7Hd
1 Aegut.

m  owner(Rorri)

join Sue group(staff) auditor pwmanager

selang ©l A o] W#S A3t o] dZ=7} AHAlEYTh Sue o o)A
SAo tE dlaz=71 dob A ¥Fyu. wekA Rorri = Sue 7t A
Aok s T oAle] B4 A sof .,

F7F FR:

join[x]- W&E-T150 A AFEA Al A (He]A] 128)
show[x]qrp Hel-T15 S s A[(Ho]A] 148)
show[x]Jusr H#H-A-82 &4 FA|(Ho]A 152)
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AC Windows 37 9] selang "8

join[x]- W@-TFANA AR AA
AC A &3
join[x]- W& U a2FolA AFEAS AAFTY

join- B W el A Ui AEAHE AA G

joinx- R WHF ZpollA E Zepol= AREAE Al ATU T

Zal: join[-] R Hlolg B gHAo = AR 2Hs Aol vyt

join[x]- & AHgatelw vhe
= H847} ADMIN 54 71

ZF31: CA Access Control GROUP #Z=
MODIFY % JOIN 94l @Adto] % Hagr},
o

» 1E 5= GROUP-ADMIN £4

= F9 AU

S

N,
L W
O

=

< shvE SFdF gtk

tlo
ol

2 HlolEl B T4

7 Z1E w9 diell

= ADMIN 2@ 20 9= GROUP #FZE=9 M2 Ao} E=Zo] CONNECT

Aol Fulo] Yyt

o] el gAe et gy,

{join[x]-1j[x]-} {userName|(userName [,userName...])} \
group(groupName [,groupName...])

group(groupName [,groupName...])
AHEALE AAE 25S AR FYT

userName

awellA AAL AREAE A Y

o] join o] userName & USER #iZ=9] o] &Yt

g3 o] joinx o] userName & <l Zefo] = ARg-zte] o] &Y},

o A

AFE2) Bill & AF&4} sales25 % sales43 S PAYROLL Z1Eo|A A A3arxk

gt
AFEAF Bill o] ADMIN 548 7FA]aL l5 YT,

joinx- (sales25 sales43) group(PAYROLL)
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AC Windows 2+74 2] selang ™ #

F7F BH:

join[x] ¥ -4
show[x]grp ™
show[xJusr ™

B g ALgaE F7H(F 0] A 125)
G- 4 sErl(sl014) 148)
A8 4] FA(Flo] A 152)

list H&-do]gHo]~ H=zE YE
AC 2 Jlo|g2x 3Aq] g

o] A

rlo

find 33 5

)

=3
F7F JH:

find W& -tgolguo] 2~ g d(H A 116)

newfile ¥3-3¢ #HIa= 24
AC &7l 7
o] e e chfile B3t 37 Aol gy,
F7F AR

chfile ™ #-9l #5= =% (F°]# 58)

new[x]grp B®-1F dIZE= A4
AC A &3
o] W& chgrp WE ¥ A A Eo] dHFHT
F7F BH.:

chix]lgrp H#-14 £41 A (H A 64)

newres BH-Z4X FHIAE FA
AC 37| 3

o] 2 chres 3} I AW E 54
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chres W&-gl 22 dm7= A (HlA 77)

new[x]usr B & A2} FZE ZHA
AC 379 F

o] W& ch[xJusr W& 3} 37 A Eo]

%
)
k9
°

F7F JH:

ch[xJusr W= -A&2F 4 WA (H o)A 94)

rename EH-dHo]gH|o]A HIAE o]E WA
AC 37 3

dlolelwo] 204 glZ=2] o] 8% wEFUTh o] &S uii HI=E A
olF ozt Qg

F3a1: SEOS, UACC ¥ ADMIN Z 2ol e diZ=29 o]F2 uiaE &=

gl o,
rename WS A&t da=o] ik SES dgko]l glojof T,
5o 21 F syt 59 w7kA CA Access Control & the AANE
T

= AHE77E ADMIN 542 7Hguth,

n @i dmEE A4l GROUP-ADMIN $4€ 7k 159 W9
el gk,

n AREATE Ml A= AfAY YT

= ADMIN g 2o & gan FHg2 2= dA2 Ao Z=oA
CREATE(editres ¢] 7-9-) A2 #Agto] = AH T

o] o P& v} Ut

rename className oldresourceName newresourceName

className
g MHEE ARETt £8 FYss

il

o
o
i
T
o
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oldresourceName
CA Access Control o] 9l& #dlz=9 dA o5 A},

newresourceName

s &3 A olgs g
< Al

ADMIN 1 A}&#}7} HOST Z 29 spree3 dFZ =% spreed = o5
st o

= HQF ¥ A= ADMIN 54 & 74 aL sy

rename host spree3 spree4

rmfile H3-3d 3= 21A|
AC 37 3

rmfile W= FILE S0l &3 255 dlolgwo] 2o A AbA| g},

i

o 24 F bl 358 49 9 daS8 44T 5 AU

A 7}x 3 9l GROUP-ADMIN E4Jo] 43k 189 He
g == owqu}

= ADMIN 2|29 & FILE d3Z=9] ACL | DELETE A2~ #sto]
o

o] el Paje theat gHyrh
{rmfile|rf} {fileName | (filename [,filename...])}
fileName

AAZ A& AGoFr.

CA Access Control & 7} 3¢ #2225 =g o = Aggyr}, gd&
ﬂfﬂﬂ o 9 37} w5k CA Access Control & WA XS 245} ar
o] v ddS AL Aduh

Al 3 #:selang W& 131



AC Windows 27 ©] selang 8 &

o: 3d B3S AA

ADMIN 54 & zt= Bl #a7E 3o tigk CA Access Control 23 &
AASE AR gy UNIX oA AREshe B8-S that iyt

rmfile /etc/passwd
Windows oI 4 AHgshs BUe Wy e 2HL

rmfile C:\temp\passwords.txt

F7F JH:

chfile M&-9d #l52= =% (Ho]# 58)
showfile H&-912 &4 FA|(F o)A 146)

rm[xlgrp BH-1F HIZE AHA

AC 37 33

ol

rmgrp 2 rmxgrp H#H-2 sy o]e] 152 CA Access Control ol A,
ae]a deA o volelH 3 Al A AZ T

Fi:rmgrp ¥ o AT = fle A7 259 1F ID
Holgulolzel & o Slsyd. dE S0 150 b 159
Aol Ay, vE darl afAtelAY, fasd] AL Ao 5
A& 4 AF5HHh chgrp, chusr, chres 3 A% Fo] ¥RE& dao] ue}
ARkl 2frdS FEoE WASL AAste s O dass v
MAl 2~ ATES A AN L. X, sepurgedb FFE T E S ALE3lo]
dlolEuo] 2ol EAet= BLA JHE Asoz Gt AL,

d

Fal: rmgrp W E S HlolHE @4 = AN g Aol T

N "
:
2
2
kT
v
oo
oy
ol
W
L

i
o
s
i
&

A 7}x 3L 9= GROUP-ADMIN EA4Jo] €3 189 e Yo A&
aF°] dHFYh

s AAE 2Ee] 2aAdU.
= AUDIT &3 2~9 GROUP # = =o] DELETE @3lo] &=l Ad&54rc}.
o] Weel YA et Py,

{rmgrp|rg | rmxgrp|rxg} { groupName | (groupName [,groupName...]) } [unix|nt]
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AC Windows 37 9] selang ™8 &

-

groupName
2+A) & CA Access Control Z15S #x| A},
nt

(A8 A8 1HS CA Access Control do]Ej o] 2of| A 218k Hul
otvel 27 Windows dlo]E o] o A &= AbA| gh T},

unix
(A8 A8 1HS CA Access Control do]Ej o] 2of| A 2}k Hal
ole} A UNIX A 2=®Hlo| A% 2bA| g},
of| A
A&7 Joe £ dlolEl o] ~dlA 1% DEPT1 % DEPT2 & 2talele i
.
n A2 Joe ol A= SALES 1o t]d GROUP-ADMIN #3to] 9l t),
m 1% DEPT1 ¥ DEPT2 & SALES 1&0o] A83t}.

rmxgrp (DEPT1, DEPT2)

F7F AH:

chixlgrp H=H-"15% %4 W7 (sl 64)

join[x] W& -4 15 AR F7H(F o)A 125)
join[x]- 8- Jé—°ﬂ A AREAE A A (Fe] A 128)
show[x]grp " &-"15 Z4 EA[(He]A] 148)
rmgrp "8 #-UNIX “13 2HA|(#]o]#] 175)

rmgrp " #-Windows “15% AHA(H o] A 202)

AHA
AC E73 3

rmres W#E-2 tlolE o] 2ol A gl A AFYTE rmres HEH S
A}g-8ko] ACVAR, ADMIN, APPL, CATEGORY, CONNECT, FILE, GAPPL,
GHOST, GSUDO, GTERMINAL, HNODE, HOST, HOSTNET, HOSTNP,
LOGINAPPL, MFTERMINAL, POLICY, PWPOLICY, SECFILE, SECLABEL,
SPECIALPGM, SUDO, SURROGATE, TERMINAL, PROGRAM, PROCESS,
RULESET, TCP, UACC ¥ R = AR&2F o] ol Hole da=s
A 4 A5 UHh
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Fa: o] EE Yolg X Windows 7o % A v 2% wkalo] thEU T},
golguo] 2o HZEE AASHHE g 21 F UHE TFdof
EARi=

= A}8217 ADMIN 54S 7y

s i fi2E=E A7 GROUP-ADMIN £48 7HA= 159 W9l
el syt

LI R [ A B e

n Fgo] g3 MAA(ADMIN) Sgizol U= giar F
NA| 2~ Aol EZof| DELETE @3gto] addxo] Q&= 49,

o] e WA v gy
{rmres|rr} className resourceName

className

25 AU}, CA Access Control o
@Q% Elii % 25 YUdatdd find ¥ES A A . AbAlSH
Z3BHA A

resourceName
AT Ghs YIES olFS AAFUY. = PN
AASHHE L5 otol] Zai o]F HES Y1 3 = d¥Z fdas
OB TEIHANL
CA Access Control & 7} g|A&2 Ha=2 % Ho= ﬂ?/]ﬂ‘%‘ﬂr
AnE A o 3%7} I AstE CA
et B0 v gAhArE A% '%31%‘43}-

o
o
m
n
o
35
t
)
9
flo
="
>,
27
il

o Al

AFEA}F Adminl & dlo]gjH|o]~2o] TERMINAL Z&] 204 TERMS #z:==
AA LA
= 2187 Admin1 ©] ADMIN E4< 7143 &,

rmres TERMINAL TERMS
F7h Au:

chres WE-glA2 #3722 FA(H oA 77)
showres W &-2]4h2 44 FA|(H o)A 150)
rmres " @ -Windows #] 42> 2HA[(H] 2] A] 202)
find T -do]E[ o]~ 7= vpd(Ho]A 116)
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rm[x]usr 3 -AMEA} FHIZE 2HA|
AC #73d 33

rmusr % rmxusr =2 CA Access Control djo]EH|o] 2o A Al&A=
A A8k, CA Access Control 18 # Ao Q= ALEA gazo odt
% AAZTYL.

rmxusr &S CA Access Control dlo]EjH|o] oA QlE]Zalo] = AL
AAZYTE rmusr H &2 do|g o] 2o A i ALEAE Al AT
rmusr HE > AEA oz YolgHH Ao ALEAE AAT %

glruich,

Fa: rmx]usr B O AT 5§l A97F AREA dlolHu ol el 9l&
T AU dE 5o AREAE ] AR Al AY, HE Has
iAol AY, glane] dAs Ao Bl 9l& 4 AFYth chix]Igrp,
ch[x]usr, ch[x]res 3 Ag o WF& FQo| wpe} AHEste] AfAS
TEoR WAL AAstE s AFEAL HsEe E A AWk

o

1l

A A A L. E=, sepurgedb FEEE]E AFE-3Fe] H o] B H| o] 29
EAEHE BEYA HHE Asoz A s Al L.

F3: rmusr B & Vol B4 E QA AF gl By
rmixjusr WS AASAW e 8T AG F Holw shbsh FH5oof
ek,

= /b847F ADMIN 542 7Hgv e

= A 7kA5L 9= GROUP-ADMIN 5A40] ek 159 W9l el 2hA1%
AR s =T AF U

= ADMIN Z&2o] Q& USER #lZ=2] A2 #|o] H-=o] DELETE
Agto] o] 9JFUTE.

A8 PaE=e AfAYU
ru<= rmusr 9] 2o Yyt
rxu = rmxusr 9 2ol Y},
o] WHe] YA v ZHUT

{rmusr|ru | rmxusr | rxu} { userName | (userName [,userName...]) } \
[unix|nt] [appl(homedir=yes)]
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Ek

appl(homedir=yes)

nt

(UNIX d4). A&7 & tage g gy,

o] Ql5E /home, /tmp B+ /users oA Al&2} & t]gE e EAE
13yt & g s o2 gEg e s 45
S99DELETE_postrmusrdir.sh 23 HEES HFsle] s tjdEg &
YT

FaL: o] S A8 Aol WA unix FA4S A oF du

AF8-2FS CA Access Control o] A 2hA| gk #utk oly2} Windows
7ol 4= AbA| gy T},

ronusr o 2 &g Y},

userName

AgA AEE Aelg,

unix

AF8-AE CA Access Control ol A 2F#| g vk ofg} UNIX 4%
AA Y o}

ronusr o 2 &g Y},

o Al

KR

S MEe dEZeto]= A&} Terry ¢ Jane & CA Access Control ol A

AU,

rxu (Terry, Jane)

F7F FR:

chxJusr H&-AL-8-2F 44 W7 (Ho]=] 94)

show[xJusr §#H-A1-82 &4 FA|(Ho]X 152)

#o]#] 176)

rmusr & -UNIX AFE-A} 24| (
rmusr 8 = -Windows A}-&x} 2

HA (A1 %] 203)
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ruler & -F A

IR

b

AC % doJElB &7 HP

ruler H3& Zexol el ruler 2 Aolst
Control o] FAeh= 2829 £4 184S Ao 5 AsUh

ruler 932 A Al TAET ALY 7 T AES £ HE9
B2 gAEYY 3A2ES WAT 4$, ruler HEE ko3

24 FAE WAEA EHEUt

b2 AL o] MES A8 4= dH5y

= ADMIN, AUDITOR %+ OPERATOR E4< 714 AFg-A}

n ruler & AAsE Fe2o s ADMIN S 2~oA &7 A~E 717
AFEAE, ol & 59, TERMINAL 2825 YEell & dl=Z=9 dd ADMIN
oA 7] AAAE 71 749 TERMINAL 2@ 2~o] t3t ruler &

AR 7 AFUT
ol Mol P4 vt grch
ruler className [props( all| propertyName [,propertyName...])]
className
sld BAE WAsEE S22 olsYdyth
[props(all | propertyName [,propertyName...])]
AT HA4ES AGFYT

props "7/l WM<=Z= AEFElH CA Access Control & &4 ruler o =
£ o5& TAFYLL

propName

CA Access Control £40o] ZTAF =2 AUt o 40 719
EAS 3 e JERE fLESIY] AAT F AdE
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} admin & CA Access Control oA z} A}&-=te] tj&l F 714
=, A 9 A8 ALES 4 AREATE EAE Al T,

ruler USER props(NOTIFY, OWNER)
m A2} admin 2 USER S0l 3 A A ruler o] A4S ¥AstaAk

gy,
ruler USER

m  A}8% admin 2 CA Access Control & 7|3 ruler 2 HE¢ Zd~
USER ¢] B& £A4& Astax; gy,

ruler USER props(all)

F7F AR

showfile -3 &4 EA[(H oA 146)
show[x]grp W& -"15 %A EA[(Ho] A 148)
showres ™ &-2] A2 4] E’\](iﬂolﬂ 150)
show[x]Jusr W= -AL&2F &4 EA|(H0]X] 152)

setoptions = -CA Access Control 34 A
AC A 37
setoptions W& A8 T Alxvlo|A Al M A CA Access Control
=S AAdYn ol & 549 setoptions HH S AE3te] 7 e EE
BE ZY 2 digh Bet HAALE 43 e H]%“ﬁ}o}j, *T S
473}a1, CA Access Control 349 |4 A4& vUdad 4 dFyh

Fa: o] HE S Windows 7o % X vk 2 wk2o] thE ).

setoptions W& S AL-&ael™ ADMIN S4o] e 3rh ¢, setoptions
list &S Al&3le{™ AUDITOR i+ OPERATOR EAIWE glojx= Huyt.,
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of Weiel gAe thgdt LHUth

{setoptions|so} \
[accgrr|accgrr-1 \
[accpacT|accpacl-] \
[class+ (className)] \
[class- (className)] \
[class (className)] \
[flags{+|-} (@IW] \
[cng_adminpwd | cng_adminpwd-] \
[cng_ownpwd | cng_ownpwd-] \
[cwarnTist] \
[dms{+| -} (dms@hostname)] \
[inactive(nbays) | inactive-] \
[is_dms{+|-}] \
[Tist] \
[maxlogins(nLogins) [maxlogins-] \
[password( \
[{history(nstoredPasswords) | history-}] \
[(Ginterval(nbays) | interval-)] \
[(min_life(nbays) | min_Tlife-)] \
[{rules( \
[alpha(nCharacters)] \
[alphanum(nCharacters)] \
[(bidirectional) | (bidirectional-)] \
[grace(nLogins)] \
[Towercase(nCharacters)] \
[min_len(nCharacters)]
[max_Ten(nCharacters)] \
[max_rep(ncCharacters)] \
[{namechk | namechk-1}]
[numeric(ncharacters)] \
[{oldpwchk |oTldpwchk-}]
[prohibited(prohibitedCharacters)] \
[special(ncharacters)] \
[sub_str_len(nCharacters)] \
[uppercase(nCharacters)] \
[use_dbdict|use_dbdict-] \
)lrules-}1 \
DA

accgrr
ACCGRR(*F4 1% Ag) §4& A3}
7133 enabled Y t}.

accgrr-
ACCGRR(*F4 & g F4& v&Asisiyrt.
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accpacl
RE ghzeold PACL S AHE-S FABkETh
accpacl-
PACL o] AH8-& HlZA sttt
class (className)
CA Access Control @29 gt A& A4 T+ 2HA3Y )
class+(className)
3l o]kl CA Access Control Sal~5 #4315t} CA Access
Control o] S#j2=9] glAa~E HEst#W T S 27t A stE oo
FUh ool &3 iz g3 AA~E &4 S Bad
Jda=S A3 Fovt FYPAE A 3lsoF g}l CA Access
Control ¥} 37 Al&% = gar Sz W3 2AE H&S UNIX &
24w A E FxaAN L
e @ F shE AesAL,
s CA Access Control 29| o]
s SECLEVEL. Rt 3 #HALE &4 8sy.
s PASSWORD. %% 7t#& &4334rl. Windows dlA& do= 11
do% G sF .
class-(className)
3k} o] 4Fe] CA Access Control Zd| 42 v &A 3t} v &4 3std
S 2o &3 glh2~= CA Access Control o 23] B3 %A 54T},
e g F e AesiNe
= CA Access Control Z#~¢] o] &
» SECLEVEL. HQt =% HAME nv]&gslsiyy.

s  PASSWORD. ¢35 122 v|&A sty Windows oA o] k& 71
o % vEAsgYT,

el

GROUP, SECFILE, SEOS, UACC % USER Z#~x= H|g&A3sta &=
U Tt

cng_adminpwd
PWMANAGER 54d°] 3= AF-8-A7F ADMIN AF8-21e] ts g5 WA 4
NEF Fu .

cng_adminpwd-
PWMANAGER 54°] i A&AL7F ADMIN AL&-x19] 55 WA 4=

RE= gtk olzlo] 7l¥ A4,
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cng_ownpwd

&AL selang & S ARdle] hxE WA D

il

4
20
o
i
o

cng_ownpwd-

AH&A7L selang & Fall ARle] ks E WAT = glsuTh ol Ae] 7R
CECIRICY
cwarnlist

Fel27t Aa BEC e HelHE E¥etE HeolEs BAIFY T
dms{+|-}(dms@hostname)

o] glo]Ewo] 20 t)3t DMS dlo]Ej W] 2~2] EEoA DMS
deolguol 25 F7F e AAFH.

flags{+|-} (I|W)

So)zo BAE e A4 e AT FEd g

I
AAE Sz A e A PR
w
AR Sefjzol ek Ao m=
Fi: ZYae YAEAE FEEUY. i AE ARSI Al L.

history(NStoredPasswords)
715 H5e AREE old 45 FE 2 L dso) R
ABE o] HFo) FAEM, /MY oY FIt Do) wF E5dA
A A"F Y}, CA Access Control & AF&AH7F X
A o= HAGsHA FsHA du T

o o
)
i
o

]

°
o
N

N
1014 24 Abole] A4S AAFAAL. 02 AW P57} s

A A BEyTh

Windows ol A= history 54o] 8 Xt} 11 % AMES &4 skgy ),
T A Al AMEEE G F
bidirectional- ¥4 % AAF Y},

UNIX ol A& history 54¢] 21 459l &3l of fo] JF& 574
Ut 71 g5 A3 o= Skl
passwd_local_encryption_method +4

history-
*z 71E HARE HEA s YT

Windows ol A<= o] FAo] 11 o3 AbgS v LA sty
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374 9] selang

inactive(nDays)

AbEAbe] mIRlo] Al TEE ol % mjEA Ve AU HEA
[} [}

AL ALEA7F 2aflekA] e gyt d4E =3y inactive
0 22 7434 inactive- w7l W5 AMEsh= A AFH o=
FAFUY

inactive-

e =19l AAE WEA s,

interval(nDays)

AR A FEE £/ A GEAF AAHAG WAE F Aol
St o 8 44T 0 EE F5E QAT 170] 0¥
AgAel Tl ke 17 AAPE Mg sE U 95 vaEA gus
shelw 14% 002 AP

o

segrace FE T EI7} Abg A}l 219l A YE Aol CA Access
Control & A AH o Fo] =& o d4 dz7 HsFHISS

AR AT AREAE HEE FA ANAAL Rl 219l
goo] =Y WA JlE GBS AS AT & AGth Fo 219
S5ol] mekah A2 O ssk ARE] A28 e Aol Eo)shol
A rEE Agslol gyt

interval-

*z A4 AAHe ALFYH
is_dms+

A vlolgwo]~E DMS & A G F ).
is_dms-

A doleiwe] 2o A DMS A A& A AFY L)
list

slHol &) CA Access Control A4S #A YT

maxlogins(nLogins)

AREAZE EAll 2aEd g gl A BHud a8 AFddud. w02
AREAEZE Hulg el Aaglo]l FAlel =Ild 4= Q) ofv g .
[

g AFeA dlmeol e e o] ke HAlEH T

Z3: maxlogins 7} 1 & A4 F o] o™ selan g
CA Access Control & & =33 maxlogins 24dS 1 X
W7k 3 CA Access Control & thA] A]Z-alof 6“411}

maxlogins-

Aol Ar) 27190 AAE MY AR 28l0] AL
dase] ARHA eErhE, A7t a9 5 9E Hed S

A RE A F YT
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=}

ol
ot

min_life(NDays )

FEE WARE A I FE ARFUL. F5FE A9

i
T
o

password
ds FAHAS AAFYL.
rules
CA Access Control oA Al 359 #4245 7] 93 AFgElE= sy
ool gtz FAe AAPUL AL et ey
alpha(nCharacters)
A dzol 2gaol e HAx FEA FE AAFYT A
SEEARI=Y

alphanum(nCharacters)

i
il

Al sl EZFHEjoF sk HA A & AAIUC. ATE
=y

bidirectional
Y% E PMDB 9 dF 2 thE Ayl AF3 o duk
H2ER(daste wAA] deA]) sy Es Xg3),
UNIX o] A o] &4& th&9 passwd AH AAzS AAe= A
Fa S aRA=

Passwd_distribution_encryption_mode=bidirectional

31 setoptions WH S AlESts ARG A 2GS X
=z A~

ey

Windows ol A 9tE = g elx 2w gol AAH Fssket 3
7% m=o AR,

ol
ol
o
rir
P
o

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Encryption
Package

bidirectional-
G2t A dEst Ao AFHE=S AH U
Windows o4 AF-8-5 = 84 & SHA
UNIX o4 o] §4e theol passwd M4 44ge Agahs 23
ZEU
Passwd_distribution_encryption_mode=compatibility

Z31: setoptions WH S Algete AXY A AAGE AASE A0

0

Ao Az vE 9 AA el 0 ¢

fol
i
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grace(nLogins)

AREAb tiE YA Tk Aol FEHE Hd feol a9 dFE
ARFYTh fral 279 35 004 255 Abejojok fuTh(0 3
255 ).

min_len(nCharacters)
Ha s Hols AP
TE 49U
max_len(nCharacters)

Ho k= dolE Ay

g gy,

A GBIt EFF s

A ol Folro} shiz

lowercase(nCharacters)
A ghzel g shiz

g g,

max_rep(nCharacters)

Y
B>

A grael Tgslor s A i B4 £E AU 45E
JE g

namechk
FE| AL o] Fo] EFH O EA EE ARG olFd B
Z3tE o] QJE=x= AxE Y, 7| H o= CA Access Control ©] ©]
ArE FaF,

namechk-

namechk AAFE siAIFH T

numeric(nCharacters)

A otzel] ok st HAx fAb 22 AT A
dE .

oldpwchk
“°MﬂllﬂHL°&a}g@aﬂow:1 %
o}3 7} E3E o] QJEAE HAF UL 7E

Control ©] o] AALE FaFHT}.
oldpwchk-

oldpwchk & &l A3t t.
prohibited(prohibitedCharacters)

AgATE dE AT S Qe BAE A%

g

WA E = Gzl Al
= CA Access

gyt A" A=
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B

special(nCharacters)

A gsel E@or e Ha 55 B4 £E AFFUG. 45
= g,

sub_str_len(nCharacters)
A s o] dmet R e HAd 24 FE AR
44E g,

uppercase(nCharacters)
A ksl Tgalok sk Ao A 8 AAFUG A4S
A3,

use_dbdict | use_dbdict-
435 ALAS AAFYY. use_dbdict = EES db 2 AA35 A,

ne

9} %= CA Access Control tlo]gjH]o] 2ol gl whoje} njnlght},
use_dbdict- sets & EZS file 2 A 3}1L, seos.ini FYol A F

-

T

Sl (UNIX ¢ 74$-) =
el oheE AAHE

Windows ##| ~E 2] (Windows 2] 74-%-)9ll

rules-
do FH HAAE v syt rules 5ol 9fE AAHE FEHLS $E
=l ARl AREEA U
o: CA Access Control &4 A%
= A48 John & 94 AL nEss U AgHE 44 A gold
Z# 29l OpsAct & A ststeal gyt
A}£7} John & ADMIN 54& 7HduT),
setoptions class+(OpsAct)
= AHEA Mike & AREAOI 67} o) de] EE AHEHES S E
A2 4%, BF 95 49 2§ 75e AdsaR Fudh
g4 Mike 7t ADMIN 54& 7443 gl
setoptions class+(PASSWORD)
setoptions password(rules(min_Ten(6)))
= AREAF SecAdmin 2 Bt =5 HAME @A gskd o o
AH&-2F SecAdmin = ADMIN 54 7Yt
setoptions class+(SECLEVEL)
= AREAF Janani = 4EEs Hui7] ffel] o] HolEHolxel thal DMS &
agstaz g,
AH&2E Janani = ADMIN 5745 7FA a1 iU
setoptions dms+(apache@myHost)
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setoptions class(classname) flags+ (W)

classname

29 A BEE A9-HW o5 2ol setoptions H#HS AMEEU T
setoptions class(classname) flags- (W)
F7F A

setoptions ™ #-CA Access Control Windows 41 A% (#o] %] 203)

search H#H-to[gHo]x HIz= Yd
AC 2 dloJEB 3R TP
o] A find W3 FAFU
37 B

find W#E-do]euol 2 Ha= YA(H A 116)

showfile H&-3Y &4

AC &7 37

5|

Al

showfile &2 3 Haso £4S ddddn. £42 dadl £o =
v gyt CA Access Control & 7} #lz=8 =gz o8 g3l
AREAE g Agks 7kl /‘ioﬂ gk RN TAIEU

Far: o] WHE vlolEH A% QIARE A5 Wlo] thEUth
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showfile HH & Adgsted g 21 F & st SFH oo Fytt.
=

ADMIN, AUDITOR 2 OPERATOR
7Hy .

#d o] AFAYU T

ALgAFl Al ADMIN Z3]229] FILE 22 dZ=5 Yehgs A9
NA| 2 Alo] TFollA ¢7] Hgko] dFuof &’AQHD}.

HFdE At el o] 279 49 1F°l GROUP-ADMIN HE+=
GROUP-AUDITOR E4l0o] 9154t}

54 % A4 sh} o4

o] Wael WA e guy.

{showfile|sf} {fileName |(fileName [,fileName...])} \

[addprops (propName [,propName ...]1)] \
[next] \

[props(all | propName [,propName ...]1)] \
[useprops(propName [,propName ...]1)] \
[nt]unix]

addprops(propName [,propName ...])

ol AEwtS 3 ZH 2 ruler ol F71E £49& GO Pt

fileName

£e Ydslol st 9 dmsel o]8g Qg

CA Access Control & 7 91d #la=s Sg¥os Ay gdS

A sk v @77} @AlslH CA Access Control & A A2 2HA &1L

2o thg $Ue A% AT,

fileName ol & A E=7t= E2H8 233 5= 3 2 oy 7Y o237

dA L = dFYH

UNIX o] A] o]Zo] B2 Exju} guwlo] 235 oo &84S ZAeW
o =

5 o] F <ol £AA(/)E st

next

nt

2449 HeolEe] ¥ FAFU o AL A Holert 44 7Y
A71EG 2 o {89y

ol #Fel A7) query_size 74 A7 o& AAH Y.
query_size °] 7|33t 100 Y4 t}.

CA Access Control &% ofuz} Windows 3 54 % %AIEY .

props(all|propName [,propName ...])

ol Azl vzl FAYE Al o Sezel i A ruler & Gt
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unix
CA Access Control &A% ol g} UNIX Y EAE FAY
useprops(propName [,propName ...])
of Aev-s 3 ruler & Aot Ze2 ruler = FFES A
U,
of) A

FE A8 9 HmE Jetc/passwd 9 A& vdsEa g
»  FE A}42H= ADMIN 548 7F Y

showfile /etc/passwd

F7F AH:

checklogin W #-2-191 A B 2<l(Ho]#] 55)

chfile M=-31d #la= A (Ho]# 58)

rmfile H&-912 7= A (Ho]#] 131)
showfile W& -lo]E|H 3} &4 FA|(H o)A 177)

show[xlgrp HH-1F §4 EA
AC #Ad 37

how[x]grp ™ #

o £ CA Access Control £AJd] tjst
AE AR =3

LR
dow olen 84 &40 mAHL.

& 24 T Aok syt 52 45 show[x]grp RS 23T &

AFH T
= ADMIN, AUDITOR % OPERATOR 54 % FHA3 sy oS
7Y

X

m 93t 7} 129 GROUP-ADMIN XX GROUP-AUDITOR EA4jo]
ALY A 7FA 1 9= GROUP-ADMIN E4o] &3 189 W9 uo
ydad 7z aFo] dHFyth

o OF9 AFARY YT

. ADMIN Z@| 20 9= GROUP # =9 M Ao} 2o ¢]7)
Asto] o] dFUTE.

NS
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o] Mo Yy v gk

{showgrp|sg} {groupName |groupName [,groupName...] )} \
[addprops (propName[,propName ...1)] \
[next] \
[props(all | propName[,propName ...]1)] \
[useprops (propName[,propName ...]1)] \
[nt|unix]

addprops(propName [,propName ...])
o AevtS fal rulero] F71g £45 Ao
groupName
$4e UdE 2FS AFFU,
groupName o= 9fd=ste Fx= 3t
o

UNIX 4 ol gol 54 24t o] 38 189 4 EAstdw
SF oF ol ZAA()E St | dEsHIAL.

N
o2
o>
i
o

next
2%¥ dolg %% FAFUTH o] A2 #E dolezt A4 H+E
ERE RN JCRCR- SRl
A FHg A7) query_size 74 AAo 93] A2AF YT},
query_size °] 7|3t 100 Y4t}
nt
to|Ejuo] 290 &4 9o & ZA Windows A Bl A e 1E 9
AR ARE BRoFU)
props(all|propName [,propName ...])
ol Felot mfe] AHE Al o] Fezol el ruler & Aot
useprops(propName [,propName ...])
o] Felwke 919 ruler & Helgth Zej2 ruler = JFL 0
SEH.
unix
dolgj o] o] &4 9ol = ZZ UNIX AlAEo A U 152 A%
AuE BAFUL,
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showres B &-g8 A2

oA

n Ab87} root b Wok g 4 EASGA G
- root AH&Atell A= Bk T3¢l GROUP-ADMIN 7o) 15Ut
showgrp security

s AHgA admin & RE AE|Zelel= 1Fe] 4 EASIA Pk

- AF&A admin ©] ADMIN % AUDITOR

showxgrp *
CA Access Control o] Fol®l RE Qe Zelo]= 1F 9] 44 o]
gy

F7F AR

chx]grp ®#E-1% %4 HA(H A 64)

rm[x]grp " H-"15 dFE AHA|(H o] A 132)

showgrp W#-ylolE| 2 1&F &4 FA[(FH o)A 178)

3

b
F

Al
AC &7 &3

showres &2 tlo]EjHo] =9 Fe2d £33 glare] £45 FAFH
&8 oAy fo0 7 ydFHyr}. showres H#H S AFE-3to] ACVAR,
ADMIN, CATEGORY, CONNECT, FILE, GHOST, GSUDO, GTERMINAL,
HOST, HOSTNET, HOSTNP, SECFILE, SECLABEL, SUDO, SURROGATE,
TERMINAL, PROGRAM, PROCESS, TCP, UACC % XE A}&x} A9

ZH 25 1EE 5+ Jd5UT CA Access Control & 7 gl A~S =gzlo=
Al st AFgAE FaEeh AeS 7F glazsdd gigh JRak gAY

[%)]
0
(@)
=
®
Ir
o
rot
re
[
v
[
[
)
[kl
fr
I
juic]
9
=
o
o
o
il
=5
>,
xdt
i
2
o,
v
o

of PhAToE A sF AHgAS] UID(ZE18E Qe ~ET
) )

o2 d mpxu A} g A} TRl A Ad U W A
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A3 e 24 F s
S

= ADMIN, AUDITOR % OPERATOR 54 % HA3 3y o] A&
4,

w8 Baze] AU

. ARgxpol| Al ADMIN 829 gz 2~ dIZEE YEhlE A9
NA| 2z Alo] TFollA ¢j7] gto] ddHo] 5t

il
]

=58 49 showres WH& AT +

o] Welel YA et i

{showres|sr} className resourceName \
[addprops (propName [,propName...]1)] \
[next] \

[props(all | propName [,propName...]1)] \
[useprops (propName [,propName...])]

addprops(propName [,propName...])

o] HEvkS 8 A rulero F71e S-S AHF
className
2 a7t £ 2o 0|28 A ATt} CA Access Control o
Qegl vac Felas GG find BAE A8
next
829 dolEee] FEE INFHG. of A A Aol 4 Ao
AR F W S8

Hdl e A7]= query_size 74 AR o A2AHUY. A 2719
718232 100 o= Ay,

props(all|propName [,propName ...])
o Felo} me] AgE s o] Felzol sl A ruler & APt

resourceName
%249 vdsol s Pas dmse o]FS AP o8 garo
S4E Ydahs 4% Bas olF 55 2Ew K3 Fuoy duw

i oS TFEFYT

CA Access Control & 7+ gl4 2~ P32 =ddo7 g3},
gAarE A v 2 F7F 2AsH CA Access Control & H A A &
2detal HE59] v glAxE AE Ay

resourceName o &= A =gle Bx1E 3 4= 9 &5},

ﬂll

UNIX o 4] olFel 54 Bt gulo] T3 wel elhs =9
A4S A % ol F dol FAN(NE St U AAFUAL,
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useprops(propName [,propName ...])
o Henks 3 ruler & APt FH 2 ruler = FFS A

ey,
A7)

A&7 Adminl & TERMINAL 2@ 2o A vz ath*9} o] o] A3t
e £A45 vdstarat g

= A&7 Adminl ©] ADMIN 2 AUDITOR E4<$ 7HA1aL <54t}

showres TERMINAL ath*
F7F AR

chres W#-g]a2x gas A4 (HoA 77)

rmres " H-¢] A2 2 A (H o] A 133)

showres #&-voE|H g4~ £4 FA(H A 207)
find WE-golguo]~ gz Jd(Holx 116)

show[x]usr & -A}22} &4 EA
AC 7 33

show[x]Jusr ®#- CA Access Control o] A 2]® 3l o]/de] Al&-x}9]
RE 4 s AU

HoAbgAbe]l £A48 ®AEE W showusr HE S AFE3HAA A Q.
dE Zefo]= ALgAte] &S HAISEH showxusr HH S AFEEIAA 2.,

Z1: showusr HE YolglB sHH o % QA 2% whalo] thEU ),

Zpale] AREAF HlZ o] gist 442 A A

APEAE dmZEe £A48 ydsiEd

AFEAE dZEe] ARG YT

=  ADMIN, AUDITOR % OPERATOR &4 % HA3 3} ol 4S
ﬂﬂﬂq.

= ADMIN, AUDITOR %3+ OPERATOR 1% &4 ZF FHA3F g} o4
7FA] a1 ‘ilt 59 W el AFgAF d=Z=7) sy

= ADMIN Zg 20| 9= USER @ ZE9] HA|x Ao] EZo ¢7] @Adlo
sty o] QG YT,

152 selang % QhfA]



AC Windows 27 ©] selang &

of Weiel gAe thgdt LHUth

{showusr|su |showxusr |sxu } [ {userName |(userName [,userName...]) } ] \
[addprops (propName [,propName...]1)] \
[next] \
[props( all | propName [,propName...]1)] \
[useprops (propName[,propName...])] \
[nt|unix]

addprops(propName [,propName...])
o Henks el AA rulerol F713 A4S AP
next
24 deolEe FES FATUT o] A2 A dolgrt 244 A
A718v Z o FE&FHh
Aol #2l A7]% query_size 74 Aol o8 AAHYY. HE =279
71 Ee 100 o2 AU,
nt
dolg o] o] &40 oo A8zt Windows &4 = A

)

SES

props(all|propName [,propName ...])
ol Feleot me] AFE sl o Fezol el A ruler & A3t
unix
tlolguo] 29 &7d glo] ARE-AFS] UNIX £4 %= FAFYT
userName
AHgA O ES AoF. oEdl SA=sE A xR S
Ay
UNIX ol A o]l S5 =2 o] x3td od A8 gla=]
£45 ZASEAE 25 olF ol SHA()E S O dEstaA L.
userName & A A a}#] gkow 2pa o] AbgaL gm= 44 o)
FEAF Y,
useprops(propName [,propName ...])
o] Hewks %k ruler & AFUrt, ZH: 2 ruler = FFe A

e,
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oA

= A84) root &= dlE Zko]= ALEA} Robin o A& ydstaxt g

root 7} ADMIN % AUDITOR E4<& 7} 1 &Y},
showxusr Robin

= 282} root &= <lE|ZEho]= A&7} Robin 3 Leslie ¢ AH&-AF 448
ydstaat gyt root 7} ADMIN 2 AUDITOR EA4S 7HA 1L
[o) By
»AH‘%E]'-

showxusr (Robin,Leslie)
F7F JR:
rm[x]Jusr = -AFE2F gl m= Ak (H o] #] 135)

ch[xJusr W&#H-A-82 &4 WA (H o)A 94)
showusr ®&-yloJE|H A8 £ FA[(Ho]A] 179)

source HH-gUdoA HH A3
2E A4 7
3 =
% ¢l th. CA Access Control & A Q¥ »a& ¢, WHS Aysta,
selang TEXEEZ ukslshlc}, diojg o] 2o HJH HE ALER7} o]
BEE AT & AdsyTh
o] WL UNIX oA csh 2 tcsh ¢ source W& ¥ §AgU
o] MEo YA b5 ZHFyrh
source fileName

fileName

selang o] L3e wdel o2 AT

o

o A

A7k admin & initfl shelel Q= WHE W@ gk AR
o BEe g,

source initfl
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start dbexport

P33 . golgHolA YRy AF

AC 73 33

start dbexport #E 2 AA%E F2~E CA Access Control Hlo]E|H|o] A%
WR W E28 wyo AT PMDB ol 12® ¢ 3 o] HHS
ARg3tel PMD dlolgHo] A5 UHY 4 9lHFU T

Z3: 492 2W get dbexport HH S AFESIAHAI L

of Wele] gAe ggut Ly

start dbexport [pmdname(name)] [filter("CLASS, CLASS...")] [param("depend=yes'")]
[param("edit=yes")]

filter("CLASS, CLASS...")

(A8 AR dielgHo] oA Wrdd SFPAE FodYh SY2E
AolstA] eFo dolguolxd e EE qAERS UEYYH
param("depend=yes")
(A8 AL 28 oyl Wge Aoske FHi et A T5E SUaE
WHNEE gt o] vj7] W45 %A sA CA Access Control 2
A4 S 29 v F58 2HAE R
S Eaty ﬂii% Tk ES B ya, o S Y
2~ T1E0] ¥ A9 CA Access Control & o] g]&a~ 1E9
EEaEat= ?XJﬂ% A E S R

Harr 7 Jde Ja2E A 73S WEHH CA
ess Control < o] 24 59 49 gais FA48h
15 T3 Wy,

PACL®] Sli= 54 Fdl2e] glans s4she &

CA Access Control & PROGRAM Z 20 A= FHA2AE
TFAE E3 YR YUY

CALACL ¢] 3+ 54 Zd29] darg F43h+ 13
CA Access Control & CALENDAR EH o g YirrEs
T E S YR

ﬂJ"Oﬂ AT FAEE FAS S TES YRy, AT
a%é % 3117} CONTAINER 22 189

% CA Access Control & CONTAINER Zd#{ 2ol =

A3t ZF CONTAINER glA~ 159 FAYC garrs

& UHE‘éME}.

o, W
fir B o

o?il'ﬂiéé _INIOO_Lz

Y = oy = iy :LI>_1[m
oy
fr g 2

o f &
oy
rr g =

D g

=

76]
Al o= 'T'
_H.
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param("edit=yes")

(A ¥ A}&) CA Access Control o] Al g4~ & HIAs h=E 7t
THE Fas B ASAE FAse ﬁmoi WAt EE Ay

d: o] w7} WS A A3H CA Access Control & EE newres 113 <
editres 712 o= WA ST},

pmdname(name)
(218 AbgH) WEd PMD HlolEHlo] 9] o] Fg Aelghry,
of: dlojgHo]2 WHWYr] AlZ
+ olAl= FILE ¥ GFILE 2 gi2E F43ke 1139 HEW &
A AU, RS 49 S AE9 CA Access Control © o] Ej s o] ~¢l
seosdb o4 WE W H Yt}
start dbexport filter("FILE, GFILE")

o: TEE S22 A volEHlol: WRWY] AF

o2 o Al= FILE Z8 2 2]l4a29 FILE 2 gard 59 e

Seas S FH) Rzl A, A elas EE ReAE
NE= 28 gas e ANAE FASE fRloz WA Y

start dbexport filter("FILE") param('depend=yes edit=yes")
F7F A

get dbexport Command - HE W dolElHo] 2~ F& A (FH oA 117)

start devcalc H3-F3 it ALl A=+

AC &7 37

start devcalc ®#H-2 42 99k ALES A&t $Rk JEE AT
$ur dlolE= A A 9wk dlo]E 3} (deviation.dat)oll AFEH A $jut
e sty o] de] A4¥ DHE 3l DMS = gtk A 9w
dlel8 S HAstew get deveale "9%8& A sof Fth.

Fa: 9 AIE AR A9 das sy 1 AF A" E

AbgslE A9 dwrA o2 policyfetcher 7F o] 2SSt}

ME o] = E_ﬂ 7es AHEskE B BaA doldER o Ay
FaFUT A S ALkl oig ZAg W& <y Zetol= e

=18
QA & HETAIA L.
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start devcalc BHS AAstel® FFeol @ ) s AF 2
DEVCALC 519l #e] el g A& lals Aol glofof gtk

o] BHel P g gHUh
start devcalc [params("-pn name#xx -strict")]

-pn name#xx

=l 717V 2polE AlLbsloF sk POLICY 7HA (7
MA)e] BEE ARz TRae AU, 408 AR 2o
AUk Ax7= 24 S2Ed wlxd BE A U] 2ol
Ao

-strict

(A& AEh) 24 HNODE 7Hxﬂ@r THaE 4IySs A
DMS ¢ HNODE 7l A|¢} #d ¥ A2} b)),

Eol A% gk A, ol

2
A
kil

3
=
>
>
o
N
N
O
o

1. =24 $2~EE Yehll= HNODE 7HA] <l
2. HNODE 7§Aell s1Z4%¥ 7} POLICY 7))
3. HNODE 7§Aoll A4 ¥ 7} POLICY 7))
A9 Aol ARE Fsiof & A5 o] &

Fa: 9k AALS FAlol AdsteE e #3S 7K
DMS #%-3517F z#Hg Yt webx DMS E5& A1§3)
TAAIAY, ASS 9 22 oy AFo=E il oy
AGANA o] FHE AFEshE Aol FHUTh

2ol L L
O>~1
Y
>
of.

o: 54 Ao 3 A 9guk A A

S ool A= start devcalc %S AF8-3te] myPolicy &3 st F WA
43 el el A fIwks Alrtetar 9wk JElE =4 CA Access
Control dlo]gHo]xo] X HE DMS E=o0 2 AEsts $HS BojFyd.

AC> start devcalc params('-pn myPolicy#02")
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start_transaction W#-0]F AEE EWHHH 7|5 A&
AC 3739 UNIX $2E9| d3

start_transaction % end_transaction H# 2 o]F AEE P

ZRA A A=A Fe ERAMA(E o] HHEHoR)S L=
ds YT ERA A HES fEst #E|AH(ADMIN 54& 713
AFR- A S Maker 2Fa2 -5 Ut} PMDB oA H#EHS A5ty A
Checker(Maker 7} o}l #2|#}) 7 W& S s]7fslfoF .

EWdAAS A 4 oy 1 Hol Checker 7} ER A S Zrtok
Yt} Checker o] old] EdA Mol 2717] @74 Marker &= EWdAHS
AASAY, HHS AAsAY, ERAAS AT 5= Uk ZAAF
W8 Az MMl sepmd e EE 351414 2. Maker 7}
end_transaction M3S dE3td EAAAL {3 id HES =AY
Maker 7} yzoll o] ERAAS AR stAY HAe 45 start_transaction
gEo A EWRAMA olF thgol o] A wEE Zofof Tt Maker 7}
EdANT S 41 o Maker 9] o5, EAAAMHC] ID HE H 1hehgk o]
EA P Y tH(Maker 7} transactionName ®j7] W<ro] AwS =3k 39,

Maker = & Maker o] EAAS W4T = glayd. EWAN A AH8H
AA= Rl Aeld W7bx] vhE ERAACNA thE Maker 7t A8

sl Yt

A H A e 7 ERNAAL Checker 7} A& wj71%] @< o
TAH U Checker = EAdAAS s|7tstA Ay ARE & sy

EdAMe] FHE 4 WHo] AdE i PMDB = ol whet WAg ).
Checker 7} ERAA S 7ot 49 WS AHAIHL PMDB = W4 A

&y

Maker ¢] z}9] &9 end_transaction M&E< ¢jeshd EdA A 52}
id 7} EAEUY, 98 g9 28 of2 & A9 4 A5y
m H#o] of7 AYHA e E EWRAH ALLE MAS Hxste
7%
n  gHo] Maker ¢} #HE A-(A7] A4S WA F 9lS)
o] AEE io] 3w 4¢
. HHFo] EAEHA] gE MAE FxT A9(o] B A wAIA 7L
L EFE)

158 selang 3 QA



AC Windows 2+74 2] selang ™ #

DMIN EA& 7}% 79 start_transaction % end_transaction
o
=

ransaction 2 end_transaction W H & S =3}l7] Aol hosts
Aol =2 hosts WH S AMEE 4= A& Adlo] glojok

<

o

24 e A E

Y
BNOR
o

< ZAEZ] g 2AAE &2 UNIX
Al

[©)
..

o
ky

start_transaction W # 3} end_transaction W& & $%3}7] Ao hosts
WS APsof 3, PMDB 9] ©]&2 "maker"o]oF g4t}

m start_transaction =¥} end_transaction ¥ #o] A3 =A™ pmd.ini
A3} seos.ini 32 [pmd] Al 9+ is_maker_checker EZ0]
yes = A7 ¥ ojof g,

o] Wael WA ey guydh,

start_transaction transactionName [transactionId]

end_transaction

transactionName
EQAMe oF wi AW AT A 2564 J5AE AL
% QT

transactionId

EANAL e o = ABPUH. o] =4 ID =
EAAAS wE W AFor FAPUL FYF EAAAS Quo]EY
=
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oA

m  Maker Sally 7} A}-&4} Anne S PMDB| F7lslal 159 AlAE HIES

T% 27 8:00 #H 2% 8:00 Alo]=

Algstea gtk 19 v

Sally = tty30 Hv] gl tigk 712 AL A3 ¢7] d8o=
WAt FUh. Sally= o] ERAMS "general"2 =83 ),

- Maker ¥+ ADMIN E4< 7} Yt}

hosts maker@

start_transaction general
newusr anne

(days (weekdays)time(0800:2000))
chres TERMINAL tty30
defaccess(read)

end_transaction

Sally 7} end_transaction W3S 9

gyt

= Maker Sally = FINANCIAL 5 AF84} Anne ol F7}38t8 1L
Sally &= 2& o] A8 Anne dlm=S WA F7hgon]

&w ID WE(d: 7)7 EAA M

Fu,

o}47} PDDB ol Ael i FAHA gyt

- Maker = ADMIN &A1& 7FEYd.
hosts maker@
start_transaction general 7
chusr anne category(FINANCIAL)
end_transaction
unalias ¥ #-selang ¥3 A|A
UNIX 32Ed| &g

unalias W3- alias W3 o2 AHojx WA

ZHal: alias MH S AHgeH ZE Aol BN & @S HdE

o] Yo FAe thet g
unalias aliasName
aliasName

tlo] o] 2o A AbA|ste= A 9] o]
F7F B H:

alias " # selang ¥ 3 A o|(H o)A 44)
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gk7 9] selang ™ &

undeploy B&-A3 A A2

AC 73 33

o] W@ deploy- H3 3 Folojdynt.

deploy- H#E-A A A7 A zH(#H o] A 113)

2F T4 79 selang H&H

o] thgle]l= CA Access Control 74 @A 204 ZEds &
H# (config g7 2] WH)el st de Fxr dupisoz iy of

1<t

editres config-74 43 A

config &7l 3

CA Access Control 74 A4S +43tH W editres config W&
AHE-3HA Al 2.

editres 4 HH o 4L A el wat Sy ol g I
o5 ZEyrh.
s A} A 9 (audit.cfg 2 auditrouteflt.cfg) @ PMDB Z¥ 3

= = gHlo
e e gd

“

#F 4 shel 2 PMDB e wele] gt of Wele] e thew
Rl

editres config name [Tine+|-(value)] [clear]
te wE slel d of 3Re] TR e g
editres config name section(path) token[-](name) value[+]|-](value) data_type(type)
name
SR T4 @axS AR PMDB BE A2 SN e

Falog ud o]l&S AATAHNAL: pmdname@filter. f:
master_pmdb@filter.flt

iz e $9 s2Ed gk 4 glase] 555 Beld find config
HEE AP AL
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e

clear

22 A 9 = PMDB ZE wtdod RE 7+ AkA ),
A& AHAsHA gEU T
data_type(type)

T4 5o doly 3S AP

Zk: str, numeric, multi_str

7123k str

Z31: UNIX ol A &= data_type ©] str 9t 7Fsgyth UNIX & 74 AAH S
HFA(HEE #Ad)o AFstmz th& tloje 322 UNIX o %85 A
gHH T

line+(value)
WAL 4 sk i PMDB e shdel b @ Helg o
Fa: g @ =2 4949 sy

line-(value)
4Ab 744 9k = PMDB W] SHAelA AAT @t gelFh
Far e g mE FHY £ gy

section(path)
"\7(4?51— :r’-)\—] E]/\J\A }\41 % 7(9/]@—1/]1;]_

Z3: Windows #lA=E2] 44 4% o 4& 247 o,
name ©] Aelalt dAxED 717k 4AHU L,

token(name)
FAE T4 G2 olF

il
o
o
1o,
%
T
o

token-(name)
AAE G4 gl o]
value(value)
T4 e @9 ks Aoy, A e oigk o] ofn] e
CA Access Control & ©] %S value & A gy},
value & A A43sHA o 4 & gro] thAl Ay,

e,

il
il
o
lo
o
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value+(value)
(Windows REG_MULTI_SZ #HA2Eg &t i) +4 =
F7He #s APy
(71eF B 4 ) A4 g5 39 3ks oo A g5
i3k gko] o]m 9l o™ CA Access Control & ©] %5 value
o A g o}
Z31: selango] &9 #
YRR L.
value-(value)
(Windows REG_MULTI_SZ #| A=
AAZ e Felgrt.
(et e 4 #) 78 FEdA BE e AASIES AF g

2otz BN E S AR R GEE( T

o

[m
L)
otk
I
2
=
of
——
oft
N
-
ox
otk
I
2
>

o: Windows 9|4 ACROOT T4 473 +3

HolFU
n o] deAE A A BEE AMESESE CA Access Control &
T g
er CONFIG ACROOT section(Seosb) token(GeneralInterceptionMode) value(1)
m o] o= T2E olF #olS 93] CA Access Control ©] X
et =Wl o]F HF =gl oS FUHEY
domain_names #|X|~E 52 REG_MULTI_SZ dX~EF
g,
er CONFIG ACROOT section(Se0SD) token(domain_names) value+(company.com)
m o] dojXE TAE o]E 38 3 CA Access Control ©] f*]
#Elshs Bl o]lF HFoA EHR oS AAFY.
domain_names #X|~Ez] &5 REG_MULTI_SZ #HA=EZ
2o,
er CONFIG ACROOT section(Se0SD) token(domain_names) value-(company.com)
m o] A= A HAAS AR
er CONFIG ACROOT section(AccessControl) token-(Emulate)
n o] A= AP EE TAEqA HF Hdlo] By HF wds
FAF .

er config myPMDB@PMDROOT token(Parent_Pmd) value(topPMDBGhostl.comp.ca)
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T8 79 selang 8

e
¥

dl: UNIX 9|4 seos.ini 74 AA $+A

£ oo A= UNIX & CA Access Control 724 AAS A= S
HolFuU
m o] do|= PAM Q15S &443}8 =5 CA Access Control &
Ty .

er CONFIG seos.ini section(seos) token(pam_enabled) value(yes)

m o] o= CA Access Control o] 22E o]& A& 9 fAst= =<l
&S FATYL.
er CONFIG seos.ini section(seosd) token(domain_names) value+(company.com)

m o] o= CA Access Control ©] 3 2E o|& 3<1S 93] FAste= =d<l
o] FS AAFT.
er CONFIG seos.ini section(seosd) token(domain_names) value-(company.com)

m o] A= A AAS AARY

er CONFIG seos.ini section(serevu) token-(admin_user)
o: A 74 9d FA
O A= A A kel 3 2 F7HY
er CONFIG audit.cfg line+("FILE;*;Administrator;*;R;P")
<l: PMD 2§ 3 +73
Ch ol Al= PMD 2E dpdel] 3 E5 F7heyoh

er config pmdb@filter Tine+("*;*;USER;*;OLD_PASSWD;PASS")

find config-74 L2 yd
config &7l 33

=

find config WH-2 #2] FAd E2E thdk CA Access Control T4
gaas yddun. o3t glare UA2EY 7] Be 74 dd

95U,

UNIX Windows
sSeos.ini ACROOT
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UNIX Windows
pmd.ini@pmd_name pmd_name@PMDROOT
SEOSDRV

o] Wl Yae vhe

=g

find config

Zar: o] ¥¥-S audit.cfg

blaige Sal I A el

d: Windows 32E

3} gy

T+ auditrouteflt.cfg 74 L9 E5&

o e P4 Aas v

o2 doA = pmdb e AA do] 9= Windows T~E9] 3t find
config ¥ 88 2o FYu.

AC(config)> find config
(localhost)
pmdb@PMDROOT

ACROOT

SEOSDRV

showres config- 74 AE ¥

config 739 3%

CA Access Control 74 Ax

G A 2.

s 74 Bl

O_u _r_‘o_u
o # ﬂ

n1o o

sh
t}

e

1A

713
}

:,1

e >
|t

o]
=

My oy

%ok

showres config name

flo

%

ot

< (audit.cfg

A4 she) 9 PMDB HE| stael] oie o] B sl T

- - o

= ¥ Alslel showres config M &S

) Ggl weh G olH @ AT

2 auditrouteflt.cfg) 2 PMDB Z & 3}

rlo

ok
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7] UNIX 37 9] selang

e

e wE e gt o W PR bed guy,
showres config name [section(path)] [token(name)] [recursive] [sectiononly]

name
Aug wes 74 dasg A4 PMDB WE Fdd d@
AERE B v d4or 9 o]F& AAFAEANL
pmdname@filter. <|: master_pmdb@filter.flt
Fa: B T T2Eo digh A glaze 55 2#W find config
e AFESHA AL

section(path)
(e AF) ARE met 74 iz A48 g

o] §4& AHEA @ow name T4 Pazd Y RE TA FE Y
Aol Lpag .

token(name)
(8 Ag) ARE wele T4 FEe ol Aegurh
of S AHeA erew Aol Ad(path)dl A BE T4 FZ 2
Ao Y,

recursive
wE a9 A e
FAFES AP,
sectiononly
AP UF AR BASES AFFUH(TA FFS dDdHA ).

7]E UNIX 373 9] selang

E\__
WHOIE UNIX 849 9ol o fe 327 dofeo s Ees
S,
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chfile BE-UNIX I AR +3A
718 UNIX 3744 3
chfile 2 editfile WM& s} o]4e] UNIX Ao A4S wWHAZ L

F3: o] W AC BAE AW A5 wAe] Ty,

o] Wael WA ey guyh

{{chfile|cf}|{editfile|ef}} fileName \
[owner(userName)] \
[group(groupName)] \

[mode( \
[fowner(string)] \
[fgroup(string)] \
[fother(string)] \

)]
fileName
AL WA Tele] o] gg AAFUTE Aol shite] UNIX ¢l
ol FS ol Furk, s} o)4ke] AL WHSHW B ol 7
ol B2S Yu 9 o|FL TW EE HER PPy
group(groupName)

vdo] £33 2FS WAFUY. Fad 25 °o5S A

mode

fowner(string)
Y iAol A REE ARG Q7] A, 2] 2, A
qgdE A X*‘E?}E%Uﬂ string r,w, X =25 AHESH Al L. 24 s 5
AHgete] setuid S Rt=
IE A8 A BEE TGN string o) A el G317
715(+)E AR Q. AHE AgkS AW string o] A = ol
w7 715(-)8 AN L. @%A}E AQsA o ool ALg
A3to] string &2 AAAH U

Al 3 #:selang WHE 167



7] UNIX 37 9] selang "8

fgroup(string)

G aFe) Mx wEE AP 97 A, 27 AF, 2
AsS A3 H string ol 27 r, w, X FAE AL LA L, BA} s 2

AFg-sle] setgid Y-S WEAA L,

71%E ALg Aste] A F7pstE W string o 3 # o] t©lshr]
NE(+)E AN L. AL THS AASE string o R o
7] 715 (-)E AR, FAE AAFA eow oldel ALg

dgto] string o2 AHAHH Ht‘r

fother(string)

e HEAAA FeHE A RS AGFU. 9] B, 27
A%, 48 A¢2 Agsteld string ol 47 r, w, x EAE
ARG AL 2. 71E ARE Age] Agks F7stE ™ string ¢ A v g
taty] 715 (+)E AN L. AHE ARS AAGH string o 3
Hejol w7] 715 (-)E AFGFHA L. HFAE AAGskA Fo o]x 9
A& Aol string o2 A4 4,

owner(userName)

o] af2E WAFUTH FET UNIX ARERE o] 55 A4yt

F7F AR

find file W&-vlolEl B 3} Yd(HHo]A 172)

showfile & -dlolE|H 5} £A] FA|(Ho]A 177)
chres We-e]Aa2 gai= A (H o)A 77)

chgrp 3% -UNIX 2§ 4

712 UNIX 3734 a3

UNIX 2502 Z<1st#™ chgrp, editgrp ¥ newgrp " H S AF&3H4 A <.
oleld FHe a7 Fdsi, thgel e U,

m  chgrp ¥®2 3 o] UNIX 15S A

= editgrp MH-E &t o4 UNIX 18-S 4 =8 AT,

il o] Ake] UNIX 238 A gh ),

{0

[¢]

= newgrp HHE

Fa: 74 AdA(seos.ini)ol AHH AR RE I5S Y Frbska
dule]Estar AHAlSHA Huth 7]EHo® o] 3l /etc/group Y.
AAIRE W82 UNIX & 23 we b E Fxs L.
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=i

23z o] WHE AC RAGIE QAT A WAo] thE .
o] el YA Bgr U

{{chgrp|cg}|{editgrpleg}|{newgrp|ng}} groupName \
[groupid(integer)] \
[userTist(userNames)]

groupid(integer)
O aF IDE AASUY, a2 ug Ws IDE WE}IH‘C &
A2 91834 Al 2. CA Access Control & 1§ ID & 0 < 3] -&3}%

FEU

groupName

AN

#4% 2% ol8e AU 71F UNIX 259 o8 AT
£ o] 1Ee MAGY BE ol 1F oI BEE 9 1F
oJEe T EE P gy

userlist(userNames)
A e B5g A4 7F AR o] E o]¥] UNIX o 4w o]
slofof gtk Z5ol & ol o] AgAT} dow -8R ol Fg B
e JEe B o718 A4 AR B0 g HolH
ol At B=S oAy,

F7F A
rmusr "8 7 -UNIX A&7 ARA|(#] o] %] 176)

showusr W& -vo]E] B AF&A} &4 FA|(Ho]A 179)
chixlgrp H=-1% 4 WA (F A 64)
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chusr W& -UNIX A}&2 34

718 UNIX 3739 i3

UNIX AF8x2 2sle] W chgusr, editusr 2 newusr B3-S AME-34] A 2.,
oledt Y T2/ FUskn, vheel Wew v

= chusr 98-S st o]4ke] UNIX AF&AE 43t

»  editusr MEE dht o] A4S UNIX AHEAE 24 i 43T

= newusr HE 2 skt o] e UNIX ARSARES 24 g

Fa: 74 AdA(seos.ini)dll AAHE FARZFE ALEAE ¢ja FUlebaL
AdolEsta AASA HYth 72X o2 o] 34U /etc/passwd YUt}
ARAEE Y82 UNIX €& &3 #g oM E FxedA Q.

ZFa1: o] ¥H & CA Access Control gHE o= AATE 25 wh2lo] thE U},

o] Wael WA e guy.

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName \
[enable] \

[gecos(string)] \
[homed1ir({path|nohomedir})] \
[password(string)] \
[pgroup(groupName)] \
[shellprog(path)] \
[userid(number)]

enable
oW o] fF =& v stE AFEA Ao 2a9ls s YT o] A2
chusr 2 editusr w7 W49},

gecos(string)

homedir(path|nohomedir)
AFEAE & T dE g AA AEE A AT CA Access Control &
gag g s ZAgse 2 A=Yt} CA Access Control o] & tldggE
Aoz ZAAdst=A 9 #AIGle] UNIX 3 ddlo]Ef YT},
nohomedir & A A 3H UNIX = AF&A}o] W3] homedir & & A

)
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password(string)

AEA A e BEFUT. 9 oo TS AL,
gk o 2alent FaE YT AFEAE el Al =Fe] 2191
= Al doE Ao P

pgroup(groupName)
AR F O olEE AR

shellprog(path)
AHEA7E login B ol su BEE & Fof AEE 27
Zzagelt Ao Ax Frg A

userid(number)
AFgARe] {22k ID B AR FYUC o] A ID & i 49
ol 2~ Alofel]l AHEHEUTE 100 BTk 2 474
e ghe AgEA ergruth
userName
713 UNIX A&7L9] o] &, & o]

A
o
g olE HEE Ya o FE TH E

F7F BH:
rmusr "8 #-UNIX AF-&-2F 2HA|(H] 0] A] 176)

showusr ®#-yloJE|H A8 £A FA[(Ho]A] 179)
ch[xJusr H=-AL-&2 &4 WA (H o)A 94)

ediffile ¥=-UNIX 3} AR A
71E UNIX 3739 33
o] W& chfile H 3 34 Ao 5T
37} R

chfile & -UNIX 3 A% =% (Ho]#] 167)

editgrp B&H-UNIX 21§ 4 2 3
718 UNIX 3739 33

o] Wy chgrp BT G Agsle] Qv
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F7F BH:

chgrp W #E-UNIX 1% A (Il 168)

editusr HH-UNIX A}&2} 24 2 =34
718 UNIX 3734 33
o] W@ chusr F@ 3 A Aol dsHUh
F7F BH:

chusr W= -UNIX A-&-#F A (F¢]%] 170)

find file W -Yo]ElE Id Y
vlolElB. 3Ad] g

AL wpaas QR s BE A2y
ALg A A L. ShelEe] § Dol ARz

EER
o] Mol YA e gk

find file [directory][/mask]
directory
directory tJgEgle] »E 59S vpd 3Tl

mask

mask g9} dX|5t= dlrectory gagg e nE g

mask ol &= oA =7te BExprb 3" 4 g5y},
d: Windows ¢] 3 A=A A3 =z 5 27

t}& e S CA Access Control bin tlglg gl gl& BE

ERSLaeich
find file C:\Program\Files\CA\AccessControl\bin\*.exe
of: UNIX oA d& dX] 54 37

S %32 CA Access Control bin tldE gl e 3
A E S e 9Ys va gy

find file /opt/CA/AccessControl/bin/se*

==

5

28 1dS vdsted find file 3
=

se ¥AE

mlo
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join M -ALEAE Y|o]E| B IFd F7}
ylolElB #Ao] s

join BHE AEAE g FAGUG A4E AEA @ aFS o]

dlo]El B OS o] Ael=o] glojoF .
FaL: o] ¥He AC 4% A 25 Wao] vyt

join WHe ALgstelm Aolw b F sk Folofo} Tk,

m  CA Access Control A}&2}F d|Z=9] ADMIN EAS 71X 12 54T},
= % ¥ 3=+ GROUP-ADMIN EAS 714 15 W9 Wl A5y,

n do]gHo] 2 9= IF dIF=9 AFxdu ).

= ADMIN 29 GROUP #lm=e] A2 Alo] E=o JOIN Hi=
MODIFY oAz Aghe kst

#31: ADMIN ©] CA Access Control GROUP # = % UolElH 1%
F4% AdS 7HA W MODIFY % JOIN £A4jo] =5 daghch,

o] Welel YA e iy

{join|j} userName group(groupName)

group(groupName)
ARG AL F7bE = vl B O5S Ay
userName
group "7 WMz AT el AZHO = UlolEl B ARE-ALe]
AR ol BS AT, £ ool AHEAE ARsET 2F <o
AL OlES W AL o] B EE HEE Rl
oA

AL-g-2} Eli & AF8AF Bob & "staff" 1&o] F<lstel gy},
m  Eli= ADMIN 545 zta 9lor da 3742 native Yyt

join Bob group(staff)

F71 AR

join- E-yloJE|H T1FA AREAE A (H]A] 174)
showgrp ™ #E-vloJE|H T15 &4 EA[(FHo]A] 178)
showusr &-H|o]E] 8 AMEAF &4 FA|(F A 179)
join[x] & - 15 AREA F7H(H o] A 125)
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join- W -d|o]E|B. I F-o|A AR} AA
YlolElH A4 P
join- & 1FANA ALEAE A AFYL
Fa: o] 4EE AC Aol % YA 2 walo] tEUT.
join- WH S AbgEtH W o =1 T shurt Folojof gl
= A}8217F ADMIN 54S 7FU o
» 5% ¥ 3=+ GROUP-ADMIN EAS 714 15 W9 Wl A5y,

s dolE Mol ze] Y 1F dmEe] afAIYT,

s ADMIN Z# 29 GROUP #HzZ=29] MM Ao B2 JOIN =
MODIFY A~ #e-S zh5y T},

ARgAE 2R &fAwt HA A Sl A ARSAE aFdlA A
AE Agko] FEakA FHH T ADMIN ©] CA Access Control @l 7=
[olE]H 258 4% A%S 7Hxejd MODIFY ¥ JOIN /o] B
289y

o] e FAe et gHUh
{join-|j-} userName group(groupName)

group(groupName)
AHEAFE AAT dlelHE OS5 AF T

hin

userName
TaFNA AATE = AR AFEAL olE5S AAFFYY. IFolA =
olgel A8AE AAGHE A5 gko] AR o]F HHS W AR
olES W T HxE Ry,

of) A

A2} Bill & AF8-A} sales25 9} sales43 & PAYROLL Z15olA A ASH
I

= AFEA Bill & ADMIN 54 zta glon &4 $74L native YUt
join- (sales25 sales43) group(PAYROLL)

7 AR

join WHE-ALEAE Ylo]EH B TFo] F7H(E oA 173)
showgrp W#E-UlolElH 15 %4 FA|(H o)A 178)

i |
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showusr W &-dlo]H B AHE2} &4 FA|(H]A] 179)
join[x]- " #@-"15ol A AHE2F Al A(F o] A 128)

newgrp & -UNIX Z1F 24
718 UNIX 3734 33
o] & chgrp ¥® ¥ 7 AH o] s
F7F BH:

chgrp ##-UNIX 13 =4 (#°]# 168)

newusr 3 -UNIX A&} 24
718 UNIX 3734 33
o] & chusr &3 g7 AwE o] s
F7F BH:

chusr ™ & -UNIX AF-8-2F =4 (#¢]=] 170)

rmgrp HH-UNIX 215§ 2+
71¥ UNIX 3739 &3

rmgrp W #E & UNIX Al 2Elo A st o]t 58 21A gt} seos.ini
srdo] #ge sl 2FE AATHH.

A: o] WAL AC BACIE YA A% WA o] thEy .
23 74 A (seos.ini)el ARH FARFH 1FL 93 Fbeha
gulel=8ta AAlstAl gy 712How o] Bde Jetc/group YU
o] Welel WAL gy HUTh

{rmgrp|rg} groupName
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groupName
AAE 259 olFS AAFUY IF °]F2 7159 UNIX 13
5 olEe A4 o el

olgolofo ghith, sh} ogel

OFS ARG %

F7F AR

chgrp & -UNIX 1& 4‘—*4(3110111 168)

showgrp W#E-vlolEHH 15 &4 FA|(H )R] 178)
rm[x]grp WH-"15 @A 2HA (Aol A 132)

rmusr 3 -UNIX A}-&32} 2HA)

718 UNIX 344 %

rmusr & UNIX Al =®lo| A sl o]ile] ALgx= AbA| gy},

Za: o] ¥ AC 4= AR 2Hs Aol vyt

#A3: 74 A (seos.ini)ol AAH HAZRE AL 93 Frela
duel=eta sl 9o, s oz o H9e fetc/passwd g1t

AARE HE2= UNIX & &4 #e] M S Fxshir e

o WRel YA e P
{rmusr|ru} userName

userName

7)€ UNIX AHEe] ALgA o5& AR B 5 o ge] Ag4e
ek

AAsEE ZT St A}gA o]F BE2S

ARZ gy
F7F Au:

chusr " & -UNIX A8} ’“’4(11]‘5]%] 170)

showusr W& -ylo]E]H AL8-x} &4 FA|(FHo]A] 179)

rm[xJusr @ -AL82 gl F= AbA|(FH] o] A 135)
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showfile Ba-vjolElB Hd &4 A
HlolE B A A7

showfile W@ s} o 4ol A8l shele] ik volElH A% ARE
gz,

F3: o Wele AC HAelE AW A% PAo] thgLch,

{showfile|sf} fileName [next] \
[{props|addprops} (propNames) ]

addprops(propName)

FEAIE S (ruler) S AAFYT. £4 EFo] dA ruler o F7HE YT
ruler= A A goaEw AAQE ojde] AAE ruler =

J

| Eobgh .
fileName
AR ARE A #99] o5& AT sh} o] UNIX 39
L AT £ oo HAL AFstew BF <bol B o] &
B2S Wi 7t o|BS ¥ w ARE R,
next

7% dolee) REg

aud 2 o feguy,

Hdl A2l 271 query_size 7+ Al 9 AP F2 2719
7|2 gk-& 100 22 AU,

props(all|propName)
EAE EA(rulen)S A EY

ruler = o] % ol tisiA A8 =

AU o] 52 A delErt 24 e

il

g,

ot

A
o: UNIX o] A& Ar FA

UNIX 32 /tmp/foo & A% ARZ vdste]ar o).
showfile /tmp/foo

d: Windows 39 A EA

Windows 3% C:\tmp\foo.exe & A-FA7F F7-Q A 2zt g,
showfile C:\tmp\foo.exe props(owner)
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F7F BH:

chfile W#-UNIX 5} % FH(H oA 167)
chfile 8 #-Windows 3% A4 =4 (#Ho]x] 184)
showfile ™ & -3} 44 L A|(Ho]A] 146)

showgrp W& -vlo|E|B. 1§ &4 EA
dlolEl B A T
showgrp B&2 voJE|B & AAl &= skt o) de] TFdl sk Al

Fil: UNIX ol = 74 A A (seos.ini)oll A AE FUAZRE 158 o
F7retal Jelo]Estal Al Utk 7|24 e o] Rd
/etc/group Utk AAE &S UNIX & 23 &g ShiAd =S

RELRINEY

o] Wl gae vhgat gHydh

{showgrp|sg} groupName [next] \
[{props|addprops} (propNames)]

addprops(propName)

FAIE EA(ruler) S AARYLT £4 550 dA ruler o F7HE YU
ruler= A Hggoz2 A oA AHAGH ruler =

o Eol g},

groupName

o

l..

O

B g ol FE ARYULt 1§ olge /1Ee
gololok Futh. shl o] 2§ olE& A4

o
Hﬂi”iohﬂl )% BE2 Yu IF

next

249 Heolge] FE& FAFUG. o A2 A Holert 44 A
A71EG 2 o {89y

A Al A7) query_size 743 A & Z2AgEUrh Ay =27]9
7] BZe 100 .8 A3}

props(all|propName)
_L}\] [ois ﬁ\_/ﬂ(ruler) o }\—] 1:3‘:]1_/]

ruler = o] 5 Fgol e A€ S FAFHH.
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unix 4] 1S wf UNIX 1% security & A% BRE vgdsiedd v
o]
i=]

showgrp security

F7F BH:

chgrp W= -Windows 15 4 (#o]%] 185)
show[x]grp M #H-"15 %4 FA(H o)A 148)

showusr HHE-Y|o]E|H A2} &£4 HA|

718 UNIX 344 %

showusr B8R 7] &9 AAAA Aolw i o] o] AMEA £A4E

FEA Y o

Fa: o] My AC 4o % AT 2HE W2lo] thEyt}.

ZFa: UNIX ol A= T4 A (seos.ini)oll A AH SJAdZEEH AFEAE 9
F7hsta ddolEstal AtAlSHA Huth, 7|EA 0= o] 13U
/etc/passwd Y TE. AFAIS W82 UNIX & &4 #g QA&

Az 2.

o] Waje] gAe vhea gHUh

{showusr|su} userName [next] \
[{props |addprops} (propNames) ]

addprops(propName)
FAIE EA(ruler) s A8FY. £4 H=5o] AA ruler o F7HEU
ruler = A4 Fggoay G o] do] HAH ruler =
| Eobgh o,
userName
718 Al ZAHE AFEALY] olF& AAFHT V& vlolHE
3.
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dlolE] . Windows 374 ¢] selang ™ #

next

249 dolge] RE2 wAGLL o $AE Ag delgst 44 Ael
arweh 2 W 8@

Ad A2 A71= query_size T4 AR & AAHYUT A A7
7] 33k 100 0.2 A4},

props(all|propName)
_L}\]tﬂ— Z\:/K-](ru|er)° A %L}

ruler & o3 Fa o tiair] AAE AE

il
do
X
%t
i
O

showusr leslie
F7F AR
chusr ™ & -UNIX AF-8-#F =4 (#Ho]#] 170)

chusr & -Windows A& =% (| °]%] 190)
show[x]Jusr W& -AL&4 54 FA|(H oA 152)

dlo]E]H. Windows 273 9] selang

1o = dlo]ElB. Windows 7oA &3l EE selang W&ol tfgh
hAg FAxrE gl or YdEo] sy
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Ulo]E] 2. Windows 274 9] selang '8 &

A3t 2o g=d-Windows 2429 Access 317] 93 Accessor & A3 AA

Ylo]E]B. Windows 3739 33

At Fof Y& 54 gaze dig dAx Agke] = AMEA 2 IF

555 §A# Yt authorize & A48t TS TSRS H5S

HEE ¢ syt

= 57 CA Access Control AF&2F = 159 2lazso] it AAAs
&8yt

m =7 CA Access Control AF&x} = 189] gl h2o tdl da1as
Ay o

n SA AREA B 250 dasd] e GAs A% s WAdUY

Zil: o] WEHe AC B4 % YAT 25 Ao el

t}2 Windows 374 Z@l~E ACLS A Ystal @ Ho Wygow Aojd
T AdFYT

= COM

= DISK

= FILE

= PRINTER
= REGKEY
= SHARE

B2o] UebA o
WHow Aojd 4

o] W FAe thet gHud,

{authorize|auth} className resourceName \
[access(accessvalue) |deniedaccess(accessvalue)] \
[gid(groupName, ...)] \

[uid(userName, ...)]

access(accessValue)

uid = gid I WA AHEATE Este H el folshel =
Qo] g WAz AR AT

className

243,

o

resourceName ©] &3t Sg29] ol&
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vlo]El B Windows

37 ¢ selang ™

deniedaccess(accessvalue)
uid %= gid w7} WAl A AREAE Ak kel ofetel
] 2ol sk H;quo 1 MM~ AZS AATYT),
5% accessvalue = all, create, delete, join, modify, none,

2= 12~

password T+ read 7} € 4= &4t

31z authorize-7} ofd AZE F-of oA nt accessValue & A&
T dFyHh
gid(groupName)
AA Fol gz ek Axxs B 7hAE Windows 1ES
1 7 gt groupName #-> sk} o]l Windows 1§ ©l &%

eI e oo S AAelt A9 1E olB& Fuloly
AXE FRIPA L

resourceName
T E= Zﬂﬂ gas HIE olF. F ol HarE WA Ee
F1e A% Pas olf 55 BER ¥a gy

o

=

]u H?S]‘T/]D} ,»]/\?5]’ o]»l/]— O]/\]—O] E]/\}\ o

=

CA Access Control & x| A = 7] W0 w}r‘/} z} d
=ddow AggUrt. grrs ﬂﬂﬁ‘ w257t e“ﬁ }14 CA Access
Control & HWAIA & #Adetal 59 v F/liii

uid(userName)

gl azzof gigk AN~ ASS A F2 Windows AE-AHE X4 3.
userName 2 3t} o]4Fe] Windows A2 o] &t & o]49
APEAE A AGshE Ag, AR oS T EE HEE R
Windows o] Aold RE A&AE XA slE™ userName o off 3f
HE(R)E AAAA L.

F7h Au:

authorize- M= -Windows @A 2ol WA A3 HEAe] Ak A7 (s o] A
183)

chfile % -Windows 3% A% A (H o] A 184)

chgrp W #-Windows 15 =4 (#H°]# 185)

chres " #-Windows &l 42 =4 (#H oA 187)

chusr & -Windows AF&# =% (#°] %] 190)

Agh Fof WE-garo] gk A~ Agk A (H oA 46)

e~ Windows NAl2 AsH(FH o)A 32)

o)
]
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YlolE] B Windows ¥4 2] selang ™ #

authorize- ¥ & -Windows 2229 Access 3= Accessor & A3t AA
Ylo]E]B. Windows 3739 33
authorize- W H & HZAE EF Access Control Z-Zoj| A AHA]| &}

g Aazo] gk AA A AL AASU L o]FA stH EA g A 2
WA A8 = Ao HES 7|2 A7 AR,

d

F3: o Wele AC HAelE AW A% PAo] thgLch,

o] Beiel P e gHULh
{authorize-|auth-} className resourceName \
[gid(groupName, ...)] \
[uid(userName, ...)]

className
resourceName o] %3k Fafx9] o]F& A Q).
gid(groupName)
AR Fl Yazdd gig A A AgE 7HA = Windows 1&
#1743t groupName #-2 3t ©]3e] Windows L& ol &5

=
GeRUh s ol e AR A9 1§ o] FS Fuel
AEE TEIIPAL.

tio

resourceName

CA Access Control & A A% w7l ¥ we 7} gix JI=s
SHACR AUt dass A o 77 E8sH CA Access
Control & HIA A& 2Ad8tal 559 thg gA~E AlE AU
uid(userName)
gazol gigh AM~ Ads H4A F< Windows AHEAE A1t
userName > 3t} o]%Fe] Windows AH&-2F o] EdUth. & o]49]
AREALE Ak A, AR olgs e e AR TEPEUh
Windows o] goj¥l BE ARSAE A4 stE W userName o o 3
HE(R)E AATAA L.

F7F AH:

3

A3t 2ol Wa-Windows 2]Ah20] A A5 7] Y3t Axe] A
A (sel# 181)
chfile W #-Windows 3% A% A (3 o]|% 184)

] ]
O = 0O
chgrp ™ % -Windows “13% =% (3 °]# 185)
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o] El B Windows -7 2] selang =

chres ¥ #-Windows 42 £4(#Ho]#] 187)
chusr " % -Windows AF-&%F =4 (] °]#] 190)
authorize- M-l Ao A M2~ A3 A7 (s°]A 51)

chfile B -Windows 39 A4 43

vlo]ElE Windows 374 3|2

chfile W= 3} editfile &2
Windows 3-8 4743t}

Fa: o] B AC BANE QAT AE Ao TEU.
NTFS 591 Alzglo] dist o Bedel @4& theat g

{{chfile|cf}|{editfile|ef}} fileName \
[attrib(attributevalue)] \
[attrib(-attributevalue)] \
[defaccess(accessvalue)] \

[owner (userName | groupName) ]

FAT shl Al2=slo] tha o] Waje] g4 thest gervieh
{{chfile|cf}|{editfile|ef}} fileName \
[attrib([-]attributevalue)]

attrib([-]attributeValue)

el BAE Agsts ddd

EAS AU}, value Sl <k
wj 7] - (=)7F e o] i M4=

h=]
545 AAZHH.
defaccess(accessValue)

Native ®.¢F % 1% Everyone o thdt Hax AzS A},
e A 2E AL22= Everyone 159 AU YUt Everyone
TdFANAl AA=E AFsE Ao Agto] Fod BE AR 9=
AR e o] AMEAE EFEH YT

Z3l: CA Access Control 7oA AFo)d 7fAo] i3 Defaccess &=
o2 guE 7Y T 712 M2 Fdske, Aoz st dMAE
QAR T F A2~ CA Access Control 2o gl A o] Hoj=
HadY}, =3 7] E dA <= CA Access Control o] Ao x] &e
ARg Aol Al A4-8H Yt

defaccess ™ 7] W= NTFS 3 Al ~8ojul &8 =1t),
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Yol Bl B Windows 27 €] selang ™ &

owner(userName|groupName)
AR TS B dmee) AR g 9 dase
afAE Tl FAG AAsE S dfuth el afas P o
dR=g oA AAE 5 Asyh

F7F HH:
showfile WE-volE B 3 £A4 FA(FH oA 177)

chfile #-3d g z= A (o)A 58)
Windows 312l S4](# o] %] 485)

chgrp W% -Windows 1§ 74
Ylo]E|B. Windows 379 33
Windows 1522 #¢st# ™ chgrp, editgrp 2 newgrp H#H &
AREEH AL Q. ol el MR 27 Uk, vhae] WERt ey
»  chgrp H#H2 3l o]Ao] Windows 1HS 44t
= editgrp B®H - sty o9 Windows 158 2 e AU

= newgrp W#H-2 3k} o]Fe] Windows 1ES A .

of Weel Bae Bed 2ayd.

{{chgrplcg}|{editgrpleg}|{newgrp|ng}} groupName \
[global] \
[comment(string) | comment-] \
[privileges(privList)] \
[privileges(-privList)] \
[rename_group]
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comment(string)
Aoy 255 42 THE J5A 49 BAAS 2% dmsd Fg
oA A FAEE a7 HIZ=ol F7} T
A o] 7|E AL S vy T &4
nERE AA TAE dF dHEA A L.
Hol F7FdYtt. Windows %
CA Access Control = "CA

global
A9 25S vebdYT 7 5 ol52 sk sk @Al Windows
dolg o] 2o &g 4 5yt Windows ol A& 15 2 A&7}
) 2=
ES

me & ALEEAI L. WA 4.1 o] 3L o4
a o WAL AAF.

groupName
newgrp Mo A, dlojElHlo]xe] FrtE 2F HIR=9 o]FS
AT}, ZF 12 o2 e 1&3oF 3t Windows T o] E] 1] o] 20|
A2 E=AstA Zolok Tl CA Access Control ©lo]E H|o] 29} =g
Windows ol A= 15 2 AFEATE 5UE oS TR 7 slEUTh
chgrp W& 4% WA $2 £4S 7+ 259 ol&& AAFYT
= oY 1Fs
Qo] 15 olF HEES 9 ¥ e HiEE IF olFS T
privileges(privList|-privList)
Windows 15 #lZ =0 54 A%S 7y th. = priviist 2kl
w7l F5(-)7F dew #AgE AgS AAFU. fFash k& vlolgE
Windows el A] AF&-3F = l= o] AT
o] j7/} W4 chgrp & editgrp W3} AW (AT = glon,
1€ OF dass A4 Ao A 4 dFUTh A 2F
daZ=s AT W o] w7/ WFE AFEste] Hehs @9

gl
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rename_group

Windows tjo]EjH]|o] A2 18 A o]&EL WA f;gqu}_ o)A 1=
ﬂ24‘¥§§@qohﬁ§@§ﬂih;] Jol FggUct. 7 1%
o]22 wf3loF &7 Windows o] € H] o] 20 tXH gloF gt CA
Access Control dlo]Ejuo]x~9} @] Windows oAM= 15 2 AR&A7}b
501—5]_ O]ag_g)_%ﬁ_,\oi L]E]—

Z31: CA Access Control & Active Directory 2F &7 Windows 2000 Il
A %8}, CA Access Control & o] Windows 2000 L& ©|&<
W73 g o

chres %% -Windows & A2~ 3
Ylo]E]H. Windows 3t7d] 3|3

Windows 2794 CA Access Control Zg 20 438k g4 Y=z
245l ™ chres, editres 2 newres WS A3 A 2. o3 HEHE

TE7F FddH, v lﬂ%‘:& tE
= chres @2 s} oo dass AU
q

= editres WAL S ol Pasd A4 EE SR,

of Weie] P& thest gHh

{{chres|cr}|{editres|er}|{newres|nr}} className resourceName \
[comment(string) | comment-] \
[defaccess(accessvalue)] \
[dword(integer) |string(string) |binary(hexastring) |[multistring(string)] \
[Tocation(string) | Tocation()] \
[maxusers(integer)] \
[owner(userName |groupName)] \
[share_name(string) | sharename-]

153

rr

{{chres|cr}|{editres|er}|{newres|nr}} \
DOMAIN resourceName \
[computer (workstationName) | computer-(workstationName)] \
[domainpwd(connectPassword)] \
[trusted(domainName) | trusted- (domainName)]

binary(hexastring)

dA=EL 719 ghe AFFUE(16 Ard B,
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className
resourceName ©] %3+ ZFef~9] 0|28 A AT},

newres W# o ¢ &3 32 REGKEY, REGVAL, OU %

SHARE 914 t}. chres ¥ editres M#H 9] 4% fast k2> COM, DISK,
DOMAIN, FILE, PRINTER, REGKEY, REGVAL, SERVICE, DEVICE,
SESSION, OU % SHARE 4 t},

comment(string)
das dmsd 49 TALS FET. ol dd 4 ¥AAE s
glasel F74gE 4 o7IA ARG A EAEo] VE AL S
whg Yk, o] wl7) W4 SHARE % PRINTER 2]42~of disiA gt
FaF,

computer(workstationName) | computer-(workstationName)
T Qe F7F T2 AazE oA olF& ARFUT. Ee Sl Sl
7] F37b glow EHlellA AA T AAzEHlAY o]FS
ARG, o] vj7) W DOMAIN 2429} SrAut AL&d 5
AFHTE o] w7/ W= chres E% editres & 7 AR AT
Ay

defaccess(accessValue)
Native B¢t W& 15 Everyone o] thah A2 ASS AU,
BE A 2H AME2L= Everyone 19 FAYUY U} Everyone
g A AA=E ATk Aoll= Agte] Fojdl B AMEAF 9ok
gAH RE oo AbgAE T
Z31: CA Access Control #7014 golw 7fAo] sk Defaccess &=
e oug sbgyrh J1E aAs Aae, Basd d@ G4xE
QAT g4 CA Access Control Z=o gl A2t Fojd
Ay T3k 7] 2 A~ CA Access Control o o] w#] k&
Apgabell Al A g5

defaccess ™7 W= NTFS 3 Al ~8oul & 8=},

d

domainpwd(connectPassword)
EY2E #AAE WAE o dHAE gEalor & 9w

i
>
ol
o
i
v

o] v/l W DOMAIN #2229 dAut AL 2= glgruith, o] ujs)
M4 chres Hi= editres B3t F¥ A4 & QU

dword(integer)

dA=E 719 e AAFUH(ETL 49).
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o] E] B Windows -7 2] selang " #

gen_prop(propertyName)

OU =29 £45 AT

o] wi7l W= OU Ed ol disiAnt Fasdtyt.
gen_value(valueName)

OU =d=9 &4 S AA-FH.

o] Wizl W= OU Ed &=l disiAnt Fastyt.
location(string)

ZE e 9AE debdych. 3y = ()E AR o 43S

AAF

o] wj7ll W<i= PRINTER 2]az=o disiAvt fagct.
maxusers(integer)

S HEE e g Hell AT & = Ho AHEAF F(integer) &

AR g ok,

o] wj7ll W= SHARE #]A2=o] tisAwt fagtrt.
multistring(string)

dgA=EL 719 ge AGIHUHHT ALY 4-5).
owner(userName|groupName)

gAY 2FS Has dnse 2f4E FFFUG gas gase

afAE Pasd FAR A2 £ eyt das afAE 3

flas R QuolE R AT & gyt AH gL
Windows & #34 &z hAME x4 Q.
FAT 3o AJ~®l9] FILE =+ SHARE #l 3 =9 3] = owner "7l
HES A = sy, ®=3 o] w7 W= DEVICE, DOMAIN,
OU, PROCESS, REGVAL, SERVICE % SESSION # A2~ tfafjA]
frastA 54T
resourceName
I R E e =
24 A Pas olf Bg BER Ru o} 4EE i
L FEFUL. 4@ b ool Pas oF aloF 3
CA Access Control & = A= 1) 7| b
sydo AU, faxs AP }
Control & WA A& A&l B5o] thg ass A% AT
share_name(shareName)|share_name-
TAE ] FH ALE A,

o] wj7j ¥<4== PRINTER ]A2~o disiAnt fa gy},
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string(string)
AT 719 e ARFUHEALY 4 9).
trusted(domainName) | trusted-(domainName)
EfaEd wvcle] F7F T =l ol AP Y e Qg
kel wj7] H-57F oW AEHAEH %=vle o]F& AFFUT o
7] WEE DOMAIN 2]22:9 §A T ALg3 4 QUch o] ul/
W= chres B editres WR 3 7% A4S 5 A5yt

F7F BH:
rmres " @ -Windows #] 42 2HA[(H] 2] A] 202)

showres W& -Uo|E|H A~ £4 FA(H )X 207)
chres M #-g] 4~ g 5= FA (AR 77)

chusr ¥ & -Windows A}4€2 3

Ylo]E|B. Windows 379 33

Windows Al&x2 #¢lste]™ chgusr, editusr 2 newusr 3 &<

AP AL Q. ole gk HE e 27 FdE, thee] W& eyt

m  chusr W& st o] Windows AHE-ALE 4
g

m  editusr B8 L 3} o] A9 Windows AFEAE ZHA

C
o] Welel YA e iy

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName \
[comment(string) | comment-] \
[country(string)] \
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] \
[flags{(accountFlags) | - (accountFlags)}] \
[full_name(fullName)] \

[homedir(homeDir)] \
[homedrive(homeDrive)] \
[Tocation(string)] \
[Togonserver(serverName)] \
[organization(name)] \
[org_unit(name)] \
[password(password)] \
[pgroup(primaryGroup)] \
[phone(string)] \
[privileges(privList)] \
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ot

Ho] E] . Windows 27 9] selang ™

O

[profile(path)] \

[rename_user]

[restrictions( \
days({[mon] [tue] [wed] [thu] [fri] [sat] [sun]}|anyday|weekdays) \
time(startTime:endTime|anytime)) ]\

[restrictions-] \

[resume[(date)] |resume-} \

[script(logonscriptPath)] \

[suspend[(date)] | suspend-] \

[terminals(terminalList) |terminals-(terminalList)] \

[workstations(workstationList) |workstations-(workstationList) |workstations-]

comment(string)|comment-
AR ElsEe] A BALS

15 A 255 42 TR 954 FALQUT BA4Le] T
g A, A4S HSEE A4 24D dHel QetiAle

AHEATY 9 wTHE AAFUC o] #ALL A o] TRA 2 Fo
ARG A S5 U

A5 Ao 1942 FAE F5A BAAdU Bl gulg
Fdop A9, e BeEs A4 B4 e JHaA e

il L o T
expire|expire(mm/dd/yy[@hh:mm) | expire-
AHgA Aol wREE dAE AP AT A 21A8
e FHldA e AGehA erowl Aol A wRP YTk A&7}
2I90% Aejelw AREAZE RIlob- RS W Al o] vtRH YT
newusr W3} 34 ALEE expire-+= WrE Yo gl ALgA AAS
AUt chusr 2 editusr 852 4% AFH AREAL A7 ol A
HRAe AR T
b Q9o 42 mm/dd/yy [@hh:mm]YgH .
flags(accountFlags|- accountFlags)

A4 AR Y B4 AAFUL. FES ST g B
BEd F5 "Windows #"S Z.}Zo}*‘/\LA

AbEAE A ZEAA EHIE Al ASIE A w7l F3(-)E accountFlags
o]—oﬂ H o] Al }\] <

o

full_name(fullName)
AREAL dl =t BEE AR A ol AR

= FHu 256 A2 FAE geat Exd U, BExpdo] e
L A%, A wEEs 44 BAY Gl AL

5! L
o -
ol rl

Al 3 #:selang W& 191
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gecos(string)
AHgALe] AA o B3k ge AbgAtel thE F4 BALS AP
PAde AeutgER Eolduh

homedir(homeDir)
AHgAtel & YeEeE ARG AHgAE Ale] & =etolnst &
gag g AFog 2%},

homedrive(homeDrive)
A & tedee] saolng AT, ALEAE A4le] &
sefolB et & HHH AroR 2

location(string)

AgAe] A8 AT o BALL AT Fol Zmals Fof
AgHA e,

Qe Al 1942 T8 J5A BAAGU Bxpde] gulg
EFeE 49, 4 RS A4 24D FHel JHHAL

logonserver(serverName)
AHgAd fE 219 Aug sk AWE AT A}
Tl Il 21218k CA Access Control & 27191 HHE
AR Agstul, of Aule ALEATL AYT & QRS A o)A
AL Fojghrh,
organization(name)
AFEA 2ReE X g AQFYT o] AR A o] maas
Soll A18 A D,
A4t H) 256 A% FAHE Y5A TALAYT. EAde] Fug
Tk A9, A4S SRS A4 B4 Gl sk L
org_unit(name)

AgA} R 24 B9 A4FU o FuE NG o]
EEA 2 o AgEA 2L

QA5E Ar) 256 4% THH J5A FAAYU. Fade] TS
EPSHe A9, Ao SRS A 249 d5) A AL
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vlolE] 2. Windows 7 ] selang ™ &

password(password)

A}.Q.x}oﬂ;ﬂ OI—_Q_E = 1—141;]. 01—_9_ 7—1/\}_7]_

AFEATE T

2a90] AT f 5 g,
Wi A e

A Al 1442 74Y

Mgshor Frivh,
g, T it AE Fold 5

S&UY, 93 Ax 8A438tE A s = gt 2199

RS A7} e el 2ade W YE A 710

A g
Fuch
Ao EE W

on T2 AAA B

7slH ¥ setoptions cng_ownpwd &

A% AgAE A GBE Ao

AH8-3le] selang

SHAS HAAs ALY sepass & A& o Tl

Windows NT A|~Elo A AL82) A5 5 HAGst= 45

vebd = sy

He7t e AR g

o] &F= et A a5t ARrel BHA gFethe oniyth o A

AL B F sty

U7 o Holrn AW AUt

s FH o] AREE ZHo] 9lom Windows NT W7 U9 Hzo &A=
Sz Pk

. U39 3 EAE FE3Y

n U3V OE g3 AH 27 AFE(9: CA Access Control 9%
Ao wet e 8- AR I gbA] gFsu T

o] &FE WxeteH™, AEHE Ee 87 At A dEE
3l oF tt

pgroup(primaryGroup)
AHgALe) F 1% IDE
shtoln) A 1
A HU 1412 FA4H
st

phone(string)

Mgl A MR
AHEE A EU T

Ao

BAFUG F aFe G AoE 0§ F
olojof Fiuh,

Aol
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Ulo]E] 2. Windows 374 9] selang ™ &

privileges(privList)

Windows AF-8-#F #lZ=e 54 @AsHS F7FsA Y, privlist kol wj 7]

F5(-)7F de A9 ARE A4S AAFY o] wizl W= chusr

T editusr E Y} AT AT 5 glon, 7]|E ALEA YAEE

WA Aot A3 2 Utk A AFEA HEES A o o
=

W) WEE ALgste] e AP 4 glgnich

profile(path)

2 @40 ek AFgAe] zed(za2a) I8, YEYT d24)%
ek o] HA AR AAE AGFUT AT Az o]l
2913 ettt FAE o] shuel A YT

rename_user
Windows dHlo|E{Ho] 9] ALEA} A7 o5 WMAZYT. oA A&}
o9 Eit £A42 olFS WA AFEAF A H8g Y. 7 AFEAE
ol&2 afralloF 3l Windows dlo]E{Ho] 2o EAsfoF utt, CA
Access Control ©]o] & H] O]/\Q‘r 22 Windows o= 1H 9 AF&x}7}
EO]zj]_ o]a KeX —J—_ﬂ_tﬂ- 2= qu-

[e) =
ZF31: CA Access Control ©] Active Directory 2+ 7 Windows 2000 ©l
X =W CA Access Control & AF8-2 218 o]E(¢]# Windows
2000 AFg&#} o] 5)S WA YY, 28y CA Access Control &
Windows # 5 A o]&& WA A syl

Az A o8¢ Ho Zo]x 255 x¢JYth. CA Access Control 3}
Windows &= ©]Eo°] 255 A7} d+ glaxE #eskA] a5y

restrictions([days] [time])|restrictions-([days] [time])

AgATE helel A AT gl 2 2 AZS ARG
= Kel

TE Agakg].—, time Q42 XA A9, A A H@ =0
A ko]l @,Q%HE}. time & AE3lal days & A 4g
gz olm] FAIE AIZF AFke] A8t} days 9
A3 Ag-, AFEAE A AHE 8
2%k 4 QdFYTh

days 14
olm] FAlE 8Y
A5 84 Zﬂ??}%
time & =5
Al 2=Elof A 2~

s  [Days]i= AFEAE ghdof] daash = Q= 2dS AAgYh
days I+ t 5kl A58 7R YT
- anyday-A-82= 25 QYo Fdo] AN g 4 G
= weekdays-AEAE FT(EYTEH F2U7EA) T 2l Ao
MM~k 4= dHFUT).
- Mon, Tue, Wed, Thu, Fri, Sat, Sun-A}&x}+= A=

Qo e A2 AGUh @A 4B
098 A4 & Atk E olde] 8dg Gl Fu

HER 9 PRI,

[l
o
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o]l B Windows 79| selang "8

»  [Timel& AHE-A} El**oﬂ M 28 5 9= 7
time Sl= v sH9l IS ZFRHY T
- anytime-Al&2tE 3F T AAEA @iz AT
Ay

- startTime:endTime-Al&4+= XA 7|7 Foto vt g
|

)
tlo

A7

bt

g,

+

é

AN ~g 4= dHFY ). startTime 2 endTime &4

hhmm O]E], o714 hh = 24 Az ¥%7](00 - 23) *~

mm < #(00 - 59)4 4t} 2400 & 28FE A|7F gho] obdut},

startTime 2 endTime Bt} Ztolof 3l & A|7F 2% e o

ZajloF gt Eudel At T2 AL thE 75‘ +,

Huldo] Az A1z T8 AR Z2AA i 5 24

]7}03 st A7k e 2AFYL odF o, ZRAAMT}
ol olar Bmde] LACl 9l A5 LACIA 240 8 Aol A
T 5 A7k Hulde] tigk AA =5 3]Ested

A] 7}(1100 2000)< A A4 L.

L=

flo

A

Zto

o
]ILM-(HH.

resume(date) |resume-
Windows 7} AF8-AF AlS 59T I 2@ A KA 9 AHE). suspend
w7} M=ok resume WiV WS B A 73‘%’— GAl A2 g7t
A Tk G ET Fol efof ittt 1A oW AMEALS] A T
el ek A S

Gt A AR S
mm/dd/yy [@HH:MM] B2 o= qi=ghrt,
A (2 )M DA FAFoE AFRA AR AEE WgstHd
resume- 7] WS AR A L. o] Wizl W4 chusr i editusr
W7 AT ARE T
script(loginScriptPath)
AHEATE 2 o A
EZLO] /\ﬂﬁeb ;(]—04 %],
AbE2Le] A9 B S "”o
suspend(date)|suspend-
Aeat AA S H]zzlx%g]_sl-l/]u} AFEAE AA] SAE AR A S
Abgete] Alz=Ele] 27918 4 lFUth EAE AT B
Windows = A 4% dxtel] AL AARS A FAFUL. IAE
AgFe 749 Windows &= chusr H#HS Halsts= S
A SEF

Ak AIZH(A Y AME)E mm/dd/yy[@HH:MM] g4 o= &g,
il

H
1] A 515 of| A] d*q(ﬂ*qﬂg)oi A}-&-%} 9] 74]24 AEE WA e
suspend- "j7| WS ARESH Al 2L o] wiZf W= chusr
editusr W&} A A}LE ),
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o] El B Windows -7 2] selang =

terminals(terminallist) |terminals-(terminalList)
o)
N

AgATE 2% 5 A Hlde Al 8 A4 AP BEe
SUSER Fi 0B FER FRIANAL. o

"terminall, terminal2"

workstations(workstationList) | workstations-(workstationList) |
workstations-

AgAE ZaA® F gl aseelde Ao 8 A AT,
2Ee DR Fa o FE HEE PRI,

"workstationl,workstation2"
editfile H&-Windows 3 A +A
Yo]E|B. Windows 379 33
o] W& chfile W7} g7 Awso] Yguch
F7F AH:

chfile = -Windows 3¢ A4 $=%(#Ho]#] 184)

editgrp ¥ % -Windows 15 ZA4 2 34
Ylo]E|B. Windows &7 3
o] & chgrp B®H ¥ 7 AwE o] s
F7F B K

chgrp W= -Windows “L& =% (3 °]A 185)

editusr B & -Windows AF&A A4 9 3
Ylo]E]B. Windows 3739 33
o] W& chusr W3 g7 AwEo] GFyT).
F7F Au:

chusr & -Windows AF&# =% (] °]#] 190)
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Ulo]E] 2. Windows 274 9] selang '8 &

editres ® % -Windows #A 2 ZA 9 £33

ylo]E]H. Windows 3739 33
o] &2 chres Wy 37/ Awso dFUHH
F7F AH:

chres ™= -Windows 42 4 (#Ho]X 187)

find file W& -vlo]gB od U<

vlolglB &7 AT

ol ¥yl P& vt gk
find file [directory][/mask]
directory

directory telg ] K= vhd& YA
mask

mask W49} A= directory tEEEe] RE wdS vd .
mask o= 9td=gt= FA7F £3hd 4= syt

o: Windows 9] 53 ZHZdA A3 =23 9 37|

t}S wW# S CA Access Control bin g Egld & RE A 39S

v g,
find file C:\Program\Files\CA\AccessControl\bin\*.exe
of: UNIX oA Sd A 5 3t7]

S 82 CA Access Control bin tjglElgld] = 3 = se A=
ANAE s BE gdS yddd.

find file /opt/CA/AccessControl/bin/se*
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Ulo]E] 2. Windows 374 9] selang ™ &

find {xuser | xgroup} HH-gZgo|= A2} = IF <

Ylo]E]B. Windows 3739 33

find {xuser|xgroup} WH2 AA =Hd = EHAEEH =l
AE Zglo]= AleA e 88 I},

Fa1: o] W2 Directory Services 7} 9= A Y% & Windows 2000 &3
A Ao A vE A A}
o] WHel gAe vt gEyrh
find {xuser|xgroup} mask [domain(domainName)] [next]
xgroup
AdEjZelo]= I1FS Wheles A A

xuser

QB o] = ARG AE WEES AP
domain(domainName)

AN Ay A 2B wrdg G g

of $4% AAetA o AA) Eulele] gk gy

mask
Al Zefol= AREAfel] gk vk E Aoyt

next
o] 9] find xuser H+= find xgroup W& o= A|ZtE e Zo]=
AR e OF9 ULES selang 0] A% A EE A

L2 gio] 10 MET BE A o] A4S ARSI L.
o: dElZato]=Z ALEA}F EA|

& BEe A =rddel A zete]l= AREA T abc 2 AFE = A
100 7§ AHEAHE YE S Yo

find xuser abc*
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o] E] B Windows -7 2] selang " #

join M -ALEAE Y|o]E| B IFd F7}
ylolElB #Ao] s

join BHE AEAE g FAGUG A4E AEA @ aFS o]

dlo]El B OS o] Ael=o] glojoF .
FaL: o] ¥He AC 4% A 25 Wao] vyt

join WHe ALgstelm Aolw b F sk Folofo} Tk,

m  CA Access Control A}&2} #lZ=9] ADMIN EAS 71X 12 954 t).
= % ¥ 3=+ GROUP-ADMIN EAS 714 15 W9 Wl A5y,

n do]gHo] 2 9= IF dIF=9 AFxdu ).

= ADMIN 29 GROUP #ls=e] A2 Alo] E=o JOIN Hi=
MODIFY oAz Aghe kst

#31: ADMIN ©] CA Access Control GROUP # = % UolElH 1%
F4% AdE 7HA 8™ MODIFY % JOIN £A4do] RF daghrh,

o] Welel YA e iy

{join|j} userName group(groupName)

group(groupName)
ARG AL F7bE = vl B O5S Ay
userName
group "7 WMz AT el AZHO = UlolEl B ARE-ALe]
AR ol BS AT, £ ool AHEAE ARsET 2F <o
AL OlES W AL o] B EE HEE Rl
oA

AL-g2} Eli & AF8AF Bob & "staff" 1&o] F<lstgl gy},
m  Eli= ADMIN 545 zta 9lor da 3742 native Yyt

join Bob group(staff)

F71 AR

join- E-yloJE|H T1FA AREAE A (H]A] 174)
showgrp ™ #E-vloJE|H T15 &4 EA[(FHo]A] 178)
showusr &-H|o]E] 8 AMEAF &4 FA|(F A 179)
join[x] & - 15 AREA F7H(H o] A 125)
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Ulo]E] 2. Windows 374 9] selang ™ &

join- W& -vo|e)lB 2 FNA ALLA AA
dlolElB. #Ael| 33
join- ME - FA AMEAFE A AT
A1z o] HHe AC A= YA 2% L] TEUL

join- W#E & ALgstE W thg 231 F vt Folojof .

= Agx7F ADMIN 574& 7Yt

. 1% P FE=E GROUP-ADMIN 5A4S 71 15 ¢ el A5yt
s golguo] e = 1F HAES ARFAYYTH

= ADMIN E&2° GROUP # =98] RA2 Ao HFo JOIN =
MODIFY A2~ ATS ZEE T,

AT 7HA 3 = A AFEARE aFoA AT
A ¢k Ut} ADMIN ©] CA Access Control #dZ=
B3-S 7FA 2l MODIFY 2 JOIN £A4lo] R¥F

Y
AN
elEly 1ge &
g ageh

o] B WAL gevt 2oy

ol X
" go

[

o

o

{join-|j-} userName group(groupName)

group(groupName)
AHEALE AAE dlolHE 58S AARFYT

userName
dgelA AAs = AFEAEe] AREAF o] FS AARFUT AFdA =
ool AHEAE A SR BE Gt AgA olF BHE Wu AgA
olES W T HxE Ry,

ol A

Abg 2} Bill & AbgA} sales25 ¢} sales43 S PAYROLL 1&Eoll A #| A &te 1L
Aok

= AFEA Bill & ADMIN 54 zta glon &4 $74L native YUt
join- (sales25 sales43) group(PAYROLL)

F7F AH:

join WE-AHEAE HloJE]H TFol] FIH(H o] A] 173)
showgrp ™ &-vlo]E]H T15& £A4 HA[(H o)A 178)
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vle]E] B Windows £79] selang ™%

showusr g &-vlo]E] B Ap-&2F £4 FA|(H]A] 179)
join[x]- =155 A AREAF Al A (FH 0] A 128)

newgrp ¥ -Windows 15 %A
Jlo]E]B. Windows 79 33
o] & chgrp ¥® ¥ 7 AH o] s
F7F AR

chgrp W #-Windows “1% =4 (sl°]# 185)

newres % -Windows # 42 24
Ylo]E]B. Windows 3734 &3
o] & chres ¥® ¥} 37 AdEo] AFHH
7 B H:

chres & -Windows 42 X (Ho]=] 187)

newusr 3 -Windows Al-&3} 24
Y]o|E]B. Windows 379 33
o] W& chusr W#H ¥ 37 A= o] U5
7t BH:

chusr &= -Windows AF-&# 4=4 (3 o]#] 190)
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Ulo]E] 2. Windows 374 9] selang ™ &

rmgrp ¥ -Windows 1§ 214
Ylo]E]|2 Windows #7394 33
rmgrp "8 #E > Windows dlo]EHo] 2o A 3l o] o] 1FS AMAIF YT,
Fa: o] 9Ee AC &40 AN 2 o] gy
o] W] 2o v AHUTh

{rmgrp|rg} groupName

groupName
2HA s 2F9] oS AAFFYL. 2F °lEF2 7] Windows 1%
olgolojok g}, sht o4t 1% o]FS AAFULE E o] 4]

KN Z]
= o H
DFS AASEY 25 o AF olF 55 YL IF o5 I

Ex g Belg.

rmres & -Windows & A2 AHA|

rmres &< Windows A28l flo]EjH]o] 2o A s} o] Ate] gAAE

AAGU

{rmres|rr} className resourceName

className
g hnv) &8 ZPno] o8BS (AT ).

resourceName
className S #1229 7|+ Windows 242 o5& AZFUY. &
o] Aol Harg AAGEH BE Qo] ALER} o] B2S Wy Fu)

HE HER AR OB TRIAAL,

F7F AH:

chres & -Windows 42 A (Ho]=] 187)
showres W& -ylo]E]H ﬂﬁ:i 24 EA(Hle]A] 207)
rm[x]Jusr H#H-A1-82} T AbA|(H 0] A] 135)
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Yol E]| B Windows 274 ¢] selang ™ =

rmusr 82 -Windows A&z} AHA|
Ylo]E]H. Windows 3t73d 3|3

rmusr =S Windows A 2~ El t]o] E] o] 29

AR e,

d

Fa1: o] HE2 AC 3

[o]

o] e gAe e LHUY,

i

{rmusr|ru} userName

userName
7]& Windows AR&-=Fe] o5& A APt
AAS BE St AR o] F BEg

432 gy

o

F7F AR

chusr ™% -Windows AF-&-#F A (#o]#] 190)

A St olge] A4S

Aol AN 2Hs WA o] BEUHh

5 o130 AEAE
B AHEA oS B

showusr W& -vo]E] B AF&A} &4 FA|(Ho]A] 179)

rm[x]Jusr @ -ALE2 gl A= A A (o] #] 135)
setoptions % -CA Access Control Windows 34 A3

setoptions % Wlndows +9 AA} A=A
Control 54& w402 HAA3T.

d

ZFa: o] By

!

Mo
>

C st

o,

°|

setoptions

H A"l Huke] CA Access

AW A% o] thETh

& AH&stE ™ ADMIN 57d¢] Z 23, ¢, setoptions

OE(;)] =
list &S A}83l8)H AUDITOR = OPERATOR EAW glojx =Yt}

of W FAL g 2HU,

setoptions|so \
[audit_poTlicy( \
[success(system|Togon|access|rights \
|process|security|manage)] \
[failure(system|logon|access|rights \
|process|security|manage)] \

)]

[password(
[history(number-stored-passwords)]
[interval(nbays)]

[min_Tife(NDays)]
)]
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o] El B Windows -7 2] selang =

audit_policy{+|-}
Zatel BAsh(+) Ei vl BAEH(-) oRE AT

audit_policy(success(system|logon|access|rights|process|secu
rity| manage))

Agho] Holw A o4

2~
s | —
QYU As G e @

» system-FFHE FTE £ oA AFetEan A=Y
= logon-A]2=Elo] 21
» access-}Y 7} & A3 JRAC AA| sk A Al =F
= rights-Windows Server ¥3&-2 AlE3l8a A=

» process-ZZ=1# FA5, AR el IE FT&, A 3t
A AM 2, ZEA FE T oHIE,

rlo
32
18
fu
¥

O
(K
ol
&
!
>
b
i
<
o

»  security-g 3 A 72 WAL A=
» manage-A82F B I1F AAS
A=y, e s WAL A EgY

audit_policy(failure(system|logon|access|rights|process|secur
ity|manage))

Agto] Fojs)x] Ge A A~ oME F oW & 75EAE
ARFUS. A2 82 et Eaydt
» system-FUFEHE TR T thA] AAERE I A=

« logon-A|2=®le] 202 HEi= 2733l Al =g
= access-3}A 3} 712 AT JfA|ol] NA|AdEH L A=Y

=
R WA, TRAS FE 59 oHE,
» security-4 3 JNA #32E& WAL A =FH T

= manage-A§4 = 5 AAFES vl
A=y =3k 95 HAES f\]EQHE‘r

0

history(number-stored-passwords)
dolEuo] =ol Agsol sl ol & 8 AFFYL. A 43 E
ABe W AEAE /1% S50 497 458 LT - Az
NStoredPasswords &= 1 3} 24 Apo]o] A4=dUtt 0 S A Ashd 437}
e AgEA ek
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Yol E]| B Windows 274 ¢] selang ™ =

interval(nDays)

AEAA A Al GEE B el 4Bt AAHAY WAH F Ao ok
de o 8 AAFUT.

nDays #t2 & & 0o]ojof Y. 1HAo] 0 o] AR&X}ol| gt
&% A AAE A st YUY oot REA FEE sl E A S
0cox AATr,

min_life(NDays)

hEE WSt As o £8 AAIUTH NDays = %) A5olob

i
F7F BH:

showfile ™ &-31< &4 g A[(Hle]A] 146)

showfile W& -vjolElE Y &4 FA
vlolElB. 3Ad] g

showfile M@ alL} o] Fe] AJAE gl gk vlolEl B Al AW E

g,

S AR AE gao] thEUL,

{showfile|sf} fileName [next] \
[{props|addprops} (propNames) ]

addprops(propName)

AT H4(ruler)s AAFUTH A4 H50] AA ruler ol Frhg U
ruler = A Fegoznt dAH 1 ofdel] HgH ruler =

B ol g,

fileName
AF ARE Jds 5o o228 A3}, sk} o]Ake] UNIX I
oS YEFUL. E ol Y& AASHH FE <t 9 ol &
229 Qi 7 ]88 W L HEe Fiud.
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Ulo]E] 2. Windows 374 9] selang ™ &

next

a4e olEe) e TAFUT o) $Ae A el 44 A
arweh 2 W 8@

A A7 A7]= query_size T4 A o3 A4HYTH A A7)
7] 33k 100 0.2 A4},

props(all|propName)

v }\] [oi3 Z\l%‘] (ruler) Kok

4743
ruler = o|F F o diaiA 2HE A

il
do
X
%t
i
O

of: UNIX g9 AF AR FA

UNIX 39 /tmp/foo & A% AHEZ vdste]ar o).
showfile /tmp/foo

dl: Windows 392 A% A

Windows 3} C:\tmp\foo.exe 9] &FA7F FQ1A] Laz}t gy},
showfile C:\tmp\foo.exe props(owner)

F7F AH:
chfile ™ #-UNIX 32 A% S=H(H oA 167)

chfile " #-Windows 3 A% =4 (#o]X 184)
showfile H#H-312 4 FA|(H o)A 146)

showgrp B&H-vlo|HE I1F £4 EA

vlelElB. &7 a3

Za: UNIX ol = 14 A A (seos.ini)ol A48 HI25EH 25S 9al
F7vetar guolEsta AHAISHA FUth 7|EA o R o] B
/etc/group YU Th. AAEE 82 UNIX & &4 7 M E
23 A 2

o] Byl PHe e gLk

{showgrp|sg} groupName [next] \
[{props|addprops} (propNames) ]
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o] E] B Windows -7 2] selang " #

addprops(propName)
EAT S (rulen) S AT 44 220 A4l ruler o] F7HFUL
ruler = @4 Aozt A4GH o] He] AAH ruler =

¥ Eolg o,

groupName
AE Aol EAEE 2§ o]5e ARG 1F olFL ME
dlolEl B g olFolojoF gt sht ool 1 olgg A4
T ol aFS vdaed #E gt OF olF 5EES du IF
olF& oY Ev H3E Eydddh

o

l_.

next
248 dolEe] FES gAY o F4L AL Holest 44 A
1w F o fEFUn
HAd #A2l A7]= query_size 744 AR o3 APt AE A7]9]
712 gke 100 o= AAgH ),

props(all|propName)
EAE EA(ruler)S AA G

ruler = ol% FAglo A 249 HHZS FA

ol

o,

unix 7] 915 W UNIX 1% security o A% AH S ygdsiad oS
i

showgrp security

F7F FR:

chgrp M #-UNIX “13& A (He]lA 168)
chgrp W #-Windows “135 =4 (sl°]#] 185)
show[x]grp W&-15 4 EA|(Ho]#] 148)

showres W& -UJo]E|B A2 £A4 FA

4

3

A
o] Wael WAL ey uyh

o
=]

Windows @] 429

showres|sr className resourceName [next] \
[{props|addprops} (propNames) ]
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Ulo]E] 2. Windows 374 9] selang ™ &

addprops(propName)

¥AE SA(ruler)S AU, $4 5o dA rulerd F7FE Y.
ruler= A7 FAggozg A o] He] AAH ruler &
ozt

className
Pzt &3 2zl olgg AHHUT
next

2449 HeolEe] FE& FAFU. o AL A Holert 44 7Y
A71Rg 2 o F8&gdoh

Hdl A A7]= query_size 74 ARl o 2AHUY. A2 2719
718242 100 o= A,

props(all|propName)

EA T £A(ruler)S A&,

ruler = o]%& FAglo] aiAd AAE AEES §x3},
resourceName
className Z#2:9] 7]¥ Windows 42 o]&< A A3},

showusr B&-U|o|E|H. A-&2} &4 HEA|
712 UNIX A4 33

showusr B@ 2 7] & AANA Aeld st o] ARgA HA4S

EAFY T

FaL: o] ¥E AC

et

Aol E QAT A% Ao e

Fa: UNIX ol A= 74 A A (seos.ini)oll AAE A2 RE AFEAES ¢l
F7Fstal QulolEsta AtAlstAl gyt 7|2 o= o] g
/etc/passwd Yt} ZAgE Y82 UNIX § &4 &g A E

FxsA L

o] e FAe et gHud,

{showusr|su} userName [next] \
[{props|addprops} (propNames) ]

addprops(propName)

EAIE EA(ruler) S AAZYT. £ 550 dA ruler o F7HE YT
ruler= 34 FAelgozwr AL o]Ho] AAFE ruler &
H=obgd .
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o] E] B Windows -7 2] selang " #

userName
N Zadol AEE AR ol FS AU 71E9] dlolEn
A o5 ARFU E ol AR 48 ydaHd 2%

—
= ©
ol AR o]F EHE Wi olF T mi dEw Py,

next

848 delEe) $EE TAFIL. o Fae A9 AEst 47 A
27w 2 W §8gu

Avl A2 2713 query_size T4 Aol o8] AP Azl 279
71¥-3ke 100 o2 A4},

props(all|propName)
EA T £A(ruler)S 23T,

ruler = o5 FHglol| A AgdE AH

i
Ho
N
%
T
)

showusr leslie
F7F A
chusr ™= -UNIX AF-&-#F =% (#H o] #] 170)

chusr & -Windows A& =% (| °]%] 190)
show[x]Jusr & -AL-&2} £4 FA|(FHo]A] 152)

xaudit H-A| 28 Access Ao 5F +A

xaudit "% SACL(AI 2] A2 Alof HF)ol 85 F71ghr}. 559
7} o w ol A AFH AR EE :L—‘;%’—OI FJ*# 1 MA| sk ar Al =g
ol 7ZHA} wA A7 2 oade] 7|2y, xaudit He S ACLoﬂ/ﬂ o

Gl
s}aL, FILE, PRINTER REGKEY, DISK, COM Xi= SHARE &4

o] W FAL g 2HU,

xaudit className resourceName \
[failure(auditMode)] \
[gid(groupName)] \
[success(auditMode)] \
[uid(userName)]
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YJolE] B. Windows $H7 ¢

] selang ™

className

Yasrt &8 Pax 30 olBe AP

failure(auditMode)

gz ek Ag e AAl= A RE 7IEFH.

Zrol &35t YA~ 534 wet auditmode o] tdk &nlE e oh&3)
254y

F3: NTFS st A BRES AREE 5 Syt

= DISK ¥ COM: changePermissions, delete, modify, query, read,
synchronize, takeOwnership.

= FILE: changePermissions, delete, execute, read, takeOwnership,
write.

= PRINTER: changePermissions, delete, print, takeOwnership.

» REGKEY: delete, enumerate, link, notify, queryValue,
readControl, setValue, subkey, write.

2E gAi22 F89 thdl: none == all.

gid(groupName)

AQse A4 A olBS BW EE HEw

resourceName

SACL(A &8 Al Alo] 55)& 4T gas dase ojas

A g

success(auditMode)

g azzel] o Aol FojE HAxE VIEFUH.
#tol &she #lahzs f3ol wheh auditmode of] ik SntE e vhg
2L,

F3: NTFS st ghAF RES AT = g

= DISK % COM: changepermissions, delete, modify, query, read,
synchronize, takeownership.

= FILE: changePermissions, delete, execute, read, takeOwnership,
write.

= PRINTER: changePermissions, delete, print, takeOwnership.

REGKEY: delete, enumerate, link, notify, queryValue,
readControl, setValue, subkey, write.

2E i~ 78 ) none = all.
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o] E] B Windows -7 2] selang " #

uid(userName)

AAF T2 iz a3 dAAE TR = AAEAE AREUY. =
o] o] ALgAE A Qs Ag-, AHEA o] ES ‘J‘bﬂ'} e HER

T-EgUtl. Windows NT dlo]EjHjo] 2o HoH ZE AL&ALS
214 ste ™ userName o] thall HE(*)E A A L.

F7F BR:

xaudit- HEH-A]| 28 MM Ao HE A A(FHO]A] 211)

xaudit- H#-A| 28 Access Ao] EF A|A

xaudit- EL SACL oA &< A4 A3}, FILE, PRINTER, REGKEY,
DISK, COM ¥ SHARE ]2~ 3o s fadrt.

o] Welel YA et i

xaudit- className, resourceName \
[gid(groupName)] \
[uid(userName)]

className

Parrt &8 Pas 8o g AP

gid(groupName)

W B9 Pz B AAsE e 1FS AR E ol
GES AR A AER olBS B EE HED TRANAL

resourceName
SACL(A =B A2 Aol B5)& AAT fix gi=9 o|FS
A g ot

uid(userName)
AAE T gazol] g A AE A= AREALE AR FHT =
olAre] ALeAE A A= AG, AFeAF o]BES T o= HAuRE

23t Windows NT dlo]E]H]o] 2o Aol RE ALgxE

2|4 stE ™ userName o thal HE(*)E AAAHA L

F7F AH:

xaudit H-A] 28 AA 2 Ao] 5 FA(H oA 209)
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e

backuppmd B #

o] Beo= HA mul

e 37 o A
27} Shmzow v

s

3l BE selang Wl tidh 943

5
U,

1 ot
)y 2L

- PMDB #¢]
pmd 3734 &3

backuppmd %< PMDB dHlo]EHo]~9] HolEZ A AH t]dE g o
WA, g, HH AH, 744 39S x35hek PMDB Ho|E M| o]~ BE
dlo]E7F Wl gy,

DMS o disll o] ¥ A2 vt 25y
backup pmdName destination(path)
PMDB ol tisl of WHel B4 theat gyt
backup pmdName [destination(path) hir_host(name)]
destination(path)

ul]l shelo] AgE CeE s Fel g

F3: A2E A QGsH] o™ _pmd_backup_directory EZ] A A=
71 1Al stdo] Mg

7182k (UNIX) ACInstallDir/data/policies_backup/pmdName

71 &2k (Windows) ACInstallDir\data\policies_backup\pmdName
pmdName

¢ g PMDB Hi= DMS 9] o5& Aottt
hir_host(name)

A%l 3= ZE PMDB & A 4%

'name' SAE® olgHUAS W o] A& FEIES PMDB TEAE

43,

a3 o] HES vixE 42 319 PMDB 7F 5Ug s 2EQ wjxd

7ol 5k 4 AH U
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A w2l 279 selang %

createpmd

H%.52~E0] PMDB 2H4

pmd #7349 33

createpmd HH-2 Y4 F2Eo|A PMDB & AYFYh. & W o]t
AHE2HS PMDB 9] #e &b, AR 2 s pEjaRkE A4S = dF Y
Y% PMDB ¢ F% PMDB ¢ %52 PMDB &= Ae|g 5 S5t 944
I AEo|M createpmd MHE AP 5= dHUL

o] Welel YA et i

createpmd pmdname \
[admins(user [user ...]1)] \
[auditors(user [user ...1)]1 \
[pwman(user [user ...1)] \
[parentpmd(pmdname@host)] \
[desktop(host-names...)] \
[subscriber(host-names|pmdnames...)] \
[pwdfile(file-name))] \
[grpfile(file-name))] \

[nis] \
[xadmins(user [user ...1)] \
[xauditors(user [user ...1D] \

admins(user [user ...])
PMDB 7] 47} & bt o) o] ui AkeAE AR oz
AHgATE g Ag FMoR TR,
auditors(user [user ...])
PMDB o 7HA} 1€ 2 5 )i ehu} ol R AEAE AP T,
ofe] AHEATL g A FHoR FRIAAL.
pwmans(user [user ...])
PMDB ¢t& wrela7h d shi} o] ide] AlgatE AA G ol
AL 91 A BuoR FRIAAL.
parentpmd(pmdname@host)
24 =<l PMDB °l dis] F%7F ¥= PMDB °] o|&5& A4
Z31: selang remote M H S AF&3te] oy R AH wds

BosteW SRS Aol Gtk oF Sol, 34 23
49 AA wAe Aelsteln the Hue gL,

o

o
A

rn

ke
T

createpmd subs2 admins(abcl23 root) auditors(abcl23 root) desktop(pcp36949) \
parentpmd("aa@pcp36949, bb@pcp36949™)
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214

] selang §®

(¢]

selang Fzx ShujA]

desktop(host [host ...])
#2217} PMDB & w2 @
olg] TAEV QIS 4
SEQYrh,

= AU
. 71282 Al PMDB ¢
subscribers(host | pmd [host | pmd ...])
Al PMDB 9] %527} @ S2E Hi= PMDB & A4 #UT o $2E
E= pmd 7 $lE A THoR FESHAL.

pwdfile(filename)

PMDB ¢t3 3d& A A

o

e,
grpfile(filename)

PMDB 13 #dS A dUH

nis
A PMDB ©] S 2~EcA NIS A& Fd3til E UNIX fHolES
26 Yar) 99 Be $9¢ AT

xadmins(user [user ...])
PMDB #&]#7} & 3h} o] <] <lE]
AL 9L A BWoR FRIAAL.

xauditors(user [user ...])
PMDB ] A} & =
AR g e AR

pwmans(user [user ...])

PMDB 95 #el47h 4 sht ol
ofe] ALAT e A5 B

M =2




A2 mEl g9 selang HH®

=

deletepmd

W .FAE0| A PMDB A|A

pmd 37 dF

deletepmd WHE T 2Eo|A the 2SS A AT}
= PMDB ¢ selang & 3¢
- HlelEo] s Tl
- HAzE"Y =
= PMDB H#H<zo W&
= PMDB Y E
TR A o] AAE ZA7E HAEA] =5 Stefd PMDB 9% dS A A
2bA|5le] PMDB & 2HA 8l 31 814 vl Al S, PMDB o A= &
deletepmd W#H & AHE3HA L.
o] e P42 o5 ZHUTh

deletepmd pmdname

findpmd H&-32E9 PMDB U<

pmd &3¢ dAF

findpmd W#H2 A4
EEEAE=A

&
-z

Mt
L

o] Wl gAe thet gaud

findpmd
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37 ¢ selang W #

listpomd % -PMDB o] tj3 Axn g

pmd #7349 33

listpomd W% PMDB, 752, fHolE 3d 2 oF =10 tish BRE

O O
Haduth A4S AREEA 25 B 43 25 pmdName o] B

FEA7F v,

[e)

o] el WAL Bgr LHUn

Tistpmd pmdName \
[{info|subscriber(subNames) | cmd(offset) \
|errors|all_errors|log}] \

[next]

cmd(offset)
dHelE e BE ¥ T LEZAES AT
2ITAL sle] Q= PulolE A E FAFYC eXAL AFT F S,
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/etc/* \system32\drivers\etc\protocols
/etc/hosts

/etc/hosts.equiv
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Watchdog & ©] 3¢S AAlsta oY FR7F A A Lg=A

shelghd.

FAL: SECFILE S #i=oll= vEaHE A8 5 fladth

Al 4 FeEs R 54381



SECFILE &2 ¥3=9] 7]+ SECFILE dZ== Ho ¥ 19

ol5dUY. HA F=2E AFFY .
E‘r" Ao o] FY2 dEz=d x3E S48 Ay giiEe £42
T4 7VsstH selang H= #E] Qe H o] ~E AFEslo] x22E = QFUT
’“74%} T e A2 ARE BTAEH AdFYT
AIXACL
AIX Al2~®l ACL YUt}
AICEXTI
AIX Al2=® g A1 Qi)
COMMENT
HIEd 234 F7F ARE Ao}, CA Access Control & #3
Fo 5 8] o] AHE ALEslA] STt

Agh: 255 A},
CREATE_TIME

(AR) dzZ=7F 2" IR 2 A 7S HA

o3t

e,
GROUPS

2] 2

27

=g

g5 =7) A% 5= CONTAINER #liE =25 Aoghr},
datel™ ald CONTAINER #] 5= o] A

HEZ chres, editres

Y= newres BRI A ARRSHA AL
HPUXACL

HP-UX A28l ACL JUt},
MD5

(74x) 32l RSA-MD5 ALt}
OWNER

dAiEE Afdte AMER e IS AodUn
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PGMINFO

CA Access Control o] 93] Aso =2 MAFEE T2 AWE
Aottt
Watchdog & ©] &40 A HARE Aso=z gAY}, o] Jr7}
WA %)M CA Access Control & ajlgd Z2 1388 o ~E
ECIER=
e FH1 T ShYE AEste] &2 Ao AdE ARE
ALk = dFYT.
Crc

T714 T35 AAF 2 MD5 Ay Yyt
ctime

(UNIX d-§&) vixjete = st ez A4 Az Yo,

device
UNIX ol = mtdo] AFst= =8 =39yt Windows ol A+
ddg xgets taael =eboln WU,

group

229 Hdg 24T Qe 1FIYh
inode

UNIX oM & Z 22 j+°‘«1 I AlE FAaAYH
Windows ol A= &7 7} flssuH o,

mode
ZeaF ddel g wE Wk BE Regiyt
mtime

Eil%l 5‘4_08101 U]—X]E}'gi Z,:Zé% /‘]Zl'ot}]/]]:]'

owner
2 3 AfdtE AUt

sha1l
SHA1 A™uch, Tx g e a3 5o L3 5= 9= Bk
a4 obaelFoleha sk tHE AW WU,

size
T2 gde] 79y,

o] £AoA Zg 12 FAsHWA chres, editres =+ newres % 3}
3l7) flags, flags+ %=+ flags- "i7) WS AF&3U ),




SECLABEL S|

UNTRUST
g a7t AEYAERER, EYAEYEAE Ao, UNTRUST
&Aool AAEW HIAE PdihaE AFEE 4 glssydh. UNTRUST
&Aool AAE A gFod, gz tg dolEHo]xe UYdE o2
&Aool AtAke] AAx Aee AAsE d AREEUY. ofd Aoz E
EfAER gia~7F AW CA Access Control & A5 o 7
UNTRUST £4S& AA43urt.

o] £A45 443l chres, editres %= newres WH ¥} &7 trust[-]

UNTRUSTREASON

(BRr) zzao] AEY

[>

Ed ol A4t
UPDATE_TIME

(1) d2=s vAte s A4 dabe AS BAIF T
UPDATE_WHO

(Bx) ddlelES Fad s AT

SECLABEL Z#=9] 7} glz=+ B
SECLABEL 27} &< 7% Rt dol
o 2 Hot HF d3S v HoF
Hot glo]Eo Mol 425 W Hol ¥F

A} g

USER #l#Z=7} Bl glo] &S £3Ha &2
-0 vk Apg2Fo Al B Ao gk WA A7F oy,

= Wb go]Eol AAHE AREA Bt FEL fias B FERY E=7Y

a&Ud.

EEREL Ty

F31: Windows ol 4] CA Access Control o] A 2] %
SECLABEL Z#fj2ol #lz=E 7FAaL glojoF 3y

ie

SECLABEL Z#~ g3mE9 7] HeF o] o]&¢Ut}. o] o2&
AFEAE s gz Heb go]ES dgst w 2]HE ] ] AREE U
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SEOS =g~

o Aol= o] Y~ Eﬂ:’EOH FoE A4S AUty £4
4 7Fs3hH selang & #E QlE I AE Z
’“74%} T 8l £48 ARE ZAHY sy

CATEGORY
AR R wlasd] BRE St ol el nmek WEE Fogrh
COMMENT

dzzo] ¥xgst F7F dRE Aolgr}. CA Access Control & H 3

g fal o] ARE AR&EHA FEUTh

Ak 255 A
CREATE_TIME

(BR) dzert A4d I 9 AIRS BA YT
OWNER

An=E afdte A4 ®

rr
H
ol
i
o
o
L0
L
v

SECLEVEL
A2 e glaz] Het F55 Zodyrh
Far: o] £4L8 ch[x]Jusr 2 chres M= 2] level[-] #i7] W50
3k o
UPDATE_TIME
(BR) da2=g v e s 4
UPDATE_WHO
(BE) dHolEE 3% dat

ot
e
3
¥
>
)
o
=3
>,
]
T
i

it
==
>,
]
i
O

SEOS Z#|~+ CA Access Control A3l F-o] A ~®le] F2-S 7o),

2ol At Bk 9 fgk Fof FHS AAske shve] SEOS #lai=vwt
AFUTH SEOS i~ £A49 AHE Eﬂ‘/‘r W7 sle ™ setoptions HH S
AHE-3HA A Q.

A 47 FYg= 2 £ 385



EP% Aol o] 2= Eﬂ:’EOH 23 £45 A9y, gy £4
4 7VsstH selang v ¥ QoA zx =
’“74%} T §le £ AR ZAHY dFYTh

ACCPACL

A3 Fo] 34 Fo] UACC(defaccess) ¥ PACL E=& 7l
TAE YHEFY YT

ACCPACL ©] &43l¥] a1 ACLS Sl AF8AFoll Al HAI A Q1 A 2~7}
A, g AAE 385 e JA=UdYTh ACL S &3 HAA
MA 2=~ AT PACL S &3l WAIA HM27F Foj¥l 75 PACL
MA = 3E4H AA gyl ACL 2 PACLO] BF BAH AA~E
Z33s}A o defaccess 7} HAM~ A s AAIE U
ACCPACL ©] &4dsl=#] k2 9ol ACL o] AA Az sl
HA AAE YT ACL o] AL 521 BAze gish dqA~ o &
EgbehA] @+ A9 o= defaccess A o7F AAE YT

defaccess o] WA A NA2=7F Fou A &L A5 PACL A= A o)7}
HARE Y T}

CA Access Control o] A x]%o] glom o] &4 glo] yes & AAH U},

ADMIN

ADMIN Z& 27} &4 AJEQlx] o+
A}

JER UL, Qyd o2 ADMIN

s E4 Adeel Hot He S Fyste 43S Aoyl
ADMIN Z# 27} vj@Aste 7 9o BE A&7} CA Access
Control A=A 2P 4+ AFYT.

APPL
APPL 27} &4 AHAA AR5 YEeEPY YT

AUTHHOST

AUTHHOST Ze~=7F 24 Aol o5& vebddrct,
CALENDAR

CALENDAR Z#|2=7F &7 AERlA] o5& Yy
CATEGORY

CATEGORY S =7F &4 ZHiIA] o 75 debdy
CNG_ADMIN_PWD

PWMANAGER E4<& 7}
s HAT # 2

z }QXV} selang & A}-&3}e] ADMIN A}-&#}
NEA AFEE YERE YL 7232 yes YUt
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CNG_OWN_PWD
AHEAL7E selang = AREste] ARale) gtas WA 4 9l
e Y o
o] £4S A3} = v A3k setoptions B H 3} 7 class+
= class- "7 W9} cng_ownpwd A4S AF&3HU
COMMENT
dzsoel 233 7 4HE Jogrt. CA Access Control & #3&t
FoE 9l o] ARE AMEA &HFHT
A gk 255 A}
CONNECT
CONNECT Zdl=7F 24 ZHiQlAl o5& vty CONNECT
= H

U7 4L W 2 dass 2e A4S

s

A o] %2

HOST =27 249l 2 5- C
&4 FUEE ARSEHA dFYTh

TCP el =71 €49 7% CONNECT Fd2x 24 Y=z AFRHA
FEHT

CREATE_TIME
(BR) gz=7t e I 2 AREE A O

DAYTIMERES

(UNIX #-&) CA Access Control o] 2429 thal daytime #|3+S
HAANEA] of H-5 e YT

DMS
o] dlolEjMlo]~rt e Hulof 3hi= DMS AW H =9t
DOMAIN
(Windows #-8&) DOMAIN Z =7} &7 AJejl ] o F-&5 vebdyot
ENDTIME
(1) dolewol 2~ o] X AFH AR npx| e 2el I 2
NE(SAE=
FILE

FILE Z&27F &4 ZEdA 55 Yepbd Yt} FILE S 27F &4
A w S¥29 dases 93d 9 gaEHEE BEdy.
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ACCGRR
ACCGRR(-F34¥ =15 #d3) +4L CA Access Control ©] @42
ACL & ZAbshe= ®el 9&S w3 Yt ACCGRR o] &4 3tsW CA

Access Control & AFgx}7F 431 RE 1804 Fojd Adte] ACLS
golslytt, ACCGRR ©] v &4 3}=H CA Access Control & ACL oA
A8 7hsd 3ol gk none o] EFHEo] d=A It 4t none ©]
4?"5101 Qo MxA7E ARFEYUL, 128x% ¢kom CA Access
Control & A2 Alo] EFo] 3 WHAl A& 7legt F5S A9t
BE % g5S FAFEY.

[o
jal

o] £A4S I3} £ v A3 setoptions ACCGRR &S
AHESHA A Q.
HOLIDAY

AA AF-E vEFE YT HOLIDAY
A= %MH Holiday 713t & =213
‘zlt % I :ﬂ’c& | dadrh

HOST

HOST Zej~7F &4 “Fejolx] o1
Areld w CA Access Control & ¢
MulA 2HE& B3,

HOST EL;JH/’\7]- Zd—/\‘] )\]—EHO] O‘T‘ TCP % 2 CONNECT Z_EH
gAdsteolx &4 FH=Z AFEHA oL/\qq__

HOST Z@i~e] 7242 &40y
INACT

£ Yebdych HOST Zal~7t 24
A S 2EoA 5o]2 = TCP/IP

g 2L AA FAE
g7t ZadleA 2t Iy

t}
USER #Z=9] INACTIVE &4 3t
Mgt ¥ 7}x] 2% SEOS Z
A"y,

o] £S5 dulo]EsIE W setoptions W H A inactive T+ inactive-
ufj 7} E‘*;—’Fi AH&sHA AL L

< GROUP #H =9 glHrth
P2~ BlZEe] INACT &4 KT

ISDMS
PMDB 7} DMS 9 &8 3 ZH9$-

Fojuit,

Jat

LOGINAPPL
(UNIX #-&) LOGINAPPL Z#~7F &4 Aeiel#] o 55 vebdyd),
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MAXLOGINS

AP Al B1EE Hd A Za1(EEE AlA) FaUTh o] @
Z A AREALY] A A7 AFRFH YL 0 g2 Hdigkol O*%T%
UER oL AREAbE HE Al el daglo]l sAlel 2acled
AFYTH AFEAZE 21918k selang & 2 @5t A Y d ol E uﬂo]
gejstel s 49 o] %e 0o1AY 1 HTh Aok Futh 1 olF

Access Control o] Z} #J(=19l, selang, GUI %)< Er|d /ﬂ]’r‘lﬁi
Hs8h7] iy o

USER #s=9] MAXLOGINS %4 %ol GROUP ¥ s x9] %}blﬂ&}
Mgy F 7HA ®F SEOS @2 #ls=9] MAXLOGINS 44 xth
A4}, SEOS Eﬂ:'EA e A dlmZsdd HWAIA ko]l fls o
AREEE 72U

SEOS Z# 2ol dist o] £4& FA3telH maxlogins 7| M4E

chres, editres @ newres W& 3} A AFE3IAH AL
MFTERMINAL

MFTERMINAL 2271 &4 el 75 eyt
PASSWDRULES

ols 12lS YEY YUY, o] &A= CA Access Control o4 ¢+5
HEE AHEstes WHS A48t o8 27k sy 139 AA
EZ290 USER Y29 +4 713 PROFILE £A S FZFHAA L

248 =435l setoptions Ho A password w7 W<} rules
E rules- SAS AMESHIALL

PASSWORD

AE 24 AEIA o F-E YR YT

°ls
A4S A3l = v EA3slsl# A setoptions W #H 3}F §HA class+
+ cla

o]
r ass- 7] W9k PASSWORD #4S ALg3Ut).

=

PROCESS

PROCESS =¥ 271 &4 ZHdA ofF& Yebyyrt. PROCESS
S 24 FEHd u S22 dase AoH TRAAVE FREHA

wsl 5o FILE @20 Aol ojof dt}.
PROGRAM

PROGRAM =27 &4 AH1A 85 YeElY U, PROGRAM
vt 4 dEd u S dIass EYAEHORE FA|HY
A= AYH TN Wy},

PWPOLICY
PWPOLICY =7} &4 e o5& Yepd Ut
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REGKEY

(Windows &) REGKEY Z#{=7F €4 AEjdlA o7& Yepdy,
REGVAL

(Windows -8&) REGVAL S e|2=7F &4 HiQlAl ofF-5 vehdytt
RESOURCE_DESC

RESOURCE_DESC E& =7} &7 el A] o5& vebdy.
RESPONSE_TAB

RESPONSE_TAB Z =7} &7 AeilA o5& yedyrt.
SECLABEL

SECLABEL Z#j2=7F &4 AEilAl o F-5 Yepdy .
SECLEVEL

SECLEVEL Z&f2=7F &4 A 75 vepdyh
STARTTIME

(1) deleuo] 2~ mtdo] wixeto g Ay T Bl A 7F]IU T
SuDO

sesudo oAl Al-&-¥ SUDO E# 27t &4 AHIIA o7& YErg Y.
SYSTEM_AAUDIT_MODE

AREAE 9 QlE] Zeto] = ARgate] dlgh 7] ZAL RE(Al2EL A A ZRAL

mE)E A4FYr.

7)E-Zk: Failure LoginSuccess LoginFailure
SURROGATE

SURROGATE Z#f27F &4 AejlA] o5& by, SURROGATE
=7 &4 el wl CA Access Control < surrogate &3S
H o

TCP

TCP =27t &2 AEA 0% UrEHlME} TCP Z& =7}
A @ CA Access Control & Hﬂ 2, ftp 2 http 59 E912
Au) 29k U7ks TCP MH|AE B o g,

HOST Sej=7F &g AFei]l 7§ TCP Zefae &/dstojx &4
ZYE AFEHA EFy

TCP Zd 27 &4<l 7% CONNECT Z#2:= 84 FH22 AFEEHA
acaRi=

k1S
=

T

T

3
TC
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TERMINAL
TERMINAL Z#2=7F &4 A o -5 veEby Ut TERMINAL
Y27t 24 A w CA Access Control & A}¢l2 Zof gy
M~ HAALS Fa38tar X-window AlAS ®EF )

USER_ATTR
USER_ATTR Sdi=7F 24 ZEiQlAl o5& yedu.

USER_DIR
USER_DIR =27} &4 AEIIA o5& YEbg U,

UPDATE_TIME
(BH) HRZ=E bR 4% datet A7hs A

UPDATE_WHO

(BE) dulolES 3T HAE FA

)

SES

t

g,

SPECIALPGM ==
SPECIALPGM Zg|2:= A AH g1l E4 Hob AstS Fojgr},

SPECIALPGM =29 7} gats b5 & F 7H4 7% 5 3hvs

7H Y o},

= Windows o4 #<l, DCM, PBF, PBN, STOP, SURROGATE, REGISTRY
2 KILL 227338 5534 UNIX 94 xdm, backup, mail, DCM,
PBF, PBN, stop ¥ surrogate 213 5%
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AC &7 <] Sef~

SPECIALPGM |~ #lxa=9] 7)== E4 TR0 B E4 7 7309

WY sieol] gk F=dyr.

Z: specialpgm 22 Hel S 98 5 Ae AW +FH F=

512 NPy tt.

1:]-0 Qo= o] Y2 dasdd ¥3E $48 AYFun dFEe] £42
T4 7Vs3tH selang v #E AEFH o] ~E AFESte] 22E 4 FU T

_I__;Gtﬂ— ‘}I: O—lL: 5:/\-]0 XJE_; .LA"E]Oi 2 —gb}ﬁ]—

COMMENT
zeo ¥3ta F71 ARE AHostyt}, CA Access Control & #H3H
FolE ﬁﬁﬁ o] 4R E /\}%3}74 25Ut
A g 255 A,

CREATE_TIME
(AR) dz=rr A48 I 2 AHS AR Y

NATIVEUID
ZTRa% B TRANAE SESte AMHEAE YEFEU T B CA
Access Control AF&AE XA stH ™ *5 AL A L
o] A8 FA3slel™ nativeuid w7 W45 chres, editres =+
newres W H 3} A AL Al
Z31: CA Access Control o]d W d3}e] 3345 Fxst7] $13)
NATIVUID <4 th4l UNIXUID £4% A3 4 95Ut

OWNER
dI=E 2fsheE AR £ 255 Aoy
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PGMTYPE

M~ 3-8 Al CA Access Control o] o] ~38t= A~ 7HAF §8<S

AR

backup
READ, CHDIR ¥ UTIME A~ E wlo] s ~gT},
F3: AEA MPS Ak Puels F AR ek g
ZRae] £E7 opd ALl o8] AAR FS o] AEAE
OPERATOR = “gejafjol gyt wiq] Zmaglo] FE] o3 A3y
749~ SPECIALPGM Z & 2=e] W] Z 23S
pgmtype(backup)o.® S=3 5 glHU T},

changed
(UNIX olvt sld) PAM &43td dig] ID W74 =7 (d: su)E
vho] o) 2 g o
o : er specialpgm /bin/su pgmtype(changeid)

dcm
STOP o|HIEE A9 &
who] ) 2= g o,

kill
(Windows o| Wt 3) Z 2 Ao s T2 F5
vho] a} 2~ g o
d& B0l g AL o] ZRA A dM 2 v KILL &
AF&-3lo] CA Access Control A u] A~ (Z2A2)0] 3l e o=
79 services.exe & Hlo]g| 3L},

oWl Eo] 3t &

rid
f
rO
ki)
~
D
]

i

i

nr specialpgm c:\windows\system32\services.exe pgmtype(kill)

Windows Server 2008 oA AH] A~ Fx] 2 A& ] steE
services.exe T ZA|A2E A2~ F3 KILL S AF-&3Fo] CA Access
Control Au]2=of gt ANES 3 T2A 2= THE L A4S
#3934t} Windows Server 2008 o d %] 3}:= 5 <F CA Access
Control & AN T2 A 25 283l services.exe S 2tal s
vpo] | 2~ gt 2-& THEUTE. o] HPO]JHiﬂ 21 W services.exe ol A
CA Access Control AH]2=9] AMES & w "AH-E" CA Access
Control 71—/\]— ] E7]— A/\]E]qq

mail

(UNIX o5+ 3) setuid 2 setgid o|HlEo] t3t o] Ejujo]~
AALE Hholsf =g, wY Hloldj A5 Faf WU AN A EE

4% & Y

none
o] Fell HdA ¥ PGMTYPE & X7 A|AFYL.
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pbf

g A oJHE g dolEfuo]A ALE Bfo] s Ag Ut
pbn

HESA & offlEe gl dolguo]la HAFS upo] s =gkt
propagate

(UNIX o5+ ) o] PGMTYPE & Atg3te] L2adlor s&4%
RE T2 aHdo uH3 wHel AIS dugdyn), A AsHA god
SPECIALPGM W32 A9 =2 a#lout ofaks F),

Fa: B¢ A3kS PBF, PBN, DCM, SURROGATE A3 AL&-&
gk st 4 dHFY ).
registry

(Windows |9t 3 &) Windows @A ~EZE A= L2139
gk dlolguo] 2 HALE ulo] 3] =g T,

stop
STOP 7]5ol dlgh dlojg o] HALE ufo] s 23,

surrogate
AdoA o|HIEE WA F< ID | tigh vle|E Mol ~ HAALE
vlo]sf ~ 3T}, surrogate Hlo]d =8 ALE3 AS FA T
SFH T

xdm

(UNIX ol 9k s 2) Agtd dE = M (6000-6010)0] st
HE$ 3 oWl E(TCP, HOST, CONNECT Z# -~ 5)&
vlo] sf ~ 3 o,

o] £4& AWM pgmtype w7l W4E chres, editres E&
newres W3 A ARSI A L.

SEOSUID
e S ZRIWUS AT VRS Fol we v eH AeRE
Golgunh w24 AFAk= USER el==st @7 o] e ujo] 2o
FEEEDR A

o] £4S 443t seosuid 7] WE chres, editres =+ newres
W A AFESHA Al L.

UPDATE_TIME

(BR) d32=g v ute g FAg dpel AR EAY T
UPDATE_WHO

(BR) dulolEE s #AE TAFYL
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o: UNIX 3 23S

/DATABASE/data/*°l| = 3US B3 37 ¢ dole o]~ #Ae A=

firmdb_filemgr ol2t= 3t AW dl2& AREFUTH o] Y A¥e

/opt/dbfirm/bin/firmdb_filemgr o $JxgtUct, dutxg o g o] fyite ZE

ofgfol A Ao FE A oA HolEo] MM = EF G

O dAlol A =24 AbgAbs ol# e wdo) HoAmwt JojHa vE

ARgAtel o g el se AU

1. v B8-S AFEste] "F 23" 995 CA Access Control
el g e,
newres file /DATABASE/data/* defaccess(NONE)owner (nobody)

2. AL A sFE = ASAE AT,
newusr firmDB_mgr

3. =84 AF&A firmDB_mgr o Alwt 9 A A~E 58
authorize file /DATABASE/data/* uid(firmDB_mgr) access(ALL)

4., vpx]go 2 firmdb_filemgr o] =24 A}&x} firmDB_mgr 3} -7
A G

newres SPECIALPGM /opt/dbfirm/bin/firmdb_filemgr unixuid(root) \
seosuid(firmbpB_mgr)

upebA dlo] wtde) A ~sh wl CA Access Control & =2]% Al&AZ
FEZF ofd mple] HIAE 1A gUT. FER gl A AE A=

HA= et

A 4% 2 2D 54
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SUDO Zd &

d: Windows 3¢d ®B3%

C:\DATABASE\data ¢l 3+ #4S B5st7] f18 dlolefuo]2 #Heat=
firmdb_filemgr.exe 2} 3 AW AMu]2E AU, o] 3 AH
A H] 2% C:\Program Files\dbfirm\bin\firmdb_filemgr.exe | $<Ut}, o]
Aulz= gzl Alzgl Ao s Adgurms, A28 AL dlo]E ol
AT 5 PgUTh
& AN EEH AL i@ e WA oy e

ALYl o @ Al Al gy
1. o3 W3S AF83le] CA Access Control o] "F Q31" 3dS

el gy,

newres file C:\DATABASE\data\* defaccess(NONE)owner (nobody)
2. FAL AAzsts Eo A AEAE G,

newusr firmDB_mgr
3. =4 AR&AF firmDB_mgr ol ARt 3} A =5 -8

authorize file C:\DATABASE\data\* uid(firmDB_mgr) access(ALL)
4. vpFo 2 firmdb_filemgr o] =24 A}&-A} firmDB_mgr 3} -7

AP A F .

newres SPECIALPGM ("C:\Program Files\dbfirm\bin\firmdb_filemgr.exe") \

nativeuid(system) seosuid(firmbDB_mgr)

upebr] Mu| 27t ool A~ d w CA Access Control & =g]% ALEAE
Alz=® Al o] obd st o] HIARE AT Al 2E Ao R 3
M2 A Edhe= fAE A9 gy,

SUDO Z# 29 7} g7+ |27}
AREARZRE ALE AS WY & ¢ deE HE S

SUDO Zdx g3:=
SUDO #HZ=dA HaHs Aged o o

ZF3L: Windows o] 7, Blrld AnR|27F A" A5FE o4 SYSTEM A% o]
ol Al&xF Al o2 SeOS Task Delegation A1~ 7} A8 & sesudo
HE o figty Z2A~E AY  glsyh
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w%@ﬂ%o1§wAﬂwcﬂ:ﬁw1%o%a
F4 7Fs3 selang =& #a ClEH o ~E
’“74%} T e S AEE A dFHHh

ACL
g azol ] ANA7) FEH HEAAEA 2 a2F) 2= Y
Horae] dAz f88 Aol g,
£ 7 aat de AuE £FEU

ACL( M 2= Ao J=)o 3l

Accessor

BEAE gy,

Access
A2 g azed g 2t A~ @S gt

ACL & 4A38H authorize =+ authorize- M= 3} a7 access "7l

HEE AR AL

CALACL
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