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1. Windows ¥#2]#F Agks 7k AF-8-2F(Windows administrator =+
Windows Administrators 19 T491)2 Windows A] 2l
20y
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A}% 0 2 CA Access Control & A x& = 951t}

BEES Ea F "ia EffolHoAM vy HEHYR oyt
\architecture
architecture
&G AA] b7 A oFolE Aol
X86, X64 = IA64 T oti= A8 + 35U
o HEs 4o
setup [/s] /v"<insert_params_here>

<insert_params_here> W4E Az T2 a9 Adely s AA
448 AAIYT

AA Zrae] yepgun, Ax Zzad shde] dEstes AREA7L
Aeg 7|2 Mol FAE I oS $43lo] CA Access Control &
AR = dsyd

AE o2 CA Access Control & Axsl8H

1.

Windows #&] 2} AgHS 7F AFE-AH(Windows administrator B+
Windows Administrators 12| 7/ 9)=2 Windows A]2=Eld]
2y

Windows A28l A A8 $9l 2E $8 T2ads Fadyh

F tj2~3 =g}o]H o] Windows DVD & CA Access Control 3 4
848 ¥aUd

24z S dA3stst A9 CA Access Control A& &A1 7] 7}
UEFE U o

A E AFE HAVE E5UT

Al 4 7 Windows &3 A4 8 ARgAF A|A
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5. WHEES 91 & 2z =dhojHoA b HEE YR ol FdY
\architecture
architecture
£ AAe] o}r1EA ool el
X86, X64 = IA64 % stuE A8 o+ AFUTH
6. the WES AP
setup /s /v"/gn COMMAND=keyword <insert_params_here>"
<insert_params_here> W= Az TR Adelys X
AARE AR
A3 A5 AAE Adsted A Aokel Selsjor gtk A&
Al°FA F ]9} CA Access Control AH5 Ao Fasdh 719 == A3
=2ag A8 A EAHE AEE Aok W obeel lgych

setup H& - Windows €& CA Access Control 43

setup ‘joﬂejo Abgste] e Al ARgAE A4 7] k(T #] 86) S %
= A AA(HlA 87)8 3T u Wmdowsﬁ CA Access Control &
AA o

i WEE Aol tig AAE &> MSDN(Microsoft Developer
Network) z}o]B 2 g]o] %1+ Windows Installer SDK A ™A=
FEe A Al 2

o] o AL 5 EHYTh
setup [/s] [/L] [/v"<insert_params_here>"]
/s
A4 2713 digt dAE F1UH
/L
CA Access Control %] 1ojE et}

iz o] g 2oA A Y= = CA Access Control A% ojo] 3k
ZAIEE W82 Heys ARE FEIAAIL

88 & QHiiA



ot
N
1w

Nt

/v "<insert_params_here>"

Ax Zrafor Aad vy W4E Gt

Fa: e ol Hgs SuEE("E FojoF Futh

o5 w7 M /v il R E B AA Zrafior Hddgy
/1[mask] log_file

Az 21 3o AA Arne o2 A
AEE 7|5eteH vk *v & AREE A Q.

/forcerestart

A7 guE F AR HAFHE oA A&t ES A
/norestart

AA7F SER F AFEHE A AlASHA =5 G
/an

/s &S A AHEEte] A AAE AAFUH

2! As AAE 2dstey COMMAND w7l Wa=g ARg-sfof

.

AC_API={1| 0}
SDK ghelBelg|el MES AA(1)ZA AFE AT
7183k 0(E2 A 34 2 2)
ADMIN_USERS_LIST=\"users\"

CA Access Control djo]gjH]o] 2o 3t #Aeja} dAAA AFES 714
Zk Apg2bE Mo R et Udst 555 AFogr.

7183k AAE sk AR
ADV_POLICY_MNGT_CLIENT={1 | 0}

w5 A gee S 27 AFdHE FATIT (1)

718%k: 0

o] A& AL 1= AAshd ofef A= A Ao gt

- APMS_HOST_NAME=\"name\"

A AA e A QA7 AXE AW o5& Aoyt

COMMAND=keyword

AHEA ASF 59 2 CA Access Control ZHE AXol] Hae Has
Aoyt ARgslior ah= AAl ZIfl = e dA 2205 Y

A EAEE AR A W okelel T

718-2Zk: none
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DIST_SERVER_NAME=\"name\"

PUPM clo]dE 8 WX oo]HdET} FA4leh= vl AH S 2EC]
Ar8tE o] & (l: test.company.com)S A},

7] &2k none
DIST_SERVER_PORT=\"port\"
PUPM co]{E 9 HIA ool HET} v AW} FAl3t7] 93]
AHgshE XE MEE Ao
7)1 8.2k 7243
DOMAIN_LIST=\"domains\"
CA Access Control ] &2 E o]&o] F7}E UES T DNS =43l
olF& TWOR FEst Udd HHow Ao
7182k none
ENABLE_STOP={1 | 0}
STOP(~® SHER HI) VoS &4sH(1)8A %5 AGF .
718 gk 0(v 243 3}
Z3: STOP A2 x86 % x64 A qt 7}5gut}.
HOSTS_LIST=\"hosts\"
#2217} CA Access Control d| o] EjH o] ~(CA Access Control
Hugd)E @3 F e AFEHE THoR FEste] Udd 555
g ey o,
7123k dA A
IMPORT_NT={Y | N}

T (AEE02) AgA AFLE AL ARE AP,
N'oR AQsE F A AFart AdFgUh. Y2 A4
ArgAp AT AYE A don the &4 F F} o] AS x]zq—}oq
Windows A&} 2 152 CA Access Control dlo]EjHjo] 2=
7MHE 7 A5y

- IMPORT_USERS={1 | 0}

Windows AFEAFE EloJEIH[O] AR 74 &4 o -5 XA T,
- IMPORT_GROUPS={1 | 0}

Windows 1S dlojElHlo] 2=z 7FA &%) o 75 A4 g},
- IMPORT_CONNECT_USERS={1 | 0}

AL A8AE doleolze] HuE AL g FEoR
F74gA) o3& AU
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- IMPORT_CHANGE_OWNER={1 | 0}
NEW_OWNER_NAME=name
A e dolE e 2faz Aol ohd The ALERE
A4 g,

- IMPORT_FROM_DOMAIN={1 | 0}
IMPORT_DOMAIN_NAME=name

Adojd Zrddell A HoAk HolHE 7h S ol -2 At

Fa: VEHo R o3 BE FHAL A AHE] A FHYTH(0 wh

0]
o =)

INSTALLDIR=\"location\"
CA Access Control & Ax& A& A}
71¥-2k: C:\Program Files\CA\AccessControl
MAINFRAME_PWD_SYNC={1 | 0}
Hlzeel 45 78t 7es AA)TA AFE AP
7183k 0(H A8 %)
NEW_KEY=\"name\"

HIZ A B e} PUPM ool E H w3 A Ato]e] BAlS A53he
SSL 715 dogytl.

PMDB_CLIENT={1 | 0}

27 CA Access Control H|o|EH|o]A~E 1 A2 md
dolg o]~z 5ok st=X AF-E X AT,

718k 0(°otU )
o] §AE AAst 12 At ofd Algt= A& oF ).

- PMDB_PARENTS_STR=\"parents\"

=27 CA Access Control dlo]gH|o]~7F -5 K r2 A wd

HolEHo]~o HdRE TEE EZS AHostr, =7
to]Ej o] ~7} PMDB 25 (JUo]EE W%
_NO_MASTER_& ®x PMDB & A3},

718-2Zk: none
- PWD_POLICY_NAME=\"name\"
dE HA BHol o5 Ao

718-2Zk: none

Al 4 7 Windows &5 A 2 Ap8A} A A
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PMDB_PARENT={1 | 0}

A7)

el 5o golHH ol AE Aok A ol F-E A

ol ¥A& AAsta 1= dAsty o Abd= A AsHoF gt

PMDB_NAME=\"name\"

24 PMDB 9] o5& Aoyt
7182k pmdb
PMDB_SUBSCRIBERS_STR=\"subs\"

PMDB_NAME &4 o2 4% PMDB 7} W7 AlaS
TEA EolHmo] A HER THEY UdF 55o
Xéﬂ?ﬂqu’- 7]%@3; 0] Eﬂo]lﬂtﬂ]o]_{:ﬂ_ /g;‘(]% PMDB E‘Eg]
TS5 dlo]guo] 27 T},

U

PUPM_AGENT={1 | 0}
PUPM ollo] A EV} AR5 =4 35 AFGgUL). (1)
7183k 0(AHA3HA] e )
o] FA4E& A A8t 1 2 HHshH DIST_SERVER_NAME,
DIST_SERVER_PORT, USE_SECURE_COMM %= A A ao} gt}

REPORT_AGENT={1 | 0}
B oo]HEE AHA(1)&A] oJF-5 AT,
7182k 0(2A3HA %2)
o] FMS AAsta 1 & A43shH DIST_SERVER_NAME,
DIST_SERVER_PORT, USE_SECURE_COMM % t}& uj7] ¥+ %
A7 sl ok .

AUDIT_ROUTING={1 | 0}

A B9 sl AAHEA ofRE AP (1)
7183k 0(A A 8HA] &5
REPORT_DAYS_SCHEDULE=days

HiA do]HEE Agd 9d& fdxn= FEste] dst
w50 Qo|gun),

%k: Sun, Mon, Tue, Wed, Thu, Fri, Sat

718-2Zk: none
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- REPORT_TIME_SCHEDULE={hh:mm}

ARE gl HauA oo]dES AT A At k(4!
14:30).

A hh = 0-23 7-4 9 =2Fol® mm & 0-59 71+ ¢
EAFI Y T},
718-Zk: none
TASK_DELEGATION={1 | 0}
29 91} 71w o] AREE A o FE A H Y.
7182k 1(A189)
UNICENTER_INTEGRATION={1 | 0}

Unicenter 53 7'5o] Ab&-E4 o3 A4yt (1) o] 7s&
7 E o] Unicenter NSM o] A X% A 9-ouk A&3 4= 91T},

71 8%k O(AHEE A &)
o] ¥4 AAsaL 1= AAshd ot A= A s oF g
- SEND_DATA_TO_TNG={1 | 0}
b dlolEl 7} Unicenter NSM 2 A2 s =% o722 A4},
(1)
7183k 1(dlelH7F dEd)
- OTHER_TNG_HOST_NAME=\"name\"
AL dlele 7 ded 258 gy
7)¥.Zk: Unicenter NSM o] A A ¥ T X2E o]&
- SUPPORT_TNG_CALENDAR= {1 | 0}
Unicenter NSM 23] A Y= =2 o5& AAFYL (1)
7182 1(XY8)
- TNG_REFRESH_INTERVAL=\"mm\"

A2 a3 AGE)S Aoy =3
SUPPORT_TNG_CALENDAR=1 & A s&jo} 3t r},

7123k 10
- UNICENTER_MIGRATION={1 | 0}

Unicenter X.¢F dlo]El7} CA Access Control =
npo] g o] dE =X XS A AHFYTE (1)

7188k 1(vtel 2ol )
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USE_SECURE_COMM={1 | 0}
PUPM oo]HE 5l BIA ool dETZ}L Bt S5 ARE8h=A]
ol F-2 A I (1)
71 8%k 1(l)

(Do I need to say that this is only default enabled if you set
PUPM_AGENT and/or REPORT_AGENT=1?

o] FAE A A3 1 2 AHsd NEW_KEY ¢ SSL 7] #=
A3l oF gt

USE_SSL={1 | 0}
A 53t SSLS AAgeH] oy
7182k 0(ely £)
o] $MAE& AL 1 & A3t o AldE A AsoF Frt.
- CERT_OPTION={1| 2}

A JISA FAS AEU

it
B
o
]

Y,

Ft: 1 - CA Access Control 154 AA; 2 - AXd 7]& AS5A
AHE-

7185 1

- GENERATE_OPTION={1] 2}
CA Access Control ¢15A4 A WhHS x4 gy},
CERT_OPTION=1 = A #A3}oF s},
ghil- 718 FE AFM AHg;2- 7

- GEN_ROOT_CERT=\"file\"
FE ATA Fd(.pem) AtstE Y olES AFoFuh.
CERT_OPTION=1 % GENERATE_OPTION=2 &= A A & o}
g},

- GEN_ROOT_PRIVATE=\"file\"
FE 7)9l 7] U (.key) AirstE Y o]FS At
CERT_OPTION=1 %2 GENERATE_OPTION=2 &= A A & o}
gy},

- EXIST_ROOT_CERT=\"file\"
FE A4 Fd(.pem)] A tstE 31U olES AGoduh.
CERT_OPTION=2 &= A A&fo} 3] t},
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- EXIST_ROOT_PRIVATE=\"file\"
FE 1 7] 9d(.key)el Aatstd 9 o]FS Byt

CERT_OPTION=2 = A AsjoF gt}
- EXIST_SERVER_CERT=\"file\"
AH 154 B (.pem)®] AarstE 9 o]ES FoFU T
CERT_OPTION=2 & A A3joF 3t}
USE_SYMT_KEY={1 | 0}
EA0 1 7] dzEE AAsH o1
USE_SSL=02¢l 7% o] = =1
718k 1
o] S AAstaL 12 At of#ff Adte AAsfoF .

- ENCRYPTION_METHOD={Default | DES | 3DES |
256AES | 192AES | 128AES}

Al AbEE fhest WS AT
7] 8.2k 256AES
- CHANGE_ENC_KEY={1 | 0}
712 g3t 715 WA ES AAFYTH (1)
7182k 1()
- NEW_ENCRYPT_KEY=\"key\"

713 k23t 718 WAs e Aud 45 A2t 7=

Aoy, ®=3 CHANGE_ENC_KEY=1 2 A 7A3]oF g},

o Al: setup BHE A8t Az 7|23 HA

g dAd = Hdx gHEE g E 448 CA Access Control AXE 93

A 2o ok VRS Aol vge a2 AA Zzads Yy

setup.exe /s /V"INSTALLDIR="C:\CA\AC" /L*v %SystemRoot¥%\eACInstall.Tlog"

Al 4 7 Windows &5 A 2 Ap8A} A A
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REGINFO &} ©]&¢] t]dg g7}t S0 &&QHD} o] telE gel=
Unicenter Software Delivery & A}8-3}o] CA Access Control & A |3l

g Zag o sdo] 5o UFUHh

1. CA Access Control Unicenter Software Delivery #|7]%X]& WX A
Windows DVD & CA Access Control % 4 245 3 yx4

EfolHe Ysutt
2. Unicenter Software Delivery 4715 A3 gtc},

3. CA Access Control A2 FE t]dgg]E A¥3sle] CA Access
Control o Unicenter Software Delivery #7]#] & 553 t}.

4. CA Access Control 3714 & ¢Ut}.

Auj 2 A ZE, MRl S22, Al B ol = Sl A <admin> H
<password> U7} ¥4=E CA Access Control ADMIN A}-&#}o] #424
F o g upEyr,

A3 o)2)d A4 ZWe ZTEA 2~ F CA Access Control & Z 5317
& AFeE UL, Q& Al gA Tt A = ALeEte] Eelo]dE
AFEol =22 4 glojob Fir.

6. H7A= S5

Windows &4 41dol=
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Control 715 ¥ &4 l l n AxEH BE 7|5 S dadel=3h. 4
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95U,

Fa: Jadol=s gH] ﬁ 3l AFEHE A AlFEor g = sy
o]agol=d uf AFgo] Fa3s CA Access Control Za] 2ol )3t =4 st
Lo g~ ARsE Ax }/\1/\]

23S dadel=sHd

1. Windows #&| &} AsHS 713 AFE-AH(Windows administrator =+
Windows Administrators “12] 74 €9)=2 Windows A 2=Fl o]
=) AR
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oo Ao B r)laz mglo]lr tHEE R
PRODUCTEXPLORERX86.EXE w4 F W F33 )

"AE A ) el A " a4 ZHE dstal "Windows &
CA Access Control"(my_architecture)S Ael3t of& "dA"=

=23
Fa: AFE ] opr|E A e} A= A FAHol xR HAIFH HAFEol
71¥ CA Access Control B @ o] A% o] &S eI,

CA Access Control &] ga#o|=5 F3stx] B+ W3} Az}
ZAFE Y

""E Sy

CA Access Control A= =z a88o] 2ex7] AZstn ZA] & "A)"

shrlo] e,
se) AL SR,
Ac

2]
A= g 13o] CA Access Control & fadlol =3ttt daeol =7}
¢t Windows & A5 UHA] AZHeA] = Lol thA] A zHeA|
Aedd & A5

(A8 A "e"E dEEte] AFHE Aw tA] AR T

AIFEZE A FRE A el =7} ke,

(A= AL o3 2ol 371 CA Access Control 7]5< AX gy},

a. "AF", "AojRt, "Tead FIHAAS AR SHT

b. Z=1% 53585 ~3E35t9 CA Access Control & 83 th
"HANE SE U
CA Access Control A% &30l 2=%7] A2l A &
"IRIOY FA et shde] YEbd Ut

c. "FA"S A vg HAA Y AAE wet Ves AAFU
AAE o ot AX ZEOHA HHE Hateh= wAIA 7t
FAFYUTH 7lsS AAE o] gk s A A E(H A
79)E FxeHA L. AXE gknety] A8 AFHE thAl AlEE ok
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CA Access Control A3 & x|

71274 o & CA Access Control 48]~ Windows 7} A z4 wjn}c}

Agow AR,

CA Access Control X

274 9 A7A AFE A CA Access Control & F#3sle]H secons
a8 e S AF8-3th CA Access Control & =43l7] €8] 54 Windows
Azlo] Aa3t A& ol x|k CA Access Control oA ADMIN =
OPERATOR E-AJo] glofoF g},

Za1: Windows A H] 2~ 3] x}to A CA Access Control ©] 23 =< uj=
CA Access Control & T & 4 $l5Uth. Windows A ¥ ] zFo Al CA
Access Control AH| =& FA35l7] A HA secons FEBEIE A&}
CA Access Control & F#|&foF gt}

CA Access Control & X slgd¥

1. ¥# 2232 E S A1 CA Access Control vlol g7} 9=
tEEE R o5y
7132 6 2 CA Access Control HFo] 2= C:\Program
Files\CA\AccessControl\bin o <4 t}.

2. v ¥Ee 4P

secons -s [hosts | ghosts]

-s [hosts | ghosts]
TWo g R3] Ao P94 T AEo|A CA Access Control
AR 25 FadUy, S2EE X AHEA ¢ko CA Access
Control o] 24 T AEd A ZaH T},
ghost Zlsi=9] o] &8 Slejstel 345 2§S 49T 4+ AU
A7 Huldel A of §HS ASdH FRUEt dE HAL
SAFUY. 94 AFHe 24 AFHdA BF #EAt
dod WMok olygl 94 $2E do|guo]xe] 24 HFE] ot
7] A%kl glejof gt

27 7AFFE A CA Access Control & F#]3hd olze} #& WA X7}

Uepd o,

34 cA Access cControl o|(7D) t2H AU ).

CA Access Control o] 92 3 ~E7} =X 5H CA Access Control &
44 ZT2E F87F AEAeA oFE Bagdyd. delA 94 2 AEV
AEHor FaHA FIddads HFd A= 4 T2EE FRIEHE

A&7F YT
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%02 CA Access Control A%}
o ukA o 2 Windows & A2+l CA Access Control ©] Al 2= U t},

CA Access Control & X3 4 WH T FIEA HHS 233t
Feoz A AZst = dHYt.

CA Access Control & 522 AF334

1. Windows #&#} dA3-S 717 AL8-xH(Windows #E]#F =+ Windows
Administrators L& TA4U)&E Windows A|2E8lo] &1¢lg ),

2. ¥y TEIE Ho|A CA Access Control vlold8 & X3 t]adg g =
HA Y7123k Al 2=8 o8 H g 2] C:\Program
Files\CA\AccessControl\bin ).

3. U5 HHE 9443 CA Access Control S A 2Fshuy ).,

seosd -start

Az &<l
CA Access Control & &2 oz Axs A9 tfe WA Abglo] vehdy .
s 4 717} Windows # X ~Ege] F7Fg Y},

HKEY_LOCAL_MACHINE\Software\ComputerAssociates\AccessControl

CA Access Control ©] 23 %:+= %<t CA Access Control 7] ¥ 3}
717} B3¥EY, 715 $343#H CA Access Control &7 @7 &
selang M #H S AbgsfoF gyt shxRk 7]9F 7S 2171 $18] CA Access
Control €4 #2] T+ selang &S A8 28+ syt

. AFHE A A7 m A2 22 CA Access Control A1 27}
s o m AlAP YT o]l gk AHl 2= Watchdog, <17, <ol E ol
E3EM o5 AMulaE A AR A A e Ve
AE| s AR T AEe FAH ue &4 o377 2" YUY BE CA
Access Control /1|29 7 A] o]&2 "CA Access Control"=
A AU T Windows AH] 2 #E| S Algate] oju] gl Au] 27t
AAHY T o An|2vt Ad FelA oRS Feld 5 gyt

Al 4 % Windows #3 A2 9 AR A7 99
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7]EX o2 CA Access Control & A3t & ALgx}7} tigla] o=z
219135} 31(GINA) CA Access Control A H] =7 A3 Folm ZFE 7} CA
Access Control ©] 9J3| B3 S AR&Atol A &l Ba g4 o]
LrERE U T

N# HHe 42 B

=

AlH L Abs o2 Fut

B35 WAIAE v steted
HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\AccessContro
\AccessControl\SplashEnable #A~E2] 7] #S 194 0o =2

L RES

v
I AN Y AW A 245 AXdoew, ug A HEE A8l
df Zefoj=o) 7t 24S Ao . onf AB T 2ot ARE
TS QRS 2 FAsoF g

Az = 183 AA B S 98] 7]E CA Access Control A% &
T8 S BolFuUt #3d CA Access Control & A A& uj o]
3

ARE AQF A5 2AS B T Bast dsvh
o 4 BB A% LA FHdEY 9 e 93 v ¥y
DGR

-1 H

dmsmgr -config -dhname dhName

dhName
2437} @A 45D DHME S2E) ol %23 ARz 723}
e,
d]: DH__@centralhost.org.com
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0S & Alg3sle 9 AAY A 8¢ yHAHP o

shel Aswle] 9171/27)7) Hsd SR AAE Bed g
AR ARE 5 A

2. 3 A"l i) ¢ & customize_eac_rpm I HE 1L}
pre.tar 95 HAF YT

pre.tar 5}%% A=) WA =2} CA Access Control A& Alefo] ==

&5 tar I

2l customize_eac rpom =3 HE 53U} pre.tar 31L& Ulo]El B

H71A7F A= AAel AFH

3. AR ACks BAFEYH
customize_eac_rpm -a [-d pkg_location] pkg_filename

4. A8 Akl ZollA tiEE kol BAH 71 EE Ho] FUYt).
U GACA o] 7IHE=EE AF Y

5. AFEA Ak FostEE At 93] CA Access Control #7] %] &
AREAE A g o

customize_eac_rpm -w keyword [-d pkg_Tlocation] pkg_filename
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6. (A8 AF) A ) W wde] oloj AT,
customize_eac_rpm -r -1 lang [-d pkg_Tlocation] pkg_filename

7. (A8 A3 eTrust Access Control r8 SP1 3 7] %] of 4|
el =gy

customize_eac_rpm -u install_prefix [-d pkg_location] pkg_filename

8. (A8 A3 712 &3t gds WAFY.
customize_eac_rpm -s -c certfile -k keyfile [-d pkg_Tlocation] pkg_filename

9. (A& Adh) AR vzl W 9l S THA S Y
customize_eac_rpm -g -f tmp_params [-d pkg_location] pkg_filename

10. (A& AFR) AR 27 ARl Al AR vz g obd S HRH Y O
ol gdol A w7|Ael e dA 7 A XA F AU dE
So] POSTEXIT A4S dA4steli(de] # 7152 AA) A3 A2 =
SagE e AP,

11. (A9 A) AREAE A1 | sf7) Aol A vzl des A g
customize_eac_rpm -s -f tmp_params [-d pkg_location] pkg_filename

olA] o] H7|AE ALEste] AFEAF X AHE 7]E HdH o= CA Access
Control & AA& 4 AdF5YH

d: A& Al FAHES A7

vlelEl B j7]1A & A wf ALEA Ak FosteH 7| AE AFEAE
AoldoF gy}, v} o= UNIX & CA Access Control €3 4 84
DVD(/mnt/AC_DVD ol wl#E)e] 9l x86 CA Access Control RPM
PH7IA S AREAF A ste] AR Aokl FostE A st WS
Ay

cp /mnt/AC_DVD/NativePackages/RPMPackages/LINUX/CAeAC*i386.rpm /tmp

cp /mnt/AC_DVD/NativePackages/RPMPackages/pre.tar /tmp

chmod 777 /tmp/CAeAC*i386.rpm
/mnt/AC_DVD/NativePackages/RPMPackages/customize_eac_rpm -w keyword -d /tmp
CAeAC*i1386.rpm

olA /tmp YA E el U= AFEAF X HE H7]X]E AF8-3Fe] CA Access
Control & AA& 4 A5

F7h Au:

customize eac rpm W& - RPM I|7]#] AL-&2F A (H o] A 118)

Al S ATUNIX 23 A 5 AREAE A 115

il
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CA Access Conirol RPM 37| %] A X]

e ne 9: o} A9} 34 CA Access Control A& A&t
AF&AF A A ¥ CA Access Control RPM 3] 7] A& A x| a4 A 2.

FA1 A8 Aokl B k7] s AEA A deld e &
S AA=E Ao A AL AR} .

Fa: Abgste AA HEe A7IAE dad ol =sh=A

AABH=A o, 7] g E e e A staLat sh=A] 04111 T TR ®epl

et gyt o] el M A WE dAlzE Alegy

I

CA Access Control RPM 37X & A x| 3lad

1.

rpm H#HS A3l ca-lic H7)|A S A X

ghold 2 Zr o] Xyt

rom HES AF-83le] ca-cs-cawin RPM 3712 & A A g4 o},
CAWIN o] A},

A3 A7) AY TRl sl taage
712 e 5Ad3 AL (A tHEHBE A A A Q.

CAeAC 7| A= Ag#f A A (H oA 114)F 4t}

A& Akl OGS ERIY] A AT A WA 2 5
NNCE Apgstel A7AE A AgsoF Fuieh A AF A

AARE X3 Y] H7IAE AFEAF XS = dFU T
rom HHS AF83te] CAeAC H7|A & A3y},
CA Access Control ©] =] 4t},

Z81 7]¥& CA Access Control 37|14 & dago]=sl= 4 Al
7)1 A e] AAZ X E&t7] Mo SEOS syscall & AR= A Q. 18XA
oro A7} A},

116 & <l
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d)Al: Red Hat Linux 9] 4] CA Access Control A =& agol=

S oA A= UNIX €& CA Access Control 38 74 84
DVD(/mnt/AC_DVD ol m}2E)A 28 4= 1= CA Access Control
3}7] 2] & Red Hat Linux x86 ES 4.0 AFE ] AA &= WES Hol Fydh
o] AX]:= CA Access Control & A3 AX|tALU 7|FEd AXH 7|4 =
A 2| AsA] kil CA Access Control RPM 37| A& 1o =3}
AUt o2 A stEW ghold s si7]HeF CAWIN F7| A& A=
A8 e AF8A Ak o8 %= CA Access Control # 714 & A&}
A 7gsta thg o] ARSI Al L.

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX

rpm -U ca-1ic*i386.rpm ca-cs-cawin*i386.rpm

Ccp CAeAC*i386.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*i386.rpm

../customize_eac_rpm -w keyword -d /tmp CAeAC*i386.rpm
rpm -U /tmp/CAeAC*i386.rpm

d: eTrust Access Control r8 SP1 3|7]x] XA da#ol=

5 oo A= /opt/CA/eTrustAccessControl o] A x]¥ eTrust Access
Control r8 SP1 3]7]#] & Linux s390 SLES 9 €] ¢ UNIX & CA Access
Control €4 74 2.4 DVD(/mnt/AC_DVD ol mFE)oA 2H& 4 &=
CA Access Control 3j71A 2 aglo]=d= WS Ho] FUt), o2
stei™ o3 o] grolda Zm s 97]#], CAWIN #7174, AR&-=} %74
CA Access Control 71X & A2 XA L.

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX390

rpm -U ca-lic*rpm ca-cs-cawin*rpm

cp -R CAeAC*s390.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*s390.rpm

../customize_eac_rpm -u /opt/CA -d /tmp CAeAC*s390.rpm
../customize_eac_rpm -w keyword -d /tmp CAeAC*s390.rpm
rpm -U /tmp/CAeAC*s390.rpm

A5 AUNIX 24 A 8 A A4 117



718 44

dA: AR XA vl o] CA Access Control 2 Abd Q7 AF3F AX]

S oA = UNIX €& CA Access Control 38 74 84
DVD(/mnt/AC_DVD 9] m}l2E)| A 2& 4 = 7] CA Access Control
2 AFA 2 AL 5714 E Red Hat Linux Itanium IA64 ES 4.0 o] A}-&x}
A4 Y] Ak WHES B FUYT o2 A stEW v WHS
AH&-3HA Al 2.

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX_IA64
rpm -U --prefix /usr/cA/shared ca-T1ic*ia64.rpm

rpm -U --prefix /usr/cA/shared ca-cs-cawin*ia64.rpm

Ccp -R CAeAC*iab4.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*s390.rpm

../customize_eac_rpm -u /usr/CA -d /tmp CAeAC*iab4.rpm
../customize_eac_rpm -w keyword -d /tmp CAeAC*ia64.rpm
rpm -U --prefix /usr/CA /tmp/CAeAC*iab4.rpm

CA Access Control 2 A|&gt 2182 X tj=efg e} A% o] & (Access
Control)o] Agd AFgxF x4 t]# ¥ 2] /usr/CA/AccessControl ol
AXFH Y

#31: 37 o] $CASHCOMP W=7} A <] (/etc/profile.CA o A <] 7}5)= A
B Agolwt gold s Zrado] AAgd tEy e AAguth 1% A
Zom gold s TR 7:WME $CASHCOMP o] A =g}, $CASHCOMP 7}

A E A &g -lic_dir S A ASA &S AL oA T2 e
/opt/CA/SharedComponents t]ZEglo] AXgut}, o)A 2 73y}
CAWIN & =olat 2182 x4 tjagele] Ax sk gt}

F71T FH:
712 A - F7F oy AFER(He]A 111)

CA Access Control RPM 3| 7]#] Al-8&-2F A A (o] #] 114)
customize _eac_rpm "W # - RPM 7] A AF&AF A A (FH o)A 118)

customize_eac_rpm H&H - RPM H|7]|A] A}&2F A A

customize_eac_rpm % #- CA Access Control RPM 7] %] A2} %]

ZAHES A3t

o] WS A8 wi= o AFEE g sloF T

s ~IJYEE CA Access Control RPM = 7] x| o] A vk &3k o},
Fa: 23 HEE CAWIN 2 glojdxa 2@ 7] x| o - AL ==
AA A e kF Tt

. HIAE AREA A A HH A7 FY A ~E ] 97 /27| Thsgt
g g gl glojoF .

118 & <hiA
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customize_eac_rpm -h [-1]

customize_eac_rpm -a [-d pkg_location] pkg_filename

customize_eac_rpm -w keyword [-d pkg_Tlocation] pkg_filename

customize_eac_rpm -r [-d pkg_Tlocation] [-1 Tlang] pkg_filename

customize_eac_rpm -s [-f tmp_params] | -c certfile | -k keyfile} [-d pkg_location]
pkg_fiTlename

customize_eac_rpm -g [-f tmp_params] [-d pkg_location] pkg_filename
customize_eac_rpm -u install_prefix [-d pkg_location] pkg_filename
customize_eac_rpm -t tmp_dir [-d pkg_location] pkg_filename

pkg_filename
AHg-AF 2178k CA Access Control 3|71%] 2] 3} o] && Ao g},
il -d 54 AASA gow F7|A gde] dA B o5&

g olalof gk,

i

A Ak BAFIT
-c certfile
2E Q%A e dA AR OB g,
Fa: o] FA-E CAeAC 71wk 25}
-d pkg_location

(A8 AR 7127 B9 ' Y Ala"e g s A4y
7124 7F = PHEHEE XA A gowl ~2AHEE 74 39
AA AR o]E%5 pkg_filename & 714t}

-f tmp_params

ARE AR LAY S AR o) Wy shele] Al A o
&% A4 Pt

i -g 54 AT W 3dS AAGsHA e A v W
¥F =Y (stdout) o & Aagyc},

-g
AR Mg ghdS ZRA e -f S AR E gl =gy
-h
BE ARER S AU -l A 3 ARRE T A E = Q1]
Aol == wAFY o
-k keyfile

FE i 7] gde] AA AR olgs By

iz o] 348 CAeAC 7| # o wt &g,
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RPM 37| 2] A A

-l lang
A i W 2d o dolE lang o2 AAFULE dolE AT W
-+ AL I ALgEloF gt
F3: AR F gle ALHE Ao mEd UF H2g wHw -h
TS AREEHY] -l S s e, VIR em A vl W vl
ol o] gLk

-r
g H7IA el ARSE 7 Egke ARS SRS H7AE vl AA Y

A8 |74 7+

fgdoR AT ALR AR AX ) me
shelol A AR dEe

-t tmp_dir
A4 A9 A% A g 24Tk

-u install_prefix

eTrust Access Control r8 SP1 7] %7} A X&) &= X9 HFALS
Aoy, AA dA FA= o] HFAS AlE oS A XYY
r8 SP1 #|7] A= A& o] &0 eTrust 7} E&Ho] AL weha
eTrustAccessControl 319 t]lE o] AXHdEUTh HA Bde

AccessControl 3¢ tlg g glo] A2y,

odE 591, r8 SP1 ©] /opt/CA/eTrustAccessControI o AA%o] dar
ri2.0 SPli Aazol=slel= A$ rpm HHS AlEEo] A S
M3 Aol e AHeAAL

./customize_eac_rpm -u /opt/CA -d . CAeAC-1200-0.1106.7386.rpm

-w keyword

AR SR AS SRS AQse 19EF AP o
s AAgT Ak BRRAA RS okl EAHU A A
e Foww -a $HS AHEIAL

CA Access Control RPM 7] A& Al A8t W A =A<} vl CA
Access Control #7]#& |78k gy T,
RPM #H7|A & AAs=HH
1. 7]& CA Access Control #|7|X] & #|Ag .
rpm -e CAeACPackage_name
2. CAWIN sj7]#]& A7yt

rpm -e ca-cs-cawinPackage_name

120 & <hyA



Solaris U|o|E|B. 57X Ax]

Solaris Y|o] €]

B 714 = E ol ANAE w5, AAs}aL,
AAstaL, Bad = e ¥R

delE2A Alggu

F31: Solaris vlo|E B 7] Ao gt zpAgH Y& Sun Microsystems <!
Aol E 9} pkgadd, pkgrm, pkginfo 2 pkgchk & man o] A=

EEL L

1_4

2wk A= thAl CA Access Control ol 4] #|&3+= Solaris Hlo|E|H. #|7] A =
A8t = &Y o] H7]RAE AFE5H CA Access Control A x| ¢} g7
Solaris Ylo|E|H | 7|x] & AL&3ste] FalE e BHE AT Eo] AXE
#2E # AdFYH

81 #7]%] A% % CA Access Control & #| A% pkgrm WH#H S
AbgsoF UTh uninstall_AC 2~ dES AF&31%] whal A2

Solaris Y]°]ElB. 71X A}&A} XA

YlolElB. # 71X & AF&3}lo] CA Access Control & A x3}7] Aol Apg¢
Akl Folat== #7g3t7] 913 CA Access Control =714 & A&7}
A gafoF gy, g 7 AE AFEAF G w= AFEA A A

A= A oF gy

A7) AN A v A sl FES] ALY YR ¢
7% oA ZEah HWOE A7 A S AR A FY
AREAR A 2AHENA AR ¢ glon® vy W
e flssyh

Fi: FEo® H7IAE FASE AL ARHA GEUnh gl o HAt
ccess Control H 7)1 A& AF-&A}

e
- OE lil
(i,
[
&
i)
[
Ll
>
ofo
_0|L
£
0O
>
> r

Solaris ¥+9 A A& Solaris Wo|E|H. 97| x]+= CA Access
IXE& £33 74 24 DVD ¢ NativePackages t] =g 2] ol A

A5 AUNIX 24 A g AREAE A1 121
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Solaris Y|°|E|B HIR S AL&A XA s H

1.

AFeA AAE 7 AE Y A 2EH AA] YAZ F=
ol Alz=gle] ¢}7]/2A717) The sk SRl A H7IAE 2
AR A8 4 AFU T

Z21 7AZ 23 u= 7|29 AA g e Fxo 3k Y
540 a2tz BEHoF gy, 19 # 2o Solaris vlo]E B
714 =relA w777 48 Ao pEF,

(A9 Al ol AJ2Ele] Al YA Z customize_eac_pkg S HE
73} pretar US HASHA L

pre.tar 3¥4-& Ax WA %2} CA Access Control AF& Alefo] =51

S5 tar st Yuich,
Z31: customize_eac_pkg =7
2~
=)

7147k 5ol Q& ARl 9
AR Ak EAF
customize_eac_pkg -a [-d pkg_location] pkg_name

AREHE Ak EolA tiEE el 41| 7R EE Aol Ut
Ua dAelA o] 719=S AT

AFEA Aok FosleE A7) 98] CA Access Control #7] X &
AREA} A A Y o

customize_eac_pkg -w keyword [-d pkg_Tlocation] [pkg_name]
(8 Ag) 4 ) w5 st delg dgFu
customize_eac_pkg -r -1 lang [-d pkg_Tlocation] [pkg_name]

(e AF) 44 GEE s WA

27} pre.tar 342 vlo]ElH

customize_eac_pkg -i install_loc [-d pkg_location] [pkg_name]

(A8 A1) 718 gEs e wMFF.

customize_eac_pkg -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
(A8 Ag) 41 vl w5 g s g

customize_eac_pkg -g -f tmp_params [-d pkg_location] [pkg_name]

122 & A



o] FdoflA] 7] Aol thek HX] 7] HAAFES AART F dFUT dE
E°] POSTEXIT A4S &dststar(ste] # 7135 AA) A4
2AHE 3dS AAFYH

11. (A8 AR AREARE A€ 371 Ao AA] w7 WaeE AP
customize_eac_pkg -s -f tmp_params [-d pkg_location] [pkg_name]
ojA| o] H|7|AE AREate] AREA A BHE 7] HAHSE CA Access
Control & A& 4 QlFYt}.

d: AHEE Akl BoFES A4

Yolg B g 7|X] & AXE u ALEA Al sostHd 7 AE AEA}
AoldfoF Yt} v} o= UNIX 8 CA Access Control €3 4 &4
DVD(/mnt/AC_DVD ol m}2E)°] 21+ x86 CA Access Control Solaris
W71 A& AFERF A ste] AFEA Aokl FostEs XAt WS
Ay,

cp /mnt/AC_DVD/NativePackages/_SOLARIS_X86_PKG*.tar.z /tmp

cp /mnt/AC_DVD/NativePackages/pre.tar /tmp

cd /tmp

zcat _SOLARIS_X86_PKG*.tar.zZ | tar -xvf -
/mnt/AC_DVD/NativePackages/customize_eac_pkg -w keyword -d /tmp CAeAC

olAl /tmp Y E ol U= AFEA X AHH H7] A S Al-8-3le] CA Access
Control & AA& 4 AdFYH

F7F FR:

customize eac pkg " # - Solaris U[¢]E|H 37| A AF&-2F %] A (H 2] A
127)

A5 A UNIX 24 A g AR A1 123
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Solaris U|°]E]H. #j|7]x] AX

e 2E AT EY o A9} 34 CA Access Control A5 #a]sled
CA Access Control Solaris dlo]E]|H. 3| 7]A] & A X]s}4] A 2. CA Access
Control Solaris Hlo|E| B 97| & A&} 1FASHAl Solaris o CA Access
Control & AA& 4 AdFYT.

F21 A& Aok Folgts el ] e AFEA AlF oA S 5

A 71N EE AFESte  J7IRE AFEAF XS oF T,

CA Access Control Solaris H|o|E|H #7]X& Ax3aH

1. (A9 AME) Solaris dlolE B AX] 7] 23ks 43T}

a. A A= A He gd EAFES AU

convert_eac_pkg -p
A #g] stdo] @A 9ol myadmin o]gt= o] 5o =
HARE Y T}

A we vdS HAske] pkgadd A VEHE WAE
AH5UTh 19 thS pkgadd -a A4S Ab&3e] CA Access
Control ¥ & EA AXo 3] 4% HdS AFLE 4 &5t
o, o] 1}telo] CA Access Control o] A== AL ol durt},

=81 o]d CA Access Control @@ 2o 7]& Solaris 7] #]
AR dadoel=sted o] dAS Ao .

b. A g Fd(myadmin)S dat= 2 AHT b Fd S
A,

B % AFH
Z31: Solaris Ylo|El B O 7 ARER AT Zgo)
2% & Syt AX #y A3 2 AR B gk A g
U&-& pkgadd(1M) 2 admin(4)% Solaris man o] #E

=

2. CAeAC #7148 A8 AH(AelA 121)FH .
AEE Akl FGE ERY] A AR A WA B 5
ANEE AHgstel A71AF AEx AR Fch AR AR A
AL AR A ANAE A AT FE A,

124 7@ A



7% A%

3. H7AE AAF
pkgadd [-a dir/myadmin] -d pkg_location CAeAC

-a dir/myadmin

H
o] FAS AASA koW, pkgadd 7} 71E A HE LS
AR,
pkg_location
CA Access Control #1714 (CAeAC)7} & tlgEelS Aolg )
F8!1 o] H7A= F& AXN(F, 15 H AAel g $H7] AAz)el
Aofok gyt olE =o] /var/spool/pkg ¢t &2 #1x]o SlojoF
g,
Z11: Solaris Ylo]E]B. #7] A= UNIX & CA Access Control &7 A
22 DVD ¢ NativePackages t @& glo] 25Ut}

o]#] CA Access Control o] ¢+#3] AX| = AA| T of2] A]z}5] %]
I lecaBh=

F7F FR:

713 AA A F7F a1 AR(H o)A 111)

s ol Solaris HolE|H 7] A A= (H oA 126)

Solaris Yol E]H | 7] A AR&AF A A (Ho]#] 121)

customize eac pkg ™ # - Solaris Wlo]E]H. 7] %] AL-&AF A A (H oA
127)

convert_eac pkg - Solaris Ylo|E]|H Az A (FH°]A 129)

A5 A UNIX 4 Ax 2 A8z A4 125
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18

o Solaris Hlo|ElE. #7]x] A

Solaris Ulo]E]B. 37| A& A}-&3to] AEe o o] CA Access Control &
AAE 42 gHEU T AT R o= CA Access Control = A x| & of

Fyrh,

7)1 A& AFEEte] BE o] CA Access

#31: Solaris Ylo g H
= Aol F54YLh

Control & 4 x5}

A g3 g CA Access Control & A x|3laH

ZQ1 R E Ao U3 CA Access Control ¥ dE AlgafoF g},
1. 29 oA olg) WHS 23P3}e] CA Access Control =
A A3y,

pkgadd -G -d pkg_location CAeAC
pkg_location

AgA} 21 ¥ CA Access Control 3]7] % (CAeAC)7}F 1+
tEE s Aoy

T8l o] WA= F& AA(F, 1w 2 AA
Aofof sttt o & Eo] /var/spool/pkg ¢} %
g

o] MEe Fay 9o vt CA Access Control & A X gt}
d

WS 9l#lsle] CA Access Control A4

Be 97 A z)o
ge 917 glofo

Z31: CA Access Control #Hdo] =% o= CA Access Control 7}

22 g9 oMEE AR = &HUTh
3. CA Access Control & A X3t = 9 G o]9]o] Z} oA
a.

CAeAC #71A& H 99 o9l o4 ol AAl YA FHAFGTE.
A g o]e]e] ool v HHS AP

pkgadd -G -d pkg_location CAeAC

o] MES AgstA o)l dAdA HAlgh 7| X E ARE-Sle] 2y
F9 A o o]9le] 9o CA Access Control & A X&),
ol W oA CA Access Control & A]2& 4= 54Ut}

#31: CA Access Control & AAS w= =29 o] oA HA #| A%
229 JYGo A AAMF .

<
T

126 & <l



customize_eac_pkg H# - Solaris H|o|E|E. 9]7]x] A&} 2]H

customize_eac_pkg ™ #3-& CA Access Control Solaris Ul°]E] B 3] 7]%]
AR A ~AHES AP
o] ¥y ALge W= g AMES aelsof ).

m o] ~23FYEX RE CA Access Control Solaris Wlo]E]H. 37| %ol thal
AR = QdF YT

. H7IAE ARSAE A s 71 A7) dpd Al=E o] e} r]/2AT] b d

(

ol
il

oA g gl glojob g,
w wdE ATYE MAXE EASEY pretar 19 ~2IYE Ay}
zolat T)eE o] QoloF Ft},

o] Wael WA e guy.

customize_eac_pkg -h [-1]

customize_eac_pkg -a [-d pkg_location] [pkg_name]

customize_eac_pkg -w keyword [-d pkg_Tocation] [pkg_name]

customize_eac_pkg -r [-d pkg_location] [-1 Tang] [pkg_name]

customize_eac_pkg -i install_loc [-d pkg_location] [pkg_name]

customize_eac_pkg -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_Tlocation]
[pkg_name]

customize_eac_pkg -g [-f tmp_params] [-d pkg_location] [pkg_name]
customize_eac_pkg -t tmp_dir [-d pkg_Tlocation] [pkg_name]

Y]

pkg_name

(A8 A AF&AE 214 & CA Access Control #17]% 2] o] &<yt
7 A S NAeA ol ~aHPELE 7|EHo R 712 CA Access
Control #7]%](CAeAC)E A e€lgt},

FE QS o] WA FR olss Aegyh.
FZi: o] $HS CAeAC 71|k 2},
-d pkg_location
(A A}ﬂ) jﬂﬂﬂﬂ Zo] 9 Fd AzEe] tHE S 2 AP,

H7)A7F A= AXE AASHA doW 2IAHEE JEHoR
/var/spool/pkg & A &lgt},

A5 A UNIX 24 Ax 2 A}gxr A4 127

il



7|8 A

-f tmp_params

ARE 7P AU Zgstels A wj) Hg Y] A Aw 2
olF& ABFUT.

Fa:-g A4S AFEE o LS AAHSA] gFow AR wis) MeE
¥# =9 (stdout)o. 2 AgUr},

A w7 M whdS ThA b -f FACA AGE ddel S5 S

HeE AL ZATYCH -l S T AREEHE A dEE o]
dol m=5 BAIFYLL

-i install_loc

s)7] 4 e A t)eE g install_loc o2 443,

-k keyfile

FE N 7] gde] AA F= olEs BAdyh

a1z o] S$HE CAeAC 7] A o7+ A &5},

-l lang

A7) W) WS el QolE lang 02 MY ddolE HRY B
A T AFgslor gtk

A A4Y F 9 AQHE Qo] Zeo) Wg 252 new -h
FHE AHgatel -l e AGAAA L. R0 AA v WS e
goiz o] Q.

-r
A s Aol AREE 71 2GS AFR st w7 AE vA] AP
-S
AE WA f FHAoE AAGT ARRA A" AA i) e
sl AAE JES AgaES AT
-t tmp_dir
A A 913 oA HEEHegE AAdU T
-w keyword
AEATE AR Flobe e Agete A19=s Fgrh o
A= AR Ak BREAN 7S kel EAFULH AHEA Ak
gdS FoveH -a S AFEEA L
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convert_eac_pkg - Solaris Y|o|E|E. AX] +4

713 Solaris pkgadd &2 A #e] sl ol AP 7|2 AAH=
dojzrew Az e gd (7] 2 /var/sadm/install/admin/default)$
WA ok gyt dE £9] CA Access Control #|7]#] &= setuid 2 3
& A x| s, ﬁ‘i—.“# O 2 AMGAE AA F AAHE(FER AY)E

2 5 & —’F WA 3 Frh 713 Solaris pkgadd &4l A= A& ARl A

el AL HASHE HIAAE EAFU

= "1 uw

|

O

Fra: Az By 9dS ARsle] pkgadd A 7] RS WA = dS5y
a9 S pkgadd -a 34S AFE3Fe] CA Access Control ¥ & 53
Ao s FHE ddS AFETE § dFY ', o] 3de] CA Access
Control ¢j| ’ef}xéﬂx_ A& obgd Uyt

mlo

ol Wele] PAL T U,
convert_eac_pkg -c [-d pkg_location] [pkg_name]
convert_eac_pkg -p [-f file]
-C
oA g4 ANAS e Yoz WA,
iR

Z31: CA Access Control r8 SP1 o &= ©] 2 7] %] 7}
AR AFHE. el =st7] Holl ol & Weksjof gt

2% CA Access Control 3|7] A} ~ .4]7]7<] o I AR
WMEke 7 U, 2Fd 7R A -d S-S AFEste] 7]
AAE HERFE YT

-d pkg_location
H71A7F 5ol A= FY A="e] HaEgE Ao
pkg_name

7] 2] o] o] E(7] S CAeAC)S A YT},

-p
B AR A H71A 4 GES FHIFEY O
-f file
CA Access Control ] #z] 3d& 2Astaz) s A E
7 o3 ot
A8k %

o
oot
o
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AAl: AF HAE $18 Solaris Ho[HH HX| +4

oS At M= setuid 28 vtd AAU AR T AT HE AL Q5=
WA 2] 7} FEAEA] @ EE Solaris UlolE|H. XS A= o tis)

Hol FUL

1. dA4 fx= AA #y 3d 5AES 7hSU
convert_eac_pkg -p
ol&A s g2 A il CA Access Control dlo]E] B
Aol g 74 AA A4 T

2. I97NA 74 U (myadmin)ol A ol e} o] AAS

setuid=nocheck
action=nocheck

HAdg A
3. FHIIAE AFLA AT,
gk AR Aokl sostes A Agsof du.

4. tS HHe APsle] 282 XA H CA Access Control 3 7] %] =
AHso 2 A3,

pkgadd -n -a config_path\myadmin -d pkg_path CAeAC

= or
EE TA &
o= o= o)
T T US

—

&

)
bl

g,

dA: o]A A& AHE3E Solaris Ylo]ElH A2 adol=
oS Aatol = A Hyag gage]=38t7] el CA Access Control
HlolE| B w7]#] 2] 7]& AAE Hzsts WS Ho] FUn, o2 3™

e Wl ARl

convert_eac_pkg -C CAeAC

HP-UX 7]& 9|7]#] AX]

W AZE PAAE e, AR, A
%g T E2A AFgyrch HP-UX
o AZEY H7)A5 AAT 5

HP-UX 7] 7] 2= 7}
E_:ﬂ_?sl— z': o]L 3:14 GU
71 71 AE A
AREYHT

Oko
ol
r&
©

Z3l: HP-UX 7] #7]#]¢] SD- UX(Dlstrlbutor UX)ell gt zpAsh -8
HP €] Alo]E http://www.hp.com & #Z3}4 Al .. swreg, swinstall,
swpackage % swverify o] th3F A3 &L man FHo)A=

EES RS
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ouk A2 thAl CA Access Control oA A &3l SD-UX 7] & 3f7]| A =
ALEsE = &Y o] H7]AE AFE5H CA Access Control A x| ¢} &7
SD-UX & Ahg3tel g the RE AZEd] 4XE #ed §

AF YT}

=81 97]%x] =] & CA Access Control & A7 3l& ™ swremove &S
AbgaoF gUtt. uninstall_AC 23 HEZ A}-83814] wiilAl &,

SD-UX B4 7]1x] AR&AF A3

lolE] B 9| 7] A & Al-&3}o] CA Access Control & A X3}7] Aol Al&HA
Akl Folst=E #43t7] 918 CA Access Control #7] A& A}-g-}
AAefol gk, =g H7|AE AFEA AT wj= AR AA A
ARE Aok Ft

A7) A M AR i) fas dE FEete] 2o 2 A4 vs

A7 A2 A RESH= o d7|AE AREAF A dYT. A5 HE S
AREAE A AAYHEAN AR ¢ JonR vigf W gl AT
Zae sk

Fa: Fsor YrIAE FAGe AL AFHEA syt Al vs A
AE ~3HE AHE-3te] CA Access Control #7141 & AR&-#}
A7 A Al &

A== ZF HP-UX &9 A Ao ddk SD-UX(Software Distributor-UX)
&2 9]7] %X CA Access Control UNIX & &4 +4 84 DVD ¢
NativePackages Ul @€ gjd] Ql5y ).

SD-UX 4] F|7|1X& A2 XA st A
1. AF&A A8 7145 9l A =89 A A= FEFU T
g AlEle] ¢ 283
AREAF A A %%HE}.
T8 71X & F=T de= H71A9 AA fEye 2ol tigh 9
E4o] AglE BEE
71 A Erel| A w7
2. 9 A|xEo] QA QX & customize_eac_depot A HE 33}
pre.tar 3+4& HAR T
pre.tar 72 A2 # A9} CA Access Control AR& 7Alofo] =54
45 tar L Y.
Z31: customize_eac_depot = HE A3} pre.tar A YoJE]H

H71A7F 5ol A= fAel AFYTh

Jolok g}, 18 %] ¢ko Solaris Yo E] B
A7} &4 Aoz gy,
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7|8 A

3. A8 A%k EAF.
customize_eac_depot -a [-d pkg_location] pkg_name

4. A& Ak EolA tiEE el FAE V=S Aol FUTh
Ua @AM o] 719 =S A

5. AF&H Ak =93t == XAE7] ¢8] CA Access Control #7]| A&
AF8-2F A4 Sy T}

customize_eac_depot -w keyword [-d pkg_location] [pkg_name]
6. (A A A i W sk ddojE PP
customize_eac_depot -r -1 lang [-d pkg_location] [pkg_name]
7. (e A) A deE s wgg
customize_eac_depot -i install_loc [-d pkg_location] [pkg_name]
8. (M¥ Alg) 71¥ s Rl WA
customize_eac_depot -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
9. (M© AR 4w/ W HA e shA g
customize_eac_depot -g -f tmp_params [-d pkg_location] [pkg_name]
10. (A8 Abg) A2 a7 ARgel sl AX v W sk

o] wdofja] 7)Aol th3t M= 7]E HAHS AT 5= JdHFULE o=
Eo] POSTEXIT A4S &Aststa(de] # 7|5 & #|A) Ayt
2AHE 348 A AT

11. (A= AF) ARSAF A E Sf71A el AA vizf Wes Ay

e
o
=)
)
b
v
i)

customize_eac_depot -s -f tmp_params [-d pkg_location] [pkg_name]

oAl o] H7|AE AFEsto] AFEAF X 7] HAH o= CA Access
Control & AA& 4 A5t
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b A7

ol

o AR& Aok 52

Ylolg B # 7] & AXg u AFEA Aok st H7|RE AFEA}
Aoldof gy}, t}g o= UNIX & CA Access Control #48 T4 24
DVD(/mnt/AC_DVD ol m}2E)9] 1= x86 CA Access Control SD-UX
N4 S AR A AL Aokel FOFES g W
Ar o

cp /mnt/AC_DVD/NativePackages/_HPUX11_PKG_*.tar.z /tmp

cp /mnt/AC_DVD/NativePackages/pre.tar /tmp

cd /tmp

zcat _HPUX11 _PKG_*.tar.z | tar -xvf -
/mnt/AC_DVD/NativePackages/customize_eac_depot -w keyword -d /tmp CAeAC

olAl /tmp Yl E el U= AFEAF X HE 97X E A8k CA Access
Control & A& 4 A5Ut.

F7F JH:

customize eac depot % - SD-UX 32 7] %] AL-&A A A (FH o)A
134)

HP-UX d]°]ElE. #7]x] AX]

AAE 2 BE AT EYo|9 37 AXH CA Access Control &
wejsle A ARE2F %1% CA Access Control SD-UX ¥ 2] #j7]A] =

A 23 A1 L. CA Access Control SD-UX 2] #7141 & AF&-3Hd 7HASHA
HP-UX o CA Access Control & A8 4= 95Ut}

Z21 284 Aok Fo3hS vl Y] 98] AFeE A oA e 4
UE 7IRE=E AREste] 971 AE AR A A S oF T

CA Access Control HP-UX djo[ElH gj7|X|& M54

1. 2EZ o3,

HP-UX dlolEl B #7|X] & &5 3 AX
A3},

2. CAeAC 71 A= AkgAf A A (Hlo]#] 131)F it}

Jel| FE A Aol

ol

g Aol B TS vhehiy] Sl SR A el RE 5 Qe
ANEE Apgstel A71AF A AR Fuleh A AF A

AARE QA8 fal H7IAE AR AFE = sy
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& WHE Agste] SD-UX o @7 AHgA A4E 9714 %
=g

swreg -1 depot pkg_location

w
ot L

pkg_location
CA Access Control #1714 (CAeAC)7} & e S Aolg ).

4. t}& HEHS AFgEle] CA Access Control #| 71X & A X g1},

swinstall -s pkg_location CAeAC

SD-UX = pkg_location t]&E 2|4 CAeAC 7] HAA&

A2 o

o] Al CA Access Control o] ¢+33] X% YA qt o}z A] 2] ]

ZAFU T

F7F AR

Z|E dA #dE Fo 3 AW(Jﬂ o]#] 111)
SD-UX &4 JH%]Z] A8} A A (Fe]A] 131)

customize_eac_depot H& - SD-UX 32 #7]|x] AL-&A}+ A A

customize_eac_depot W #H-2 SD-UX &2 37| %] s+ CA Access
Control Hlo|E|H. #7]A] Ab&2F A ~AHEE HAPgu ).

of Wele AL Wi the AR mesler Futh

m o] ~HYEE RE CA Access Control Solaris to]E]H. 7] %] tjj&j
AHEE 4 QY.

. A E AFEA A EEE A7 A 7F A A =gle] ¢l A7) Thsgh
gag g glojok .

s Wy ~9HE WAXE BA Y pretar Y-S ~2IHE 397
U3 gag g gojof gy},
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1w
)

o] el ¥

customize_eac_depot
customize_eac_depot
customize_eac_depot
customize_eac_depot
customize_eac_depot
customize_eac_depot
[pkg_name]

customize_eac_depot

qe gt 24U,

-h [-1]

-a [-d pkg_location] [pkg_name]

-w keyword [-d pkg_location] [pkg_name]

-r [-1 Tang] [-d pkg_location] [pkg_name]

-i install_loc [-d pkg_Tlocation] [pkg_name]

-s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]

-g [-f tmp_params] [-d pkg_Tlocation] [pkg_name]

pkg_name

(M8 Abgl) AFE-AF 214 & CA Access Control 37]#]¢] o] &Yt}
IR S AR oW AgHUEE yJEH o=z 7B CA Access

Control JH?W(CAeAC)E g,
-a
AR Aeke EAFUY
-c certfile
FE QAZA stde] AA AR o]FS Aot
Fal: o] 34 CAeAC 3|7 A ol 2t #-& Y},
-d pkg_location
(8 A 571707} ol el Aol HeEe S g

/var/spool/pkg /,\j 2 ffjlq o},

-f tmp_params
Fug 7P et FAgsEE A ) Ws Fde A 4
olF& AAFUH.

Fi:-g S AT W SdS AASHA] Fow AA wi) Wes

¥F =Y (stdout) o & Aagyc},
-g

Az wi W LS TEA e -f SACNA ABE shdel E=€ g
-h

B AREHES BAIFEUT -l AT @ AMESE AP EE ol

Aol ==& FAIFYH.
-i install_loc

f71x¢] Az vlgE ]S install_loc &2 A4t
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HP-UX 3}7]x] A|A

-k keyfile
FE JRQ 7] gl AA BE olgs AP
Fir: o] F4- CAeAC 71 o 7t A&},
-l lang

A w7 Mg gde] Aol lang o2 AU dojE AAT o

T &AW Aol gt

Fa: AT 5 Y= AYEE Ao Z=d dE HES Had -h
S ARESE] -l & AN L. 7Aoo R AX wiv) W Y
Fol= Fof Uzt

-r

A 7IH el A TEge AHEEt S 71AE oAl AU

=S

A48 A7) A7} -f
shalel 4] 7HA 2 ¢

-w keyword

o AQG AHEA AAHE AR wp A
4g A8t 243U,

AGATE AL AFS SIS AR 7198 AP o
SIEE AHEA Aok BREOA NYE ool AT ALEA AoHA
Hee Foelw -a $HL AHEFAA S

CA Access Control HP-UX 7] A& #|Ast™ A x] =A<} 2 CA
Access Control #1712 & A A3k &t}

CA Access Control 7] % & A As=H 7]E CA Access Control 37]# &

A A A 2

swremove CAeAC
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AIX 71 & #7]X] A X

AIX 7|2 A7) g £XESC A7 welshs o AT 9
AR GUI R HHE FELERA AFFh

rr

2wk A% Al CA Access Control oA Al &slE= AIX 7] &2 3f7] A& A}&-3F

=

I dE Ut} o] F7)AE AFE3FH CA Access Control A X9} 3HA] AIX
installp & Alg3le] 8% T2 RE AT EQo AXE #yT F
AFH T

Fa: A3 AIX WA o8] #7]# &2 (installp, SysV, RPM)S #| ¢ 3}#] 2t
CA Access Control & AIX 7]¥ 3}71% & 2](installp)%t Xﬂ*?}‘%f/}

Q1 9}7]x] Ax F CA Access Control & #7121 installp H&<S
Abg-siok Bt uninstal_AC =2 9ES AL&314] npAA S

bff vlo|E]B 3714 L AMEA A|A

YlolElB. # 71X & AF&3}lo] CA Access Control & A x]3}7] Ao AFg¢
Aokl Folat= #7d3t7] 913 CA Access Control 7] 4] & A&7}
Z7gajoF Futtk. 3k 7R E AFEAF AT w= ARER A A A
A% xAgsloF I},

A7 AN A A v W FYe FE] BaF U
W7 A 2 A 2EdE W oz vy E A}

Are2; A AE AT YEN A AL

Za+s stk

Fi: 7o H7IAE s AL AFEHA By oAl ot dAl
A ¥ ~3HE AHE-3te] CA Access Control #7141 & AR&-#}
A8 L

AQE = ZF AIX &9 A AL installp 2] dlo]E] B 3} 7] A (bff ¥d)i= CA
Access Control UNIX € &7 +4 24 DVD ¢ NativePackages
deagad 28 5+ 5.

A5 AUNIX 24 A g AR A1 137
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bff dlo|E|E 72| 34 AH&A A|A

1.

AR AR H7IAE gl A= A AA R FEFUTh

5hQ) A 28le] 971/ bsd SR A A (bR Hel)E Bad
o= Agd AR 5 AU

F81 0 Aol T A7IgeE AN HAL $ET 5 UES 714
2719 % u o]k HlE W Tlad Frke] Baghrh,

gt Alx~ElO] QA QX & customize_eac bff 23 HE A3} pre.tar
3d-S HARY

pre.tar 39 x| WA %] ¢} CA Access Control AF& Al ¢ko] =5
= tar L PY.

Za1: customize_eac_bff 23 HE U3} pre.tar 31L& vo]El B

71407 o} gl 1] AU h

A AkS EAFT

customize_eac_bff -a [-d pkg_location] pkg_name

AgH A BolM HBE bl EAR /9SS Ao Fvh
e wACIA o] A9 =g AP

A4 Ak FolslrE A A7) Yl CA Access Control 37| A&
AREAF A A Y o

customize_eac_bff -w keyword [-d pkg_location] pkg_name

(8 Ag) 4 ) 9 st delg dgFuc
customize_eac_bff -r -1 lang [-d pkg_location] pkg_name

(e Ab) A e e wg g,

customize_eac_bff -i install_loc [-d pkg_location] pkg_name

(A8 A1) 718 gEs ae WM.

customize_eac_bff -s -c certfile -k keyfile [-d pkg_Tlocation] pkg_name
A w7 W RdS TS

customize_eac_bff -g -f tmp_params [-d pkg_location] pkg_name

138
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o] Tl A f7]A el EH?‘SP Az 71 A
So] POSTEXIT A4S A slalar(re] #
~IYE Bd& XW?‘“/]E}.

11, (A8 ARRY) ARRAE AR s 7] A ol A A w7 MeE 2 g
customize_eac_bff -s -f tmp_params [-d pkg_location] pkg_name

oAl o] WF|AE Alg3le] ALEAF A FH 7] HdH o= CA Access
Control & A& 4 A5Ut}.
F7F JH:

customize eac bff W& - bff Yolg B 97]#] 3 AL}
140)
AIX dlo]E]lB #}7]x] AHX]

REIC R

E o} &7 A X% CA Access Control &
8-} X] A=l CA Access Control AIX Ylo]E| B 7] %] =
1

. CA Access Control AIX Yo]E]H. 7] x| (bff 3}U)E A}&-
kAl AIX o] CA Access Control <

—|—‘

CEL!
Z80AH8 Akl Bege Ve 8l Ag
= AN Y=E Agste] 9714

2~

s
S v,

=

=3

A A A Fe S

= T
AREAF XA sl oF T
CA Access Control AIX UYolElBH H7|X& X5l
1. FE=Z Zaolsdr),
AIX dolElB #7]X] & 5 2 MHXsteld FE A Ao
L83y,
2. CAeAC 7|4 = Ak&AF A4 (FelA 137)FH ).
ARSH Akl TS e Y] 8l AFEE AR UlelA FE Qe
7|9 =5 AFgstel  H7|AE AFEAF A A S ok FU Tt AFEAF A A A A
AAE AAQsr] f8l H7AE AR A S F 5y
A5 UNIX B4 A2 2 AgA A A
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3. (A" AF) o3 Zel A w7 Ao e A)S ZISd Y
installp -1 -d pkg_location
pkg_location
CA Access Control #7]#(CAeAC)7} = teg S &gt}
pkg_location 9] Z+ sj7] Aol el AIX oA 3}7]1A] FEo] tEHY
ZaL: AIX dlolEl B g 7]A] A el digk A4 &2 installp ol
g3 man ol AE FEAA L
4, T2 W#HS AL83te] CA Access Control #71#] & A g},
installp -ac -d pkg_location CAeAC [pkg_level]
pkg_level
oj7lel /%7 A71Ae) 55 W PPk
AIX &= pkg_location tl&E 2] 3= CAeAC 37]#| 2] HA&
A 23 T},
o4l CA Access Control o] €513 A HJAAIRE o}z A 2p5 4]
orole=1)t},
F7F A
bff WloJElB s7]#] 3} A&} A A (He]A 137)

7]

= AR e FoF a9 ARER(sfe]A] 111)

customize_eac_bff B& - bff U|o]E|B 3]7]x] 9 A}l&2} XA

customize_eac_bff M #H-& bff Wolg| B 3j7]|#] o] 3t
Control Yleo]El B _4]7];<] AFEA}F A A ~THEES Adshy

o]
A}

o]
21

=
X

oft

2AHEE AIX 9 BE CA Access Control dloE]l B 3] 7] %]
&8 F dFdth HA7IAE AR st AT 5L AJE e

/27 @ THE e lejop g,

21 Y7IAE FEFT AT QAR BHEAAE AN E FEY F UAEF
714 71 F ) o] dE = ol F3bol glofof k.

A g E AAHE WAAE FASHHW pretar 3AS AAHE dhdat
A g E el golof fu.
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/)3 5]

of Weiel gAe thgdt LHUth

customize_eac_bff -h [-1]

customize_eac_bff -a [-d pkg_location] pkg_name

customize_eac_bff -w keyword [-d pkg_Tlocation] pkg_name

customize_eac_bff -r [-d pkg_location] [-1 lang] pkg_name

customize_eac_bff -i install_loc [-d pkg_location] pkg_name

customize_eac_bff-s {-ftmp_params | -ccertfile | -k keyfile} [-dpkg_Tlocation] pkg_name
customize_eac_bff -g [-f tmp_params] [-d pkg_location] pkg_name

pkg_name
ALg-2F 2179 & CA Access Control =71 4] (bff 3}d)e] o] &},

ARSI AR AR
-c certfile
FE A5 Bde) A AR olF g
Fal: o] F4L CAeAC |71 Aot 2-g 1},
-d pkg_location
(R AV A7 A7 B0 Q= s Azwe] e S A
A71A7 e AAE AHEA o 2APEE Ao
/var/spool/pkg & &3t}
-f tmp_params
Aug 7P AAstEe AR ) WS Fele] A4 A2 o
ol AAFYH.
A3 -g H4E AT W FAg AR o A W) wSE
%5 =Y (stdout) o2 Adgyrt,

X
2

7] g gds TR e -f FAA A E ghdel &y

§ AHEWS EAFUT - $AT B AHge A 9EE 9ol
of IEE
-i install_loc
714 ¢] A= Tl E e install_loc &2 AR},
-k keyfile
FE A 7] 9 AA BE olgs BAFUH
a1z o] F4-2 CAeAC 71 A vF 485t}

rQ ok
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-l lang
AR izl M gk o] dolE lang o2 AU dojs AAT w=
-r S A ARREloF gyt
F3: AR F gle ALHE Ao mEd UF H2g wHw -h
FAS Aol -l e AWM. NEH e AR WA Mg BAde
ol o] gLk
-r
A 1Al AREE 7R ge AFE SRS H7IAE vhA] AT
-s

A HAZNAY -f FAHem AGF AREA A" A wj) HE
el A AL e ALSES AP,

-w keyword
A7} ALEE A )
NP=E AR Ao

AAste 719=8 gt o
Jé_ o
el Fodd -a 54

14 Gl#e ebo] EAHUTH AR ek
9

AIX FA712] AA

CA Access Control AIX #|7| A& A At H AX] A< b2 CA
Access Control #1712 & A A3k &t}

CA Access Control 371X & A A% 7|2 CA Access Control Z7] A&
A A A L.

installp -u CAeAC

Auk AT HE AX

CA Access Control & UNIX ©] CA Access Control & tjg2o =2 m=
AEog AXE £ 9 EE install_base ~IAHEZS A3},

Ylolgl B Ax7} ofgt dul A HE AXE AFREE= 79 CA Access
Control A x| wjtjo]e] 54 3 7i7F o g

= install_base - tar 5|4 CA Access Control & A3}
2T HEJ YT

= _opSystemVersion_ACVersion.tar.Z - == CA Access Control
Hds gt 45 tar FLYYTE ol E 50, IBM AIX W7 59 CA
Access Control r12.0 & A3} 4% tar L&
_AIX5_120.tar.Z 44t}
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m  pre.tar - 25 #A X} AFLE AGS EIEE 4= tar FU YU
AR At NES A F R Boll Ak WAL Pt AAE
A& = dFYT
- install_base -autocfg & Al-&3to] x5 HAXZ Agst= A5

AR AlCF gk obefe] = WES At -command S-S
AHEE F AdFUh

= v}l -autocfg file_name & Al&-3l= 49 -command

S g3 ot glsych
A2 9o o]8 2 9XE 71A S W install_base -h & 2 @& of

gyt ZxE P48S dY8s 3d ol ¥ IAE JPAFYT

Tjo ofo
Rl

olg]s TUL UNIX € CA Access Control &4 4 24 DVD ¢
/Unix/Access-Control T g g gle] 25t}

install base 2T YEZE A1L3F AX

install_base =23 HEE Alg3lo] X UE= o= 0S oy CA Access
Control & Ax& 4 9d&HUTH o] ~2a3HEE Y32 ~2a3HEo| At
Aok AT 5 sy

Z3: install_base ~2AHEE Ad3st7] do| AX|3 7| 5S AAsla
install_base @ (| ¢]%] 145)S HAEsY 183k 7]%9 HAXE AEtE=
WS ool AA 9. install_base =T E0] AHE k(s o] %

AA Lol e FHFULL

CA Access Control & Ax|sl8H

1. CA Access Control o] ojn] Ax¥o] A3 Folgtd A&ARE 21203
T s WHEe dEstd TR

ACInstallDir/bin/secons -sk
ACInstallDir/bin/SEOS_Tload -u

2. FEZ 293},
CA Access Control & A x]&}&#
=

3. UNIX & CA Access Control
tglolHE whEER UL
T8 7 EV\E tofolHE HP o] dAst= 45 DVD 9 34 o=
Az L A=A §L°1°H°¥ dunh 3 olgs @A =0l EF
i AE AL&3lof st A5 d8tH ™ pfs_mountd & ¥ pfsd &
BEe Yt v 470 dEo] SEHASA] G
pfs_mountd, pfsd.rpc, pfs_mountd.rpc, pfsd A3+ &2 5A pfs*
= 9 WE el man oA & FHEIAHA L.
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4. A8 Ake gwuth

install_base ~AHEE AdstW HT AL&A AMEH AkS
FEaoF Iyt AFEE A WES o2 T I Eeo &
dgste] A& AE5T 4 dHYrh. -autocfg & AFEshe] A}
Aash= A AFEHE AlSF Fdo] Foll e HHS Asste]
-command Z 15 AFET 5 %SHD} B‘rol*di

l

5. install_base ~3IHEZ Aagr},

install_base ~aHE7} A ZE a1 Aegt ALsko] wral gy s AX

ud Aol FAEYY

Fi: AA 2FHENNA Y oF tar LS Fol FrE ZHEY tar
3 olF YEHS AHFE & AFYT.
o]A] CA Access Control A x]7} 3% PR 7 o}2 g F& ol g},

Al 718 7150 E3E STOIAE R An H7]X] A

& W#H-& CA Access Control & & 7|E 7]%5o] %34 FeloldE
s

Ar #7141 S AASEE install_base 34 ~IHES A] 25}

wol FUth, A s B CA Access Control ¢ Zto]dE 2 A

S 7]2] Ax e} #HHE D Falof Fut.
/dvdrom/uUnix/Access-Control/install_base

Fa: A 7)1 AE A ASA] Fker = install_base HH-2

SOl ES MH H7AE 5 AA Y.

o A: STOP o] 2/443td HH= AMSAL A4 tdE|go] S2}o|AE o7]|A]

A A
t}2 W H L install_base W32 23 HEE AZsle] /opt/CA/AC
tEE o] EgolAdE H7|XE AAsta 28 2HER HE F4S

Fshshe pEe el Fudh

/dvdrom/unix/Access-Control/install_base -client -stop -d /opt/CA/AC
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install_ base Command - 24X A3 HE 23}

(m
Ll
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ot
o
El
ot
o
I9
9
0%
Lo

install_base W& AX ~3F CA Access
Control H7|X] & sl o]/de] Agst A% FHAe=z AXF ),

o] Wejel FAe gt gHUh

install_base [tar_file] [packages] [options]

tar_file
(8 A1) Z#@EZ o] CA Access Control A 3}do] So] 9l tar
o] o5& gt Ax ~2aYHEA AT 45 tar FLS
Aso R grol FHRE tar Y olF 48> AT 5 AdHFYG

packages

(A8 Arg) A3 CA Access Control 3171 A5 Aot} Wj7]#] &
A 7g3skA] ¢ko ™ CA Access Control 1 ol=5 9& A
ZAHEANA ojn] AXgk 22 37| A E A= 457t obd 3, AA
2AHENA SEoldES} MY si7|A & EF AR P

Fa: gE A E AAE7] Aol SEeldE A E WA AR o
gyt &, tE 71 A SeoldE H7HE AAFEF AT
T dFHh

Lo HdAs 4 9= CA Access Control 7] %] ¢4t}

-all
EE CA Access Control #|71#] & A XUt} o] 3 7% 2+
SooldE #H71A], A sf7]#], APT 3§7]#], MFSD #7]#] 7}
Q5T o] A$- STOP(-stop &4)% &4 3g ).

-api
API 2tolB g} ofx] ZZ1o] So] 9= API H7|AE
A2 g,

-client

54y fHireel a3 A CA Access Control 7]5°] S+
SeholAE 7IA S AA G

-mfsd
Wz el §713t vlee] 0 U= MFSD #7145 AAgyt.
Z3l: MFSD #7141 & A A sH7] dell AW #7121 & AAsfoF gt

|
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-server

F7F vloly 8] 9 ~3 Y E(selogred, sepmd, sepmdd, sepmdadm,
secrepsw)7t £°] &= AW FH7|AE AXFYT) o] H 3 A
W71 A= FeoldE H7)AE BAgUL. 9= E°] sepmdd =

AFEEE A g ARl AFEE AHT S dFUh
-uni

Unicenter 2] CAUTIL, Workload Management % Event
Management T4 2.4¢} CA Access Control ¢ 5% 3} Unicenter
EMSec API £ #]-¢3}i= Unicenter Xt 53 9 wlo]zigjo]l A

71 x5 AR,

%l

(8 Al AR F7F AR &8 Ao

a1z CA Access Control 7)ol 9&S & Ax F4(d: -stop)>
ol E H7)A AR Aent G 5= dFUh AR LR A 20
S v H = Jde AR FA(: -verbose) o= F 7] K] ol A}
2748 = dHFYLh.

g AR 5 dE FAYYL.

-autocfg [response_file]
sla REvt olUg A% REZ AXE AgFch, S 5o
A7 Ag AR Al e AgE 72 AAHS A
sha] A Z2A 2 SRy T &5 o] AAHEA] FhAY
SH e FAHel fle A5, AR A e AAE 72
AR T
-9 Hds EHY
m -savecfg &4& AFEEUL].
m parameters.tar ¢toll = A vz WS4 g dS HHF G
T8 39 FdS A4k & oW -autocfg A4S AFES of
-command ¥4 AlgsoF s

n U3

. JlEAHoR FetolE D Aw H7IAT AH Y
BE A7 71 5S AAseE gk AR A5 kA
g §4S Agafor Frint
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m B o] fE HIA oo]HES} HEZ AW Alo]o] SSL
TAle HoES fAEE T UEE AT A AHEE ¢
SEUTH TF 4358 AGsied A3 F HiA oodE
AH&-2H(+reportagent) S A s oF gl

-command keyword
AH&ATY AEA Aoke g A%

W2 AFEH Ak EellA tiEs <hd
AbEE gl o] WS HE=A] A

A= 2o #H jnstall_base -h & 2

%51 /‘}%iﬂ Al C%”’Ol /‘151 ggollnt & dFYH

BES Gyt o

1o, -autocfg 24

14‘?} AHEH AlCF Y 9]
O

-d target_dir
AR AR A OeEe g e, /E 4K oY s
/opt/CA/AccessControl ¢4 t}.

%21 CA Access Control HlolEHo]| A5 nl2EF HEL T 3¢
A Z2BH(NFS)el ¥ & syt
-dns | -nodns
DNS &2EE AR&et7 L ARE-8hA] 24l lookaside tlolEjH|o] 25
AUt -nodns 541-& CA Access Control o] A Xx3tE %ot
DNS ¢] »E Z2EJ XA nslookup & 34 FE= 4},
-fips
FIPS d-& 371 71(M ) st

it
mﬂ

24 5}t 12 %

N,
ol
st

SES

-force

A= A GAEE Al 5 Jdlo] E(sepmd -n 2 subs
<pmdb> newsubs(sub_name))E FA|&}aL *—;!Z]E A&},

NeHom, AAE FHSL WA TEA JuIES vhEA of R s
el
Fi: o) FAS A AT FEA delel=s dsgch

-force_encrypt
BT U A
43w
Fa1 o= Fo 453 717 Rgos AgEyn.

Z31: CA Access Control & SSL, AES(128 H|E, 192 H|E H
256 H|E), DES, 3DES 59 ¢33 4% ATy},

2 EASA @3 7| Bgte] obd w7

-force_install

U AR MY A AAE AATID. A A Al

A E AF o FHL AEIUA L.

I
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-force_kernel

E I

MAehe B 1@ Ade AREY F Gk AnE BASA @i
MAE A%HES G,
A1 4A 9 F AFEHE AP T FE dgUrh

-g groupname
CA Access Control 3} 2] 18 282 o|2% AHolstr}, 7|2zt
0yt
-h | -help
of Weel e =g EATY
-ignore_dep
AR Fo e AEN) FHHL AN HEF AGF .
-key encryption_key
Aagol= o 33 7|12 BA3 ).
B3 Qodol= A glaelol= Aol AHERW FAY Fw3 7E
Aok BT,
-lang lang

CA Access Control 2

= A dojE Aottt AdH = o] H
A Ag 225 wd =2 U(install_base -h)S #A1S f o]
Aol et As SlsA AL

-lic_dir license_dir
oA gold s R agle] HXEo| A e A5 ol d s
a9 Ax gEgeE Zgyh
3 AFE o $CASHCOMP W71 A2 (/etc/profile.CA ol
4o Fe)E A g Agoln dolds Zeae A4H
g Ax"EuUc, 22 gow glo]da Tz g@e
$CASHCOMP o] A4 1t}. $CASHCOMP 7} A o] = =] okl
-lic_dir & AgatA] & Ag gpold s ZRIANS
/opt/CA/SharedComponents t]zlEfglo] At} CAWIN <
gho] 2 s 7] #eF & T E gl AA g
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-nolink

CA Access Control & 7] 7 2(/opt/CA/AccessControl)ell
AR 8= 49 Jetc Y HEZ]9 seos.iniol W3 HAE FHAd5HA
REE A QG

CA Access Control & 7] t]=lg g7} obd th& &g gl CA
Access Control & A X&+= A-¢ Jetc g & E o) seos.iniol o3t
AE w5yt o]E %@ CA Access Control & A3 91X =
"E"XV'%‘ T AFUT 712 A2 AAsta Bt ol F 2 Jetc &

AHolEdtA] ot A5 o A4S AE3A Al L.

-nolog

AR ZRAlZ g7 28 Bysh] RS A gy
Z|eA o2 AA AL #EE BRE EWRAAS

ACInstallDir/AccessControl_install.log(¢] 7]~ AClInstallDir & CA
Access Control & A x| tjgg g])d #7g Ut}

-no_tng_int

A x]3sl= &<t Unicenter Event Management ¢} selogrd 5%
Lok s AP

o] FAE AAHTA oW HA 2T HEA Unicenter Event
Management 7F AAE A=A FAF YT 2THEAA
Unicenter Event Management 7| A X5 o] &= Aoz E2lsH
selogrd.cfg ol ths 3 F7}sl4 Unicenter Event
Management ¢} selogrd ¢ 535 A4t}

uni hostname

-post program_name

A n F Aged Zra9s AF T

-pre program_name
AR5 AAEH7] el A 2 s A G

-rcert certificate.pem
FE Q54 dede) A = ol Fe AT,
F3: o] A4S AgetE ¢ 2TREANA tar HAL FEF &
Asd gdy A Al f7)1Hste] 712 <Y (def_root.pem)<
oAl gy T

-rkey certificate.key
2E 7] #de) A4 AR o F
A o] GG AL P AAPENA tar FAE 25T Oy
Ay FA3t g7 A 7| Fste] 7]1E 3 (def_root.key
A
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-rootprop
FE 3o 3 sepass W7ol AA Hdo] HAFHLEFH
A7 g ot
Fa: o] 34L& M3 95 F seos.ini L2 AllowRootProp
EZS AREstel AT 4 dFU. seos.ini 2713} 3] g
A Y& 2 MM E HEIAHA L.

-savecfg <response_file>
-autocfg FAolA Yol AFESE 4= A distE Aol gk
A& SHe AE wy

-stop
STOP(~® SeHEZ®E H3F) 7% AHES 433t}

)

-system_resolve

Nzaol A ES D ALE 97 volsas Aojate Axw %
s Es AAg,

tio

23 IBM AIX S Zo| A= o] AL Abg3 5= gt
-V

CA Access Control #7]#] 9] HH& ZAIFH
-verbose

AR F AR WA A shdel FAEES AFdUT o] w2
disha] Ao A= 7] Egho] B2 -autocfg &4 AFE Al A
HAIA S FAEE = Aelw Agstd gy

install_base A3 HE ZE HHy

install_base 23 HE+= tg 9AZ S},

1. 712 X gages HAaER 55 AF8Ake A &3yt

2. AEAE AlEeE AR FAAE BAISHAL Y AR HAAE AEHEH
F-E glgyr.

3. tar.Zz oA A A (7]EG & target_dir A1 H)E HolHE
FE=FY
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=9F 784 o2t 2% o5yt

= Sun Solaris ¢] % install_base =3 HE+= CA Access Control
syscall 23 HEE /etc/name_to_sysnum 3o F713 ), Y&
& /etc/name_to_sysnum.bak = A &gt 19 tS R E
APz 3 BRSO A EE Jetc/rc2.d/S68SEQS Y-S
2k o}

= IBMAIX 9] A% o] 23YEE= SEOS_syscall ~2aHEE
LRSS BE=

CA Access Control dle|gHo]2~E &9, %27]3 U ¥ Ws}il seos.ini
HdS AAdFYT. dlolEw o]~ 3Y-S ACInstallDir/seosdb
tgE o] &Yt 3714 ACInstallDir & = t]&E e ¢y},

AFE 7 NIS+1A] gl g,

= NIS+9l % [passwd] A49] nis_env &S nisplus &
A3

= NIS+7} ofHe} NIS ¥ 49 EZS nis & A3

E38 rpe.nisd 7} A ¥ FolW ~AYEE [passwd] A4
NisPlus_server E2% yes & A4},

A QD= 32 HE Z3E 2] Sun Solaris, IBM AIX, HP-UX, Linux °l A
o] ~AYEE HAFE I} NIS = DNS(AHMA] AHE) oA das
A=A ey th. NIS & DNS oA AFEH7E A8 0 45
2~EYEE |lookaside HlolEHo]~E AF o7 A3 th2 seos.ini
3¢ [seosd] AAAA F /e EZ under_NIS_server
use_lookaside & yes & A4 g},

Fa: g2 ZRFANAE 2T HET} lookaside HloJElHo] ~E XA
o5 B od A tYHeE gy,
H

s doJEHo]2~E PMDB o F+5AAA] AH 8l F53t= A9 dAt
PMDB =4

oS sila A AAE AFEA dHo]E W o] ~7F PMDB &
TEHAE For 5 4155 A4 ul 2 AHH PMDB oA o]
o] u o] 2o PHo|EsES T
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2}pA19] "o ElMo] <7} £4 PMDB o] PMDB ©]&(34]:

TEst e S 58 pmd_name@hostna
me)

Holm zpale]l A3 AR W7hA = Enter 7]

ZpAle] dlo]EjHo] A7} ojW PMDB o =
TE53HA] et s .

A WA Sel NO_MASTER = #H4le] HlojEjwjo] ~7l we
MDB o] 53w &gy, e} of $5-& PMDB S HeEla
2 A9% 5 A

CA Access Control ¢] ®ot @ =7 = AFg=}
CA Access Control o] dE]Zglo]= ALgAE XYl EE A o i,
APt = st A5 54 <y xzgo]l= AEAE Het AEA=
o] of K-
FIPS H-& HAE Adeg 45 d5stel #4s FIPS & S4HS
A7 ehA] o H
FIPS #& o335 AEstA] & 49 7|¥ 453t WHS npEX
o] 5
CA Access Control 2 A}-8-A7F AElst 4= 9l dsst o=
g, ¥ 71 ¥ 1 29 =S AlTFYh.
T8 7] d353E HEsE= -9 CA Access Control ol A= A&

A

~1-

[Slre)

ASA e FE ASA Ae BAS AT & AsHHL
A
2]

Aerst wkalo] wel CA Access Control o] A SSL AAS w9
4ot

Y dzsts AdEd A A 42t 7l AgEA R
o]

3z st ek AR W82 =z ehliA 9] sechkey &
Az
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w 7]E HQF g3 A oR

FAE 2= 7] Bk A S AMEEte] 7 o9 9tF MESE xshe
7125 AAFozH Al2g, g5 P 20 9dS H obx
B33 £ A5yl & AE = shtE CA Access Control
H3sl7] fa e EFe Aeg Yt thE 1137 A E+ UNIX
39S ®W 338 Sun Solaris, HP-UX, IBM AIX % Digital DEC
UNIX &3 Fe d4gUY, & 5 shvet X3 5 sy
Z1E Heol FHL A BEU) obd ARE AFsE Aa RER
AXGUTh, meba 3 ol A= SA] Aa BEE A A
Zol FH5YTL

» U7 TAEOA CA Access Control & A &&= == x| o

. HIA Yo]HES A5 EA ofF 9 &4dste 75 CA Enterprise
Log Manager & &4 3}&%] o] -
HA o] HE= dolE o] 29 oofd Ay s wAIA] F&2
Huo, HaA ool dES &4d35t3t A5 v A T2E o],
AbgsE X E 5 o] 28 Aok g}, CA Enterprise Log
Manager & 2438 A A 21 9k o] Bl A®EZTE (A
Mool FAHES X8 = JdFHH

= PUPM o] AE AMg o]
PUPM cllo]dEx= =4 AFHolA A% U= AF d45E 7S +

o]

A9 BHAlA A $AE o|F, AHEE XE, F o] 55 A of
ok

w O] B 17 A HEYE AFEA o
ARE Bl wjE SAE(DH)Y o] &
dhName@hostName 2] S Al83lo] DH T2E o|&5
Ao Al L. dE E9 host123.comp.com °]&}= TAE] HjE
AW E Ax3 49o+= DH__@host123.comp.com & A}g-afo}

o,

iz
o
oM,
o
N
r>f
)
4

AE LS
A= 7F =% CA Access Control & 370l 9A A 8o gyt

AMS A AARE 7AW
1. =9 ACInstallDir/bin t&EgE F7Fgt].
718240z Az tldE e /opt/CA/AccessControl $JU T},
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CA Access Control A] 2t

2. seos.ini(#H°]A 161) Hd EES
g o

"dasti 442 FHHYA .

b

Abstel el 8T Aol WA

3. CA Access Control man o] #]o] HA23l#™ ACInstallDir/man
o] 9 E 2] & MANPATH o 78T},
dE 5o dA AAHS 938 csh & Al&stz v v HH
g,
setenv MANPATH $MANPATH:/opt/CA/AccessControl/man
o5 AlAS 918l .login, .profile == .cshrc 3} ol frAle 48

F7kg e

tlo

CA Access Control A%}

X Windows -7l 4 =418t = =g

o] Zlo] Alxdlel] e A HJ=A SAR1F F v &AM wet Fag

B3 7lss 278

1. FE(@GEFY AR dAgto = Fs 5 7 9yt

2. = T stye FelM vE ¥Ee A"y
seload
seload H#Ho] Al 7H¢] CA Access Control Hli <17, ool AE,
Watchdog & A1#te w71+ 7|t Hd Yyt

3. UES AFE 3 g2 Fow olFste] b WS gt
secons -t+ -tv

CA Access Control & % A A o|HIEE Rl WAAE 3L}e
o] AU}, =3k secons -tv HE S 3H H A
]

4. seload WHS dgEqd A HA oA S H
who

CA Access Control ©] 52 WA XS 231 gl F HA Fo A CA
Access Control ©] who W@ o] AaS chstar 1o thal Hish=4
gl tt. who & o] afctel djs] His

A zHel grtE X Eo] gl A
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5. 98 A$ H#HS v YgH3ste] CA Access Control ©] ojE A HFS-3}i=x%]
H Ytk

dlo]g o] ol = MM~ A|EE 2pstr] Qg qfE o] ofA EEE X
ror&UTh, 18 A% CA Access Control & A| <8-S WU E]EEZ CA
Access Control ©] A X|&5]o] A& ¢l o] A|~H JJr A-sste] EEE
WAl W CA Access Control ©] zl¢hsls o|HIEES 313t 4= 9l &1t}

6. ths HHS §Este] seosd HlES TRFYTE
secons -s
spdol v wAAZE FAE U

CA Access Control o] A& EafYt}H

Nl

= olsl IL

g 93 ¥4 74

a5 A By An A A4S dxged, 1 AF BYE Y9 H
dlejzefo] =] 7} 1S FAdsloF UTh o)) A 4 849 HARE
TARS YRS EHS A U

Fa: o] Aol A= g3 FA #AE Y5 7]+ CA Access Control Ax =
TASE HHS BoFyt. E3 CA Access Control & A x]g uj] o]
ARE AT A5 248 vA 7+ 287t glsyh.

au A A E s S 7AW WE AE i o wES

A= FY ot

dmsmgr -config -dhname dhName

dhName
2 @A 45T DHOE E2E) o]§ 252 JuR TR
A o] o},
d]: DH__@centralhost.org.com

il

Wi A B E 98 BHL Ty POl DH o Al
1

Fa: AAE Weo #Fx kA el dmsmgr -config HES FEs AL,
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H1E 93] UNIX 4 +4

BaE 93 UNIX &4 74

CA Access Control % 8] ¥ HuA ¥go] AAF o] FLARM HilA
o o] NE S A 3}slal FAlste] ]S ¢ vl AW HolHE BUyEE
24e AT £ A5y

ZF31: CA Access Control & AX& o] RuE 93] €4S #+4E &
AFYTE o] Aafo A= AR Al o] & X %
S 93l 71 1S sk W diE] gy,

2 ¥
ofy I

BuE 93 UNIX XS FA3EE
ACSharedDir/Ibin/report_agent.sh = 2 & &t}

Ay

report_agent config-server hostname [-proto {ss1]|tcp}] [-port port_number [-rqueue
queue_name]

TGS Aekay 7% o] ALgHUTh

Zal: report_agent.sh 2~ HE] t3t A3 Y& Fx SHAE
FxsH A L.

2. dlo]gu|o] o)A +reportagent AHE-AE A 3 T}

AH8-2H= ADMIN #+ AUDITOR 54 9 27 Ev]del] gigh 27] A~
AL /A3 glofop Fuvh E@ I E AE] AX A AF BaA
ol HE Ff ¢rso] 3] epassword & A3 oF gt

3. HIA do]HE Xz Mo ] SPECIALPGM & 2HAd ),
SPECIALPGM & FE X}-8AZ +reportagent AF&-2F= wfg &},

Za: BaA oo]dEES A4 33s 3 CA Access Control 74 AA &
TAS AT dd AAS WATE 5 Ad5UY. BaA oo HE G4
Ao st Mgk 82 Fx MM E T Al L.

o: selang & A}l€3l9 BIE 93] UNIX £d T4

U selang 3HE waA oo HEES 243 2 FAATGL /A
od wiA oo]dE AEAE HED WA oo]dE ZzAxd U
E8g ok AR At PP nel FUrh,

i

eu +reportagent admin auditor logical epassword(Report_Agent) nonative

auth terminal (terminallOl) uid( +reportagent) access(w)

er specialpgm (/opt/CA/AcessControl/bin/ReportAgent) Seosuid(+reportagent) \
Nativeuid(root) pgmtype(none)
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CA Access Control AF8-2 =%

CA Access Control A832} XA

CA Access Control & Al-g3lo] A3t Bots Fastel™ A gst wot
AAE Ao gt Hel S AHosh= d A= AR Aol E Y]
F7)9F BHeob BE= 9 Aesk uhdo] wel gabdy),

dE 5o o= hH-E9 S CA Access Control o A2

HE Aomg SAMEL  default Aol whabA el g0 °u*ﬂ/\d T
AUt 18y 8o A BE 21842 CA Access Control o] 7 ¢l
BE gazd gk M~ 555 dAste 5EA ALEAE 54 gizo|
SR Eato =t e 9&@‘4‘?} FLPE}H AREAL 7F sdEte et dl ke A
CA Access Control & &3t Zo] 2dolA] Fdst= AKETE Ate] &
AH Y},

AbE RS Bl BRI EA] T2 AES ERE Agodof FUTE Alo]E
A AddE AL 2lFdlol gyt CA Access Control ol = Alo] E &
Heob AAS FH3= H Bgo] FH=d AMEA (A4 5 Qe gde] oy
IS aRi=

(m
i)
>
(m
it
(K

A=Al

Ean

EYAER Z2a3S WAEA @2 Aredw A3+ e

o T L4 =
EE:L%*?MW. B setuid/setgi Z2agdYrh. =3 CA Access
Eg =2 g3og xAHT _/,:1:
SiEa sy —LE:LE“O] 7515]%] %%-8— 749~ CA Access Control o] F+Z2A<&
BA3E 4 9l PROGRAM Z @20 S=3t},

ﬂ&'

AFEA7 EYAER T2 03 E Al &sjoput EA AL 3T £ JEE
EYiEy zg2aae g3 42 A% (Program Pathlng) 7152 A
A FE gy,

F3: 2203 A= Aol 3k AHE &2 UNIX & 24 &g kM &
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o HAAE BFAEHA] GEUH -g A4S "cannot chdir' A A 7}
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4. seosd H&S o]v] & 79 seosd HIES thA
1’%‘5”43} a4 E} Al2="lo] o g2 #E3sl=%] <t setuid
r2OWE TEFT F A=A A

5. PROGRAM 9] 7
A} setuid =& setgi
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F750] A B
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chres PROGRAM _default defaccess(none)

Zkil: CA Access Control o] 5438k AF&2}= o] (A9 UACC 329
s 7198 AU UACC S|~ s EAsM gl 7|2

HA S Xlﬂo}% o ARgE 5 owqq gy Fse] 7R AGAE
A8k Afole AFEA AE S8 ZeH=9 _default HRE=E AESE
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SEeE 7 Zeade) 1 $e8 54 Erasd Zeagolde
AJYrt, wrehA ol gk =3 43 Ty Sl dA% 540l

2] Z
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chres PROGRAM _default warning
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Fa: 54 A g9s sk 23 e kA E FAEsAL

newres PROGRAM _default defaccess(none) \
owner(nobody) audit(all)

CA Access Control & A Z2 7o)} WAy z2 73] 28-S 5837
Aol 528 gFgto g2 Wl To] I Ego] EulZE wWHx| g},

oA E So] AFil F83 TR setuid TE RS Wtk 7MY}

i AHE-AL7F
Adget7|E UL o] T2 S EYAEY X2 o g FEIEHU
oo HHS Ay,

newres PROGRAM program-pathname \ defaccess(EXEC)
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Fa: B FEYE7E TEAZ oA seos.ini ol HA2st7] w o
seos.ini Itof st 7] HN~E READ & 3t Aol =oFY}.
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3 dmsmgr FEZE digh AAgE Y& 32 A E FERSAHAL.
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Ay,

g Squt Alkel e E4e HAstE Y v selang WES dH AL
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sesu ¥ sepass F23 ¥
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Aol FHUTLE oA 0}34?4_ HiE A2 mpolv el E AFstal o &
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sesu TEHEH 7L APFUrt, 1 dF &
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sesu and sepass Wrapper Scripts
sesu % sepass ¥ ~IHEE S tHEgd 5Tt

ACInstallDir/samples/wrappers

of TeEelel: the shelo] gtk

g A

sesu_wrap.sh sesu £ ¥ ~IHE
sepass_wrap.sh sepass & #¥ ~AHE
README ojlgh 23 o ﬂﬁf_ AHE B R

Aurt 5o} Qe giE sl

A 2THEE A5t sesu A3

] ~aTHEE ALE35l] sesu FEBEES 2 3P3H CA Access Control ]
EEE]O% WA 2 g sesu FEPEE AEEHA v &9 AAlAE
A ﬂEl* Age 4 dHFYY.

A Access Control o] 2E=X]o] x| ¢Fo} sesu FE T E| 7} 23 E %

$ o] AAE wr)w s Hyh,
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g3 ATYEE ALY sesu S APsigH
1. 92~E #AF 7oA sesu_wrap.sh ~2IHEE gt}
Y3 2TAHET 92E HY7]o mAIFH Y.
st AS o 7 M HaeE WAEYT
SEOSDIR
CA Access Control A% tjalg gl & Ho3t, 72402 v
71 AA fEgE =2 AAFE Y.
/opt/CA/AccessControl
SYSSU
WA ol & A su Al=E vlel e o] &S AT,
NBAow theow M),
/usr/bin/su.orig
3. sesu Fg9g ¥ 7} olUe} sesu_wrap.sh @l ~AHEES 7l8]7] %% su
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¥ =T HEE A8t sepass & AWt
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A5 s A WeE WA
SEOSDIR
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SYSPASSWD
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/usr/bin/passwd.orig
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passwd Al #H3E WA},
passwd = 2 3g ujrlt} sepass #H ¥ I HEV} sepass FEYEES
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Axgyy,

CA Access Control H#o] a2 ¥AE=A &gy},
seini e ElES Al&3lo] silent_deny E2 @Sy
EZL SEOS_syscall A4 ofefo] gl

seini -s SEOS_syscall.silent_deny yes

silent_admin E& ZtS CA Access Control Hj&o] 5% =<t
HirEol A~ = J=E 3-8 UNIX UID(AH)ZE H4 g.
seini -s SEOS_syscall.silent_admin <maintenance_UID>

Fi: FE= 7|8 §4 #g 2= AREAHUID 0)Y4 4y T,

221 54 g A}&x}ﬂ =E 7} ofd oT CA Access Control #3}
o] g setuid & FE AFEAR dlof F-X4 #g] E=ol A CA Access
Control & AJ#sE = QYT o|A§ WASHH & WHS
A=yt

chmod 6111 seosd

seload W& © 2 CA Access Control d&& A]#Hgu .

B3 7 el W= ALEATE REJL opd 49 seosd BP0 CA
Access Control dli&-S A 2F3}4] Al S
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Unicenter Security £ &7 A X
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AA B3 A+ Unicenter Security 7} A X% o] 28 F<2 CA Access
Control *ﬁ]Oﬂ 8384, =™ Unicenter Security ¢ Hlo|HE
CA Access Control & 7}x 222 CA Access Control & &9 S ~Ey
S2E OFdd AREEE B A|~Elo] FHUT,
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Unicenter Security ¢ AA| o= HX|slzH
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Unicenter Security ¢} CA Access Control 2] @A F3&<] 7
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2 23 o},

dlolE o] ~E A9-% Foewl dpHo] thg wWAIA 7} YElE
718355 "No"2 A gt
A5 AR, 1% D BAES AALAAGIA? [N :

2. "t~H x| A uni_migrate_master.sh ~IHEZ 2831},

F3l: vk2E =E=% Unicenter Security Hio|HH|o] 25 T AES =

AFE YT,

3. 7} 914 :==(Z, Unicenter Security 7} A3t B AFEH)NA
uni_migrate_ node.sh 2AHES Ay,

4, wt~E w==o]A uni_migrate_node.sh ~aIHEE 2§ 3]r},

nfAH 2= g8 2E =71 533 $ Unicenter Security =
Hl g sheb= mhA et HAFEH AU

5. CAIGLBL000O/secopts 3¢S 5o =2 HAF 3] SSF_SCOPE_DATA
4 SSF_SCOPE_KEYWORD 7]19¥=9] S NO 2 A},
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A2 ~AHEE o .

n A A9 HEQ] defclass.sh & 2 3d3s}o] CA Access Control
dlo]Ef W] o] 2o Al AFE-A} Aojd HeF A4 38 CA Access Control
=2 GOt

= migopts L2 13& 4 &ste] FAJ9 Unicenter Security 374 91
fAF3F CA Access Control $H7 o 2 Wslghcy,

m  exporttngdb T=213S A3se] A2 Unicenter Security
dolEjHlo] 2~ A= 2131 CA Access Control Ho]EjH]o] 2~ 7} =
W g3 o)

= Unicenter Security t#< $X3 o} v &gy,
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Unicenter Security ¢} CA Access Control 2] H 24 53t ¢ thg GA =S
4=

1. BE =94 uni_migrate_node.sh =23 HEZS 23},

2. CAIGLBL000O/secopts 7 5o = HH 3t SSF_SCOPE_DATA
2 SSF_SCOPE_KEYWORD 7]19=¢] %4 NO 2 A4 g},

m  Unicenter 53 % wlo]zgo]d AX] 23 %o Unicenter TNG =19l
S AatA] e 2ol FH YT Unicenter 53 3 who] 1o
AANE AeHor a3t 49 Unicenter TNG =198 Apdte &
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®=  Unicenter TNG Data Scoping % Keyword Scoping 72 (-DT £+
-KW 7} 2l 9l Unicenter NG 2} £33 & tid o= dte 113)2
CA Access Control mlo]zgolAd Z g A 2o A A QAH X st o]
T FEE mpo] o]l TR A A FAIEH YT

m  Unicenter Security & T o]/ AF&381#] gto 22 CA-USER,
CA-ACCESS, CA-USERGROUP, CA-ASSETGROUP, CA-ASSETTYPE %
CA-UPSNODE ] #it 3ol tial]l 7+d ¥l Unicenter Security
THRE LA Uk o]dqd A4 78 e A F5S o=
Sk 2 mpol ol ZEA A Foll FAE YT
uni_migrate_node.sh % uni_migrate_master.sh o] A}-&3 4 A=
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Solaris 10

st A9 mpo]ligo] M Fo selang -cE

[e=]
=
AF&-EA] WA Al 9., Al selang -f input_file_name & AF&3EH A 2

Solaris 10 & O]E}:ﬂ_ 3} th2 Solaris QA28 A7 7HslE OS
GEIE== Xﬂ%%‘%q. E Solaris 10 A|2"o= A9 dJolets npiH
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Bod ¢ syt 284 sH ZF o & FHI AYE AYT F
9lo] 7+ g s thE MA A ATES Aos F ULy
Solaris 10 39| CA Access Control & A x|3tE AL dur Ax¢ =

Wb flon g md F shbw 448 4 et

Solaris 7] 3714 & A}&3}o] CA Access Control 43

CA Access Control & Solaris 7] #|7]1#] T+ (pkgadd ¥ pkgrm)Z&
Abgste] A 9 A =S AAHASFYT
Solaris 7|3 #7]#] A& Ab&ste] A A5 s T stUE T3

& g,

- E+ 999 CA Access Control A X[(#Ho]%] 121).
Solaris 10 o] CA Access Control & Ax|g o A4 9= 7H4 4 ¢
AX R A e e v 999 F5F AHE d9S
HI gk BE e dXAsh= Ady

- A=k 9o CA Access Control A1z (Ho]#] 126).
HAE A = WRol7]= kARt Solaris 7| & 374 =&

Ab-g3te] AElsl o ol CA Access Control & A X8 4= gl5Ut).

ok, CA Access Control ©] 5 A o9 o]9]o] of oA

ZA=EH]Hl A9 g9 = CA Access Control & A X]3]oF &1},
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m  jnstall base 2IHEE ALE3te] 7} oo CA Access Control
A (H oA 143).
install_base ~3IHE
Control & A3},

CA Access Control o] & A9 o§d o] Jdoar] ZExae]H =
oo &= CA Access Control & A x| ajoF &t},

install_base 2~ HEZ A}-&3}o] CA Access Control & A %3 A-¢ 7+
A o ol JAd A AAY 4 AFHeh. @, CA Access Control
g8 Ao g At 18] CA Access Control o] EE & o A

T Fouk AAZE 4 AdHFYT

ZQ21 BE 9o A CA Access Control & A7 3dl7] Aol WA

install_base & A}-&3}o] 79 <4 CA Access Control & A7 3}d
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o dANAE A e ol9le] gi(myZonel) UL WEIE
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H33slaa st 398 /myZonel/root/bin/kill(de ¢l ele] 2 &) th.
o] ydS W3] 918 vFe CA Access Control +3 < 2

nu admin_pers owner(nobody)
nr FILE /myZonel/root/bin/ki1l defaccess(none) owner(nobody)
authorize FILE /myzonel/root/bin/kill uid(admin_pers) access(all)
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Solaris BEdE=3

= myZonel(X4 F o] o)A

nu admin_pers owner(nobody)
nr FILE /bin/ki1l defaccess(none) owner(nobody)
authorize FILE /bin/kill uid(admin_pers) access(all)

A 949 3 A Ao ol9de] FHelAM BT ol FH S AbEste]
AF&-ZH(admin_pers)S A 9lst9l 1, #dS EQ_UL {—4/\__ A 0349 L,
AFEA7E shdel] a8 S ﬂEE AgkS § e
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] ehy A Solaris ZAH oY - g4 ] 2 Solaris %<9 (Sun
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Solaris BA=d J9) HXsed

1. pkgadd & A}&3}o] Solaris A9 9o CA Access Control &
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2. pkgadd & A}&-3}9 Solaris B#l=% o] CA Access Control &
A g o
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3. BA=F Ao X seos.ini 32 SEOS_use_ioctl ©] 1 2 AAE A=A
Sklste] HQshH =AY

A 3 CA Access Control 7} ioctl & Al&3l=E 4 Yt}

=
o ofdoA] seos.ini ¥ SEOS _use_ioctl o] 1 & HAAESE=A]
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ol# 7 &H CA Access Control 7} ioctl & Al&3l=2 A U]
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biconfig.bat -h reportportal.comp.com -u Administrator -p P@sswOrd -f
C:\BO\import_biar_config_oraclellg.xml

o] wjx] 7Y CA Access Control B4 E InfoView & 71491, o]
e 9 Ax AY £ d5Uh wix Sd 53 29 A=

27 9 (biconfig.log)& 714 2719 A& oHE vebyyd.
o: o4 Oracle Database XE 7}# 7] 74 3

E}" S 2718 dEZetel= felE s F vlelEHo]=E EHT u
4% Oracle Database XE o] W3l 7}#1 9 7] +A
v} (import_biar_config_oraclel1g.xml)g A& WHS Ho Fut},

<?xml version="1.0"?7>
<biconfig version="1.0">
<step priority="1">
<add>
<biar-file name="c:/temp/AccessControl_R12.5_EN_ORCL_22_JUN_2009.biar">
<networklayer>Oracle OCI</networklayer>
<rdms>0Oracle 1l</rdms>
<username>ciadb0l</username>
<password>P@sswOrd</password>
<datasource>XE</datasource>
<server></server>
</biar-file>
</add>
</step>
</biconfig>
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o: oA Microsoft SQL Server 2005 7}527] 4 Y4

Ue 5= 27402 °‘E1 ghol= el & P8 T delgHlo]l2s FHl S w)
WHE r125db 7} 9132 rdbms.org © A 2]¥ SQL Server 2005 of of 3k

7k 271 4 3 (import_biar_config_mssql2005.xml)& #A35F+=
e disl] 2ol s4Yt

<?xml version="1.0"7>
<biconfig version="1.0">
<step priority="1">
<add>
<biar-file name="c:/temp/AccessControl_R12.5_EN_SQL_11 JUN_2009.biar">
<networklayer>OLE DB</networklayer>
<rdms>MS SQL Server 2005</rdms>
<username>dbAdmin</username>
<password>P@sswOrd</password>
<datasource>rl125db</datasource>
<server>rdbms.org</server>
</biar-file>
</add>
</step>
</biconfig>

CA Access Control r12.0 oA} AXd Bux X" HuA 37| vj3E

ol#]8l 3+ CA Access Control R4 E A1&3t8H BHuA #7]% 3
BusinessObjects InfoView & 7}4 2}ofF g},

F31: o] A= CA Access Control r12.0 & A X8 o 374 A
Windows & CA Business Intelligence oA X114 3| 7]#]| & Hj
WS Ay

ob i

Y
N

CA Access Control r12.0 oA AXd B3uA XHo| HuA f7RAE
H) 23t A

1. CA Access Control Premium Edition r12.5 A8 4 &% DVD & %
t]~3 =zglo]Ho| Y \ReportPackages UlgE g & o]% gt}

2. Ax 9dE dA EHE YT
»  Windows A= C =gto]H FE oo BO =6 & A Y.
= Solaris ol A& /work/bo Tl¥E g & A3t}
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Fot vz mejoluda FA A4 OUEH g AL
a1 .

/ReportPackages/RDBMS/AC_BIAR_Config.xml

/ReportPackages/RDBMS/AC_BIAR_File.biar

RDBMS

A}8-3t= RDBMS 9] 3< Ao},
o: Oracle

AC_BIAR_Config.xml

Ab&-3h= RDBMS o digh 7k 7] 4 F+d(.xml)9] o5&
oot

d]: Oracle Database 11g 2] 4% ©] o|&F2
import_biar_config_oraclel1g.xml ¢] 32, SQL Server 2005 9] %%
o] o]&-2 import_biar_config_mssql_2005.xml 1] t}.

AC_BIAR_File.biar

!

ol

ko

a1l 2 RDBMS 2] CA Access Control X114 3}<d(.biar)
olF= Aoyt

23z A3 RDBMS o] i3t 7142 7] 4 349 <biar-file
name> £/42 o] S 7he|7IH 7] E A o2 AR-Sh= RDBMS 9
G WA olEoRE Ayt

=P 3E9] CA Access Control Premium Edition r12.0 A8 A
DVD £ # t]~= =glo]Ho] Y1 /ReportPortal teE g &

offt k- oft

©

Fuh.
: o] DVD = r12.0 3} 37 435 mejoje] xgwo]
& % suE FagUd
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W AR Ci\BO U & HARU T

»  Solaris oA+ CA Access Control Premium Edition A8 4 &

747k /work/bo EH R FEHUTH

DVD | ¢l /ReportPortal/bo_install.tar.gz 32 9] tolg =

Windows o A1+ DVD ¢] \ReportPortal\BO t] & & g](~2GB) W& <
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BO_Files/biek-sdk/biekInstall.properties #}% o] HEA}E S t}g3} o]
AT
BIEK_CONNECT_LAYER=networklayer
BIEK_CONNECT_DB=rdms
BIEK_CONNECT_USER=rdbms_adminuserName
BIEK_CONNECT_PASSWORD=rdbms_adminUserpPass
BIEK_CONNECT_SOURCE=rdbms_Datasource
BIEK_CONNECT_SERVER=rdbms_hostName
BIEK_BO_USER=InfoVview_adminUserName
BIEK_BO_PASSWORD=InfoVview_adminuserpPass
BIEK_BIAR_FILE=AC_BIAR File.biar

networklayer
AH8-3= RDBMS oA A ek MIEY A AlSS 4ot
Agh: tiawA T
rdms
AH8-3k= RDBMS ] 32 4
Agh: i AEAp T
rdbms_adminUserName
FHE RDBMS el AbgAte] AHgx} ol 52 gt
rdbms_adminUserPass
7= RDBMS #e] AH§Ake] ¢hos A

o)

it

Lo
bt

U,
rdbms_Datasource
Oracle Hlo]E{Ho]22] TNS(Transparent Network Substrate)
olES HelF,
rdbms_hostName
RDBMS AH o] 5 ~E o]F5 o3ttt
InfoView_adminUserName
InfoView #&] AF&2Le] ARE2} 9]
AgAE el Ay,
InfoView_adminUserPass
InfoView #2] AHgALe] a2 Folgunh o] Agrle 7Rdon
dz7t AsUa(HlA =),
AC_BIAR_File.biar

CA Access Control X114 It (.biar)ol th3 AA F= o5&
Aogtct, o] ude oA HFALE wAut},
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UNIX 2] 749 BO_Files/biek-sdk/importBiarFile.sh =23 HE
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UNAB = 2£E

of e obzlel FAZ EFa AsruiTh,

UNAB & ~E A= 9 AR8A} A4 (H o)A 209)

N X4<>ﬂ(Jﬂ°le 210)

RPM s 7]#] ¥e]zk A (Ho]=] 212)

Solaris HlelE|H d]7]#] A A (UNAB)(H©]A] 219)

HP-UX 7] s 7] =] A (| o]=] 225)

AIX 7] 9§ 7]#] A (Fe]A] 231)

CA Access Control SlE]>~elo]= FHe]oA UNAB FHZ](Ho]X] 235)
A 2aEl 584 AAK(E o)A 237)

UNAB A #(sf]o]#] 237)

Active Directory o] UNIX &2 E 55 (3o]# 238)

UNAB =4 sl(#| o] %] 239)

AL 1 sEA (o] A 240)

UNIX & Identity Management 7*4 84 A X|(Fo]A] 241)
UNAB 4] (o] =] 243)

Abg} @ 1 wpo]orgo] A (Fo] A 243)

HalZ 95k UNAB 4l (#lol A 245)

A R AR A7

UNIX ¢1% H =7 (UNAB):= Active Directory Hlo]E] AZ1E AL-g3}o]

UNIX ZAFEo| 21203 = A &) FYr). =, UE ARt sl T
HIAEYE AT § oz ALgAEe] & 1 sk AFg-2) o] &3} 0‘33
RE S 2add 4 A gy

UNIX 7#14-& Active Directory ¢ 3 3} A% AT 2 s AAEs

Al &3k, 713 UNIX A8 2 1% £4 S Active Directory 2 d%3e 4=
HuUth. o] A s Windows /‘}%X}Qr IJFS #EEhe TYUE YA oA

UNIX AR 2 O AT 5 A 1Y

3 UNAB &= A A2 o 7]E2] ojud PAM EE% diA|shA] Z5UT).
UNAB PAM & 7] PAM ~H"lo] AklE]o] 951t}
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A#a7) Qo

A28t7] Aol

UNAB & AxA8t7] Aol AP 8 Atahs S58kal Ze e AR7E Q&
Al L. UNAB & F+dstal ov] HALE F33t~
GAE AES= B EH5Y

Hx RE
UNAB = Th&t 22 7 7H4 A4 BEs Ay
n 4A BF - 9d 5F BEoA UNIX EAEE AMEAE] 5 2 Ag
o5 1% Active Directory A1B]d] ¢j&gh},
m HE ES - RR 2 moo i UNIX EAE= <11 Active Directory
Aol oEstar, AR F-o= UNIX 7|9k ARRAF A4 E AU T
UNIX AR&2F A7t e A5 i 58 BEs AMEsHA S
UNAB 73

UNAB T3 & A1#}317] Aol 3|Alel 4] UNAB & A2} A7datar, AA]ata,
T s FAser she wAlE HEsh Ale] FHuh

1. UNIX #3FE o]Eo] elg =% AAS YL (slo]# 211)

2. UNAB Az 97|42 A}&xF A AZUT),

3 UNAB & X8l BE UNIX Z24Ed] dis] UNAB H;z]
H7NA S A& AT e gyt Ax H714A2 3 A AR
A4T g o 7142 Agatel SAo] UNAB & A4k 41A 2

3. CA Access Control dlEzefo]= ¢} 317 F4st=% UNAB &
gk eR(F el A 215).

UNAB 2#4<S #e]slel™ CA Access Control QlE|Z o]l = g Ay
ALEAF E H o] 25 ALE-3F4 A

i

4. UNIX T2E¢d] UNAB #7]14E Ax3gr}.

Fa: A2 8 AF 3 AA Aol dig AT Wi delx
A

5. (A9 A Alad setA S Selghy . (slel#] 237)

uxpreinstall f+€2] €] A]~®o] UNAB &7 AdS E£3)=%
AAFU T, uxpreinstall e €S A8sl7] Ho] UNAB = A X afjof
Eiasie

6. Active Directory ¢ UNIX & ~EZ ==23h]ci(Ho]%| 238).
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A #3t7] Aol

7. UNAB = A[ZHgH Ut (F oA 237)
o[# A skl UNAB tl(uxauthd)o] A|z2-g 4.

8. CA Access Control g Zglo]= gl 219l A3 Fof HAS
THEo] UNAB E4 e erd3yrt.
=91 A&l UNIX T2Eo] tigh dAAsE 38 L= AT
dEzZepo]l= A2 B OFS Byt

Fa: 29l 3] fF AR WES AEZeol= pel YA E
CES RS

9. UNIX 4 UNAB & 24 slsti (s o]#] 239).
UNAB & 27d3}atdl <lEZefo]= AREAE UNIX Z2Ee] =oQled 4
AA Hy .

10. (Mg AF3}) A8 2 158 Active Directory &
vpol re o] A gt ot (F o] A 243)
nlo] 1ol ZR2AMAE sk UNIX AFEAF 2 Z1F9 549]
Active Directory = HALE L T X|ol|A] T AE tjgh M ~E
#9d F UdA gy

UNIX HFE olgo] gut2/ 1= Eex #A}

UNAB 7} #H&3sl#i™ UNIX FHFE]9} Active Directory #AFE7F 5% UNIX
AIFE IP 45 =HQl o]F5 XTI TUT HIFE o]FoR Q‘ﬂ% T
hofoF .

UNIX ZFE o]5o] &nlx 3w =X #AAsIH™ UNIX FHFE 9 Active
Directory #3FE E5oll A UNIX HAFEQ IP F42E= AFE31o] nslookup
WS A A2

o: UNIX AFE 9 olgo] 2oz FaAHex A}

o] o= Windows, Active Directory FE 2 UNIX HFEH 5ol A
computer.com o] & o] &2 HFH| e nslookup M| A3E Ko

FUth.
Server: computer.com
Address: 123.456.789.1

123.456.789.1.in-addr.arpa name = computername.com
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RPM s 71#] A A A

RPM 714 B2 4

RPM 31714 #elzH(RPM): 7| 2xEglo] sl71A% W=, 44, 9,
sol, gJulol= W AAF 4 9l HHE F9e ik RPM & UNIX

'_11_.
9B AT + Azt

Fa: AAE Y& RPM 971#] #E]x} 1 Abo] E(http://www.rpm.org) <}t
RPM € UNIX man #o]A & FZ23I4]A L.

CA Access Control ©] UNAB °l th3s] A]&3F= RPM 3|71 #| = Al-8-3}9]
RPM & Al&3le] 3ld 7|Ef BE AXE9o] dx¢t g7 UNAB A=
+od 5 A5y

UNAB #|7] 2] AR A7

UNAB 2 4517] Aol A1&d Aote] 5olge x 4517 98] RPM
W71 A& AR Ao Yk, 3k 71X & AFEA A H T = AFE-A)
A4 A A% ARk g,

FHa: 3o R Y7IAE FASE A AHEHA FHFUL gl AgE g2
customize_uxauth_rpm 2T HEZ AL-83}4] 7\]3. AFg2F A4 UNAB RPM
A 7145 AestHd™ AFEHA rpmbuild 22 E7F lojoF YT,

UNAB #7|R & AR} A A3tH A

1. 282 A A& 77] 1= UNIX & CA Access Control &3 +4 984
DVD ¢] /UNAB H & goA 3 AJ2=gle] AA] A2 HAFFY T,
gd Al zxEle] Q17| /A7 7t Thed YA oA A S HQd R
ARgAE A A = dHFY

2. (A8 AL Az o) Mg oA o] oo E MAd e

SELRRK

s

_H
g
i)
dlo
ol
ot
o

customize_uxauth_rpm -r -1 lang [-d pkg_location] pkg_filename

3. s ¥Es dHste] Aed Acke BAEUG
customize_uxauth_rpm -a [-d pkg_Tlocation] pkg_name

4. AHEF Aokl el fiEE ¢t HAE J¥EE Ao FYth
Ua dAelA o] 719=s AU

5. AHEH Aol FostEE A8t fd v WREe dHddh
customize_uxauth_rpm -w keyword [-d pkg_location] [pkg_name]

6. (A8 AMR) b= ¥RE dEste] AA gy eE Ay

customize_uxauth_rpm -i install_loc [-d pkg_location] [pkg_name]
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RPM o714 ¥z} A=A

7. (A8 A1) s 9Re deEske] /e dEs Bde MR,
customize_uxauth_rpm -s -c certfile -k keyfile [-d pkg_location] [pkg_name]

8. U WHS st A v W R A
customize_uxauth_rpm -g -f tmp_params [-d pkg_location] pkg_filename

9. AA e~ Apdre] SHA AR vz W 9pdS A YT L.(So]#] 215)
of stel A SA7IAe] e AH JE AP AT F AFUh

10. v WHE dEste] AREA A A" A7 Al AA] wir) HeE
A

customize_uxauth_rpm -s -f tmp_params [-d pkg_location] pkg_fiTlename
ofA o] H7IAE AREEto] AFEA AAHH 7] AH o2 UNAB =
M3 & gk,

customize_uxauth_rpm H# - UNAB RPM 7] X] A&} XA

customize_uxauth_rpm H# 2 UNAB RPM I|7]#] A2} A A 23 HEE

EEE N

Fa: 0718 A4 AGseld A714% 3D Azmae] go1/2] b
ceeieel glojok Fuiut.

o] Welol YA vhedt gidh

customize_uxauth_rpm -h [-1]

customize_uxauth_rpm -a [-d pkg_Tlocation] pkg_filename
customize_uxauth_rpm -w command [-d pkg_location] pkg_filename
customize_uxauth_rpm -r [-d pkg_location] [-1 Tlang] pkg_fiTlename
customize_uxauth_rpm -i install_loc [-d pkg_Tlocation] [pkg_name]
customize_uxauth_rpm -s [-f tmp_params] [-d pkg_location] pkg_filename
customize_uxauth_rpm -g [-f tmp_params] [-d pkg_location] pkg_filename
customize_uxauth_rpm -t tmp_dir [-d pkg_location] pkg_filename

pkg_filename
AREAE 21788 UNAB #7141 €] 3t o] 55 Ao gyt
A -d A4S A owl Ar)A R AA AR olEL
elsiop gk,

-a

g Ak EA G
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RPM 717 &=t HA

-w keyword
AT AHER ASkE et AAshe 1928 By of
719 E=s AFEH AlSF EREolA tiZE Qe EAIF YT AFEH A OFA
FAe Fod -a FHE ALFIAA L

d pkg_location
(A A}ﬂ) 3H71X17P Sol e 3 A="e gEEgE Ag gy
#7121 7F A= HPHEE Ao o™ 2AHES F7]4] 59
AA A2 o]FL pkg_filename &2 714U},

-f tmp_params
ARE et A4stels 4A il ds st A AR 2
olF< AAFIYH.
ZaL: -g S AR W gdS AASHA] ZFoW AA wi) MgE
¥+ Y (stdout) o2 AT},

-g
A i) W g S ThAeb -f SAA AAHE gl g

-h
WE AMEHS ZARYT -l AT A AREstH A hE = ol
Aol =5 TAFYG

I lang
Az w7 W gde] dolE lang o= HAAFUT dolE AP o
T EAS B AHgSor A
Fa: AR F e A= Qo] 2= 558 28H
customize_uxauth_rpm - -h & A3 Ar] e, 7|2H oz Hx] ujsj
W e ol Hof gy

-r
A 71 Ao AFREH 7 EES AR SHES 7 AE ThA] AA T

-s
AARE |7 A7 -f SR AGe AFERF (A E AA] v
gl A Hde Qe AgEtER A

-t tmp_dir
A ZAde 9% A ddHeE 2
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UNAB 23X dj7/] W< <Y - UNAB AX] Al&At XA

UNAB 7] % stelols sad) me} Ae4 43 4 e 44 6
Wst EetEo] gk
o] Qe FAe e THUY,
AUDIT_BK
A} shele] BhelawlEs) AR wMYS fARA oY s AT

g5t Al o] @2 yes'm A% o}tﬂ CA Access Control &

audit_size ?’- A Ao olF A A" A7 Aske] TEdk w 7HA} 5L
T F Aedel HYiUnE AAF, oY) sl na

AT HEd A RE 7 A 5 oA Ay

A%k yes, no
7182k no
COMPUTERS_CONTAINER

Active Directory 9|41 UNIX AFEI7} 5= Aoy o]&2
o) g ot

718 %k: COMPUTERS
DISTRIBUTION_SRV_HOST

W A8 S2E olF& ARG

Ag: oo fFast $AE o|F

71¥.2k: none
DISTRIBUTION_SRV_PROTOCOL

HE A A 22 EZ S A AU

A gk tep, ssl

718 2k ssl
DISTRIBUTION_SRV_PORT

HiE AW X E H3E AAGY

A1 SSL: 7243, TCP: 7222

7183k 7243

n _
N
N
>~
>,
=
o,
)
it
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DISTRIBUTION_SHARED_SECRET

B3 SOlAEA M AME AT As) e TH F5E

2| A& o},
Ag: dojo Fad
7122k none
o v AW E AAE o A3t w3 T F dEE Ak
.

DISTRIBUTION_SRV_QNAME
2yljszo]l AeH = 9 olFS AR I
Ag: 7 o5 HEhlE 22d
71 & % queue/snapshots

DISTRIBUTION_SRV_SCHEDULE
B oo]dEZF RuME st vlx AR dgdste Al7IE
eyt
o] EZe] g4 &3 Z5Uth time@day[,day2] [...]
71¥.2k: 00:00@Sun,Mon,Tue,Wed, Thu,Fri,Sat

ENABLE_ELM

HuA oo]dEZ 24 A HolHE wlE B2 Bl AR5
Z]7g . o] E A o}”ﬂ CA Enterprise Log Manager ¢} 533 <=
AFH

F: 7S 'ves'®E A= S A WS FA8=S CA Access
ConUoIo/“ﬁ(AUDﬂlBK yes)s Al &

A

M

A%: yes, no
7187k no
GROUP_CONTAINER
UNIX 252 AH2l7F 59 2lE& Active Directory AEo]H 2] o] &2
el
INTEGRATION R =

NTP_SRV
(NTP) AW ] o]F E= IP 45 ot

718-2Zk: none




RPM 7] #] 3] A} 4]

TIME_SYNCH

UNAB 7} Al2=¥l A]ZFS- NTP(Network Time Protocol) A]1H <}
s713ket=A ARE AT

Fa: o] 7S 'yves'E A AH3= A9 NTP_SRV EZ9] 315 A4 sfof
Y o] S 'no'E A3 4% UNAB & /etc/ntp.conf ol ol
UNIX "IAYSS A28 AlZbol] ARE-SU T

A% yes, no
7182k no
AHEA}E ZH o]
UNIX A}8-2Fe] A e]7} £ 3l Active Directory Z1E|olY o]&&
g eyt
UXACT_RUN
2] & uxconsole -register #H & A3PTA| o RE AAHF T},
A% yes, no
7182k no

Z31: uxconsole -register =2 Active Directory A2l "HFE"
ZAH oy ofe] UNIX HFHE 55Ut

UXACT_ADMINISTRATOR

Active Directory ¥ z}e] AFEA} o] 5 Aoy
UXACT_ADMIN_PASSWORD

Active Directory #e]#e] A4 43S AT},
UXACT_DOMAIN

UNIX AFFE7F £33 =mlQlS Aoy,
UXACT_RUN_AGENT

A2 ZZ A 2xo] wpAute] UNAB Bi2-& AJ2H8A] o 55 A4 gy},

A gk: yes, no

7182k yes
UXACT_SERVER

Active Directory AH 9] o]&& A3},
UXACT_PORT

Active Directory 21 t7] xEE A3},

7183k 389
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UNAB A %]

UXACT_VERB_LEVEL
AR AR FES Fg.
Ag: 0-7
7123k 3

Active Directory AF&# AAS AF83le] UNIX AFE ] Z1elsted
Al zskel= Zhzbe] UNIX Z 570l UNAB S A soF gt
UNAB £ 4X3l=¥
1. superuser 2 UNIX #FHol 21913},
2. Ax] CDolA UNAB Ax =238 25Ut
o :
mnt/AC_DVD/UNAB/CDPATH/uxauth-1-0.10.1386. rpm
3. rpm BHE A8 UNAB #7145 A X gy,
A ZEA 27 AR Y
ZIRA27 AeAom SRS gl wAAZE EAE Y

4. Ax 271 99 uxauth-rpm.log oA A2 ZEA 20 3 RS
74561—1/]q_

o] =1 e UNAB A e e el YTt
7| Ao & UNAB = th Y Alo AxgUt).

/opt/CA/uxauth/

A %

A

d]: Red Hat Linux o] UNAB A3

S 9+= Red Hat Linux x86 ES 4.0 #5FE o] UNAB #H7|A & A X &}+=
Wil disl] AT,

o] ool A= 71X+ /mnt/UNIX/auth_DVD °l vl&EH A3 vjtjo]o
Ay

cd /mnt/UNIX/auth_DVD/CDPATH
rpm -i uxauth-1-0.10.7386.rpm
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AR7F BFHoE ASHAEA Q)

rpm -q uxauth
uxauth

UNAB YlelE] B 3f7]#] 9] o]&F<& Aoyt

UNAB7} 434w AA8 49 @747 AA9ee dele A7t
AR

UNAB A|A

UNAB = A7 321 UNAB 7} A X5 UNIX AFE A 372 S A A& oF
ot

UNAB £ #| A3l ™ superuser & T2 HHS JH3AA L.
rpm -e uxauth
uxauth
UNAB dle|H E s§7]#] ] o]g& &gttt
AA ZRA 27 A2 Y

LA eHor dREdeS des WAATE 2AE Y

]
Solaris Lﬂ hﬂﬂ {712 = AN E do H7IAE w5, A3},
/\ o Eg

el =A AlEu

%}1: Solaris dle]E|H 7] X9 th3+ AFASE &S Sun Microsystems
Fo]E9} pkgadd, pkgrm, pkginfo 2 pkgchk € man o] %] &

draiAe

QM

Hl A2 Al UNAB 7} A 33} Solaris Wlo|E B #7]A & AL&E <
Ut} o] 7)1A]E AFEsH UNAB A X9} &7 Solaris vl o] € X
71 A& AlLsle] FalE OE RE AT E0 MAXE #Ed ¢ g5yt

£ %0 o

81 97]1# A4 5 UNAB = #l7stewl pkgrm 8-S AR&-aoF g
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UNAB Solaris Y|°]E]B. 7] x] A& R A

Solaris dl°o|E]|H. 7] X & A}-&3}e] UNAB & A x3lelH WA Al_d
Alekoll Folghs A As7] 8] AA H7IAE AR A4 oF g oh, gk
WA & AFEAF A G T w= AR A A AAHE x| oF ),

Z11: UNAB Solaris #17] A& A}8a A A H the dxjo] UL dAS
H2ZAA L, FEoR H7AE S A ¢ XPF»W FEyrh ol
A e & customize_uxauth_pkg 2= HES A& A S

Solaris Y|°|E|B H7|RA & A&A XA 32 H

1. AFgxF K48 3f7]% = UNIX & CA Access Control &% 74 84
DVD ¢] /UNAB tgH gollA T} Al~"le] A $IX 2 FZ3H
gkl A|xElo] ey 277} 7b5E Y|dA 7N E Bad e
AE2F A7 3 ? AFUTH
8! 71X & F=T "= H71A 9 AA dage Fxze g Y
EA4o] gl HEF O oF g, JE*X] oo Solaris Yo E]H
714 =T A A 7F 4 Ao Ry

2. (A9 AF) T Al 2=Ele] dA] 9]
/’\i\'—ﬂE J}O]J} pre. tar Jlro _% %
go] olele] thE dolE ~AHE WAIAE ZASHHW pre.tar Y-S
2AHE 34y w4 gy Ywo Yt pre.tar Y2 Ax
H A A 2} UNAB AR89 Al¢ke]l 58 &5 tar LYYt}
Z3: customize_uxauth_pkg =3 HE 3 2 pre.tar = #7AE
—ir%??} U3 Aol AdHYT

3. (48 AR) A3 ) 85 e delE dAsHY vg B3y

stomize_uxauth_pkg

=

tio

customize_uxauth_pkg -r -1 lang [-d pkg_location] [pkg_name]

4. t5 MRS dEsto] ARSE Aks AT
customize_uxauth_pkg -a [-d pkg_location] pkg_name

5. A& AlCke] EollA tZs el BAlE 7I9I=E Ao FUh
U2 GAA o] 719 =S AGFY

6. AR&A Akl Folst=E AAE7] A& v HES dHIU
customize_uxauth_pkg -w keyword [-d pkg_location] [pkg_name]

7. (A8 AR vs HES gkl 24 HEHgE dAd gy

customize_uxauth_pkg -i install_loc [-d pkg_location] [pkg_name]
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8. (M8 AF) e WH JHste] /18 dEd HAS WHFU
customize_uxauth_pkg -s -c certfile -k keyfile [-d pkg_location] [pkg_name]

9. the BHL deste] A vl WE FAL A gL,
customize_uxauth_pkg -g -f tmp_params [-d pkg_location] [pkg_name]

10. 42 87" Apaell BstA A X vz Wi spdS |t (S0 A 215)

11.0H 398 Qestel A8 QA AN 2R ) wgE

customize_uxauth_pkg -s -f tmp_params [-d pkg_location] [pkg_name]
ofA o] H7IAE ARGt AFEA A 7] AH o2 UNAB =

AR 5 sy

customize_uxauth_pkg B3 - Solaris Y|°|E|B. 7|X] A}EA}F XA

customize_uxauth_pkg =S UNAB Solaris Ulo|E| B 571 %] A}-&2F A A
2AHEE AP,

o] HHS AMEY Wt v AFS aEEel g

m o] ~3YEE BE UNAB Solaris WolE|H. 7] %] thaf AF&S 4=
A5

. HIAE AREA AAEEH W7 A 7L Y A =E"e] 87| /A7) Ths gk
o= ol glojof YTt

n HAE"] ATHE YAXE FASHY pre.tar 3US 2T HE A3}
A fdy g Yojof g,
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7] 4] 4] (UNAB)

of Weiel gAe thgdt LHUth

customize_uxauth_pkg -h [-1]

customize_uxauth_pkg -a [-d pkg_Tlocation] [pkg_name]

customize_uxauth_pkg -w command [-d pkg_Tlocation] [pkg name]

customize_uxauth_pkg -r [-d pkg_Tlocation] [-T1 Tang] [pkg_name]
customize_uxauth_pkg -1 install_loc [-d pkg_location] [pkg_name]
customize_uxauth_pkg -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]
[pkg_name]

customize_uxauth_pkg -g [-f tmp_params] [-d pkg_location] [pkg_name]
customize_uxauth_pkg -t tmp_dir [-d pkg_location] [pkg name]

pkg_name
(A Abel) AR A1 UNAB #7]1#] 9] ol &duth. 3714 &
AARBA gow AaPEE J|BHog 7]E UNAB 7] 4] (uxauth)=
e g o,

-a
AHEH AloFS A

%
<
o

-w keyword

ALSATE AL AFS SIS A 7198 AP o
Qs AL A BRRA UFE ko] mAHUT AR A
e oeld -a $HL AHEFAA S

-l lang

43 v W sele] ol lang o= AAFUL odolg 44T ux
-+ §AE S0 Abgslel g,

Az AQE 5 ol AQHE o] e U BHe uYW -h
FH2 Agatel -2 AdAA e, RHOR A v} WS e
ol slo] 7T,

d pkg_location
(d= AW) ANATE Sl Q= e Alswel HeEE S AR
H7)A7F A= AXE AASA doW 2IAHEE JEHow
/var/spool/pkg & A elgt},

-f tmp_params
AHE 7 AY AdstE = AR vzl B gtdeo] AA =2 9
olg< AAFYL.
L -g FAL AT v HUdS A AHEFR oW A wr) HEE

%% =9 (stdout) o2 Agdg ),
-g
A w7 A gdS ThA e -f FAoA A AFH Fde] EHFT.
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EAGU. -l $47 FA AHEEE A5 dlof

-i install_loc
712 ¢] A de@E 2% install_loc &2 A7},
-k keyfile

FE L 7] gde] FA Fm olES A9

%)

Ut
-r
A HA7IA o ARG VRS ARE SRS H7IAE vhA] A
-s
AgE AW7AY f FAom AR ARG A AR vir) de
Aol 1AL A AL ES AP
-t tmp_dir

A AYe AT A UeEEE 2FI,

UNAB Solaris Y|°]E|H. #|7|%] X

UNAB Solaris Ule]ElB #}7]X& A}&35H 7+H3} A Solaris o] UNAB &
AR 4 lFYT,

Fa: the At 7)E A4S ALesle] UNAB 2 Ax e}, Yab= 49
A3z Aol UNAB 3714 & 282t (43 5% gt
UNAB Solaris Yo B 71X E HX 339
1. (A¥ A}3}) Solaris 712 A% 7|23+,
a. dA AR AA A AL FAREES 7S
convert_uxauth_pkg -p

A el Fdo] dA $1Xe myadmin o2t o] F O =2

AR U
A2 Py 39S Aol pkgadd A A 7 EGS WA S
3

Ho =
AsUh 2% e pkgadd -a F4S A& U A o}
Ao gial] =g FdS AFEE 5 AdFUT. o] 7
UNAB ol 3-4 5

71—9_
T
o]

A 8 4 UNAB 52E Ax 2 ALgA A4 223
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b. 4 ¥l HY(myadmin)e et t= BYF g HAL
Ao,

o)A the Aol
T4 4AE A8

= [

Al 23l UNAB 7] AXxJo] tig 4%
.
F31: Solaris 7] 7)1 A= 7| EH o2 AL} AFE Agol %&e -
UAFH. AA v sd 3 o AR Wl tigk AAIRE iR
pkgadd(1M) % admin(4)% Solaris man #|o]#| & 5“}_’6‘}@}/\12.

2. WH714E AAFY .

pkgadd [-a dir/myadmin] -d pkg_location uxauth

y Ay

o
=

o]

AN

ot

-a dir/myadmin
1 Al A 2H3 3 myadmin A2 2] gd o] $x15 Ao g},
o] FME AAeA ¢dow, pkgadd 7t 7] HA #E] HdS
AHg g,

pkg_location
UNAB 7] %] (uxauth)”7} &= Y8 EHZE HoJgy

81 o] 7 A= F& AA(S, 25 L AA gk ¢17] HA )
Kotek gyt o & =o] /var/spool/pkg ¢ 22 91|l glofof
EaRi=

Zra1: Solaris 7] 9171 #%] = UNIX €& CA Access Control 24 74 84

DVD ¢ UNAB tlgg 2ol lHFY T},

o[zl UNAB 7} €+7d3] A S AAI Rt op2) AJzhs#] b k51Ut

ke

Aeg o] UNAB Solaris Hlo|E]H #7]x] X
Solaris Ul°|El B #|7] A& A}L&35}o] AEs oo UNAB & A3k

AUt AN Ao o= UNAB = A A sfof gch,

21: Solaris VolE|1 57145 Algste] LE o] UNAB & AA 8
Aol EHUL,

AE3 g0 UNAB & A 3aa

RE oA FA3 UNAB B A Ab-gafof gyt
A9 dAdo A ofef HHS st UNAB & AAFYTt.
pkgadd -G -d pkg_location uxauth

pkg_location
UNAB 7] % (uxauth)7} Sl= e E g S Aoyt

224 7@ A



HP-UX 7]¥ w71 A=

Fal o] H7[A= T8 AX(F, 1F R Al tig ¢17] Ol‘.xﬂé)fﬂl
oF gYtt. ol& =] /var/spool/pkg ¢} & f]A]o] lofof
A==
o] W Ao goddut UNAB = A= g},
2. A9 o SEOS_load MHS U3t UNAB AY RES

e,
Z3: UNAB 7o)l ZEoj% UNAB 7} 9 o) oMES
AeratA e e,
3. UNAB = AAste = A9 99 ol9f9 2 9N tes s
a. uxauth 7148 vl A% Geje] 9= AA AX BAEU
b. A < o]9le] JqelA vk FHS APFU.
pkgadd -G -d pkg_location uxauth
o] WHL MWW od WANA BAG A7) ALgste] 2]
A A 9 o]9fe] JHel UNAB & AA vt

e
oA IR Jelo]A UNAB & A7 4 it

F3: UNAB S AT wi= v el RA AAR - A el
AA=HF Gt

HP-UX 7] & 97]x] 4X]

HP-UX 712 #71x]= 71 &R ES o JH?IX] a1, AXskar, AlAsaL
Haush £ e dee] GUI ¥ WHE %‘ﬂﬂi/ﬂ Xﬂ—'%‘/]‘ﬂr. HP-UX
71E S 7IA S ALgEE 94 AFHIAE AZEY] HIAE X 4=

95U,

Fal: HP-UX 71% 9)7]%¢1 SD-UX(Distributor-UX)ell th3alt =43 &
HP €] Alo]E http://www.hp.com & =34 Al 9. swreg, swinstall,
swpackage 2 swverify o] 3t 243 Y& man H oA =
F2sH Al 2

Quk 21 4l UNAB ol A Al F8 SD-UX 718 S48 A183 +
95U, of 9714 AH83kH UNAB XSt 7] SD-UX & AHg-3tel
FAE e mE AxEde] 448 $T + AFUh

21 97]x Az & UNAB = A Aslel™ swremove H#HS AL&3jof

A 8 4 UNAB 2E x| 2 ALgA A4 225



HP-UX 7]+ 3714 A X

UNAB SD-UX ¥4 9]7]X] Al&A} X|H

dlolEln 9714 & A1-g3le] UNAB & 47517 Holl A8 A ot
ESES A437] 98] UNAB 7148 AL§A AgaloF Gtk w3
ANNAE AR AT W ASA AR 24X A AGsher givh

F: 2o 7% SR A DR GaUh g4 o At
15 2aYES Agatel UNAB 17148 Ag4 A4 ehilA Q.

A== ZF HP-UX &9 A Alel digk SD-UX(Software Distributor-UX)
&2l 9]7] %= CA Access Control UNIX & &4 4 224 DVD ¢ UNAB
g#E gl A5y

SD-UX 4] #j7|X& A2 X AsHA
1. AHgA A 7|2 S 3 Al=E9 A A= F

=
s A =g ¢7]/22717) The R 1Al w7IXE 4
AR A & AFY T
T8 A7IAE FE22 W= A71He AA e 2ol dE 9
57de] adE BEH oo it 29X &ow HP-UX HlolE =
714 Lol A ) 7IA 7 4 Ao w kFen

ek,
2.3

__‘L]_?‘__

=

o

2. (A8 A1g) 9 AJxEle] QA YA 2 customize_uxauth_depot
23 YE 73} pretar UL EAF T}

pre.tar 3l A HA A9} UNAB ARS8 Alfo]l =55 945 ta
APt

Z31: customize_unab_depot 23 HE 33} pre.tar 34 t}S
o= E el dFUT.

/uxauth/FILESET/opt/CA/uxauth/1bin

3. the WEL Aestel AEH Ake AL

=

customize_uxauth_depot -a [-d pkg_location] pkg_name

4. AHEA Ak EolA tiZE St ZAE V=S Ho FUTh
U @Al A o] 719 =S A

5. AH&A A%kl Fost=E AAE7] & vhs HES dHIU
customize_uxauth_depot -w keyword [-d pkg_Tlocation] [pkg_name]

6. (e AF) A WA} Wg el ol AW vhe WHL
SEERRCE

customize_uxauth_depot -r -1 lang [-d pkg_location] [pkg_name]
7. (A8 ) g 9P dstel 4 deeelg M.

customize_uxauth_depot -i install_loc [-d pkg_location] [pkg_name]
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8. (48 ) te BHL gt /B dEs A WG,
customize_uxauth_depot -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
9. (A8 AH) the WAL Aatel AA A WE AL AZU

customize_uxauth_depot -g -f tmp_params [-d pkg_location] [pkg_name]
10. (48 AM) A2 a7 Abghel whA A1A v WS el g

A7 g ch(sle1A 215)

of dpdoll A 7] Al gk HA 7 A ALE F A5y
11.(48 AH9) o8 33 gestel Aex Agd =

\_TE AEJZ(;]%HLI/]Q—-

customize_uxauth_depot -s -f tmp_params [-d pkg_location] [pkg_name]

ofA o] IFAE AREEte] AFEAL AAHHE 7] AP o2 UNAB =

AR F UdFHH

=
)
>
=2
X
R
o
==
Y
=

oA: AH4H Age) BIHES A7

dloJel 8. o721 & A wf ALEA Aokl Fojste™ A7 S AHEA
Aefsfor AUt ta o= AREH Aokl sejsties Ay S8 71
shdg FE3 tgE el 9li= x86 UNAB SD-UX #7145 AHg-4

ARz e A gy

cp /mnt/AC_DVD/UNAB/_HPUX11_Ux_PKG_1*.tar.z /tmp

cd /tmp

zcat _HPUX11 _Ux_PKG_1*.tar.z | tar -xvf -
/uxauth/FILESET/opt/CA/uxauth/1bin/customize_eac_depot -w keyword -d /tmp uxauth

oAl /tmp FIHElele] 9 AHEA A 714 F ALgskel UNAB
MG 5 Ui,

F7F BH:

customize eac depot W= - SD-UX 2] 3]7]#] AF&2} #| A (H o]
134)

Al 8 & UNAB T 2E x| 8l ARg2t A

o
N
N
N
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customize_uxauth_depot B ® - SD-UX 4] #7]A] Al-&A} XA

customize_uxauth_depot M #H-& SD-UX &2] #7]#]] tjd UNAB
Yol B #j7]A] AREA} A ~AHEES AP,

o] WS A3 wj= the AFEFS aElsjof gl

m o] ~3YEE 2E UNAB Solaris WolE|H d|7] %] thaf AF&S 5=
AHFY

. S 7AE AREA AASEE A 7A 7 FGY A" 97| /2A7] Jhegt
o2 E el glofob Y.

= R Z:EL%]E IMAE ®A8HA Y pretar IS ~AHE 543}
A A dojof g},

o] Wl gAe thest gauth

customize_uxauth_depot -h [-1]

customize_uxauth_depot -a [-d pkg_location] [pkg_name]

customize_uxauth_depot -w keyword [-d pkg_Tlocation] [pkg_name]
customize_uxauth_depot -r [-1 Tang] [-d pkg_Tlocation] [pkg_name]
customize_uxauth_depot -1 install_loc [-d pkg_location] [pkg_name]
customize_uxauth_depot -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]
[pkg_name]

customize_uxauth_depot -g [-f tmp_params] [-d pkg_location] [pkg_name]

pkg_name

(A8 Abe) AREAE 148 UNAB 1714 9] ol &Yyt #i7A&
A gehA o ~aYPEE 7j|EF o 7B UNAB 317] 4 (uxauth)=

Ay
-a
A AFE BAFUL.
-c certfile
FE Q%A Aol A4 A2 olgg Aol
Fal: o] 3A4-E uxauth 7)Aol g+ 28U}

-d pkg_location
(e Ay A71A7E Sl gl e Asuel Qen s A ggi,
H71A7F A= AAE ABSHA Fow AAHES
/var/spool/pkg & &gt

228 T <kl



HP-UX 712 714 4]

-f tmp_params
BEE M AY AAdstd = A w7l W e dA AR Y
olF& ABFUT.
F3:-g FAL ST 0 HAS G ow AA v WE
%% =9 (stdout)o. 2 AdgUrt,

RYA

‘:,

-g
AR W Wg S RSk -f S 4R Tele] ZHnh
-h
W A8We BATYIG. -S43 @ Aga AdHE ojo
do] mEZ FAFUT,

-i install_loc

71212l 4z tHEEE install_loc &2 A3}
-k keyfile

FE JRQ 7] 9ol AA BE olgs AoFd.

Fa: o] S-S uxauth 71 A vk 225U},

-l lang
A iz M gk o] dolE lang o2 AAEUH dojs AT =
AL ) ARgsor
A3 AR 5 e ALHE Qo) =ol g B¢ welw -h
TG Aol -1 e AgA L. ZRH o AA W) g e
dolz wo] Yt

-r

=S
AQR ANA f SRR AT SR AAE X oA w
sedoln AL 4eg AgeEs AP

-w keyword
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UNAB HP-UX Y|o]E|B. s7]X] HX]

HP-UX #|7]1A] A|A

AAE e BE AZE e 37 dX¥E UNAB & st ARE=}
#1748 UNAB SD-UX &2 #7145 A5} A 2. UNAB SD-UX & 2]
A7 A= AFgE 7HASHA HP-UX ol UNAB & A X & & g5yt

F81 AR Ak soshs e ] flEl AFEA AleF YellA e
AE 7IFEE ARSI A E AFEAF A A S oF
UNAB HP-UX YjolE|B H7|X]& AX]|3l3H
1. FEZ Z913 )},
HP-UX Ylo]ElB F7]X & 55 2L X
Q3 }.
2. UNAB 3j7]A] & AF&-AF A G Yt (Fo]A] 226)
AHEA Akl Foshs YER Y] Sl AREH AR UedlA 2He = 9l
FN=E Abgste]  H71A 5 AREAF A A oF YTk ARgAF A A ?“ A

AL AQS) A8 AR A AT FE U

& BHE AHgste] SD-UX 9} 37 A8 A4 E w7148
=gt

swreg -1 depot pkg_location

e FE A dghol

ol

w
ofrt L

pkg_location
UNAB #7147} 8= e E e E Ao
4, Thg WHS ARESEe] UNAB #7145 A X g,
swinstall -s pkg_location uxauth
SD-UX &= pkg_location t] &g 2o A sj7]#]e] 25 A2},
o)Al UNAB 7} 9+43] A% QA utk o}z A5 A ekoks T},

F7F BH:

SD-UX g4 714 A-&AF A A (sH0]A] 131)
7]t A v b are] ARgR(slo]A] 111)

UNAB HP-UX 3|7]A] & AlAsHH A2 s=4¢F Wit 2 UNAB # 714 =
A Az oF Tt

CA Access Control J|7]X]| & A AsIH™A 7]E UNAB 3|71 A& AASHHA L

swremove uxauth
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AlX 718 F7]#] A X

AIX 7] 37]A] AXA]

AIX 7]+ JH?]X]*E 711%‘ 2EXEe] H7|AE #AE st o AHEE F e
dde] GUI % HHE FEHEEA AFg U

gut A x 2l UNAB 7} A3t AIX YlolE B # 7] & AlL-3
AFYL o] H7IAE AFESHH UNAB A% 9} 4 AIX installp & A}-8314]
FdE o2 BE AZE] AXE #HE F dFYT

Za: 47 AIX W2 oY #7]#] @2 (installp, SysV, RPM)2 A 8kA 1t
UNAB = AIX 7]% #7]%] &2](installp)wt A&t}

81 3714 A F UNAB = Al78tH ™ installp ¥ &S AR&alofF Ut}

bff Uo]E|E. #7)#] Y AL&AF A A

JolE) 8 7] 2% AFEkel UNAB & 412\8h7] ol A& A ok
Folele® 45}7] S1a) UNAB 317145 A8 (A sloF g £
NS AR AR e A8 AR AX A AAslef vk,

A1 sEon AAE FAdE AL AR FHUTh oA ge Azl
B8 ~AYEES AHg3e] UNAB 97142 AHeA AR s A

AQDHE 7 AIX 9 AAE installp 4] dlo]glB )71 %] (bff 3td)E CA
Access Control UNIXJC—L 23 F4 22 DVD ¢ UNAB tlgE oA 2He
T AdFYT
bff dlolElB. H7]=] FHd A&} XA
1. AFEAF A A4e 714 E 3 Al2ge] A A2 FEFU T
gd Alz=®le] Q) 7]/2A7]7F 7hEst f1A oA S 7] X (bff HY)E ot
2 AFEAF X4 4 AdHH T
FR1 o] A= A 71 YA LS 8T 5 US
719 F ) o)A Hi= Wl tlaz Fzho] g},

a

=
=

E=Y
\

14

I

2. (A9 A3 g A]2Elo] oA X2 customize_uxauth_bff
2AHE 3A3} pre.tar LS HARIY

pre.tar 342 A3 WA x]9}F UNAB A& Aleko] =9 5 tar
g gyt
Z31: customize_uxauth_bff ~23FHE 513} pre.tar 3d-& YloJE| B

A7 A7 o] Q= A6 AT,
3. the BHe QYsto] g Ake AT

customize_uxauth_bff -a [-d pkg_Tlocation] pkg_name
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4. A& Aokl oA fiEE ¢t BAE 7¥EE Ao FYh
o SACNA o] 7IHE=E A FH

5. AL& Aol Belts A4 Ad ohe HEe P
customize_uxauth_bff -w keyword [-d pkg_Tlocation] pkg_name

6. (A8 AHR) AA w7 dg wpde] dojE AAsHd ts ¥HE
QIS4 A S
customize_uxauth_bff -r -1 Tang [-d pkg_location] pkg_name

7. (A8 AF) B B3 skl 4 Y My,
customize_uxauth_bff -i install_loc [-d pkg_location] pkg_name

8. (W¥ AH) the 3RS JYstel /@ ¢mat BAS WA
customize_uxauth_bff -s -c certfile -k keyfile [-d pkg_location] pkg_name

9. the WAL kel A v/} WS HAS A
customize_uxauth_bff -g -f tmp_params [-d pkg_location] pkg_name

10. (A8 AkaY) AA 8+ Ababel]l BHAl A A wivl Rg 9 d S
A S ek (o] A 215)
ol gdol A H7|A| el thek A

11. (39 AH) e BR8-S d9sko] AREAE A | sf7] Aol A vl 7|
Mg A,
customize_uxauth_bff -s -f tmp_params [-d pkg_location] pkg_name

olA] o] WA E Algste] AFEAF A AHH 7]E HdH o2 UNAB =
Axg 4 dHFYT

customize_eac_bff & - bff 7|2 #7]%] 93U A}ELR XA

customize_uxauth_bff H &S bff dlo]E]H 3}7] %] 5}Ue]| thd+ <uxauth>
HlolglH 7] AFEAF A 2AHEE HPg .

o] 2AYHEE AIX €9 EE <uxauth> UloJElH 7] Ao djs] Al&E 4
QU A71AE A AgSHEE 7147k S A28 971/
e e gejok gt

-FI

Fal W7 = ﬁ%%% AA= dA= EoA = H7IHE F5E F =S

A7 7)) o) ol REE o f w7rol Ylojob T,

Fa: Ny ~aYE vWAXE FAHY pretar UL ~aYE
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a7y
w AW ZRYA AAE Q7 A S
= DH dlolefHe] a7} E4dd d
= DH 7} DMS ¢} 57]3k5 %] &2 -5
m O EXE A DHE AAS ok sk
Fi: DH #d71= Al dlolgmlo] a7t Qlone Bdd dg glayth
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As) e T2A 2

DMS 7} 55+ U

dmsmgr #EZ/El7} DMS & %45k W e olslahu el Zmals o
AT 5 e BAE Avets W mgol furh

dmsmgr &= 7]& DMS & AAZ Y
dmsmgr = AREA7E 2GSk 91x1¢] WY DMS #-S DMS Tl e E 2
AR O
dmsmgr = DMS o] t3 & FER2 2| o),
4. 5 T I 7HA A3 vEbd Yo
» ZEUM DMS & 5% 49 dmsmgr = A3 575 DMS &
Zz4Yd DMS ol A WA 522 Frbsi, o] uwf wig] ublo]
AgE v g LA FAdR LA ks AR T
» A3 5+ DMS & 593 4% dmsmgr= A 55 DMS =
Z2YA DMS o Al FE5A17IH, o] wf wi]] vhdo] AAE whAut
[e=]
=

e Z2AAE dmsmgr 7t DMS 2 5938k WS Adgehy,
1
2

w

5. dmsmgr+= Z} DH & DMS ¢l +5A 7Yt Zt DH+ 234 3% 0&
7EA ] ¥ 578t el

F31: DH = W5718t Jefd of DMS 248 fUolES ¢S 5
#lyth DH & Mg 7]3t e =5g sjastey DH & Syt
DH 7} 45+ ¥

dmsmgr 227} DH = T S olsisti B ZEAS T
LA = e BAE Jeshs U =gl Hyth

b ZEA 2= dmsmgr 7F DH & H93ts s Ay

1. dmsmgr = 7]& DHE AlAg Y.

2. dmsmgr < AHEAZE A48 91 A9 #§] DH 39S DH HE =
AR U

3. dmsmgri= DHE DMS | 54171, o] w] W wpdof] A& npx]at

Y ez Fdg LZA FE AT

4. dmsmgr = DH A v 57|38 S8 25 A}
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Aol A EH 8= W

H
H

H57)8 T4

Aol A H7

updates.dat Idol= DMS 7} v E&t= 7 g Ho] Ao dFUch A
TEAS e ) 4% wde ypdates.dat el = HEHS FEA A
Hyurh, 72t WEe oAl golgta el Frbeke MER ¥yt

DMS o 7525 718 We vad 22 224 A4 5 A5y
» 0- A mdlo] BE WREE THEAIA iy
o mAE o= - A Rdlo] FEAA ¥EE B4 dFyTh

= 03 X 9T Atole] AL X - A welo] X 9 vpxut @ =
Apole] BE WHE FEAA wiUc,

H| %5 7]3} =2+ updates.dat Qo] wpxjuto 2 ez I ojw
o] B w4 33 A YT of| e ver]s S s

A4 &H CA Access Control ol A= 71 F5AE FAISHH ojW g% o
TEA A B A A S5 U

HE718 52 F- 5 DMS i A4 RARE ofd o ER x|
guyth MErIst S A3 FEAE JEelES A sted 1
TEAE R Gl FEAA R G

DMS i 43 mulo] vj& BE FEA} HE75 dH 49 7

A FEAT g A

she g

ZEgd s SR/ A A5 TR AN BT 84 gyoR
AEFUT Aol BPSE A B BN BYE L2y
FHo2 A4S ol g

U ZRAlAE 2R E SEE T
1

\3=2]

=]
X284 CA Access Control QB Zejo]= ] Bl X2y w>x
e A CA Access Control & ZFwH3k T},

H
2. A8 55 DMS o tig 2E Y A9S Tyt = CA Access
Control ¢lExglo]= 2] % policydeploy ¥

&
3. (A¥ A}8}) updates.dat #}Q9S AF o2 AFUT},
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10.
11.

12.

As 2 DMS & WPk e ¥y F St DMS & ugE +

24 WRi(He)A] 272)

w97 WRi(sle]X] 273)

Z2YM dole el ~(RDBMS)E %A@,

AE B DMS M9 AR HE T2 DMS S 9 (H 0] X

sz 2E 4 DMS 9l4 CA Access Control & A]z+&hU
294 DMS & Mgy}, s W F U= DMS & wde 4
AFH T}

w27 Wgi(dle]A] 272)
w24 W(FelA] 273)
294 DMS W] wUdZRE 7F Z2u4 DH 2 29 (H o]

¥ AH oA CA Access Control & A]#gyt},

Hj
2E P A4S Z2EMd DMS 2 oyt & Z2=H 4 CA Access
Control <lE=Z}o]= wjoA CA Access Control <lE Zelo]= e
oAl policydeploy FEEE A ZEy
(A8 AH) Ajs] B DMS 7F 2294 DMS 9 w578k e A5
& 2AE dEdUH.
a. Z2YA DMS W] sd=RE A& 5 DMS & H<l(s o)A
275)%4tt.
b. A8 =+ DMS & Mgt ths WH T shv= DMS & ¥ e
T AFHHh
m  sepmd fFEEE[(Fo]H] 272)

m  selang " (Fe]A 273)
c. A B DMS W] FAdRHE 7L Ae] B DHE H2(H o)A
276)3H T},
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Aol A B sk Iy

sepmd & A}£3= DMS 9]

Lo wjZs A AJEL A #sta E-oA CA Access Control
dEzeto]= |7} e WA ~WeS A GstHH DMS &

weolsk uj DMS dlo]EH]o] A9 dHolHE XAFE tdEg=E

sepmd FEZEE 224 24 s2E° DMS Y W3, wH DMS
99 7}F% CA Access Control B A2 JFZ 9] 46]] B35

B s or gyt DMS & W<dsl7] Aol updates.dat IS %
2= Aol FHUHh

o
o
bt

Fil: selang RS AHEete] 2 EE 94 S2E DMS & W =
Ay
sepmd & A}£3l] DMS & WYslaw
1. v& ¥dS AHEste] DMS & &5yt
sepmd -b1 dms_name
DMS 7} #71™, oAl F-=Ako Al oW HE = H
2. U5 HHES AHE3te] DMS dolguo] A& Mg},
sepmd -bd dms_name [destination_directory]
dms_name
27 3 2Eo wWglyl DMS o5& Aoyt
destination_directory
DMS & #4g tid dae s Jo .
71¥ 2k (UNIX) ACInstallDir/data/policies_backup/dmsName
718 2k (Windows) ACInstallDir\data\policies_backup\dmsName
DMS dle|gjHo] 27} w7t vl dE ol Mgy
3. s ¥®HES AH&ste] DMS & e sliAIF YT
sepmd -ul dms_name

DMS 7} %3 SAHD, oA FEAIA BHS Bl 5 AU

272 & hA



Aol A EHTtske Uy

selang &

A}R-3t= DMS MY

DMS HlelHuo] 2ol A 445 TleE el HeolHE BAlstew DMS &
W] 5141 4] 2.

& ARgSte]l 24 Ee 94 $AES DMS & HYd
A% DMS 34 7134 CA Access Control A2 73 o
b s kel ®mytajor gyt DMS & W gstr] el
=

A2 Aol F44

selang &
LRI
ojsl B
updates.da

4=

B s
0,

Zi: sepmd FEYEIE AEsle] 27 T2EOA DMS & W Fo
AFH
selang & A}-&3lo] DMS & W39

1. (A—]Eu }\].t'ﬂ—) se|ang S AMESle] 974 s 2ERHE DMS O dZstEH =
A% the o DMS S$2Ed dA3 )

host dms_host_name
2. o WHES ARESte PMD $H4 o2 o] Edyth
env pmd
3. 942 HHS AH83te] DMS & Ayt
pmd dms_name Tock
DMS 7} 71, ofAl iAol Al oW HH = BHdl 5 sy
4, U5 9HS AME3Ee] DMS dlo]EH|o]AE Mgy},
backuppmd dms_name [destination(destination_directory)]
dms_name
27 S2Ed Wy DMS o5& Aoy
destination(destination_directory)
DMS & & did dde s dodyt.
7182k (UNIX) ACInstallDir/data/policies_backup/dmsName
718 2k (Windows) ACInstallDir\data\policies_backup\dmsName
DMS dlo|gHo] 27} tiet vl e elel] Mgyt
5. o5 ¥HES AHgste DMS & = siAg YT
pmd dms_name unlock

DMS 7} % alAl=u, o)Al FEAA BHS wd = AFUh
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Al A BT

H}H

[e]

H

IZ2HH DMS &

i

Z2EH DMS £ 592 uf dmsmgr & A& 5 DMS wg] wde
dolHE =28 DMS t#@E e EAF ),

Fal: dmsmgr 2 EE AREetE™E =G AlAl tis) b de] A

Agro] glojok g,
=Y DMS & H95ed LM DMS SAEdA g ¥HE
= g,

dmsmgr -restore -dms name -source path -replica name\
[-subscriber dhname[,dhname...]] [-admin user[,user...]]\
[-xadmin user[,user...]]

-admin user[,user...]
(UNIX) W3 AF8212 2415 DMS ®E DH o] #e2= 4elshr},
-dms name
24 T Eo &%l DMS o]

il
o

Ao g,
-replica name
ZRYM DMS o 753 Ajs 55 DMS 9] o535 Aotunh. A&
-+ DMS &= DMS_name@hostname 4] o2 A H3}A4 Al L
-subscriber dh_name[, dh_name...]

(A& AHE) 5<€ DMS 7F 44 lHo]ES 2 DH O] 555 H4u=
Tkl gyt 72t DH & DH_name@hostname J4 o=
A7 sk Al L.

-source path
B2s wel el g tdEE ol

-xadmin user|[,user...]
(UNIX) <lEj>Zgte]= ALEA}E ¥ DMS %= DH o #Hejat
A o] sk o},

T2YM DMS 7 29 %5y

o}
Fa: Z2YHd DMS & 59 EPQ
ydriE Z29Hd DHE

229 DH 7 E7]18g Y
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Z

Aol A Bahs

O T

A3 &5 DMS

29

A - DMS E 598 o) dmsmgr = ¢ wtd o] dolHE Asf H
DMS t g e gl HAF T

Fi: dmsmgr FEEEE AEstHH & AAl sl &g
Agto] slojof gt

2] Al

rJ

Al - DMS & Hdeteiw Al 55 DMS S 2EoA thg WH S
Qg
dmsmgr -restore -dms name -source path -parent name\

[-subscriber dhname[,dhname...]] [-admin user[,user...]]\
[-xadmin user[,user...]]

-admin user[,user...]
(UNIX) W5 AF821E 5909 DMS T DH 9] #ejxz 4oy,
-dms name
24 $2Eo| He¥ DMS o]

ali
o

Aoyt
-parent name

Bold A3 2L DMS 7t =T Z2YM DMS o o2 Ao F ),
ii@.’ﬁ DMS = DMS_name@hostname &2 o2 A Q&4 A1 2

-source path
29g gl o] Qi tYE e gelgdh

-subscriber dh_name[, dh_name...]
(de Ae) B9¥ DMS 7F 43 Julo] =8 B DH o) %52
TEEe] Fojgyrl. ZF DH = DH_name@hostname 2] o &2
SEETREN

-xadmin user|[,user...]

(UNIX) <lEj>Zgte]= ALEA}E 2% DMS %= DH o #Hejat=
X-]Aﬁl—qq_

A8) =5 DMS 7} B1=m A8 %5 DMS 7} L4 DMS &
TE T,

b 1A H H 'E‘T:ll DMS% 'ET%@' E}% HOH JELZII DMS & = Hno,]a_]___, - HHO—]
T} 2 5 ZH?‘SH B pHE 2sof Utk 1w s ET DMS 9

A = DH 7k %715 o
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A BTae

H

L;

1

DH &4

dmsmgr 22 ElE AFE3te] DMS 9] sldolA DH_Reader U] g E 22
del8E HAtstE ™ DH & 5 A Q. DH 24 7]= A dHolg o] A7)
Jorz HAst A9t glsyth. DH & HU3t7] el 71& DH 7Y
?Zoﬂ DH 23717k =~ 218t Al &

FaL: 715 DH 9t = DH #43717F gAY Al DH & d4stal A oW
DH S 593517] Aol dmsmgr -create 7]5S AH&3te] Al DH &

dmsmgr -restore -dh name -source path -parent name\
[-admin user[,user...]] [-xadmin user[,user...]] [-desktop host[, host...]]

-admin user[,user...]
(UNIX) W5 AF82LE 509 DMS T DH 9] #ejxz 4oyt
-desktop host[, host...]
(A8 A18}) 299 DH 7F 9l AFE] o8] TERMINAL 942 @she
2 AFHY B2 gegh
3z A4 olFol BAglel o] fHEE AYsh B del B
DH ol tigh #he] dAgko] a4 F-ofgytt,
-dh name
27 $2Ed 549 DH Y ol§& B Pt

]

-parent name
5% DH7F 753 B2 DMS 9 o]55 Aot F5 DMS =
DMS_name@hostname 2] o= |G a}4] A

-source path
Belg Wy ool Qi teeiels gel g,

-xadmin user[,user...]
(UNIX) dlEZefo]= 2825 H59¥ DMS %= DH o] @Atz
Aol gh o,

DH 7} 295 DH 7} DMS & 7534t}
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HAA 2HeE AR A B

CA Access Control g xglo]= &z Y °lg,ji9Jr o8 wE AR
T4E Aol A APdT wie BE viE AW e MQ a} g AAo] CA
Access Control dlgZglo]= #gle] MQE 7lg]7] = ;Lxg—sﬁo]: .
olgl A & CA Access Control E3o] Bl 2E WXVP ZEH o7
CA Access Control dlE]Zzlo]= #g] Mo J&= dd MQ =

- g Ut

RE v AWl gl= MQell4l CA Access Control <lE|>Zto]= 1]
AW E AR S Bedskey tdas T AL
w A = A o el e AT YY.

- HAAL T AR AE S A Y

- CA Access Control dlE]>xgto]= e wAIX] o gt 98-S
Ty

- CA Access Control g zete]= ] HAI=] 7o w7 WFE
Aol 3y},

- W= AW EAA FO olgS T
- CA Access Control dlEjZzlo]= e wWA|A] 7o JA=
A et
- AR §F AH2=E AR T
= CA Access Control <lEZeto]= #e|oA th&S FAFHH
- WAA] 5 AR 2E FAFY T
- WE AW HEALA] el g eSS H T
- W= AW EAA Fo wi] WeE G efRyh

- CA Access Control dlEf>2zlo]= 3g] wAIX] F9] o5
T Y

- CA Access Control slgzgto]= ] wAA] Fo] 94 AH
- HAA] FF AB[2E AR T

FaL: wAA gh-"el digk ZAE W82 TIBCO Enterprise Message
Server User's Guide & %344 2
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HE MuoA HAIR 7 43 +4

NRHoR WE WME ANt @Y Awel 29 F9 WA Ft
FASES PAFC] duvth MAAE E e A F2 s
WAA F AL oA FAsek Feh,

o] Ax}+= CA Access Control <lE Zzlo]=
g stslr] el v Aol A HwAA] F A
HojguUn, el Sl e WX Aol tial o] AxtE g5,
X MWoA HAIR F HAHES st ™

1. CA Access Control WA A 7 AMu]|~E FTA T}

2. v Ao A tibemsd.conf S §iYtt, o] UL VEHOR ThE
FI Aol A FH T

\Program Files\CA\AccessControlDistServer\ACMQ\tibco\ems\bin

'server' W7 o] miE Auj o] oFy FAE olFS
4. 'routing' W7 W S A EES WA UG

CA Access Control #A1A] 5 AB]2=E A&

w2 Mujell A WA A 5 A FAAFU

ST

ZFa: vA X g-"ol| i3k xpAE 82 TIBCO Enterprise Message
Server User's Guide & #x34] A%

d: tibemsd.conf 3}

o] oAl DS_Example o]+ o] &< HjxEZ *ﬁﬂc’ﬂ st 99 AAHES =493
o] % o] tibemsd.conf # 9] ==

HAHAHHH R AR

# Server Identification Information.

# server: unique server name

# password: password used to login into other routed server
HAHAHHH R AR

server = DS_Example

password =

HAHAHHR R AR

HHHRHHR AR

# Routing. Routes configuration is in 'routes.conf'. This enables or
# disables routing functionality for this server.

HIH BT

routing = enabled

HIH BT
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CA Access Control g =o)X A dA HAIA] F AR +A

O] Aap= viE A ko] BA1S @A 3}El7] 98] CA Access Control
A Zetol= FaloA wAIA] F HAS A= WHS BojFy

CA Access Control g x#lo]=x oA WA|A] 5F AL F&AFA
1. CA Access Control WA A 5 AMH| =S FA T}

2. CA Access Control gl Zglo]= oA tibemsd.conf HdS HH
7hsgk FA o2 Ut o] 3dE VEAHo R s tEH
A5

\Program Files\CA\AccessControlDistServer\ACMQ\tibco\ems\bin

3. CA Access Control ¢lE]Zglo]= Iz AH kA T XAE o]22& 'server
w7 WEe] Hom pREA gha gagqq_

4. 'routing' W7l W4 & FAHEHES WA G,
CA Access Control HA|A] FF AJv] 25 A ZHgU ),

CA Access Control dlE|Zg}o]= e oA HAIR 5F HAHS
SR =T},

Zrar: WA A 29"l 3k 2pAE &2 TIBCO Enterprise Message
Server User's Guide & 34 AL

d: tibemsd.conf 3}

o] o Al= ENTM_Example o]&+ ©]&<2] CA Access Control <lE >~ zlo]=
el Ao g g8 HAAHS $H% o] F 9] tibemsd.conf U] Z=
27tE HolFUh

HAHAHHH R AR

# Server Identification Information.

# server: unique server name

# password: password used to login into other routed server
HAHAHHH R AR

server = ENTM_Example

password =

HAHAHHH R AR

i S

# Routing. Routes configuration is in 'routes.conf'. This enables or
# disables routing functionality for this server.

HHHRHHR AR

routing = enabled

HIH BT
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MAA BHE A
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HAA] 7F A2 A 74 - 4

v A e] MQ o4l CA Access Control QlE]Zlo]= #e]&, 183 CA
Access Control dlE]Zglo]= Fe]o] MQ oA Bl AW E WA A=
ge-gateiw g4 e Zb vl AW el 7]E MQ A4 ¥} CA Access
Control dlgzeto]= #2le] MQ AAS F4FYT.

o: WX MM HAIA] F A2 44 T4

o] dAl= wlE AWl wWAA F AW HAS FASE e BoFU
CA Access Control dE]Zglo]= oA As) <l WA A F A8 njs)
W42 Aojste] WA x] F A 8|7} CA Access Control QIE]Zglo]= #eg =

AR E Bl Es P o] oAlol A DS-NAME & WX 1w

AFE Y o]&S oust ENTM-NAME & CA Access Control <lE Zglo]=
e AFH olFS YU HAIA 5 A AAES Foled w o

o] &< tibemsd.conf 3+ 9] 'server’ EZo] AHol® Aujo] AA o]Zo 7

thAl s o St

HE AWM AR 7 dd & TS

1. Wi Aol A "AJZ", "2, "TIBCO", "TIBCO EMS 4.4.1", "EMS
Administration Tool A|ZH"g el = AeEsy ),

TIBCO EMS Administration Tool % ZFIE o] Ay},
2. HAA el ddgYH s T shE
» SSL& Abgste]l dZsted v RS ¢
connect ss1://Tocalhost:7243
» TCPE AMSsto]l Adstyd v ¥RS A" L.
connect tcp://localhost:7222
29l o ZEXEZ} e,

3. admin < €4t

4, SAHH= AF ME ANE AXE o AT dEE JEFHH
5. 8AHE A% WA FF AWl digk Al s dEdu

6. "IAA F doE G|t

set server password:

d: set server password=<dist_server-passwd>
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ENTM-NAME o[ o] 2] AhgaHE whEo] ot

il
1
ofl
%
i
Iv

create user ENTM-NAME password=
¢z create user ENTM_Name password=<acserver_user-passwd>
ENTM-NAME

CA Access Control <lE]Zg}o]= #a] AFE Y oFA oS

gol g,
%21 CA Access Control olE Zglo]= ] AFE] U=
tibemsdf.conf 3} 2] 'server' w7 WSo] A oJst A3 TUISE o] 5
A A g o

a. & ¥ES dEdUH

add member ac_server_users ENTM_NAME

A3 ek AH8-A7F ac_server_users 1ol F7hE $lF U T
b. & WS =TT

add member ac_endpoint_users ENTM_NAME

ek AL8-217}F ac_endpoint_users ZLoll F71E A5 Ut
c. Us WHES dEHFYL

add member report_publishers ENTM_NAME

AT AFgAFol Al WA A2 213 CA Access Control o AAS 4
A= Bko] HAHAFH T

W AMRE A&t Wi MBS vl Aok gy

g
W7 Aol A g5y
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d: CA Access Control dlE|Z#o|= #Ae oA HAR F 424 AR 74

o] 4 A= CA Access Control <l eto] = ajo A wA|A] F A AAS
TS e wlFUTh ME AW WAAE 2] g8 WA 7
AHE 7T, o] dAldA DS-NAME 2 vl AW FAFE S o] F&
°Jm st ENTM-NAME & CA Access Control SlE]Zzto]= #g] 73FE 9
olFS ouFUT HAIA T AW HAAES AT ] o] o7&
tibemsd.conf 3} 9] 'server' E&Zo] AolE AW AA olEo =z Aok
ot

CA Access Control lE|Zgo]= #gd A wWAx] F A2 AL
T3

1. CA Access Control dE xz}o]|= & FHIFE A "A|Z", "2 13",
"TIBCO", "TIBCO EMS 4.4.1", "EMS Administration Tool A|#"&
2l = A gt

TIBCO EMS Administration Tool & ~EXE Zo] Ay},
2. wAIA Ftell AdARYY B F shtE A
= SSLS AMEs dAstE W v HES Y
connect ss1://Tocalhost:7243
= TCPE AME3le dAstE W ths HHES JHsHAL.
connect tcp://Tocalhost:7222
272l olF TEIZEVF Yehgy
3. admin & =gy},
FT ZTEIZEVL Yepdy

4. CA Access Control dlEj>~glo]= #e]E X3 uf AF3 4o &

e g,
5. wAA T EE Aeg
set server password:

d): set server password=<ENTM_SERVER_NAME-passwd>
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T,
1

2
oX
ok
e

zb vz A e tjs] DS-NAME o] & o] &9 ALgA}E 7hEo] s
Eiadnh=n
create user DS-NAME password=
d): create user DS_SERVER_NAME
password=<distserver_user-passwd>
DS_NAME

Wi A O] oFA] o] B& Aot
Z21 CA Access Control QlE]Zzglo]= #e] ZFE =
tibemsdf.conf 3}9¢] 'server' w7 W A3t A U3 o2&
A7 sl ok .
s A4S TS

a. U= ¥ES 48y

add member ac_server_users DS_NAME

Ay st A2t ac_server_users 19 F7FE AF U T
b. & WS =TI

add member ac_endpoint_users DS_NAME

23438k 282171 ac_endpoint_users 159 F7FE A5 U
c. t& ¥WHES dEIUH

add member report_publishers DS_NAME

A3 ALg Ao Al H A A S 213l CA Access Control 7ol AAE 4=
A @] Fo = dFH T,
W7 Abebs A &etE W wEZ A E oAl Azl oF gt
CA Access Control SlE]Zglo]= #e] oA HWAA] F 94 A4S
ERCE LS =

Fa: wAA 9"l digk zpAs 82 TIBCO Enterprise Message
Server User's Guide 2 %3144 &
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HE Aol HAA o olF T4

vl A ¥ o] A CA Access Control B Zzlo]= ]z WAIA S HAdaled
HiSE A ] | A]A] 'ﬁ'oﬂj"} CA Access Control glE]=glo]= a]o] wA]X
FE MAIAE st =S 7} WAA] g-EE TFAGHEAL

°] A= vl E Aujol A WAl A F AA-S Aelstytl. CA Access Control
dEZalol= BaEle WAA F AAS AFsty] 98 mWAA F A IS

’\7(461-14\*4__

H|Z AW A HAIA] 79 o]5& TA3HA

1. 2 AW A queues.conf 7S Ut} o] FUL 7EHo R ]S
o e el syt

\Program Files\CA\AccessControlDistServer\ACMQ\tibco\ems\bin\

2. 'queue/snapshots'@t o] &o] FE Zto} F o] Ed t}&} Zo] @
71% ol ENTM-NAME #t& 3713t

queue/snapshots@ENTM-NAME

ENTM-NAME
CA Access Control dlE3xZglo]l= #Ag] FHAFE Y 24 0|58
A o] & o},

%81 CA Access Control ¢lE|>xglo]= #e]o] = tibemsd.conf
o] 'server' w7l W] ALk A FUg o] FE AFFUT.

3. 'queue/audit'el g o] 59| FE o} FF olF Ed v Eol @ 7]
Ho ENTM-NAME %S F7H3ty .

fol
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Al AFsk] el (#le1#] 303)

CA Access Control r12.5 2 gjrgo] =3l "W (# o]#] 304)

CA Access Controlr12.5 2 ado|l=

o] & 7]& CA Access Control r12.0 SP1 ¥ 5 CA Access Control
ri2.5 2 Jdadgo|=st= GAE AU o Ao o=

X2 A2~ A= CA Access Control r12.0 SP1 74 847} A= &
AFH o AA = Aohar 7H o,

o Z E9], CA Access Control el Zzlo]= g7} 3 ZFE ool A X5 o]
%13l DMS, DH, ®.aix Au7F t& H5rElel] dA o] st

o] Hol] AME ¢adols TEAAE 7+ T4 o2 WL
ddlol =k el s Adn gt

Z+i1: CA Access Control <lE]Zzto]= g r12.0 SP1 o A%+ CA Access
Control g xg}o]= Ay r12.5 2 Jag o= 4 Iy},

A 2817) Aol

&) A=21%¥ CA Access Control & CA Access Control r12.5 &
Aago|=shis LRAMAE AJFSHY] Aol thg AHES a1 s Al L
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m  CA Access Control ¢lgjxz}o]= #E]= CA Access Control
e Zgto]= ], CA Access Control, Wi E A1, g Zefo]= H I
Auj2=e] A4 QA5 A

m  CA Access Control lEj=Z o]z #e] r12.5 2 Jado]=3F o] 5
o]z DMS &= A}&3 £ A AUtk AHE A28l 7] Ao CA Access
Control dlE]Zgto]= #z], DMS, DH & ¢ a#ol=sjoF gt}

m  CA Access Control dEZglo|= #AHES AXE uf 3w AL&A}F
11}/\2 A}go}ci ;q;qsh/]];}_

o 1=

Q1 ¥33 A& A 4o CA Access Control dlE]Zglo]= #y =
A3 w) UNAB Hiixel 219l Ag Ho] AAS A3 5 glay
UNAB HuAE XA =19 A3k Ho] AAS 1A H Activ
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CA Access Control r12.0 SP1 oA CA Access Control r12.5 = 9]
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1. CA Access Control lEj=Zglo]= A8 S Jad o=y},

a. CA Access Control ¢lEj=2lo]= ¥ r12.0 SP1, JBoss,
IDK & AAZY.

b. Ak 8+ AXA #EAE AFE3Ste] IDK 1.5.0 % JBoss 4.2.3 &
A g ot
c. CA Access Control dExglo]= #FE X},
2. DMS #AFHE dadol =3}

Z31: CA Access Control dE Zalo]= |7l AxE Hds AFEo|
DMS 7} A A" AS o] dAZS +38 A7t g5

3. DH AFEHE adol =g,

At 39 Sl ¥E DH & Gorelol=dop Gict. ar: CA Access
Control oﬂaza} = Tz AxE =93 AFE ] DH 7} x| A
of ¢AE FP I sy
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e

gssy] g8l Bad 44 5

CA Access Control dEZ o]z #IE ¢gad o=
2ol e r12.0 SP1 &

gho]= 3] r12.0 SP1 A el djgt
g dejne] 7 M E kAL,

A AZF Y.
Ayt (Jﬂ‘jlX 50)
4, CA Access Control ¢lE]3zglo]=

1. CA Access Control <lE

Zk31: CA Access Control <lE 3
ZRA g U8

2. 7]¥ IDK ¥ JBoss &

AEEHAE A

= =4

a7 913

A ¢} CA Access Control dEjxZele]= #e]o] Jagel=s
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AA G,
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s CA Access Control r12.5

n QEXElo]l= B AMuE]X

n HE A

306

T <A



%81 CA Access Control dlEf=eto]= #elE X3 of x&5H ALE-A;
AGLE A&t s s oF gy,

5. X3 glo]g o] ~7|wl7} CA Access Control <lE3Zg}o]
27nket T2 A AlgE 2aHEE Adsto] dolEH o]
Ado] EFY .

6. (A= Alg) IBoss o digh HeoF A4S FAg (A o] A 55).

7. CA Access Control dlg]3x2}o]= #glo|A DMS ¢ DH =
Hlgg s e ¥ A9
dmsmgr -remove -auto.

%81 DMS 7} CA Access Control SlE]3Zglo]= #g| 9} t}E HFFE o
AXE 7 g-olvt o] GAE T L.

Fa3: CA Access Control e ~gleo]= e r12.5 2 ado]| =3t

o]Fo 7]& DMS &= Y o] 2188 4= ¢l Yt} CA Access Control
dlEgzetol= e r12.5 5 AX| g o]Fo] DMS & 18] =3sk4 Al L.

dmsmgr FE g gk Ak P& Fx MM E FFIHAL

CA Access Control qlE|>~gto]= #g] r12.5 7} AXH 05U CA
Access Control dlE Zeglo]= & A|ZE}7] Zof o)Al DMS 2 uj &
Z2EE Jadel=soF Tt

DMS gda#ol=

CA Access Control B Zalo]= #7] r12.5 2 A X3 o]Fo] 7] DMS =
Aageol=sfof FUnh dadol= o 7]Edd AX¥ DMS & A|AE
2o+ syt

%21 DMS 7} CA Access Control SlE|3Zglo]= #g| 9} t}2 HFFE o
AR E Aotk o] dAE FAFAIA L.

DMS & 9j1yo]=3le]¥ DMS 73t el CA Access Control r12.5 =
A s AL (F el A 78).

olA] DMS ol <1243}7] &l CA Access Control dlE]Zglo]= A E FAT
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H| ¥ ZAE(DH) gadol=

DMS & A&H o= fazol=3t t5cll= vl 2 2E(DH)E
Aagol=sfof Furt wix T2ES Agste RE AFH WE AHE
dAste] DH & dado] =3t vl AuE A3 thgol= wiE Au el
CA Access Control dlE]=Zzg}o]= e Alolo A HAIA S Faty] ¢35
BeES P4 g8 MAXN F oee" A4S FAseF A

%81 DH 7} CA Access Control dlE|Zelo]= a9} tf2 F5FEH Ax4

7Ag-ol vk o] GAE T AL,

H|E 32EE gado|=3lad

1. DH Z4tElel vl NS AA (014 265).
v 3 A¥ = JCS(Java Connector Server), DH, WAIA] &
ARG o

2. 8l AH <9} CA Access Control QlE]Zglo]= 3] Alo]o] w|A]#] Ff
che-g AAS Adeol(Hlel A 277)F Y

o2 A 7E o)Al A = YT

A} DMS o DH +5

CA Access Control dlE] = glo]= #a] A4 849 dagol=rt dasd
t] o]’ o] DMS & AF&3te] #4e 4 Al it CA Access Control
dElZelo]= #AE AlZsl7] Ao Al DMS & AF&3te] #]isted
Aagel=% DHE TAsloF Fuytt.

8! HuA AW AFEd 2 AHE AX g G-t o] dAE
AFIHA L.
A DMS 9] DH & T5334
1. W2 AdeA HE 2098 3 Py
2. X Ade] A} DMS & 53T
d): sepmd -s DH__WRITER DMS__@<entm>
3. 4 DMS & W2 Z2E Fwa FrHguc

dl: sepmd -s DMS__ DH__ @<host_name>
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4. CA Access Control QlE|Zg}o]= Hgjo|x W ZTZ2E S a1 A
T=AE TEYTh
dl: sepmd -n DH__@<host_name>

31z sepmd FEZEO thdt AAE JE2 Fx A E
AL

HuA AHE dEZFo]= B Mulaz mlo]ayold

AE Z o] = wi Ansi gife] dlEEeol= WA Wi Au] o] WA
MY 7ls S F7H 0}7]@?1 WA o® olgl B ABE o4 CA
Access Control ¢lExZglo]= el dHFZ ¥ g5 of 010cq =)Aol 1A
S22 ATHA Feynh, Ba Al sl s dA]ska wiAA 5t
AAE Bl A8k B AquE vhe e o] d gy

ZkaL: o] mpolzyo] A Jiﬂﬂ/\b 71E 2ol BaA AW HIFE oA
HAA fFE AL AR RS FUT o] dakE Rd ths E3 A
ReportAgent 245 thr] 748 da+ glsyh

81 214 M7} CA Access Control <IE]Zgfo]= we]e} th2 AFH
AxE AL ut o] GAZS S8 AL,

BRIA ABE dEZFgo]= By AH|AZ wlo]ago|Mdstzd

1. B3 Mu el wx A E AA (0] A] 265).

2. JBoss AJH]~E H|&A 3T},

3. HlE B¢} CA Access Control <lE|=Zg}o]= ] Atole] wA] 4] Ff
ehd e Aef(slolA 277)d

Aezalo]l= B3 MUK A E£3h)7F Ay, o)A
olEfsZefo]l= wWa AMB] 74 945 FA(HolA 197)8 & AFYT.

4. A DMS | DH = 5§t (se]# 308)

CA Access Control €3 gadeol=

CA Access Control dlEj=Zzlo]= #g], DMS, HlE ST AE, HiA A8
ri2.5 2 gago]=3 v+ oA 7]¥ CA Access Control r12.0 SP1
E74& CA Access Control r12.5 2 ¢a#ol=d 4 &5},

CA Access Control €385 Jadol=3sF#™ # 1| CA Access Control
ri2.5 = A= (H o] 78)3H4 Al L

A
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i R B o e =B B L

CA Access Control dlEj=zlo]= #a]e] T Q1A' A9l ofg] vjE A&
TAE S Add w= ZE WE ABe] MQ =H¢-% Aol CA
Access Control SlEjZgle]= #ale] MQ & 7He71 =5 FAsloF .
o2 7 3} CA Access Control €730o] HUli= BE WAA7 5o =
CA Access Control dlE]Zglo]= ¥zl Ao &= ©d MQ =

g

RE wE Ao glE MQ o4 CA Access Control <lE]Zelo]= ]
AWM E WAAE B9 tas S AIL
o 3ol = ZF wlE AN S FFEY

- wWAA] F AEAE FAFEY

- CA Access Control dlE]>xgto]= e wAIX] o gt 98-S
2R F

- CA Access Control gz elo]= e wA|X] o] ujy] "4E
A ol gk},

-l A WA el olEe T

- CA Access Control olE|>xglo]= ] wA|X] 9] A=
A A gt

- HAA F AHAE A FRY
= CA Access Control dlE]=Zg}lo]= #a oA &S Fa g},
- HWAA F AHAE FAFYL

- M AW wAH] o oigk BFeES AT
- HIE AW wAIA] FFo] i) M5E AP
- CA Access Control g zgte]= ] WA Fo] o] F&

A3 E T
- CA Access Control dlE]Zgfo]= g WAl #] Fo 92 AA
- HAA] FF AB[2E AR T

Za: wiAA ghe-"oll digk A4AE W82 TIBCO Enterprise Message
Server User's Guide & 3x34 Al L.
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WX MHoA AR F dA +74

NEHow mE WE M i AudA Ay F wAA e}
EA}EE FAE0 YUt MAAE E O qax F2 sgaea
HAA T 2HE Tl Aok

°] Z 2} CA Access Control <lE|Zglo]= ¥
ggstslr] el vz Ao A AR 7 A%

44¢ A%k g
HelFy T B0 g wE E Auel va o 4 drsiAlL
ME AuolA WA F 4RE SR

1. CA Access Control WA #] F AMH]|2E FTA UL,

2. Wjx Aol A tibemsd.conf A& Fytt. o] AL T|EAH O t&
ARl hF YT

\Program Files\CA\AccessControlDistServer\ACMQ\tibco\ems\bin

'server' w7} Wgo] wjE Aol of TAE o]FS YT
4. 'routing' "7l W4 S EAIEHESF AT

CA Access Control WA A F Au]2=E A2

w2 Aol WA 7 A4S SRS

Fa: WA A 2-"oll 3k xAE &S TIBCO Enterprise Message
Server User's Guide & #x3}4] A <.

d: tibemsd.conf 3¢

o] dAl= DS_Example o]gt o]&2] vjxZz AW digt 298 HAAFE 543
0]% 9] tibemsd.conf T T %7+S HolEFUT)

BRHH SRR

# Server Identification Information.

# server: unique server name

# password: password used to login into other routed server
BRHH SRR

server = DS_Example

password =

BRHH SRR

BRHH SRR

# Routing. Routes configuration is in 'routes.conf'. This enables or
# disables routing functionality for this server.

HHH

routing = enabled

HHHHHHHH

A
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CA Access Control SlE]Z#o]= #F oA HAIX F A +F

o] Hal= wl¥E Aujele] B4 &Al3tslr] 98] CA Access Control
dExelo]= Fe|o A HAIA] F AAS A= YHS HAFUh
CA Access Control SlE|Zgo|=x A WAA F HAAL $A5HH
1. CA Access Control WA A F A HAE X3},

2. CA Access Control dlElZglo]= ¥e]o|A tibemsd.conf 4 3
ed gAew Qo] Bde NEAoR B Y
s,

\Program Files\CA\AccessControlDistServer\ACMQ\tibco\ems\bin

3. CA Access Control dlEfZglo]= a] AW ofA] T2E o|&% 'server
Wl Aol fow RshA S g

4. 'routing' Wi7l W4 & FAHEHES WA FUL,

CA Access Control WA]#] F A H] 25 A2 T,

CA Access Control dlE]Zglo]= #a|o A wAX] F AAS
T AFYh.

Za: fAlA] 29"l gidt zAIgE W82 TIBCO Enterprise Message
Server User's Guide & #x3}2] A%

d): tibemsd.conf 1}¢

o] o#l= ENTM_Example o]& ©]&<2] CA Access Control SlE X o]=
7] Ao tigh 298 AAHS A3 o]F 9 tibemsd.conf Ao =
Z27hS Byt

BRAHAH SRR HAHR R H

# Server Identification Information.

# server: unique server name

# password: password used to login into other routed server
BRHH SRR

server = ENTM_Example

password =

BRHH SRR

BRHH SRR

# Routing. Routes configuration is in 'routes.conf'. This enables or
# disables routing functionality for this server.

BRHH SRR

routing = enabled

HHH
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HAA] F A2 AR 74 - A

w3 M ue] MQ el CA Access Control dlE}=Zzglo]= ez, Z12al CA
Access Control g Zglo]= #]o] MQ oA Ml AB 2 HAA=
ghe-geted B0 e 2wl Ane] 7]E MQ 273} CA Access
Control NE|Zglo]= #E]e] MQ AAL FAH 3T},

o: X MM HAIR] F A2 dAH T4

o] of|Al= wiEZ Ao wAA] F AW HAAHES TS WS HosUTh
CA Access Control <lE|=Zgfo]= #e]o|A A F1 wAIA] F ¥ el ujr)
WHEE A olslo] wA|#] 57 AB]7} CA Access Control <lE]=Zglo]= g2
Uﬂ A A& HE% AU, o] dAo|A DS-NAME 2 w|X A H]

AFE o o] ¢uE ENTM-NAME & CA Access Control dlE|Zglo]=
e HFH 9 13% ojmyct. WA F AW AAFS AT w o]

o] &< tibemsd.conf #Y 9] 'server’ EZo| AojH Au|o A olEo=
A sl oF g,

HE ABoA HAX F 942 d4& FAsHHH

1. v Aujo A "AZ", "2 2" "TIBCO", "TIBCO EMS 4.4.1", "EMS
Administration Tool A|ZH"g z}te|= AHeEsy ),

TIBCO EMS Administration Tool W# ~F3XE Fo] gy},
2. "wAA ol AA3}YY. b F SUE AU
s SSLE& AREEte] ddsted s HEs 9y
connect ss1://localhost:7243
s TCPE AR&3dte] AZstdd ths HH S JHstidAlL.
connect tcp://localhost:7222
2721 olF ZFEZEZ} YEFHUYT

3. admin & #4534

4. 845 = A9 W M¥E AAT o Aed dEE JEdUT
5. 845 A vAA G Aol g A xS dEaun

6. HAA T d5E FoFHh

set server password:

d]: set server password=<dist_server-passwd>

A 12 % CA Access Control r12.0 SP1 ol CA Access Control r12.5 & 1#o]= 313
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1

7. ENTM-NAME o]& o] 59| AHgAtE Whso] s s Fgiirh
create user ENTM-NAME password=

¢z create user ENTM_Name password=<acserver_user-passwd>

ENTM-NAME
CA Access Control dlE]=Zzlo]= ] ZAFE 9 °F2] o]&S
o]t },

%81 CA Access Control <lE]:Zeto]= #e] H3FE =
tibemsdf.conf 32 9] 'server' w7 WMo Aol A3 FUS o] 52

A4 g .

8. T AL FAFAAL.
a

add member ac_server_users ENTM_NAME

A3 ek AH8-A7F ac_server_users 1ol F7hE $lF U T
b. & WS =TT

add member ac_endpoint_users ENTM_NAME

ek AL8-217}F ac_endpoint_users ZLoll F71E A5 Ut
c. Us WHES dEHFYL

add member report_publishers ENTM_NAME

A3 AbgA o Al H A XS 9]aL CA Access Control ol AAE 4=
A= fgke] FoAESFUT

9. WA AFe Agetew AT AME thA ARtelor gt
w7 Abarel 48w glsy

dl: CA Access Control B Z&lo]= A oA WA|A] F A2 A +A

o] o Al= CA Access Control SlE|3Zglo]= He]o A WA= F AW AAHS
TAsHE S BHoFU. Wl AHE fAXE 2uU7] 93] HMX]
AWME A YL o] OHXMH DS-NAME 2 83 AH HFE o]&5<
oln|stn] ENTM-NAME & CA Access Control <lE]3Z2to]= #a] 73FE <

olFS ouFUT HAIA F AW HAAS AT o o] o]FE
tibemsd.conf 3} 9] 'server' EZo] FoH AMnle] A o]Eo & Ao}
k.
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CA Access Control g Xgo]=2 B A wHAR F 42 AAS
T3 dE

1. CA Access Control dExzlo|= & FHFE A "A|Z", "STZ 15",
"TIBCO", "TIBCO EMS 4.4.1", "EMS Administration Tool ] 2}"<
2t 2 dEsty.

TIBCO EMS Administration Tool W& X EXE

2. WAA Foll dAdYHY. v § stuE 3

= SSL= AHgste] st v WEs YE
connect ss1://Tocalhost:7243

. TCPE Ag3te] Adsteld e WHS AL

o] A7y,
o}.
3

finad

Al L.

connect tcp://localhost:7222
2721 olF EZFIZEZL YERHUYT
3. admin & =3},
de ZHFIZEV} e

4. CA Access Control dE Z&o]|= #AEE HAXE uf AF3 A=

o]g%le][}_

set server password:
d): set server password=<ENTM_SERVER_NAME-passwd>
6. 2 Wl Aue] i3] DS-NAME ol 2 o] §¢] ALg4E hEo] s
Eacainiey
create user DS-NAME password:

oj|: create user DS_SERVER_NAME
password=<distserver_user-passwd>

DS_NAME
oz Auiel ofa ol 55 Aoy
%81 CA Access Control <lE>Zeto]= #e] HFH 3l

tibemsdf.conf 34 9] 'server' w7l W] AHojs A}
A sl oF g,

o[ﬂ rir
o,

o

o

il

o

A
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add member ac_server_users DS_NAME

ek Abg-2F71 ac_server_users ZLEol F7FE IS U T
b. th& ¥HS dHdUh

add member ac_endpoint_users DS_NAME

AAek AFE-2E71 ac_endpoint_users Lol F71E 5 U T
c. te WHEe T

add member report_publishers DS_NAME

A AFg Aol Al WA A2 213 CA Access Control o AAS
Ao Asto] FAHSFYT

8. WA AlES A&ty wlE A E A A Fso gt
CA Access Control dlEf>zlo]= | A wAIR] FF A2 HAS
T AEFY
i wAlA] 2"l gk ZAgE W8 TIBCO Enterprise Message
Server User's Guide & #x34 A L.

HE AHdA AR 79 o]F T4

w32 A el A CA Access Control dlE|>zto]l= ye]je WAX & ddate]d
Wl B o] wAI#] Fol 4 CA Access Control A Zelo]= a]e] A
T2 wAAE dLstes 7} vAA] GEE A L.

o] Hal= X AujoA HWAR] F AAL AHstt}. CA Access Control
dExeto]= #al o] HAA] FF AAS AFstr] 8] WAA 5 A4 gdS
FAFY.

HIEZ Aol A HAIA] F9 o]FS TAH3HEA

1. wjE AMB o)A queues.conf FLS& FUt}, o] 7Y
gag el HFyh.
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