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IZIRUET,

BLWASRT—RZ AILET,

keystore 77 A/VINLL DT A NVZIERRSIVET,

¥Documents and Settings¥username

T7ANH % entmkeystore ([CEHLT, L FOT7ANKITBEILET,
JBoss_directory¥server¥default¥conf

LLFDOF AL 2R T server.xml W% DT 7 A /VAER L RETRERTEA TF
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<!-- Define a SSL HTTP/1.1 Connector on port 8443

This connector uses the JSSE configuration, when using APR, the
connector should be using the OpenssL style configuration
described in the APR documentation -->

<l--

<Connector port="18443" protocol="HTTP/1.1" SSLEnabled="true"
maxThreads="150" scheme="https" secure="true"
clientAuth="false" sslProtocol="TLS" />
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-D-javax.net.ss1.trustStorePassword=secret

7. T7ANVERTFEL T, JBoss HAENLET,
SSL S@{EA® CA Access Control TUA—TS5A4A XEH DRTE
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TAFTED Windows 1 Ah—7 SDK #Z ML T/ZE0Y,

ZOavwROFRITLL FOIIIT20ET,
setup [/s] [/L] [/v'<insert_params_here>"]
Is
setup DIMDE AT Y Koy A% IERRICLET,
/L
CA Access Control A2 AN—/L SiEEEFRLET,

F: OV —ATHR—FEN TS CA Access Control DA Ab—/LSFEDZE
HNZHONWTIE, V=R J—=FEB R TLEEN,
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/v "<insert_params_here>"
AL A=V TOT TIPS NTA— S ERLET,
FEr NTA—HIT ST EG A () THAET,
AT DRFGA=RIT v NTA=ZHEN U TA L AN—/v T ary T NESIVET,
/Ilmask] log_file

AL AN—L BF TrAND5ERRALA B A ERLET, FIH AREE R
BT AR_RTCaS\CEER T AR, AT Fv BEALET,

[forcerestart

AV AN VNGE T LIt T Ea— 2 NHREIS A IO ELET,
/norestart

AV AN WGE T LIt Tav B a— 2 BB SNRN IR ELET,
/gn

s AT arbOMABEDET, ¥ AL ARV ERRELET,

EE: VAL A=V E2ETTHITIE. COMMAND /85 A —% Zff
T2 0ERH Y £,

AC_API={1| 0}
SDK A7 VW TN AN—1F5 (1) DEINERELET,
T 74NE 0L AR—/L L2
ADMIN_USERS_LIST=¥"users¥"

CA Access Control 7 —#_X— R HEHT 7 AMEIRE £ O —HF D
AR—=ZAX YWY AN EFLET,

T I HNh: A AN NVEFITTH—W
ADV_POLICY_MNGT_CLIENT={1| 0}

a—AV A a—HHEER) Y —FBAERETH() DEIERELE
7,
F74bh: 0
ZOFTarHREL EE 1 ICRELEG AL L TOA 7 va bieE
THADUNBENRHNET,
- APMS_HOST NAME=¥"name¥"
PAERY S — oL R — R M RA LV A= L ENTWD T — D4 Rila
EELUET,
I oA —HPRARY L —EF Y — N 2l R =R UMb A R
=B E . ZOEREIEETHLEITHVET A,
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COMMAND=keyword

TR —PHHTFEEI~ORIERBL OV AL h =R TO CA Access
Control DAV Ab— W BEipa~ L REERLET, EEEICH A0
N5 keyword X, ZTT7 4 AL A=)V TaTThEFEITLIZEEITE
RENDHTUR—HE TR O THICHY ET,

57 4/VF: none
DOMAIN_LIST=¥"domains¥"

RARGIZIENT 5. CA Access Control IO Ry k7 —2 DNS KA D4
AIDANR—ZAX YV AN ERLET,

S 74/L~: none
ENABLE_STOP={1 | 0}

AL A= =7 u—{i# (STOP) BEREA A NI T () L5 EL £
j‘o

F 740k 0 (ERh)
¥ STOP OHR—NI, x86 & x64 DAL AN—)UNZDLHEH TEXET,
HOSTS_LIST=¥"hosts¥"

EHED CA Access Control 7 —# _X—ADEHIfHH+THa B a—%
(CA Access Control ¥iR) DAN— AKXV AN EZRLET,

T TN b BUEDAL B 2—H
INSTALLDIR=¥"location¥"

CA Access Control 231 AM—/LSNDT A ERLET,

T 74Uk C:¥Program Files¥CA¥AccessControl
MAINFRAME_PWD_SYNC={1 | 0}

AA LT —= D RAT =R R RER A A= VT2 (1) mEINERELE
R

T 7N 0(AAR—/LL72WY)
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PMDB_CLIENT={1 | 0}

7—71)L CA Access Control 7 —#~_—2%#l Policy Model 7 —4X—2A
\ZH T AT TAT T HMBENDHLHINEINEFRELET,

F 7 x4k 0(BELARN)

IOFTarEREL EE 1 ICRELESG AL T4 7 va bieE
THULENDNET,

-  PMDB_PARENTS_STR=¥"parents¥"

T—A/v® CA Access Control 7 —H#RX—ANY T AIT7A4T7TEN5, H
R — BTV T —FR—ZADVANE D < XYV IANCTEHELET,
fEE® PMDB o RESNLEHHra— 7 —Z_X—ANZ T At
HE912F5I2iE. NO MASTER  %# PMDB tLCHRELET,

F7#/LB: none
- PWD_POLICY_NAME=¥"name¥"
/XAT—R Policy Model D4 HiTZTEFRLET,
5 7#/Lh: none
PMDB_PARENT={1 | 0}
Policy Model 7 —# X —2A&AER T DML BERHLMEINERELET,
ZOFTarZdfEL, x| ITRELISG &L LT OA 7 va bigiE
TOMENHVET,
- PMDB_NAME=¥"name¥"
YERCT% PMDB D4 RixEF#RLET,
7 74/Vk: pmdb
-  PMDB_SUBSCRIBERS_STR=¥"subs¥"

PMDB _NAME # 7' ar THRESHLZ PMDB WEBNELRET D
YT AITGAIN F =B _R—=AD AL —=AXK YV A2 EFHLET, Zhb
WEEARINZA L A= /L8 PMDB OY T ATTAN F— B _— 2
<9,
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REPORT_AGENT={1 | 0}
LAR—F ==V " AV A= LT 5 (1) DEIDEIRELET,
T 74Nk 0(AAR—/LL72WY)

ZOF T arFREL EE 1 ISRELESL AL L TOA 7 va bieE
THNENBNET,

- AUDIT_ROUTING={1 | 0}
Bt —T A TREREDA L A=V T 5 (1) InEID e ELE T,
T 7HNE 0(AAR—/L L2

- NEW_KEY=¥"name¥"

LAR—R = NeLR—h ==V M OBEREREET 5 SSL F—%
EFLET, F/o. USE SECURE COMM=1 L3420 ENRHYET,

- REPORT_DAYS_SCHEDULE=days
LVIR—F 2=V = MEET DA DA~ XV AM e ER L E T,
fE: AMER, HMER  KIER  KMEH  RIER , ©REH ., TMER
7 74/VR: none

- REPORT_TIME_SCHEDULE={hh:mm)

LiR—h =—V =M R ESH HICEET 22 E R L £ (7=&
Z1E. 14:30),

HIFR: hh 1% 0~23 OHFHFAOET T, mm 1L 0~59 OHFHADE T T
KR

F74/LR: none
- REPORT_SERVER_ NAME=¥"name¥"

LAR—F ==Yz ROFREICBNTLAR— =3 RANDA R E
FLFE T (72L& 212, test.company.com)

S 74/L~: none
- REPORT_SERVER_PORT=¥"port¥"

LR—F 2=V MOBEICEBN TR~ —_OR— NEBEE
HLET,

T 74/VR: none

- USE_SECURE_COMM={1| 0}
LAR—bF 2=V =M CRARIBEZ T2 (1) 0 EEEEL T,
T7HMh: 0GRELRY)
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PUPM_AGENT={1 | 0}
PUPM =—V b AV A= T 5 (1) NEINEFRELET,
T 7N 0(AAR—/LL72WY)

ZOFTvarEREL EE 1 ICERELEGEIZ. L TOF T va bisE
THNENRBHNET,

- DIST_SERVER_NAME=¥"name¥"

LAR—h ==V = EiE PUPM = — 2 = Mg E F OB —
RAND A HTZEFRLET (] test.company.com)

7 4/LK: none
- DIST_SERVER_PORT=¥"port¥"

LR—F ==V NEFIL PUPM =— = U MR E A OB — 3D
R—PEFEEHRLET,

FTFIVh: 7243
- NEW_KEY=¥"name¥"

B — NV — N =T = ME, F2idB AR —/3¢ PUPM ——
T MNEADBEERFET S SSL ¥ —%EHRLET,

%72, USE_SECURE_COMM=1 &t T 2MENRHNET,
- USE_SECURE_COMM={1] 0}

LAR—F ==V b E7IT PUPM = — = U MR BE 2 3
L) EINERRELET,

TN h: 1 (BHETD)
TASK_DELEGATION={1 | 0}
B2 DEALEREL N T D E I TR ELET,
FI7xNb: 1 (B%h)
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UNICENTER_INTEGRATION={1 | 0}

Unicenter DFEAEAEZ B ZINCT D (1) MEIMNERRELET, ZOHEEIL,
453 E 2 —H( Unicenter NSM 3 A 2 ZAR—/LEN TWDEAITD F
R &S,

F7 4k 0 (HES))

ZOFTarEREL EE 1| ICRELESGAIEL. L FOF 7T a biaE
THULENRDYET,

- SEND_DATA_TO_TNG={1| 0}
Bifs 7 —#% Unicenter NSM (ZiEE 35 (1) 22 E9D &R ELE T,
T7HNb 1 (T =2 %)

- OTHER_TNG_HOST NAME=¥"name¥"
BT — 2PN ESNORANE ERLET,
7 74/)Vh: Unicenter NSM T ESINTZH AN

- SUPPORT_TNG_CALENDAR= {1 | 0}
Unicenter NSM IL > Z % H R —h35 (1) 02 EIDERELET,
T74Nh 1 (PR—1T5)

- TNG_REFRESH_INTERVAL=¥"mm¥"

WHTRIREZ y BAL CERLET, T,
SUPPORT TNG CALENDAR=1 L9 2UENRHVET,

F74k: 10
- UNICENTER_MIGRATION={1 | 0}

Unicenter ©¥% =7 ¢ 5 —4#% CA Access Control {21795 (1) Y
INEIRTELET,

FIHb: 1 (BITT5)
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USE_SSL={1]0}
WIEDORE B LEL T SSL 2R ETDNEINEIRELET,
F 74k 0(BELRN)

ZOF T arFREL EE 1 ISRELESL AL L TOA 7 va bieE
THNENBNET,

CERT_OPTION={1 | 2}
T 5G4 7 var e ELET,

fE: 1-CA Access Control FEFAEAAKLET, 2- A AM—LENT2
BEGFOREAEEFEHLET,

Vars i
GENERATE_OPTION={1| 2}

CA Access Control ZFFHEDAE RS HFIEZIREELET, F/-.
CERT OPTION=1 &9 20 EHHHVET,

fEi: 1- 774V —NERAEZFEHLET, 2- LV—MEHEZRE
L%,

GEN_ROOT_CERT=¥"file¥"

N—REEZ 7 AV (pem) DSEREM T 7 ANV EERLET, Fio,
CERT _OPTION=1 #X0" GENERATE OPTION=2 &9 2MENHYE
R

GEN_ROOT_PRIVATE=¥"file¥"

J—MESET 7 AV (key) DFERMERT 7 AN A EERLET, £z,
CERT _OPTION=1 30t GENERATE OPTION=2 X3 2% R3H0E
—dAO

EXIST_ROOT_CERT=¥"file¥"

J—REET 7 AV (pem) DEREM T 7 ANV EERLET, Fio,
CERT OPTION=2 T DM ENHVET,

EXIST_ROOT_PRIVATE=¥"file¥"

—RESET 7 AV (key) DR REMT 7 ANV ERLET, Fiz,
CERT_OPTION=2 &J2MENRHVET,

EXIST_SERVER_CERT=¥"file¥"

P NGEE T 7 AV (pem) DEREMT7 7 ANV L EERLET, Fio,
CERT _OPTION=2 L HMERHNET,
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USE_SYMT_KEY={1 | 0}

BE XU TR B L2 R E T 2 EIEFEELET, USE SSL=0
DG ZO/RTA=2T | ITHEESNET,
T3 1

IOF T arEREL EEY 1 ICRELEG AL T4 7 va bieE
THULENDYET,

- ENCRYPTION_METHOD={Default | DES | 3DES | ¥"256bit AES¥" |
¥"192bit AES¥" | ¥"128bit AES¥"}

WEIZBWTHER T 2 AL D HIEEFRELET,
7 74 /VR: Default
- CHANGE_ENC_KEY={1|0}
T I HNVDORE G — % B E T 5 (1) NEIMERELET,
FIANE: 1 (EETD)
- NEW_ENCRYPT_KEY=¥"key¥"

T 7AWV OKE AL —DOE R LR E LG 6 b —2ERLET,
%72, CHANGE_ENC KEY=1 t9 20 RHYES,

IMPORT_NT_DATA={Y | N}

TIA<Y) 2—Y ANTEVR—IT2NEIMNERRELET, N 2HEETD
L UTFOATvarE 1 2L EFREL T, Windows = —H%L Windows 2
JL—"7"% CA Access Control T —F~X—R|IA L R—FTEET,

- IMPORT_USERS={1 | 0}
Windows L—F%T5 —H =R AR —F T BNEINERINLET,
- IMPORT_GROUPS={1 | 0}

Windows 7 /V—"7"% 7 —H =R IALR— T DMEINEBIRL E
B

- IMPORT_CONNECT_USERS={1 | 0}

AV HR— N Tea—V o T —Z_R—=ZANDA LR — T2 N—T I HE)
BB A EINEFRELE T,

- IMPORT_CHANGE_OWNER={1 | 0} NEW_OWNER_NAME=name
AL R—=FLI=T =2 D AEHELL T, B U DO2—F 2 ELET,

- IMPORT_FROM_DOMAIN={1 | 0} IMPORT_DOMAIN_NAME=name
EZBLIZRAS BT 7Y T —H A IR—R T AmEINEaELE
7,

F TIANNTIE, ZNBLDOA T T ar OWT LR ESN T ERA (E 0

WY T5),
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Unicenter YT 7EUED AV A—IL

f5: setup AVUREFERLTAUVRM—ILED T IAILNEERTET S

LLFOHITIE, A A= T 4L 7 ZEFEEL, CA Access Control > Ah—/L D7z
WAV ANV " T7ANDT 7HNVNEEFR L, TTTHI A A=)V T
FLEHEET,

setup.exe /s /V"INSTALLDIR="C:¥CA¥AC" /L*v %SystemRoot%¥eACInstall.log"

Unicenter Y IR TFPEEDAVAR—IL

Unicenter 7,7 =THBE05 CA Access Control ZA Y AM—/L3521%, LLTOF
NEIZAREWNET,

7¥: CA Access Control Endpoint Components for Windows DVD {21, REGINFO &
VIOARTOT ALV IR R EENTOET, ZOT AL 7RI, Unicenter Y77
BE A LT CA Access Control A Y Ah—/L 3BT DITMBEREH O T 7 AL H
BERTOET,

1. CA Access Control @ Unicenter Y7~y =7 BfE /o r —2 % 27 AR —RT 51T
I%. CA Access Control @ Endpoint Components for Windows DVD % Y7 (A7
RIATITHRALE T,

2. Unicenter Y7 =T HEME D=/ AT 0 —T%@EILF7,

3. CA Access Control @ Unicenter Y7 "7 =7 EUE i — V286545121, CA
Access Control %A Ah—/L§% root T AL 7RZBIRLFET,

4. CA Access Control /Sy/r—U%BI&EET,

5. Y=t ROBA, P—ERDEIL, TUA AN BEOT v T I — RO T
JIEC, <admin> /NTA—ZF LN <password> /3T A—4% CA Access Control
® ADMIN Z—H#DILF iyl &fiz 97,

F NSO ILT UL, ZBDO T AR CA Access Control %15 1k
THRIERSNET, 2= E2ANTHL, ZO2—FIINHDOILT iy
WNEERLTIIAT N av ' a—Zlal o TEET,

6. Ny —UHREHILET,
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Windows TURRAULDT VTSI L—K

Windows TURRA DT VvTHL—FK

W IDD T RRAL N T o7 T —RT B84 CA Access Control > Ak—/L
7'u 7% CA Access Control O EEHERE, BLNEDZURARALMIT TITA
AR— L ENTWDETXTOMEEER T Y771 —RLET, CA Access Control DFH
WREZ T 7 7L — R LTI, FTHEEZ A AN— /L TETEET,

F AVAMASE TR, U a—2OHEMNLEREAERHET, Ty
L —REFZ, CA Access Control DE DV — A THEEBSMLELRDIIONTE, [V
=R J)—NEBREITZEN,

IVRRAUMDT YT L—K A%

1.

Windows D& BRFHERRZ 7> — (§7724>5, Windows Administrator 721

Windows Administrators 7 /L—>7 MDA /3) LT Windows AT AIZRZ AL
ESSaR

FATHOT TV r—ar iU, T XTKRTLET,

CA Access Control Endpoint Components for Windows DVD % Y.7 A2 RT7A4~
(ZHALET,

autorun N2> TWBEE 13, Product Explorer 23 HBIFIZER /RIIVET,
autorun DE N> TORWGEEIL, JETARA7 RIALT DT AL NICBEIL,
PRODUCTEXPLORERX86.EXE 77 A/VaX TNV LET,

Product Explorer D AA A==—7/5, Components 74/ & EHIL, CA
Access Control for Windows (my _architecture) #3& L, [ AN—/L]%&7Yw 71
iﬁ‘o

= FOT XTI TF X BT DA AN AT VA TR RS
. ZDOar B a—H FIZ CA Access Control 234 TIZAV Ab—/LENTWHLZE
N FET,

CA Access Control D7 7 7L —REFEITTIEINEIMWFZNREFAT T Ry J A
NRRINET,

3V ]&2Yy 7 LET,

CA Access Control A Ab—)L FalIrnia—5 7%, LiIZH<L T,
B ] [/ 23 RSN E T,

AV AN—)VIE T DFERIZHEVVE T,

AV A=)V T T hZL->T CA Access Control 237 v 7 7L —RENE,
T T —RKNE T 35&, Windows &3 IZFEEN 270>, F213% CHIEH)
THPERINLET,

(FFa) NI BRINT AL, 2 B a— RN TCICHREHILET,
I a—ENHEFHLC, Ty 7L —RNE T LET,
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CA Access Control DEBH LUELE

8. (A7 ar) LA FDEAT IBIND CA Access Control fRE%E AL AR—/LLFE T,
a. [AR¥—R]-[arbe— X[ ar T 0B MEHIFR]ZERUET,
b. 7ulIh YR AZa—/L LT CA Access Control Zi#IRL, [£EF %7
Uo7 LET,
CA Access Control /> Ah—/V 'l I hOu—T5 47 BBRBSL, LIED
LT, 0TI LDA T U ABH BT RSINET,

c. [EFIEERL, A AN—/VEEOFRIZHES T, FHEEE A AN—/LLE
j—O
A A= 2—FIIEWRE AT THIORDLNET, FHEREDOA R
F— L TR ERIZONWTIL, AV A=) =22 —1 (80 _X—) &2 H
AL TLZE, AU AM—VETRIC, IV Ea—2OFEEINMLER G A
NHVET,

CA Access Control DfEEEFHH LNELE

T 74V TIE, Windows & BR#AT 535613512, CA Access Control Y—EAHH
FEZBRGAL E T,

CA Access Control D{E1kE

secons L—TAUT4EEHAL T, m—Hh/L 2 Ea—2BL0NE—h 2o a—4 |
@ CA Access Control Z151ELFJ, CA Access Control D5 IEIZIF4FED
Windows HE[RZMIZELFH M, CA Access Control ® ADMIN F7=i%
OPERATOR JBMEZFF> T DMLERHVET,

3E: CA Access Control 7% Windows Y —E &2 32— % b FEITENLTWODEINE.
Z® CA Access Control Zf& 1 C&xFEH A, secons T—T4VT1%&HEHALT CA
Access Control %15 1EL T 5, Windows —E A =3x—T %N T CA Access
Control " —ERAZEF L TITEEY,

CA Access Control =15 %

1. o<k a7k v RU%Z &, CA Access Control /SAFUNRHDHT LR
BB ET,

7 7 4/VECld, CA Access Control /37 V(% C:¥Program
Files¥CA¥AccessControl¥bin (ZHVFET,
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CA Access Control DfEEIHLUELE

2.

UTFDa~r e ATILET,
secons -s [hosts | ghosts]
-s [hosts | ghosts]

AR—=AX YW TERSINT-EEHDOVE—F RAMED CA Access Control
P —bEABfZ I LET, RAMFEELRWIES . CA Access Control (X —
HIV HRAN EOV—EREEIELET,

ghost LaI—RDAHIEZ AT THIET, RAN FJNV—TZERTEES, Z
DOF T arEZ)E—NMERPOERT25681E, 2—7 47 41k TRA
U—ROMRENERSNET, Fo, VE—h arvbta—Fa—L av
Ea—XOEHEHIE. BLOn—Hh/1 2 Ea—FTOUE—k KRN F—
HAR— AT HEZIALHMERL LT,

—HRa—h)L ata—H @D CA Access Control Zf= 134284 LLFD

Ay —UNRIRINFET,

CA Access control |3EEE T,

UE—h AN ED CA Access Control #1£ 13 5L, UE—F HRANED CA
Access Control D& LS IEFIATONTZNE I ERETDH A=V INFREN
FT, 1 BOVE—F FANED AC ZIEFIEIETERDSTEHATH, £0
RARDBITIREESN TWBYE—b FAL LD AC OfE IEEEIT TSN ET,

CA Access Control DFETHHCE)

@5 . Windows & fEEh 452 LT, CA Access Control ZEEIL £,

CA Access Control ZZ1EL7=51%, <K a7 Mnba~  Re373528
1240, CA Access Control % FEN CHLEITHIENTEXET,

CA Access Control ZFBITREENIT 521X L TOFIBIZHKWLET,

1.

Windows O HFEMEIRA > —W (4725 . Windows Administrator F7713
Windows Administrators 27 /L —7 DAL 23) LLT Windows T AT AZuZ AL
TNBTELERERL TSN,

[a~<2R 7rr 7 U1 R T, CA Access Control D/3AFY 77 A/LDA L A
F=ENTODT ALV MICBBILET (T 74V TIE AT 7703, &
AT T AL ZN@D C:¥Program Files¥CA¥AccessControl¥bin (242 Ah—/LX
nTnET),

PLFDa< & ASIL T, CA Access Control ZALENLF97,

seosd -start

100

ERAAF



AVAM—ILDFER

A AM—ILDFEER

ach

CA Access Control DA A=V IEFIZFE TLIZG, L FOEE SICEALTLTE
S{AN

PLUF® Windows L P ARNTH LWNF—28MB IS COVET,
HKEY_LOCAL_MACHINE¥Software¥ComputerAssociates¥Accesscontrol

CA Access Control 23FEITENTVWBH. CA Access Control DF—RBIOY7
X IRESNTWET, T2, F—E L TXBHDIL, CA Access Control T2
RAVNER 2320, selang 2~ ROMEHTH5E50HRTT, Lol
Mo, F—LEEFATDT-DIT CA Access Control TURKRAVNEH F721%
selang A~V RAfEHT L EIIHVEE A,

g B a—XEHiEET 5L, CA Access Control DD LW —E R HEH)
RIS VET, ZhHOP—ERIZIX, Watchdog, Engine, 335" Agent 23
HENET, 20D 3 DOV —ERAINT AV AN—LENET, FATOFALRE
DZEDOMDY—E AT AL AN—/VRHTEIR LI 7 Va2 ko> TA U AR—/LE
NDINEIDDIRENET, CA Access Control Y —EZADE R4 I1TT T, ICA
Access Control | CHEEVE T, Windows V—E R v~ —TUr &AL, 1
AR—=L S TND Y —ERZfER L, ENODT —EANEER Th A LA RGE
TEET,

O A REBEDRT

F 7 4L TIE. CA Access Control A2 AN—/LF AL P —E RANRETINTNDE
AT 22— xEETE R (GINA) TSI A58, Fioa s (AL ERE ARSI,
ZDarEa—HH CA Access Control (ZEVRH#ESIL WA L2 —FI@EMLE

’9“0

AT Ty s 4 BEZRSIL, HBIRICHACET,

ZOPREA =T H NI T HITIT,
HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Acces
sControl¥SplashEnable LA F—0Df% 1 725 0 ICEETLHLERHVET,
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IURRAU A~ DHIREAR) S —EEORE

TURRAVIANDILERAR O —EEDERTE

JERRARV L —E B Y — /N o R —R A A=V LTah, JEIERV Y —E AT
72O RENDEK AL 2 — R ETHMLENHIET, FORE, h—N o R—
FUREDBITIERDOEE L BIOZETTEL TERET A= RRA U MR ELE T,

F ZOFIETIHE, JEER)—EHEITHT29DIT CA Access Control DEETFDA
A= VERIET DT EEZRLET, TURKRABEIZ CA Access Control %12 A
M=V LTERFICZ DO HREFEEL TODE AL, BV RARA U N ET DT
DEHE A,

TURRAU MR E L THERRY > — & B2 AT TEHI0ITDI0E, 3~ R vqv
ROZHE IkOa~REATLET,

dmsmgr -config -dhname dhName

dhName

TURBARBRET D5 BEAN(DH) 4 O~ XWX DV AN EFRLE
T

f5: DH__(@centralhost.org.com

DA T, RRARY S —FHAATHDIC T R RAMRRESNE T, £,
EFSNIZ DH EEMET DI RARA IR ESNET,

A FEHCOWTE, TV 770X AR D Tdmsmgr -config |2~ RO A2 M
LTLIZEN,

LiR—MMERLDT-6bD Windows TURRAEDERTE

CA Access Control T RRAVMNEH BIOLR—F R—=FLDAL A=V EBIO
BEDTE T, B — T —#& R E L TR T DI R RA U MR E T
XFET, FODITIL, VR—F 2=V 2 MEAENIL TRELET,

3¥: CA Access Control Z#A Ab—/L35L LIR—MERDTZDIZZ U RARA L MR

ETHIENAEEIZRET, ZOTFNETIX, AV AN—NVFIZZOF T v ar R EL

72T e LIR— R E T D720 DBFED T RINA U M f% BT 5 IO

TaLET,

LR—MEBDT=6D Windows TURRAVDEREH X

1. [RF—F]-[mvbr— X[l 7 A0EMEHIFR] 2@ INLET,
[Tl T LOBMEBIR]IZ AT RS Ry ANERINET,

2. FualIh YANEAZT—/ L LT CA Access Control Z 3R F£9,

102 REHA



CA Access Control MYSRABERANDHAEZTAX

3. [EFE]EIUyILET,
CA Access Control DAL AN—/L 4P —RKRFERINLET,

4. 4P —ROT a7 MIEST CA Access Control A AR—/LEEFL, LAR—
b ==V MEREE A NILET,

FE: LAR—h ==V U MEENCLED, CA Access Control fBRGREZETL TN
TA—v ABBEOREEZE T TEET, LA —F ==V MO EDREMIC
ONTL, V77 A AR EZRLTLIEEN,

CA Access Control QISR RIREBEBRAANDHAZAIAX

T ALEREE T CA Access Control Zfi 351213, 77 AXDE/—RIZ CA Access
Control AL AN—/LFTHMENRHVET, K/ —ROIL@E) Y —2AHIZ—HD[ET
N (=T FTART ELIRINT =7 A= T i L TOAEAIE
FhT—2) B EFRLET,

CA Access Control TlZ, CA Access Control 7377 AXEREE CEITIILTNDNEIN
R TEET, CA Access Control ([ZXY, I7TAKXIZRHNDITAHZ D NEREIEH
NI —2 TETEROHLIENRHENTGE ZLORY NI —T TETEZD Ry
T—7 A= NIV ET, ITAZERENOMO R T — 21 ZHHE
HHYNT =0 A B —T 2 —R|ZOWTUE, Ry M —7 A2 —t 7 NIl & B0
RELET,

X IIARKT ITAXNERBIE B IOy M — 7 DD E 4y EOIE(E A O H I
FIC Ry NI —7 A2 —T 2= ZAMEHESNTWDIEE . ZOREITA N2 EE
/L/O

Ll

2 DO/ —KBRHHEAELET,
®m  NODEI [ZLATFD 2 5D IP 7RV AEREFFLTWET,
- 10.0.0.1 I, WEZTAZ Ry T —2 TP TRL AT,
- 192.168.0.1 X, #MBHRY T =7 HD IP TRLATY,
= NODE2 [FZLAFD 2 5D IP TRV AZFEL TWET,
- 10.0.02 1%, W7 7AY Koy —2 P TRLATY,
- 192.168.0.2 IX, FMIBARY T =28 D IP TRLATY,
IFAZFIRIE, ZRBEAAD TP TRLA 192.168.0.3 ZFRFRFLCOET,
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TFUAVA—ILDAHE

NODE1 & NODE2 DODBIEIZ7TAXNIRY T —I7HD IP TRV RAZfEHL
T b7, FohT—0 A2 —F 7 NI, 2o ) — R TERNMThh b2 s
T ER A,

NODE!1 #721% NODE2 THME ARy T —2 1P TRL A% AL TGN THh b8
A X hT—7 A2 —F 7 ME CA Access Control D/L—/L CEZRLIZEBVITHE
BELET,

IBIT ITARED TP TRV AT192.168.0.3 12X L TR ThNIZ5GE6 . *y by —7
A Z—E 7T CA Access Control TEFRLI-EBVICHEREL £,

TUOAVAN—=ILD T E

PLFDFET Windows T RARA L M5 CA Access Control 27 A AR—/L¢
DIENTEET,

n T ARV - ZOFETIE TT740 A F—T2—REHHLT
CA Access Control DT > AL Ah—/V&EFITL, —WFITHL, FEEAIITT 4—F
NP EATVET,

m AL TUAARN—L - ZOHETIE, 2~ R0 2L T, *FEER
DT 4—K_32 77217 CA Access Control 27 > A AM—/LLFET,

CA Access Control 72 A2 A—JL

Windows O HFEMEIRAZ > —W (4725 . Windows Administrator F7713
Windows Administrators 27 /L —7 MDA 3) LLT Windows AT A0/ 4 LT
WAZEERRFRL TLIEEW,

CA Access Control 7> AV A—ILAE

1. (F72ar)CA Access Control D vy 272 (99 R_—I) Z2FEITLET,

. ZOBMEE =R FTECTIATLRWG S A A=V T al T L03MbY
IZ CA Access Control 2> ¥ LET,

2. [RE—=Pl-[RE]-[mrbr— SRV RIRUET,
Windows D[z ha—/L S V] RFREINFET,

3. [TV —varoBMERIRR]ZX T Ty 7L ET,
[FarZ L0EMEBIRIZ AT RS Ry 7 APRERRIINET,

4. AVAR=NLENTWET T TLDY AR CA Access Control Z3EIRL . [IBIN
LHIER]Z 27 L E T,

5. CA Access Control DOHIBREMHERT DAV E—Y Ry ATHIW]EZIYvILE
7,
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6. TUALVAN—IDFET %, [OKI1ZIV 7 LET,

7. a Y a—AZEEEITHE, T RTOD CA Access Control =R — MY R
SNET,

ALk E—KTO CA Access Control D724 A—)L

SHERE RO T 4 —R 3772 T CA Access Control %7 LAV Ah—/L 9 B121%, 2~
VR A EF LT CA Access Control #H% ALk E—RTT AL AN—LTTDHZ
EINTEET, Windows OFFREHEIRZFF O —H (F72%, Windows
Administrator F721% Windows Administrators 2/ /L—>7"M A /\) LT Windows
AT WA F L TNDIEafER L TLEEN,

CA Access Control r12.5 =% ALk E—RTT AL AR—/LTBITIL, LLFDa~
YREASDLET,

Msiexec.exe /x{822BFADC-E040-4F5C-A0OA-B8E558A2D616} /gn insert_params_here

<insert_params_here> ZHTIL, A Ah—/V Tl T NPT AL AN—/VEREL TR
FELET, 72&x0E, 2Oz~ RiX CA Access Control %7 > A A—/LLTC,
c:¥ac_uninstlog (UL FOT AL A=)V aZ ZAERKL £ 7,

Msiexec.exe /x{822BFADC-E040-4F5C-A0OA-B8E558A2D616} /qn /T1*v c:¥ac_uninst.log

A ZOBEE R FETEITLWG A AV AN—L a7 A3 Rb0IC
CA Access Control > %M 7 LET,
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% 5 FE: UNIX TORRAEDAAN—)L
HBFTUVHARITARX

[FLCHIZ

ZDETIL, CA Access Control UNIX T RARALRDAL AR—)L FaBAIZONT
FHLET, ZOZEDOFIEIZHEST CA Access Control DAL AN—/LESE T 5HL,
CA Access Control T RARA b Y7 =7E CA Access Control D FEAT —#
NR—ANVAT DA AN—VSIVET, RIZ, CA Access Control DEZHE)HIE, ¥
JOBEF a3~ RO HFIEICOWCIRIALET, BEEZICT —Z X — A% fRmE
THIEIZEY, VAT LEARET DT 7R N— L EERTEET,

OB AT LLFOMN Y IR EENTOET,
U2 (107 ~=—)

IAT AT A A=/ (112 N—2)

HWEDAIVT S AL Ab—/L (144 ~2—)

AL A= VR DR ERHE (156 ~—37)

CA Access Control D ELE (156 ~=—)
TURARAIADIFER) S —FHOFRE (157 ~2—)
UR—MER D72 UNIX TV RHRALOFRIE (158 ~2—3)
CA Access Control DN AZ~<AX(159 ~=—)

AT F VR B—ROMRGE (AL b E—F) (167 ~—)
Unicenter X =27 45 —LDALA—L (169 ~_—)
Solaris 10 V' —> M FELH (171 ~—)

CA Access Control @ H#EjiEddE) (177 ~2—)

CA Access Control Z A2 Ab—/L 3 BIT0%, FaNI UGG B2 T2 LB R ERE T
NRTHIZTEBSERHVET,

ARL—T1VT SRTLOYR—IELUVEHR

PR—FEN TS UNIX AR —T 407 VAT ADWT D 1 D12 CA Access
Control ZALVAN—/LTHZENTEET,

F I OWTL, V=R )= EZRLUTTESN,
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& I m R

CA Access Control RV —%EHT5HI21E, CA Access Control T R Mg HE
FBELOY CA Access Control =X —TFAXEH ZEHAL THRNOEE T 20, =
<K T4 (selang) L CaL B a—ZIZEH L, 2 Ea—XDT /EA Lb—)b
HEEREHLET,

A 2—HDTIER NNV EEEEHT 503, EHAMAK COESIART 7t
AMEL . CA Access Control & —Z_X—ANDALEa—% R —IZEIT5 admin
BN METT,

F 74V T3, CA Access Control A Ah—/L ¢ 5L u—H)L A Ea—HiER
WL CORIRTAINRESNE T, ZOREIILETCEET, FNUI2E, v—7h
ISR ARSI DA T v a NS5, VE— N CE B A RE/ I AR A BINLET,

YRR rny_terminal DEHA T vark, 2—H my user ZEHL CaBa—%
my_machine (ZIEBINTDITIE, LLFD selang /L—/VAAERRLET,

er terminal my_terminal owner(nobody) defaccess(r)
auth terminal my_terminal xuid(my_user) access(all)

ZNHDON— T, TRTOZ—FNZDOHEKIZES A TE (CA Access Control
BT @ ousA4)  AFEa2—F my uid ([T Pa—XZe/ AL CA
Access Control & HL>Y— /L (selang <> CA Access Control T RARANEH 728) %
ERTEET,

E: BHED CA Access Control T RARAMEH % FIL T CA Access Control

FEPI DA 15, CA Access Control T RINAVMNEHL NAL Ah—/LENTNH

VB —HETE ﬁ‘éf:“ﬁ“@?ﬁzfiﬁ‘o BHEICESTT IR LT 2 —
EERTDHLEITHVET A,
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AAM—ILEDFESEIE

CA Access Control ZA> Ah—/LTAENZ1E, HIEIA L AN—VEAIT v 7 7L —R
D—EELTOALAN—=UZEDLT ., LT O SIZERE L TLIEENY,

MY)—A J—bZ2RBHATEEN,

ZORF 2 A NCIE, BR— ENDT T N7 4+ — LB T D1 BEEIORE A
EZEFEIE, B CA Access Control A AR—/L T HENZHEIREL THIMLED
HHZEDOMOEE/RERIZOWVTHRL TOET,

KL/ DEREEN PMDB 8 CRESN TCWAEEES . 32 DIHRBREE2 %
ETHEEIL. L TOEEEZITOIZEEBEIOLET,

- Deployment Map Server (DMS) 2> B o —F &AL AN— )L EI T T V7 7L —
KLET,

ZAUTHEIRAY > — X =2 E R E T 5B DB MBI EETT, 20
YEZEIZLY, 4 Policy Model /—REBINZEDOHT A7 4378 DMS (1HE
FIBFRSNET,

- BEEAOZILE2—ZDALAN—IVERIIE I 2 —E DT ST —R
TS EONE (BT A7 TA D)) TITWET,

PMDB O7 w77 L —RIRIC, IRN—2 a0 2R L TWAY 7 2754803 F
ETDHEG . Bolca~ U RBRRHESNAGARHVET, ZoRMEL, B
N—=ar D PMDB (ZFELIRWI T AR T /8T 458 LV PMDB (28
FNOZEDRINTHAELET,

F B—oarta—4 ETEIETS PMDB BEREIZOW T, [BFFCT
TITV—RTHIENTEET,

- PMDB F/dRI—OHEF NI T w7 7L —RE T/ TSN,

- YT RITARBL PMDB RIS —Z w77 LET,

¥ B AA—Ta2 D PMDB 1. HiLWWA—U gy DH 7 Z7 G A SR Tx T,
L, ZNEHOARPUTFF ISV CWVER A, [BAN—Var 0o~ RidaeHr
N—=a THY R —RENTAT2D ., CA Access Control r12.0 D7 ZA7F AR
~DTHV PMDB OIGFENFHETY,

r12.0 XOEIONR—=au b7y 7L —RLTVBE

- STOP (ZEBRARANME T 0T T AL, T —H_"—A J—)LELCEFR
EINDINT2VET (stop XA 7D SPECIALPGM L =1—R),

- SURROGATE |(ZEDNA/RARMEERT 0 TN, T —H_X—R Jb—)L &
L CEFRSINDLOIT/A20ET (surrogate 417D SPECIALPGM L =2—K),

F: Ty UL —K TaBATE, T AV TO D HWERSHT L

T A=A = VITEBSIVET, ZRHOFLY VL — L ZBEFED selang A

ZONANNSIEY) 11953
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BEFD seos.ini 77A/VEBLIN pmdini 77 ANVET v 7L —RTHIEL, 2
DT 7 ANEHHNER T2 LbTEET,

WTNDEES A AR—/L ZAZUTMIED, HUY seos.ini 77 A /L DAL 73
seos_ini.back LU CIRIFSAL, & pmd.ini 77A/LO3—7 pmd_ini.back &L
TERAFSIVET, RAFEIE, %2475 Policy Model 7 4L 27K T,

T 77 —RHIZE, CA Access Control (2J-C, serevu.cfg, audit.cfg,
trefilter.init, 3L sereport.cfg EVVIREFD T 7 AV 07T T SET,

INHDTFANDEENEEEELIWIESIT. N r Ty TrANEE R
BVERHDET,

WAFDT —FR=2%&T v T 7L =R 35513 LT OIEEZTI L2 BEID L
E3

- FT T ER—RENIT T LET,
T BRI T 7T HIIL, dbmgr -b ZEHLET,

- sync E—ROVTAIZTARPFEL TORNZ LB L E T,
YT AITGAINOAT — B2 A% T HIZIE, sepmd -L ZfEHLET,

Unicenter ©¥=2V7 4D EBLOITIL., ATX, HP-UX PA-RISC., Solaris
SPARC, BLW Linux x86 DTy 74— AL TOHYHR—F S TOET,

Unicenter TNG 35J T8 CA Access Control for UNIX

Unicenter NSM 3.0 LWV »3— 520 Unicenter TNG 2542 AR—/LEL TV
H%E1E. LA D Unicenter TNG & 1E7 007 2% A Ah—/L LT, CA Access
Control TR EAFRA TG TEAHIIIILTTZE N,

-  Unicenter TNG 2.4 il HP-UX —HV DL : BEET0r/ TN
Q001182

-  Unicenter NG 2.4 #EH® Linux = —Y¥ D4 EIE7 275 PTE
LO91335

- Unicenter TNG 2.4 iEH® Sun =—H¥ D4 EET ST A Q000890

3¥: Unicenter NSM 3.0 B D AIX 5.x —WX, ¥4 Unicenter 727 =7%/1
PAR—MZBWEDED B, Bt Sy FE2 AFTLTZSV, CA Access
Control ZRANMIA LV AN—)LFHEINI, ZO B S F oA AN—/L T DB
BHVET,

Linux s390 {Z Unicenter DB A7 a2 (install base 473 -uni, £z
L -mfsd) A Ah—/L 358513, CA Access Control %A AM—/LF BRI,
korn 3 =/b (ksh) &AL Ab—/L L THLERHVET,

CCI Standalone (CCISA) OBy T AZYF KT ksh ZFEHALET., Zh
L7 74V CIE Linux ICAVAM—LENER A,
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CA Access Control32 £k /3 FVU% Linux x86 64 Ev bk EIZAVAN—/LF5
BE13, LINUX xxx.tar.Z F721L CAeAC-Xxxxx-y.y.iiii.i386.rpm DT 10>D
AVAN=IV Ry —VhF T HZEE BB LET, LD ARV
IR —U1%, 32 Bk CA Access Control 231 FU% 64 £~ Linux x86
VAT BIAVAN—NVLET, Ty T T —ROEE | ZbO Sy — U1 LIR
@ 32 Bk CA Access Control DA Ah—/ LD B M EAMEE L TOEd,
CA Access Control A A=V BHNZ, L FDA XL —T 47 VAT LD
32 vk FATFURALARN—LENTWDILEHERTHILENRHIET,

1d-linux.s0.2, libICE.s0.6. 1ibSM.s0.6. 1ibX11.50.6. libXext.s0.6. libXp.s0.6,
1ibXt.s0.6. libc.so0.6. libcrypt.so.1, libdl.so.2, libgcc s.so.1, libm.so.6,
libncurses.so.5, libnsl.so.1, libpam.so.0, libpthread.so.0, libresolv.so.2,
libstde++.50.5, libaudit.s0.0 (RHEL5 XU OEL5 D7)

PITFIC, MAEERBE# RPM N —UhwUE T,

m  SLES 10: compat-libstdc++, glibc-32bit, libgcc, ncurses-32bit, pam-32bit,
xorg-x11-1ibs-32bit

m  SLES9: glibc-32bit, libgce, libstdct+, ncurses-32bit, pam-32bit,
XFree86-libs-32bit

m RHELS5 BXO OELS5: audit-libs, compat-libstde++, glibc, libgee, libICE,
libSM, libXext, libXp. libXt, ncurses, pam

m RHEL4 X OEL4: compat-libstde++, glibe, libgee, ncurses, pam,
xorg-x11-deprecated-libs, xorg-x11-libs

s RHEL 3: glibc, libgec, libstdc++, ncurses, pam, XFree86-libs

CA Access Control 64 £k /3o FU% Linux x86 64 _EIZA A=V 95121,
_LINUX X64 xxx.tar.Z F7ziF CAeAC-xxxx-y.y.iiii.x86 64.rpm DT FL)D
AVAN=IV N —UEFRHLES, ZROLDOA ANV R —U %L
TWDHEEE, 2O RPM Ry —V %A A=V 50 ETH £ A,

64 R CA Access Control /317 U% 64 £ h®D Linux x86 (A ARh—)L
FIT YTV —RTHHNT, LA FORIERENMLE T,

B 64 EVRDALARN—L 20—, selock X2 selogo 728D CA Access
Control GUI 2—7 (U7 4Z PR —FL TWEE A,

m install base AZUZNN 32 B whE 64 EVNDOWH D tar 77 ANVIIT 7k
ATEDY install_base AZVT'NIT 7A4/RT 32 EvhO tar 77 A/VE
FEHLET, ZOEEAZZEE T 5IZIE, install base =~ ROEITRFZAEH
T5 tar 77 ANVERRELET, 64 B YD RPM /v —U %A Ah—/b
THHEEIL, 64 B RO ARAFVETAT TIDINBA L A=)V SIVET,

. HEZEINT APL IV 73N TWBT U —avid, 64 B DA AR—
VI AL ERHVET, 64 B b APl L 7L 2SS 51
%, LINUX64 ZDOX—7 e fEALET, ZOX—4 v M. DE4BIT L
Y -D64BITALL (-m32 ZHIBR) ZBEHALET, T4 7 TVEMETHITIL, -m
elf x86 64 NMETT,
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m  install base A7V ML T 32 b CA Access Control A2 AR— L
M5 64 EVRDA U AN= VT v T T —RTBI20E, A AL DHIIZ
-force install 777 HRETHMLENHVET, ZOTT7EFHEL TR
B AV AN VIR ET,

m  CA Access Control %7 AL AR—/LLTHD cawin 52T A Ah—

IVTBITNE, ToA A=)V ' BAT 32 Bvhe 64 B hOfNN—T g0
® cawin 2HIFRENALEIIT rpm -e --allmatches 2 L T7ZEWY,

®  CA Access Control % 64 Ewh Linux s390 {ZAAN—/L 925513, LLFOA
NL—=T 4T VAT LD 32 b TATITUNAL ARSI TNDILm T
fERRL TLTEE WY,
1d.so.1, liberypt.so.1, libc.s0.6, libdl.so.2, libICE.so.6. liblaus.so.1 (SLES 8, RHEL
3). libaudit.s0.0 (RHEL 4, RHEL 5) . libm.s0.6, libnsl.so.1. libpam.so.0,
libresolv.so.2. 1ibSM.s0.6. 1ibX11.50.6. libXext.s0.6. libXp.s0.6, 1ibXt.s0.6

LLFIZ, B2 B# RPM /Sy —UaoRLET,

m  SLES 10: glibc-32bit, pam-32bit, xorg-x11-libs-32bit

m  SLES9: XFree86-libs-32bit, glibc-32bit, pam-32bit

m  RHELS: audit-libs, libXp. glibc, libICE, libSM, libX11, libXext, libXt, pam
m  RHEL 4: audit-libs, glibc, pam, xorg-x11-deprecated-libs, xorg-x11-libs

m  RHEL 3: glibc, laus-libs, pam

m ]l A varm# LT, CA Access Control % Linux X" Linux-1A64 7
FTONT A — DA A=V T B, misd 1ZAAN—LSNER A,

32 BwbEAIT 64 EYRO Linux 2B =2—#|Z CA Access Control 32 Bk
AFVEAL A=V T D4 TR, libstdct+.50.5 32 Bk TAT7TUNRA LA
M= S TWDZEEMERT DNERHVET, ZOTFATTVEA L AR—/L L7
U & CA Access Control DA Ah—/ L1 ReportAgent 7 —EL MEALASILE
A,

P2 AT4T A2AM—)L

CA Access Control (ZFHEINTCWARAT AT Nor— A EHEHATDE, iR —
rENTNDA R —T 47 VAT A ET, CA Access Control &R AT A7 NIA A
M UVBIOEHTEET, $MTA47 N —U TR RAT4T o — VB
V— VAL T, A AM—/LE#17= CA Access Control ZEHCExFET,
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RATAT N\ —o

CA Access Control (ZiX, VAR —bT 28K RAT 47 AL AR—VIERUTDONT, A
TAT o —URBVET, IO —U T, AT 4T o —UlRR
i FHLC. CA Access Control T2 7R—FRhDA Ah—)b B BILOHIBREEHE
TEET, R’MT47 v —U1X, CA Access Control Endpoint Components for
UNIX DVD @ NativePackages 7 4L Z7hIZHVE T,

AR, 7S —o L2 oii it 9,
ca-lic

(Linux O&H)MDFTXTON T —VDOFiESME/D CA TR TaldT
LEA ANV LET,

¥ Linux OFATE RPM B TO AR ET,
ca-cs-cawin

(Linux @ &) CA Access Control /X7 — DA Ah— )LRHIZA LV AN—)LT 5
VNGBS, CAWIN HEFa R—FR M AV A=)V LET,

¥ Linux DA% RPM BERTOAEMENFT,
CAeAC

HLhE72D CA Access Control I R —R U M A L AN—)LLET, TiUE, A1
@D CA Access Control AL AR—/L /o lr—CF, r—sN VI T R R
FaA b, TNG #Hih, APL BEO mfsd O/ 7 —Y DA EHETT, 2
NoEO/Rr—0 % ERIEN 2 IZR S T EL T,

—HDORAT 4T aA~w R (RPM TO/ 07— OFIBRZ:E) #FATT DI, Sy
=V DAREMDLENDVET, o —Y TrANVEFERL TN —2 04
AR T DI, WY RAT 4T Rolr—y a<w ReANLET, X,
RPM o —COEAX, LLFOINC AT LET,

rpm -q -p RPMPackage_filename

FAT4T AVAN—ILDRICEET HZDMDEIE
FAT AT o — T EG LT CA Access Control & Ah—/L45L&1%, LL
TORITEBELTZEN,

m  CA Access Control RPM o7 — % A A—/L 4 BI201E, FHRICLL T D 8y
=k A A=)V L TRSLE N B ET,

- TFABVA TRTTL Ry — ca-lic-01.0080 LA E
-  CAWIN /34— ca-cs-cawin-11.0.6 UL k-

F 5 ZF: UNIX TURRAUMDAVA—ILE LU HRETAX 113



FAT4T AVAR—IL

m R CA Access Control RPM RAT 47 AL ARN—)b /Rolr—
(customize eac rpm) Z1ERK T D121, T H O E2—4T rpmbuild =—7 ¢
VT ADMER FTRE CHLMLENHVET,

B G AZ L CA Access Control AIX AT AT AL Ab—)L Rolr—
(customize_eac_bff) ZER 9 DITI%, 2B 2—HF|Z bos.adt.insttools %A Ak—
VT DBUENRHYET,

AIX 5.2 O34 bos.adtinsttools D/A—T=20F 5.2.0.75 LU THALERHY
ij—o

B AIX RAT4T7 24—, bosrtednstall 5.2.0.75 CTEEESNET, Lizaio
T ATAT Nolr—20 75— UIZEMET AI21X., bos.rte.install 5.2.0.75
VI 452 L2 BEIOLET,

B HP-UX XATAT7 Nor—IF, A AR—/VIEZ Perl 2L ET,

®  Solaris XATA7 Ny —UE, IN—TBIOREICHT DA R T 7 A
MHEDSER B ST ABAGFT (var/spool/pkg 72 8) ICALESNDMLERHY ET,

®  Solaris RAT 47 73— <K pkgadd -R 1%, CA Access Control /3>
=TI AR — RSN TOER A,

AV A=)V T AL I NEEFTTHIZ1E, CA Access Control /\7r— HAK~
AR A7V TN L E 7 (customize eac pkg -i install loc)

8 HP-UX RAT4T Ror—2Da— 74 RSN NN—Var A AR—L1 5
LAIT. Jéﬁ” HAZARENT2 30—/ T DT A—5 77 /VND
LANG REDEZHRTEL TIEEN,

E G A—F TrALTIE, TTCIC LANG REDNEGENTCWET, RETD
20X, JEBEDOT A N (#) BIOAR—2ZZHIBRL ., f[EZ AJILET, locale -a
S REMT 2L, 0S BHHA—RLTVWBTLa—F o ik A bR T
\iﬁ—o

EZIEESE

A A=)V EOVEEFIA (109 ~—)
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RPM Package Manager M4 > AX+—)L

RPM Package Manager (RPM) (3, il % DY 7 =T Nolr—U%VERR, A Ah—I1,
I MR, B, BXOWHETLHIZENTEDa~v LRI 2—T (U7 4TT,
RPM %, UNIX 7Tvh74—LTHHTH200L0 T,

s FEMIC OV TIL, RPM Package Manager @ Web -7 b (http:/www.rpm.org) 33
LY RPM 1295 UNIX O~v=a27/b X—U%BHLTIEEN,

DAL AR—LDYIZ, CA Access Control (2 E S TWS RPM /Sy —
CHEMEHTAIENTEET, ZIUED, A2 AR—/L L7 CA Access Control %
RPM ZflEHL CTA UV AN— L SNty 7y =7 EREICE B TEE T,

RPM T—ARX—ZMoDEEED RPM /37— DHIRR

H /2y CTIER L7z CA Access Control RPM /w7 — 89 TIZA LV AR—/LEN TS
LAt Z0R0r—% RPM 7 — X _X—2A0BHIBR T 20 RH E9, 2k
D, HTA A A= N ENT R — DN T —H RIS E T, BEFED/ Sy
r—=VEHIBRT DL HT LN R = VB AV AN L LT A RPM T — 4 —
ATV R =D R = DO T A A= LS TTNAE RIS E T
B, T7AN VAT LT, BEFEOT7 7 AVBF NS — DT 7 A VL~ T EE
TENFET, RPM T —Ua Ty 7L —RT554, ur—C 04 Bl BEA
VARV ENTWD R — P LRICA RN T DS ERHET,

E o —UHHIBRLTH CA Access Control 7 7 A /UIZHIBRSNET A IAT 1
T R =T A AN VT D Ty T —RENET,

RPM F— 2R 2 S i — D5 BT 510013, L FDa~w o ReE L ES,

rpm -e --justdb your_AcCPackageName
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CA Access Control RPM /8ws—SDAREATA R

FAT AT Ror—T %L T CA Access Control % Ah— L4 BRIIZ, CA
Access Control /Xy/r—2% WA <A XL T, RN ~DREEEETHINLE
WHVET, Fo, N —VENAZARXT LRI, DAZ L A AN—/VEREX
ETHIELTEET,

INIr =D AR ARTHINE, ST — UM AV A=)V INTGRA—H T )V
FraAL BEUIGUTEEL, Sy —ICHEa—RLET, /S9A—% T7 1)L
ZEELURLTHHE IO, IAF~A X 2PV TR L TIREEN QB a< R0
i—a—o

F S —UEFENCEETAZLIBED LEE AL, RPVIZ, LFTOFIEICG
HINTWABRZI T MAfE LT, CA Access Control /Xo/r—% AR <A AL TL
723U,

PAR—FSN/4 Linux A_L—T 407 VAT AT SH RPM 237 —2, CA
Access Control Endpoint Components for UNIX DVD @
NativePackages/RPMPackages 7 4L ZIZHNET,

CA Access Control RPM /3y —SDAHRETA X%

1. DRISARTE =% T4 VAT A EO—RH RSPy —
Li‘a‘o

0S 1F. AL —F 427 VAT A EO#EY2 YT F AL 7R 4 T,

Ty VAT LOFHEN[EZAL A REIR T T, S — V2T T
HAZARTEET,

2. customize _eac_rpm A7V 77 A/VIBLN pretar T ANET AL AT A
EO—BRR RS ETICaE — L ET,

pre.tar 77 A/UIE, JERESINIZ tar 77 AL THY, A A=V AvE—U B I
CA Access Control DR —W i HFFERONEG TN TOET,

7E: customize eac_rpm AZUTN 77 A& pretar T A/ME, RAT AT Ny
=P LRICHEAN S TOET,

3. EAFFERKNERRLET,
customize_eac_rpm -a [-d pkg_location] pkg_filename

4. FEHFFEEENOREZICFKRINOAD SN OF—U —REAELET,
WKOFIETZOF—T—REHRELET,

5. fEHFFEEMICREETH2EE2RT 72512, CA Access Control /N7 — % J1 A
A AXLET,

customize_eac_rpm -w keyword [-d pkg_location] pkg_filename
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6. (AT Ta) AL AN—)b RIGA—=H T ANDSEERELET,
customize_eac_rpm -r -1 lang [-d pkg_location] pkg_filename
7. (A 7Tar)eTrust Access Control 18 SP1 /Xo/r—UMNBT7 v 7/ 7L —RLET,
customize_eac_rpm -u install_prefix [-d pkg_location] pkg_f1ilename
8. (A7 va)T7AN DR ALT ANV EERLET,
customize_eac_rpm -s -c certfile -k keyfile [-d pkg_location] pkg_filename
9. (AT va) A AN RTA=H TrANERFLET,
customize_eac_rpm -g -f tmp_params [-d pkg_location] pkg_fiTlename

10. (A7 v a) A A= NVELEZEDE T, A A=/ RTA—F T A )VatRE
Li?‘o
DT FAMIES T, S =V DA A= DT T 3 VR EEATHIZENT
xF9, 72&x0E. POSTEXIT #&RiE (A # XFEEZHIBRLET)EZT 774710
T, FATT DAL A= N1 ATV T N RA L T AIOILET,

1. (A7 2a) DAZS AR r =Y DAL A=)V NIA=ZERELET,
customize_eac_rpm -s -f tmp_params [-d pkg_location] pkg_fiTlename

ZIT, RN —U AL T, DAFARXENTZT 74V EeRE T CA Access
Control A2 AN—/)L TEXAIITRVEL],

Bl ERFERN~DEEEEET S

HAT AT X —=T DA AN VRHE PG RANCRE T 2120, Ny or—T%
HAZ<AAXLET, LLFOHFITIL, CA Access Control Endpoint Components for
UNIX DVD (/mnt/AC_DVD 2~ M) IZdH% x86 CA Access Control RPM 7N/ —
D NAL AR THE TR RE T2 2R L ET,

cp /mnt/AC_DVD/NativePackages/RPMPackages/LINUX/CAeAC*1386.rpm /tmp

cp /mnt/AC_DVD/NativePackages/RPMPackages/pre.tar /tmp

chmod 777 /tmp/CAeAC*i386.rpm
/mnt/AC_DVD/NativePackages/RPMPackages/customize_eac_rpm -w keyword -d /tmp
CAeAC*1386. rpm

tmp T AL I MINZDHDH AR ARSI r—T &L T, CA Access Control %
AV ANV TEDIDNTIRVFELTZ,

EIEESE

customize eac rpm I ~UK - RPM o —VDHAF AR (120 ~R—)
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CA Access Control RPM /sy — DA AR—)L

A A=)V 7= CA Access Control %, AL AR—)LENT-MDY TR =7 LEFRICE
FE-9-A1Z0%. CA Access Control RPM /o —T 5 W AZ< A XL CA LV Ah—/L L E
7,

BE: HFFHERAOICREES DX =T —RE AL T FFRERK~ DR E
ARTNUL ST — VBN AZ AR T HMERHVET,

. EBRIER TR, Ty L — RO ElA L A= Vi@, F2iE
T IANNDT AL TN SDAL AN NIROYRE | SES FRERNZL > TRRVET,
< ROFNL, 2O Y 2R EN TWET,
CA Access Control RPM /Sy —SF AV AR—ILT B HE
1. mpm 2 REFEHLT, calic Sy —T% A AN—LLET,
FAV AR T TENA ANV EINET,
2. pm IwUREHEHLT, ca-cs-cawin RPM /37— % A AR—/LLET,
CAWIN AV AM—/LENFET,

S TARLR TOITIENASDL FALINNCA L A— A LT o, LA A
B F 4L 7N E CAWIN 7S —JIZif L Chis EL TS,

3. CAeAC “olr—VDHAA<AAZ (116 ~_—)

RIS N TV B — T —F ML T, BN~ B
RN, Sl — VRN AS AR BUEDSIET, Efo, Sl —VE A
Jo AR THAS I A A VAR HIEL T,

4. rpm IVUREHEHAL T, CAeAC o —T kA A= LET,

CA Access Control 23 Ah—/LZINFET,

FE: PE{FD CA Access Control /S/r—2 %7 w7 7L —R3A851%, SEOS
syscall 27 > B—RLTHH, HLv S\ r —Y DA AN—VERBLET, L
RV ATE AV AN I RRLE T,
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51 Red Hat Linux [Z CA Access Control 4> AXAr—JL ¥ %, E£f-I& Red Hat Linux £®
CA Access Control #7v75L—K3 3%

LUFDf]TlX, CA Access Control Endpoint Components for UNIX DVD
(/mnt/AC_DVD (2= M) 28D CA Access Control /34— % Red Hat Linux
x86 ES 4.0 AL ¥ a—H AL AN— VT 55 EERLET, ZOHIEIZEY, CA
Access Control OFHRA L A=V EBATHT20 BAEA L AN—/LZ3 TS CA Access
Control RPM /o7 — D7 7 7L —R (A A=V SN TN/ S — V2 eI
HIBRT 2 BTR L) ZAT o720 T HIENARET T, TNEITHITIL, TR T
T2 3lr—3  CAWIN N\olr—T % ZDNAFE TA L AR—/L L, KIZ, CA Access
Control /Xy —V &AL ARXL T RFFEZRKICIFE L, L FOIIITA v AR—
NLET,

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX

rpm -U ca-1ic*i386.rpm ca-cs-cawin*i386.rpm

cp CAeAC*i386.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*i386.rpm

../customize_eac_rpm -w keyword -d /tmp CAeAC*1386.rpm
rpm -U /tmp/CAeAC*i386.rpm

5: eTrust Access Control r8 SP1 /\ws—C DAV A—ILWSDT VTSI L—K

/opt/CA/eTrustAccessControl (242 AR—/LEIL TV % eTrust Access Control r8 SP1
X7 =% Linux s390 SLES 9 =2 E =—# @ CA Access Control Endpoint
Components for UNIX DVD (/mnt/AC_DVD [Z#5#) (285 CA Access Control /3
T=AT T T =R LIEICOWT, ITICHlZ/RLES, ZhETTHITE, B
TOFIEZEHL T, T8 R TrrIn Nyr—Y CAWIN Ny —2 BLU
A ARXEITZ CA Access Control /37— % ZDNAFE TAL A=V LE T,

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX390

rpm -U ca-Tic*rpm ca-cs-cawin*rpm

cp -R CAeAC*s390.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*s390.rpm

../customize_eac_rpm -u /opt/CA -d /tmp CAeAC*s390.rpm
../customize_eac_rpm -w keyword -d /tmp CAeAC*s390.rpm
rpm -U /tmp/CAeAC*s390.rpm
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Bl HRAL T4LIR)IZ CA Access Control BEURBBE/INYT—SFHAVRAN—ILT S

LUFDf]TlX, CA Access Control Endpoint Components for UNIX DVD
(/mnt/AC_DVD (2= NIZHDT 74/LhD CA Access Control JEUWAZE /S
4r— % Red Hat Linux Itanium IA64 ES 4.0 O AKX L T 4L IR A LV AN—/LF
LHIEERLET, ZNEITOIZIL, LLFOav U REefiHLET,

cd /mnt/AC_DVD/NativePackages/RPMPackages/LINUX_IA64
rpm -U --prefix /usr/cA/shared ca-Tic*ia64.rpm

rpm -U --prefix /usr/CA/shared ca-cs-cawin*ia64.rpm

cp -R CAeAC*iab4.rpm /tmp

cp ../pre.tar /tmp

chmod 777 /tmp/CAeAC*s390.rpm

../customize_eac_rpm -u /usr/CA -d /tmp CAeAC*iab64.rpm
../customize_eac_rpm -w keyword -d /tmp CAeAC*ia64.rpm
rpm -U --prefix /usr/CA /tmp/CAeAC*iab4.rpm

CA Access Control 1%, ¥8ELIZHAZL T 4L 7R LT D47 (Access Control) &
EFELT fust/CA/AccessControl DHAZ L F AL I RINCA YV AN—/LENFET,

A ZHEHOBREIZ SCASHCOMP ZEHUNERIIL TN EE (Jete/profile.CA
IZEFRATRR) . T BV R Tl I AIBESNIZT AL IO IHA L AN—/LSHLE
T, ERSIN VDS, T4 A 707 T AT SCASHCOMP (ZAVAR—/LEH
F9, $CASHCOMP NEFRSILTUWRWE AT, -lic_dir Z4FELRWE, T A
7'a7 7 % Jopt/CA/SharedComponents 7 AL 7 hIZA L AN—LSNVET, TFAEY
A Il I LB CAWIN X, RICATAX L T 4L TRINIA L AN—/L T DHEINDH
DET,

SHIIETR:
AT AT AL A= )VOBRIZE BT HZOMOFIH (113 ~_—)

CA Access Control RPM S r—V DHAZ AR (116 ~_X—3)
customize eac rpm I~¥2K - RPM o —VDHAFAAX (120 R_R—)

customize_eac_rpm IY K - RPM N\ —UDHREIAR

customize eac_rpm <K&, CA Access Control RPM /X7 —L DIAZ~ A X A

VTN FATLET,

ZOa= RE AT 25 613 LFOREBETOLERHYET,

B ZOARIZYZ NI, CA Access Control RPM /3y —T COLBEREL 77,
F: ZOAZVT NI CAWIN BLOT AR TarIh Nylr—U AT
HIZDDHEDTIEHVER A,

B N TERNAZIART DN, T =T N T A VAT A EOFARERY/
EXARFREIRT AL 7 NICHLLERHYET,
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ZOa<w ROERITLL FOI TR0 ES,

customize_eac_rpm -h [-1]

customize_eac_rpm -a [-d pkg_Tlocation] pkg_filename

customize_eac_rpm -w keyword [-d pkg_location] pkg_filename

customize_eac_rpm -r [-d pkg_Tlocation] [-1 lang] pkg_filename

customize_eac_rpm -s [-f tmp_params] | -c certfile | -k keyfile} [-d pkg_Tocation]
pkg_filename

customize_eac_rpm -g [-f tmp_params] [-d pkg_location] pkg_fiTlename
customize_eac_rpm -u install_prefix [-d pkg_Tlocation] pkg_filename
customize_eac_rpm -t tmp_dir [-d pkg_location] pkg_filename

pkg_filename
HALZ<AXT % CA Access Control /N7 —2 D7 7 AN EERLET,

Ero-d AT VA ERELRWEEIE, o= T ANV DR SAL B TEF
THODULENDNET,

i AR RRLET,

-c certfile
= DFEHET 7 AN DTS2 T ER L ET,
F: ZOFTVaE CAeAC Ny —VIZOBRFIHTEET,

-d pkg_location
(AT var) 774N VAT L BTy —VEBLE T DT AV IR ERRELET,
NRolr =V DHT AV I NERELR WG ATV NI R r— T A
DFER/NALIN pkg filename THHEHRLET,

-f tmp_params
HEWOIERIBLORIETERDA L AN—IL NTA—H T7 AN DZERNARBIN
AHTEARELE T,
E g AT VAl BENTOGEG. T AOVERRELRNE AU AL NTA—
A TFEHEH 77 (stdout) (I & E,

AVAN—V IRGA—H TrANERSEL, FhE f A7 var TRREShZ7 7
ANVTECELET,

S  ROMAEERLET, - A7 LT RESNDL, FH— R 57
SR ERRLET,
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-k keyfile

J—RDEEGET 7 AN DSERINA{ ETEFRLUET,
FE ZOA T alE. CAeAC o —IZORFATEET,

-l lang

AV ANV INTA—=H T A)VDEiE%E lang ITRELET,
FTvar AR EE DB FRETT,

PR —PESNTCWD, FBBEFRER ST — R —ER/RTAHITIE, -h 7=
VEHAEETEITLET, TIHANTIE AV A=V RTRA—=H T7A)L
IR TR EN TWVET,

EOB T, r

=113

)

W= %Y RUT, JED S — D LERRICT 74 VMEEE R 3559120
£

-s
BESNIE S —VFRELT, f 7 ar THRESNZ, IAZ~ARENT-
AL A=)V IRGRA—2 T ANIED AT HFEHTAHICLET,

-t tmp_dir

AL AN AER DO —FF 7 AL 7N 2R ELE T,

-u install_prefix

eTrust Access Control 18 SP1 X/r—T% AL AR—)L L CWDBFT DT LT 47 A
EEHRLET, EBEOA AN NVGFNL, ZOT V707 AR O 4 Rz ERE L
7HDIZR0ET, 18 SP1 /X — T DA RIC eTrust 35D,
eTrustAccessControl 3757 AL 7 MIIA VA= ENFE LTz, FHLLW A=V
1%, AccessControl Y7 F AL 7R IZA v A—/LENE T,

72& %X, 18 SP1 7% Jopt/CA/eTrustAccessControl (ZA 2 AR—/LIHL T, r12.0
SP1 7 v 7 7L —RTDEAE, ipm I~  REflio Ty r—U %k A AR— L
THRNCUA T E AT LET,

./customize_eac_rpm -u /opt/CA -d . CAeAC-1200-0.1106.1386.rpm

-w F—7—F

TR a— Pl A HERIC = RRIBEL WA LA IR ET A% —U—K%
EFRLET, ZOXF—U—RL, 2—PEHTFEROOREZICHET (F-Z
[ 1), ERFFEROT7 7 AN ERBETDHITNE, -a 7 varvalHLET,
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RPM /w4 —S D7 AV A—)L

AV AR—)LENTWB CA Access Control RPM X r—% 7 A Ah— /)L A1T
1. A A= LSO FNE T, CA Access Control /S —% T A Ah— )L
THUENHYET,
RPM N\ —SDT7 AV AN—ILEE
1. AL ® CA Access Control /X7 —%7T A AR—LLET,

rpm -e CAeACPaCkage_name

2. CAWIN Ror—2%7 A A=V LET,

rpm -e ca-cs-cawinPackage_name

Solaris A T47 INVTr—VU T DAV AR—IL

Solaris DRAT AT Nor—0 %, a<wo RoAy 2—F7 44U LU TRt F
T, DT, K\ —VEEBNAERR, A AR—L HIBR, BEOL R —FT 528
MTEET,

iE: Solaris AT AT N —V U7 OFEMIZ-OVTIL, Sun Microsystems @ Web
HALRBONT pkgadd, pkgrm, pkginfo, 33X pkgehk (ZBHT A~v=a7 /L ~—
ML TLTEEN,

B DAL AR—/L DO IHNIZ, CA Access Control ([ZHE SIS Solaris FAT
T R =V ATAZENTEET, DD, A AM—/L LT CA Access
Control %, Solaris AT AT o —I0 TafEH L TA A= L ENTZ MDY 7k
U7 LRRRICE R CEET,

BE: Rulr—IUDAAM—L1% CA Access Control &7 2 A A—/L9 BIT1E,
pkgrm I~ REMEHTHMLENHYET, uninstall AC AZV7 MNIfHEH LN TL
7280,

Solaris RAT47 1\YVTr—CDHARETAX

FATA4T Rolr—T%EHALT CA Access Control %1 Ah—/L 3 ARiIZ, CA
Access Control /X7 —% AR AR LT, TR ~DRBEIEETH4H
BONET, Flo, N —VENAZART IR, DAX L A ANV R ELTR
ETHIELTEET,

I —=D e AR ART HITNE, 7S —V I A A=) INTA—=H T AV %
TIuAL MEIECTEREL, Ny —VICHEr—RLET, R"FA—F Ty L
EEBLSTHE LI, DAZ~VARX APV T LTRSS TV DI~ REHD
E3
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F N —UEFEICTARTAZLIIBED LET A, RPVIZ, LTFTOFIEICE
HENTNWBAZY 7 M FHL T, CA Access Control /S —% AR <A XL TL
7280,

PR—=FSNTVDH Solaris A _L—T 42 VAT ATk S Solaris AT 147
737 —1&, CA Access Control Endpoint Components for UNIX DVD @
NativePackages 7 AL ZRIZHVET,

Solaris RAT47 I\VT—LDHRIIAX A%

1.

HARZ ARG BN —D % T AV AT A EO— R RS AT R L
F7,

T7AN VAT DA I [EZIAF A REILFEI T, N\ —U 2 LB T
AR AR TEET,

BE: N\or—UrERTIEXL, =0T AL I NIREE RO T 7 AL
JEMENREFSN TCWDZEEMER T DM ERHN E T, £H T/ E, Solaris A
FUT W= = T F DR — DR LTS O LR LU FET,

customize_eac_pkg AZVN 77 ANNEID pretar 77 ANET7A)V VAT A
EO—BRR RS ANIC A —LET,

pre.tar 77 A/VIE, JEMESIE tar 77 AL THY, A ANV A=V BIW
CA Access Control DR —W il HFFERANEG TN TOET,

i¥: customize eac pkg AZVTL 77 AL pretar T ANIE, RAT AT Xy
=V ERICSH TS IS CTOVE T,

fERFE R ERRLET,

customize_eac_pkg -a [-d pkg_Tlocation] pkg_name

il FFE R DR B IR RENDADNSTADF—T —REAELET,
UTOFIETZOF—U—RaELET,

i R RE RN IR B 952 R) 972812, CA Access Control /Xo7r—% 1 A
H AR LET,

customize_eac_pkg -w keyword [-d pkg_location] [pkg_name]
(FTvar) A AN—= I NFGA—H T AVDOSFEEEELET,
customize_eac_pkg -r -1 lang [-d pkg_location] [pkg_name]
(AT var) A A= TALINEERELET,
customize_eac_pkg -i install_Toc [-d pkg_Tlocation] [pkg_name]
F T2 a) T I7HNVIDORE ST 7 AN LT LET,

customize_eac_pkg -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
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9. (AT a)A A=)V RTGRA—=H TrANERELET,

customize_eac_pkg -g -f tmp_params [-d pkg_location] [pkg_name]

10. (AT a ) A A= VBRI EhE T, A A=) RTA—HF T )V athk

LET,

ZDT7ANMIE ST =T DAV AN VDT 7 4 )V NREZEATHIZENT

&F9, 7=&x1E. POSTEXIT #%E (Fid # XFHHIBRLET)ETI/T471C

T BT T A AN NARAZ Y T N RA L DI LE T,

11. (AT var) hARE< AR LT3 — DAV A=) NI A—=HERELET,

customize_eac_pkg -s -f tmp_params [-d pkg_location] [pkg_name]

ZIT N —URERAL T, DAF A RXENT=T 7 4/VReRE T CA Access
Control ZAYAR— )L TEXALHT/RVFEL,

Bl ERHFERN~DEEZEET S

L

FAT AT I3 = DA AN VBRI AR BT D12, S r—U%

HAZARXLET, LLFOBITIL, CA Access Control Endpoint Components for
UNIX DVD (/mnt/AC_DVD (2~ N 1285 x86 CA Access Control Solaris /X
=D NI AR THEFFERANCRE T 25 EE R L ET,

cp /mnt/AC_DVD/NativePackages/_SOLARIS_X86_PKG*.tar.z /tmp

cp /mnt/AC_DVD/NativePackages/pre.tar /tmp

cd /tmp

zcat _SOLARIS_X86_PKG*.tar.zZ | tar -xvf -
/mnt/AC_DVD/NativePackages/customize_eac_pkg -w keyword -d /tmp CAeAC

ftmp T AL I NN DAL A RS Tz /r—%F LT, CA Access Control
AV A=V TEDLIDNTRVELT,

EZIEESE

%

customize _eac pkg 2~K -Solaris FAT AT /307 —V DHAF <A X (129 ~L—

)

% 5 E: UNIX TURRAVEDAVRM—ILELVHRETAX
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Solaris RAT4T INVT—C DAV AR—IL

AL A=)V LTz CA Access Control %, A2 AM—/LSNTIEFNOY 7 T =7 E[RIFRIC
BELFBIZ1E. CA Access Control Solaris RAT A7 /Xor—2% AR < AR L TA
Y AR—/LLET, CA Access Control Solaris DXAT AT Nor—TaEHTHE,
Solaris _EC CA Access Control ZfHIZ AL AN—/1TEET,

BE: HFFEEEOICEHSN WD =T — a2 LT, fEHFFERO~DRE
RTNUT ST =V BN ARG AR T HMERHVET,

CA Access Control Solaris 2 T47 I\vT—S DAV A=)V

(A7 av)Solaris AT AT A AN—IVBEOT 73NV ELET,
a. AVAMNIVERT ANV EBIEOLEFICa— L F1,
convert_eac_pkg -p

AV AN IVEBRT 7 AV EBIIEDOLFTIC myadmin EWVWOARTCaE’™ —LE
R

AV AN VEBT 7 AV REL T, pkgadd DAL AN—IVIEDT 7 4V N
EHFTEET, pkgadd -a A7 al a2l 4LE CA Access Control 72,
BEDA AN VRICERESN 7 7 ANVEERCEET, 2L, 2077
A/LIE CA Access Control [Z[EA DHLOTIEHEH A,

FE: (A= LENTWABEFD Solaris Ny 7 —2 % LITD CA
Access Control VU —2m67 v 77 L— R+ 5121k, ZOFEE2FEITT 50
ERHY £,

b. AVAN—VEFHET 7 AV (myadmin) 2 MBS C THREL , D7 7 AL %R
ﬁ]\/i‘é‘o
T, MDA AN )N B E RF T 2870 BRLTeAV AN VR ES
CA Access Control %AT7 47 AL AM—LDT=DIfF A TExET,

¥ Solaris RAT AT Nolr—T 0T Tl T 74V T, 22— I LA EER

BETDHGAEDRHVET, AV AN VEBRT 7 AVEBIRZOT7 7 AV OO

FEMIZ DWW T, pkgadd (IM) XY admin(4) (ZR89°% Solaris D~==7"/L
NR=UEZRLUTTZEN,

CAeAC Xy —V DI AR~ AR (123 ~=2—3)

i P CEER SN TV B R — T — RE LT, i R ~ D[R 5%
RTINS — DR DAL AR DNENSES, E S — TR
B f RUTHAL L A2 A=V B IR ET DL ATHE T,

LIFDIN S =D A A=V LET,

pkgadd [-a dir/myadmin] -d pkg_location CAeAC
-a dir/fmyadmin

FlE 1 TIERLTZ myadmin AV AN—/VEBT 7 AV OL T ERLET,
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ZOFT v arFRELRWE A pkgadd TIET 74 /L hDA L AR—/ L B
TrANDERAIINET,

pkg_location
CA Access Control 734 — (CAeAC) DELE SN CWABRFTZERLE T,
BE: Sy r—21F, AT (0F0, FJA—FBIOEEICKT HHAERY
T 7' AMEDNRRE ST ICRLE T ALENHY £, T2k xR
/var/spool/pkg T,

7E: Solaris *AT 47 73w/ —1E, CA Access Control Endpoint Components
for UNIX DVD @ NativePackages 7 4L Z7hIZHVE T,

ZHUT, CA Access Control DA AN— U352 TLELE2S, FRERBEISHL TV E
A,

EZIEESE

AT AT AL ARV DB EE T DL DOMOFEIH (113 R—)

BT —~D Solaris IAT AT 37—V DAL AR—/L (128 ~X—2)
Solaris FAT 4T I8 =V DHAZ<AA (123 ~_X—)

customize _eac pkg 2~K -Solaris FAT AT /N —V DHAF< AKX (129 ~2—
V)

convert eac pkg - Solaris FAT 47 AL AR—ILOFKTE (131 ~_—)
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BIRLI=Y —>A~D Solaris RAT47 1\ —T DA AR—IL

Solaris DRAT AT Nolr— 0 T EFERL, IR L2 — 12 CA Access Control
EAVAN—LTHIENTEET, FIUTIL. CA Access Control 7 a—/ 3L ' —
ANAV A=V T HRERHOET,

3E: Solaris RAT 4T o —T%FEHL T, CA Access Control %23 XTDY —>
WZAVAN— VT DI EEBEID L ET,

EIRLI=Y'—>IZ CA Access Control 24V R— LT BAH%

BE: T 3COY/—rTHUTIRLE CA Access Control /S— a0 2l 4251912 T
<TZEW,

1.

Ta—N =B FOa<  REFR{TL T, CA Access Control &AL Ah—
ALET,

pkgadd -G -d pkg_Tocation CAeAC

pkg_location
T AL A A LTz CA Access Control /37— (CAeAC) NELE STV
Yz E#RLET,

BE: o=, AFEHR (0F0, JA—FBLOEBICKT AR
T U AMED R IE ST ICEETAVNENRLY 3, =L 2,
/var/spool/pkg T,

ZDa<wRizk-> T, CA Access Control 37 a—/ )L ) —ANZDFIA L AR—)L
INFET,

Ja—s30 ' —2NT SEOS load 2~ R% AJJL T, CA Access Control 77—
N EVa— N ER—RLUET,

5E: CA Access Control 71—/ Tn—RENE T, CA Access Control 137
T—r3)L = NDOAR N A2 — T UER A,

CA Access Control A Ah—/LFBAFNFNDIETT— )L ) —2TLLTFD
B ERATVET,

a. Hru—rIb = O—BRIRAFEITIC CAeAC Ny —U%ab —LE
B

b. HTE—rL V=B TOav U RERITLET,
pkgadd -G -d pkg_location CAeAC

ZOa<URiE MEE T THHIET a— 3L ' —Z CA Access Control %1
VA=V LET (RIOFIETaL —Lio v r— V%),

ZH T, NERY — T CA Access Control Z B CEAIHITARVET,

¥ : CA Access Control #71—/ 3L V' —UBHIBRT AR, T_XTOIH TS a— 3
U = INET AV AN LT ALERHET
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customize_eac_pkg A< K - Solaris R4 747 I\ —CDHREIARX

customize eac pkg =~ KlZ, CA Access Control Solaris RA 747 /Xv/r—DH
AB AR AIVT N FATLET,

DA REM AT L5EE, U TOREEET20ERHIET,

. ORIV NI., R ATEEZR CA Access Control Solaris pAT A7 7Xwlr—TD
WTAILTHIEREL £,

R —TENAEARTDHINE, =V INT A VAT A EOFHREN/
FXIALTFEER T AL 7 MNIZHAMERNHD £,

8 O—PTARSNIZAZI T Ay =2 DI, pretar 77 ANV BRIV
~ Z7ANVERCT AV MICESLERHYET,

ZOa<w ROERITLL FO LT ET,

customize_eac_pkg -h [-1]

customize_eac_pkg -a [-d pkg_Tlocation] [pkg_name]

customize_eac_pkg -w keyword [-d pkg_location] [pkg_name]

customize_eac_pkg -r [-d pkg_Tlocation] [-1 lang] [pkg_name]

customize_eac_pkg -i install_loc [-d pkg_location] [pkg_name]

customize_eac_pkg -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]
[pkg_name]

customize_eac_pkg -g -f tmp_params -d pkg_location pkg_name

customize_eac_pkg -t tmp_dir [-d pkg_location] [pkg_name]

pkg_name

AT vav) AR~ ART 2% CA Access Control Svr—DA4HITTYT, 73y
= EIRTELRWGS  AZV T NMIT 74V TAL D CA Access Control
Ryl — (CAeAC) IR £,

TR R RLET,
-c certfile

NV—RDFEAET 7 A VDR AL EERZLET,

F: ZOFTvarid CAeAC Ny —UILOHFIATEET,
-d pkg_location

(AT va)TrAN VAT A LT —URRET DT AV IR ERRELET,
R =2 DbDHT AVINERRELULWS G | AV NET 74/ T
/var/spool/pkg ZFEELET,
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-f tmp_params

FEHOVERBIL OB TCERBA L A=) RFA—F T AL DELNRAB LN
AiEfRELET,

E g AT VAV EHERTOLE . T ANVERELRNWE AV AL IRTA—
A IIFEAEH ) (stdout) (2 SN ET,

AVAN—IV INTGA—R TrANVERSGL, FE £ AV ar CRESNET 7
AN ELET,

aAvROFEREEZRLET, -1 A7 var i flange, PR — S5
S —RFEFRRLET,

-i install_loc

I — DA A=)V T 4L 7K % install loc (ZEXELET,
-k keyfile

N—RDORVEGET 7 AN DR/ AL ETEFRLET,

E ZOFTvaid CAeAC Ny —VIZOBRFIHTEET,
-l lang

AV A=)V IRTGA—=H T7ANDSZiE% lang I[CRELET, =
T ar L BEOETEEDHFRETT,

E VAR —RENTWD, FEERTRER SREa— R —E R R T5I121%, -h A7 V=
VEMABEOETCEITLET, T IAVNTIE AV A=V RTRA—=H Ty A)L
IEIEEE TR &S CDE T,

n

=1

u@ &fﬁfi\ -r

|
=

Rolr =&Yy LT, JED/ 3 —V LERRICT 74V MEZE 358012
£7,

FBESNT S —VEHBRELT, £ A7 ar TIRESNT-, AR~ A RSN
ALVARN—)L IRGRA—=2 T ANINED AT HAFERTHIOCLET,

-t tmp_dir
AVAN=VEER O— KT AL 7N AR ELE T,
-w F—TJ—F

TUR a— PSRRI — PR RIE L TWAZ LA ET A% — U —R %
EELET, ZOXF—U—RE, 2—PEHAFFEROORZICHET (F-Z
[ 1IN, BEHFFERN 7 7 AN ERBET DI, -a T7varzEHLET,
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convert_eac_pkg - Solaris #4747 A2 A—ILDKTE

Solaris pkgadd DT 7 4 /VREIEIL, A AM—VERLT 7 A X > TIRESHET,
T I AN DR EEERTHITIE, A AN VEBT 7 ANV (T 74V T,
/var/sadm/install/admin/default) #2882 M BERHNET, 7=Lx 1, CA Access
Control /X7 — &5 T setuid FEATFRET 7 ANV INA L AR—/LST2H, BT
JEU T, AV A=A ATV T N (root ELTFAT) #FATTEET, T 74000
Solaris pkgadd BI{ETIX, ZALHDBEAEDFER N = —FITROOIET

F AVANNVEBT ANV EREL T, pkgadd DAL AN—IVEEDT T 4V NEE T
T&EET, pkgadd-a A7 arzi 3 4UE, CA Access Control 72L", FFED AL A
M VRICERSNIZ 7 7 ANV EHEATEET, 72720, ZO7714/11F CA Access
Control |Z[EADLDO TIEHVER A,

ZOavROERITLL F DIV ET,
convert_eac_pkg -c [-d pkg_location] [pkg_name]
convert_eac_pkg -p [-f file]
-C
HWERD =V LWE D S — DI S,

F: HWERXO R0 —1%, CA Access Control 18 SP1 TfE HHEILTWELZ,
T T T —REITORNC, ZNHE BT DR HVET,

A AR—)LZFLT= CA Access Control /X7 — F 3 AT — )L STz /r—
COERIT, B TEET, AT —LENT =V ONTUL, -d A7 var
PERHL TN —UNE IR E SN D ERLET,

-d pkg_location
T7AN VAT A BT — VR RE T 5T AV N EERLET,
pkg_name

o r—V D4 RETERLET (T 74V TIE CAeAC),

LRI BITZ AR I oy — DR 7 7 ANV A B LET,
f file
CA Access Control /> AM— V&7 7 A VEVERN T A2 ERLET,

INERELRWE, BITEDOT 4L 7 IZ[[myadmin] EWH A RTO T 7 A /L 23
TERCSILET,
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51

YALUh AORM—=)LEFTST=HIZ Solaris #AT47 AV AM—ILEHRTET D

PLFOFNETIL, setuid EITARET 7 AL DA L AR— LT DWW TOREZR, £72131
AR—= VATV T RO EATIZONTOERE L— RO LT Solaris RA
TAT AVAN=NVERETDHHIECOWTIALET,

1.

51

AV AN VEBT 7 AV EBIEOS N A —LET,
convert_eac_pkg -p

Tk T MDA A= BB A2 72K CA Access Control XAT 47
AVAN— VRN EE A B TEET,

PNl =R T 7 AV (myadmin) NOLL N O E% LL T OIITHRELET,

setuid=nocheck
action=nocheck

TrANERAFLET,
IR =Dl WA AR LET,
B/ NEALUT, R ERA~DRIBEEZIREETHOMNENHNET,

PLFDa<  REEITU T, WAF<ARENT= CA Access Control /Xv/r— %
ALk AARN—ALET,

pkgadd -n -a config_path¥myadmin -d pkg_path CAeAC

HWEXEFEARATS Solaris *A 747 AVARN—ILETYTITL—KT 3

PLFOFNETIE., BEFD CA Access Control ZAT AT R_olr— AL A=V &
LW —RIZT 7 T —R T DRNCEDEREATO HFIEICHOWTHBLET, Zhi

S >

112

Wik, U Foa< o REFEITLET,

conver‘t_eac_pkg -C CAeAC
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HP-UX RAT47 15— DAV AR—)L

HP-UX OXAT AT Nor—1%, GUI ta<r RIAy 2—T 40T 4Dy LT
SN ET, ZHUTEY, llx DY TNT =T ol =T DR, A AR HIBR,
BLOVR—MEREITHIZENTEET, HP-UX RAT47 Rur—T Tk, VE—
N B 2—RIZITNT =T N =T A AN LT AL TEET,

E: HP-UX ORAT AT Ry/r—TTh5, Software Distributor-UX  (SD-UX) DFf
FZDWTIE, HP @ Web Y| (http://www.hp.com) ZZ L TSV, swreg,
swinstall, swpackage, 33N swverify (22Tl man X—UH S TEET,

HH DAL A= LDV, CA Access Control [ZHESNL TS SD-UX AT~
T R —VERERATHIENTEES, UL, A AM—/LLT= CA Access
Control %, SD-UX ZflE AL CAVAN— A ENIfhOY 7 =7 LEERICE L TE &
9,

FE: o —YDOAL A1, CA Access Control %7 2 A Ah—/L T HIZ1%,
swremove AV REMHTOMERHYET, uninstall AC A7V NI FEHLZRWN
TLEENY,

SD-UX R/ \wTr—YDARETAX

FAT AT Rolr—T%EHALT CA Access Control %12 Ah—/L 3 ARiIZ, CA
Access Control /Sy —% AL AR T, AT RN ~DREA2FEE T/ E
BENET, Flo, N —VENAZARTHER, DAX L A AN—/VERELTR
ETHIELTEET,

I —= Dl AR ART HITNE, 7S =PI A A=) INTA—=H T AV %
TIuAL MEIECTEEL, Ny —VICHEr—RLET, R"FA—F Ty L
EEBLRSTHHE LI, DAZVARX APV T LTRSS TV D~ REHD
E

F N —UERFETERTLILEREBOLEE A, ROV, LLTOFIAICE
FHEINTNBARZ) T LT, CA Access Control /S — & AR <A XL TL
72EW,

PR—hENT4 HP-UX A_L—T 17 VAT LTS5 Software
Distributor-UX (SD-UX) £/ —1d, CA Access Control Endpoint Components
for UNIX DVD @ NativePackages 7 L7 MIZFAISILCTOET,
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SD-UX BR/N\vT—LDHhRETAX

1.

HARZ ARG BN =% T AV AT A EO— 7 RS AT R L
F7,

T7AN VAT LD AN [EZIAH R REILFEIR T, N\ — U2 LEIGUT
NAR AR TEET,

BE: \or—UHERTIIEXL, o= OT AL NG RIRO T A1
JBMERMEEFESN CWD I L AR T 2N HVET, £HTUE, Solaris 1A
FAT R U FF D — DR LT DA L E T,

customize_eac_depot A7V~ ZrANNELID pretar 77 ANET AV VAT
L O~ RF S ETICaE — L E T,

pre.tar 77 A/VIE, JEMESIE tar 77 AL THY, A ANV A=V BIW
CA Access Control DR —W i HFFERANE TN TCOET,

7¥: customize eac_depot AZUTk 77 A/ E pretar 77 ANVIE, RAT AT
Rlr =P LRGN REANS LTV ET,

RPN ZRRLET,

customize_eac_depot -a [-d pkg_location] pkg_name

i I FFRE A DR AR IR REND AN S ZNIOF —T —REAELET,
ROFIATIOF—T—FEfELET,

i BRI IR B 952 Rr 972812, CA Access Control /Xo7r—% 1 A
HARLET,

customize_eac_depot -w keyword [-d pkg_location] [pkg_name]

(AT Ta) ARV NTRA—F T7A VDS EERELET,
customize_eac_depot -r -1 lang [-d pkg_location] [pkg_name]

(AT var) A A= TALINEERELET,

customize_eac_depot -i install_loc [-d pkg_location] [pkg_name]

(AT 2a) TIAN OB FALT AN EEELET,

customize_eac_depot -s -c certfile -k keyfile [-d pkg_Tlocation] [pkg_name]
AT vaN A A=V RIA=F TrANERFLET,

customize_eac_depot -g -f tmp_params [-d pkg_location] [pkg_name]
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10. (A7 a) A AN—=VEIRZHE DR T A A=V RTRA—=H T A )% HRE
LET,
DT FAMIES T, o=V DA A= VDT T 3 VR EEATHIZENT
xF9, 72&x0E. POSTEXIT #&RiE (A # XFELZHIBRLET)EZT 7747120
T BT T DAV A= NV ATV T N RA L T BE00CLE T,

1. A7 2al) DAZS AR lr =V DAL A=)V NIA=E LR ELET,
customize_eac_depot -s -f tmp_params [-d pkg_location] [pkg_name]

INT, RN —VEERAL T, BRI A RENT=T 74V R ET CA Access
Control AV AN—)LTCEXAIITRVEL,

Bl ERFERNANDREZERET S

RATAT IR —=T DAL A=V RSN R 21203, "y r—T%
HAZARXLET, LLFOBITIL, CA Access Control Endpoint Components for
UNIX DVD (/mnt/AC_DVD (Z¥ 7'M iZ&H5 x86 CA Access Control SD-UX /3
=D NAZ AR THEFFERANCRIE T 252 R L ET,

cp /mnt/AC_DVD/NativePackages/_HPUX11l PKG_*.tar.zZ /tmp

cp /mnt/AC_DVD/NativePackages/pre.tar /tmp

cd /tmp

zcat _HPUX11_PKG_*.tar.z | tar -xvf -
/mnt/AC_DVD/NativePackages/customize_eac_depot -w keyword -d /tmp CAeAC

ftmp T ALV NN DAL ARSIz lr—%#i LT, CA Access Control %
AV A=V TEDLIDNTRVELT,

ESIEESE

customize eac_depot 2K - SD-UX A\ —V DI AX< A X (136 ~=—)

HP-UX A T47 1\yF5— DAV AR—)L

A A=V L7z CA Access Control %, AL AM—/LENTZEFNOY T =T EFEIFRIC
BHTBIZIE. CA Access Control SD-UX R 0 — V& B AX< A XL TA LA
F—/LLET, CA Access Control SD-UX /v — %3 5E, HP-UX (2
CA Access Control Zf#j BLIZA Y AN—/LTEET,

BE: HAFFHREAOICRRES L TODF =Y =2 AL T FFERA~DRE
RPN ST =V BN AZ AR DB DD ET,
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CA Access Control HP-UX RAT47 N\ur—IU DAV RM—IL A%

1.

root L—HLL T/ A LET,

HP-UX AT AT /\or—T kB A A=V T BIZIE, root 7 H T MT
BEHE U7 MERR S ML EE T,

2. CAeAC "\ 77—V DHAL <A X (133 ~X—)
i HFFREEAICEH SN TV — T —R AL T ERFFRERN~DREL
AT, ST =V FNAE AR T HMENDVET, £, "o —V %A
B AR THAL I A A= VERRET HZELAIRETT,
3. UTDOawroRaliHLT, WA ARSN Xy —T% SD-UX IZ8EKLE
o
swreg -1 depot pkg_location
pkg_location
CA Access Control /37— (CAeAC) BB E SN TCWDIEFTE ERLET,
4. LATOa< RE#HLT, CA Access Control /N7 —T %A A—/LLET,
swinstall -s pkg_location CAeAC
SD-UX %, pkg_location 7 4L Z7R5, CAeAC 73— DA Ah—/L %3
WL ET,
ZIU T, CA Access Control DAV AM— LIE5E T LELZD, FEEEBISN QOOE
A,
AR

AT AT AL A= )VOBRIZE BT HZDOMOFIH (113 ~_—)

SD-UX R A — D H AZ<7 AR (133 ~2—)

customize_eac_depot AYK - SD-UX R/ \vHr—CDHRETAX

customize_eac_depot I RiX, SD-UX FEHX /v —TH D CA Access Control
AT4T N —=LDHAZAR AV T e FATLET,

ORI AT L5813, U TORZEET20ERHIET,

ZOAZVT ML, R A EEZ: CA Access Control Solaris XAT 47 /Xor—I0
W THOIEEEL 9,

INHF = AR AR T HINE, o —U N T 7 A AT A EOFHEN/
EXIALARERT AL TN HHVLERHVET,

=R FTARSINIZAIV TS A= H32I20E, pretar 77 ANVE ATV
N 77 ANVERCT AL 7 NICESLERHVET,
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ZOa<w ROERITLL FOI TR0 ES,

customize_eac_depot -h [-1]

customize_eac_depot -a [-d pkg_location] [pkg_name]

customize_eac_depot -w keyword [-d pkg_Tocation] [pkg_name]

customize_eac_depot -r [-1 Tang] [-d pkg_Tlocation] [pkg_name]

customize_eac_depot -i install_loc [-d pkg_location] [pkg_name]
customize_eac_depot -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_Tocation]
[pkg_name]

customize_eac_depot -g [-f tmp_params] [-d pkg_location] [pkg_name]

pkg_name

(AT vay) hAF<ART 5 CA Access Control /Xr—V DLAFHI T, /3w
= EIRTELRWGE S ATV NMEIT 74 /LN TAL D CA Access Control
2Ryl — (CAeAC) ZBIRL £,

RN E R RLET,

-c certfile
N—RDOFEHET 7 ANV DR ALEEFRLET,
E 2O T T asE, CAeAC Ry —VIZORZFNHTEET,

-d pkg_location
(AT va)TrAN VAT A LT —UERET DT AV N ERRELET,
Rolr—2DBHDHT AV I N ERELRWES . AZVTNEIT 74V T
/var/spool/pkg ZFEELET,

-f tmp_params
EROVERB L OHIGTLERAA L AN—)V NRTRA—H T A)LDFEE/RAB I
AR ELET,
X g AT VA EERTOGE . T ANVERELRNWE AV AL RTA—
AL IREAEH T (stdout) IZH IS E T,

AV A=V IRGA—H TrANERSEL, FhE f A7 var TRREShZ7 7
ANVEELET,

av ROFEREEZRLET, -1 A7 var b HansE, R — 555
DEFEI—FZRRLET,

-i install_loc
I lr =V DAV AN—=)V T 4L 7K )% install loc IZEXELET,
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-k keyfile

J—RDEEGET 7 AN DSERINA{ ETEFRLUET,
FE ZOA T alE. CAeAC o —IZORFATEET,

-l lang

EOB T, r

=113

)

AV ANV INTA—=H T A)VDEiE%E lang ITRELET,
FTvar AR EE DB FRETT,

PR —PESNTCWD, FBBEFRER ST — R —ER/RTAHITIE, -h 7=
VEHAEETEITLET, TIHANTIE AV A=V RTRA—=H T7A)L
IR TR EN TWVET,

W= %Y RUT, JED S — D LERRICT 74 VMEEE R 3559120
£

-s
BESNIE S —VFRELT, f 7 ar THRESNZ, IAZ~ARENT-
AL A=)V IRGRA—2 T ANIED AT HFEHTAHICLET,

-w F—T—F

TR a— P TR — PR RIBE L CWA AR ET AR — T — R %
EFRLET, ZOF—U—RL, 2—PEHTFEROORBZICHVET ()2
[ 1IN, BEHFFERN 7 7 AN ERBET DT, -a T 7 var a2 EHLET,

HP-UX /\yr—S D7 AV AR—)L

AU AR—)LENTWD CA Access Control HP-UX /Xor—T %7 A Ah—/)L 35
12k, A A= VR DO FNET, CA Access Control /S r—T% 7 LAV AR—
VT DBUENBYET,

CA Access Control /SX/r—% T A A=V BI121%, A1 D CA Access
Control X/r—2%T A A=V LET,

swremove CAeAC
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AIX RAT4T 1I\Nvr—2 DAV XM—IL

AIX ZAT4T7 Rohr—I1%, GUL BXOa<w o RoA4y 2—5 405 4Oy LT
I NFET, ChERFERL T WY 7 =7 N — 5B TEET,

BH DAL AR—LDIHVIZ, CA Access Control [CHEIIL TS AIX RAT 47
N —VEFEATHIENTEET, ZIUTEYD, A AR—/LL7= CA Access Control
%, AlX installp ZffHL CTAV AN— L SNTMDOY T~y =7 LRIFRICE B TEET,

o AIX N—P a3 ono 3y — U R (installp, SysV, RPM) %
A—RLTUVWET DS, CA Access Control TlX AIX OXAT 4T Nor—TFER
(installp) D ARSI ET,

FE: Xor—TDAA—/11% CA Access Control 7 AL Ah—/ LT BT,
installp 2~ K2 24883 HVET, uninstall AC AZV7 NI, FHHLRNT
&Y,

bff RAT4T 1\VTr—L T7AINDHREIAX

FAT 4T N —URFH LT CA Access Control %1 Ah—/L 3 5H[IZ, CA
Access Control /Xv/r—2% A< A XL T, i FERN~DREEBETHINLE
WHVET, Fo, N —VENAZARXT LRI, DAZ L A AN—/VER EZ
ETHIELTEET,

PN =Dl W AR AR T HINE, o — DB A A=) IRTGRA—F T )V
FraAL BEBEUISUTEEL, Sy —ICHEa—RLET, /S9A—% T7 A1/l
EEELRTHETLINNC, WA AR A7V TR TSI TV B~ Ry B
\i—é—o

F RN —UEFEHTERETAILIIREAD LETA, NhVIc, LTOFIEICE
WENTNWBHAZYF LT, CA Access Control 73 —S% AR < AR L TL
7ZEuN,

PR—=RSNTA AIX AR —T 47 AT AT 5 installp JBASRAT 47
2\ lr—3 (bff 77 A/V) 1%, CA Access Control Endpoint Components for UNIX DVD
@ NativePackages 7 L7 IZHVET,
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bff RAT4T INr—2 TPAIDAREIIARXFE

1

HARZ ARG BN =% T A AT A EO— 7RSS AT R L
F7,

TrAN AT DOFE I /FE AL AREIRTELT, Ny — U (bff 77 A/V) &
MBI THAR A X TEET,

FE: ZOMEOTAAIREL, 0 — U T OB T 7 A N E RN T
LI, Dl R =D 2 (LY AR THHLLENHET,

customize eac bff A7V~ 77 A/NBLW pretar 77 ANET AL AT A
FO—W R AF G T — LET,

pre.tar 77 AV, [EMESITZ tar 77 ANV THYD, A AM—/b AyE—VBIW
CA Access Control DR 2—W i FFFERANEG TN TCOET,

7¥: customize eac bff AZUT't 77 A& pretar 77 AME, RAT AT Ry
=V LRICS AT S I TOVET,

i HFFE R E R R LET,

customize_eac_bff -a [-d pkg_location] pkg_name

i TR DR AR ISR REND AN S ZNIOF —T — R AELET,
ROFIETIOF—T—REfEELET,

LR E T AL AR T 72512, CA Access Control 73w/ —% 01 A
A< ARXLET,

customize_eac_bff -w keyword [-d pkg_location] pkg_name
(FTva) A A=)V RIA—H Ty ANDFIEERELET,
customize_eac_bff -r -1 Tang [-d pkg_location] pkg_name

(AT var) A A=V FAL IR EEELET,

customize_eac_bff -i install_loc [-d pkg_location] [pkg_name]

F T2 a) TI7HNVIORE GALT 7 ANV LT LET,

customize_eac_bff -s -c certfile -k keyfile [-d pkg_location] pkg_name
AVAN=IV RTGRA=H T ANVEFIFLET,

customize_eac_bff -g -f tmp_params [-d pkg_location] pkg_name
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10. (A7 a) A AN—=VEIRZHE DR T A A=V RTRA—=H T A )% HRE

11.

LETS

DT FANMIEST, R =V DAL A= VEDT 7 4 )V NR EEFTIZEN T
EFET, 7c&ZIE, POSTEXIT RE (RO # XLFEHIRLET) 2T 774712l
T, FATT DAL AN NG ATV T N RA L N T HIIZLET,

(AT var) AR AR LT\ — DA A=) RTA—=RERELET,
customize_eac_bff -s -f tmp_params [-d pkg_location] pkg_name

INT, RN —VEERAL T, BRI A RENT=T 74V R ET CA Access
Control AV AN—)LTCEXAIITRVEL,

EZIEESE

customize eac bff I<UF -bff XAT AT ’olr— T ANVDHAZ<AX (142

)

AIX RAT4T INT—S DAV R—)L

AL A=)V LTz CA Access Control %, A2 AN—/LESNTIENDY 7 T =7 E[REIERIC
R4 AIZ1E. CA Access Control AIX AT AT Sor—Vh W AZ< AR L TAL A
=L LET, CA Access Control AIX DRAT 4T /30— (bff 77A/V)
F 5L, AIX 1T CA Access Control ZfEjHLIZA L AN—/L TEXET,

BE: HFFEEROICEHSN WD =T —R a2 LT, fEHFFERO~DRE
RTNUL ST =V BN ARG AR T HMERHVET,

CA Access Control AIX RAT4T 1\05r—S DAV AN—ILAE

1.

root L—HLL T/ A LET,

AIX RATAT Nolr—VBBERL A AN/ T DI, toot 7 AT M B
UT-HEBR DS A BT,

CAeAC Xy T —V DIAZ<AAX (139 ~_—)

PRSI S N QDX — T —R &L C, AR~ DRIEE

YA, S =V EN AL VAR T BUEROIET, Efz, "o —V&NA

B AR THAZ I A AN VERRET HZELFAIRETT,
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3. (AT L)AL A= D=V DL~ YL (R—=VaL) gk LET,
installp -1 -d pkg_location
pkg_location
CA Access Control /37— (CAeAC) MELESICWAIGHTE ERLET,

pkg_location WODFE/ X r—UIZDOWT, AIX Tld iy —3 Loyl O—EH
TERCS L ET,

F AIX RATAT S —V DA A=)V AT ar OFEIC OV T,
installp ® man ~N—UESHLTTZEN,

4. LLFOa< o RE# LT, CA Access Control /X —T% A A—LLET,
installp -ac -d pkg_location CAeAC [pkg_level]
pkg_level
RNZRESR LIz S r — P DL RV E S EERLET,

AIX [, pkg location T AL 7R 5, CAeAC 7S 7r— DAV AR—/LZBAIAL
SN

ZH T, CA Access Control DAL AN— U5 TLUELA, FREEISH TV E
A,

SRR

bff FAT 4T Nolr— TFANDHAZARX (139 R_—)
FATAT AL A=V OBICE BT HZOMOFEE (113 ~=—)

customize_eac_bff AWK - bff RAT4T 17— TF7AILDHAREIAX

customize eac bff AU RNIZL>T, bff RAT 47 "o r— T7A/VHD, CA
Access Control RAT AT /\lr— HAF<ARX ATVTNRFATESINET,

T =Dk AIX TEAEEZ: CA Access Control RAT AT /X r—T D
THNTHERELET, Nor—UahAZ~ARTDHI0E, Xor—U BN T 70 VA
T A EOFRH I [EEIABRBIRE 2T AL 7NN H DML ERHE T,

BE: o r—YoMHEGAE, =Y ONRET 7 ANV ERAF T D20 D
RECNY T =D 2 fEOYAXPMELTT,

F v TARSINIAIYT N Ay —T%F 9B, pretar 77 ANVEAIYTS
b 77 ANVERTT AL NICESLERHVET,

142 REHAF



FAT1T AVAM—IL

ZOa<w ROERITLL FOI TR0 ES,

customize_eac_bff -h [-1]

customize_eac_bff -a [-d pkg_location] pkg_name

customize_eac_bff -w keyword [-d pkg_location] pkg_name

customize_eac_bff -r [-d pkg_Tlocation] [-1 Tlang] [pkg_name]

customize_eac_bff -i install_Toc [-d pkg_Tlocation] [pkg_name]

customize_eac_bff-s {-ftmp_params | -ccertfile | -k keyfile} [-dpkg_location] pkg_name
customize_eac_bff -g [-f tmp_params] [-d pkg_location] pkg_name

pkg_name
AR AR % CA Access Control 7Xvr— (bff 77 A /L) DLARITT,

AR RLET,
-c certfile

NV—RDFEAET 7 A VDR AL EERLET,

F: ZOFTvarid CAeAC Ny —UILOHFIATEET,
-d pkg_location

(AT va) Ty VATAET R —VEBLETHT AL NERRELET,
=2 DBHLT AV N ERELIRNG S AZV T MIT 74V AT
/var/spool/pkg ZFEELET,

-f tmp_params

R OVERBILOBETLER DAL A=)V RTA—F T AL DFELNRAB LN
AiEfRELET,

E g ATVAVEHERTONE . T ANVERRELROWE AV ANV IRTA—
A IAEUEH 77 (stdout) (2 H &N ET,

AVAN—IV IRTGA—R TrANERSL, FE £ A7 var CRESNET 7
ANTEELET,

avROFEREEZRLET, -1 A7 Va3 anse, R — S5
DEHA—FZRRLET,

-i install_loc

=2 DA ARN—)V T 4L 7K % install loc (ZEXELET,
-k keyfile

NV—RDORVEGET 7 ANV DR/ AL EEFRLET,

E ZOFTvaid CAeAC Ny —VIZOBRFIHTEET,
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-l lang
AV AN=)V INTA=H T7AVDFiE%E lang IZRELET,
T ar L HBEOETZEEDHFRETT,
Fi PR —PEN TV B ERRER S B — R —ER/RT AL, -h 73
VERBEOETEITLET, T 74V TIE AV A=V RTA—HF Ty AL
WL FE TRl I CVVET,

El, r

il

FED

o

Ry —=UEYEYRUT, ST\ — P LARRICT 7 AV MEERE 589120
i‘g‘o

BESNE R —VFBELT £ A7 ar THRESNT WA A RSN
ALV A=)V RGRA—=2 T ANINED AT HAFERTHIOCLET,

-w F—J—F
TUR a—PEHFFEROIC = RRIBEL QWA LA ET A% —TU —K%
EFRLET, ZOF—TU—RI, 22—V EHFEROORZICHVET (A2
[N, SHTFREEN 7 7 ANV ERBTDHITE, -a AT var a2l HLET,

AIX =S DT AAN—IL

AU A=)V EIL TS CA Access Control AIX /S r—2% T A A= 5121,
AV AN—)VEEL T D TFIE T, CA Access Control /Svr—2%T A A—)L 45
WVENRBHET,

CA Access Control /X7 —%T A A=) 3 BI121%, AL D CA Access
Control /X —%T A AM—/LLET,

installp -u CAeAC
BEDRIVTS A=)

CA Access Control Tid, UNIX FiZ CA Access Control #XfeafEFE/-IT AL
k=R TAUAM—/LF% install base A7V 7 Mt CET,

BHEDAIVT S A A=V (AT 4T AL A=)V T E AT 54613, CA
Access Control A2 Ah—)L AT ATIZEEND 3 DDOT7A)VBREIZ2DET,

® install_base - tar 771 /L7)>5 CA Access Control %A Ah—/LFHAZYT KT
R

m _opSystemVersion_ACVersion.tar.Z - §--XT?D CA Access Control 77 A/LINE
FNTWDIERE tar 77 AL T9, 7oz iX. CA Access Control r12.0 % IBM
AIX N—=Var 5 [T A=A T 556 TS tar 7701
_AIX5 120.tar.Z L720FE T,
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®  pretar- EfiSiic tar 77 AL THY, A AN T HA =V B IO
R A= RTRERN N E R TOET,

TN =P TR E AT S A AN VBRI TT DL, ED 77 A
NOE% TRbEESNSa~FE AT LET,

- HALUb A2 A=)V (install_base -autocfg Z1f# ) &£ 25 A%
-command A7 ard, oK a—WE AR 35’@1’*’377/(/1/@%%’C*ﬁﬁjé
npda< o ReHALET,

- IBE 774V (-autocfg file_name) Z{H H 32354 -command A7 a i
BEHUEHE A,

TR A T7ANDAAIEGIE G 51213, install_base -h ZZEATLET,
FiEoTa~  REAN LIS AD, 77 AV OARIESFIE O ET,

ZBDT 7 A%, CA Access Control Endpoint Components for UNIX DVD ™
/Unix/Access-Control 7 4L Z7NIZHVET,

install_base XV TrEFERALIzAVAN—IL

PAR—=FEI TS OS (2 install base A7V a{#iH LT CA Access Control %
AVAN= VT HIENTEET, ZHUTKEEIERDOAZY T ST, AL T—R
TOEITHA[RETT,

7E: install base AZVTNEFATTHHNT, A AN—/L T DHEREZ T R TE

L. install base I~ R (147 =) MR LFET, ZHUTED, ELTHERED A A
M VEBRIGT 2 FIEEEIRETHIENTEET, Fiz, install base A7V T DL A
(153 _=)EHANFHTHIELTEET,

CA Access Control 24V XA—ILT B H %

1. CA Access Control 23T TIZAVAM—LENTWTEITHTTHLHEEIL, ERLE
LTl AL, L TFoa<wRa A JJL T, CA Access Control Zf51ELF 7,

ACInstallDir/bin/secons -sk
ACInstallbir/bin/SEOS_load -u

2. root —WLLTrIALLET,
CA Access Control A2 AN—/L 4 AI21%. )V —MEERVLETE,
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3. KT 4AZ RFATIZ CA Access Control Endpoint Components for UNIX DVD
HELET,

BE: T AR RIAT D HP [TV A=/ T 58461, DVD 7367 7A /L
APIELSGAIAEN TWDZELMER T DUERDHVET, T 7A/NVA R
IZT RTCRKILFOENAFNIELEINDOEFST2DIZ, pfs_mountd & FBL
pfsd & 2~ FZ AL, pfs_mountd, pfsd.rpc, pfs_mountd.rpc, FET* pfsd D
4 SOT —EVPIERHINLZEAMRLET, FEMICOVWTI, %475
pfs* F—ELUBLOav RO~v=aT /)L N—=UFBRLTIIEEN,

4. TR 2—VPHEHTFEROONETERAET,

install base A7V 7' NIFATTHITIX, =R 22— EHFFREROICFERET D4

FERHVET, TN 2—VPEHTFHRROETATL R A AN VR TT D

(&, ZDT 7 AN DItk _Eaaiéhf_z’z/b%:)\jjbi% IR TrAL
DA RTESGPTE B350, install base -h Z#FEITLET,

5. install base A7V NEFATLET,

install_base AZV7R’RBRIGSNDE | FIRNEITEEDSNT, A A—/LIZEL T
T AEMIC A 2 B RENE T,

F AVAN—IV ATV NIE S THEYR NG tar 77 AV RESIDTD, 2
FEHOT I T+ —AIkT 5 tar 77 ANVK D ATNTEME TEET,

ZILT CA Access Control DA Ah— U358 T LELZAS, CA Access Control
WTFEFEITSNTOERA,

Bl: 9SAT B IV —/N KT —CBRUT IAILNMEREE AV A N—ILT B

LT Da~ Rk, ®EEEAO install_base A7V MEBIGL, X TOT 741k
CA Access Control #EETDIZT7AT N Nl —VBIORY— Nl —U% AR
M5 HEEZHRBALES, A AR—LF1Z1E, CA Access Control D75 ATk
BIOY— Robr— DA A= VT AERNCE Z DI RKROBILET,

/dvdrom/uUnix/Access-Control/install_base

E AVAN= TR =V EFREL TUVRNOD T, install_base 2~ R TIX7741
TR N =Tl =N Ry =V DM ST RA A=V ENET,

5l: STOP ZHBZNLIREETOSAT Uk I\ —CFARBL TALOMIZAVRAM—ILT
%

LT Dz~ R T, X560 install base AZVT MeBAEL TI/IAT b Ry
Ir—% Jopt/CA/IAC T AL RINCA Y AN—)L L, AK T A —s"T7a—[fj ILF§REA
T ar RN L7 E R LET,

/dvdrom/uUnix/Access-Control/install_base -client -stop -d /opt/CA/AC
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install_base aA<WK - /1 X—)L XY TEDEFT

install base 2~ R TlX, A A=/ ZAZVT eFAITL, 1 DL EDOALAN—)L F
T arNERENTZ 1 DL E®D CA Access Control /N7 —U % A AN—/LLE
7

ZOa<w RO RITLL TOLNTR0ET,

install_base [tar_file] [packages] [options]
tar_file

(FTa)THEROT T 74—k GT 5 CA Access Control A2 Ak—/ b
TrANNEENTND tar 77 AVDA4RIEERLET, A A—L ZZYT|
WX TR ERE tar 77 AV BEHEINDT=D tar 77 AV DN TTTEWE
TEET,

packages

(FFar) A A—/L4 % CA Access Control /X7 —aERLET, /Xy
=B RELR WG IE, AV A=V RTVTNZINITAT s 789 —
DY — R Ryl =DM SFRA A=V ENE T, 7277L. CA Access Control
DT T T —=RLTWDGEEIEBIIN T, T TICA LV AR—= LS TN —
ERIC AR —VNA ANV SN E T,

S IGATUR R — DI N T, ZOMD S — Uk A AN— LA
I AVAN T BUERBYES, TIEL, 2TAT U Sy

AL A=/ T&D CA Access Control /S —T% Ll FIRLET,

-all
4 _TD CA Access Control /Xr—% A A=)V LET, ZTA4T7 b
I —=U YN Ny —U  APL Ny —Y MFSD o — U ind 0 E
J, F/= STOP(-stop A7 ar) WERNIRVET,

-api
APl FAT7IFVBLOY TV TaldILNEFNTND APl Nulr—% A
VAR—LLET,

-client
CA Access Control I 7 HEEENG FILTCNWBITAT b Ry —VH AK R
Tuy Ayt a—H A ANV LET,

-mfsd
AT —LFHT —F N EEN TS MESD /S — % A Ah— )L
L%,

¥ MFSD /S —U %A A=V 5120, TR —N Rolr—U% A
VA= L TBOLENHYET,
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-server

Y= N =D A AN VL ET, N =PI, K0 EL<D
NAFVEBIORZYZ S (selogred, sepmd, sepmdd. sepmdadm. secrepsw) 3
BENLTCOET, OB 7TA4T Vb R —VE T LD TY, T2k
ZIE. sepmdd Tid, 2B =—#|Z Policy Model Z3%E CEXET,

-uni
Unicenter E¥=2V7 4 A BIOBAT N0 —V %A A=V LET, 2D
2347 —1%, CA Access Control &, Unicenter @ CAUTIL, A& H, B

OARUMNEE ORI R —R R, 725 TNT Unicenter EMSec API ED#EA
Y R—FLET,

FFay

(AT ) BMCRET DA ANV AT aBERLET,

i¥: CA Access Control DIEREIZHET DA ARN—L AT var (FzEx0X.
-stop) ZFRETEDLDIL, ITAT U oy —Vh AL A=V T HLEDHTT,
AV AN—)V ORI ZEETHA ANV AT ar (T 20X, -verbose) 1.,
EDRyr =V THIETEET,

FRET&DA T var &L FIORLET,

-autocfg [response_file]

ALAN—= VBT AL U =R FEE—RNE2AT) TEITLET, &7 71
AR ESNTWDEES . AV A=V TIXFD T 7 A /L NI IS - B B
BREXEALT, MEEERDOA A — TarRAZBEBMISELET,
INE T 7ANDBIRESIVCWRWG S | ETTSE T 7 A M T2 a MR
ESNTORWEE AV A=V CIXFERIREEOT 74V M S E
7

IS T ANV DVERR T 1
m  -savecfg A7 TaraEMHALET,
m  parameters.tar (ZIHD AL AN—IL NTA—F T AV EHRELET,

BE: 8877 A NVERELZWEAIL, -autocfg A7 v a VAT L L&
(2. -command 47 g VEMEHTIVNERS Y £97,
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YAV ALRAA= AV ZRATTOH AT LT ORI EL TSN,
n S RS IE R TEEE A,

B T IANNTIL, ITAT U Nolr ==X Ry —I DIRDPA A
}\‘_‘/l/éhi\aﬁo

D3 r =V ENTHERE LA ANV T DI, 1B DAL AR—/LD
Bra LRk G e A 7 v ar ZRE T HMERHVET,

m install base TV R T, A AN VBT DA A L Ah—/LHRIZ
B S hER A,

AV A= VHNZA LV AR—VIZEE T B A — U E W ICE RS AITIT,
-verbose A7 arEFEALET,

n EFXUT FORHIZEY, PAR—F ==V LR — H— D
SSL R & tri T o AMEF — 2 AL b A A=V TIRETHZ
LITTEE A, HAMEF—ZHET DT AV A= RITL AR —
b ==z h 22— (+reportagent) i ET DM ENHVET,

-command keyword

TR =PRI —FRREL TCWAIEEIEET Do~ R

EFRLET, ZOa~vrRIMERTRHREA (-0 JN) ORd&IZHY.,

-autocfg A7 al HEMATLEIL, ZOa~v U REEH T2 ERHVET,

TR R T 7 AV DB A REE DI, install_base -h

ZFITLET,

F: =R a—PREHFEERADPRIA TELOE, ~V T RERRINTND

72T, ~TEGAEZDHE, TR a— P FFEEAITHIBRE

E35

-d target_dir
NAL I AL ANV TALINEERLET, 774D ARV
T 4L 7RI, Jopt/CA/AccessControl T3,

FE: v LRy FU—2 7740 A7 (NFS) 12 CA Access
Control =4 N—2ZfET 5 Z LIETEEHA,

-dns | -nodns

DNS RARDOA EEZ R lookaside T —4#_X—Z&{EKL£7, -nodns
F T a it A A=V HIZ CA Access Control 73 DNS PNOAT-E DRA
T nslookup ZFEITLRNWZEAIEELE T,

-fips
FIPS A DB GEXTFR) OiF B bz A2 2I5fFELE T,
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-force

AV AN—=IVREZ FTTACT 7T 4TI o e T AT AN (sepmd -n 33
LU subs <pmdb> newsubs(sub_name)) ZEFI L T, A AN—/L & TT DX
NILET, TI7ANNTIE AVAN—AIMEILL, BT RAITANDOE % E
THETSEDLIOROLNET,

D IO T ar LSS BILOY T AT AN EHNIRIR L ET,
-force_encrypt

AL A=V, G 2 RR TN T 7 4V NS OB S LA 4 H &
NTLET,

BE: 77TV RRETT DL, WS IET 740 MCRESNET,

3¥: CA Access Control (Z1%. SSL. AES (128 E'wk, 192 E'vb, BE 256
Ewh) | DES, 3LV 3DES H HESNTEY, ZOHNLEINTEET,

-force_install
T TICA L AP—= L ENTND R =V a il Ic EEEX A A=V LET,
U N—Var & FEXALAN— LT H5E, ZOF T a2 HLET,
-force_kernel

TN =RV DT = RIS A REIR LB E T 52872 A AR—/L
BATSNDIIICLET,

FE AVANVE TRIZ, A a—2OBR RSN LERGENHVET,
-g groupname

CA Access Control 77 A/VDT N—TFBEEHEDOLRIZERLET, T 7+
JVMEE 0 T,

-h | -help
DAV RO~NVT ERRLET,

-ignore_dep
T AV ARIVFIAT, DR EDERAFEIRE T = 7 LIRSS ITHREL
E35

-key encryption_key
Ty 77— RIS LA T L £,
E: Ty VRO, Ty —RORNEHAL WD LRICESAb
AT 2MERHYET,

-lang lang

CA Access Control #E DEFETALAN—ILTENEZEZRLET, HFR—h
KRDOFFEBLOLFEYMIOWTE, ~L 7 %2R (install_base -h) 775
BRICZOA T T ar O Z MR L TTES VY,
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-lic_dir license_dir

SAtU A Tl FIENEE A AN LENTVVRWES . T4 A Fal
FTIEDAL A=)V FAL I EEBELET,

S gL a—FBREIC SCASHCOMP ZBEEMNTE RSN TRV S
(Jete/profile.CA | ZEFRFHE) . TA LA Tl I NIfRESNIZT ALK
\ZDIHAVAN—IVEINET, ERINTWDEE, T/ A Tal I AT
$CASHCOMP (ZA v Ab—EET, $CASHCOMP S EFHII TR
AT, -lic_dir ZFEELRWE, T4V A T ar T A
/opt/CA/SharedComponents 7 4L 27 IZA L Ah—/L & ET, CAWIN L,
TR A R =V OBALRICT AL I NIV AN— L ENET,

-nolink

CA Access Control %7 74/Lh 7 (Jopt/CA/AccessControl) |21 > Ah—/L
T DRI fetc TALZRIND seos.ini ~DU 7 BERSNRNIIZHEEL
i‘g_o

T I HIVRUSNDT 4L ZRIIZ CA Access Control A Ah—/L45E, CA
Access Control {240 Jetc TALZRIND seos.ini ~DYL 7 HMERIIVE
T, ZHUZXEY. CA Access Control XA Ah— VigaTa TR T&EEd,

T 7 HIVE IRRIZAARN—VLTEY, (X 2UT7 4 EOBEIEZLD) fetc T+
VIR RLRWE ST, ZOF T a2 EHLET,

-nolog

AL AL TR AL TR PMREFSIRNINHRELET, 77+
IVETIE, A AR—/L TR CEEM T ORI X TOR Y ra )3
ACInstallDir/AccessControl_install.log (ZF#ISI1ET (ZZ T, ACInstallDir
I%. CA Access Control DAY AN—/ T AL ZRITT),

-no_tng_int
AV ARN—)LIFIZ selogrd & Unicenter X0 MEBLLEDFA DR E SR
JOfEELET,
ZOFT v ar R ELRNG G A A=/ ZAZUZNIEY Unicenter A
UNEBBA AN L SIVTODNE IR T = VENET, A A=/ A
7V 7 NI, Unicenter A XU NEBENA L AR—/LSUTNDERIRT L,
selogrd.cfg (ZLL FOITEIBINL T selogrd & Unicenter <2 MEELEDHKT
BERELET,
uni hostname

-post program_name
AVAN=RTE T LIAR TIEATT 07 0 T2 ELE T,

-pre program_name
AL ANV DOBIIEENCFAT T 57 s T L HRELET,
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-rcert certificate.pem
N—RDREHET 7 AN ~DFTER AL HFRELE T,

FE ZoFTvarEHEATHE AZVTRTIE tar T AVERIHL, 20
T AN a—PIZ IS =7 7 ANV B —UAbL, TV T
AV (def_root.pem) & EHiz £,

-rkey certificate.key
N—hDFET 7 AN ~DGTER AL IR ELET,

F: COFTvarEERTLE, AZVTMCIE ar T A VEREL, 20
T AN —FIIREES N T s AV N —UAbL T AV T
AV (def rootkey) LiE ZHiz £,

-rootprop
sepass (Z&D root D/XAT—RDZHE AN Policy Model (Zi5{E EHL91C
BELET,
E: AVAM— L DOFETHIL, seos.ini 774 /L D AllowRootProp h—22%

AL TCZOAT T ar B ETEET, seos.ini FIHHLT 7 AL OFEMIZD
WL, T V77002 HAR BB IRLUTLIEEN,

-savecfg <response_file>
KEERDA L A=V T AN LTS E %% T -autocfg A7 a THHTES
FOITRIFLET,
-stop
STOP (RF v A —s3—7—{f#) BREA I TEHIDICL £,
-system_resolve
AT LBBOERERRELET, ZOBEIT, VAT A ORI —2
FrolaDEMEERLET,
E: ZOFTvark IBMAIX Iy —ATHMT LT TEEE
oo
-v
CA Access Control /X\w/r— DR —V a0 B FRLET,
-verbose

A VAN VIR AV AN—VIZEH T2 Ay — U NI IC R RS bD I
ELET, MEEHROA L AN—/VTIET 74V M5 TV ET, -autocfg
FTvar BT AEEIR, IO A=V EER LW AICO IR, ZD
I ar B ELET,
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install_base X2 T+rDLLA

install base A7V 7 NCIATSNANEITLL FDEBVTT,

1.

TIHNVD AL A= TUL TN R RS DINEIDEHERR T DAY E—U D E
RENET,

FBELIEAV ANV T al NEREN., A AN—IVERIT T DNEIDNEHE
B BAE—INFRENET,

tar.Z 77 ANINDA AN G T — 2 RIS ET (T 7 4V O ET-
I% target dir CTHESNHHT .

TIINT A — BRI Dl FATSNDT /v arb B ET,

m  Sun Solaris D4, CA Access Control @ syscall AZU7 R
Jetc/name_to_sysnum 77 A/VIZIBINSILET, JLDOT 7 AT
/etc/name_to_sysnum.bak L TIRFSNET, 77—k =T AD—HE7R
% [lete/rc2.d/S68SEOS 77 A M MERLSILET

m  IBM AIX D4 SEOS syscall A7V hidm—REiET,

CA Access Control 7 —#_X—2DE|NY T, YIHRE, BIOT7Hr—<v I nFE
1TSH, seos.ini 77 A/VHMERRSINE T, T —FX—R 77 AV,
AClInstallDir/seosdb 7 (L7 ’IZELE &1 E 9 (ACInstallDir |X CA Access
Control DALV Ah—)v FT4LIZN)TT),

<V NIS+ THAPEIDDEIrEET,

B VUUN NIS+ ThoHWS=541E, [passwd] 222> D nis_env
h—2273 nisplus (ZRRESNET,

. ERLSDGG . w2 NIS Thiud, nis_env M—27273 nis ITRES
ES,

SHIZ, rpenisd NEITHOLEIL, [passwd] &2 NisPlus_server
=228 yes IR ESILET,

PR—FSH TS 32 B vk 7 Fvh74—2 Sun Solaris, IBM AIX, HP-UX, 3
L Linux Tl Geyy a2 9 2)NIS £7213 DNS T U N ITSNT
WDINEIMD, ZOAZVT NI THIrSN Ed, NIS F/2ld DNS Tvi v
DFEITSNTOD LRS5435, BEIRIC lookaside 7 — & X —ANMERK
I, seos.ini 77 A/VD[seosd] BT aNlBHD 2 ODR—T
(under NIS server 3328 use lookaside) 2% yes (X ESIVET,

F: MOT T T A —2DEE L, lookaside T — X RN—RE AL AR— LT B
COAOMEFERT AAE—T BLOA LV AN—VEF L7 N R ETAIOICHER
THEAY =V NERINET,
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BEDODRY)TS AVZX—)L

8. LUITOBEMEREANTHINEEINET (CNHDBREIL, A AN—/LDFE T 14
WOTHEFETEET),

AT 7 AN DFLROINCTEEERE T N—T DL,

T _RCO UNIX a2—H, 22— 7L —7 BLOYWRAM CA Access
Control T —#_X—Z|TIBMT D090,

T —HRX—2% PMDB IV T AITAT ST HINEID, BT ARITAT$ 53
Bl TDT —H_X—24,,

ZOBERNREL T, T —ZN—2% PMDB IZERICY T RAIT7A4T71LI=Z
LTI ER A, BT ATV TS a0 5% THERR LT-IEA 1T FEESh-
PMDB NZDT —H_X—R(ZEFHEWR L3572 T,

ZOBERNIHL T, LT OINHRE T HIEREHY £ A,

BBIDT7 o ar

HEAE

¥ ED PMDB (ZF —#RXR—=REY T AIT7A47 45 PMDB D4 gi, %

pmd_name@hostname

(DB EB BB ETAHET) YD PMDB I F —#_X—2%H  Enter ¥—

TAITFGAT LN

ERROWTRLIEELZ2WTI NO MASTER | EA)T 58, 7 —H_—2
B D PMDB (ZYV T AVT7AT7CTEET, 72720, ZOINTFRETHLE
PMDB DR TERLIRDHT0D, BN AET DA REMEDNHVET,

/XA —R Policy Model 4,
CA Access Control D27 4 FHE L2 —Y,

CA Access Control T2 —W 2R —NT20E90, PR—rT 2545,
FEEOL—Y X )T A EHE LU TERTDNEID,

FIPS BLHA L AN—VERIRLTGE | S LIZEfR 35 FIPS BEHA
TarEBRETDHNEID,

FIPS OB BALERINL 72 T2 6 . 7 74V hORE B L A AT
BNEID,

CA Access Control TiX, x#rd, AR, BLOZD 2 SOMAEDEE,
IR AT REZRIE B kA7 v a ELCTHEBEL TOET,

INBREERE S LA BN L7235 A . CA Access Control T, V7= 7 DEEHA
EL L —hOFEAELRMT B HIEEEECTEET,

BIRNEIZSEU T, CA Access Control Tif SSL 285 ICRETEXET,
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BEDRIVTS AVAM—IL

KRG b2 IRU T2 556 BTLOIE S 23R E 4272897,

A B ORI OWTIE, TV 7 7L A TAR D sechkey) 5 MR L T<
7230,

NR=2FA(v X2V T 4 V=LA A= T ENEIN,

R—=RTAy X2V T 4 V= VA AN— VT HIET, HHE X AT A
NMAT—RBLORS T7ANOR#EERET 57200 2 2D)L—)v &bk
e =V A AL TEE T, ZOOHD 1 DD—/L By,
TRTCOT TV N7H—IIZ# S, CA Access Control 7 7A/VZLR#L £
T, b9 1 DD/—/L Byt UNIX 774 /L%5#L. Sun Solaris.
HP-UX BL OV IBM AIX D& 7T b7 4 —AZEHDNL—v By T, Z
D 2 DON—v YNNI, WT NN —FDBEAAN—LTHI LI TEE
Hth, N—=RT7A2 BXaVT 4 N— U FEEE—RTCA L AN—LENET,
fERITIR SN E T2, EEICRETER SN EEA, LEDN-> T —b
PRI ICB SRR 522 BEIOLET,

UE—h AR CA Access Control ZHLEN TEALNTTENEID,

LIR—F ==V = NMFNTT 2 E D AT 25E1E. CA
Enterprise Log Manager % B 29 50°E 97,

LAR—h =—Yx M3 Message Queue |27 —H_N—ADAT Y 2—/LSHL
TRy T vay e ELET, LR—b 2=V M IC T A5,
BlA S — "ORANM,  AEH TR —h, Fa—DOARIEERT DLENRDHVE
7, CA Enterprise Log Manager #H NI 2551%, SHICEERRY 774
WNDEA DAL TSN I T T % RFi T HINHRE T HZEHTEE
R

PUPM =— = "B NI T DHINEI D,

PUPM =— = ME. m—H/L oLt a—F% PUPM FIZZEL. 2Dy
Y a—INSREHET I b DSRAT — R BB TEAHIHICLET, PUPM
TV N ANCT A AT, B — SORAN | AR —h,
Xa—DARIEERTOLENRHVETS,

ZOTURRA UM EERI L — OO E T DH03E D) RET D
LA, R FRE R ORE L ThOE A AAN (DH) 4,
dhName@hostName SV )BT DH RANMZERLET, 7220,

host123.comp.com &) RDRANMIEART — 3% A L A= /L LTZ AT,
DH__@host123.comp.com % ffHT 20 NHVET,
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A Ab—)Li% D EE N

AA—ILIED

AR E AL

AU AN=ILDFE T LIz, CA Access Control ZEIEEIZA LY CGRETAHILENRHY
F7,

AV AN ILRDEREEITIAE

1.

IRAGRIEIC ACInstallDir/bin 7 4L 7 N ZBIMLET,
T 7 AIVNTIE, AV A=V T 4L 2RI Jopt/CA/AccessControl T3,

s€0s.ini (163 ~X—°) 77 AV h—2 0 %F oL T, RENEFAETZL TS
ZEEfERLET,

VEIISUTREZERLET,

CA Access Control OD~==27 )L R_X—I|ZT7 7 BATEAINTTHIZiE. BHD
MANPATH (2 ACInstallDir/man 7 AL 7R ZBIMLE T,

72z, esh ZFEHLCWAEGA, BIEO Yy a Tv=aT /)L X—=UIIT7 7k
xfé‘éio ZT AT LT oa<w 2 RE A LET,

setenv MANPATH $MANPATH:/opt/CA/AccessControl/man

SBDOEyar Tv=aT Vv R=UILT 7 EATELLIITTHIC
IZ. Jogin, .profile, F£721% .cshre 77 A/VIZFEIEEDITEEBMLUET,

CA Access Control D#ZE)

X Window BREE TIEEL T D84 1%, CA Access Control ZEEIL . F1L)° ‘/X?‘A
YN AV AR— L ENTNDI LA MR L E T, BERV AT MEi#EE MG HIC
LA OFRNEIZHESTTEENY,

1.
2.

root (A—/N—2—F) R Tus/ (L, 2 2OU4RUEBEET,
WTINDOTARY T FOa~rRae ASILET,
seload

seload 2~ KT 3 DOF—F (Vv =—Vx b, BLW Watchdog) 23
EENSNDETHREL £,

3 OOT —EEERBILICE ., B~ HOUARUICBEIL T FOa~vr REe A
HLET,

secons -t+ -tv

CA Access Control (Z&> T, AR —T 427 VAT DA NeBET DAY
TN T AMEEEINE T, secons -tv AU REASTHE, AvE—U0
B EicbFRRENFET,
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TURRAD b A DYLIRRY S — S B OB

4. seload 2~ REIRELIZHEAID YA RU T LLFDOa~w L Re AJJLET,
who
CA Access Control DRL—2Z Ayb—IUNEXAEFNS 2 BHOU AL RIICHE
B LT, CA Access Control 2% who <> RDFETEALZ—ETRL, FDZEIC
ONWTHRETDENEINEHERLET, who I~ RDA X —L 7 RRESN
72334 . CA Access Control I3 AT AU A L AR—LENTWOET,

5. WBEREAIL. EBICa<w i RE AL T CA Access Control DSz EiRL £
@40

T A R—R T, T RAORITEEE LT BT O — VN ETE S L TOVE
Hh, ZOHAETYH. CA Access Control 133 AT LEEEARL TDI2D, CA
Access Control 73142 AM—/LENFEATSINTNDV AT LAOEHELfETL ., CA
Access Control 231> 2 —E2 7N HAXVNefERTAIENTEET,

6. UTDOa< R uEASLT, seosd T —FL &8 IELET,
secons -sS
PLFOAy— N lEIZ R RSN ET,

CA Access control [FEIEEFTT,

IORRAADYERR) O —EEDERTE

JERRARV L —E B Y — N o RN — R A AR — L LT26, YRRV —E AT
7O BEENDOR A 2—HERETIVLERHET, FORE, h—s3 ari—
FREDRTHERORE R BIOZE LU THERET A RARAV MR ELET,

E: ZOFIETIL, JERR) S —EFBAEFTH7-81T CA Access Control DEEFD AL
A= VERET DI EEZRLET, TURKRAb EIZ CA Access Control %12 A
MV UTZRRCZDEREFEEL TODGA X, BT RRA U N ET D0 E D
DEH A,

TURRA MR E L THRER) Y — B Z FATTEDINNTT DT, 2~ vrv
RoZB&E kDa< REANLET,

dmsmgr -config -dhname dhName

dhName
TURRAL PR T D53 R AN (DH) 44 D71~ XAV B DY AN E &KL F
ﬁ‘o

#5l: DH__(@centralhost.org.com
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LR—MMERDT=8®D UNIX TURRAUEDEHRE

ZDa<w R TIE, JEIRR) S —F AT OIC T RRA IR ESIET, £,
FEFeINTz DH EEHET DI RARA VIR RESNET,

A FEICOWTL, V77 R TAR O Tdmsmgr -config) 2~ RO A5 IR
LTLIEEN,

LiR—MERDT-6bD UNIX TURRAEDEETE

CA Access Control T RRAVMNEH BIOLR—F R—=FLDAL A=V EBIO
B EDTE T % A — 31 LTH&%Q@ELT&@ET%;O CEURIRA UV NERRE T
%iﬁ“ ZDTDITIE, LR—h ==V M AL CRELET,

3¥: CA Access Control A Ab—/L 35L&, Vﬂf*—}\f/ﬁﬂi@f:&)§ii‘/l\°ﬂ?"4‘/l\%§&“
E?‘élkiﬁTA WZR0ET, ZOFIETIZ AV AN—IRHIZOF T gL 2R IE
o E LR — R IRE T AT DEEFED T RRA L M adR &9 5 715 _’JU\
T?ﬁﬁ@?bi‘%

LIR—MERLDT=HD UNIX TURKRAUEDEREFE

1.  Run ACSharedDir/Ibin/report_agent.sh:

report_agent config-serverhostname [-proto {ss1|tcp}] [-port port_number [-rqueue
queue_name]

REF T ar wBWT D8, 77 +NVINREMENSIVET,

3 : report_agent.sh ZAZV 7 ROFEMIZHOWTIL, V7 7L X HAR 2B HRLT
<TEE,

2. T —H_X—ZNIT +reportagent L—FEAERKL F T,
ZOz—HE, ADMIN JEMEB LT AUDITOR B, 25T — /LR ~D
BXIALT Ve AMEET THMENHVET, Fiz, epassword ZL7R—h =—

T MEFEE R — (B — DAL AN VR E ) ISR E T DD
iﬁ‘o

3. LiR—h =—Y =k a2 SPECIALPGM Z{EREL £9,
SPECIALPGM %, root =—%#% +reportagent L—H|Z~v 7 LET,
F LAR—h =Y NEAENZLZG . CA Access Control HERKER EXZEHL TN

T —~ L AEEOREZLEETEET, LAR—F ==V hORERER E DT
DN, 77 R HARIZBIRLUTLIIEE N,
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5. selang ZFEAL TLAR—RMERIZ UNIX Endpoint 2% E$ 5

KD selang <UL, LAR—F 2=V MEINCLTRELIZG SIS, EDdD
(CRBIRL RN —h ==V = a—PEElL, LAR—F ==Y = T A0k
B7peX 2V T MR A ET D0 & RLET,

eu +reportagent admin auditor logical epassword(Report_Agent) nonative

auth terminal (terminall0l) uid( +reportagent) access(w)

er specialpgm (/opt/CA/AcessControl/bin/ReportAgent) Seosuid(+reportagent) ¥
Nativeuid(root) pgmtype(none)

CA Access Control DHARRATAX

trusted 7045 L

CA Access Control Zf#fi FHL TR X 2T 42253212013, s H 5%
T4 BRIV —%ERTHILERHVET, R —DERICET LML, P AMDOIR
BBIOEBIRLZEX 2T O ITIEIC > TR F,

e ZITRFDOBE . BHEIL CA Access Control [Z52/E4 E 17, resource
_default OFXTEDIIZFEDNTT 7 BRAEHHITH LD TLEY, —FH, #1700
AL, T _XTOa—H%% CA Access Control (Z/EFEL . FrEDY Y — AT ED
=P DOHNT I EATEDLINI, TRTOV—ADT 7 EA VANERETHIEN
EZONFET, Liznio>T, 2—VHENE L TH->Th, CA Access Control DEHE|Z
DRENITERA TV RO N LRV ET,

XV EEHE X, eV =N B EERTDHLERHVET, A DRI —
R A EIXEEIITHOMLENHYET, CA Access Control (21, £V ATk
X271 RV —Z LT DERAERN 2B D AL~ A X[ RE72 7 7 AV D3 E Fi
TWET,

trusted 7R T AT, T T APNERIILTOVRWGED R, FITTEXET R T4
T, BEHE. UL setuid/setgid 727 T L TH, CA Access Control Tl BH D
7urZht trusted ELTHRETEE T, 7RI T7ANRKS AII TN EM R
AL, ED T YT 5% PROGRAM 77 ARG LT, ZO77 AL, CA
Access Control (ZL>TEDOEEMENRHESNET,

trusted "2 7 A%, program pathing &0fFHCTEET, ZAUTKYD, = —HT trusted
TT T ML TREDHAY DI FATTEET,

E ar L SRRAOBEMZOWTE, TUNIX = RRA U MNEBT AR 125 R LT
TZEUN,
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CA Access Control (21, —HW RN F_XTD setuid 70T TLE setgid 70T T L%
trusted &L CEERT D720 DAV T MBS TOET,

1.

setuid 7B T LE setgid TRV T LET RN CEET A2 FMEZA<TZHOIC, LTI
RTEANT seuidpgm T T LEMHLET, ZOTRTTNIT AN VAT

LERRIRLTC, setuid BT T AE setgid 707705589 THREL, iHSh7-

T RTDOT T L% PROGRAM 77 A TR L7201 selang DA~ RO

AIV T NARRLET,

UTFDOa< RERITLET,

seuidpgm -q -1 -f ¥ > ¥Yopt¥CA¥AccessControl¥seuid.txt
ZOINTLTEITENTZ seuidpgm 77T hIE, UL T OLFRAITVVET,
n ( DBIED ) T AN VAT AREERBRLET,

n AU EFRLETA(q AT varEfRETHE, [cannot chdir | Ayt —
VIFFERSINERA),

. JURUy Vo UE T RTEALET (),

m  FILE 2% PROGRAM 2 ADWFIZ7 07T LE Bk ET (),
m 77 A/ Yopt¥CA¥AccessControl¥seuid.txt (2~ RAEHHLET,
7 seuidpgm DOFEAMZOWTIL, V7 7L R HAR | ZZ L TITZEN,

TXAN TFAFEEALT seuid.txt 77 AL EF v/, trusted &L TEERT
DT _TO setgid/setuid 7' BT T LRI DT 7 AMIEENTNDHIE, BLUEN
UNDT s T L3 EFEN TN EZ R LET, HLEIDSCTT 7 AV %
%L\i—a—o

selang ZEHLC, fitEL7ca~o R 77 AVEFATLE T, seosd 7 —FUNHE
THTRWEAIL, -1 AT EEELET,

selang [-1] -f Yopt¥CA¥AccessControl¥seuid.txt
selang DFLTNTE T THETE LD DG EDRHVET,
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4. seosd T —EFUNEFFTETENTWOARWESIL, seosd T —FLZHEEEILET,
WA, AT DINFTEDENMEZE FATL CTWOBNEID, setuid 707 T LN EEE T
HINEIDEHERLET,

5. X2 UTEEE NSRBI, trusted TIERWETLUY setuid 70/ T A8F -
I setgid 7R TLPBIMESN TETESNDLDOZP<T2HIZ, PROGRAM 7T A
DF 74NV IDT 78 AMeZ NONE IZRTEL TELILEBEIHDLET,

LLF®D selang 2~ REANLT, ZOT 74NV EDT 7B AMEERELET,

chres PROGRAM _default defaccess(none)

3¥: CA Access Control #E<fFHAL WA —WIL, ZO#HIC UACC 77 A% ff
4522 BN b LILERA, UACC Z7AIZONR—Va THIFETHD
T UY—ADT T74/VE TIVRAMEOFREIHEATEXET, LR, FNLT 2%
ELIEG G VTADT T4V TR AMEEFRE T HIZIE, DI FAD _default L
aA—REFHATIILERBEMLET, default ZEALIIREIL. FILZ7AD
UACC #fERUTcfgE XSS ET,

ez setuid 707 T A, setgid 77T A BIOWEE 7 0s T o8kE T
PROGRAM 7 7ADLa—RIZi, FEITARET 7 A /L DLL T D BIEDHANSILET

. FAAER

= Inode

= THE

. I
= Size

= fERKH

m {ERRH

m RHAEH

R R

= MD5 ¥/ xF v

= SHAl ¥/ %F v

. Fxor¥ A CRCOKEITLEF =v7)

BT 54707 7 L0bEERBMIX, 20707 T 408 trusted THHZETT,
ZHUE, 2O T TERFATLU AR THHI LA EWRLET, T CICit#ichiz)g

PEICEBANBDE, 70T TAD trusted AT —F A TLbIVET, ZOH4A . CA
Access Control X, ZD 77T ANEITIIVENIDNTTHIENTEES,
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REFRIOTSLOFERADER

BEEOT OHER

fReE

T AR AT 0T b T R TORER CETINE DINDISIR WA BUT
DA REMALT, RBEEDOT 0T T LOFEEZTHASDHIENTEET,

chres PROGRAM _default warning

Z® warning 71374125, PROGRAM 7T AIZEEE—RRRESNET, oF
D, REGED setuid 77T LFEZT setgid 77T A0MEHSNDTZONT, FiBIZR
BE L a—RPEE LU CERRSNET, L, KRBT 0T 20T T bk
A,

Bi A7 C untrusted L —REZFEICHRETHIENTEET, Foid, FFED07ms
FLH5 untrusted 7T T AR ST EXTBASNALNT, KRB T IEA R ET
BIENTEET, FERRBMHEEZRETHE, 2—WFT untrusted (Z7g->7-7 0
TLEFHTHI L% BEE I TEE T M ENRIRDOTHERN T, FEHE X, 77
AVDY untrusted 7 HET T ARSI VBN EZ T ST T I ANV B TF Y
LET,

x: %)%"Jfoeﬁ’“ﬁ BAZ R E T DA OW T, T RRAMERT AR |22 L

trusted TIE72V setuid 2~V REBIW setgid 2~ ROETEFLIET 521X, BLT
DA REFITLET,

T AR, BEIIZ—H Tnobody | 3 E HHIVET,

newres PROGRAM _default defaccess(none) ¥
owner(nobody) audit(all)

CA Access Control TlE, FIHR 70/ I AF I B HINT=T7 00T L% FITT DRI
BHEOAKREERTDHZLIZLY, Ny IR T E IS ORENSIRELET,

ez iE LA A setuid 707705 ZIFT -2 LET, ZOT 0T LM
ADKRE TRWIEDRHEE T, T_XTO—FNZD T T T LEETTELINILEE
WeLET, ZO7mrI4% trusted 07T AEL TR AT, L FOa<w R
EIATLET,

newres PROGRAM program-pathname ¥ defaccess(EXEC)
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untrusted A5 S LMD trusted TATSLADELEH

R ET7AIL

seos.ini

TRT T LADOYAXRLE T B, 32 OMOERRR T o T OEF LI, 20
7ar T AN untrusted RBEIZI -T2 BEIEENEO T 0T L HE trusted IR
REIZLC, %“H&N‘Hxaz%@ﬁk%ﬁ%ﬁf ”ﬁ%@“éiﬁ ZOTRT T LEFONETT
HZLIFTEFERA, TV TLEHE trusted JREEICT DL, LTI~ RaA
HLET,

editres PROGRAM progam_name trust

3 seretrust —T (VT4 ZE LT, 70/ T L HE trusted IRIEIZTHIELT
EET, ZO—T4UTABIOEOL T L ar OFEMICHOWTIL, (V77 R A
R1EZBLTLIZEN,

ZDO®7a Tk, CA Access Control (ZL-> CHIEH R ERFICHAAEN DI T
T7AMIOWCTHIALET, T 74V Tk, PR E 7 7114, seos.ini 771V
MBHDHT 4L 7R (CA Access Control DAV A—L T 4L 7R IHERRSILET,

seos.ini 7 7A/VTlL, Fa— L RIRA—HERELET,

E T ANBLO R M RON—Z OREEDFEINZ oW T, V7 7L 2 H
AR BB IR TLTIZEN,

seos.ini 77 A/VIE, AL AN/ /VEREO PR EE TILRFESILTEIY, CA Access
Control OFEITHITEH CTEERHA, 72720, TXTO=—H|L READ #ER T
Tb seos.ini ZFANVICT 7 BATEET, CA Access Control 23FEITH TH-oTHHE
BROBDH L= seos.ini 77 A/NEEF TEXHINTT D0, UL FDa~REA
HLET,

newres FILE ACInstallDir/seos.ini owner(authuser) defacc(read)

AClInstallDir {Z CA Access Control DA AR—/L FALZRITHY, T 74V TiX
Jopt/CA/AccessControl T3,

ZOaw U R TANDT T H NSO T 7w AL FE AR ISR ESNET, 72
7L, 77 ANVDRTEE THS authUser DRI, 77 AV DR FHERN G525 FT,

¥ 2HOZ—FT VT ANFDOEITHIT seos.ini 77 AT IEATADT, 20D
T7ANDT 7 HNVIDT 7 A g% 5 A B R E L CRLZENEE T, 771
NEFRIHIADIRNGE =T 4V T A DFEITIFRMLFET,
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F—R TaILZ T7AIL

ZDF T a7 AR, HHWDAFEFED CA Access Control "L—2A& Ayt—
ZRRANT DI DT ANE AV EFRET DT NIDMRFSIVTWET,

Ro—R TpNH Ty ANTIEL, TANVZLBETERAT DR —R A= (DFE) b
L—RA T7AIZERLIRNR—R Ay —D) R ELET, #raiild 54y

T N—TEHINT DA EBATICHEELE T, e E L FD 77 AL T
IZ. WATCHDOG F72iZ INFO TIEDLT X TOAYE—T LN BYPASS T
AT RCOAY =R RLUFR A,

WATCHDOG*
*BYPASS
INFO*

F 73V T, trefilter.init EVWOARTOR —RA T(VZ T7ALMERESHET,
seos.ini 77 A/VD[seosd] ZZa T trace filter b—27 > DIE&EREL T, FL—2A
TANE Ty ANVDARTBIOGE BT TEET,

Fo—R La—RE7ANZ2THIIE, BBEILC T 7 A VERELET, 77A0IC
ER (G AMT) 2B 2120, ITORIEICEIan )2 ATILET,

trefilter.init 77/, 22— P —R Lo TAERESNTZEERL a—RE2 7 VXL FE
Fh, INHEOEELa—RE7 V25120, auditefg 77 ANV ERELET,

FE P OWTE, V7 7L R AR IZHDTseosd 2—T (VT4 1ML TL
7230,

HERAR O —EEISR

VERELT- 18 H UL — L DRV — (selang 2~ R) 13, B#IL. FEED L TR IR
BRI HZENTEET, ZORIY— R—=2DFiEEFEHTIUE, RVv— =3
VEREANLT- BT, ENOERANEIIT NV —T RAMIE Y THZENTEET,
R —I1TE YL TENDE, T 7T aADEDICF 22— I8 GFRENE T, HDVIL FAL
FIFARAN PN —F T HRIS — AN—=TarDF FuA B LT S aAfiRa
BirozibTeEET,

F BRRY L —FHOFEMIZOWTR, T2 =T FAREHATARN 2SR TS
2SN,
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kAR —EEDERTE

PLARRY Y — R—=AOE A AT AHIDICEENOREETHIZiE,. DMS BLW
DH ZHH9RD 1 SO/ A=/, TK%ET)/wﬁfiémot [ s N2
AU ELET (165 ~X—),

A AN=IVARIT JERARY > — B BT O IO I B 25 E 3 2121%, dmsmgr —+—
TAVT 4= EHLET

A dmsmgr 2—T VT ADOFEIZOWTL, V7 7L R AR 2SR TLIES
AN

IURRAVPDOR) O —REFEDRE

BT RBA UM, BRI —REHENATRERIDICRET DL ENHVET,
_ODEQTE IA VANV HFIZATWET, ZOFNEIL, FH TR AV AR VRIZE
REXETTHIEEZ AL TOET,

TURARAV MR — R EFHREZZRETHITIL, LT selang 2w Fa AJLE
j—O

so dms+(DMS@host)
DMS@host
RO THRESNZ DMS O4RIZEFRLET,

sesu B&UY sepass 1—T4)T4

F R =TT VAT LD passwd :1’?/]\“0){4\\7%3@ T sepass ZfEAL, su OfRH
DI sesu ZEATAZLE2BEDLET, TODITE, TTOTAT L SAFUEE
17, sepass BEN sesu ~DT LRI )/7&%&%%2533‘@16%?75)%@&@”0
ZOEPHET LI, ZNHD2—T AU T A EIMEH CELTLa MR LET,

\ZEAEDA L —FT 47 AT A TIE, CA Access Control 732 —REI T 7T
b, sepass LW sesu L—TAUTAMENWELET, 7272 L, —HDOA R —FT 427
VAT A(T2EZ2 01X AIX) TiL. CA Access Control 23— éﬂ’(b‘iﬁb AP V73]
=TT ATEELEE A, ZOIORF L —T 4T VAT LDTZDIZ, CA
Access Control TlEZT7v/3— ZZU7MefELTCNET,
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CA Access Control DHRETAX

sesu XUV sepass Fv/i— RHYYTk

sesu BLON sepass 73— AZUT NI L TFOT AL IZRIZHDET,

ACInstallDir¥samples¥wrappers

ZDT AT, L FOT7 7 AVREENTWET,

274 A

sesu_wrap.sh sesu DT /3— AZYT |

sepass_wrap.sh sepass DT /3— AZYTh

README TNHDT =D HiRE LU B 216 s

EFENDHTFAN T7A)L

SwiIN— R TrEERLE- sesu DETT

CA Access Control 732 —RINTUVVRWEXIZ sesu 2—TAVTADARL—T 47
VAT LTEHELZ2 WA, T8 — APV T ML T sesu 2—T 4T 1% E
1TLET,
7E: CA Access Control 732 —RIFLTWRWNEE sesu 2 —T AUTADEIELRV
B ZOFIRO Bz FEATTOMERHVET,
TYIN— R TMEFERALT sesu 2ETY5HE
1. 7%AN =T 4% LT, sesu_wrap.sh A7V & ET,

THRASN TTULIT 8= ATV T RRERSNET,
2. REERLIT LLTFD 2 SOOEKEERLET,

SEOSDIR

CA Access Control AV Ah—/L T4LINEEZRLET, T 74V TIL,
T IANIDA L AN—=)V TALZRICRESIVTNET,
Yopt¥CA¥AccessControl

SYSSU
RWSIBDTD su VAT L SAFTVOLRIEERLET, T 74T,
PLFOTFAL 7R ESNET,

¥usr¥bin¥su.orig
3. sesu 2—74UT4%EFET su AR Yws U TIER<, sesu_wrap.sh 7/ —
AZIVFIEFET su SRy Vo 7B ROVITHERLET,
su ZFITTHINT, sesu T/X— ATUTRR sesu 2—T (VT 1% FATLE
R
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ATFUR E—RFOREHALUE T—F)

SvIN— RV ThEERALT: sepass DEFT

CA Access Control 32— RSFLTUVRNEE sepass —T AU T 4N F XL —F 4
7 VAT NTEELRWERAIE, Ty/3— ZZVF LT sepass =—T1UT 4
FEITLET,

i¥: CA Access Control 73E—RIHUTUVRNEE sepass L—T AUT A DENIELZ20
a3, COFIRDO A EFITTHLERHET,

TYIN— AP TEFERALT sepass #ERTTHAHE
1. 7F%AN =T %L T, sepass_ wrap.sh A7V P& Ed,
THXAN T UBRITyR— ATV IRFRRSNET,
2. WMERBIZ LR 2 DOEKEEELET,
SEOSDIR
CA Access Control {2 Ah—/L T4LINZERLET, T 74/VETIE,

T IFNIDA A=)V TAL IR ESIVTVET,
¥Yopt¥CA¥AccessControl

SYSPASSWD

RHKRIRDITED sepass VAT L NAFVDOLRIETEFRLET, T 740
T L FOT AV IR ESILET,

¥usr¥bin¥passwd.orig

3. sesu 2—TAUT4EFET su ARV V7 TidAe< | sesu_wrap.sh 7 /3—
APV T NaetE T su Ry Vo ra2 RV LET,

passwd & EITTD/NT, sepass Tv/3— AZUTR)S sepass +—T U7 1%
FATLET,

ATFHFOR E—FDRE (AL E—F)

CA Access Control 1213, AT F o2 B—R (P ALt B—RELIRETNDS) NELE
SN TUWET, CA Access Control 7 —FL DAL T F L ADT-OICE I L 5E1E. 2
DE—RIZIVER#ESNE T, A TTFU 2 T—RTEH,. 2D TF —FEL2ME LT
WAL CA Access Control TlEA UM ESRINET,

CA Access Control 1L, BBEIL TWAIBAITIT, BXF 2T 42T AU e AL Z—
TR TC ANV HF AT 2EINET =/ LET, AT TR T—RETY
T4 IR E . CA Access Control H—EZMME L TWARK, T _RTOARURIN
FAENET, ATTF VAR T—RET 77477285 A 1%, CA Access Control
T—EUIMEIETDE AXUNIHERSNET, 2O VAT LDAT TV AN T
b TWEE, 2—FOiFENIE LS ET,
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AVTFUOR E—FDRE(H AL E—F)

AT F A T—RITHBETAIENTEET, T 74N T, BT,

CA Access Control BXx=2UT ¢ —EZNEIEL TWARBIL. L FOXH720REEIC720
S

N AT TUR B—RRTITAT TG EX ) TARE DT AN NI R
THAINET (2EL, FilehE . BROAL TR 22— PFICko TETS
NBANCNIBREET),

AT FUR RN ERTHDE A CA Access Control 13/ AHT, T34
RU—F Y VAT AIESET,

AT F VR B=RNT 7T 47 TEXa T4 DMFEIEL TOBEE TG EN A~k
I AT Ty AMCRRERSNVEE A,

AT T A B=REANCT DT LLFOFNRICHENET,

BE: root WALVT U A 22— THWEEE AT A2 a—HIZBHW TV
Yo alrBNhHIEEMRLET, ZTDI ety ar BN WgGE ur A 9528
TEFEHA,

1. CA Access Control 7 —TF M EL CWAIEAfERLET,

2. seini —7 4T &FEHLT, h—2 silent deny DfEZ% yes (AR LET,
h—2>1%, SEOS syscall 7 a1ZHEd,
seini -s SEOS_syscall.silent_deny yes

3. bh—7 silent admin OEZEED UNIX UID (AR L, CA Access Control
T —FIMEIELTWAR, 200 UNIX UID Narta—X T 78 ATELLD
WZLET,
seini -s SEOS_syscall.silent_admin <maintenance_UID>
7E: root I, TTANEDALTF A F—R 2—H (UID0) T,

BE: ATTUA 22— root TRWGATE, fy%f‘/x E—RT CA
Access Control ZEEI TEAL91Z CA Access Control FR:FET —F2 setuid &

root L—WITFHELET, TOETEITHIL, L FOa~wrReAILET,
chmod 6111 seosd

4. seload =<2 R&# L TC. CA Access Control 7 —FELZ#BIL X,

FE: AT A TR 2—P0 root TRWIEAIL. seosd 2~ RaFHLT
CA Access Control 5 —FE%HEILET,
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Unicenter ¥ a)T4#&Y—ILDAVRAL—IL

Unicenter X274 &Y—ILDAA—IL

UNIX BREETIL. 2 FEEHD Unicenter X 2T DA AL AR—/L DTN EAH
LT,

TEME

SEEFEE DA Ah—11%, CA Access Control C Unicenter & =U7 ¢2Mii &
NTWDEGAITERTT, ZOHATIL, Unicenter X 2V7 DT —47) CA
Access Control (ZA > R—hStET, L7235 7T, CA Access Control 1, B4y ®D
RANETNIRAND T V=TI TEDLEF 2T 4 VAT LIV ET,

=/MRE

B/ NEE DA A= 113, CA Access Control (2 Unicenter B =UT 43V Ea %
LTV EE <2, CA Access Control |2 Unicenter E¥2UT 4N EFILTWND
DM S TR WSS R T,

Unicenter £X 1) T4 E&HETIVAM—ILT B A%

EE: BIT2FEITT DI, oot TRZ AT HMEERHVET, CA Access Control
AU ANV LTI, su(—H ID Y)W 2) 2~ KT root (ZEINEEDDHZ LI
T&EEH A,

Unicenter &% =2U7 ¢& CA Access Control 55 &M A CAV A= 3 BI21%, AT
DOFNEIZHENET,

1.

CA Access Control ZA 2 Ah—/LLET, 72720, A2 AM—/LEFIZIZ, CA Access
Control F—H_X—X|ZF —HEBEMLUER A,

T = IR ZANT = H BRI DT, BEICLL T D7 mr 7Rk
IRENT LI, T 7 AN D O IRLE TS,

2—W TN —T BILOFANEALR—RLET77? [y/N]:
~AX /—R/»5 uni_migrate master.sh A7V R RZITLET,
E: A% J—RIL, Unicenter £¥=U7 7 —F_X—ADKRAN w2 T,

EY 774K /—F (Unicenter EFX= U7 4§l T 5K~ ) b
uni_migrate node.sh A7V 7 FATLET,

~AX J—R7/»5 uni_migrate node.sh A7V ASEATLET,

SRS J—RIL, MOFTXTO ) —RKPFEE SN/ IZ Unicenter £F =7 1%
TN T DD DB D~ TT,

$CAIGLBL0000/secopts 77 /V% FE T L T, SSF_SCOPE_DATA *—
7—R& SSF SCOPE KEYWORD F—7—k% No ([ZFRELET,
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Unicenter ¥ 2!)T4#i&Y—ILDAA—)L

AV AN—)v AZVT NI, L FOX R BEITINET,

Yz AZUTN defclass.sh #FITL T, 2=V EZRDO X 2T DOT Bk #A
7% CA Access Control 5 —#~X—2Z0 CA Access Control 77 ALL CTEFRLE
7,

7177 migopts ZFEITL T, BIfED Unicenter &=V 7 A BREEA LA,
[ CA Access Control BrRigIZA#AL £9,

7'u 7 exporttngdb ZHEATL T, BIED Unicenter EX=2U7 4 DT —F X —
A F TV I e Fi AT, CA Access Control DF —Z_X—RA F TV 7N
Hal £,

Unicenter &% =U7 ¢ T —F%EEL TEMIZLET,

Unicenter £ =U7 ¢& CA Access Control Z /Mt CAV A=V 3 BI121%, AT
DOFNEHENET,

1.
2.

AVAM—ILEDEEEE

T _TOH/—RH)5 uni_migrate node.sh A7V RITLET,

$CAIGLBL0000/secopts 771 /L% FE& T L T, SSF_SCOPE_DATA F—
7—R& SSF SCOPE KEYWORD F—7—k% No ([ZZELET,

Unicenter DA BILUOBAIT AL AM—/LDFEIT#IZ. Unicenter TNG D17 AL
AL B—T T e BT LRV BEID L ET, Unicenter DS BLOBITAL
ARV IEFIZ58 T3 5L, Unicenter ING D1/ Ay A2 —T 7 NI
R0ET,

Unicenter TNG DT —4# Aa—t" L7 )L—)LbF—T—K Ra— 7 jL—)L
(-DT #74y 7 AEIZIE KW 7497 ZHMF NI Unicenter TNG D7 &k
HA T Fex Gl 50—)V) 1%, CA Access Control DA77 2B ATII YR —RE
NTWEEA, BIT7eEA TR, ZOZAT ON—/WTERSIES,

Unicenter ¥ 2V T A1 XHREMFEHEN TRV =8 Unicenter £¥x 274D 7T
tvh %47 (CA-USER, CA-ACCESS. CA-USERGROUP, CA-ASSETGROUP,
CA-ASSETTYPE. 3L CA-UPSNODE) |Z%}L CEEES N7~ Unicenter ¥ =
V74 —IENbEASIN TWERA, Z0IH7%T7'vvh ¥A4T7FE-ITEND
MOIRE LT AAT ext BT 20— WE, BT 0B A TR T XTI E
7,

uni_migrate node.sh & uni_migrate master.sh THEHTES -e(-edit) 7Tz
IZ&D, CA Access Control 7 —#X—2% A1 T2V —N%2ZRIBLUMRE TX
\ij—\o

Unicenter TNG D5E MG E2lTdk/ MEG 2 FATT 58614, install_base 27V
Z'MZ auni A7 T a & FEEL T, Unicenter Integration and Migration /<7 —3
EA VANV T HMERHYET, Unicenter DFEGIBLOBATA L AN—/LTI,
Unicenter OFEHBIOEAITORZY T e AFY 77 AL7)% AClnstallDir/tng
TALIRITA L AR— L SIET,
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Solaris 10 YV —> MR

. HEOAVRETIRL TWDGAETT, BATHIC selang -¢ ZfE LN TLZE
VW, fEH0IZ, selang -finput_file name Z{# L TI7ZEWY,

Solaris 10 Y —2 M ELE

Solaris 10 (2%, [V =2 JEFEIEND ., Solaris DEEX FRoA L AKX AHALL LT AR
M72 OS —EARHEINTCWET, T3CTOH Solaris 10 AT A, [T E—
b = EREN D AT — =N EENTWET, ET a3 = Ee A
B— NS TEHWET DD T, V' a— L S —o MBI ETa—r L S — %3
B B, BLOWIEITHZENTEET,

BRENDKY — 2 (FIFE8IR L= — ) 1X, CA Access Control 2 HL TIR#ET 5
TENRTEET, ZHICKD, S T RIEESEF =V B OWR) Y — 2 EFEL T
= D LICEESERT I AR EETAIENTEET,

Solaris 10 Y —>~® CA Access Control DAL A—/LIL, @FH DAL AN—/LEFE S
7LFEC T, LTFIORT HEOWT N EHEHAL T, A A=/ TExET,

m  Solaris RAT 47 o —T %L CA Access Control DA Ak— 1

CA Access Control DAV AM—/LBIONT A Ah—/L1X, Solaris RAT 47
o lr— —) b (pkgadd LY pkgrm) Zfli FHHL TITH I 2> TET,

AV AN—)V LTz Solaris ’AT AT Nolr—UEERALTAUAN—LEITHGE
1T, LR OWT NN A HE T,

- TRTDOYS—2~D CA Access Control DAL Ab—/L (123 ~_X—)

Solaris 10 |Z CA Access Control Z A AM—/L 32 51ELL TREID TED

BOE A HEL, Tue—r L S F R TR TOT T — GET Y

TAT = BIOYERIHER SIS Y — B ETe) ITA A=V T 50
- BIRLIY —2~®D CA Access Control DAL AR—/L (128 ~=2—3)

BEOTHHIETIIHOEE AN, Solaris RAT AT /\wlr— 2V —)L%fE
FAL T, @IRL7=/ —1Z CA Access Control ZAL Ab—/L B2 LINTEE
¥, 7272L. CA Access Control 237 m— )L V' —2 W TEMET 57201
I%. CA Access Control Z7 a— 3L ' —ANZH AV A= )L T BULERHDE
7T

Solaris RAT AT o —TEBHLTAVAN— VL THIGE. TXTDO/—
>3 CA Access Control 7 LAV AMN—/L T BITNERAT AT oy —2 %A
HALET,
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Solaris 10 YV —r MR

J—2MIRE

®m  install base A7V N HLI-. £ —r~® CA Access Control DA Ah—
JL (145 ~—2)

install_base A7V N 5L, ZOAIV T NTAT LT —2 12 CA Access
Control A Ab—/LENET,

CA Access Control 2MEEDIETa— 3L S — TEWETH7-DI121F, Zr—
L =42t CA Access Control & A2 AR—/L ¢ BLERHVET,

install base AZV7 R LT CA Access Control %A Ah—/LL THLYH
WX, &% DIETa—r3 0 = BED CA Access Control %7 A Ah—/L
TEET, 7272L. CA Access Control J7—%/L1%, CA Access Control 759 =T
DY = TEIESNZH T, Za—r30 V=V NBDRT A AN—)L Al FET
R

FE: install base ZfEHL T/ r— VL ' —2)5 CA Access Control %7
AVAN=IV L, EDOHTRTOY =2 NOT VA AN LT 554 22—
= Neay I T NSINAGAENHVET, Solaris Y —1~D CA Access
Control DAL AR—/LEBITN Solaris ¥ —2 75D CA Access Control D7 LA
Y AN—=/UIX, Solaris RAT AT o —UERERLUTHIZEEBEIOLET,

CA Access Control Tl (TEDILE 2—R5R#ET A5 LR 1T Solaris 10
U ERELET, KV —UATERE N, oYy — LBl CRRESIL, CA
Access Control TEFRT D5/ —/VITi% M 55/ — TIEEL QWD —F 2D i
fanEd, 7/m— o V= TEAT AL — L, FETr—r L ) — TR AT
BEZRD Y — A% I N—F 5L — )L TH->Th, ZFa— L = mhENSDY Y — AT
TIRAT Ha—FIZOIEHASNET,

E: MEIOSC TR B—rVL V= DY —R% T a—L = BEOY
a—/\L Y= DT TREEITHRGEL TIZE 0,
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Bl Ja—nN)L V=D —ILELKUIESTO—/NL V—=2DIL—IL

PUFOFICIE, 37 v— 30 ) —2 (myZonel) 7 7 A NV E{R#ETHL— NV ETERLE
T, VAT TrAVITT AT, Sa—o3 L0 =D FTRE T,

957 711, /myZonel/root/bin/kill (Zr—s3)L =2 NBDIRA), ZDT 7
ANEARFETDHITIL, LT CA Access Control L—/L&ZEFELET,

n Jo—NL Y=

nu admin_pers owner(nobody)
nr FILE ¥myZonel¥root¥bin¥kill defaccess(none) owner(nobody)
authorize FILE /myzZonel/root/bin/kill uid(admin_pers) access(all)

" myZonel GE/m— VL V' —2) Tl:

nu admin_pers owner(nobody)
nr FILE ¥bin¥kill defaccess(none) owner(nobody)
authorize FILE ¥bin¥kill uid(admin_pers) access(all)

Ta—)L =T —o )y S = DT IS DN — VB AT,
2— (admin_pers) ZEFKL | PRiET REVY —RELTT7ANVEERKL, TDT 7 AV
\ZT 7B AT R 2 — I 5 LE LT, ZDIH7R A T DY — T
TR, V=R TV AT 2R ET,

LN o—n\)L J—UDERTE

Solaris AT AT o —25FEALTTRTOY —1Z CA Access Control A2
A=V T DA WD TOA L AN—=/LDRIT/ER LT —1Z8 CA Access Control
NHBWIZA L A=V ENFET, 72720, A AR—L14D CA Access Control FJIE

AZIVTNE, T m—rL =0 hb LY — AT L CEITT MR HY E T

D, ZIHDOAZY T MNIFNN — L DR ENTE T LI TRWEFETTEER A, fF
\Z. [zlogin -C zonename | 2~ R & EITT DM ENHVET (L4 AT —E A root /3A

U —RpE O EETE T SHLHMERHVET),

BE: lzlogin -C zonename | 2~ REFATLIRD ST 5E | FidH LW —2 D
T —hBXUur A2 RAIZ T8 A CA Access Control DA AR— /LI RFER
IRbDERDET, ZHUT AV A= IVR AT T MR EITSHTORWNL T,

LW = DOIELWERE FIEOFEMIZ DWW T, Sun DI System
Administration Guide: Solaris Containers--Resource Management and Solaris Zones |%
SR TLIZSV, ZORF2AME Sun Microsystems Documentation @ Web A1k
IZHVET,
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Solaris 10 YV —r MR

Solaris 7S5VK Y—2ADAAM—)L

Solaris DR EIE, pkgadd 73, Solaris 10 D —sL V' — AT AR—)LEIT
WAT IV r—2ar DT TR = DT — e AR — L TN S A
ML EJ, F7/=IE. CA Access Control (&, syscall Tix72< ioctl ZffHL TH—x/b
V2 VEDWEEITONERHVET,

Solaris 752K Y—UADAVAM—ILAE

1. pkgadd ZffiHLC, CA Access Control % Solaris 71—/ 3L ' —|ZA A
= LET,

2. pkgadd %L T, CA Access Control % Solaris 77K V' —AZA L ARh—/b
Lij‘o

F Tu— L S UNIA VAN VT B A AV AN IRT A=K Ty )L
\ZEo T, AV AN VN H B I TSIVET,

3. 7IUR Y—T, seos.ini =R SEOS use ioctl 73 1 IZEESILTNDHIESE
B L ET, BESU T EBELET,

ZAUTC, CA Access Control 2% ioctl 21 H 325X E 172> CWADIENHER I

i‘a—\o

4. Zva—sL ) —2 T seos.ini =K SEOS use ioctl 7% 1 [ZEREIILTNDHTD
LEMERLET,
ZHU T, CA Access Control 2% ioctl ZffH T DR EIT/ 2> TWDIENHERS
i‘j—o

TN TALVAR—LN5E T L. CA Access Control 27T F V' —  ClEREITEA L
N7 ET,

EE: SEOS use ioctl 2% 0 [ZEEESITWDEL AT, TXTOY — 1285
W{E 17 ioctl 2 351912 CA Access Control 2 FHTAVENHVES, =
DELEITV, TRCOY —VEFREI 75, A AN—VT5E TLET,
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BIETO ioctl DEFA

CA Access Control % Solaris 772K V' — NIV AM—/L T B85 14, syscall Tl
7¢< doctl ZFEHLCI—3/L BV a—/LE Wn‘?’éb%ﬂ%@if

HIEIZ ioctl T HELSIZ CA Access Control 2ZEJ (2%, LLTOFIEIC

HEWET,
1. Za—rL V= BIRENLIAOTTHY — T, CA Access Control %15
IELUET,

kD — 0% secons -sk L TEIELET, ZHITED, A_Uh A& —
BTN I — )V B a— VBT — R A7 OB IEI L
7,

2. Zma—s3L V' —T CA Access Control —¢/V Y a— V&7 0—RKLET
(SEOS_load -u) ,

7¥: SEOS load -u 2< 2 R&EFEITTHE, CA Access Control DT L E—RDHIIZ,
CA Access Control 72337 01— 3L V= CTEITENDAZEIFTRLTHEE A,

3. CA Access Control 231 Ab—/LENTWEEY — (Fa—r3 )L FETa— 31
BLOT IR V=) T, seos.ini =M SEOS use ioctl % 1 |[ZEXELET
(F 74T, 0 IZBRESNTVET),

4. H—FN EVa—VETa—s3 )L S —4Zn—RLET (SEOS load),

ko T BEIT ARAABA L AR—/L &, CA Access Control 7% ioctl (2
Yo Th—x B2—LEMIEL ., ioctl Zf fH TELINTRDT-OIZEAL BN
W — BT CE B IR ET,

5. FHEIINVLEELFFRIIZ, CA Access Control WAV A—/LENTW5, K IES
o— )L = BIOT IR Vo AEEEHLET,

J—2INTA CA Access Control DfEEFHLIUELE

Solaris 10 Y —2 W T®D CA Access Control DOEREIIOME 1%, 5. Solaris =12/
B2 —HT? CA Access Control DILENISIOME DA LRIC HFIETEITINE
7,

Y —TD CA Access Control DELENZIL, LA F OB HSINET,

® CA Access Control 77—x/L EV2—/L(SEOS load) i%, 70— 3L ' —1nb
L —RTEEE A,

m JES E?*—/\/I/ =T CA Access Control ZEETHI21%, Fajizr/m— b
) —21Z CA Access Control 7 —F/L EVa— a0 —R3 A0 NHYET,

CA Access Control H— /)L EVa—/Lnra— )L JS—NZa—REn=bH,

FEEDTu—r3 0 =T ALEDNERFT CA Access Control ZEE)F L OME
LT AZEnTEET,
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Solaris 10 YV —r MR

) —

U C?D CA Access Control OfE1EIZIX, A TFOFIS 2 @ HIET,
1 DU LD =0T AT A E—R 167 =) BRENII2>TODEE.
CA Access Control 71—/ F2a— /L& T a—R452 L3 TEXEE A,

F_THY' —T CA Access Control ZAFEEDNEF CTEILTHI21E, £/ — T
secons -s IV REFEITLET,

F_THY'—2T CA Access Control #[FRIFFIZIEIET 521X, GHOST L=—FR
(2T _RTOY =2 EBIIL, 7 a—s3L ) —17)5 secons -s ghost name 1>
REFRITLET,

ZOHFEF, TTHY =T CA Access Control 27 7 7L —R$5L&ICH
HTT,

% DY — 1% secons -sk AL TEILLET, ZHUTED, AUk A4 —

T IMELHIZEN, CA Access Control H—F)V BV a— /L& T ra—R457-
OOEMBITOINET,

CA Access Control 71—/l &Y 2—/L(SEOS load -u) i%, 77— 3L V' —
MHLNT v a—RTEER A,

7E: SEOS load -u =~ R&%E1T79 5L, CA Access Control D7 —RDRF{IT,
CA Access Control 737 0—/ 3L V' =0 TIITENDZEITRL THYEE A,

JES B—/\)L J—2ATH CA Access Control MDFCE]

B OBELFERRICHET a— L =735 CA Access Control ZEE)TAZE083T
EFFETN, FNCTET Ve — 3L V' —2T CA Access Control I —R/L B a2—
NV —RTAULBENHET,

JES O—/\)L J—2NT CA Access Control ZiET 2%

1.

ra—s3r ' —2WNT SEOS load 2+ R%& A )L T, CA Access Control 77—
b BV a— L Eu—RLET,

CA Access Control 77—V a—RENDE ALE DY —2 T CA Access Control
FRETEDLINTRVET,

3¥: CA Access Control 71— /LI —REiVFET 23, CA Access Control (7
a— 3L = NDOAR e A A= T NUERE A,

FETa— 3L S — Tl seload 2R AL T CA Access Control %)
LET,

T m—,3L =03, CA Access Control (X THRi#ESILET,

E: S o— 3L =T, CA Access Control 2V E—hCEEITAZEL T
XET, FHEMICHOWTL, V77002 HAR Dl seload |2~ ROFAZZEEL
TLIE&E N,
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CA Access Control @ B E#2E)

zlogin A—T4JT1IZ &5 RE

zlogin =T AUT 4 &AL HTHIET, BEE T — AT ADIENTEET, IV
a— )L = NIa A TEL— Y EFIE T DI, 2O —T AU T IZHLT
LOGINAPPL VY —AZBIN9 24 ERHDET,

zlogin —7 (U7 1% RiET H72DIZ, CA Access Control (ZITHFRIICE RS
LOGINAPPL VY —2ANHVET,

CA Access Control ) BEj#2E)

CA Access Control %7 AR T, = DOHEREIZRIEN 72V 56 1d. CA Access Control
DOIRERIEZ T DI ENTEET,

VAT LORLENFIZ seosd T —FLNHEIITEEIL T, VY —ARTITR#ES D
FIOIZE T 5121%. ACInstallDir/samples/system.init/sub-dir 7 4L 7~z HL E7,
ZZT, sub-dir (34N —T S AT LADT AL INITE, KT F AL IR
121X, README 77 A/ ZNENDA SN —T 42T VAT KN CIDOX AT % FAT
THODOFIENEENTNET,

febe =z
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CA Enterprise Log Manager &M

ZOEBI AL LLFOMN N EENTOET,

CA Enterprise Log Manager |22\ T (179 ~_—2)
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InfoView (AR — T DXLERHNET,

Fr ORI =L LIR—b R—=FILDIAN—=T g E RN AEBERHDET, &
HDOLR—K Nor—UEFIHTH20ICLR—F N—=HNVET v 7L — R L0
XHVET A, £, 0= TSNV R —b RN —T%k T I a,fTEET, I

XL BRI AT, B2 @D biar 77 ANLEL TR ESIVET,
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Windows LiR—bk R—ZILTOLR—k /=20 F 704

FEAED CA Access Control L AN—RafE H9%1Z1%., BusinessObjects InfoView [ZL-
R—bh Nor—2 TrANVEe A R— T HUERHVET,

Z: ZOFIETIE, R AR —COLRIDO NN —Tar NEET 7/ ST
Windows (ZLiR—b Robr—T% 5 7043 EIC OV CGRIILE T,

Windows LR—bk R—BJLIZLIR—F NRubr—2FF 04325

1.

FEFEITLTORWEAIT, P RT —Z =2 FAffY—/3 LR —h R—Z L%
BT LET,

YT 4 A7 RZA 712 CA Access Control Premium Edition Server Components for
Windows DVD %46 AL . ¥ReportPackages 74 /LA IZBEILET,

biconfig.zip D% % System Drive:¥temp ~74/V4 ([ZHHHLE9,

LLFOZ77ANENT 4 AT RTAT7 )5 System Drive:temp 7 4/L4 (23’ —L
E3

m  ¥ReportPackages¥fRDBMS¥AC BIAR Config.xml
m  ¥ReportPackages¥fRDBMS¥AC BIAR File.biar
RDBMS
LT\ RDBMS DX A7 A EHKLET,
f: Oracle
AC_BIAR_Config.xml
9% RDBMS DAY R—MERLT 70 (xml) DX i ERLET,

i Oracle Database 11g D354, 24U import_biar_config_oraclel1g.xml
(12720, SQL Server 2005 D35H, ZAUZL import_biar config mssql 2005.xml
(2720 ET,

AC_BIAR_File.biar

fE4 2535 RDBMS @ CA Access Control L'iR—h 77 A /1 (.biar) D4
BIZERLET,

F: TS RDBMS DAL R —MERKT 74 /L D <biar-file name> 71/
TANIZDTFANEIRAL N, T 74V THE 95 RDBMS DOFLFE/N—
Var DA4RNCRESHET,
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MBS U T, System_Drive:¥temp¥AC BIAR Configxml 77 A /L &L £
R

PLIFIE, RENDSLER XML 78744,
<biar-file name>

CA Access Control LR—F 7741 (biar) ~D5E /2 AL B EHLET,
Nt Y Tl a1 By s 2 0 M

<networklayer>
9% RDBMS THR—PESNTWD RN —ZJFaERLET,
#ill%: OLEDB, Oracle OCI
<rdms>
L T\% RDBMS DX A7 % EFRLET,
HilFR: MS SQL Server 2005, Oracle 10, Oracle 11
<username>
YERLHE A0 RDBMS B Ha—WDa—FXEERLET,
<password>
BB 720> RDBMS EBLA—HF D/ AT —R 2 &L £,
<datasource>
RN EERLET,
- (Oracle) Transparent Network Substrate (TNS) D44 il
- (SQL Server 2005) fEpk L 727 — &~ —2,
<server>

SQL Server 2005 2> B 2—XDA4RI#EFRLET, Oracle Database 11g D
BaE, ZZOFFICLET,

awR Fur7heE LT oav R TLET,

System_Drive:\BO\biconfig.bat -h host_name -u user_name -p password -f
ac_biar_config.xml

1 N o7 N 2= S

biconfig.bat -h reportportal.comp.com -u Administrator -p P@sswOrd -f
C:\BO\'import_biar_config_oraclellg.xml

RNoF T7AMZED ., CA Access Control LR —h23 InfoView (21 2R —hSi
FT, ZOMENE T THETEODDDEENHVET, T 77/ EFRD
TANZLINERRS DY 77 AL (biconfig.log) 1d, A R —hRERELT=mE I
ZRLET,
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5. 4> )L Oracle Database XE A ih—rERT7AIL

PUFOz—RO—E i3, Oracle Database XE DA R — M%7 71 /v
(import_biar_config oraclel 1g.xml) DFFE FIEDOHITT, T —HX—A L, =UH—
TIAREEHA O RT —H_R— 25 W LT BRI ey Ty 7 L LT,

<?xml version="1.0"7>
<biconfig version="1.0">
<step priority="1">
<add>
<biar-file name="c:/temp/AccessControl_R12.5_EN_ORCL_22_JUN_2009.biar">
<networklayer>Oracle 0CI</networklayer>
<rdms>0Oracle 11</rdms>
<username>ciadb0l</username>
<password>P@sswOrd</password>
<datasource>XE</datasource>
<servers</server>
</biar-file>
</add>
</step>
</biconfig>

5l: B>7 )L Microsoft SQL Server 2005 A R—rERTI7AIL

L FDOa—RO—E81L, rdbms.org (ZA ARM—/LEH, r125db T —H_X— A& FFO,
SQL Server 2005 DA 7R —MM&RL 7 7/ (import_biar config mssql2005.xml) D
EEOHITT, T—FR—R T, 2 A —TTARXERA O RT — L X — 2% U
iR L7BRIC, MERL £ L7,

<?xml version="1.0"7>
<biconfig version="1.0">
<step priority="1">
<add>
<biar-file name="c:/temp/AccessControl_R12.5_EN_SQL_11 JUN_2009.biar">
<networklayer>OLE DB</networklayer>
<rdms>MS SQL Server 2005</rdms>
<username>dbAdmin</username>
<password>P@sswOrd</password>
<datasource>rl125db</datasource>
<server>rdbms.org</server>
</biar-file>
</add>
</step>
</biconfig>
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CA Access Control r12.0 TAYAr—J)LLT=LTR—F R—FILADLR—F /SyFr—20FT 704

FEAED CA Access Control L 7AN—Raf#E H9%1Z1%, BusinessObjects InfoView [ZL-
R—b Nor—2 TrANVEAR— T HUERHVET,

F: ZOFINETIL, CA Access Control r12.0 TA YV Ah—/LL7=EETFD CA Business
Intelligence for Windows (ZLR—h /o r—2% 7 7 aA 455 EICOWCHRBILE

‘j—o

CA Access Control r12.0 TAVAr—JLLI=LR—k R—2JLIZLIR—k /3y —
CETIOATDHAE

1.

YT 4 A7 RZA7IZ CA Access Control Premium Edition r12.5 Server
Components for Windows DVD %ffi AL, ¥ReportPackages 7 L7 NI HE)L &
ED

AL A=V T AN NS 7 AV Z R E9,
®  Windows DAL, C RIATDA—F D TFIZ BO 7HAVZEVERLET,
m  Solaris DA X, directory /work/bo Z1ERL E7,
KT AAIRTAT IPBRIL T AL 7N LT D7 7 A V= —LET
m  /ReportPackagess/RDBMS/AC BIAR Config.xml
m  /ReportPackagessRDBMS/AC BIAR File.biar
RDBMS
LT\ % RDBMS DX A7 5 EHKLET,
: Oracle
AC_BIAR_Config.xml
fEH % RDBMS DAL R—MERLT 7V (xml) DA RTZERLET,

f5]: Oracle Database 11g O34, 24Ul import biar config oraclel1g.xml
12729, SQL Server 2005 D34, ZAUX import_biar_config_mssql 2005.xml
2R ET,

AC_BIAR_File.biar

42535 RDBMS @ CA Access Control L'iN—h 77 A /L (.biar) D4
AEEZRLET,

F: i35 RDBMS DAL R—MERS T 7A/L D <biar-file name> ~'12/3
FTNIZDT AN ERAL R, T 74V T2 RDBMS DO35iE/ N —
VarDARNIERESNET,

FEHTDHT TR T7+—2HD CA Access Control Premium Edition r12.0 Server
Components DVD #7422 R7A 7|28 AL, /ReportPortal 7 L7 NIZH
#LFET,

¥: 20 DVD X r12.0 IZfBLTCODAT AT O—HFTY,
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LIFOWF N OBEEAITNET,

»  Windows D34, DVD @ ¥ReportPortal¥BO 7 (L 71 (Jx K 2 GB) DI
KEVER LT C¥BO 74N A |Zar’—LE T,

m  Solaris ®¥E . CA Access Control Premium Edition Server Components DVD
\Z#% /ReportPortal/bo_install.tar.gz 7 7 AN DT —H%&{ERK 7= /work/bo
TANZIHHHLET,

BO_Files/biek-sdk/biekInstall.properties 7 7A /LD —%LL FOIHIHREL E
R

BIEK_CONNECT_LAYER=networklayer
BIEK_CONNECT_DB=rdms
BIEK_CONNECT_USER=rdbms_adminuUserName
BIEK_CONNECT_PASSWORD=rdbms_adminUserpPass
BIEK_CONNECT_SOURCE=rdbms_Datasource
BIEK_CONNECT_SERVER=rdbms_hostName
BIEK_BO_USER=InfoVview_adminuserName
BIEK_BO_PASSWORD=InfoVview_adminuserpPass
BIEK_BIAR_FILE=AC_BIAR_File.biar

networklayer

9% RDBMS THR—FSNTODORY N —VBAERLET,

HIRR : KRICFE/NCFEKBILET,
rdms

LT\ RDBMS OXAT % EFRLET,

HIRR . RPN T2 X BILET,
rdbms_adminUserName

YERHE 7+ RDBMS R 2 —H D2 —PH & ERLET,
rdbms_adminUserPass

{ERKH 22D RDBMS EHla—HF D/ AT —R2ERLET,
rdbms_Datasource

Oracle 7 —#“X—A® Transparent Network Substrate (TNS) D4 RijiZ EFL
£

rdbms_hostName
RDBMS ¥ — SOFRANM A EHRLET,
InfoView_adminUserName

InfoView B2 —HF D2 —VPLEZERLET, 7 74V TIE, 20—
X Administrator &720F 9,
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InfoView_adminUserPass

InfoView EHZ—HV D RAT—REZEFRLET, T 74/VETIE, ZD2—
P SAT =R 5ENTOETA (ZEDOFFIZLET),

AC_BIAR_File.biar

CA Access Control LiR—h 77 AL (biar) ~DERIR/ AL EZEFZLET,
ZHUFLIENC 2 — L= 7 7 AL TT,

7. LFOWT OB EEFEITLET,
m  Windows DAL, /3vF 771V BO_Files/biek-sdk/importBiarFile.bat %
EEILES,
m  UNIX O¥A1E, BO Files/biek-sdk/importBiarFile.sh AZ7V7 '~ 77 A /L% 5
1TLET,
ZDOT77ANMZED, CA Access Control L'ARN—R2% InfoView (ZA R —FEIET,
K TETEDDDET,
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=5
BAIARX

UNAB RARDAUA—)LEAR

TR, L FORE IR EFNLTOET,

UNAB RARDAL AR—/LEH AR AR (213 ~=—)

[ZLDIZ (214 R_—Y)

RPM Package Manager DAL Ah—/L (216 ~_X—)

Solaris RAT 4T Nl —Uv 7 DAL A—/L (UNAB) (225 ~—3)
HP-UX RATAT or— DA A=/ (231 ~2—2)

AIX IATA4T o=V DAL A=) (236 ~2—3)

CA Access Control T X —7IAXEH 2L/~ UNAB OEFL (242 ~_—)
AT LA TEOHETR (243 ~_—)

UNAB OBH#f (244 ~—20)

Active Directory T? UNIX FRARDEGE (244 ~R—3)

UNAB O7 77474 (245 ~—)

Z—IEHROFE R (246 =)

UNIX IR —RMHD ID FEOALAR—/L (247 ~—)
UNAB O%E (249 ~—)

2L —T DOIT (249 ~R—)

LAR—MERR D72 D UNAB DORIE (251 ~2—)

UNAB RRARDAAM—ILEAREZTA R

UNIX FRFE7 7—% (UNAB) T, Active Directory 7 —4 ART % ff L C, UNIX
ALBa—RIa s (o TEET, ZhUT, TRTOZ—FITKH L THE—DURT N %
BRATEAILEERLET, 2— VIR —Y 4 LR —RTT X TOTTvh
TA— DA TEET,

UNIX 7#7hE Active Directory OFEAICEY, UNIX DOa—HEBIN L—T7D
FERH2 7 037 473 Active Directory (ZHAES AL, B RFRRER LUV IAT —R DR
Vo —NFEBINET, kY, UNIX O2—H L7 —7% Windows D—
TN —THEHL CWAD LRI AT CEHTEET,

¥ AVAN—IVIRIZ, UNAB 1ZEDEEZED PAM Y 2 — L EHLEH A,
UNABPAM [ZBEFED PAM AZ o7 ASIET,
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[FC®HIZ

A AL E—F

UNAB DEX A%

UNAB %A AN—/L T 51213, FRNHER B2l BEREREZAZTEL
PVERHVET, UNAB OEEBIOERIMRGEOFEITEE T T5DICHE e TE
FRIETIEEBEIDLET,

UNAB Tif 2 DDA A—/b B—FRHPR—FENTWET,

L %/i\ﬁ‘ﬁé\ - “f‘t/\:E‘—]\—( i UNIX TX]\ i :'—_“'j-@wu uEkiU*@Bﬁ'ffg‘
D 5% Actlve Directory ¥ —/NIEAFLET,
m HRES - A E—R T, UNIX ARAMT, 2 —FORIAEDZ% Active

Directory WZARTE L, HERRAT 512 BIL TIE, UNIX «\»—7\(Dn~4f ANT L
F9, BB TE—RIL, UNIX 22— AT ZRF 4588 1AL ET,

UNAB %3447 SN D UNAB OHARZ AR A AN—)L RELZFLT
5 ECHELRFIEE RETZEE2BEIDLET,

1. UNIX 2 Fa— AR ELEESNIZZ L 2R L E9 (215 =—),
2. UNAB AV AR—)L Ryl —T% 2R AR LET,

F: UNAB DAL ARN—=VIRIZFELTNDTRTOHD UNIX FAMIDWNT
UNAB AV AM—/V Ry —TU 5 HARARTHENLBEIIHNER Ay A AN—
v Nk E AR AR, ENEE AL T, UNAB &Rk IC A AR—
ALET,

3. CA Access Control =X —7FAXER L4 55912 UNAB Ze%ELET
(219 =),

CA Access Control = H—7FAREH $— N o—H (X —Tx—RA%ff
FIL T, UNAB U RRAVMEEHELET,

4. UNAB 7347 —U% UNIX HBARSAUAN—/LLET,

FE AT AEGBIOT AL —T 400 VAT L PRI OWTIL,
M)—A )—h BT ELTEE,

5. (FFvay) AT AEAOMAHRLET (243 R—),

uxpreinstall L—7 U7 (1%, AT L0 UNAB Ef:L EHMENH Do MERL
F9° (UNAB %A AR—)L L7 &, uxpreinstall —T7 (VT (&I T CTExEH
Ao

6. Active Directory |2 UNIX BRAREEELFT (244 R—),
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7. UNAB ZBAlALE T (244 =),
ZHIZE T, UNAB 7 —F (uxauthd) 23BEAGSIET,

8. CA Access Control T X —T7TAREH Tal/ A FF AR —%21ERLL. R
v —% UNAB TURRALIA~ENYTES,
n7 Ay R —IZEoT, UNIX RAMDT 7B A% R Al £ idE RS =
BT IR 2= EERLET,
Eonr Ay RV —OFEMIIOWTE, (2 X —T T REBTAR | SR
TLIEE,

9. UNIX RAR LD UNAB #7277 4712 F T (245 ~_—),
UNAB 277747 T5E, 2o H—TTFAX 2—% N UNIX FAMITT A
LET,

10. (A7 ar) 2—HEBLOV/V—T% Active Directory ~FATL £ (249 ~—
IR
ZOBATTaEATIX, UNIX 22— BION L —7DEM% Active Directory
AT =L, =N | OOPWAINSRARNDT /B2 FEHTEDIICLE
7,

UNIX avEa—42DRHIERDFER

UNAB MERET 21213, UNIX 2B a2—HEBX O Active Directory 2B =—4 D
778, UNIX o B2—Z0 [P TRV A% KA A% G RUa B a—2 4104
AR CELMENHET,

UNIX B 2—Z AN ELKIRRSNDZ 2 MER T 51213, UNIX A Ea—H2B L
WY Active Directory 2> B a—H D[] 5735 UNIX 2 Ea—HD [P TRUAREIEE
LT nslookup 2~ REFEITLET,

fl: UNIX aVEa1—2ENELBRINDLEHRTD

ZOHFITIX, Windows @ Active Directory 2B =—#3 LN UNIX 2B a—XD
[t 5 C. computer.com EVWIAFTOTZLE 2—Z|ZXFL T nslookup 2~ REFATL

ToRERERLET,
Server: computer.com
Address: 123.456.789.1

123.456.789.1.1in-addr.arpa name = computername.com
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RPM Package Manager W42 Xk—)L

RPM Package Manager (RPM) (3, il x DY 7 =T N_olr—U%ERR, A AN—/1,
I MR, B BX NS ETAZENTEDa~v LRI 2—T 40T 4T,
RPM %, UNIX 7 Tvh74—ALTHEHATH200LD T,

E: FEMIZOUWTIL, RPM Package Manager @ Web (b (http:/www.rpm.org) 33
OV RPM 1275 UNIX O~v=a27 /L _X—UE2BRLTTEEN,

CA Access Control [ZfEIN TS RPM RN —U% AL T, A AN—/L LT
UNAB %, RPM ZfEHL TA ANV SN Z DM T X TOY 7y =7 LRI
HCEET,

UNAB 94— DAREITAR

UNAB %AV A=/ 9521, RPM /S —ThE HAZ <A AL T, il 7K
~ORBEZTRTUVENBVET, Fo, o —Tr AR~ ARTDHRER, HAS A
AVAN—IVEREEARETHIELTEET,

N —UEFH TARTLZLIIBHOLEE A, RDVIC, LTORBBIC
7€-C, customize_uxauth_rpm AZUZ7RflEHLTZEV, HAF L UNAB RPM
AV A=)V N =V EER T AL, SO 2 —4 T rpmbuild =—7 1Y
TADMER FRE CHLLERHVET,

UNAB /X7 —UDAHRZIARX

1. HARFZ<ARXFBH/3w/r—% CA Access Control Endpoint Components for UNIX
DVD @ /UNAB T AL ZNImBT7 7 AV VAT AO— R RGN aE —
LET,

TIAN VAT DO EEAB TR T, /8o — VR BT T
HAIARTEET,

2. (AFva) i FoavReE AL T AV A=) RIGRA—2 T7AND Sk
HELET,

customize_uxauth_rpm -r -1 Tang [-d pkg_location] pkg_filename

3. LTFoavwr e AU T HFFRERNEZRRLET,
customize_uxauth_rpm -a [-d pkg_location] pkg_name

4. EHFFRRRROREICFRRSNDAD>INEOF—U —FEAELET,
ROFIATIOF—T—REHELET,

5. UTFoa<wr e AL T EHFFRERN~OREEZRLET,

customize_uxauth_rpm -w keyword [-d pkg_location] [pkg_name]
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6. (ATva)LlFOavREANILT A ANV TALIREERLET,
customize_uxauth_rpm -i install_loc [-d pkg_Tlocation] [pkg_name]

7. (AT a )L Toaw REANLT, T4V B 7 7 AVEEELE
7,

customize_uxauth_rpm -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
8. LLFDa<w REANILT, AV A=) NTA—H Ty NVETELET,
customize_uxauth_rpm -g -f tmp_params [-d pkg_location] pkg_filename

9. AVAP—ILEEICEE T A A=)V RTA—K T ()L MRELET (219

=),

ZDOTFANMIE ST T — DA AN NVIED T T 4 VIR ERITHIZERT
=FE9,

10. LFDOa~ R AN LT, ARG A RSN R =D DAL A=) /3T A—
FERELET,

customize_uxauth_rpm -s -f tmp_params [-d pkg_location] pkg_filename

INT o —=VaMALT, ARSI AXSNIET 7 4/VEEET UNAB &1
A=V TELIDNTRELT,

customize uxauth_rpm A<k - CustomizeUNABRPM /\w4—

customize eac rpm I<>KiX, UNABRPM Ror—TDHAR< AR ATV T N
FITLET,

F N\ —UER DA ARXT DI, TV INT AN VAT A EOFEHREN/
EXIABRAREIRT AV 7NN H DM ERNHF T,
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ZOa<w ROERITLL FOI TR0 ES,

customize_uxauth_rpm -h [-1]

customize_uxauth_rpm -a [-d pkg_location] pkg_filename
customize_uxauth_rpm -w command [-d pkg_location] pkg_filename
customize_uxauth_rpm -r [-d pkg_location] [-1 lang] pkg_filename
customize_uxauth_rpm -i install_loc [-d pkg_Tocation] [pkg_name]
customize_uxauth_rpm -s [-f tmp_params] [-d pkg_location] pkg_filename
customize_uxauth_rpm -g [-f tmp_params] [-d pkg_location] pkg_fiTlename
customize_uxauth_rpm -t tmp_dir [-d pkg_location] pkg_filename

pkg_filename
NAZ<AAXT 2% UNAB Nor—V D7 7 AV EERLET,

Ero-d AT VA ERELRWEEIE, o= T ANV DR NAL B TEF
THODULENDNET,

TR EZ R RLET,

-w F—DJ—F
TR a— PRI —FRRIEL QWD LA E T 0% —V —F%
ERLET, ZOF—U—RE, 2—FHEAFFEROORZICHYVET (Ao
[ I, ERFFERA T 7 ANV ERR R T DI, -a 7 a2 EHLET,

d pkg_location
(AT va)TrAN VAT A BT —URRETHT AL 7N ERELET,
=V DHLT AV N ERRELIRWNG S AZV T NIy r— T7 A1~

FERNAL D pkg_filename THHEARLET,

-f tmp_params
HROMERBILOBIFTLERDA LV AN—IV RTRA—H T AL DFEE/RABIN
AR RELE T,
g AT Al E AT OGE . T AVERRELRNE A AL RTA—
H I IAEHEH T (stdout) (ZH SN ET,

AV AN—=I)V NTGRA—E TrANEREL, Tive -f A7 va TIRESN-77
AMIELELET,

AvROFEREZRLET, -1 A7 var bR shD e, PR — I RS EE
St —REFRRLET,
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UNAB A2 ARk—)L

-l lang

El, r

il

=111

ED

o

AV AN=)V INTA=H T7AVDFiE%E lang IZRELET,
FT L ar BRI LIS E DR ATRET T,

A FBRERRERY AR — ISR SEEO—EIZ OV T, customize _eac rpm -l1-h %
FATL RIS, T IHVNTIE, AV AN—/L RTA—H T 7 AT HFE TR
wETOET,

Ry —=UEYEYRUT, ST\ — P LARRICT 7 AV MEERE 589120
i‘g_o

BESNE R —VFBELT £ A7 ar THRESNT WA A RSN
ALV A=)V RGRA—=2 T ANINED AT HAFERTHIOCLET,

-t tmp_dir

AL A= VEERIO— 7 AL 7N ELET,

INGA—BR T74)L -UNAB /12 RL—ILDHRZIA X

UNAB "TA—% T3 AVNZ0E, BN THAZ <A X TEHA L AR—/L /T
A—HENEENTNET,

ZDOT77ANDIERIZILL FDOLEEBYTY,
AUDIT_BK

BER T 7 AINDEADAE L TRIE R I T S ARET DN EIN TR ELET,

F AT AR — NSRS AR ZOEE lyes ITRELET, ZOMHE
% lyes IZRXELT- %54, CA Access Control |3, BE# 7 7A/L7% audit size 7%/
THRELIHARGIRICEST DL, EDT7ANGN NI T T L FADARI S T
HFET, ZUTEST, TRTOEET —FPLAR—F =—V = MOl Al hE
IR0 ET,

HIFR: yes. no
F7 4L no

UXACT_CONTAINER

UNIX 2B o2—# VS5, Active Directory NI T+ 4 &2 EFRLE T,
7 7#/Vk: COMPUTERS
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DISTRIBUTION_SRV_HOST
BeAT Y — NOFRAN B R ELET,
HFR: AEROANRBANM
F74/VR: none
DISTRIBUTION_SRV_PROTOCOL
AT — " DBE 7BV R ELET,
HIFR: tep. ssl
T 74V ssl
DISTRIBUTION_SRV_PORT
AT — N OR—MEBERELET,
A7 a ssl: 7243, tep: 7222
T T4V h: 7243
DISTRIBUTION_SHARED_SECRET

LAR—F === MBREA I — S ~ORGEE N T 5, AR fRELE
B

IR : BB OB TS
7 4/LR: none

SEr BT — AL AR L U B U R B S T B T D E
¥,

DISTRIBUTION_SRV_QNAME
AT T ayhDOFEEHROF 2 —DARIEIRELET,
AR : 2 —2 AR T T,
7 7#/VR: queue/snapshots
DISTRIBUTION_SRV_SCHEDULE

ViR—b ==V = MRV AR— MR L BoAi P — NIZRE ORI A E 2L £
R

ZOM=7ATROEREEHALET: i@ LR 21[...]
77 4/Vk: 00:00@Sun,Mon, Tue,Wed, Thu,Fri,Sat
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ENABLE_ELM

LiR—h == 2V IREA S — N RRA U MNE R T — 2 % 2T D0 E 90
ZRRELET, ZHulL-o>T, =—i% CA Enterprise Log Manager Lt S4LE
j—o

F: ZOMEEyes ITRET 25 G ED NI T v T2 RAFTD
(AUDIT BK=yes)&91Z, CA Access Control Z % EL TEEVY,

R yes, no
T 73V no
GROUP_CONTAINER

UNIX ZV—7DiEFHEEETe Active Directory 27 DT F 4% EHELE
R

INTEGRATION MODE
UNAB OftGE—RZfELET,
HIRR: 1- #oFE. 2- Tane
NTP_SRV
(NTP) — DA RFIEIT [P TRLAZERLET,
F74/LR: none
TIME_SYNCH

UNAB 227 LK% NTP (Network Time Protoco) V-—/SE R4 20289
MNEfRELET,

S ZOffAETyes ISR ETHE NTP_SRV h—2 DIEZSRETHMLENRH E
T ZOfEi%E Tno | ICERET 5L, UNAB 13, /ete/ntp.conf TEFSIIZT AT A
BRI LT, UNIX A=A 0EfHLET,

HIFR: yes, no
F74/Vk: no
USER CONTAINER
UNIX —H#DEFHEETe Active Directory 27 FDar T 4z E#KLE
R
UXACT_RUN
AL AR—/LHIZ uxconsole -register 2~ REFEATTHNEINERELET,
B : yes. no
T 74/VR: no

7E: uxconsole -register 2~ &, Active Directory ¥—/3¢0> Computers =17
FIT UNIX B a—2 kL E7,
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UXACT_ADMINISTRATOR

Active Directory OEFFREDL—YF A ZERLET,
UXACT_ADMIN_PASSWORD

Active Directory DEBEE DT TR NAT—REEZRLET,
UXACT_DOMAIN

UNIX 2B a—40 TN AZERLET,
UXACT _RUN_AGENT

AL AN—)L TavRAOK THIZ UNAB 7 —ELZiE)T20E90 i ELE
T

HIFR: yes. no
T 74V yes
UXACT_SERVER
Active Directory +— SOAHIEERLET,
UXACT_PORT
Active Directory DVA=27" HR—rEEFRLET,
T 7 Ak 389
UXACT_VERB_LEVEL
PR ANV EERLET,
HlgR: 0 ~ 7
VAPE VIZNEK
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UNAB DA RAk—)L

Active Directory — 7 Hw Nl LT, UNIX 2o Ea—Xial A3 5103,
T 7¥ATHE UNIX B 2—Z|2 UNAB ZAAM—/L T HNBENHDET,
UNAB A4 Ah— LT BH%

1. UNIX 2o Fa—H|ZA—/S—a—HLLTrI/(LET,

2. A2AF—/)L CD T UNAB DAY A=)V FalSanibrdis RoitE
7,

LRIl Z R ET,
mnt/UNIX/auth_DVD/CDPATH/uxauth-1-0.10.1386.rpm
3. mpm IVUREHEHALT, UNAB o7 —V & A AR—LLE T,
AV AN—)L Fae AR GEIET,
AVARN—IV TR ANIEFIIGE T LIl e AT DAY =Y NEREINET,

4. AU A=)V 1l T7yA)L (uxauth-rpm.log) #Z L T, /> Ah—/L TrER|Z
B3 2IF el 7,

/' 77ANiE, UNAB DA A—/L T 4L 7RIS TOET,
T 74V T, UNAB (2L FOEGFTICA L A=V ENFET,

/opt/CA/uxauth/
5] Red Hat Linux £IZ UNAB /> RAh—ILT 5

L F OB Tk, UNAB 734 —% Red Hat Linux x86 ES 4.0 2LV 2 —X|ZA VA
=T B EERLET,

ZOBITIX, AV A=V R —VF A A=V AT 4T FICHVET
(/mnt/UNIX/auth DVD (Z=7hERTWET),

cd /mnt/UNIX/auth_DVD/CDPATH
rpm -i uxauth-1-0.10.17386.rpm
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AR LN ERIZFTR T LI-CEDFER

UNAB DAV AN—LD5ET 1% A AN— LN IEFIC5E T UIm 2 e 2 MR D088
HVET,
AVAN—VBIEFIZ5E T LTI MR T 51203, uxauth <2 FE A LET,
uxauth

UNAB RATAT o —V D4 REERLET,

UNAB BIEFIZA VAN NVENTZHE . 2O/ —U PNA L ANV I TNDIE
AT A A=V NFRENET,

UNAB D72 AV A+—)L

UNAB 272 AV A= LT B4 A AR—/L L7z UNIX St a—2bh 8y —
VEHIBRTAMERHVET,

UNAB %7 A A= F5I04F A=/ "—2—HPLL T FDa< P AJLE
S

rpm -e uxauth

uxauth

UNAB AT AT NRor—Y DL RiEEFRLET,
TUAVAN—L ARG NET,

TrvANIEFIZGE T LIz @md Ay —UNERRINET,
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Solaris RAT47 1\vF—25 DA A—)L (UNAB)

Solaris DRAT AT Nolr—0 7%, a~v i RI4 2—T7 407 LTS E
T, 2D, K3 —V B BNAER, A A=V HIFR, BE OV R— 9528
MNTEET,

5¥: Solaris RAT AT =0T OFERNZOUVTIL, Sun Microsystems @ Web
HALRBONE pkgadd, pkgrm, pkginfo, 33K pkgehk (ZBHT A~v=a7 /L ~N—
FHMLUTLTEEN,

B DAL ARN—/LDROVIZ, UNAB (ZHESN TS Solaris RAT AT 73wir—
D FERATAZENTEET, DD, A AM—/L 7= UNAB % . Solaris AT 4
T o= TR AL TA VAN ILENTMOY T N 2 T L EIRRICEFTEE
KR

BE: \vr—VDA A=V, UNAB &7 A AN—/LF5HIZIL, pkgrm 2+
YREEHTOMERHVET,

Solaris RAT47 INYFT—CDHRETARX

Solaris AT AT or— 0 7 %EHAL T, UNAB &AL AN—/L CEDHIT, A
AN—Jb N =T IAS AR LT, T ER~OREERELET, Fi,
PN =T AL ART DR, WAL A A= VR EERETHIEL TEE
KR

F: UTOFIEICHEST, UNAB N —Va W AISAALET, Nor—V&F
B CEETLHZLTBEOLETA, RDYIC, L TFOMBICHEST,
customize uxauth pkg A7V Rafi L T7ES0,

Solaris RAT47 I\VT—LDHRIIAX A%

1. HARE<ARXF 539 —V%  CA Access Control Endpoint Components for UNIX
DVD @ /UNAB T ALZRIMMBT 7 A VAT AO—REH7RTF AT IR L

E
TrAN AT DOFEH I /FEZIA L FREIRFHIT, Ny — P BEITS T
NASR AR TEET,

BE: Nur—VUrHT B o=V DT AL RIS 2RO T 7 AL
JBMERMERFESN QWD Z L AR T AN HVET, ZH L7, Solaris A
TUT IR lr—=0 = )T DR =D R LT DB A L E T,
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10.

11.

(A7 =) customize_uxauth pkg A7V’ 77 A/VEBLD pretar 77 A/V%
TrAN VAT A EO— MRS ATICa e — L g,

PEEELSN DRIV TN A —D %2561, pretar 77 ANVEEDAIY T
N 77 ANERICT AV IZRICELELET, pretar 77 AU, JEMESIVE tar
T7ANTHY, A A=) AyE—V BT UNAB O R a— 4l HFRE
BRIMWEENTNET,

;¥: customize uxauth pkg AZUZN Z77ANE pretar 77 AMIEL, RAT AT
IR = O e LRI AT IS S LT E T,

FFva)UToavwrReANLT A ANV NRTA—=F T (VD FiE%k
FELET,

customize_uxauth_pkg -r -1 Tang [-d pkg_location] [pkg_name]

Enter the following command to display the license agreement:
customize_uxauth_pkg -a [-d pkg_location] pkg_name

it IFFE R D RZICETRENDA D> ZHHIOF =T —F 2 AT LET,
KOFIETIOF—U—REFELET,

LIFoa< e AL T, ERFFERA~OFREEZRLET,
customize_uxauth_pkg -w keyword [-d pkg_location] [pkg_name]

AT aN)UTFDOavrREATILT AV A=V TALIRIEEELET,
customize_uxauth_pkg -i install_loc [-d pkg_Tocation] [pkg_name]

(FTva) L Foav ReE AL T, T 74/VEOR AL 7 7 AV EE T L E
T

customize_uxauth_pkg -s -c certfile -k keyfile [-d pkg_location] [pkg_name]
UTFoa<w REATILT, A A=V NNTA—=F T7A)VERELET,
customize_uxauth_pkg -g -f tmp_params [-d pkg_location] [pkg_name]

AL A= NVERZEDE T AV A=V RIRA—F T AV EfRELES, (219
)

ZDT7AMZES T, R —T DAV AN VDT 7 A VIR EEATIZENT
TFET

LT Da~vrRE AL T, DARZ ARSI — DAV A=) /XTA—
BERELET,

customize_uxauth_pkg -s -f tmp_params [-d pkg_location] [pkg_name]

TNT, RN —U AL T DA A RXEINTZT 74V E T UNAB &AL
AM—LTEAINNTIRDFELT,
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customize_uxauth_pkg A< K - Solaris #4747 X —PDHRETAX

customize uxauth pkg =~ K&, UNAB Solaris RAT A7 /o7 —YDHAS<A
A APV TN FATLET,

DA REMAT LG U TOREB BT OMLERHIET,

. ZOAZYFNI. FIHTTREZ: UNAB Solaris AT 47 _Ror— DN T
el x4,

R —UENAZARTDHINE, ST =V INT A VAT A EOFEHREN/
EXABTEERT AL MICHD VBN HOET,

8 OB TARINTZAIVT N A= A2, pretar 77 ANEATV T
N Z7ANERICT AV 7 IICESLERHDET,

ZOa<w RO RITLL TOLNTR0ET,

customize_uxauth_pkg -h [-1]

customize_uxauth_pkg -a [-d pkg_location] [pkg_name]

customize_uxauth_pkg -w command [-d pkg_location] [pkg_name]

customize_uxauth_pkg -r [-d pkg_location] [-1 Tang] [pkg_name]
customize_uxauth_pkg -1 install_loc [-d pkg_Tlocation] [pkg_name]
customize_uxauth_pkg -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]
[pkg_name]

customize_uxauth_pkg -g [-f tmp_params] [-d pkg_location] [pkg_name]
customize_uxauth_pkg -t tmp_dir [-d pkg_location] [pkg_name]

pkg_name

(AT var) hAZ<AR42 UNAB /Sor—YDLARITTY, Sor—U%FEE
LRWEE AU NITF 74V R TAL D UNAB 73947 —0 (uxauth) 218K
LT,

il HFFE R AT RLET,

-w F—TJ—F
TR PR S — Y BREL TO BT LERET A% —T— %
EFRLET, ZOF—U—RL, 2—PHEHAFFHEROORZICHVET (o2
[ ). BERFFRERKN T 7 AV ERB T DI, -a A7 ar2EALET,

-l lang
AV A=)V NTA=Z TrA)VDEGE% lang [TRELET,
FTar BB DRIZLED LB AT,

F: PAR—FSNTWD, FEEARER TR — N —RER 51203, -h 7 va
VEMABDETETLET, 774NN TIE, AVAR—/L NTA=F Ty AL
SRR TREIR SN TV ET,

EOB T, r

=113

)
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d pkg_location

(FTva)Tr7AN VAT A LT —UREET DT AV N ERRELET,
N lr =V DD T AV N EFRELRWG S AV T NIT 74/ T
/var/spool/pkg ZFEELET,

-f tmp_params

SR OVERBIOIETLER DAL AN—)L RTA—2 T A D5ELENRAEB LN
ZATERELET,

g AT A BT OGA . T AVERRELRNE A AL RTA—
VA AEH ) (stdout) |2 H T8V ET,

AL A=V IRGA—H TrANEREL, FhE f 7 var TlREShEZ7 7
AVIZELELET,

av U ROEEEZRLET, | A7 var bl D L, VR— IR 558
DEFHA—RERRLET,

-i install_loc

I lr = DA AN—)V T 4L 7R % install loc (ZEXELET,
-k keyfile

N—NDORERET 7 AV D5E R IAL TR LET,

Nolr—=2#Y By LT, D Y=V LRBRICT 7 AV MEER o010
E3

WHESNI- =R EL T, -f A7 ar THESN-, hAZ~AXINT-
AV A=)V IRFGA=H T ANINED AN EAFE T HI9C L ET,

-t tmp_dir
A A= NARER O —BT AL 7 N EHRELET,
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UNAB Solaris #4747 /1\wr—S DA AR—)L

UNAB Solaris DFA7 17 /30 =% T 5L, Solaris |- C UNAB ZfiiHIZ
AL A=V TEET,

E: LTFTOFIETIE, UNAB 3T 74NV DR E TA U A= SNET, AL Ah—
VT BRI, CA Access Control /37— ENAS <A XTHIEL TEET,

UNAB Solaris A4 T47 1\w5r—S DAV AM— LA E
1. (7vav)Solaris FAT AT A AM=NVEEOT 73 VIR ELET,

a.

AL AN AFELT 7 AV ZBUED YT — LE T,
convert_eac_pkg -p

AV AN )VEHL T 7 AV EBIEDOBFTC myadmin SV A ETCaE’ —LE
B

A AN VEBL T 7 AV EFREEL T, pkgadd DAV AN—)VEEDT 7 4 )V e
EHETEET, pkgadd-a A7 TarZHH 3L, UNAB 728 FFED A
AN—IVHIIZER SN 7ANVEERTEET, L, 20770k
UNAB [ZEADOLOTIEHEHE A,

AL A= )VEBT 74V (myadmin) 2 IS U TRREEL . D7 7 A VAR
ﬁl—/\i—a—o

ZIVT MDA AN N B E RF T 2870 BRLTZAV AN VR E S
CA Access Control %A T 47 AL A=)V DT=OIfF A TEET,

3¥: Solaris XAT T Nolr—U0 7 TlE, T 74V T, 22—V LD EE
BTG ERHVET, AV AN NVEBT 7 ALBIORZO7 7 AL OFEWT D
FEANC WL, pkgadd (IM) BX O admin(4) (ZB89°5 Solaris D~==7/L
R—=TEHMRLTLIEEN,

2. UTFOIN v —V% A A=V LET,

pkgadd [-a dir/myadmin] -d pkg_location uxauth

-a dir/myadmin

FlE 1 TIERKL7Z myadmin A AN—VEBRT 7 AL OLHEERLET,

ZOF T ar FRELZRWEA . pkgadd TiET 7 4/VhOA L AR—//LE L
TrAVPEHESNET,

pkg_location

UNAB /37— (uxauth) B &SN CTOD T AL 7N A ERLET,

BE: Ny r—2i3, BB (0F0, Z—7BIOEBICHT DAY
T 7R AMERRE SIS ICELE T AMERH D £, & 2
/var/spool/pkg T,
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7E: Solaris RAT 47 /3w/r—1E, CA Access Control Endpoint Components
for UNIX DVD @ NativePackages 7 (L 7 IZHVFET,

ZIT, UNAB DAV AM—/UFZE TLELZD, RIS TOERA,

BIRLI=Y —2AD UNAB Solaris 2747 1\y5r— DA AM—)L

Solaris DRAT AT Rolr— T ERERAL, BRI — 12 UNAB %A Ah—
VT BZENTEET, 7272L. UNAB 27 o0— 3L V= NIH AV A=)V T BN
NHVET,

7 Solaris RAT 47 /Sy —TV %ML T, UNAB & 9§ _XTDY — NI Ab—
NFTHTLERBROLET,

BIRL-Y—2I2 UNAB AV AM—ILT B

BEE: TXCOY—2THTFEL UNAB N—2au 2 A5 TSN,

1. Zu—3L S —=UhBLL TToa~v RE2EITL T, CA Access Control %A AR—
ALET,

pkgadd -G -d pkg_location uxauth
pkg_location
UNAB /37— (uxauth) DMEMHSILTODT AL 7N ZERLET,

BE: o =1, AFER (0F0, JA—FBLIOEBICKT AR
T U AMED R IE ST ICEETAVLENRLY 3, 2L 2,
/var/spool/pkg T,

ZDawrRIZEoT,UNAB B a— L S —NZDBA AN— L EINFET,

2. Zua—sYL V' —UNT SEOS load v R&AFL T, UNAB Z—x/L &

Va—NEu—RLET,

7E: UNAB I— /L Ir—RSNET A, UNAB I/ m— L V= NODAN
VAU —E T RLER A,

3. UNAB ZAL A=/ BENZENDOIETa— L V= TLLFOREEITWE

R

a. Hrmu— L = O—FRRTFSATIC uxauth /Sy —Ukar—LF
7,
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b. =L V=B F DAY REFATLET,
pkgadd -G -d pkg_location uxauth
ZOa U RE, MEE T THHIE m—/3 LV —T UNAB A Ah—/L
LET RIOFNETaL — LI\ —T% i),

ZIT, WEY —2 T UNAB #BRAATEDIINTRVET,

F: UNAB &7 0— 3L V' —2BHIBRTDEIC, TXTOIH ETa— L v —2n
BT VAV ANV T HUNERHDET,

HP-UX RAT47 1I\97r—S DAV AR—)L

HP-UX OXATAT Nl —Ii%, GUI La~wrRoAy a2—T 407 4DEvheL T
fefsnEzT, Zhcdh, llx OV 7 =T Rl —T OFERL, A A= HIBR,
BIOUVR—MEREITHOZENTEET, HP-UX AT Nor—Tid, VE—
k 22— TN =T N —T kA AN LT AIELTEET,

iE: HP-UX ODXRATA4T 73— Tid, Software Distributor-UX  (SD-UX) DFF:
HFNZDOWTIE, HP @ Web Y1 b (http://www.hp.com) ZZ L CTI7ZEVY,  swreg,
swinstall, swpackage, 33L TN swverify (Z-DVVTiE, man R—UHL BB TEET,

BE DAL AN—LDDVIZ, UNAB ICHEINTWS SD-UX RAT147 /3y
= EFERTAIENTEET, Uk, A AR—/1 L7z UNAB %, SD-UX %
FEHAL AV A=V ENTIM D Ty =7 LRFRICE R CEET,

BE: obrr—YDOAA—/L1%  UNAB %7 A AN—/LF 5HIZ1, swremove I
< U REFEHTOLERHNET,

UNAB SD-UX R/ ST —CDHREATAX

AT AT NRor—V%FEHLT UNAB Z A A—/L 9 BRI, UNAB /v /r—
AR AR LT, AT RN A~DOREEZ R T LERHET, T, or—v
ENAZART BN DAR D A AN VIREERETHILEL TEET,

Fr RN —UHRFETTERTHZLIBEOLETA, ADIZ LTFTOFIEICE
HENTCWBAZV T A AL T, UNAB S —V 5 W AZ <A XL TLIEEN,

PAR—bHDO% HP-UX A XL—T (27 VAT AIZKIT S Software
Distributor-UX (SD-UX) JEZ/ 37—, CA Access Control Endpoint Components
for UNIXDVD @ UNAB 7 AL ZMIZHEMHISTVET,
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SD-UX BR/N\vT—LDHhRETAX

1.

HARZ ARG BN =% T AV AT A EO— 7 RS AT R L
F7,

T7AN VAT LD AN [EZIAH R REILFEIR T, N\ — U2 LEIGUT
NAR AR TEET,

BE: Nur—VUEEMTLEXT, o=V OT 4L NI EIED T 7 AV
JEMEDNMREFSN WD EEMER T OV ERHNET, £HT/h\E, HP-UX A
TAT N = LT U BMEEL T D E RSN ET,

customize uxauth_depot A7V’ 77 A/LIBLW pretar 77 ANET AL A
7L OB RGN e — LE T,

pretar 77 A /UL, JEMESIZ tar 77 AL THY, A A=) Avb—U BRI
UNAB D= a—W RN E ENTOET,

7¥: customize unab_depot AZUT'N 77 A/ pretar 77 A/EILL T D
TALIZMIZHYET,

/uxauth/FILESET/opt/CA/uxauth/Tbin

UTFOa~ R ANLUT, RGN ZFRLET,
customize_uxauth_depot -a [-d pkg_location] pkg_name

fEFHFFE SRR D BRI FIRSND A TN OF —TU — R AELET,
KOFIATIOF—T—FEfELET,

LIF Dz~ e AN ULT EHFFRERK~DR B2 RLET,
customize_uxauth_depot -w keyword [-d pkg_location] [pkg_name]

(FTa) L FTOa<w ReEAJLT, AV A=)V RTA—H T7A)VDEiE
RELET,

customize_uxauth_depot -r -1 Tang [-d pkg_Tlocation] [pkg_name]
(AT va )L Foa<w Re AJJL T, AV A=/ TAL 7 NEERLET,
customize_uxauth_depot -i install_Toc [-d pkg_location] [pkg_name]

(AT a) L Foav  ReE AN LT, T 74/VEOM AL 7 7 AV EEF L E
@40

customize_uxauth_depot -s -c certfile -k keyfile [-d pkg_location] [pkg_name]

(AT a) L FOa<w REATILT, AV AR—)b RTA—% T7A)VETEL
F9,

customize_uxauth_depot -g -f tmp_params [-d pkg_location] [pkg_name]
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10. (A7 v a) A A= VEHIZEDE T AV ANV RTA—F T )V %tk
LET (219 =),
ZDOTFANMIEST NS —T DA A= VDT 7 4 )V NR EEFTHIZENT
TET

11. (A7 Ta) i FoavrRe NSJL T, DAZS ARSI\ lr— DA AR—
b NIA=BERELET,
customize_uxauth_depot -s -f tmp_params [-d pkg_location] [pkg_name]

INT o —=VaMALT, ARSI AXSNIET 7 4/VEEET UNAB &1
A=V TELIDNTRELT,

Bl ERFEZN~NDREZEEY S

FATAT =D DAL AN VR R RAICRIE T DI, 7oy — V%
HAE<ARXLET, LATFOHNE, o —Y 77/ VOB IO T 1L 78 EiZhD
x86 UNAB SD-UX /o= WAL~ AR LT, MR ~DIR B Z~T ik
L CQOVET,

cp /mnt/AC_DVD/UNAB/_HPUX11_Ux_PKG_1*.tar.z /tmp

cd /tmp

zcat _HPUX11l Ux_PKG_1*.tar.z | tar -xvf -
/uxauth/FILESET/opt/CA/uxauth/Tbin/customize_eac_depot -w keyword -d /tmp uxauth

ZIT, tmp TALVIRNZH DI AR <A RINT2 30—V &AL T, UNAB %A
AN—LTEAINNTRVELT,

SRR

customize eac_depot 2K - SD-UX A\ —V DI AX< A X (136 ~=—)

customize_uxauth_depot A<k - SD-UX R/ \wyr—PDHREATAX

customize uxauth_depot =~ Ri%, SD-UX X/ v —HD UNAB XAT 47

NP =L DHAR AR ATV T M FATLET,

ZOavw N AT 551 LT OSEBETHULERHVET,

m ZOAZVZ ML, FIFATREZ: UNAB Solaris 1A 747 /3y7r—Y O ThH
HERELE97,

o N VENAZART DI, N TV NT AN VAT L EOFEAEY/
EXIAL AR T ALV NICHLLERHVET,

8 O—BTARENTZAZVT S Ay —TEE T DI, pretar T ANEAT)T
N Z7ANVERICT AL 7NN ELS L ERHVET,
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ZOa<w ROERITLL FOI TR0 ES,

customize_uxauth_depot -h [-1]

customize_uxauth_depot -a [-d pkg_Tlocation] [pkg_name]

customize_uxauth_depot -w keyword [-d pkg_Tlocation] [pkg_name]
customize_uxauth_depot -r [-1 lang] [-d pkg_Tocation] [pkg_name]
customize_uxauth_depot -1 install_Toc [-d pkg_location] [pkg_name]
customize_uxauth_depot -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_Tlocation]
[pkg_name]

customize_uxauth_depot -g [-f tmp_params] [-d pkg_location] [pkg_name]

pkg_name

(AT vary) hAR~ARTDH UNAB Sor—YO4HTTCT, Nobr—U%RE
LeWE . A7V NIT I AV TALL D UNAB 234 — (uxauth) Z2784R
Li‘a‘o

IR Z R RLET,
-c certfile

N—PDREHET 7 AN DFER AL EFRLET,

E: ZOFTvaldd, uxauth SNy —UICORF A TEET
-d pkg_location

(AT ra) 774N VAT A LT r—VE i E T 5T AL N EHEELE T,
Rlr =2 DBHDT AV I NERELRWGS AZV T NET 74/ T
/var/spool/pkg ZFEELET,

-f tmp_params
HEWOIER B L ORIETERDA L AN—IL NTA—F T7 AN DZERNNARBIN
AHTEARELE T,
X g AT VA EERTOGE . T ANVERELRNWE AV AL RTA—
HIIAEHEH, 77 (stdout) (2 & E T,

AV A=V IRGA—H TrANERSEL, FhE f A7 var TRREShZ7 7
AMTEELET,

av ROFEREEZRLET, -1 A7 var b HansE, R — 555
DEFEI—FZRRLET,

-i install_loc
I lr =V DAV AN—=)V T 4L 7K )% install loc IZEXELET,
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HP-UX RAT47 N\vF5—S DAV RAM—)L

-k keyfile

N—RDFREGET 7 AN DR/ AL T ERLET,

o ZoAT v aviE, uxauth SRy —UICO BRI TEET
-l lang

AVAN=)V INFGA=H T7AVDFiE% lang ICRELET, SO EIT,
FTvar AR EE DB FRETT,

PR —PESNTCWD, FBBEFRER ST — R —ER/RTAHITIE, -h 7=
VERAA DB TEITLET, T AV TIEL AV AL RTA—H Ty AL
ISR TR S CVET,

W= %Y RUT, JED S — D LERRICT 74 VMEEE R 3559120
£

BESNIE S —VFRELT, f 7 ar THRESNZ, IAZ~ARENT-
AL A=)V IRGRA—2 T ANIED AT HFEHTAHICLET,

-w F—T—F

TR a—PERFFRERANIC L —FRREL T O ZEE R ET 2% —V — %
EFRLET, ZOF—U—RNE, 2—PHERFFHERNOREICHVES (A>T
[ IR SEHFFRRA 7 7 AOVERFET DI, -a A7 Va2 EALET,

UNAB HP-UX A T47 19— DAV AL—)L

A A=)V L7z UNAB %, AL AN—/LENTUAENDY Ty =T LEFRICE TR A1
X, WAX~<AXZLT= UNAB SD-UX FER A0 —T% A A—/LLET, UNAB
SD-UX R/ S r—I% 452 HP-UX 12 UNAB IV AN—/LTEF
j—o

BE: AR HEIN TS — T — 2L R FFERN~DRE
TR IZE, NS — DN AR AR T HYERHYET,

UNAB HP-UX A T47 /X\v5—C DAV A=V A

1. root =—H LTl (L%,

HP-UX AT AT /o —T B ek L A A=V T BIZ1E, root 7 HT 2 MT
BEE U 7= ER S L BE T,

2. UNAB o=V W AZ~<~AAXLET (231 _—),
i AR AN SN QD —U — R & A LT, i a2~ DR E%

NTNNE, =T NAZARTHVENRHNET, Fo, o —T %A
R AR TCHAL L A AN=IVEIRETDHIEL AIRETT,
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AIX RATAT I\ —SDAVAR—)L

3. UTOavw REERLT, IAXARAEINT\wr—2% SD-UX IZ8 &KL E
7,

swreg -1 depot pkg_location
pkg_location
UNAB Ror —U DS D T AL 7N EERLET,

4. LLFOa<w s REHL T, UNAB /o —% A Ah—LLE T,

swinstall -s pkg_Tocation uxauth

SD-UX I, pkg_location 7 4L ZRIDD, /Rolr— DA AN—/V A BIE L F
D

LT, UNAB DAV A=/ UF5E TLELZD, FEEEISN TOERA,
B3R

SD-UX JER Sy =V DI AZ <A K (133 ~2—)
FATAT AL A=V OBICEE T HZOMOEE (113 ~=—)

HP-UX /S —S D74V X—)L

AIX RAT4T

AV AR—VEZF TS UNAB HP-UX Ror—2% T A A=)V T BI2IE, A A
F— L BEEI T DO FNET, UNAB N —2 5T AV A= LT BLBERHDET,

CA Access Control /X7 —2% T A AR—)LFAI21%, A D UNAB 73w /Ar—
CET A ANV LET,

swremove uxauth

INVT—D DA AR—)L

AIX RAT4T Rolr—U1%, GUI BLI OO~ RIA4y 2—T 407 4Dy LT
s E T, ZNAFHLC JOY 7 2T S —U TR ET,

EH DAL AN—=LDORDOVIZ, UNAB IZHESITWD AIX AT AT Nor—
PREHTHIENTEET, LD, A A—/LL7= UNAB %, AIX installp %
AL TA L AN— L ENTAMDY T N7 =T LRREICE B TEE T,

D AIX ARV FnK o0 D3y — P TE R (installp, SysV, RPM) Z
A—RLTWETD, UNAB Tl AIX ORAT 47 o — TR (installp) D A3
Rt ET,

BEE: Ny —YDA ANV, UNAB %7 A AM—/LF HIZI, installp 2+
YREEHTOMERHET,
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AIX RAT4T7 1I\T—D DA R =)L

bff RAT4T 1\r—2 T7AILDAREITARX

FAT 4T Nolr—%FH LT UNAB Z A A—/L 4 BRIIZ, UNAB /S r—
B NASARLTC AT EROA~DRIEEZRLET, T o —Tr AN A
RFT BB WAS L A A= VR EERETDIELTEET,

oW —UETFE AR TLAILIBEOLETA, RDVIZ, LFOTFIRIZH
HENTWDAZY T R HIL T, UNAB 7S — V% AL <A AL TLIEEN,

PR—IRIGDE AIX AR —T 427 VAT AT 5 installp FEARAT 17
2\ r—3 (bff 774 /V) &, CA Access Control Endpoint Components for UNIX DVD
® UNAB 7TALZMIZHVET,

bff RAT47 1NV — T7AINDHREIA XAk

1. DA ART D=k T AN VAT A OB RSP B L
9,

TrAN VAT DO FEAH IR [EZ AR ATREIR IR T, Ny = (bff 77 AV &
VBEIIGECTHAZ AR TEET,

BE: ZOWEMOTAAIEEL, B0 —U T O— 72T 7 A N EFERNTT
XTI, DIy =D 2 fEDOF A X THHLBERNHET,

2. customize uxauth bff A7V~ 77 ANV EBIDN pretar 77 ANET7A/V VAT
A DO~ GETICa e — L E T,

pre.tar 77 A/UIE, JERESINIZ tar 77 AL THY, A AL Ay—TU B I
UNAB DT R a2—WEHFFRERAINE FNTOET,

7E: customize uxauth bff AZU7'~ 77 A /NI pretar 77 A/, RAT 4
7 o=V LRUGFITNCREANS LTV ET,

3. LTFoavr e AU T, MHFFRERNEZRRLET,
customize_uxauth_bff -a [-d pkg_location] pkg_name

4. FEHFFRRRKORE ICFRRSNDAD>INEOF—U —FEAELE T,
ROFIATIOF—T—REHELET,

5. UTFoa<r e AHLT EHFFRER~OREEZRLET,
customize_uxauth_bff -w keyword [-d pkg_location] pkg_name

6. (AT a ) TFoaw s ReATILT AVAN—ILV NRTRA—H T7ANVDEiEE
HELET,

customize_uxauth_bff -r -1 Tang [-d pkg_location] pkg_name
7. (AT a) L FOavyRE AN LT AV ANV TALINEETLET,

customize_uxauth_bff -i install_loc [-d pkg_Tlocation] pkg_name
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AIX RATAT I\ —SDAVAR—)L

8. (AT a ) TFoavw REANLT, T 74D L7 7 AV EZEE L%

j—o

customize_uxauth_bff -s -c certfile -k keyfile [-d pkg_location] pkg_name

9. UTOavrREANLT AL A=V NTA—=F Ty A NVETELET,

customize_uxauth_bff -g -f tmp_params [-d pkg_location] pkg_name

10. (FFva) A A= VBRI EDE T AV ANV RTGA—F TV EimE
LET (219 =),
ZDT7ANMIE ST, 7=V DAV AN IVIF DT 7 4 NV NREFEATHIZENT
=FET

1. (A7 ar )l Foa~rRe ASIL T, BAF<ARINTZ S r— DA A—
b IRTGA—RERELET,

customize_uxauth_bff -s -f tmp_params [-d pkg_location] pkg_name

INT, o —VERMHLC AAZ A RENTT 74V NRET UNAB %A
A=V TEDIITIEVELT,

customize_eac_bff AWK -bff RAFT4T 1\ —2 T7AILDARZTIAX

customize uxauth bff Z<>RNIZEST, bff RAT4T Nor—2 T7AVHOD,
<uxauth> RATAT NRoy—3 HAZARX ZATVT IR FEITSNET,

ZO2ZZV TN, AIX TIERTTHEZ: <uxauth> (AT A7 o —2 DWW TH%
RELET, o=V HAZARTBINE, =N T 7 A VAT A EDFE
BRI [EZIARATREIRT AL 7 MICH DM ENHD F T,

BE: yr—CoMBEINCE, 0=V ORI T s AN EARET DT, D
b= D 2 fEDOYFARXPMETT,

F: = NTAXENIATV TS Ayt —V %M 53, pretar 77 ANV B AZ)T
~ Z7ANVERUUT AV MICESLERHYET,
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AIX RAT4T7 1I\T—D DA R =)L

ZOa<w ROERITLL FOI TR0 ES,

customize_uxauth_bff -h [-1]

customize_uxauth_bff -a [-d pkg_location] pkg_name

customize_uxauth_bff -w keyword [-d pkg_location] pkg_name

customize_uxauth_bff -r [-d pkg_location] [-1 lang] pkg_name
customize_uxauth_bff -i install_loc [-d pkg_Tlocation] pkg_name
customize_uxauth_bff -s {-f tmp_params | -c certfile | -k keyfile} [-d pkg_location]
pkg_name

customize_uxauth_bff -g [-f tmp_params] [-d pkg_location] pkg_name

pkg_name
NAZ~ARF L UNAB 73— (bff 774/L) DAFITY,

TR Z R RLET,
-c certfile

NV—RDFEAET 7 A VDR AL EERZLET,

F: ZOFTvarid CAeAC Ny —UILOHFIATEET,
-d pkg_location

(AT va) Ty VATAET R —VEBLE T AT AL N ERRELET,
=V DBHLT AV N ERELIRNG S AZV T MIT 74T
/var/spool/pkg ZFEELET,

-f tmp_params

R OVERBILOBETLER DAL ARN—)L RTGA—F T AL DFELNRAB LN
AiEfRELET,

E g ATVAVEHERTONE . T ANVERRELROWE AV ANV IRTA—
A IAEUEH 77 (stdout) (2 H &N ET,

AVAN—IV IRTGA—R TrANERSL, FE £ A7 var CRESNET 7
ANTEELET,

avROFEREEZRLET, -1 A7 Va3 anse, R — S5
St —REFRRLET,

-i install_loc

=2 DA ARN—)V T 4L 7K % install loc (ZEXELET,
-k keyfile

NV—RDORVEGET 7 ANV DR/ AL EEFRLET,

¥ ZoA TV ald, uxauth Sy —DICO BRI TEET

% 8 &: UNAB "RAMDAVRA+—ILEARATARX 239



AIX RATAT I\ —SDAVAR—)L

-l lang

AV AN NFGA=H T7AVDOFiE% lang I[CRELEY, SIHOBEL, +
FTar LB GO LEDHRARETT,
F PAR—RENTWD, FREATRER S i — R —RERRT A0, -h A7 va

VEHABEDETEITLET, TIHANTIE AV ARR—IL T RA—F T AL
IEPEEE TR S COE T,

Ry —=UEYEYRUT, ST\ — P LARRICT 7 AV MEERE 589120
iﬁ_o

BESNE R —VFBELT £ A7 ar THRESNT WA A RSN
ALV A=)V RGRA—=2 T ANINED AT HAFERTHIOCLET,
-w F—7J—F

TR PRI 2 — AR L TSI LT B% — T — %
EHELET. OF—D—Fi, :L»-*ﬂiﬁﬁiﬁ%%@%@%%:&;@iﬁ“(ﬁjb>o:
[ 1), BERIFRESN T 7 A VAR HITI, -2 A7 v AL ET,

UNAB AIX RAT4T 15— DAV A—)L

A A=V T2 UNAB %, A A= VENTZENOY T T =7 ERIFRICE BT DI
1Z. UNAB AIX RATAT I\ —Th NAS< AR L TA L A=/ LET, UNAB
AIX DRAT AT 7307 —(bff 77A4V) 23 5HL, AIX |2 UNAB %fHLC
AVAN— LV TEET,

BE: HHATEROICREHIN CQOAF—U—R&2 AL C, #HTFERN~DRE

R INR, N\ — VR NAZARXT HMERHVET, CA Access Control =2
B —TFTAXEH ZHHLT UNAB = RARAMEHT 54515, UNAB 212
A=/ BHEIIZ, UNAB T R7RA2 b4 CA Access Control T2 X — 774 X HL
T DB R B ET,

UNAB AIX RAT47 15— DAV RAMN—IL A
1. root —HLLTrIALLET,

AIX FATAT Nolr—T% G A AN/ BT, root 71 M B
L7 MR DS AL T,

2. UNAB o —Vh W AZ~ARXLET (237 _—),

i R 2RISR SN QAR —T —R 2L C, HFFERO~DREE
RTINE, o=V B NAS AR THLENHVET, Fo, o —Th A
R AR TCHAL L A AN=IVEIRETDHIEL AIRETT,
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AIX RAT4T7 1I\T—D DA R =)L

3. ATV AL AN T DR =D DL AL (R—=Va) R L ET,
installp -1 -d pkg_location
pkg_location
UNAB 73w/ —3 (uxauth) MRSV TNET AL 7N ZERLET,

pkg_location WODFE X r—UNZDOWT, AIX Tldiwy s —3 LoyLbO—RH
TERCSALET

i AIX RATAT R —Y DAL AN—)V F T ar OFERIZOWTL,
installp ® man ~X—UESHLTTZEN,

4. LIFOa<w R RaEEHLT, UNAB o7 —Y% A AR—L LT,
installp -ac -d pkg_location uxauth[pkg_Tlevel]
pkg_level
ARk LT o r =P DL~V E S ERLET,

AIX X, pkg_location 7 AL ZhUMb, UNAB 7So7r—Y DAL AM—/L & Bilhf
L%,

ZHUT, UNAB DAV AR—/LIT5E TLELEZA, FEEBISNTOEEA,
AR

HIATAT AL A= )VOBRIZE BT HZDOMOFIH (113 ~_—)

AIX 19— DT A AR—IL

AU ARN—ILEN TS UNAB AIX S — 5T oA A=/ BI01E, A AR—
JVIRLITDOFINET, UNAB o —2% T A AN— LT AN H D ET,

UNAB Ror—2% T AV A=) 5121, A D UNAB RXor—2% T Ay
Ar—/LLET,

installp -u uxauth
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CA Access Control TV A—T5( X B! #FHALT- UNAB DEE

CA Access Control TUA—TJS5/4XEE Z{FEHALT- UNAB OF

1f

CA Access Control =¥ —7J7AXEH 2 LT, UNAB = RRANAEFET
&F9, ZIZITHEH V—ARE2—150D UNAB U RHFA U OFKR, vr A RY
V—BILORERI—OERBLIOE Y C, BT RIS B S D
RS A EECY, CA Access Control =¥ —7 T A RXEH T UNAB U RKRA
FEFRCEA191Z, CA Access Control =2 —7 T4 XEH |2 UNAB 2846 F
Jo UNAB AL AM—)b Rolr—2k HAF AR LT, 2\ lr— NG A—H IS
LET,

Z: ZOFIEEZE T LTS, UNAB A A—/LLET,

CA Access Control TUA—J54/4XER Z{FHALT- UNAB DERE

1.

UNAB o7 —UMBA L A=/ RTRA—=ZEHH LT, —W7 7 A VIRTEL
i‘g‘o

TXANTT AL T 7 7 AN EREET,
2P OMAIZEDE T, LFONRTAFELEHELET,
DISTRIBUTION_SRV_HOST

BlA Y — SDORAMEFRELET,

HIFR: B DA BN 7RABAN

7 74)Vh: none
DISTRIBUTION_SRV_PROTOCOL

FlAf Y — " DEE 7 bV AR ELET,

HIFR: tep. ssl

T 7R ssl
DISTRIBUTION_SRV_PORT

BT Y — DR = ESEHRELET,

PR : ssl: 7243, tep: 7222

T 7 AIVR: 7243
DISTRIBUTION_SHARED_SECRET

ReportAgent 23F8RIEDTZOITEAT Y — ST 25, L REF—ZfEL
iﬁ‘o

HIRR : AR DA 272 CF-5)

5 74/)Vb: none
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DRT LEAMDHER

4, HAZSARUT S —ICA A=) NRIA—=ZERTELET,
5. MARF<ARX LT\ —V%FIHALT, UNAB A2 AM—/LLET,

AU A=V D5 T % . CA Access Control T2 — 7T A4 XEH 2L T
UNAB T RARANEEHLET,

AT LEE DR
UNAB %A AR—/LULTZ#Z1T, uxpreinstall —7 (V7 1% FATL T, A Ah—/1%E
DA R =TT VAT BBIONBIIO Y AT DB HSETE O BAEICHEHLL TD
ZEEMFELET,
BE: uxpreinstall = —7 VT (I TEET DRIEEITBEA R BBEZ H]E L E 25
ZOEERITVWEEL, ZOa2—=TAV T2 ML T AN —T 17 VAT LE
72i3 UNAB Z@E$ 0283 TEEE A,

7 uxpreinstall = —7AUT 4 DFEMIZONWTIL, VT 7L A AR 2B
AN

VAT MDA MEEMER T DI, A—/—2—HLL T UNIX I ta—Hcunr/ A
“ L. uxpreinstall =—7 (U7 4 &2FATLET,

uxpreinstall =—7 (U7 AN EITEI, TET T HL, TRBEADFERNPFRSNET,
f5: uxpreinstall 2—74)T4%EIT$ S

ZOHITIE, Active Directory KA domain.com (ZXfL T, HEHEFL—FDILF
U VT, FERIL UL 3T uxpreinstall —T7 VT & FATLET,

./uxpreinstall -u administrator -w admin -d domain.com -v 3
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UNAB D Ffta

UNAB DFia

3—‘3‘753 Active Directory 75 UNIX T2 Ea—X~nr A 35213, UNAB 183
TR THLMLERDVET,

UNAB ZB635121%. uxauthd & —F2FE(TLE T,

UNAB DRtEA %
1. UNIX T b a—F|lA— —a—HLlLTas (o LET,
2. UNAB TALZRERDOTET,
3. LUFoa<w R REANLET,
./uxauthd -start
UNAB 5 —Tr0plthsnEd,
T —EVNETH THLIEE BT DAY E— U NRRINET,

Active Directory T®D UNIX RRA+D &%

Active Directory |ZEFRSNIz2—H N UNIX T2 E=a—X /A CEHEHTT
HIZIE, Active Directory H—/3Z UNAB %A Ah—/LL7-4% UNIX 2B =2—%
RS DMENDVET,

Active Directory Tl, I Ea—% 47TV MAIZH LT NetBIOS (ZHS\\=3C
FHHNRRDH DI KA 4T 47 ZAD720y UNIX 2B a—ZOFRANM L 15
LFUTFT THLLENDYET, UNIX 2 Ea—FDORAMN 15 LTFEBR5
BlE, B cEEH A, 722X, engineering-dept-sol2 EVO4HID UNIX =1
Vo —4% Active Directory (ZHERCTEERH A, ZHUL FANMD 15 LTFEBRD
728 TF, eng-dept-sol2.example.com LV ETD UNIX I B a—XEBETEE
9, ZAUE. RAAL 4 (eng-dept-sol2) DIRVVERARG N 15 LTFXE0/D7an = TY,
UNIX ZEa—FDRAMZRKRT DI, RAM A~V REFATLET,

7E: UNAB DAV A= /VHETA L AN—L1IT, % UNIX 20 Ea—X%
Active Directory {Z 1 El@%@‘ﬁﬁ%z\%b%bi%

FE: UNIX (SFU) HH® Microsoft Services %1 L T\ 5854, uxauth.ini 771
ND[~y T 1ervar CTRMAZRRELRVE, UNAB 2% ﬁ?“(%i’@/u
uxauth.ini 77 ANV CREIEL IS T LR\ E, B2 SFU O CEZSNAL—H|T
UNAB NEEATEIN TS UNIX ARAMIRT A TEEH A, uxauth.ini 77A/L D
FEHZOWTIE, V7 7L R AR IZSIRLTLIEEN,
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UNAB D7 U747t

Active Directory T® UNIX RR+DZEERH %
1. UNIX 2o Fa—FZA— S—a—HrLTrl A LET,

2. UNABbin T4V Z7RNIZBEILET, T 74V OT 4L 7R, L FO@Y T
7,

/opt/CA/uxauth/bin
3. UTOa< REFEITLET,

./uxconsole -register [-aadmin] [-wpass] [-ddomain] [-v level] [-n] [-o container]
[-s server] [port #]

E TIANIOBREREN T HITIE, 5IEERRER T uxconsole - register =1
VUREFITLET, 22—V ERBEMERE A THLROLNET,
uxconsole -register DFEMIZDOWNTIL, V7 7L R HARJZZHRL TSN,

UNAB % Active Directory (& UNIX 2B a—XEBEkLET,
{5l : Active Directory T®D UNIX RR+DE§KAH %

ZOHITIE, UNIX 2 Ba—H#% Active Directory (28 &k 51k RLET, Z0D
B CIE, BB IX, -register Av U REFEATL T, UNIX 2B 2—H% Active
Directory (28 FKLF7, EHFHIL, =—H4 (-a administrator) 3L UV AT —K (-w
admin) ZfE L CTA L, FEMIL~LZFXEL (v 3) . UNAB =— = MRS A L AR—
IO FATSNIRNEINITHRE L., (-n)Active Directory CTD, 274 ZFREL
%97 (-0o OU=COMPUTERS),

./uxconsole -register -a administrator -w admin -v 3 -n -0 OU=COMPUTERS

UNAB D774k

Active Directory 'C UNIX FRANEEGELI-t, UNAB %27 77 47 \ZT D0 ERHY
£1, 72757471klE. UNAB DIFET v 2D KK AT~ 7 T3, —H UNAB
T T 47 EEAUE, UNAB [ Active Directory D/ SAT—RER—Z|Z, 2—HFD
0y A HRIELET

UNAB 279747129 %A%

1. UNIX 2 Fa—H|CA— R—a—HFLL a1 LET,

2. UNABbin TALVZMIZBEEILET, T 740 DT AL Z7RE, L FO@EY T
j‘o

/opt/CA/uxauth/bin
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A—HERDRT

3. LLFOaw REFEITLET,
uxconsole -activate
-activate
Active Directory — DRI AL NT 7T 47 LEINDIEERELE T,
UNAB 377747 IZ8NET,

E: UNAB 2727747123 %&, Active Directory 7 0 MaeffoTinbda—L
=3, UNIX BAMIHkGEL Tu s A TEHIINTRET,

f5il: UNAB OF77T1471k
LU FOHIIE, UNAB DA AN—/ LI LUV G | Active Directory 777 MeAli
LT, UNIX =3B a—2ins (450152 L TOET,
1 Z—=3Fb U RUEREET,
2. UNIX RAR~OHEE
telnet computer.com
A= UNIX =2 Ea—XITHRiSi, UNIX 2= 3£y,
3. Active Directory 7DV hDZ—FLHBLOVSAT—RE ATILET,

B A PEALT5E | BRI OBIROFEMAZIEI T oAy B —UNFRSNE
@40

A—HEBRORT

UNAB %, =—H% THUUMIBETHEREEZ R TEET, 722X ThHU b 24
T (= AINVEFZ AT TAR 22— ThHULN), vl Ay AT —ZA (A £
FFIER) e/ AV BARE T, a— L BIORTZ—T A ThHI D—E
For, TV MEBROFHEMO T RERINTEET,

A—HIEFRORTAE

1. bin TALZRIZBEILET, T 74ANTIE ZOT AL ZRNILL T O/ RIZHY
iﬁ_o

/opt/CA/uxauth/bin

2. UTFOWFhhroa<wsREEITLET,
uxconsole -manage -find -user <filter>
uxconsole -manage -show -user <filter>

¥ uxconsole L —T AT ADFHANZHOWTIL, [VT77L R ARSI TLE
Sy,
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UNIX avR—%hHED ID EEDOAVRb—)L

UNIX a2V R—RFAD ID EEDAVRAN—IL

Active Directory =—? UNIX HRAMOBZ AL ZE T 5T, Active
Directory (Z UNIX =2 7R—R>hMHO Windows ID & 8% A AN—/LLET,

UNIX 2o R—3MHO ID FHIZTUNIX B VDA RTOBHELY 7 % | Active
Directory CTEHRIIVTNDEL—Y THVUNMIEMLET, ZOX¥TE2EHLT,
=PRI N —TD UNIX RIA—LEHRELET,
UNIX I R—UrAD ID EEOAU RNV A%
1. FHHFLLT Active Directory I a—Xcunl/ A LET,
2. [RZ—=Fl-[mrbe—v "] [TFar T LOBMNEHIR] 2 & RLET,
(77— ar OBIMERIR] T A RO BBRE T,
3. [Windows 2 R—RUADEMERIFR]Z 27V 7L ET,
Windows 2 R—Rb U PF—RRERRINET,
4. [Active Directory V—E R4 7 arZomiil ., [FEM] 28 IRLF9,
[Active Directory H—ER]Z AT 0T Ry ANEKRINET,
5. [UNIX W ID HE]F =Ry 7 2% RN, [FEM] 28I E7,
[UNIX A ID &H] M2 RS ET,
6. FIHTTREZRA T Va4 ~T#ERIRL, [OK]ZZIRLET,
7. [IRA~JEFIRLES,
BEDNERICE T U @M T DA E— U NRRSNET,

Active Directory 11— ® UNIX EBHEDERTE

UNAB % f#iHHLC, Active Directory =—W &2 #9521, Active Directory
=% TAVCIDOIUNIX JE@M] T NOa2—FR e ELET,

F a2V TV TenT B ERT LG 2O —Rns F U AR Ras
Vo —HEEETHMLEITHVETA, THHOEL, UNIX AANMIT@EHASE
NEW.UR

Active Directory 1—H® UNIX BHEDHRE

1. EBEHELLT Active Directory 2> B o—X|Za/ A LET,

2. [ARZ—K] - [RE] - [2rha— S ] - [FEY—)VIDIEZZ)v 7 L F
‘a‘o

[(BEY— ] RUDBEET,
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FMefRFELET,

DMS DA77 w7 Tk, DMS 7 —ZRX—ADTF — 28 ELI- T 4L/ icat’ —
LET,

sepmd =—7AUT (41X, B—H/L HRANMIDIH DMS %3077 w7 LET, DMS
DN T T TrAWE, BEILEFT, TEAIL CA Access Control 777 A jL—
JVCIRES NG ATICRF L CLIZEV, DMS Z/3w 77 w73 5H1IZ, updates.dat
TrANOBENVEETEEITT L2 BEIOLET,

JE: DMS 1T selang 2~ RaflioTr—/L RANEIZYE—F BRANMI Y7
ToTTHIELTEET,

sepmd ZEHALT DMS 2/ \w97vTIBhi%

1. ULFOa<w R REfEHLT, DMS 2ry2/LET,

sepmd -b1 dms_name

DMS 1Irv7&ND7-8, BT AT\ Za<w  Rakfs T&alRuEd,
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2.

UTDa~w R HL T, DMS 7= =&\ 7 v 7 LET,
sepmd -bd dms_name [destination_directory]
dms_name
B—H)v AN YT T v 7% DMS OARIZERLET,
destination_directory
DMS D77 TR T AV UM EERLET,
7 74/Vk: (UNIX) ACInstallDir/data/policies_backup/dmsName
7 74/Vk: (Windows) ACInstallDir¥data¥policies backup¥dmsName
DMS 7 ==& T AL I NI I T v T LET,
LIF Dz~ REHEHLT, DMS Ory %Rl ET,
sepmd -ul dms_name

DMS Iy WRERSNDTZD VT RITANZa<v L RERE TEAINTR0E
KR

selang Z{EALT= DMS D/\voI7vT

DMS DRI T7 o7 Tk, T —&% DMS 5 —Z =258 E LT 4L 7RIz
[:O“—Li‘j—o

DMS ¥ selang 2~ REffioTr—A/L HRAN EoiZVE—F BRANIAYIT v
TEET, DMS ORI T TrANd, BapGHT, TEIUE CA Access
Control 77 A JL— )L CIRESNIZHATIRIEL TIEEV, DMS 23007 v
TR, updates.dat 7 7A/L D HENWWIVEE CEFATT LI L HERESNE T,

E: a—L BRANI DMS 2\ 7 7T H8E1E, sepmd —T U7 4B M
TEET,

selang ZEALT DMS %/ \wo7v T3 5Ah%

1.

(A7vav) selang Zfi>CUE—h HRARMS DMS IZH:GEL TODEEIE, LA
TOa< RafioT DMS RAMIEGLET,

host dms_host_name

LT O~y REEHAL T, PMD BRESCBBIL £,
env pmd

LLFOa<  RafE LT, DMS ZrysLET,

pmd dms_name Tock

DMS Iy 7Z b7, T ATTA N Za<w  REEE TEKRET,
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4. LIFOaw o RE[MEHLT DMS 7 —#_—2% v 7y 7 LET,
backuppmd dms_name [destination(destination_directory)]
dms_name
H—v RANI YT 745 DMS OA4RIZERLET,
destination(destination_directory)
DMS D7 o7 ST 4L 7N e ERLET,
7 74/Vk: (UNIX) ACInstallDir/data/policies_backup/dmsName
7 74/Vk: (Windows) AClInstallDir¥data¥policies backup¥dmsName
DMS 7= _—=A&5i T AL 7NNy T v T LET,
5. UFoav R LT, DMS Ory &Rl £7,

pmd dms_name unlock

DMS [Ty BMRERSNDTIZD | BT A7 TA N Za< Rk E TELIITE
S

ERIRED DMS DOJARNY

EABREED DMS OUARTEE, dmsmgr (X7 4V A% UHNY DMS w77 w7
T ANIOEABREED DMS (I7 —X%&at—LE T,

A dmsmgr 2—TAVTAEEATHITIE, AR —T 4T VAT LAASDSERIRE
BT IR AMEN BT,

AR O DMS ZUANT§ 51213, EARED DMS HRANCTUL FOa<w  RaE5E
1TUET,

dmsmgr -restore -dms name -source path -replica name\
[-subscriber dhname[,dhname...]] [-admin user[,user...]]\
[-xadmin user[,user...]]

-admin user|,user...]

(UNIX)URART &5 DMS 7713 DH OEELL TN — A ELE
7,

-dms name
m—7L ARANMIVANT$% DMS OA4HIEZERZLET,
-replica name

EHERBLD DMS ([ZY T AITA4T7 35T 4 A% UA3) DMS D4 % iE 7%
LEd, TA4PAZ VB3 DMS 1ZIDMS 4 @EAM: 1 CTHRELET,
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-subscriber dh_name[, dh_name...]

(F T2 a)VARNTENS DMS BRI —DEHEZEETSD DH OUAN T
~XYWTEFLET, 4 DH X DH name@hostname &\ HEXTHREL
j—o

-source path
VANT T\ 0T 7 TrANVDBIFET DT AL 7N ZERLET,

-xadmin user[,user...]
(UNIX)VART &% DMS F72iE DH OFHELL CZy A —T T X a—F
ZEHRLET,

HEHBREED DMS AN SHVET,

F: EARED DMS ZUANT Lc%IL, EAREED DMS 230777 L, D
NI T 7 TrA/VHOIERRED DH ZVANTTALELRHDEST, Zhizky,
EABRSED DMS & DH RIS ET,

T4HRS JA/\1) DMS DOYYRRT

TAYPAL Y73 DMS OYARNTE, dmsmgr 13397 T 7 77 ANDT —H%
FAHFERZ VY DMS FALZRIZar—LET,

A dmsmgr 2—TAVTAEMEAT DX, AR —T 4T VAT AASDSERIRE
BT 7R AMED L ETT,

FA4PRZ UHRY DMS ZUARNTT5120%, T4 A% U8 DMS BRANTLL T
DA< REEITUET,

dmsmgr -restore -dms name -source path -parent name¥
[-subscriber dhname[,dhname...]] [-admin user[,user...]]¥
[-xadmin user[,user...]]

-admin user|,user...]
(UNIX)UART &N DMS F721% DH OFHE LU TR — a2 EL %
o

-dms name
= IRAMIVANT 4% DMS DAz ERLET,

-parent name

VARNT ENT=T AP AL VA DMS BT RA7T7A4 7 5iEHEREED DMS O
AaiEEFRLET, EHBREDO DMS (X DMS name@hostname 74—k
THELET,
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DH ®OYARR7

-source path

VANT T\ 0T 7 TrANVBEIET DT AL N EERLET,
-subscriber dh_name[, dh_name...]

(FTva)UARNTEND DMS WAV —OHEFHEEET5H DH OUANE

~XEWTEFLZLET, % DH |L DH name@hostname LW THELE
R

-xadmin user[,user...]

(UNIX)UARTENS DMS F/-1% DH OBFHELL T4 —F 54X 22—
FEFLET,

T AP ARE UH R DMS BUARNT SN T, EABREED DMS (VT A7I7A4T7 S E
j—O

FE: TP RZ UANY DMS ZVANT ULIE1L, T4 AZ U8 DMS &30
TIT U FDNRIT T TrANDET 4 2H VAN DH ZUARNT 545 H)
HVET, kY, T4 REZ VAN DMS & DH AfEFEICFEBESET,

dmsmgr = —74VT 4 &M HL T, 7 —%% DMS w777 TrANhb
DH_Reader 7 4L ZMIZat™—L T, DH Z#VANTLE T, DH FA¥ZVANT 354
FIHVER A, 2L, FDOT —FR— AN, D THHT-HTT, DH %V
ARNT T BRI, DH FAXMBEFD DH 7 7 A /WAEEIAFAEL CODHZE &R L TL
7EEW,

X DH JAXDEEAFED DH 77 ANMEEIZRWGE ., 2138 LV DH 2By b7y
758460, DH ZVART T 25H1IZ, dmsmgr -create F§AEZ i L CH LV DH %
VERRLE,

A dmsmgr 2—TAVTAEEAT DX, AR —T 4T VAT AASDSERIE
Y 7B AMERLEETT,

DH %UANT 351213 DH FRANCLL FOa~< L REETLET,

dmsmgr -restore -dh name -source path -parent name¥
[-admin user[,user...]] [-xadmin user[,user...]] [-desktop host[, host...]]

-admin user[,user...]

(UNIX)UARTEND DMS F7/-1% DH OFHELL TN —YEIEELE
KR
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-desktop host[, host...]

(A7 a)VANTT2% DH BRdpDar B a—H 2% C TERMINAL 77+% A
RBAEFF S 2—F DA ERLET,

=

BEOHEIIEOLLT, Z0O2—T 4T 42 FITL TWDIRRIZIL, UANT

9% DH (IR & BMERDN IG5 2B ET,
-dh name
a—Av RANMIVARNT T2 DH O4RiIZERLET,

-parent name

UYANT &N DH 3727747428 DMS O4 R ERLET, Bl DMS
IL'DMS_name@hostname | WO IZ A THEL £,

-source path
VAN F 20T T 7 TrANVDPFET DT ALV INEERLET,
-xadmin userf,user...]

(UNIX)UART &35 DMS F7-1% DH OFHELL T2 —7 T4 X a—H
BEHRLUET,

DH DNUARTEN T, DMS YT 27T 7 ENE T,

Ayt—T W—TAVT DEREHE

CA Access Control T X —T"FARXEH DB —D AL AZ L AR IO OB A

P — TR SN AEREE CIEZET 586 CA Access Control T4 —7"F A XEH
ED MQ ZHRAUNTHIDNNC, TRTOEARY—/N LD MQ NV—T > 7% ExHE
RTAMHENHDET, Ziulko>T. CA Access Control U RIRALNIEET ST
NTDOA =BT, CA Access Control T Z— 7T A XEH P — R ||
FAET D, B—D MQ ITHEFEIIN—T 4 T ENDIHTRVET,

BEAT—/3 LD MQ 25 CA Access Control T2 X —7 T A REH H— /X2 Ay
T —TEN—T 47T B, PLFOFIEICENET,

 HERANOREAT T —/ ST LR EITOE T

Avt— Fa— P—bEREELET,

CA Access Control T H—TFARXEH Ayt — Fa—~D)V—T4L 7
EEELET,

CA Access Control T H—TTARXEH Aot —Y Fa—D/RTA—FETE
=3
HLET,

FAi— N Ayt — Fa—OLARTERTELET,
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- CA Access Control T X —TFFARXEH Ayt — Fa—0RFEEEL
F7,

- Avb—Y Fa— P—EREPIELET,

®  CA Access Control =X —7TARXEH T, A FEITWET,
- Avb—Y Fa— P—bEREBEIELET,
- B =N A —Y Fa— DN —T g TR ELET,
- EAEY = Ayt —Y Fa—DRTA—EEEFRLET,

- CA Access Control =X —FTFAXEH Ayt— Fa—DLHIEZHEL
\35?—0

- CA Access Control =L H—TTARXEH Avyt— Fa—0ORMEiETEL
ES

- Avk—¥ Fa— P-EREHBLET,

o A= =TT OFEMIZ OV TIL, [TIBCO Enterprise Message Server
User's Guide | ZZ L TTZEV Y,

BEHAY—N\EDAVE— Fa—BEDEE

T 7 HVR T, TRTOEA Y — T, 2OV — N TEITSNTNDAE—Y
Fo—LHEETHIOINCRESNTOET, AvE—VEFIDOAYE—Y Fa—~J—
TALTFTHIZDIT, Ave—Y Fa—RELHRETILERHVET,

ZOFNETIE., AV — " ETAYE—Y Fa2—3REEZL T L T, CA Access Control
TR —TTARE Ay — Fa—LtDBEEZENTHHIECHOWTHHALE
T, MEEANOKEAY— N HOWT, ZOFIEEZE T LET,
BEmY—NEDAVtE—D F1—REDEEHE

1. CA Access Control Ay tE— Fao— P—E A& = LET,

2. BV — 3 BT, 77 AV tibemsd.conf ZPAEET, ZDOT AL, T T4V T,
UUFOTALIRICHET,

¥Program Files¥CA¥AccessControlDistServer¥ACMQ¥tibco¥ems¥bin
3. [P—=IT A= B — " OERANM Z ATILET,
4. V=T T | FA=REE R INELLET,
5. CA Access Control Av&—y Fa— H—ERERHIALET,
BATY— R LD A=Y Fa—BEEATLELL,

F A=Y =TT OFEMIZ- OV TIL, TTIBCO Enterprise Message Server
User's Guide | 22 FRL TK7ZEW,
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5 : tibemsd.conf 774 JL

LLFOfliE, DS_Example EVWHA FIOREAT— SO —T 4 TR ERIE L LT
D . tibemsd.conf 77 AL DPFERLTVET,

HAHHHR AR R AR R

# Y — GG

# Y—3: —BEDY—3%

# SRT—R T AT SO Y— "D T A A I NS AT —R
HAHHHR AR R AR R

server = DS_Example

Password=

HAHHHR AR R AR R

HHABHHRHHBHH R AR AR

# V—T 7 —hREE routes. confliZHVES, Thux
# ZOV—\ON—T TR R N E TN L E T,
HHABHHRHHBHHR AR HARHHHH

routing = enabled
HHABHARHHBHHR AR HARIHHH

CA Access Control TUA—TS54XEE LDAYtE—Y 21— EDEE

ZOFNETIZ. CA Access Control T X —T T XEH EDAYE—Y Fa—RE
BPEELTC, B —_EOBEEFEINTDHIEERLET,

CA Access Control TUA—TS5A/XEE LDAYtE—Y Fa1—REDLEELE

1.
2.

CA Access Control Ayt — Fa— P—ERZEELET,

CA Access Control T X —TFF7ARXEH T, fREEHE/ T tibemsd.conf
TrANVEREET, ZOT77AME, T I7ANVNTCULTOT AL 7RISV ET,

¥Program Files¥CA¥AccessControlDistServer¥ACMQ¥tibco¥ems¥bin

[P — T RA—ZZ Ry TRYIH7ZR, CA Access Control =7 —7 54X
B Y — ROEERANM AN TILET,

=T T RTA=H TN ET,
CA Access Control Avt— Fa— P —E2RZRBLET,

CA Access Control T H—FFARXEH L TAYE—Y Fa—RTEEZEHELE
L7,

FE Ave—T A—T T OFEIZ OV TR, ITIBCO Enterprise Message Server
User's Guide | ZZ L T7ZE0,
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ryt— Fa—#E

5 : tibemsd.conf 774 JL

LU F o)X, ENTM Example V)44 CA Access Control L2 —7 T A XL
P —RON—TFT (L TRELEFELI-% D tibemsd.conf 77 A/ DHRFAERLTOE
D

HAHH SRR R AR

# P — iR

# Y =1 —BOY—4

# NAT—R: =T T ENTAMO P — I ~Du s A SIS SAT —
HAHHHR AR R R

server = ENTM_Example

password =

HAHH SR AR

HARHHH I

# V—T 7 L—hREX routes. conf Iz Ed, ZHUzkh
# OV — DN —T TSR N E TN L E T,

HARHHH I

routing = enabled

HARHHH I

C ) ]

GeR E - 5l

Blfi— 3 B MQ 7% CA Access Control =% —7 T4 XEHA~ BLW CA
Access Control T X —7FARER D MQ NHEAiY— Ay E—V % L —
T AT T D201, MFENOS A — X EOBEFED MQ %E. BLU CA
Access Control =2 —7FAXEH ED MQ OREAZEHELET,

fl: BAT—NEDAVE— Fa—EREEEDHTE

ZOFITIE, B — S EDAYE—Y Fa— B SHRIEOREFEEZRLET,
CA Access Control =¥ —7FARXEH FTEITHOAYE—Y Fa— $—10D
IRTA—=RETEFZEL T, AvyE—T%  CA Access Control T X —TFFARXERL 12355,
A=y Fa— P—NERELET, ZOFITIEL, DS-NAME &) HGEXEAR
PR 22— HDLHNT, ENTM-NAME &) fEEIL CA Access Control T2
H—TTAXEH 22— 2DLENS, ENENEEM TN TOET, Ave—Y
Fo— P BREEERT DL, AHT% tibemsd.conf 77 A/LDY—s3 h—T
TEHRIINLTND, P —"OERREOLFNIEZHRZ DUEDRHVET,

BAY—NLEDAYE—Y Fa1—EBEREDHREAE

1. A —ET, [(AF¥—F-[727Z4]-[TIBCO]-[TIBCO EMS 4.4.1]-[EMS
Y — VO BIAE] ABRIRL F7,

[TIBCO EMS EHHY—/L]a<w K a7k U0 RURBREET,
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It—D V=TT DEREHE

Ayl—Y Fa—lTERLET, LTOWTNDOBRIELATOET,
n UTFOavrRaAJLT, SSL 2L THERL £,
connect ssl1://localhost:7243
» UTOav Pz AJLT, TCP 2L THERLET,
connect tcp://Tocalhost:7222
BT A B DN T a T IR RIRSINET,
ladmin] EAILET,
TR T RRFIRENIZD, Bl — DAL A= VIR E LT S AT —R & A
HLET,
Tar T INRRIRENTEH, A=Y Fa— = SHOBH LAY —RE AT
LT,
Ay—Y Fa—0ORRAT—REEHRLET,
set server password=

5] : set server password=<dist_server-passwd>

ENTM-NAME EUVWOA IO —HZAERR L, ZO2— P~/ SR —RE2E) Y TF
7,

create user ENTM-NAME password=

f5il . create user ENTM_Name password=<acserver user-passwd>

ENTM-NAME
CA Access Control =¥ —7FAXEH a Ba—XORMA T TERLE
B

FEE: CA Access Control T X —7 T4 XEH aB'a—4 @ tibemsdf.conf
T7AND [P — N RFGA=HTERLIZOLRICARIERELET,
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8. LLTOFNEZFATLET,

a. UTFoav REANLET,

add member ac_server_users ENTM_NAME

VERR L7z —H 1% ac_server users 7 /L — 7/ |EBIMENET,
b. UFOa~ REAHLET,

add member ac_endpoint_users ENTM_NAME

YER L7 —4 1% ac_endpoint users 7 /L — 7 IZiBIMSLET,
c. LUFoa~ REANLET,

add member report_publishers ENTM_NAME

YERR LT —PI2id, Av—T %5200, CA Access Control F=—~Aw
TV RATT AR 53 ET,

9. EHEZAMNIT DO, B — " eHE#HLET,
MMA TR s S ET,

f5: CA Access Control TVA—T54AXEE LDAVE—Y Fa1—EEREDERE

ZOBHITIL, CA Access Control T H—TF7ARXEH EOAYyE—Y Fa— P—
REDERTEHEEZTRLET, AT — NI A=V RETH O, AvE—

Fao— P—NERELET, ZOHITIE, DS-NAME &) HFEFEAT—/N =
o —XDZHIZ, ENTM-NAME &VW)HGEEIL CA Access Control T —7FA X
B o o —HXOL4RNC, TN ENBEEMTONTOET, AvE—Y Fa—

P — RBEERTERTIHES . L% tibemsd.conf 77 A/LD [P — ] —7TiE

FTINTND, = "OEBEOL AN E XX DL ERHYET,

CA Access Control TUA—TFSAXEE FDAvE—Y Fa—ERRENDEREAS
&

1. CA Access Control T Z—TFAXEH aLt’a—% T, [RAZ—F]-[FarF
L]-[TIBCOJ-[TIBCO EMS 4.4.1]-[EMS EHY — /L OBHIE 1 ZRINL £,

[TIBCO EMS EHY—/L]a~v R Tar7h U RURREET,
2. Avk—¥ Fa—|THEERLET, LLFOWTIOERIEZITWET,
. LFOa~vrREANLT, SSL AL CHERiL £,
connect ss1://Tocalhost:7243
s LFOavrREATLT, TCP AL THE L £7,

connect tcp://Tocalhost:7222
07 A LU D AT T o T IRRRINET,
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fadmin] A SILFET,
ISAT—RD AT A=V NERoRSnET,

CA Access Control T H—TTFARXEH DAL AN—=)VERICIEE LI/ AT —F
EANSILET,

Ay—Y Fa—O AU —REERLET,
set server password=
f5i]: set server password=<ENTM_SERVER_NAME-passwd>

EBAT Y — 2D T, DS-NAME 8094 Do —BEERR L, 20—~ 3%
T—REEINYTET,

create user DS-NAME password=
f5il . create user DS_SERVER NAME password=<distserver user-passwd>
DS_NAME

BT — DA T ERLET,

EE: CA Access Control T X —7IARXEH av B a—X ED
tibemsdf.conf 77 A/VD [P — R RFGA—HCTEZRLIZDOLFRICAFIZEELE
j—o

UTFOFNEZFITLET,
a. UUToa<w ReEANLET,

add member ac_server_users DS_NAME

YERRLT=2—H 1% ac_server users 7 /L —7IZiBMEET,
b. UUFOa<rREANLET,

add member ac_endpoint_users DS_NAME

YERRL7z2—3 1% ac_endpoint users 7 /L —F|BIMSNET,
c. UToa<w ReALLET,

add member report_publishers DS_NAME

ER LTz — i, Ay —T% 58 4280, CA Access Control S =o—~Ay
TV ERATT DR 53 ET,

EEEHNTHD, B — " EFEHLET,

CA Access Control T A —TTARXEI DAY —Y Foa—ER ELiXTE
LEL,

E AvbE—Y =TT OFERIZ OV TIL, TTIBCO Enterprise Message
Server User's Guide | & HRL TL7ZE0)Y,
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BEAY—N\EDAVE—Y F21—DERDETE

B A — 37035 CA Access Control T Z—T T X ~ Ay —U%HR15 9 51T
WX, B — R B DAY E— FFa2—7>5 CA Access Control T X —7 T A XEH
LA =T Fa—~ Ay B—TRIRET DI, HAVE—Y L— P ERELE

KR

ZOFETIT B — AN DA —Y Fa—H/TEETRLET, CA Access
Control T X —T7TARXEH EDAYE—Y Fa—DRTEERETIZDIT, Ay
=Y Fa—HETTANEERLET,

B —NEDAYE—L X2 —DEFHDHRESE

1. BeAih— " ET, 774/ queues.conf ZBHEFET, ZOT77A/VIL, T 74BN T,
UTFOFALIRIZHVET,

¥Program Files¥CA¥AccessControlDistServer¥ACMQ¥tibco¥ems¥bin¥

2. [queue/snapshots | EV I ARTOF 2 —%FEL, ZOF2—ZDEAIT, @ 7L

i

afo

T, ENTM-NAME flz 8L £, o
queue/snapshots@ENTM-NAME
ENTM-NAME
CA Access Control T H—7TAXEH aL B a—FORMAZERLE
ER

FE: CA Access Control =X —7 74 XEH @ tibemsdf.conf 771/ D
[P — ]I RA—HZCEZR LD LEICLRIATEELET,

3. Tqueue/audit] EVOARTDOF 2—ZERL | ZOF2—HDERAIZ, @ 77 Fit\ T,
ENTM-NAME f{az38L £,

queue/audit@ENTM-NAME

4. Tac_endpoint to_server| LV A RTDF 2—% L, ZOF2—4DHRAIL, @ F
. i T, ENTM-NAME %8 £7,

ac_endpoint_to_server@ENTM-NAME

5. Tac server to endpoint] LV \IARIDF 2—ZHEL, ZOF2—L4DEAIT, @ i
75, %2 T, ENTM-NAME fEZBINL £,

ac_server_to_endpoint@ENTM-NAME

6. 77 ANERFLTHLET,

F AvE—Y V=TT OFEIZ OV T, TTIBCO Enterprise Message Server
User's Guide | ZZ L T7ZE0Y,
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CA Access Control TUA—TJS5A4XEE OV 13— 423 EDAvtE— Fa—DAFDEKRTE

IL—b

=N
axX

ZOFNETIL. CA Access Control T Z—TTARER FDORAYE—T )—T 47
REXEFTLET, ZOAVE—Y Fa—%TT(4<) $—R_LLTEBRTI72012.
CA Access Control T Z—TFARER FTAYE—Y Fa—DORTELITWVET,

CA Access Control TA—TS5AXEE aVE1—3LETOAYE—Y Fa2—D4%

HIDEREAE

1. CA Access Control =¥ —7"Z7AXEE T, it AlaE7e 20T queues.conf
TrANEREET, ZOT7AMUE, T I7ANRT LU FOTAL7IIZHVET,
¥Program Files¥CA¥AccessControlServer¥MessageQueue¥tibco¥ems¥bin

2. Tqueue/snapshots | LW\ Z BIDF =—% Bl ZOFa—Z DK AIZ, Tsecure] .
[global ] VW) BLGEZBINL £,

queue/snapshot secure, global

3. lqueue/audit] LV OARITDF 2 —% BOTF, ZOF2—HDH%AIZ, [secure]
[global ) W) BLEEZBANL £,

queue/audit secure, global

4. Tac_endpoint to_server] EVWOARIDF 2—% BOlF, ZOFa2—4 D% AT,
[secure] . global] W) HGEZABANL £ 7,

ac_endpoint_to_server secure, global

5. Tac_server to_endpoint] W\ 4 HIDF 2—%& O, ZOF2—ZDHEAIT,
[secure] . global] W) HLGEZBINL £ T,

ac_server_to_endpoint secure, global

6. 77 ANERGFLCHALET,

F AvE—Y V=TT OFEIZ OV T, TTIBCO Enterprise Message Server
User's Guide | 22 HIL T2,

E -

BeAi - — S BLOY CA Access Control o ¥ —TFFARXEH ETAYVE—Y Fa—
REEREL, AvE—Y Fa— V—T 4V TRELZHELIZIT, B — &
Y CA Access Control =X —7TFAREE L TAYE—Y L—F ey Ty 795
PBERHDFET,
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1.
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BT A AN—=NLVLET,

b. WMHAALAM—=THEHAL T, IDK 1.5.0 BL JBoss 4.2.3 A2 Ah—
ALET,
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DMS 2>t a—F%7 v/ 7L —RLET,

¥: DMS 2 CA Access Control T X —7 A RXEH LEILaL B a—Z A
AR—LENTWDEGE, ZOFIEEZE T T2 6B EHVERTA,

DH 2V a—%%7 v 7 7L —RLET,

O MBENOTXTO DH 277 7L —R9T 208 RHVES, DH 28 CA
Access Control T Z—T7 T4 XEH LREILAVEa—HIZA L A= EN TS
BE. ZOFEEZE T T80 EIHVETA,

Ayt—y Fa—(MQ) IV —IMRELERLET,

VIR—h =Nz =TT X LIR—=T 47 Y —EA~BITLET,
DH %#HiL\> DMS ~H 727747 LET,

(A7 a) CA Access Control T RARAL h~A L AN—/LLET,
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CA Access Control TUR—TS5A4XEE O7vITTL—FK

ZOFNETIX. CA Access Control =X —7 T XEH OT7 v 7 7L —RFE, BX
Y CA Access Control T H—TFAREH OT w7 TV —R&E5E T THDITHER,
AV A=V DTFINEDOFERNZ OV TR L £,

CA Access Control TUA—J5A4XE® OT7vITIL—KRA%

1. CA Access Control = H—7FFAXE r12.0 SPl 27 AL A=V LET,

3E: CA Access Control = #—7FAXEH r12.0 SP1 OT A A—/LDFE
HNZHONWTIE, 2OV —AD [ FEE TG AR | 2T BTSN,

2. BEfFO JDK BEW JBoss &7 AL AM—/LLET,

3. WHTINI 2T EHAL A=V LET (50 =—),

4. CA Access Control LU H—TFAXEH AL Ab—)LLFEF (51 ~—),
CA Access Control T #—7FAXEH T, LLFbAAN—LLET,
m  CA Access Control r12.5,

m TUH—TTARX LIR—T T P—EA,
n FEAAT—N,

FEE: CA Access Control T X —TTAXEH DAL AN—)VIRFIZ, FHAIA S
Z—W ANTEAEATDINARETDLERHYET,

5. LiIR—F4r 7 F—H_N—2Z 2% —<M CA Access Control =X —TFF 4%
B EoAX—< LRI TRWGA fEESNTAZV T NEFITL T, 7 —H—R
AX—<EHHLET,

6. (AFvar)IBoss HOLEIEERRELTVET (55 X—V),

7. CA Access Control =% —7FAXEH D DMS BXW DH ##EhCLE
1, UTDav R REETLET,

dmsmg r -remove -auto.

EE: DMS 7 CA Access Control T X —T7 A XEH LiZplOarva—#
WAV A=V SIUTCWDGA DR, ZOFIEZE TLET,

3¥: CA Access Control T X —TFAREH 112.5 ~T w7 7L —R#%, BEAFED
DMS (I T/ Ed, CA Access Control T Z— 754 R &H r12.5
DAV AN=VRIZ DMS &7 v 7 7L —RLET, dmsmgr =—7 U7 4 DFEHM
WZHOWTIE, (V7 7L 2 HAR 1 ZSRL TSN,

CA Access Control T H—TFFAXEH r12.5 AV AM—LENET, CA

Access Control T2 X —7 74 XEH ZBAtATHRIIZ, DMS BIOEIfiHA N
T T —RTHUENRHYET,
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DMS @O7v745L—kK
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Ty T T —RTHRENHNES, Ty 7 7L —REiIZ DMS OEEFOA L AR—/L
FHIBRTAMLEIIHET A,
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VARN—ILENTWAGE DI, ZOFIRETE TLUET,

DMS #7777 L —R93AI1Z21E, DMS I E=2—#|Z CA Access Control r12.5 %A
VARV ET (79 =),

Z#L T, CA Access Control =¥ —7ZAXEH 2% E LT DMS (ZHit TXHLD
W72 ELTZ,

BRMARANDH) D7 YT I L—R

DMS ZIEFINIT v 7 71 —RL72% . i AN(DH) 27 v 7 7L —R 3308 035D
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C.DH &7y 77V —RLET, BT — DA A=t AvtE—T Fa—
=T A T RERERML T, BT — 3¢ CA Access Control % — 75 A4 RXEH
DE DA —V DIEZAE DN — oL T HULENHYET,

EE: DH 7 CA Access Control =2 Z—FF A& L3RI 2—R (T
AR— )L ENTNDIGE DI, ZOFNEEE T LET,
BERHRANDTYT I L—R A%

1. DH 2 Fa—% BIIifith— 3 A A—/LLE T (271 ~_—),

fdAi Y — N, Java %% $—,3(JCS) . DH BLOAYE—Y Fa—% AR
r—/LLET,

2. BEiAi—23E CA Access Control T H—TITARXEH BOAYE—Y Fa—
=TT (283 N—=) HEELET,

TNT, A — AR ESNET,
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DH D#LLY DMS ~DHYTRIZ54T

CA Access Control T X —T7FARXEH L R—X DT T 7V —RE57ZT LD,
LIETD DMS ZfiH T&7e<20Ed, ZD7=%., CA Access Control T H—TFFA
REH ZBMET DR, Bl DMS THEET 5, 7y 7 7L —RSiiz DH %3¢ 0E
LTLEENY,

BE: ZOFEEE T THDIE, LAR—F = ar o —X It — & AR
=L E D HTT,
DH ## LUy DMS [ZHITRYSA4TTBH%
1. EAFY—NTavR a7 oo RuaEfEEd,
2. EARANMIH L DMS 207 27747 LET,
f: sepmd -s DH__ WRITER DMS__@<entm>
3. BEATAARLTH LV DMS ZiBILET,
1: sepmd-s DMS DH_@<host name>

4. CA Access Control T H—T7FAXEH ETa<v R Far7'h v R
& HY T RITA AR LET,

f: sepmd -n DH__@<host name>

E: sepmd 2—TAVTADFEZHONWTUELNN T 7L A HAR 2SR LIS
Uy,
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R—RMERETEET,

4. DH #¥H L\ DMS ~YV 727947 L%1 (316 ~=—),

CA Access Control TURRA DTV THIL—K

CA Access Control =¥ —7F7AXEH DMS, EAiAANSEI VAR — — %
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FAET D, B—D MQ ITHEFEITNL—T 4 T ENDIHTRVET,

BEATY—/3 B MQ 725 CA Access Control T X —TF T A REH H—/R(Z Ay
B—TrRN—T 47T HITIE LT OFNEIHENET,

n HEEANOREAT T —/ ST LR TV ET

Avt— Fa— P REEELET,

CA Access Control Ty H—TFFARXEH Ayt — Fa—~DL—T4L 7
EEELET,

CA Access Control =¥ —T"TFAXEH Ayt— Fa—O/NTA—HETE
2=
E‘ELET,

FAi— N Ayt — Fa—OLARERTELET,

CA Access Control T X —TFAXEH Ay¥— Fa—OLAEfREL
ES

R o P AR £

m  CA Access Control T X —T7 T4 XEH T, L TFEITWVWET,

)(y'{?»«f/“ #—1“‘ "j‘“‘t“x%{%tbiﬁ—o
Bl — R Ayt — %l%m@/y“‘?ﬁyﬁ%%ﬁbi—a—o
BoAi— N Ay — Fa—0O_GA—HEERLET,

CA Access Control T X —TTARXEH Ayt — Fa—OL4HITEREL
ES

CA Access Control T X —7"FAXEH Ayt — Fa—DLEERETEL
iﬁ—o

)ly-lzx——:‘/“ #‘:_"—‘ "j_"—‘]:“x%sﬁﬁél/i‘a—o

FEr Avb—Y =T T OFEZ OV T, [TIBCO Enterprise Message Server
User's Guide | Z#Z L TZE0,
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BAY—NLEDAYVE—Y Fa1—BREDEE

T 7 X NVNTIE, TRTCOEA S — T, 2O — " TEITSNTND A E—
Fa—LBEEITAIIICGRESILCNET, AvE—T200AE—Y Fa—rJl—
FALTFTAEDIT, Ave—Y Fa—BREZBRETALERHVET,

ZOFNETIE., A — R ETAYE—Y o —REEZLEFEL T, CA Access Control
TR =T TARE Aot — Fa—LOBEEANITEHECOWTIHRALE
T, RN OB E AT — oW, ZOFNEEE TLET,

BRHY—NEDAYE—L F2—RBEDEEL
1. CA Access Control Avyt— Fa— HP—EXEEILET,

2. BAATY— 3 BT, 77 AV tibemsd.conf ZPAEET, ZDOTFANIE, T 74V T,
LFOT AL ZRIZHET,

¥Program Files¥CAYAccessControlDistServer¥aaMQ¥tibcoYems¥bin
3. [P—=ITA=2 B — DR AM 2 ASILET,
4. V=T T )G A—HMEEHNERELET,
5. CA Access Control Ayt&— Fa— —ERAZIALET,
A — R EDAYE—Y Fa—RELZEFLELE,

A=Y =TT OFEZ OV TIL, [TIBCO Enterprise Message Server
User's Guide | 22 HIL T2,

f5: tibemsd.conf 774 JL

LLFOfliE, DS_Example &EVWHA FIORAT— SO/ —T 4 TR ER L LT
D tibemsd.conf 77 AL OPFAETRL TOET,

HAHHHR AR R AR R

# Y — GBI

# Y—3: —BEDY—34

# AT —R T AT SO — "D T A A HE NS AT —R
HAHHHR AR R AR R

server = DS_Example

Password=

HAHHHR AR R AR R

HHABHARHHBHHR AR AR

# N—T47 N—hREE routes. confliZHVET, Ziux
# ZOV—ON—T TR R N E TN L E T,
HHABHHRHHBHH R AR AR Y

routing = enabled
HHABHARHHBHH R AR AR Y
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CA Access Control TUA—JSAXE’E EDAVE—Y Fa1—BRENDEE

ZOFNETIZ. CA Access Control T X —7TFAXEH FDOAYE—Y Fa—HRE
BFEBELT, B — _EOBEEEINITDHEERLET,

CA Access Control TUA—TS5A4XEE FDAvE—Y Fa—RTEDEERZE
1. CA Access Control Avt—3 Fa— H—EREEILET,

2. CA Access Control =% —T7FAXEH T, EFRE/RZX T tibemsd.conf
TrANVEREET, ZOT77AME, T I7ANVNTELFOT AL 7RISV ET,

¥Program Files¥CA¥AccessControlDistServer¥ACMQ¥tibco¥ems¥bin

3. [ IRFGA=Z|Z Ry CTRYILZR, CA Access Control T2 X —7F AKX
BH Y — _OEERANMEATILET,

4, =Ty TG 2A— 2B I ET,
5. CA Access Control Ayt —3 Fa— H—E2EHIELET,

CA Access Control T Z—T7FAXEH L TAYE—Y Fa—RELZEHELE
L7,

FEr Avke—Y =T T OFEHZ OV T, [TIBCO Enterprise Message Server
User's Guide |22 L T7ZEV Y,

5l : tibemsd.conf 774 JL

LLUFOfBIX, ENTM Example &V\)44#1T CA Access Control =5 — 7T A XE L
POV —T (L TR E T LIt D tibemsd.conf 7 7A/LDPHEERL TN
@40

HHBHHRHR

# - — SFIE

#H—: —FOP—E

# AT —R1 V=TT ST AMDY— S ~Du s A A SIS AT —R
HHBHHRHR

server = ENTM_Example

password =

HHBHHRHH

R

# N—T 17 —hg&EX routes. conf lZHVET, ZHUzdh
# ZOV— DN —T A TR AN EI TN LT,
HHRHHRHH

routing = enabled
HHRHHRHH
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HAyt—T Fa—HEREKE - fl

fidAi— 3 > MQ 7% CA Access Control T X —7F A4 XEH~, BLO' CA
Access Control =X —7TARXEH LD MQ DHEH— NI AYE—T %L —
TAL T T B0, KRN O S EAGT— N EOBEFDO MQ #iE., BLU CA
Access Control T #—T7FAXEH LD MQ DX ELEEELET,

5l BAY—NLEDAVE—Y X1 —EREREDHE

ZOHITIE, B — R ED A=Y Fa— P REDOETEHEERLET,
CA Access Control T X —T7FARXEH ETHEITHOAYE—Y Fa— H—1D
INTGA=BEEFL T, Ay E—T%  CA Access Control T2 ¥ —7FAREH 1Ti%kD,
Ay—y Fa— b= NEEELET, ZOHITIL DS-NAME &) HFEIXEAR
PR T2 —HDL4HNZ, ENTM-NAME &) FEEIE CA Access Control T/
BT TARE A a—FOARNT, ENENHEEMTONTOET, Avte—v
Fo— P \REXERTDGH, 4L tibemsd.conf 77 A/NDH—/3 h—22
TERINTND, T—"OEEOAFNEES R DLERHVET,
B — DA E—Y F1—BEREORESE
1. EAY— kT, [(AZ—F]- [/ T L]-[TIBCO]-[TIBCO EMS 4.4.1]-[EMS
B — VOBIR ZSRIRLET,
[TIBCO EMS EHHLY—/L]a~wr R Far 7 s v RURBEET,
2. AvbE—¥ Fa—llEHLET, U TOWTIOBRIEEZITWETS,
. LUFOa~vrRE AL T, SSL &l L CTHEREL £7,
connect ssl://Tocalhost:7243
. LUFOa~<wrReAJJLT, TCP ZfEFAL CHRILET,
connect tcp://Tocalhost:7222
O AL DAT AT T o T IREIRENET,
3. ladminJ& AFILET,

4, FTulTIRFREINTD., B —SOA L AN— VI E LT/ SAT —R & A

HLET,
5. TurTERRRSNIL, AvE—Y Fa— P—SHOBH LAY —REAT)
LET,

6. AvtE—Y Fa—0D AT —REEHRLET,
set server password:

fl: set server password=<dist_server-passwd>

% 12 ZE: CA Access Control r12.0 SP1 @ CA Access Control r12.5 ~D7vF5L—K 321



CA Access Control r12.5 ~D7vFF L—K A%

7. ENTM-NAME EVOARTOZ—FEAERL, ZO2—HF ~ 2T —RE2E)Y TE
7,

create user ENTM-NAME password=
f5]: create user ENTM_Name password=<acserver user-passwd>
ENTM-NAME

CA Access Control T X —T T XEH 2L ¥ a—XOEHELEEFRLE
KR

FE: CA Access Control T X —7TAXEH av'a—4 L@ tibemsdf.conf
T7AND[F—RRTA=ZTERLIZOLRICARTIZEELET,

8. UTOFNEZFATLET,

a. AToOa<wsReAILET,

add member ac_server_users ENTM_NAME

YER L7 — 1% ac_server users 7 /L —7ITiBINSET,
b. LAFOa~wr REANLET,

add member ac_endpoint_users ENTM_NAME

YERRL7z—3 1% ac_endpoint users 7 /L —F|EMSNET,
c. LTz~ Rz ANLET,

add member report_publishers ENTM_NAME

YERR LT —I2id, Av—T %5280, CA Access Control F=—~A»
TV ERATT ORG-S ET,

9. EHEZFMIT D0, Bt — " erEEL £,
IMATEENEHSIET,
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f5: CA Access Control TVA—TJ5AXEE LDAVtE—Y F1—EGEREDRE

ZDOHITIX, CA Access Control T X —7FAXEE EDOAVYE—Y Fa— =1
WEDHREFEERLET, AT — A=V BETHOIC, Avt—
Fo— P—"ZRELET, ZOFITIL DS-NAME &) HEEIXEAG—N 3
Ea—XDAHIZ, ENTM-NAME &) HEEIL CA Access Control =2 —7"F AR
B O Ea—FOARNT, TNENHEEMTONTOET, AvE—Y Fa—
P \BEEERTDHHA. 4% tibemsd.conf 77 A /LD [P — "]h—2 TEFH
SNTWD, b= "DEEEOX AN E SRR DL ERHVET,

CA Access Control TUA—TFSAXEE EDAvE—Y Fa—ERREDERTES
ik
-

1. CA Access Control T H—FFAREH ¥ a—F LT, [AX—N-[TarZ
2]-[TIBCOJ-[TIBCO EMS 4.4.1]-[EMS EFLY — /L OBIE] 28R L £,

[TIBCO EMS HHLY—/L]a~w R Far 7 s v o RURBREET,
2. Avb—¥ Fa—llHRLET, UTFOWTNOrOBIELITNET,
. LFOav REALT, SSL #f AL CHEkL £77,
connect ss1://localhost:7243
. LFOavrREATLT, TCP AL THRLE£7,
connect tcp://localhost:7222
Ty A D NIRRT T IR FRIRESNET,
3. Tadmin]EASILFET,
IRAT—RD AN ZART Ay E— VPR RENET,

4. CA Access Control T X —TTFAREH DAL AN—VEHTIRE LT/ AT —F
EANSILET,

5. Avb— Fa—0ORAU—REEHRLET,
set server password=

fil . set server password=<ENTM_SERVER_NAME-passwd>

6. ATV —MZDOUNT, DS-NAME LWV Z DO —HFZERR L, 2D — W~/ 82
T—REHETES,
create user DS-NAME password=
f5]: create user DS SERVER NAME password=<distserver user-passwd>
DS_NAME
Ao — DA EERLE T,

EE: CA Access Control T X —7FARXEH a2 ¥a—H ED tibemsdf.conf
Tr7AND [P — R RTA—HCERLIDERILAFIZHRTELET,
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7. LLTOFIEEZETLET,

a. UTFoav REANLET,

add member ac_server_users DS_NAME

VERR L7z —H 1% ac_server users 7 /L — 7/ |EBIMENET,
b. UFOa~ REAHLET,

add member ac_endpoint_users DS_NAME

YER L7 —4 1% ac_endpoint users 7 /L — 7 IZiBIMSLET,
c. LUFoa~ REANLET,

add member report_publishers DS_NAME

YERR LT —PI2id, Av—T %5200, CA Access Control F=—~Aw
TV RATT AR 53 ET,

8. EWEEHMITAH-OIZ, B — \HEELET,
CA Access Control T X —TFAXEH EDOAyE—T Fa—HEfiak €%
LEL7=,
L AvE—U =T T OFERIZ OV TUEL, [TIBCO Enterprise Message
Server User's Guide | # 2L CTL7Z &0,

E

R
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BEHAY—NLEDAYtE—Y Fa2—DEFDERTE

BoAf — 35 CA Access Control =X —7TFARXEH ~ Ay —UhHRk T 51
WX, B — R B DA E— FF2—75 CA Access Control T X —7 T A XEH
DAY Fa—r Ay =T RIRET DI, HAVE—Y L— R ELE

7,

ZOFIETIZ, B — N EDAYE—Y Fa—BELXTERLET, CA Access
Control T X —TFA K& FDOAYE—Y Fa—OREXRMTEDIC, Ay
Ty Fa—RETTANELEFLET,

BHY—NEDAYE—L F2—DEFHDXRESE

1. A — LT, 774V queues.conf ZFHEET, ZOT77 AL, T 74/VET,
LLFOT AL 7 MIZBDET,

¥Program Files¥CA¥AccessControlDistServer¥ACMQ¥tibco¥ems¥bin¥

2. Tqueue/snapshots] LV A FTDOF 2—ZERL , ZOF2—HDEAIZ, @ 7l it
VT, ENTM-NAME fEZBILE7,

queue/snapshots@ENTM-NAME

ENTM-NAME
CA Access Control T X —TFFARXEH oLV a—XDEMiA % TR LE
KR

EE: CA Access Control T X —7 T4 XEH O tibemsdf.conf 771/ D
[ — ]I RA—HZCEFR LD LFEICLRIAEELET,

3. Tqueue/audit] LV RTDOF 2—% R L, ZOF2—4DHEAIT, @ Fia. Hi T,
ENTM-NAME fEZBINLET,

queue/audit@ENTM-NAME

4. Tac_endpoint to_server] EVWOABIDF2—% L, ZOFa—ZDHEAIZ, @ 7t
. $e T, ENTM-NAME flZ:3B8 0L 97,

Tl

ac_endpoint_to_server@ENTM-NAME

5. Tac_server to_endpoint] W WA RIDF 2—ZEL, ZOFa—4DEAIC, @ 7L
. %V T ENTM-NAME fifiZ38 0L 37,

ac_server_to_endpoint@ENTM-NAME

6. 77 ANERFLTHLET,

F AvbE—T V=TT OFEMIZ OV TIL, TTIBCO Enterprise Message Server
User's Guide] #Z L T/ZE0,
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CA Access Control T A—TS5AXEHE OV E1—2 LD AVvtE—Y Fa—DERIDHETE

ZOFNETIL, CA Access Control T H—TTARXEFEH EDA— /1#«%4‘/7“
RELTERLFET, ZOAYE—Y Fa—5T T~ P— LU TER#KT DD
CA Access Control T X —T T XEH ETAYE—Y Fa2—0DF Z"E%Eﬁl/\iT

CA Access Control T R—TS5A4XEE O EF1—43LETOAVE—Y Fa1—D4%
BIDEREA X

1. CA Access Control =% —7"FAXEH T, ftk WA/ ET queues.conf
TrANEREET, ZOT77AME, TIANVNT, LT OT AL ZIZHVET,

¥Program Files¥CA¥AccessControlServer¥MessageQueue¥tibco¥ems¥bin

2. Tqueue/snapshots | LW\ 4 BIDF =—% Bl ZOFa—Z DK AIZ, Tsecure] .
[global ) W) HLEEZBINL £,

queue/snapshot secure, global

3. [lqueue/audit| LV A RTOF 2—% O, ZOF 22— D% AT, Isecure] |
[global ) W) BLEEZBANL £,

queue/audit secure, global

4. Tac_endpoint to_server] EV WA BIDF=—% BOlF, ZOF2—H D% AT,
lsecure] . global] W) HLGEZBINL £ T,

ac_endpoint_to_server secure, global

5. Tac_server to_endpoint] VI 4 HIDF 2—%& O, ZOF2—FDHEAIT,
lsecure] . [global| &) HLGEZBINL £,

ac_server_to_endpoint secure, global

6. 77ANERGFLCHAUET,

F AvE—Y V=TT OFEMIZ OV TIL, TTIBCO Enterprise Message Server
User's Guide | #Z L T7ZE0Y,

Iyt—2 JL—RERTE - Hl

Bl A — SBLY CA Access Control T X —T7F7AXEH L TAYE—Y Fa—

WMEEREL, Av—Y Fa— L—T TR ELHRELTHLIC, B — Bk

Y CA Access Control T X —T T4 XEH ETAYE—Y V— by T v 95
PERHNET,
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Bl BAHY—NETOAYE— L—bDEYRT VT

ZOFITIE, A — S ETORAYE—Y L— R RED TR w7 HFIEIC OV T
LF9, CA Access Control T RHRALINHDAyE—T% CA Access Control T2/
H—TFGAREH EDOAE—Y Fa—V—T 47T B0, Bifi—/3¢ CA
Access Control T Z—7FAXEH ORI N — ey Ty 7 LET, kNS
NTOEAY— N ET, ZOFNEEE T THLERHET,

1. FEeAiY— LT, fmEFRERTE R TT 74V routes.conf #EFET, ZOT77A
X, T74NWVRT L FOT AL 7 RIZHDET,

¥Program Files¥CA¥AccessControlDistServer¥MessageQueue¥tibco¥ems¥bin
2. UTFO= NZEEBIMLET,

[ENTM-NAME]

url = ENTM-URL

ss1_verify_host = disabled

ss1_verify_hostname = disabled
ENTM-NAME

CA Access Control T X —TFFARXEH oL B a—X DA% B LE
KR

ENTM_URL
CA Access Control =% —7"FAXEM & URL #EFKLET,
3. T ANERFLET,
4. CA Access Control Avyt— Fa— h—ERZHLELET,
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5. CA Access Control TYA—TS5A4XEE TOAvtE—2 IL—kDEYNT VT

ZORFITIE. CA Access Control Lo X —T7TARXEH ETOAYTE—Y L—I RE
D T VT HIFEITHOWTHIALET, CA Access Control T2 X —FFAXEH M
SR — 3 Bl — NS R A U A Ay — TR IRE T A0, CA
Access Control T X —T7FAXEH LA — ORI — ety T o7 LE
R

1. CA Access Control =¥ —7FA4XEH T, 77A/L routes.conf ZBIZF T,
ZDT7AME, TIANKT, LFOT AL ZRNIZHVET,

¥Program Files¥CA¥AccessControlServer¥MessageQueue¥tibco¥ems¥bin
2. UTFO= NZEEBIMLET,

[DS-NAME]

url = DS-URL

ss1_verify_host = disabled

ss1_verify_hostname = disabled

DS_NAME
Bl — OfEMEAE ERLET,
DS_URL

BAfi)— 3 URL ZE&ELET,
3. T ANVERIFELET,
4. CA Access Control Ayt — F¥o— P—E2EEHEILET,

L AvE—T V=TT OFEIZ VT, TTIBCO Enterprise Message Server
User's Guide |22 L T7ZEV Y,
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