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Kapitel 1: Integrieren von CA ARCserve
Replication und CA ARCserve Backup

EinfUhrung

Dieses Kapitel enthélt folgende Themen:

Einflihrung (siehe Seite 9)

CA ARCserve Backup (siehe Seite 10)

CA ARCserve Replication (siehe Seite 11)

Integration von CA ARCserve Backup und CA ARCserve Replication (siehe
Seite 12)

Moglichkeiten und Vorteile (siehe Seite 13)

Remote-Zweigstellen und zentrale Datenzentren (siehe Seite 14)
Integrationsbezeichnungen und -definitionen (siehe Seite 15)
Funktionsweise des integrierten Sicherungsvorgangs (siehe Seite 20)
Funktionsweise des integrierten Wiederherstellungsvorgangs (siehe Seite 23)

CA ARCserve Backup bietet Ihnen folgende Hochleistungsfunktionen:
Festplatte auf Festplatte (disk-to-disk, D2D), Festplatte auf Band (disk-to-
tape, D2T), Festplatte auf Festplatte auf Band (disk-to-disk-to-tape, D2D2T),
Sicherungsverschliisselung und integrierten Antivirusschutz, Multiplexing sowie
Snapshot-Sicherungen und -Wiederherstellungen. CA ARCserve Replication
erganzt diese Funktionen durch kontinuierlichen Datenschutz, Replizierung und
automatisches Anwendungs-Failover. Zusammen bieten sie rund um die Uhr
eine vollstéandige, integrierte Losung zur Wiederherstellungsverwaltung.
Dadurch kénnen Sie die steigenden Anforderungen an Kompatibilitat,
Betriebskontinuitat und Disaster Recovery besser bewaltigen und gleichzeitig
Zeit und Ressourcen sparen.
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CA ARCserve Backup

CA ARCserve Backup

CA ARCserve Backup bietet eine vollstandige, flexible und integrierte Speicher-
und Wiederherstellungsverwaltungsldsung fiir verteilte und Multiplattform-
Umgebungen. Diese Anwendung kann mit Hilfe von optionalen Client-Agenten
Daten von allen Rechnern in Ihrem Netzwerk sichern und wiederherstellen

(z. B. von Rechnern mit Windows, UNIX, NetWare und Linux). AuBerdem
bietet CA ARCserve Backup Funktionen zur Verwaltung von Datentragern und
Geraten.

CA ARCserve Backup ermdglicht die Steuerung von einer Verwaltungskonsole
aus und kann sowohl kleine als auch groBe Unternehmensumgebungen mit
einem oder vielen Rechnern fir verschiedene Plattformen und Organisationen
unterstitzen.

CA ARCserve Fesiplatte
Backup-Server

dnyoeg amasoyY Vo

Sichermn von Netzwerkrechnerdaten auf dem
CA ARCserve Backup-Server
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CA ARCserve Replication

CA ARCserve Replication

CA ARCserve Replication ist eine Datenschutzlésung, die asynchrone Echtzeit-
Replizierung zur Bereitstellung von Disaster Recovery-Funktionen verwendet.
Diese Host-basierte Software bietet kontinuierliche Datenreplizierung, die
Anderungen von Anwendungsdaten bei Auftreten an einen Standby-
Replikatserver lokal oder liber das Wide Area Network (WAN) Gbermittelt. Die
kontinuierliche Datenreplizierung stellt sicher, dass immer die aktuellsten
Daten fir Wiederherstellungszwecke verfiigbar sind. Der kontinuierliche
Datenschutz basiert auf Data Rewind-Technologie zum Wiederherstellen von
Daten, die durch Viren oder einen Benutzer- oder Anwendungsfehler
beschadigt wurden.

Verschieben von Anwendungen, Inhalten und Daten
zwischen Servern und Standorten

— TN

=]
==
—|||/==
—|||==
=3 |=
| m— |
> - —
Kontinuierliche :
Replizierung

Replikatserver

Masterserver

Erstellen von Szenarien zum kontinuierlichen Replizieren von
Daten von Maslerservern zu den Replikatservern

CA ARCserve Replication

e

AuBerdem kénnen Sie Ihre Datenschutzfunktionen verbessern, indem Sie
Anwendungsiberwachungen sowie komplett automatische Failover und
Failbacks hinzufiigen. Diese Funktionen werden von CA ARCserve High
Availability HA bereitgestellt, einer Hochverfligbarkeitslésung fir wirklich
kontinuierliche Anwendungsverfiigbarkeit.

Kapitel 1: Integrieren von CA ARCserve Replication und CA ARCserve Backup 11



Integration von CA ARCserve Backup und CA ARCserve Replication

CA ARCserve HA stellt CA ARCserve Replication-Funktionen in einer
aufgewerteten Version bereit. Insbesondere erweitert CA ARCserve HA die
Push-Button-Funktionalitat und automatische Failover der Clients vom
Betriebs-Masterserver auf einen sekundaren Replikatserver, ohne dass Clients
neu konfiguriert werden missen, und ermdglicht die automatische
Statusiiberwachung des Betriebsservers und der auf ihm laufenden
Anwendungen. Nachdem der Masterserver in seinem urspriinglichen Zustand
wiederhergestellt wurde, kann ein EDV-Administrator den Masterserver mit CA
ARCserve HA per Knopfdruck wieder einsetzen. Dabei kommt es automatisch
zum Failback vom Replikatserver, ohne dass Daten oder
Anwendungsverfligbarkeit verloren gehen.

Integration von CA ARCserve Backup und CA ARCserve
Replication

Die Integration von CA ARCserve Backup und CA ARCserve Replication
ermdglicht die Kombination eines kontinuierlichen Datenschutzes mit der
Sicherung dieser geschiitzten Daten. Durch diese Integration kann CA
ARCserve Replication die kontinuierliche Echtzeit-Replizierung der Daten vom
Masterserver (Betriebsserver) auf den Replikatserver fortsetzen, wahrend CA
ARCserve Backup diese replizierten Daten anschlieBend zu Archivierungs- und
Kompatibilitatszwecken vom Replikatserver auf den CA ARCserve Backup-
Server sichert. Bei der Sicherung vom Replikatserver ist kein
Sicherungsfenster erforderlich, und die Auswirkungen auf den Masterserver
werden reduziert, so dass der Masterserver weiterhin ohne Leistungsverlust
laufen kann. Darlber hinaus kann mit CA ARCserve Backup die
Wiederherstellung der gesicherten Daten auf dem Masterserver oder
Replikatserver ausgefiihrt werden.

CA ARCServe Replicatio

Band
Kontinuierliche E
Replizierung =
=
: 0
=
. p
Masterserver Replikatserver CA ARCserve Festplatte g
Backup-Server a2
g AN v / 2
@
Erstellen von Szenarien zum kontinuierichan Lokale oder Remote-Sicherung von replizierten Daten 0
Replizieren von Daten von Masterservem zu vom/von Replikatserver(n) zum CA ARCserve o
den Repiikatserven Backup-Server fiir Archivierungs- und =
Kompatibilitatszwecke o
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Méglichkeiten und Vorteile

Moglichkeiten und Vorteile

Durch die Integration von CA ARCserve Backup und CA ARCserve Replication
kénnen Sie Replikation, standigen Schutz (mit CA ARCserve Replication) und
die Datensicherung (mit CA ARCserve Backup) fir Archivierungs- und
Kompatibilitatszwecke verwenden.

Durch die Integration ergeben sich die folgenden zentralen Fahigkeiten und
Vorteile:

Verwendung der vertrauten CA ARCserve Backup-Oberflache fir die
Sicherung der Jobkonfiguration, Planung und Verwaltung.

D2D-, D2T- und D2D2T-Hochleistungssicherung und Snapshots.
Backup-Verschliisselung und integrierter Antivirenschutz.
Integrierte Gerate- und Datentragerverwaltung.

Kontinuierliche Echtzeit-Replikation von Dateien und Daten nach
Anderungen, um sicherzustellen, dass stets die neuesten Daten fiir eine
Wiederherstellung verfligbar sind.

Sicherungsvorgange erfolgen vom Replikatserver aus, so dass die
Auswirkungen auf den Masterserver minimiert werden. Der Replikatserver
bietet auBerdem ein unbegrenztes Sicherungsfenster.

Es gibt mehrere Wiederherstellungsoptionen:

- Wiederherstellung durch CA ARCserve Replication mit Failover.
Wiederherstellungsmdglichkeit fir eine Anwendung auf einem
Bereitschaftsserver an einem anderen Standort und Failback der
Anwendung auf Knopfdruck, sobald der Betriebsserver
wiederhergestellt ist.

- Wiederherstellung tiber CA ARCserve Replication mit
Datenzurtckspulung. Wiederherstellung beschadigter Daten durch
Zurlckspulen zu einem vorherigen Zeitpunkt (Zuriickspulpunkt), so
dass sich ein kontinuierlicher Datenschutz (Continuous Data
Protection, CDP) ergibt.

- Wiederherstellung uber CA ARCserve Backup.
Wiederherstellungsmdéglichkeit vom Band oder anderen traditionellen
Sicherungsdatentragern.

Echtzeit-Konsolidierung von Daten aus mehreren Remote-Zweigstellen
(Remote Branch Offices, RBOs) zu einem Central Data Center (CDC). Auf
diese Weise wird eine zentrale Datensicherung und -konsolidierung
ermdglicht. Sie kdnnen die im Central Data Center vorhandenen Replikate
zur zentralen Datensicherung verwenden. Damit ist der IT-Support an
allen Standorten nicht mehr unbedingt erforderlich.

Moglichkeit fir Assured Recovery mit unterbrechungsfreien
vollautomatischen Intensivtests des Disaster Recovery-Replikatservers.
Dadurch kann die Wiederherstellbarkeit der Anwendung auf dem
Replikatserver Uberprift werden, ohne den Masterserver, den
Replikationsprozess oder die automatischen Failover-Schutzmechanismen
zu beschadigen, die bei einem Systemausfall im Einsatz sind.
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Remote-Zweigstellen und zentrale Datenzentren

Remote-Zweigstellen und zentrale Datenzentren

In Kombination mit CA ARCserve Replication kénnen Sie mit CA ARCserve
Backup Sicherungskopien der Server an Remote-Zweigstellen (Remote Branch
Offices, RBOs) in einem zentralen Datenzentrum (Central Data Center, CDC)
erstellen. Die Sicherungs-Replikatserver in einem CDC bieten bessere Disaster
Recovery und kontinuierliche Anwendungsverfiigbarkeit fir Ihre Zweigstellen-
Server sowie zentralisierte und konsolidierte Sicherungen mehrerer
Zweigstellen in einer einzigen Einrichtung. Durch diese Konsolidierung von
Sicherungen fiir Remote-Zweigstellen wird der Bedarf an kompetentem und
anspruchsvollem IT-Support an den einzelnen Standorten deutlich gesenkt.
Das Installieren und Verwalten mehrerer Server, Speichergerate und
Anwendungen an verschiedenen Standorten kann kostspielig sein. Dartber
hinaus reduzieren Sicherungs-Replikatserver in einem CDC das mit dem
Transport von Bandern verbundene Sicherheitsrisiko und beseitigen Kosten fir
Banddatentrager sowie deren Handhabung.

Chicago Los Angeles
=
==
= =]
= =
— { m— |
M3 M4
CA ARCserve Replication- CA ARCserve Replication-
Masterserver Masterserver
Hostname: CHI_PROD Hostname: LA_PROD
Funktion: Dateiserver Funktion: Dateiserver
Szenarionamel-typ: Szenarioname/-typ:
FS1_CHI_Prod/Dateiserver F51_LA_ProdiDateiserver
Replizierte Verzeichnisse: Replizierte Verzeichnisse:
clusriCHI_DBA clusriLA_DBA
clusriCHI_HR clusriLA_HR

Fortlaufende oder geplante Replikation

New York

CA ARCserve Replication-Server
und CA ARCserve-Server

Hostname: NY_REPL
Replizierungsverzeichnisse Band Festplatte

c:\X0_Replicate\CHI_PROD

c:\X0_Replicate\LA_PROD
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Integrationsbezeichnungen und -definitionen

Integrationsbezeichnungen und -definitionen

Damit Sie mit den Einzelheiten der Integration von CA ARCserve Backup und
CA ARCserve Replication vertraut werden kénnen, muiissen Sie zunachst einige
der von den Produkten verwendeten Bezeichnungen und Definitionen
verstehen.

Bei der Integration werden folgende Bezeichnungen und Definitionen
verwendet:

Szenario

Ein CA ARCserve Replication-Szenario ist die Grundlage flr die Verwaltung
der Vorgange im System. Ein CA ARCserve Replication-Szenario beinhaltet
immer mindestens einen Masterserver und einen Replikatserver.
AuBerdem kénnen mehrere Szenarien auf einem einzelnen Server laufen.

Bei einem Szenario handelt es sich um eine Struktur, die Folgendes
beschreibt:

m  Welche Anwendungen und Daten zu schitzen sind.

m  Wo diese sich befinden (d. h. der Masterserver und die
Quellverzeichnisse).

m  Wo die Daten repliziert werden sollen (die Replikatserver und die
Zielverzeichnisse auf ihnen).

m  Ob und wie automatische Failover und Priifungen stattfinden sollen.

Hinweis: CA ARCserve Backup unterstiitzt ausschlieBlich Dateiserver-,
MS Exchange- und SQL Server-Szenarien.

Masterserver

Der Masterserver ist der aktive Server oder Betriebsserver, mit dem Sie
aktiv Daten andern kénnen (lesen und schreiben). Alle Anderungen, die zu
irgendeiner Zeit auf dem Masterserver vorgenommen werden, werden
kontinuierlich in Echtzeit erfasst und auf einen oder mehr verbundene
Replikatserver bermittelt (oder repliziert), so dass alle Replikatservers zu
jeder Zeit eine exakte Kopie der Daten auf dem Masterserver enthalten.

Replikatserver

Der Replikatserver ist der passive Server. Dies ist der Server, auf dem
Daten nicht geandert werden kénnen (schreibgeschitzt), auBer durch die
vom Masterserver replizierten Anderungen. Mehrere Replikatserver kénnen
mit einem einzigen Masterserver verbunden sein. Bei der Synchronisierung
der replizierten Daten mit dem Masterserver werden die Daten der Server
verglichen, und nur die auf dem Masterserver vorgenommenen
Anderungen werden an die Replikatserver gesendet, so dass der WAN-
Verkehr minimiert wird.
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Infegrationsbezeichnungen und -definitionen

Kontinuierlicher Datenschutz (Continuous Data Protection, CDP)

Bei kontinuierlichem Datenschutz (Continuous Data Protection, CDP)
handelt es sich um die Mdglichkeit, Daten nicht nur auf einen isolierten,
vorherigen Stand wiederherzustellen, z. B. bei einer taglichen bzw.
wochentlichen Sicherung oder Snapshot, sondern Daten auf einen
beliebigen Zeitpunkt in der Vergangenheit wiederherzustellen. Falls ein
Virus auftritt, kdnnen Sie dadurch eine Wiederherstellung auf einen
Zeitpunkt nur Minuten vor dem Auftreten des Virus mit so gut wie keinem
Datenverlust und einer sehr schnellen Wiederherstellungszeit durchfiihren.

Failover

Die Failover-Funktion erkennt, wenn eine geschiitzte Anwendung auf dem
Masterserver ausfallt, und schaltet (entweder automatisch oder manuell
aktiviert) auf einen bestimmten Replikatserver mit so gut wie keinem
Daten- und Zeitverlust um. Wenn ein Masterserver ausfallt oder zur
Wartung ausgeschaltet werden muss, tritt ein synchronisiertes Replikat
(lokal oder an einem Remote-Standort) sofort und automatisch an seine
Stelle.

Datenzuriickspulung

Das Zurickspulen von Daten ist eine Wiederherstellungsmethode, die
ermdglicht, Daten an einen Zeitpunkt (Zurtickspulpunkt) zurtickzuspulen,
bevor sie beschadigt wurden. Diese eingebaute Zurlickspultechnik findet
auf dem Replikatserver statt, und das Zurickspulen von Daten auf einen
vorherigen Status kann ausschlieBlich auf dem Replikatserver durchgefiihrt
werden.

Zuriickspulpunkt

Ein Zurtckspulpunkt ist ein Kontrollpunkt in einem Zurtckspulprotokoll,
der ein Ereignis oder einen Vorgang markiert. Die tatsachlich
gespeicherten Informationen beinhalten den Vorgang, mit dessen Hilfe das
Ereignis rickgangig gemacht wird, falls der Zurtickspulpunkt aktiviert wird.
Bei der Datenwiederherstellung werden diese Zurtickspulpunkte oder
Lesezeichen im Zurlckspulprotokoll verwendet, um die aktuellen Daten auf
einen vorherigen Stand zuriickzusetzen.
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Integrationsbezeichnungen und -definitionen

Assured Recovery

Assured Recovery ermdglicht Ihnen eine effektive Prifung Ihres Disaster
Recovery-Servers, indem die Anwendung tatsachlich ausgefihrt wird und
Daten geandert werden, ohne dass Ihre Betriebsumgebung oder Ihre
vorher replizierten Daten in irgendeiner Weise beeinflusst werden.

Mit Assured Recovery kénnen Sie transparente, nicht beeintrachtigende
Prifungen eines replizierten Daten-Snapshots durchflihren, um
Anwendungsdienste zu starten und alle notwendigen Vorgange
auszuflihren, die zur Integritatsprifung der Daten auf dem Replikatserver
erforderlich sind. Assured Recovery bietet diese Funktionalitat, ohne Ihre
Systeme wahrend der Priifung jemals ungeschitzt zu lassen, ohne die
Verfligbarkeit der Betriebsanwendungen in irgendeiner Weise zu stéren
und ohne nach Abschluss der Priifung eine erneute Datensynchronisierung
durchfihren zu missen.

Unterbrechungsmodus

Mit dem Unterbrechungsmodus wird die Ubermittlung von Anderungen an
den unterbrochenen Replikatserver voriibergehend unterbrochen.
Anderungen werden weiterhin auf einer Spule aufgezeichnet, bis die
Replizierung wieder aufgenommen wird, so dass keine erneute
Synchronisierung erforderlich ist. Nachdem die Replizierung wieder
aufgenommen wurde, werden die angesammelten Anderungen dann
Ubermittelt und ibernommen, ohne dass eine vollstandige erneute
Synchronisierung der Daten erforderlich ist.

Wenn Sie ein Szenario sichern, bei dem Assured Recovery konfiguriert ist,
ist die Sicherung anwendungskonsistent und erfordert nach der
Wiederherstellung keine Anwendungs-Recovery. Wenn Sie allerdings ein
Szenario sichern, bei dem der Unterbrechungsmodus aktiviert ist (Assured
Recovery ist nicht konfiguriert), erfordert die Sicherung abhangig vom
Status der Anwendung zum Zeitpunkt der Sicherung eventuell eine
Anwendungs-Recovery nach der Wiederherstellung.
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Infegrationsbezeichnungen und -definitionen

Synchronisierung

Bei der Synchronisierung werden Daten auf dem Replikatserver mit den
Daten auf dem Masterserver synchronisiert. Um den Masterserver und den
Replikatserver ordnungsgemaB zu synchronisieren, werden die beiden
zugehorigen Dateistrukturen verglichen, um festzustellen, welche Inhalte
(Dateien und Ordner) auf dem Masterserver fehlen oder sich von den
Inhalten auf dem Replikatserver unterscheiden. Es gibt folgende
Synchronisierungsebenen:

m Bei der Synchronisierung auf Dateiebene wird beim Auftreten einer
Anderung die gesamte Datei repliziert. Mit diesem bei kleineren
Dateien verwendeten Verfahren wird der gesamte Datensatz kopiert
und an den Replikatserver gesendet (wenn kein Teil davon auf dem
Replikatserver existiert).

m Bei der Synchronisierung auf Blockebene wird festgestellt, was
gedndert wurde, und nur die Anderungen werden an den
Replikatserver gesendet (um die erforderliche Bandbreite und Zeit zu
minimieren). Dieses Verfahren wird zur Replizierung umfangreicher
Datensdatze wie beispielsweise Datenbanken verwendet.

Replizierung

Bei der Replizierung werden identische Kopien der Dateien und
Datenbanken durch Echtzeit-Erfassung von Dateidnderungen auf Byte-
Ebene auf dem Masterserver beibehalten. Diese erfassten Anderungen
werden asynchron an die Replikatserver tbermittelt. Da bei der
Replizierung die Quelldaten kontinuierlich auf einem anderen Rechner
aktualisiert werden, enthalt ein Replikatserver zu jeder Zeit die gleichen
Daten wie der Masterserver. Um Versuchen vorzubeugen, in Gebrauch
befindliche Dateien wiederherzustellen, sollte die Anwendung nicht
ausgefihrt werden (offline sein).
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Integrationsbezeichnungen und -definitionen

Einheit
Definiert die Granularitatsebene der Einzelheiten fir Sicherungs- und

Wiederherstellungszwecke bei einem CA ARCserve Replication-Szenario.
Die Granularitatsebene fir eine Einheit beruht auf dem Szenariotyp.

Dateiservereinheit

Bei einem Dateiserver-Szenario stellt eine Einheit alle Dateien und
Verzeichnisse dar, die zu demselben Volume auf einem Masterserver
gehoren.

Beispielsweise bilden die Inhalte des Laufwerks C: auf einem
Masterserver eine Einheit, wahrend die Inhalte des Laufwerks D: eine
separate Einheit bilden.

SQL Server-Einheit

Bei einem SQL Server-Szenario stellt eine Einheit eine SQL-Datenbank
dar.

Z. B. bilden die Inhalte der Mitarbeiterdatenbank fiir Unternehmen A
auf dem Masterserver eine Einheit, wahrend die Inhalte der
Mitarbeiterdatenbank fiir Unternehmen B eine separate Einheit bilden.

MS Exchange-Einheit

Bei einem MS Exchange-Szenario stellt eine Einheit eine MS Exchange-
Speichergruppe dar. Der Name der Einheit entspricht dem Namen der
MS Exchange-Speichergruppe.
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Funktionsweise des infegrierten Sicherungsvorgangs

Funktionsweise des integrierten Sicherungsvorgangs

Beim Sicherungsvorgang wird alles gesichert, was zum Szenario gehért. Der
Sicherungsjob erstellt fiir jede einzelne Einheit, aus denen das Szenario
besteht, eine Sitzung. Die unterstlitzten Szenarien sind SQL Server,

MS Exchange und File Server.

Der integrierte Sicherungsvorgang fir CA ARCserve Backup und CA ARCserve
Replication besteht aus den folgenden drei grundlegenden Funktionen:

m  Erstellen von Szenarien

m  Erstellen von Jobs

m  Ausfihren von Jobs

(1]

Szenariovon CA ARCsemnve Replication
erstellt und der Datenbank hinzugefiigt

CA ARCserve

12

CAARCserve Replication-Szenario
an Sicherungs-Manager gesendet

Backup-Datenbank

CA ARCserve

Replication-
Manager

CA ARCserve
Backup

Benutzer-
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O

Sicherungsjob
wird erstellt und
an Job-
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Sicherungssenver
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6 - Sicherungsanforderung
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Snapshotvon Client-
der zuletzt Agent
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20 CA ARCserve® Replication-Integrationshandbuch



Funktionsweise des integrierten Sicherungsvorgangs

Erstellen von Szenarien

Erstellen von Jobs

Ein Szenario wird im CA ARCserve Replication-Manager erstellt, und die
zugehorigen Informationen werden in die CA ARCserve Backup-Datenbank
eingefligt. Mit Hilfe der Option "ARCServe Backup-Server aktualisieren" (lUber
das Menu "Tools" im CA ARCserve Replication-Manager) kénnen bei einem
existierenden Szenario die zugehdrigen Informationen in die CA ARCserve
Backup-Datenbank eingefiigt werden. CA ARCserve Backup fragt dann die
Datenbank ab, wird auf das existierende Szenario aufmerksam und prasentiert
dem Benutzer das Szenario Uiber die Benutzeroberflache des Sicherungs-
Managers. Die CA ARCserve Replication-Szenarien werden im Sicherungs-
Manager auf der Registerkarte "Quelle" aufgelistet. Wenn ein Szenario im
Sicherungs-Manager ausgewahlt wird, werden einige dazugehdrige
Eigenschaften angezeigt, die weitere Informationen zu dem ausgewahlten
Szenario bieten. Zu diesen angezeigten Eigenschaften gehéren der Name des
Szenarios, der Szenariotyp und weitere relevante Informationen zum
Masterserver und den Replikatservern.

Hinweis: Ein CA ARCserve Replication-Szenario beinhaltet immer mindestens
einen Masterserver und einen Replikatserver. AuBerdem kénnen mehrere
Szenarien auf einem einzelnen Server laufen.

Mit Hilfe der Option "Rechner/Objekt 16schen" (liber das Fenster
"Eigenschaften" auf der Benutzeroberflache des Sicherungs-Managers) kénnen
Sie ein Szenario aus der CA ARCserve Backup-Datenbank entfernen. Mit der
Option "Rechner/Objekt I6schen" wird das Szenario lediglich aus der CA
ARCserve Backup-Datenbank entfernt, aber nicht aus dem CA ARCserve
Replication-Manager.

In CA ARCserve Backup wird ein Sicherungsjob erstellt, indem der Benutzer
die Quelle, das Ziel und alle anderen typischen Sicherungsoptionen angibt.
Wenn Sie versuchen, einen Sicherungsjob zu Gbermitteln, werden Sie
aufgefordert, zwei Satze mit Sicherheitsinformationen (Benutzername und
Kennwort) anzugeben. Ein Satz Anmeldeinformationen erméglicht dem CA
ARCserve Backup-Server, auf den Agenten des Replikatservers zuzugreifen
und mit ihm zu kommunizieren. Der andere Satz ermdglicht CA ARCserve
Backup die Anmeldung auf dem Masterserver, um die Sicherung
vorzubereiten. Nachdem die erforderlichen Anmeldeinformationen eingegeben
wurden, wird der Sicherungsjob in die Warteschlange gestellt, um zum
planmaBigen Zeitpunkt ausgefihrt zu werden.
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Funktionsweise des infegrierten Sicherungsvorgangs

Ausfuhren von Jobs

Zum planmaBigen Zeitpunkt stellt CA ARCserve Backup eine Verbindung zum
auf dem Replikatserver laufenden Agenten her und fordert CA ARCserve
Replication auf, Schattenkopien der Volumes zu erstellen, die als Host flr die
replizierten Daten flr das zu sichernde Szenario dienen. Wenn die Anfrage
eingeht, wird die Echtzeit-Replizierung des Szenarios voriibergehend
unterbrochen, um das Erstellen der Schattenkopie zu erméglichen. Nach dem
Erstellen der Schattenkopie nimmt der Replikatserver die Echtzeit-Replizierung
wieder auf, und der auf dem Replikatserver laufende Agent fliihrt dann die
Sicherung von der Schattenkopie aus. Sie kénnen den CA ARCserve Backup-
Server auf dem Replikatserver oder als separaten, daflir bestimmten Server
installieren.

Bei SQL Server- und Exchange-Szenarien wird die Schattenkopie nach
Abschluss der Sicherung aufbewahrt und nur dann entfernt, wenn die
maximale Anzahl der gespeicherten Schattenkopien erreicht wurde.
StandardmaBig erstellt und bewahrt CA ARCserve Replication 10
Schattenkopien und beginnt dann, die altesten Schattenkopien durch neuere
zu ersetzen. Sie kénnen die Einstellung fir die Anzahl der aufbewahrten
Schattenkopien lber die Eigenschaft "Anzahl der aufzubewahrenden
Schattenkopien" im CA ARCserve Replication-Manager andern.

Hinweis: Weitere Informationen zum Einstellen der Anzahl der
aufzubewahrenden Schattenkopien finden Sie im CA ARCserve Replication and
High Availability-Administrationshandbuch.

Bei Dateiserver-Szenarien wird die Schattenkopie nach Abschluss der
Sicherung aufbewahrt und keinesfalls entfernt.

Wenn Sie ein Szenario sichern, bei dem Assured Recovery konfiguriert ist, ist
die Sicherung anwendungskonsistent und erfordert nach der Wiederherstellung
keine Anwendungs-Recovery. Wenn Sie allerdings ein Szenario sichern, bei
dem der Unterbrechungsmodus aktiviert ist (Assured Recovery ist nicht
konfiguriert), erfordert die Sicherung abhangig vom Status der Anwendung
zum Zeitpunkt der Sicherung eventuell eine Anwendungs-Recovery nach der
Wiederherstellung.

Durch die Sicherung auf dem Replikatserver kann der Masterserver ohne
Unterbrechung oder Leistungsverlust weiterlaufen. Zusatzlich werden alle
Sicherungskataloginformationen so aufgezeichnet, als ob die Sicherung auf
dem Masterserver ausgefihrt wurde. Dadurch wird sichergestellt, dass die
Wiederherstellungsansicht der Daten immer so ist, als ob die Sicherung direkt
vom Masterserver ibernommen wurde. Mit CA ARCserve Backup kann die
Wiederherstellung der gesicherten Daten auf dem Masterserver oder
Replikatserver ausgefiihrt werden.

Dariber hinaus wird bei Multistreaming-Sicherungsjobs jedes CA ARCserve
Replication-Szenario als untergeordneter Job gesichert. Wenn ein Knoten
mehrere Szenarios enthélt, werden diese vom Master-Job aufgeteilt, so dass
jeder untergeordnete Job ein Szenario sichert.
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Funktionsweise des integrierten Wiederherstellungsvorgangs

Funktionsweise des integrierten Wiederherstellungsvorgangs

Beim Wiederherstellungsvorgang werden Daten wiederhergestellt, die vom
Masterserver repliziert und dann mit CA ARCserve Backup gesichert wurden.
Bei SQL Server-Szenarien und MS Exchange-Szenarien unterstitzt der
Wiederherstellungsvorgang lediglich vollstandige Szenariowiederherstellungen.
Bei File Server-Szenarien unterstitzt der Wiederherstellungsvorgang entweder
vollstandige Szenariowiederherstellungen oder detaillierte Wiederherstellungen
von Dateien, Verzeichnissen und Volumes.
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Funktfionsweise des integrierten Wiederherstellungsvorgangs

In CA ARCserve Backup wird eine Liste der gesicherten Rechner aus der
Datenbank abgerufen und auf der Benutzeroberflache des Wiederherstellungs-
Managers Uber die Registerkarte "Quelle" angezeigt. Wenn Sie eine Quelle im
Wiederherstellungs-Manager auswéahlen, werden auBerdem einige zugehdérige
Eigenschaften angezeigt, die weitere Informationen zur ausgewahlten Quelle
bereitstellen. Nach dem Auswahlen einer Quelle miissen Sie auBerdem das Ziel
fur die Wiederherstellung auswahlen. Die Daten kdnnen entweder an ihren
urspriinglichen Speicherort oder einen alternativen Speicherort
wiederhergestellt werden. Wenn Sie die Option "Am urspriinglichen
Speicherort wiederherstellen" (Standard) auswahlen, miissen Sie auBerdem
angeben, ob fiir diesen Speicherort auf einem Masterserver oder
Replikatserver wiederhergestellt wird. Wenn Sie nicht am urspriinglichen
Speicherort wiederherstellen mdchten, miissen Sie einen alternativen
Speicherort als Ziel bestimmen.

Beim Wiederherstellen auf einem Replikatserver vergewissern Sie sich, dass
die entsprechende Anwendung nicht ausgefiihrt wird, um zu verhindern, dass
gegenwartig verwendete Dateien wiederhergestellt werden. Beim
Wiederherstellen auf einem Masterserver vergewissern Sie sich, dass CA
ARCserve Backup Client Agent installiert ist und ausgeftihrt wird.

Wenn die entsprechende Anwendung ausgefiuhrt wird und Sie ein CA ARCserve
Replication-Szenario am urspriinglichen Speicherort wiederherstellen, werden
unter SQL Server und MS Exchange die wiederhergestellten Dateien temporar
mit der Erweiterung ".TMP" erstellt. Nach der erfolgreichen Ausflihrung des
Wiederherstellungsjobs werden Sie aufgefordert, den Server neu zu starten,
um die aktiven Dateien zu Uberschreiben und zu ersetzen. Bei einem Neustart
des Servers werden die wiederhergestellten Dateien in die urspriingliche
Datenbank eingefligt. Wenn die entsprechende Anwendung nicht ausgefiihrt
wird, werden wahrend der Wiederherstellung am urspriinglichen Speicherort
keine temporaren Dateien erstellt, und es ist kein Neustart des Servers
erforderlich.

Das Neustarten eines SQL-Servers, der in einer Cluster-Umgebung installiert
ist, ist nicht moglich, folglich miissen Sie die Anwendungsressource anhalten,
bevor Sie eine Wiederherstellung am urspriinglichen Speicherort durchfiihren.
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Funktionsweise des integrierten Wiederherstellungsvorgangs

Bei der Ubergabe eines Wiederherstellungsjobs werden Sie aufgefordert,
entsprechend den folgenden Optionen Sicherheitsinformationen anzugeben
(Benutzername und Kennwort).

m  Wenn Sie die Option "Am urspriinglichen Speicherort wiederherstellen"
auswahlen, missen Sie abhangig von der angegebenen
Wiederherstellungsoption entweder einen Satz Anmeldeinformationen
angeben, um CA ARCserve Backup die Kommunikation mit dem Agenten
auf dem Masterserver zu ermdglichen (Wiederherstellung auf den
Masterserver), oder zwei Sdtze mit Anmeldeinformationen, um die
Kommunikation mit sowohl dem Masterserver als auch dem Replikatserver
zu ermdoglichen (Wiederherstellung auf dem Replikatserver).

m  Wenn Sie die Wiederherstellung an einem alternativen Speicherort wahlen,
missen Sie lediglich einen Satz Anmeldeinformationen angeben, um sich
beim Agenten auf dem Rechner anzumelden, auf dem die
Wiederherstellung ausgefihrt wird.

Nach dem Eingeben der erforderlichen Anmeldeinformationen wird der
Wiederherstellungsjob in die Warteschlange gestellt, um zum geplanten
Zeitpunkt ausgefiihrt zu werden.

Zum planmaBigen Zeitpunkt stellt CA ARCserve Backup eine Verbindung zum
auf dem CA ARCserve Replication-Server (Master- oder Replikatserver)
laufenden Agenten her, um die Datenanfrage zu starten. Wenn Sie am
urspriinglichen Speicherort wiederherstellen lassen, wird die kontinuierliche
Replizierung des Szenarios vor der agentseitigen Datenanfrage voribergehend
unterbrochen. Durch die Unterbrechung der Szenarioreplizierung wird
sichergestellt, dass Datenkonsistenz zwischen dem Masterserver und dem
Replikatserver besteht. Die Daten auf dem Masterserver kdnnten sich von den
wiederhergestellten Daten auf dem Replikatserver unterscheiden und eventuell
beschadigt sein. Wird in diesem Fall die kontinuierliche Replizierung nicht
unterbrochen, so werden die neu wiederhergestellten Daten auf dem
Replikatserver mit den beschadigten Daten vom Masterserver Uberschrieben.
Wenn die Szenarioreplizierung nicht beendet werden kann, schlagt der
Wiederherstellungsjob fehl. Falls erforderlich, kdnnen Sie eine globale Option
im Wiederherstellungs-Manager auswahlen, um den Wiederherstellungsjob
selbst dann weiterzufithren, wenn das Szenario nicht beendet werden kann.

Wenn der auf dem CA ARCserve Replication-Server laufende Agent CA
ARCserve Backup kontaktiert und die zu Ubermittelnden Daten anfordert,
werden die Daten von ihrem Speicherort abgerufen (Band oder Festplatte) und
an das angegebene Ziel gesendet. Dieser Vorgang der Datenanfrage und -
sendung wird wiederholt, bis alle Daten der Sicherung wiederhergestellt sind.
Nachdem die Wiederherstellung abgeschlossen ist, kénnen Sie die Daten auf
dem Replikatserver auf dem Masterserver wiederherstellen.
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Kapitel 2: Installieren und Konfigurieren
von CA ARCserve Replication mit CA
ARCserve Backup

Dieses Kapitel enthélt folgende Themen:

So installieren Sie CA ARCserve Backup und CA ARCserve Replication: (siehe
Seite 27)

Integrationskonfigurationen (siehe Seite 28)

Konfigurationen fir Remote-Zweigniederlassungen (Remote Branch Offices,
RBO) (siehe Seite 31)

So installieren Sie CA ARCserve Backup und CA ARCserve
Replication:

Der folgende Installationsvorgang fiir CA ARCserve Backup und CA ARCserve
Replication bleibt bei den integrierten Produkten gleich:

m  Installieren Sie CA ARCserve Backup nach der blichen Vorgehensweise
auf dem Server, der als CA ARCserve Backup-Server ausgewiesen ist.

Hinweis: Weitere Informationen zur Installation von CA ARCserve Backup
finden Sie im CA ARCserve Backup-Implementierungshandbuch.

m  Installieren Sie CA ARCserve Replication nach der Gblichen
Vorgehensweise auf den Servern, die als Masterserver und Replikatserver
ausgewiesen sind.

Zum Durchfiihren von Datensicherungen missen folgende Konfigurationen
vorhanden sein:

- Der Replikatserver muss ein Windows 2003-Server sein.

Bei CA ARCserve Replication r12 SP1, r12.5 und r15 kann der
Replikatserver auch ein Windows 2008-Server sein.

— Der Masterserver muss ein Windows-Server sein.

Hinweis: Weitere Informationen zum Installieren von CA ARCserve
Replication finden Sie im CA ARCserve Replication and High Availability-
Administrationshandbuch.
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Infegrationskonfigurationen

Integrationskonfigurationen

Sie kénnen je Installationsort des CA ARCserve Backup-Servers zwischen zwei
Integrationskonfigurationen wahlen. Bei der einen Konfiguration wird der CA
ARCserve Backup-Server auf dem Replikatserver installiert, bei der anderen
wird der CA ARCserve Backup-Server als separater, eigenstéandiger Server
eingerichtet.

Das folgende Diagramm listet die unterstitzten Konfigurationsversionen fir
die Integration von CA ARCserve Backup und CA ARCserve Replication auf:

Hinweis: Versionen von CA ARCserve Replication vor r15 wurden mit
Variationen von CA XOsoft benannt.

CA ARCserve Backup CA ARCserve Replication Integration unterstiitzt
ri5 r15, r12.5,r12 SP1, r12, Version 4 Ja

ri2.5 r12.5, r12 SP1, r12, Version 4 Ja

ri2 SP1 Version 4, r12 Ja

ri2 r12, Version 4 Ja

r11.5 SP3 ri2 Nein

ri1.5 SP3 Version 4 Ja

AuBerdem miissen Sie entscheiden, ob Sie den CA ARCserve Backup-Client
Agent auf dem Masterserver installieren.

Wenn Sie den Client Agent auf dem Masterserver installieren, gelten folgende
Vorteile:

m  Direkte Wiederherstellung vom CA ARCserve Backup-Server zum
Masterserver.

Wenn der Client Agent nicht auf dem Masterserver installiert ist, muss
zunachst der Replikatserver wiederhergestellt werden. AnschlieBend
mussen Sie eine "umgekehrte" CA ARCserve Replication-Replizierung
durchfihren (vom Replikatserver zum Masterserver), um sicherzustellen,
dass der Masterserver auf dem aktuellen Stand ist, wenn Sie wieder auf
diesen umstellen.

m  Die Hardware-Wiederherstellung erméglicht, dass der Masterserver ganz
von vorne wieder aufgebaut wird. Dazu gehért auch eine vollstandige
Wiederherstellung des Servers samt seiner Anwendungen und Daten nach
einer katastrophalen Stérung oder einem Systemausfall.
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Integrationskonfigurationen

Konfiguration mit einem eigenstandigen ARCserve-Server

Diese Konfiguration setzt voraus, dass der CA ARCserve Backup-Server auf
einem eigenstandigen, vom Replikatserver getrennten Rechner installiert ist.
Diese Konfiguration bietet folgende Vorteile:

m  Die Funktionsfahigkeit des Replikatservers wird nicht durch
Sicherungsvorgange beeintrachtigt.

m  Das Replizieren erfolgt schneller, da die CA ARCserve Backup-Prozesse auf
einem separaten Rechner ausgefiuhrt werden.

m  Diese Konfiguration erfillt die Anforderungen fiir die Durchfiihrung
zentraler Datensicherungen fiir mehrere Zweigniederlassungen (Remote
Branch Offices, RBO).

Im folgenden Diagramm sind die Anforderungen fir diese Konfiguration

dargestellt:
Verschieben von Anwendungen, Inhalt und Daten MNetzwerksicherung
zwischen Servern und Standorten des Replikatservers

=]
< ™N
e
= Kontinuierliche Geplante
= = Replikation Sicherung
CA ARCserve Replication- CA ARCserve Replication- CA ARCserve Backup-
Masterserver Replikatserver Server
Windows * Windows 2003 * CA ARCserve Backup
CA ARCserve Replication-Prozess * CA ARCserve Replication-Manager
Assured Recovery (optional) * (A ARCserve Replication-Prozess
CA ARCserve Backup Client Agent * Assured Recovery (optional)
(optional) * CA ARCserve Backup Client Agent
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Infegrationskonfigurationen

Konfiguration mit einem CA ARCserve Backup-Server, der auf einem
Replikatserver installiert ist.

Bei dieser Konfiguration ist der CA ARCserve Backup-Server auf demselben
Rechner installiert wie der Replikatserver. Mit dieser Konfiguration kénnen Sie
schnellere Sicherungen und Job-Wiederherstellungen durchfliihren, da diese
Vorgange lokal auf dem Replikatserver erfolgen.

Im folgenden Diagramm sind die Anforderungen fiir diese Konfiguration
dargestellt:

Verschieben von Anwendungen, Inhalt und Daten
zwischen Servern und Standorten

Lokale Sicherung
des Replikatservers

Kontinuierliche Replikation

CA ARCserve Replication-Masterserver CA ARCserve Backup- und CA
ARCserve Replication-Replikatserver

* Windows .

* CA ARCServe Replication-Prozess ’ E_.:L"EEEMS ZM3R lication-M

* Assured Recovery (optional) * CA AREEEWE Repllcat!on-P anager

* CA ARCserve Backup Client Agent (optional : serve Replication-Frozess

* Assured Recovery (optional)
« CA ARCserve Backup Client Agent
« CA ARCserve Backup
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Konfigurationen fur Remote-Zweigniederlassungen (Remote Branch Offices, RBO)

Konfigurationen fur Remote-Zweigniederlassungen (Remote
Branch Offices, RBO)

Mit einer Kombination aus CA ARCserve Backup und CA ARCserve Replication
kdnnen Sie Daten von RBO-Servern in einem Central Data Center (CDC)
replizieren und sichern. Die Verbindung zu diesen RBO-Servern lasst sich
extern Uber ein WAN oder LAN herstellen.

Die Verwendung eines CDC fir RBOs bietet folgende Vorteile:

m  bessere Wiederherstellung nach einem Systemausfall (Desaster Recovery)
und kontinuierliche Verfugbarkeit der Anwendungen fur die RBO-Server

m  zentrale und konsolidierte Sicherungskopien mehrerer
Zweigniederlassungen in einer einzigen Einrichtung

m  weniger Bedarf an kompetentem und anspruchsvollem IT-Support an den
einzelnen Standorten

m  geringere Kosten fir das Installieren und Verwalten mehrerer Server,
Speichergerate und Anwendungen an verschiedenen Standorten

m  geringeres Sicherheitsrisiko fir den Bandtransport, gleicht
Banddatentrager- und Verwaltungskosten aus

Die Remote-Zweigniederlassungen kdénnen - je nach Anforderungen und
Mdéglichkeiten — mit verschiedenen Konfigurationen flr die Replizierung und
Datensicherung eingerichtet werden. In den folgenden Abbildungen sind
Beispiele flir RBO-Konfigurationen dargestellt.
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Konfigurationen fir Remote-Zweigniederlassungen (Remote Branch Offices, RBO)

RBO-Konfiguration, Beispiel 1

Dieses Beispiel zeigt eine RBO-Konfiguration mit mehreren Masterservern, die
auf mehreren Replikatservern repliziert und dann von einem eigenstandigen
CA ARCserve Backup-Server gesichert werden.

CA ARCserve
Replication-
7 Masterserver
Wide Area Network (WAN)
== = ==

= = =i | ©AARCserve

== == = Replication-
R1 = R2 = R3 = Replikatserver

» I La

CA ARCserve
Backup-Server

Al

M = Masterserver
R = Replikatserver
A= ARCserve-Server

Band Festplatte
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Konfigurationen fUr Remote-Zweigniederlassungen (Remote Branch Offices, RBO)

RBO-Konfiguration, Beispiel 2

Dieses Beispiel zeigt eine RBO-Konfiguration mit mehreren Masterservern, die
auf mehrere Replikatserver repliziert und dann von einem CA ARCserve
Backup-Server gesichert werden. Die Sicherungsserver sind auf den einzelnen
Replikatservern installiert und greifen auf eine gemeinsame Bibliothek zu.
Zusatzlich zu den mit einem zentralen Datenzentrum (CDC) fir alle Remote-
Zweigstellen verbundenen Vorteilen bietet diese Konfiguration auch den Vorteil
der lokalen Datensicherung aller CA ARCserve Backup-Server.

CA ARCserve

Replication-
Masterserver
Wide Area Network (WAN)
CA ARCserve
Replication-
Replikatserver
R1/A1 R2/AD R3I/AZ und CA ARCserve
Backup-Server
> Storage Area Network <
(SAN)
M = Masterserver
R = Replikatserver
A= ARCserve-3Server
Band Festplatte
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Konfigurationen fir Remote-Zweigniederlassungen (Remote Branch Offices, RBO)

RBO-Konfiguration, Beispiel 3

Dieses Beispiel zeigt eine RBO-Konfiguration mit mehreren Masterservern, die
auf einen einzelnen Replikatserver repliziert werden und dann von einem CA
ARCserve Backup-Server, der auf dem Replikatserver installiert ist, gesichert
werden. Nachteil dieser Konfiguration ist der Engpass, der vom CA ARCserve
Replication-Replikat- und CA ARCserve Backup-Server verursacht wird. Denn
dieser verarbeitet alle Replizierungen und Datensicherungen von samtlichen
Servern mehrerer Standorte.

CA ARCserve
Replication-
Masterserver

CA ARCserve Replication-
Replikatserver und
CA ARCserve Backup-Server

M = Masterserver
R = Replikatserver
A= ARCszerve-3Server

Band Festplatte
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Kapitel 3: Ausfuhren von integrierten
Sicherungsjobs

Dieses Kapitel enthalt folgende Themen:

Integrierte Sicherungsjobs (siehe Seite 35)

Erstellen von CA ARCserve Replication-Szenarien (siehe Seite 35)
Ausfuhren eines CA ARCserve Replication-Szenarios (siehe Seite 41)
Erstellen und Ausflihren von Sicherungsjobs (siehe Seite 44)

Integrierte Sicherungsjobs

Die Integration von CA ARCserve Backup und CA ARCserve Replication
ermdglicht die Kombination eines kontinuierlichen Datenschutzes mit der
Sicherung dieser geschitzten Daten. Mit dieser Integration bietet CA ARCserve
Replication kontinuierliche Echtzeit-Datenreplizierung vom Masterserver auf
den Replikatserver, wahrend CA ARCserve Backup dann diese replizierten
Daten vom Replikatserver auf den CA ARCserve Backup-Server sichert.

Bei einer integrierten Sicherung werden die folgenden Vorgédnge ausgefihrt:
m  Erstellen eines Szenarios

m  Ausfihren eines Szenarios

m  Erstellen und Ausflihren eines Sicherungsjobs

Erstellen von CA ARCserve Replication-Szenarien

Ein CA ARCserve Replication-Szenario bildet die Grundlage fir die Verwaltung
der Vorgange im System. Ein Szenario ist eine Struktur, die beschreibt, welche
Anwendungen und Daten geschitzt werden sollen, wo sie sich befinden und
wo die Daten repliziert werden sollen. Dartber hinaus enthalt die Struktur
andere szenariospezifische Optionen. Damit Sie ein CA ARCserve Replication-
Szenario sichern kdnnen, missen Sie zunachst ein zu sicherndes Szenario
erstellen.
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Erstellen von CA ARCserve Replication-Szenarien

So erstellen Sie ein CA ARCserve Replication-Szenario:

1. Starten Sie den CA ARCserve Replication-Manager Uber das CA ARCserve
Replication-Startmeni oder lber das Menil "Schnellstart" von CA ARCserve
Backup.

Hinweis: Weitere Informationen Uber Replizierungsszenarien und
Optionen zum Erstellen von Szenarien finden Sie im CA ARCserve
Replication and High Availability-Administrationshandbuch.

2. Klicken Sie in der Symbolleiste auf das Symbol "Neu".

Das Fenster "Willkommen beim Assistenten fiir neue Szenarien" wird

angezeigt.
@) assistent fiir die Szenarioerstellung -10| x|
s ARCserve RHA Willkommen beim Assistenten fiir neue Szenarien
LAl Manager
Mit Hife dieses Assistenten kinnen Sie ein neues Szenario frei oder unter Yerwendung einer vordefinierten Yorlage erstellen. Er kann  a
auch zur Erstellung von neuen Yorlagen werwendet werden. Wenn die Erstellung des Szenarios abgeschlossen ist, kinnen Sie das
Szenario ausfohren,
P willkommen Klicken Sie auf die Schaltflache "Fertig stellen”, um den Assistenten zu beenden und die Konfiguration an anderer Stelle manuell LI
Frvboicatasn,
Produkttyp

Szenario-Setup
Szenariotberpriifung ' Neues Szenario erstellen

Szenario ausfiihren
" Meue Vorlage erstellen

" Meues Szenario aus Worlage erstellen

Szenariogruppe umeisen (vorhandene Gruppe auswahlen oder neuen
Gruppernamen singsben)

Zuriick, wWeiter Eertig stellen Abbrechen I
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Erstellen von CA ARCserve Replication-Szenarien

Wadhlen Sie "Neues Szenario erstellen”, und klicken Sie auf "Weiter", um
ein neues Szenario zu erstellen.

Das Dialogfeld "Server- und Produkttyp auswahlen" wird angezeigt.
-lojx|
el

Server- und Produkttyp auswihlen

Wahlen Sie unten einen lizenzierten Server-Typ, einen Produkttyp und einen erforderlichen Task aus. Falls die gewlnschte Option
nicht aufgelistet ist, Folgen Sie einer der folgenden Yorgehensweisen:

Wenn Sie liber den entsprechendsn Lizenzschliissel verfligen, beenden Sie den Assistenten, indsm Sie auf die Schaltflache j
+ Willkommen "Abbrechen" Ki und dann auf "Hile' jstri
Ahimrir, Gie iiker kairen snkereerhandsr | ki ey e minsr, sehalkar, mAckban wendsn Sis cick hiths sn Thean =
Produktt
> ol [~ Servertyp auswahlen
Szenatieestug B Dstoiserver E{A Micrasoft SharePoint Server
Szenarioiberpriifung i Microsoft Exchange Server

@ WMware vCenter Server
Szenario ausfiihren 54 Oracle-Datenbank

g Microsoft Dynamics CRM-Server
4 Microsoft SQL Server &, Gesamtsystem

T8 Microsoft 115 Server

i CA ARCserve RHA-Steuerungsdienst
& Microsoft Hyper-y

[~ Produkttyp auswahlen

" peplikations- und Datenwiedetherstellungsszenario (DR
& .

€ Content Bistribution Szenario (DY

[~ Lasks auf Replikat

' Keine

" Integritatstest fir Assured Recowery (AR)

© ARCserve Backup ARCserve-Servername

= mit Inteqritatstest

Zuriick, | wWeiter |

Eertig stellen | Abbrechen I

4. Wahlen Sie die Option "ARCserve Backup" aus. Wahlen Sie aus, ob die
Integritat geprift werden soll, und geben Sie den Namen des CA ARCserve
Backup-Servers ein, auf dem das Szenario gesichert werden soll. Wahlen

Sie den entsprechenden Servertyp, Produkttyp und Assured Recovery
(falls verfligbar) aus.

Hinweis: CA ARCserve Backup unterstitzt ausschlieBlich Dateiserver-, MS
Exchange- und SQL Server-Szenarios.
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Erstellen von CA ARCserve Replication-Szenarien

Klicken Sie auf "Weiter".

Der Bildschirm flir die Master- und Replikat-Hosts wird angezeigt.

@) assistent fiir die Szenarioerstellung =10l x|
.,- ARCserve RHA Master- und Replikat-Hosts
. Manager

Geben Sie den Hostnamen oder die IP-Adresse sowahl Flr den Master-Host (Quelle) als auch Fir den Replikat-Host (Ziel) ein,
Wenn das Szenario mehr als ein Replikat umFasst, fiigen Sie jetzt ein Replikat hinzu und Figen Sie weitere Repliate im Szenariofenster
manuell hinzu, nachdem Sie die sinzelnen Schritte im Assistenten ausgefihrt haben,

+ Willkemmen

+" Produkttyp

+ Szenario-Setup Szenarioname: IFI\ESEVVEFE\
P Hosts
Prozess-Lberpriifung Master-Hostname/IP-Adresse |172‘16‘233.156 _I Port lm
Master-Verzeichnisse
Rieplikatverzsichnisse Replikat-Hostname/IP-Adresse |172‘15‘233,153 _I Port Iﬁ
Szenarioeigenschaften
Hast-Eigenschaften I Bewertungsmodus

switchover-Eigenschaften

Szenarioiiberpriifung ¥ A ARCserve RHA-Prozess auf Hosts therprifen

Szenario ausfiihren

Zuriick, | wWeiter | Eertig stellen | Abbrechen I

Geben Sie den Namen fiir das zu erstellende Szenario und den Hostnamen
oder die IP-Adresse des Masterservers und des Replikatservers ein. Sie
kénnen auch auf die Schaltflachen zum Durchsuchen klicken, die sich
neben den Feldern fir die Hostnamen befinden, um die entsprechenden
Pfade auszuwahlen.

Das zu sichernde Szenario ist jetzt erstellt, und die zugehérigen
Informationen wurden in die CA ARCserve Backup-Datenbank eingefiigt.

Hinweis: Sie konnen die Informationen fiir bereits vorhandene Szenarien
in der CA ARCserve Backup-Datenbank aktualisieren. Verwenden Sie
hierzu im CA ARCserve Replication-Manager im Men( "Tools" die Option
zum Aktualisieren des ARCServe Backup-Servers.
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Erstellen von CA ARCserve Replication-Szenarien

Klicken Sie auf "Weiter".

Hinweis: Wenn Sie als Szenariotyp "Dateiserver" oder "MS Exchange"
ausgewahlt haben, gehen Sie beim weiteren Erstellen des Szenarien genau
wie bei anderen CA ARCserve Replication-Szenarien vor. Weitere
Vorgehensweisen zum Erstellen von Szenarien finden Sie im CA ARCserve
Replication and High Availability-Administrationshandbuch.

Wenn Sie als Szenariotyp "SQL Server" ausgewahlt haben, wird der
Bildschirm fir die Master-Konfiguration angezeigt.

&) Assistent fiir die Szenarioerstellung -0 %]
[ ARCserve RHA Auswihlen Datenbank fiir Replikation
bl Manager
Das Ergebnis der Auto Discovery FOr Microsoft SQL Server auf Host 155.35.75. 124 ist unten aufgefUhrt. Standardmélig wird die gesamte
Datenbank repliziert, Um bestimmte Datenbank von der Replikation auszuschliefien, deakkivieren Sie das entsprechende Kontrollkastchen,
+ Willkommen
by Datenbark. wollstandiger Pfad Dateigruppe =
+ Szenario-Getup W =) SGL Server-Instanzen
W Hosts = E@xn_ipn_s'ﬂ
P Master-Kanfiguration I B1E) master
Replikatverzsichnisse =i 1} Datendateien
Szenatiosigenschaften =2 15 master [ cfProgram FilesiMicrosoft QL. PRIMARY
Hast-Eigenschaften =2 (13 Transaktionsprotoksl
Szenarioiberprifung [~ 5] mastlog [ c:fprogram FilesiMicrosoft soL
Szenario ausfithren = 518 model
~ (=15} Datendateien
F 8 modeldey @ CifProgram FilesfMicrosoft SQL.. PRIMARY
=2 1} Transaktionspratokal
[~ B modellog B C:fProgram FilesfMicrosoft SQL..
V¥ =) msdb
~ (15} Datendateien
[~ 5] MsDBData [ c:tprogram FilesiMicrosoft soL PRIMARY
=2 [=1[5) Transaktionsprotokell
I~ [E] MsDBLog [E] ciProgram FilesiMicrasoft SQL
W = &) ReportServer
- Y
< |

¥ Neue Datenbanken in ausgewahite Stammverzeichnisse replizieren

zwick | Welter | Fertiastelen | abbrechen |

Auf dem Bildschirm fur die Master-Konfiguration werden alle SQL Server-
Datenbanken fiir den Master-Host angezeigt. AuBerdem befindet sich dort
das Kontrollkastchen fir die Option "Replicate new user created databases
in listed root directories" (Neue erstellte Datenbanken in aufgefiihrten
Stammverzeichnissen replizieren).

Wenn diese Option aktiviert ist und nach dem Erstellen eines Szenarios
eine neue Datenbank im Stammverzeichnis von SQL Server angelegt wird,
repliziert CA ARCserve Replication automatisch die neue Datenbank auf
den Replikatserver. Da die neu erstellte Datenbank nicht in die CA
ARCserve Backup-Datenbank integriert wurde, wird sie auch nicht von CA
ARCserve Backup gesichert. Damit die neue Datenbank gesichert wird,
missen Sie das Szenario éandern. Fihren Sie hierzu die CA ARCserve
Replication-Funktion "Auto-Discovery" aus, so dass die neue Datenbank
erkannt und in die CA ARCserve Backup-Datenbank integriert wird.

Hinweis: Die CA ARCserve Replication-Funktion "Auto Discovery" erkennt
auf Datenbank- oder Mailservern (lokal oder Netzwerk) automatisch alle
Datenbankobjekte sowie die dazugehdrigen Dateien und Verzeichnisse.
Weitere Anweisungen zur Funktion "Auto-Discovery" finden Sie im CA
ARCserve Replication and High Availability-Administrationshandbuch.
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Erstellen von CA ARCserve Replication-Szenarien

8. Wenn das SQL Server-Szenario ordnungsgemaB konfiguriert ist, klicken
Sie auf "Weiter". Fahren Sie mit dem Erstellen des Szenarios fort. Gehen
Sie dabei genau wie bei anderen CA ARCserve Replication-Szenarien vor.

Hinweis: Weitere Vorgehensweisen zum Erstellen von Szenarien finden
Sie im CA ARCserve Replication and High Availability-
Administrationshandbuch.
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AusfUuhren eines CA ARCserve Replication-Szenarios

Ausfuhren eines CA ARCserve Replication-Szenarios

@A ARCserve RHA-Manager - @chbjiléndeul:3088 =& x|

CA ARCserve Replication erstellt und verwaltet Sicherungskopien im Kontext
benutzerdefinierter Szenarien. Um ein CA ARCserve Replication-Szenario zu
sichern, missen Sie das Szenario zundchst ausfiihren, so dass es zur CA
ARCserve Backup-Datenbank hinzugefligt wird.

So fiihren Sie ein CA ARCserve Replication-Szenario aus:

1.

Wadhlen Sie auf der Oberflache des CA ARCserve Replication-Managers das
zu sichernde Szenario aus.

m Die Szenarios und deren Status werden im linken Fensterbereich
angezeigt.

m Im Fensterbereich rechts wird das entsprechende Framework mit den
Verzeichnissen (und Unterverzeichnissen) sowie den darin befindlichen
Dateien angezeigt.

m Der Bereich der Ereignisse unten im Fenster zeigt Informationen {ber
bedeutende Ereignisse, Warnungen und Fehler an, die vom Host
empfangen wurden.

Szenatio  Beatbeiten Ereignisse  Ansicht Tools Hilfe

OO EE L2 ey

Snapshot-Ansicht
oansicht

D;S Uberwachung des Remote-Installationsprogramms 354 Uberwachung der Host-Wartung  _

=) El55zenarien 1

4

Szenario

ich
ElEfgszenarien 1=
Szenario Status Produkt Server | Modus
[ ZFullsystem verbindung wir... HA Fullsystem Online
IS verbindung wir... HA 11s Online
[+ L Riickwirts_Exchange 20... ¥erbindung wir... HA FileServer RegelmaBig
[# 2 Exchange 1 Bearbeiten DR Enchange Online
. 2sQL ¥Yerbindung wir... DR/AR FileServer Online
B 2sQL 1 Bearbeiten DR sQL Online
[+ EFFullSystem 1 Bearbeiten HA FullSystem Online
[ EEFileServer Bearbeiten DR FileServer Online o
[E ileServer 1 Bearbeiten DR FileServer Online
# [EFFileServer 2 Bearbeiten DR FileServer Online
2118 1 verbindung wir... DR 15 Online
[ ZFullsystem 2 Beatbeiten HA Fullsystem Online
[ 1S 2 Bearbeiten DR 115 Online
[+ L Fullsystem 3 Bearbeiten HA Fullsystem Online
= [ FileServer 3 Aktiv DR FileServer Online
i Hosts Gesndert | Gesendete ... | Gesendete ... | Empfangen... | Empfangen... | In Spool
- & lncahost

Status

Produkt

Server

[ ods -
I B

Master '155.35.75.99' Statistik. -
Status Aktiv =
Start der Replikation | 06/02/10 15:58:42
version 15.0.0.2226

Spool-Speicherplatz:
| Griifie | . des Schwwellenwerts |
| 0Byte [0 |

Online-Dateiinderungen pro Stammyerzeichnis:

Stammverzeichnis | Grofe | Erstellte Grdner | Geandert | Entfernt | Umbenannt
C:/Inetpub [oByte [0 o [i] 0

Gesamt | oByte [0 (o [0 o |
An Replikate iibertragene Byte:
Gesendste
Mame der Zu sendende
Host Daten ktuelenDatel | Daken Aktueller Status
gesamk
localhost 143.2KB [1] OByte

Letzte Synchronisation-Statistik: Datei Synchranisation

Synchronisationsstatus:
* 155.35.75.99 - =localhost

-
1 | »

[T Stammverzeichnisse \ Eigenschaften u]uustatlstlk

D Sequen™ | Relevanz Hast¢Szenaria Zeit Ereigniz

SRO0202 ar 3 Wichtig = localhost (B 02.06.2010 15:58:58 Alle And, al des Synchronisati gangs wurden

IM00405 36 i Infa @FilaSeNel 3 G—) 02.06.2010 15:58:54 Eericht 'Synchronisation’, erstelt am 02.06. 2010, umn 15:58:54, wird unter ‘Berichte' veraffentlicht

SRO0120 34 i Wichtig = localhost G) 02.06.2010 15:58:54 Synchronisation abgeschlossen

ERD0377 33 & Fehler [= localhost {4 02.06.2010 15:58:53 Freigaben kinnen nicht erstellt werden. Grund: Der Serverdienst wurde nicht

|ROO119 32 i Infa 5 localhost @ 02.06.2010 15:58:53 ggsrrlma'v[\};lz-eichnis C:/Inetpub wurde synchronisiert.

SRO0139 A i Wichtig [, 155.36.75.99 G—) 02.06.2010 15:58:48 Déman._a_ga :_Synchm_nisalinn Fichier [Ignorer les fichiers dont la taille et I'heure
de modification sont identiques)

SROOD14 30 i Wichtig [ 155.35.75.99 G—) 02.06.2010 15:58:42 Démanage du scénario FileServer 3

SM00165 29 i Wichlig EgFileServer 3 i) 02.06.2010 15:58:41 Mit 155.35.75.99 verbunden

Ereignisse | Ergebnisse der Szenarioiiberpriifung
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AusfUhren eines CA ARCserve Replication-Szenarios

2. Klicken Sie in der Symbolleiste auf das Ausflihren-Symbol.

Das Dialogfeld fiir die ARCserve Backup Server-Verbindung mit dem
Namen des Servers wird angezeigt.

ARCserve Backup Server connection E |

Cty =0zoft manager needs to update ARCzerme backup zerver with
hiew scenarno inforrmation

&R Czerve Backup Server Hame | Comp 001

Username caroat
PESSWD[d xxxxxxxxxxxxﬂ
Ok Cancel
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AusfUuhren eines CA ARCserve Replication-Szenarios

3. Geben Sie im Dialogfeld fiir die ARCserve Backup Server-Verbindung den
Benutzernamen und das Kennwort ein, damit der CA ARCserve Backup-
Server mit dem Agenten auf dem Replikatserver kommunizieren kann.

Das ausgewahlte Szenario wird nun der CA ARCserve Backup-Datenbank
hinzugefiigt und kann gesichert werden.

Hinweis: Sicherungen kénnen nur ausgefihrt werden, wenn CA ARCserve
Replication sich im Replizierungsmodus befindet (griines Pfeilsymbol neben
dem Namen des Szenarios).

Das CA ARCserve Backup-Aktivitatsprotokoll wird aktualisiert, um alle CA
ARCserve Replication-Vorgange aufzuzeichnen, die mit dem Erstellen,
Léschen oder Andern von Szenario-Datensétzen in der CA ARCserve
Backup-Datenbank zusammenhdngen.

Jobwarteschlange 3 | Jobibersicht = BEUARTIETE O 0 el Adit-Protakcll }|

v v I.Job VI I.-‘-‘«Ile 'l IAIIe j Aktualigiersn I

Tvp | Server | Daturn | Job | Sitzung | Meldung

El Diese Woche[ 30.05.2010 - 05.06.2010 ]
El Job 27 { Sichern [Benutzerdefiniert] ) [Unvollstandig] [ 518-5CHSI07-P ](02.06.2010 13:21:40 - 02,06,2010 13:26:34) [Jobnr, 5]
Protokolle des Master-Jobs
[E Job 28 { Sichern [Benutzerdefiniert] ) [Unvollstdndig] [ 518-5CHSI07-P ](02.06,2010 13:21:44 - 02.06,2010 13:26:10) [Jobnr, &]

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:11 28 Yargang Sichern unvollstandig,

@Inform... 518-5CHSI0...  02.06.2010 13:26:11 28 Verarbeitete Daten insgesamt.......... 520,69 MB

@Inform... 518-5CHSI0...  02.06.2010 13:26:11 28 Gaesicherte Dateien insgesarnk . 3015

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:11 28 Seriennr, [Ne, 110000 {1

@Inform... 518-5CHSI0...  02.06.2010 13:26:11 28 Sitzungen gesamt.. oo, 2

@Inform... 518-53CHSI0..,  02.06.2010 13:26:11 o] Datentrager-IC.. .. DA3Z

@Inform... 518-3CHSI0..,  02.06.2010 13:26:11 28 Datentragername. ..o, 25.05.10 15:32

@Inform... 518-9CHSI0...  02.06.2010 13:26:11 28 Datentragerbestand. .o, MIA

@Inform... 518-3CHSI0..,  02.06.2010 13:26:11 28 Gerategruppe

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:11 28 *+¥ Sicherungsibersicht for Job-I0 28 **+*

@Inform... 518-9CHSI0.,.  02.06.201013:26:10 28 Anzahl an Fehlernfwarnungen: 0f6

@Inform... 518-3CHSI0... 0Z.06.201013:26:10 28 Durchschnittl, Durchsatz: 136,074 ME{min

@Inform... 518-3CHSI0..,  02.06.2010 13:26:10 28 Vergangene Zeit: 3min 585

@Inform... 518-9CHSI0.,.  02.06.201013:26:10 28 539,691 ME auf Datentrager geschrighen,

@Inform... 518-3CHSI0... 0Z.06.201013:26:10 28 & Werzeichnisse/Dateilen) dbersprungen

@Inform... 518-3CHSI0... 0Z.06.201013:26:10 28 3.010 Werzeichnis(se) 3,013 Dateilen) {520,694 MB) auf Datentrager gesichert,
@Inform... 518-9CHSI0.,.  02.06.201013:26:10 28 1 Sitzunglen)

@Inform... 518-3CHSI0... 0Z.06.201013:26:10 28 ** Fusammenfassung For 115 18-3CHII07-P *+*

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:09 28 7 Anzahl an Fehlernfarnungen: 0/

@Inform... 518-9CHSI0.,.  02.06.2010 13:26:09 28 7 Durchschrittl, Durchsatz: 136,074 ME[min

@Inform... 518-3CHSI0..,  02.06.2010 13:26:09 28 7 Vergangene Zeit: 3min 585

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:09 28 7 539,691 ME auf Datentrager geschrieben,

@Inform... 518-9CHSI0.,.  02.06.2010 13:26:09 28 7 6 Yerzeichnisse/Dateilen) (bersprungen

@Inform... 518-3CHSI0... 0Z.06.2010 13:26:09 28 7 3.010 Werzeichnis(se) 3,013 Dateilen) {520,694 MB) auf Datentrager gesichert,
&WS‘}DI 518-3CHSI0... 0Z.06.2010 13:26:07 28 7 Datei kann nicht gefunden werden, (DATEI=C:\Dokumente und EinstellungentLocalSeryic
@Inform... 518-9CHSI0.,.  02.06.2010 13:26:07 28 7 Verzeichnis (berspringen. (VERZ=C:\Dokumente und EinstellungeniLocalServicellocal set
&W%Dl 518-3CHSI0... 0Z.06.2010 13:26:07 28 7 Yerzeichnis kann nicht gefunden werden, (YERZ=C:\Dokumente und EinstellungeniLocal:
&WS‘}DI 518-3CHSI0... 0Z.06.2010 13:26:07 28 7 Datei kann nicht gefunden werden, (DATEI=C:\Dokumente und Einstellungentfetworkse
@Inform... 518-5CHSI0... 0Z.06.2010 13:26:07 28 7 Yerzeichnis Gberspringen, (VERZ=C:\Dokumente und EinstellungeniMetworkServicelocal
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Erstellen und Ausfuhren von Sicherungsjobs

Nachdem der CA ARCserve Backup-Datenbank ein CA ARCserve Replication-
Szenario hinzugefligt wurde, kann ein Sicherungsjob erstellt werden.

So erstellen Sie einen Sicherungsjob und fiihren diesen aus:

1. Starten Sie in CA ARCserve Backup den Sicherungs-Manager, und wahlen
Sie die Registerkarte "Quelle" aus.

Im linken Bereich der Registerkarte "Quelle" sind alle CA ARCserve
Replication-Szenarien aufgeftihrt, die in der CA ARCserve Backup-
Datenbank registriert sind und fir die Sicherung zur Verfligung stehen.

i: CA ARCserve Backup - [Sichern] ol x|
" Datei  Schrellstart  Ansicht  Sichern  Fenster  Hilfe - |5|5|

L A o Job  Band DB = 3
[WaIEE <32DE e & @ Ube?aben =] j P

E Optionen Filter Ansicht

Starten Ablaufplan Ziel
Jobstatus * m i & | & |

wn
o
=y
=
o
=
il
=)
!

LIk MNAS-Server Mame =~ Typ Griife Datum der letzten &nderung | Erstellungsda
wiederherstellen ﬂ?& Mac 05 K-Systeme o %Exchange...
- Ll Netiare-Systeme o §aFilesarver. ..
Serververwaltung - 5% UNIHLinux-Systeme o BoFileserver...
- Cl5g AS400-Systeme o BesoL@no
Dashboard ;lg& WMS-Systeme

£I?1L Windows 98/Me-Systeme

5% Windows-Systeme

.- L] G W2k 3EE-X32DE (0.0.0.0)

o Q CA ARC: Reqlicati :Marien
ﬂy Exchange@«OFRAMS (4081062212)
Schutz & \ﬁﬁederhergte[[ CI%0 FileServer 2@XOFRAMS (4081061675)
- "ﬂw FileServer 3@YOFRAMS (4081063129}

Verwaltung E - 1§09 SOL@XOFRAMS (4051052258)

U@ YMware YCB-Systeme

Hilfsprogramme E B L1 £ Microsoft Hyper-y-Systeme 4 | i

Infrastruktur der
Visualisierung

=102 1

Uberwachung & Eerichts

]
[

ﬂ’ﬂ] Bewvorzugte Freigaben/Rechner -
- L) Metzwerk, Sicherungs-Manager
P R WEIETE -0 Exchange-Crganisation
Sichern
Gerdtekonfiguration Keine Eigenschaften verfugbar

Gerit
Serververwaltung
Wiederherstellen

| Support | Feedback

|Standardserver: W2K3EE-#32DE o7

&1

2
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2.

Erweitern Sie das Verzeichnis "CA ARCserve Replication-Szenarien", und
wahlen Sie das zu sichernde Szenario aus.

Das Dialogfeld "Sicherheit" wird eingeblendet. Hier werden Sie
aufgefordert, den Benutzernamen und das Kennwort einzugeben, um sich
beim CA ARCserve Backup Client Agent anzumelden, der auf dem
Replikatserver ausgefiihrt wird.

sicherheit x|

Sicherheit fur;
Benutzername: Adminiztrato ﬂ:
b i LT =]
- 1
¥
E.enromart; I
K.enrwaort bestatigen: I
Yernwenden Sie folgende Syntax, um ein Windows-
Diomanenkonto anzugeben: DomanennamehBenutzemame.
—Auf andere anwenden:
O P-Adresze Alles markieren |

Markiemng aufhel:uenl

k., I abbrechen Hilfe

Geben Sie den Benutzernamen und das Kennwort ein, und klicken Sie auf
"OK".

Hinweis: CA ARCserve Backup unterstitzt nur Systemanmeldungen mit
Kennwoértern, die maximal 23 Zeichen umfassen. Wenn das Kennwort flir
das System, bei dem Sie sich anmelden méchten, mehr als 23 Zeichen
umfasst, miissen Sie das Kennwort auf dem Agenten-System so dandern,
dass es hochstens 23 Zeichen aufweist, damit Sie sich beim Agenten-
System anmelden kénnen.

Wenn die Anmeldeinformationen akzeptiert werden, kénnen Sie ein
Szenario fir die Sicherung auswahlen.
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4. Erweitern Sie das Szenario, um die Einheiten anzuzeigen, die im zu
sichernden Szenario enthalten sind.

Das Szenario wird erweitert und zeigt die damit verbundenen Einheiten an.
Sie kdnnen einzelne Einheiten nur anzeigen, aber nicht fir die Sicherung
auswahlen. Zu den unterstitzten Szenarios gehéren Dateiserver, MS
Exchange und SQL Server.

Hinweis: Die innerhalb der einzelnen Szenarios angezeigten Einheiten
hangen vom Typ des Szenarios ab, das auf dem CA ARCserve Backup-
Server gespeichert ist (Dateiserver, MS Exchange oder SQL Server).

Starten = m Ablaufplan = | Ziel = |

=-d E Client Agent

~GE <tachine Mame>
- ';' <bdachine Mame>
-0 L <hdachine Mames>
- ';' <bdachine Mame>
- l;' <hdachine Mame>

== Microsoft SOL Server

Microsoft SharePoink Server
Microsaft Exchange Server

-0 B:‘; Cracle Server
----- | B:‘; Informix Server
----- I | B:‘; Svbase Server
----- | B:‘; Lotus Domino Server
----- Ll EFy MAS Agent
----- I | ﬁ] Other Applications
A AR Cserve Replication-Szenarien
[+ LI @ Exchange@ <IF Address>
- L3 FileServer@<tachine Mame>
- - CI#6 50L@ <IP Address >
o YWhware Systems
Ol £7 Microsoft Hyper-Y Systems

----- o ’f.j Beworzugte Freigaben/Rechner
- O gl Metzwerk,
- Il Exchange-Organisakion

oo g &

[+
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5. Wahlen Sie das zu sichernde Szenario aus.

Das Markierungsfeld neben dem ausgewahlten Szenario ist griin schattiert,
und die entsprechenden Szenario-Eigenschaften werden im rechten

Fensterbereich des Sicherungs-Managers angezeigt. Alle Sicherungen sind
vollstdndig (keine Zuwachs- oder Anderungssicherungen).

™ CA ARCserve Backup - [Sichern]

'qgatei Schrellstart  Ansicht  Sicherm  Eenster  Hilfe

3

Ix Ix

Jobr Eand DE

He 99

Starten m Ablaufplan | Ziel

Flassische dnsicht  »

| W2K3IEE-#32DE

- C| Gk} MAS-Server

[ 5% Mar 05 ¥-Systeme

- Cl 5 NetWare-Systeme

o [0 5 UM Linus-Systeme

- ] 5t AS400-Systeme

- [0 5 WMS-Systeme

-l 5t Windows 98/Me-Systeme
- [0 5 Windows-Systeme

=-d m CA #Osoft-Szenarien

C&3 Exch
= i

[ i [ C:fwnpub

aysiajsuonefiiaey

El Hoddng

Erstellungsdatum

Ubergeben | Optionen Fi\fér Ansicht
a
Agententyp Aktualizieren Zuriicksetzen
Mame = Tvp Grife Datum der letzten Anderung
o [ wmpub

|- LI §9 FileServer S@RODEUMS (2316565657) | | |
- o [ C:fhanfMeuer Ordner -
= LI aﬁ FileServer 7@x0ODEUMS {2316566830) Sicherungs—Manager I—
- O [ CifhanfNeuer Ordner (2)
C1%0 5GL 1@%ODEUMS (2316566085)
[l O [F] wodeums
o aﬁ SOL@RODEUMS (2316564595) Eigenschaften
H-H WMware WCB-Systenme
[ T £7 Microsoft Hyper-¥-Systeme akale Optionen... Szenarioname FileServer 5
| 'ﬁ] Beworzugte Freigaben/Rechner Szenariotyp File Server
[.]mﬂ% Netzwerk. o Masterservername HODEUMS
H-d Exrhange-Organisation
Masterserver-IP 10.50.45.210
Master- Stammyverzeichnis C:/wrmnpub
Replikatservername HODEUMSS
Replikatserver-IP 10.50.48.59
replikat-Stammyerzeichnis C:/wrmnpub
=

Der Sicherungsjob erstellt fiir jede einzelne Einheit, aus denen das
Szenario besteht, eine Sitzung. Die Granularitdt der Sicherung hangt vom
Szenariotyp ab (Dateiserver, MS Exchange oder SQL Server).

Bei Multistreaming-Sicherungsjobs wird jedes CA ARCserve Replication-
Szenario als untergeordneter Job gesichert. Wenn ein Knoten mehrere
Szenarios enthalt, werden diese vom Master-Job aufgeteilt, so dass jeder
untergeordnete Job ein Szenario sichert.

Hinweis: Sie kdénnen nur vollstéandige Szenarien sichern.
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6. Treffen Sie unter "Staging", "Ziel", "Ablaufplan”, "Globale Optionen" sowie

bei den anderen sicherungsbezogenen Optionen die entsprechende
Auswabhl. Sie kdnnen mehrere CA ARCserve Replication-Szenarien
auswahlen oder auch Nicht-CA ARCserve Replication-Szenarien in die
Sicherung einbeziehen.

Hinweis: Weitere Informationen zu diesen Sicherungsoptionen finden Sie
im CA ARCserve Replication and High Availability-
Administrationshandbuch.

Klicken Sie im Sicherungs-Manager auf "Ubergeben", um den
Sicherungsvorgang zu starten.

Daraufhin wird das Dialogfeld "Sicherungs- und Agent- Informationen" mit
den Informationen Uber das ausgewdhlte Szenario angezeigt.

Sicherheits- und Agent-Informationen

B earbeiten oder bestatigen Sie die folgenden Sicherheits- und 0K
Agent-|nformationen fur diezen Job. -

Objekt | Eenutzemarrl K.eniwart | Abbrechen |
L,;-u HODEUMS [FileServer 5]  Administrator
LJ XODEUMSS [FileServer 5] Administrator s

Sicherhet... |

Agent...

‘ | B Hilfe

Zu jedem CA ARCserve Replication-Szenario werden zwei Satze
Anmeldeinformationen angezeigt: einer fiir den Masterserver und einer flr
den zugehorigen Replikatserver. Ein grafisches Symbol neben dem

Servernamen gibt an, ob es sich um einen Masterserver (aktiv) = oder
einen Replikatserver (Standby) = handelt.

Die Anmeldeinformationen fiir den Masterserver werden zur Anmeldung
bei der CA ARCserve Replication-Engine verwendet, wahrend die
Anmeldeinformationen fiir den Replikatserver zur Anmeldung beim CA
ARCserve Backup Client Agent dient, der auf dem Replikatserver
ausgefihrt wird.

Hinweis: Die Anmeldeinformationen flir den Master-Server kénnen nicht
vom Hilfsprogramm Preflight Checklist (PFC) Uberprift werden.

Wadhlen Sie den entsprechenden Server aus, und klicken Sie auf
"Sicherheit".

Das Dialogfeld "Sicherheit" flir den ausgewahlten Server wird angezeigt.
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10.

Geben Sie den Benutzernamen und das Kennwort ein, und klicken Sie auf
||OKII.

Hinweis: CA ARCserve Backup unterstitzt nur Systemanmeldungen mit
Kennwortern, die maximal 23 Zeichen umfassen. Wenn das Kennwort fiir
das System, bei dem Sie sich anmelden méchten, mehr als 23 Zeichen
umfasst, missen Sie das Kennwort auf dem Agenten-System so andern,
dass es héchstens 23 Zeichen aufweist, damit Sie sich beim Agenten-
System anmelden kénnen.

Das Dialogfeld Job in Warteschlange stellen wird gedéffnet.

Setzen Sie den Sicherungsvorgang wie gewohnt fort. Weitere
Informationen zu der Vorgehensweise finden Sie im CA ARCserve Backup-
Administrationshandbuch.

Wenn der Sicherungsvorgang abgeschlossen ist, klicken Sie auf "OK", um
den Sicherungsjob zu Ubergeben.

Entsprechend den ausgewdhlten Optionen wird der Sicherungsjob
entweder sofort ausgeflihrt oder in die Warteschlange gestellt und zur
geplanten Zeit ausgefihrt.

Wichtig! Wenn Sie wahrend der Ausfiihrung des Sicherungsjobs auf den
CA ARCserve Replication-Manager zugreifen, werden Sie Uber eine
eingeblendete Meldung informiert, dass das angegebene Szenario von
einem anderen Host gesperrt ist. Sie werden aufgefordert, auf "OK" zu
klicken, um die Steuerung zu bernehmen. Wenn Sie auf "OK" klicken,
schlagt der Sicherungsjob fehl, da das Szenario nicht mehr von CA
ARCserve Backup gesteuert wird. Zum erfolgreichen AbschlieBen des
Sicherungsjobs diirfen Sie den CA ARCserve Replication-Manager nicht
offnen, nicht auf "Abbrechen" klicken bzw. die Meldung nicht ignorieren
und nicht auf "OK" klicken.

Hinweis: CA ARCserve Backup kann keine Server sichern, die an CA
ARCserve High Availbility (HA)-Szenarien teilnehmen, wenn ein Switchover
stattgefunden hat. Sicherungsjobs schlagen fehl, wahrend ein Szenario
rickwarts ausgefihrt wird. Nachdem das Switchback stattgefunden hat
und das Szenario vorwarts ausgefihrt wird, kann CA ARCserve Backup
diese Server erfolgreich sichern.
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Kapitel 4. Ausfuhren von integrierten
Wiederherstellungsjobs

Dieses Kapitel enthélt folgende Themen:

Integrierte Wiederherstellungsjobs (siehe Seite 51)

Wiederherstellen mit CA ARCserve Replication-Failover (siehe Seite 52)
Wiederherstellen mit CA ARCserve Replication-Datenzurickspulung (siehe
Seite 53)

Wiederherstellen mit CA ARCserve Backup (siehe Seite 54)

Integrierte Wiederherstellungsjobs

Durch die Integration von CA ARCserve Backup und CA ARCserve Replication
kdénnen Sie gesicherte Daten von einer Vielzahl Quellen anhand verschiedener
Methoden wiederherstellen.

Bei einer integrierten Wiederherstellung werden die folgenden Vorgange
ausgefluhrt:

m  Wiederherstellen mit CA ARCserve Replication-Failover

m  Wiederherstellen mit CA ARCserve Replication-Datenzuriickspulung

m  Wiederherstellen mit CA ARCserve Backup
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Wiederherstellen mit CA ARCserve Replication-Failover

Failover ist eine Wiederherstellungsmethode, die erkennt, wenn eine
geschitzte Anwendung auf dem Masterserver ausfallt, und (entweder
automatisch oder manuell aktiviert) auf einen bestimmten Replikatserver mit
so gut wie keinem Daten- und Zeitverlust umschaltet. Wenn ein Masterserver
ausfallt oder zur Wartung ausgeschaltet werden muss, tritt ein
synchronisiertes Replikat (lokal oder an einem Remote-Standort) sofort und
automatisch an seine Stelle.

Der Vorteil einer CA ARCserve Replication-Wiederherstellung anhand der
Failover-Funktion ist, dass die Datenbearbeitung bei einem Hardware-Fehler
auf dem Masterserver sofort wieder aufgenommen wird. Sie kénnen Daten
vom Replikatserver fast unverziiglich ohne Unterbrechung oder Verlust von
Daten oder Diensten wiederherstellen.

Automatische Failover sind dafiir vorgesehen, auf dem Masterserver
ausgeflihrten Anwendungen einen automatischen Wechsel auf den
Replikatserver zu ermdglichen. Dieser Vorgang kann entweder vollstandig
transparent sein oder so konfiguriert werden, dass ein Eingreifen des
Benutzers erforderlich ist.

Manuelle Failover kénnen aus einer Vielzahl von Griinden gestartet werden
(normalerweise flir Wartungszwecke), fiihren jedoch weiterhin dazu, dass die
Anwendungsvorgange vom Masterserver zum Replikatserver wechseln.

Hinweis: Detaillierte Anweisungen zur Wiederherstellung verlorener Daten
von einem Replikatserver mit Hilfe der Failover-Funktion finden Sie im CA
ARCserve Replication and High Availability-Administrationshandbuch.
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Wiederherstellen mit CA ARCserve Replication-
Datenzuruckspulung

Das Zurickspulen von Daten ist eine Wiederherstellungsmethode, mit der Sie
Daten an einen Zeitpunkt (Zurlickspulpunkt) zurliickzuspulen kénnen, bevor
diese beschadigt wurden. Da bei der Replizierung die Quelldaten kontinuierlich
auf dem Replikatserver aktualisiert werden, enthalt der Replikatserver zu jeder
Zeit die gleichen Daten wie der Masterserver. Wenn Daten beschadigt sind,
hilft es nicht, die letzten Dateien vom Replikatserver wiederherzustellen, da
die Daten im Replikatserver ebenfalls beschadigt sind. Diese Zurickspulpunkte
dienen als Kontrollpunkte in einem Zurlckspulprotokoll, die ein Ereignis oder
einen Vorgang markieren. Die tatsachlich gespeicherten Informationen
beinhalten den Vorgang, mit dessen Hilfe das Ereignis rlickgédngig gemacht
wird, falls der Zurlckspulpunkt aktiviert wird. Bei der Datenwiederherstellung
werden diese Zurlickspulpunkte oder Lesezeichen im Zurtickspulprotokoll
verwendet, um die aktuellen Daten auf einen vorherigen Stand
zurickzusetzen. Diese eingebaute Zurlickspultechnik findet auf dem
Replikatserver statt, und das Zurlickspulen von Daten auf einen vorherigen
Status kann ausschlieBlich auf dem Replikatserver durchgefiihrt werden.

Die Vorteile einer CA ARCserve Replication-Wiederherstellung mit Hilfe der
Datenzurickspulung sind eine sehr schnelle Wiederherstellung, héchste
Granularitat der wiederherstellbaren Daten sowie anwendungsbezogene
Replizierung und Wiederherstellung.

Hinweis: Detaillierte Anweisungen zur Wiederherstellung verlorener Daten
von einem Replikatserver mit Hilfe der Failover-Funktion finden Sie im CA
ARCserve Replication and High Availability-Administrationshandbuch.

Kapitel 4: AusfUhren von integrierten Wiederherstellungsjobs 53



Wiederherstellen mit CA ARCserve Backup

Wiederherstellen mit CA ARCserve Backup

Sie kdnnen Daten, die vom CA ARCserve Replication-Masterserver zum CA
ARCserve Replication-Replikatserver repliziert und anschlieBend mit CA
ARCserve Backup gesichert wurden, mit folgenden Methoden wiederherstellen:

m  Wiederherstellung nach Sitzung
m  Wiederherstellung nach Baumstruktur

m  Wiederherstellung nach Abfrage

Beim Wiederherstellen auf einem Replikatserver vergewissern Sie sich, dass
die entsprechende Anwendung nicht ausgefiihrt wird, um zu verhindern, dass
gegenwartig verwendete Dateien wiederhergestellt werden. Beim
Wiederherstellen auf einem Masterserver vergewissern Sie sich, dass CA
ARCserve Backup Client Agent installiert ist und ausgefihrt wird.

Hinweis: Bei SQL Server- und MS Exchange-Szenarios wird nur die
Wiederherstellung vollstéandiger Sitzungen unterstltzt. Bei Dateiserver-
Szenarios werden feiner strukturierte Wiederherstellungen flr bestimmte
Dateien, Verzeichnisse oder Volumes unterstitzt.

Unabhangig von der verwendeten Wiederherstellungsmethode kdénnen Sie
auch unter "Ablaufplan", "Globale Optionen" sowie bei beliebigen anderen
sicherungsbezogenen Optionen eine relevante Auswahl treffen. Weitere
Informationen lber diese Wiederherstellungsoptionen finden Sie im CA
ARCserve Backup-Administrationshandbuch.
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Festlegen der CA ARCserve Replication-spezifischen globalen
Wiederherstellungsoption

Der Wiederherstellungs-Manager beinhaltet eine CA ARCserve Replication-
spezifische globale Wiederherstellungsoption, die unabhangig von der
ausgewahlten Wiederherstellungsmethode festgelegt werden kann.

So legen Sie die CA ARCserve Replication-spezifische globale
Wiederherstellungsoption fest:

1.

Klicken Sie im Fenster "Wiederherstellungs-Manager" auf der Symbolleiste
auf die Schaltflache "Optionen".

Das Dialogfeld Globale Optionen wird angezeigt.
Wahlen Sie die Registerkarte "Vorgang".

Das Dialogfeld "Vorgang" wird angezeigt. Dort befindet sich die CA
ARCserve Replication-spezifische Option "Wiederherstellungsjob fortsetzen,
selbst wenn das Szenario nicht beendet werden kann".

Diese Option ist standardmaBig nicht aktiviert, d. h. der
Wiederherstellungsjob schlagt fehl, wenn CA ARCserve Replication das
Szenario wahrend des Wiederherstellungsvorgangs nicht beenden kann.
Wenn Sie die Option aktivieren, versucht CA ARCserve Replication, das
Szenario zu beenden. Lasst sich das Szenario nicht beenden, wird der
Wiederherstellungsjob fortgesetzt. Diese Option hat den folgenden Vor-
und Nachteil:

- Bei aktivierter Option besteht der Vorteil, dass eine erfolgreiche
Wiederherstellung wahrscheinlicher ist.

- Gleichzeitig besteht jedoch der Nachteil, dass bei der Ausfiihrung des
Szenarios eine kontinuierliche Replizierung stattfindet. D. h., die
wiederhergestellten Daten auf dem Replikatserver werden auch durch
alle auf dem Masterserver vorhandenen Probleme Uberschrieben.

Ca, > 0goft
|V [ wiederherstellungsjob fortsetzen, selbst wenn das Szenario nicht beendet werden kann
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Wiederherstellung nach Sitzung

Mit der Methode "Wiederherstellung nach Sitzung" kdnnen Sie die Sitzung und
die Verzeichnisse und Dateien auswahlen, die wiederhergestellt werden sollen.
Verwenden Sie dieses Verfahren, wenn Sie den Datentragernamen kennen,
aber nicht sicher sind, welche Sitzung wiederhergestellt werden soll. Diese
Ansicht verwendet die CA ARCserve Backup-Datenbank. Wenn der
Datenbankprozess gestoppt wurde, funktioniert diese
Wiederherstellungsmethode nicht.

Wiederherstellen eines Sicherungsjobs nach Sitzung

1. Greifen Sie Uber CA ARCserve Backup auf den Wiederherstellungs-
Manager zu, und wahlen Sie auf der Registerkarte "Quelle" aus dem
Dropdown-Listenfeld der Quellansicht die Option "Wiederherstellung nach
Sitzung" aus.

Der linke Fensterbereich des Wiederherstellungs-Managers fiihrt alle CA
ARCserve Replication-Szenarien auf, die gesichert wurden und nun
wiederhergestellt werden kénnen.
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2. Wahlen Sie die Sitzung aus, die wiederhergestellt werden soll.

Die entsprechende Sitzung und die Eigenschaften werden im rechten
Fensterbereich des Wiederherstellungs-Managers angezeigt.

antei Schnelstart  Ansicht  Wiederherstellen  Fenster  Hife

Job  Band DE @ @ Ea
IW2K3EE_><32DE j @ @ @ (Ubergeben | Optionen Fi\fér Ansicht

m Ziel | Ablaufplan |

IﬁWiederhelstellung hach Sitzung j
=] J@ Sikzungen MName = | Typ | Gréfie | Drabum der letzten Anderung
=L @ 01 [D:1724] & Minstal-og.kxt Textdatei 540K 05.01.09 18:53
I@ Sitzung 0000000002 & WAQCHTMAYCCA_install_log
4 | |
[—|
@ Wiederherstellungs-Manager (Sitzungsmethode: Yollstandig)

Eigenschaften

Zusitzliche Informationen

Datentrigername 01

jin] 1724

Nurnrer 1

Sitzungsnr. z

Gesichert am 05.01.09 21:27

Quellpfad CihCA_install_log

Sitzungsstatus Abgeschlossen

Sitzungstyp CA ®Osoft-Szenario

Szenarioname FileServer 4

Szenariotyp File Server

Masterservername KOCHTMS

Replikatservername KOCHTRS

Replikatpfad WM OCHTRENC MCA_install_log

Sitzungsmethade Vollstindig

Sitzungs-Flags Agent, Katalog

KB 547

Dateien 1
[ - |

| [ |Standardserver: W2K3EE-X320E [
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3. Wahlen Sie die Registerkarte "Ziel", und geben Sie das Ziel zum Speichern
der wiederhergestellten Dateien an.

Quelldateien kénnen in ihrer urspriinglichen Verzeichnisstruktur
(urspringlicher Speicherort) oder an einem beliebigen anderen Speicherort

(alternativer Speicherort) wiederhergestellt werden.

i CA ARCserve Backup - [Wiederherstellen] = IDIﬂ
(3 Datei Schnellstart  Apsicht  Wiederherstellen  Fenster  Hife = |ﬂ|5|
Job  Band DB 4 3
IWEKSEE-X32DE vI @ @ @ . @ E IZ” u M
Ubergeben | Optionen Filter Ansicht
Quelle = Ablaufplan }l
[V Dateien am wspriinglichen Speicheran: wisderherstellen
|<U|sprl,ing\icher Standart> Ziel: I j
ien am urspriinglichen & MName = | Typ | Griifie | Datum der letzten dnderung | Erstellungsdatum | Atkribute
Diese Ansicht enthalt keine Objekte zum Anzeigen.
4| |
-
6& Wiederherstellungs-Manager
E
[ Standardserver: WZK3EE-X32DE Doméne: W2K3EE-%32DE Angemeldet bei: caroat |o6:28
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4. Um Dateien an ihrem urspriinglichen Speicherort (Standardoption)
wiederherzustellen, fiihren Sie folgende Schritte aus:

a. Vergewissern Sie sich, dass das Kontrollkdstchen "Dateien am
urspriinglichen Speicherort wiederherstellen" aktiviert ist, und klicken
Sie auf die Schaltfliche "Ubergeben"”, um den Job auszufiihren.

Das Dialogfeld Benutzername und Kennwort der Sitzung wird
angezeigt.

Benutzername und Kennwort der 5itzung x|

Geben Sie fur jede CA =0 zoft-Sitzung Folgendes an:

- Maszter-Benutzemame und kMaster-Kenmwort, umn Ch #0soft-bezogene Yorgange auzzufiibren.
- Benutzername und k.enmwart, um sich beim AR Ceerve-tigenten am Wiederherstellungsziel
anzumelden [entweder b azter oder Replikat).

L&, X0 zoft
Datentrager | S/M | Sitzungznr. |Wiederherst... | Pfad |
05.01.09 1:3:36 [08D7] nooz Feplikat We{ODEUMSSAC:
DDD [9514] oo3 hd azter WHODEUMShdba...
LoD [9514] ooa Fieplik at We{ODEUMSShdb. .
4| | i
oK Abbrechen | Hilfe |

Wenn die entsprechende Anwendung ausgefiihrt wird und Sie ein CA
ARCserve Replication-Szenario am urspringlichen Speicherort
wiederherstellen, werden unter SQL Server und MS Exchange die
wiederhergestellten Dateien temporar mit der Erweiterung ".TMP"
erstellt. Nach der erfolgreichen Ausfihrung des Wiederherstellungsjobs
werden Sie aufgefordert, den Server neu zu starten, um die aktiven
Dateien zu Uberschreiben und zu ersetzen. Bei einem Neustart des
Servers werden die wiederhergestellten Dateien in die urspriingliche
Datenbank eingefligt. Wenn die entsprechende Anwendung nicht
ausgefihrt wird, werden wahrend der Wiederherstellung am
urspringlichen Speicherort keine temporaren Dateien erstellt, und Sie
mussen den Server nicht neu starten.

Wichtig! Das Neustarten eines SQL-Servers, der in einer Cluster-
Umgebung installiert ist, ist nicht moglich, folglich miissen Sie die
Anwendungsressource anhalten, bevor Sie eine Wiederherstellung am
urspriinglichen Speicherort durchfiihren.
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b. Wahlen Sie den Server aus (Master oder Replikat), auf dem die
Dateien wiederhergestellt werden sollen, und doppelklicken Sie
entweder auf die ausgewahlte Zeile, oder klicken Sie auf "Bearbeiten".

Das Dialogfeld "Benutzername und Kennwort fiir CA ARCserve
Replication-Sitzung" wird eingeblendet.

Benutzernamen und Kennwort fiir CA X0soft-Sitzu x|

YWiederherstellungzoption

Ok

% auf bdasterserver wiederherstellen X0DE LS

" Aub Replikatserver wiederherstellen XODEUMSS SAalbrEe 2
Hife |

Mazterzerver-Benutzermanme

M azterserer-Kennmart

Replikateerer-kenmsort

Beplikatzerer-Benutzemnans I

Sitzungzkenmwart

[T 4wl alle Zeilen arwenden [Option, Benutzername und Kennvwort]

c. Wahlen Sie die Wiederherstellungsoption, um entweder auf einen
Masterserver oder einen Replikatserver wiederherzustellen.

Die Wiederherstellung auf einem Replikatserver ist i. d. R. effizienter,
und die Vorgange auf dem Betriebsserver (Master) werden nicht
unterbrochen. Wahlen Sie die Option zum Wiederherstellen auf einem
Masterserver nur aus, wenn eine schnellere Wiederherstellung
erforderlich ist oder wenn Sie die Masterserver-Umgebung (bei
Beschadigung) rekonstruieren miussen.

m Bei CA ARCserve Backup r12.5 und r15 wird standardmagBig der
Masterserver ausgewahlt.

m Bei allen anderen unterstitzten Versionen von CA ARCserve
Backup wird standardmaBig der Replikatserver ausgewahit.

Hinweis: Beim Wiederherstellen auf einem Replikatserver
vergewissern Sie sich, dass die entsprechende Anwendung nicht
ausgeflihrt wird, um zu verhindern, dass gegenwartig verwendete
Dateien wiederhergestellt werden. Beim Wiederherstellen auf einem
Masterserver vergewissern Sie sich, dass CA ARCserve Backup Client
Agent installiert ist und ausgefiihrt wird.
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d. Geben Sie die Server-Anmeldeinformationen (Benutzername und
Kennwort) und das Sitzungskennwort ein.

Hinweis: Die Kennwortverwaltung bietet die Option,
Sitzungskennworter wahrend der Sicherung zu verschliisseln. Dadurch
missen Kennworter nicht wiederholt angegeben werden. Wahrend der
Ubergabe eines Sicherungsjobs werden die Kennwérter in
verschlisselter Form gespeichert, und bei der Wiederherstellung
werden sie automatisch verwendet. Weitere Informationen zum
Kennwort-Management finden Sie im CA ARCserve Backup-
Administrationshandbuch.

m  Wenn Sie sich entscheiden, auf einem Replikatserver
wiederherzustellen, miissen Sie die Anmeldeinformationen
eingeben, um auf den Masterserver und auf den Replikatserver
zugreifen zu kénnen.

m  Wenn Sie sich entscheiden, auf einem Masterserver
wiederherzustellen, miissen Sie die Anmeldeinformationen nur
eingeben, wenn Sie auf den Masterserver zugreifen moéchten.

e. Klicken Sie auf "OK".

Das Dialogfeld Job in Warteschlange stellen wird gedéffnet.

Job in Warteschlange stellen A |
—Jobdetails —Jobausfuhrungszeit
Jobtyp % Jetzt ausfiihren

Wiederherstellen
Job jetzt ausfithren

Zielknoten I .0e2010 = I

Diateien am urspriinglichen Speicherart wisderherstellen |-|53-I 738 j‘

r it Status SUSEESETET
i wiarteschlange stellen

" Ausfilbren am

Jaob zpeichern |
Jobhame: Yorlage speicherm |
Fre-Elight Check |

oK | Abbrechen | Hie |

f. FlUhren Sie denselben Wiederherstellungsvorgang genau wie flir jeden
anderen CA ARCserve Backup-Wiederherstellungsjob aus. Weitere
Informationen zu der Vorgehensweise finden Sie im CA ARCserve
Backup-Administrationshandbuch.
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5. Um die Dateien an einem alternativen Speicherort wiederherzustellen,
fihren Sie folgende Schritte aus:

a.

Deaktivieren Sie das Kontrollkdastchen "Dateien am urspriinglichen
Speicherort wiederherstellen"”, und wahlen Sie einen Zielordner aus.

Das Ziel fir die wiederhergestellten Dateien ist nun festgelegt.

Wichtig! Eine CA ARCserve Replication-Wiederherstellung wird nur
Uber einen Client Agent fir Windows-Systeme unterstitzt. Der
alternative Speicherort fiir die Wiederherstellung muss daher ein
Zielrechner oder Zielvolume unter der Baumstruktur "Client Agent" fur
Windows-Systeme sein. Der Wiederherstellungsjob schlagt fehl, wenn
Sie versuchen, die Daten in einer Serverbaumstruktur oder in einer
anderen Baumstruktur wiederherzustellen, die nicht unter

"Client Agent" liegt. Sofern noétig, kdnnen Sie einen neuen Client
Agent-Rechner hinzufligen. Informationen zum Hinzufligen eines
neuen Client-Objekts finden Sie in der CA ARCserve Backup-Online-
Hilfe.

Klicken Sie auf Ubergeben, um den Job auszufiihren.

Das Dialogfeld Benutzername und Kennwort der Sitzung wird
angezeigt.

Benutzername und Kennwort der 5itzung 5[

Geben Sie fur jede Bandsitzung Folgendes ein:

- Benutzermame und Fennwart fiir das Ziel.

- Sitzungzkenmwort nur fur kennwortgeschitzte Bandsitzungen.
- IP-&dresze nur flir Wiederherstellungen Liber Aagenten.

Rechner |

B | Datentrager S/M Sitzungznr. Pfad Benutze. ..

09.06.1011:07 [EQOC] 000 WWETB-SCHSIOF-PAC: Administrat

1| | 3

0K | abbiechen | Beabeiten | Hilfe

Wadhlen Sie den Rechner aus, auf dem die Dateien wiederhergestellt
werden sollen, und doppelklicken Sie entweder auf die ausgewdhlte
Zeile, oder klicken Sie auf "Bearbeiten".

62 CA ARCserve® Replication-Integrationshandbuch



Wiederherstellen mit CA ARCserve Backup

Das Dialogfeld Benutzername und Kennwort eingeben wird
eingeblendet.

d. Geben Sie die Anmeldeinformationen (Benutzername und Kennwort)
ein, und klicken Sie auf "OK".

Das Dialogfeld Job in Warteschlange stellen wird gedéffnet.

e. Flhren Sie denselben Wiederherstellungsvorgang genau wie fir jeden
anderen CA ARCserve Backup-Wiederherstellungsjob aus. Weitere
Informationen zu der Vorgehensweise finden Sie im CA ARCserve
Backup-Administrationshandbuch.

Wiederherstellung nach Baumstruktur

Die Option "Wiederherstellung nach Baumstruktur" stellt ein bestimmtes
Verzeichnis oder Laufwerk von Dateien und Verzeichnissen wieder her, die mit
CA ARCserve Backup gesichert wurden. Verwenden Sie dieses Verfahren, wenn
Sie nicht wissen, welcher Datentrager die bendétigten Daten enthalt, jedoch
wissen, von welchem Rechner die Sicherung stammt.

Die Ansicht "Wiederherstellung nach Baumstruktur" zeigt nur die letzte Instanz
einer Sicherung an. Wahlen Sie das Objekt aus, das Sie wiederherstellen
mochten, und klicken Sie auf die Schaltflache "Versionsibersicht", um alle
anderen Instanzen anzuzeigen und auf sie zuzugreifen. Die Ansicht
"Wiederherstellung nach Baumstruktur" zeigt nur die spezifische Masterserver-
Ansicht.

Wiederherstellen eines Sicherungsjobs nach Baumstruktur

1. Greifen Sie Uber CA ARCserve Backup auf den Wiederherstellungs-
Manager zu, und wdahlen Sie auf der Registerkarte "Quelle" aus dem
Dropdown-Listenfeld der Quellansicht die Option "Wiederherstellung nach
Baumstruktur" aus.

Hinweis: Bei Bedarf klicken Sie auf "Versionsibersicht", um eine andere
Version des wiederherzustellenden Objekts anzuzeigen und auszuwahlen.

Der linke Fensterbereich des Wiederherstellungs-Managers fihrt die
Volumes, Laufwerke, Verzeichnisse und Dateien auf, die gesichert wurden
und nun wiederhergestellt werden kénnen.
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2. Wahlen Sie die Daten aus, die wiederhergestellt werden sollen.

Der entsprechende Inhalt und die Eigenschaften werden im rechten
Fensterbereich des Wiederherstellungs-Managers angezeigt.

Ggatei Schrellstart  Ansicht  Wiederherstellen  Eenster  Hilfe

| Diakurn der letzten fnderung

»> Job  Band DE @ @' e
& B !
W2k 3EE-#320DE " -- -
g I LI @ @ @ Ubergeben | Optionen Filter Ansicht
&
= m Ziel 3 | Ablaufplan 3 |
E | =
% I @ ‘wiederherstellung nach B aumstrubktur j Suchen Wersinnsiibersicht
2
a
E:Ia& ‘Windows-Systeme MName = | Tvp | Grifie
v 0 L CoMPUTER-001 o [ Jwmislog Datsiordner
o1 . CoMPUTER-DE O [ _desktap.ini Korfigurationseinst., ., 9 Byte

1 ) ENU_2K3_TESTS ( 10.50.48.187
0 L wizk3EE-%320E

Bl 0 5 %ODEUMS

g-afac

05.05.08 11:24
23.05.08 16:03

@00
EI% Microsoft Windows-Netzwerk
- Ll 5% Netware-Dienste
- Cl 5% NetiWars-Systeme
Elﬁs‘!= UNIZLinue-Systeme
- El 5 Mac OS5 %-Systeme
- Ol s NAS-Server
- Ll 57 AS400-Systeme
- Cl 5/ YM5-Systeme
Elﬁs‘!= Windows 98/Me-Systeme

4
é; XODEUMSS

frrm O 0w B B e B B W e B
(b B [ - [ [ [

yoddng

E‘

Eigenschaften

Irll=

Zusitzliche Informationen

Datentrédgername MECTA

ID BZAS

Nummer 1

Sitzungsnr, 29

Gesichert am 30.05.08 21:01
Quellpfad WX ODEUMSAC:

Sitzungsstatus

abgeschlossen

Sitzungstyp

ChA KOsoft-Szenario

Szenarioname

FileServer 5

Szenariotyp File Server
Masterservername XODEUMS
Replikatservername XODEUMSS
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Wahlen Sie die Registerkarte "Ziel", und geben Sie das Ziel zum Speichern
der wiederhergestellten Dateien an. Quelldateien kénnen in ihrer
urspriinglichen Verzeichnisstruktur (urspriinglicher Speicherort) oder an
einem beliebigen anderen Speicherort (alternativer Speicherort)
wiederhergestellt werden.

Das Ziel fir die wiederhergestellten Dateien ist nun festgelegt.
Das Dialogfeld Benutzername und Kennwort der Sitzung wird angezeigt.

Wenn die entsprechende Anwendung ausgefihrt wird und Sie ein CA
ARCserve Replication-Szenario am urspriinglichen Speicherort
wiederherstellen, werden unter SQL Server und MS Exchange die
wiederhergestellten Dateien temporar mit der Erweiterung ".TMP" erstellt.
Nach der erfolgreichen Ausflihrung des Wiederherstellungsjobs werden Sie
aufgefordert, den Server neu zu starten, um die aktiven Dateien zu
Uberschreiben und zu ersetzen. Bei einem Neustart des Servers werden
die wiederhergestellten Dateien in die urspriingliche Datenbank eingefiigt.
Wenn die entsprechende Anwendung nicht ausgefiuhrt wird, werden
wahrend der Wiederherstellung am urspriinglichen Speicherort keine
tempordren Dateien erstellt, und Sie missen den Server nicht neu starten.

Eine CA ARCserve Replication-Wiederherstellung wird nur von einem Client
Agent fir Windows-Systeme unterstiitzt. Der alternative Speicherort fir
die Wiederherstellung muss daher ein Zielrechner oder Zielvolume unter
der Baumstruktur "Client Agent" fur Windows-Systeme sein. Der
Wiederherstellungsjob schlagt fehl, wenn Sie versuchen, die Daten in einer
Serverbaumstruktur oder in einer anderen Baumstruktur
wiederherzustellen, die nicht unter "Client Agent" liegt. Sofern nétig,
kénnen Sie einen neuen Client Agent-Rechner hinzufligen. Informationen
zum Hinzufiigen eines neuen Client-Objekts finden Sie in der CA ARCserve
Backup-Online-Hilfe.

Wichtig! Das Neustarten eines SQL-Servers, der in einer Cluster-
Umgebung installiert ist, ist nicht moglich, folglich miissen Sie die
Anwendungsressource anhalten, bevor Sie eine Wiederherstellung am
urspriinglichen Speicherort durchfiihren.

Setzen Sie denselben Wiederherstellungsvorgang wie fiir die Methode
"Wiederherstellung nach Sitzung" fort.
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Wiederherstellung nach Abfrage

Die Option "Wiederherstellung nach Abfrage" stellt Dateien nach einem
Suchmuster wieder her, mit dessen Hilfe die Namen der Dateien oder
Verzeichnisse gefunden werden kdnnen. Verwenden Sie dieses Verfahren,
wenn Sie den Namen der Datei oder des Verzeichnisses kennen, die/das Sie
wiederherstellen moéchten, aber nicht wissen, von welchem Rechner oder auf
welchem Datentrager diese gesichert wurden. Bei dieser Ansicht kommt die CA
ARCserve Backup-Datenbank zum Einsatz.

Hinweis: Die Option "Wiederherstellung nach Abfrage" unterstiitzt lediglich
Dateiserver-Szenarien.

Wiederherstellen eines Sicherungsjobs nach Abfrage

1. Von CA ARCserve Backup greifen Sie auf den Wiederherstellungs-Manager
zu und wahlen aus dem Dropdown-Listenfeld der Quellansicht die
Registerkarte "Quelle" und die Option "Wiederherstellung nach Abfrage"
aus.

Der obere Bereich des Wiederherstellungs-Managers zeigt Felder an, mit
denen Sie die Suchkriterien fir die Szenarien eingeben kénnen, die
gesichert wurden und nun wiederhergestellt werden kénnen.

2. Geben Sie die Suchkriterien ein, und klicken Sie auf "Abfrage".

Der untere Fensterbereich des Wiederherstellungs-Managers zeigt alle
zuriickgegebenen Elemente an, die mit den Abfragekriterien
Ubereinstimmen.
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3. Wahlen Sie die wiederherzustellenden Dateien oder Verzeichnisse aus, und
klicken Sie auf "Ubergeben", um den Job auszufiihren.

Wenn es sich bei der gewdahlten Datei oder dem Verzeichnis um ein CA
ARCserve Replication-Szenario handelt, so wird das Dialogfeld
"Benutzernamen und Kennwort fiir CA ARCserve Replication-Sitzung
eingeben" eingeblendet.

Benutzernamen und Kennwort fir CA X0soft-SiEzung e x|

YWiederherstellungzoption oK

% auf bdasterserver wiederherstellen X0DE LS

" Aub Replikatserver wiederherstellen XODEUMSS wl
Hife |

Mazterzerver-Benutzermanme

M azterserer-Kennmart

Replikateerer-kenmsort

|
|
Beplikatzerer-Benutzemnans I
|
Sitzungzkenmwart I

[T 4wl alle Zeilen arwenden [Option, Benutzername und Kennvwort]
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Handelt es sich bei der gewahlten Datei oder dem Verzeichnis nicht um ein
CA ARCserve Replication-Szenario, so wird das Dialogfeld "Benutzername
und Kennwort der Sitzung" eingeblendet.

Benutzername und Kennwort der Sitzung 5[

Geben Sie fur jede Bandsitzung Folgendes ein:

- Benutzermame und Fennwart fiir das Ziel.

- Sitzungzkenmwort nur fur kennwortgeschitzte Bandsitzungen.
- IP-&dresze nur flir Wiederherstellungen Liber Aagenten.

Rechner |

B | Datentrager S/M Sitzungznr. Pfad Benutze. ..

09.06.10 11:07 [EQOC] nogz2 WWE18-5CHSI07-PAC: Administrat

1| | 3

0K | abbiechen | Beabeiten | Hilfe

4. Setzen Sie denselben Wiederherstellungsvorgang wie fiir die Methode
"Wiederherstellung nach Sitzung" fort.
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Wiederherstellen des Exchange-Szenarios auf dem Masterrechner

Wenn Sie Sicherungsdaten eines MS Exchange-Szenarios auf dem
Masterserver wiederherstellen, wird der Postfachspeicher nicht automatisch
entladen, bevor der Wiederherstellungs- und Ladevorgang nach dem
Wiederherstellungsjob abgeschlossen ist. Um eine Exchange-Speichergruppe
auf dem Masterserver wiederherzustellen, miissen Sie folgende
Verfahrensweise anwenden.

Wiederherstellen eines MS Exchange-Szenarios auf dem Masterserver

1.

Entladen Sie in der Exchange-Verwaltungskonsole die einzelnen
Datenbanken der Speichergruppe, die wiederhergestellt werden sollen.

Alle Datenbanken der Speichergruppe werden entladen.

Rufen Sie den/die Microsoft Exchange-Serverpostfachordner auf und
I6schen Sie alle Speichergruppendateien aus dem Ordner.

Samtliche Speichergruppendateien werden geldscht.

Hinweis: Wenn auf Ihrem Server genug freier Speicherplatz verfligbar ist,
kdnnen Sie den Ordner auch umbenennen, anstatt die Inhalte zu l6schen,
um sie erst nach erfolgreichem Abschluss des Wiederherstellungsjobs zu
I6schen.

Flhren Sie die Wiederherstellung auf dem Masterserver (mit der Methode

"Wiederherstellung nach Sitzung", "Wiederherstellung nach Baumstruktur"
oder "Wiederherstellung nach Abfrage") durch.

Kehren Sie nach erfolgreichem Abschluss der Wiederherstellung in die
Exchange-Verwaltungskonsole zurlick, und laden Sie die einzelnen
Datenbanken in die soeben wiederhergestellten Speichergruppe.
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Wiederherstellen der Microsoft SQL Server-Datenbank auf dem Masterrechner

Wenn Sie mit CA ARCserve Backup eine Microsoft SQL Server-Datenbank auf
dem Masterserver wiederherstellen, erhalten Sie, falls Sie mit SQL Server
2008 arbeiten, moéglicherweise die Fehlermeldung "Windows could not start
the SQL Server" ("Windows konnte den SQL Server nicht starten"). (Dieser
Fehler tritt nicht bei Wiederherstellungsjobs flir SQL Server 2005 auf.) Dieser
Fehler ist auf Konten des Netzwerkdienstes oder des lokalen Dienstes
zurlickzufihren, die nicht lber Zugriffsrechte auf die SQL-Protokolldatei auf
dem Master verflugen.

Dieser Fehler kann auf drei Arten vermieden werden:

m  Aktivieren Sie die Option "ACL replizieren" in CA ARCserve Replication and
High Availability. Damit wird sicher gestellt, dass alle Informationen zur
ACL fur die SQL-Datenverzeichnisse des Masters nach der
Wiederherstellung beibehalten werden. Somit kann der SQL-Dienst
ausgeflhrt werden.

m  Fligen Sie in CA ARCserve Backup nach der Wiederherstellung manuell das
folgende Benutzerkonto zur ACL der SQL-Datenverzeichnisse des Masters
hinzu: SQLServerMSSQLUser$Computer Name$Instance Name

m  Deaktivieren Sie in CA ARCserve Backup die folgende
Wiederherstellungsoption, damit die ACL der SQL-Datenverzeichnisse des
Masters nach der Wiederherstellung nicht tiberschrieben wird: CA
ARCserve Backup-Manager, Globale Optionen, Vorgang. Klicken Sie auf die
Option "Dateiattribute und Sicherheitsinformationen wiederherstellen und
beibehalten", um sie zu aktivieren oder zu deaktivieren. Wenn diese
Option aktiviert ist, wird die ACL Uberschrieben. Wenn diese Option nicht
aktiviert ist, wird die ACL nicht liberschrieben.
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Kapitel 5: Uberwachen von Sicherungs-
und Replikationsjobs

Dieses Kapitel enthalt folgende Themen:

Integrierte Jobluberwachung (siehe Seite 71)

Uberwachen des Jobstatus mit Hilfe von CA ARCserve Backup (siehe Seite 71)

Uberwachen des Jobstatus mit Hilfe von CA ARCserve Replication (siehe Seite

74)
Alert-Benachrichtigung (siehe Seite 79)
Berichterstellung (siehe Seite 80)

Integrierte Jobuberwachung

Die Uberwachung des Status von Sicherungs- und Replikationsjobs besteht
aus einer Kombination von Echtzeit-Ereignisiberwachung, generierten Alerts
und zahlreichen Berichten. Sie kénnen mit CA ARCserve Backup und CA
ARCserve Replication einen vollstandigen integrierten Sicherungsprozess
Uberwachen.

Uberwachen des Jobstatus mit Hilfe von CA ARCserve

Backup

Das Verfahren zum Uberwachen des Sicherungsprozesses dndert sich fiir die
integrierte Umgebung nicht. Weitere Informationen zum Uberwachen des
Sicherungsprozesses finden Sie im CA ARCserve Backup-
Administrationshandbuch.

Uber den Jobstatus-Manager von CA ARCserve Backup kénnen Sie den
gesamten integrierten Sicherungsprozess iberwachen. Uber die grafische
Benutzeroberflache des Jobstatus-Managers kénnen Sie CA ARCserve Backup-
Server im gesamten Unternehmen zentral verwalten. Alle noch ausstehenden,
abgeschlossenen und aktiven Jobs werden im Fenster "Jobstatus-Manager"
liberwacht. Im Fenster "Jobstatus-Manager" finden Sie zur Uberwachung die
Registerkarten "Jobwarteschlange"und "Aktivitatsprotokoll".

Kapitel 5: Uberwachen von Sicherungs- und Replikationsjobs 71



Uberwachen des Jobstatus mit Hilfe von CA ARCserve Backup

Jobwarteschlange uberwachen

Die Registerkarte Jobwarteschlange im rechten Teilfenster zeigt Informationen
zu allen Jobs an. Jedes Mal, wenn Sie einen Job mit dem CA ARCserve Backup-
Sicherungs-Manager ausfiihren oder planen, lGbergeben Sie ihn an die
Jobwarteschlange. CA ARCserve Backup durchsucht die Jobwarteschlange
standig nach Jobs, die ausgefiihrt werden sollen.

Wenn sich ein Job in der Warteschlange von CA ARCserve Backup befindet,
wird er mit einem Status aufgelistet. Dieser Status kann folgende Werte
haben:

Fertig ]

Gibt einen Job an, der bereits ausgefiihrt wurde und fiir den kein
Wiederholungsintervall definiert wurde.

Bereit [E"'

Gibt einen neuen einmaligen oder wiederholt ausgefiihrten Job an, der auf
die Ausfilhrung wartet. Dies kann beispielsweise ein jeden Freitag
ausgefuhrter Sicherungsjob sein.

Aktiv P

Gibt einen zurzeit ausgefiihrten Job an.

Ausgesetzt ﬂ[l

Gibt einen Job an, der in der Warteschlange auf die spatere Ausfiihrung
wartet.

Bei der Ubergabe eines integrierten Sicherungsjobs wird der Name des
Szenarios im Fenster "Jobwarteschlange" angezeigt, so dass Sie den Jobstatus
Uberwachen kénnen.
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Aktivitatsprotokoll uberwachen

Die Registerkarte "Aktivitatsprotokoll" im rechten Teilfenster enthalt
umfassende Informationen zu allen Vorgangen, die von CA ARCserve Backup
ausgefiihrt werden. Das Aktivitdtsprotokoll enthalt eine Uberwachungsliste
aller ausgefihrten Jobs. Zu jedem Job enthalt das Protokoll folgende
Informationen:

Anfangs- und Endzeit des Jobs
Jobtyp
Durchschnittlicher Datendurchsatz

Anzahl der verarbeiteten (gesicherten, wiederhergestellten oder kopierten)
Verzeichnisse und Dateien

Jobsitzungsnummer und Job-ID
Ergebnis des Jobs

Aufgetretene Fehler und Warnungen

Bei der Ubergabe eines integrierten Sicherungsjobs wird der Name des
Szenarios im Fenster "Aktivitatsprotokoll" angezeigt, so dass Sie den Jobstatus
Uberwachen kénnen.
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Uberwachen des Jobstatus mit Hilfe von CA ARCserve
Replication

Das Verfahren zum Uberwachen des Replikationsprozesses &ndert sich fiir die
integrierte Umgebung nicht. Weitere Informationen zum Uberwachen des
Replikationsvorgangs finden Sie im CA ARCserve Replication and High
Availability-Administrationshandbuch.

Sobald ein Szenario ausgefihrt wird, kdnnen Sie den Replikationsvorgang lber
den CA ARCserve Replication-Manager Uberwachen. Mit Hilfe der
Uberwachungsfunktion kénnen Sie Informationen, Statistiken und Ereignisse
anzeigen. Das Hauptfenster des CA ARCserve Replication-Managers besteht
aus folgenden drei untergeordneten Fensterbereichen: "Szenario",
"Framework" und "Ereignisse".

@EA BRCserve RHA-Manager - @chbjil8ndeul:8088 ;Iilll

Szenatio  Beatbeiten Ereignisse  Ansicht  Tools  Hilfe

OB DS ER L0 E b

B'@Szenarien | |Master '155,35.75,99' Statistik =
Szenario | Status | Produkt Server | Modus Status Aktiv =
B DFullsystem Yerbindung wir... HA FullSystem online Start der Replikation | D6/02/10 15:58:42
FH IS Yerbindung wir... HA s Online Version 15.0.0.2226
B LRiickwirts_Exchange 20... Yerbindung wir... HA FileServer RegelmaBig _
2 Exchange 1 Bearbeiten DR Exchange Online Sp?uI—Spelcherplatz.
P - = = = [ Gréifie [ 2% des Schwellenwerts |
#-.2sqL Yerbindung wir... DR/AR FileServer Online | OByte ‘ 0%
H 2801 1 Bearbeiten DR S0L Online
[ [EFullSystem 1 Bearbeiten HA FullSystem Online Dnline-Dateidnderungen pro Stammyerzeichnis:
[ FileServer Bearbeiten DR FileServer online | Stammverzeichnis | Gréfe | Erstellte Ordner | Gedndert | Entfernt | Umbenannt
EJ'E_',.aFerSErver 1 Bearheften DR FfleServer I:lnline Efs::f: i g?iyt:e Ul] g Ul] g
B EFFileServer 2 Bearbeiten DR FileServer Online
F2IIS 1 Yetbindung wir... DR 115 Online An Replikate iibertragene Byte:
F LFullsystem 2 Bearbeiten HA FullSystem Online ot ge:endeta Name der 7 sendende S
(IS 2 Bearbeiten DR 115 Online EE, eas:pnt aktuellen Datei | Daten UElEr Jtams
F DFullsystem 3 Bearbeiten HA FullSystem online localhost 143.2KB |0 0Byte
E P FileServer 3 Aktiv DR FileServer Online )
Hosts | Geindert | Gesendete ., | Gesendebe ..  EmpRangen.. Empfinger..  InSpool Letzte Synchronisation-Gtatistik: Datei Synchronisation
S . Synchronisationsstatus:
* 155.35.75.99 ->localhost
of]
R 7R B P B [ £
| B D Stammeerzeichnisse |@ Eigenschaften u]lln Statistik.

0 Sequen’ | Relevanz Host/Szenario Zeit Ereignis

SRO0202 7 3, Wichtig = localhost G) 02.06.2010 15:58:58 Alle And ahrend des Synchronisati gangs wurden replizi

100405 36 i Info @F\IBSEWEI 3 G) 02.06.2010 15:58:54 Bericht 'Synchionisation’, erstellt am 02.06.2010, um 155854, wind unter ‘Berichte' verdffentlicht,

SRO0120 34 i Wichtig = localhost G) 02.06.2010 15:58:54 Synchronisation abgeschloszen

ERDD377 i x] @ Fehler = localhost E—) 02.06.2010 15:58:53 Freigaben konnen nicht erstellt werden. Grund: Der Serverdienst wurde nicht

IRO0114 3z i Info = localhast G) 02.06.2010 15:58:53 g:a:;’:;‘z‘eichms C:/Inetpub wurde synchronisiert,

SROD139 kil i ‘Wichtig [, 155.35.75.99 G—) 02.06.2010 15:58:48 Déman._a_ge :_Synchm_nisalion Fichier [Ignorer les fichiers dont la taille et I'heure
de modification sont identiques)

SRO0014 30 i Wichtig [%,155.35.75.99 G) 02.06.2010 15:58:42 Démarrage du scénario FileServer 3

SMO0165 29 i Wichtig [EEFileServer 3 G) 02.06.200 15:58:41 Mit 155.35.75.99 verbunden

Ereignisse | Ergebnisse der Szenariodberprifung
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Der Fensterbereich "Szenario" zeigt jeden Host und den entsprechenden
Status des Replikationsprozesses an. Der Replikationsstatus wird durch eines
der folgenden Symbole links neben dem Namen des Szenarios angezeigt:

v

Gibt an, dass der Replikationsprozess ordnungsgemaB ausgefihrt wird.

i
I,

Gibt an, dass das Szenario erstellt und der Replikationsprozess gestoppt
oder unterbrochen wurde.

Aktiv

Beendet

Problem

Gibt an, dass ein Problem mit dem Szenario vorliegt. Sie kénnen auf den
Namen des Szenarios klicken, um sich die damit verbundenen
Fehlermeldungen im Ereignisfenster anzeigen zu lassen.

Nicht autorisiert ﬁ'

Gibt an, dass der Benutzername oder das Kennwort fiir den Masterserver
unglltig ist oder fehlt.
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Der Fensterbereich "Framework" zeigt die Verzeichnisse, Unterverzeichnisse
und die darin enthaltenen Dateien an. Dieser Fensterbereich hat je nach
Jobstatus zwei bis drei Registerkarten: "Statistiken", "Verzeichnisse" und
"Eigenschaften". Die Registerkarte "Statistiken" ist nur dann verfligbar, wenn
der Replikationsprozess ausgefihrt wird, und liefert Informationen zu der
Gesamtmenge der Daten fur jedes Stammverzeichnis, und den erfassten
Daten fiir jedes Replikat sowie Synchronisierungsinformationen. Uber ein
Dropdown-Meni kénnen Sie die Szenariostatistik (grafische Ubersicht des
Szenariostatus), die Statistik fir den Master (Tabellenlbersicht des
Masterserver-Status) oder die Statistik fir das Replikat (Tabellenibersicht des
Replikatserver-Status) anzeigen.

Szenariostatistik

0% von Spoal
0,00 Ewte

[T stammverzeichnisse lﬂﬂn Skatiskik,
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Replikat 'dhaas0l-deudd Statistik

Status Aktiv
Start der Replikation | 04/06,/10 05:58:32
Yersion 15.0.0.2152

spool-speicherplatz:

Grife % des Schwellenwerts
OBytes 0 %o

Online-Dateidnderungen pro Stammverzeichnis:
Skammyverzeichnis | Gréfe Erstelte Ordner | Gedndert | Entfernt | Umbenannt
:[ADFS OBwtes |0 0 0 0
Gesamt DBytes | D 1] 1] [1]

Letzte Synchronisation-Statistik: Datei Synchronisation

|4

[T stammverzeichnisse | Eigenschaften ||, Statistik
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Im Fensterbereich "Ereignisse" werden Meldungen und allgemeine
Informationen angezeigt (z. B. dass ein Verzeichnis synchronisiert wird, ein
Server verbunden ist, die Synchronisierung begonnen hat bzw. beendet wurde
usw.). Diese Informationen werden von allen an dem Replikationsszenario
beteiligten Servern empfangen. In der Registerkarte "Ereignisse" werden
zudem der Servername, die Uhrzeit und eine kurze Beschreibung des
Ereignisses angezeigt. Wichtige Ereignisse oder Fehlermeldungen werden in
Fettschrift angezeigt. Zudem enthalt der Bereich "Ereignisse" Informationen
Uber den CA ARCserve Backup-Status fir Sicherungsjobs, die mit CA ARCserve
Replication gestartet werden.

&) CA ARCserve RHA-Manager - @chbjil8ndeul:443

Szenario  Bearbeiten Ereignisse  Ansicht Tools Hife
HoEe 0B xElLNE@ Y

& Szenarioansicht Snapshat-Ansicht £ Uberwachung des Remote-Installationsprogramms gy Uberwachung der Host-Wartung
ht 5 K

Szenariostatistik

Yerbindung ... HA FullSystem
Yerbindung ... HA s
HA Exchange

Online
Online

Gedndert ;| Gesendet, Empfang. In Spool
0,00 Byte| 0,00 Byte, 0 - - 0,00 Byte
o 192,168.1.2 0,00 Byte; & = 0,00 Byte; 0] 0,00 Byte
= 2Exchange 1 Bearbeiten DR Exchange Online

Hosts Gedndert : Gesendet... | Gesendet... { Empfang... i Empfang... | In Spool
(=) Geben Sie de...
- & Geben Sie ...

EEfg5zenarien 1

(éFSharePoint Bearbeiten HA SharePoint-... Online
~El5Neue Gruppe

| Seque® I Relevanz ]—Hosllﬁzenaria

| Zeit ]_Eleignis

IRO3123 21 3 Info Jocalhost 1) 16.04.201016:35.40 V55-Gnapshot fur Szenario Exchange loschen. Die Replikation ‘Flegelmatig ist
abgeschlossen.

SR00202 20 i Wichtig 192.168.1.2 @ 16.04.2010 16:39:39 Toutes les modificati ff ées pendant la synchronisation ont
été répliquées.

IR03122 19 i Info =} locathost @ 16.04.2010 16:39:36 S5-Snapshot fur Szenario Exchange auslosen.

100405 18 i Info @Exohange @ 16.04.201016:39:34 Bericht 'Synchronisation’, erstellt am 16.04.2010, um 16:33:34, wird unter 'Berichte'
veraffentiicht.

SR00120 16 3, Wichtig [=192.168.1.2 {1 16.04.2010 16:39:34 La synchronisation est terminé

RNN119 1R 2 lnia [W1921R81 2 #14 16.04.201016:29-24 |a rénartaita tacina [ ANFC 5 &té. J ind _vl

Ereignisse | Ergebnisse der riniiberprifung
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Alert-Benachrichtigung

Das Verfahren fir die Generierung und den Empfang von Alerts andert sich
nicht fur die integrierte Umgebung.

m  Weitere Informationen zu generierten Alerts wahrend des
Sicherungsprozesses finden Sie im CA ARCserve Backup-
Administrationshandbuch.

m  Weitere Informationen zu generierten Warnmeldungen wahrend des
Replikationsvorgangs finden Sie im CA ARCserve Replication and High
Availability-Administrationshandbuch.

CA ARCserve Backup-Warnungen

Mit dem Alert-Benachrichtigungssystem kénnen Sie Meldungen zu Ereignissen
senden, die wahrend der Sicherung im Aktivitatsprotokoll angezeigt werden.
Sie kdnnen auch festlegen, wie Sie diese Alert-Benachrichtigungen erhalten
mochten. Sie kdnnen eines oder mehrere der folgenden Ereignisse wahlen,
Uber die Sie informiert werden méchten:

Job erfolgreich abgeschlossen
Gibt an, dass alle Knoten und Laufwerke/Freigaben verarbeitet wurden.

Job unvollstiandig

Gibt an, dass einige Knoten, Laufwerke, Freigaben oder Dateien
ausgelassen wurden.

Job vom Benutzer abgebrochen
Gibt an, dass der Benutzer den Job abgebrochen hat.
Job fehlgeschlagen

Gibt an, dass der Job gestartet wurde, aber nicht abgeschlossen werden
konnte.

Virus entdeckt

Gibt an, dass in einer der zu sichernden Dateien ein Virus festgestellt
wurde.

Benutzerdefiniertes Ereignis

Gibt an, dass ein benutzerdefiniertes Ereignis aufgetreten ist. Geben Sie
unterhalb der Dropdown-Liste "Ereignis" den Code fiir einen Fehler, eine
Warnung oder eine Benachrichtigung ein, um diesen Ereignistyp
anzugeben.
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CA ARCserve Replication-Warnmeldungen

Alle Ereignisse werden dem CA ARCserve Replication-Manager in Echtzeit
gemeldet und kénnen in das Ereignisprotokollsystem des Betriebssystems
integriert werden. Die Warnungen kdénnen automatisch per E-Mail an eine
vorgegebene Adresse gesendet werden, und sie kénnen auBerdem ein
Benachrichtigungsskript aktivieren. Wahrend der Synchronisierung und
Replikation werden detaillierte Echtzeit-Statistiken erstellt. Wenn Sie eine
Ereignisbenachrichtigung fiir ein Szenario konfiguriert haben, kénnen folgende
Ereignisse eine Benachrichtigung ausldsen:

Verbindung unterbrochen

Gibt an, dass die TCP-Verbindung nicht ordnungsgemaB funktioniert oder
dass ein Netzwerk bzw. Server deaktiviert wurde.

Warteschlangeniiberlauf

Gibt an, dass die Datenmenge im Warteschlangen-Spool-Verzeichnis ihren
Schwellenwert Uberschritten hat.

Weitere
Gibt einen sonstigen Fehler an.
Wichtige Informationen

Zeigt wichtige Informationen an, zum Beispiel, dass die Synchronisierung
abgeschlossen ist.

Berichterstellung

Das Verfahren flr die Berichtgenerierung andert sich nicht fir die integrierte
Umgebung.

m  Weitere Informationen zu Berichten wahrend des Sicherungsprozesses
finden Sie im CA ARCserve Backup-Administrationshandbuch.

m  Weitere Informationen zu generierten Berichten wahrend des
Replikationsvorgangs finden Sie im CA ARCserve Replication and High
Availability-Administrationshandbuch.
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CA ARCserve Backup-Berichte

Die Berichte des CA ARCserve Backup-Bericht-Managers und von CA ARCserve
Replication ergénzen einander und stellen Ihnen eine Vielzahl von Berichten
bereit, die auf Grundlage der in der CA ARCserve Backup-Datenbank
gespeicherten Aktivitat generiert werden. Sie kénnen eine Vorschau zu einem
Bericht anzeigen, ihn in eine Datei oder auf einem Drucker drucken und
planen, wann ein Bericht erstellt werden soll. CA ARCserve Backup bietet
zahlreiche Standardberichte, die Aufschluss (iber allgemeine Sicherungs- und
Wiederherstellungsaktivitaten geben. AuBerdem kdnnen Sie benutzerdefinierte
Berichte erstellen. Mit Hilfe eines Berichtsfilters kénnen Sie die im Bericht
einzuschlieBenden Sicherungsdatentrager festlegen.

Sie konnen CA ARCserve Backup beispielsweise so konfigurieren, dass
automatisch ein Bericht fiir jeden fehlgeschlagenen Sicherungsjob erstellt
wird, der IThnen dann per E-Mail zugesendet wird. AuBerdem kdnnen Sie einen
benutzerdefinierten Bericht generieren, der die durch Assured Recovery
gestarteten Sicherungsjobs herausfiltert.

Hinweis: Weitere Informationen zu Berichten wahrend des Sicherungs- oder
Wiederherstellungsprozesses finden Sie im CA ARCserve Backup-
Administrationshandbuch.

CA ARCserve Replication-Berichte

CA ARCserve Replication kann Berichte Uber die Replikations- und
Synchronisationsvorgénge erstellen. Diese Berichte kénnen auf dem
Masterserver gespeichert, zur Anzeige durch den CA ARCserve Replication-
Manager gesendet und per E-Mail an eine bestimmte Adresse geschickt
werden, oder sie kdnnen die Ausfiihrung eines Skripts auslésen.

Es sind unter anderem folgende durch CA ARCserve Replication generierte
Berichte verfiigbar:

Szenarioberichte

Die Szenarioberichte enthalten Statistiken zu Synchronisierungsaufgaben
sowie Informationen dartiber, wie viele gednderte Daten repliziert wurden.
Sie kdénnen diesen Bericht so konfigurieren, dass er am Ende von jedem
Synchronisierungsprozess angezeigt wird.

Mit diesem Bericht kdnnen Sie besser Uberprifen, ob alle Prozesse
ordnungsgemaB ausgefiihrt werden und wie viele Daten sich auf Dauer
andern.
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Unterschiedsberichte

Ein Unterschiedsbericht vergleicht den Unterschied zwischen Masterserver
und Replikatserver und wird fir jedes Replikat am Ende des
Replikationsprozesses generiert. Wenn eine Replikation unterbrochen wird,
werden bis zur Fortsetzung der Replikation alle Anderungen auf den
Masterserver Ubertragen. Wahrend dieser Unterbrechung zeigt der
Unterschiedsbericht an, wie viele Daten sich geandert haben. Der
Unterschiedsbericht kann zu jedem beliebigen Zeitpunkt erstellt werden.

Mit diesem Bericht erhalten Sie einen Uberblick dariiber, wie viele Daten
sich wahrend eines bestimmten Ereignisses andern.

Replikationsbericht

Der Replikationsbericht enthélt Statistiken Gber die seit Beginn des
Replikationsprozesses replizierten Daten sowie Statistiken iber die nach
dem letzten Bericht replizierten Daten. Er enthalt Informationen Uber die
Anzahl der replizierten Bytes, die Anzahl der erstellten, aktualisierten,
entfernten und umbenannten Dateien sowie die Anzahl der Fehler. Sie
kénnen sich entweder einen zusammengefassten oder einen detaillierten
Bericht anzeigen lassen.

Dadurch erhalten Sie einen Uberblick dariiber, wie viele Daten sich in der
Umgebung andern.

Synchronisierungsbericht

Nach der Synchronisierung erstellt und 6ffnet CA ARCserve Replication
einen Bericht mit einer Liste der Ubertragenen Dateien. Dieser Bericht gibt
eine Ubersicht Giber die Anzahl aller entfernten oder geénderten Dateien,
die Ubertragenen Bytes sowie alle dazugehdrigen Dateinamen, Dateipfade
und DateigroBen.

Dieser Bericht unterstiitzt beim Uberwachen und Verwalten der
Datenanderungen und des Datenzuwachses in der Umgebung.

Hinweis: Weitere Informationen zu generierten Berichten wahrend des
Replikationsvorgangs finden Sie im CA ARCserve Replication and High
Availability-Administrationshandbuch.
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Kapitel 6: Fehlerbehebung

Dieses Kapitel enthalt folgende Themen:

Integrierte Fehlerbehebung (siehe Seite 83)
Fehler- und Warnmeldungen (siehe Seite 84)
Integrationsmeldungen (siehe Seite 84)

Integrierte Fehlerbehebung

Wenn ein Problem erkannt wird, generiert CA ARCserve Backup eine Meldung,
mit der Sie das Problem ermitteln und beheben kénnen. Diese Meldungen
finden Sie im Aktivitatsprotokoll und kénnen auf der Registerkarte
"Jobaktivitatsstatus" angezeigt werden. Im Aktivitatsprotokoll kénnen Sie auf
eine Fehler- oder Warnmeldung doppelklicken, um sich Einzelheiten zu diesen
Meldungen anzeigen zu lassen.

Kapitel 6: Fehlerbehebung 83



Fehler- und Warnmeldungen

Fehler- und Warnmeldungen

Je nach AusmaB der mdglichen Folgen werden die generierten Meldungen als
Fehlermeldungen oder als Warnmeldungen klassifiziert. Eine Fehlermeldung ist
von gréBerer Bedeutung und weist in der Regel auf ein Funktionsproblem hin,
das vor dem Fortsetzen des Jobs behoben werden muss. Eine Warnmeldung
weist auf ein weniger schwerwiegendes Problem hin, das zur Kenntnis
genommen werden muss. Der Job kann jedoch fortgesetzt werden.

Folgende Informationen sind in Meldungen vollstdandig oder teilweise
enthalten:
Meldung

Enthalt die Identifikationsnummer der Warnung oder des Fehlers, der
entweder ein W (Warnung) oder ein E (Fehler) vorangestellt wird.
AuBerdem wird ein entsprechender Fehlercode oder eine von CA ARCserve
Backup generierte kurze Erklarung angezeigt. Die Agent-
Meldungsnummern haben entweder das Prafix AW (Agent-Warnung) oder
AE (Agent-Fehler).

Modul

Gibt die Systemkomponente oder den Bereich an, von der/dem die
Meldung generiert wurde.

Ursache
Beschreibt die vermutete Ursache der Meldung.
Aktion

Bietet eine mogliche Losung fir das Problem oder zeigt eine Reihe von
Schritten an, die Sie ausflihren kénnen.
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Integrationsmeldungen

Meldungsnummer

E3370

E3371
AEQ0457

AE0458

AE0459
AE0460

AE0461

AE0463
AE0464
AE0465

AEQ0467

AE0468

AE0469

AE0470

AE0471

AE0472

Die folgenden Fehler- und Warnmeldungen beziehen sich auf die Integration
von CA ARCserve Backup und CA ARCserve Replication:

Meldung

CA ARCserve Replication-Szenariodaten konnten nicht initialisiert
werden.

Der physische Pfad der Sitzung konnte nicht abgerufen werden.

AR oder Unterbrechung von CA ARCserve Replication-Szenario konnte
nicht durchgefiihrt werden.

CA ARCserve Replication-Sicherungs-Image konnte nicht erstellt
werden.

Angegebene Benutzerinformationen fiir Szenario nicht ausreichend.

Snapshot-Erstellung fiir CA ARCserve Replication-Szenario
fehlgeschlagen.

Einige Snapshots konnten nicht fir CA ARCserve Replication-Szenario
freigegeben werden.

Anhangen an CA ARCserve Replication-Szenario nicht moglich.
CA ARCserve Replication-Szenario konnte nicht gestoppt werden.

CA ARCserve Replication-Szenario befindet sich nicht im
Replizierungsstatus.

Sicherungsvorgang wird auf dem CA ARCserve Replication-
Masterserver oder Replikatserver nicht unterstitzt.

Unglltige Parameter flir CA ARCserve Replication-Szenario.

CA ARCserve Replication-Vorgang hat Zeitlimit fir Szenario
Uberschritten.

CA ARCserve Replication-Verbindung besteht bereits flir Szenario.
Unglltige Konfiguration fiir CA ARCserve Replication-Szenario.

Es wurden allgemeine CA ARCserve Replication-Fehler fir Szenario
gefunden.
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Infegrationsmeldungen

Fehler E3370

CA ARCserve Replication-Szenariodaten konnten nicht initialisiert
werden. (Replikat = [Replikat-Host], Szenario = [CA ARCserve
Replication-Szenarioname])

Modul:
Task-Sicherung

Ursache:

Das CA ARCserve Backup-Backend kann die Definitionsdatei fiir das CA
ARCserve Replication-Szenario im XML-Format nicht abrufen und analysieren.

Aktion:
Uberpriifen Sie, ob der CA ARCserve Backup-Prozess ausgefiihrt wird.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler E3371

Der physische Pfad der Sitzung konnte nicht abgerufen werden.
(DATENTRAGER = [Name des Datentrigers], ID = [Datentriger-ID],
SITZUNG = [Sitzungs-Nr.])

Modul:
Task-Wiederherstellung

Ursache:

Wahrend der Wiederherstellung einer CA ARCserve Replication-Szenariositzung
auf den urspringlichen Replikatknoten muss das CA ARCserve Backup-
Backend den physischen Pfad der Sitzung aus der CA ARCserve Backup-
Datenbank abfragen kénnen. Wenn die Abfrage der CA ARCserve Backup-
Datenbank fehlschlagt, wird diese Meldung protokolliert.

Aktion:

Stellen Sie sicher, dass der CA ARCserve Backup-Datenbankprozess aktiv ist
und ohne Probleme ausgefitihrt wird.

Flgen Sie die Sitzung in die CA ARCserve Backup-Datenbank ein.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0457

Ausfiihren von AR oder Unterbrechung von CA ARCserve Replication
Szenario <Name=[Szenarioname], ID=[Szenario-ID]> auf
Replikatserver <[Hostname]> nicht moglich.

Modul:
Windows Client Agent

Ursache:

Vor dem Sichern der Daten des CA ARCserve Replication-Szenarios fordert der
Windows Client Agent CA ARCserve Replication auf, eine Assured Recovery
auszufiihren oder das Szenario zu unterbrechen, um eine Schattenkopie der
replizierten Szenario-Daten zu erstellen. Diese Meldung gibt an, dass CA
ARCserve Replication den Assured Recovery-Unterbrechungsvorgang nicht
durchfihren kann.

Aktion:

Uberpriifen Sie den CA ARCserve Replication-Manager, der das Szenario
verwaltet, und stellen Sie sicher, dass das Szenario ausgefiihrt wird und sich
im Replizierungsstatus befindet.

Uberpriifen Sie das CA ARCserve Replication-Ereignisprotokoll, um zu
ermitteln, ob Fehler- oder Warnmeldungen flir das Szenario vorhanden sind.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fir dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AEO458

CA ARCserve Replication-Sicherungs-Image <Name=[Szenarioname],
ID=[Szenario-ID]> konnte nicht auf Replikatserver <[Hostname]>
erstellt werden.

Modul:
Windows Client Agent

Ursache:

Dies ist eine allgemeine CA ARCserve Replication-Sicherungsfehlermeldung.
Sie kann auf Grund von nicht ausreichenden Systemressourcen oder
Problemen mit der CA ARCserve Replication-Engine ausgegeben werden.

Aktion:

Prifen Sie das Systemereignisprotokoll, um zu ermitteln, ob systembezogene
Probleme vorliegen.

Prifen Sie das CA ARCserve Replication-Ereignisprotokoll, um zu ermitteln, ob
Probleme im Hinblick auf das CA ARCserve Replication-Szenario vorliegen.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.

Kapitel 6: Fehlerbehebung 89


http://www.ca.com/worldwide/

Infegrationsmeldungen

Fehler AE0459

Unzureichende Benutzeranmeldeinformationen fiir Szenario
<Name=[Szenarioname], ID=[Szenario-ID]>, Anmeldung bei CA
ARCserve Replication auf Masterserver <[Hostname]> nicht moglich.

Modul:
Windows Client Agent

Ursache:

Beim Erstellen eines Sicherungsjobs fiir ein CA ARCserve Replication-Szenario
missen Sie die Benutzeranmeldeinformationen fiir den Masterserver des
Szenarios angeben, die in das Jobskript gepackt werden. Diese Meldung gibt
an, dass der Benutzername oder das Kennwort nicht korrekt ist bzw. nicht
Uber Verwaltungsberechtigungen verfigt.

Aktion:

Uberpriifen Sie, dass die Benutzerinformationen fiir den Masterserver korrekt
sind. Wenn der Benutzer ein Domdnenbenutzer ist, mlissen der
Domanenname und der Benutzername im Format
"Domanenname\Benutzername" angegeben werden.

Uberpriifen Sie, dass der Benutzer auf dem Masterknoten (iber
Verwaltungsberechtigungen verfiigt. Uberpriifen Sie die Administratorgruppe
des Masterservers, um zu ermitteln, ob der Benutzer ihr angehért. Andernfalls
missen Sie den Benutzer der Gruppe hinzufiigen.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fir dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0460

Schattenkopie-Erstellung fiir CA ARCserve Replication-Szenario
<Name=[Szenarioname], ID=[Szenario-ID]> auf Replikatserver
<[Hostname]> fehlgeschlagen.

Modul:
Windows Client Agent

Ursache:

Vor dem Sichern der Replizierungsdaten des CA ARCserve Replication-
Szenarios erstellt die CA ARCserve Replication-Engine eine Schattenkopie der
Replizierungsdaten, und der CA ARCserve Backup-Agent sichert die Daten von
der Schattenkopie. Diese Meldung gibt an, dass die CA ARCserve Replication-
Engine die Schattenkopie nicht erstellen kann, was wahrscheinlich durch nicht
ausreichende Systemressourcen bedingt wird, z. B. durch nicht ausreichenden
Speicherplatz.

Aktion:

Uberpriifen Sie, dass das Laufwerk, auf dem die Schattenkopie gespeichert
wird, Uber ausreichend freien Speicherplatz verfligt.

Prifen Sie das Systemereignisprotokoll auf VSS-bezogene Fehler.

Stellen Sie sicher, dass der CA ARCserve Replication-Engine-Dienst ausgefiihrt
wird.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fir dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0461

Einige Schattenkopien konnten nicht fiir CA ARCserve Replication-
Szenario <Name = [Szenarioname], ID = [Szenario-ID]> auf
Replikatserver <[Hostname]> freigegeben werden.

Modul:
Windows Client Agent

Ursache:

Nach Abschluss der Sicherung des Szenarios versucht die CA ARCserve
Replication-Engine, die zuvor erstellte Schattenkopie freizugeben. Dieser
Fehler weist auf unzureichende Systemressourcen hin.

Aktion:

Prifen Sie das Systemereignisprotokoll, um zu ermitteln, ob systembezogene
Fehler vorliegen.

Stellen Sie sicher, dass der CA ARCserve Replication-Engine-Dienst ausgefiihrt
wird.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0463

Anhangen an das CA ARCserve Replication-Szenario <Name =
[Szenarioname], ID = [Szenario-ID]> nicht moglich.

Modul:

Windows Client Agent

Ursache:

Der CA ARCserve Backup-Agent kann nicht mit dem Engine-Dienst von CA
ARCserve Replication kommunizieren. Dieses Problem kann ggf. auf eine der
folgenden Ursachen zurlickzufiihren sein:

m  Der Engine-Dienst von CA ARCserve Replication wird auf dem Replikat-
oder Masterserver nicht ausgefiihrt.

m  Es liegt ein Netzwerkverbindungsproblem vor.

m  Das COM-Objekt "AS_ws_backup_c" ist nicht registriert.

Aktion:

Flhren Sie folgende Schritte aus, um den dieser Meldung zugrunde liegenden
Fehler zu beheben:

m  Uberpriifen Sie, dass der Engine-Dienst von CA ARCserve Replication
sowohl auf dem Replikat- als auch auf dem Masterserver ausgefihrt wird.

m  Pingen Sie den Master- und den Replikatserver, um sicherzustellen, dass
kein Problem mit der Netzwerkverbindung besteht.

m  Verwenden Sie "Oleview.exe" oder andere Tools, um zu bestatigen, dass
das COM-Objekt "AS_ws_backup_c" auf dem CA ARCserve Backup Agent-
Rechner registriert ist.

m  Wenn das Problem weiterhin besteht und Sie online technische
Unterstltzung flr dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0464

CA ARCserve Replication-Szenario <Name = [Szenarioname], ID =
[Szenario-ID]> konnte nicht beendet werden. Beenden Sie es manuell,
und versuchen Sie die Wiederherstellung erneut.

Modul:
Windows Client Agent
Ursache:

Vor der Wiederherstellung der replizierten CA ARCserve Replication-Daten
fordert der CA ARCserve Backup-Agent die CA ARCserve Replication-Engine
auf, das laufende Szenario zu stoppen. Diese Meldung gibt an, dass der
Engine-Dienst von CA ARCserve Replication nicht ausgefiihrt wird oder die
Benutzeranmeldeinformationen fiir den Masterserver ungiiltig sind.

Aktion:

Flhren Sie folgende Schritte aus, um den dieser Meldung zugrunde liegenden
Fehler zu beheben:

m  Uberpriifen Sie, dass der Engine-Dienst von CA ARCserve Replication
sowohl auf dem Replikat- als auch auf dem Masterserver ausgefihrt wird.

m  Uberpriifen Sie, dass die Benutzerinformationen fiir den Masterserver im
Jobskript stimmen. Wenn der Domdnenbenutzer verwendet wird, muss der
Benutzername im Format "Domdnenname\Benutzername" angegeben
werden.

m  Aktivieren Sie die Option "Wiederherstellungsjob fortsetzen, selbst wenn
das Szenario nicht beendet werden kann" (im Dialogfeld "Vorgang" unter
"Optionen" im Wiederherstellungs-Manager), und versuchen Sie erneut,
den Job wiederherzustellen.

m  Wenn das Problem weiterhin besteht und Sie online technische
Unterstltzung flr dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0465

CA ARCserve Replication-Szenario <Name = [Szenarioname], ID =
[Szenario-ID]> befindet sich nicht im Replizierungsstatus.
Wiederholen Sie die Sicherung, wenn sich das Szenario im
Replizierungsstatus befindet.

Modul:
Windows Client Agent

Ursache:

Diese Meldung gibt an, dass das Szenario sich wahrend einer Sicherung nicht
im Replizierungsstatus befindet.

Aktion:

Uberpriifen Sie den CA ARCserve Replication-Manager, um sicherzustellen,
dass das Szenario sich im Replizierungsstatus befindet. Wenn dies nicht der
Fall ist, warten Sie, bis es sich im Replizierungsstatus befindet, und fihren Sie
dann den Job erneut aus.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0467

Sicherungsvorgang wird auf CA ARCserve Replication-Masterserver
<[Hostname]> oder Replikatserver <[Hostname]> nicht unterstiitzt.
Informationen zu unterstiitzter Konfiguration finden Sie in der
Produktdokumentation.

Modul:
Windows Client Agent

Ursache:

Die CA ARCserve Replication-Engine auf dem Replikatserver kann das Szenario
fur die Sicherung nicht initialisieren, weil der Master- oder Replikat-Hostname
unglltig ist oder der Hosthame nicht aufgeldst werden kann.

Aktion:

Wenn der Hostname nach der Erstellung des Szenarios gedndert wurde,
Uberprifen Sie, dass der Knotenname des Master- und des Replikatservers flr
das Szenario korrekt ist.

Uberpriifen Sie, dass die DNS-Namensaufldsung auf dem Replikathost
funktioniert.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstdndige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0O468

Ungiiltige Parameter fiir CA ARCserve Replication-Szenario <Name =
[Szenarioname], ID = [Szenario-ID]>.

Modul:

Windows Client Agent

Ursache:

Dies ist ein interner CA ARCserve Backup-Fehler. Diese Meldung gibt an, dass
ein unglltiger Parameter an die CA ARCserve Replication-API gegeben wurde.

Aktion:

Sammeln Sie die Protokolldateien des CA ARCserve Backup-Servers und des
Agenten, und wenden Sie sich zwecks Unterstiitzung an den Technischen
Support.

Wenn Sie technische Unterstiitzung fiir dieses Produkt benétigen, wenden Sie
sich an den Technischen Support unter http://www.ca.com/camap.htm. Dort
finden Sie eine Liste mit Standorten und Telefonnummern und erhalten
Informationen zu den Offnungszeiten.
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Fehler AE0469

CA ARCserve Replication-Vorgang hat Zeitlimit fiir Szenario <Name =
[Szenarioname], ID = [Szenario-ID]> iiberschritten.

Modul:
Windows Client Agent

Ursache:

Der CA ARCserve Replication-Vorgang kann nicht im angegebenen Zeitintervall
abgeschlossen werden. Der Standardwert flir das Zeitlimit betragt
drei Minuten.

Aktion:

Flhren Sie folgende Schritte aus, um den dieser Meldung zugrunde liegenden
Fehler zu beheben:

m  Prifen Sie den Master- und den Replikatserver, um sicherzustellen, dass
der Engine-Dienst von CA ARCserve Replication ausgefitihrt wird.

m  Uberpriifen Sie den CA ARCserve Replication-Manager, um sicherzustellen,
dass das Szenario ausgefihrt wird, und prifen Sie das CA ARCserve
Replication-Ereignisprotokoll auf Fehler im Zusammenhang mit dem
Szenario.

m  Erhéhen Sie den Wert flir das Zeitlimit, indem Sie in der
Registrierungsstruktur des CA ARCserve Backup Client Agent flr
"WANSyncTimeout DWORD" wie folgt einen Wert von mehr als
180 Sekunden festlegen.

\\HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters\WANSyncTimeout

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fir dieses Produkt bendtigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstindige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0470

Fehler AE0471

CA ARCserve Replication-Verbindung besteht bereits fiir Szenario
<Name = [Szenarioname], ID = [Szenario-ID]>. Wiederholen Sie die
Sicherung.

Modul:

Windows Client Agent

Ursache:

Diese Meldung gibt an, dass ein weiterer Sicherungsjob gesichert wird und das
Szenario oder andere Anwendungen mit dem Szenario verbunden sind.

Aktion:
Warten Sie, und wiederholen Sie den Sicherungsjob.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstindige Liste mit Standorten, Offnungszeiten und
Telefonnummern.

Ungiiltige Konfiguration fiir CA ARCserve Replication-Szenario <Name
= [Szenarioname], ID = [Szenario-ID]>. Stellen Sie sicher, dass Sie
entweder "Assured Recovery (AR)" oder "Unterbrechen" fiir dieses
Szenario aktiviert haben.

Modul:
Windows Client Agent

Ursache:

Diese Meldung gibt an, dass das CA ARCserve Replication-Szenario
moglicherweise fehlerhaft konfiguriert ist.

Aktion:

Ausflhrliche Informationen zur Konfiguration von Szenarien finden Sie im CA
ARCserve Replication and High Availability-Administrationshandbuch.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollsténdige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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Fehler AE0472

Allgemeine CA ARCserve Replication-Fehler gefunden fiir Szenario
<Name = [Szenarioname], ID = [Szenario-ID]>. Weitere
Informationen finden Sie in den CA ARCserve Replication-Protokollen.

Modul:
Windows Client Agent

Ursache:

Diese Meldung gibt an, dass die CA ARCserve Replication-API nicht
klassifizierte Fehler erkannt hat. Der CA ARCserve Backup-Agent fligt seinem
Protokoll diese Meldung hinzu.

Aktion:

Detaillierte Informationen zu Szenarien finden Sie im CA ARCserve Replication-
Manager.

Wenn das Problem weiterhin besteht und Sie online technische Unterstitzung
fur dieses Produkt bendétigen, wenden Sie sich unter
http://www.ca.com/worldwide/ an den Technischen Support von CA. Dort
finden Sie eine vollstindige Liste mit Standorten, Offnungszeiten und
Telefonnummern.
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