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Referéncias a produtos da CA

Este documento faz referéncia aos seguintes produtos CA:

BrightStor® Enterprise Backup
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CA ARCserve® Assured Recovery™

CA ARCserve® Backup Agent for Advantage™ Ingres®

CA ARCserve® Backup Agent for Novell Open Enterprise Server for Linux
CA ARCserve® Backup Agent for Open Files on NetWare

CA ARCserve® Backup Agent for Open Files on Windows

CA ARCserve® Backup Client Agent for FreeBSD

CA ARCserve® Backup Client Agent for Linux

CA ARCserve® Backup Client Agent for Mainframe Linux

CA ARCserve® Backup Client Agent for NetWare

CA ARCserve® Backup Client Agent for UNIX

CA ARCserve® Backup Client Agent for Windows

CA ARCserve® Backup Enterprise Option for AS/400

CA ARCserve® Backup Enterprise Option for Open VMS

CA ARCserve® Backup for Linux Enterprise Option for SAP R/3 for Oracle
CA ARCserve® Backup for Microsoft Windows Essential Business Server
CA ARCserve® Backup for UNIX Enterprise Option for SAP R/3 for Oracle
CA ARCserve® Backup for Windows

CA ARCserve® Backup for Windows Agent for IBM Informix

CA ARCserve® Backup for Windows Agent for Lotus Domino

CA ARCserve® Backup for Windows Agent for Microsoft Exchange Server
CA ARCserve® Backup for Windows Agent for Microsoft SharePoint Server
CA ARCserve® Backup for Windows Agent for Microsoft SQL Server

CA ARCserve® Backup for Windows Agent for Oracle

CA ARCserve® Backup for Windows Agent for Sybase

CA ARCserve® Backup for Windows Agent for Virtual Machines

CA ARCserve® Backup for Windows Disaster Recovery Option

CA ARCserve® Backup for Windows Enterprise Module



m  CA ARCserve® Backup for Windows Enterprise Option for IBM 3494

m  CA ARCserve® Backup for Windows Enterprise Option for SAP R/3 for
Oracle

m  CA ARCserve® Backup for Windows Enterprise Option for StorageTek
ACSLS

m  CA ARCserve® Backup for Windows Image Option

m  CA ARCserve® Backup for Windows Microsoft Volume Shadow Copy
Service

m  CA ARCserve® Backup for Windows NDMP NAS Option

m  CA ARCserve® Backup for Windows Serverless Backup Option
m  CA ARCserve® Backup for Windows Storage Area Network (SAN) Option
m  CA ARCserve® Backup for Windows Tape Library Option

m  CA ARCserve® Backup Patch Manager

m CA ARCserve® Backup UNIX and Linux Data Mover

m CA ARCserve® D2D

m  CA ARCserve® High Availability

m  CA ARCserve® Replication

m  CA VM:Tape for z/VM

m  CA 1® Tape Management

m Common Services™

m  eTrust® Firewall

m  Unicenter® Network and Systems Management

m  Unicenter® Software Delivery

m  Unicenter® VM:Operator®

Enfrar em contato com o Suporte técnico

Para assisténcia técnica online e uma lista completa dos locais, principais
horarios de atendimento e niumeros de telefone, entre em contato com o
Suporte técnico pelo enderego http://www.ca.com/worldwide.
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Alteragoes na documentagao

As seguintes atualizacées na documentacdo foram feitas desde a ultima versdo
desta documentacao:

m  Novo capitulo -- Preenchendo o Banco de dados do CA ARCserve Backup.

m  Apéndice removido -- Protegendo sistemas Hyper-V usando o gravador de
VSS do Hyper-V. Para obter mais informacgdes, consulte o Guia de
Administracdo.

m  Conteldo removido-- utilitario de linha de comando ca_vcbpopulatedb,
sintaxe, uso e exemplos. Para obter mais informagdes, consulte o Guia de
Referéncia de Linha de Comando.

m  Conteldo removido -- utilitario de linha de comando ca_msvmpopulatedb,
sintaxe, uso e exemplos. Para obter mais informacdes, consulte o Guia de
Referéncia de Linha de Comando.
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Capitulo 1: Infrodugdo ao Agent

Infroducao

Esta secdo contém os seguintes topicos:

Introducdo (na pagina 11)

Como o agente protege os sistemas VMware usando o VCB (na pagina 12)
Como o agente protege sistemas VMware vSphere usando o VDDK (na péagina
17)

Como o agente protege os sistemas Hyper-V (na pagina 21)

Funcionalidades do CA ARCserve Backup suportadas (na pagina 23)

Fazer backup e restaurar limitacdes em computadores virtuais (na pagina 24)

O CA ARCserve Backup € uma solugdao de armazenamento abrangente para
aplicativos, bancos de dados, servidores distribuidos e sistemas de arquivos.
Fornece recursos de backup e restauragao para bancos de dados, aplicativos
empresariais criticos e clientes de rede.

Entre os agentes oferecidos pelo CA ARCserve Backup, esta o Agente de
computadores virtuais do CA ARCserve Backup. O agente permite que se
protejam os computadores virtuais (VMs) executando os sistemas seguintes:

m  VMware ESX/ESXi Server e VMware vCenter Server -- o VMware
fornece mecanismos chamados VCB (VMware Consolidated Backup) e
VDDK (VMware Virtual Disk Development Kit) que se integram com o
VMware ESX/ESXi Server e o VMware vCenter Server. O VCB e o VDDK
permitem que vocé proteja os arquivos e dados de uma VM (Virtual
Machine - Maquina virtual). Usando o VCB ou o VDDK, é possivel
descarregar a atividade de backup da VM em um sistema proxy de backup
dedicado e, em seguida, usar as funcionalidades de backup e restauragao
fornecidas pelo CA ARCserve Backup para proteger as VMs.

m  VMware vSphere--VMware vSphere é um kit de ferramentas de
virtualizagdo que permite integrar as versdes mais recentes do VMware
vCenter Server, VMware VCB e VMware VDDK com o CA ARCserve Backup.

m  Microsoft Hyper-V -- O Microsoft Hyper-V é um componente que esta
incluido nos sistemas operacionais do Windows Server 2008. O Hyper-V é
uma tecnologia baseada em hipervisor, que permite executar varios
sistemas operacionais independentemente de estarem dentro do sistema
Windows Server 2008. O CA ARCserve Backup permite backup e
restauragdo de dados contidos no sistema operacional convidado e nos
sistemas operacionais do Windows Server 2008.
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Como o agente protege os sistemas VMware usando o VCB

Como o agente protege os sistemas VMware usando o VCB

O agente permite fazer backup de dados e funciona melhor nas seguintes
situagdes:

Para reduzir restricdes de recursos no sistema VMware ESX Host.

Observacgdo: o VMware ESX/ESXi é um aplicativo que gerencia recursos
de sistema, armazenamento e rede em varios ambientes da VM.

Seu ambiente é composto por VMs que residem em tipos diferentes de
armazenamentos de dados.

Vocé precisa restaurar dados em nivel de arquivo ou em nivel simples (VM
integral).

Com o VCB, é possivel executar as seguintes tarefas administrativas:

Obter um instantaneo de uma VM e montar ou exportar os dados de
backup para um ou mais sistemas proxy de backup e remover a carga do
sistema VMware ESX Host.

Fazer backups e restauracdes em nivel de arquivo de uma VM que execute
qualquer sistema operacional com base no Windows e com suporte do
VMware.

Fazer backups de nivel simples (VM integral) e restauragées de uma VM
que execute qualquer sistema operacional com suporte do VMware.

Faca backups sem LAN (Local Area Network - Rede local), se as VMs
residirem em uma SAN.

Fazer backup de uma VM, independentemente do seu estado de
alimentacgao.

Reduzir a sobrecarga de administragdo centralizando o gerenciamento de
backup em sistemas de proxy de backup. Ndo é necessario implantar
agentes nas VMs.

Observacgao: esse recurso exige a instalagdo do agente para maquinas
virtuais no sistema de proxy de backup.
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Como o agente protege os sistemas VMware usando o VCB

Como o CA ARCserve Backup usa o VCB para proteger o ambiente do VMware

O agente permite executar backups de VM simples (VM integral), de VM em
nivel de arquivo e de VM em modo misto usando um sistema proxy de backup.

O diagrama a seguir ilustra a arquitetura da rede para backup de imagens ou
arquivos de VMware usando um sistema de proxy de backup:

Backup de ambientes VYMware via sistema de proxy de backup externo
utilizando o agenta para maquinas virtuais do CA ARCserve Backup

Arquivos de disco da
VM armazenados em LUN:

«  Agente para magquinas
virtuais em todo o WVMS

0 ﬂ Rede Ethemnet de

10M100 MEB ou GE

Servidor ESX: Proxy de backup:
. Whids que residem no * Estrutura da Wikware VCB
LUN da SANSCSI *  Agente para Maguinas viruais
«  Arguivos de disco da +  Agente cliente para Windows
WM que residem no +  Micrasoft  MNet
armazenamento local |00 ante: os LUNS da SANISCS! Framework 2.0 ou superior
que contém as Vs devam astar
acessivels para o sistama da proxy
de backup & o sistema do servidor ESX
Observagdo: o agente oferece suporte ao
backup @ & restauracio de VMs que estdo Servidor de bach
localmente configuradas para o sistemna arvidor dé backup.
o aanet P « Servidor do GAARCserve
sarvidor . Backup
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Como o agente protege os sistemas VMware usando o VCB

O servidor CA ARCserve Backup principal ou o integrante se comunica com
0 agente para maquinas virtuais que esta em execucdo no sistema proxy
de backup enquanto a tarefa de backup estd em execucdo. Em seguida, o
agente obtém um instantaneo da VM e monta ou exporta o instantaneo
para o sistema proxy de backup, por padrdo, no diretério de instalagdo do
Agente cliente para Windows.

Se 0 modo de backup especificar Permitir restauracao no nivel do arquivo
(na pagina 78), o CA ARCserve Backup cria arquivos de catalogo que
representam os volumes na VM.

Assim, o CA ARCserve Backup faz o backup da VM e dos catalogos na
midia de destino de backup.

Observacgao: para obter informagdes sobre como alterar o caminho de
montagem padrdo, consulte Especificar um local de montagem temporario da
VM (na pagina 59).

Ao implantar essa arquitetura em seu ambiente, considere o seguinte:

O agente deve estar licenciado no servidor principal ou autébnomo do CA
ARCserve Backup.

O agente deve estar instalado em todas as VMs em que se deseja executar
restauragdes no nivel de arquivo no sistema operacional convidado.

Observacgao: para mais informagoes, consulte Onde instalar o agente (na
pagina 28).

O Microsoft .NET Framework versado 2.0 ou superior deve estar em
execugao no sistema proxy de backup.

Se a VM residir em um LUN da SAN, o LUN deve ser compartilhado entre o
sistema VMware ESX Host e o sistema proxy de backup, e deve também
ter o mesmo numero de LUN atribuido.

Observacgao: a limitacao acima se aplica somente a versdes 1.0, 1.0.1, e
1.0.2 do VCB. O VCB com versdes 1.0.3 e posteriores ndo precisam de um
numero consistente de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observagao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.

O método de backup de nivel simples (VM integral) faz uma cépia de todo
o disco e de dos arquivos de configuracdo associados a uma VM especifica,
permitindo restaurar toda a VM.

O backup de nivel simples pode ser usado para recuperar VMs em caso de
falhas ou se houver perda total da VM original.

14 Guia do agente para mdquinas virtuais



Como o agente protege os sistemas VMware usando o VCB

m O método de backup em nivel de arquivo permite fazer uma copia de
arquivos individuais contidos no disco em uma VM, o que pode incluir
todos os arquivos.

E possivel usar esse método para situagdes que envolvem a restauracdo
de arquivos que foram danificados ou excluidos acidentalmente.

m O método de backup de modo misto permite executar tarefas de backup
de rotacdo e de GFS que consistem em backups completos semanais no
modo VM integral (simples) e backups incrementais e diferenciais diarios
no modo de arquivo em uma tarefa de backup simples.

E possivel usar esse método para fazer backup de dados com eficiéncia
simples (VM integral) e restaurar dados com granularidade no nivel de
arquivo.

®m Ao enviar uma tarefa de backup, vocé pode executar um backup de nivel
simples (VM integral) ou de nivel de arquivo da VM. E necessario
especificar o servidor principal ou integrante onde a tarefa sera executada.

Importante: para executar backups em nivel de arquivo de uma VM, um
sistema operacional Windows com suporte do VMware deve estar instalado
na VM.

Como o agente protege VMs que residem em Armazenamento local e SAN

O agente para maquinas virtuais do CA ARCserve Backup permite proteger
dados com base no VMware que residem em armazenamento local e em SAN
(Storage Area Network - Rede de area de armazenamento). Para todos os
tipos de armazenamento de dados, as VMs devem ser acessiveis do sistema
proxy de backup.

A lista a seguir descreve os requisitos de configuracdo do ambiente para cada
um dos tipos de armazenamento de dados:

= Armazenamentos de dados iSCSI, SAN -- O sistema proxy de backup
deve ser anexado ao mesmo disco no qual reside a VM e deve ser anexado
usando a mesma infraestrutura iSCI, SAN.

= Armazenamentos de dados locais -- as VMs devem residir nos discos
que estdo diretamente anexados ao sistema VMware ESX Host. Com
ambientes de armazenamentos locais, o sistema proxy de backup podera
se comunicar com o sistema VMware ESX Host via LAN.

Observacgao: os termos SAN/iSCSI sdo usados para denotar armazenamento
compartilhado entre Sistemas proxy e host do VMware ESX. Sempre que a
SAN for mencionada, também é aplicdvel a ambientes iSCSI em que discos
sao compartilhados usando a infraestrutura iSCSI.
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Como o agente protege os sistemas VMware usando o VCB

Ao implementar o agente com VI 2.5, o processo de preenchimento do banco
de dados do CA ARCserve Backup usando o Utilitario de linha de comando
ca_vcbpopulatedb ou a Ferramenta de configuracao do VMware do ARCServe
permite ao CA ARCserve Backup configurar o agente para detectar os tipos de
armazenamento de dados das VMs no ambiente.

No entanto, se as VMs residirem em uma SAN, e o sistema proxy de backup
ndo estiver conectado a mesma SAN, o CA ARCserve Backup tentara fazer
backup das VMs usando as informacdes sobre as VMs contidas no seguinte
arquivo localizado no sistema proxy de backup:

C:\Arquivos de programas\CA\Agente cliente para Windows do ARCserve
Backup\VMDatastoreTypes.ini

Se o CA ARCserve Backup ndo puder proteger as informagdes necessarias
sobre as VMs do arquivo VMDatastoreTypes.ini, o CA ARCserve Backup
continua o backup usando a comunicacdo NBD (Network Block Device ).

Limitagoes do VCB

Ao usar o VCB no seu ambiente, considere as seguintes limitagdes:

m  Ndo é possivel fazer backup de VMs com discos virtuais que sejam
fisicamente compativeis com RDM (Raw Device Maps - Mapas de
dispositivos simples), discos nao persistentes independentes e persistentes
independentes.

m  E necessario atribuir uma letra de unidade a todos os volumes em uma VM
da qual se deseja fazer backup e ter a capacidade de navegar no diretério
de montagem. Se uma letra de unidade ndo for atribuida ao volume, o
VCB o impede de navegar no volume montado no diretério de montagem.
Como resultado, o CA ARCserve Backup nao pode concluir o backup e o
status da tarefa é definido como incompleto.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre o
sistema de host do VMware ESX e o sistema de proxy de backup e ter o
mesmo numero de LUN atribuido.

Observacgao: a limitacao acima se aplica somente a versdes 1.0, 1.0.1, e
1.0.2 do VCB. O VCB com versdes 1.0.3 e posteriores ndao precisam de um
numero consistente de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.
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Como o agente protege sistemas VMware vSphere usando o VDDK

m  Para fazer backup de um arquivo ou diretério individual, um sistema
operacional com base no Windows e com suporte do VMware deve estar
em execugao na VM.

m O VCB oferece suporte a montagem de até 60 volumes de VM
simultaneos.

Exemplos: montagem de volumes de VMware simultaneos
[ 60 VMs com uma unidade C:\

n 30 VMs com dois volumes de VM: uma unidade C:\ e uma unidade
D:\

m O VCB ndo oferece suporte ao uso de caracteres com varios bytes de
idiomas diferentes do inglés. Sequéncias de caracteres de caminhos e do
Registro compostas por caracteres com varios bytes de idiomas diferentes
do inglés talvez ndo sejam exibidas de maneira adequada.

Observacgao: para obter informagdes sobre como instalar e configurar o VCB,
bem como sobre suas limitagdes, consulte o VMware Virtual Machine Backup
Guide no site da VMware.

Como o agente protege sistemas VMware vSphere usando

o VDDK

O CA ARCserve Backup permite proteger sistemas VMware vSphere usando o
VDDK.

Esta secdo contém os seguintes tdpicos:

Apresentando a integracdo com o VMware vSphere (na pagina 18)
Como usar o agente com o VMware vSphere (na pagina 19)
Como vSphere se integra com releases anteriores do agente (na pagina 21)
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Como o agente protfege sistemas VMware vSphere usando o VDDK

Apresentando a integragao com o VMware vSphere

O CA ARCserve Backup Agente para Maquinas Virtuais se integra com a versao
mais recente da infraestrutura virtual do VMware, chamada vSphere. Esse
recurso permite proteger VMs que residem em ambientes do vSphere (por
exemplo, as VMs que residem em sistemas ESX Server 4.0 e vCenter Server
4.0). O agente facilita a protecao de VMs usando a estrutura do VMware VCB
1.5 atualizacdo 1 ou posterior, e 0 VDDK 1.1 ou posterior.

O VDDK permite acessar remotamente os discos da VM nos sistemas ESX
Server sem exporta-los para o sistema proxy de backup. A integragdo com o
VDDK fornece uma abordagem alternativa para usar o VCB Framework para
fazer backup de VMs. Essa abordagem pode ser usada apenas em sistemas
ESX Server 4.0, ESX Server 3.5, vCenter 4.0 e VirtualCenter Server 2.5.

O VMware Virtual Disk Development Kit € uma colecdo de APIs e ferramentas
de gerenciamento que permitem criar, gerenciar e acessar sistemas de
armazenamento virtuais. O VDDK do VMware é suportado nas versodes x86 e
x64 dos sistemas operacionais Windows e Linux.

As principais vantagens do VDDK sdo:

m O VDDK elimina os requisitos para armazenar os instantaneos da VM no
sistema proxy de backup. Usando o VDDK, o CA ARCserve Backup pode
transferir dados para todos os backups simples (VM integral) diretamente
do local de armazenamento de dados no ESX Server para a midia de
backup.

Observacgao: o CA ARCserve Backup armazena os setores
correspondentes aos metadados do disco e do sistema de arquivos no
sistema proxy de backup ao processar backups simples (VM integral) com
a opcdo Permitir restauracdo no nivel de arquivo especificada.

m O VDDK minimiza a dependéncia das ferramentas do VMware. Usando o
VDDK, o CA ARCserve Backup ndo exige que o VCB (Virtual Consolidated
Backup - Backup consolidado virtual) do VMware esteja instalado nos
sistemas proxy de backup. Além disso, o VMware Converter ndo é
necessario para recuperar as VMs. O VDDK oferece mais controle e melhor
geragdo de relatérios para as operacGes de backup e recuperagdo da VM.

Observacgao: a versdo mais recente do ESX Server é o VMware vSphere 4.0
atualizacdo 1. A versdo mais recente do VMware vCenter Server é o VMware
vCenter Server 4.0 atualizagdo 1.
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Como o agente protege sistemas VMware vSphere usando o VDDK

H& duas abordagens que podem ser usadas para proteger o ambiente da sua
VM:

m  Pelo sistema host ESX Server ou ESXi Server -- um Unico host pode
gerenciar apenas as VMs contidas no sistema do host. Essa abordagem
usa o VCB Framework e o VDDK para executar as operacdes de backup e
restauracao.

m  Pelo sistema vCenter Server -- um sistema vCenter Server pode gerenciar
as VMs distribuidas em muitos sistemas host ESX Server e ESXi Server.
Essa abordagem usa o VCB Framework e o VDDK para executar as
operagoes de backup e restauracgao.

Como usar o agente com o VMware vS§phere

O uso do VMware vSphere pode afetar a maneira como vocé planeja sua
infraestrutura de backup.

Sem o VMware vSphere, o CA ARCserve Backup integra-se com a
infraestrutura VMware Virtual (versao 2.0 e 2.5) usando as ferramentas de
estrutura do VMware VCB para fazer backup dos dados da VM. Ao usar o VCB
Framework, é necessario designar um servidor Windows para servir como
sistema proxy de backup. O sistema proxy de backup exige uma grande
guantidade de espaco livre para organizar as imagens de instantaneo das VMs
das quais vocé esta fazendo backup.

Para recuperar uma VM integral (por exemplo, recuperar uma VM de uma
falha), instale o VMware Converter no sistema proxy de backup. O VMware
oferece uma variedade de ferramentas de conversao. No entanto, o CA
ARCserve Backup oferece suporte apenas ao uso de versoes independentes
das ferramentas de conversao.

Observacgao: o CA ARCserve Backup ndo pode recuperar as VMs usando
versdes corporativas do VMware Converter.

A integragao com o VMware vSphere permite executar as seguintes
operagoes:

m  Fazer backup das VMs em todas as versdes do VMware ESX Server e do
VMware VirtualCenter Server suportadas atualmente usando a estrutura
do VMware VCB.
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Como o agente protfege sistemas VMware vSphere usando o VDDK

Fazer backup de VMs que residem em sistemas ESX Server 4.0 ou outros
hosts que sao gerenciados pelo vCenter Server 4.0 usando o VDDK.

Fazer backup de VMs que residem em sistemas ESX Server 4.0 ou outros
hosts que sdo gerenciados pelo vCenter 4.0 usando o VCB Framework 1.5
atualizagdo 1.

Fazer backup e recuperar as VMs localizadas em sistemas ESX Server
versdo 3.5 e versao 4.0, em sistemas VirtualCenter Server versdo 2.5 e
versdo 4.0 ou em ambos usando uma nova abordagem. A nova
abordagem permite usar uma combinagdo de APIs oferecidas pelo SDK de
servigcos web do VMware vSphere e pelo VMware VDDK, além de ser
recomendada pela VMware.

Exemplos: como usar o agente com o VMware vSphere

Redugdo nos requisitos de hardware -- ndo é necessario um sistema proxy
de backup para facilitar a realizacao de backups e a recuperagao das VMs.
Vocé pode fazer backup e recuperar as VMs a partir do servidor primario
ou de um servidor integrante sem sobrecarregar ainda mais o servidor do
CA ARCserve Backup.

Elimina o local temporario de montagem -- para fazer backup das VMs em
um ambiente de backup do VMware usando as ferramentas do VCB, é
necessario um local de montagem com grande espaco em disco disponivel
no sistema proxy de backup. O espaco livre em disco no sistema proxy de
backup deve ter o tamanho total de todas as VMs das quais € possivel
fazer backup simultaneamente usando multitransmissao ao executar
backups simples (VM integrada) com a opgdo Permitir restauracdo no nivel
de arquivo especificada. A abordagem nova permite que o CA ARCserve
Backup elimine a necessidade de armazenar os backups da VM no sistema
proxy de backup. Consequentemente, esse agente permite liberar recursos
importantes do sistema e espaco em disco no sistema proxy de backup.

Reducdo na dependéncia do software -- ndo é necessario instalar o VCB e
o VMware Converter no sistema proxy de backup. Esse requisito libera
recursos importantes do sistema e espago em disco no sistema proxy de
backup. O uso do agente com VMware vSphere exige menos software para
gerenciar backups e restauragdes da VM. Se vocé usa a nova abordagem
com o SDK de servicos web do VMware vSphere e o VDDK, é necessario
instalar apenas o VDDK no sistema proxy de backup para executar
operacoes de backup e recuperagdo. Esse requisito melhora a geracao de
relatérios da VM e simplifica seu processo de gerenciamento porque
existem menos componentes que podem provocar erros.
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Como o agente protege os sistemas Hyper-V

Como vSphere se integra com releases anteriores do agente

Além da protecdo fornecida por esta release do agente, é possivel executar as
operagodes a seguir:

Fazer backup de dados no nivel de arquivo e de dados simples (VM
integral) usando o CA ARCserve Backup r12.5 com o VMware VDDK em
um ambiente que execute uma versao anterior do ESX Server ou do
VirtualCenter Server.

Restaurar dados simples (VM integral), dados de nivel de arquivo e
recuperar VMs usando dados cujo backup foi feito com o CA ARCserve
Backup r12, CA ARCserve Backup r12 SP1 ou CA ARCserve Backup r12.5
usando VDDK.

Observacgao: para obter informagdes sobre quais tarefas podem ser
realizadas usando o vSphere, consulte Tarefas que podem ser executadas
usando o vSphere.

Como o agente protege os sistemas Hyper-V

O agente permite fazer backup de dados e funciona melhor quando é
necessario restaurar dados no nivel do arquivo, no nivel simples (VM integral)
ou no nivel misto.

Com o Microsoft Hyper-V, é possivel executar as seguintes tarefas
administrativas:

Executar backups e restauracdes em nivel de arquivo de uma VM que
executa qualquer sistema operacional com base no Windows e com
suporte no Hyper-V.

Executar backups de nivel simples (VM integral) e restauracbes de uma
VM que execute qualquer sistema operacional com suporte a Hyper-V.

Fazer backup de uma VM, independentemente do seu estado de
alimentacao.

Reduzir a sobrecarga de administragdo, centralizando o gerenciamento de
backup em sistemas host Hyper-V.
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Como o agente protege os sistemas Hyper-V

Como o CA ARCserve Backup usa o Hyper-V para proteger o ambiente

O agente permite executar backups de VM simples (VM integral), de VM em
nivel de arquivo e de VM em modo misto.

O diagrama a seguir ilustra a arquitetura da rede para backup de imagens ou
arquivos de VM.

Fazer backup de sistemas Hyper-V usando o
agente para magquinas virtuais do CA ARCserve Backup

g @ Rede Ethernet de

10/100 MB ou GE

Servidor de backup:
*  Servidor do CAARCserve
Backup

Servidor host do Hyper-\:
= Agente para maquinas virtuais
«  Agente cliente para Windows

Ao implantar essa arquitetura em seu ambiente, considere o seguinte:

m O agente deve estar licenciado no servidor principal ou autbnomo do CA
ARCserve Backup.

m O agente deve estar instalado em todas as VMs em que se deseja executar
restauragdes no nivel de arquivo no sistema operacional convidado.

Observacgao: para mais informagdes, consulte Onde instalar o agente (na
pagina 28).

m O método de backup de nivel simples (VM integral) faz uma cdpia de todo
o disco e de dos arquivos de configuragao associados a uma VM especifica,
permitindo restaurar toda a VM.

O backup de nivel simples pode ser usado para recuperar VMs em caso de
falhas ou se houver perda total da VM original.
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Funcionalidades do CA ARCserve Backup suportadas

O método de backup em nivel de arquivo permite fazer uma cdpia de
arquivos individuais contidos no disco em uma VM, o que pode incluir
todos os arquivos.

E possivel usar esse método para situagdes que envolvem a restauracdo
de arquivos que foram danificados ou excluidos acidentalmente.

Ao enviar uma tarefa de backup, vocé pode executar um backup de nivel
simples (VM integral) ou de nivel de arquivo da VM. E necessario
especificar o servidor principal ou integrante onde a tarefa sera executada.

Importante: para executar backups em nivel de arquivo de uma VM, um
sistema operacional Windows com suporte no Hyper-V deve estar
instalado na VM.

Funcionalidades do CA ARCserve Backup suportadas

O agente oferece suporte as seguintes funcionalidades do CA ARCserve
Backup:

Multitransmissdo -- o CA ARCserve Backup permite enviar tarefas usando
multitransmissdo no nivel da VM.

Teste -- o CA ARCserve Backup permite enviar tarefas de backup da VM
para teste de disco e dispositivos de teste de fita.

E possivel restaurar dados com granularidade de nivel de arquivo
diretamente do dispositivo de armazenamento temporario e da midia de
destino final, como a midia de fita.

Reducdo de redundéncia -- o CA ARCserve Backup permite economizar
espago em disco eliminando blocos de dados de backup redundantes.

Multiplexagdo -- o CA ARCserve Backup permite enviar tarefas usando a
multiplexagao.

Backups GFS e de rotacdo -- o CA ARCserve Backup permite enviar tarefas
de backup GFS e de rotagao.

Tarefas de constituicao:

m  Backups simples (VM integral) -- o CA ARCserve Backup reinicia as
tarefas com falha no nivel da VM.

m Backups incremental e diferencial -- o CA ARCserve Backup reinicia as
tarefas com falha no nivel do volume.

Compactacdo -- o CA ARCserve Backup permite compactar dados de
backup de VMs no sistema do agente ou no servidor do CA ARCserve
Backup.

Criptografia -- o CA ARCserve Backup permite criptografar dados de
backup de VMs no sistema do agente ou no servidor do CA ARCserve
Backup.
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Fazer backup e restaurar limitacdes em computadores virtuais

Verificacdo de CRC -- o CA ARCserve Backup permite verificar a
integridade de dados oferecendo suporte a verificacdo de CRC em dados
de backup de VMs.

Volumes distribuidos, em faixas, espelhados e de RAID-5: o CA ARCserve
Backup permite proteger dados da VM que residam em volumes
distribuidos, em faixas, espelhados e de RAID-5.

Observacgao: para obter mais informacdes sobre as funcionalidades descritas
acima, consulte a ajuda online ou o Guia de Administracéo.

Fazer backup e restaurar limitagcoes em computadores

virtuais

As limitagOes a seguir afetam o backup de VM e operagdes de restauragao:

As VMs no VMware ESX Host devem estar no estado de execugao ao
preencher o banco de dados do CA ARCserve Backup.

Se as VMs nao estiverem no estado de execugao, a Ferramenta de
configuracdao do VMware do ARCServe (ca_vcbpopulatedb.exe) e do
Hyper-V do ARCserve (ca_msvmpopulatedb.exe) ndo poderao preencher o
banco de dados do CA ARCserve Backup com dados precisos, e ndo sera
possivel procurar com exatiddo as VMs nos sistemas VMware ESX Host.

Execute a Ferramenta de configuragdo do ARCserve VMware
(ca_vcbpopulatedb.exe) e a do ARCserve Hyper-V
(ca_msvmpopulatedb.exe) depois de adicionar, remover ou alterar os
volumes em uma VM ou de uma VM no sistema de host.

Se isso ndo for feito, podera haver dados imprecisos do volume da VM no
banco de dados do CA ARCserve Backup, e ocorrerdo falhas nas tarefas de
backup em tempo de execugao.

O CA ARCserve Backup nao fornece suporte a linha de comando para
backup e operagbes de restauracao de VM. Por exemplo: ca_backup e
ca_restore.

Use o Gerenciador de backup e o Gerenciador de restauragao para
executar todos os backups e restauragdes com base na VM.

N3o é possivel usar o método Restaurar por midia para restaurar dados de
backup em nivel de arquivo e nivel simples (VM integral).

O utilitario de comparagao ndo oferece suporte a comparacao de sessoes
de backup do VM.

Ao tentar executar uma operagao de comparagao em sessdes do VM, o CA
ARCserve Backup executa uma operacgao de verificagdo em vez da
operacao de comparagao.
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Fazer backup e restaurar limitacdes em computadores virtuais

O agente ndo oferece suporte as seguintes opgdes de backup global:
m  Exclui arquivos apds o backup
m  Nova tentativa de abrir arquivo

Observacgao: para obter mais informacdes sobre as opgoes de backup
global, consulte o Guia de Administracéo.

Devido as limitagdes do mapeamento fisico e ldgico dos volumes no banco
de dados do CA ARCserve Backup, o utilitdrio de mesclagem ndo oferece
suporte a execucdo de mesclagem sequencial.

Se vocé precisar mesclar dados de sessdes do VM no banco de dados do
CA ARCserve Backup, podera mesclar os dados do catalogo.

O agente nao oferece suporte especificando Caminho de montagem de VM
que contenha caracteres de idiomas diferentes do inglés. Aparecem
caracteres ilegiveis quando o caminho contém caracteres de idiomas
diferentes do inglés.
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Capitulo 2: Instalando e configurando o

agente

Esta secdo contém os seguintes topicos:

Como licenciar o agente (na pagina 27)

Onde instalar o agente (na pagina 28)

Modo de backup e matriz de instalacdo (na pagina 29)
Praticas recomendadas para instalacdo e configuracdo do agente para
maquinas virtuais (na pagina 34)

Pré-requisitos de instalacdo (na pagina 36)
Componentes de pré-requisito (na pagina 37)

Como instalar e configurar o agente (na pagina 38)
Tarefas pds-instalacdo (na pagina 42)

Ativar a depuracdo para tarefas do VDDK (na pagina 54)
Desinstalacdo do agente (na pagina 55)

Como licenciar o agente

O Agente de maquinas virtuais do CA ARCserve Backup usa um método de
licenciamento baseado em contagem. Registre uma licenga do agente para
maquinas virtuais do CA ARCserve Backup para cada sistema host e VM que
estiver protegendo usando o CA ARCserve Backup. E necessario registrar as
licengas do agente no servidor principal ou no servidor auténomo do CA
ARCserve Backup.

Exemplos: como licenciar o agente

A lista a seguir descreve os cenarios tipicos de instalagado:

m O ambiente consiste em um host Hyper-V com trés sistemas operacionais
convidados. E necessario registrar quatro licengas (um sistema host + trés
VMs) no servidor do CA ARCserve Backup.

m O ambiente consiste em um sistema VMware ESX Host com trés sistemas
operacionais do hospede. E necessario registrar quatro licengas (um
sistema proxy de backup + trés VMs) no servidor do CA ARCserve Backup.
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Onde instalar o agente

O ambiente consiste em dois sistemas host Hyper-V. Cada sistema host
Hyper-V contém trés sistemas operacionais convidados. E necessario
registrar oito licencas (um sistema host + trés VMs, um sistema host +
trés VMs) no servidor do CA ARCserve Backup.

Seu ambiente consiste em um sistema host de VM (VMware ESX Host ou
Hyper-V Server) com duas VMs. Vocé precisa somente de backups simples
(VMintegral) e ndo especificara a opgdo Permitir restauragdo no nivel do
arquivo. Nesse cenario, é preciso instalar o agente somente no sistema
host. Entretanto, deve-se registrar uma licenga para cada VM no servidor
do CA ARCserve Backup. Portanto, serd necessario registrar trés licencas
(um sistema host + duas VMs) no servidor do CA ARCserve Backup.

Observacgao: para mais informagdes sobre modos de backup, consulte Como
funcionam os modos de backup global e local (na pagina 78).

Onde instalar o agente

Como uma melhor pratica geral, é necessario instalar o agente nos seguintes
locais:

Ambientes VMware -- nos sistemas proxy de backup e nas VMs que deseja
proteger.

Ambientes Hyper-V -- nos sistemas host Hyper-V e nas VMs que deseja
proteger.

No entanto, o modo de backup necessario determina o local em que deve ser
instalado o agente.

Observacgao: para mais informagdes sobre modos de backup, consulte Como
funcionam os modos de backup global e local (na pagina 78).

A tabela a seguir identifica os tipos de modos de backup necessarios e o local
em que deve ser instalado o agente.

Modo de backup Sistema host Sistema proxy VM do Hyper-V VM do VMware
especificado Hyper-V de backup do

VMware
Modo de arquivo Necessario Necessario Necessario N3o necessario
Modo simples (VM Necessario Necessario N&o necessario N&o necessario

integral) e a opgao
Permitir restauracao
no nivel do arquivo
néo sao especificados
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Modo de backup e matriz de instalacdo

Modo de backup

Sistema host

Sistema proxy

VM do Hyper-V

VM do VMware

especificado Hyper-V de backup do
VMware
Modo simples (VM Necessario Necessario Necessario Necessario
integral) e a opcao
Permitir restauracao
no nivel do arquivo sdo
especificados
Modo misto e a opgdo  Necessario Necessario Necessario N&o necessario
Permitir restauracao
no nivel do arquivo
ndo sdo especificados
Modo misto e a opcdo  Necessario Necessario Necessario Necessario

Permitir restauracao

no nivel do arquivo sdo

especificados

Lembre-se das seguintes consideragoes:

m  E preciso registrar uma licenca para cada VM a ser protegida com o CA
ARCserve Backup. Todas as licengas devem ser registradas no servidor
principal ou independente.

m O agente exige o agente cliente do CA ARCserve Backup para Windows. E
preciso instalar o agente cliente para Windows em todos os locais em que
vocé instalou o agente para maquinas virtuais.

Modo de backup e matriz de instalagao

O modo de backup que pode ser usado para proteger os dados da VM depende
do local onde esta instalado o Agente para maquinas virtuais. As tabelas a
seguir descrevem os modos de backup que podem ser usados e o local onde
se deve instalar o agente.

Para mais informagdes sobre modos de backup, consulte Como funcionam os
modos de backup global e local (na pagina 78).
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Modo de backup e matriz de instalacdo

Sistemas VMware

Chave:

O modo de backup simples # é um backup no modo Simples (VM
integral) com a opgdo Permitir restauracdo no nivel do arquivo
especificada.

O modo de backup misto # é um backup de modo Misto com a opcao
Permitir restauracdo no nivel do arquivo especificada.

O termo agente refere-se ao Agente para maquinas virtuais.
A expressdo Agente cliente refere-se ao Agente cliente para Windows.

Importante: O Agente cliente para Windows é um componente de
pré-requisito para o Agente para maquinas virtuais.

Misto como uma opgao Misto # como uma opgao

Pergunta Simp Arq Simple global global
les uivo s # Usando o Uso do Usando o Uso do
VCB/VDDK Agente VCB/VDDK Agente
cliente cliente
Preciso instalar o Ndao Nao Sim Nao Sim Sim Sim
agente no
sistema
operacional do
convidado/VM?
Posso executar Sim Sim Nao Sim Nao Consulte a N&ao

backups usando
esse modo de
backup sem
instalar o agente
no sistema
operacional do
convidado/VM?

Observacgao 1.
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Modo de backup e matriz de instalacdo

Misto como uma opgao Misto # como uma opgao

Pergunta Simp Arq Simple global global

les uivo s # Usando o Usodo Usando o Uso do
VCB/VDDK Agente VCB/VDDK Agente
cliente cliente

Posso executar Sim Sim Sim Sim Sim Sim Sim
backups usando

esse modo de

backup com o

agente instalado

no sistema

operacional

convidado/VM?

Posso executar Nao Sim Sim Consulte a Sim Sim Sim
restauracoes de Observacgao 2.
sessoes das

quais foi feito

backup usando

esse modo de

backup com o

agente instalado

no sistema

operacional do

convidado/VM?

E possivel Ndo N3o Nédo Nao Nao N&o Nao
recuperar VMs
de dados das
quais foi feito
backup usando
esse modo de
com o agente
instalado no
Sistema
operacional do
hospede/da VM
(consulte a
Observacgao 3)?

Observacgao 1: um backup no modo Simples com a opgcao Permitir
restauracao no nivel do arquivo especificada é concluido com um status de
Concluido. Backups incrementais e diferenciais serdo concluidos com éxito.
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Observacgao 2: a ferramenta VMware Converter deve ser instalada na VM
para permitir que o CA ARCserve Backup execute operacdes Recuperar VM. O
VCB (Virtual Consolidated Backup - Backup consolidado virtual) do VMware
ndo é necessario para restaurar os dados da VM e executar as operacées
Recuperar VM.

Observacgao 3: o CA ARCserve Backup executa as operagdes Recuperar VM
usando a ferramenta VMware Converter, onde a ferramenta estiver instalada
no sistema proxy de backup. Ndo é necessario instalar o Agente para
maquinas virtuais ou o Agente cliente para Windows na VM para executar as
operagdes Recuperar VM.
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Sistemas Hyper-V

Chave:

O modo de backup simples # é um backup no modo Simples (VM
integral) com a opgdo Permitir restauracdo no nivel do arquivo
especificada.

O modo de backup misto # é um backup de modo Misto com a opcao
Permitir restauracdo no nivel do arquivo especificada.

O termo agente refere-se ao Agente para maquinas virtuais.
A expressdo Agente cliente refere-se ao Agente cliente para Windows.

Importante: O Agente cliente para Windows é um componente de
pré-requisito para o Agente para maquinas virtuais.

Pergunta Simples Arquivo Simples Misto Misto
# #

Preciso instalar o agente no sistema Nao Sim Sim Sim Sim

operacional do convidado/VM?

Posso executar backups usando esse Sim Nao Nao N&o N&o

modo de backup sem instalar o agente

no sistema operacional do

convidado/VM?

Posso executar backups usando esse Sim Sim Sim Sim Sim

modo de backup com o agente

instalado no sistema operacional

convidado/VM?

Posso executar restauracdes de sessdes Nao Sim Sim Consulte a Sim

das quais foi feito backup usando esse Observacgao 1.

modo de backup com o agente

instalado no sistema operacional do

convidado/VM?

Posso recuperar VMs de dados das N&o Né&o N&o N&o N&o

quais foi feito backup usando esse
modo de backup com o agente
instalado no sistema operacional do
hospede/da VM (consulte a

Observagao 2)?

Observagao 1: sim, vocé pode executar restauragdes de sessdes das quais foi
feito backup usando um modo Misto apenas de sessdes de backup
incrementais e diferenciais. Ndo é possivel executar restauragdes de sessées
das quais foi feito backup usando o modo Misto desde a primeira sessao de
backup completo.
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Observacgdo 2: ndo € necessario instalar o Agente para maquinas virtuais ou
o Agente cliente para Windows nas VMs do Hyper-V. O CA ARCserve Backup
gerencia a recuperacao das VMs do Hyper-V ao instalar o Agente para
maquinas virtuais no sistema host Hyper-V.

Praticas recomendadas para instalagdo e configuragdo do
agente para maquinas virtuais

Tente usar as praticas recomendadas a seguir para instalar o agente para
magquinas virtuais do CA ARCserve Backup.

Tarefa

Sistemas VMware

Sistemas Hyper-V

Componentes
necessarios

CA ARCserve Backup

Instale os componentes do servidor do
CA ARCserve Backup no sistema
designado para operar como um
servidor principal ou um servidor
auténomo.

Ajuda do agente para computadores
virtuais

Instale o agente no sistema que
funcionara como o sistema proxy de
backup. A pratica recomendada é
permitir que o servidor de backup opere
como o sistema proxy de backup.
Entretanto, se vocé perceber que essa
configuragdo acarretara problemas de
desempenho no servidor, instale o
agente em um sistema remoto e
permita que ele opere como o sistema
proxy de backup.

Observacgao: € necessario registrar a
licenga do agente no servidor do CA
ARCserve Backup.

VMware VCB Framework/VDDK

Verifique se o VMware VCB Framework
ou o0 VDDK esta instalado no sistema
que funcionara como sistema proxy de
backup.

Observagdo: como pratica
recomendada, é necessario instalar o
VCB Framework e o VDDK no sistema

CA ARCserve Backup

Instale os componentes do servidor do
CA ARCserve Backup no sistema
designado para operar como um servidor
principal ou um servidor auténomo.

Ajuda do agente para computadores
virtuais

Instale o agente no sistema host
Hyper-V.

Observacao: é necessario registrar a
licenga do agente no servidor do CA
ARCserve Backup.
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Tarefa Sistemas VMware Sistemas Hyper-V

proxy de backup. Esta configuracdo
permite executar backups e
restauracdes das VMs integrais usando
VDDK e backups de modo de arquivo
usando o VCB Framework.
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Pré-requisitos de instalacdo

Tente usar as praticas recomendadas a seguir para configurar o agente para
maquinas virtuais do CA ARCserve Backup e fazer o backup dos dados.

Tarefa Sistemas VMware Sistemas Hyper-V

Configuragao Preencha o banco de dados do CA Preencha o banco de dados do CA
ARCserve Backup usando a ferramenta ARCserve Backup usando a ferramenta
de configuragao do ARCserve VMware de configuragao do ARCserve Hyper-V no
no sistema proxy de backup. Para obter sistema host Hyper-V. Para obter mais
mais informag0es, consulte Preencher informagdes, consulte Preencher banco
banco de dados usando a ferramenta de de dados usando a ferramenta de
configuracdao do ARCserve VMware (na  configuracao do ARCserve Hyper-V (ha

pagina 60). pagina 68).

Implante o Agente para maquinas Implante o Agente para maquinas
virtuais usando a Implantagdo do virtuais usando a Implantagao do
agente. Para obter mais informacgoes, agente. Para obter mais informagdes,
consulte Implantar o agente em VMs consulte Implantar o agente em VMs
usando a Implantacao do agente (na usando a Implantacao do agente (na
pagina 39). pagina 39).

Modo de backup Aceite o modo de backup padrdo, que inclui as seguintes opgdes especificadas:

m Backup de modo misto

m  Permitir restauracdo no nivel do arquivo

Opcdes de Para garantir que as tarefas de backup sejam concluidas com éxito, use a opgéo

backup - Multitransmissdo e especifique um maximo de quatro VMs em uma tarefa de

Multitransmissdo backup. Para obter informagdes sobre multitransmissdo, consulte o Guia de
Administracgéo.

Backup de dados Siga o procedimento descrito em Fazer backup de dados (na pagina 75).

Pré-requisitos de instalagao

Antes de instalar o agente, é preciso realizar as seguintes tarefas de
pré-requisito:

m  Certifique-se de que o sistema atende aos requisitos minimos necessarios
para instalar o agente.

Para obter uma lista de todos os requisitos, consulte o arquivo readme.

m  Certifique-se de que possui um perfil de administrador ou um perfil com
direitos para instalar o software.

m  Certifique-se de saber o nome do usuario e a senha do sistema no qual
estd instalando o agente.
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Componentes de pré-requisito

O agente requer os seguintes componentes de pré-requisito.

Nos ambientes VMware, certifique-se de que o Microsoft .NET Framework,
versdo 2.0 ou superior, esta instalado e em execucdo no sistema de proxy
de backup.

Nos ambientes VMware, certifique-se de que a estrutura do VMware VCB
esta instalada no sistema de proxy de backup.

Para realizar a integragdo com o VMware vSphere, os componentes
listados abaixo devem ser instalados em sistemas proxy de backup:

m Esta release do CA ARCserve Backup Agente para Maquinas Virtuais.

m VMware VDDK 1.1 ou posterior, VMware VCB Framework 1.5
atualizagdo 1, ou ambos.

Observagao: como uma melhor pratica, vocé deve instalar sempre a
versao mais recente do VMware VDDK e VMware VCB. A versdo mais
recente do VMware VDDK é 1.1.1.

Configuragoes suportadas para integragdo com o VMware vSphere

E possivel integrar o agente com o VMware vSphere nos seguintes sistemas
operacionais quando o VMware VCB Framework estiver instalado no sistema
proxy de backup:

Windows Server 2003 x64
Windows Server 2003 x86
Windows Server 2008 x64
Windows Server 2008 x86

E possivel integrar o agente com o VMware vSphere nos seguintes sistemas
operacionais quando o VMware VDDK estiver instalado no sistema proxy de
backup:

Windows Server 2003 x64
Windows Server 2003 x86
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Como instalar e configurar o agente

Ha dois métodos que podem ser usados para instalar o agente:

Instalar o agente durante a instalacdo do CA ARCserve Backup. O agente
segue o procedimento de instalacao padrdo de componentes, agentes e
opgoes do sistema do CA ARCserve Backup.

Instalar o agente depois de instalar o CA ARCserve Backup. Usando a
implantacao do agente, é possivel instalar o agente a qualquer momento
apos a instalagdo do CA ARCserve Backup.

Observacgao: para obter mais informagdes sobre o uso da Implantacao do
agente para instalar agentes, consulte o Guia de Administragéo.

Para instalar e configurar o agente, verifique se vocé concluiu as seguintes

tarefas:

1. Siga os procedimentos sobre como instalar o CA ARCserve Backup no Guia
de Implementacéo.

2. Instale o nimero necessario de licencas do agente no servidor principal ou
auténomo.

3. Conclua as tarefas de configuracdo descritas em Tarefas pds-instalacdo

(na pagina 42).
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Implantar o agente em VMs usando a Implantagao do agente

A Implantacd@o do agente do CA ARCserve Backup permite instalar e fazer
upgrade de agentes do CA ARCserve Backup em VMs remotas. O método de
implantagdo de maquinas virtuais permite especificar os agentes que vocé
deseja instalar e fazer upgrade em VMs locais ou remotas. Esse método ajuda
a assegurar que todos os agentes em execucao nas VMs no ambiente do CA
ARCserve Backup tenham o mesmo nimero de release do servidor do CA

ARCserve Backup.

Lembre-se das seguintes consideragoes:

Para instalar ou fazer upgrade de um agente em uma VM, a VM deve estar
ligada.

A Implantacao do agente instala ou faz upgrade de agentes em todas as
VMs que residem no sistema do ESX/ESXi Server e no sistema host do
Hyper-V.

Para implantar os agentes do CA ARCserve Backup em VMs usando a
Implantacao de maquinas virtuais

1.

Abra o console do Gerenciador do CA ARCserve Backup.

No menu Inicio rapido, selecione Administracéo e clique em Implantacdo
do agente.

A implantacdo do agente do CA ARCserve Backup ¢ iniciada e a caixa de
didlogo Servidor de logon é aberta.

Preencha os campos necessarios da caixa de dialogo Servidor de logon e
cligue em Avancar.

A caixa de didlogo Métodos é aberta.

Na caixa de dialogo Métodos, selecione Implantacdo de maquinas virtuais
e clique em Avangar.

A caixa de didlogo Componentes é aberta.

Nessa caixa de didlogo, selecione os agentes a serem instalados em todos
os hosts remotos e clique em Avancar.

A caixa de didlogo Informagdes do host é aberta.
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5. Especifique os nomes de hosts remotos que contém as VMs executando
um dos seguintes procedimentos:

m Cliqgue em Importar para importar uma lista de hosts remotos para um
arquivo de texto.

Observacgao: os nomes de host devem ser separados pelo delimitador
de nova linha. E possivel importar varios arquivos de texto,
entretanto, o niumero total de hosts remotos deve ser menor ou igual
a 1000.

Depois que os nomes de host forem exibidos na coluna Host, continue
com a préoxima etapa.

m Clique em Atualizar para importar as VMs existentes no banco de
dados do CA ARCserve Backup.

Depois que os nomes de host forem exibidos na coluna Host, continue
com a proxima etapa.

m Especifique o0 nome do host remoto no campo Nome do host e clique
em Adicionar.

Observacao: repita essa etapa conforme necessario até que todos os
nomes de host exigidos sejam exibidos na coluna Host.

Depois que os nomes de host forem exibidos na coluna Host, continue
com a proxima etapa.

Observacao: ¢ possivel especificar até 1000 hosts remotos. Para
implantar agentes para mais de 1000 hosts remotos, reinicie a
implantacao do agente e repita esta tarefa ou execute a implantagao do
agente de um servidor alternativo do CA ARCserve Backup principal ou
auténomo.

40 Guia do agente para mdquinas virtuais



Como instalar e configurar o agente

Especifique o nome de usuario e a senha para os hosts remotos fazendo o
seguinte:

a. Cliqgue no campo Nome de usuario (ao lado do nome do host) e
especifique o nome de usuario usando o seguinte formato:

<dominio>\<nome de usudrio>
b. Cligue no campo Senha e especifique a senha correspondente.

c. Repita esta etapa conforme necessario até especificar o nome de
usuario e a senha para todos os hosts remotos.

Como opgdo, se o nome de usuario e a senha foram iguais para todos os
hosts remotos, especifique o nome de usuario no campo Usuario
(<dominio>\<nome_de_usuario>), especifique a senha no campo Senha,
verifique se todas as caixas de selegcao estao marcadas e clique em Aplicar
credenciais.

O nome de usuario e a senha sdo aplicados a todos os hosts remotos na
lista.

Observacgao: para remover um host da lista Hosts e credenciais, clique na
caixa de selegao ao lado do host a ser removido e clique em Remover.

Cligue em Avancar para continuar.

A implantacdo do agente valida o nome do host, o nome de usuario e a
senha especificados para todos os hosts indicados. Se a implantacao do
agente ndo detectar um erro de autenticacao, o campo Status exibe
"Pendente". Se a implantacdo do agente detectar um erro de autenticagao,
0 campo Status exibe "Falha". Clique em Falha para descobrir a razdo do
erro. Corrija todas as mensagens com falha e continue.

Clique em Avangar.

Quando o campo Status de todos os hosts exibir Pendente ou Verificado,
cligue em Avancar.

A caixa de didlogo Resumo da instalagao é aberta.

Na caixa de didlogo Resumo da instalacdo, verifique os componentes e os
nomes do host especificados.

Clique em Avangar.

A caixa de didlogo Status da instalacdo é aberta.
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9. Nessa caixa de didlogo, clique em Instalar.

A implantagdo do agente instala ou atualiza os agentes do CA ARCserve
Backup nos hosts especificados.

Apos a conclusdo de todas as instalagdes e atualizagdes, a caixa de dialogo
Relatodrio de instalacdo sera aberta.

10. Siga um destes procedimentos:

m  Se houver hosts remotos que precisem ser reiniciados, cligue em
Avangar.

A caixa de didlogo Reiniciar é aberta para identificar os hosts remotos
que precisam ser reiniciados.

Cligue em Reiniciar.
Continue na préxima etapa.

m Se ndo houver hosts remotos que precisem ser reiniciados, clique em
Concluir para finalizar esta tarefa.

11. Na caixa de didlogo Reiniciar, clique na caixa de selecdo ao lado do host
remoto que deseja reiniciar agora.

Como opgao, é possivel clicar na caixa de selegdo Todos para reiniciar
todos os hosts remotos agora.

Cligue em Reiniciar.
A implantacao do agente reinicia todos os hosts remotos agora.

Observacgao: se deseja criar uma lista de hosts remotos que exigem uma
reinicializagcao, clique em Exportar relatério de reinicializacao.

12. Quando o campo Status de todos os hosts remotos exibir concluido, clique
em Concluir.

Os agentes do CA ARCserve Backup sdo implantados nas VMs.

Tarefas pos-instalagdo

As secOes a seguir descrevem as tarefas pds-instalacao que vocé deve
executar para proteger varias versoes dos sistemas VMware ESX/ESXi e
vCenter Server. O agente ndo exige configuracao pds-instalagao para proteger
os sistemas com base no Hyper-V.
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Tarefas pos-instalagdo para integragcdo do VMware vSphere

Para realizar a integragcdo com o VMware vSphere, conclua as seguintes
tarefas, conforme necessario, para a sua infraestrutura de VM:

1.
2.
3.

Preencher o banco de dados do CA ARCserve Backup (na pagina 43).

Especificar uma abordagem para backup (na pagina 43).

Permitir que os pontos de montagem permanecam no sistema proxy de
backup (na pagina 46).

Modificar a porta padrdo de comunicacdo do VDDK (na pagina 48).

Especificar um nivel de geracdo de logs para vcbmounter (na pagina 48).

Preencher o banco de dados do CA ARCserve Backup

A Ferramenta de configuracdo do VMware do ARCServe é um utilitario de
coleta de dados que permite preencher o banco de dados do CA ARCserve
Backup com as informagdes sobre as VMs em seu ambiente.

Para obter mais informagdes, consulte Preencher banco de dados usando a
ferramenta de configuracdo do ARCserve VMware (na pagina 60).

Especificar uma abordagem para backup.

O agente permite especificar uma das abordagens a seguir para proteger os
dados de backup da VM:

VCB Framework -- permite proteger as VMs em todos os sistemas ESX
Server suportados pela versdo do VCB Framework instalada no sistema
proxy de backup.

Observagao: o VMware ESX Server 4.0 e o VMware vCenter Server 4.0
sdo suportados apenas pelo VCB Framework 1.5, atualizacdo 1 e releases
posteriores.

SDK de servigos web do VMware vSphere e VMware VDDK -- permite
proteger as implementagGes que ocorrerem apds o uso do agente.

m ESX Server 3.5 e posteriores até o ESX Server 4.0

m  VMware Virtual Center 2.5 e posteriores até o vCenter Server 4.0
gerenciando o ESX Server 3.5 e posteriores até o ESX Server 4.0

Importante: Depois de instalar o agente, por padrdao, o CA ARCserve
Backup processa os backups usando VDDK, se ele estiver instalado. No
entanto, para especificar o uso da abordagem do VCB para backups,
modifique as chaves do registro descritas neste tdpico.
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Ao usar a abordagem VDDK, esteja ciente de que o seguinte comportamento
€ esperado:

m Quando o VDDK e a estrutura do VCB estiverem instalados no sistema
proxy de backup que protege as VMs, o CA ARCserve Backup usa o VDDK
para processar backups simples (VM integral) e backups simples (VM
integral) com a opgdo Permitir restauracdo no nivel do arquivo
especificada. No entanto, o CA ARCserve Backup sempre usa o VCB
Framework para executar backups no modo de arquivo se o VCB
Framework e o VDDK ou somente o VCB Framework estiver instalado no
sistema proxy de backup.

m O CA ARCserve Backup tenta usar a estrutura do VCB para executar
backups quando ela estiver instalada no sistema proxy de backup e o
VDDK nao.

m  Os backups falham quando o VDDK e a estrutura do VCB nao estao
instalados no sistema proxy de backup.

m  Os backups armazenam o instantaneo no diretério de montagem
especificado usando a Ferramenta de configuragdao do VMware do
ARCserve.

m O CA ARCserve Backup usa o VDDK para recuperar dados quando o
backup dos dados da VM é feito usando o VDDK.

Observacgao: o VMware Converter ndo pode ser usado para restaurar os
dados se tiver usado o VDDK para fazer backup da VM.

m O processo de backup cria um arquivo chamado vmconfig.dat em formato
binario, que contém os detalhes de configuracdo da VM.

Observacgao: nao tente modificar o arquivo vmconfig.dat.
m O processo de backup ndo cria ou atualiza arquivos de catalogo.

m O processo de backup cria arquivos em disco com tamanho zero no
diretdério de montagem para backups simples (VM integral) e backups
simples (VM integral) com a opgdo Permitir restauragao no nivel do
arquivo especificada.

Importante: Vocé ndo deve tentar modificar os arquivos em disco.
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Ao usar a abordagem do VCB Framework, esteja ciente de que é esperado
0 comportamento a seguir:

m O CA ARCserve Backup usa o VCB para executar operacdes de backup
quando o VCB e o VDDK estdo instalados no sistema proxy de backup.

m O CA ARCserve Backup tenta usar o VDDK para operagdes de backup
quando o VCB ndo esta instalado no sistema proxy de backup.

Observacgdo: o CA ARCserve Backup executa as acGes de tolerancia a falhas
descritas acima no inicio da operagdo de backup. Depois que o CA ARCserve
Backup detecta os aplicativos que correspondem a abordagem especificada, o
CA ARCserve Backup ndo ira tentar tolerar falhas da abordagem alternativa
somente se ocorrer uma falha durante a operagao de backup.

Durante a execugdo de backups no nivel de arquivo usando a abordagem VCB
ou VDDK, esteja ciente de que é esperado o comportamento a seguir:

m O processo de backup ndo cria ou atualiza arquivos de catalogo.

m O processo de backup cria um disco filho no diretério do ponto de

montagem.

O diretorio do ponto de montagem ndo exibe arquivos do volume montado.
Isso ocorre porque o VDDK ndo monta volumes para um diretdrio ou mapeia
volumes para uma letra de unidade.

Para especificar uma abordagem para backup

1. Abra o editor de Registro do Windows

Modificar as seguintes chaves do registro, conforme necessario, usando os
valores especificados.

s  Nome da chave -- useVCBFor35

Permite especificar o aplicativo VMware a ser usado para operagoes de
backup em sistemas ESX Server 3.5 quando a estrutura do VCB e o
VDDK estiverem instalados no sistema proxy de backup.

Path

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters

Tipo

REG_DWORD

Valor padrao

0 (fazer backup de dados usando o VDDK)

Observacgao: para proteger as VMs usando a estrutura do VCB
quando o ESX Server 3.5 estiver instalado no sistema proxy de
backup, defina esse valor como 1.
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s  Nome da chave -- useVCBFor40

Permite especificar o aplicativo VMware a ser usado para operacdes de
backup em sistemas ESX Server 4.0 quando a estrutura do VCB e o
VDDK estiverem instalados no sistema proxy de backup.

Path

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters

Tipo

REG_DWORD

Valor padrao

0 (fazer backup de dados usando o VDDK)

Observacgao: para proteger as VMs usando a estrutura do VCB
quando o ESX Server 4.0 estiver instalado no sistema proxy de
backup, defina esse valor como 1.

2. Feche o Editor de registro do Windows.

Importante: Para proteger os dados das VMs usando a abordagem VDDK, o
VDDK do VMware deve estar instalado no sistema proxy de backup. Da mesma
forma, para proteger os dados das VMs usando a abordagem VCB, o VMware
VCB deve estar instalado no sistema proxy de backup.

Permitir que os pontos de montagem permaneg¢am no sistema proxy de backup

Por padrdo, o CA ARCserve Backup exclui o diretério do ponto de montagem
no sistema proxy de backup depois que o backup das VMs é concluido com
sucesso. Se o backup falhar e o ponto de montagem nao for excluido do
sistema proxy de backup, o CA ARCserve Backup exclui o diretério do ponto de
montagem na proxima vez em que a tarefa de backup for executada. Essa
abordagem ajuda a garantir que o agente minimize a quantidade de espaco
em disco necessaria para executar os backups da VM.

Como opgao, é possivel permitir que o ponto de montagem permanecga no
sistema proxy de backup se todas as condicdes a seguir forem validas para o
seu ambiente de backup da VM:

m  Vocé estd fazendo backup de dados usando a redugao de redundéancia.

m  Os dispositivos de reducao de redundancia funcionam como
armazenadores de dados localizados no sistema proxy de backup.

m  N3o é necessario liberar espaco em disco no sistema proxy de backup.

Essa abordagem permite diminuir o tempo necessario para recuperar os dados
da VM.
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Quando os pontos de montagem permanecem no sistema proxy de backup, o
CA ARCserve Backup nomeia os pontos de montagem usando as convengoes a
seguir:

m  Backups bem-sucedidos -- o CA ARCserve Backup renomeia o diretério do
ponto de montagem para o seguinte:

<vmname> J<JobID> S<SessionID> date time

Observacgdo: o CA ARCserve Backup renomeia o diretério do ponto de
montagem quando o backup é concluido.

m  Backups sem éxito e incompletos: a proxima tarefa de backup executada
para a VM com o mesmo sistema proxy de backup, o CA ARCserve Backup
renomeia o diretdrio de ponto de montagem para:

<vmname> J<JobID> S<SessionID> err date time

Para permitir que os pontos de montagem permanegcam no sistema
proxy de backup

1. No menu Iniciar do Windows, clique em Executar.
A caixa de didlogo Executar é aberta.

2. No campo Abrir, digite regedit.
O Editor do Registro do Windows ¢é aberto.

3. Navegue até a seguinte chave de registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve Backup\Agente
cliente\Parametros

Os valores da chave sao exibidos.
4. No menu Editar, selecione Novo e clique em Valor DWORD.
Nomeie o DWORD como retainVCBMountDir.

Cligue com o botao direito do mouse em retainVCBMountDir e clique em
Modificar no menu pop-up.

A caixa de didlogo Editar Valor DWORD ¢ aberta.
5. No campo Valor, digite 1 e clique em OK.
A chave é criada.

6. Feche o editor do registro.
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Modificar a porta padrao de comunicagao do VDDK

Por padrdo, o VDDK se comunica através da porta 902. E possivel modificar a
porta quando for necessario que o VDDK se comunique usando uma porta
segura ou uma porta especifica necessaria para sua organizagao.

As etapas a seguir mostram como modificar a porta padrdo de comunicagdo do
VDDK.
Para modificar a porta padrao de comunicacao do VDDK
1. No menu Iniciar do Windows, clique em Executar.
A caixa de didlogo Executar é aberta.
2. No campo Abrir, digite regedit.
O Editor do Registro do Windows ¢é aberto.
3. Navegue até a seguinte chave de registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters

Os valores da chave sao exibidos.

4. Clique com o botao direito do mouse em VDDKPort e clique em Modificar
Nno menu pop-up.

A caixa de didlogo Editar Valor DWORD ¢ aberta.

Observacao: o valor padrdo de VDDKPort é 902.

No campo Valor, especifique uma porta de comunicagao e clique em OK.
A chave é modificada.

5. Feche o editor do registro.
Especificar um nivel de log para o VCBMounter

Com o arquivo de log denominado vcbmounteroutput_xxx.log € possivel
visualizar detalhes sobre as operagdes de montagem relacionadas aos backups
da VM. Como opgao, o CA ARCserve Backup permite especificar a quantidade
de detalhes a serem descritos no arquivo de log.
Para especificar um nivel de log para o VCBMounter
1. No menu Iniciar do Windows, clique em Executar.

A caixa de didlogo Executar é aberta.
2. No campo Abrir, digite regedit.

O Editor do Registro do Windows ¢é aberto.
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3. Navegue até a seguinte chave de registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters

Os valores da chave sao exibidos.
4. No menu Editar, selecione Novo e clique em Valor DWORD.
Nomeie o Valor DWORD como VcbMountLogLevel.

Clique com o botdo direito do mouse em VcbMountLoglevel e clique em
Modificar no menu pop-up.

A caixa de didlogo Editar Valor DWORD é aberta.
5. No campo Valor, especifique um nivel de log entre 1 e 6.

Observacgdo: um nivel de log mais alto significa que serdo incluidas
informagdes mais detalhadas no log de depuragao.

Cliqgue em OK.
A chave é criada e o nivel de log é aplicado.

6. Feche o editor do registro.
Configurar o nUmero de operagodes de leitura simultdneas usando o VDDK

O CA ARCserve Backup permite aumentar e diminuir o niUmero de leituras
simultaneas de discos virtuais da VM ao executar backups usando o VDDK. A
capacidade de aumentar e diminuir o niUmero de leituras simultédneas ajuda a
minimizar a janela de backup geral. E possivel aumentar e diminuir o nimero
de leituras simultédneas com base no niumero de VMs que vocé esta
submetendo a backup como parte da mesma tarefa ou de varias tarefas que
estao sendo executadas a partir de um sistema proxy de backup. Para
especificar o niumero de leituras simultaneas, crie ou modifique (se ja estiver
presente no Registro) a seguinte chave:

Path

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters

Nome da chave

Vmdkreadercount
Valor padrao

4 (fazer backup de dados usando o VDDK)
Valor maximo

8
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Adicionar ou remover dados de VMs especificas do banco de dados do CA
ARCserve Backup

O CA ARCserve Backup fornece argumentos de linha de comando que
permitem adicionar e remover dados de VMs especificas do banco de dados do
CA ARCserve Backup. Os argumentos podem ser usados quando se sabe o
nome da VM especifica que se deseja adicionar ou remover do banco de dados
do CA ARCserve Backup. Os argumentos de linha de comando sdo os
seguintes:

-insertVM <vmname>
-deleteVM <vmname>

Observacao: ¢é possivel usar -insertVM e -deleteVM com o utilitario de linha
de comando do VMware (ca_vcbpopulateDB) e o utilitario de linha de comando
do Hyper-V (ca_msvmpopulateDB). Para obter mais informagdes sobre esses
utilitarios, consulte o Guia de Referéncia da Linha de Comando.

Para adicionar ou remover dados de VMs do banco de dados do CA
ARCserve Backup
1. Abra o prompt de comando do Windows.

Altere para o diretério em que o Agente cliente para Windows esta
instalado.
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2. Execute ca_vcbpopulateDB (VMs do VMware) ou ca_msvmpopulateDB
(VMs do Hyper-V) usando a seguinte sintaxe:

-insertVM <vmname>

O exemplo a seguir descreve a sintaxe necessaria para inserir uma VM
do VMware com nome de host VM-001 no banco de dados do CA
ARCserve Backup:

ca_vcbpopulatedb.exe -Primary ARCServel -carootUser caroot -carootPass ca
-esxServer ESXServerl -esxUser root -esxUserPass rootpass -insertVM VM-001
-debug

O exemplo a seguir descreve a sintaxe necessaria para inserir uma VM
do Hyper-V com nome de host VM-001 no banco de dados do CA
ARCserve Backup:

ca_msvmpopulatedb.exe —Primary ARCServel —insertVM VM-001 —debug 1
-deleteVM <vmname>

O exemplo a seguir descreve a sintaxe necessaria para excluir uma VM
do VMware com nome de host VM-001 do banco de dados do CA
ARCserve Backup:

ca_vcbpopulatedb.exe -Primary ARCServel -carootUser caroot -carootPass ca
-esxServer ESXServerl -esxUser root -esxUserPass rootpass -deleteVM VM-001
-debug

O exemplo a seguir descreve a sintaxe necessaria para excluir uma VM
do Hyper-V com nome de host VM-001 do banco de dados do CA
ARCserve Backup:

ca_msvmpopulatedb.exe —Primary ARCServel —deleteVM VM-001 —debug 1

Como usar o hotadd de modo de transporte do VMware

O hotadd de modo de transporte do VMware é uma opgao de backup
consolidado r1.5 do VMware que pode ser usada quando o VCB esta instalado
em uma VM.

Observacgao: para obter mais informagdes sobre como usar o hotadd modo de
transporte, consulte o Virtual Machine Backup Guide no site
WWWw.vmware.com.
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Para usar o hotadd modo de transporte do VMware em seu ambiente,
considere o seguinte:

m O ESX Server 3.5, ESX Server 3i versao 3.5 ou posterior, ou vCenter
Server 2.5 ou posterior devem estar instalados no sistema proxy de
backup.

m O sistema proxy de backup deve estar configurado na VM.
m A VM auxiliar do VCB deve ser criada sem usar discos rigidos virtuais.

m  Se vocé estiver realizando o backup somente para dispositivos de
armazenamento locais, uma VM proxy do VCB deve estar configurada em
todos os sistemas host do VMware ESX.

m  Vocé deve criar o DWORD UseHotadd na chave do registro a seguir no
sistema proxy de backup:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters

DWORD: UseHotadd

Valor: 1

Encerrar operagoes quando o agente detectar certificados SSL expirados

Os sistemas proxy de backup podem ser configurados de modo a obter
certificados SSL validos ao se comunicar com sistemas VMware ESX Host. Por
padrao, o agente continua a processar operagdes na VM (por exemplo,
operacGes de preenchimento automatico, restauragao e backup) quando
detecta certificados SSL invalidos ou expirados. Esse comportamento tem o
objetivo de garantir a protecdo continua das VMs no ambiente.

Se esse comportamento ndo atender as necessidades de sua organizagdo, é
possivel alterar a maneira como o agente se comporta ao detectar certificados
SSL invalidos ou expirados no sistema VMware ESX Host.

Para encerrar operacoes quando o agente detectar certificados SSL
expirados
1. Abra o editor do registro e acesse a chave de registro a seguir:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA Arcserve
Backup\ClientAgent\Parameters

2. Crie um valor SSLCertificateVerify de chave de registro do tipo DWORD.
Defina o valor da chave de SSLCertificateVerify em 1.

3. Feche o editor do registro.
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Especificar as portas de comunicag¢ao HTTP/HTTPS personalizadas

O SDK da VI (Virtual Infrastructure - Infraestrutura Virtual) do VMware
vCenter Server usa a porta 80 HTTP e a porta 443 HTTPS para a comunicacao
de servicos web. Essas portas especificas podem entrar em conflito com as
portas de comunicacdo usadas pelos Servigos de Informagdes da Internet da
Microsoft (IIS). Para evitar conflitos de porta, o VMware vCenter Server e o
VMware ESX Server permitem que vocé especifique portas do servigo web do
SDK para a VI. No entanto, se vocé modificar as portas do servigo web do SDK
para a VI, o CA ARCserve Backup pode ndo ser capaz de montar os dados da
VM para o sistema proxy de backup e os backups podem falhar.

Para corrigir este problema, o CA ARCserve Backup permite criar um conjunto
de portas de comunicacdo HTTP e HTTPS personalizadas que permitira ao CA
ARCserve Backup montar os dados da VM para o sistema proxy de backup.

Observacgao: para obter informagdes sobre como configurar portas dos
servicos web do SDK para a VI nos sistemas VMware vCenter Server e VMware
ESX Server, consulte a documentagao do VMware.

O recurso a seguir é uma alteracdo global que afeta sistemas ESX Server e
vCenter Server que sao submetidos a backup usando um determinado sistema
proxy de backup. Portanto, a melhor pratica é identificar um sistema proxy de
backup dedicado que sera usado para montar dados para sistemas VMware
vCenter Server que contém uma porta personalizada do SDK para a VI.

Para especificar as portas de comunicacao HTTP/HTTPS
personalizadas

1. Efetuar logon no sistema de proxy de backup.

2. Abra o Editor de registro do Windows.

3. Crie a seguinte chave do Registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\VIHTTPPort

Cliqgue com o botdo direito do mouse em VIHTTPPort e clique em Modificar
No menu pop-up.

A caixa de didlogo Editar Valor DWORD ¢ aberta.

4. No campo Value data, especifique o nimero da porta de comunicagao
HTTP personalizada que foi configurada com o VMware vCenter Server.

Clique em OK.

O ndmero de porta é aplicado.
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Crie a seguinte chave de registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\VIHTTPSPort

Clique com o botdo direito do mouse em VIHTTPSPort e clique em
Modificar no menu pop-up.

A caixa de didlogo Editar Valor DWORD é aberta.

No campo Value data, especifique o nimero da porta de comunicagdo
HTTPS personalizada que foi configurada com o VMware vCenter Server.

Cligue em OK.

O numero de porta € aplicado.

Ativar a depuragao para tarefas do VDDK

O CA ARCserve Backup permite ativar logs de depuragao para backups do
VDDK. Logs de depuragdo podem ser usados para solucionar falhas de
operagao de backup e recuperacgao.

Para ativar a depuracgao para tarefas do VDDK

1.

Efetuar logon no sistema de proxy de backup.
Abra o Editor de registro do Windows.
Abra a seguinte chave de registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\Debug

Clique com o botdo direito do mouse em Depurar e cliqgue em Modificar no
menu pop-up.

A caixa de didlogo Editar Valor DWORD ¢ aberta.
No campo Value, especifique 1.

O CA ARCserve Backup gera um arquivo de log no sistema proxy de
backup do agente cliente do ARCServe Backup para o diretorio
Windows\Log chamado VMDKIOXXXX.log.
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Desinstalagdo do agente

Como melhor pratica, é possivel usar a fungdao Adicionar ou remover
programas no Painel de Controle do Windows para desinstalar o agente. A
rotina de desinstalacdo do CA ARCserve Backup permite desinstalar o agente e
qualquer combinacao de componentes do CA ARCserve Backup.

Para desinstalar o agente

1.

Abra o Painel de Controle do Windows e clique duas vezes no icone
Adicionar ou remover programas.

Localize e selecione o CA ARCserve Backup.
Cligue em Desinstalar.

A caixa de didlogo Componentes do aplicativo de desinstalacdo do CA
ARCserve Backup é aberta.

Coloque uma marca de selegao ao lado do CA ARCserve Backup Agente
para Maquinas Virtuais.

Cliqgue em Avancar.

A caixa de didlogo Mensagens do aplicativo de desinstalagao do CA
ARCserve Backup é aberta.

Clique em Avangar.

A caixa de didlogo Remover do aplicativo de desinstalagdo do CA ARCserve
Backup é aberta.

Coloque uma marca de selegao ao lado de Tem certeza de que deseja
desinstalar os componentes especificados deste computador? e clique em
Remover.

O agente sera desinstalado.
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Capitulo 3: Preenchendo o banco de
dados do CA ARCserve Backup

Esta secdo contém os seguintes topicos:

Especificar o nome do servidor do CA ARCserve Backup (na pagina 57)
Especificar um local de montagem temporario da VM (na pagina 59)
Preencher o banco de dados do usando a ferramenta de configuracao do
ARCserve VMware (na pagina 60)

Preencher o banco de dados do usando a ferramenta de configuracao Hyper-V
do ARCserve (na pagina 68)

Preenchendo o banco de dados do CA ARCserve Backup usando utilitarios de
linha de comando (na pagina 72)

Como os nomes da maquina virtual afetam as tarefas (na pagina 72)

Especificar o nome do servidor do CA ARCserve Backup

Para executar restauracdes granulares no nivel de arquivo a partir de backups
simples (VM integral), é preciso especificar o nome do servidor do CA
ARCserve Backup em suas VMs.

Essa tarefa ndo é necessaria se o Agente para maquinas virtuais do CA
ARCserve Backup foi instalado nas VMs usando a ferramenta de Implantagao
do agente. Para obter mais informacdes, consulte Implantar o agente na VMs
usando a implantacdo de maquina virtual (na pagina 39).

Observagao: as etapas a seguir se aplicam as VMs do VMware e do Hyper-V.

Para especificar o nome do servidor do CA ARCserve Backup
1. Efetue logon na VM e abra o administrador do agente de backup.

Para abrir o administrador do agente de backup, clique em Iniciar,
Programas, CA, ARCserve Backup e cliqgue em Administrador do agente de
backup.

O administrador do agente de backup é exibido.

2. Na lista suspensa, selecione o agente cliente do CA ARCserve Backup e
clique em Configuragdo na barra de ferramentas.

A caixa de didlogo Configuragdo é exibida.
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3. Clique na guia Agente para maquinas virtuais.

No campo Nome do servidor, especifique o nome do host ou enderego IP
do servidor do CA ARCserve Backup que protegera essa VM.

Configuracao

Clique em OK.

O nome do servidor do CA ARCserve Backup é salvo.

Observacao: repita essas etapas, conforme necesséario, em todas as VMs no
ambiente do CA ARCserve Backup.
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Especificar um local de montagem tempordrio da VM

Para preencher o banco de dados do CA ARCserve Backup com informacdes
sobre as VMs no ambiente de backup do VMware, o CA ARCserve Backup exige
um local para armazenar temporariamente as informagdes de backup
enguanto a Ferramenta de configuragdo do ARCserve VMware estd em
execugao.

Por padrao, o CA ARCserve Backup armazena as informacgdes de backup
temporarias no local a seguir no sistema de proxy de backup:

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve Backup

Observacgao: para executar backups de modo simples (VM integral) e backups
desse mesmo tipo com a permissdo de restauracdo no nivel do arquivo, é
necessario reservar pelo menos a quantidade de espaco em disco usada na
unidade ou até o tamanho maximo da unidade para acomodar os dados
armazenados no local temporario para montagem da VM. Para a execucgdo de
backups no nivel de arquivo, a quantidade de espaco livre em disco independe
do tamanho da VM. Backups do modo de arquivo exigem uma quantidade
minima de espago livre em disco no local temporério de montagem.

Use as etapas a seguir para especificar um local diferente para o Local de
montagem temporario da VM no sistema de proxy de backup.
Esteja ciente do seguinte:

m  OLlocal de montagem temporario da VM deve residir no sistema de proxy
de backup.

m O CA ARCserve Backup ndo oferece suporte ao uso de unidades mapeadas
no sistema de proxy de backup para o Local de montagem temporario da
VM.

Para especificar um local de montagem temporario da VM

1. Efetue logon no sistema proxy de backup e abra o administrador do
agente de backup.

Para abrir o administrador do agente de backup, clique em Iniciar,
Programas, CA, ARCserve Backup e clique em Administrador do agente de
backup.

A caixa de didlogo Administrador do agente de backup é exibida.

2. Na lista suspensa, selecione Agente para maquinas virtuais do CA
ARCserve Backup e cliqgue em Configuragao na barra de ferramentas.

A caixa de didlogo da ferramenta de configuragdo do ARCserve VMware é
aberta.

3. No campo Local de montagem temporario da VM, especifique o caminho
para o local em que deseja montar os dados.
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4. Clique em Definir.
O Local de montagem temporario da VM é definido.
5. Clique em Fechar.

A Ferramenta de configuragdo do ARCserve VMware é fechada.

Preencher o banco de dados do usando a ferramenta de
configuragcao do ARCserve VMware

A Ferramenta de configuracdo do VMware do ARCServe é um utilitario de
coleta de dados que permite preencher o banco de dados do CA ARCserve
Backup com as informacdes sobre as VMs nos sistemas VMware ESX Host.
Essa ferramenta esta integrada a um utilitério de linha de comando chamado
ca_vcbpopulatedb, que é executado em segundo plano, para preencher o
banco de dados do ARCserve com informagdes sobre as VMs. A ferramenta de
configuragao coleta as seguintes informagoes:

m Nomes de proxies de backup do VCB
m  Nomes do VMware ESX Host ou VMware vCenter Server
m  Nomes de hosts de VM

m  Nomes de volumes contidos nas VMs em sistemas Windows

Depois de instalar o agente, preencha o banco de dados do CA ARCserve
Backup com as informagoes sobre os sistemas de VM. Para fazer isso, é
necessario executar a ferramenta de configuragdo do ARCserve VMware no
sistema proxy de backup.

Apos a execucgdo da Ferramenta de configuracdo do VMware do ARCServe e do
envio de uma tarefa de backup bem sucedida dos dados que residem nas VMs,
o CA ARCserve Backup preenche automaticamente o banco de dados do CA
ARCserve Backup usando as informacdes sobre a VM que foi especificada
durante a execugdo da ferramenta de configuragdo. A opgao de preenchimento
automatico ajuda a garantir uma navegacgdo precisa no gerenciador de backup
e o backup dos dados mais recentes nas VMs. Por padrdo, o CA ARCserve
Backup preenche automaticamente o banco de dados com informagdes
atualizadas em intervalos de 24 horas depois de concluida a tarefa de backup.
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Para preencher o banco de dados usando a ferramenta de
configuracao do ARCserve VMware

1. Verifique se as VMs nos sistemas VMware ESX Host estdo em estado de
execugao.

Observacgao: se as VMs ndo estiverem em estado de execucgdo, a
Ferramenta de configuracdo do VMware do ARCServe ndo preenchera o
banco de dados do CA ARCServe Backup com dados e ndo sera possivel
procurar com precisao ou fazer o backup das VMs nos sistemas VMware
ESX Host.

2. Efetue logon no sistema proxy de backup e abra o administrador do
agente de backup.

Para abrir o administrador do agente de backup, clique em Iniciar,
Programas, CA, ARCserve Backup e cligue em Administrador do agente de
backup.

Oadministrador do agente de backup é exibido.
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3. Na lista suspensa, selecione Agente para maquinas virtuais do CA
ARCserve Backup e clique em Configuracdo na barra de ferramentas.

A caixa de didlogo da ferramenta de configuracdo do ARCserve VMware é
aberta.

Observacao: (opcional) é possivel abrir VCBUI.exe nos seguintes
diretdrios no sistema proxy de backup:

m Sistemas x86

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve
Backup\x86

m Sistemas X64

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve Backup
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&7 Ferramenta de configuracdo do ¥Mware do ARCserve ﬂ
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Servidor {nome ou IP): | 192.168.1.10 f;)widﬂr (nome ou - [152,168.1.20
Mame de usuario do Nu:.nl-|e e T =
CFITEEs I caroak I Administrakor
Senha: I Senha: I
Pratocolo: ¥ https " http
Yariedades
[ Montar [ Remover configuracso
[ Depurar [ Manter informactes da ¥M

Preencher a YM automaticameante

I 24 = l Definir |
rLocal de montagem da WM temporaria

CiiArguivos de programas\CALARCserve Backup Client Agent For J Definir |

rComando

Freqléncia: haras

=
[~

- Resulkados

=
I

Ohservacdn: se vocé usa HTTPS, precisa copiar o certificadn de sequranca do sistema do ES¥ Server
no siskemna procey de backup, Para obter mais informagdes, consulte o Guia do Agente para Maguinas
Wirkuais,

Cbservacdo: o WBUI deve ser executado a partir do servidor prosey de backup,

Fechar Excecutar Cancelar Ajuda

Capitulo 3: Preenchendo o banco de dados do CA ARCserve Backup 63



Preencher o banco de dados do usando a ferramenta de configuracdo do ARCserve VMware

4. Preencha os seguintes campos:

Detalhes do servidor principal do ARCserve

As seguintes opgGes se aplicam ao servidor principal ou auténomo do CA
ARCserve Backup:

Servidor (Nome ou IP) -- permite especificar o nome ou o enderego
IP do servidor principal do CA ARCserve Backup.

Nome de usuario do ARCServe -- permite especificar o nome do
usuario, com privilégios de caroot, para o servidor principal do CA
ARCserve Backup.

Senha -- permite especificar a senha do nome de usuario do CA
ARCserve Backup.

Detalhes do vCenter Server ou VMware ESX Host

As seguintes opgGes aplicam-se a infraestrutura virtual do VMware em seu
ambiente:

Servidor (Nome ou IP) -- permite especificar o nome do sistema
VMware ESX Host ou do sistema vCenter Server.

Nome de usuario -- permite especificar o nome do usuario do
VMware ESX Host ou do usuario vCenter com privilégios de
Administrador.

Senha -- permite especificar a senha para o nome de usuario do
VMware ESX Host ou 0 nome de usuario do vCenter.

Protocolo -- permite especificar o protocolo de comunicagdo entre o
sistema proxy de backup e o sistema VMware ESX Host ou o sistema
vCenter Server.

Observacgao: se vocé omitir esse argumento, a ferramenta assumira
que o https deve ser usado como protocolo de comunicagao.
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Diversos

Especifique as seguintes opcgdes diversas, conforme necessario, para
preencher o banco de dados do CA ARCserve Backup:

Montar -- com a opcao Montar ativada, a ferramenta de configuracao
preenche o banco de dados com os nomes das VMs que podem ser
montadas.

Observacao: se vocé executar a ferramenta de configuracdo com a
opcdo Montar ativada, o utilitario ficara mais lento, pois ele executa
uma operacao de montagem e desmontagem de cada VM em
execucao.

Remover a configuragdo -- permite excluir as VMs disponiveis no
banco de dados para os sistemas VMware ESX Host ou vCenter Server
especificado para um determinado sistema proxy de backup.

Depurar -- permite gravar um log de depuracdo detalhado. O log sera
criado no diretdrio de instalacdo do agente cliente para Windows. Por
padrdo, esse diretorio € o seguinte:

C:\Arquivos de programas\CA\Agente cliente para Windows do ARCserve
Backup\L0G

Observagdo: o nome do arquivo de log é ca_vcbpopulatedb.log.

Manter informagoes da VM -- permite manter dados (informagdes
de backup) de VMs que ndo estdo disponiveis ao executar esta
ferramenta.

Por padrao, a ferramenta captura informagdes de VMs que estao
disponiveis ao executa-la. Se uma VM nao estiver disponivel (por
exemplo, a VM estiver desligada ou excluida do ambiente), o CA
ARCserve Backup exclui os dados relacionados a VM do banco de
dados do CA ARCserve Backup. Com a opgao ativada, o CA ARCserve
Backup captura informacgdes de VMs que estdo disponiveis e mantém
as informacbes de backup de VMs ndo disponiveis.

Considere as praticas recomendadas a seguir:

- E necessario especificar a opcdo Manter informacdes da VM em
ambientes nos quais as VMs estarao no estado desativado quando
a operacdo de preenchimento for executada. Essa abordagem
ajuda a garantir que o CA ARCserve Backup fara o backup das VMs
na préxima vez em que a tarefa de backup for executada.

- Vocé ndo deve especificar a opcdo Manter informagdes da VM em
ambientes em que as VMs migram de um servidor ESX ou sistema
vCenter Server para outro, a fim de oferecer suporte a operagdes
de balanceamento de carga. Essa abordagem ajuda a garantir que
os backups dos sistemas ESX Server e vCenter Server ndo falhem.
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= Interromper a publicacdo automatica -- permite que o CA
ARCserve Backup interrompa o preenchimento automatico de
informagoes relacionadas a VM para os sistemas ESX Server ou
vCenter Server.

Como melhor pratica, é necessario usar esta opgdo nas seguintes
situacoes:

m O banco de dados do CA ARCserve Backup foi preenchido com
informagdes sobre os sistemas ESX Server ou vCenter Server, e
vocé deseja interromper o processo de preenchimento automatico
do banco de dados do CA ARCserve Backup.

m  Um sistema ESX Server ou vCenter Server foi desativado. Depois
que o sistema foi retornado para o servigo, o banco de dados do
CA ARCserve Backup foi preenchido com informagdes sobre o
sistema ESX Server ou vCenter Server. Agora, vocé deseja
interromper o processo de preenchimento automatico do banco de
dados do CA ARCserve Backup.

m  Um novo sistema ESX Server ou vCenter Server foi instalado em
seu ambiente de backup. O banco de dados do CA ARCserve
Backup foi preenchido com informagdes sobre o sistema ESX
Server ou vCenter Server. Agora, vocé deseja interromper o
processo de preenchimento automatico do banco de dados do CA
ARCserve Backup.

Com a opcdo Interromper a publicacdo automatica ativada, o processo
de preenchimento automatico ndo sera executado na préxima vez em
que o CA ARCserve Backup for programado para preencher o banco de
dados do CA ARCserve Backup. O processo de preenchimento
automatico preenche o banco de dados com informacgoes atualizadas
em intervalos de 24 horas (padrdao) apds a conclusao da tarefa de
backup ou com base na frequéncia que vocé especificou na opgao
Preencher a VM automaticamente.

Preencher a VM automaticamente

Permite especificar com que frequéncia o CA ARCserve Backup
preencherd automaticamente o banco de dados do CA ARCserve
Backup com informacdes relacionadas a VM.

Padrao: 24 horas

Intervalo: 1 a 99 horas
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Local de montagem temporaria da VM

Permite definir o local em que a Ferramenta de configuracdo do
VMware do ARCServe monta (armazena) temporariamente as
informacgdes de backup para as VMs enquanto a ferramenta estiver em
execugao.

Por padrdo, o CA ARCserve Backup monta as informacgdes de backup
temporarias no seguinte local:

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve Backup
Observacgao: é preciso clicar em Definir para aplicar o local.

Por exemplo, pode ser necessario mover o caminho de montagem
temporaria devido a uma quantidade insuficiente de espago livre em
disco para montar o backup no volume. Para obter mais informagdes,
consulte Especificar um local de montagem temporario da VM (na
pagina 59).

5. Clique em Executar.

Observacgdo: ndo é possivel clicar em Executar, a menos que todos os
campos necessarios estejam preenchidos.

A Ferramenta de configuragao do VMware do ARCServe preenche o banco
de dados do CA ARCserve Backup. Os resultados da execugao sdo exibidos
no campo Resultados na Ferramenta de configuragdo do VMware do
ARCServe. Para exibir informagdes de log detalhadas, abra o arquivo de
log chamado ca_vcbpopulatedb.log, localizado no diretério de instalagdo
do agente cliente para Windows no sistema proxy de backup.
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Preencher o banco de dados do usando a ferramenta de
configuragcao Hyper-V do ARCserve

A ferramenta de configuracdao Hyper-V do ARCserve é um utilitario de coleta
de dados que permite preencher o banco de dados do CA ARCserve Backup
com as informacdes sobre as VMs no sistema host Hyper-V.

Depois de instalar o agente, preencha o banco de dados do CA ARCserve
Backup com as informacgoes sobre os sistemas de VM. Para fazer isso, é
necessario executar a ferramenta de configuragdo Hyper-V do ARCserve no
sistema host Hyper-V.

Apods a execucdo da ferramenta de configuracdo Hyper-V do ARCserve e do
envio de uma tarefa de backup bem sucedida dos dados que residem nas VMs,
o CA ARCserve Backup preenche automaticamente o banco de dados do CA
ARCserve Backup usando as informacdes sobre a VM que foi especificada
durante a execugdo da ferramenta de configuragdo. A opgao Auto-populate
ajuda a garantir uma navegagao precisa no Gerenciador de backup e o backup
dos dados mais recentes nas VMs. Por padrdao, o CA ARCserve Backup
preenche automaticamente o banco de dados com informagdes atualizadas em
intervalos de 24 horas depois de concluida a tarefa de backup.

Com a ferramenta de configuragdo Hyper-V do ARCserve, considere as
seguintes limitagdes:

m A ferramenta de configuracdo Hyper-V do ARCserve preenche o banco de
dados do CA ARCserve Backup com informagdes sobre as VMs do Hyper-V
que estejam ligadas quando a ferramenta for executada. A ferramenta ndo
pode preencher o banco de dados com os dados da VM do Hyper-V quando
tais VMs estiverem desligadas.

m A ferramenta de configuracdao Hyper-V do ARCserve preenche o banco de
dados do CA ARCserve Backup com os nomes dos hosts das VMs
detectadas. Entretanto, se a ferramenta de configuragdo Hyper-V do
ARCserve nao detectar o nome do host de uma VM, o CA ARCserve Backup
substituira o nome do host da VM pelo nome da VM do banco de dados do
CA ARCserve Backup.

m O CA ARCserve Backup ndo suporta o uso de nomes de host e nomes de
VM com mais de 15 caracteres. Se os nomes de host ou nomes de VM
detectados tiverem mais de 15 caracteres, os nomes serdo truncados em
15 caracteres no banco de dados do CA ARCserve Backup.

m A ferramenta de configuragdo Hyper-V do ARCserve ndo suporta o uso de
caracteres JIS2004 Unicode para nomes de host e nomes de VM. Se a
ferramenta detectar caracteres JIS2004 Unicode nesses nomes, o CA
ARCserve Backup gravara o evento no campo Resultados na ferramenta de
configuragdo Hyper-V do ARCserve e as informagdes sobre as VMs nao
serdo preenchidas no banco de dados do CA ARCserve Backup.
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Para preencher o banco de dados usando a ferramenta de
configuracao Hyper-V do ARCserve

1.

Verifique se as VMs dos sistemas Hyper-V Server estdo em execugao.

Observacgao: a ferramenta de configuragao Hyper-V do ARCserve nao
preenche o banco de dados do CA ARCserve Backup com informacdes
sobre as VMs do Hyper-V que ndo estejam em execucao.

Efetue logon no sistema host Hyper-V e abra o administrador do agente de
backup.

Para abrir o administrador do agente de backup, clique em Iniciar,
Programas, CA, ARCserve Backup e cligue em Administrador do agente de
backup.

Oadministrador do agente de backup é exibido.
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3. Na lista suspensa, selecione Agente para maquinas virtuais do CA
ARCserve Backup e clique em Configuracdo na barra de ferramentas.

A ferramenta de configuragdo Hyper-V do ARCserve é exibida.

Wi ARCserve Hyper-¥ Configuration Tool B3

The ARCserve Hyper-¥ Configuration Tool is a utility that lets vou populate the CA
ARCserve Backup database with information about the ¥Ms in your Hyper-¥ Server
systems.

Specify the host name or IP address of the CA ARCserve Backup server containing the
database that you want to populate.

— Options

CA ARCserve Backup Server I |

[~ Debug Debug Level I 1 vl

™ Remove Configuration

™ Retain ¥M information

Auto-populate YM
Frequency: Izg _% Hours Set

—Results
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4. Preencha os seguintes campos:

Opgcoes

Servidor do CA ARCserve Backup -- permite especificar o nome do
host ou o endereco IP do servidor do CA ARCserve Backup que contém
0 banco de dados a ser preenchido.

Depurar -- permite gravar um log de depuracdo detalhado. O log sera
criado no diretorio de instalacdo do agente cliente para Windows. Por
padrdo, esse diretorio € o seguinte:

C:\Arquivos de programas\CA\Agente cliente para Windows do ARCserve
Backup\Log

Observagdo: o nome do arquivo de log é ca_msvmpopulatedb.log.

Nivel de depuragado -- permite especificar o nivel de detalhes que é
necessario no log de depuracdo (ca_msvmpopulatedb.log).

Padrao: 2
Intervalo: 1 a 6.

Observagdo: um nivel de depuracdo mais alto significa que
informagdes mais detalhadas serao fornecidas no log de depuragao.

Remover a configuragao -- permite excluir as VMs disponiveis no
banco de dados do CA ARCserve Backup para o servidor Hyper-V
especificado.

Manter informagoes da VM -- permite manter dados (informagdes
de backup) de VMs que ndo estdo disponiveis ao executar esta
ferramenta.

Por padrao, a ferramenta captura informagdes de VMs que estao
disponiveis ao executa-la. Se uma VM nao estiver disponivel (por
exemplo, a VM estiver desligada ou excluida do ambiente), o CA
ARCserve Backup exclui os dados relacionados a VM do banco de
dados do CA ARCserve Backup. Com a opgao ativada, o CA ARCserve
Backup captura informacgdes de VMs que estdo disponiveis e mantém
as informacbes de backup de VMs ndo disponiveis.

Considere as praticas recomendadas a seguir:

- E necessario especificar a opcdo Manter informacdes da VM em
ambientes nos quais as VMs estarao no estado desativado quando
a operacdo de preenchimento for executada. Essa abordagem
ajuda a garantir que o CA ARCserve Backup fara backup das VMs
na préxima vez em que a tarefa de backup for executada.

- Vocé ndo deve especificar a opcdo Manter informagdes da VM em
ambientes em que as VMs migram de um servidor Hyper-V para
outro a fim de oferecer suporte a operacdes de balanceamento de
carga. Essa abordagem ajuda a garantir que os servidores de
backup Hyper-V nao falhem.
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Preencher a VM automaticamente

m Frequéncia -- permite especificar com que frequéncia o CA ARCserve
Backup preenchera automaticamente o banco de dados do CA
ARCserve Backup com informagdes relacionadas a VM.

Padrdo: 24 horas
Intervalo: 1 a 99 horas

Observacao: é necessario clicar em Set para aplicar o valor
Frequéncia.

5. Clique em Executar.

O banco de dados do CA ARCserve Backup é preenchido com informagoes
sobre as VMs que estdo em execugao no sistema host do Hyper-V.

Preenchendo o banco de dados do CA ARCserve Backup
usando utilitarios de linha de comando

O CA ARCserve Backup permite preencher o banco de dados do CA ARCserve
Backup usando os seguintes utilitéarios de linha de comando:

m  ca_vcbpopulatedb -- permite preencher o banco de dados do CA
ARCserve Backup com informagdes sobre as VMs do VMware no ambiente
de backup.

m  ca_msvmpopulatedb -- permite preencher o banco de dados do CA
ARCserve Backup com informacgdes sobre as VMs do Hyper-V no ambiente
de backup.

Observagao: para obter mais informacgdes sobre a sintaxe, argumentos e
exemplos para os utilitarios descritos acima, consulte o Guia de Referéncia de
Linha de Comando.

Como os nomes da maquina virtual afetam as tarefas

O CA ARCserve Backup distingue as VMs com base no nome da VM (nome
DNS) e no nome do host ou do sistema proxy de backup. O CA ARCserve
Backup preenche seu banco de dados com essas informagdes ao executar a
Ferramenta de configuracao do VMware do ARCserve e a Ferramenta de
configuragdo do ARCserve Hyper-V.

Essas ferramentas permitem manter ou remover informagdes sobre as VMs no
banco de dados do CA ARCserve Backup ao ativar e desativar a opgdo Manter
informagdes da VM. Isso permite manter informagdes sobre as VMs que
estiverem desligadas quando as ferramentas acima forem executadas.
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As ferramentas de configuracao VMware e Hyper-V, ambas do ARCserve,
baseiam-se no nome da VM para determinar o estado de uma VM (por
exemplo, VM desligada). Se essas ferramentas ndo conseguirem localizar uma
VM pelo nome, irdo pesquisar pelo nome do host ou pelo nome do sistema
proxy de backup.

Exemplo: como os nhomes de VMs afetam as tarefas

Considere o seguinte ambiente de VM:
m  Vocé cria um ambiente que consiste em uma VM.
m O nome do host do VM é VM1,

m O nomedaVM éVM_um.

Ocorrem os seguintes eventos:

1. Vocé executa a Ferramenta de configuragcdo do ARCserve VMware ou a
Ferramenta de configuracao do ARCserve Hyper-V.

O CA ARCserve Backup preenche seu banco de dados com as informagdes
sobre os dados contidos na VM1.

2. Vocé envia uma tarefa de backup programada da VM1.
O CA ARCserve Backup executa e conclui a tarefa com éxito.
3. Vocé renomeia a VM1 para VM2, mas ndo altera o nome da VM.

4. Vocé edita a Ferramenta de configuragdo VMware ou Hyper-V do ARCserve
e ativa a opgao Manter informagdes da VM.

O CA ARCserve Backup preenche o banco de dados com as informagdes
sobre os dados contidos na VM2.

Observacgao: os dados de backup relacionadosa VM2 sdo os dados
contidos em VM_um.

5. Vocé envia uma tarefa de backup programada da VM2 e, em seguida,
desliga a VM2.

6. O CA ARCserve Backup executa as duas tarefas e observam-se os
seguintes resultados:

m O backup da VM1 é concluido com éxito. Os dados de backup
consistem nos dados contidos na VM2.

m O backup da VM2 é concluido com éxito. Os dados de backup
consistem nos dados contidos na VM2.
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Observacgoées:

m  Nesse exemplo, o usuario alterou o nome do host da VM e ndo alterou seu
nome.

m O CA ARCserve Backup ndo consegue detectar uma VM usando o nome do
host (por exemplo, VM1 e VM2) quando a VM esta desligada. Nesse
cenario, o CA ARCserve Backup pesquisa o nome da VM (por exemplo,
VM_um) que corresponde ao nome do host.

m  Quando as duas VMs estdo desligadas, mantém a mesma identidade no
banco de dados do CA ARCserve Backup. Consequentemente, quando a
tarefa da VM1 é executada, o CA ARCserve Backup ndo faz backup da VM
correta.
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Esta secdo contém os seguintes topicos:

Como procurar volumes de backup da maguina virtual (na pagina 75)
Abordagens de backup (na pagina 77)

Usando opcGes globais e locais de backup (na pagina 78)

Fazer backup dos dados residentes em maquinas virtuais VMware (na pagina
89)

Fazer backup dos dados residentes em maquinas virtuais do Hyper-V (na
pagina 93)

Tarefas gerais (na pagina 95)

Como o agente protege volumes montados a partir de discos rigidos virtuais
(na pagina 99)

Como o agente protege volumes compartilhados do agrupamento (na pagina
101)

Como procurar volumes de backup da maquina virtual

O gerenciador de backup permite procurar e exibir informagdes sobre os
objetos da VM contidos em uma estrutura de arvore de diretérios:

m  Sistemas proxy de backup

m  Sistemas VMware ESX/ESXi Server
m  Sistemas VMware vCenter Server
m  Sistemas host Microsoft Hyper-V

Para poder procurar VMs do VMware e do Hyper-V, é preciso executar a
ferramenta de configuracdo do ARCserve VMware e a ferramenta de
configuracdo do ARCserve Hyper-V. As ferramentas mencionadas acima
preenchem o banco de dados do CA ARCserve Backup com informacdes sobre
os dados contidos nas VMs, o que permite procurar as VMs no gerenciador de
backup.

Lembre-se das seguintes limitagdes:

m  E possivel procurar os volumes das VMs do VMware quando a VM estiver
executando um sistema operacional com base no Windows compativel com
VMware.

m  Vocé pode procurar os volumes nas VMs do Hyper-V ao instalar o agente
para maquinas virtuais nas VMs do Hyper-V. Com essa configuragdo, nao é
preciso executar a ferramenta de configuragao do ARCserve Hyper-V para
procurar os volumes nas VMs do Hyper-V.
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m  Na janela Gerenciador de backup com a guia Origem selecionada, o objeto
VMware Systems pode ser expandido para exibir os nomes dos sistemas
VMware, sistemas proxy de backup, sistemas ESX Server ou sistemas
vCenter Server e os volumes da VM contidos no sistema operacional
Windows.

No nivel da VM, é possivel procurar no modo simples (VM integral) ou no
modo de arquivo.

Para procurar uma VM no nivel do arquivo, um sistema operacional
Windows com suporte ao VMware deve estar instalado na VM.

m  Os modos de procura sd@o os seguintes:
m  VMs do Windows — modo de arquivo e modo simples (VM integral)

m  VMs ndo-Windows — apenas modo simples (VM integral)

A tela a segquir ilustra a procura em VMs do Hyper-V:

Iniciar = m Frogramar =

Desztino = |

-0 &gente cliente
== Microsoft SOL Server
----- o Microsoft SharePoint Server
----- o Microsoft Exchange Server
----- o Bg; Oracle Server
----- o Eg; Servidar Informix:
----- | Eg; Servidor Sybase
----- LB Lotus Domino Server
----- [CI[ER: Agente MAS
----- | ﬁ'] Oubras aplicativos
- O G Cendrios do CA ARCserve Replication
B0 Sistemas Whware
(= £7 Sistemas Microsoft Hyper-y

- L i HUAJTL IWINZKE { 0.0.0.0)

fo il L WINZOD3ENTER

----- i | 'T,'j Maquinasfcompartilhamentos preferenciais

,_,
=

- Ll i@ Rede
- Organizacdo do Exchange
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Abordagens de backup

A tela a seguir ilustra a procura em VMs do VMware:

Imiciar = m Programar =
E xibic30 de grupo - Personalizar grupo

=-d Agente cliente

- 2 B Microsoft SOL Server

----- o Microsoft SharePaoint Server

----- o Microsoft Exchange Server

----- o BE‘; Cracle Server

----- o BE‘; Servidor Informix

----- o BE‘; Servidor Sybase

----- o BE‘; Lokus Doming Server

----- LI EF: Agente NAS

----- | ﬁ] Cukros aplicativos

- &3 Cendrios do CA ARCserve Replication

----- Ol (& Sistemas YMware

- O g PROXY-001

= o Bl Esx-001

- G ool
L EHE

B ESHI0Z

- 5 w002

- L vm-003

o L wn-oo4

-0 L wn-o0s

e L) w008

Desting

®m Ao enviar uma tarefa de backup, o CA ARCserve Backup solicita que vocé
forneca as credenciais de nome de usuario e senha para os sistemas ESX
Server, vCenter Server ou para o sistema host Hyper-V.

O CA ARCserve Backup valida as credenciais em tempo de execucdo.

Abordagens de backup

Antes de enviar uma tarefa de backup, é necessario especificar a abordagem
que deseja usar para seus backups. E possivel especificar VCB ou VDDK. Como
melhor pratica, vocé deve usar a abordagem VDDK.

Observacgao: para obter mais informacoes sobre as vantagens de usar a
abordagem VDDK, consulte Apresentando a integracao com o VMware vSphere
(na pagina 18).

Para obter informagdes sobre as abordagens VDDK e VCB e como especificar
uma abordagem para backup, consulte Especificar uma abordagem para
backup (na pagina 43).
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Usando opgoes globais e locais de backup

Esta secdo contém os seguintes topicos:

Como funcionam as opgdes globais e locais de backup (na pagina 78)

Especificar modos de backup como uma opcdo de backup global (na pagina

83)

Especificar modos de backup como uma opcdo de backup local (na pagina 86)

Como 0 agente processa backups incrementais e diferenciais nas VMs do

VMware (na pagina 89)

Como funcionam as opgoes globais e locais de backup

As opgOes de backup definem como o CA ARCserve Backup faz o backup de
dados armazenados nas VMs. O CA ARCserve Backup permite processar dados
de backup usando as seguintes opgdes de backup:

Modo de arquivo - Permite fazer o backup de dados que residem em
uma VM como arquivos e diretoérios individuais. O backup no modo de
arquivo permite restaurar dados de backup da VM com granularidade de
nivel de arquivo.

Por padrao, o CA ARCserve Backup usa a estrutura do VCB para executar
backups em nivel de arquivo quando a estrutura do VCB e o VDDK estdo
instalados no sistema proxy de backup. No entanto, se somente o VDDK
estiver instalado no sistema proxy de backup, o CA ARCserve Backup usa
o VDDK para executar backups em nivel de arquivo dos dados da VM. Esse
comportamento ocorre quando o VMware VDDK nao oferece suporte ao
recurso que desvia os pontos de montagem do volume relacionados aos
backups no nivel de arquivo.

Modo simples (VM integral) - Permite fazer backup de uma imagem
completa de dados que residem em uma VM. O modo simples (VM integral)
permite fazer backup de dados que podem ser usados para operagoes de
recuperacao de falhas.
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Modo misto - Permite executar backups completos de dados em modo
simples (VM integral) e backups incrementais e diferenciais em modo de
arquivo. O backup em modo misto permite executar backups programados
e backups de rotacdo de GFS. Além disso, os backups de modo misto sdo
vantajosos, pois possibilitam a execugao semanal de backups completos
de eficiéncia simples (VM integral) e execucgdo didria de backups
incrementais e diferenciais com granularidade de nivel de arquivo.

Observagao: o backup em modo misto é o modo de backup padrdo.

Permitir restauracdo no nivel do arquivo - permite restaurar backups
no modo simples (VM integral) e no modo misto com granularidade de
nivel de arquivo.

Observacgao: para executar restauracdes granulares no nivel de arquivo a
partir de backups simples (VM integral), é preciso especificar o nome do
servidor do CA ARCserve Backup em suas VMs. Para obter mais
informagdes, consulte Especificar o nome do servidor do CA ARCserve
Backup (na pagina 57).
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A caixa de didlogo a seguir ilustra os modos de backup da VM que vocé pode
especificar na caixa de didlogo Opgoes globais.

Dpcoes globais x|

Alerta I Exportagio de midia | Avancado I Servigo de cdpia de zombra de volume | Criptografia/compactagdo
Midia de backup I Verificagdo I Repetir I Operagao | &nterior/posterior - Jpgfies de agente | Log de tarefas I WiTus

Agente para Microsoft SOL Serv — Moda de backup
Agente para magui
Aagente de banco de dados para " Modo de arquiva

Agente de banco de dados para

" Modo simples
& Modo misto

v Permitir restauracio na nivel do arquiva

r— Meétodo incremental/diferencial para ¥h da \Viware

I Uzar o ¥CE [WMware Conzolidated Backup] ou YDDE [itual Disk.
Development Kit]

" Usar o agente cliente para “Windows

Observagdo: aplicavel zomente a backups no modo misto. Para obter mais
informagies, conzulte o Guia do Agente para Maguinas Virtuais.

E necesséno instalar o agente para magquings vituais em todas a5 YMs
protegidaz a0 ezpecificar oz seguintes modas de backup como opgdo de
backup local ou global:

- Backup no modo de arquivo de uma Y Hypert!

- Backup no modo simples, e a opgdo Permitir restauragdo no nivel do arquivo
& especificada [V Hyper Adbdware)

- Backup no modo misto, & a opgdo Permitin restauragio no nivel do arguivo &
especificada WM HyperA\Mware]

- Backup no moda misto, & a opedo Método incremental/diferencial para
YWhlware para a opgao de Wiz especificada é Usar o agente cliente para
Wwindows

Caso nao instale o agente em todas as WMs, as tarefas poderdo ser concluidas
com o status Com falha ou Incompleto,

ok I Cancelar Ajuda
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E possivel especificar modos de backup como uma opcdo de backup global ou
uma opgcao de backup local.

m  Opgao de backup global - Permite aplicar modos de backup globalmente
a todas as tarefas de backup relacionadas a todas as VMs nos sistemas
VMware e Hyper-V no ambiente. Para obter mais informagdes, consulte
Especificar modos de backup como opcdo de backup global (na pagina 83).

m  Opgao de backup local - Permite aplicar um modo de backup a VMs do
VMware e do Hyper-V no nivel de tarefa. Para obter mais informacoes,
consulte Especificar modos de backup como uma opc¢ao de backup local
(na pagina 86).

Observacao: ao especificar modos de backup no nivel global e no nivel local,
o CA ARCserve Backup sempre executa a tarefa de backup usando as opgoes
de backup local especificadas para a VM individual.
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A tabela a seguir descreve como funcionam os modos de backup:

Modo de backup
especificado

Método
incremental/diferencia
I global especificado

Resultado em sistemas Resultado em

VMware

sistemas Hyper-V

Misto (especificado
Como uma opgao
global ou local)

m Use VCB ou VDDK

O CA ARCserve Backup
processa os dados de
backup simples (VM
integral) e os dados de
backup do modo de
arquivo (backups
incrementais e
diferenciais) usando o
VCB ou VDDK.

Observagao: com
backups de modo misto,
o CA ARCserve Backup
processa o backup de
modo simples (completo)
usando o modo
especificado: VCB ou
VDDK. No entanto, o CA
ARCserve Backup sempre
processara backups de
modo de arquivo usando
0 VCB quando o VCB e 0
VDDK estiverem
instalados no sistema
proxy de backup.

O CA ARCserve Backup
processa backups
completos semanais em
modo simples usando o
gravador VSS Hyper-V e
0s backups incrementais
e diferenciais diarios
subsequentes no modo
de arquivo por meio do
agente para maquinas
virtuais que é executado
na VM

Observacgao: a opgao
Uso global do
VCB/VDDK nao afeta
backups nos sistemas
Hyper-V.

Misto (especificado
COMO uma opgao
global ou local)

m Usar agente cliente

Observacgao: o agente
para maquinas virtuais
deve ser instalado e
estar em execugao na
VM.

O CA ARCserve Backup
processa backups
completos semanais em
modo simples usando o
VCB/VDDK e os backups
incrementais e
diferenciais diarios
subsequentes no modo
de arquivo por meio do
agente cliente para
Windows que estd em
execugao na VM.

O CA ARCserve Backup
processa backups
completos semanais em
modo simples (VM
integral) usando o
gravador VSS Hyper-V e
os backups incrementais
e diferenciais diarios
subsequentes no modo
de arquivo por meio do
agente para maquinas
virtuais que esta em
execugao nas VMs.

Observagao: a opgao
Uso global do
VCB/VDDK ndo afeta
backups nos sistemas
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Modo de backup Método Resultado em sistemas Resultado em
especificado incremental/diferencia VMware sistemas Hyper-V
I global especificado

Hyper-V.

Exemplos: como aplicar opgoes de backup

Para permitir o backup de dados com eficiéncia simples (VM integral) e
restaurar dados com granularidade no nivel de arquivo, a melhor pratica é
aceitar as opgdes de modo de backup padrdo e aplica-las globalmente em
todos os backups. Para proteger uma Unica VM, como uma VM que esteja
executando um sistema operacional ndo-Windows suportado, é possivel
especificar as opgoes de backup para a VM individual ou como uma opgao de
backup local e reter as opgdes especificadas globalmente para todos os
backups.

O ambiente de backup consiste em varios servidores com VMs instaladas. A
maioria dos backups consiste em VMs que exigem um backup de rotacao. Os
servidores restantes exigem backups completos no modo de nivel de arquivo.
Para simplificar o processo de configuracdo, é possivel aplicar o modo de
backup misto globalmente a todos os backups e, em seguida, aplicar o modo
de backup de nivel de arquivo localmente a todos os servidores em que deseja
executar backups no nivel de arquivo.

Especificar modos de backup como uma opg¢do de backup global

As opcoes globais afetam todos os backups da VM no ambiente no nivel da
tarefa. Use as etapas a seguir para especificar modos de backup que serao
aplicados a todas as tarefas de backup da VM.

Para especificar os modos de backup como uma opgao de backup
global
1. Abra a janela Gerenciador de backup e clique na guia Origem.

A arvore de diretorios Origem € exibida.

2. Expanda o objeto dos sistemas VMware ou do Microsoft Hyper-V e procure
a VM da qual deseja fazer backup.

Na barra de ferramentas, clique em Opgoes.
A caixa de didlogo Opgodes é aberta.

3. Clique na guia Opgdes do agente e clique em agente para maquinas
virtuais.
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4. Especifiqgue um modo de backup clicando em uma das opgdes a seguir:

Modo de arquivo--Permite proteger diretérios e arquivos individuais.
O backup de modo de arquivo permite executar as seguintes tarefas:

- Fazer backup de arquivos e diretérios com granularidade de nivel
de arquivo contidos na VM.

- E possivel executar backups completos, incrementais e
diferenciais.

- Restaurar dados com detalhamento de nivel de arquivo.

- Processar varios fluxos de dados simultaneamente usando a opgao
de multitransmissao.

- Filtrar dados usando a opgao Filtrar.

Observagdo: O tempo necessario para executar um backup em nivel
de arquivo de uma VM integral € maior do que o tempo necessario
para executar um backup em nivel simples (VM integral) do mesmo
volume.

Modo simples--Permite proteger sistemas inteiros para recuperagao
de desastres. O backup de modo simples permite executar as
seguintes tarefas:

- Executar backups completos apenas de imagens de VMs integrais.

- Processar varios fluxos de dados simultaneamente usando a opgao
de multitransmissao.

Observacgao: o Modo simples ndao permite restaurar dados com
detalhamento de nivel de arquivo ou filtrar dados simples (VM
integral). Os filtros aplicados ao modo simples (VM integral) sdo
ignorados em tempo de execugao.

Modo misto--Modo misto é o modo de backup padrdo. O modo misto
permite executar as seguintes tarefas:

- Executar as tarefas de backup de GFS e de rotagdo que consistem
em backups semanais completos em modo de VM completo
(simples) e em backups incrementais e diferenciais didrios em
modo de arquivo em uma so6 tarefa de backup.

Observacgao: as tarefas de rotagdo e rotagao GFS sdo vantajosas, pois
contém dados de backup que fornecem protecdo diaria (backups em
nivel de arquivo) e protecdo de recuperacao de falhas (backups de VM
simples e completo) em uma sé tarefa de backup.
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Permitir restauracdo no nivel do arquivo--Permite fazer backup
dos dados usando a eficiéncia de Modo simples e restaurar os dados
com granularidade com nivel de arquivo. Para executar restaurages
granulares no nivel de arquivo a partir de backups simples (VM
integral), é preciso especificar o nome do servidor do CA ARCserve
Backup em suas VMs. Para obter mais informacgdes, consulte
Especificar o nome do servidor do CA ARCserve Backup (na

pagina 57).

A opgdo Permitir restauracdo no nivel do arquivo permite executar as
seguintes tarefas:

- Restaurar dados em granularidade de nivel de arquivo de backups
de Modo simples (VM integral).

- Restaurar dados em granularidade de nivel de arquivo de backups
de Modo misto.

Com a opcdo de restauracdo de nivel de arquivo Permitir, o CA
ARCserve Backup demonstra o seguinte comportamento:

m E possivel usar a opgdo de restauracdo em nivel de arquivo
Permitir em todos os tipos de backups, incluindo backups
personalizados, backups de rotacao e rotagdes GFS que consistem
em backups completos, incrementais e diferenciais. Os backups
completos sao capturados em modo simples (VM completa) e os
backups incremental e diferencial sdo capturados em modo de
backup no nivel do arquivo. Se vocé ndo especificar Permitir
restauragdo no nivel do arquivo, o CA ARCserve Backup restaurara
apenas os backups incremental e diferencial. O backup completo,
que é capturado em modo simples, ndo é empacotado com a
restauragao.

m O CA ARCserve Backup ndo pode restaurar dados de granularidade
de nivel de arquivo ao executar backups de modo simples e modo
misto de dados que residem em discos dinamicos conectados aos
sistemas Windows 2000 Server.
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m Método incremental/diferencial para VM da VMware -- permite
especificar o método de comunicagdo que o CA ARCserve Backup
usara para transferir dados de backup incrementais e diferenciais nas
VMs do VMware para o sistema proxy de backup.

- Use VCB/VDDK -- permite que o CA ARCserve Backup use o
VMware Virtual Consolidated Backup para transferir dados de
backup incremental e diferencial para o sistema proxy de backup.
Vocé deve especificar essa opcdo quando desejar reduzir a carga
na rede.

Observagao: usar VCB/VDDK é a configuragdo padrao.

- Usar o agente cliente para Windows-- permite que o CA
ARCserve Backup use o Agente cliente para Windows para
executar o backup. Com essa opcgao especificada, o CA ARCserve
Backup executa um backup do sistema de arquivos e nao exige o
sistema proxy de backup para concluir o backup.

Clique em OK.
O modo de backup ¢é aplicado a todos os backups da VM.

5. Clique em OK para fechar a caixa de didlogo Opcoes.

Especificar modos de backup como uma op¢ao de backup local

As opcoes locais afetam backups de VM individuais no nivel da tarefa. Use as
etapas a seguir para especificar modos de backup que serdo aplicados as
tarefas de backup individuais.

Para especificar modos de backup como uma opgao de backup local
1. Abra a janela Gerenciador de backup e clique na guia Origem.

A arvore de diretorios Origem € exibida.

2. Expanda o objeto dos sistemas VMware ou do Microsoft Hyper-V e procure
a VM da qual deseja fazer backup.

Clique com o botdo direito do mouse na VM e selecione Opgdes locais no
menu pop-up.

A caixa de didlogo Modo de backup ¢é aberta.
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Clique em Substituir opgdes globais de backup. Para obter mais
informagoes, consulte Modos de backup (na pagina 78).

Especifiqgue um modo de backup clicando em uma das opgdes a seguir:

m  Modo de arquivo--Permite proteger diretdrios e arquivos individuais.
O backup de modo de arquivo permite executar as seguintes tarefas:

- Fazer backup de arquivos e diretérios com granularidade de nivel
de arquivo contidos na VM.

- E possivel executar backups completos, incrementais e
diferenciais.

- Restaurar dados com detalhamento de nivel de arquivo.

- Processar varios fluxos de dados simultaneamente usando a opcdo
de multitransmissao.

- Filtrar dados usando a opgao Filtrar.

Observagdo: O tempo necessario para executar um backup em nivel
de arquivo de uma VM integral € maior do que o tempo necessario
para executar um backup em nivel simples (VM integral) do mesmo
volume.

m  Modo simples--Permite proteger sistemas inteiros para recuperagao
de desastres. O backup de modo simples permite executar as
seguintes tarefas:

- Executar backups completos apenas de imagens de VMs integrais.

- Processar varios fluxos de dados simultaneamente usando a opgao
de multitransmissao.

Observacgao: o Modo simples ndao permite restaurar dados com
detalhamento de nivel de arquivo ou filtrar dados simples (VM
integral). Os filtros aplicados ao modo simples (VM integral) sédo
ignorados em tempo de execugao.

m  Modo misto--Modo misto é o modo de backup padrdo. O modo misto
permite executar as seguintes tarefas:

- Executar as tarefas de backup de GFS e de rotagdo que consistem
em backups semanais completos em modo de VM completo
(simples) e em backups incrementais e diferenciais didrios em
modo de arquivo em uma so tarefa de backup.

Observacgao: as tarefas de rotagdo e rotagao GFS sdo vantajosas, pois
contém dados de backup que fornecem protecdo diaria (backups em
nivel de arquivo) e protecdo de recuperacdo de falhas (backups de VM
simples e completo) em uma sé tarefa de backup.
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Permitir restauracdo no nivel do arquivo--Permite fazer backup
dos dados usando a eficiéncia de Modo simples e restaurar os dados
com granularidade com nivel de arquivo. Para executar restauragdes
granulares no nivel de arquivo a partir de backups simples (VM
integral), é preciso especificar o nome do servidor do CA ARCserve

Backup em suas VMs. Para obter mais informacgdes, consulte
Especificar o nome do servidor do CA ARCserve Backup (na

pagina 57).

A opgdo Permitir restauracdo no nivel do arquivo permite executar as
seguintes tarefas:

Restaurar dados em granularidade de nivel de arquivo de backups
de Modo simples (VM integral).

Restaurar dados em granularidade de nivel de arquivo de backups
de Modo misto.

Com a opcdo de restauracdo de nivel de arquivo Permitir, o CA
ARCserve Backup demonstra o seguinte comportamento:

E possivel usar a opcdo de restauracdo em nivel de arquivo
Permitir em todos os tipos de backups, incluindo backups
personalizados, backups de rotacao e rotagdes GFS que consistem
em backups completos, incrementais e diferenciais. Os backups
completos sao capturados em modo simples (VM completa) e os
backups incremental e diferencial sdo capturados em modo de
backup no nivel do arquivo. Se vocé ndo especificar Permitir
restauragdo no nivel do arquivo, o CA ARCserve Backup restaurara
apenas os backups incremental e diferencial. O backup completo,
que é capturado em modo simples, ndo é empacotado com a
restauragao.

O CA ARCserve Backup nao pode restaurar dados de granularidade
de nivel de arquivo ao executar backups de modo simples e modo
misto de dados que residem em discos dinamicos conectados aos
sistemas Windows 2000 Server.

Clique em OK.

A caixa de didlogo Modo de backup é fechada e o modo de backup é
aplicado.
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Como o agente processa backups incrementais e diferenciais nas VMs do
VMware

O agente usa as seguintes propriedades do arquivo como critérios de selecdo
de arquivo para backups incrementais e diferenciais:

= Data de criagdao ou modificacao do arquivo -- backups de
comunicacao do VCB.

O agente se comunica com a VM por meio do VCB. O agente detecta e
filtra os dados baseado no horario de criacdo ou modificagdo do arquivo.
Com esse método de comunicagdo, o agente faz backup de todos os
arquivos com horario de criacdo ou modificacdo posterior ao horario do
ultimo backup completo ou incremental, independentemente dos atributos
do arquivo.

m  Bit de arquivamento -- backups de comunicagdo do Agente cliente para
Windows.

O agente se comunica com a VM por meio do agente cliente para
Windows. O agente detecta e filtra o arquivo baseado no bit do
arquivamento. Se o agente detecta arquivos de estado do sistema com o
status FilesNotToBackup, exclui os arquivos detectados do backup
incremental ou diferencial.

Observacgao: para obter mais informagdes sobre a opgao de backup Usar o
VCB e sobre os backups de comunicacdao Usar o agente cliente para Windows,
consulte Especificar modos de backup como uma opcao de backup global (na
pagina 83).

Fazer backup dos dados residentes em maquinas virtuais
VMware

O CA ARCserve Backup permite fazer backup de dados que residam em VMs
do VMware. Siga as etapas a seguir para enviar tarefas de backup para VMs
com base em disco local e em SAN.

Observacgao: para obter informagdes sobre as limitacdes de backup com o
VCB, consulte Limitacdes de backup e restauracdao em computadores virtuais
(na pagina 24).

Para fazer backup de dados que residem em VMs do VMware
1. Abra o Gerenciador de backup e selecione a guia Origem.

A arvore de diretérios de origem do Gerenciador de backup é exibida.
2. Expanda o objeto Sistemas VMware.

Sao exibidos os sistemas proxy de backup, sistemas VMware ESX Host,
sistemas vCenter Server e as VMs no seu ambiente.
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3. Marque a caixa ao lado dos objetos de que deseja fazer backup. E possivel
selecionar volumes, um né inteiro ou qualquer combinacdo deles como
origem.

Observacgao: para obter informacgdes sobre a procura de volumes,
consulte Como procurar volumes de backup de maquinas virtuais (na
pagina 75).

4. Especifique um modo de backup para a tarefa.

Observacgao: para obter mais informagdes sobre modos de backup,
consulte Modos de backup (na pagina 78).

5. Para filtrar dados de backup da VM, clique com o botdo direito do mouse
na VM e selecione Filtrar no menu pop-up.

Observacgao: para obter mais informagoes sobre filtros, consulte Filtrar
dados de backup de VM (na pagina 96).

Importante: se o Modo de backup especificado for Modo simples e vocé
especificar filtros, o CA ARCserve Backup nao filtrard os dados de backup
da VM.

6. Para especificar onde vocé deseja armazenar a tarefa de backup, clique na
guia Destino ou na guia Armazenamento temporario.

Observacgao: para obter mais informagdes sobre como especificar um
destino usando o armazenamento temporario para fazer backup de dados,
consulte o Guia de Administracdo ou a Ajuda online.

Para usar a multitransmissao para transmitir dados de backup, clique na
caixa de selegdao Multitransmissao.

7. Para especificar as opgOes de programacao da tarefa, clique na guia
Programar.

Observacgao: para obter mais informagdes sobre como programar opgoes,
consulte o Guia de Administracdo ou a Ajuda online.

8. Para especificar filtros globais, clique em Filtrar na barra de ferramentas.
A caixa de didlogo Filtro é aberta.

Observacgao: para obter mais informagdes sobre como filtrar dados de
VM, consulte Filtrar dados de backup de VM (na pagina 96). Para obter
mais informagdes sobre como especificar filtros, clique no botdo Ajuda na
caixa de dialogo Filtrar.
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10.

11.

12.

Clique em Enviar na barra de ferramentas para enviar a tarefa.
A caixa de didlogo Informagdes de seguranca e agentes é aberta.

Vocé deve fornecer credenciais do sistema VMware ESX Host ou do
sistema vCenter Server e do sistema proxy de backup para enviar a
tarefa, conforme mostrado na ilustragdo a seguir:

Informagdes de seguranca e de agente

Edite ou confirme az sequintes informacdes de seguranca e de
agente para esta tarefa.

Sistema proxy

de backl.lp LCancelar
[@ ESKSERVERODT oot Sequianca...

Sistema

ESX/Virtual Agente...

Center Server

d s

L | N fiuda

Selecione o servidor correspondente e clique no botdo Segurancga da caixa
de didlogo Informacbes de segurancga e de agente.

A caixa de didlogo Seguranca é aberta.

Digite as credenciais de logon nos campos Nome do usuario e Senha e
clique em OK.

Observacgao: o CA ARCserve Backup nao oferece suporte ao logon em
sistemas usando senhas que tenham mais de 23 caracteres. Se a senha do
sistema no qual vocé estiver tentando efetuar logon tiver mais de 23
caracteres, a senha devera ser modificada no sistema do agente de forma
que passe a ter 23 caracteres ou menos. Em seguida, vocé poderd efetuar
logon no sistema do agente novamente.

O CA ARCserve Backup aplica as credenciais de segurancga e a caixa de
didlogo Enviar tarefa é aberta.

Preencha os campos obrigatérios da caixa de didlogo Enviar tarefa e clique
em OK.

Observacgao: para obter mais informagdes sobre como enviar tarefas,
cliqgue em Ajuda na caixa de didlogo Enviar tarefa.

O CA ARCserve Backup envia a tarefa. Para obter mais informagdes sobre
como exibir o status da tarefa e outras tarefas relacionadas, consulte o
Guia de Administracdo ou a ajuda online.
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Como o agente nomeia os pontos de montagem

O CA ARCserve Backup usa uma convencdao de nomenclatura diferente para
pontos de montagem para cada tipo de backup da VM.

Para backups do VCB Framework, o CA ARCserve Backup usa a seguinte
convencao de nomenclatura:

m O CA ARCserve Backup cria um diretorio de ponto de montagem
(instantaneo) no sistema proxy de backup ao executar um backup do VCB.
O CA ARCserve Backup nomeia o instantaneo usando a seguinte
convengao:

_VCB-BACKUP_

m  Apds a conclusdo do backup, o CA ARCserve Backup exclui o instantaneo
da VM do sistema ESX Server. Se o backup ndo for concluido com éxito, o
instantaneo permanece no sistema proxy de backup até que a proxima
tarefa de backup inicie e exclua o instantaneo. Os backups subsequentes
apresentarao erros se o CA ARCserve Backup ndo conseguir excluir o
instantaneo do sistema proxy de backup.

Para backups do VDDK, o CA ARCserve Backup usa a seguinte convengdo de
nomenclatura:

m O CA ARCserve Backup cria um diretério de ponto de montagem
(instantaneo) no sistema proxy de backup ao executar um backup do
VDDK. O CA ARCserve Backup nomeia o instantaneo usando a seguinte
convengao:

_ARCServe Backup  J<JobID> S<SessionID> date time

m  Apds a conclusdo do backup, o CA ARCserve Backup exclui o instantaneo
do sistema proxy de backup. Se o backup ndo for concluido com sucesso,
o instantaneo permanece no sistema proxy de backup até que vocé o
exclua do sistema ESX Server. Os backups subsequentes nao serao
afetados pelos instantdneos que permanecerem no sistema proxy de
backup.
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Fazer backup dos dados residentes em maquinas virtuais

do Hyper-V

Use as etapas a seguir para enviar tarefas de backup para VMs baseadas em
disco local e em SAN.

Observacgao: para obter informacdes sobre as limitagdes de backup com o
VCB, consulte Limitacdes de backup e restauracdao em computadores virtuais
(na pagina 24).

Para fazer backup de dados que residem em VMs do Hyper-V
1. Abra o Gerenciador de backup e selecione a guia Origem.

A arvore de diretorios de origem do Gerenciador de backup é exibida.
2. Expanda o objeto sistemas do Microsoft Hyper-V.

Os sistemas Hyper-V em seu ambiente sdao exibidos.

3. Marque a caixa ao lado dos objetos de que deseja fazer backup. E possivel
selecionar volumes, um né inteiro ou qualquer combinacdo deles como
origem.

Observacgao: para obter informagdes sobre a procura de volumes,
consulte Como procurar volumes de backup de maquinas virtuais (na
pagina 75).

4. Especifigue um modo de backup para a tarefa.

Observacgao: para obter mais informagdes sobre modos de backup,
consulte Modos de backup (na pagina 78).

5. Para filtrar dados de backup da VM, clique com o botdo direito do mouse
na VM e selecione Filtrar no menu pop-up.

Observacgao: para obter mais informacdes sobre filtros, consulte Filtrar
dados de backup de VM (na pagina 96).

Importante: se o Modo de backup especificado for Modo simples e vocé
especificar filtros, o CA ARCserve Backup néo filtrard os dados de backup
da VM.

6. Para especificar onde vocé deseja armazenar a tarefa de backup, clique na
guia Destino ou na guia Armazenamento temporario.

Observacgao: para obter mais informagdes sobre como especificar um
destino usando o armazenamento temporario para fazer backup de dados,
consulte o Guia de Administracdo ou a Ajuda online.

Para usar a multitransmissdo para transmitir dados de backup, clique na
caixa de selegdo Multitransmissao.
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7.

Para especificar as opgdes de programacao da tarefa, clique na guia
Programar.

Observacgao: para obter mais informagdes sobre como programar opgoes,
consulte o Guia de Administracdo ou a Ajuda online.

Para especificar filtros globais, clique em Filtrar na barra de ferramentas.
A caixa de dialogo Filtro é aberta.

Observacgao: para obter mais informacodes sobre como filtrar dados de
VM, consulte Filtrar dados de backup de VM (na pagina 96). Para obter
mais informacgdes sobre como especificar filtros, clique no botdo Ajuda na
caixa de dialogo Filtrar.

Clique em Enviar na barra de ferramentas para enviar a tarefa.
A caixa de didlogo Informagdes de seguranca e agentes é aberta.

Vocé deve fornecer as credenciais do sistema host Hyper-V para enviar a
tarefa, como mostrado na caixa de didlogo a seguir:

Informacoes de sequranca e de agente

E dite ou confirme az sequintes informagdes de seguranga e de
agente para esta tarefa. b

Objeto | Mome de us | Senha | Age Cancelar |
-ﬁ HUAJ 1AM 28 [ 000 Administrator ===

Seguranca...

Sistema host do Hyper-Y
Smente,..

il

a | ] Ajuda

10. Selecione o servidor correspondente e clique no botdo Segurancga da caixa

de didlogo InformacGes de seguranca e de agente.

A caixa de didlogo Seguranca é aberta.
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Tarefas gerais

11. Digite as credenciais de logon nos campos Nome do usuario e Senha e
clique em OK.

Observacgao: o CA ARCserve Backup ndo oferece suporte ao logon em
sistemas usando senhas que tenham mais de 23 caracteres. Se a senha do
sistema no qual vocé estiver tentando efetuar logon tiver mais de 23
caracteres, a senha devera ser modificada no sistema do agente de forma
que passe a ter 23 caracteres ou menos. Em seguida, vocé podera efetuar
logon no sistema do agente novamente.

O CA ARCserve Backup aplica as credenciais de segurancga e a caixa de
didlogo Enviar tarefa é aberta.

12. Preencha os campos obrigatdrios da caixa de didlogo Enviar tarefa e clique
em OK.

Observacgao: para obter mais informagdes sobre como enviar tarefas,
cligue em Ajuda na caixa de didlogo Enviar tarefa.

O CA ARCserve Backup envia a tarefa. Para obter mais informagdes sobre
como exibir o status da tarefa e outras tarefas relacionadas, consulte o
Guia de Administracdo ou a ajuda online.

Esta secdo contém os seguintes tdpicos:

Como o agente oferece suporte ao utilitario Verificacdo anterior (na pagina 95)
Filtrar dados de backup de VM (na péagina 96)
Arquivos de log do agente (na pagina 97)

Como o agente oferece suporte ao utilitario Verificagdo anterior

O utilitario PFC (Preflight Check - Verificacdo anterior) permite executar
verificacdes essenciais no servidor e nos agentes do CA ARCserve Backup a
fim de detectar condigbes que podem causar falhas nas tarefas de backup.

Para backups de computador virtual, o utilitario PFC verifica o status do
Agente cliente para Windows que estad sendo executado no sistema de proxy
de backup ou no sistema de host Hyper-V. O PFC ndo verifica o status das VMs
gue vocé especificou para backup no sistema VMware ESX Host ou no sistema
vCenter Server.

Observacgdo: para obter mais informagoes sobre como usar o utilitario PFC,
consulte o Guia de Administragao.
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O utilitario PFC executa as verificacdes a seguir nos backups do VMware ESX
Host nos seguintes cenarios:

Uma tarefa de backup é enviada usando o agente. O agente cliente para
Windows estd em execucgdo no sistema proxy de backup.

A mensagem a seguir é exibida:

Observagao: o né de destino <Proxy System’s Name/IP> é um sistema VMware Proxy.
0 PFC verifica somente o status do agente cliente no VMware Proxy Server. Ele ndo
verificard o status das Maquinas virtuais que vocé selecionou para backup no
VMware ESX Server.

Uma tarefa de backup é enviada usando o agente. O agente cliente para
Windows ndo esta em execucdo no sistema proxy de backup.

A mensagem a seguir é exibida:

Problemas: Falha ao conectar-se ao agente cliente em <Proxy System’s Name/IP>.
Verifique se o agente cliente em <Proxy System’s Name/IP> estd em execucdo.
Observagao: o né de destino <Proxy System’s Name/IP> é um sistema VMware Proxy.
0 PFC verifica somente o status do agente cliente no VMware Proxy Server. Ele nao
verificard o status das Maquinas virtuais que vocé selecionou para backup no
VMware ESX Server.

Filtrar dados de backup de VM

O CA ARCserve Backup permite filtrar dados ao executar um backup de modo
de arquivo ou uma rotacao, backup de modo misto que consiste em backups
incrementais, diferenciais ou ambos. Esse mecanismo permite executar as
seguintes tarefas:

Fazer backup apenas dos dados na VMs com base, por exemplo, em
padrdo de arquivo, intervalo de datas, data de modificagdo, tamanho de
arquivo e assim por diante.

Fazer backup de arquivos, pastas ou de ambos seletivamente em um
volume selecionado.

Aplicar critérios de filtragem globalmente ou localmente para suas tarefas
de backup.

Observacgao: um filtro global se aplica a todas as tarefas de backup, ao
passo que um filtro /ocal se aplica apenas a VM selecionada.
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Para filtrar dados de backup de VM
1. Abra a janela Gerenciador de backup e procure a VM que deseja filtrar.
2. Execute uma das seguintes acgoes:

m Para aplicar filtros globais a operacdo de backup, clique no botdo
Filtrar na barra de ferramentas da janela Gerenciador de backup.

m Para aplicar filtros locais a operacdo de backup, clique com o botdo
direito do mouse no objeto da VM e selecione Filtrar no menu pop-up.

A caixa de dialogo Filtro é aberta.
3. Especifique os filtros necessarios para concluir a tarefa de backup.

Observacgao: para obter mais informagdes sobre como filtrar dados, clique
em Ajuda na caixa de dialogo Filtrar.

Arquivos de log do agente

O CA ARCserve Backup inclui arquivos de log que fornecem detalhes sobre
operacbes de backup executadas com o Agente para maquinas virtuais. O CA
ARCserve Backup armazena os arquivos de log no sistema proxy de backup e
no sistema host do Hyper-V no seguinte local:

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve Backup\Log

Os arquivos de log a seguir se aplicam aos backups de VMs do VMware:
ca_vcbpopulatedb.log
Permite exibir mensagens sobre tarefas de backup de VMs do VMware.

As mensagens sao prefixadas pelo nimero da ID da tarefa e pelo nUmero
da sessdo, o que permite distinguir tarefas que estdo sendo executadas
simultaneamente.

m  Tamanho maximo do log- por padrdo, o agente limita o tamanho de
ca_vcbpopulatedb.log a 250 KB. Para alterar o limite (aumentar ou
diminuir o limite), crie o seguinte no Registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\VMMaxLogSize

Dados do valor: especifique o tamanho maximo do log necessario.
mount_jnl.log

Permite exibir informacdes sobre as operacdes de montagem e
desmontagem.

O arquivo de log contém os parametros especificados para cada operacao
de montagem e desmontagem.

Capitulo 4: Backup de dados 97



Tarefas gerais

ca_vcbmounteroutput_xxx.log

Permite exibir informagdes sobre as operacées de montagem e
desmontagem com falhas.

Contagem maxima de logs- por padrdo, o CA ARCserve Backup
salva no maximo 1.000 arquivos de log. E possivel especificar um
numero diferente de arquivos de log modificando os Dados do valor na
seguinte chave do Registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\VMMaxLogFiles

Observagdo: quando o numero de logs ca_vcbmounteroutput_xxx.log
atinge o valor maximo, o CA ARCserve Backup sobregrava
ca_vcbmounteroutput_000.log na proxima operagdo de montagem e
exclui ca_vcbmounteroutput_001.log.

Tamanho maximo do log de montagem- por padrdo, o agente
limita o tamanho de ca_vcbmounteroutput_xxx.log a 250 KB. Para
alterar o limite (aumentar ou diminuir o limite), crie o seguinte no
Registro:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCServe
Backup\ClientAgent\Parameters\VMMaxMountLogSize

Dados do valor: especifique o tamanho maximo do log necessario.

O arquivo de log a seguir se aplica aos backups de VMs do Hyper-V:

Hyper.log

Permite exibir mensagens sobre backups e restauracoes de VMs do
Hyper-V.

As mensagens sao prefixadas pelo nimero da ID da tarefa e pelo nimero
da sessdo, o que permite distinguir tarefas que estdo sendo executadas
simultaneamente.

O arquivo de log a seguir se aplica aos backups de VMs do Hyper-V e VMware:

vmdbupd.log

Permite visualizar informagdes sobre execucdes de preenchimento
automatico.

O arquivo de log contém os pardmetros especificados e o status de todas
as execucgOes automaticas da Ferramenta de configuracdo do VMware do
ARCServe (na pagina 60) e da Ferramenta de configuracdo Hyper-V do
ARCServe (na pagina 68).
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Como o agente protege volumes montados a partir de
discos rigidos virtuais

Esta secdo contém os seguintes topicos:

Visdo geral dos discos rigidos virtuais (na pagina 99)
LimitacGes da protecdo de volumes montados a partir de discos rigidos virtuais
(na pagina 99)

Visdo geral dos discos rigidos virtuais

Um VHD é um formato de imagem que apresenta os conteldos virtuais e de
disco, de sistemas operacionais e aplicativos, relacionados em um Unico
arquivo, usando metodologias de virtualizacdo. Dessa forma, € possivel usar
arquivos VHD (.vhd), que residem em volumes de recipiente, para executar
sistemas operacionais a partir de VHDs. Os volumes de recipiente podem
incluir um conjunto de arquivos do sistema operacional, arquivos de dados,
drivers, etc., que permitem que o sistema operacional montado no VHD
funcione independentemente do VHD em que reside.

O CA ARCserve Backup protege os volumes montados em VHDs.

Limitagoes da protegcdo de volumes montados a partir de discos rigidos virtuais

Considere as seguintes limitagdes ao fazer backup de VHDs:

m O CA ARCserve Backup ndo pode recuperar dados no nivel de
granularidade de arquivos ao fazer backup de volumes de VHD montados
dentro da maquina virtual.

Lembre-se das seguintes consideragoes:

m Essa limitacdo se aplica apenas ao usar o0 modo de backup simples (VM
integral) com a opgdo Permitir restauracao no nivel do arquivo
especificada.

m Essa limitagdo nao se aplica a backups executado usando o agente
cliente para Windows. O CA ARCserve Backup ndao pode recuperar
dados em granularidade de nivel de arquivo usando apenas o agente
cliente para Windows.
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m O CA ARCserve Backup ndo oferece suporte para fazer backup de volumes
do VHD aninhados, que contenham mais de um nivel de dados, usando o
VSS.

Considere o exemplo a seguir:

m O disco 0 contém a unidade C:\.

m A unidade C:\ contém a unidade de volume montada V:\.
m A unidade V:\ contém a unidade de volume montada W:\.

O CA ARCserve Backup nao pode detectar o arquivo .vhd que reside na
unidade V:\.

Para proteger os arquivos de dados que residem na unidade W:\, é
necessario fazer backup usando o agente cliente para Windows com o
Agent for Open Files do CA ARCserve Backup.

m O CA ARCserve Backup cria sessdes de backup separadas para volumes
montados que contenham VHDs.

Considere o exemplo a seguir:

m  Um servidor que contém o disco fisico (C:\), que, por sua vez, contém
os VHDs D:\ e E:\. Os arquivos VHD (D.vhd e E.vhd) que residem em
C:\ sdo montados como unidades D:\ e E:\. A unidade D:\ é montada
no C:\MountD e a unidade E:\ no C:\MountE.

m Ao fazer backup de C:\MountD e especificar a opgao Percorrer jungoes
de diretdrios e pontos de montagem de volume, o CA ARCserve
Backup cria sessdes de backup separadas para a unidade D:\ e
C:\MountD.

m Se vocé fizer o backup de C:\MountE e especificar as opcdes Desviar
juncdes de diretoérios e pontos de montagem de volume e Fazer
backup de pontos de montagem como parte do volume em que eles
estao montados, o CA ARCserve Backup cria sessdes de backup
separadas para as unidades E:\ e C:\MountE.

Observacgao: as opgdes a seguir estao localizadas no Gerenciador de
backup, em Opcdes globais da caixa de didlogo Avancado:

m Atravessar juncoes de diretério e pontos de montagem de volume.

m Fazer backup de pontos de montagem como parte do volume em que
eles estdo montados
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Como o agente protege volumes compartilhados do
agrupamento

Esta secdo contém os seguintes topicos:

Visdo geral dos volumes compartilhados do agrupamento (na pagina 101)
Limitacdes da protecdo de volumes compartilhados do agrupamento (na
pagina 102)

Visao geral dos volumes compartilhados do agrupamento

O CA ARCserve Backup permite proteger VMs localizadas em CSVs usando o
CA ARCserve Backup Agente para Maquinas Virtuais.

Um CSV (Cluster Shared Volume) é um recurso do Windows Server 2008 R2
que permite agrupar varias VMs do Hyper-V distribuidas entre diversos nds de
agrupamento. As VMs do Hyper-V agrupadas podem acessar simultaneamente
todos os arquivos montados nos CSVs.

Embora seja possivel armazenar arquivos de qualquer tipo nos CSVs, a
Microsoft recomenda que vocé crie apenas VMs nos CSVs. Como melhor
pratica, sugerimos que vocé aceite essa recomendacdo e que faca backup dos
dados que residem nas VMs usando o Agente para maquinas virtuais.

O CA ARCserve Backup permite proteger os CSVs que residem em sistemas
Hyper-V configurados usando a tecnologia de servico de cépias de sombra de
volume da Microsoft. Esse servico € um componente incluido no CA ARCserve
Backup Agent for Open Files. Para obter mais informagdes, consulte o Guia de
Administracéo.
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Limitagoes da protegcao de volumes compartilhados do agrupamento

Considere as seguintes limitagdes ao fazer backup de CSVs:

m  Os nds que compartilham os CSVs devem ter acesso aos volumes
compartilhados. Esses volumes compartilhados estdo localizados no
seguinte diretdrio:

<unidade do sistema>\ClusterStorage

m  Os backups de nds que compartilham CSVs ndo podem ser executados
simultaneamente. Isso garante que o n6 do qual vocé estiver fazendo
backup tenha controle total das operagdes de entrada e saida para o
armazenamento compartilhado, enquanto o backup estiver em
andamento. Por exemplo, 0 n6 A e o né B estdo compartilhando o CSV 1.
Vocé envia tarefas para execugdo de backup dos nds A e B. O backup do
né B deve ter inicio apds conclusdo do backup do né A.

m Ao enviar backups contendo VMs que residem em CSVs em sistemas
Hyper-V, é preciso especificar a conta de dominio do Windows para os
sistemas Hyper-V na arvore de origem do gerenciador de backup. Além
disso, a conta de dominio do Windows deve ter privilégios de operador de
backup e administrador de agrupamento no sistema Hyper-V. Tal
abordagem ajuda a garantir que os backups das VMs residentes em CSVs
em sistemas Hyper-V sejam concluidos com éxito. Se ndo forem
fornecidas credenciais de dominio validas para sistemas Hyper-V, as
tarefas de backup irdo falhar e gerar a seguinte mensagem:

AE0603 Falha ao criar uma cépia de sombra VSS da VM no computador host Hyper-V.
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Esta secdo contém os seguintes topicos:

Restaurar dados da maquina virtual do VMware (na pagina 103)

Restaurar dados da maquina virtual do Hyper-V (na pagina 109)

Restaurar dados com detalhamento de nivel de arquivo (na pagina 115)
Restaurar dados de backup em nivel simples (VM integral) (na pagina 118)

Restaurar dados da mdquina virtual do VMware

Esta secdo contém os seguintes tdpicos:

Como procurar sessodes do VMware (na pagina 103)
Como é possivel recuperar as VMs usando o vSphere (na pagina 105)
Restaurar maquinas virtuais do VMware (na pagina 105)

Como procurar sessoes do VMware

Vocé deve usar o mesmo processo para restaurar dados de uma VM ou de
qualquer outro servidor fisico.

Observacgao: para obter mais informagdes sobre como restaurar dados,
consulte o Guia de Administracdo ou a Ajuda online.

No entanto, a restauracdo de dados de uma VM apresenta as seguintes
limitagOes:

m  E possivel restaurar backups no nivel de arquivo (Modo de arquivo) em
seu local original ou em um local alternativo.

Observacgao: para restaurar arquivos em seu local original em uma VM, o
agente cliente para Windows deve estar instalado na VM.

m  E possivel restaurar backups no nivel simples (VM integral) apenas em um
local alternativo.
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Restaurar dados da mdquina virtual do VMware

Ao selecionar a opgdo Restaurar por arvore na guia Origem do gerenciador de

rest

auracgao, os backups da VM executados em modo simples (VM integral) sdo

exibidos como imagem simples do VMware. Quando vocé executa backups no
modo de arquivo, os volumes correspondentes na VM sdo exibidos.

A ARCserve Backup - [Restaurar]
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o % scsio-0-0-100-1-RM .., YMDK 750 Bytels) 07/09/07 12:15
ol B sesi0-1-0-100-FRW,.. YMDE 1.56 MB 06/08/08 0%:29
M [Mscsi0-1-0-100-1-RW ... ¥MDK 192 KB 15/03/07 12:00
o [®srsi0-1-0-100-1-Ru...  WMDK 492 Byte(s) D4/05{09 22:11
W [Bscsi0-2-0-100-1-RW...  ¥MDK 1.31 MB 04/05/09 22:10
W [Hscsi0-2-0-100-1-RW ... ¥MDK 192 KB 04)05/09 22:12
Wl B sesin-2-0-100-IFRW,.. YMDE 492 Bytels) 0405109 22:11
o Bunmount.dat DAT 62 Byke(s) 07/09/07 12:15
o Hvrware-10.00g Documento de texto 3.02 MB 07/09/07 12:15
o CBvmware-11.0og Documenta de texta 31 KB 07/09/07 12:15 i
o Bvmware-12.0og Documento de texta 31 KB 1500307 12:00
w8 yrware-13.0nn Dinrmentn de betn 32 KR 1EININT AP0 Jid|

A secdo de propriedades da sessao da janela Gerenciador de restauragao exibe

as s

eguintes informacgbes sobre os dados de backup do VMware:

Proxy do VMware -- indica o home do sistema proxy de backup usado
para fazer backup dessa VM.

VMware vCenter Server/host VMware ESX -- indica o nome do
sistema VMware ESX Host ou do sistema vCenter Server no qual a VM
estava sendo executada quando a tarefa de backup foi enviada.

Nome do host -- indica o nome do host da VM envolvida com a tarefa de
backup.

Método da sessdo -- indica o tipo de método de backup usado para fazer
backup da VM (por exemplo, Simples e Arquivo).
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Como é possivel recuperar as VMs usando o vSphere

O método que o agente usa para recuperar as VMs depende da abordagem
usada para fazer o backup das VMs.

Observacgao: para obter mais informacdes sobre as abordagens para backup,
consulte Especificar uma abordagem para backup (na pagina 43).

Para backups da estrutura do VCB, considere as seguintes questdes:

O VMware Converter (autbnomo) ou o VDDK podem ser usados para
recuperar os dados de backup do VCB.

Se VDDK e o VMware Converter (independente) estiverem instalados no
sistema proxy de backup, o VMware Converter sera usado para recuperar
a VM, se o backup tiver sido executado usando o VCB Framework.

Se o VDDK estiver instalado no sistema proxy de backup e o VMware
Converter ndo estiver, o VDDK sera usado para recuperar a VM.

Os dados de backup da VM podem ser recuperados usando o VDDK com
ESX Server 3.0.x e ESX Server 3.5 se o backup tiver sido executado
usando o CA ARCserve Backup r12 SP1 e o CA ARCserve Backup r12.5.

Para backups do VDDK, considere as seguintes questdes:

Os dados de backup do VDDK devem ser recuperados usando o VDDK. O
VMware Converter nao pode ser usado para recuperar os backups do
VDDK.

O ESX Server 3.5 e 0 ESX Server 4.0 podem ser usados para recuperar os
dados da VM dos quais foi feito backup usando o ESX Server 3.5.

O ESX Server 3.5 nao pode ser usado para recuperar os dados da VM dos
quais foi feito backup usando o ESX Server 4.0.

Ao recuperar os dados de backup do VDDK usando o VDDK, o processo de
recuperacao nao exige espaco livre em disco no sistema proxy de backup.

Ao recuperar os dados de backup do VCB usando o VDDK, o processo de
recuperacao restaura os dados para o sistema proxy de backup, o VDDK |&é
esses dados e os restaura para o sistema ESX Server.

Restaurar maquinas virtuais do VMware

O processo de recuperagao das VMs do VMware permite recriar toda a VM e
restaurar os dados. Com esse processo, é possivel recuperar uma VM de uma
falha e clonar uma VM.
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Navegando na janela Recuperar VM

A janela Recuperar VM permite navegar, selecionar e modificar varios campos.
Quando o cursor do mouse é posicionado sobre um campo editavel, sua cor de
plano de fundo fica amarela, como ilustrado a seguir:

Verstes do backup & | Passe o cursor do mouse

sabre um campa, O fundo
07{02/09 0&:59 4 amarelo mostra que o

campo & editdvel

Para modificar um campo editavel, selecione o campo de destino e clique nas
reticéncias para navegar no campo, conforme ilustrado a seguir:
Cligque nas

reticéncias para
procurar.

Consideracoes

Lembre-se das seguintes consideragoes:

m O CA ARCserve Backup restaura os dados de backup da VM no sistema
proxy de backup em um local de montagem temporario e, em seguida,
restaura os dados no sistema VMware ESX Host.

m O VMware Converter versao 3.0.2 e posterior deve estar instalado no
sistema proxy de backup. O CA ARCserve Backup usa as ferramentas do
VMware Converter para restaurar imagens de VCB de VMs.

Observacgao: para obter informagdes sobre o VMware Converter, consulte
http://www.vmware.com/products/converter.
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Para recuperar maquinas virtuais do VMware

1.

Abra o gerenciador de restauracao, clique na guia Origem e selecione
Recuperar maquina virtual na lista suspensa conforme ilustrado na
seguinte tela:

L] Restaurar por &rvore v|

L] Restaurar par arvare
oy Restaurar por sessio
-ﬁ] Restaurar por congulta

1
m Desting | Frogramar |

Restaurar por Image./sem servidar

- ]‘fﬁ- Sistemnas Metw'are

- [ 5% Sistemas UM% /Linux

- [ 5% Sistemas Mac 05 X

- [ 5% Servidores MAS

- [ 5% Siskemas AS400

- [ 5% Sistemas ¥MS

- [ 5% Sistemas Windows 986Me
n | (h Organizacdo do Exchange

A janela Recuperar maquina virtual é exibida.

Para procurar por uma VM do VMware, execute uma das seguintes acodes e
va para a proxima etapa.

Para procurar por uma determinada VM, especifique o nome da VM no
campo Nome da maquina virtual e cliqgue em Consultar.

O nome da maquina virtual especificado é exibido na lista de VMs.

Para procurar em todas as VMs, selecione << ANY >> no campo Nome
da maquina virtual e cligue em Consultar.

Todas as VMs do ambiente sdo exibidas na lista de VMs.

Para procurar usando um nome de maquina virtual parcial, substitua
os caracteres desconhecidos por um asterisco e clique em Consultar.

As maquinas virtuais que atendam aos critérios de procura sdo
exibidas na lista de VMs.

Exemplo: Usar 100-* retorna os nomes de todas as VMs comegadas
por 100-, por exemplo, 100-1, 100-01 e 100-001.

Na caixa Procurar maquina virtual, clique em VMware.

Todas as VMs do WMware no ambiente sdo exibidas na lista de VMs.
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3. Preencha os campos a seguir na lista de VMs.

Nome da maquina virtual (Nome DNS) -- marque a caixa de
selecdo proxima ao Nome da maquina virtual para especificar as VMs
que deseja recuperar.

Observagao: o CA ARCserve Backup processa as operacoes de
restauragdo em sequéncia, quando vocé especificar mais de uma VM.

Versoes do backup -- permite especificar uma versao do backup.

E possivel aceitar a Versdo de backup exibida ou clicar no campo
Versdes do backup e, em seguida, nas reticéncias para procurar varias
versoes dos dados de backup.

Maquina proxy -- permite especificar o sistema proxy de backup e as
informagdes de seguranga necessdrias para recuperar a imagem da
VM.

E possivel aceitar a Madquina proxy exibida ou clicar no campo Maquina
proxy e, em seguida, nas reticéncias para procurar e especificar um
sistema proxy de backup diferente.

Caminho -- permite especificar o caminho para montar a imagem da
VM.

E possivel aceitar o caminho exibido ou clicar no campo Caminho para
especificar um caminho alternativo para o diretério de montagem
temporario da VM.

Nome do host VMware ESX -- permite especificar o ESX Server e as
informacdes de seguranga necessarias para recuperar a imagem da
VM.

E possivel aceitar o nome do VMware ESX Host exibido ou clicar no
campo Nome do host VMware ESX e, em seguida, nas reticéncias para
pesquisar e especificar um sistema VMware ESX Host diferente.

Armazenamento de dados -- permite especificar o Armazenamento
de dados associado ao sistema VMware ESX Host.

E possivel aceitar o nome do Armazenamento de dados exibido
associado ao sistema VMware ESX Host ou clicar no campo
Armazenamento de dados para especificar o Armazenamento de dados
do sistema VMware ESX Host de destino.

Observacgao: o armazenamento de dados é um valor que faz distingdo
entre maidsculas e mindsculas.

4. Na barra de ferramentas, clique em Opgdes.

A caixa de didlogo Opcdes globais sera aberta.
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5. Clique na guia Operacgdo e especifique as seguintes opcoes:

Observacgao: as opgdes a seguir ndo aparecem na guia Operacao, a
menos que o método Recuperar maquina virtual seja especificado.

m Ligar a VM VMware ou Hyper-V apos a restauracgao -- permite
ligar a VM apds a conclusdo da recuperacao.

Valor padrao: Ativado.

Exemplo: especifique essa opgdo quando precisar usar a VM
imediatamente depois da conclusao da recuperacgao.

m  Substituir a VM VMware, se ela existir -- permite sobrescrever a
VM, se ela existir.

Valor padrao: Ativado.

Quando se restaura uma VM do VMware, o CA ARCserve Backup
detecta as VMs que residem no sistema host. Se a VM existir no
sistema host, essa opgdo permite substituir a VM usando a UUID da
VM e o0 nome do host existentes.

Observacgao: para obter informagdes sobre solugdao de problemas,
consulte O agente ndo exclui VMs existentes apds a conclusdo de uma
tarefa de recuperacdo da VM (na pagina 123).

6. Cliqgue em OK.
As opgOes sdo aplicadas.

7. Clique em Enviar para enviar a tarefa de restauracao.
A caixa de didlogo Submeter tarefa é aberta.

8. Na caixa de didlogo Enviar tarefa, selecione Executar agora para executar
a tarefa imediatamente ou selecione Executar em e selecione uma
combinagdo de data/hora futuras para executar a tarefa.

Digite uma descricao para a tarefa e clique em OK.
A tarefa é enviada.

Observacgao: para obter mais informagdes sobre como enviar tarefas,
consulte o Guia de Administracao.

Restaurar dados da maquina virtual do Hyper-V

Esta secdo contém os seguintes topicos:

Como navegar em sessées do Hyper-V (na pagina 110)

Recuperar maquinas virtuais do Hyper-V (na pagina 110)

Recuperar maquinas virtuais do Hyper-V para locais alternativos (na pagina
114)
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Como navegar em sessoes do Hyper-V

Vocé deve usar o mesmo processo para restaurar dados de uma VM ou de
qualquer outro servidor fisico.

Observacgao: para obter mais informagdes sobre como restaurar dados,
consulte o Guia de Administracdo ou a Ajuda online.

No entanto, a restauracdo de dados de uma VM apresenta as seguintes
limitagdes:

m  E possivel restaurar backups no nivel de arquivo (Modo de arquivo) em
seu local original ou em um local alternativo.

Observacgao: para restaurar arquivos em seu local original em uma VM, o
agente cliente para Windows deve estar instalado na VM.

m  E possivel restaurar backups no nivel simples (VM integral) apenas em um
local alternativo.

Recuperar mdaquinas virtuais do Hyper-V

O processo de recuperacdo das VMs do Hyper-V permite recriar toda a VM e
restaurar os dados. Com esse processo, € possivel recuperar uma VM de uma
falha e clonar uma VM.

Navegando na janela Recuperar VM

A janela Recuperar VM permite navegar, selecionar e modificar varios campos.
Quando o cursor do mouse é posicionado sobre um campo editavel, sua cor de
plano de fundo fica amarela, como ilustrado a seguir:

Yersdes do backup & | Pasae o cursor do mouse

sobre um campa, O fundo
07f0Zf09 D&:59 4 amarelo mostra que o

campo & aditével

Para modificar um campo editavel, selecione o campo de destino e clique nas
reticéncias para navegar no campo, conforme ilustrado a seguir:
Cligque nas

reticéncias para
procurar.

Consideracoes

Lembre-se das seguintes consideragdes:

m A VM de destino deve ser desativada e excluida do sistema ou renomeada.
Se a VM ndo estiver desligada e excluida ou renomeada, o processo de
restauragdo sobrescreve os dados na VM de destino.
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Para recuperar maquinas virtuais do Hyper-V

1.

m Desting | Programar |

Abra o gerenciador de restauracao, clique na guia Origem e selecione
Recuperar maquina virtual na lista suspensa conforme ilustrado na
seguinte tela:

m Desting | Frogramar |

L] Restaurar por &rvore

L] Restaurar par arvare

oy Restaurar por sessio

-ﬂ] Restaurar por congulta

G“Ij Restaurar por Image./sem servidar

- 7#— Sistemas MNetWare

- [ 5% Sistemas UM% /Linux

+- 115*- Sistemas Mac 05 X

O 115*- Servidores MAS

L 5% Sistemas AS400

[l 5% Sistemas YMS

b O s Sistemas Windows 98(Me
70 (h Organizacdo do Exchange

A janela Recuperar Maquina Virtual é aberta, conforme ilustrado pela
seguinte tela:

IQE‘] Recuperar maquina virtual

[

Mome da Wi {nome DMS)

Procurar maguina virkual usandao o nome de host da ¥M ou o tipo de ¥

| << QuALQUER »>

j Consulkar I

e YMware

Importante
A WM que vocé selecionou para ser recuperada ndo estard disponivel durante o processo de recuperagdo. Para garantiv que vocé ndo perca dados,
salve o trabalho e Feche todas as conexdies de rede ativas &4 ¥M antes de enviar a tarefa,

Selecione uma ou mais sessdes que deseja restaurar.

| Taman... | M das... | Mome da midia

Norne da Y1 {(nome DNS) | Verses do backup L& | Nome do hast [ [ caminho [

D 2K3586 12/02/09 &:20 PM HRYS 5,69 GB 1
O JazHOIHPYME 11/26/09 2:50 AM HPY4 1.01 GB 1
O winzksxse 12/02/09 1:52 AWM HPY4 8,37 GB 2

RAW C5Y [ID:CASE,5EQ:1]
112509 5:43 PM [ID:ECAL,SEC:1]
R [10:2093,5EC:1]
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2. Para procurar por uma VM do Hyper-V, execute uma das seguintes acles e
va para a proxima etapa.

Para procurar por uma determinada VM, especifique o nome da VM no
campo Nome da maquina virtual e clique em Consultar.

O nome da maquina virtual especificado é exibido na lista de VMs.

Para procurar em todas as VMs, selecione << ANY >> no campo Nome
da maquina virtual e clique em Consultar.

Todas as VMs do ambiente sdo exibidas na lista de VMs.

Para procurar usando um nome de maquina virtual parcial, substitua
0s caracteres desconhecidos por um asterisco e clique em Consultar.

As maquinas virtuais que atendam aos critérios de procura sdo
exibidas na lista de VMs.

Exemplo: Usar 100-* retorna os nomes de todas as VMs comecadas
por 100-, por exemplo, 100-1, 100-01 e 100-001.

Na caixa Procurar maquina virtual, clique em Hyper-V.

Todas as VMs do Hyper-V no ambiente sdo exibidas na lista de VMs.

3. Preencha os campos a seguir na lista de VMs.

Nome da maquina virtual (Nome DNS) -- marque a caixa de
selecdo proxima ao Nome da maquina virtual para especificar as VMs
que deseja recuperar.

Observacao: o CA ARCserve Backup processa as operagoes de
restauragdo em sequéncia, quando vocé especificar mais de uma VM.

Versoes do backup -- permite especificar uma versao do backup.

E possivel aceitar a Versdo de backup exibida ou clicar no campo
Versdes do backup e, em seguida, nas reticéncias para procurar varias
versdes dos dados de backup.

Nome do host -- permite especificar o sistema host Hyper-V e as
informagdes de seguranca necessarias para recuperar a imagem da
VM.

Se vocé deseja recuperar o sistema Hyper-V para outro host Hyper-V,
€ necessario especificar o diretério em que vocé deseja recuperar a
imagem de VM.

Caminho -- permite especificar o caminho em que deseja recuperar a
imagem da VM.

Observagao: se campo Caminho estiver vazio, o CA ARCserve Backup
recupera a imagem da VM para o seu local original.

4. Na barra de ferramentas, clique em Opgdes.

A caixa de didlogo Opcdes globais sera aberta.
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Clique na guia Operacao e especifique as seguintes opgoes:

Observacgao: as opgdes a seguir nao sao exibidas na guia Operacao, a
menos que o método Recuperar maquina virtual seja especificado.

m Ligar a VM VMware ou Hyper-V apos a restauracgao -- permite
ligar a VM apds a conclusdo da recuperacao.

Valor padrao: Ativado.

Exemplo: especifique essa opgdo quando precisar usar a VM
imediatamente depois da conclusao da recuperacgao.

Cligue em OK.

As opgodes sdo aplicadas.

Clique em Enviar para enviar a tarefa de restauragao.
A caixa de didlogo Submeter tarefa é aberta.

Na caixa de didlogo Enviar tarefa, selecione Executar agora para executar
a tarefa imediatamente ou selecione Executar em e selecione uma
combinagdo de data/hora futuras para executar a tarefa.

Digite uma descricao para a tarefa e clique em OK.
A tarefa é enviada.

Observacgao: para obter mais informagdes sobre como enviar tarefas,
consulte o Guia de Administracéo.
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Recuperar mdaquinas virtuais do Hyper-V para locais alternativos

O CA ARCserve Backup permite recuperar dados de backup do Hyper-V para
um local alternativo e proteger VMs que residem em volumes ndo nomeados.

Observagao: um volume ndo nomeado é um volume que ndo possui uma
letra de unidade atribuida.

Esses recursos permitem fazer o seguinte:

m  Recuperar VMs (Maquinas Virtuais) no mesmo sistema Hyper-V do
Windows Server 2008 ou em um diferente.

m  Criar diretdrios (com ou sem letras de unidade) nas maquinas virtuais de
destino durante o processo de recuperacdo, caso os diretorios ndo
existam.

A tela Recuperar VM no Gerenciador de restauragdo apresenta controles que
permitem executar as seguintes tarefas:

m  Recuperar as VMs do Hyper-V para um local alternativo em que o servidor
Hyper-V é um sistema Hyper-V do Windows Server 2008 R2.

m  Especificar caminhos para um local alternativo no sistema Hyper-V do
Windows Server 2008 R2 de destino.
Esteja ciente deste comportamento:

m  Caso seja especificado um caminho diferente, o CA ARCserve Backup pega
o0 caminho inteiro do conjunto de backup, exceto pela unidade raiz ou
nome do volume, e o adiciona ao caminho especificado.
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Restaurar dados com detalhamento de nivel de arquivo

Este topico descreve como restaurar dados dos quais foi feito backup usando
0s seguintes modos de backup:

m  Modo de arquivo

m  Modo simples com a opgao Permitir restauracao no nivel de arquivo
especificada

m  Modo misto com a opgdo Permitir restauragdo no nivel de arquivo
especificada

Observacgao: para obter mais informacdes, consulte Modos de backup (na
pagina 78).

Use estas etapas para executar operacdes de restauracdao em VMs (maquinas
virtuais) baseadas no disco local e baseadas na SAN. A fim de recuperar o
sistema de uma falha ou clonar um sistema, € possivel restaurar dados em
nivel de arquivo submetidos a backup em uma VM quando um arquivo for
corrompido ou excluido por engano. Vocé de usar o0 mesmo processo para
restaurar dados de backup no nivel de arquivo que o de restauragao de
qualquer arquivo de agente cliente com base no Windows.

Observacgao: para obter mais informagdes sobre como restaurar dados,
consulte o Guia de Administracéao.

Ao restaurar dados de backup no nivel de arquivo, considere o seguinte:

m  E possivel procurar e restaurar dados no diretério e no detalhamento do
arquivo somente se esses dados tiverem sido submetidos a backup usando
o modo de nivel de arquivo, o modo simples de backup (VM completa)
com a opgdo Permitir restauragdo no nivel do arquivo especificada ou o
modo misto de backup, também com a opgdo Permitir restauracdo no nivel
do arquivo especificada.

Observacgao: para obter mais informacgdes, consulte Modos de backup (na
pagina 78).

m A versdo atual do agente cliente para Windows deve ser instalada no
sistema de destino para restaurar dados cujo backup foi feito usando o
agente para maquinas virtuais.

m Ao restaurar dados com granularidade de nivel de arquivo e especificar
Restaurar arquivos no local original, o CA ARCserve Backup omite
intencionalmente os arquivos do sistema Windows. Os arquivos do sistema
Windows geralmente sdo armazenados nos seguintes diretérios:

s C:\WINNT (Windows 2000)
m  C:\WINDOWS\SYSTEM
m  C:\WINDOWS\SYSTEM32
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Para restaurar dados com dados de detalhamento de nivel de arquivo

1. Abra o Gerenciador de restauracao, clique na guia Origem e selecione
Restaurar por arvore na lista suspensa.

2. Expanda o objeto Sistemas Windows e procure pelos dados a serem

restaurados.

™ Ca ARCserve Backup - [Restaurar]
Qarquivo Inicio rapido  Exibir Restaurar Janela  Ajuda _|ﬁ||1|
» Tarefa Fita ED @ El ﬁa

COMP-001 - ki =
E I —I @ @ @ Enviar | Opgdies  Filkrar Exibir
B
o

m Destinag = | Frogramar |

o
=
2 I @ Restaurar par arvare j Pesquizar I Histérico de versies |
i}
=
‘Ba
o
Mome | Tipo | Tamanho | Drata da ditima modificacio | Data de criagdo
o [IeatT Pasta de arquivos 4{22{08 7:03 AM
M [ Ipataset Pasta de arquivos 11/15/08 8:04 AM
- @ [ IDpocuments and Set.., Pasta de arguivos 319008 &35 4M
= - Datascl o [ lparpro4 Pasta de arguivos 8{22(08 9:27 &M
o '_‘ Documents and Settings w3 Program Files Pasta de arquivos 4/22{08 7:02 AM
: '_-‘_ Earprﬂ‘l i o [IRECYCLER Fasta de arquivos 9(21/08 &:24 PM
" - R:EDCg‘\:aCanERI = o (I5ystem Volume Info... Pasta de arquivas 11/13/08 7:36 AM
- : R Pasta de arguivos 7izzi0g 1:10 AM
-l [ System Yolume Information = )
M O Temp i | !__"IWINDOWS Pasta de arquivos 1/08/09 1:02 PM
H (] WINDOWS "] E-_ulmeUb Pastade arqu!vos 3/19/08 8:05 AM
- ] wmpub | Hxaﬁ Pasta de arquivos 6/11/08 2:07 M
H 3 a6 o % appPatch.BAT Arquiva em lotes do Windows &0 Bytels) 11j27/08 2:39 AM
= = 1] o % appPatchzk BAT Arquivo em lotes do Windows 44 Bytels) 11/27108 2:27 AM
N ST & ™ appPatchzkaxe4. BAT  Arouivo em lotes do Windows 60 Byteds) 11/27105 2139 AM
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Clique na guia Destino. Clique na caixa de selecdo Restaurar arquivos nos
locais originais para restaurar 0s arquivos em seus locais originais.

Para restaurar arquivos em seus locais originais, o agente cliente para
Windows deve estar instalado na VM. Se o agente cliente para Windows
ndo estiver instalado na VM, é possivel restaurar os dados em qualquer
local e copid-los manualmente na VM usando um compartilhamento de
sistema de arquivos da rede.

Observacao: ao restaurar dados com granularidade de nivel de arquivo e
especificar Restaurar arquivos no local original, o CA ARCserve Backup
omite os arquivos do sistema Windows.

Importante: para restaurar sessdes de backup com base no VMware em
um local alternativo, o agente cliente para Windows deve estar em
execugao no sistema alternativo e esse sistema deve ser exibido sob o
objeto Sistemas Windows. Se vocé tentar restaurar dados em um sistema
que nao é exibido sob o objeto Sistemas Windows, a tarefa de restauracao
falhara. Para restaurar dados em um local alternativo de um sistema local
que estd executando o sistema operacional Windows x86, adicione o
sistema com um nome de host ficticio e com seu endereco IP verdadeiro
sob o objeto Sistemas Windows da guia Destino do Gerenciador de
restauracdo. Em seguida, vocé podera especificar o destino como o
sistema local e enviar a tarefa de restauracgao.

Se os dados de backup foram criados a partir de um backup simples (VM
integral), o CA ARCserve Backup ndo oferecera suporte a opgdo Restaurar
arquivos nos locais originais.

Clique na guia Programar e especifique uma programagao no menu
suspenso Repetir o método.

Clique em Enviar na barra de ferramentas para enviar a tarefa de
restauragao.

A caixa de didlogo Informacgdes de seguranga e agentes é aberta. Para
enviar a tarefa, é necessario fornecer as credenciais de logon do sistema
no qual os dados estdo sendo restaurados.

Especifique suas credenciais de logon nos campos Nome do usuario e
Senha e clique em OK.

O CA ARCserve Backup aplica as credenciais de segurancga e a caixa de
didlogo Enviar tarefa é aberta.

Preencha os campos na caixa de didlogo Enviar tarefa e clique em OK.
A tarefa é enviada.

Observacgao: para obter mais informagdes sobre como enviar tarefas,
cligue em Ajuda na caixa de didlogo Enviar tarefa. Para obter mais
informagdes sobre como exibir o status da tarefa e outras tarefas
relacionadas, consulte o Guia de Administragcdo ou a ajuda online.
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Restaurar dados de backup em nivel simples (VM integral)

Use as etapas a seguir para executar operagoes de restauragdo em VMs
(maquinas virtuais) baseadas no disco local e baseadas na SAN. Vocé deve
restaurar os dados simples (VM integral) quando precisar recuperar um
sistema de uma falha ou clonar um sistema. Vocé de usar o mesmo processo
para restaurar dados de backup no nivel de arquivo que o de restauracgdo de
qualquer arquivo de agente cliente com base no Windows.

Observacgao: para obter mais informagdes sobre como restaurar dados,
consulte o Guia de Administracéo.

Ao restaurar dados de backup de nivel simples, considere o seguinte:

m A versdo atual do agente cliente para Windows deve ser instalada no
sistema de destino para restaurar dados cujo backup foi feito usando o
agente para maquinas virtuais.

m  N3o é possivel procurar e restaurar dados com granularidade no nivel de
diretério e arquivo nos dados que foram salvos em backup usando o modo
simples (VMintegral) ou modo misto sem especificar a opgao Permitir
restauracdo no nivel do arquivo.
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Restaurar dados de backup em nivel simples (VM integral)

1. Abra o Gerenciador de restauracao, clique na guia Origem e selecione
Restaurar por arvore na lista suspensa.

Expanda o objeto Sistemas Windows e procure o sistema VMware ou o
sistema Hyper-V a ser restaurado.

Expanda o sistema a ser restaurado e selecione os dados a serem
restaurados.

&% CA ARCserve Backup - [Restaurar] |8 1'
(2 Arquivo  Inicio répido  Exibir  Restaurar Janela  Ajuda —|® 1'

Tarefa Fits ED ’
[ComE 0T Hooo g%r o

E:xibir
m Desting = | Programar = |
I Q Restaurar par &rvore j Pesquisar I Histdrico de versiies |

Opedes  Filkrar

EI---_waL Sistemas Windaws Mome = | Tipo | Tamanho | Data da dltima modificacin | =~
B 2 comp-ont W 9 100--RwFilez.nvram  NYRAM & KB 2303110 16:31
[ | Raw o T8 100-1-RWFileZ, vrmx WM 2KB 2303010 14142

- 03

o Hcatalog FILE 1KB 23/03/10 1452
. W [Bscsi0-0-0-100-1-RW ... ¥MDK 1.65GE 23/03/10 19:32
H-OSF: o 8 scsi0-0-0-100-1-Rw .. ¥MDK 846,06 MB 07/09/07 12:24
R Rede Microsoft Windows o [ scsi0-0-0-100--Rv ., YMDK 1.62 GB 23/03/10 14:56
U"'gﬁ g_e't\flgos ?qo ?&tware o MY srsi0-0-0-100-1-RW... ¥MDK 576 KB 2303110 21:20
gg % S:;:z:: u:ﬂxi:ux B 3 scsi0-0-0-100- 1R, YMDK &4 KB 23003010 13:47
[]---ng& cietemnas Mat OF 1 o % scsio-0-0-100-1-RM .., YMDK 750 Bytels) 07/09/07 12:15
5 Cl 5% Servidores NAS W [Hscsi0-1-0-100-1-RW,,. YMDK 1.56 ME 06{08/08 09:29
B ﬂ%& Sistemas AS400 o 8 scsi0-1-0-100-1-RW ., ¥MDK 192 KB 15/03/07 12:00
[:I---le& Sistemas YMS W [Bsesi0-1-0-100-1-RW ... ¥MDK 492 Bytels) 04/05/09 22:11
[]___ﬂ%& Sistemas Windows 98/Me o %scsiD—Z—D—lDD—II—RW..‘ YMDK 1.31 MB 04/05/09 22:10
- 01 €3y Organizagdo do Exchangs o [scsi0-2-0-100-I-RY...  ¥MDK 192 KB 0405/09 22:12
Wl B sesin-2-0-100-IFRW,.. YMDE 492 Bytels) 0405109 22:11
o Bunmount.dat DaT 62 Byke(s) 07/09/07 12:15
o Hvrware-10.00g Documento de texto 3.02 MB 07/09/07 12:15

o CBvmware-11.0og Documenta de texta 31 KB 07/09/07 12:15 i
o Avmware-12.log Docurmento de bexto 31KB 15/03/07 12:00
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2. Clique na guia Destino.
Especifique o local para restaurar os dados.

3. Clique na guia Programar e especifique uma programagao no menu
suspenso Repetir o método.

4. Clique em Enviar na barra de ferramentas para enviar a tarefa de
restauragao.

A caixa de didlogo Informagdes de seguranga e agentes € aberta. Para
enviar a tarefa, é necessario fornecer as credenciais de logon do sistema
no qual os dados estdo sendo restaurados.

5. Especifique suas credenciais de logon nos campos Nome do usuario e
Senha e clique em OK.

O CA ARCserve Backup aplica as credenciais de seguranga e a caixa de
didlogo Enviar tarefa é aberta.
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6. Preencha os campos na caixa de didlogo Enviar tarefa e clique em OK.
A tarefa é enviada.

Observacgao: para obter mais informacdes sobre como enviar tarefas,
cligue em Ajuda na caixa de didlogo Enviar tarefa. Para obter mais
informacgdes sobre como exibir o status da tarefa e outras tarefas
relacionadas, consulte o Guia de Administracdo ou a ajuda online.
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Apéndice A: Solugcao de problemas

Esta secdo contém os seguintes topicos:

OperacGes de backup e de recuperacdo (na pagina 121)
Problemas da operacdo de montagem (na pagina 140)
Problemas com a ferramenta de configuracdo (na pagina 144)
Problemas diversos (na pagina 147)

Operacoes de backup e de recuperagcao

Os tdpicos a seguir descrevem como solucionar problemas de operagdes de
backup e recuperagcao em sistemas que executam o VMware vSphere.

O processo de preenchimento automatico da VM ndo é iniciado conforme a
programag¢ao

Valido para todos os sistemas operacionais Windows suportados pelo
CA ARCserve Backup.

Sintoma:

O processo de preenchimento automatico da VM néo é iniciado conforme a
programacao. A frequéncia do processo de preenchimento automatico foi
alterada recentemente.

Solugao:

Depois de alterar a frequéncia do processo de preenchimento automatico, o
processo iniciara no dia seguinte.

Exemplo: alteracdo da frequéncia do processo de preenchimento
automatico da VM

Vocé alterou a frequéncia do processo de preenchimento automatico da VM
para uma hora as 11h do dia 5 de abril. Vocé acredita que o processo
comecara as 12h do dia 5 de abril, mas ele ndo comeca. Ele comegara as 12h
do dia 6 de abril e serd executado a cada uma hora.
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Os arquivos de log do agente para computadores virtuais ndo aparecem no
sistema proxy de backup

Valido em todos os sistemas Windows que funcionam como sistemas
de proxy de backup.

Sintoma:

Os arquivos de log MntJrnl.log e vcbmounter_outputxxxx.log ndo aparecem no
diretério de logs do agente cliente no sistema proxy de backup.

Solugao:

Isso ocorre ao fazer backup de dados da VM usando o VDDK. O VDDK nao usa
o componente do VMware chamado vcbmounter para processar os backups do
VCB. Por isso, a operagao de backup nao gera os arquivos de log MntJrnl.log e
vcbmounter_outputxxxx.log da operacdo de montagem.

O processo vcbmounter ndo é interrompido depois do cancelamento de uma
tarefa de backup

Valido em todos os sistemas Windows que funcionam como sistemas
de proxy de backup.

Sintoma:

O processo vcbmounter ndo é interrompido no sistema proxy de backup depois
do cancelamento de uma tarefa de backup da estrutura do VCB.

Solugao:

Embora as tarefas de backup do VMware VCB Framework possam ser
canceladas, as operagdes de montagem e exportacao associadas aos backups
do VCB Framework nao sao interrompidas. Esse comportamento ocorre porque
o VCB Framework ndo oferece uma opgao para cancelar as operagoes de
montagem e exportacao vcbmounter.
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O agente ndo exclui VMs existentes apds a conclusdo de uma tarefa de
recuperacdao da VM

Valido em todos os sistemas operacionais Windows suportados.
Sintoma:

O CA ARCserve Backup ndo pode excluir a VM existente no sistema ESX Server
de destino no cenario a seguir:

m  Vocé envia uma tarefa Recuperar VM.
m  Vocé especificou a opgao global de restauracao Overwrite VM,

m O CA ARCserve Backup recupera com éxito a VM para o sistema proxy de
backup (sistema ESX Server).

Solugao:
Esse comportamento é esperado.

O agente combina a UUID e o nome do host de uma VM para criar um
identificador exclusivo para a VM. O CA ARCserve Backup usa o identificador
para distinguir as operagdes de backup e restauragao para uma determinada
VM. No entanto, o VMware vSphere ndo usa mais a UUID como um
mecanismo para identificar as VMs. Ao enviar uma tarefa para recuperar a VM
e especificar a opgcao Overwrite VM, o CA ARCserve Backup ndo exclui a VM
original caso ndo possa detectar uma VM com o mesmo UUID e nome do host
da VM original. Como resultado, o CA ARCserve Backup cria uma nova VM em
vez de substituir a VM existente. A abordagem ajuda a garantir que CA
ARCserve Backup ndo exclua a VM por engano. O CA ARCserve Backup
também se comporta dessa maneira nas seguintes situacées:

m A UUID ou o nome do host da VM foi alterado.

m A VM foi desligada ou esta inoperante (o agente ndo pode recuperar o
nome do host da VM).
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As tarefas de backup parecem falhar

Valido nos sistemas Hyper-V e VMware.

Sintoma:

Vocé envia um backup de VMs do VMware ou do Hyper-V. As opcGes
especificadas para o backup sdo as seguintes:

m  Modo simples ou modo misto

®m  Permitir restauragdo no nivel do arquivo

A tarefa é concluida com o status Incompleto e a mensagem de erro AW0550
€ exibida no Log de atividades.

Solugao:

O comportamento descrito acima ocorre porque o home do servidor do CA
ARCserve Backup que esta protegendo a VM ndo foi especificado ou o nome do
CA ARCserve Backup especificado ndo esta correto.

Para corrigir esse comportamento, verifique se o nome do servidor do CA
ARCserve Backup que protege a VM esta especificado corretamente.

Para obter mais informag0des, consulte Especificar o nome do servidor do CA
ARCserve Backup (na pagina 57).

Os tamanhos das sessoes de backup sGdo maiores que a quantidade de espacgo
usada em disco nas VMs.

Valido em plataformas Windows.

Sintoma:

Os tamanhos das sessOes de backup sdao maiores que a quantidade de espaco
usada em disco nas VMs.

Solugao:

Esse é o comportamento esperado quando é enviada uma tarefa de backup de
modo simples com a opgdo Permitir restauracao no nivel do arquivo
especificada. Considere os seguintes exemplos:

Dados Tamanho da sessdo Tamanho da sessao de backup
de backup com sem Permitir restauracao no
Permitir restauragdo nivel do arquivo
no nivel do arquivo

Capacidade do disco: 20 GB 20 GB 4 GB

Espaco usado: 4 GB
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Dados Tamanho da sessao Tamanho da sessdao de backup
de backup com sem Permitir restauracao no
Permitir restauracdao nivel do arquivo
no nivel do arquivo

Espaco livre em disco: 16 GB

Com a opgdao Permitir restauracdo no nivel do arquivo especificada, o CA
ARCserve Backup faz o backup do espago usado e do espaco livre em disco na
VM. Como resultado, o tamanho da sessdao de backup equivale ao tamanho da
VM.

Sem a opgao Permitir restauracdo no nivel do arquivo especificada, o CA
ARCserve Backup faz backup somente do espaco usado em disco na VM. Como
resultado, a sessdao de backup é pouca coisa maior que a quantidade de
espaco usado em disco na VM. (O CA ARCserve Backup reserva MBs extras
para metadados.)

Recuperar tarefas de VM falha nas VMs do VMware
Valido em plataformas Windows.

Sintoma:

Quando sdo enviadas tarefas de recuperagdao de VM no VMware baseado em
VMS, as tarefas falham com o erro AE0564.

Solugoes:

Existem diversas razdes pelas quais as tarefas Recuperar VM nas VMs do
VMware podem falhar. A lista a seguir descreve as razdes pelas quais as
tarefas podem falhar, bem como as agdes corretivas necessarias.

m  Razao 1: as credenciais especificadas para o sistema VMware ESX Host
nao estdo corretas:

Acao 1: verifique se as credenciais especificadas para o sistema VMware
ESX Host estao corretas:

m  Razao 2: ndo ha espaco livre o suficiente na restauracdo de dados de
destino.

Acao 2: verifique se ha espago em disco livre suficiente no
armazenamento de dados de destino no sistema VMware ESX Host. Além
disso, é possivel mover o armazenamento de dados de destino para um
sistema VMware ESX Host diferente.

m  Razao 3: o sistema VMware ESX Host esta inoperante ou ndo é possivel
se conectar a ele.

Acao 3: verifique se 0 sistema VMware ESX Host pode se comunicar com
o sistema proxy de backup.
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m  Razao 4: o VMware oferece suporte ao sistema operacional que esta em
execucao na VM.

Agao 4: verifique se o VMware Converter suporta o sistema operacional
qgue estd em execucgdo na VM. Observacdo: para obter mais informacées,
consulte o site de suporte do VMware.

m  Razao 5: vocé tentou recuperar um sistema operacional convidado com
arquitetura x64 em um sistema do host VMware ESX com arquitetura x86.

Acao 5: verifique se o sistema VMware ESX Host possui arquitetura x64.

Observagao: vocé pode usar os arquivos VMDK para recuperar o VM. O
caminho dos arquivos VDK pode se encontrado em CA_VCBpopulateDB.log
que esta armazenado no sistema proxy de backup. O
CA_VCBpopulateDB.log esta armazenado no seguinte diretério:

<<diretério de instalacdo do agente cliente>>/Log

m  Razao 6: o VDDK ndo esta instalado no sistema proxy de backup e o
VMware Converter Enterprise esta instalado no sistema proxy de backup.

O agente nao oferece suporte ao uso de versdes corporativas do VMware
Converter. Para que as tarefas de recuperagdo da VM sejam concluidas
com éxito, instale as versGes autdbnomas do VMware Converter no sistema
proxy de backup.

m  Acgao 6: desinstale o VMware Converter Enterprise do sistema proxy de
backup. Instale uma versao independente do VMware Converter no
sistema proxy de backup.
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Ndo é possivel restaurar dados de backup no nivel do arquivo em um servidor
do CA ARCserve Backup

Valido em plataformas Windows.

Sintoma:

O CA ARCserve Backup ndo tem um mecanismo que permite a restauragdo no
nivel do arquivo em um servidor do CA ARCserve Backup.

Solugao:

Para restaurar dados de backup com granularidade de nivel de arquivo em um
local alternativo, o agente cliente para Windows do CA ARCserve Backup deve
estar instalado no computador de destino. Por padrdo, o agente cliente para
Windows do CA ARCserve Backup é instalado no servidor do CA ARCserve
Backup. Para restaurar dados de backup com granularidade de nivel de
arquivo no servidor do CA ARCserve Backup, é necessario adicionar o servidor
do CA ARCserve Backup ao objeto Sistemas Windows no gerenciador de
restauracao, na guia Destino. Para adicionar o servidor do CA ARCserve
Backup ao objeto Sistemas Windows, € necessario adicionar o servidor usando
seu enderego IP com um nome de host ficticio.

Depois de adicionar o servidor CA ARCserve Backup ao objeto Sistemas
Windows, é possivel navegar até o servidor e especificar o local para a
recuperagao dos arquivos.

Para adicionar o servidor do CA ARCserve Backup ao objeto Sistemas
Windows, faga o seguinte:

1. Abra o Gerenciador de restauracao e clique na guia Destino.
Desmarque Restaurar arquivos no(s) local(is) original(is).
A arvore de diretorios do agente é exibida.

2. Clique com o botdo direito do mouse no objeto Sistemas Windows e
selecione Adicionar maquina/objeto no menu pop-up.

A caixa de didlogo Adicionar agente é aberta.
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3. Preencha os seguintes campos:

s Nome do host--Permite que vocé especifique o nome do host do
servidor do CA ARCserve Backup.

Observacgao: especifique um nome de host ficticio. Por exemplo,
LOCAL.

m  Enderecgo IP--Permite registrar o servidor do CA ARCserve Backup
usando o endereco IP. Para especificar o endereco IP, desmarque Usar
resolucdo do nome da maquina (recomendado), conforme ilustrado na
seguinte caixa de didlogo:

% InformagSes do agente
Nome do host:  [LOCALHOST

EnderegolP:  [155 |35 |88 |107]

[~ Usar resolugdo do nome da méquina (recomendada)

| Adicionar I Fechar l Ajuda I

Cligue em Adicionar.
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O servidor CA ARCserve Backup é adicionado ao objeto Sistemas Windows,
conforme ilustrado na tela a seguir.

IEEFigstaurar arquivos nofz] localliz) onginallisk

-G8 Servidores MAS

1?{ Sistemnas Mac O3 x

1?{ Sistemnas Mebware

s Sistemas UNIX{Linusx

s Sighemas AS400

s Sighemas YMS

1?{ Sisternas Windows 98/Me

El- 1?{ Sisternas Windows

; l -GH WIN-A0BTE1TTIFI{ 0.0.0.0)

-- Rede
=- Organizacdo do Exchange

4. Clique em Fechar.
A caixa de didlogo Adicionar agente é fechada.
Agora, é possivel navegar até o servidor CA ARCserve Backup e especificar o

local onde os dados de backup serdo restaurados com granularidade de nivel
de arquivo.
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Ndo é possivel ligar as VMs ao restaurar dados

Valido em plataformas Windows.

Sintoma:

O CA ARCserve Backup pode ndo conseguir ligar VMs apds a conclusdo das
restauragdes. Este comportamento ocorre apenas quando todas as seguintes
condigOes estdo presentes:

A VM é configurada com o Windows Server 2008 R2 ou Windows 7 como
sistema operacional convidado no VMware ESX Server 4.0. O controlador
SCSI padrdo é especificado para a VM (por exemplo, LSI Logic SAS).

O agente para maquinas virtuais do CA ARCserve Backup para Windows
esta instalado no sistema proxy de backup.

O sistema operacional convidado contido na VM recuperada é o Windows
Server 2008 R2 ou Windows 7.

O backup foi enviado pelo agente para maquinas virtuais e VMware
vSphere Web Services SDK e a abordagem VMware VDDK.

A restauracdo foi enviada com a opgdo Ligar a VM apds a restauracao
especificada.

Solugao:

Para resolver esse problema, faga o seguinte:

1.
2.

Permita que o CA ARCserve Backup conclua a operagao de restauragao.

Acesse o sistema host VMware ESX por meio do cliente VI em que a VM foi
recuperada.

Selecione a VM que foi recuperada.

Cliqgue com o botdo direito do mouse na VM e selecione Editar
configuracdes a partir do menu pop-up.

Altere o tipo de controlador de BusLogic Parallel para LSI Logic SAS.
Ligue a VM.
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Ndo é possivel ligar a VM do Hyper-V ao restaurar dados para um local
alternativo

Valido em sistemas Windows Server 2008.

Sintoma 1

Ao restaurar as VMs do Hyper-V para um local alternativo, o CA ARCserve
Backup talvez ndo seja capaz de ligar a VM de destino. Esse comportamento
ocorre se o nome adequado do comutador de rede nao for o mesmo do backup
original.

Solugao 1

Ha& varias abordagens que podem ser usadas para solucionar esse problema.

m A melhor pratica é assegurar, antes de enviar a restauragdo, que o nome
adequado da VM de destino (local alternativo) seja igual ao do local de
origem.

m  Uma solucdo alternativa é editar as configuracdes das VMs apds a
restauracdo ser concluida e, em seguida, configurar o comutador de rede
apropriado antes de ligar a VM.

Sintoma 2

Ao restaurar as VMs do Hyper-V para um local alternativo, o CA ARCserve
Backup talvez ndo seja capaz de ligar a VM de destino. Esse comportamento
ocorre se 0 nome do CD/DVD nao for o mesmo do backup original.

Solugao 2

Ha& varias abordagens que podem ser usadas para solucionar esse problema.

m A melhor pratica é assegurar, antes de enviar a restauragdo, que o nome
do CD/DVD da VM de destino (local alternativo) seja igual ao do local de
origem.

m  Uma solucdo alternativa é editar as configuracdes das VMs apds a
restauracgdo ser concluida e, em seguida, configurar o nome do CD/DVD
apropriado antes de ligar a VM.
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Sintoma 3
Ndo é possivel ligar as VMs Hyper-V manualmente no seguinte cenario:
m A VM Hyper-V foi restaurada em um local diferente.

m A opgdo Ligar a VM VMware ou Hyper-V ap0s a restauragdo nao foi
especificada.

Observagao: a opgdo Ligar a VM VMware ou Hyper-V apds a restauragao
€ uma opcdo de restauracdo global que aparece na guia Operacoes, na
caixa de didlogo Opgoes.

Solucado 3

Para resolver esse problema, faca o seguinte:

1. Apos a conclusdo da restauracgdo, abra o Hyper-V Manager e especifique a
opcao Remove Saved State.

2. Ligue a VM Hyper-V.

Operacoes de backup e recuperacao da VM falham ao usar o modo de

tfransporte NBD

Valida em todas as plataformas Windows em execucdo nos sistemas
proxy de backup.

Sintoma:
Operacoes de backup e recuperagao da VM falham ao usar o VCB ou o VDDK.

Os seguintes erros sao exibidos nos logs de erros do VCB e do VDDK:
Failed to open NBD extent

NBD ERR GENERIC

Erros de conexdo do NFC relacionados as operacdes do NFC sdo exibidos nos
logs de erros. Por exemplo:

NfcFssrvrRecv
NfcFssrvr DiskOpen
NfcNetTcpWriteNfcNet Send

NfcSendMessage

Observacgao: a depuracgao deve ser ativada para exibir logs de erros acima.
Para obter mais informagdes, consulte Ativar a depuracao para tarefas do
VDDK (na péagina 54).
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Solucao:

O modo de transporte NBD, também conhecido como modo de transporte LAN,
usa o protocolo NFC (Network File Copy - Cdpia de arquivos de rede) para
estabelecer comunicagdo. Varias operagdes do VDDK e VCB usam uma
conexao para cada disco virtual acessado em cada ESX Server e host ESXi
Server ao usar o NDB. Além disso, as conexdes ndo podem ser compartilhadas
entre discos. O Cliente VI e a comunicagdo periddica entre os sistemas host,
vpxd, ESX Server e ESXi Server contam para o nimero de conexdes
simultaneas.

A tabela a seguir descreve o nimero maximo de conexdes do NFC:

Plataforma host Tipo de conexao Maximo de Conexodes
ESX Server 4 Direto 9

ESX Server 4 Por meio do vCenter Server 27

ESXi Server 4 Direto 11

ESXi Server 4 Por meio do vCenter Server 23

Esteja ciente do seguinte:
m  Os valores em Maximum Connections representam os limites do host.

m  Os valores em Maximum Connections ndo representam os limites do
processo.

m  Os valores em Maximum Connections nao se aplicam a conexdes SAN e
hotadd.

m  As mensagens de erro descritas em Sintomas ocorrem quando o numero
de conexdes NFC para os sistemas host excede o nimero maximo de
conexoes descrito na tabela acima. Quando ocorrem falhas, o nimero de
conexdes do ESX Server ou do ESXi Server aumenta, o que faz com que
as sessdes de comunicacao dos sistemas host excedam o nimero maximo
de conexdes.

m  Se o cliente NFC nao for desligado corretamente, o ESX Server e o ESXi
Server permitem que as sessdes de comunicagao permanecam abertas por
mais dez minutos. Esse comportamento pode aumentar o nimero de
conexdes abertas.
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Melhores praticas:

A solugdo para esse problema é usar as melhores praticas a seguir para ajudar

a garantir que as operagdes de backup e recuperagao ndo falhem ao usar o
protocolo de transporte NDB:

Certifique-se de que as conexdes abertas com sistemas ESX Server e ESXi
Server sejam fechadas corretamente.

Use as melhores praticas a seguir ao enviar tarefas de backup e
restauragdo:

Se vocé suspeita que precisara de um alto nimero de conexdes para
0s sistemas host, preencha as VMs em seu ambiente do CA ARCserve
Backup usando o VMware vCenter Server.

Ao fazer backup de dados usando a abordagem VDDK, é necessario
otimizar o nimero de transmissdes especificado para backups de
multitransmissdo e otimizar o nimero de operagdes de leitura
simultédneas dos discos da VM. Essa abordagem ajuda a reduzir o
nimero de sessdes de comunicacdo com o sistema host. E possivel
obter uma estimativa do nimero de conexdes usando os seguintes
calculos:

m Backups de modo misto e backups simples (VM integral)
(com ou sem a opgdo Permitir restauracao no nivel do
arquivo especificada) usando o VDDK -- o numero de
conexdes € igual ao nimero de transmissGes em uma tarefa de
multitransmissdo ou ao numero de VMs especificado em uma
tarefa de multitransmissao, o que for menor, multiplicado pelo
valor de vmdkReaderCount.

Observacgao: para backups de VMs que usam o VDDK, o CA
ARCserve Backup faz backup de um disco por vez, e ha varias
conexdes para cada disco, conforme indicado pelo valor de
vmdkReaderCount.

Exemplo: uma tarefa consiste em 4 VMs. A VM1 contém 5 discos.
A VM2, VM3 e VM4 contém 4 discos cada. Ha 3 transmissdes
especificadas para a tarefa.

O numero de conexdes € igual a 3 (o numero de transmissodes é
menor que o niumero de VMs) multiplicado por 4 (o valor de
vmdkReaderCount).

O numero de conexdes necessarias € 12.

Observacgao: por padrao, os backups do VDDK usam o valor 4
para o vmdkReaderCount. Para obter informagdes sobre como
alterar o valor vmdkReaderCount do VDDK, consulte Configurar o
numero de operacles de leitura simultdneas usando o VDDK (na
pagina 49).
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m Backups simples (VM integral) (com ou sem a opcao
Permitir restauracdo no nivel do arquivo especificada),
backups de modo de Arquivo usando o VCB e backups de
modo de Arquivo usando o VDDK -- o niUmero de conexdes &
igual ao numero total de discos para todas as VMs submetidas a
backup simultaneamente, limitado pelo nimero de transmissdes
especificadas para uma tarefa de multiplexagao.

Exemplo: uma tarefa consiste em 4 VMs. A VM1 contém 5 discos.
A VM2, VM3 e VM4 contém 4 discos cada. Ha 3 transmissdes
especificadas para a tarefa.

O numero de conexdes € igual a 5 (VM1) mais 4 (VM2) mais 5
(VM3).

O numero de conexdes necessarias é 14. O CA ARCserve Backup
fara backup da VM4 quando o backup relativo a VM1, VM2 ou VM3
for concluido.

Ndo é possivel recuperar as VMs do Hyper-V para um local alternativo

Valido em sistemas Windows Server 2008.

Sintoma:

Vocé esta tentando recuperar uma VM do Hyper-V para um local alternativo
usando o método de restauracdo Recuperar maquina virtual. A exibicdo
Recuperar maquina virtual (no Gerenciador de restauracao) nado exibe
informagdes sobre os dados de backup (por exemplo, o nome do host, a
versdo de backup e o caminho do backup). Esse problema ocorre apenas sob
as seguintes condigdes:

O Windows Server 2008 ¢é o sistema operacional em execugdo no servidor
Hyper-V.

Recentemente, vocé tentou recuperar o banco de dados do CA ARCserve
Backup e essa tentativa falhou.

Observacgao: as informagdes do banco de dados, como o nome do host, a
versao de backup, e assim por diante, sao mostradas na exibigdo
Recuperar maquina virtual apenas quando o banco de dados do CA
ARCserve Backup é recuperado com éxito.

Os dados de backup do Hyper-V residem em uma midia, como uma
biblioteca de fitas, dispositivo do sistema de arquivos ou dispositivo de
reducdo de redundancia, e as informacgGes sobre os dados de backup ndo
podem ser recuperadas do banco de dados do CA ARCserve Backup.
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Solucao:

O CA ARCserve Backup permite recuperar as VMs do Hyper-V para um local
alternativo. Em seguida, € possivel especificar as informagdes ausentes (nome
do host, versdo de backup, caminho, e assim por diante) na janela
Gerenciador de restauracdo. No entanto, o Windows Server 2008 nao oferece
suporte a recuperacdo das VMs do Hyper-V para um local alternativo. Como
resultado, a tarefa ira falhar.

Observacgdo: o Windows Server 2008 R2 oferece suporte a recuperacdo das
VMs do Hyper-V para um local alternativo.

Para resolver esse problema, fagca o seguinte:

1. Use o método de restauragdo Restauracdo por sessdo e recupere a VM do
Hyper-V para qualquer local em qualquer servidor Hyper-V no ambiente da
VM do CA ARCserve Backup.

2. Use o gerenciador do Hyper-V para criar as VMs usando os arquivos VHD
recuperados.

136 Guia do agente para mdaquinas virtuais



Operacodes de backup e de recuperacdo

Os backups de VMs, em um ambiente que reconhece agrupamentos, falham
Valido em sistemas Windows Hyper-V.
Sintoma:
Os backups de VMs, em um ambiente que reconhece agrupamentos, falham.
Solucao:

O diagrama a seguir ilustra as VMs instaladas em um ambiente que reconhece

agrupamentos:
No61 — N1 N62 — N2
Né ativo Né passivo
VM1 VM4
VM2 VM5
VM3 VM6

W1
No virtual

Em um cenario ideal, o nd virtual V1 do agrupamento direciona o trafego de
rede para o no ativo (N1). Quando ocorre tolerancia a falhas, o né virtual V1
do agrupamento direciona o trafego de rede para o né passivo (N2) e todas as
VMs no né ativo (N1) sdo movidas para o no passivo (N2).

Se o CA ARCserve Backup fizer backup do né ativo (N1) apds a tolerancia a
falhas, o backup falhara porque o CA ARCserve Backup ndo pode localizar as
VMs no nd ativo (N1).
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Para resolver esse problema, faca o seguinte:

m  Envie backups especificando todo o n6é do Hyper-V, o que inclui o nd ativo
e 0 no passivo, em vez das VMs individuais que estdo configuradas no né
do Hyper-V.

m  Certifique-se de que o CA ARCserve Backup execute o processo de
preenchimento automatico antes que o CA ARCserve Backup faga o backup
dos nds do agrupamento.

Observacgao: o CA ARCserve Backup ndo oferece suporte ao backup de VMs
gue estdo configuradas com nomes de noé virtual. Por exemplo, se vocé enviar
uma tarefa de backup usando o né virtual V1 como sistema proxy de backup,
o CA ARCserve Backup fara backup dos dados usando o né ativo (N1 ou N2),
como sistema proxy de backup.

O agente faz o backup de VHDs de tamanho variavel como VHDs de tamanho
fixo

Valido em sistemas Windows Hyper-V.
Sintoma:

E possivel fazer o backup de VMs configuradas com VHDs que sao
configurados usando tamanho variavel. O agente faz o backup dos VHDs
usando o tamanho de dados maximo permitido para os VHDs, que é um valor
fixo. E possivel observar o comportamento a seguir:

m A quantidade de espago em disco necessaria para armazenar os dados de
backup do VHD ¢é aproximadamente igual ao tamanho maximo de dados
permitido para os VHDs.

m O processo de recuperagdo converte o valor do tamanho maximo de dados
do VHD de um valor variavel pra um valor fixo, apds a conclusao da
recuperacao.

Solugao:

Esse comportamento é esperado. O agente aloca o valor do tamanho maximo
de dados para armazenar o backup dos VHDs. Para recuperar VHDs para o
estado de backup mais recente, € necessario configurar manualmente o valor
do tamanho maximo de dados do VHD para um valor variavel apos a
recuperacgao ser concluida.

Observacgao: essa limitagdo ndo afeta as VMs com VHDs cujo backup foi feito
usando o modo simples. E possivel recuperar o VHD como um VHD de
tamanho variavel somente se a VM tiver sido salva em backup usando o modo
de backup simples.
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O agente exclui instantGneos apos a recuperacdao de VMs
Valido em sistemas Windows Hyper-V.
Sintoma:

Depois de recuperar uma VM com dados cujo backup foi feito usando o modo
de backup simples (VM completa) com a opgdo Permitir restauragdo no nivel
do arquivo, o processo de recuperacao exclui o instantaneo.

Solucao:

O sintoma descrito acima é o comportamento esperado. Para preservar os
instantaneos apods a recuperagdo de VMs, é necessario especificar o modo de
backup simples (VM completa), mas nao especifique a opgao Permitir
restauracdo no nivel do arquivo.

Falha nas tarefas de backup do VDDK
Valido em sistemas operacionais Windows.
Sintoma:

As tarefas de backup falham quando vocé usar o VDDK para fazer backup de
VMs do VMware. Esse problema é evidente devido aos seguintes sintomas:

m A mensagem de erro E8535 aparece no log de atividades do CA ARCserve
Backup.

m A mensagem de erro abaixo € exibida no arquivo VMDKIO.log:

System libeay32.dll library is older than our library (90709F < 9070AF)
SSLLoadSharedLibrary: Failed to load library libeay32.d11:126

Solugao:

O VDDK da VMware instala os arquivos libeay32.dll e ssleay32.dll no diretorio
de instalacdo padrao do VDDK. O problema ocorre quando outros aplicativos
instalam versGes diferentes das mesmas bibliotecas no diretério
Windows\System32. Com varias instancias da mesma biblioteca, o agente
para maquinas virtuais pode tentar carregar versdes incorretas dessas
bibliotecas quando o backup for executado. Como resultado, a mensagem
acima é exibida no arquivo VMDKIO.log e as tarefas de backup envolvendo o
VDDK podem falhar.
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Para resolver esse problema, faca o seguinte:

1. Procure o diretdrio de instalagdo do VDDK no sistema proxy de backup.
Sistemas x86 (padrao):
C:\Arquivos de programas\VMware\VMware Virtual Disk Development Kit
Sistemas x64 (padrao):
C:\Arquivos de programas (x86)\VMware\VMware Virtual Disk Development Kit

2. Localize os arquivos libeay32.dll e ssleay32.dll no diretério de instalagdo
abaixo:

Sistemas x86:
C:\Arquivos de programas\VMware\VMware Virtual Disk Development Kit\bin
Sistemas x64:

C:\Arquivos de programas (x86)\VMware\VMware Virtual Disk Development
Kit\vddk64\bin

3. Copie libeay32.dll e ssleay32.dll do diretério acima para o diretério de
instalacao do agente universal, no sistema proxy de backup. Por padrao, o
agente universal é instalado no seguinte diretério:

C:\Arquivos de programas\CA\Componentes compartilhados\ARCserve Backup\UniAgent

Problemas da operagao de montagem

Esta secdo contém os seguintes tdpicos:

O ponto de montagem ndo mostra os diretdrios quando conclui os backups em
nivel de arquivo (na pagina 140)

O CA ARCserve Backup ndo consegue montar volumes que usam particdes
GUID (na pagina 141)

Os pontos de montagem do volume ndo podem ser desviados (na pagina 141)
Falhas na operacdo de montagem da VM (na pagina 142)

Falhas na operacdao de desmontagem da VM (na pagina 144)

O ponto de montagem ndo mostra os diretérios quando conclui os backups em

nivel de arquivo

Valido em todos os sistemas Windows que funcionam como sistemas
de proxy de backup.
Sintoma:

Os diretdrios de arquivos e pastas ndo aparecem no ponto de montagem
guando os backups em nivel de arquivo sdo executados usando o VDDK.
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Solucao:

O VDDK do VMware ndo consegue mapear os diretdrios dos arquivos e pastas
para um diretério de montagem em um volume ou letra de unidade. No
entanto, o VDDK mapeia o volume montado para o link simbdlico do caminho
do dispositivo usando a assinatura a seguir:

\.\vstor2-mntapil@-FO0751CFDOO7EO0O000000000001000000\ .

A assinatura acima é um caminho de dispositivo de baixo nivel que pode ser
visualizado no namespace Windows Object. No entanto, o espago para nome
nao esta mapeado para uma letra de unidade em um volume montado no
sistema proxy de backup.

O CA ARCserve Backup nao consegue montar volumes que usam particoes
GUID

Valido em todos os sistemas Windows que funcionam como sistemas
de proxy de backup.

Sintoma:

O CA ARCserve Backup ndao pode montar volumes que usam particdes GUID
(Globally Unique Identifier - Identificador Unico universal).

Solugao:

Esse comportamento é esperado. O VMware VDDK nao oferece suporte a
montagem de volumes que usam particionamento com base no GUID.

Os pontos de montagem do volume nao podem ser desviados

Valido em todos os sistemas Windows que funcionam como sistemas
de proxy de backup.

Sintoma:

O CA ARCserve Backup nao pode cruzar pontos de montagem de volumes
depois que o0 agente monta um backup de modo de arquivo usando o VDDK.

Apéndice A: Solucdo de problemas 141



Problemas da operacdo de montagem

Solucao:

Para cruzar pontos de montagem do volume no sistema proxy de backup, o CA
ARCserve Backup deve usar o VMware VCB Framework para executar backups
no nivel de arquivo. O VDDK do VMware ndo oferece suporte ao recurso que
desvia os pontos de montagem do volume relacionados aos backups em nivel
de arquivo.

Por padrao, o CA ARCserve Backup usa a estrutura do VCB para executar
backups em nivel de arquivo quando a estrutura do VCB e o VDDK estdo
instalados no sistema proxy de backup. No entanto, se somente o VDDK
estiver instalado no sistema proxy de backup, o CA ARCserve Backup usa o
VDDK para executar backups em nivel de arquivo dos dados da VM.

Falhas na opera¢cdo de montagem da VM
Valido em plataformas Windows.

Sintoma:

Ocorreu uma falha em uma operagao de montagem simples (VM integral) ou
em uma operagao de montagem de VM no nivel de arquivo.

Solugodes:

Para executar uma operagdao de montagem simples (VM integral) ou uma
operacdo de montagem de VM no nivel de arquivo, primeiro o VCB obtém um
instantaneo de uma VM e, em seguida, exporta os arquivos para o sistema
proxy de backup. Esse problema pode ocorrer por varios motivos e ha diversas
acoes que podem ser executadas para soluciona-lo.

m  Razao 1: ndo ha espaco livre o suficiente no disco no sistema proxy de
backup.

Acao 1: limpe o disco ou altere o caminho de montagem para um volume
diferente com espago suficiente.

m  Razao 2: o sistema VMware ESX Host esta inoperante.

Acao 2: tome medidas corretivas se o sistema VMware ESX Host em que
a VM reside estiver inoperante.
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Razdo 3: a VM apresente o status temporario ndo montavel.

Acao 3: execute o utilitéario vcbMounter para a VM no sistema proxy de
backup, caso ela apresente o status temporario ndo montavel.

O utilitario pode ser executado usando a linha de comando, navegando até
o diretério no qual a estrutura do VMware VCB esté instalada. Para exibir a
sintaxe do utilitario, digite o seguinte na linha de comando:

vcbMounter -help

Se o utilitario vcbMounter falhar ao montar a VM especificada, talvez o
problema seja com o VMware VCB Framework. Reinicie o sistema proxy de
backup e envie a tarefa de backup da VM novamente.

Razao 4: a origem do backup incluia VMs com um modo de disco
independente (persistente/ndo persistente) especificado.

Acgao 4: limpe ou remova a configuragao de disco independente de todos
os discos virtuais associados a VM.

Razdo 5: a tarefa foi enviada com credenciais de usuario incorretas do
VMware ESX Host ou vCenter Server. As credenciais foram especificadas
na caixa de didlogo Informacdes de seguranga e de agente.

Acao 5: envie novamente a tarefa de backup da VM com credenciais
validas. Forneca credenciais validas do sistema VMware ESX Host ou do
sistema vCenter Server, bem como credenciais do sistema proxy de
backup, na caixa de didlogo InformacGes de seguranca e de agente.

Razdo 6: uma VM ndo esta mais disponivel no ambiente do VMware.

Agao 6: execute a ferramenta de configuracao do VMware do ARCserve ou
o utilitario ca_vcbpopulatedb para preencher o banco de dados do CA
ARCserve Backup com informagdes atualizadas sobre o ambiente do
VMware.
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Falhas na operagcdo de desmontagem da VM
Valido em plataformas Windows.

Sintoma:

Em uma VM, ocorre falha na operacdo de desmontagem apds uma operagao
de montagem bem-sucedida.

Solucao:

Pode ocorrer uma falha em uma operagdo de desmontagem nas seguintes
condigOes:

m O caminho de montagem esta incorreto.

m  Foi especificado um modo de montagem incorreto, por exemplo, arquivo
ou simples (VM integral).

m  Alguns dos arquivos do catdlogo podem ter sido excluidos do ponto de
montagem.

m O usuario excluiu ou tentou excluir o instantaneo de montagem do VCB.

m A VM é movida para outro sistema VMware ESX Host durante a operacado
de backup usando o VMotion.

m  Oconversor VMware ndo esta instalado no sistema de proxy de backup.

Para corrigir esse problema, é necessario excluir manualmente o instantaneo
de montagem do VCB da VM que esta usando o cliente VI. Se a operagdo de
exclusdo falhar, reinicie a VM e exclua o instantaneo da montagem do VCB da
VM.

Para exibir informacgdes do log para montagem e desmontagem, exiba o
arquivo denominado Mount_jn.log, armazenado na pasta Log no diretério de
instalagao do agente cliente.

Problemas com a ferramenta de configura¢cao

Esta secdo contém os seguintes topicos:

Ocorre uma falha na ferramenta de configuracdo do VMware do ARCserve ou
no utilitério ca vcbpopulatedb. (na pagina 145)
Ocorre uma falha na ferramenta de configuracdo do VMware do ARCserve ou
no utilitario ca vcbpopulatedb. (na pagina 146)
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Ocorre uma falha na ferramenta de configuragcao do VMware do ARCserve ou
no utilitario ca_vcbpopulatedb.

Valido em plataformas Windows.

Sintoma:

Ocorre uma falha na ferramenta de configuragdo do ARCserve VMware ou no
utilitario ca_vcbpopulatedb. A seguinte mensagem de erro é exibida no campo
Resultados da ferramenta de configuragcdo do VMware do ARCserve.

Versdo do .NET >= ndo encontrada. Fechando o ca vcbpopulatedb.

Observacgdo: essa mensagem ¢é exibida na janela do prompt de comando
quando o utilitario ca_vcbpopullatedb é executado no prompt de comando do
Windows.

Solugao:

Esse erro ocorre quando o Microsoft .NET Framework, versao 2.0 ou superior,
ndo é detectado no sistema proxy de backup.

Para resolver esse problema, execute as seguintes etapas:

1. Verifique se o Microsoft .NET Framework, versdo 2.0 ou superior, esta
instalado e em execucao no sistema proxy de backup.

2. Abra um prompt de comando do .NET e va para o diretério de instalagdo
do Client Agent for Windows. Por padrdo, o agente cliente para Windows é
instalado nos seguintes diretdrios:

m Sistemas x86
C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve Backup
m Sistemas X64

C:\Arquivos de Programas\CA\Agente cliente para Windows do ARCserve
Backup\x86

Execute o seguinte comando:

regasm vcb_com.dll
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(Opcional) Se vocé ndo conseguir localizar o prompt de comando do .NET,
execute as seguintes etapas:

a. Abra uma linha de comando do Windows e va para o seguinte
diretorio:

C:\WINDOWS\Microsoft.NET\Framework

b. Ao chegar nesse diretdrio, va para o diretério com nimero de versdo
superior a do Microsoft .NET Framework versdo 2.0. Por exemplo:

C:\WINDOWS\Microsoft.NET\Framework\v2.0.50727
c. Execute o seguinte comando:
regasm <diretério de instalagdo do Client Agent for Windows>\Vcb com.dll

Apods concluida a execucdo, a saida a seguir sera exibida no prompt de
comando do .NET ou no prompt de comando do Windows:

Microsoft (R) .NET Framework Assembly Registration Utility 2.0.50727.42
Copyright (C) Microsoft Corporation 1998-2004. Todos os direitos reservados.

Tipos registrados com éxito.

Ocorre uma falha na ferramenta de configuragcao do VMware do ARCserve ou
no utilitario ca_vcbpopulatedb.

Valido em plataformas Windows.

Sintoma:

Ocorre uma falha na ferramenta de configuragdo do ARCserve VMware ou no
utilitario ca_vcbpopulatedb. A seguinte mensagem de erro é exibida no campo
Resultados da ferramenta de configuragao do VMware do ARCserve:

Err code: -100 Make Connection: Surgiu uma excecao - System.Net.WebException: A
solicitacao falhou com status HTTP 407: autenticacdo proxy necessaria. Procurar:
Surgiu uma excecdo - Erro em Make Connection.

Solugao:

O erro descrito acima ocorre porque a ferramenta de configuragdao do VMware
do ARCserve e o utilitario ca_vcbpopulatedb ndo fornecem credenciais para o
sistema proxy de backup durante o tempo de execugao. Para corrigir esse
comportamento, é necessario permitir que o sistema VMware ESX Host ou o
sistema vCenter Server ignore o processo de conexdao com o sistema proxy de
backup.
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Problemas diversos

Para adicionar sistemas VMware ESX Host, vCenter Server ou ambos a lista de
excegoes, proceda da seguinte maneira:

1. Abra o Internet Explorer.
No menu Ferramentas, clique em Opg¢des da Internet.
A caixa de didlogo Opgdes da Internet é aberta.
2. Clique na guia Connections.
As opgdes de conexdo sdo exibidas.
3. Clique em Configuragbes da LAN.
A caixa de didlogo Configuragdes da rede local (LAN) é aberta.

4. Na segdo Servidor proxy, clique em Usar um servidor proxy para rede
local.

Clique em Avangado.
A caixa de didlogo Configuragdes de proxy € aberta.

5. No campo Excegdes, adicione o sistema VMware ESX Host ou vCenter
Server. Para adicionar varios sistemas VMware ESX Host, separe as
entradas usando ponto-e-virgula (;).

Cligue em OK, conforme requerido, para fechar todas as caixas de didlogo
abertas.

Os sistemas VMware ESX Host e vCenter Server sdo adicionados a lista de
excegoes.

Problemas diversos

Esta secdo contém os seguintes topicos:

As VMs ndo aparecem na arvore de diretérios do Gerenciador de backup (na
pagina 148)
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Problemas diversos

As VMs ndo aparecem na drvore de diretérios do Gerenciador de backup
Valido nos sistemas Hyper-V e VMware.

Sintoma:

Vocé executa a Ferramenta de configuracdo do ARCserve VMware ou a
Ferramenta de configuracao do ARCserve Hyper-V. Depois de abrir o
Gerenciador de backup, algumas VMs ndo sao exibidas no objeto sistemas
VMware ou no objeto sistemas Microsoft Hyper-V.

Solucao:

O sintoma descrito acima é o comportamento esperado. Embora as
ferramentas mencionadas acima capturem informagdes de backup sobre VMs
que estdo no estado desligado ao executar as ferramentas, as informagdes
relacionadas as VMs desligadas ndo serdo exibidas no objeto sistemas VMware
ou no objeto sistemas Microsoft Hyper-V. Para corrigir essa condigdo, é
necessario ligar as VMs e executar a ferramenta apropriada.
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Apéndice B: Configurando os sistemas
VMware ESX Host e vCenter Server

As proximas secdes descrevem como configurar o protocolo de comunicacgao
para definir o backup de sistemas VMware ESX Host e vCenter Server usando
um sistema proxy de backup.

Esta secdo contém os seguintes topicos:

Configurar sistemas VMware ESX Server 3.0.2 (na pagina 149)

Configurar sistemas VMware ESX Server 3.5 (na pagina 152)

Configurar sistemas VMware ESX Server 3i (na pagina 154)

Configurar sistemas VMware vCenter Server 2.0.2 (na pagina 156)

Configurar sistemas VMware vCenter Server 2.5 (na pagina 159)

Configurar o protocolo de comunicacdo HTTP nos sistemas vCenter Server 4.0
(na pagina 162)

Configurar o protocolo de comunicacdo HTTP nos sistemas ESX Server 4.0 (na
pagina 163)

Configurar sistemas VMware ESX Server 3.0.2

Este topico descreve como configurar o protocolo de comunicagdo em sistemas
VMware ESX Server 3.0.2.

Para configurar sistemas VMware ESX Server 3.0.2

1. Instale o VMware ESX Server 3.0.2. Para obter mais informagdes sobre os
requisitos do VMware ESX Server, consulte o Guia de Instalacdo do
VMware ESX Server no site da VMware.

Observagdo: para gerenciar seus sistemas VMware ESX Host usando o
VMware vCenter Server, € necessario instalar e configurar o VMware
vCenter Server como parte da instalagao da infraestrutura virtual.
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2. Instale o VCB no sistema proxy de backup com as seguintes condicbes de
ambiente:

m O Windows 2003 Server (x86 ou X64) deve ser o sistema operacional
em execugao no sistema proxy de backup.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre
o sistema de host do VMware ESX e o sistema de proxy de backup e
ter o mesmo numero de LUN atribuido.

Observacgao: o requisito para ter o mesmo ndmero de LUN atribuido
ao sistema ESX Server e ao sistema proxy de backup somente se
aplicam ao VCB de versbes 1.0, 1.0.1 e 1.0.2. O VCB de versoes 1.0.3
e posteriores ndo precisam ter o mesmo numero de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.

3. Para configurar o backup das VMs por meio de um Proxy de backup do
VCB usando um sistema VMware ESX Server 3.0.2, configure um destes
protocolos de comunicagdo:

https

Para usar https como protocolo de comunicagao entre o sistema VMware
ESX Host e o sistema proxy de backup, copie o certificado SSL gerado
automaticamente a partir do sistema VMware ESX Host para o sistema
proxy de backup e, em seguida, instale o certificado no sistema proxy de
backup.

Observacgao: https é o protocolo de comunicacao padrao usado pela
ferramenta de configuracdo do ARCserve VMware e pelo utilitario
ca_vcbpopulatedb. O https permite ao CA ARCserve Backup estabelecer
comunicacao entre o Proxy de backup do VCB e o sistema VMware ESX
Host ou o sistema vCenter Server.

O certificado SSL (denominado rui.crt) pode ser encontrado no seguinte
diretério no sistema VMware ESX Host:

/etc/vmware/ssl/rui.crt

Para instalar o certificado SSL, clique com o botdo direito do mouse no
objeto e selecione Instalar no menu pop-up.

Observacgao: o nome do host designado no certificado SSL deve
corresponder ao nome do sistema VMware ESX Host especificado ao
executar o utilitario de linha de comando ca_vcbpopulatedb. Se o nome
nao corresponder ou se 0 nome do host nao existir no certificado SSL, a
seguinte mensagem sera exibida "Certificado de servidor invalido". O
nome CN do certificado ndo corresponde ao valor transmitido". Selecione
Sim para continuar.
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http

Para usar o http como protocolo de comunicagcdo entre o sistema proxy de
backup e o sistema VMware ESX Host, é necessario configurar o protocolo
http no sistema VMware ESX Host, conforme descrito no arquivo
config.xml localizado em /etc/vmware/hostd/config.xml:

a. Localize a marca <proxy Database> dentro da marca <http>.
b. Adicione o seguinte texto com a marca <proxy Database>:

<server id="1">

<namespace> /sdk </namespace>
<host> localhost </host>
<port> 8085 </port>
</server>

c. Remova o seguinte texto:
<redirect id="2"> /sdk </redirect>

d. Reinicie o servigo de gerenciamento SDK da infra-estrutura do VMware
executando o seguinte comando:

# service mgmt-vmware restart

Observacgao: para obter mais informagdes, consulte a documentagao do
SDK da infra-estrutura virtual no site da VMware.

Instale o agente para maquinas virtuais no sistema proxy de backup.

No sistema proxy de backup, especifique o local de montagem da VM. Para
obter mais informagoes, consulte Especificar um local de montagem
temporario da VM (na pagina 59).

Execute a ferramenta de configuragao do ARCserve VMware para
preencher o banco de dados do CA ARCserve Backup com informagdes
sobre 0 ambiente do VMware.

Vocé também pode preencher o banco de dados do ARCserve usando o
utilitario de linha de comando ca_vcbpopulatedb.

Importante: As VMs do sistema VMware ESX Host deverao estar em
execucao quando esse utilitario for executado. Se as VMs ndo estiverem
em execucgdo, o utilitario ndo preenchera o banco de dados do CA
ARCserve Backup com informagdes sobre as VMs. Todas as VMs devem ter
um nome de host e um endereco IP atribuidos e as mais recentes
ferramentas do VMware instaladas.
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Configurar sistemas VMware ESX Server 3.5

Este topico descreve como configurar o protocolo de comunicagdo em sistemas
VMware ESX Server 3.5.

Para configurar sistemas VMware ESX Server 3.5

1. Instale o VMware ESX Server 3.5. Para obter mais informacgdes sobre os
requisitos do VMware ESX Server, consulte o Guia de Instalagdo do
VMware ESX Server no site da VMware.

Observacgao: para gerenciar seus sistemas VMware ESX Host usando o
VMware vCenter Server, é necessario instalar e configurar o VMware
vCenter Server como parte da instalagdo da infraestrutura virtual.

2. Instale o VCB no sistema proxy de backup com as seguintes condiges de
ambiente:

m O Windows 2003 Server (x86 ou X64) deve ser o sistema operacional
em execucao no sistema proxy de backup.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre
o sistema de host do VMware ESX e o sistema de proxy de backup e
ter o mesmo nimero de LUN atribuido.

Observacao: o requisito para ter o mesmo ndmero de LUN atribuido
ao sistema ESX Server e ao sistema proxy de backup somente se
aplicam ao VCB de versdes 1.0, 1.0.1 e 1.0.2. O VCB de versodes 1.0.3
e posteriores ndo precisam ter o mesmo nimero de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.

3. Efetue logon no console de servico como usuario raiz e va para este
diretorio:

/etc/vmware/hostd
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Abra o arquivo denominado proxy.xml usando um aplicativo de edigcao de
texto.

Navegue até a lista de pontos de término no arquivo (identificada pela
marca <EndpointList>) que contém as configuracdes do servico da web
com suporte a SDK. As marcas aninhadas podem aparecer desta maneira:

<e id="1">

< type>vim.ProxyService.NamedPipeServiceSpec</ type>
<accessMode>httpsWithRedirect</accessMode>
<pipeName>/var/run/vmware/proxy - sdk</pipeName>
<serverNamespace>/sdk</serverNamespace>

</e>

Altere o accessMode para httpAndHttps.

Salve as configuragOes e feche o arquivo.

Reinicie o processo vmware-hostd usando este comando:

service mgmt-vmware restart

Instale o agente para maquinas virtuais no sistema proxy de backup.

No sistema proxy de backup, especifique o local de montagem da VM. Para
obter mais informagoes, consulte Especificar um local de montagem
temporario da VM (na pagina 59).

Execute a ferramenta de configuragao do ARCserve VMware para
preencher o banco de dados do CA ARCserve Backup com informagdes
sobre 0 ambiente do VMware.

Vocé também pode preencher o banco de dados do ARCserve usando o
utilitario de linha de comando ca_vcbpopulatedb.

Importante: As VMs do sistema VMware ESX Host deverao estar em
execucao quando esse utilitario for executado. Se as VMs ndo estiverem
em execucgdo, o utilitario ndo preenchera o banco de dados do CA
ARCserve Backup com informagdes sobre as VMs. Todas as VMs devem ter
um nome de host e um endereco IP atribuidos e as mais recentes
ferramentas do VMware instaladas.
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Configurar sistemas VMware ESX Server 3i

Este topico descreve como configurar o protocolo de comunicagdo em sistemas
VMware ESX Server 3i.

Para configurar sistemas ESX Server 3i

1. Instale o VMware ESX Server 3i. Para obter mais informacgdes sobre os
requisitos do VMware ESX Server, consulte o Guia de Instalagdo do
VMware ESX Server no site da VMware.

Observacgao: para gerenciar seus sistemas VMware ESX Host por meio do
VMware vCenter Server, é necessario instalar e configurar o VMware
vCenter Server como parte da instalagdo da infraestrutura virtual.

2. Instale o VCB no sistema proxy de backup com as seguintes condigbes de
ambiente:

m O Windows 2003 Server (x86 ou X64) deve ser o sistema operacional
em execucao no sistema proxy de backup.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre
o sistema de host do VMware ESX e o sistema de proxy de backup e
ter o mesmo nimero de LUN atribuido.

Observacao: o requisito para ter o mesmo ndmero de LUN atribuido
ao sistema ESX Server e ao sistema proxy de backup somente se
aplicam ao VCB de versdes 1.0, 1.0.1 e 1.0.2. O VCB de versoes 1.0.3
e posteriores ndo precisam ter o mesmo nimero de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.

3. Instale a RCLI (Remote Command-Line Interface), fornecida pelo VMware,
em qualquer sistema Windows ou Linux.

4. Use o comando vifs, disponivel com a RCLI, para obter uma cépia do
arquivo proxy.xml para edicdo. A sintaxe desse comando é a seguinte:

vifs --nome do host do servidor --nome de usudrio nome de usudrio --get
/host/proxy.xml proxy.xml
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Abra o arquivo denominado proxy.xml usando um aplicativo de edicao de
texto.

Navegue até a lista de pontos de término no arquivo (identificada pela
marca <EndpointList>) que contém as configuragdes do servico da web
com suporte a SDK. As marcas aninhadas podem aparecer desta maneira:

<e id="1">

< type>vim.ProxyService.NamedPipeServiceSpec</ type>
<accessMode>httpsWithRedirect</accessMode>
<pipeName>/var/run/vmware/proxy - sdk</pipeName>
<serverNamespace>/sdk</serverNamespace>

</e>

Altere o accessMode para httpAndHttps.
Salve as alteragdes e feche o arquivo.

Use o comando vifs para copiar o arquivo proxy.xml novamente no ESX
Server. A sintaxe desse comando é a seguinte:

vifs --nome do host do servidor --nome de usudrio nome de usudrio --put proxy.xml
/host/proxy.xml

No console local, use a operacao Reiniciar agentes de gerenciamento para
aplicar as configuragoes.

Observacgao: o protocolo de comunicagdo padrdo no ESX Server 3i é
httpsWithRedirect.

Instale o agente para maquinas virtuais no sistema proxy de backup.

No sistema proxy de backup, especifique o local de montagem da VM. Para
obter mais informacgoes, consulte Especificar um local de montagem
temporario da VM (na pagina 59).
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10. Execute a ferramenta de configuracdo do ARCserve VMware para

preencher o banco de dados do CA ARCserve Backup com informacgGes
sobre o ambiente do VMware.

Vocé também pode preencher o banco de dados do ARCserve usando o
utilitario de linha de comando ca_vcbpopulatedb.

Importante: as VMs do sistema ESX Server deverdo estar em execugao
quando esse utilitario for executado. Se as VMs ndo estiverem em
execucgdo, o utilitario ndo preenchera o banco de dados do CA ARCserve
Backup com informacdes sobre as VMs. Todas as VMs devem ter um nome
de host e um endereco IP atribuidos e as mais recentes ferramentas do
VMware instaladas.

Para obter informagdes sobre o uso do comando vifs, consulte “Executando
operagoes do sistema de arquivos com o comando vifs” no Guia de
Configuragdo do ESX Server 3i.

Para obter informag0es sobre a configuracdo da seguranga do ESX Server 3i e
0 uso da operagao Reiniciar agentes de gerenciamento, consulte o Guia de
Configuragdo do ESX Server 3i.

Configurar sistemas VMware vCenter Server 2.0.2

Este topico descreve como configurar o protocolo de comunicagdo em sistemas
VMware vCenter Server 2.0.2.

Para configurar sistemas VMware vCenter Server 2.0.2

1.

Instale o VMware VCenter Server. Para obter mais informagdes sobre os
requisitos do VMware vCenter Server, consulte o Guia de Instalagdo do
VMware vCenter Server no site da VMware.

Instale o VCB no sistema proxy de backup com as seguintes condigdes de
ambiente:

m O Windows 2003 Server (x86 ou X64) deve ser o sistema operacional
em execucao no sistema proxy de backup.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre
o sistema de host do VMware ESX e o sistema de proxy de backup e
ter o mesmo numero de LUN atribuido.

Observacgao: o requisito para ter o mesmo numero de LUN atribuido
ao sistema ESX Server e ao sistema proxy de backup somente se
aplicam ao VCB de versodes 1.0, 1.0.1 e 1.0.2. O VCB de versodes 1.0.3
e posteriores ndo precisam ter o mesmo nimero de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.
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Para configurar o backup das VMs por meio de um Proxy de backup do
VCB e um sistema VMware vCenter Server, configure um dos seguintes
protocolos de comunicagao:

https

Para usar o https como protocolo de comunicagdo entre o sistema VMware
vCenter Server e o sistema proxy de backup, é necessario copiar o
certificado SSL gerado automaticamente do sistema VMware vCenter
Server para o sistema proxy de backup e, em seguida, instalar o
certificado no sistema proxy de backup.

Observacgao: https € o protocolo de comunicagdo padrdo usado pela
Ferramenta de configuracdo do ARCserve VMware e pelo utilitario
ca_vcbpopulatedb. A comunicacao https permite que o CA ARCserve
Backup se comunique com o sistema proxy de backup do VCB e com o
sistema VMware vCenter Server.

E possivel acessar o certificado SSL (denominado rui.crt) no seguinte
diretdrio do sistema Vmware vCenter Server.

C:\Documents and Settings\All Users\Dados de aplicativos\VMware\VMware
VirtualCenter\SSL\rui.crt

Para instalar o certificado SSL, clique com o botdo direito do mouse no
objeto e selecione Instalar no menu pop-up.

Observacgao: o nome do host designado no certificado SSL deve
corresponder ao home do sistema VMware vCenter Server especificado na
execugao da Ferramenta de configuragdao do VMware do ARCServe
(utilitario ca_vcbpopulatedb). Se o nome ndo corresponder ou se o home
do host ndo existir no certificado SSL, a seguinte mensagem sera exibida
"Certificado de servidor invalido". O nome CN do certificado ndo
corresponde ao valor transmitido". Selecione Sim para continuar.
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http

Para usar o http como protocolo de comunicagcdo entre o sistema proxy de
backup e o sistema VMware vCenter Server, é necessario configurar o
protocolo http no sistema VMware vCenter Server, conforme mostrado no
arquivo vpxd.cfg localizado em

"C:\Documents and Settings\All Users\Dados de aplicativos\VMware\VMware
VirtualCenter\vpxd.cfg";

a. Localize a marca <proxy Database> dentro da marca <http>.
b. Adicione o seguinte texto com a marca <proxy Database>:

<server id="1">

<namespace> /sdk </namespace>
<host> localhost </host>
<port> -2 </port>

</server>

c. Remova o seguinte texto:
<redirect id="1"> /sdk </redirect>
d. Reinicie o servico VMware vCenter Server:
Isso pode ser feito a partir do painel de controle de servigos.

Observacgao: para obter mais informagodes, consulte o VMware VCB
Backup Guide no site da VMware.

4. Reinicie o servico VMware vCenter Server na linha de comando ou no
painel de controle dos servigos do Windows.

5. Instale o agente para maquinas virtuais no sistema proxy de backup.

6. No sistema proxy de backup, especifique o local de montagem da VM. Para
obter mais informacgoes, consulte Especificar um local de montagem
temporario da VM (na pagina 59).

7. Execute a ferramenta de configuracdo do ARCserve VMware para
preencher o banco de dados do CA ARCserve Backup com informagdes
sobre 0 ambiente do VMware.

Opcionalmente, também é possivel preencher o banco de dados do CA
ARCserve Backup usando o utilitario de linha de comando
ca_vcbpopulatedb.

Importante: As VMs no sistema Vmware vCenter Server devem estar no
estado de execucdo quando esse utilitario for executado. Se as VMs nédo
estiverem em execugao, o utilitario ndo preenchera o banco de dados do
CA ARCserve Backup com informagdes sobre as VMs. Todas as VMs devem
ter um nome de host e um endereco IP atribuidos e as mais recentes
ferramentas do VMware instaladas.
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Configurar sistemas VMware vCenter Server 2.5

Este topico descreve como configurar o protocolo de comunicagdo em sistemas
vCenter Server 2.5.

Para configurar sistemas VMware vCenter Server 2.5

1.

Instale o VMware VCenter Server. Para obter mais informagdes sobre os
requisitos do VMware vCenter Server, consulte o Guia de Instalacdo do
VMware vCenter no site da VMware.

Instale o VCB no sistema proxy de backup com as seguintes condicdes de
ambiente:

m O Windows 2003 Server (x86 ou X64) deve ser o sistema operacional
em execucao no sistema proxy de backup.

m  Se a VM residir em um SAN LUN, o LUN deve ser compartilhado entre
o sistema de host do VMware ESX e o sistema de proxy de backup e
ter o mesmo nimero de LUN atribuido.

Observacao: o requisito para ter o mesmo ndmero de LUN atribuido
ao sistema ESX Server e ao sistema proxy de backup somente se
aplicam ao VCB de versdes 1.0, 1.0.1 e 1.0.2. O VCB de versoes 1.0.3
e posteriores ndo precisam ter o mesmo nimero de LUN.

O LUN no sistema proxy de backup ndo deve ser assinado.

Observacgao: para obter as informagdes mais recentes sobre essa
configuracao, consulte a documentacao do VMware VCB.

Para configurar o backup de VMs por meio de um Proxy de backup do VCB
e um sistema VMware vCenter Server, configure um dos seguintes
protocolos de comunicagdo:

https

Para usar o https como protocolo de comunicagdo entre o sistema vCenter
Server e o sistema proxy de backup, vocé deve copiar o certificado SSL
gerado automaticamente a partir do sistema vCenter Server para o
sistema proxy de backup e, em seguida, instalar o certificado no sistema
proxy de backup.

Observacgao: https é o protocolo de comunicacao padrao usado pela
Ferramenta de configuracdao do ARCserve VMware e pelo utilitario
ca_vcbpopulatedb. A comunicagao https permite que o CA ARCserve
Backup se comunique com o sistema proxy de backup VCB e o sistema
ESX Server ou o sistema vCenter Server.
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E possivel acessar o certificado SSL (denominado rui.crt) no seguinte
diretdrio do sistema ESX Server:

C:\Documents and Settings\All Users\Dados de aplicativos\VMware\VMware
VirtualCenter\SSL\rui.crt

Para instalar o certificado SSL, clique com o botdo direito do mouse no
objeto e selecione Instalar no menu pop-up.

Observacgao: o nome do host designado no certificado SSL deve
corresponder ao nome do sistema vCenter Server especificado na
execucao da Ferramenta de configuracao do VMware do ARCServe
(utilitario ca_vcbpopulatedb). Se o nome ndo corresponder ou se 0 home
do host ndo existir no certificado SSL, a seguinte mensagem sera exibida
"Certificado de servidor invalido". O nome CN do certificado ndo
corresponde ao valor transmitido". Selecione Sim para continuar.

http

Para usar http como protocolo de comunicacao entre o sistema proxy de
backup e o sistema vCenter Server, é necessario configurar o protocolo
http no sistema vCenter Server no seguinte arquivo:

C:\Documents and Settings\All Users\Application Data\VMware\VMware
VirtualCenter\proxy.xml;

a. Abra o arquivo denominado proxy.xml usando um aplicativo de edicao
de texto.

b. Navegue até a lista de pontos de término no arquivo (identificada pela
marca <EndpointList>) que contém as configuragdes do servico da
web com suporte a SDK. As marcas aninhadas podem aparecer desta
maneira:

<e id="1">

< type>vim.ProxyService.LocalServiceSpec</ type>
<serverNamespace>/sdk</serverNamespace>
<accessMode> httpsWithRedirect </accessMode>
<port> 8085 </port>

</e>

c. Altere o accessMode para httpAndHttps.

4. Reinicie o servico VMware vCenter Server na linha de comando ou no
painel de controle dos servigos do Windows.

5. Instale o agente cliente para Windows do CA ARCserve Backup no sistema
proxy de backup.
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6. No sistema proxy de backup, especifique o local de montagem da VM. Para
obter mais informacdes, consulte Especificar um local de montagem
temporario da VM (na pagina 59).

7. Execute a ferramenta de configuragao do ARCserve VMware para
preencher o banco de dados do CA ARCserve Backup com informacgdes
sobre 0 ambiente do VMware.

Vocé também pode preencher o banco de dados do ARCserve usando o
utilitario de linha de comando ca_vcbpopulatedb.

Importante: as VMs do sistema ESX Server deverdo estar em execugao
quando esse utilitario for executado. Se as VMs ndo estiverem em
execugdo, o utilitario ndo preenchera o banco de dados do CA ARCserve
Backup com informacdes sobre as VMs. Todas as VMs devem ter um nome
de host e um endereco IP atribuidos e as mais recentes ferramentas do
VMware instaladas.

Para obter mais informag0des, consulte o Guia de Configuracao do
Desenvolvedor para VMware Infrastructure SDK 2.5 no site da VMware.
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Configurar o protocolo de comunicagao HTTP nos sistemas
vCenter Server 4.0

Por padrao, o sistema proxy de backup e os sistemas vCenter Server
comunicam-se usando o protocolo HTTPS. Para especificar um protocolo
alternativo, configure o sistema de proxy de backup e o sistema ESX Server
para se comunicarem usando o protocolo HTTP.

Para configurar o protocolo de comunicacao HTTP nos sistemas
vCenter Server 4.0
1. Efetue logon no sistema vCenter Server.

Abra o arquivo a seguir usando um editor de texto.

C:\Documents and Settings\All Users\Dados de aplicativos\VMware\VMware
VirtualCenter\proxy.xml;

Localize a lista de pontos de extremidade que contém as configuragdes
para o servigo web suportado pelo SDK.

Observacao: ¢ possivel identificar os pontos de extremidade por meio do
qualificador <EndpointList>.

Os qualificadores aninhados sao exibidos da seguinte maneira:

<e id="5">

< type>vim.ProxyService.LocalServiceSpec</ type>
<accessMode>httpsWithRedirect</accessMode>
<port>8085</port>
<serverNamespace>/sdk</serverNamespace>

</e>

2. Altere o accessMode para o seguinte:
httpAndHttps
Feche e salve o proxy.xml.

3. Reinicie o vCenter Service na linha de comando ou no Painel de Controle
de Servigos do Windows.
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Configurar o protocolo de comunicag¢ao HTTP nos sistemas

ESX Server 4.0

Por padrao, o sistema proxy de backup e os sistemas ESX Server
comunicam-se usando o protocolo HTTPS. Para especificar um protocolo
alternativo, configure o sistema de proxy de backup e o sistema ESX Server
para se comunicarem usando o protocolo HTTP.

Para configurar o protocolo de comunicagcao HTTP nos sistemas ESX
Server 4.0

1.

Efetue logon no console de servico no sistema ESX Server como usuario
raiz e altere o diretorio a seguir:

/etc/vmware/hostd
Abra o proxy.xml usando um editor de texto.

Localize a lista de pontos de extremidade que contém as configuragdes
para o servigo web suportado pelo SDK.

Observacao: ¢ possivel identificar os pontos de extremidade por meio do
qualificador <EndpointList>.

As marcas aninhadas podem aparecer desta maneira:
<e id="5">

< type>vim.ProxyService.LocalServiceSpec</ type>
<accessMode>httpsWithRedirect</accessMode>
<port>8307</port>
<serverNamespace>/sdk</serverNamespace>

</e>

Altere accessMode para o seguinte:

httpAndHttps

Feche e salve o proxy.xml.

Reinicie o processo vmware-hostd usando o comando a seguir:

service mgmt-vmware restart
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