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Kapitel 1: EinfUhrung in den Agent fur
Oracle

Dieses Kapitel enthalt folgende Themen:

Funktionen des Agenten (siehe Seite 11)
Funktionalitét des Agenten (siehe Seite 12)

Funktionen des Agenten

Der Agent fiir Oracle umfasst zahlreiche Funktionen zum Steigern der
Leistungsfahigkeit.

Vollstédndige Integration in RMAN

Der Agent ist vollstandig in Oracle Recovery Manager (RMAN, im
Folgenden auch als "Wiederherstellungs-Manager" bezeichnet) integriert,
ein Hilfsprogramm zum Sichern, Wiederherstellen und Zuriickgewinnen
von Datenbanken. Mit Hilfe der Benutzeroberflache des Agenten kdnnen
Sie auf alle RMAN-Optionen flir Sicherungs-, Wiederherstellungs- und
Zurickgewinnungsvorgange zugreifen. Der Agent erstellt RMAN-Skripte,
um den gewlinschten Vorgang durchzufiihren, und fordert Sie zum
Speichern und Angeben der erstellten RMAN-Skripte auf. Weitere
Informationen zum Wiederherstellungs-Manager finden Sie in der
Dokumentation zu Oracle.

Produktiibergreifende Interoperabilitat

Der Agent ermdglicht Ihnen das Durchfiihren einer Wiederherstellung tber
RMAN, auch wenn Sie bereits eine Sicherung mit Hilfe des Agenten
durchgefiihrt haben. Sie kdnnen auch eine Wiederherstellung mit Hilfe des
Agenten durchfiihren, wenn Sie die Sicherung bereits mit RMAN
durchgefiihrt haben.

Multistreaming

Der Agent verwendet die parallelen Eingabe-/Ausgabefunktionen von
RMAN (Multistreaming) Uber mehrere Kanale. AuBerdem erhalt der Agent
Uber RMAN weitere Funktionen, wie beispielsweise den Lastenausgleich
zwischen Kanalen, Knotenaffinitdt und Kanal-Failover in RAC-
Umgebungen.

Kapitel 1: EinfUhrung in den Agent fUr Oracle 11



Funktionalitat des Agenten

Funktionalitat

Staging

Mit dem Agenten kdnnen Sie einen Staging-Sicherungsjob von mehreren
Oracle RMAN-Datenbankeninstanzen in einem einzigen Job ausfiihren.

Datentragermaximierung

Der Agent setzt zur Unterstlitzung bei der Optimierung der Bandnutzung in
GFS-Rotationsjobs Datentragermaximierung ein und stellt so sicher, dass
nicht genutzter Speicherplatz auf diesen Bandern auf ein Minimum
reduziert wird.

Plattformiibergreifende Sicherungen

Der Agent kann Oracle-Datenbanken auf Linux-Plattformen auf CA
ARCserve Backup-Servern sichern, die auf Windows-Plattformen
ausgefuhrt werden. Diese Funktion ermdglicht zentralisierte Sicherungen.

des Agenten

Der Agent und Oracle befindet sich auf demselben Computer. Wenn CA
ARCserve Backup mit der Sicherung eines Datenbankobjekts beginnt, wird
eine Anforderung an den Agenten gesendet. Der Agent ruft das Objekt von
Oracle ab und sendet es an CA ARCserve Backup, das das Objekt auf einem
Datentrager sichert. Ebenso Ubertragt der Agent das Datenbankobjekt, wenn
die Datei von einem Datentrager wiederhergestellt wird.

Weitere Informationen zum Sichern von Datenbanken und Datenbankobjekten
finden Sie im Kapitel "Sichern mit dem Agent fir Oracle". Weitere
Informationen zu den Sicherungs- und Wiederherstellungsvorgangen von
Oracle finden Sie in der Oracle-Dokumentation.

Hinweis: In einer Umgebung mit Real Application Cluster (RAC), muss sich
eine Kopie des Agenten auf mindestens einem Knoten in der Umgebung
befinden. Zusatzlich muss dieser Knoten Zugriff auf alle Archivprotokolle
haben. Ansonsten ist die Sicherung im Wesentlichen identisch.
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Funkfionalitat des Agenten

Datenbanksicherungen

Anhang folgender Methoden kdnnen Sie eine Online-Datenbanksicherung
durchfihren:

Um eine Datenbanksicherung durchzufiihren, erstellt der Agent flir Oracle
ein RMAN-Skript basierend auf den Optionen, die Sie lber die
Benutzeroberflache des Agenten (d.h. dem Sicherungs-Manager)
auswahlen.

Der Agent ruft dann RMAN zur Ausfiihrung dieses Skripts auf.

RMAN erstellt beim Starten weitere Agentenjobs, um die eigentliche
Sicherung durchzufiihren.

Diese Agentenjobs erhalten Datenbldcke von RMAN und senden sie zur
Sicherung auf das Datentragerlaufwerk an CA ARCserve Backup.

Hinweis: Der Agent und CA ARCserve Backup kénnen eine vollstandige
Datenbank oder Objekte innerhalb der Datenbank sichern.

Anhand der folgenden Methoden kdnnen Sie auch eine Offline-Sicherung mit
dem Agenten durchfihren:

Um Offline-Sicherungen von Datenbanken durchzufiihren, versetzt der
Agent die Datenbank vor dem Starten des Sicherungsvorgangs in einen
Ruhezustand.

In diesem Ruhezustand bleibt die Datenbank wahrend des
Sicherungsvorgangs flir RMAN zuganglich, jedoch kann kein anderer auf
die Datenbank zugreifen oder Transaktionen vornehmen.

Weitere Informationen:

Offline-Sicherung einer Oracle-Datenbank (siehe Seite 40)
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Kapitel 2: Installieren des Agenten

Dieses Kapitel enthalt folgende Themen:

Voraussetzungen fiur die Installation (siehe Seite 15)

Der Agent in einer RAC-Umgebung (siehe Seite 16)

Installation des Agenten (siehe Seite 16)

Durchfiihren von Aufgaben nach der Installation (siehe Seite 17)

Aufgaben nach der Installation, die flir den Recovery Manager erforderlich sind
(siehe Seite 28)

Registrieren des Agent fir Oracle (siehe Seite 33)

Entfernen des Agenten (siehe Seite 33)

Voraussetzungen fur die Installation

Priifen Sie vor der Installation des Agent flir Oracle, ob die folgenden
Anwendungen installiert sind und ordnungsgemaB funktionieren:

m  Diese Version des CA ARCserve Backup-Basisprodukts

m  Geeignete Vielfalt und Version von Version

m  Geeignete Version von Oracle Server

Hinweis: Informationen zu der jeweiligen Version von Linux und zu der

jeweiligen Version von Oracle Server flir Ihre Umgebung finden Sie in der
Readme.

Bevor Sie die Installation des Agent fiir Oracle starten, benétigen Sie
Administratorrechte oder die entsprechende Berechtigung zum Installieren von
Software auf den Rechnern, auf denen der Agent installiert werden soll.

Hinweis: Wenn Sie nicht Uber die erforderlichen Rechte verfligen, wenden Sie
sich an den Administrator von CA ARCserve Backup.
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Der Agent in einer RAC-Umgebung

Der Agent in einer RAC-Umgebung

Um den Agenten einer RAC-Umgebung (Real Application Cluster) zu
konfigurieren, miissen Sie den Agenten wenigstens eines Knotens, der zum
RAC-Cluster gehért und Zugriff auf alle Archivprotokolle hat, installieren und
konfigurieren. Sie kénnen den Agenten auch auf mehreren Knoten im RAC
installieren, allerdings muss jeder Knoten Zugriff auf alle Archivprotokolle
haben. Falls Sie den Agenten auf mehreren Knoten installieren, beachten Sie,
dass die Sicherung von dem im Sicherungs-Manager ausgewdahlten Knoten
ausgeflihrt wird.

Um dem Agenten fiir Oracle den Zugriff auf alle Archivprotokolle fiir den
Wiederherstellungsprozess auf ahnliche Art zu erméglichen, wie Oracle auf sie
zugreift, orientieren Sie sich an den Oracle-Empfehlungen flir den Aufbau einer
RAC-Umgebung. Wahrend der Wiederherstellung bendétigt Oracle Zugriff auf
alle erforderlichen Archivprotokolle in der RAC-Umgebung, unabhangig von
ihrem Ursprung. Um dem Agenten fir Oracle Zugriff auf die Archivprotokolle
zu ermdoglichen, missen Sie eine der folgende Optionen erfillen:

m  Legen Sie alle erforderlichen Archivprotokolle auf einer Festplatte ab.

m  Legen Sie alle erforderlichen Archivprotokolle auf einer geladenen NSF-
Festplatte ab.

m  Verwenden Sie die Replikation der Archivprotokolle.

Installation des Agenten

Der Agent fir Oracle ist ein Client-Programm, das Sie in einer der folgenden
Umgebungen installieren:

m  Dem Server, auf dem sich Oracle Server befindet

m  Auf mindestens einem Knoten in einer Umgebung mit Real Application
Cluster (RAC), der Zugriff auf alle Archivprotokolle hat

In diesem Kapitel werden die Installationsvoraussetzungen und Uberlegungen

flr den Agenten aufgefiuhrt. Weiterhin enthalt es detaillierte Anweisungen fir

alle Aufgaben nach der Installation. Weitere Informationen zur Installation des
Agenten finden Sie im Implementierungshandbuch.

Hinweis: Installieren Sie den Agent auf jedem Datenbankserver, den Sie Gber
CA ARCserve Backup verwalten mdéchten.
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DurchfUhren von Aufgaben nach der Installation

Durchfuhren von Aufgaben nach der Installation

Fihren Sie nach der Installation des Agenten die folgenden Aufgaben aus:

1.

Uberpriifen Sie, ob sich der Oracle-Server im ARCHIVELOG-Modus
befindet.

Starten Sie gegebenenfalls den ARCHIVELOG-Modus.
Aktivieren Sie flir die Datenbank die automatische Archivierung.

Hinweis: Nachdem Sie den archivelog-Modus gestartet haben, wird von
Oracle das automatische Archivieren fiir eine Oracle 10g- oder 11g-
Datenbank aktiviert. Bei allen anderen Datenbanken muissen Sie zum
Aktivieren der automatischen Archivierung alle Schritte im Abschnitt
"Automatische Archivierung" ausfiihren.

Konfigurieren Sie den Agenten durch Ausfiihren des Programms orasetup.

Es wird dringend empfohlen, einen RMAN-Katalog zu erstellen, auch wenn
dies nur optional ist. Diesen Katalog sollten Sie unbedingt in einer
Datenbank erstellen, die nicht von RMAN verwaltet wird.

Wichtig! Sie missen diese Arbeiten nach Abschluss der Installation auf jedem
Rechner ausfiihren, auf dem Sie den Agenten installiert haben - auch wenn der
Agent auf einem RAC-Knoten installiert ist.
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DurchfUhren von Aufgaben nach der Installation

Prufen des ARCHIVELOG-Modus

Sie missen den ARCHIVELOG-Modus aktivieren, um die Redo-Protokolle zu
archivieren. Verwenden Sie das folgende Verfahren, um zu priifen, ob der
ARCHIVELOG-Modus aktiviert ist.

So iiberpriifen Sie, ob der ARCHIVELOG-Modus aktiviert ist:

1. Melden Sie sich beim Oracle-Server als ein Oracle-Benutzer mit SYSDBA-
aquivalenten Berechtigungen an.

2. Geben Sie folgenden Befehl ein, wenn die SQL*Plus-Eingabeaufforderung
angezeigt wird:

ARCHIVE LOG LIST;

-bash-4.0¢% sqlplus
SQL*Plus: Release 11.1.0.6.0 - Production on Fri Feb

Copyright (c) 1982, 2007, Oracle. 2All rights reserved.

SQL> startup
ORACLE instance started.

al System Global Area
ed Size

Variable Size

Database Buffers

moun 4
e opened.
ive log list;

Database log mode Archive Mode

omatic archival Enabled
ve destination USE_DB_RECOVERY FILE DEST
t onli log sequence 4
log sequence to archive 6
nt log sequence 6

sqL> i

Mit diesem Befehl werden die Einstellungen fiir das Oracle-
Archivierungsprotokoll fiir diese Instanz angezeigt. Damit der Agent
ordnungsgemaB funktioniert, sollten folgende Einstellungen verwendet
werden:

Datenbankprotokollierungsmodus: Archivierungsmodus

Automatische Archivierung: aktiviert
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DurchfUhren von Aufgaben nach der Installation

Starten des ARCHIVELOG-Modus

Sie missen den ARCHIVELOG-MODUS starten, um die Datenbank nach der
Installation des Agenten zu sichern.

So starten Sie den ARCHIVELOG-Modus:
1. Fahren Sie den Oracle-Server herunter.
2. Fuhren Sie die folgenden Anweisungen in Oracle aus:

Geben Sie in Oracle folgenden Befehl ein, wenn die SQL*Plus-
Eingabeaufforderung angezeigt wird:

CONNECT SYS/SYS_PASSWORD AS SYSDBA
STARTUP MOUNT EXCLUSIVE

ALTER DATABASE ARCHIVELOG;

ALTER DATABASE OPEN;

ARCHIVE LOG START;

Falls Sie mit Ihrem Oracle 10g- oder 11g-Server keinen Flash-
Wiederherstellungsbereich verwenden, mussen in PFILE oder SPFILE die
folgenden Eintrage enthalten sein:

LOG ARCHIVE DEST 1="/opt/Oracle/oradata/ORCL/archive"
LOG_ARCHIVE FORMAT="ARC%S %R.%T"

Hinweis: Ab Oracle 10g oder Oracle 11g gelten die Eintrage
"LOG_ARCHIVE_START" und "LOG_ARCHIVE_DEST" als veraltet und sollten
daher in "PFILE" oder "SPFILE" vermieden werden.

Weitere Informationen zum Grund, warum der Archivprotokoll-Modus gestartet
wird, finden Sie in der Dokumentation zu Oracle.

Automatische Archivierung

Wenn Sie Tablespaces einer Online- oder Offline-Datenbank sichern méchten,
mussen Sie die Datenbank so konfigurieren, dass die automatische
Archivierung aktiviert ist.

Hinweis: Nachdem Sie den archivelog-Modus gestartet haben, wird von
Oracle das automatische Archivieren fur eine Oracle 10g- oder 11g-Datenbank
aktiviert. Bei allen anderen Datenbanken mussen Sie zum Aktivieren der
automatischen Archivierung alle entsprechenden Schritte in diesem Abschnitt
ausfuhren.
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DurchfUhren von Aufgaben nach der Installation

Aktivierend der automatischen Archivierung fir Oracle-Installationen mittels PFILE

Um die Datenbank fiir die automatische Archivierung zu konfigurieren, wenn
die Oracle-Installation fur die Verwendung von PFILE konfiguriert ist, fiigen Sie
folgende Parameter zur Datei INIT(SID).ORA im Oracle-Stammverzeichnis
$ORACLE_HOME/dbs hinzu:

LOG_ARCHIVE START=TRUE
LOG_ARCHIVE DEST=<archive log directory>
LOG_ARCHIVE FORMAT=%t %s.dbf

Es stehen u. a. folgende Parameter zur Verfligung:
LOG_ARCHIVE_START

Aktiviert die automatische Archivierung.
LOG_ARCHIVE_DEST

Legt den Pfad fur die archivierten Redo-Protokolldateien fest. Der Agent
fur Oracle fragt Oracle Server-Parameter fir das Archivprotokollziel in der
folgenden Reihenfolge ab: LOG_ARCHIV_DEST, LOG_ARCHIVE_DEST_1
und so weiter, bis LOG_ARCHIVE_DEST_10. Der Agent sichert die
Archivprotokolle ab dem ersten gefundenen lokalen Ziel.

LOG_ARCHIVE_FORMAT

Legt das Dateinamenformat fir die archivierten Redo-Protokolldateien fest.
%S steht hierbei flir die Protokollnummer und %T fiir die Thread-Nummer.
"ARC%S.%T" ist beispielweise zuldssig.

Wichtig! Verwenden Sie zwischen numerischen Werten ein Trennzeichen.
Beispiel: %S.%T. Wenn Sie das Trennzeichen weglassen, kénnen die
Namen von Archivprotokolldateien nicht analysiert werden, da nicht
bestimmt werden kann, welcher Teil %S und welcher Teil %T ist.
AuBerdem kénnen dadurch versehentlich mehrere Archivprotokolle mit
demselben Namen erstellt werden.
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Aktivieren der automatischen Archivierung fir Oracle-Installation mit PFILE

Die automatische Archivierung fir die Oracle-Installation kdnnen Sie mit
SPFILE aktivieren.

Aktivieren der automatischen Archivierung fiir Oracle-Installation mit
PFILE

1.

3.

Mochten Sie die Werte der Protokollparameter Uberprifen, geben Sie
folgenden Befehl ein, wenn die SQL*Plus-Eingabeaufforderung angezeigt
wird:

show parameter log

Sind die Werte der Parameter nicht korrekt, konnen Sie sie andern. Fahren
Sie hierzu den Server herunter, und geben Sie folgenden Befehl ein, wenn
die SQL*Plus-Eingabeaufforderung angezeigt wird:

CONNECT SYS/SYS_PASSWORD AS SYSDBA
STARTUP MOUNT EXCLUSIVE

ALTER SYSTEM SET LOG ARCHIVE START = TRUE SCOPE = SPFILE;

ALTER SYSTEM SET LOG_ARCHIVE DEST="“/opt/Oracle/oradata/ORCL/archive”
SCOPE = SPFILE;

ALTER SYSTEM SET LOG ARCHIVE FORMAT="ARC%S.%T"” SCOPE = SPFILE;

Hinweis: Der tatsachliche Wert von LOG_ARCHIVE_DEST ist spezifisch fir
Ihre Umgebung.

Starten Sie die Oracle-Instanz, damit die Anderungen wirksam werden.

Weitere Informationen zum Festlegen der automatischen Archivierung finden
Sie in der Dokumentation zu Oracle.

Vergleich zwischen ARCHIVELOG-Modus und NOARCHIVELOG-Modus

In der folgenden Tabelle werden die Vor- und Nachteile der Modi ARCHIVELOG
und NOARCHIVELOG erlautert.

Modus Vorteile Nachteil

ARCHIVELOG-Modus g  sije kénnen Hot Backups Zum Speichern der archivierten
(Sicherungen im laufenden  Protokolldateien wird zusatzlicher
Datenbankbetrieb) Speicherplatz bendtigt. Der Agent bietet
ausfuhren. jedoch die Option, die Protokolle nach der

Sicherung zu entfernen. So kdnnen Sie bei

Mit den Archivprotokollen Bedarf Speicherplatz freigeben.
und der letzten vollstandigen

Sicherung (offline oder
online) oder einer dlteren
Sicherung kann die
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Modus Vorteile Nachteil

Datenbank ohne
Datenverlust vollstandig
wiederhergestellt werden, da
alle an der Datenbank
vorgenommenen
Anderungen in der
Protokolldatei gespeichert

sind.
NOARCHIVELOG- Zum Speichern der archivierten 5 \wenn Sie eine Datenbank
Modus Protokolldateien wird kein wiederherstellen miissen, kénnen Sie
zusatzlicher Speicherplatz nur die letzte vollstandige Offline-
bendtigt. Sicherung wiederherstellen. Daher

gehen alle Anderungen, die nach dieser
letzten vollstdndigen Offline-Sicherung
vorgenommen wurden, verloren.

m Die Ausfallzeit der Datenbank ist
erheblich, da die Datenbank nicht
online gesichert werden kann. Diese
Einschrankung ist bei groBen
Datenbanken von erheblicher
Bedeutung.

Hinweis: Im NOARCHIVELOG-Modus kann die Wiederherstellung der Oracle-
Datenbank nach einem Systemausfall nicht garantiert werden; daher
unterstitzt der Agent flr Oracle diesen Modus nicht. Wenn Sie den Oracle-
Server im NOARCHIVELOG-Modus verwalten, missen Sie die vollstandigen
Oracle-Datenbankdateien offline sichern, ohne dass der Agent dazu CA
ARCserve Backup verwendet, um eine Systemwiederherstellung zu
gewahrleisten.

Wenn Sie mit RMAN arbeiten, missen Sie sicherstellen, dass die Datenbank im
ARCHIVELOG-Modus ausgefiihrt wird.
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Konfigurieren des Agenten

Nach der Installation des Agenten missen Sie das Programm "orasetup"
ausfiihren, um den Agenten laut Anweisungen ordnungsgeman zu
konfigurieren.

So fiihren Sie das Programm "orasetup" aus:

1. Wechseln Sie ins Stammverzeichnis des Agenten.

2. Geben Sie folgenden Befehl ein, um das Programm orasetup zu starten:
./orasetup

3. Das Programm orasetup fordert Sie auf, das Stammverzeichnis des
Agenten einzugeben. Der Standardeinstellung ist das aktuelle Verzeichnis.

m  Wenn Sie die Standardeinstellung auswahlen moéchten, driicken Sie die
Eingabetaste.

m  Wenn das Standardverzeichnis des Agenten ein anderes ist als das
aktuelle Verzeichnis, geben Sie den Pfadnamen fiir dieses Verzeichnis
ein, und drlicken Sie anschlieBend die Eingabetaste.

4. Das orasetup-Programm fragt Sie, ob Sie planen, Daten auf dem lokalen
Data Mover zu sichern.

m  Wenn Data Mover lokal installiert ist und Sie planen, Daten auf dem
lokalen Data Mover zu sichern, geben Sie "Y" ein, und dricken Sie die
Eingabetaste.

m  Wenn Data Mover nicht lokal installiert ist oder Sie nicht planen, Daten
auf dem lokalen Data Mover zu sichern, geben Sie "N" ein, und
dricken Sie die Eingabetaste.

5. Das Programm orasetup fragt Sie, ob Oracle auf dem Rechner installiert
ist. Geben Sie Y ein, und driicken Sie anschlieBend die Eingabetaste.

6. Das orasetup-Programm fragt ab, ob ein Katalog fiir den
Wiederherstellungs-Manager verwendet wird, um die
Datenbanksicherungen zu verarbeiten. Wenn Sie dies wiinschen, geben
Sie y ein, und dricken Sie anschlieBend die Eingabetaste.

Hinweis: Wir empfehlen, beim Durchfiihren einer Sicherung einen RMAN-
Katalog zu verwenden, da RMAN alle relevanten Sicherungsinformationen
in diesem Katalog speichert und Ihre Daten so auf die bestmdgliche Weise
schutzt.

7. Wenn es sich um eine neue Konfiguration handelt, fordert Sie das
Programm orasetup auf, alle Oracle System-IDs (SIDs), die mit CA
ARCserve Backup verwendet werden sollten, zu registrieren. Wenn es sich
nicht um eine neue Installation handelt, fragt Sie das Programm orasetup,
ob die vorhandenen Konfigurationsdateien neu erstellt werden sollen.
Wenn Sie die vorhandenen Dateien instance.cfg und sbt.cfg beibehalten
mochten, geben Sie n ein.
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Hinweis: Das Programm "orasetup" erstellt zwei Konfigurationsdateien:
instance.cfg und sbt.cfg.

m Sind diese Dateien beim Ausflihren von orasetup bereits vorhanden
und mochten Sie diese nicht tiberschreiben, geben Sie "n" ein. Die
Datei instance.cfg und sbt.cfg bleiben unverandert, und orasetup
erstellt sbt.cfg.tmpl, eine Vorlagendatei. Sie kdnnen dann diese

Vorlagendatei verwenden, um die Datei sbt.cfg manuell anzupassen.

m  Wenn Sie die Konfigurationsdateien Gberschreiben moéchten, erstellt
orasetup neue instance.cfg- und sbt.cfg-Dateien, die die vorhandenen
instance.cfg- und sbt.cfg-Dateien Uberschreiben.

m Der Agent verwendet die Datei instance.cfg, um neue Oracle-
Instanzen zu registrieren oder um Anderungen vorzunehmen. Sie
kénnen die Datei instance.cfg jederzeit konfigurieren.

8. Das Programm orasetup fordert Sie auf, den Inhalt der Datei oratab zu
drucken. Wahlen Sie anschlieBend die Datei aus, die Sie konfigurieren
mochten.

9. Das Programm orasetup fordert Sie auf, die Oracle-Instanz-ID anzugeben,
die der Agent verwenden soll (z.B. Datenbankl, Datenbank2). Wenn Sie
damit fertig sind, klicken Sie auf "Eingabe".

10. Geben Sie den ORACLE_HOME-Umgebungswert fir die Oracle-Instanz ein,
die Sie im vorherigen Schritt eingegeben haben. Wenn Sie damit fertig
sind, driicken Sie die Eingabetaste.

11. Wenn Sie die Frage, ob Sie einen RMAN-Katalog verwenden, um die
Datenbanksicherungen zu verarbeiten, mit Ja beantwortet haben, geben
Sie den Namen des Oracle Net-Dienstes ein, der auf die Datenbank mit
dem RMAN-Katalog fir diese Instanz zugreift.

12. Das Programm orasetup fordert Sie auf, die Anzahl der Tage anzugeben,
die vergehen sollen, bis die Protokolldateien automatisch geldscht werden.
Der Standardwert betragt 30 Tage. Wéhlen Sie eine der folgenden
Vorgehensweisen:

m  Wenn Sie den Standardwert ibernehmen méchten, driicken Sie die
Eingabetaste.

m  Wenn Sie den Wert verandern mochten, geben Sie die entsprechende
Anzahl an Tagen ein, und driicken Sie die Eingabetaste.

m  Wenn Sie nicht méchten, dass Protokolldateien automatisch geldscht
werden, geben Sie 0 ein.
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13. Das Programm orasetup fordert Sie auf einzugeben, fur wieviele Tage die
vom Agenten erzeugten RMAN-Skripte bis zum automatischen L&schen
aufbewahrt werden sollen. Der Standardwert betragt 30 Tage. Wahlen Sie
eine der folgenden Vorgehensweisen:

m  Wenn Sie den Standardwert ibernehmen mdochten, driicken Sie die
Eingabetaste.

m  Wenn Sie den Wert verandern mdchten, geben Sie die entsprechende
Anzahl an Tagen ein, und klicken Sie auf "Eingabe".

m  Wenn Sie nicht mdchten, dass RMAN-Skripte automatisch geldscht
werden, geben Sie 0 ein.

14. Das Programm orasetup fordert Sie auf, den Namen eines Benutzers
einzugeben, der sich mit diesem Host verbinden kann.

15. Das Programm orasetup fordert Sie auf, das Kennwort flir diesen Benutzer
einzugeben.
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Erstellen eines RMAN-Katalogs

Recovery Manager (RMAN) ist ein Oracle-Hilfsprogramm, mit dem Sie
Datenbankdateien sichern und wiederherstellen kénnen. Es fihrt wichtige
Sicherungs- und Zuriickgewinnungsvorgange durch und vereinfacht die
Aufgaben, die der Administrator wahrend dieser Vorgange ausfithren muss,
erheblich.

Bei der Verwendung von RMAN und CA ARCserve Backup legen Sie Ihre
eigenen RMAN-Skripte zur Durchfiihrung von Sicherungen fest. Sie kénnen
RMAN auch direkt verwenden, um ein beliebiges Objekt der Datenbank online
zu sichern, indem Sie mit oder ohne RMAN-Katalog lber die Befehlszeile eine
direkte Verbindung zu RMAN herstellen.

Hinweis: Bei einer Sicherung mit dem Agenten oder RMAN empfehlen wir
Ihnen die Verwendung eines Recovery-Katalogs, der in einer separaten
Datenbank installiert ist. Nach dem Sichern einer Oracle-Datenbank mit RMAN
kdnnen Sie fir die Wiederherstellung der Datenbank entweder den Agenten
oder RMAN verwenden. Ebenso kdnnen Sie eine mit dem Agent fiir Oracle
gesicherte Datenbank entweder mit RMAN oder dem Agenten wiederherstellen.

Weitere Informationen zum Recovery Manager finden Sie in der
Dokumentation zu Oracle.

Sie kédnnen den RMAN-Katalog bei einer Sicherung verwenden, da RMAN alle
relativen Sicherungsinformationen in diesem Katalog speichert. Ohne den
Katalog verwendet RMAN zur Verwaltung von Sicherungen nur Kontrolldateien.
Dies ist sehr riskant, da RMAN die Datenbank nicht wiederherstellen kann, falls
alle Kontrolldateien verloren gehen. Dariiber hinaus kdnnen Sie Ihre
Kontrolldateien nicht wiederherstellen, und Ihre Datenbank geht verloren.

Hinweis: Stellen Sie sicher, dass die Katalogdatenbank bei der Sicherung und
der Wiederherstellung von Jobs mit dem RMAN-Katalog verfligbar ist.
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Erstellen eines RMAN-Katalogs

Hinweis: Da RMAN bei der Wiederherstellung sehr stark auf den Katalog
angewiesen ist, sollten Sie ihn in einer separaten Datenbank erstellen (d. h. in
einer anderen als der aktuell gesicherten Datenbank).

1.

Erstellen Sie mit Hilfe des folgenden SQL*Plus-Befehls einen neuen
Tablespace:

* create tablespace <Tablespace des RMAN-Katalogs> datafile <Name der
Datendatei> size <GroBe der Datendatei> m;

Erstellen Sie durch Eingabe des folgenden Befehls den Benutzer, der
Eigentiimer des RMAN-Katalogs sein soll.

* create user <Besitzer des RMAN-Katalogs> identified by <Kennwort> default
tablespace <Tablespace des RMAN-Katalogs> quota unlimited on <Tablespace des
RMAN-Katalogs>;

Weisen Sie diesem Benutzer mit folgendem Befehl die entsprechenden
Rechte zu:

* grant recovery catalog owner to <Besitzer des RMAN-Katalogs>;

Offnen Sie eine neue Befehlszeile, und fithren Sie den folgenden Befehl
aus, um eine Verbindung mit der Katalogdatenbank von RMAN
herzustellen:

rman catalog <Eigentimer des RMAN-Katalogs>/<Kennwort fiir den RMAN-
Katalog>@rmandb

Hierbei ist "rmandb" der TNS-Name der RMAN-Katalogdatenbank.
Erstellen Sie mit dem folgenden Befehl einen Katalog:
create catalog;

Stellen Sie eine Verbindung zur RMAN-Katalogdatenbank und RMAN-
Zieldatenbank her.

*rman target <Benutzer (SYS) mit SYSDBA-Berechtigung>/<Kennwort fir Benutzer
(SYS)>@targetdb catalog <RMAN-Katalogeigentiimer>/<RMAN-
Katalogkennwort>@rmandb

Hierbei gilt: "rmandb" ist der TNS-Name fir die RMAN-Katalogdatenbank,
und "targetdb" ist der TNS-Name fir die Zieldatenbank.

Fihren Sie den folgenden Befehl aus:

register database;

Weitere Informationen zum Wiederherstellungs-Manager finden Sie in der
Dokumentation zu Oracle.

Wichtig! Wenn Sie keinen RMAN-Katalog verwenden, missen Sie Ihre
Kontrolldateien mit einer Dateisystemsicherung oder durch Spiegeln der
Kontrolldateien auf Fehlertoleranzen selbst verwalten.
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Aufgaben nach der Installation, die fur den Recovery
Manager erforderlich sind

Um Oracle Recovery Manager (RMAN) zu verwenden, muissen Sie die
folgenden Aufgaben nach der Installation durchfiihren:

m  Sje verwenden Bibliotheksdateien, indem Sie eine dieser Aktionen
durchfihren:

- Verkniipfen Sie Oracle so, dass die Bibliotheksdateien von CA® libobk
verwendet werden.

- Erstellen Sie die symbolische Verknlipfung
$ORACLE_HOME/Ilib/libobk.s*, so dass sie auf die libobk-Bibliothek von
CA zeigt.

- Verwenden Sie den SBT_LIBRARY-Parameter im RMAN-Skript.

m  Flgen Sie die Client-Host-Definition in die CA ARCserve Backup-Datenbank
ein, wenn Sie dies nicht bereits getan haben.

m  Fligen Sie den Oracle-Benutzer, der die Oracle-Datenbankdateien besitzt,
als CA ARCserve Backup-Benutzeraquivalent hinzu.

m  |Legen Sie die RMAN-Umgebungsvariablen fest.

Funktionsweise der Schnittstellen von SBT1.1 und SBT2.0

Die Schnittstellen von SBT1.1 und SBT2.0 (Systems Backup to Tape) sind die
Oracle APIs (Application Programming Interfaces), mit denen CA ARCserve
Backup RMAN die Fahigkeit zur Sicherung und Wiederherstellung verleihen
kann. Diese Schnittstellen verwenden die Parameterdatei sbt.cfg und die
Befehle ca_backup und ca_restore von CA ARCserve Backup, um die Sicherung
und Wiederherstellung von RMAN aus zu initialisieren.
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Funktionsweise der Parameterdatei sbt.cfg

Die SBT-Bibliothek verwendet die Parameterdatei sbt.cfg, um mit dem
Agenten zu interagieren. Diese Datei enthdlt verschiedene benutzerdefinierte
Parameter, die an CA ARCserve Backup geleitet werden, wenn Sie mit Hilfe der
Befehle ca_backup und ca_restore Sicherungs- und Wiederherstellungsjobs
Ubergeben. Das Programm orasetup erstellt die erste Konfigurationsdatei
sbt.cfg wahrend des Setup des Agenten.

AuBerdem verschliisselt das Programm orasetup das Kennwort automatisch
und speichert es in der Datei sbt.cfg (SBT_PASSWORD) ab. Wenn Sie das
Kennwort andern wollen, missen Sie zunachst "cas_encr <Kennwort>"
ausflihren, um den verschlisselten ASCII-Wert zu erhalten. Ein Beispiel fiir die
Verwendung des Befehls "cas_encr" sieht etwa so aus:

# cas_encr password
CAcrypt:HGID92748HNNCISFDHD764

Nachdem Sie diesen Wert empfangen haben, missen Sie den Wert vollstandig
und einschlieBlich der CAcrypt-Zeichenkette als Wert fiir die Variable
SBT_PASSWORD in die Datei sbt.cfg kopieren.

Wichtig! Vor der Verwendung von cas_encr mussen Sie den Bibliothekspfad
andern, so dass er ein Common Agent-Verzeichnis enthédlt. Beispiel:

#LD_LIBRARY_PATH=$LD_LIBRARY_PATH:/opt/CA/ABcmagt

Um den Bibliothekspfad flir das Linux-Betriebssystem einzurichten, folgen Sie
dieser Richtlinie:

LD LIBRARY PATH=opt/CA/ABcmagt:$LD LIBRARY PATH

Hinweis: Datei sbt.cfg stellt Standardwerte bereit, wenn Sie sich fir die
direkte Verwendung von RMAN entscheiden.
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Funktionsweise der libobk-Bibliotheksdateien

Die SBT-Schnittstelle wird Uber die Bibliotheksdateien libobk implementiert.
Oracle Server enthalt eine standardmaBige Bibliotheksdatei libobk.*. Damit
Ihre Sicherungs- und Wiederherstellungsjobs mit RMAN erfolgreich sind, muss
RMAN jedoch statt der standardmaBigen Oracle-Version eine der folgenden
CA-Versionen von libobk.* verwenden:

m  |ibobk.*.1.32 (32-Bit-Implementierung der SBT1.1-Schnittstelle)
m  |ibobk.*.2.32 (32-Bit-Implementierung der SBT2.0-Schnittstelle)
m  |ibobk.*.1.64 (64-Bit-Implementierung der SBT1.1-Schnittstelle)
m  |ibobk.*.2.64 (64-Bit-Implementierung der SBT2.0-Schnittstelle)

Weiter Punke sollten bertcksichtigt werden:
m  Oracle8.0 unterstitzt nur SBT1.1. Es unterstitzt nicht SBT2.0.

m  QOracle8i, 9i und 10g unterstitzen sowohl SBT1.1 als auch SBT2.0. Wir
empfehlen die Verwendung von SBT2.0 mit Oracle8i, 9i und 10g.

m  Bei der Installation des Agenten werden die symbolischen Verknipfungen
libobk32.* und libobk64.* im Startverzeichnis des Agenten erstellt. Diese
symbolischen Verknipfungen werden in den vom Agenten generierten
RMAN Skripten als Wert flir den SBT_LIBRARY-Parameter verwendet. Sie
kénnen diese Verknlipfungen auch verwenden, wenn Sie Ihre eigenen
Skripte erstellen.

libobk-Bibliotheksdateien fir Oracle und CA

Méglicherweise missen Sie Oracle neu verknipfen, damit RMAN eine der CA-
Versionen von libobk verwenden kann.

Der folgende Abschnitt behandelt die Vorgehensweise fir das erneute
Verknilpfen von Oracle. Gehen Sie zum Verknlpfen von Oracle zu dem
Abschnitt fur Ihr Betriebssystem, und flihren Sie das entsprechende Verfahren
fur Ihr Linux-Betriebssystem und Ihre Version von Oracle Server durch.

Wichtig! StandardmaBig ist die symbolische Verknipfung
"$ORACLE_HOME/lib/libobk.s*" vorhanden und verweist auf eine vorhandene
Oracle-Datenbank. Bevor Sie die Verknlpfung erstellen, missen Sie diese
Verknlpfung auf $CAORA_HOME/libobk.s* umleiten. Informationen zum
Umleiten einer Verknipfung, die flr Ihre Umgebung geeignet ist, finden Sie in
der Oracle-Dokumentation.
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Erneutes Verknipfen auf Linux
Wenn Oracle auf Linux ausgefihrt wird, flihren Sie zum erneuten Verknipfen
folgende Schritte durch:
1. Melden Sie sich als Oracle-Benutzer an.
2. Fihren Sie eine der folgenden Aktionen durch:

m Falls Sie Oracle 9i oder 10g verwenden, wechseln Sie ins Verzeichnis
$ORACLE_HOME/lib, und geben Sie folgenden Befehl ein:

1n -s /opt/CA/ABoraagt/1libobk32.so $0RACLE HOME/lib/libobk.so

m Falls Sie Oracle 8.0.6 oder 8i verwenden, wechseln Sie ins Verzeichnis
$ORACLE_HOME/rdbms/lib, und geben Sie folgenden Befehl ein:

make -f ins rdbms.mk ioracle LLIBOBK=$CAORA HOME/libobk library

Uberlegungen

m  Um sicherzustellen, dass die ausfliihrbare Datei von Oracle
ordnungsgemaB mit der CA-Bibliothek verknipft ist, wechseln Sie zum
Verzeichnis $ORACLE_HOME/bin, und geben Sie den Befehl Idd -r ein,
um die Bibliotheken aufzulisten, mit denen die ausfiihrbare Datei
verknUpft ist.

m In allen Aktionen von Schritt 2 ist libobk-Bibliothek der vollstandige
Pfad des Verzeichnisses, in dem sich folgende Bibliotheken befinden:

- libobk.so0.1.32 (32 bit x86 SBT 1-Version)

- libobk.s0.2.32 (32 bit x86 SBT 2-Version)

- libobk.so.2.64_IA64 (64 bit Itanium SBT 2-Version; kein SBT 1)
- libobk.so.2.64_AMDG64 (64 bit AMD64 SBT 2-Version; kein SBT 1)

Der standardmaBige Speicherort ist das Stammverzeichnis des
Agenten.
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Hinzufugen des Oracle-Benutzers als CA ARCserve Backup-Benutzeraquivalent

Fur Sicherungen miissen Sie den Oracle-Benutzer, der Eigentliimer der Oracle-
Datenbankdateien ist, als CA ARCserve Backup-Benutzeraquivalent
hinzufiigen.

Um den Benutzer hinzuzufliigen, gehen Sie folgendermaBen vor:

1. Vergewissern Sie sich, dass CA ARCserve Backup geladen ist und
ausgefuhrt wird.

2. Offnen Sie den CA ARCserve Backup-Stammordner und geben Sie den
folgenden Befehl ein:

ca auth [-cahost CAAB hostname] -equiv add <Oracle benutzername>
<Linux_hostname> CAAB benutzername [CAAB benutzername]
[CAAB benutzerpasswort]

Bei CAAB_benutzername muss es sich um einen CA ARCserve Backup-
Administrator handeln.

Hinweis: Wenn Sie den Agenten in einer RAC-Umgebung (Real Application

Cluster) installiert haben, missen Sie den Oracle-Benutzer, der die Oracle-

Datenbankdateien besitzt, auf jedem Knoten innerhalb des RAC-Clusters als
CA ARCserve Backup-Benutzeraquivalent hinzufiigen.
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Registrieren des Agent fur Oracle

Bei der Registrierung des Computers, auf dem der Agent fir Oracle in CA
ARCserve Backup installiert ist, geben Sie nur den tatsdchlichen Hostnamen
des Computers ein. Der Hostname wird angezeigt, wenn Sie auf dem
Computer, auf dem der Agent fiir Oracle installiert ist, in der Befehlszeile den
Befehl "hostname" eingeben.

Bei der Registrierung eines Agent fiir Oracle muss der Oracle-Benutzer auf
dem Linux-Server durch den folgenden Befehl die Entsprechung zu "caroot"
auf dem Windows-Server erhalten, auf dem das Basisprodukt installiert ist:

ca auth [-cahost BABhost] -equiv add <Oracle-Benutzer> <Oracle-Hostname> caroot
[caroot Benutzername] [caroot Kennwort]

Nachdem dieser Befehl serverseitig ausgefliihrt wurde, wird weiterhin bei
einem Sicherungsjob im Aktivitatsprotokoll der folgende Fehler angegeben:

CA ARCserve Backup server on xxx.xxx.xxx.xxx failed to authenticate user
Oracle. Create a caroot equivalency using ca_auth

Geben Sie in diesem Szenario auf dem Server, auf dem der Agent fiir Oracle
installiert ist, den folgenden Befehl ein:

[root@rhelu4 BABoraagt]# ./ca auth -cahost babserver -equiv add Oracle rhelu4
caroot caroot caroot Kennwort

[root@rhelu4 BABoraagtl# ./ca auth -cahost babserver -equiv getequiv Oracle
rhelu4

Entsprechender ARCserve-Benutzer fir Oracle@rhelu4: caroot

Entfernen des Agenten

Um den Agenten flir Oracle von IThrem Computer zu entfernen, folgen Sie den
Anweisungen der Installations-CD.

Wichtig! Schalten Sie Oracle aus und heben Sie die Verbindung zu den libobk-
Bibliotheken auf, bevor Sie versuchen, den Agenten zu entfernen. Diese
Vorgehensweise ist geeignet, egal ob Sie Oracle mit den CA-Bibliotheken
verbunden haben oder einen Softlink im Oracle-Unterverzeichnis lib erstell
haben, wie in den Aufgaben nach der Installation angegeben.
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Kapitel 3: Sichern mit dem Agenten fur

Oracle

Dieses Kapitel enthalt folgende Themen:

Datensicherung - Grundlagen (siehe Seite 35)
Sicherungen (siehe Seite 38)
Einschrankungen beim Sichern (siehe Seite 54)

Datensicherung - Grundlagen

Als Sicherung wird der Vorgang bezeichnet, bei dem eine Kopie einer
Datenbank oder eines Datenbankobjekts auf einem anderen Gerat
(normalerweise auf einem Bandlaufwerk) erstellt wird. Sicherungen werden
mit Hilfe von CA ARCserve Backup, dem Agent flir Oracle und den
Sicherungsfunktionen von Oracle RMAN durchgefihrt.

Mit CA ARCserve Backup, dem Agenten und Oracle RMAN kdénnen Sie eine
vollstandige Oracle-Server-Datenbank oder einzelne Objekte innerhalb der
Datenbank sichern. Wenn Sie eine vollstandige Datenbank sichern méchten,
missen Sie die Sicherung so konfigurieren, dass sie alle in der Datenbank
enthaltenen Objekte umfasst. In der Regel missen Sie eine vollstédndige
Datenbank sichern, wenn Sie die Datenbank erstmals erstellen, oder wenn Sie
die Datenbankstruktur andern. Tablespaces und andere Datenbankobjekte
erfordern haufigere Sicherungen.

Sicherungsstrategie

Sie sollten Ihre Sicherungsstrategie fiir eine Datenbank planen, bevor Sie die
Datenbank erstellen. Wenn Sie auf die Planung dieser Strategien vor der
Datenbankerstellung verzichten, ist ein spateres Wiederherstellen der
Datenbank unter Umstanden nicht méglich.

Sie sollten Ihre Sicherungsstrategie in einer Testumgebung priifen, bevor und
nachdem Sie sie auf ein Produktionssystem aufspielen. Durch diesen Test
kdénnen Sie Probleme minimieren, bevor diese in einer echten Situation
auftreten.
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Entwickeln einer geeigneten Sicherungssirategie

Eine effiziente Sicherungsstrategie erfordert folgende MaBnahmen:

Flhren Sie eine vollstédndige Online-Sicherung Ihrer Oracle-Datenbanken
durch.

Flhren Sie regelmaBig eine Offline-Sicherung der Datenbank durch, indem
Sie die Datenbank herunterfahren und eine Dateisystemsicherung der
Oracle-Umgebung durchfihren.

Sichern Sie die Datenbankobjekte, um die vollstéandige
Datenbanksicherung zu aktualisieren. Haufig verwendete Tablespaces
sollten haufig gesichert werden, um die Dauer des
Wiederherstellungsvorgangs fir die Datenbank zu reduzieren.

Sichern Sie die Kontrolldateien der Datenbank jedes Mal, wenn Sie
strukturelle Anderungen an der Datenbank vornehmen.

Spiegeln Sie die Oracle-Online-Redo-Protokolle. Dieser Vorgang kann nicht
mit dem Agenten ausgefiihrt werden. Weitere Informationen zum Spiegeln
von Online-Redo-Protokollen finden Sie in der Oracle-Dokumentation.

Weitere Informationen zu den Sicherungs- und Wiederherstellungsvorgdangen
von Oracle finden Sie in der Oracle-Dokumentation.

Organisatorischer Aufbau eines Oracle-Servers

Ein Oracle-Server besteht aus Datenbanken, die wiederum in
Datenbankobjekte unterteilt sind. Eine Oracle-Datenbank enthalt die folgenden
Objekttypen:

Tablespaces mit Daten. Tablespaces kdnnen aus mehreren Datendateien
bestehen.

Datendateien mit den Datenbankdaten. Datendateien sind die physischen
Dateien, die ein Tablespace definieren.

Online-Redo-Protokolldateien mit Aufzeichnungen von Transaktionen, die
auf die Tablespaces angewendet wurden.

Kontrolldateien, die die Struktur der Datenbank, einschlieBlich der
Tablespaces, beschreiben. Es kdnnen mehrere Versionen einer
Kontrolldatei flir die Datenbank vorhanden sein.

Parameterdateien, die die verschiedenen Initialisierungsparameter
enthalten, die die Datenbank beim Starten verwendet.

Wiederherstellungsbereich (fir die neuesten Oracle-Versionen), der alle
Dateien und Aktivitaten flr die Wiederherstellung von Oracle-Datenbanken
organisiert.
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Online-Redo-Protokolldateien

Der Oracle-Server verwendet Online-Redo-Protokolldateien, um alle Eintrage
in die Oracle-Tablespaces aufzuzeichnen. Fur den Agent flir Oracle sind jedoch
archivierte Online-Redo-Protokolldateien erforderlich, damit er ordnungsgeman
funktioniert. Damit Oracle archivierte Redo-Protokolldateien erstellt, miissen
Sie Oracle im ARCHIVELOG-Modus ausfliihren. AuBerdem miissen Sie Oracle
flr automatisches Archivieren von Online-Redo-Protokolldateien konfigurieren,
damit der Agent Sicherungen und Wiederherstellungen ordnungsgeman
ausflhrt.

Hinweis: Informationen zum Konfigurieren von Oracle fiir den Betrieb im
ARCHIVELOG-Modus und fir das automatische Archivieren von Online-Redo-
Protokolldateien finden Sie unter "Durchfiihren von Aufgaben nach der
Installation”.

Mehrere Datenbanken
Falls Ihre Oracle-Konfiguration liber mehrere Datenbanken verfligt, kbnnen
Sie:
m  die Datenbanken anzeigen und sich bei ihnen anmelden.

m  die von Ihnen angegebenen Datenbanken anzeigen und sich bei ihnen
anmelden, wenn Sie zur Neukonfiguration des Agenten orasetup im
Stammverzeichnis des Agenten ausgefihrt haben.

m  den Agenten so konfigurieren, dass im Fenster des Sicherungs-Managers
die Objekte jeder angegebenen Datenbank angezeigt werden.

m  die zu sichernden Datenbankobjekte schnell finden.
Konfigurieren einer Sicherungssitzung fir Umgebungen mit mehreren Datenbanken

So konfigurieren Sie Ihre Sicherungssitzung so, dass die Datenbanken, die Sie

wahrend der Installation auf einer Oracle-Konfiguration mit mehreren

Datenbanken festgelegt haben, angezeigt werden und Sie sich bei ihnen

anmelden kénnen

So konfigurieren Sie eine Sicherungssitzung fiir mehrere Datenbanken

1. Starten Sie CA ARCserve Backup, und 6ffnen Sie den Sicherungs-Manager.
Der Sicherungs-Manager wird gedffnet.

2. Blenden Sie auf der Registerkarte "Quelle" den Linux-Agenten ein.

3. Klicken Sie unter "Linux-Agent" auf das griine Kastchen links neben dem
Host, auf dem Oracle installiert ist.

Das Dialogfeld Anmeldung wird ged6ffnet.
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Sicherungen

4. Geben Sie den Benutzernamen und das Kennwort ein, und klicken Sie auf
||OKII.

5. Erweitern Sie den Host.
6. Klicken Sie auf das griine Kastchen links neben der Oracle-Datenbank.
Das Dialogfeld fiir die Datenbankanmeldung wird gedéffnet.

7. Geben Sie den Benutzernamen und das Kennwort fiir die Oracle-
Datenbank ein.

8. Klicken Sie auf "OK".

Sie kdnnen nun die Datenbank erweitern und die zu sichernden
Datenbankobjekte auswahlen.

Mit Hilfe des Agenten kdnnen Sie vollstandige Oracle-Datenbanken oder

einzelne Datenbankobjekte sichern, wie z.B. Tablespaces, Datendateien,

archivierte Redo-Protokolldateien, Kontrolldateien, Parameterdateien und
Wiederherstellungsbereich.

Sichern Sie sofort nach der Erstellung der Datenbank alle Objekte darin, und
sichern Sie sie danach in regelmaBigen Abstanden, um eine reibungslose
Wiederherstellung nach einem Datenbank- oder Datentragerfehler zu
gewahrleisten. Mit CA ARCserve Backup kénnen Sie einen Ablaufplan fir
automatische Sicherungen definieren und verwalten.

Sicherungen des Agenten werden (ber Skripte durchgefiihrt, die der Agent
zum Oracle Recovery Manager (RMAN) sendet. Diese Skripte werden
automatisch entsprechend der im Sicherungs-Manager ausgewdahlten Optionen
erstellt und unter <Stammverzeichnis des Oracle-Agenten>/rman_scripts
gespeichert. Sie werden so lange gespeichert, wie Sie mit der
Umgebungsvariable <DAYS_RMAN_SCRIPTS_RETAINED> in agent.cfg
festlegen.
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Recovery Manager (RMAN)

Der Recovery Manager (RMAN) ist ein Oracle-Hilfsprogramm, mit dem Sie
Datenbankdateien sichern und wiederherstellen kénnen. RMAN flhrt wichtige
Sicherungs- und Wiederherstellungsvorgange durch und vereinfacht die
Aufgaben, die der Administrator wahrend dieser Vorgange ausfilhren muss,
erheblich. Weitere Informationen zum Recovery Manager finden Sie im Oracle-
Handbuch zu Sicherung und Wiederherstellung.

Bei der Verwendung von RMAN und CA ARCserve Backup legen Sie Ihre
eigenen RMAN-Skripte zur Durchfiihrung von Sicherungen fest. Sie kénnen
RMAN auch direkt verwenden, um ein beliebiges Objekt der Datenbank online
zu sichern, indem Sie mit oder ohne RMAN-Katalog Uber die Befehlszeile eine
direkte Verbindung zu RMAN herstellen.

Hinweis: Bei einer Sicherung mit dem Agenten oder RMAN empfehlen wir
Ihnen die Verwendung eines Recovery-Katalogs, der in einer separaten
Datenbank installiert ist.

Nach dem Sichern einer Oracle-Datenbank mit RMAN kénnen Sie fiir die
Wiederherstellung der Datenbank entweder den Agenten oder RMAN
verwenden. Ebenso kénnen Sie eine mit dem Agent flir Oracle gesicherte
Datenbank entweder mit RMAN oder dem Agenten wiederherstellen.

Weitere Informationen:

Erstellen eines RMAN-Katalogs (siehe Seite 26)

Voraussetzungen fir RMAN
Bevor Sie Sicherungen mit RMAN und dem Agenten durchfihren kénnen,
mussen Sie folgende Schritte ausfihren:

m  Verwenden Sie die Computer Associates libobk-Bibliotheksdateien, indem
Sie eine der folgenden Aktionen durchfihren:

- Oracle neu verknupfen

- Erstellen Sie die symbolische Verknlpfung
$ORACLE_HOME/lib/libobk.*.

- Verwenden Sie SBT_LIBRARY im RMAN-Skript (je nach Plattform und
Oracle-Version).

m  Fligen Sie den Oracle-Benutzer, der die Oracle-Datenbankdateien besitzt,
als CA ARCserve Backup-Benutzeraquivalent hinzu.

Hinweis: Informationen zu diesen Aufgaben finden Sie unter "Durchfiihren
der Aufgaben nach der Installation, die fir den Recovery Manager erforderlich
sind" im Kapitel "Installieren des Agenten".
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Sicherungsarten

Wenn Sie CA ARCserve Backup und den Agenten verwenden, kénnen Sie
verschiedene Sicherungstypen durchfiihren:

m  Offline-Sicherungen

m  Online-Sicherungen

m  Staging-Sicherungen

m  Multistreaming-Sicherungen (oder Mehrkanal-Sicherungen)

m  Starten von Sicherungen durch Laden der eigenen RMAN-Skripte im

Sicherungs-Manager

Hinweis: Sie konnen RMAN auch direkt verwenden, um Sicherungen auf der
Befehlszeilenebene zu starten.

Weitere Informationen:

RMAN-Befehlszeilenskripte (siehe Seite 53)

Offline-Sicherung einer Oracle-Datenbank

Beim Sichern im Offline-Modus versetzt der Agent die Datenbank vor dem
Start des Sicherungsvorgangs in einen Ruhezustand. Der Grund hierfir ist,
dass RMAN in der Lage sein muss, eine Verbindung zur Datenbank
herzustellen. Daher missen die Datenbankprozesse ausgefiihrt werden und
eine Verbindung akzeptieren. Beim Durchfiihren einer echten Offline-Sicherung
kann diese Verbindung nicht hergestellt werden. Die einzige M&glichkeit, RMAN
eine Verbindung zur Datenbank zu ermdglichen, ohne dass diese online ist,
besteht in der Verwendung des Ruhezustands, der jegliche Transaktionen von
Benutzern unterbindet.

Hinweis: Um eine echte Offline-Sicherung durchzufiihren, verwenden Sie
nach dem manuellen Herunterfahren Ihrer Datenbank den Agenten zur
Sicherung der Datenbank. Um Ihre Datenbank wiederherzustellen, verwenden
Sie erneut den Agenten und starten Ihre Datenbank dann manuell.
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Durchfihren einer Sicherung im Offline-Modus

Um eine Sicherung im Offline-Modus durchzufiihren, gehen Sie
folgendermaBen vor:

So sichern Sie eine Oracle-Datenbank im Offline-Modus:

Hinweis: Stellen Sie sicher, dass Oracle Server ausgefiihrt wird und dass CA
ARCserve Backup und der Agent gestartet wurden, bevor Sie den Sicherungs-
Manager 6ffnen.

1.

Offnen Sie den Sicherungs-Manager, wihlen Sie die Registerkarte "Quelle"
aus, und blenden Sie den Linux-Agenten ein.

Klicken Sie unter "Linux-Agent" auf das griine Kastchen links neben dem
Host, auf dem Oracle installiert ist.

Das Dialogfeld Anmeldung wird gedffnet.

Geben Sie den Benutzernamen und das Kennwort fiir den Host ein, und
klicken Sie auf "OK".

Der Host wird erweitert.

Klicken Sie auf das griine Kastchen neben der zu sichernden Oracle-
Datenbank.

Das Dialogfeld Anmeldung wird gedffnet.

Geben Sie den Benutzernamen und das Kennwort fir die Oracle-
Datenbank ein, und klicken Sie auf OK.

Das griine Kastchen wird vollstandig grin.

Hinweis: Stellen Sie sicher, dass Oracle-Benutzername und -Kennwort,
Uber die Sie eine Verbindung zu Oracle herstellen, Gber die Berechtigung
verfliigen, sich mit Hilfe der Klausel "as sysdba" bei Oracle anzumelden. Sie
mussen sich mit und ohne diese Klausel anmelden kdnnen.
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6. Wenn Sie Sicherungs-Optionen festlegen méchten, klicken Sie auf die
Registerkarte "Quelle" und anschlieBend auf die Registerkarte "Oracle-
Optionen".

Das Dialogfeld "Oracle-Sicherungsoptionen" wird angezeigt.
Oracle-Sicherungsoptionen | Enwueiterte Drac:le-SicherungsoptionenI
 Oracle-Datenbank in dateibazierem Modus sichemn

' Oracle-Datenbank in BMAN -Modus sichemn
— ¥ RMAM K atalng verwenden [empiohlen)

K. atalogdatenbanknane: I

Eigentiimername: I

Eigentiimerkennwort: I

r— Sicherungstyp
" Online

Die Datenbank wird fr die

r— Sicherungsmethode
' Globale oder Rotationsoptionen verwenden
" Wollstindige Sicherung

" Zuwachssicherng

Dauer der Sicherung
geschlossen. Tatsachlich
skartet RMAN sie im inakkiven
Modus neu, um exklusiv darauf
zugreifen zu kinnen und
sicherzustellen, dass in den

Cracle-Datendateien keine
Blkkivitat stattfindst, Dieser
Wworgang wird auch als 'Cold
Backup' bezeichnet,

Zuwachssicherung - Ebene; U_:| I | Kumulativ

[Mur &nderungen seit der [etzten Sicherung der Ebens 0 ms1]

Anzahl der Kanale [Streams]: 1_:|

I _<GUID>_%u %p %o

—

Sicherungsformat:

[ Protokolldatei nach Sicherung entfernen

Ok I Abbrechen
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Flllen Sie die folgenden Felder aus:

Geben Sie die Benutzerinformationen fir die Oracle-Datenbank ein.

Stellen Sie sicher, dass das Kontrollkastchen "RMAN-Katalog
verwenden (empfohlen)" aktiviert ist.

Hinweis: Es wird die Verwendung des RMAN-Katalogs empfohlen, da
RMAN anderenfalls zur Verwaltung von Sicherungen nur auf die
Kontrolldateien zurtickgreifen kann. Wenn nur die Kontrolldateien
verwendet werden, besteht das Risiko, dass RMAN im Falle eines
Verlusts der Datenbankdateien und aller Kontrolldateien die Datenbank
nicht wiederherstellen kann. Mit Hilfe der Option zur Verwendung des
RMAN-Katalogs vermeiden Sie die Mdglichkeit eines Verlusts der
sicherungsbezogenen Informationen in den Kontrolldateien und
anderer wichtiger Informationen. Beachten Sie auch, dass Sie die
Maoglichkeit zur Durchflihrung einer Wiederherstellung zu einem
bestimmten Zeitpunkt einschranken, wenn Sie den RMAN-Katalog
nicht verwenden.

Wenn Sie diese Option nicht auswahlen, wird eine Warnmeldung
angezeigt, die Sie daran erinnert, wie wichtig die Verwendung des
RMAN-Katalogs ist.

Wahlen Sie als Sicherungstyp die Option "Offline" aus.
Wahlen Sie eine der folgenden Sicherungsmethoden aus:

Vollstandige Sicherung: Diese Methode minimiert normalerweise die
Anzahl der Bander, die Sie fiir das Wiederherstellen der Datenbank
bendtigen, jedoch dauert die Sicherung langer.

Zuwachssicherung: Diese Methode verkirzt die Sicherungsdauer,
dafur dauert das Wiederherstellen normalerweise langer und es
mussen mehr Bander geladen werden (die letzte vollstandige
Sicherung und alle Zuwachssicherungen).

Sie kdnnen die Anzahl der Kanale (Streams) auswahlen.
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7. (Optional) Wahlen Sie die Registerkarte "Erweiterte Oracle-Optionen" und
fullen Sie einige dieser Felder aus, wenn Sie die Leistung Ihrer Sicherung
verbessern mochten:

SicherungsgroBe: Wenn RMAN mehrere Sicherungen erstellen soll,
geben Sie im Feld "SicherungsgroBe" eine Zahl (in KB) ein.

Lesegeschwindigkeit (Pufferanzahl): Geben Sie im Feld
"Lesegeschwindigkeit (Pufferanzahl)" die maximale Anzahl von Puffern
pro Sekunde ein, die RMAN beim Lesen von Daten von der Festplatte
verwenden soll.

Anzahl der Dateien pro Sicherungssatz: Geben Sie im Feld "Anzahl der
Dateien pro Sicherungssatz" eine Zahl ein, um die Anzahl der
Sicherungen zu begrenzen, die RMAN pro Sicherungssatz verwenden
soll.

Maximale Anzahl der getffneten Dateien: Geben Sie im Feld "Maximale
Anzahl der gedffneten Dateien" eine Zahl ein, um die Anzahl der
Dateien zu begrenzen, die RMAN gleichzeitig 6ffnet. Wenn Sie dieses
Feld leer lassen, verwendet RMAN den Standardwert.

SicherungssatzgréBe (KB): Geben Sie im Feld "SicherungssatzgréBe
(KB)" eine Zahl ein, um die Menge der Daten zu begrenzen, die in
einem Sicherungssatz enthalten sein soll. Es wird empfohlen, dieses
Feld leer zu lassen.

BlockgroBe (Byte): Geben Sie im Feld "BlockgréBe (Byte)" einen Wert
ein, damit RMAN die GriéBe der Datenblocke festlegen kann, die bei
einer Sicherung an den Agenten gesendet werden sollen.

Hinweis: Wenn Sie in diesem Feld einen Wert eingeben, muissen Sie
denselben Wert auch beim Wiederherstellen Ihrer Sicherung eingeben,
um wahrend dem Wiederherstellungsprozess keine Fehlermeldung zu
erhalten.

Anzahl der Kopien: Geben Sie im Feld "Anzahl der Kopien" eine Zahl
zwischen 1 und 4 ein, um anzugeben, wie viele Kopien der
Sicherungen RMAN erstellen soll.

Hinweis: Um mehr als eine Kopie erstellen zu kénnen, missen Sie
entweder in der Datei init<sid>.ora oder SPFILE die Option
"BACKUP_TAPE_IO_SLAVES" aktivieren. Anderenfalls erhalten Sie eine
Fehlermeldung.

Job abbrechen, wenn es mehr als 1 Kopie gibt und nicht ausreichend
Laufwerke verfligbar sind: Wenn diese Option ausgewahlt ist, schlagt
der Sicherungsjob immer dann fehl, wenn es mehr als eine Kopie gibt
und der Job keinen Zugriff auf die erforderliche Anzahl an Geraten
erhalt. Bei deaktivierter Option wird der Sicherungsjob fortgesetzt,
selbst wenn nicht genigend Gerate flr die Anzahl an Kopien verfligbar
sind. Die Anzahl der Kopien wird jedoch reduziert.
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10.

11.

12.

m  Warten auf Gerateverfiigbarkeit (Minuten): Hiermit legen Sie fest, wie
lange ein Sicherungsjob warten soll, wenn er nicht auf die erforderliche
Anzahl an Gerdten zugreifen kann. Verwenden Sie diese Option
zusammen mit "Sicherung fortsetzen, auch wenn einige angeforderte
Gerate nicht verfligbar sind".

m Sicherung fortsetzen, auch wenn einige angeforderte Gerate nicht
verflgbar sind: Wenn diese Option ausgewahlt ist, wird der
Sicherungsjob fortgesetzt, solange mindestens ein Gerat zugewiesen
ist. Bei deaktivierter Option schlagt der Job fehl, wenn innerhalb der
im Feld "Warten auf Gerateverfligbarkeit" angegebenen Zeit nicht auf
genigend Gerate zugegriffen werden kann.

Wahlen Sie auf der Registerkarte "Ziel" die Datentragergerategruppe und
den Datentrdger aus, auf dem die Sicherung gespeichert werden soll.

Wichtig! Wahlen Sie auf der Registerkarte "Ziel" keinen bestimmten
Datentrager oder keine bestimmte Datentrdagergerategruppe aus, wenn
Sie bei der Option "Anzahl der Kanale" eine Zahl gréBer als 1 festlegen.

Klicken Sie auf die Registerkarte "Methode/Ablaufplan”, und wahlen Sie
einen der folgenden Ablaufplantypen aus:

m Benutzerdefiniert

m Rotation

m  GFS-Rotation

Klicken Sie auf "Starten".

Das Dialogfeld "Job in Warteschlange stellen" wird angezeigt.

Fihren Sie den Job sofort oder zu einem spateren Zeitpunkt aus. Klicken
Sie auf "OK".

Das Dialogfeld "Job-Ubergabe" wird gedffnet.

Klicken Sie auf "OK". Der Sicherungs-Manager hat den Job an die
Warteschlange Uibergeben. Im Jobstatus-Manager kdénnen Sie den Job
Uberwachen.

Informationen zu Einschrankungen beziiglich der Uberwachung Ihrer
Sicherungen finden Sie in diesem Kapitel im Abschnitt "Einschréankungen
beim Sichern".

Hinweis: Eine Sicherung kann auf dem Datentrager mehrere Sitzungen
umfassen, auch wenn Sie nur ein Objekt auswahlen. Wenn Sie zum Beispiel
auf der Registerkarte fur die erweiterten Oracle-Optionen in das
entsprechende Feld eine Obergrenze fir die GroBe des Sicherungssatzs
eingeben, so werden mehrere Sitzungen erstellt.

Kapitel 3: Sichern mit dem Agenten fur Oracle 45



Sicherungen

Online-Sicherung einer Oracle-Datenbank

Mit Hilfe des Agent fir Oracle kdnnen Sie einzelne Oracle-Datenbankobjekte
sichern, wie z.B. Tablespaces, Datendateien, archivierte Redo-
Protokolldateien, Parameterdateien, Kontrolldateien und den
Wiederherstellungsbereich.

Durchfiuhren einer Sicherung im Online-Modus

So sichern Sie eine Oracle-Datenbank mit Hilfe des Agenten online:

Hinweis: Stellen Sie vor dem Offnen des Sicherungs-Managers sicher, dass
Oracle Server ausgefiihrt wird und alle Tablespaces in den zu sichernden
Datenbanken online sind. Starten Sie auf jeden Fall auch CA ARCserve Backup
und den Agenten.

1.

Offnen Sie den Sicherungs-Manager, wahlen Sie die Registerkarte "Quelle"
aus, und blenden Sie den Linux-Agenten ein.

Klicken Sie unter "Linux-Agent" auf das griine Kastchen links neben dem
Host, auf dem Oracle installiert ist.

Das Dialogfeld Anmeldung wird gedffnet.

Hinweis: Wenn Sie auf das Pluszeichen neben dem Host klicken, wird
dieser nach erfolgreicher Anmeldung automatisch erweitert.

Geben Sie den Benutzernamen und das Kennwort fir den Host ein, und
klicken Sie auf "OK".

Hinweis: Erweitern Sie den Host, falls dieser nicht automatisch erweitert
wurde.

Wadhlen Sie eine Oracle-Datenbank aus, indem Sie auf das griine Kastchen
rechts daneben klicken.

Das Dialogfeld fir die Datenbankanmeldung wird geéffnet.

Geben Sie den Benutzernamen und das Kennwort fiir die Oracle-
Datenbank ein.

Hinweis: Stellen Sie sicher, dass Oracle-Benutzername und -Kennwort,
Uber die Sie eine Verbindung zu Oracle herstellen, tber die Berechtigung
verfiigen, sich mit Hilfe der Klausel "as sysdba" bei Oracle anzumelden. Sie
mussen sich mit und ohne diese Klausel anmelden kénnen.

Beim Sichern einer Datenbank wird ein einzelner Job in der Warteschlange
erstellt, der als Master-Job bezeichnet wird. Sobald die Sicherung beginnt,
ruft der Master-Job RMAN auf, der die untergeordneten Jobs startet.

Die Teiljobs werden in der Jobwarteschlange angezeigt.
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Wenn Sie Optionen fir Ihren Sicherungsjob auswahlen méchten, wahlen
Sie die Registerkarte "Quelle", und klicken Sie auf die Registerkarte flir die
Oracle-Optionen.

Oracle Backup Dptions

Oracle Backup Options | Advanced Oracle Backup Options I

~ Oracle DE User Information v Use BMAN catalog [ Recommended ) —

Uzer Mame: S Owner Mame: |
Uszer Password: I ] Owner Pazsword; |

Databaze Mame: IDracIe:orcI

~ Backup Type
& Online " DOffline

~ Backup Method

' Full Backup

" Incremental Backup

|neremental Lesvel: I F_ji I~ Cupulative

[ Dnly changes since lastlevel 0. n:1 backup |

Mumber of Channels [Streams) : | 1__%
Backup Fiece Format: I S pE e |

™ Purge Log After Log Backup

ok I Cancel

Folgende Optionen stehen zur Auswahl:

Geben Sie im Feld "Datenbankname" den Datenbanknamen ein, falls
dieser vom Instanznamen abweicht.

Stellen Sie sicher, dass das Kontrollkdstchen "RMAN-Katalog
verwenden (empfohlen)" aktiviert ist.

Hinweis: Es wird die Verwendung des RMAN-Katalogs empfohlen, da
RMAN anderenfalls zur Verwaltung von Sicherungen nur auf die
Kontrolldateien zuriickgreifen kann. Wenn nur Kontrolldateien
verwendet werden, besteht das Risiko, dass RMAN im Falle eines
Verlusts der Datenbankdateien und aller Kontrolldateien die Datenbank
nicht wiederherstellen kann. Mit Hilfe der Option zur Verwendung des
RMAN-Katalogs vermeiden Sie die Mdglichkeit eines Verlusts der
sicherungsbezogenen Informationen in den Kontrolldateien und
anderer wichtiger Informationen. Beachten Sie auch, dass Sie bei der
Verwendung des RMAN-Katalogs die Mdglichkeit haben, eine
Wiederherstellung zu einem bestimmten Zeitpunkt durchzufiihren.

Wenn Sie diese Option nicht auswahlen, wird eine Warnmeldung
angezeigt, die Sie daran erinnert, wie wichtig die Verwendung des
RMAN-Katalogs ist.
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m  Geben Sie den Namen und das Kennwort des Katalogeigentiimers ein.
m  Wahlen Sie den Online-Modus.
m  Wahlen Sie eine der folgenden Sicherungsmethoden aus:

Vollstandige Sicherung: Diese Methode minimiert normalerweise die
Anzahl der Bander, die Sie fiir das Wiederherstellen der Datenbank
bendtigen, jedoch dauert die Sicherung langer.

Zuwachssicherung: Diese Methode verkiirzt die Sicherungsdauer,
daflir dauert das Wiederherstellen normalerweise langer und es
missen mehr Bander geladen werden (die letzte vollstéandige
Sicherung und alle Zuwachssicherungen).

Hinweis: Verfligbare Optionen gelten jedoch nur fir die
entsprechende Datenbank. Jede Datenbank verfligt (ber eine eigene
Palette von Optionen.

8. (Optional) Wahlen Sie die Registerkarte "Erweiterte Oracle-Optionen" aus,
und filllen Sie beliebig viele dieser Felder aus, wenn Sie die Leistung Ihrer
Sicherung verbessern méchten.

9. Klicken Sie auf die Registerkarte "Ziel", und wahlen Sie das Sicherungsziel
aus.

Wichtig! Wahlen Sie auf der Registerkarte "Ziel" keinen bestimmten
Datentrager oder keine bestimmte Datentrdagergerategruppe aus, wenn
Sie bei der Option "Anzahl der Kanale" eine Zahl gréBer als 1 festlegen.

10. Klicken Sie auf die Registerkarte "Methode/Ablaufplan”, und wahlen Sie
einen der folgenden Ablaufplantypen aus:

m Benutzerdefiniert

m Rotation

m  GFS-Rotation
11. Klicken Sie auf "Starten".

Das Dialogfeld "Job in Warteschlange stellen" wird angezeigt.
12. Fuhren Sie den Job sofort oder zu einem spateren Zeitpunkt aus.
13. Klicken Sie auf "OK".

Das Dialogfeld "Job-Ubergabe" wird gedffnet.
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14, Klicken Sie auf "OK".

Der Wiederherstellungs-Manager tbergibt den Job an die Warteschlange.
Im Jobstatus-Manager kdnnen Sie den Job Uberwachen.

Informationen zu Einschrankungen beziiglich der Uberwachung Ihrer
Sicherungen finden Sie in diesem Kapitel im Abschnitt "Einschréankungen
beim Sichern".

Weitere Informationen zum Anpassen der Sicherung finden Sie im
"Administrationshandbuch".

Multistreaming-Sicherungen

Wenn Sie in Ihrem System Uber mehrere Laufwerke und Volumes verfligen,
kdnnen Sie im Sicherungs-Manager die Option "Anzahl der Kanéle (Streams)"
verwenden, um die Leistung Ihrer Sicherungen zu verbessern. Nachdem Sie
eine bestimmte Anzahl von Kanalen fir die Sicherung zugewiesen haben,
legen der Agent und RMAN fest, wie diese Kanale organisiert und verteilt
werden und ob alle angegebenen Kanale erforderlich sind. In einigen Fallen
erkennt RMAN moglicherweise, dass der Sicherungsjob besser ausgefiihrt
werden kann, wenn sequentiell mehr als ein Job (Sicherung) pro Kanal
gepackt wird, so dass eine geringere Anzahl von Kanalen fiir den Job
erforderlich ist, und nicht alle von Ihnen ausgewahlten Kandle verwendet
werden.

Hinweis: Friihere Versionen des Agenten benutzten die Option
"Multistreaming" auf der Registerkarte "Ziel", um diese Art der Sicherung
durchzufihren. Die Option fiir die Anzahl der Kanale (Datenstrome) ersetzt die
Option "Multistreaming"” und ermdoglicht bessere Integration in RMAN, so dass
eher RMAN als der Agent mit Multistreaming-Prozess arbeitet. Ab dieser
Version wird die Option "Multistreaming" im Sicherungs-Manager fiir Oracle-
Jobs ignoriert.

Wichtig! Wenn Sie im Sicherungs-Manager mehr als einen Kanal ausgewahlt
haben, wahlen Sie auf der Registerkarte Ziel keinen bestimmten Datentrager
oder keine bestimmte Datentréagergerategruppe aus, da dies Multistreaming
unterbindet.

Die Anzahl der verfiigbaren Geraten oder Gerategruppen in Ihrem System gibt
die Anzahl der Jobs vor, die RMAN gleichzeitig ausfihren kann.Weitere
Informationen Uber Multistreaming finden Sie im Administrationshandbuch.
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Sichern mit der Option "Anzahl der Kanale (Streams)"

Im folgenden Beispiel werden Daten auf einem Wechsler mit zwei
Bandlaufwerken gesichert. Wenn Sie mehrere einzelne Bandlaufwerke
desselben Typs besitzen und alle fur einen Sicherungsjob mit Multistreaming
verwenden moéchten, missen Sie die Bander verschiedenen Gerategruppen
zuweisen.

So sichern Sie mit Multistreaming

1.

Wahlen Sie auf der Registerkarte "Quelle" des Sicherungs-Managers zwei
Tablespaces aus.

Wahlen Sie auf der Registerkarte "Oracle-Optionen" fir die Option "Anzahl
der Kandle (Streams)" eine Zahl gréBer als 1 aus. Denken Sie daran, dass
RMAN die tatsdachliche Anzahl von Kandlen festlegt, die fir den
Sicherungsjob erforderlich sind. Der Wert, den Sie auf der Registerkarte
Oracle-Optionen eingeben, ist die maximale Anzahl der von RMAN
verwendeten Kandle.

(Optional) Geben Sie einen Namen fiir den Datentragerbestand ein.
Hierbei kann es sich entweder um den Namen eines vorhandenen
Datentragerbestandes oder eines neuen Datentragerbestandes handeln,
den Sie flr den Multistreaming-Job erstellen.

Hinweis: Wahlen Sie keinen bestimmten Datentrager oder keine
bestimmte Datentragergerategruppe aus. Dadurch wird Multistreaming
unterbunden.

Klicken Sie auf "Ubergeben", um den Job zu libergeben.

Im Jobstatus-Manager kdnnen Sie den Job Uberwachen.
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Sicherung mit RMAN-Skripten im Agenten

Sie konnen RMAN-Skripte erstellen und sie auf der Benutzeroberflache von CA
ARCserve Backup starten.

So sichern Sie eine Oracle-Datenbank iiber den Agenten mit Ihrem

RMAN-Skript:

1. Offnen Sie den Sicherungs-Manager, wahlen Sie die Registerkarte "Quelle"
aus, und blenden Sie den Linux-Agenten ein.

2. Klicken Sie unter "Linux-Agent" auf das griine Kastchen links neben dem
Host, auf dem Oracle installiert ist.
Das Dialogfeld Anmeldung wird geéffnet.
Hinweis: Wenn Sie auf das Pluszeichen neben dem Host klicken, wird
dieser nach erfolgreicher Anmeldung automatisch erweitert.

3. Geben Sie den Benutzernamen und das Kennwort fliir den Host ein, und
klicken Sie auf "OK".
Hinweis: Erweitern Sie den Host, falls dieser nicht automatisch erweitert
wurde.

4. Wahlen Sie eine Oracle-Datenbank aus, indem Sie auf das griine Kastchen
rechts daneben klicken.
Das Dialogfeld flir die Datenbankanmeldung wird getffnet.

5. Geben Sie den Benutzernamen und das Kennwort fir die Oracle-
Datenbank ein.

6. Klicken Sie auf die Registerkarte fir die erweiterten Oracle-Optionen und

geben Sie den vollstandigen Pfad Ihres RMAN-Skriptes in das Feld "RMAN-
Skript laden" ein. Stellen Sie folgendes sicher:

m Das Skript muss auf dem Knoten des Agenten vorhanden und fir den
Benutzer zugdnglich sein, der RMAN ausfihrt (normalerweise der
Besitzer der Oracle-Instanz).

m Die von Ihnen zur Verfligung gestellten Skripte Uberschreiben alle
Optionen, die Sie im Sicherungs-Manager aktiviert haben.

m  Wenn Sie den Pfadnamen nicht mit einem Schragstrich (/) beginnen,
sucht der Agent automatisch im Verzeichnis
$CAORA_HOME/rman_scripts nach der Datei.
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7. Klicken Sie auf die Registerkarte " Ziel", und wahlen Sie ein Sicherungsziel
aus.

8. Klicken Sie auf "OK". Der Wiederherstellungs-Manager Ubergibt den Job an
die Warteschlange. Im Jobstatus-Manager kénnen Sie den Job
Uberwachen.

Weitere Informationen zum Anpassen der Sicherung finden Sie im
"Administrationshandbuch".

Manuelles Sichern mit RMAN

Sie kébnnen eine Datenbank manuell mit RMAN sichern.
So starten Sie RMAN mit einem Recovery-Katalog und sichern eine
Datenbank:

1. Offnen Sie eine Eingabeaufforderung, und geben Sie zum Starten von
RMAN folgenden Befehl ein:

rman target dbuser/dbuserpassword rcvcat catowner /catownerpassword@rman
service name

Hierbei gilt:
dbuser ist der Benutzer, der liber DBA-Rechte verfligt.
dbuserpassword ist das Kennwort von dbuser.

catowner ist der Oracle-Benutzername flir den Besitzer des Oracle RMAN-
Katalogs.

catownerpassword ist das Kennwort des Katalogbesitzers.
rman database ist die Datenbank, auf der der RMAN-Katalog installiert ist.
2. Geben Sie zum Sichern einer Datenbank die folgenden Befehle ein:

RMAN> connect target system/manager
RMAN> run {

2> allocate channel devl type 'sbt tape';
3> backup database format ' %u %p S%c';
4> release channel devl;

5> }

Die Sicherung der Datenbank ist abgeschlossen.
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RMAN-Befehlszeilenskripte

Sie kdnnen Ihre eigenen RMAN-Skripts schreiben oder ausfiihren. Im
folgenden Beispiel finden Sie ein RMAN-Skript, das einen einzelnen Kanal zum
Sichern einer Datei auf einem einzelnen Bandgerat zuordnet:

run {

allocate channel devl type 'sbt tape';

backup (datafile ‘/oracle/oradata/demo/users0l.dbf’ format ‘ %u %p %c’);

release channel devl;

}

Hinweis: Zum serverseitigen Verwenden des Agenten flr Oracle missen Sie
Folgendes beachten:

m  Verwenden Sie sbt_tape als Kanaltyp (fir Oracle 9i).

m  Sje kdnnen das Format "_%u_%p_%c" verwenden, um sicherzustellen,
dass das gesicherte Objekt einen eindeutigen Namen aufweist.

Im folgenden Beispiel finden Sie ein RMAN-Skript, das Multistreaming in einer
Sicherung verwendet. Es werden zwei Kandle zugeordnet, um die Daten
parallel auf zwei verschiedenen Bandgeraten zu sichern:

run {

allocate channel devl type 'sbt tape';

allocate channel dev2 type 'sbt tape';

backup filesperset 1 format ‘ %u %p %c’' (datafile
‘/oracle/oradata/demo/users0l.dbf, ‘/oracle/oradata/demo/tools0@l.dbf’);
release channel devl;

release channel dev2;

}

Weitere Informationen zur Verwendung von RMAN und RMAN-Skripten finden
Sie in der Oracle-Dokumentation.
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Einschrankungen beim Sichern

Die folgende Tabelle enthalt eine Liste der Einschrankungen beim Sichern:

Die Katalogdatenbank-SID darf nicht dupliziert oder mit einem beliebigen
anderen SID-Namen gemeinsam verwendet werden.

Dies wird von Oracle RMAN nicht unterstitzt, und es gibt keine
Méglichkeit, um vorher zu bestimmen, wie viele Daten RMAN sichert.

Der (vom Sicherungs-Manager libergebene) Master-Job zeigt keinem
Fortschritt, auBer bei den PARAMETER_FILES, sofern diese in die
Sicherung einbezogen sind. Nach dem Offnen des Uberwachungsfensters
wird keinerlei Fortschritt des Master-Jobs angezeigt, selbst wenn gerade
Teiljobs ausgefliihrt werden. Jedoch wird angezeigt, wann der Master-Job
abgeschlossen ist. Durch Offnen des Uberwachungsfensters fiir einen
Teiljob wird dessen Fortschritt angezeigt, aber nicht der Fortschritt anderer
Teiljobs.

Wenn der Sicherungsjob lber die Befehlszeile von Oracle RMAN gesendet
wurde, kann der Job nicht neu geplant werden. Daher sind die Optionen
"Bereit/Ausgesetzt/Jetzt ausfilhren/Andern/Neu planen" in der Option
"Jobwarteschlange" beim Rechtsklick auf den Job nicht verfligbar.
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Kapitel 4. Wiederherstellen und
Zuruckgewinnen mit dem Agenten fur
Oracle

Dieses Kapitel enthélt folgende Themen:

Wiederherstellen und Zurtickgewinnen Grundlagen (siehe Seite 55)
Wiederherstellen (siehe Seite 56)

Wiederherstellungs-Manager (siehe Seite 57)

Zurlickgewinnung (siehe Seite 71)

Einschrénkungen fir Wiederherstellung und Zurickgewinnung (siehe Seite 76)

Wiederherstellen und Zuruckgewinnen Grundlagen

Als Wiederherstellung wird der Vorgang bezeichnet, bei dem eine Datenbank
oder Datenbankobjekte von einem Sicherungsdatentrager wieder in das
System geladen werden. Bei einer Wiederherstellung werden alle
Informationen in der Datenbank mit den Sicherungsinformationen
Uberschrieben. Nach der Wiederherstellung einer Datenbank miissen Sie diese
zuriickgewinnen.

Als Zurlickgewinnung wird der Vorgang bezeichnet, bei dem die
wiederhergestellte Datenbank in einen konsistenten Zustand, wie er vor dem
Zeitpunkt des Ausfalls oder der Beschadigung vorlag, zurlickversetzt wird. Eine
Oracle-Server-Datenbank muss zuerst wiederhergestellt und anschlieBend
zurtickgewonnen werden. Wenn die Datenbank erfolgreich wiederhergestellt
und zurtickgewonnen wurde, ist sie einsatzbereit. Sie kénnen die
Zurickgewinnung entweder automatisch oder manuell durchfihren.
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Wiederherstellen

Als Wiederherstellung wird der Vorgang bezeichnet, bei dem eine Datenbank
oder Datenbankobjekte von einem Sicherungsdatentrager wieder in das
System geladen werden. Bei einer Wiederherstellung werden alle
Informationen in der Datenbank mit den Sicherungsinformationen
Uberschrieben. Nach der Wiederherstellung einer Datenbank miissen Sie diese
zuriickgewinnen.

Als Zurtickgewinnung wird der Vorgang bezeichnet, bei dem die
wiederhergestellte Datenbank in einen konsistenten Zustand, wie er vor dem
Zeitpunkt des Ausfalls oder der Beschadigung vorlag, zurlickversetzt wird. Eine
Oracle-Server-Datenbank muss zuerst wiederhergestellt und anschlieBend
zurickgewonnen werden. Wenn die Datenbank erfolgreich wiederhergestellt
und zuriickgewonnen wurde, ist sie einsatzbereit. Sie kdnnen die
Zurlickgewinnung entweder automatisch oder manuell durchfihren.

Mit CA ARCserve Backup, dem Agenten und Oracle RMAN kénnen Sie
Datenbankobjekte, wie Tablespaces, Datendateien, Archivprotokolldateien und
Parameterdateien entweder einzeln oder in Gruppen wiederherstellen und
beim Wiederherstellen einer Datenbank die Kontrolldatei wiederherstellen.

Wiederherstellungstypen

Mit CA ARCserve Backup und dem Agenten kdnnen Sie verschiedene Arten von
Wiederherstellungen durchfihren:

m  Wiederherstellung aus Sicherungen, die mit der aktuellen Version des
Agenten mit dem Sicherungs-Manager oder der RMAN-Befehlszeile erzeugt
wurden.

m  Wiederherstellung aus Online-Sicherungen, die mit einer friheren Version
des Agenten (nur durch den Sicherungs-Manager) erzeugt wurden.

m  Wiederherstellung aus Offine-Sicherungen, die mit einer friheren Version
des Agenten (nur durch den Sicherungs-Manager) erzeugt wurden.

m  Wiederherstellung aus Sicherungen, die mit der RMAN-Befehlszeile und
einer friheren Version des Agenten (nur durch RMAN) erzeugt wurden.
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Wiederherstellungs-Manager

Mit dem Wiederherstellungs-Manager kénnen Sie verschiedene
Wiederherstellungsjobs durchflihren. Weitere Informationen zum
Wiederherstellungs-Manager finden Sie im Administrationshandbuch.

Auf der Registerkarte "Wiederherstellungsoptionen fiir Oracle" im
Wiederherstellungs-Manager stehen die folgenden Wiederherstellungs- und
Zurlckgewinnungsoptionen zur Verfligung:

Oracle-Datenbank - Benutzerinformationen
RMAN-Katalog verwenden (empfohlen)
Anzahl der Kandle (Streams)

Von letzter Sicherung wiederherstellen
Wiederherstellen aus Sicherung vom

Von Sicherungs-Tag wiederherstellen

Hinweis: Diese Wiederherstellungsoptionen werden in diesem Kapitel im
Abschnitt "Wiederherstellungsoptionen" ausfihrlich erlautert.

Zurlickgewinnungstypen:

Wichtig! Wenn Sie eine der folgenden Zurlickgewinnungsmethoden
verwenden, werden alle Protokolle auf das zuletzt eingetragene Datum in
der Kontrolldatei zurlickgesetzt, wodurch alle nach diesem Datum
zurickgewonnenen Daten verloren gehen und nicht zurlickgewonnen
werden kénnen.

- Bis SCN (nur ganze DB)
- Bis Protokollnummer (nur ganze DB)
- Bis Uhrzeit (nur ganze DB)

Hinweis: Da die Protokolle zurlickgesetzt wurden, miissen Sie eine
vollstandige Offline-Sicherung durchflihren, um sicherzustellen, dass Sie
eine Aufzeichnung der Datenbank genau von diesem Zeitpunkt haben.

"Keine Wiederherstellung": Wenn Sie diese Option auswahlen, werden
die Daten wiederhergestellt, ohne dass eine Zuriickgewinnung
durchgefiihrt wird. Sie missen die Datenbank selbst zurlickgewinnen
und sie dann wieder online schalten. Verwenden Sie diese Option,
wenn Sie bereits wissen, dass eine Wiederherstellung nicht
zurickgewonnen werden kann, wenn beispielsweise zusatzliche
Wiederherstellungsjobs erforderlich sind, oder Sie vor dem Starten des
Zurlickgewinnungsvorgangs konfigurieren missen.

- Bis Protokollende: RMAN stellt die Datenbank, Tablespaces und
Datendateien bis zum aktuellen Zeitpunkt wieder her.
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Bis SCN (nur ganze DB): RMAN stellt die Datenbank bis zur
angegebenen SCN (System Change Number, d. h. einer Checkpoint-
Nummer) wieder her. Diese Zurlickgewinnung gilt nur fir die gesamte
Datenbank. Die Datenbank wird mit der Option "Resetlogs" gedffnet.

Bis Protokollnummer (nur ganze DB): RMAN gewinnt die Datenbank
bis zur angegebenen Nummer der archivierten Protokolle zurlick. Diese
Zurickgewinnung gilt nur fiir die gesamte Datenbank. Die Datenbank
wird mit der Option "Resetlogs" gedffnet.

Bis Uhrzeit (nur ganze DB): RMAN gewinnt die Datenbank bis zum
angegebenen Zeitpunkt zuriick. Diese Zurlickgewinnung gilt nur fir die
gesamte Datenbank. Die Datenbank wird mit der Option "Resetlogs”
gedffnet.

"Wiederhergestellte(s) Objekt(e) nach Wiederherstellung online
schalten": Wenn diese Option ausgewahlt wurde, werden Tablespaces
und Datendateien nach erfolgter Zurtickgewinnung online geschaltet
und die Datenbank gedffnet.

AuBerdem enthalt die Registerkarte "Erweiterte Oracle-
Wiederherstellungsoptionen" folgende Optionen:

"Auswahl der archivierten Protokolle":

"Nicht wiederherstellen": Wenn Sie diese Option auswahlen, wird
keines der archivierten Protokolle wiederhergestellt.

Hinweis: Diese Option wird automatisch aktiviert.

"Zeitabhangig": Wenn diese Option aktiviert ist, werden die
archivierten Protokolle basierend auf dem Zeitpunkt ihrer Erstellung
wiederhergestellt, und nicht basierend auf dem Zeitpunkt ihrer
Sicherung. Wenn Sie diese Option verwenden, missen Sie entweder in
das Feld "Von" oder das Feld "Bis" auch einen Wert fir die Uhrzeit
eingeben.

Thread: Mit dieser Option kdnnen Sie die Thread-Nummer angeben,
die zum Identifizieren der Oracle-Instanz verwendet wird. Fur die
Oracle-Instanz im exklusiven Zugriff hat der Thread standardmaBig
den Wert 1.

"SCN-basiert": Wenn diese Option aktiviert ist, wird der Bereich der
archivierten Protokolle basierend auf der SCN (System Change
Number) wiederhergestellt.

"Protokollnummerbasiert": Wenn diese Option aktiviert ist, werden die
archivierten Protokolle basierend auf der archivierten Protokollnummer
wiederhergestellt.

"Kontrolldatei einschlieBen": Wahlen Sie diese Option, wenn Sie die
Kontrolldateien wiederherstellen méchten. Beachten Sie, dass die
Kontrolldateien nur wiederhergestellt werden sollten, wenn sie beschadigt
wurden oder verloren gegangen sind.
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Wichtig! Beim Wiederherstellen einer Kontrolldatei werden alle Protokolle
zurickgesetzt, wodurch die aktuellen Daten verloren gehen, sobald die
Datenbank gestartet wird. Die Daten kénnen nicht zurlickgewonnen
werden.

m  BlockgroéBe (Oracle 9i): Wenn Sie diese Option verwenden, muss die GroBe
der Datenblocke der wahrend der Sicherung verwendeten BlockgroBe
entsprechen, da die Wiederherstellung sonst fehlschlagt.

m  "Sicherungssatze flir ausgewahlte Objekte auflisten": Wenn diese Option
aktiviert ist, wird eine Anforderung gesendet, alle Sicherungssatze
aufzulisten, in denen das ausgewdhlte Objekt enthalten ist.

Hinweis: Mit dieser Option werden nicht die ausgewdhlten Objekte
wiederhergestellt. Um die ausgewahlten Objekte wiederherzustellen,
missen Sie einen anderen Wiederherstellungsjob tibergeben.

m  "Sicherungssatznummer Uberpriifen": Wenn diese Option aktiviert ist, wird
RMAN aufgefordert, die Integritat der Sicherung zu Uberprifen, ohne sie
tatsachlich wiederherzustellen.

m "RMAN-Skript laden": Verwenden Sie diese Option zur Eingabe des Pfades
Ihres RMAN-Skripts.

Wichtig! Wenn Sie diese Option verwenden, werden alle Optionen, die Sie
moglicherweise im Wiederherstellungs-Manager aktiviert haben, auBer
Kraft gesetzt.

Wiederherstellungsoptionen

Auf der Registerkarte "Quelle" im Wiederherstellungs-Manager stehen mehrere
Wiederherstellungsoptionen zur Auswahl. Die folgenden Abschnitte enthalten
weitere Einzelheiten zu diesen Optionen.

Option "Anzahl der Kandle (Streams)”

Wenn Sie fir die Option "Anzahl der Kanale (Streams)" eine Zahl eingeben,
gibt der Agent RMAN die maximale Anzahl der zu verwendenden Kanale an.
RMAN bestimmt dann, wie viele Kandle dem Wiederherstellungsvorgang
tatsachlich zugewiesen werden. RMAN (bergibt die Jobs gleichzeitig, jeweils
einen Job pro Kanal.

Hinweis: Da RMAN die geeignete Anzahl der zu verwendenden Kanéle
bestimmt, werden mdglicherweise weniger Kandle verwendet, als Sie
angegeben haben.
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Option "Von letzter Sicherung wiederherstellen”

Wenn Sie die Option "Von letzter Sicherung wiederherstellen" auswahlen,
fordert der Agent RMAN auf, die letzte verfligbare Sicherung zu verwenden.

Hinweis: Die Option "Keine Wiederherstellung" ist auf der Registerkarte
"Wiederherstellungsoptionen fiir Oracle" unter "Wiederherstellungstyp"
standardmaBig aktiviert. Achten Sie darauf, dass Sie einen anderen Typ
auswabhlen, falls Sie Ihre Datenbank nach dem Wiederherstellen
zuriickgewinnen mochten.

Option "Wiederherstellen aus Sicherung vom:"

Wenn Sie die Option "Wiederherstellen aus Sicherung vom:" auswadhlen, geben
Sie das Datum und die Zeit als oberste Zeitgrenze der Sicherung an, von der
Sie wiederherstellen wollen. RMAN flihrt den Vorgang fiir Dateien bis zu der
angegebenen Zeit (ausschlieBlich) aus. Diese Option ist nlitzlich, wenn Sie
eine Datenbank haben, die Sie in einen bekannten Status (Konsistenzstufe)
zurlckfihren missen.

Vielleicht méchten Sie diese Option aber auch verwenden, wenn Sie wissen,
dass die letzte Sicherung nicht mehr vorhanden ist. In diesem Fall kénnen Sie
diese Option in Verbindung mit der Wiederherstellungsoption "Bis
Protokollende" verwenden, um die Datenbank aus einem alteren
Sicherungssatz wiederherzustellen und dann alle Transaktionen erneut
durchzufihren, bis die Datenbank wieder dem aktuellen Zustand entspricht.

Verwechseln Sie diese Option aber nicht mit dem Feld "Wiederherstellen bis
Uhrzeit (nur ganze DB)", das in friiheren Versionen des Agenten vorhanden
war. Hierbei wird nicht angegeben, bis zu welchem Zeitpunkt die Datenbank
zuriickgewonnen werden soll. Sie wird einfach verwendet, um auszuwahlen,
aus welcher Sicherung die Daten wiederhergestellt werden sollen
(Wiederherstellung bis zu einem Zeitpunkt).

Hinweis: Die Option "Keine Wiederherstellung" ist auf der Registerkarte
"Wiederherstellungsoptionen fiir Oracle" unter "Wiederherstellungstyp"
standardmaBig aktiviert. Achten Sie darauf, dass Sie einen anderen Typ
auswabhlen, falls Sie Ihre Datenbank nach dem Wiederherstellen
zurickgewinnen mochten.
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Option "Von Sicherungs-Tag wiederherstellen"

Wenn Sie die Option "Von Sicherungs-Tag wiederherstellen" auswahlen, geben
Sie das bei der Sicherung verwendete Tag an, um anzuzeigen, welche
Sicherungssitzungen wiederhergestellt werden sollen. Das Tag ist der logische
Name, der einer bestimmten Sicherung zugewiesen wurde (z.B.
Sicherung_Montagmorgen).

Hinweis: Die Option "Keine Wiederherstellung" ist auf der Registerkarte
"Wiederherstellungsoptionen fiir Oracle" unter "Wiederherstellungstyp"
standardmaBig aktiviert. Achten Sie darauf, dass Sie einen anderen Typ
auswahlen, falls Sie IThre Datenbank nach dem Wiederherstellen
zuriickgewinnen mochten.

Option "Bis zum Protokollende"

Wenn Sie die Option "Bis zum Protokollende" auswahlen, wird der Agent
Datenbanken und Datenbankobjekte automatisch in einem Vorgang
wiederherstellen und zurickgewinnen, wenn Sie auch die Option
"Wiederhergestellte Objekte nach Wiederherstellung online schalten"
aktivieren. Wenn Wiederherstellung und Zuriickgewinnung abgeschlossen sind,
offnet der Agent die Datenbank.

Wichtig! Wenn Sie die Option "Bis Protokollende" auswadhlen, schlieBen Sie
die Kontrolldateien nur dann in den Wiederherstellungsvorgang ein, wenn sie
fehlen oder beschadigt sind. Wenn Sie die Kontrolldateien in den
Wiederherstellungsvorgang einbeziehen, stellt der Agent die Datenbank mit
Hilfe der wiederhergestellten Kontrolldateien wieder her. Das bedeutet, dass
alle Transaktionen verloren gehen, die nach der letzten in den
Sicherungsdateien aufgezeichneten Transaktion in der Datenbank
vorgenommen wurden.
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Wiederherstellungsansichten

Fur alle Arten von Wiederherstellungen verwenden Sie die
Standardwiederherstellungsansicht im Wiederherstellungs-Manager. In der
Anzeige "Wiederherstellung nach Dateisystem" wird eine Struktur der von CA
ARCserve Backup gesicherten Hosts angezeigt. Erweitern Sie zum Ausfihren
eines Wiederherstellungsvorgangs den Host, um die Datenbanken und Objekte
anzuzeigen, und wahlen Sie anschlieBend die wiederherzustellenden
Datenbanken oder Objekte aus. Die angezeigten Datenbanken stammen aus
den aktuellen Sicherungssitzungen.

Hinweis: Die Ansichten "Wiederherstellung nach Sitzung" und
"Wiederherstellung nach Sicherungsdatentrager" werden fiir die
Sitzungswiederherstellung mit dem Agenten fir Oracle nicht unterstiitzt. Wenn
Sie die Methode "Wiederherstellung nach Datentréager" auswahlen, wird die
Sitzung ausgelassen, und der Job schlagt fehl. Die genaue Ursache kénnen Sie
mit dem CA ARCserve Backup-Aktivitatsprotokoll bestimmen.
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Wiederherstellen von Datenbanken und Datenbankobjekten

So stellen Sie eine vollstandige Datenbank wieder her, die offline oder
online gesichert wurde:

Hinweis: Starten Sie auf jeden Fall CA ARCserve Backup, bevor Sie den
Wiederherstellungsmanager starten.

1.

Offnen Sie den Wiederherstellungs-Manager, und wéhlen Sie zuerst die
Registerkarte "Quelle" und dann die Ansicht "Wiederherstellung nach
Dateisystem" aus.

Blenden Sie den Linux-Agenten und anschlieBend den Oracle-Host
darunter ein.

Wadhlen Sie die Datenbank oder Datenbankobjekte aus, die Sie
wiederherstellen mochten.

Wahlen Sie die Registerkarte "Ziel" aus, und erweitern Sie die Linux-
Agenten.

Klicken Sie auf das Pluszeichen links neben der Oracle-SID unter den
Linux-Agenten.

Das Dialogfeld Anmeldung wird gedffnet.

Wenn Sie statt auf das Pluszeichen links von der Oracle-SID direkt auf die
Oracle-SID geklickt haben, miissen Sie auf der Registerkarte "Oracle-
Optionen" den Oracle-Benutzernamen und das Oracle-Kennwort eingeben.
Diese zwei Felder sind zwingend erforderlich. Da die Option "RMAN-Katalog
verwenden (empfohlen)" standardmaBig aktiviert ist, missen Sie den
Namen und das Kennwort des Besitzers des RMAN-Katalogs eingeben, es
sei denn, das Feld ist nicht aktiviert.

Wenn Informationen aus einem der erforderlichen Felder wahrend der
Registrierung des Auftrags fehlen, wird ein Dialogfeld geoffnet, und Sie
kdnnen die fehlenden Informationen nachtraglich eingeben. Wenn Sie die
fehlenden Informationen nicht eintragen, wird der Job nicht registriert.

Geben Sie den Benutzernamen und das Kennwort fiir das System ein, und
klicken Sie auf "OK".

Klicken Sie auf das Pluszeichen links neben der Oracle-Datenbank, die Sie
wiederherstellen méchten.

Das Dialogfeld fiir die Datenbankanmeldung wird geéffnet.

Geben Sie den Benutzernamen und das Kennwort fiir die Oracle-
Datenbank ein, und klicken Sie auf "OK".

Hinweis: Stellen Sie sicher, dass Oracle-Benutzername und -Kennwort,
Uber die Sie eine Verbindung zu Oracle herstellen, tGber die Berechtigung
verfligen, sich mit Hilfe der Klausel "as sysdba" bei Oracle anzumelden. Sie
mussen sich mit und ohne diese Klausel anmelden kénnen.
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9. Wenn Sie Wiederherstellungs-Optionen festlegen mdchten, klicken Sie
zuerst auf die Registerkarte "Quelle" und dann auf die Registerkarte
<csid="559">0racle-Optionen".

Folgende Wiederherstellungsoptionen stehen zur Auswahl:

Hinweis: Sie konnen die Optionen beliebig kombinieren.

Wenn Sie mochten, dass RMAN den Wiederherstellungsprozess
beschleunigt, wenn zahlreiche Bander beteiligt sind, wahlen Sie die
Option "Anzahl der Kandle (Streams)" aus. Wenn Sie mehr als einen
Kanal auswahlen, akzeptiert RMAN diesen Wert als maximale Anzahl
der Kandle, die bei der Wiederherstellung verwendet werden sollen.

Wenn Sie mit Hilfe der letzten verfiigbaren Sicherung wiederherstellen
mochten, wahlen Sie die Option "Von letzter Sicherung
wiederherstellen" aus.

Wenn Sie eine Sicherung mit einem bestimmten Datum und einer
bestimmten Zeit wiederherstellen méchten, wahlen Sie die Option
"Wiederherstellen aus Sicherung vom" aus. Beachten Sie, dass RMAN
den Vorgang flir Dateien bis zum angegebenen Zeitpunkt ausfihren
wird, jedoch nicht einschlieBlich des Zeitpunkts.

Wenn Sie eine Sicherung mit einem Tag wiederherstellen mdchten,
das Sie wahrend des Sicherungsprozesses verwendet haben, wahlen
Sie "Von Sicherungs-Tag wiederherstellen" aus.

Wenn die archivierten Protokolle fir Wiederholungen beschadigt sind
oder wegen einer vorangegangenen Sicherung mit der Option
"Protokoll entfernen" geléscht wurden, wahlen Sie eine der Optionen
(auBer dem Standardwert "Nicht wiederherstellen") im Abschnitt
"Auswahl der archivierten Protokolle" auf der Registerkarte "Erweiterte
Oracle-Optionen" aus. Hiermit werden die archivierten Protokolle fir
Wiederholungen Uberschrieben.

Hinweis: Wenn Lhre archivierten Protokolldateien fur Wiederholungen
nicht verloren oder beschadigt sind, sollten Sie sie in der Regel nicht
Uberschreiben. Wenn Sie die archivierten Protokolle fur
Wiederholungen beibehalten, kdnnen Sie Ihre Datenbank mit der
neuesten brauchbaren Version wiederherstellen, die vor dem System-
oder Datenbankfehler vorhanden war.

Wenn Sie die Kontrolldateien wiederherstellen méchten, miissen Sie
auf der Registerkarte "Erweiterte Oracle-Optionen" die Option
"Kontrolldatei einschlieBen" auswahlen.

Hinweis: Stellen Sie Kontrolldateien nur bei Bedarf wieder her, wenn
sie beispielsweise fehlen oder beschadigt sind.
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10.
11.
12.

13.

Zusatzlich zu den Wiederherstellungsoptionen kdnnen Sie die folgenden
Zuriickgewinnungsoptionen auswahlen:

m  Wenn Sie nach dem Wiederherstellen der Daten keine inhaltliche
Wiederherstellung durchfihren méchten, wahlen Sie die Option "Keine
Wiederherstellung" aus.

Hinweis: Diese Option wird automatisch aktiviert.

m  Wenn Sie die Datenbank so nah wie mdéglich am aktuellen Zeitpunkt
wiederherstellen moéchten, aktivieren Sie die Option "Bis
Protokollende".

m  Wenn Sie mdchten, dass Ihre Datenbankobjekte verfligbar sind,
sobald die Wiederherstellung abgeschlossen ist, wahlen Sie die Option
"Wiederhergestellte Objekte nach Wiederherstellung online schalten"
aus.

Hinweis: Weitere Informationen zu anderen Zurlickgewinnungstypen
finden Sie in diesem Kapitel im Abschnitt "Wiederherstellungs-Manager".

Klicken Sie auf "Ubergeben".

Flihren Sie den Job sofort oder zu einem spateren Zeitpunkt aus.
Klicken Sie auf "OK", um den Job zu Gbergeben.

Das Dialogfeld "Job-Ubergabe" wird gedffnet.

Klicken Sie auf "OK".

Der Wiederherstellungs-Manager tbergibt den Job an die Warteschlange.
Im Jobstatus-Manager kénnen Sie den Job Uberwachen.

Sobald der Job abgeschlossen ist, werden die Datenbankobjekte im Oracle-
Server wiederhergestellt. Anweisungen zum Zuriickgewinnen der Oracle-
Datenbank finden Sie in diesem Kapitel unter "Zurtickgewinnung". Weitere
Informationen zum Ubergeben eines Wiederherstellungsjobs finden Sie im
Administrationshandbuch.
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Wiederherstellen von Archivprotokollen und Kontrolldateien

Wenn Ihre Kontrolldateien oder archivierten Protokolldateien verloren
gegangen oder fehlerhaft sind, kdnnen Sie sie wiederherstellen, indem Sie sie
beim Konfigurieren einer Wiederherstellung auf der Registerkarte "Quelle" des
Wiederherstellungs-Managers auswahlen.

Wichtig! Wenn Sie wahrend der Sicherung die Option "Protokolldatei nach
Sicherung entfernen" ausgewahlt haben, missen Sie auf der Registerkarte
"Erweiterte Oracle-Wiederherstellungsoptionen" eine der Optionen fur
archivierte Protokolle (auBer "Nicht wiederherstellen") auswédhlen, um
sicherzustellen, dass RMAN die Wiederherstellung der erforderlichen Protokolle
auslost. Wenn Sie keine der Optionen fir archivierte Protokolle auswdhlen,
funktioniert die Zuriickgewinnungsphase nicht ordnungsgemaB, da
moglicherweise erforderliche Protokolle fehlen. Wenn Sie Oracle 9i und héher
verwenden, stellt RMAN jedoch automatisch die erforderlichen archivierten
Protokolle wieder her, wenn Sie eine der Zurickgewinnungsoptionen
auswahlen.

Wenn Ihre archivierten Redo-Protokolldateien nicht beschadigt sind, sollten Sie
sie in der Regel nicht in die Wiederherstellung einbeziehen. Wenn Sie das
archivierte Redo-Protokoll nicht Uberschreiben, kénnen Sie Ihre Datenbank mit
der neuesten brauchbaren Version, die vor dem System- oder Datenbankfehler
vorhanden war, wiederherstellen.

Wenn Sie beim Konfigurieren einer Wiederherstellung die Option "Bis zum
Protokollende" auswahlen, schlieBen Sie die Kontrolldateien nur in den
Wiederherstellungsvorgang ein, wenn diese verloren gegangen oder
beschadigt sind. Wenn Sie die Kontrolldateien in den
Wiederherstellungsvorgang einbeziehen, stellt der Agent die Datenbank mit
Hilfe der wiederhergestellten Kontrolldateien wieder her. Das bedeutet, dass
alle Transaktionen verloren gehen, die nach der letzten in den
Sicherungsdateien aufgezeichneten Transaktion in der Datenbank
vorgenommen wurden.

66 Agent fUr Oracle Benutzerhandbuch



Wiederherstellungs-Manager

Wiederherstellen von Parameterdateien

Mit Hilfe des Wiederherstellungs-Managers kénnen Sie Parameterdateien bis
zu einer bestimmten Version wiederherstellen.

So stellen Sie eine bestimmte Version einer Parameterdatei wieder
her:

1. Wahlen Sie die Parameterdatei, die Sie wiederherstellen mdchten (z.B.
ORAPWFILE).

2. Klicken Sie im oberen Bereich der Registerkarte "Quelle" auf die
Schaltflache "Versionsiibersicht".

3. Wahlen Sie im angezeigten Dialogfeld die genaue Version der
wiederherzustellenden Parameterdatei.

4. Klicken Sie auf "OK".

Parameterdateien sind die einzigen Datenbankobjekte, fir die Sie eine
bestimmte Version wiederherstellen kdnnen. Um Ihre Parameterdateien auf
diese Weise wiederherzustellen, wird direkt der CA ARCserve Backup Agent
verwendet, ohne dass RMAN daran beteiligt ist.

Hinweis: Wenn sich fiir eine beliebige zu sichernde oder wiederherzustellende
Instanz die Option SQLNET.AUTHENTICATION_SERVICES (eingestellt auf
"none") in der Datei "init.ora" befindet, missen Sie sie auskommentieren,
bevor Sie versuchen, die Datei "orapwfile" (in den Parameterdateien
PARAMETER-FILES enthalten) wiederherzustellen. Wenn sie unverandert
bleibt, werden weitere SYSDBA-Datenbankverbindungen und gewéhnliche
Verwaltungstadtigkeiten (wie beispielsweise Zuriickgewinnen, Herunterfahren
und Hochfahren) verhindert.
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Wiederherstellen zu einem bestimmten Zeitpunkt

Um den Zustand einer Datenbank oder eines Tablespace zu einem bestimmten
Zeitpunkt wiederherzustellen, befolgen Sie die Anweisungen zur
Wiederherstellung einer vollstandigen Datenbank und der verkntpften
Archivprotokolldateien. Das entsprechende Verfahren finden Sie in den
Kapiteln zu den verschiedenen Wiederherstellungsverfahren in diesem
Handbuch.

Weitere Informationen zum Wiederherstellen oder Zuriickgewinnen von
Datenbanken oder Tablespaces zu einem bestimmten Zeitpunkt finden Sie in
der Oracle-Dokumentation.

Hinweis: Die Option Bis zum Protokollende, mit der eine Datenbank nach der
Wiederherstellung automatisch zurickgewonnen wird, unterstitzt keine
Zurickgewinnungen zu einem bestimmten Zeitpunkt. Wenn Sie eine
Zurickgewinnung zu einem bestimmten Zeitpunkt durchfihren mochten,
miussen Sie die Schritte fir die Zuriickgewinnung manuell ausfihren.

Wiederherstellungs-Manager (RMAN) und Wiederherstellen einer Datenbank auf
einem anderen Host

So stellen Sie eine Datenbank direkt mit Hilfe von RMAN auf einem
anderen Host wieder her:

m  Der RMAN-Katalog muss in einer separaten Datenbank installiert sein,
nicht in der Quell- oder Zieldatenbank.

m  Definieren und verwenden Sie einen Katalog mit RMAN sowohl fir
Sicherungs- als auch fiur Wiederherstellungsvorgange.

m  Stellen Sie die gesamte Datenbank wieder her.

Hinweis: Bei dem Szenario im folgenden Verfahren wird davon ausgegangen,
dass die von <hostl> gesicherte Datenbank auf <host2> wiederhergestellt
wird und dass der Name der Datenbank beibehalten wird. Es wird auBerdem
davon ausgegangen, dass die Verzeichnisstrukturen des Quell- und Zielhosts
verschieden sind. AuBerdem geht dieses Szenario davon aus, dass Sie Oracle
8 verwenden.
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Wiederherstellen einer Datenbank auf einem anderen Host mit Hilfe von RMAN

Mit Hilfe von RMAN kénnen Sie eine Datenbank auf einem anderen Host
wiederherstellen.

So stellen Sie eine Datenbank mit Hilfe von RMAN auf einem anderen
Host wieder her:

1. Geben Sie die folgenden Befehle ein, um den db_id-Wert (Datenbank-ID)
der wiederherzustellenden Datenbank aus dem RMAN-Katalog zu erhalten:

sqlplus <rman user>/<rman password>@<rman service>
SQL> select db key, db id, bs key, recid, stamp, backup type, start time,
status from rc backup set;

2. Suchen Sie den db_id-Wert der Datenbank, die Sie wiederherstellen
mochten..

3. Geben Sie den folgenden Befehl ein, um die Dateinummer und den
Speicherort jeder Datendatei in der Quelldatenbank zu bestimmen:

SVRMGR> select file#, name from v$data file;

4. Kopieren Sie die Datei init<$ORACLE_SID>.ora von $ORACLE_HOME/dbs
auf <hostl> nach <host2>.

5. Bearbeiten Sie die Datei $ORACLE_HOME/dbs/init<$ORACLE_SID>.ora
und passen Sie alle Pfade so an, dass sie die neue Verzeichnisstruktur auf
<host2> widerspiegeln.

6. Flhren Sie SQL*Net configure aus, um zu gewahrleisten, dass der RMAN-
Katalog von beiden Datenbanken auf <hostl> und <host2> sichtbar ist.

7. Richten Sie die Oracle-Kennwortdatei auf <host2> ein, indem Sie den
folgenden Befehl eingeben:

orapwd file=$0RACLE HOME/dbs/orapw$0RACLE SID password=kernel.

8. Geben Sie den folgenden Befehl ein, um die Zieldatenbank mit der
nomount-Option zu starten:

SVRMGR> startup nomount pfile=$0RACLE HOME/dbs/init<$ORACLE SID>.ora
9. Geben Sie folgende Befehle ein, um die Kontrolldatei wiederherzustellen:
Hinweis: Dazu bendétigen Sie den db_id-Wert aus Schritt 2.
rman rcvcat <RMAN-Benutzername>/<RMAN-Kennwort>@<RMAN-Dienst>
RMAN> set dbid=<db id-Wert der Quelldatenbank>
RMAN> connect target <Benutzername>/<Kennwort>;
RMAN> run {
RMAN> allocate channel devl type 'sbt tape';
RMAN> restore controlfile;

RMAN> release channel devl;
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10.

11.

12.

13.

14.

15.

RMAN> }
Geben Sie zum Laden der Zieldatenbank den folgenden Befehl ein:
SVRMGR> alter database mount;

Bestimmen Sie die neuen Speicherortefir jede Datendatei innerhalb des
RMAN-Skripts mit Hilfe der Speicherorte, die Sie in Schritt 3 bestimmt
haben.

Geben Sie die folgenden Befehle ein, um die Datenbank mit Hilfe der in
Schrittl11l bestimmten neuen Speicherorte wiederherzustellen:

rman target <Benutzername>/<Kennwort> rcvcat <RMAN-Benutzername>/<RMAN-
Kennwort>@<RMAN-Dienst>

RMAN> run {
RMAN> allocate channel devl type 'sbt tape';
RMAN> set newname for data file 1 to '<Neuer Pfad>'

RMAN> set newname for data file 2 to '<Neuer Pfad>'

RMAN> restore database;
RMAN> switch data file all;
RMAN> release channel devl;

Geben Sie den folgenden Befehl ein, um die Datenbank mit Hilfe der
wiederhergestellten Kontrolldateien zuriickzugewinnen:

SVRMGR> recover database using backup controlfile until cancel;

Geben Sie den folgenden Befehl ein, um die Datenbank mit Hilfe der
resetlogs-Option zu 6ffnen:

SVRMGR> alter database open resetlogs;

Wenn der Fehler ORA-00344 auftritt, bei dem ein bestimmtes Online-
Protokoll nicht erstellt werden kann:

a. Geben Sie die folgenden Befehle ein, um jedes Online-Redo-Protokoll
umzubenennen:
SVRMGR> alter database rename file <Pfad des Online-Protokolls fir
Wiederholungen #1>
to <neuer Pfad des Online-Protokolls fiir Wiederholungen #1>;

SVRMGR> alter database rename file <Pfad des Online-Protokolls fiir
Wiederholungen #n>
to <neuer Pfad des Online-Protokolls fiir Wiederholungen #n>;

b. Geben Sie folgenden Befehl ein, um die Datenbank zu 6ffnen:
SVRMGR> alter database open resetlogs;
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Zuruckgewinnung

Nachdem Sie eine Datenbank oder Datenbankobjekte auf dem Server
wiederhergestellt haben, miissen Sie diese zuriickgewinnen. Sie kénnen die
Datenbank oder Datenbankobjekte mit Hilfe des Wiederherstellungs-Managers
automatisch zuriickgewinnen oder eine manuelle Zuriickgewinnung mit Hilfe
der OracleServerManager-Konsole durchfiihren. Die folgenden Abschnitte
enthalten Informationen und Anleitungen zu beiden Methoden.

Zuruckgewinnung mit dem Wiederherstellungs-Manager

Mit dem Wiederherstellungs-Manager kdnnen Sie Datenbanken automatisch in
einem Vorgang wiederherstellen und zuriickgewinnen, indem Sie beim
Konfigurieren des Wiederherstellungsjobs eine der folgenden
Zurickgewinnungsoptionen auswahlen.

m  Bis zum Protokollende

Bis SCN (nur ganze DB)

Bis Protokollnummer (nur ganze DB)

Bis Uhrzeit (nur ganze DB)

Durchfihren einer Datenbankwiederherstellung
Um die Datenbank oder die Datenbankobjekte mit dem Wiederherstellungs-
Manager wiederherzustellen, gehen Sie folgendermaBen vor:

1. Starten Sie CA ARCserve Backup.

2. Offnen Sie den Wiederherstellungs-Manager, und wahlen Sie die Ansicht
"Wiederherstellung nach Dateisystem" aus.

Blenden Sie auf der Registerkarte "Quelle" den Linux-Agenten ein.
4. Erweitern Sie unter dem Linux-Agenten den Oracle-Host.

5. Wahlen Sie die Datenbank oder Datenbankobjekte aus, die Sie
wiederherstellen und zurickgewinnen méchten.

Hinweis: Um eine vollstandige Datentragerzurickgewinnung der
Datenbank durchzufiihren, missen Sie alle erforderlichen
Archivprotokolldateien wiederherstellen.
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10.

11.

12.

13.
14.

15.

Wahlen Sie die Registerkarte "Ziel" aus, und erweitern Sie den Linux-
Agenten.

Klicken Sie auf das Pluszeichen neben dem Oracle-Host unter den Linux-
Agenten.

Das Dialogfeld Anmeldung wird gedffnet.

Geben Sie den Benutzernamen und das Kennwort fiir das System ein, und
klicken Sie auf "OK".

Der Oracle-Host wird erweitert.

Klicken Sie auf das Pluszeichen neben der Datenbank, die Sie
wiederherstellen méchten.

Das Dialogfeld fiir die Datenbankanmeldung wird geéffnet.

Geben Sie den Benutzernamen und das Kennwort fir die Oracle-
Datenbank ein, und klicken Sie auf "OK".

Hinweis: Stellen Sie sicher, dass Oracle-Benutzername und -Kennwort,
Uber die Sie eine Verbindung zu Oracle herstellen, tber die Berechtigung
verfligen, sich mit Hilfe der Klausel "as sysdba" bei Oracle anzumelden. Sie
missen sich mit und ohne diese Klausel anmelden kénnen.

Klicken Sie zuerst auf die Registerkarte "Quelle" und dann auf
<csid="559">0racle-Optionen", um eine der Wiederherstellungs-Optionen
einzustellen.

Klicken Sie auf "Starten".

Das Dialogfeld "Ubergeben" wird angezeigt.

Flihren Sie den Job sofort oder zu einem spateren Zeitpunkt aus.
Klicken Sie auf "OK", um den Job zu tbergeben.

Das Dialogfeld "Job-Ubergabe" wird gedffnet.

Klicken Sie auf "OK". Der Wiederherstellungs-Manager Gbergibt den Job an
die Warteschlange. Im Jobstatus-Manager kénnen Sie den Job
Uberwachen.

Nachdem alle Dateien wiederhergestellt wurden, gewinnt der Agent die
Dateien automatisch zurtick.
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Dateien, die der Agent nicht zurickgewinnen kann

Wenn Sie eine der Optionen fiir den Zurtickgewinnungstyp verwenden, kann
der Agent fiir Oracle die folgenden Dateien nicht zurlickgewinnen:

Fehlerhafte oder fehlende Online-Redo-Protokolle

Fehlerhafte oder fehlende Datendateien, die nicht vom Agenten gesichert
wurden

Fehlerhafte oder fehlende Kontrolldateien, die nicht vom Agenten gesichert
wurden

Fehlerhafte oder fehlende Archivprotokolle, die nicht vom Agenten
gesichert wurden

Dateien, die zu einer Datenbank gehoren, die im NOARCHIVELOG-Modus
ausgefihrt wird

Einschrankungen von Oracle bezuglich der Zurickgewinnungsvorgdnge

Die folgenden Einschrankungen von Oracle beeinflussen die
Zuriickgewinnungsvorgange, die Sie in einer Datenbank durchfiihren kénnen:

Beim Zurlckgewinnen von Datendateien und alten Kontrolldateien missen
Sie die gesamte Datenbank zurlickgewinnen. Sie kdénnen keine
Zuriickgewinnung auf Datendatei-Ebene durchfiihren.

Wenn bei der Durchfiihrung einer vollstédndigen
Datenbankzuriickgewinnung einige Tablespaces bereits vor dem
Wiederherstellungsvorgang offline sind, werden sie nicht automatisch
zurickgewonnen. Datendateien missen Sie manuell zuriickgewinnen,
bevor Sie sie wieder online schalten.

Nachdem Sie eine Zuriickgewinnung zu einem bestimmten Zeitpunkt
durchgefiihrt oder alte Kontrolldateien wiederhergestellt haben, kdnnen
mit den Redo-Protokollen keine Datendateien mehr zuriickgewonnen
werden, die aus vorherigen Sicherungen wiederhergestellt wurden.
Deshalb mussen Sie die Datenbank mit der Option "Resetlogs" 6ffnen.
AuBerdem missen Sie schnellstmdglich eine vollstandige Sicherung
durchfihren.

Manvuelle Wiederherstellung

Sie kdnnen eine vollsténdige Datenbank manuell wiederherstellen, auch wenn
die Kontrolldateien verloren gegangen oder beschadigt worden sind. Der
folgende Abschnitt beschreibt die Details dieser Art der
Datenbankwiederherstellung.
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ZurUckgewinnung

Wiederherstellen von Datenbanken mit verlorenen oder beschddigten Kontrolldateien

Ging eine Kontrolldatei verloren oder wurde sie beschadigt, missen Sie
zunachst die Datenbank herunterfahren und die Kontrolldateien
wiederherstellen, bevor Sie eine Zuriickgewinnung der Datenbank durchfiihren
kénnen. Um die Datenbank herunterzufahren und die Kontrolldateien und
anschlieBend die Datenbank zurilickzugewinnen, gehen Sie folgendermaBen
vor:

1. Fahren Sie die Datenbank herunter, indem Sie den folgenden Befehl bei
der SVRMGR- oder SQL*Plus-Eingabeaufforderung eingeben:

SHUTDOWN ;

2. Starten und laden Sie die Datenbank bei der entsprechenden
Aufforderung, und leiten Sie den Wiederherstellungsvorgang ein.

m Geben Sie an der SVRMGR-Eingabeaufforderung den folgenden Befehl
ein:
CONNECT INTERNAL;
STARTUP MOUNT;
RECOVER DATABASE USING BACKUP CONTROLFILE;

m Geben Sie in der SQL*Plus-Eingabeaufforderung folgenden Befehl ein:
CONNECT SYSTEM/SYSTEM PASSWORD AS SYSDBA;
STARTUP MOUNT;
RECOVER DATABASE USING BACKUP CONTROLFILE;

3. Sie werden von Oracle zur Eingabe der Protokolldateinamen aufgefordert.
Oracle sucht zunachst nach den Archivprotokolldateien und bietet
automatisch die richtigen Namen fiur die vorhandenen an. Werden die
bendtigten Archivprotokolldateien von Oracle nicht gefunden, missen Sie
die bengtigten Online-Redo-Protokolle manuell anwenden.

Bei manueller Anwendung der Online-Redo-Protokolle missen Sie den
vollstandigen Pfad- und Dateinamen angeben. Wenn Sie ein ungdiltiges
Protokoll eingeben, geben Sie den folgenden Befehl erneut ein:

RECOVER DATABASE USING BACKUP CONTROLFILE;

Geben Sie an der Befehlszeile den korrekten Namen der Redo-
Protokolldatei ein. Fahren Sie mit diesem Vorgang fort, bis alle Protokolle
erfolgreich von Oracle angewendet wurden.

4. Um die Datenbank wieder online zu schalten und die Protokolle
zurlickzusetzen, geben Sie bei der SVRMGR- oder SQL-Plus-
Eingabeaufforderung folgenden Befehl ein:

ALTER DATABASE OPEN RESETLOGS;
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5. LoOschen Sie im Verzeichnis, in dem die archivierten Redo-Protokolle
gespeichert sind, alle Protokolldateien.

6. Falls einige Tablespaces noch offline sind, schalten Sie sie online, indem
Sie den folgenden Befehl bei der SVRMGR- oder SQL*Plus-
Eingabeaufforderung eingeben:

ALTER TABLESPACE TABLESPACE_NAME ONLINE;

7. Wenn Sie RMAN verwenden, um eine vollstéandige Datenbank mit
gesicherten Kontrolldateien wiederherzustellen, missen Sie die
Datenbankinformationen in RMAN neu synchronisieren, damit sie der
karzlich wiederhergestellten Datenbank entsprechen. Um die
Datenbankinformationen erneut zu synchronisieren, gehen Sie
folgendermaBen vor:

a. Melden Sie sich als Oracle-Benutzer an.

b. Geben Sie den folgenden Befehl ein, um die Oracle-SID auf die SID
der zuriickgewonnenen Datenbank zu setzen:

ORACLE SID=database SID

c. Geben Sie die folgenden Befehle ein, um den Vorgang abzuschlieBen:
rman target dbuser/ dbuserpassword rcvcat catowner/catowner
password@rman service name
reset database

Hierbei gilt:

- dbuser ist der Benutzer, der (ber DBA-Rechte fir die
zuriickgewonnene Datenbank verflgt.

- dbuserpassword ist das Kennwort von dbuser

— catowner ist der Oracle-Benutzername fiir den Besitzer des Oracle
RMAN-Katalogs.

- rman service name ist der Name des Dienstes, der fur den Zugriff
auf die Datenbank verwendet wird, auf der der RMAN-Katalog
installiert ist.

Zurickgewinnen aus vollstandigen Offline-Sicherungen

Wenn Sie Ihre Datenbank im Offline-Modus gesichert haben, verwenden Sie
zum Wiederherstellen denselben Prozess, als wenn Sie die Datenbank im
Online-Modus gesichert hatten. Dies liegt daran, dass die Offline-Sicherung die
Datenbank tatsachlich in einen inaktiven Modus bringt. Das bedeutet, dass die
Datenbank weiterhin online ist (obwohl Sie nicht auf sie zugreifen oder
Transaktionen verarbeiten kénnen).
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Einschrénkungen fUr Wiederherstellung und ZurGckgewinnung

Einschrankungen fur Wiederherstellung und
Zuruckgewinnung

Fir die Wiederherstellung und Zurlickgewinnung gelten folgende
Einschréankungen:

Online-Redo-Protokolle werden nicht gesichert, daher kdnnen sie auch
nicht wiederhergestellt werden.

Sind Benutzer bei der Datenbank angemeldet, wenn das Starten eines
Wiederherstellungsjobs geplant ist, schlagt der Job fehl, wenn Sie
entweder ein System-Tablespace oder ein Tablespace mit Rollback-
Segmenten wiederherstellen. Um dies zu vermeiden, setzen Sie die
Variable ORACLE_SHUTDOWN_TYPE in der Datei /opt/CA/ABcmagt
/agent.cfg auf " immediate".

Die Katalogdatenbank-SID sollte nicht dupliziert oder mit einem beliebigen
anderen SID-Namen gemeinsam verwendet werden.

CA ARCserve Backup unterstitzt nicht die Wiederherstellung von mehreren
verschlisselten Oracle RMAN-Sitzungen in einem Wiederherstellungsjob.
Sie mussen verschlisselte Oracle RMAN-Sicherungssitzungen als einzelne
Wiederherstellungsjobs wiederherstellen.

CA ARCserve Backup unterstitzt nicht die Wiederherstellung élterer Oracle
Agent-Sitzungen mit Hilfe des RMAN-Agenten.

Wenn der Wiederherstellungsjob tGber die Befehlszeile von Oracle RMAN

gesendet wurde, kann der Job nicht neu geplant werden. Daher sind die
Optionen "Bereit/Ausgesetzt/Jetzt ausfiihren/Andern/Neu planen" in der
Option "Jobwarteschlange" beim Rechtsklick auf den Job nicht verfiigbar.
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Anhang A: Suchen von Verzeichnissen
und Dateien

Dieses Kapitel enthalt folgende Themen:

Verzeichnisspeicherorte des Agenten (siehe Seite 77)
Agentdatei-Speicherorte (siehe Seite 77)

Verzeichnisspeicherorte des Agenten

Folgende Verzeichnisse befinden sich unter dem Stammverzeichnis des
Agenten:

m  data: Interne Daten (versionsspezifische Informationen)
= lib: Laufzeitbibliotheken

= logs: Protokolldateien

m  nls: Meldungsdateien

®  rman_scripts: Skripte, die der Agent automatisch erstellt

Agentdatei-Speicherorte

Folgende Dateien befinden sich im Stammverzeichnis des Agenten:

m  ca_auth: Das Programm zum automatischen Registrieren des user@host
unter CA ARCserve Backup

m  ca_backup: Das Programm zum Ubergeben von Sicherungsjobs
m ca_restore: Das Programm zum Ubergeben von Wiederherstellungsjobs

m  ckyorn - Das Programm zum Lesen von Benutzerinformationen wahrend
des Setups

m  instance.cfg - Die Datei, in der alle Instanzen zum Zeitpunkt des Setup
aufgefihrt sind

m  libobk.so.1 - Die Bibliothek, mit der Oracle verkntpft wird (SBT 1 | 32
Bit)

m  libobk.so.2 - Die Bibliothek, mit der Oracle verkntpft wird (SBT 1 | 64
Bit)
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Agentdatei-Speicherorte

m  libobk.so0.2.64_IA64 - Die Bibliothek, mit der Oracle verknUpft wird
(Itanium-Unterstiitzung)

m  libobk.so0.2.64_AMDG64 - Die Bibkliothek, mit der Oracle verknlpft wird
(AMD Opteron-Unterstlitzung)

m  oraclebr - Das Programm zum Ausflihren des Browsers

m  oragentd - Das Programm, das vom Common Agent aufgerufen wird, um
den Job auszufiihren

m  orasetup - Das Skript zum Durchfiihren des Setups flir den Agenten

m  sbt.cfg - Die beim Ausfiihren des Setup erstellte Parameterdatei

Agentendateien im Datenverzeichnis

Die Datei RELVERSION, in der die CA ARCserve Backup-Build-Nummer
gespeichert ist, mit der der Agent erstellt wurde, befindet sich im
Datenverzeichnis.

Agentendateien im Protokollverzeichnis

Folgende Protokolldateien befinden sich im Protokollverzeichnis:

m  ca_backup.log: Protokolliert die Ausgabe des letzten ca_backup-Befehls
m  ca_restore.log: Protokolliert die Ausgabe des letzten ca_restore-Befehls
m  oragentd_<Job-ID>.log: Protokolliert die Aktivitat des Agenten

m  oraclebr.log: Protokolliert die Aktivitat des Browsers
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Anhang B: Fehlerbehebung

Dieser Anhang enthdlt eine Liste mit Tipps flr die Fehlerbehebung und eine
Liste der haufigsten Meldungen flir den Agenten auf der Linux-Plattform.

Dieses Kapitel enthalt folgende Themen:

Zuweisen eines Aliasnamens (siehe Seite 79)

RMAN-Skript-Sicherung fiir mehrere Kanale schldgt fehl (siehe Seite 80)
Tipps (siehe Seite 81)

Meldungen (siehe Seite 81)

RMAN-Meldungen (siehe Seite 87)

Zuweisen eines Aliashamens

Symptom:

Der Linux-Oracle-Agent-Knoten mit Aliasname ist sehr lang.

Lésung:

Sie kénnen Ihren Linux-Oracle-Agenten-Knoten auch mit Aliasnamen sichern.
Wenn der Knotenname zum Beispiel lang ist und Sie daflir im Sicherungs-
Manager einen anderen Namen verwenden moéchten, fihren Sie fur eine
erfolgreiche Sicherung und Wiederherstellung folgende Schritte durch.

So verdndern Sie den Hosthamen:

1. In der sbt.cfg-Datei auf Ihrem Linux-Oracle-Agent-Computer,
SBT SOURCE NAME=alias
SBT ORIGINAL CLIENT HOST=alias

Hierbei steht die Variable

Alias fir den Namen, den Sie in CA ARCserve Backup-Manager fir den
Oracle-Agenten angeben

SBT_SOURCE_NAME fiir den Namen, den Sie im Sicherungs-Manager fur
den U/L Oracle-Agent-Knoten verwendet haben, um die Sicherung
durchzufihren.

SBT_ORIGINAL_CLIENT_HOST fir den Knotennamen, der im Sicherungs-
und Wiederherstellprozess verwendet wurde.

2. Speichern Sie die Anderung und filhren Sie "caagent" aus, um den
Knotennamen zu aktualisieren.
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RMAN-Skript-Sicherung fir mehrere Kandle schiégt fehl

RMAN-Skript-Sicherung fur mehrere Kandale schilagt fehl

Symptom:
RMAN-Skript-Sicherung fiir mehrere Kanale schlagt fehl.

Losung:

Wadhrend der Durchfiihrung einer Sicherung fliir mehrere Kanale sind die Daten
auf der Empfangsseite moglicherweise lange Zeit durch andere Kanale
gesperrt. Dies hat ein Verbindungs-Timeout zwischen dem Agenten und dem
CA ARCserve Backup-Server zur Folge, wodurch der Fehler E8522
hervorgerufen wird.

Um diesen Fehler zu vermeiden, miissen Sie den Timeout-Wert erhéhen
(standardmaBig sind 20 Minuten eingestellt). Um mehr zu erfahren, wie der
Timeout-Wert eingestellt wird, doppelklicken Sie auf den Fehler E8522 aus
dem Aktivitatsprotokoll; dann wird die Online-Hilfe aufgerufen.
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Tipps

Tipps

Meldungen

Nachfolgend finden Sie eine Liste mit Tipps zum Agenten fiir Oracle:

Wenn die Datenbank, die Sie sichern méchten, nicht auf der CA ARCserve
Backup-Registerkarte "Quelle" aufgefihrt ist, Uberpriifen Sie die Datei
instance.cfg. Fur jede Datenbank, die der Agent verarbeitet, sollte ein
Eintrag in der Datei instance.cfg existieren. Diese Datei befindet sich im
Stammverzeichnis des Agenten.

Wenn beim Durchsuchen einer Datenbank Probleme auftreten, lberpriifen
Sie das Oracle-Browserprotokoll (oraclebr.log) auf moégliche Fehler.
Vergewissern Sie sich auBerdem, dass in der Datei AGENT/INSTANCE.CFG
die Werte fir ORACLE_SID und ORACLE_HOME ordnungsgemaf festgelegt
wurden.

Unserer Empfehlung nach sollte es nur eine RMAN-Katalogdatenbank fir
ein Local Area Network geben.

Wenn Sie RMAN verwenden, sollte jeder Host, auf dem der Agent
ausgeflihrt wird, eine ordnungsgemas konfigurierte tnsnames.ora, Oracle
Transparent Network Substrate-Konfigurationsdatei, besitzen. Diese Datei
befindet sich im Verzeichnis $ORACLE_HOME/NETWORK /ADMIN.

Sie kdénnen nur Sicherungssitzungen wiederherstellen, die basierend auf
erfolgreich durchgefiihrten Sicherungsjobs erstellt wurden. Versuchen Sie
nicht, einen abgebrochenen oder fehlgeschlagenen Sicherungsjob
wiederherzustellen.

Wenn ein Job fehlschlagt, Gberpriifen Sie stets die folgenden Protokolle auf
maogliche Ursachen fiir das Fehlschlagen:

- oragentd_<Job-ID>.log
- CA ARCserve-Aktivitatsprotokoll

— Das Oracle-RMAN-Protokoll
($ORACLE_BASE/admin/SID/udump/sbtio.log)

In diesem Abschnitt werden die haufigsten Meldungen fir den Agenten auf der
Linux-Plattform beschrieben.
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Sicherung oder Wiederherstellung fehlgeschlagen

Ursache:

Eine Sicherung oder Wiederherstellung kann aus einer Reihe von Griinden
fehlschlagen.

Aktion:

Uberpriifen Sie die Protokolldatei des Agenten, die sich im Verzeichnis
agent/logs befindet. Weitere Informationen zu Sicherungsvorgangen finden Sie
auch im Oracle-Handbuch.

Wenn ein vorangegangener Sicherungsjob fehlgeschlagen ist, kénnen die
Quell-Tablespaces im Sicherungsmodus geblieben sein. Um das Tablespace in
den normalen Modus zu setzen, geben Sie an der SQL*Plus-
Eingabeaufforderung folgenden Befehl ein:

ALTER TABLESPACE Name des Tablespace END BACKUP

Kein Oracle Server-Symbol

Ursache:

Der Agent ist nicht installiert oder nicht konfiguriert.

Aktion:

Installieren Sie den Agenten. Uberpriifen Sie die Datei instance.cfg im
Stammverzeichnis des Agenten.

Oracle-Fehler - (209) ORA-01219. E8606

Oracle - (209) ORA-01219: Datenbank nicht gedffnet: Abfragen nur fiir
fixierte Tabellen/Ansichten zuldssig.

E8606 Datenbanken konnten nicht aufgezahlt werden.

Ursache:

Es wurde ein Sicherungsversuch fir einen geladenen, aber nicht gedffneten
Oracle-Server unternommen.

Aktion:

Offnen Sie den Oracle-Server.
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Beendigungsfehler_E9900
Datenbank fiir gewiinschten Vorgang nicht verfiigbar.
E9900 Oracle: Fehler beim Herunterfahren der Instanz.
Instanz kann nicht beendet werden.

Ursache:

Sie versuchen, einen Sicherungsjob auszufiihren, und der Agent kann die
Datenbank nicht herunterfahren.

Aktion:

Fahren Sie die Datenbank herunter, und libergeben Sie den Sicherungsjob
erneut.

Fehler bei Verbindung mit Oracle DBAGent

FEHLER: Verbindung zu Oracle DBAgent im Browsermodus konnte
nicht hergestellt werden: Riickgabe[24]. Datenbank fiir gewiinschten
Vorgang nicht verfiigbar.

Ursache:

Sie haben versucht, eine Online-Sicherung einer Offline-Datenbank
durchzufiihren.

Aktion:

Starten (laden und 6ffnen) Sie die Datenbank, und ibergeben Sie den
Sicherungsjob erneut.
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IgetOracleState()_Error_E9900
Iget OracleState():olog()failed. Ida-rc=1033
Grund: ORA-01033:0RACLE wird initialisiert oder heruntergefahren.

DSA Connect Agent(): Status der Instanz hpdb kann nicht ermittelt
werden.

FEHLER: Verbindung zu Oracle DBAgent im Browsermodus konnte
nicht hergestellt werden: Riickgabe[24].

E9900 Oracle: Datenbank fiir gewiinschten Vorgang nicht verfiigbar.

Ursache:

Sie versuchen, eine Online-Sicherung durchzuflihren, obwohl die Datenbank
mit der nomount- oder mount-Option gestartet wurde.

Aktion:

Die Datenbank muss sich in einem gedffneten Status befinden, damit die
Sicherung erfolgreich ist. Offnen Sie die Datenbank, und (ibergeben Sie den
Sicherungsjob erneut.

ConnecttoServer_ORA-01017_Anmeldung nicht moglich
ConnecttoServer(): olog() failed.lda-return-code=1017

Grund:ORA-01017: ungiiltiger Benutzername/Kennwort; Anmeldung
verweigert

Anmeldung mit angegebenem Benutzernamen/Kennwort nicht
maoglich.

Ursache:

Sie haben einen Online-Sicherungsjob mit dem falschen Kennwort tibergeben.

Aktion:

Ubergeben Sie den Job erneut mit dem korrekten Benutzernamen und dem
richtigen Kennwort.
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OBK-5607_OBK-5629 OBK-5621_RMAN-6088
OBK-5607 Fehler beim Zugriff auf interne Tabellen.

OBK-5629 Fehler beim Ausfiihren auf select thread #, seq # von
Vs$thread.OBK-504 SQL error ORA-01403 keine Daten gefunden.

OBK-5621 file not belong to target database anymore target database
information is out of sync.

RMAN-6088 Kopie der Datendatei nicht gefunden oder nicht synchron
mit Katalog.

Ursache:

Der Name der Datnbankinstanz enthélt das Zeichen ./.

Aktion:

m  Uberpriifen Sie den Instanznamen mit folgendem Befehl:

select * from v$thread;

m  Geben Sie der Instanz einen anderen Namen als der Datenbank, oder
erstellen Sie die Steuerdateien erneut.

Wenn Sie das SVRMGR-Hilfsprogramm verwenden, I6schen Sie das
Tablespace, und erstellen Sie es mit dem vollsténdigen Pfadnamen erneut.

ORA-12223_ORA-12500
ORA-12223: TNS: interne Begrenzung liberschritten.

ORA-12500 TNS: Eigener Serverprozess konnte nicht gestartet
werden.
Ursache:

Es sind zu viele TNS-Verbindungen (Transparent Network Substrate)
gleichzeitig geoffnet.

Aktion:

Unterteilen Sie den Sicherungsjob in mehrere Jobs mit jeweils mehreren
Tablespaces. Der erste Job muss die System-Tablespaces enthalten, und der
letzte Job muss das Archivprotokoll und die Kontrolldateien enthalten.
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linux_user@hostname im Authentifizierungsserver nicht bestatigt

Ursache:

Es wurde kein CA ARCserve Backup-Benutzeraquivalent angelegt, oder die
Informationsstruktur in der Datei /etc/hosts kdnnte unglnstig sein, falls Sie
Red Hat 6.1 ausfiihren.

Aktion:

Uberpriifen Sie, ob Sie das CA ARCserve Backup-Benutzerdquivalent
ordnungsgemafB angelegt haben, bzw. ob die Datei /etc/hosts folgende
Informationsstruktur besitzt:

host ip address localhost.localdomain local host host name

IP-Adresse des Hosts localhost_oraclebr: Schwerwiegender Fehler bei Speicherortdnderung-
OracleAGUL

127.0.0.1 localhost.localdomain
IP-Adresse des Hosts localhost.localdomain Hostname von localhost

oraclebr: fatal: relocation error: file <...>/libclntsh.so: symbol
slpmprodstab: referenced symbol not found
Ursache:

Hierbei handelt es sich um einen Oracle-Fehler.

Aktion:

Besorgen Sie sich entweder ein Patch von Oracle, oder gehen Sie
folgendermafen vor:

1. Melden Sie sich als Oracle-Benutzer an.

2. Fahren Sie die Datenbank herunter.

3. Bearbeiten Sie das Skript $ORACLE_HOME/bin/gencintsh.
4

Kommentieren Sie die folgende Zeile aus:

ar d $LIBCOMMON sorapt.o

5. Erstellen Sie die gemeinsame Bibliothek (libclntsh.so) neu, indem Sie
gencintsh ausfiihren.

6. Starten Sie die Datenbank erneut.

86 Agent fur Oracle Benutzerhandbuch



RMAN-Meldungen

ORA-19565:BACKUP_TAPE_IO_SLAVES nicht aktiviert

ORA-19565: BACKUP_TAPE_IO_SLAVES nicht aktiviert, wenn
sequenzielle Gerate mit Duplex arbeiten

Ursache:

Sie versuchen, mehr als eine Kopie fiir Ihre Sicherung zu generieren.

Aktion:

Aktivieren Sie die Option BACKUP_TAPE_IO_SLAVES entweder in Ihrer Datei
init <sid> ora oder in der SPFILE-Datei, wenn sie mehrere Kopien ILhrer
Sicherung generieren méchten.

RMAN-Meldungen

Dieser Abschnitt enthdlt hdaufige Meldungen des Recovery Managers (RMAN).

Hinweis: Weitere Informationen zu RMAN-Meldungen finden Sie in der
Oracle-Dokumentation.

Fehler bei der Befehlszuordnung

Fehler bei der Befehlszuordnung

RMAN-00571:
RMAN-00569: ========= ERROR MESSAGE STACK FOLLOWS==========

RMAN-00571:

RMAN-03007: Wiederholbarer Fehler wahrend Ausfiihrung des Befehls: allocate

RMAN-07004: Nicht verarbeitete Ausnahme bei Ausfiihrung eines Befehls auf
channel devl

RMAN-10035: Ausnahme aufgetreten in RPC: ORA-19554: Fehler beim Zuordnen
eines Gerats, Geratetyp: SBT TAPE, Geratename:

ORA-19557: Geratefehler, Geratetyp: SBT TAPE, Gerdtename:
ORA-27000: skgfgsbi: Initialisierung der SBT-Schicht fehlgeschlagen
Weitere Informationen: 4110

ORA-19511: SBT error = 4110, errno = 0, BACKUP DIR-Umgebungsvariable nicht
festgelegt

RMAN-10031: ORA-19624 beim Aufrufen von DBMS_BACKUP_RESTORE. DEVICEALLOCATE
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Ursache:

Oracle-Verknlipfung zur libobk-Bibliothek nicht vorhanden oder
fehlgeschlagen.

Aktion:

Verknipfen Sie Oracle mit Ihrer libobk-Bibliothek, oder erstellen Sie eine
ladbare Verbindung durch Eingabe von:

In-s $CAORA HOME/libobk.so.1.32 $ORACLE HOME/lib/libobk.so.

ARCHIVELOG-Modus kann nicht ausgefihrt werden

Symptom:

Wenn ich versuche, eine Datenbank zu erweitern, wird diese nicht erweitert,
und oraclebr.log gibt an, dass die Datenbank nicht im ARCHIVELOG-Modus
ausgefuhrt wird. Wie kann ich das beheben?

Lésung:

Setzen Sie die Datenbank in den ARCHIVELOG-Modus, wie im Handbuch des
Agenten beschrieben.

RMAN wird wahrend einer Sicherung oder Wiederherstellung mit einem Fehler

beendet

Symptom:

Wenn ich versuche, einen Sicherungs- oder Wiederherstellungsjob mit RMAN
auszuflhren, ist sofort ein Fehler in RMAN vorhanden. Was ist hier zu tun?
Lésung:

Versuchen Sie die folgenden Schritte nur, wenn Sie einen manuellen RMAN-
Job ausflhren:

Hinweis: Wenn Sie den Wiederherstellungs-Manager verwendet haben, um
RMAN zu starten, werden diese Schritte automatisch fir Sie ausgefihrt.

Stellen Sie sicher, dass Sie fir den Benutzer, der RMAN ausfiihrt, das caroot-
Aquivalent mit CA ARCserve Backup erstellt haben.
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RMAN-Job beendet mit Agentenfehler

Symptom:

Mein RMAN-Job wurde beendet, und ich bekam eine Fehlermeldung, dass der
Agent nicht gestartet wurde. Wie lasst sich das lésen?

Lésung:

Wenn der Job in der Warteschlange von CA ARCserve Backup léanger inaktiv
bleibt als mit dem Parameter SBT_TIMEOUT in der Datei "sbt.cfg" festgelegt
wurde (weil beispielsweise die Bander nicht verfligbar sind), wird das Zeitlimit
flir RMAN (berschritten. Erhéhen Sie den Parameter SBT_TIMEOUT, und
passen Sie ihn so Ihrer Umgebung an.

Option "Bis Protokollende" funktioniert nicht

Symptom:

Die Option "Bis Protokollende" funktioniert nicht. Was muss ich tun, damit sie
funktioniert?

Lésung:

Vergewissern Sie sich, ob Sie alle erforderlichen Archivprotokolle
wiederhergestellt haben. Sollte sie auch dann nicht funktionieren, versuchen
Sie, die wiederhergestellten Dateien manuell zuriickzugewinnen.

Sicherung oder Wiederherstellung ist fehlgeschlagen

Symptom:

Wenn ich von CA ARCserve Backup einen Sicherungs- oder
Wiederherstellungsjob Ubergebe, schlagt dieser fehl, und es wird kein Protokoll
flr oragentd erstellt. Was muss ich tun, damit der Job ausgefuhrt wird?

Lésung:

Wahrscheinlich wurde der Agent nicht gestartet. Uberpriifen Sie das Common
Agent-Protokoll (caagentd.log) auf mogliche Fehler. Wenn dieses Protokoll
keine Besonderheiten aufweist, vergewissern Sie sich, ob die Eintrage
LD_LIBRARY_PATH, SHLIB_PATH oder LIBPATH in agent.cfg die korrekten
Verzeichnisse enthalten. Wenn hier kein Fehler vorliegt, Gberprifen Sie die
anderen Protokolle von CA ARCserve Backup auf Fehler.
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Zu viele oragentd_<Job-ID>-Protokolldateien sammeln sich an

Symptom:

Im Protokollverzeichnis haben sich zu viele Dateien "oragentd_<Job-ID>.log"
angesammelt. Kann man es irgendwie saubern?

Lésung:

Nach Abschluss eines Sicherungs- oder Wiederherstellungsvorgangs prift der
oragentd-Prozess den Wert des Parameters
DAYS_ORAGENTD_LOGS_RETAINED in agent.cfg des Common Agent und
I6scht Protokolldateien, die dlter sind als die festgelegte Anzahl an Tagen.
Andern Sie diesen Wert, um eine haufigere Bereinigung zu erreichen, und
fihren Sie den Befehl "update" von caagent (als Root-Benutzer) aus. Der
Standardwert betragt 30 Tage.

Beim Wiederherstellen treten Oracle-Berechtigungsfehler auf

Symptom:

Bei dem Versuch, einen Wiederherstellungsvorgang bei aktivierter Option "Bis
Protokollende" durchzufuihren, treten Oracle-Berechtigungsfehler auf. Wie
kann ich diese Fehler vermeiden?

Lésung:

Stellen Sie sicher, dass Benutzername und Kennwort, die Sie verwenden, um
Uber den Wiederherstellungs-Manager eine Verbindung zu Oracle aufzubauen,
Uber die Berechtigung verfligen, sich mit Hilfe der Klausel as sysdba<w:/cl>
bei Oracle anzumelden. Sie miissen sich mit und ohne diese Klausel anmelden
kénnen.

Sie kdénnen Ihre Berechtigungen Uberpriifen, indem Sie die folgenden Befehle
ausfliihren:

sqlplus /nolog

connect username/password as sysdba

Wenn Sie nicht tber die Berechtigung verfiigen, bitten Sie die Oracle-DBA, die
Sicherheit fur Sie zu konfigurieren.
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Wiederherstellen von Oracle-Datendateien in einem anderen Verzeichnis

Symptom:

Wie flihre ich einen Wiederherstellungsvorgang mit der grafischen
Benutzeroberflache von CA ARCserve Backup durch, um die Oracle-
Datendateien in einem anderen Verzeichnis wiederherzustellen?
Lésung:

Das ist nicht moéglich. Obwohl es madglich ist, eine Datenbank auf einem
anderen Knoten wiederherzustellen, muss die gesamte Verzeichnisstruktur,
auf der die Datenbank wiederhergestellt wird, mit der des Quellknotens
identisch sein.

Fehischlag des Agenten mit der Meldung "Oracle-Kennwort fehlt im Job"

Symptom:

Ich versuche, einen Sicherungs- oder Wiederherstellungsjob auszufiihren, und
der Agent schlagt fehl mit der Meldung "Oracle-Kennwort fehlt im Job". Wie
kann ich diesen Fehler beheben?

Lésung:

Stellen Sie sicher, dass das Kennwort in das richtige Feld auf der Registerkarte
"Oracle-Optionen" eingegeben wurde.

Fehlermeldungen beim Versuch, gleichzeitige Sicherungen auf dersleben
Datenbank auszufuhren

Symptom:

Ich bekomme Fehlermeldungen, wenn ich versuche, Sicherungen parallel auf
derselben Datenbank auszufiihren. Soll das so sein?

Lésung:

Ja. Das ist normal. Parallele Vorgange, die dieselben Oracle-Objekte
gleichzeitig verarbeiten, werden nicht unterstitzt.
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Symptom:

Der Wiederherstellungsvorgang erfolgt nur langsam. Wie kann ich die
Geschwindigkeit erhdhen?

Losung:

Der gemeinsame Speicher des untergeordneten und des libergeordneten
oragentd-Vorgangs verwendet eine Warteschlange mit mehreren Puffern, um
wahrend der Wiederherstellung so viele der Uibertragenen Daten wie mdglich
zu parallelisieren. StandardmaBig sind es 80 Blocke. Sie kédnnen die Anzahl der
Blécke erhéhen und Wiederherstellungsvorgange beschleunigen, indem Sie die
Datei agent.cfg im allgemeinen Agent-Verzeichnis bearbeiten. Weisen Sie den
neuen Befehl zu CA_ENV_NUM_OF_REST_BUFF zu, entfernen Sie dann das
Kommentarzeichen vor der Variablen, und aktivieren Sie sie mit dem Befehl
caagent update.

Wenn Sie feststellen, dass das Anheben der Anzahl der Bldcke nicht hilft,
sollten Sie versuchen, sie statt dessen zu senken. Unter Umstanden flhrt eine
Senkung der der Anzahl von Blécken auf einigen Plattformen (wie OSF)
tatsachlich zu einer Leistungssteigerung. Sie miissen verschiedene Werte
testen, um zu sehen, was in Ihrer jeweiligen Situation am besten hilft.
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Anhang C: Funkiionsweise der Datei
agent.cfg und der Parameterdatei
sbt.cfg

Dieses Kapitel enthalt folgende Themen:

Die Konfigurationsdatei agent.cfg (siehe Seite 93)

Die Parameterdatei sbt.cfg (siehe Seite 95)

Legen Sie den NLS LANG-Parameter fir Oracle in anderen Umgebungen fest
(siehe Seite 101)

Die Konfigurationsdatei agent.cfg

Die Konfigurationsdatei des Agenten, agent.cfg, befindet sich im
Stammverzeichnis des Common Agent und liefert die Standardinformationen,
die beim Ausflihren von orasetup flir jeden auf Ihrem System installierten
Subagenten (Backup und Client Agent) verwendet werden. Sie enthalt
auBerdem das Stammverzeichnis von Oracle, Benutzernamen und Kennwort
des Oracle Recovery Managers und Informationen zu NLS_LANG und
NLS_DATE_FORMAT.

Hinweis: Sie missen den Agenten mit dem Befehl caagent update neu laden,
nachdem Sie die Datei "agent.cfg" verandert haben.

Im Folgenden finden Sie ein Beispiel fir die Inhalte der Datei agent.cfg:
46

# Oracle Agent

NAME Oracle-Agent

VERSION 15.0

HOME <Stammverzeichnis des Oracle-Agenten>

ENV CAS ENV ORACLE AGENT HOME=<Stammverzeichnis des Oracle-Agenten>
#ENV CA ENV_NUM OF REST BUFF=

ENV DAYS ORAGENTD LOGS RETAINED=30

ENV ORACLE SHUTDOWN TYPE=immediate

#ENV NLS LANG=american

ENV NLS_DATE_FORMAT=MM/DD/YYYY/HH24:MI:SS

ENV LD LIBRARY PATH=/usr/lib:<Stammverzeichnis des Oracle-
Agenten>:<Stammverzeichnis des Oracle-
Agenten>/1ib:/opt/CA/ABcmagt:/usr/local/CAlib:$LD LIBRARY PATH
BROWSER oraclebr

AGENT oragentd
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Die Konfigurationsdatei agent.cfg

Mit dem Parameter CA_ENV_NUM_OF_REST_BUFF kénnen Sie die Leistung
Ihrer Wiederherstellungsvorgange verandern. Da die optimalen Werte ja nach
Umgebung und Last des Hosts verschieden sein kénnen, verandern Sie diesen
Parameter mit Vorsicht.

Wenn Sie die Anzahl an Tagen verandern moéchten, die bis zum automatischen
Loschen der Agentprotokolle vergehen sollen, aktualisieren Sie die Variable
DAYS_ORAGENTD_LOGS _RETAINED. Wenn Sie nicht méchten, dass
Protokolldateien automatisch geléscht werden, geben Sie 0 ein.

Sie sollten die Einstellungen fiir die in der Datei agent.cfg angeflihrten
Stammverzeichnisse des Recovery Managers nicht manuell andern. Fihren Sie
stattdessen zum Andern dieser Einstellungen das Programm oraset erneut aus,
geben Sie die neuen Informationen ein, und registrieren Sie es erneut.

Sie konnen mit der Konfigurationsdatei auch die Art des Herunterfahrens
auswahlen, die Oracle durchfiihrt, wenn auf einer Oracle-Datenbank ein
Offline-Vorgang erforderlich ist. Die unterstiitzten Werte lauten normal,
immediate und abort. Sie sollten die Debug-Option nicht manuell in der Datei
"agent.cfg" aktivieren. Ausnahme ist, wenn Sie von einem
Kundendienstmitarbeiter von CA dazu aufgefordert wurden.

Aktivieren der Debug-Option
Sie kénnen die Debug-Option folgendermaBen aktivieren:

So aktivieren Sie die Debug-Option:

1. Offnen Sie die Datei agent.cfg (unter /opt/CA/ABcmagt) in einem Editor,
und fligen Sie die folgende Zeile hinzu:

ENV CA ENV DEBUG LEVEL=4
ENV SBT DEBUG=1
2. Laden Sie den Agenten mit dem Befehl caagent update neu.

Hinweis: Sie sollten die Debug-Option nur aktivieren, wenn dies unbedingt
notwendig ist.
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Wiederherstellen alter Sicherungen an einem anderen Speicherort

Sie konnen Datenbankobjekte, beispielsweise Datendateien,
Parameterdateien, Kontrolldateien und Archivprotokolle, die mit friiheren
Versionen gesichert wurden, an einem anderen Speicherort wiederherstellen.

Um diese Mdéglichkeiten zu nutzen, mussen Sie in der Datei agent.cfg
folgenden Parameter hinzufiigen:

ORA RESTORE DEST DIR
Beispiel
ENV ORA_RESTORE_DEST_DIR=/home/oracle/mydirectory

Hinweis: Um die Datenbankobjekte am urspriinglichen Speicherort
wiederherzustellen, missen Sie den Parameter ORA_RESTORE_DEST_DIR in
der Datei agent.cfg entfernen oder auskommentieren.

Die Parameterdatei sbt.cfg

Nachdem Sie die Datei sbt.cfg erstmals erstellt haben, wird diese im
Stammverzeichnis des Agenten abgelegt. Diese Datei enthalt die folgenden
Parameter:

m  SBT_HOST <Hosthame>: Name des Hosts, auf dem der gewiinschte CA
ARCserve Backup-Server ausgefihrt wird.

m  SBT_DATA_MOVER: Der Wert von Data Mover verschiebt die gesamten
gesicherten Daten in einen lokalen Data Mover.

Hinweis: Stellen Sie sicher, dass Sie das Skript "orasetup" ausfiihren, um
diesen Parameter neu zu konfigurieren, anstatt den Wert manuell zu
andern.

m  SBT_SOURCE_NAME: Legt den Knotennamen des Agent fest, der im CA
ARCserve Backup-Server hinterlegt ist.

Hinweis: Wenn der in CA ARCserve Backup-Server eingetragene
Knotenname mit dem Hostnamen des Agentenknotens identisch ist, legen
Sie diesen Parameter nicht fest.

m  SBT_ORIGINAL_CLIENT_HOST <Hostname>: Beim Wiederherstellen von
Daten von einem Host auf einem anderen gibt dieser Parameter den
Namen des urspringlichen Client-Hosts an.

m  SBT_USERNAME <Benutzername>: Name des Linux-Benutzers, der sich
mit dem Host verbinden kann, auf dem der Agent fiir Oracle ausgefihrt
wird.
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SBT_PASSWORD <Kennwort>: Kennwort des Linux-Benutzers, der sich
mit dem Host verbinden kann, auf dem der Agent ausgefiihrt wird. Dieser
Wert wird mit dem Programm cas_encr verschlisselt.

SBT_TIMEOUT <Anzahl an Minuten>: Anzahl an Minuten, die der Oracle
Recovery Manager auf das Starten des Agenten wartet, bevor das Zeitlimit
Uberschritten wird.

SBT_DESTGROUP <Name der Gerategruppe>: Name der Zielgerategruppe
von CA ARCserve Backup, die fir einen Sicherungsvorgang verwendet
werden soll. Erfolgt keine Angabe, wird eine beliebige verfligbare
Gerategruppe verwendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

SBT_DESTTAPE <Bandname>: Name des Zieldatentragers von CA
ARCserve Backup, der flir einen Sicherungsvorgang verwendet werden
soll. Erfolgt keine Angabe, wird ein beliebiger verfiigbarer Datentrager
verwendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

SBT_MEDIAPOOL <Name des Datentragerbestands>: Name des
Zieldatentragerbestands von CA ARCserve Backup, der fiir einen
Sicherungsvorgang verwendet werden soll. StandardmaBig ist keiner
angegeben, und es wird kein Datentragerbestand verwendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

SBT_LOGFILE <Pfad der Protokolldatei>: Zeichnet Aktivitaten wahrend
des Sicherungsjobs in der angegebenen Datei auf.

SBT_LOGDETAIL <Zusammenfassung | alle>: Gibt an, ob eine
Zusammenfassung oder alle Aktivitaten des Jobs in der durch den
Parameter SBT_LOGFILE festgelegten Datei protokolliert werden sollen.

SBT_SNMP <true | false>: Gibt an, ob bei der CA ARCserve Backup-
Protokollierung die Option "SNMP Alert" verwendet werden soll. Der
Standardwert ist 'false’.

SBT_TNG <true | false>: Gibt an, ob die Option CA-Unicenter Alert
verwendet werden soll. Der Standardwert ist 'false'.

SBT_EMAIL <E-Mail-Adresse>: Sendet eine Kopie des Aktivitatsprotokolls
an die angegebene E-Mail-Adresse. StandardmaBig ist keine angegeben.

SBT_EMAIL <Druckername>: Sendet eine Kopie des Aktivitatsprotokolls
an den angegebenen Drucker. Der Drucker muss in der
Konfigurationsdatei $BAB_HOME/config/caloggerd.cfg eingerichtet worden
sein: StandardmaBig ist kein Drucker angegeben.

SBT_EJECT <true | false>: Gibt an, ob das Band am Ende des
Sicherungsvorgangs ausgeworfen werden soll. Der Standardwert ist 'false’.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.
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m  SBT_TAPEMETHOD <append | owritesameblank | owritesameblankany |
owritesameanyblank>: Methode, die angibt, wie der Job den Datentrager
behandeln soll:

- append: Flgt die Sitzung nach der letzten Sitzung auf dem
Datentrager hinzu. Dies ist der Standardwert.

- owritesameblank: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, einen leeren Datentrager zu verwenden.

- owritesameblankany: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, einen leeren Datentrager zu verwenden. Wenn
keiner verfligbar ist, wird ein beliebiges Band verwendet.

- owritesameanyblank: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, ein beliebiges anderes Band zu verwenden.
Wenn keines verfiigbar ist, wird versucht, einen leeren Datentrager zu
verwenden.

Hinweis: Dieser Parameter erfordert, dass die Parameter SBT_DESTTAPE
oder SBT_DESTTAPESUN...SBT_DESTTAPESAT festgelegt sind. Es handelt
sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_SPANTAPEMETHOD <owritesameblank | owritesameblankany |
owritesameanyblank>: Methode, die angibt, wie der Job den Datentrager
im Falle von Band-Spanning behandeln soll:

- owritesameblank: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, einen leeren Datentrager zu verwenden. Dies
ist der Standardwert.

- owritesameblankany: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, einen leeren Datentrager zu verwenden. Wenn
keiner verfligbar ist, wird ein beliebiges Band verwendet.

- owritesameanyblank: Versucht, den als Parameter SBT_DESTTAPE
festgelegten Datentrager zu verwenden. Kann dieser nicht verwendet
werden, wird versucht, ein beliebiges anderes Band zu verwenden.
Wenn keines verfugbar ist, wird versucht, einen leeren Datentrager zu
verwenden.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_TAPETIMEOUT <Anzahl an Minuten>: Anzahl an Minuten, die fiir das
Laden eines Datentragers zuldssig sind, bevor der Job das Zeitlimit
Uberschreitet. Der Standardwert betragt 5Minuten.
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m  SBT_SPANTAPETIMEOUT <Anzahl an Minuten>: Anzahl an Minuten, die im
Fall von Band-Spanning flir das Laden eines Datentragers zuldssig sind,
bevor der Job das Zeitlimit Uberschreitet. Standardmagig ist kein Wert
eingestellt.

m  SBT_DAYOFWEEK <true | false>: Gibt an, ob das Zielband oder der
Zieldatentrager, festgelegt als Werte fur
SBT_DESTTAPESUN...SBT_DESTTAPESAT und
SBT_MEDIAPOOLSUN...SBT_MEDIAPOOLSAT, anstelle der Standardwerte,
die flr SBT_DESTTAPE und SBT_MEDIAPOOL festgelegt sind, verwendet
werden sollen.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPESUN <Bandname>: Name des Datentragers, der
verwendet werden soll, wenn der Job an einem Sonntag ausgefihrt wird
und der Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine
Angabe, wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPEMON <Bandname>: Name des Datentragers, der
verwendet werden soll, wenn der Job an einem Montag ausgeftihrt wird
und der Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine
Angabe, wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPETUE <Bandname>: Name des Datentragers, der verwendet
werden soll, wenn der Job an einem Dienstag ausgefiihrt wird und der
Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine Angabe,
wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPEWED <Bandname>: Name des Datentragers, der
verwendet werden soll, wenn der Job an einem Mittwoch ausgefiihrt wird
und der Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine
Angabe, wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPETHU <Bandname>: Name des Datentragers, der
verwendet werden soll, wenn der Job an einem Donnerstag ausgefihrt
wird und der Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt
keine Angabe, wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_DESTTAPEFRI <Bandname>: Name des Datentragers, der verwendet
werden soll, wenn der Job an einem Freitag ausgefihrt wird und der
Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine Angabe,
wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.
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m  SBT_DESTTAPESAT <Bandname>: Name des Datentragers, der verwendet
werden soll, wenn der Job an einem Samstag ausgefihrt wird und der
Parameter SBT_DAYOFWEEK auf TRUE gesetzt ist. Erfolgt keine Angabe,
wird der Wert SBT_DESTTAPE angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLSUN <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Sonntag ausgefihrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLMON <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Montag ausgefihrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLTUE <Name des Datentrdagerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Dienstag ausgefihrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLWED <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Mittwoch ausgefuhrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLTHU <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Donnerstag ausgefuhrt wird und der Parameter SBT_DAYOFWEEK auf
TRUE gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

m  SBT_ MEDIAPOOLFRI <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Freitag ausgefiihrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.
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SBT_ MEDIAPOOLSAT <Name des Datentragerbestands>: Name des
Datentragerbestands, der verwendet werden soll, wenn der Job an einem
Samstag ausgeflhrt wird und der Parameter SBT_DAYOFWEEK auf TRUE
gesetzt ist. Erfolgt keine Angabe, wird der Wert SBT_MEDIAPOOL
angewendet.

Hinweis: Es handelt sich ausschlieBlich um einen Sicherungsparameter.

SBT_NB_BLOCKS <Anzahl an Speicherblécken>: Anzahl an Blécken von
gemeinsamem Speicher, die die SBT-Schnittstelle zum Datenaustausch mit
dem Agenten verwendet. Es handelt sich um einen Tuning-Parameter, der
normalerweise nicht verandert werden sollte. Der Standardwert betragt 50
Blocke.

SBT_APPEND_BACKUP_CMDLINE <Befehlszeilenargumente>: Argumente
und Werte, die an die Befehlszeile ca_backup angehangt werden, die zum
Ubergeben eines Sicherungsjobs von der SBT-Schnittstelle erstellt wurde.
Dies ist ein allgemeiner Weg, um Parameter bereitzustellen, die von der
SBT-Schnittstelle nicht unterstiitzt werden.

SBT_APPEND_ RESTORE _CMDLINE <Befehlszeilenargumente>:
Argumente und Werte, die an die Befehlszeile ca_restore angehangt
werden, die zum Ubergeben eines Wiederherstellungsjobs von der SBT-
Schnittstelle erstellt wurde. Dies ist ein allgemeiner Weg, um Parameter
bereitzustellen, die von der SBT-Schnittstelle nicht unterstiitzt werden.

Hinweis: Sie kénnen einen Parameter auch als Umgebungsvariable
definieren und als Parameter, der von dem Befehl "send" in einem RMAN-
Skript (fir Oracle 9i und 10g) festgelegt wurde. Um einen Parameter in
einem RMAN-Skript festzulegen, geben Sie Folgendes ein:

run {

allocate channel devl type 'sbt tape';
send "SBT HOST=myhost";

send "SBT USERNAME=oracle";

send "SBT PASSWORD=nobodyknows";

}

Wenn Sie einen Wert Uber einen send-Befehl in RMAN festlegen, Gberschreibt
dieser Wert den in der Datei sbt.cfg festgelegten Wert oder die entsprechende
Umgebungsvariable. Wenn Sie einen Wert als Umgebungsvariable festlegen,
Uberschreibt dieser den entsprechenden Wert, der in der Datei sbt.cfg
festgelegt wurde.
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Legen Sie den NLS_LANG-Parameter fur Oracle in anderen
Umgebungen fest

Wenn der CA ARCserve Backup-Agent fiir Oracle das SQL*Plus aufruft, um den
JPN-Datendateinamen aus der Oracle-Datenbank abzurufen. Es kann
vorkommen, dass sinnlose Zeichen ("???.dbf") zurlickgegeben werden, und die
ARCserve-Datenbank den Tablespace-Namen nicht katalogisiert. Der Agent
katalogisiert kann den Tablespace nicht katalogisieren, wenn das festgelegte
Zeichen nicht im Zeichensatz der Oracle-Datenbanken vorhanden ist.

Sie kdnnen dies vermeiden, indem Sie die NLS_LANG-Variable festlegen, bevor
Sie einen Sicherungs- oder Wiederherstellungsvorgang durchfithren, da das
kommentierte NLS_LANG in der Datei "agent.cfg" des Agenten abgespeichert
wird. Sie missen auch den NLS_LANG-Parameter auskommentieren und den
Wert festlegen und anschlieBend den allgemeinen Agenten neu starten, um die
Sicherungs- und Wiederherstellungsvorgange durchzufiihren, wie in den
folgenden Beispielen angezeigt:

Beispiel 1

Nachdem Sie den Agenten durch Ausfiihren des Skripts "orasetup" konfiguriert
haben, erscheint die folgende Zeile in der Datei "agent.cfg":

#ENV NLS LANG=American

Um diesen Parameter zu aktivieren, sollten Sie ihn durch Andern den Inhalts
nach "=" auskommentieren. Legen Sie jetzt den gewlinschten Wert fest und
fihren Sie die caagent-Aktualisierung aus, um den Inhalt mit dem allgemeinen
Agenten zu synchronisieren.

Beispiel 2
So legen Sie den NLS_LANG-Parameter fiir Oracle in einer
JAPANISCHEN Umgebung fest:

1. Wahlen Sie unter Verwendung von SQL*Plus die Oracle-Server-
Zeicheneinstellung aus und stellen Sie sicher, dass das Serverzeichen
AL32UTF8 verwendet.

2. Sie kénnen dann der Datei "Agent.cfg" folgende Einstellung fir den
Agenten hinzufugen.

NLS_LANG=AMERICAN_AMERICA.AL32UTF8

3. Rufen Sie jetzt den Befehl " caagent update" auf, um die Einstellung zu
aktualisieren.

Der Parameter ist nun festgelegt.

Anhang C: Funktionsweise der Datei agent.cfg und der Parameterdatei sbt.cfg 101
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