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CA-Produkireferenzen

Dieses Dokument bezieht sich auf die folgenden Produkte von CA:

®  BrightStor® ARCserve® Backup for Laptops & Desktops

®  BrightStor® CA-Dynam®/TLMS Tape Management

m  BrightStor® CA-Vtape™ Virtual Tape System

m  BrightStor® Enterprise Backup

®  BrightStor® High Availability

m  BrightStor® Storage Resource Manager

m  CA Antivirus

m  CA ARCserve® Backup Agent fiir Advantage™ Ingres®

m  CA ARCserve® Backup Agent fiir Novell Open Enterprise Server fiir Linux
m  CA ARCserve® Backup Agent for Open Files fiir NetWare

m  CA ARCserve® Backup Agent for Open Files fiir Windows

m  CA ARCserve® Backup Client Agent fiir FreeBSD

m  CA ARCserve® Backup Client Agent fiir Linux

m  CA ARCserve® Backup Client Agent fiir Mainframe Linux

m  CA ARCserve® Backup Client Agent fiir NetWare

m  CA ARCserve® Backup Client Agent fiir UNIX

m  CA ARCserve® Backup Client Agent fiir Windows

m  CA ARCserve® Backup Enterprise Option fiir AS/400

m  CA ARCserve® Backup Enterprise Option fiir Open VMS

m  CA ARCserve® Backup fiir Microsoft Windows Essential Business Server
m  CA ARCserve® Backup fir Windows

m  CA ARCserve® Backup fiir Windows Agent fiir IBM Informix

m  CA ARCserve® Backup fiir Windows Agent fiir Lotus Domino

m  CA ARCserve® Backup fiir Windows Agent fiir Microsoft Exchange
m  CA ARCserve® Backup fiir Windows Agent fiir Microsoft SharePoint
m  CA ARCserve® Backup fiir Windows Agent fiir Microsoft SQL Server
m  CA ARCserve® Backup fiir Windows Agent fiir Oracle

m  CA ARCserve® Backup fiir Windows Agent fiir Sybase

m  CA ARCserve® Backup fir Windows Agent fiir virtuelle Rechner



CA ARCserve® Backup fiir Windows Disaster Recovery Option

CA ARCserve® Backup fiir Windows Disk to Disk to Tape Option

CA ARCserve® Backup fiir Windows Enterprise Module

CA ARCserve® Backup fiir Windows Enterprise Option fir IBM 3494

CA ARCserve® Backup fiir Windows Enterprise Option fiir SAP R/3 fiir
Oracle

CA ARCserve® Backup fiir Windows Enterprise Option fiir StorageTek
ACSLS

CA ARCserve® Backup fiir Windows Image Option

CA ARCserve® Backup fiir Windows Microsoft Volume Shadow Copy Service
CA ARCserve® Backup fiir Windows NDMP NAS Option

CA ARCserve® Backup fiir Windows Serverless Backup Option

CA ARCserve® Backup fiir Windows Storage Area Network (SAN) Option
CA ARCserve® Backup fiir Windows Tape Library Option

CA Dynam®/B Backup fiir z/VM

CA VM: Band fur z/VM

CA XOsoft™ Assured Recovery™

CA XOsoft™

CA 1® Bandverwaltung

Common Services™

eTrust® Firewall

Unicenter® Network and Systems Management

Unicenter® Software Delivery

Unicenter® VM:Operator®




Technischer Support — Kontaktinformationen

Wenn Sie technische Unterstlitzung fir dieses Produkt benétigen, wenden Sie
sich an den Technischen Support unter http://www.ca.com/worldwide. Dort
finden Sie eine Liste mit Standorten und Telefonnummern sowie Informationen
zu den Birozeiten.

Anderungen in der Dokumentation

Seit der letzten Version dieser Dokumentation wurden folgende
Aktualisierungen der Dokumentation vorgenommen:

m  ca auth (siehe Seite 19): Befehlszeileninformationen flr das Zuweisen von
Rollen und Rollenargumenten wurden hinzugefligt.

m  ca_backup (siehe Seite 37): Befehlszeileninformationen fiir Sitzungs- und
Verschlisselungskennworter sowie fiir die Deduplizierungsfunktion wurden
hinzugefigt.

m  ca devmgr (siehe Seite 133): Befehlszeileninformationen fir die
Deduplizierungsfunktion wurden hinzugefugt.

m  ca msvmpopulatedb (siehe Seite 271): Befehlszeileninformationen fiir das
neue Hilfsprogramm wurden hinzugeftigt.

m  tapecopy (siehe Seite 303): Befehlszeileninformationen fir die
Deduplizierungsfunktion wurden hinzugeflgt.

m  DumpDB (siehe Seite 319): Befehlszeileninformationen fir das neue
Hilfsprogramm wurden hinzugeftgt.


http://www.ca.com/worldwide/
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Kapitel 1: EinfUhrung

Eine Befehlszeilenschnittstelle (CLI) dient der Interaktion mit dem Computer,
in dem durch direkte Eingabe Uber die Tastatur oder Uber ein Skript
Textbefehle (Zeichensequenzen) eingegeben werden. In seiner einfachsten
Form erscheint eine Eingabeaufforderung, und der Benutzer gibt einen Befehl
ein, den er mit einer Taste (in der Regel mit der Eingabetaste) beendet. Der
Computer fihrt dann den Befehl aus.

Die Befehlszeilenprogramme von CA ARCserve Backup erlauben mit Hilfe der
Eingabeaufforderung eine unmittelbare Steuerung aller Vorgange, die von
einem CA ARCserve Backup-Server ausgefiihrt werden kénnen. Die
Befehlszeilenprogramme von CA ARCserve Backup bieten eine Alternative fur
den Zugriff auf nahezu alle Vorgange, die iber die verschiedenen CA ARCserve
Backup-Manager verfiigbar sind. AuBerdem bietet die Befehlszeile den Vorteil,
dass Stapeldateien erstellt werden, die von anderen Programmen automatisch
ausgeflihrt werden kénnen.

Damit die Befehlszeilenfunktion verwendet werden kann, muss das gesamte
CA ARCserve Backup-System auf dem Server installiert und die Variable
"Stammverzeichnis von CA ARCserve" eingerichtet sein.

Anstatt einen Befehl in die Befehlszeile einzugeben, kénnen Sie ihn auch mit
dem Manager flir generische Jobs Ubergeben. Der Manager flr generische Jobs
bietet folgende Vorteile:

m  Der Job wird im Aktivitétsprotokoll angezeigt.

m  Sie kdnnen wiederholt auszufiihrende Jobs in die Warteschlange stellen.

Wichtig! Stellen Sie sicher, dass Sie bei der Verwendung der
Befehlszeilenschnittstelle (CLI) die richtige Syntax verwenden. Verhindern Sie
die Verwendung von Dateinamen oder Datenbanknamen, die genauso lauten
wie die CLI-Optionen. Mit der CLI kénnen keine Dateien oder Datenbanken
gesichert werden, die den gleichen Namen haben wie die CLI-Optionen (z. B.
"-filesystem" oder "-database"). Der Job schlagt z. B. fehl, wenn Sie Dateien
mit dem Namen "-database" sichern mdchten, da "-database" auch eine
Option der Befehlszeilenschnittstelle von CA ARCserve Backup ist.

Kapitel 1: EinfGhrung 15



Opftionen und Argumente

Optionen und Argumente

Eine Befehlszeile verwendet Optionen und Argumente, die dem Computer
befehlen etwas zu tun, wie beispielsweise ein Programm auszufihren.

Ein Argument bzw. Befehlszeilenargument ist ein Dateiname oder
bezeichnet andere Daten, die dem Befehl iibergeben werden und ihm als
Input dienen. Argumente sind Informationen, die einem Befehl sagen, was
er zu tun hat und wohin die Ergebnisse gesendet werden sollen.

Eine Option ist ein Argumenttyp, der das Verhalten des Befehls verandert.
Eine Option bzw. ein Flag oder ein Schalter ist ein einzelner Buchstabe
oder ein vollstandiges Wort, mit dem das Verhalten des Befehls auf vorher
festgelegte Weise verandert wird. Vor der Option steht ein Bindestrich oder
ein Minuszeichen ( - ).

Sie kdnnen unterschiedliche Befehlszeilenoptionen in einer Datei kombinieren,
die als Argumentdatei bezeichnet wird.

Syntaxzeichen

Innerhalb der Befehlszeilensyntax haben einige Zeichen und Formatierungen
eine besondere Bedeutung. Die Befehlszeilensyntax in diesem Dokument
beinhaltet folgende Zeichenformate:

Eckige Klammern [ ]

Eckige Klammern ( [ ] ) zeigen an, dass das eingeschlossene Element
(Parameter, Wert, oder Information) optional ist. Sie kdnnen ein oder
mehrere Elemente auswahlen oder keines. Tippen Sie nur den Text ohne
eckige Klammern ein.

Beispiel: [globale Optionen], [Quellargumente], [Zielargumente]

Spitze Klammern < >

Spitze Klammern ( < > ) zeigen an, dass das eingeschlossene Element
(Parameter, Wert, oder Information) obligatorisch ist. Sie missen den
Text innerhalb der spitzen Klammern durch die entsprechenden
Informationen ersetzen. Tippen Sie nur den Text ohne spitze Klammern
ein.

Beispiel: -f <Dateiname>, -Drucker <Druckername>, -wiederholen
<Monate> <Tage> <Stunden> <Minuten>, Zugriffsdatum <mm/tt/jjjj>

16 Referenzhandbuch fUr die Befehlszeile



Syntaxzeichen

Auslassungspunkte ...

Auslassungspunkte ( ... ) bedeuten "und so weiter" und signalisieren, dass
das vorhergehende Element (Parameter, Wert, oder Information) mehrere
Male in einer Befehlszeile wiederholt werden kann.

Beispiel: -jobid <job id1, job id2, job id3,...>, [-Beendigungscode
<Beendigungscode 1>,<Beendigungscode2>,<Beendigungscode3> ...]

Pipe-Symbol |

Das Pipe-Symbol (vertikale Linie) bedeutet "oder" und zeigt eine
Auswahlmaéglichkeit innerhalb eines Elements an. Sind zwei Argumente
durch das Pipe-Symbol getrennt, konnen Sie das Element auf der linken
oder rechten Seite des Trennzeichens auswahlen. Sie kénnen bei der
Verwendung eines einzelnen Befehls nicht beide Elemente gleichzeitig
auswahlen. Innerhalb der eckigen Klammern ist die Auswahl optional.
Innerhalb der spitzen Klammern ist mindestens eine Auswahl erforderlich.

Beispiel: -ca_backup [-custom|-rotation|-gfsrotation], -excludeday
<Sun|Mon|Tue|Wed|Thu|Fri|Sat>, -runjob <start|stop>

Kursivschrift

Text in Kursivschrift markiert Informationen, die Sie mit dem
entsprechenden Wert versehen miissen. Es handelt sich dabei um eine
Option oder einen Parameter, der durch einen Wert ersetzt werden muss.

Beispiel: -Sitzungskennwort Sitzungskennwort, -f <Dateiname>, -Drucker
<Druckername>

Hinweis: Bei einer Befehlszeilensyntax, die Benutzernamen, Kennwdrter und
Dateinamen beinhaltet, die in UNIX und Linux-Systemen verwendet werden,
muss die GroB- und Kleinschreibung beachtet werden. Beispiel: befehlszeile,
Befehlszeile und BEFEHLSZEILE haben unterschiedliche Bedeutungen.
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Kapitel 2: authsetup - Setup-Befehl der
Avuthentifizierungsdatenbank

Syntax

Nutzung

Mit dem Setup-Befehl ("authsetup") der Authentifizierungsdatenbank kénnen
Sie die CA ARCserve Backup-Authentifizierungsdatenbank auf dem
Primarserver initialisieren. Dartber hinaus kénnen Sie ihn auch zum Einrichten
eines Kennworts fiir "caroot", zum Erstellen von Aquivalenten fir aktuelle
Betriebssystembenutzer auf allen Primarservern und Mitgliedsservern einer CA
ARCserve Backup-Domaéne sowie zum Erstellen von Aquivalenten fiir CA
ARCserve Backup-Systemkontobenutzer auf allen Primarservern und
Mitgliedsservern einer CA ARCserve Backup-Doméne verwenden.

Die Syntax der authsetup-Befehlszeile ist folgendermaBen formatiert:

Authsetup

-p <neues Kennwort>
-s
-d

Der authsetup-Befehl beinhaltet Optionen zur Definition von Aktionen, die bei
der Einrichtung der CA ARCserve Backup-Authentifizierungsdatenbank befolgt
werden sollen.

Der authsetup-Befehl unterstitzt folgende Optionen:

-p <Kennwort>

Geben Sie das Kennwort flir "caroot" ein. Dies ist erforderlich. Um ein
leeres Kennwort festzulegen, verwenden Sie folgende Option:
authsetup.exe -p ""

-S

Dies ist der automatische Modus fir dieses Hilfsprogramm. Verwenden Sie
diese Option, wenn keine Benachrichtigungen im Meldungsfeld angezeigt
werden sollen, falls interne Vorgange fehlschlagen.

Verwenden Sie diese Option, um Debug-Protokolle fiir jede Verwendung
von Authsetup zu erstellen.
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Beispiele

Beispiele

Nachfolgend finden Sie Syntaxbeispiele zum authsetup-Befehl:

m  Mit dem folgenden Befehl kdnnen Sie das caroot-Kennwort auf ein neues
"root"-Kennwort zuriicksetzen und ein Aquivalent fir den angemeldeten
Benutzer wiederherstellen:

authsetup /p "root"

m  Mit dem folgenden Befehl kénnen Sie das caroot-Kennwort auf ein leeres
Kennwort setzen und ein Aquivalent fiir den angemeldeten Benutzer
wiederherstellen:

authsetup -p

m  Mit dem folgenden Befehl kénnen Sie das caroot-Kennwort auf ein neues
"root"-Kennwort setzen und ein Aquivalent fir den angemeldeten Benutzer
wiederherstellen: Aktivieren des automatischen Modus und
Fehlerbehebung:

authsetup /p "root" -s -d
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Kapitel 3: bab - CA ARCserve Backup-
Dienstbefehl

Der Befehl "bab" steuert die CA ARCserve Backup-Dienste. Mit dem
Hilfsprogramm zur bab-Verwaltung ist es méglich, Backend-Dienste zu laden
und zu entladen, den aktuellen Status und die aktuelle Konfiguration
anzuzeigen, Backend-Dienste neu zu konfigurieren, und anzeigen zu lassen, ob
die Dienste aktiv sind oder nicht.

Der Befehl "bab" fungiert als Frontend zum CA ARCserve-Dienst-Controller.
Damit die Backend-Dienste geladen werden kdnnen, ist es erforderlich, dass
der CA ARCserve-Dienst-Controller lauft.

Die CA ARCserve Backup-Backend-Dienste umfassen insgesamt finf Dienste:
m  CA ARCserve-Dienst-Controller

m  CA ARCserve-Doménenserver-Dienst

m  CA ARCserve-Datenbankprozess-Dienst

m CA ARCserve-Bandprozess-Dienst

m  CA ARCserve-Jobprozess-Dienst

Hinweis: Wenn ein CA ARCserve Backup-Server clusterfahig konfiguriert ist,
werden alle wichtigen basisbezogenen Dienste (nicht agentbezogenen Dienste)
von ARCserve durch den betreffenden Cluster-Dienst (MSCS oder

NEC CLUSTERPRO) Uberwacht. Wenn ein basisbezogener Dienst von ARCserve
fehlschlagt oder heruntergefahren werden muss, versucht der Cluster-Dienst
automatisch, den Dienst neu zu starten oder bei einem fehlgeschlagenen
Neustart einen Failover auszulésen. Zum Ausfiihren dieser Aufgabe missen Sie
die ARCserve-Dienste anhalten. In einer clusterorientierten Umgebung miissen
Sie jedoch zunachst manuell veranlassen, dass der Cluster-Dienst den Dienst
nicht mehr Gberwacht und keinen automatischen Neustart oder ein Failover
auszuldsen versucht. Verfahren zum Anhalten der HA-Dienstliberwachung
durch den Cluster-Dienst finden Sie im Administrationshandbuch.
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Syntax

Syntax

Die Syntax der bab-Befehlszeile ist folgendermaBen formatiert:

bab [-cahost <Hostname>]

-load [procid |"al11"]
-unload [-force] [-quiet] [procid |"al1"]
-show [-Vv] [procid |"al1"]
-showcfg [-Vv] [procid |"al1"]
-reconfig [procid ["al1"]
-status [procid |"al1"]
-removehost hostname
-getprimary

-getdomainservers

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Primarservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
kdnnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.
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Nufzung

Nutzung

Der Befehl bab beinhaltet Optionen zur Definition von Aktionen, die bei der
Einrichtung der CA ARCserve Backup-Dienste befolgt werden miissen.
Der Befehl bab umfasst folgende Optionen:
-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Wenn Sie die Option "-cahost" im Befehl verwenden, miissen Sie
auch den Namen des Hostsystems (lokal oder remote) angeben, auf dem
der Vorgang ausgefihrt wird.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufiihren zu kdénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver Ubermittelt wird, der CA ARCserve
Backup enthdlt, ansonsten schlagt dieser Befehl fehl.

usage

Zeigt eine Liste mit grundlegenden bab-Befehlen an.
-load

Startet CA ARCserve Backup-Daemons.

Ladt einen bestimmten Dienst oder alle Dienste. StandardmaBig werden
alle Dienste geladen.

-unload [-force] [-quiet]
Stoppt CA ARCserve Backup-Daemons.

Entladt einen angegebenen oder alle drei Dienste (die Dienste "cadbd",
"camediad" und "caqd" ). StandardmaBig werden alle drei Dienste
entladen.

-force

Die Option "-force" erzwingt das Entladen, auch wenn sich ein Job in
der Warteschlange befindet.

-quiet

Die Option "-quiet" unterdriickt Benachrichtigungen.
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Nutzung

-show [-v]

Zeigt den Status von CA ARCserve Backup-Daemons an.

Zeigt die Konfiguration und den aktuellen Status eines bestimmten
Dienstes oder aller Dienste an. StandardmaBig werden alle Dienste
angezeigt.

-V

Erhéht die Ausfihrlichkeit der Ausgabe von Status- und
Konfigurationsoptionen. Verwenden Sie die Option -v, um den Status
der Daemons ausflhrlich anzuzeigen.

Zusammen mit dem Befehl -show zeigt die Option -v den Namen des
Dienstes, den Speicherort der Binardatei, den Status, den
Registrierungsstatus und den "kill"-Typ an. Der kill-Typ zeigt an, ob ein
bestimmter Dienst mit dem Schalter -force beendet werden muss
("immortal") oder ob er auf herkdmmliche Weise beendet werden kann
("regular").

-showcfg [-v]

Zeigt den Status eines bestimmten CA ARCserve Backup-Dienstes oder
aller CA ARCserve Backup-Dienste sowie die Konfiguration des Dienstes
an.

Zeigt den Status der Backend-Dienste und ihren "kill"-Typ ("immortal"
oder "regular") an.

Dienste, die als "regular" gekennzeichnet sind, kénnen auf herkdmmliche
Weise beendet werden. Dienste, die als "immortal" gekennzeichnet sind,
kénnen nicht beendet werden, es sei denn, der Abbruch wird erzwungen
und alle "regular"-Dienste wurden entladen.

'

Erhoht die Ausfuhrlichkeit der Ausgabe von Status- und
Konfigurationsoptionen. Verwenden Sie die Option -v, um den Status
der Daemons ausfiihrlich anzuzeigen.

Wird die Option -v zusammen mit der Option -showcfg verwendet,
zeigt sieden Dienstnamen, Speicherort der Binardatei, Hostnamen,
RPC-Programmnummer, Versionsnummer des RPC-Programms,
Prozess-ID (PID), Transportprotokoll, Produktreihe, Status,
Registrierungsstatus und Typ der "kill"-Operation an. Der kill-Typ zeigt
an, ob ein bestimmter Dienst mit dem Schalter -force beendet werden
muss ("immortal") oder ob er auf herkdmmliche Weise beendet werden
kann ("regular").
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Nufzung

-reconfig

Beendet einen oder mehrere CA ARCserve Backup-Dienste, liest die
Konfigurationsdatei erneut und startet den Dienst mit neuen
Konfigurationsdateieinstellungen.

Sofern definiert, veranlasst dieser Befehl einen Backend-Dienst dazu, seine
Konfigurationsdateien erneut zu lesen und alle gefundenen Anderungen zu
aktivieren.

-status

Zeigt eine kurze Statuslbersicht der Dienste an.
-removehost

Entfernt den Host aus Ihrer CA ARCserve Backup-Umgebung.
-getprimary

Gibt den Namen des Primarservers oder der Doméane zurlick, auf dem bzw.
der sich der Host befindet. Um den Namen des Primarservers zu erhalten,

kénnen Sie den Namen eines jeden Domanenmitglieds (z. B. Host-Server)
eingeben.

Wenn Sie -cahost nicht spezifizieren, wird standardmaBig nach dem
Primarserver des lokalen Rechners gesucht. Wenn Sie —cahost
spezifizieren, wird nach dem Primarserver des Hostnamens gesucht.

-getdomainservers

Gibt eine Liste aller Server in der aktuellen Domé&ne oder in der Domane
zurlick, in der sich der angegebene Host befindet. Sie konnen den Namen
eines jeden Domanenmitglieds als Host-Server eingeben.

Wenn Sie -cahost nicht spezifizieren, wird standardmaBig nach allen
Mitgliedsservern in der Domane des lokalen Rechners gesucht. Wenn Sie -
cahost spezifizieren, wird nach allen Mitgliedsservern in der Domane des
Hostnamens gesucht.
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Beispiele

Beispiele

Nachfolgend finden Sie Syntaxbeispiele zum Befehl "bab":

Mit folgender Syntax kdénnen Sie sich den einfachsten Dienststatus
anzeigen lassen:

bab -status

Mit folgender Syntax kénnen Sie sich die Konfiguration und den aktuellen
Status des Jobprozesses ausfihrlich anzeigen lassen:

bab -show -v caqd

Mit folgender Syntax kénnen Sie sich den aktuellen Status des
Bandprozesses und dessen Konfiguration anzeigen lassen:

bab -showcfg camediad
Mit folgender Syntax kénnen Sie den Datenbankprozess starten:
bab -Toad cadbd

Mit folgender Syntax kénnen Sie Domanen- und Authentifizierungs-Dienste
beenden, wenn ein Job in die Warteschlange gestellt wird:

bab -unload cadiscovd -force

Mit folgender Syntax kdénnen Sie sich den Namen des Primarservers der
aktuellen Domane anzeigen lassen:

bab -getprimary
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Kapitel 4: ca_avuth -
Authentifizierungsbefehl

Wenn Sie als caroot-Aquivalent angemeldet sind, kénnen Sie mit dem
Authentifizierungsbefehl (ca_auth) neue Benutzer erstellen, vorhandene
Benutzer l&schen, das Kennwort eines Benutzers &ndern und Aquivalenzen fir
andere Benutzer einrichten und léschen. Wenn Sie als Aquivalent eines
anderen Benutzers als "caroot" angemeldet sind, kénnen Sie mit "ca_auth" Ihr
Kennwort dndern und validieren.

Hinweis: Wenn Sie als Benutzer ohne Aquivalent zu irgendeinem CA ARCserve
Backup-Benutzer angemeldet sind, kdnnen Sie "ca_auth" erst verwenden,
wenn Ihnen ein Aquivalent zugewiesen wurde.

caroot

CA ARCserve Backup verfiligt Gber ein Superuser-Profil auf
Stammverzeichnisebene, dem samtliche Funktionen von CA ARCserve
Backup uneingeschrankt zur Verfligung stehen. Dieses Profil ("caroot"-
Benutzerprofil) wird wahrend der ersten Installation von CA ARCserve
Backup eingerichtet.

Sie kénnen das Kennwort fiir das caroot-Profil bei der Installation oder
spater mit Hilfe von "ca_auth" oder der Datei "AuthSetup.exe" (im CA
ARCserve Backup-Stammverzeichnis) festlegen oder andern. Aus
Sicherheitsgrinden wird empfohlen, ein Kennwort fur dieses Konto
einzurichten.

Hinweis: Das Benutzerprofil "caroot" steuert den Zugriff auf die
Funktionen der grafischen Benutzeroberflache des CA ARCserve Backup-
Managers und seiner Sicherungsfunktionen und ist nicht mit den
Sicherheitsoptionen zu verwechseln, die zur Anmeldung beim
Betriebssystem erforderlich sind.
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Syntax

caroot-Aquivalent

Mit CA ARCserve Backup kénnen Sie Benutzer erstellen, die dquivalent zu
"caroot"” sind. Ein caroot-daquivalenter Benutzer hat vollen Zugriff auf alle
Funktionen von CA ARCserve Backup, und kann mit den
Befehlszeilenhilfsprogrammen wie z. B. "ca_backup" und "ca_restore"
arbeiten. Jedem Windows-Benutzer auf jedem beliebigen Host kann
caroot-Aquivalenz erteilt werden. Um einem Benutzer caroot-Aquivalenz zu
erteilen, miissen Sie entweder als caroot-Aquivalent angemeldet sein oder
das caroot-Kennwort kennen.

Konsolenhilfsprogramme wie "ca_backup", "ca_restore" und "ca_gmgr"
arbeiten bei der Ubergabe und Uberwachung von Sicherungs- und
Wiederherstellungsjobs mit CA ARCserve Backup-Remote-Servern
zusammen, ohne dass sich die Benutzer fiir jeden einzelnen Befehl bei CA
ARCserve Backup anmelden missen.

Die Befehlszeilensyntax von "ca_auth" hat folgendes Format:

ca_auth [-cahost <Hostname>]

-user [Benutzerargumente]
-equiv [Aquivalenzargumente]
-role [Rollenargumente]

-f <Dateiname>

-help

-examples

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendtigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primdrserver sein. CA ARCserve Backup leitet
den Job immer zundchst in die Jobwarteschlange des Primarservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
koénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.
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Nufzung

Nutzung

Mit dem Befehl "ca_auth" kénnen Sie folgende Optionen und Argumente
festlegen:

Verschiedene Optionen
Benutzerargumente
Rollenargumente

Aquivalenzargumente

Verschiedene Optionen

Der ca_auth-Befehl enthalt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
festzulegen, die wahrend des Authentifizierungsprozesses von CA ARCserve
Backup verwendet werden sollen.

Der ca_auth-Befehl unterstitzt folgende verschiedene Optionen:

-cahost <Hostname>

Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Wenn Sie die Option "-cahost" im Befehl verwenden, miissen Sie
auch den Namen des Hostsystems (lokal oder remote) angeben, auf dem
der Vorgang ausgefihrt wird.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszuflhren zu kdénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver Uibermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schldgt dieser Befehl fehl.

-usage

Zeigt eine Liste mit grundlegenden ca_auth-Befehlen an.

-help

Offnet das Hilfethema fiir ca_auth.
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Benutzerargumente

-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_auth.

Benuizerargumente

Bevor Sie CA ARCserve Backup verwenden kénnen, muissen Sie ein CA
ARCserve Backup-Konto einrichten. CA ARCserve Backup verfugt Uber ein
Superuser-Profil auf Stammverzeichnisebene, dem samtliche Funktionen von
CA ARCserve Backup uneingeschrankt zur Verfigung stehen. Dieses Profil
("caroot"-Benutzerprofil) wird wahrend der ersten Installation von CA
ARCserve Backup eingerichtet.

Der caroot-Benutzer, dessen Benutzerkonto wahrend der Installation des
Programms automatisch erstellt wird, verfligt GUber Administratorrechte. Sie
kénnen das Kennwort flir das caroot-Profil bei der Installation oder spater mit
Hilfe von "ca_auth" oder der Datei "AuthSetup.exe" (im CA ARCserve Backup-
Stammverzeichnis) festlegen oder andern. Aus Sicherheitsgriinden wird
empfohlen, ein Kennwort flir dieses Konto einzurichten.

Hinweis: Der Befehl "ca_auth.exe" unterstitzt lediglich CA ARCserve Backup-
eigene Benutzer wie beispielsweise caroot. Windows-Benutzer wie
"Domane\Benutzer" oder "Hostname\Administrator" werden nicht unterstuitzt.

Hinweis: Das caroot-Benutzerprofil steuert den Zugriff auf die CA ARCserve
Backup-Benutzeroberflache und die Sicherungsfunktionen, und darf nicht mit
den Sicherheitsoptionen verwechselt werden, die zur Anmeldung beim
Betriebssystem erforderlich sind.

Der ca_auth-Befehl unterstitzt folgende Benutzerargumente:

ca_auth [-cahost Host] -user

add Benutzername [Kennwort] [-assignrole [Rollenliste]]
delete Benutzername

chgpasswd Benutzername [Kennwort]

chgrole Benutzername [Rollenliste]

validate Benutzername [Kennwort]

group Benutzername

getall

add Benutzername [Kennwort] [-assignrole [Rollenliste]]

Fugt einen Benutzernamen mit dem angegebenen Kennwort als CA
ARCserve Backup-Benutzer hinzu.

Hinweis: Im Benutzernamen darf das Zeichen "\" nicht enthalten sein.
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Benutzerargumente

-assignrole [Rollenliste]

Wenn Sie mit Hilfe des Befehls "ca_auth" einen neuen Benutzer
hinzufligen, missen Sie dem neuen Benutzer zum Erstellen eines
Benutzerprofils eine Rolle zuweisen. Bei einem Benutzerprofil handelt es
sich um eine Kombination aus der Verknupfung des Benutzers mit den
zugewiesenen Rollen und den zugehoérigen Berechtigungen fir die
zugewiesenen Rollen.

Die derzeit verfligbare Rollenliste sieht folgendermaBen aus:
1) Sicherungsoperator

2) wiederherstellungsoperator

3) Gerdteoperator

4) Bandoperator

5) Sicherheitsadministrator

6) Berichtsoperator

7) Uberwachungsoperator

8) ARCserve-Administrator

9) Ausnahmeberechtigungen bei Eigentumsprifung

Wenn Sie den Schalter "-assignrole" verwenden, wird zudem folgende
Eingabeaufforderung angezeigt:

weisen Sie diesem Benutzer Rollen zu:

Jeder Rolle ist eine entsprechende Nummer zugewiesen. Um einem neuen
Benutzer eine Rolle zuzuweisen, missen Sie nach dem Schalter "-
assignrole" die Rollennummer eingeben. Um mehrere Rollen zuzuweisen,
mussen Sie die einzelnen Rollen durch Kommas voneinander trennen.

Beispiel:

m  Um einem neuen Benutzer die Rolle "Sicherheitsadministrator"
zuzuweisen, geben Sie folgenden Befehl ein:

ca_auth [-cahost Host] -user add Benutzername [Kennwort] -assignrole 5

m  Um einem neuen Benutzer mehrere Rollen zuzuweisen, geben Sie
folgenden Befehl ein:

ca_auth [-cahost Host] -user add Benutzername [Kennwort] -assignrole
1,2,3,4,5

Hinweis: Weitere Informationen zu Benutzerprofilen und
Rollendefinitionen finden Sie im Administrationshandbuch.

delete Benutzername

Léscht den Benutzernamen aus der Authentifizierungsdatenbank.
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Rollenargumente

chgpasswd Benutzername [Kennwort]
Andert das Kennwort des von Ihnen angegebenen Benutzernamens.
chgrole Benutzername [Rollenliste]

Andert die zugewiesenen Rollen fiir einen vorhandenen CA ARCserve
Backup-Benutzer.

validate Benutzername [Kennwort]

Prift, ob die Kombination von Benutzername und Kennwort vorhanden ist,
ob sie glltig ist, und ob sie zur Anmeldung bei der CA ARCserve Backup-
Domane verwendet werden kann.

group Benutzername

Gibt den Namen der Benutzergruppe an, der ein bestimmter Benutzer
angehort.

getall

Flhrt alle Benutzer auf, die dem Authentifizierungsdienst von CA ARCserve
Backup bekannt sind.

Rollenargumente

Jedem Benutzer sollte fir die Erstellung eines Benutzerprofils mindestens eine
Rolle zugewiesen werden. Jede Rolle verfligt Gber eine Liste zugehdriger
Berechtigungen. Bei einem Benutzerprofil handelt es sich um eine Kombination
aus der Verknupfung des Benutzers mit den zugewiesenen Rollen und den
zugehorigen Berechtigungen fir die zugewiesenen Rollen.

m  Berechtigung ist das Recht, einen bestimmten Vorgang in CA ARCserve
Backup auszufiihren, wie etwa die Berechtigung zum Formatieren von
Datentrdgern, zum Ubermitteln von Sicherungs- oder
Wiederherstellungsjobs oder zum Erstellen von Berichten.

m  Eine Rolle ist die Kombination verschiedener Berechtigungen.
m  Benutzern kdénnen eine oder mehrere Rollen zugewiesen werden.

m  Rollen missen nicht, kénnen jedoch einer beliebigen Anzahl von Benutzern
zugewiesen werden.

m  Jede Berechtigung kann einer oder auch mehreren Rollen zugeordnet
werden.

Hinweis: Weitere Informationen zu Benutzerprofilen finden Sie im
Administrationshandbuch.
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Aquivalente Argumente

Zum Anzeigen einer Liste der derzeit verfigbaren Rollen mit
Rollenbeschreibung und Rollen-ID geben Sie den folgenden Befehl ein:

ca_auth -role getall
-role

Zeigt die Rollenargumente an. Hiermit kénnen Sie einfach und schnell die
Rollen-ID herausfinden, die Sie zum Hinzufiigen neuer Benutzer oder zum
Andern der Rolle bestehender Benutzer verwenden kdnnen.

getall

Fuhrt alle dem Authentifizierungsdienst von CA ARCserve Backup
bekannten Rollen auf.

Die derzeit verfiigbare Rollenliste sieht folgendermaBen aus:
1) Sicherungsoperator

2) wiederherstellungsoperator

3) Gerateoperator

4) Bandoperator

5) Sicherheitsadministrator

6) Berichtsoperator

7) Uberwachungsoperator

8) ARCserve-Administrator

9) Ausnahmeberechtigungen bei Eigentumsprifung

Aquivalente Argumente

Uber ein Aquivalent kénnen Sie einen &quivalenten Benutzer zu caroot
erstellen, wenn Sie das Kennwort flir caroot kennen. Wenn Sie einen Benutzer
auf einem bestimmten Host als Aquivalent zu caroot angelegt haben, kénnen
Sie im Namen dieses Benutzers auf die gesamte Authentifizierungsdatenbank
zugreifen, und haben dabei vollstandigen Zugriff auf alle CA ARCserve Backup-
Funktionen.

Um die CA ARCserve Backup-Befehlszeilenhilfsprogramme nutzen zu kénnen,
missen Sie ein caroot-Aquivalent fiir Ihr Systemkonto erstellen. Das caroot-
Aquivalent erméglicht die Zuordnung eines Benutzerkennwortes zu der CA
ARCserve Backup-Benutzerdatenbank. Dies ermdglicht dem Benutzer die
Nutzung der CA ARCserve Backup-Befehlszeilenhilfsprogramme. Jeder
Windows-Benutzer auf jedem beliebigen Host kann aquivalente
Berechtigungen zu "caroot" erhalten. Um einem Benutzer aquivalente
Berechtigungen zu caroot zu erteilen, miissen Sie entweder als Aquivalent zu
caroot angemeldet sein oder das caroot-Kennwort kennen.
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Beispiele

Konsolenhilfsprogramme wie ca_backup, ca_restore und ca_gmgr arbeiten bei
der Ubergabe und Uberwachung von Sicherungs- und Wiederherstellungsjobs
mit CA ARCserve Backup-Remote-Servern zusammen, ohne dass sich die
Benutzer fir jeden einzelnen Befehl bei CA ARCserve Backup anmelden
mdassen.

Der ca_auth-Befehl umfasst folgende aquivalente Argumente:

ca_auth [-cahost host] -equiv

add ntuser hostName ARCserveUser [caroot_Benutzername] [caroot_Kennwort]
getequiv [ntuser hostName]

delete ntuser hostName [caroot_Benutzername] [caroot_Kennwort]

whoami

add ntuser hostName ARCserveUser [caroot _Benutzername] [carootl
Kennwort]

Erstellt fiir den angegebenen Benutzer ein Aquivalent zu caroot auf dem
Host.

getequiv [ntuser hostName]

Zeigt alle Aquivalente fiir den angegebenen Benutzer auf dem Host an, der
diesen Befehl ausfiihrt.

delete ntuser hostName [Caroot Benutzername Kennwort]

Léschen des Aquivalents fiir UNIX-Benutzer auf Host. Sofern der aktuelle
Benutzer nicht aquivalent zu caroot ist, ist eine Eingabe der
Anmeldinformationen (z. B. caroot-Benutzername und Kennwort) fir das
Konto des Administrators erforderlich.

whoami
Zeigt den Benutzernamen an, mit dem Sie auf dem lokalen Rechner
angemeldet sind.

Hinweis: Ein Benutzer mit Leserechten kann einem anderen Benutzer keine
Leserechte flr ein Objekt gewahren, das sie nicht besitzen.

Beispiele

Nachfolgend finden Sie Syntaxbeispiele zum ca_auth-Befehl:

m  Mit folgender Syntax kénnen Sie das Kennwort flir den caroot-Benutzer
andern:

ca_auth -user chgpasswd caroot [Kennwort]
m  Mit folgender Syntax kénnen Sie einen Benutzer hinzufligen:

ca_auth -user add Benutzername [Kennwort]
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m  Mit folgender Syntax kénnen Sie einen Benutzer I6schen:
ca_auth -user delete Benutzername

m  Mit folgender Syntax kénnen Sie einen Benutzer und das zugehdrige
Kennwort prifen:
ca_auth -user validate Benutzername [Kennwort]

m  Mit folgender Syntax kénnen Sie einen Benutzer (Administrator) und
Kennwort (caroot) hinzufiigen:
ca_auth -user add administrator caroot
Hinweis: Sie werden aufgefordert, ein Kennwort fir Administrator im
Nicht-Echo-Modus einzugeben.

m  Mit folgender Syntax listen Sie alle CA ARCserve Backup-Benutzer auf:
ca_auth -user getall

m  Mit folgender Syntax kénnen Sie einen Windows-Benutzer (Administrator)
hinzufiigen, der (iber ein caroot-Aquivalent fiir den CA ARCserve Backup-
Domdnenserver DOMAIN verfigt. Der Benutzername ist "caroot" und das
Kennwort "ccb":
ca_auth -equiv add administrator DOMAIN caroot ccb

m  Mit folgender Syntax listen Sie alle derzeitigen CA ARCserve Backup-

Benutzer auf:

ca_auth -equiv whoami

Beispiele fiir Aquivalente zu ca_auth
m  Mit folgender Syntax kénnen Sie ein Aquivalent erstellen:

ca_auth -equiv add ntuser hostName ARCserveUser [caroot-Benutzername]
[caroot-Kennwort]

Mit folgender Syntax kénnen Sie beispielsweise ein Aquivalent fir den
Administrator auf Rechner dev02-vir2 hinzufligen:

ca_auth -equiv add Administrator dev02-vir2 'caroot' 'caroot password'

m  Mit folgender Syntax kénnen Sie das Aquivalent fiir den Benutzer
anzeigen, als der Sie angemeldet sind:

ca_auth -equiv getequiv

m  Mit folgender Syntax kénnen Sie das Aquivalent fiir einen Benutzer auf
einem bestimmten Host-Rechner anzeigen:

ca_auth -equiv getequiv [Hostname]
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m  Mit folgender Syntax kénnen Sie ein Aquivalent fiir einen Benutzer
I6schen:

ca_auth -equiv delete NT-Benutzer Hostname [caroot-Benutzername] [caroot-
Kennwort]

m  Mit folgender Syntax kénnen Sie den Benutzernamen anzeigen, mit dem
Sie auf dem lokalen Rechner angemeldet sind:

ca_auth -equiv whoami

m  Um die Befehlszeilenschnittstelle auf einem Rechner zur Verwaltung eines
anderen verwenden zu kénnen, mussen Sie das Aquivalent hinzufligen.

Fiihren Sie folgende Schritte aus, um das Aquivalent hinzuzufiigen:
1. Offnen Sie die Befehlszeilenschnittstelle von <Rechner A>.
2. Geben Sie den folgenden Befehl ein:

ca_auth -cahost <HostnameB> -equiv add
<DomdanennameA\NT_Benutzer(administrator)> <HostnameA> caroot caroot
<Kennwortfiircaroot>
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Kapitel 5: ca_backup - Sicherungs-
Manager-Befenl

Syntax

Der Sicherungs-Manager-Befehl (ca_backup) ist die Befehlszeilenschnittstelle
des Sicherungs-Managers. Alle Funktionen, auf die Gber die Benutzeroberflache
des Sicherungs-Managers zugegriffen werden kann, stehen auch in der
Befehlszeile zur Verfigung. Mit diesem Befehl stellen Sie Sicherungsjobs in die
CA ARCserve Backup-Warteschlange. Hierzu gehért auch die Einstellung aller
zugehorigen Optionen, Filter, GFS-Rotations- und Rotationsjobs.

Wichtig! Stellen Sie sicher, dass Sie bei der Verwendung der
Befehlszeilenschnittstelle (CLI) die richtige Syntax verwenden. Verhindern Sie
die Verwendung von Dateinamen oder Datenbanknamen, die genauso lauten
wie die CLI-Optionen. Mit der CLI kdnnen keine Dateien oder Datenbanken
gesichert werden, die den gleichen Namen haben wie die CLI-Optionen (z. B.
"-filesystem" oder "-database"). Der Job schlagt z. B. fehl, wenn Sie Dateien
mit dem Namen "-database" sichern moéchten, da "-database" auch eine
Option der Befehlszeilenschnittstelle von CA ARCserve Backup ist.

Die Syntax der ca_backup-Befehlszeile ist folgendermaBen formatiert:

ca_backup [-cahost <Hostname>]
[Globale Optionen]
[Globale Filter]
-source [Quellargumente]
[zielargumente]
[Planargumente]
[Argumente filir Jobausfihrung]

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Priméarservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.
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Nutzung

Nutzung

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
kénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.

Mit dem ca_backup-Befehl kénnen Sie folgende Optionen und Argumente
festlegen:

m  Verschiedene Optionen

m  Sicherungsoptionen

m  Filterargumente

m  Quellargumente

m  Zielargumente

m  Planargumente

m  Argumente flr das Ausfihren von Jobs

m  Disk-Staging-Optionen

m  Rickgabecodes

Zum Erstellen eines Sicherungsvorgangs mussen Sie eine Kategorie von

Optionen nach der anderen festlegen, und zwar in der Reihenfolge, die in der
ca_backup-Syntax angegeben ist.

Verschiedene Optionen

Der ca_backup-Befehl enthalt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fir CA ARCserve Backup festzulegen, die wahrend des Sicherungsprozesses
zum Einsatz kommen sollen.

Der ca_backup-Befehl unterstiitzt folgende verschiedene Optionen:

ca_backup

[-cahost <Hosthame>] -Tist
-f <Dateiname>
[-cTearconn]
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Verschiedene Optionen

[-waitForJobStatus [<Abfrageintervalll(sek)>]]
[-help]

[-examples]

[-usage]

[alTusage]

-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren mdéchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiilhren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch
ein Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup
leitet den Job immer zundachst in die Jobwarteschlange des Primarservers,
der dann wiederum den Job an den richtigen Server (Primar- oder
Mitgliedserver) weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufuhren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver Ubermittelt wird, der CA ARCserve
Backup enthdlt, ansonsten schlagt dieser Befehl fehl.

-list
Zeigt eine Liste aller Gruppennamen und entsprechenden Datentragern an,
die fir den Sicherungsjob verflgbar sind.

-f <Dateiname>

Gibt den Namen einer Datei an, die Schalter und Parameter flr den Befehl
enthalt.

Flr diesen Schalter gilt die Eingabebegrenzung von 1024 Zeichen in der
Befehlzeile nicht. Mit diesem Schalter kénnen Sie auch Kennwérter
ausblenden, indem Sie sie in einer Datei speichern.
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Verschiedene Optionen

-clearconn

Léscht die Benutzerverbindungen vor Ausflihrung des
Sicherungsprozesses. Verwenden Sie diese Option, um alle Benutzer bei
dem Server abzumelden, den Sie gerade sichern. Finf Minuten vor
Ausfuhrung des Jobs sendet CA ARCserve Backup eine Nachricht an die
Benutzer, mit der Aufforderung, sich beim Host-Server abzumelden. Nach
Ablauf der finf Minuten meldet CA ARCserve Backup jeden gegebenenfalls
noch angemeldeten Benutzer automatisch ab. Sie missen Uber
Supervisor-Rechte oder vergleichbare Rechte verfligen, um diese Option zu
verwenden.

Diese Option ist nicht zuldssig, wenn Sie als Sicherungsquelle PC-Clients
ausgewahlt haben.

Hinweis: Dieses Argument gilt nur fir NetWare-Server.

-waitForlobStatus [ <Abfrageintervall (Sek.)>]

Bei Angabe dieser Option wartet der Befehl ca_backup, bis der Job
abgeschlossen ist, und beendet das Programm mit einem Rickgabecode
(siehe Seite 115), der angibt, ob der Job erfolgreich war oder
fehlgeschlagen ist.

Der Wert <Abfrageintervall> gibt an, wie haufig (in Sekunden) das
ca_backup-Hilfsprogramm den Jobstatus mit Hilfe der
Warteschlangendienste lUberprift. StandardmaBig ist das Abfrageintervall
auf 60 Sekunden festgelegt.

Dies ist besonders flir Ablaufplane in Unicenter NSM (zuvor TNG)
nutzlich.

-help

Offnet das Hilfethema fiir ca_backup.
-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_backup.
-usage

Zeigt eine Liste mit grundlegenden ca_backup-Befehlen an.
allusage

Zeigt eine Liste aller ca_backup-Befehle und der zugehorigen Schalter an.
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Globale Joboptionen

Mit den globalen Optionen flr ca_backup kdnnen Sie zahlreiche Optionen
festlegen, die anschlieBend auf den gesamten Job angewendet werden.

Der ca_backup-Befehl unterstitzt folgende globale Optionen:

Optionen fir Sicherungsdatentrager

Uberprifungsoptionen

Optionen fir Wiederholung des Dateizugriffs/gemeinsamen Dateizugriffs
Vorgangsoptionen

Vor/Nach-Optionen

Protokolloptionen

Virusoptionen

Optionen fir Datentragerexport

Erweiterte Optionen

VSS-Optionen

Optionen fur Sicherungsdatentrager

Der ca_backup-Befehl unterstitzt die folgenden globalen Optionen fir
Sicherungsdatentrager:

ca_backup

[-firsttapeopt <owritesameblank]|owritesameblankany>]
[-firsttapetimeout <Minuten<l-9999>>]

[-spantapeopt <owritesameblank |owritesameblankany>]

[-spantapetimeout <Minuten<1-9999>>]

[-sessionpassword <Sitzungskennwort>[-savepassword [-remindafter n]]]
[-encryption <Verschlisselungscode> [-atagent|-atserverduringbackup|-
atserverduringmigration] [-savepassword [-remindafter n]]]
[-compression [-atagent]|-atserver]]

[-med1iabyname]
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-firsttapeopt <owritesameblank|owritesameblankany>

Gibt die Datentrageroptionen fir den ersten Datentrager an, der fir die
Sicherung verwendet wird. Die Standardeinstellung lautet "mit demselben
Namen Uberschreiben" (an Datentrager anhangen). Ein leerer Datentrager
ist nicht mit einem beliebigen Datentrager zu verwechseln. Bei einem
beliebigen Datentrager handelt es sich um einen formatierten Datentrager
mit einem anderen Namen als im Job angegeben.

Die Datentragerauswahl erfolgt von links nach rechts. Wenn die Option
"owritesameblankany" festgelegt wird, sucht CA ARCserve Backup
zunachst nach einem Datentrager, der den gleichen Namen hat wieder der
Job. Wird ein verwendbarer Datentrager gefunden, wird er mit dem
gleichen Namen formatiert und fiir die Sicherung verwendet. Anderenfalls
sucht CA ARCserve Backup nach einem leeren Datentrager. Ist keiner
verfligbar, sucht CA ARCserve Backup nach einem beliebigen Datentrager,
der formatiert und fiir die Sicherung verwendet werden kann.

Hinweis: Wird das Rotationsplan-Argument einbezogen, setzen die
gewahlten Rotationsregeln diese Optionen auBer Kraft.

-firsttapetimeout <Minuten<1-9999>>

Geben Sie die Dauer in Minuten an, die abgewartet werden soll, bis ein
verwendbarer Datentrager fiir einen Sicherungsjob verfligbar gemacht
wird. StandardmaBig sind 5 Minuten eingestellt. Wenn innerhalb dieser Zeit
kein verwendbarer Datentrager zur Verfligung gestellt werden kann, wird
das Zeitlimit fir den Job Uberschritten, der daraufhin fehlschlagt.

-spantapeopt <owritesameblank|owritesameblankany>

Gibt Datentrageroptionen fiir Span-Datentrager an, die fir den
Sicherungsjob verwendet werden. Diese Optionen gelten flur Jobs, die
mehr als einen Datentrager benétigen, um die Uberschreibungsregeln fiir
die zusatzlichen Datentrager festzulegen. Sie missen angeben, welche
Datentrager von CA ARCserve Backup verwendet werden kénnen, wenn
der Job mehrere Datentrager umfasst.

Die Datentragerauswahl erfolgt von links nach rechts. Die
Standardeinstellung lautet owritesameblank (denselben oder leeren
Datentrager tberschreiben). Ist beim Verwenden mehrerer Bander die
Standardoption angegeben, sucht CA ARCserve Backup zundchst nach
einem Datentrager mit demselben Namen und einer hdheren Nummer als
das urspringliche Band. Wird ein verwendbares Band gefunden, wird der
Datentrager formatiert und als nachstes Band verwendet. Anderenfalls
sucht CA ARCserve Backup nach einem leeren Datentrager.

Hinweis: Wird das Rotationsplan-Argument einbezogen, setzen die
gewahlten Rotationsregeln diese Optionen auBer Kraft.
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-spantapetimeout <Minuten<1-9999>>

Geben Sie die Dauer in Minuten an, die abgewartet werden soll, bis ein
verwendbarer Span-Datentrager fiir einen Sicherungsjob verfiigbar
gemacht wird. StandardmaBig ist kein Wert eingestellt. Der Job wartet und
fordert so lange auf, bis ein verwendbarer Datentrager geladen wird oder
der Benutzer den Job abbricht.

-sessionpassword <Sitzungskennwort>[-savepassword [-remindafter

n]]

Wendet ein Kennwort auf jede Sitzung an, die auf dem Datentrager
gesichert wird. Um Daten aus einer dieser Sitzungen wiederherzustellen,
muss das Kennwort eingegeben werden.

-savepassword

Gibt an, dass flr diesen Sicherungsjob das Sitzungskennwort in der CA
ARCserve Backup-Datenbank gespeichert werden soll. Wenn Sie diesen
Schalter nicht einbeziehen, wird das Sitzungskennwort nicht in der CA
ARCserve Backup-Datenbank gespeichert.

-remindafter n

Gibt an, wie viele Tage das Sitzungskennwort gespeichert werden soll.
Nachdem die angegebene Anzahl an Tagen abgelaufen ist, wird die
Erinnerung, mit der Sie aufgefordert werden, Ihr Kennwort zu andern,
im Aktivitatsprotokoll gespeichert. Der verfligbare Bereich liegt
zwischen 0 und 9999 Tagen.

Hinweis: Weitere Informationen zum Importieren und Exportieren von
Sitzungskennwortern aus der oder in die CA ARCserve Backup-Datenbank,
finden Sie unter Das Hilfsprogramm DumpDB (siehe Seite 319).

-encryption <Verschliisselungscode> [-atagent|-
atserverduringbackup|-atserverduringmigration] [-savepassword [-
remindafter n]]

Verschlisselt Dateien vor der Sicherung. Um verschlisselte Dateien
wiederherzustellen, muss das Verschllisselungskennwort eingegeben
werden.

Um eine mit diesem Argument gesicherte Sitzung wiederherzustellen,
missen Sie das Argument "ca_restore -tapesessionpw" verwenden, um
den Wiederherstellungsjob auszufiihren.

Hinweis: Fir ein Deduplizierungsgerat kénnen Sie den Schalter "[-
atagent|-atserverduringbackup|-atserverduringmigration]" nicht angeben.

m  Wenn Sie "-atagent" auswahlen, wird die Verschllisselung auf der Seite
des Agenten ausgefiuhrt. Dies ist die Standardeinstellung.

m  Wenn Sie "-atserverduringbackup" auswahlen, wird die
Verschlisselung serverseitig wahrend des Sicherungsprozesses
ausgefihrt.
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m  Wenn Sie "-atserverduringmigration" auswahlen, wird die
Verschlisselung serverseitig wahrend des Migrationsprozesses
ausgefihrt.

-savepassword

Gibt an, dass flr diesen Sicherungsjob das Verschllisselungskennwort
in der CA ARCserve Backup-Datenbank gespeichert werden soll.
StandardmaBig ist diese Option aktiviert.

-remindafter n

Gibt an, wie viele Tage das Verschlisselungskennwort gespeichert
werden soll. Nachdem die angegebene Anzahl an Tagen abgelaufen ist,
wird die Erinnerung, mit der Sie aufgefordert werden, Ihr Kennwort zu
andern, im Aktivitdtsprotokoll gespeichert. Der verfiigbare Bereich liegt
zwischen 0 und 9999 Tagen.

Hinweis: Weitere Informationen zum Importieren und Exportieren von
Sitzungskennwortern aus der oder in die CA ARCserve Backup-Datenbank,
finden Sie unter Das Hilfsprogramm DumpDB (siehe Seite 319).

-compression [-atagent|-atserver]

Komprimiert Dateien vor der Sicherung.

Hinweis: Fir ein Deduplizierungsgerat kénnen Sie den Schalter "[-
atagent|-atserver]" nicht angeben.

m Wenn Sie "-atagent" auswahlen, wird die Komprimierung auf der Seite
des Agenten durchgeflihrt. Dies ist die Standardeinstellung.

m Wenn Sie "-atserver" auswdahlen, wird die Komprimierung serverseitig
ausgefihrt.

-mediabyname

CA ARCserve Backup schreibt auf einen beliebigen Datentrager, dessen
Name angegeben wurde, unabhangig von der ID oder der Nummer des
Datentragers. Diese Option ist nitzlich, wenn Sie einen sich
wiederholenden Job zum Uberschreiben mit einem bestimmten
Datentrager ausflihren und sicherstellen méchten, dass fir den Job jedes
Mal derselbe Datentrager verwendet wird.

m Wenn Sie diese Option mit einbeziehen, sucht CA ARCserve Backup
nach dem Datentrager mit dem entsprechenden Namen und verwendet
diesen ungeachtet anderer Identitatsmerkmale des Datentragers.
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m  Wird diese Option nicht aktiviert, kann CA ARCserve Backup beim
zweiten Ausflihren des Sicherungsjobs das urspriingliche Band nicht
immer finden, da sich einige der Identifikationsmerkmale des Bandes
geandert haben.

Hinweis: Wenn zwei oder mehr Datentrager in der Bandbibliothek
denselben Namen haben, verwendet CA ARCserve Backup den ersten
Datentrager in der Gerategruppe, dessen Name mit dem angegebenen
Ubereinstimmt. Sie sollten diese Option daher nicht verwenden, wenn Sie
eine einmalige Uberschreibung durchfiihren.

Uberprifungsoptionen
Der ca_backup-Befehl unterstiitzt folgende verschiedene Optionen:

ca_backup [-scan | -compare]

-scan

Durchsucht den Sicherungsdatentrdager, und Uberpriift den Header jeder
Datei, um die Integritat der Sicherung zu prifen. Kann der Header gelesen
werden, wird angenommen, dass die Daten fehlerfrei sind.

-compare

Liest Datenbldcke auf dem Sicherungsdatentrager, und vergleicht die
Daten byteweise mit den Quelldateien auf dem Quellrechner, um die
Integritat der Sicherung zu prifen.

Hinweis: Die Option "Datentrager mit Original vergleichen" wird mit
Agenten fir Datenbanken und Anwendungen nicht unterstitzt.

Dateizugriff wiederholen/Gemeinsamer Dateizugriff - Optionen

Der ca_backup-Befehl unterstiitzt folgende globale Optionen fiir eine
Wiederholung des Dateizugriffes und einen gemeinsamen Dateizugriff:

ca_backup
[-retry <off|now[later] |Tater[now]>]
[-retrycount <zdhlen<1-9999>>]
[-retryinterval <Sekunden<1-9999>>]
[-accessmethod <denynoneifdenywritefails | Tlockifdenywritefails | denywrite |
denynone>]

-retry <off|now[later]|later[now]>

Legt fest, dass die Sicherung von geéffneten Dateien wiederholt werden
soll, die wahrend der ersten Sicherung Ubersprungen wurden.
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-retrycount <Zihlen<1-9999>>
Gibt die Anzahl der Wiederholungsversuche an.
-retryinterval <Sekunden<1-9999>>

Gibt das Intervall zwischen den Wiederholungsversuchen in Sekunden an.

-accessmethod <denynoneifdenywritefails | lockifdenywritefails |
denywrite | denynone>

Es gibt folgende Optionen fur den gemeinsamen Dateizugriff:

denynoneifdenywritefails

CA ARCserve Backup versucht, die Datei in den Modus "Schreiben
verweigern" zu setzen. Ist dies nicht mdglich, weil die Datei bereits
gedffnet ist, wird die Datei in den Modus "Nichts verweigern" gesetzt.
Dies ist die Standardeinstellung.

lockifdenywritefails

CA ARCserve Backup versucht, die Datei in den Modus "Schreiben
verweigern" zu setzen. Ist dies nicht mdglich, weil die Datei bereits
gedffnet ist, wird die Datei vollstédndig gesperrt, so dass kein Benutzer
die Datei 6ffnen oder in diese hineinschreiben kann. Diese Option stellt
sicher, dass die aktuelle Version der Datei gesichert wird.

denywrite

Diese Option verhindert, dass ein anderer Prozess in die Datei schreibt,
wahrend CA ARCserve Backup diese gedffnet hat. Falls ein anderer
Prozess die Datei vor CA ARCserve Backup 6ffnet, wird sie von CA
ARCserve Backup nur gesichert, wenn Sie eine der Optionen zum
Wiederholen des Zugriffs auf eine gedffnete Datei ausgewahlt haben.

denynone

Diese Option erlaubt es einem anderen Prozess, die Datei zu lesen oder
in die Datei zu schreiben, unabhangig davon, ob CA ARCserve Backup
die Datei bereits gedffnet hat oder erst nach einem anderen Prozess
offnet. Mit dieser Option wird sichergestellt, dass die Datei immer
aktuell ist, auch wenn die gesicherte Datei moéglicherweise nicht die
neueste Version ist.
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Vorgangsoptionen

Der ca_backup-Befehl unterstitzt die folgenden globalen Vorgangsoptionen:

ca_backup

[-backupasdb]

[-backupcatalog]

[-backupjobqueue]

[-noestimation]

[-createcrc]

[-deletefiles]
[-preserveaccesstime]
[-eject|-noeject]
[-partialdbupdate|-nodbupdate]
[-disableResetArchiveBitForbedupe]

-backupasdb

Hangt die CA ARCserve Backup-Datenbank an das Ende der
Sicherungsdaten an.

-backupcatalog

Hangt die Katalogdateien an das Ende der Sicherungsdaten an.

-backupjobqueue

Hangt die Jobskripte an das Ende der Sicherungsdaten an.
-noestimation

Deaktiviert die Dateischatzung. CA ARCserve Backup fihrt standardmaBig
vor dem Sichern von Dateien auf einen Datentrager eine Schatzung durch,
um festzustellen, wie viel Zeit die Jobausfihrung in Anspruch nehmen
wird. Wahlen Sie diese Option aus, wenn CA ARCserve Backup diese
Funktion deaktivieren soll, um bei Beginn der Sicherung Zeit zu sparen.

-createcrc

Berechnet und speichert CRC-Werte auf Sicherungsdatentrager. Wahlen
Sie diese Option aus, wenn CA ARCserve Backup die CRC-Werte
automatisch berechnen und wahrend des Sicherungsjobs auf dem
Sicherungsdatentrager speichern soll. Die CRC-Werte kénnen von dem
Durchsuchungsvorgang direkt nach dem Sicherungsjob (sofern die globale
-scan-Uberpriifungsoption einbezogen ist) oder auch als Teil eines
separaten Scan-Jobs verwendet werden.
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~-deletefiles

Entfernt die Dateien nach Abschluss der Sicherung von der Festplatte.
Wahlen Sie diese Option aus, wenn Quelldateien vom Quellrechner
geléscht werden sollen, nachdem sie auf dem Datentrager gesichert
wurden. Mit dieser Option werden nur Dateien aus dem angegebenen
ungeschitzten Ordner geldscht. Der leere Ordner wird dabei nicht entfernt.

Sie kénnen diese Option zur Festplattenpflege verwenden. Richten Sie
beispielsweise einen Sicherungsjob mit einem Filter ein, um Dateien zu
sichern, auf die in einem bestimmten Zeitraum nicht zugegriffen wurde, so
kdnnen Sie diese Option auswahlen, um diese Dateien vom urspringlichen
Laufwerk zu léschen.

Hinweise:

m  Auf Windows-Computern werden geschlitzte Systemdateien und
Dateien, die durch andere Filter von der Sicherung ausgeschlossen
wurden, nicht geldscht. Bei Remote-Sicherungsjobs, lokalen
Sicherungsjobs mit einem 64-Bit-Betriebssystem oder lokalen
Sicherungsjobs unter Windows Server 2008 werden die Dateien mit
Windows Client Agent gesichert. Nach der Sicherung werden mit dieser
Option nur Dateien aus dem angegebenen ungeschitzten Ordner
geldscht. Der leere Ordner wird dabei nicht entfernt. Startdateien sind
jedoch nicht geschiitzt und kénnen geléscht werden.

m  Auf NetWare-Computern werden alle gesicherten Dateien gel6scht,
auBer Dateien in geschitzten Verzeichnissen, wie beispielsweise
"SYSTEM", "PUBLIC", "LOGIN", "ETC", "MAIL" und das CA ARCserve
Backup-Stammverzeichnis.

m  Auf Linux/UNIX- und Mac-Computern werden alle gesicherten Dateien
geléscht, auBer den Dateien in geschlitzten Verzeichnissen, wie
beispielsweise "/bin", "/etc" und "/lib". Um weitere Verzeichnisse als
geschutzt zu markieren, fliigen Sie diese der Datei "GROOM.CNTL" auf
dem Client Agent-Rechner hinzu.
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-preserveaccesstime

Speichert die Dateizugriffszeit (nur fir Windows-Dateisystem). Mit dieser
Option wird CA ARCserve Backup angewiesen, die letzte Zugriffszeit von
Dateien bei einer Sicherung zu speichern.

Die Zugriffszeit einer Datei wird bei jedem Zugriff auf eine Datei (Lesen
oder Schreiben) vom Betriebssystem automatisch aktualisiert. Nach der
Durchfliihrung einer vollsténdigen Sicherung werden auch die Zugriffszeiten
aller gesicherten Dateien aktualisiert. Wenn Sie feststellen mochten, ob auf
eine Datei zugegriffen wurde (und sie nicht nur gesichert wurde), miissen
Sie die urspriingliche Zugriffszeit beibehalten.

m Wenn diese Option nicht ausgewahlt ist, wird die Zugriffszeit aller
gesicherten Dateien auf den neuen Wert nach Abschluss der Sicherung
gesetzt. Dies ist die Standardeinstellung.

m Ist diese Option ausgewahlt, behalt CA ARCserve Backup den
urspringlichen Wert flr die letzte Zugriffszeit vor der Sicherung fir
alle gesicherten Dateien bei.

-eject

Der Datentrdger wird nach AbschlieBen des Jobs aus dem Laufwerk
ausgeworfen. So wird verhindert, dass von anderen Jobs Daten auf diesem
Datentrager Gberschrieben werden. Wenn Sie diese Option auswahlen,
wird die Einstellung, die Sie fir die Bibliothekskonfiguration ausgewahlt
haben, auBer Kraft gesetzt.

-noeject

Der Datentrager bleibt nach Abschluss des Jobs im Laufwerk. Wenn Sie
diese Option auswdhlen, wird die Einstellung, die Sie flr die
Bibliothekskonfiguration ausgewahlt haben, auBer Kraft gesetzt.
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-partialdbupdate

Speichert lediglich Job- und Sitzungsinformationen in der CA ARCserve
Backup-Datenbank. Wahlen Sie diese Option, wenn Sie ausschlieBlich Job-
und Sitzungsinformationen in der Datenbank protokollieren méchten. Dies
ist die bevorzugte Methode.

Hinweis: Unter Windows werden bei Aktivieren dieser Option keine
Detailinformationen in die Datenbank eingefiigt. Wenn Sie die
Katalogdatenbank aktiviert haben und diese Option wahlen, werden
Katalogdateien im Ordner "CATALOG.DE" gespeichert. Wenn Sie die
Katalogdatenbank nicht aktiviert haben, werden die Katalogdateien danach
geldscht.

-nodbupdate

Deaktiviert Datenbankaufzeichnungen. Zum betreffenden Job werden in
der Datenbank keine Informationen aufgezeichnet. Wahlen Sie diese
Option aus, wenn Sie die CA ARCserve Backup-Datenbank sichern oder der
Festplattenspeicher begrenzt ist.

Sie missen den Vorgang "Datentrager einfligen" ausfiihren, bevor Sie eine
der Datenbankansichten zum Wiederherstellen dieser Daten verwenden
kénnen.

-disableResetArchiveBitForDedupe

Deaktiviert das Zurlicksetzen des Archivbits fir alle im Befehl
angegebenen Dateien. Wenn Sie diesen Schalter nicht angeben, werden
Archivbits standardmaBig zuriickgesetzt.

Wichtig! Dieser Schalter sollte mit Vorsicht verwendet werden. Mit dem
Archivbit werden bestimmte Dateien als gedndert gekennzeichnet. Beim
Durchftihren von Deduplizierungsjobs mit Optimierung werden nur die seit
der letzten Sicherung als "gedndert" gekennzeichneten Dateien
dedupliziert. Nach Abschluss des Sicherungsjobs missen die Archivbits flr
diese Dateien zuriickgesetzt werden. Wenn das Archivbit nicht
zurickgesetzt wird, werden Dateien automatisch als "geandert" betrachtet
und von der Optimierung in nachfolgende Sicherungsjobs integriert, auch
wenn diese Dateien nicht geandert wurden.

Sie sollten das Zurlicksetzen von Archivbits in Situationen deaktivieren, in
denen Dateien, die durch eine benutzerdefinierte Deduplizierung mit
Optimierungsjobs gesichert werden sollen, auch durch andere
Sicherungsjobs wie etwa durch einen GFS-Job gesichert werden. Wenn das
Archivbit nach dem ersten Job geléscht wird, kann sich dies auf den GFS-
Job auswirken.
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Vor/Nach-Optionen

Der ca_backup-Befehl untersttzt die folgenden globalen Vor/Nach-Optionen:

ca_backup

[-preexec <Befehl>]

[-exitcode <exit code(>=0)> [-skip_delay|-skip_job] [-skip_post]
[-preexectimeout <Minuten(0-32767)>]

[-postexec <Befehl>]

[-skippostfail]

[-skippostincmp]

[-ski ppostcmp]

[-prepostuser <Benutzername>]

[-prepostpassword <Benutzerkennwort>]

-preexec <Befehl>
Fihrt den angegebenen Befehl vor Beginn des Jobs aus.
Der vollstédndige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option -
prepostpassword verwendet werden. Wenn Sie die Option -
prepostpassword nicht verwenden, wird der Job fehlschlagen.

-exitcode <exit code(>=0)>[-skip_delay|-skip_job] [-skip_post]

Gibt den Beendigungscode fiur den Befehl an, der vor dem Job ausgefiihrt
wird. Wird zusammen mit den Schaltern -skip_delay, -skip_job, und
-skip_post verwendet.

-skip_delay

Flhrt den Sicherungsjob sofort aus, wenn der angegebene
Beendigungscode empfangen wird.

-skip_job

Uberspringt den gesamten Sicherungsjob, wenn der angegebene
Beendigungscode empfangen wird.
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-skip_post

Uberspringt den Befehl, der nach dem Job ausgefiihrt werden soll, wenn
der angegebene Beendigungscode empfangen wird.

-skippostfail

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
fehl schlagt.

-skippostincmp

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
unvollstandig ist.

-skippostcmp

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
vollsténdig ist.

-preexectimeout <Minuten(0-32767)>

Legt die Zeitdauer in Minuten fest, die vor dem Starten des Sicherungsjobs
gewartet werden soll, damit der vor dem Job ausgefiihrte Befehl beendet
werden kann. Die moégliche Dauer, die festgelegt werden kann, liegt
zwischen 0 und 32767 Minuten.

Standard: 0 Minuten

-postexec <Befehl>

Fihrt den angegebenen Befehl nach Beendigung des Jobs aus.
Der vollsténdige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option -
prepostpassword verwendet werden. Wenn Sie die Option -
prepostpassword nicht verwenden, wird der Job fehlschlagen.

-prepostuser <Benutzername>

Gibt den Namen des Benutzers an, der diesen Sicherungsjob Ubergibt.

-prepostpassword <Benutzerkennwort>

Legt das Kennwort des Benutzers fest, der diesen Sicherungsjob Ubergibt.
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Protokolloptionen

Der ca_backup-Befehl umfasst folgende globale Protokolloptionen:

ca_backup

[-logfile <allactivity | summary [consolidate] | disabled | errorsonly>]

-logfile <allactivity | summary [consolidate] | disabled | errorsonly>

Speichert Vorgange wahrend der Ausfiihrung des Sicherungsjobs im
angegebenen Jobprotokoll. Geben Sie eine der untergeordneten Optionen
an um festzulegen, welche Informationen aufgezeichnet werden.

allactivity

Zeichnet alle Vorgdnge auf, die wahrend der Ausfiihrung des Jobs
auftreten.

summary

Zeichnet nur zusammenfassende Informationen, wie Quelle, Ziel,
Sitzungsnummer, Gesamtzahlen und Fehler, auf.

consolidate

Konsolidiert einen untergeordneten Job auf den Master-Job. Diese
Option steht nur bei einer Verwendung der Zusammenfassungsoption
zur Verfugung.

disabled

Das Protokoll ist deaktiviert, und es werden keine Informationen zu
diesem Job aufgezeichnet.

errorsonly

Zeichnet ausschlieBlich Fehler auf, die wahrend der Ausflihrung des
Jobs auftreten.

Standard: Zusammenfassung ohne Konsolidierung.
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Virusoptionen

Der ca_backup-Befehl umfasst folgende globale Virusoptionen:

ca_backup

[-virus <skip|delete|rename|cure> [-virus_scanarchive]]

-virus

Aktiviert die automatische Virensuche wahrend des Sicherungsvorganges.
Sie missen auch eine der untergeordneten Virussuchoptionen angeben.

skip
Infizierte Dateien werden nicht gesichert.
rename

Benennt die infizierten Dateien in Dateien mit der Erweiterung AVB
um. Falls eine gleichnamige Datei mit der Erweiterung AVB bereits
vorhanden ist, wird die Erweiterung AVO, AV1, AV2 usw. verwendet.

delete
Loscht die infizierte Datei.
cure
Versucht die infizierte Datei zu bereinigen.
-virus_scanarchive

Prift alle Dateien in komprimierten Archiven einzeln. Die Auswahl dieser
Option kann die Leistung der Sicherung beeintrachtigen, bietet jedoch
einen hohen Virenschutz.
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Optionen fur Datentragerexport

Der Befehl "ca_backup" unterstiitzt folgende globale Optionen fir den
Datentragerexport:

ca_backup

-export <all|duplicate>

-export

Diese Funktion ermdglicht das Exportieren eines Datentragers nach
Beendigung eines Sicherungsjobs. Auf diese Weise kann der Datentrager
aus einer Bibliothek entfernt und zur sicheren Aufbewahrung an einen
externen Standort gebracht werden. Wird wahrend der Jobausfiihrung eine
Prifung vorgenommen, findet der Export nach Beendigung der Priifung
statt. Wenn Sie diese Option nicht aktivieren, findet am Ende des
Sicherungsjobs kein Datentragerexport statt.

CA ARCserve Backup exportiert alle Bander fiir die betreffende
Sicherung. Handelt es sich um einen bandiibergreifenden Job, werden
alle Bander fir diesen Job exportiert. Im Falle von RAID-Bandgruppen
werden alle Bander in den Bandgruppen fir diesen Job exportiert. CA
ARCserve Backup uUberprift mehrmals, ob der Mailslot leer ist, um das
nachste Band in den Mailslot einzulegen. Sind nicht genliigend Mailslots
fur den Export aller Bander vorhanden, werden die Bander, die nicht
exportiert werden konnten, in den Ausgangsslot verschoben. Wird das
Band nicht durch den Operator aus den Mailslots entfernt, schreibt CA
ARCserve Backup diese Information in das Aktivitatsprotokoll.

duplicate

Diese Option unterstitzt RAID 1. CA ARCserve Backup exportiert alle
duplizierten Datentrager fir die betreffende Sicherung. Handelt es sich
um einen datentrdgeribergreifenden Job, werden alle doppelten
Datentrager fir diesen Job exportiert.
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Erweiterte Optionen

Der ca_backup-Befehl umfasst folgende erweiterte Optionen:

ca_backup

[-skipdirandvol | -traversedirandvol]
[-bkmountpt]
[-preserve_hardlink]

[-dr_partialnodeinfo]
[-dr_includefiltered]

[-sql_norotation]
[-sql_nopartialupdate]

-skipdirandvol

Legt fest, dass Verzeichnisverbindungen und Volume-Bereitstellungspunkte
Ubersprungen werden. Durch diese Option wird das Volume oder
Verzeichnis, auf das die Verzeichnisverbindung oder der
Bereitstellungspunkt verweist, nicht gesichert. Dadurch kénnen Sie die in
einem entsprechenden Volume oder Verzeichnis enthaltenen Dateien oder
Verzeichnisse wahrend der Wiederherstellung nicht wiederherstellen.

Hinweis: Diese Option ist nur fiir Windows 2000, Windows XP und
Windows 2003 verfigbar.

[[-traversedirandvol] |

Legt fest, dass Verzeichnisverbindungen und Volume-Bereitstellungspunkte
verfolgt werden. Bei Auswahl dieser Option wird das angegebene
Verzeichnis bzw. Volume verfolgt und gesichert. Bei der Wiederherstellung
dieser Sitzung kénnen Sie die Dateien oder Verzeichnisse, die in dem
entsprechenden Volume oder Verzeichnis enthalten sind, wiederherstellen.
Wenn Sie diese Option nicht auswdhlen, wird das Volume oder Verzeichnis,
auf das die Verzeichnisverbindung oder der Bereitstellungspunkt verweist,
nicht gesichert. Dadurch kénnen Sie die in einem entsprechenden Volume
oder Verzeichnis enthaltenen Dateien oder Verzeichnisse wahrend der
Wiederherstellung nicht wiederherstellen.

[-bkmountpt]]

Bereitstellungspunkte als Bestandteil des bereitstellenden Volumes sichern.
Durch die Auswahl dieser Option werden die Volumes, auf die die
Bereitstellungspunkte verweisen, als Bestandteil der gleichen Sitzung
gesichert wie die Bereitstellungspunkte. Ist diese Option nicht ausgewahlt,
werden die Volumes, auf die die Bereitstellungspunkte verweisen, als
separate Sitzungen gesichert.

Hinweis: Diese Option ist nur fiir Windows 2000, Windows XP und
Windows 2003 verfigbar.
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-preserve_hardlink

Die Auswahl dieser Option bewirkt, dass die Hardlinks gesichert werden,
nicht jedoch die Dateien, auf die sie verweisen. Ist diese Option nicht
ausgewahlt, werden die Dateien gesichert, auf die durch die Hardlinks
verwiesen wird.

Hinweis: Diese Option ist nur fir Windows 2000, Windows XP und
Windows 2003 verfigbar.

-dr_partialnodeinfo

Generiert Disaster Recovery-Informationen flr teilweise ausgewahlte
Knoten. Disaster Recovery-Informationen werden normalerweise wahrend
einer vollstandigen Sicherung des Rechners generiert. In bestimmten
Fdllen jedoch missen die Disaster Recovery-Informationen maoglicherweise
immer aktuell sein, Sie kdnnen jedoch nicht zu haufig vollstandige
Rechnersicherungen durchfiihren (z. B. in einer SAN-Umgebung mit
freigegebenen Festplatten). Wenn Sie diese Option aktivieren, kbnnen Sie
die Disaster Recovery-Informationen eines Rechners generieren oder
aktualisieren, ohne alle Daten auf dem Rechner sichern zu missen.

-dr_includefiltered

SchlieBt gefilterte Sitzungen beim Erstellen von Informationen zu
Wiederherstellungssitzungen ein. Bei der Erstellung der Disaster Recovery -
Informationen beriicksichtigt der CA ARCserve Backup-Server nur die
neuesten, nicht gefilterten Sicherungssitzungen fiir den Rechner. Wenn Sie
einen Rechner unter Verwendung von Filtern sichern, werden die
gefilterten Sicherungssitzungen bei der Wiederherstellung des Systems
standardmaBig nicht von Disaster Recovery verwendet. Wenn Sie diese
Option aktivieren, kénnen Sie das Standardverhalten @ndern und
festlegen, dass Disaster Recovery die gefilterten Sicherungssitzungen bei
der Wiederherstellung des Systems verwenden soll.

Diese Option ist standardmaBig nicht definiert. Wenn Sie sie aktivieren, gilt
sie auf Jobebene. Wenn der Job Sicherungen von mehreren Rechnern
umfasst, gilt diese Option fur alle Rechner.

Wichtig! Es ist sehr riskant, diese Option zu aktivieren, besonders bei
System-Volumes. Fehlende Systemdateien kdnnen eine unvollstandige
Wiederherstellung zur Folge haben.

-sql_norotation

Verwendet keine Anderungs- oder Zuwachssicherung fiir Microsoft SQL
Server-Datenbanken. Aktivieren Sie diese Option, wenn Sie wollen, dass
CA ARCserve Backup keine Anderungs- oder Zuwachssicherung fiir
Microsoft SQL Server-Datenbanken vornehmen soll.

-sql_nopartialupdate

Wandelt eine teilweise Sicherung von Microsoft SQL Server nicht
automatisch in eine vollstandige Datenbanksicherung um, wenn die
vollsténdige Sicherung der Datenbank nicht gefunden wird.
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VSS-Optionen

Der ca_backup-Befehl unterstitzt folgende Optionen flir den
Volumenschattenkopie-Dienst (VSS), mit denen Sie festlegen kdnnen, wie bei
Dateisystemsicherungen mit gedffneten Dateien umgegangen werden soll.

ca_backup

[-vss_usevss [revertoff]]
[-vss_exclinclsoff]
[-vss_exclexclsoff]
[-vss_onfail]

-VSS_usevss
Weist CA ARCserve Backup an, flir geodffnete Dateien VSS zu verwenden.

Ist diese Funktion deaktiviert, wird keine VSS-Unterstlitzung verwendet.
Stattdessen wird zur Bearbeitung von geéffneten Dateien der CA ARCserve
Backup-Agent for Open Files (sofern verfligbar) eingesetzt. Ist der CA
ARCserve Backup-Agent for Open Files nicht verfiigbar und die Option -vss
nicht aktiviert, wird eine herkdmmliche Sicherung durchgefiihrt. Die
Sicherung ist jedoch unvollstdndig, wenn gedffnete Dateien vorhanden
sind, die nicht gesichert werden kénnen.

revertoff

Weist CA ARCserve Backup an, eine herkémmliche Sicherung
durchzufihren, falls der Versuch, eine VSS-Sicherung zu erstellen,
fehlschlagt. Ist der CA ARCserve Backup-Agent for Open Files verfliigbar,
wird er zur Bearbeitung von gedéffneten Dateien verwendet, sofern diese
Option aktiviert ist und die VSS-Sicherung fehlschlagt.

Ist diese Option nicht aktiviert und schlagt die VSS-Sicherung fehl, so
schlagt der Sicherungsjob ebenfalls fehl.

Das Suffix "off" bedeutet, dass diese Option standardmaBig aktiviert ist.
Wenn der Benutzer sie einschlieBt, wird die Option deaktiviert.
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-vss_exclinclsoff

Diese Option legt fest, dass von einem Writer hinzugefligte Dateien von
Dateisystemsicherungen ausgeschlossen sind. Dadurch werden Dateien,
die zu einer Writer-Kkomponente gehéren, nicht Gber die herkdmmliche
Dateisystemsicherung gesichert.

Diese Option bietet Ihnen folgende Vorteile:
m Keine Sicherung von Dateien, die schon lber VSS gesichert wurden.

m  Schnellere Durchfiihrung von herkdmmlichen Sicherungen, weil nicht
alle Dateien traditionell gesichert werden und somit weniger Dateien
verarbeitet werden mussen.

m Effiziente Sicherung durch Beseitigung von Problemen, die mit der
Verarbeitung von Dateien in Gruppen zusammenhdangen.

Das Suffix "off" bedeutet, dass diese Option standardmaBig aktiviert ist.
Wenn der Benutzer sie einschlieBt, wird die Option deaktiviert.

-vss_exclexclsoff

Von einem Writer ausgeschlossene Dateien werden von
Dateisystemsicherungen ausgeschlossen. Wé&hlen Sie diese Option aus,
damit Dateien, die von einer Komponente von der Sicherung
ausgeschlossen wurden, nicht Uber die herkémmliche
Dateisystemsicherung gesichert werden.

Das Suffix "off" bedeutet, dass diese Option standardmaBig aktiviert ist.
Wenn der Benutzer sie einschlieBt, wird die Option deaktiviert.

-vss_onfail

Schlagt die Sicherung des Writers Uiber die Komponentendatei fehl, wird
die Sicherung beendet. Dies beendet die Sicherung eines Writers, wenn die
Sicherung einer der Komponenten fehl schlagt. Die Sicherung einer
Komponente schlagt fehl, wenn eine oder mehrere Dateien nicht gesichert
werden kénnen.

Durch die Auswahl dieser Option wird sichergestellt, dass die Sicherung
konsistent ist und alle zu einem Writer gehdrigen Dateien gesichert
werden, bevor die Sicherung als erfolgreich eingestuft wird, und zwar
unabhangig davon, wie viele Komponenten zu dem Writer gehoren.
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Globale Filteroptionen

Mit Filtern kénnen Sie bestimmte Dateien und Verzeichnisse fir Sicherungsjobs
ein- oder ausschlieBen. Verwenden Sie Filter, um nur die gewlinschten Dateien
zu bearbeiten. Filter konnen global (auf den gesamten Job), auf Knotenebene
(auf einen bestimmten Knoten), oder auf Volumen-Ebene (auf ein bestimmtes
Dateisystem) angewendet werden. Die Position des Schalters ca_backup
bestimmt, auf welcher Ebene der Filter angewendet wird.

Wichtig! Die unsachgemaBe Verwendung von Filtern kann dazu fuhren, dass
nicht alle Daten beim Sichern erfasst werden. Seien Sie vorsichtig beim
Festlegen oder Anwenden von Filtern.

Der ca_backup-Befehl unterstiitzt folgende Filteroptionen:

ca_backup [-filter
[<include|exclude> <file|dir> <pattern>]]
[<include |exclude> [<attribute> [hidden] [readonly] [system] [archive]]]

[<include|exclude> [<date> <modify|create|access> <onorbefore|onorafter
<mm/tt/3j[331>>]]

[<include|exclude> [<date> <modify|create|access> <between mm/tt/jj[ijl>
<mm/tt/3j[331>>]1]

[<include |exclude> [<date> <modify|create|access> <within <count>
days|months|years>>]1]

[<include |exclude> [<size> <equalto|greaterthan|lessthan> <size val>
<Bytes|KBytes |MBytes|GBytes>]]

[<include |exclude> [<size between <<low size val>
<Bytes|KBytes|MBytes|GBytes>> <<high size val> <Bytes|KBytes|MBytes|GBytes>>]

include

Die Ergebnisse enthalten nur die Dateien, die den Filterangaben
entsprechen. Angenommen, Sie haben ausgewahlt, dass die gesamte
lokale Festplatte gesichert werden soll. AnschlieBend definieren Sie einen
Filter, um Dateien aus dem Verzeichnis \SYSTEM in die Sicherung
aufzunehmen. Als Ergebnis sichert CA ARCserve Backup lediglich Dateien
aus dem Verzeichnis \SYSTEM. Alle (ibrigen Dateien werden nicht
bericksichtigt.

exclude

Das AusschlieBen hat immer Vorrang vor dem EinschlieBen. Wenn Sie
beispielsweise einen Filter zum EinschlieBen von Dateien mit der
Erweiterung ".exe" festlegen und einen weiteren Filter hinzufigen, mit dem
das Verzeichnis "\SYSTEM" ausgelassen wird, werden alle EXE-Dateien im
Verzeichnis "\SYSTEM" ausgelassen.
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file|dir <Muster>

SchlieBt Dateien oder Verzeichnisse anhand des angegebenen Musters ein
oder aus.

Hinweis: Wenn Sie Filter flr Verzeichnismuster verwenden und keinen
absoluten Pfad angeben, werden fir alle Verzeichnisse, die die vom
Benutzer angegebenen Kriterien nicht erfiillen, leere Verzeichnisse
gesichert. Um zu verhindern, dass diese leeren Verzeichnisse wahrend der
Wiederherstellung angelegt werden, deaktivieren Sie die globale
Wiederherstellungsoption "Leere Verzeichnisse erstellen", wenn Sie den
Wiederherstellungsjob erstellen.

attribute [hidden] [readonly] [system] [archive]

SchlieBen Sie Dateien mit dem angegebenen Dateiattribut ein oder aus.

date <modify|create|access> <onorbefore|-onorafter
<mm/tt/jj[jj]1>>
SchlieBt Dateien ein oder aus, die an dem angegebenen Termin oder zu

einem friiheren/spateren Zeitpunkt modifiziert, gedndert, oder aufgerufen
wurden.

date <modify|create|access> <between <mm/tt/jj[jj]>
<mm/tt/jj[jj]>>

SchlieBt Dateien ein oder aus, die zwischen den angegebenen Terminen
modifiziert, geandert oder aufgerufen wurden.

date <modify|create|access> <within <Anzah/> days|months|years>

SchlieBt Dateien ein oder aus, die innerhalb der angegebenen Anzahl von
Tagen, Monaten oder Jahren modifiziert, gedndert oder aufgerufen wurden.

size <equalto|greaterthan|lessthan> <size val>
<Bytes|KBytes| MBytes|GBytes>

SchlieBt Dateien ein oder aus, die genauso groB3, groBer oder kleiner als
angegeben sind.

size between <<niedrigster Wert fiir GroBe>
<Bytes|KBytes| MBytes|GBytes>> <<héchster Wert fiir GroBe>
<Bytes|KBytes| MBytes| GBytes>>

SchlieBt Dateien ein oder aus, deren GroBe sich innerhalb des festgelegten
GréBenbereiches bewegt.
Hinweis: Fir die globalen Filteroptionen stehen folgende Bedingungen zur
Verfligung:

m  Bei UNIX-Servern interpretiert CA ARCserve Backup den Befehl "-erstellen"
automatisch als Dateianderungsdatum.
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®m  Modifikationszeit und Anderungszeit sind nicht identisch. Die
Modifikationszeit bedeutet, dass der Inhalt einer Datei gedndert wurde. Die
Anderungszeit verweist darauf, dass Eigenschaften oder Attribute der Datei
(Berechtigungen, Eigentimerinformationen usw.), nicht jedoch der Inhalt,
gedndert wurden.

m  Das Zugriffs- bzw. Anderungsdatum wird nicht bei allen Dateisystemen
aufgezeichnet, daher sind mdéglicherweise nicht alle dieser globalen Filter
fur Ihren Job verfiigbar.

m  CA ARCserve Backup akzeptiert die Eingabe von Platzhalterzeichen **’ und
Fragezeichen '?’ zum Einbeziehen oder AusschlieBen von Filtern. Das
Sternchen gibt an, dass beliebig viele Zeichen Ubereinstimmen sollen. Das
Fragezeichen gibt ein beliebiges Zeichen an.

Beispiel:

- Um alle Dateien mit der Erweiterung "tmp" einzubeziehen bzw.
auszuschlieBen, definieren Sie Folgendes:
-filter include/exclude file *.tmp

- Um alle Verzeichnisse mit dem Muster a01??? einzubeziehen bzw.
auszuschlieBen definieren Sie Folgendes:
-filter include/exclude dir a01???

Quellargumente

Mit den ca_backup-Quellargumenten kénnen Sie den Pfad oder Speicherort
angeben, den Sie sichern méchten.

Der ca_backup-Befehl unterstiitzt folgende Quellargumente:

ca_backup -source [<Hostname>[<Host-IP>]] [Knotenoptionen] -filesystem
<Dateisystem> [<relatives Verzeichnis>] [-inputfile <Dateiname>] [Volume-
Optionen]

ca_backup -source [<Hostname>[<HostIP>]] [Knotenoptionen] [-fsfile <Dateiname>]

host type: unix|nt|nwagent|ntagent|w95agent|mac

Verwendung unter windows:

ca_backup -source [<Hostname>[<HostIP>]<Hosttyp>] [Knotenoptionen] -
filesystem <Dateisystem> | <Ordnerpfad> [-filelist <Dateiliste>] [Volume-
Optionen]
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verwendung unter UNIX:

ca_backup -source [<Hostname>[<HostIP>]<Hosttyp>] [Knotenoptionen] -
filesystem <Dateisystem> [<Relatives Verzeichnis>] [-filelist <Dateiliste>]
[Volume-Optionen]

Spezifische Raw Device-Sicherung (nur fiir UNIX):

ca_backup -source [<Hostname>[HostIP]] [Knotenoptionen] -raw <Raw-Gerat>
[Volume-Optionen]

Spezifische Netware-NDS-Sicherung:

ca_backup -NDS <NDS-Baumstrukturname> -username <NDS-Anmeldename> -password
<NDS-Kennwort> -NDSserver <Servername> -NDSaddress <Serveradresse> [-
novelldirservice [<Relatives Verzeichnis>]

Spezifische VSS-Sicherung:

ca_backup -source [-vss <vsswriter-Pfad> [-vsswriter [-transport
[retainshadowcopy]] [-excludefincludedinthis] [-erroronceffail]] [-method
<full|incr|diff|copy|Tog>]

Datenbanksicherung (nur fir UNIX):

ca_backup -source [<Hostname>[<HostIP>]] [Knotenoptionen] -database <DB-Typ>
<DB-Name|SQL server> [<Tablespaces>] [DB-Optionen]

-source [<Hostname>[ <HostIP>]]

Gibt die Quellrechner fir die Sicherung an. Wird der Hostname nicht
angegeben, wird standardmaBig der lokale Rechner verwendet. Dieser
Schalter kann in einem ca_backup-Befehl mehrfach vorkommen. Fir jeden
zu sichernden Quellrechner muss ein solcher Schalter vorhanden sein. Bei
Verwendung ohne zusatzliche Schalter wird standardmaBig der gesamte
Quellrechner gesichert.

Hinweis: "-source" akzeptiert lediglich den Hostnamen fir den Rechner,
der im Netzwerk aufldsbar sein muss.

-filesystem <Dateisystemname> <relatives Verzeichnis>
<Ordnerpfad>

Gibt das zu sichernde Dateisystem an und wahlweise das oder die
Verzeichnisse im Dateisystem. Dieser Schalter kann in einem ca_backup-
Befehl mehrmals vorkommen und muss fiir jedes zu sichernde
Dateisystem angegeben werden.

Hinweis: Wenn Sie unter Windows NT einen Ordner oder eine Datei mit
Leerzeichen im Namen sichern, missen Sie den Namen in
Anflhrungszeichen setzen.
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-filelist <Dateiliste>

Gibt einzelne zu sichernde Dateien an. Verwendung mit dem Schalter "-
filesystem"

-inputfile <Dateiname>

Dient zur Ubergabe der Datei, die die Liste der zu sichernden Dateien
enthalt. Sie konnen diesen Schalter alternativ zu "-filelist <Dateiliste>"
verwenden. Eine Verwendung mit den Optionen "-source" und "-
filesystem" ist ebenfalls mdglich.

-fsfile <Dateiname>

Gibt die Eingabe von einer externen Textdatei an, die die zu sichernden
Dateisysteme enthalt. Anhand folgender Informationen, kénnen Sie die
Granularitat der Sicherung festlegen:

Die zu sichernden Dateien.
Die relativen Verzeichnisangaben der zu sichernden Dateisysteme.

Die Option "-filelist" und die Dateinamen, um die Dateien anzugeben,
die innerhalb des Zieldateisystems verwendet werden sollen.

Die Option "-inputfile" und der Dateiname, um Dateien aus einer
weiteren externen Datei hinzuzufligen.

Verwenden Sie hierzu die folgende Syntax:

[Name des Dateisystems] [relative_dir][-filelist <Dateil><Datei2>][-inputfile
<Dateiname>]

-raw <Partitionsgerat>

Gibt das zu sichernde Partitionsgerat an.

Hinweis: Dieses Argument gilt nur fir UNIX- und Linux-Systeme.

-NDS <Name der NDS-Struktur>

Legt den Namen der NetWare NDS-Struktur fest.

-NDSserver <Servername>

Legt den Namen des Netware NDS-Servers fest.

-NDSaddress <Serveradresse>

Legt die Adresse des Netware NDS-Servers fest.

-username <Benutzername>

Gibt den Benutzernamen des zu sichernden Quellrechners an. Hierbei
handelt es sich um den Benutzer, unter dem die Anmeldung beim
Quellrechner erfolgt.
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-password <Kennwort>

Gibt das Kennwort des Benutzers an, das zum Anmelden beim
Quellrechner verwendet werden soll.

Das ca_backup-Befehlszeilenhilfsprogramm unterstitzt auch folgende Optionen
fur die Identifizierung und das Auffinden der Sicherungsquelle:

m  Knotenoptionen
m  Volume-Optionen

= Datenbankoptionen

Knotenoptionen

Wenn Sie einen Host (Knoten) auswahlen, der gesichert werden soll, kénnen
Sie Optionen auf Knotenebene und Filter bestimmen, die zur Anwendung
kommen sollen. Zudem kénnen Sie sich Informationen auf Knotenebene
anzeigen lassen.

Der ca_backup-Befehl unterstitzt folgende Knotenoptionen:

ca_backup

[-username <Benutzername>]
[-password <Kennwort>]
[-traversesymlink]
[-traversenfs]
[-resetaccesstime <on|off>]
[-noestimation]

[-acrossfs]

[-fiTter <Knotenfilter>]

(nur fir UNIX)
[-priority <Prioritatsebene>]
[-tapeformat <tar|cpio>]

-username <Benutzername>

Gibt den Benutzernamen des zu sichernden Quellrechners an. Hierbei
handelt es sich um den Benutzer, unter dem die Anmeldung beim
Quellrechner erfolgt.

Hinweis: Ungeachtet des verwendeten Sicherungsquellrechners missen
Sie einen Benutzernamen angeben, wenn Sie "ca_backup" verwenden.
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-password <Kennwort>

Gibt das Kennwort des Benutzers an, das zum Anmelden beim
Quellrechner verwendet werden soll.

Hinweis: Ungeachtet der verwendeten Sicherungsquelle miissen Sie einen
Benutzernamen angeben, wenn Sie "ca_backup" verwenden.

-traversesymlink

Wird zum Verfolgen symbolischer Verknipfungen wahrend der Sicherung
verwendet, so dass die Datei, auf die die Verknipfung zeigt, gesichert
wird, und nicht nur die Verknupfung. (Nur UNIX-Rechner.)

-traversenfs

Verfolgt wahrend der Sicherung die geladenen NFS-Dateisysteme.
Andernfalls werden geladene Dateisysteme bei der Sicherung
standardmaBig Ubersprungen. (Nur UNIX-Rechner.)

-resetaccesstime <on]off>

Gibt an, ob die Dateizugriffszeit zurlickgesetzt werden soll, die geandert
wird, wenn CA ARCserve Backup zum Sichern auf eine Datei zugreift. (Nur
UNIX-Rechner.)

-noestimation

Deaktiviert die Dateischatzung vor der Sicherung.
-acrossfs

Durchlauft wahrend der Sicherung das Dateisystem. (Nur UNIX-Rechner.)
-filter <Knotenfilter>

Wendet Filter auf Knotenebene (zu einem bestimmten Knoten) an. Die
Position des Filterschalters -im ca_backup-Befehl bestimmt, auf welcher
Ebene der Filter angewendet wird.

-priority <Prioritidtsebene>

Ordnet den Knoten/Volumes eines Jobs eine Sicherungsprioritat zu. Die
Prioritatsebenen reichen von 1 (héchste Prioritat) bis 255 (niedrigste
Prioritat).

Hinweis: Diese Option gilt nur fir UNIX- und Linux-Systeme.
-tapeformat <tar|cpio>

Gibt das Bandformat des Sicherungsjobs an. Zusétzlich zum Bandformat
von CA ARCserve Backup werden auch die Formate tar und cpio
unterstatzt.

Hinweis: Diese Option gilt nur fir UNIX- und Linux-Systeme.
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Volume-Optionen

Wenn Sie ein Volume-Objekt auswahlen, das gesichert werden soll, kénnen Sie
Optionen zur Volume-Ebene und Filter festlegen und Volume-bezogene
Informationen anzeigen lassen.

Der ca_backup-Befehl unterstitzt folgende Volume-Optionen:

ca_backup

[-volscan | -volcompare]

[-volgroomdisable]

[-volsessionpw <Sitzungskennwort>]
[-volencryption <Verschliisselungskennwort>]
[-volcompression]

[-filter <volume-Filter>]

(nur fir UNIX)
[-priority <Prioritatsebene>]

-volscan

Uberpriift die Integritat der Dateisystem(Volume)-Sicherung. Hiermit wird
der Sicherungsdatentrager durchsucht und der Header der einzelnen
Dateien Uberprift. Kann der Header gelesen werden, wird angenommen,
dass die Daten fehlerfrei sind.

-volcompare

Uberpriift die Integritat der Dateisystem(Volume)-Sicherung. Liest
Datenbldcke vom Sicherungsdatentrager und vergleicht die Daten
byteweise mit den Quelldateien auf dem Quellrechner.

-volgroomdisable
Deaktiviert die Volume-Pflegeoption.
Hinweis: Diese Option gilt nur fir NetWare.
-volsessionpw <Sitzungskennwort>

Wendet ein Sitzungskennwort auf die Sitzung auf Band an, die das
gesicherte Dateisystem (Volume) enthalt.

Um eine mit dieser Option gesicherte Sitzung wiederherzustellen, miissen
Sie die Option "ca_restore -tapesessionpw" verwenden, um den
Wiederherstellungsjob auszufiihren.

-volencryption <Verschliisselungskennwort>

Verschlisselt Dateien vor der Sicherung. Um die verschlisselten Dateien in
dieser Sitzung wiederherzustellen, muss das Kennwort eingegeben werden.
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-volcompression

Komprimiert Dateien vor der Sicherung, nur fiir dieses Dateisystem
(Volume).

-filter <Volume-Filter>

Wendet Filter auf Volume-Ebene (zu einem bestimmten Dateisystem) an.
Die Position des Schalters ca_backup bestimmt, auf welcher Ebene der
Filter angewendet wird.

-priority <Prioritdtsebene>

Ordnet den Knoten/Volumes eines Jobs eine Sicherungsprioritat zu. Die
Prioritédtsebenen reichen von 1 (hdchste Prioritat) bis 255 (niedrigste
Prioritat).

Hinweis: Diese Option gilt nur fir UNIX- und Linux-Systeme.

Datenbankoptionen

Wenn Sie ein Datenbankobjekt auswahlen, das gesichert werden soll, kdnnen
Sie datenbankspezifische Optionen festlegen, die angewendet werden sollen
und datenbankbezogene Informationen anzeigen lassen.

Hinweis: CA ARCserve Backup unterstitzt fir keinen Datenbankagenten das
Sichern mehrerer Datenbank-/Anwendungsinstanzen mit Hilfe eines einzigen
Befehls. Sie missen mehrere Befehle verwenden, um die einzelnen Instanzen
zu sichern.

Der ca_backup-Befehl unterstiitzt die folgenden Datenbankoptionen:

ca_backup

-dbusername <Datenbank-Benutzername>]
-dbpassword <Datenbank-Kennwort>]
-database <Datenbanktyp> [Datenbankname]

-dbusername <Datenbankbenutzername>

Gibt den Namen des Datenbankbenutzers an, der flir die Anmeldung bei
der zu sichernden Datenbank verwendet wird.

-dbpassword <Datenbankkennwort>

Geben Sie das Kennwort des Datenbankbenutzers an, mit dem die
Anmeldung bei der zu sichernden Datenbank erfolgen soll.
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-database <Datenbanktyp> [Datenbankname]

Hiermit werden der Datenbanktyp und der Name der zu sichernden
Datenbank angegeben.

Die folgenden Datenbanktypen sind gultig und werden unterstutzt:

m  SQL Server (SQL)

m  Exchange-Dokumentebene (EXCHANGEDOC)
m Exchange-Datenbankebene (EXCHANGEDB)
m Sybase (SYBASE)

m  Informix (INFORMIX)

m Oracle (ORACLE)

m  Oracle RMAN (ORACLERMAN)

m Lotus (LOTUS)

Beispiele:

-database sQL
-database EXCHANGEDOC
-database EXCHANGEDB
-database SYBASE
-database INFORMIX
-database ORACLE
-database ORACLERMAN
-database LOTUS

Datenbankoptionen fur Oracle

Der ca_backup-Befehl unterstitzt die folgenden Datenbankoptionen flir Oracle:

[-oracle_sid <Oracle-Server-ID>]

[-oracle_offline] (nur fiir UNIX Oracle-Agenten)
[-oracle_purgelog] (nur flr UNIX Oracle-Agenten)
[-oracle_timefinder] (nur fir UNIX Oracle-Agenten)

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

Hinweis: Wenn Sie die CA ARCserve Backup-CLI (Befehlszeilenschnittstelle)
verwenden, um ein Oracle-Objekt mit einem DBCS (Doppel-Byte-Zeichensatz)
oder MBCS (Multi-Byte-Zeichensatz) im Namen zu sichern oder
wiederherzustellen, missen Sie sicherstellen, dass fiir den CA ARCserve
Backup-Server und den Agenten dieselbe Sprache eingestellt ist.
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-oracle_sid <Oracle-Server-ID>

Mit dieser Option wird die Oracle-Server-ID (Systembezeichner) der zu
sichernden Oracle-Datenbank angegeben.

-oracle_offline

Mit dieser Option wird festgelegt, dass die Oracle-Datenbank im Offline-
Modus gesichert werden soll (unterstitzt nur vollstandige
Datenbanksicherungen).

-oracle_purgelog

Mit dieser Option wird festgelegt, dass das Protokoll nach dem Sichern
entfernt werden soll.

-oracle_timefinder

Gibt an, dass die Symmetrix Timefinder-Technologie bei der Sicherung von
Datenbanken verwendet werden soll. Mit dieser Option wird ein
temporares Spiegelbild der Datenbank erstellt, das dann vom Agenten
gesichert wird.

Beispiele:
Nachfolgend finden Sie Syntaxbeispiele flir den ca_backup-Befehl flir die

ORACLE-Datenbank:

m  Mit Hilfe des folgenden Befehls sichern Sie einen einzelnen Tablespace
(tbsl):

ca_backup -source [<Hostname> [<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "tbsl" [DB-Optionen]

m  Mit Hilfe des folgenden Befehls sichern Sie mehrere Tablespaces (tbs1,
tbs2 und tbs3):

ca_backup -source [<Hostname> [<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "tbsl" "tbs2" "tbs3" [DB-Optionen]

m  Mit Hilfe des folgenden Befehls sichern Sie eine einzelne Datei eines
Tablespace:

ca_backup -source [<Hostname> [<Host-IP>][<Hosttyp>]]unix -database ORACLE
<Instanzname> -table SYSAUX
"lu0l|app|oracle|product|10.1.0|db_1|oradata|dborcl|sysaux01l.dbf" -dbusername
system -dbpassword manager -username root -password caworld

m  Mit Hilfe des folgenden Befehls sichern Sie eine Kontrolldatei:

ca_backup -source [<Hostname>[<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "CONTROL FILE" [DB-Optionen]

m  Mit Hilfe des folgenden Befehls sichern Sie ein Archivprotokoll:

ca_backup -source [<Hostname>[<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "ARCHIVE LOG" [DB-Optionen]
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m  Mit Hilfe des folgenden Befehls sichern Sie eine Kontrolldatei und ein
Archivprotokoll:

ca_backup -source [<Hostname>[<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "CONTROL FILE" "ARCHIVE LOG" -dbusername system -dbpassword
system -username root -password caworld

m  Mit Hilfe des folgenden Befehls sichern Sie eine ganze Datenbank. Nehmen
wir an, in der gesamten Datenbank befinden sich 5 Tablespaces (tbsl1,
tbs2, tbs3, ths4 und tbs5), die gesichert werden sollen, und Sie mdéchten
alle Tablespaces, das Archivprotokoll und die Kontrolldatei sichern:

ca_backup -source [<Hostname>[<Host-IP>][<Hosttyp>]] -database ORACLE
<Instanzname> "tbsl" "tbs2" "tbs3" "tbs4" "tbs5" "CONTROL FILE" "ARCHIVE LOG"
[DB-Optionen]

Datenbankoptionen fur Oracle RMAN

Der ca_backup-Befehl unterstiitzt die folgenden Datenbankoptionen fur
Oracle RMAN:

-use_rmancat

[-rman_catuser <RMAN-Katalogbenutzers>]

[-rman_catpassword <RMAN-Katalogkennwort>]

-bkincremental

[-rman_incrementallevel <bkincremental> [-cumulative]

[-bkrecoveryarea]

[-oracle_offTine]

[-oracle_purgelog]

[-rman_numberofchannels <RMAN_Anzahl_der_Kanadle>]

[-rman_archlogsel

al_all | al_pattern -rman_alpattern <RMAN_Archivprotokollmuster> |
al_time [-rman_alfromtime <RMAN_Archivprotokolle_ab>] [rman_aluntiltime
<RMAN_Archivprotokolle_bis>] |

al_scn [-rman_alfromscn <RMAN_Archivprotokolle_von_SCN>] [-rman_aluntilscn
<RMAN_Archivprotokolle_bis_SCN>]

al_logseq [-rman_alfromlogseq <RMAN_Archivprotokolle_von_pProtokolTnummers>]
[rman_aluntillogseq <RMAN_Archivprotokolle_bis_ProtokolTnummer>]
[-rman_althread <RMAN_Archivprotokoll-Thread>]]

[-rman_bakpieceprefix <RMAN_Sicherungsformatprafix>]
[-rman_bakpiecesuffix <RMAN_Sicherungsformatsuffix>]
[-rman_bakpiecesize <RMAN_S1icherungsgrofke>]

[-rman_baksetsize <RMAN_Sicherungssatzgrofe>]

[-rman_blocksize <RMAN_Blockgrofke>]

[-rman_readrate <RMAN_Lesegeschwindigkeit>]

[-rman_maxopenfile <RMAN_maximale_Anzahl_zu_offnender_bDateien>]
[-rman_numcopies <RMAN_Anzahl_der_Kopien>]

[-rman_numfilesperbakset <RMAN_Anzahl_der_bateien_pro_Sicherungssatz>]
[-rman_baktag <RMAN_Sicherungs-Tag>]

[-rman_script <RMAN_Skript>]
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Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

Hinweis: Wenn Sie die CA ARCserve Backup-CLI (Befehlszeilenschnittstelle)
verwenden, um ein Oracle-Objekt mit einem DBCS (Doppel-Byte-Zeichensatz)
oder MBCS (Multi-Byte-Zeichensatz) im Namen zu sichern oder
wiederherzustellen, missen Sie sicherstellen, dass flir den CA ARCserve
Backup-Server und den Agenten dieselbe Sprache eingestellt ist.

-use_rmancat

Katalog verwenden (empfohlen): Gibt an, ob fiir den Vorgang ein RMAN-
Katalog verwendet werden soll oder nicht. Es wird immer empfohlen, einen
Katalog zu verwenden, da RMAN die Datenbankkontrolldatei verwendet,
wenn kein Katalog verwendet werden soll. Geht die Kontrolldatei verloren,
stellt RMAN die Datenbank nicht wieder her.

Standardeinstellung: Aktiviert
-rman_catuser <RMAN_Katalogbenutzer>

Name des Oracle-Benutzers, dem der RMAN-Katalog gehort.
-rman_catpassword <RMAN_Katalogkennwort>

Kennwort des Benutzers, dem der RMAN-Katalog gehort.

-bkincremental

Dies ist der alternative Wert der Option "Vollstéandige Sicherung". Diese
Option legt fest, dass RMAN nur Datenblécke senden soll, die abhangig von
den Einstellungen fur "Zuwachsebene" und "Kumulativ" seit der letzten
Sicherung nicht gesichert wurden. Es handelt sich hierbei um ein
Optionsfeld im Sicherungs-Manager, das standardmaBig nicht ausgewahlt
ist. "Zuwachssicherung" kann nicht zusammen mit "Vollstandige
Sicherung" ausgewahlt werden. Diese Option kann nicht verwendet
werden, wenn es sich beim zu sichernden Oracle-Objekt um die
Kontrolldatei oder die archivierten Protokolle handelt.

-rman_incrementallevel <bkincremental>

Verwenden Sie diese Option, um die Ebene fiir die durchzufiihrende
Zuwachssicherung festzulegen. RMAN sichert nur die Datenblocke, die
nach der letzten Zuwachssicherung der angegebenen oder einer
niedrigeren Ebene geandert wurden. Fir Oracle 8, 8i und 9i sind in
diesem Feld die Werte 0 bis 4 zulassig. Fir Oracle 10g sind nur die
Ebenen 0 und 1 zuldssig. Der Benutzer kann in dieses Feld nur Daten
eingeben, wenn die Option "Zuwachssicherung" ausgewahlt wurde.

Standardeinstellung: 0 (vollsténdige Sicherung)
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-cumulative

Diese Option gibt an, dass RMAN Datenbldcke sendet, die seit der letzten
Zuwachssicherung der Ebene n-1 oder niedriger verwendet wurden. Dies
wird durch ein Kontrollkastchen im Sicherungs-Manager dargestellt.

Standardeinstellung: Deaktiviert

-bkrecoveryarea

Mit diesem Schalter kénnen Sie festlegen, dass der
Wiederherstellungsbereich von Oracle in die Liste der zu sichernden
Objekte aufgenommen wird. Dies gilt nur far Oracle 10g und neuer.

Standardeinstellung: Deaktiviert

-oracle_offline

Speziell zum Sichern von Oracle-Datenbanken. Sichern Sie die Oracle-
Datenbank im Offline-Modus (keine Tablespace-Sicherung).

-oracle_purgelog

Speziell zum Sichern von Oracle-Datenbanken. Entfernen Sie das Protokoll,
nachdem es gesichert wurde.

-rman_numberofchannels <RMAN_Anzahl_der_Kandéle>

Mit dieser Option legen Sie fest, wie viele Kandle von RMAN fir die
Durchflihrung der Sicherung zugeordnet werden sollen. RMAN Ulbergibt
Jobs parallel, einen Job fir jeden Kanal.

Standardeinstellung: 1 Kanal

-rman_archlogsel

Die Option "Auswahl der aktivierten Protokolle" in diesem Fensterbereich
ermoglicht dem Benutzer die Auswahl der archivierten Protokolle, die
gesichert werden sollen. Hierbei wird davon ausgegangen, dass das Objekt
"archivierte Protokolle" im Fensterbereich "Quelle" der grafischen
Benutzeroberflache des Sicherungs-Managers eingeschlossen wurde. Die
Auswahl wird durch Optionsfelder dargestellt. "Alle" deutet darauf hin, dass
alle archivierten Protokolle gesichert werden.

Standardeinstellung: Alle
-rman_alpattern <RMAN_Archivprotokollmuster>

Verwendetes Zeichenfolgenmuster zur Auswahl der archivierten
Protokolle anhand ihrer Namen.

-rman_alfromtime <RMAN_Archivprotokolle_ab>

Mit dieser Option kénnen Sie festlegen, dass die zu sichernden
archivierten Protokolle anhand der Zeit ausgewahlt werden, zu der sie
erstellt wurden. Dieses Feld bestimmt die zeitliche Untergrenze fir die
Auswahl der archivierten Protokolle. Nur archivierte Protokolle, die
nach diesem Zeitpunkt erstellt wurden, werden gesichert.

Kapitel 5: ca_backup - Sicherungs-Manager-Befehl 73



Datenbankoptionen

-rman_aluntiltime <RMAN_Archivprotokolle_bis>

Mit dieser Option kénnen Sie festlegen, dass die zu sichernden
archivierten Protokolle anhand der Zeit ausgewahlt werden, zu der sie
erstellt wurden. Dieses Feld bestimmt die zeitliche Obergrenze fir die
Auswabhl der archivierten Protokolle. Nur archivierte Protokolle, die vor
diesem Zeitpunkt erstellt wurden, werden gesichert.

-rman_alfromscn <RMAN_Archivprotokolle_von_SCN>

Mit dieser Option kénnen Sie angeben, dass der Bereich der zu
sichernden, archivierten Protokolle nicht vom Zeitpunkt, sondern von
der SCN (System Change Number) bestimmt wird. Dieses Feld
bestimmt die SCN-Untergrenze fiir die Auswahl der archivierten
Protokolle. Es kann leer bleiben, sofern das Feld "Bis SCN" nicht leer
ist.

-rman_aluntilscn <RMAN_Archivprotokolle_bis_SCN>

Mit dieser Option kénnen Sie angeben, dass der Bereich der zu
sichernden, archivierten Protokolle nicht vom Zeitpunkt, sondern von
der SCN (System Change Number) bestimmt wird. Uber dieses Feld
kdnnen Sie die SCN-Obergrenze fiir die Auswahl der archivierten
Protokolle bestimmen. Die Angabe ist optional, sofern der Benutzer im
Feld "Von SCN" einen Wert eingegeben hat.

-rman_alfromlogseq
<RMAN_Archivprotokolle_von_Protokollnummer>

Mit dieser Option kdnnen Sie festlegen, dass die archivierten Protokolle
anhand der Nummer der archivierten Protokolle ausgewahlt werden.
Dieses Feld entspricht der niedrigsten Protokollnummer der
archivierten Protokolle, die gesichert werden sollen. Dieses Feld kann
nur dann leer bleiben, wenn fir die Option "Bis Protokollnummer" (-
rman_aluntillogseq) ein Wert eingegeben wird.

-rman_aluntillogseq
<RMAN_Archivprotokolle_bis_ Protokollnummer>

Mit dieser Option kénnen Sie festlegen, dass die archivierten Protokolle
anhand der Nummer der archivierten Protokolle ausgewahlt werden.
Dieses Feld wird zur Eingabe der Obergrenze der Nummer der
archivierten Protokolle fiir die Auswahl der archivierten Protokolle
verwendet. Die Eingabe eines Werts in dieses Feld ist optional, sofern
der Benutzer im Feld "Von Protokollnummer" einen Wert eingibt.
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-rman_althread <RMAN_Archivprotokoll-Thread>

Mit dieser Option kdénnen Sie die Thread-Nummer angeben, die zum
Identifizieren des Oracle-Servers verwendet wird, der die archivierten
Protokolle erstellt hat. Dieser Parameter wird nur mit den unten
beschriebenen Optionen "Zeitabhangig", "SCN-basiert" oder
"Protokollnummerbasiert" verwendet. Er wird ignoriert, wenn die
Optionen "Alle" oder "Musterbasiert" verwendet werden.

Standardeinstellung: 1

Hinweis: Dieser Wert ist nur flir OPS (Oracle Parallel Server, fir
Oracle 8 und 8i) oder RAC (Real Application Clusters, fur Oracle 9i und
10g) sinnvoll. In allen anderen Fallen ist die Thread-Nummer immer 1.

-rman_bakpieceprefix <RMAN_Sicherungsformatpréfix>
Linker Teil (bzw. Prafix) des Sicherungsformateintrags.
-rman_bakpiecesuffix <RMAN_Sicherungsformatsuffix>

Rechter Teil (bzw. Suffix) des Sicherungsformateintrags.
-rman_bakpiecesize <RMAN_SicherungsgroBe>

Mit dieser Option kdénnen Sie die GroBe einer von RMAN generierten
Sicherung begrenzen. Wenn diese Option aktiviert ist und die zu
sichernden Datenblécke nicht in eine einzelne Sicherung passen, generiert
RMAN so viele Sicherungen wie notwendig, um alle Daten einzuschlieBen.
StandardmaBig sollte dieses Feld leer sein. Dies bedeutet, dass RMAN in
der Regel alle Daten aus einem Sicherungsbefehl (fir einen Kanal) in einer
einzigen Sicherung speichert.

Standardeinstellung: Leer
-rman_baksetsize<RMAN_SicherungssatzgroBe>

Mit dieser Option kénnen Sie festlegen, wie viele Daten in einem
Sicherungssatz gespeichert werden. Dieser Befehl legt die maximale GréBe
in KB fur einen Sicherungssatz fest.

Standardeinstellung: Leer

Kapitel 5: ca_backup - Sicherungs-Manager-Befehl 75



Datenbankoptionen

-rman_blocksize <RMAN_BlockgroBe>

Mit dieser Option kdénnen Sie einen Wert festlegen, der die GréBe der
Datenblécke bestimmt, die RMAN beim Durchfiihren einer Sicherung an
den Oracle Agent sendet. StandardmaBig sollte dieses Feld leer bleiben.
Wenn Sie einen Wert flir das Feld eingeben, missen Sie dieselbe
BlockgréBe auch eingeben, wenn Sie eine Wiederherstellung von dieser
Sicherung durchfiihren méchten. Anderenfalls gibt RMAN eine
Fehlermeldung aus, die angibt, dass die BlockgréBe der Sicherung nicht
mit der BlockgrdBe fur die Wiederherstellung tUbereinstimmt. In diesem Fall
wird der flr die Sicherung verwendete Wert in der Fehlermeldung
angezeigt. Wird kein Wert angegeben, verwendet RMAN 64 KB fir Oracle 8
oder 8i und 256 KB fir Oracle 9i.

Fir Oracle 10g ist dieser Parameter nicht mehr vorhanden.
Standardeinstellung: Leer

-rman_readrate <RMAN_Lesegeschwindigkeit>

Diese Option dient zur Leistungseinstellung. Sie kénnen damit die
Geschwindigkeit verlangsamen, mit der RMAN Daten von der Festplatte
liest, um Konflikte zu vermeiden. StandardmaBig ist das Feld leer. Wenn
Sie jedoch einen Wert festlegen méchten, entspricht dieser der maximalen
Anzahl von Puffern pro Sekunde, die RMAN zum Lesen von Daten von der
Festplatte verwenden kann. Die GroBe eines Puffers entspricht dem Wert
von "DB_BLOCKSIZE * DB_FILE_DIRECT_IO_COUNT". Diese Parameter
werden in der Konfiguration der Oracle-Datenbank festgelegt.

Standardeinstellung: Leer

-rman_maxopenfile
<RMAN_maximale_Anzahl_zu_offnender_Dateien>

Mit dieser Option kdnnen Sie die Gesamtanzahl der Dateien beschranken,
die RMAN gleichzeitig 6ffnet. Mit diesem Befehl kdnnen Sie Fehler
verhindern, die durch zu viele getffnete Dateien entstehen. Wenn Sie
dieses Feld leer lassen, verwendet RMAN den Standardwert.

Standardeinstellung: 8 Dateien (fiir Oracle 10g)
Standardeinstellung: 32 Dateien (flr Oracle 8, 8i und 9i)
-rman_numcopies <RMAN_Anzahl_der_Kopien>

Mit dieser Option kénnen Sie festlegen, wie viele Kopien der Sicherung von
RMAN generiert werden. Die gliltigen Werte fiir diesen Parameter sind 1
bis 4.

Oracle 8.0 unterstitzt diesen Parameter nicht.

Standardeinstellung: 1 Kopie
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-rman_numfilesperbakset
<RMAN_Anzahl_der_Dateien_pro_Sicherungssatz>

Mit dieser Option kénnen Sie die Anzahl der Dateien (Sicherungen)
beschranken, die RMAN in jeden Sicherungssatz speichert. Fehlt die
Angabe, verwendet RMAN den niedrigeren der beiden folgenden Werte: 64
oder die Anzahl der Eingabedateien geteilt durch die Anzahl der Kanale.

Standardeinstellung: Leer

-rman_baktag <RMAN_Sicherungs-Tag>

Mit dieser Option kdnnen Sie eine Sicherungs-ID, auch "Tag" genannt,
eingeben. Mit diesem Tag kann dann die Version der Oracle-Objekte
identifiziert werden, die von RMAN wahrend einer Wiederherstellung
verwendet werden muss.

-rman_script <RMAN_Skript>

Verwenden Sie diese Option, um den Pfad eines RMAN-Skripts einzugeben.
Wenn Sie in dieses Feld einen Wert eingeben, ignoriert der Oracle Agent
alle anderen Optionen, die vom Benutzer mdéglicherweise Uber die
grafische Benutzeroberflache eingegeben wurden. Dieses Skript wird
unverandert an RMAN weitergegeben, und der Oracle Agent fihrt die
Sicherung ganz normal durch.

Datenbankoptionen fir Exchange-Dokumentebenen

Der ca_backup-Befehl unterstitzt die folgenden Datenbankoptionen fur
Exchange-Dokumentebenen:

ca_backup
[-exsis_glosch | [-exsis_full | -exsis_diff | -exsis_incr | -exsis_timebased
[onorafter|onorbefore date <mm/tt/jj> | days <Tage_vor>] [expurge]]]

[-exsisfilter mailbox <Musterliste>]

[-exsisfilter folder <Musterliste> [-defaultfolder
<[calendar] [Contacts] [DeletedItems] [Drafts] [Inbox] [Journal] [Notes] [OutBox] [Se
ntItems][Tasks]>]]

[-exsisfilter attachment <Musterliste> [-attsizeexclude <GroRe>]]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-exsis_glosch

Mit dieser Option legen Sie fest, dass die Methode zur global geplanten
Sicherung verwendet wird.
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-exsis_full

Mit dieser Option kdnnen Sie eine vollstandige Sicherung (Sichern des
gesamten Postfachs) durchfiihren.

-exsis_diff

Mit dieser Option kdnnen Sie eine Zuwachssicherung (Sichern der
Anderungen, die nach der letzten Sicherung vorgenommen wurden)
durchfihren.

-exsis_incr

Mit dieser Option kénnen Sie eine Anderungssicherung (Sichern der
Anderungen, die nach der letzten vollstdndigen Sicherung vorgenommen
wurden) durchfihren.

-exsis_timebased
Mit dieser Option kdnnen Sie eine zeitabhangige Sicherung durchfiihren.

Sie kénnen untergeordnete Optionen auswdhlen, um die zeitabhangige
Sicherung zu planen.

[onorafter|onorbefore date <mm/tt/jjjj>]

Mit dieser Option kdnnen Sie eine zeitabhangige Sicherung
durchfiihren, die auf dem angegebenen Datum basiert. Dabei werden
alle Dokumente gesichert, die vor oder nach einem bestimmten
Zeitpunkt erstellt wurden.

[days <Tage_vor>]

Mit dieser Option kénnen Sie eine zeitabhangige Sicherung
durchfiihren, die auf der angegebenen Anzahl der Tage vor
Jobausfiihrung basiert. Dabei werden alle Dokumente basierend auf
der Anzahl der Tage vor der Jobausfiihrung gesichert. Das Zeitfenster
verhalt sich relativ zum Ausfliihrungszeitpunkt.

expurge

Mit dieser Option wird festgelegt, dass Dokumente nach dem Sichern
entfernt werden. Die Dokumente werden nach dem Sichern automatisch
geldscht. Dies ist bei der Bereinigung eines Exchange-Servers von Nutzen.
Sie kénnen diese Option beispielsweise verwenden, um Dokumente zu
sichern und zu l6schen, die alter als drei Jahre sind, und auf diese Weise
die GroBe Ihres Exchange-Servers verringern.

Wichtig! Diese Option sollte mit Vorsicht verwendet werden, da alle
Dokumente geldscht werden kdnnten, die gesichert wurden.

[-exsisfilter mailbox <Musterliste>]

Mit dieser Option wird festgelegt, dass der angewendete Filter auf dem
Namen des Postfaches basiert, das Sie ausschlieBen mdchten, oder auf den
Kriterien (Musterliste), anhand derer der Agent bestimmte Postfacher
ausschlieBt.
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-exsisfilter folder <Musterliste>

Mit dieser Option wird festgelegt, dass der angewendete Filter auf dem
Namen des Ordners basiert, den Sie ausschlieBen moéchten, oder auf den
Kriterien (Musterliste), anhand derer der Agent bestimmte Ordner
ausschlieBt.

~-defaultfolder

Mit dieser Option kdnnen Sie den Standardordner vom angewendeten
Filter ausschlieBen. Wenn Sie den Standardordner ausschlieBen
mochten, missen Sie mindestens einen Ordnertyp angeben, der
ausgeschlossen werden soll. Sie konnen aber auch mehrere
Ordnertypen angeben.

Zu den Standardordneroptionen gehdren:

Kalender

Kontakte

Geldschte Elemente
Entwurfe
Posteingang

Journal

Hinweise
Postausgang
Gesendete Elemente

Tasks

-exsisfilter attachment <Musterliste>

Mit dieser Option wird festgelegt, dass der angewendete Filter auf dem
Namen des Anhangs basiert, den Sie ausschlieBen méchten, oder auf den
Kriterien (Musterliste), anhand derer der Agent bestimmte Anhdnge
ausschlieBt.

-attsizeexclude <Grof3e>

Mit dieser Option werden Anhdnge ausgeschlossen, die die angegebene
GroéBe Uberschreiten.

Kapitel 5: ca_backup - Sicherungs-Manager-Befehl 79



Datenbankoptionen

Datenbankoptionen fur Exchange-Datenbankebenen

Der ca_backup-Befehl unterstitzt die folgenden Datenbankoptionen fur
Exchange-Datenbankebenen:

ca_backup [-exdb_glosch |[-exdb_full | -exdb_copy | -exdb_incr | -exdb_diff]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-exdb_glosch

Mit dieser Option legen Sie fest, dass die Methode zur global geplanten
Sicherung verwendet wird.

-exdb_full

Mit dieser Option kdnnen Sie eine vollstdndige Sicherung (Sichern des
gesamten Postfachs) durchfiihren.

-exdb_copy

Mit dieser Option kdnnen Sie eine vollstandige Sicherung durchfiihren,
ohne die Protokolldateien zu entfernen.

-exdb_incr

Mit dieser Option kénnen Sie eine Anderungssicherung (Sichern der
Anderungen, die nach der letzten vollstdndigen Sicherung vorgenommen
wurden) durchfiihren.

-exdb_diff

Mit dieser Option kénnen Sie eine Zuwachssicherung (Sichern der
Anderungen, die nach der letzten Sicherung vorgenommen wurden)
durchfihren.
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Datenbankoptionen fur SQL Server

Der ca_backup-Befehl unterstitzt folgende Datenbankoptionen fiir SQL Server:

ca_backup -source [<Hostname>]
[Knotenoptionen]
<-database SQL <Instanzname>>
[[<Datenbankname>] [Datenbankoptionen]]
[-sql_np]
[Datenbankzugriffsoptionen]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-sql_np

Mit dieser Option werden "Named Pipes" als Remote-Protokoll festgelegt.
Mit Hilfe von Named Pipes kdnnen voneinander unabhdngige Prozesse
miteinander kommunizieren. Named Pipes sind die gleichen Named-Pipes-
Mechanismen, die vom Betriebssystem und anderen Programmen fir die
Kommunikation zwischen den Prozessen und fiir den Austausch von
Informationen auf einem einzelnen Rechner oder im gesamten Netzwerk
verwendet werden.

Datenbankoptionen

Dies sind die flir den ermittelten SQL Server-Agent-Typ relevanten und
verfligbaren Datenbankoptionen.

Datenbankzugriffsoptionen

Dies sind die fur den ermittelten SQL Server-Agent-Typ relevanten und
verfligbaren Datenbankzugriffsoptionen.
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Optionen fir SQL Server-Agenten

Der ca_backup-Befehl unterstitzt folgende Optionen fir SQL Server-Agenten:

ca_backup

[-sql_full | -sql_diff | -sql_log <trunc|no_trunc|no_recovery>]
[-sql_log_afterdata <trunc|no_trunc|no_recovery>][-sql_partial]
[-sql_filegroup <Dateigruppenname> [-sql_file <Dateinamel>]...[-
sql_file<bateiname>]]...

[-sql_dbcc [sql_before [continue]] [sql_after] [physical_only] [no_indexes]]
[-sql_checksum]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-sql_full

Mit dieser Option kdnnen Sie eine vollstdandige SQL Server-Sicherung
durchfihren.

-sql_diff

Mit dieser Option kénnen Sie eine SQL Server-Anderungssicherung
durchfihren.

-sql_log
Mit dieser Option kénnen Sie eine Transaktionsprotokollsicherung
durchfihren.
trunc

Mit dieser Option kdnnen Sie festlegen, dass Transaktionsprotokolle
beim Sichern abgeschnitten werden. Dabei werden alle inaktiven
Eintrage aus dem Transaktionsprotokoll entfernt. Wenn das
Transaktionsprotokoll nicht abgeschnitten wird, kénnte es sehr gro3
werden.

no_trunc

Mit dieser Option kénnen Sie festlegen, dass Transaktionsprotokolle
beim Sichern nicht abgeschnitten werden. Dabei werden inaktive
Eintrage nicht aus dem Transaktionsprotokoll entfernt.

no_recovery

Mit dieser Option kénnen Sie festlegen, dass das Protokollende
gesichert wird und die Datenbank im Ladestatus bleibt.

Das Protokollende ist der alteste Teil des Protokolls.
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-sql_log_afterdata

Mit dieser Option kdnnen Sie festlegen, dass das Transaktionsprotokoll
nach der Datenbank gesichert wird.

-sql_partial
Mit dieser Option kdnnen Sie eine Teilsicherung durchfiuhren.
-sql_filegroup <Dateigruppenname>

Mit dieser Option werden die Dateigruppen in der Sitzung angegeben, die
gesichert werden sollen.

-sql_file <Dateiname>

Mit dieser Option werden die Dateien in der Sitzung angegeben, die
gesichert werden sollen.

-sql_dbcc

Mit dieser Option kénnen Sie eine Datenbankkonsistenzpriifung
durchfihren.

sql_before [continue]

Mit dieser Option wird festgelegt, dass vor dem Sichern der Datenbank
eine Datenbankkonsistenzprifung durchgefihrt wird.

Sie kénnen auch festlegen, dass die Sicherung auch dann fortgesetzt
wird, wenn die Datenbankkonsistenzprifung fehlschlagt.

sql_after

Mit dieser Option wird festgelegt, dass nach dem Sichern der
Datenbank eine Datenbankkonsistenzprifung durchgefthrt wird.

physical_only

Mit dieser Option kénnen Sie festlegen, dass nur die physische
Konsistenz der Datenbank Uberpriift wird, um die strukturelle
Integritat aller Objekte in der Datenbank zu prifen.

no_indexes

Mit dieser Option wird die Konsistenzprifung fir die Datenbank ohne
Uberpriifung der Indizes fiir benutzerdefinierte Tabellen ausgefiihrt.

-sql_checksum

Mit dieser Option werden die Prifsummen einbezogen, die von SQL Server
beim Sichern erzeugt wurden.
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Beispiele:
Nachfolgend finden Sie Syntaxbeispiele flir den ca_backup-Befehl fiir die
SQL Server-Datenbank:

m  Mit Hilfe des folgenden Befehls flihren Sie eine vollstandige
Datenbanksicherung aus:

-database SQL <Instanzname> <DB-Name> -sql_full

m  Mit Hilfe des folgenden Befehls fiihren Sie eine Anderungs-
Datenbanksicherung aus:

-database SQL <Instanzname> <DB-Name> -sql_diff

m  Mit Hilfe des folgenden Befehls fiihren Sie eine Datei- oder Dateigruppen-
Datenbanksicherung aus:

-database sSQL <Instanzname> <DB-Name> -sql_filegroup [-sql_file
<Dateiname>. ..]

m  Mit Hilfe des folgenden Befehls fliihren Sie eine
Datenbankprotokollsicherung aus:

-database SQL <Instanzname> <DB-Name> -sql_log[trunc|no_trunc|no_recovery]

Datenbankoptionen fir Sybase Agent

Der ca_backup-Befehl unterstitzt die folgenden Datenbankoptionen fir
Sybase:

ca_backup [-sybase_database|-sybase_transactionlog trunc|-sybase_transactionlog
no_trunc ]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-sybase_database

Mit dieser Option kénnen Sie die Sybase-Datenbankdaten sichern.
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-sybase_transactionlog trunc

Mit dieser Option kénnen Sie festlegen, dass das Transaktionsprotokoll
beim Sichern abgeschnitten wird.

Um die GréBe eines Transaktionsprotokolls zu verringern, kénnen Sie
festlegen, dass das Transaktionsprotokoll beim Sichern abgeschnitten wird.
Wenn der Agent ein Transaktionsprotokoll sichert, ohne es abzuschneiden,
wird es von der letzten erfolgreich ausgefiihrten Protokollsicherung bis zum
derzeitigen Ende des Protokolls gesichert. Die Sicherung schlieBt sowohl
die aktiven als auch die inaktiven Teile der Protokolldatei ein. Wenn Sie
das Protokoll beim Sichern abschneiden mdchten, entfernt der Agent den
inaktiven Teil des Protokolls und schneidet das Protokoll bis zum Anfang
des aktiven Teils ab, der die dlteste offene Transaktion enthalt.

Dies ist die Standardeinstellung.
-sybase_transactionlog no_trunc
Mit dieser Option kénnen Sie festlegen, dass das Transaktionsprotokoll
beim Sichern nicht abgeschnitten wird.
Beispiele:
Nachfolgend finden Sie Syntaxbeispiele flir den ca_backup-Befehl flir die
SYBASE-Datenbank:
m  Mit Hilfe des folgenden Befehls sichern Sie Datenbankdaten.
-database SYBASE <Instanz> <Datenbank> -sybase_database

m  Mit Hilfe des folgenden Befehls schneiden Sie wahrend der Sicherung das
Datenbankprotokoll ab:

-database SYBASE <Instanz> <Datenbank> -sybase_transactionlog trunc

m  Mit Hilfe des folgenden Befehls schneiden Sie wahrend der Sicherung das
Datenbankprotokoll nicht ab:

-database SYBASE <Instanz> <Datenbank> -sybase_transactionlog no_trunc
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Datenbankoptionen fur Informix Agent

Der ca_backup-Befehl unterstitzt die folgenden Datenbankoptionen fur
Informix:

ca_backup
[-ifmx_Tevel <Ebene (0-2)>]

[-ifmx_currentLog | -ifmx_salvagelLogs]

Hinweis: Die Datenbankoptionen fiir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

[-ifmx_level <Ebene (0-2)>]

Mit dieser Option wird die Ebene der durchzufiihrenden Sicherung
angegeben.

m Ebene 0 - Vollstandige Sicherung

m Ebene 1 - Sichern der Anderungen, die nach der letzten Sicherung der
Ebene 0 vorgenommen wurden

m Ebene 2 - Sichern der Anderungen, die nach der letzten Sicherung der
Ebene 1 vorgenommen wurden

Der Agent fiihrt standardmaBig eine Sicherung der Ebene 0 durch.
-ifmx_currentLog

Mit dieser Option kdnnen Sie festlegen, dass das derzeitig aktive logische
Protokoll sowie andere vollstéandige logische Protokolle, die nicht gesichert
wurden, gesichert werden.

-ifmx_salvagelogs

Mit dieser Option kénnen Sie festlegen, dass alle logischen Protokolle
gesichert werden, die sich auf der Festplatte befinden.
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Beispiele:

Nachfolgend finden Sie Syntaxbeispiele flir den ca_backup-Befehl fiir die

Informix-Datenbank:

m  Mit Hilfe des folgenden Befehls sichern Sie Datenbankspeicherplatz.
-database INFORMIX <Instanzname> <DB-Speicherplatzname> -ifmx_level <0-2>

= Mit Hilfe des folgenden Befehls sichern Sie logische Protokolle
(einschlieBlich des aktuellen Protokolls):

-database INFORMIX <Instanzname> #LOGFILE# -ifmx_currentLog
m  Mit Hilfe des folgenden Befehls sichern Sie Protokolle:

-database INFORMIX <Instanzname> #LOGFILE# -ifmx_salvagelLogs

Datenbankoptionen fur VSS-Agenten

Der ca_backup-Befehl unterstiitzt die folgenden Datenbankoptionen flir VSS-
Agenten (Volumenschattenkopie-Dienst):

ca_backup -vss <vss_path>

[-vss_writer

[-transport [retainshadowcopy]]
[-excTudefincludedinthis]
[-excludefexcludedbythis]
[-erroronceffail]

[-method <FULL|INCR|DIFF|COPY|LOG>]]

-vss <vss_path>

Mit dieser Option kdnnen Sie festlegen, dass die auf Writer-Ebene
eingestellten Optionen nur fir den ausgewahlten Writer gelten und globale,
flr VSS-Sicherungen eingestellte Optionen Uberschrieben werden. Sie
missen den Pfad zu dem zu sichernden Dateisystem angeben.

-vss_writer

Mit dieser Option kénnen Sie festlegen, dass die Writer-Optionen
verwendet werden. Der VSS-Sicherungsprozess wird angewiesen, die
Optionen des ausgewdhlten Writers zu verwenden und die anderen Writer-
Sicherungsoptionen zu aktivieren.
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-transport [retainshadowcopy]

Mit dieser Option kénnen Sie festlegen, dass ein transportabler Snapshot
verwendet wird. Dabei wird eine transportable VSS-Sicherung ganzer
Volumes erstellt. Diese Schattenkopie ist eine Spiegelung einer gesamten
LUN-Einheit. Allerdings ist es méglich, die Daten flir bestimmte Volumes
der Einheit wiederherzustellen. Transportable Schattenkopien bieten mehr
Flexibilitat bei der Sicherung und Wiederherstellung Ihrer kritischen
Anwendungen und Dateien, weil sie es erméglichen, dass die
Schattenkopie auf andere Server im gleichen System importiert wird. Die
transportierten Schattenkopie-Volumes kdnnen fir zusatzliche
Bandsicherungen oder zu anderen Zwecken wie Data Mining oder
Software-Entwicklungstests verwendet werden.

StandardmadBig wird die Schattenkopie nach Abschluss der Sicherung
geldscht. Um die Schattenkopie nach dem Sichern beizubehalten, miissen
Sie auBerdem die untergeordnete Option "retainshadowcoy" angeben.

Hinweis: Wenn diese Option verwendet wird, steht nur die vollstandige
Sicherung als Sicherungsmethode zur Verfiigung.

retainshadowcopy

Mit dieser Option kénnen Sie festlegen, dass nach dem Sichern eine
Schattenkopie gespeichert wird. Wahlen Sie diese Option, damit CA
ARCserve Backup das Schattenkopie-Volume nach dem Sichern nicht
I6scht. Die Beibehaltung des transportablen Schattenkopie-Volumes
nach der Sicherung bedeutet, dass das Volume auf ein anderes System
importiert und dort fir andere Zwecke verwendet werden kann.

-excludefincludedinthis

Hiermit kdnnen Sie festlegen, dass Dateien, die sich in diesem Writer
befinden, von allen Dateisystemsicherungen ausgeschlossen werden. Mit
dieser Option werden Dateien, die zu einer Writer-Kkomponente gehdéren,
nicht Uber die herkdmmliche Dateisystemsicherung gesichert. Diese Option
bietet folgende Vorteile:

m  Keine Sicherung von Dateien, die schon lUber VSS gesichert wurden.

m Verarbeitung einer geringeren Anzahl von Dateien und schnellere
Durchflihrung von herkémmlichen Sicherungen durch AusschlieBen von
Dateien

m Effiziente Sicherung durch Beseitigung von Problemen, die mit der
Verarbeitung von Dateien in Gruppen zusammenhangen, wie
beispielsweise die Dateien einer Datenbankanwendung. Bei einer
herkdmmlichen Sicherung kann nicht gewdahrleistet werden, dass alle
Dateien zusammen verarbeitet werden.

Hinweis: Diese Option ist nicht verfligbar, wenn von der Option
"Transportablen Snapshot verwenden" Gebrauch gemacht wird.
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-excludefexcludedbythis

Hiermit kdnnen Sie festlegen, dass Dateien, die ausdricklich von diesem
Writer ausgeschlossen werden, von allen Dateisystemsicherungen
ausgeschlossen werden. Wahlen Sie diese Option, um Dateien, die zu einer
Anwendung gehdren, die nie gesichert wird (z. B. die Auslagerungsdatei
von Windows), von allen Dateisystemsicherungen auszuschlieBen. Jeder
Writer erkennt, ob die zugehdrige Anwendung solche Dateien enthalt. Bei
Auswahl dieser Option kann CA ARCserve Backup diese Informationen fir
die herkémmliche Sicherung nutzen.

Hinweis: Diese Option ist nicht verfligbar, wenn von der Option
"Transportablen Snapshot verwenden" Gebrauch gemacht wird.

-erroronceffail

Mit dieser Option kdénnen Sie festlegen, dass die gesamte Sicherung
beendet wird, wenn eine oder mehr Dateien einer Komponente dieses
Writers nicht erfolgreich gesichert werden kénnen. Wahlen Sie diese
Option, um die Sicherung des ausgewahlten Writers abzubrechen, wenn
die Sicherung einer der zugehérigen Komponenten fehlschlagt. Die
Sicherung von Komponenten schldgt fehl, wenn eine oder mehrere Dateien
der Komponente nicht gesichert werden kénnen.

Durch die Auswahl dieser Option wird sichergestellt, dass alle zu einem
Writer gehdrenden Dateien gesichert werden, bevor die Sicherung als
erfolgreich eingestuft wird, und zwar unabhangig davon, wie viele
Komponenten zu dem Writer gehoéren.

Hinweis: Diese Option ist nicht verfligbar, wenn von der Option
"Transportablen Snapshot verwenden" Gebrauch gemacht wird.

-method <FULL|INCR|DIFF|COPY|LOG>

Mit dieser Option wird die Sicherungsmethode angegeben, die beim
Sichern des ausgewahlten Writers zu verwenden ist.

FULL

Mit dieser Option wird eine vollstandige Sicherung aller mit dem
ausgewadhlten Writer verknipften Dateien durchgeflihrt, unabhangig
davon, wann die Daten zuletzt gedandert wurden. Wenn die Option "-
transport snap-shot" verwendet wird, ist dies die einzige verfligbare
Sicherungsmethode.

INCR

Mit dieser Option wird eine Zuwachssicherung der Dateien
durchgeflihrt, die nach der letzten vollstdndigen Sicherung oder der
letzten Zuwachssicherung geandert wurden. Nach jeder Sicherung
werden die gesicherten Dateien gekennzeichnet, so dass sie beim
nachsten Zuwachssicherungsjob nur dann gesichert werden, wenn sie
geandert wurden. Die Verarbeitung der Sicherungsjobs erfordert mit
dieser Methode sehr viel weniger Zeit.
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DIFF

Mit dieser Option wird eine Anderungssicherung der Dateien
durchgefihrt, die nach der letzten vollsténdigen Sicherung geandert
wurden. Da bei Anderungssicherungsjobs Dateien nicht als gesichert
markiert werden, werden die bei der letzten Anderungssicherung
gesicherten Dateien nochmals gesichert. Die Verarbeitung der
Sicherungsjobs dauert mit dieser Methode langer.

COPY

Mit dieser Option werden alle vom Writer einbezogenen Dateien
gesichert, jedoch nicht als gesichert gekennzeichnet. Wahlen Sie diese
Option aus, um eine vollstandige Sicherung Ihrer Daten
durchzufiihren, ohne bestehende Zuwachs- oder
Anderungssicherungen zu unterbrechen.

LOG

Mit dieser Option werden nur die Protokolldateien gesichert, die zu
dem ausgewdhlten Writer gehéren.

Datenbankoptionen fur Lotus-Agenten

Der ca_backup-Befehl unterstiitzt die folgenden Datenbankoptionen fiir Lotus-
Agenten:

ca_backup -source [<Hostname> [<Host-IP>]] [Knotenoptionen]

-database LOTUS <Lotus-Instanz_Hostname> [<Lotus-Datenbankdateiname>]
[-lotusfilter <include|exclude> <file|dir <Muster>>]
[Datenbankoptionen]

Hinweis: Die Datenbankoptionen fir ca_backup werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

Lotus-Instanz_Hostname

Hiermit wird der Name des Hosts angegeben, auf dem Lotus Domino
installiert ist.

Lotus-Datenbankdateiname

Hiermit wird der Dateiname der zu sichernden Lotus-Datenbank
angegeben.

-lotusfilter <include|exclude> <file|dir <Muster>>

Hiermit werden die Filter angegeben, die auf den Sicherungsjob
angewendet werden. Mit diesen Filtern kénnen Sie bestimmte Dateien und
Verzeichnisse in bzw. aus Sicherungsjobs ein- bzw. ausschlieBen.
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Zielargumente

Ein Sicherungsziel ist das Verzeichnis, in dem die ausgewahlten
Sicherungsdateien gespeichert werden sollen. Nach der Auswahl der zu
sichernden Objekte missen Sie das Ziel und die Zieloptionen flr den
Sicherungsjob auswahlen.

Der ca_backup-Befehl unterstitzt die folgenden Zielargumente:

ca_backup

[-group <Gruppenname>]

[-tape <Bandname>]

[-mediapool <Bestandsname>]

[-multiplextape [<Anzahl der Streams (1-32)>]-muxChunkSize <GroRe in MB (1-
16)>]

[-multistream [<maximale Anzah1 an Streams (1-32)>]

[-dddpurgedata [<full|diff|incr> <wochen> <Tage> <Stunden> <Minuten>]]

-group <Gruppenname>

Gibt die Datentragergruppe an, die fiir den Sicherungsjob verwendet
werden soll.

-tape <Bandname>

Gibt den Namen des Datentragers an, der fir den Sicherungsjob
verwendet werden soll.

-mediapool <Bestandsname>

Gibt den Datentragerbestand an, der fir den Sicherungsjob verwendet
werden soll.

Hinweis: Wenn die Zielgruppe oder die Staging-Gruppe eine
Deduplizierungsgruppe ist, kénnen Sie den Schalter "-mediapool" nicht
angeben.

Kapitel 5: ca_backup - Sicherungs-Manager-Befehl 91



Zielargumente

-multiplextape [ <Anzahl der Streams (1-32)>]

Mit diesem Argument wird festgelegt, dass der Sicherungsjob mit
aktivierter Multiplexing-Option Gbergeben wird.

Beim Multiplexing werden Daten aus verschiedenen Quellen gleichzeitig auf
denselben Datentrager geschrieben. Wenn die Multiplexing-Option aktiviert
ist, werden Jobs mit mehreren Quellen bei der Ubermittlung in
untergeordnete Jobs aufgeteilt, wobei jede Quelle einen untergeordneten
Job hat. Diese untergeordneten Jobs schreiben ihre Daten gleichzeitig auf
denselben Datentrager.

Bei der Verwendung von Multiplexing kénnen Sie die maximale Anzahl an
Streams festlegen, die gleichzeitig auf ein Band schreiben kénnen. Die
Standardeinstellung betragt vier Streams. Es sind Einstellungen zwischen 1
und 32 Streams madglich.

-muxChunkSize <GroBe in MB (1-16)>

Gibt die Multiplexing-Chunk-GréBe an. Die Chunk-GréBe bestimmt die
Menge der im Laufe einer Sitzung geschriebenen zusammenhangenden
Daten, bevor die Daten einer weiteren Sitzung mit Hilfe von
Multiplexing gesichert werden. Je hdher dieser Wert, desto schneller
findet die Wiederherstellung auf einigen Laufwerken statt. Dies geht
allerdings zu Lasten des Speicherplatzes wahrend der Sicherung.

Die StandardgroBe ist 1 MB. Es sind Einstellungen zwischen 1 und
16 MB mdglich.

-multistream [ <maximale Anzahl der Streams (1-32)>]

Mit diesem Argument wird festgelegt, dass der Sicherungsjob mit
aktivierter Multistreaming-Option tibergeben wird.

Mit Hilfe von Multistreaming kdnnen Sie alle verfliigbaren Bandgerate auf
dem System nutzen, indem ein einzelner Sicherungsjob in mehrere Jobs
aufgeteilt wird und alle Bandgerate verwendet werden. Somit wird der
Durchsatz der Sicherung im Vergleich zum sequenziellen Verfahren erhéht.

Bei der Verwendung von Multistreaming kdnnen Sie die maximale Anzahl
an Streams festlegen, die gleichzeitig auf ein Band schreiben kénnen. Die
Standardeinstellung betragt vier Streams. Es sind Einstellungen zwischen 1
und 32 Streams maglich.
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-dddpurgedata [ <full|diff|incr> <Wochen> <Tage> <Stunden>
<Minuten>]

Gibt an, dass dem Deduplizierungsgerat, das fir einen Nicht-Staging-Job
verwendet wird, fir die angegebene Sicherungsmethode (vollstédndige
Sicherung, Anderungssicherung oder Zuwachssicherung)
Entfernungsrichtlinien fir Deduplizierungsgerate hinzugefligt werden
sollen.

<Wochen> <Tage> <Stunden> <Minuten>

Gibt an, wie lange (in Wochen, Tagen, Stunden und Minuten) gewartet
werden soll, bis das Gerat entfernt wird.

Planargumente

Der ca_backup-Befehl ist eine Mdglichkeit, die Planmethoden fir den
Sicherungsjob anzugeben. Die ausgewdhlte Methode bestimmt, wann die
Sicherungen durchgefiihrt werden, welche Art von Sicherung an bestimmten
Tagen erfolgen soll und in welcher Weise die Sicherungsdatentrager rotieren.
Die drei Planmethoden, zwischen denen Sie wahlen kénnen, sind:
Benutzerdefinierter Ablaufplan, Rotationsplan und GFS-Rotationsplan.

Fur die folgenden ca_backup-Planargumente deutet "incr" auf eine
Zuwachssicherung und "diff" auf eine Anderungssicherung hin.

Hinweis: Wenn ein Job, der von einem ca_backup-Befehl ibergeben wurde,
eine Stunde spater als zur geplanten Zeit ausgefihrt wird, muss
mdoglicherweise das Startdatum in der Sommerzeit geandert werden. Um dies
zu verhindern, missen Sie das Betriebssystem aktualisieren, indem Sie den
Microsoft-Patch flir die Sommerzeit installieren. Weitere Informationen
erhalten Sie online im Microsoft Daylight Saving Time Help and Support
Center.

Der ca_backup-Befehl unterstitzt die folgenden Planargumente:
Benutzerdefinierter Ablaufplan

Der ca_backup-Befehl unterstiitzt folgende Filteroptionen:

ca_backup [-custom
-repeat <Monate> <Tage> <Stunden> <Minuten>]
-excludeday <Sun|Mon|Tue|Wed|Thu|Fri|Sat>*]
-method <incr|diff|full-clear|full-keep>]
-retrymissed_at <hh:mm:ss>|-retrymissed_after <Minuten> [-
retrymissed_maxtimes <Anzahl1>]]
-worm]
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-custom

Geben Sie an, dass es sich bei dem Planungstyp des Sicherungsjobs um
einen benutzerdefinierten Ablaufplan handelt. Dieser Typ wird
standardmaBig fur Sicherungsjobs verwendet.

-repeat <Monate> <Tage> <Stunden> <Minuten>

Verwenden Sie diesen Schalter mit "-custom". Geben Sie ein
Wiederholungsintervall fiir den Sicherungsjob an. StandardmaBig ist kein
Wiederholungsintervall festgelegt, und ein Job wird nur einmal ausgefthrt.
Geben Sie ein Wiederholungsintervall an, so dass der Job alle x
Minuten/Stunden/Tage/Monate ausgefiihrt wird. Die Syntax des Befehls
erfordert die Angabe eines Wertes flr alle Felder flir Monat, Tag, Stunde
und Minuten.

Beispiel: Wenn Sie einen Job planen mdchten, der taglich alle 2 Stunden
wiederholt werden soll, geben Sie Folgendes ein: ca_backup - custom -
repeat 01 2 0.

-excludeday <Sun|Mon|Tue|Wed| Thu|Fri|Sat>

Zur gemeinsamen Verwendung mit "-custom". SchlieBt bestimmte Tage
von der Wiederholung eines Sicherungsjobs aus.

-method <incr|diff|full-clear|full-keep>

Gibt die Methode flir den Sicherungsjob mit dem benutzerdefinierten
Ablaufplan an.

incr
Mit dieser Option kdnnen Sie eine Zuwachssicherung durchfihren.

Dabei werden nur die Dateien gesichert, deren Archivbits nach der
letzten vollstandigen Sicherung oder letzten Zuwachssicherung
festgelegt wurden. Nach jeder Sicherung werden die Archivbits neu
gesetzt, so dass die Dateien bei der nachsten Zuwachssicherung nicht
gesichert werden.

diff
Mit dieser Option kénnen Sie eine Anderungssicherung durchfiihren.

Dabei werden nur die Dateien gesichert, deren Archivbits nach der
letzten vollstandigen Sicherung festgelegt wurden. Da bei
Anderungssicherungen die Archivbits der Dateien nicht geléscht
werden, werden die bei der letzten Anderungssicherung gesicherten
Dateien nochmals gesichert. Bei dieser Sicherungsmethode wird fir die
Verarbeitung der Sicherungsjobs mehr Zeit benétigt als bei der
Zuwachssicherung. Diese Strategie ist jedoch beim Wiederherstellen
von Servern und Workstations weniger aufwandig, da Sie
moglicherweise weniger Datentrager zum Wiederherstellen Ihrer
Rechner bendtigen.

94 Referenzhandbuch fUr die Befehlszeile



Planargumente

full-clear

Mit dieser Option kénnen Sie immer dann eine vollstandige Sicherung
durchflihren, wenn der Job wiederholt wird, und das Archivbit I6schen.

full-keep

Mit dieser Option kdnnen Sie immer dann eine vollstandige Sicherung
durchfiihren, wenn der Job wiederholt wird, und das Archivbit
beibehalten.

-retention <Tage>

Gibt die Verweildauer der Datentrager (in Tagen) fir den erstellten
Datentragerbestand an.

-retrymissed_at <hh:mm:ss>

Sichert oder kopiert alle Gibersprungenen Ziele zum angegebenen
Zeitpunkt. Wenn die Datei immer noch nicht verfligbar ist, werden diese
Informationen von CA ARCserve Backup in das Aktivitatsprotokoll
aufgenommen und der Job wird als "Unvollsténdig" gekennzeichnet.

-retrymissed_after <Minuten>

Sichert oder kopiert alle libersprungenen Ziele zur angegebenen Anzahl
von Minuten, nachdem alle anderen Quelldateien gesichert wurden. Wenn
die Datei immer noch nicht verfiligbar ist, werden diese Informationen von
CA ARCserve Backup in das Aktivitatsprotokoll aufgenommen und der Job
wird als "Unvollstandig" gekennzeichnet.

-retrymissed_maxtimes <Anzah/l>
Gibt an, wie oft versucht wird, die Datei zu sichern oder zu kopieren.
-worm

Mit dieser Option wird festgelegt, dass die WORM-Option (Write Once Read
Many) verwendet werden soll, um auf alle Regeln fliir benutzerdefinierte
Ablaufplane Datenschutz anzuwenden. Wenn diese Option aktiviert ist,
hangt CA ARCserve Backup die Sicherungssitzungen an die auf dem
Datentrager vorhandenen Daten an, da ein WORM-Datentrager nicht
Uberschrieben oder geléscht werden kann.

Wichtig! CA ARCserve Backup untersttlitzt die Verwendung von WORM-
Datentragern fir Multiplexing-Jobs nicht. Dies hat zur Folge, dass die
Rotationsplanoption "-worm" deaktiviert wird, wenn Sie den Schalter "-
multiplextape" als Zieloption angeben.

Hinweise:

m  Wenn sich ein Sicherungsjob tiber mehrere Bander erstreckt und es
sich bei den Datentragern um WORM-Datentrager handelt, bendtigt CA
ARCserve Backup WORM-Datentrager, um den Job abzuschlieBen.
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- Wenn kein leerer WORM-Datentrager, jedoch ein leerer WORM-
fahiger DLT-Datentrager verfiigbar ist, konvertiert CA ARCserve
Backup den leeren DLT-Datentrager automatisch in einen DLT
WORM-Datentrager und schlieBt dann den Sicherungsjob ab.

- Wenn fir die Fortsetzung eines WORM-Jobs kein WORM-
Datentrager zur Verfiigung steht, konvertiert CA ARCserve Backup
beschriebene Datentrager nicht in WORM-Datentrager.

m Wenn Sie einen Sicherungsjob ausfiihren, bei dem die Option "WORM-
Datentrager verwenden" angegeben ist und kein WORM-Datentrager
verfligbar ist, kann CA ARCserve Backup fiir den Job leere WORM-
fahige Datentrager in WORM-Datentrdager konvertieren.

Rotationsplan

Der ca_backup-Befehl unterstiitzt folgende Rotationsplanoptionen:

ca_backup [-rotation
[-mediapool <Datentradgerbestandsname>]
-jobunit <full|diff|incr|off> <append|overwrite> <Datentragername>[ds]]
-saveset <Anzahl an Bandern>]
-retention <Tage>]
-retrymissed_at <hh:mm:ss>|-retrymissed_after <Minuten> [-
retrymissed_maxtimes <Anzahl1>]]
-exception <full|diff|incr|off> <append|overwrite> <mm/tt/jjl[jjl>]
-method <incr|diff|full>]
-worm]

-rotation

Mit dieser Option wird der Plantyp eines Sicherungsjobs als Rotationsplan
festgelegt.

-mediapool <Datentrdgerbestandsname>

Gibt den flr die Sicherung zu verwendenden Datentragerbestand an. Der
Schalter muss zusammen mit dem Schalter "-rotation" oder "-custom"
verwendet werden.

m Mit "-rotation" wird der von Ihnen eingegebene Datentragerbestand
neu erstellt und mit diesem Rotationsjob verknupft.

m  Wenn Sie diese Option mit "-custom" verwenden, muss der von Ihnen
eingegebene Datentragerbestandsname bereits vorhanden sein.

Hinweis: Wenn die Zielgruppe oder die Staging-Gruppe eine
Deduplizierungsgruppe ist, kdnnen Sie den Schalter "-mediapool" nicht
angeben.
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-jobunit <full|diff|incr|off> <append|overwrite> <Datentragername>
[ds]

Jede Jobeinheit stellt im Rotationsplan einen Tag dar, von Sonntag bis
Samstag. Sie kénnen zwar jeden Tag anpassen, es gibt aber bestimmte
Einschrankungen. So dirfen Sie beispielsweise nicht Zuwachs- und
Anderungssicherungen im selben Rotationsplan kombinieren. Der erste -
jobunit-Schalter ist fir Sonntag, der nachste fur Montag usw. Der Benutzer
muss alle Wochentage bericksichtigen, also werden 7 -jobunit-Schalter
bendtigt. StandardmaBig werden Tage, die nicht durch einen -jobunit-
Schalter vertreten sind, deaktiviert. Am entsprechenden Tag findet keine
Sicherung statt. Der Benutzer hat die Mdglichkeit, den -jobunit-Schalter
nicht anzugeben, um den Rotationsplan auf die standardmaBige 5-tagige
Zuwachssicherung mit einer vollstandigen Sicherung am Freitag
einzustellen. Der gleiche Plan wird auch im Frontend-Sicherungs-Manager
angezeigt.

ds

Hiermit wird bei der taglichen Sicherung eines Rotationsjobs oder eines
GFS-Rotationsjobs ein Staging ermdglicht.

Wenn ein Rotationsjob mit dem Befehl "ca_backup -diskstage"
gestartet wird, muss jede Jobeinheit innerhalb des Rotationsjobs "ds"
als Parameter enthalten, damit die Disk-Staging-Funktion aktiviert
wird. Wenn Sie den Parameter "ds" nicht einfligen, werden die Daten
fur die Sicherungssitzungen nicht an das Staging-Gerat gesendet.

Beispiel: Um einen vollsténdigen Disk-Staging-Sicherungsjob zu
planen, der jeden Montag fir "mein_job" ausgefiihrt werden soll,
verwenden Sie den folgenden Befehl:

-jobunit off -jobunit full overwrite mein_job ds -jobunit off -jobunit
off -jobunit off -jobunit off -jobunit off

Hinweis: Jede Jobeinheit stellt im Rotationsplan einen Tag dar, von
Sonntag bis Samstag.

-saveset <Anzahl von Bandern>

Verwenden Sie diesen Schalter zusammen mit "-rotation". Gibt die
Mindestanzahl an Datentragern an, die im Speichersatz des erstellten
Datentragerbestands vorhanden sein muss.

-retention <Tage>

Gibt die Verweildauer der Datentrager (in Tagen) flir den erstellten
Datentragerbestand an.

-retrymissed_at <hh:mm:ss>

Sichert oder kopiert alle Gibersprungenen Ziele zum angegebenen
Zeitpunkt. Wenn die Datei immer noch nicht verfligbar ist, werden diese
Informationen von CA ARCserve Backup in das Aktivitatsprotokoll
aufgenommen und der Job wird als "Unvollstandig" gekennzeichnet.
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-retrymissed_after <Minuten>

Sichert oder kopiert alle tibersprungenen Ziele zur angegebenen Anzahl
von Minuten, nachdem alle anderen Quelldateien gesichert wurden. Wenn
die Datei immer noch nicht verfliigbar ist, werden diese Informationen von
CA ARCserve Backup in das Aktivitatsprotokoll aufgenommen und der Job
wird als "Unvollstandig" gekennzeichnet.

-retrymissed_maxtimes <Anzah/l>
Gibt an, wie oft versucht wird, die Datei zu sichern oder zu kopieren.

Die mdglichen Werte fir diese Option sind 1 bis 12 Versuche.

-exception <full|diff|incr|off> <append|overwrite> <mm/tt/jj[jj]>

Gibt eine Ausnahmebedingung vom regularen Rotationsplan an. Diese
Funktion ist nitzlich bei Feiertagen oder anderen Ereignissen, wenn ein
anderes Sicherungsverhalten erforderlich ist.

-worm

Gibt an, dass die WORM-Option (Write Once Read Many) verwendet
werden soll, um den Datenschutz fir alle Rotationsplanregeln zu
Ubernehmen. Wenn diese Option aktiviert ist, hangt CA ARCserve Backup
die Sicherungssitzung an die auf dem Datentrager vorhandenen Daten an,
da ein WORM-Datentrager nicht Gberschrieben oder geldéscht werden kann.

Wichtig! CA ARCserve Backup unterstlitzt die Verwendung von WORM-
Datentragern fur Multiplexing-Jobs nicht. Dies hat zur Folge, dass die
Rotationsplanoption "-worm" deaktiviert wird, wenn Sie den Schalter "-
multiplextape" als Zieloption angeben.

Hinweise:

m  Wenn sich ein Sicherungsjob Gber mehrere Bander erstreckt und es
sich bei den Datentrdgern um WORM-Datentrager handelt, benétigt CA
ARCserve Backup WORM-Datentrager, um den Job abzuschlieBen.

- Wenn kein leerer WORM-Datentrager, jedoch ein leerer WORM-
fahiger DLT-Datentrager verflugbar ist, konvertiert CA ARCserve
Backup den leeren DLT-Datentrager automatisch in einen DLT
WORM-Datentrager und schlieBt dann den Sicherungsjob ab.

- Wenn fir die Fortsetzung eines WORM-Jobs kein WORM-
Datentrager zur Verfligung steht, konvertiert CA ARCserve Backup
beschriebene Datentrager nicht in WORM-Datentrdger.

m  Wenn Sie einen Sicherungsjob ausfiihren, bei dem die Option "WORM-
Datentrager verwenden" angegeben ist und kein WORM-Datentrager
verfligbar ist, kann CA ARCserve Backup fiir den Job leere WORM-
fahige Datentrager in WORM-Datentrager konvertieren.
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GFS-Rotationsplan

Der ca_backup-Befehl unterstutzt folgende GFS-Rotationsplanoptionen:

ca_backup [-gfsrotation

-mpoolprefix <Prafix des Datentragerbestands>]

-jobunit <full|diff|incr|off>[ds]]

-preservedaily <Anzahl an Bandern>]

-preserveweekly<Anzahl an Bandern>]

-preservemonthly <Anzahl an Bdndern>]

-retrymissed_at <hh:mm:ss>|-retrymissed_after <Minuten> [-
retrymissed_maxtimes <Anzahl1>]]

-exception <full|diff|incr|off> <mm/tt/jj[jj1>]

-method <incr|diff]|full>]

-worm [daily] [weekly] [monthly]]

-gfsrotation

Gibt als Planungstyp fiir einen Sicherungsjob den GFS-Rotationsplan
(Grandfather-Father-Son) an.

-mpoolprefix <Préfix des Datentrdgerbestands>

Verwenden Sie diesen Schalter zusammen mit "-gfsrotation" als Prafix fir
die Benennung dreier Datentrdagerbestande (Taglich, Wéchentlich und
Monatlich), die zu erstellen und diesem GFS-Rotationsjob zuzuordnen sind.

Lautet das Prafix beispielsweise GFSJOB1, werden die folgenden 3
Bestande erstellt: GFSJOB1_DLY, GFSJOB1_WLY, GFSJOB1_MLY.

Hinweis: Wenn die Zielgruppe oder die Staging-Gruppe eine
Deduplizierungsgruppe ist, kdnnen Sie den Schalter "-mpoolprefix" nicht
angeben.

-jobunit <full|diff|incr|off>

Siehe Beschreibung zum Rotationsplan. Jedoch diirfen hier die Argumente
fur die GFS-Rotation nur die Art der Sicherung angeben, die am
ausgewahlten Datum stattfindet.

-preservedaily <Anzahl an Biandern>

Verwenden Sie diesen Schalter zusammen mit "-gfsrotation”, um die
Mindestanzahl der Datentrdger anzugeben, die im Speichersatz des
taglichen Datentrégerbestands beibehalten werden missen.

-preserveweekly <Anzahl an Biandern>

Verwenden Sie diesen Schalter mit "-gfsrotation", um die Mindestanzahl
der Datentrdager anzugeben, die im Speichersatz des wdchentlichen
Datentragerbestands beibehalten werden muissen.
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-preservemonthly <Anzahl an Biandern>

Verwenden Sie diesen Schalter zusammen mit "-gfsrotation”, um die
Mindestanzahl der Datentrager anzugeben, die im Speichersatz des
monatlichen Datentragerbestands beibehalten werden missen.

-retrymissed_at <hh:mm:ss>

Sichert oder kopiert alle Gibersprungenen Ziele zum angegebenen
Zeitpunkt. Wenn die Datei immer noch nicht verfiigbar ist, werden diese
Informationen von CA ARCserve Backup in das Aktivitatsprotokoll
aufgenommen und der Job wird als "Unvollstéandig" gekennzeichnet.

-retrymissed_after <Minuten>

Sichert oder kopiert alle tibersprungenen Ziele zur angegebenen Anzahl
von Minuten, nachdem alle anderen Quelldateien gesichert wurden. Wenn
die Datei immer noch nicht verfiigbar ist, werden diese Informationen von
CA ARCserve Backup in das Aktivitatsprotokoll aufgenommen und der Job
wird als "Unvollstandig" gekennzeichnet.

-retrymissed_maxtimes <Anzahl>
Gibt an, wie oft versucht wird, die Datei zu sichern oder zu kopieren.
Die moglichen Werte fir diese Option sind 1 bis 12 Versuche.
-exception <full|diff|incr|off> <mm/tt/jj[jj]>

Siehe Beschreibung zum Rotationsplan. Jedoch dirfen hier die Argumente
fur die GFS-Rotation nur die Art der Sicherung angeben, die am
Ausnahmedatum stattfindet.

-worm [daily] [weekly] [monthly]

Gibt an, dass die WORM-Option (Write Once Read Many) verwendet
werden soll, um den Datenschutz fur alle GFS-Rotationsplanregeln zu
ubernehmen. Wenn diese Option aktiviert ist, hangt CA ARCserve Backup
die Sicherungssitzung an die auf dem Datentrager vorhandenen Daten an,
da ein WORM-Datentrdger nicht Gberschrieben oder geléscht werden kann.
Wenn diese Option aktiviert ist, konnen Sie ebenfalls angeben, dass die
WORM-Datentrageroption fir tagliche, wéchentliche und monatliche GFS-
Rotationsjobs verwendet werden soll.

Wichtig! CA ARCserve Backup untersttlitzt die Verwendung von WORM-
Datentragern fir Multiplexing-Jobs nicht. Dies hat zur Folge, dass die
Rotationsplanoption "-worm" deaktiviert wird, wenn Sie den Schalter "-
multiplextape" als Zieloption angeben.

Hinweise:

m  Wenn sich ein Sicherungsjob tiber mehrere Bander erstreckt und es
sich bei den Datentragern um WORM-Datentrager handelt, benétigt CA
ARCserve Backup WORM-Datentrager, um den Job abzuschlieBen.
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- Wenn kein leerer WORM-Datentrager, jedoch ein leerer WORM-
fahiger DLT-Datentrager verfiigbar ist, konvertiert CA ARCserve
Backup den leeren DLT-Datentrager automatisch in einen DLT
WORM-Datentrager und schlieBt dann den Sicherungsjob ab.

- Wenn fir die Fortsetzung eines WORM-Jobs kein WORM-
Datentrager zur Verfigung steht, konvertiert CA ARCserve Backup
beschriebene Datentrager nicht in WORM-Datentrager.

m  Wenn Sie einen Sicherungsjob ausfiihren, bei dem die Option "WORM-
Datentrager verwenden" angegeben ist und kein WORM-Datentrager
verfligbar ist, kann CA ARCserve Backup fliir den Job leere WORM-
fahige Datentrager in WORM-Datentrdager konvertieren.

Argumente fur das Ausfuhren von Jobs

Der Befehl "ca_backup" stellt Argumente flir das Ausflihren von Jobs zur
Verfligung, mit denen Sie die Methoden fiir das Ausfiihren von Sicherungsjobs
festlegen kdnnen. Mit diesen Optionen fir "ca_backup" kénnen Sie den
Sicherungsjob sofort ausfiihren, ihn aussetzen oder ihn flir einen spéateren
Zeitpunkt einplanen. Fir welche Methode Sie sich entscheiden, bestimmt wann
der Sicherungsjob ausgefihrt wird.

Wichtig! Um sicherzustellen, dass alle Jobs zur geplanten Zeit starten,
mussen Sie die Systemzeit des Mitgliedsservers mit der Systemzeit des
entsprechenden Primarservers synchronisieren. Verwenden Sie den Windows-
Zeitdienst, um die Zeit auf allen ARCserve-Servern Ihrer Domane zu
synchronisieren.

Der ca_backup-Befehl unterstitzt die folgenden Argumente zum Ausfihren
von Jobs:

ca_backup
[-at <hh:mm>]
[-on <mm/tt/3j[331>]
[-hold | -runjobnow]
[-description <Beschreibung>]

-at <hh:mm>
Geben Sie den Zeitpunkt fiir die Ausfiihrung des Sicherungsjobs an.

Hinweis: Alle geplanten Zeiten fiir CA ARCserve Backup-Jobs basieren auf
der Zeitzone, in der sich der CA ARCserve Backup-Server befindet.
Befindet sich der Agent-Rechner in einer anderen Zeitzone als der CA
ARCserve Backup-Server, missen Sie die entsprechende Ortszeit
berechnen, zu der der Job ausgefiihrt werden soll.
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-on <mm/tt/jj[jj]>
Geben Sie das Datum fir die Ausfihrung des Sicherungsjobs an.
-hold

Hiermit wird der Sicherungsjob mit dem Status "Ausgesetzt" in die
Warteschlange gestellt.

-runjobnow

Hiermit wird der Sicherungsjob sofort libergeben und ausgefuhrt.
-description <Beschreibung>

Fligt dem Job Kommentare hinzu.

Hinweis: Sie mlissen zur Verarbeitung von Zeichenfolgen und Leerzeichen
doppelte Anfihrungszeichen "" verwenden.

Staging-Optionen

Der Staging-Befehl "ca_backup" ermdéglicht das Sichern in einen Staging-
Bereich und das anschlieBende Migrieren (oder Kopieren) der Daten auf ein
endguiltiges Ziel (normalerweise ein Band) mit Hilfe von zwei Methoden.

m  Der Befehl "-diskstage" verwendet eine Festplatte als Staging-Bereich und
wird auch als B2D2T-Option (Backup to Disk to Tap) bezeichnet.

m  Der Befehl "-tapestage" verwendet eine Bandbibliothek oder eine virtuelle
Bandbibliothek als Staging-Bereich und wird auch als B2T2T-Option
(Backup to Tape to Tape) bezeichnet.

Jeder Staging-Befehl umfasst bestimmte Optionen, mit denen das Verhalten
von CA ARCserve Backup wahrend des Sicherungsvorgangs gesteuert werden
kann.
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Disk-Staging-Optionen

Mit dem Befehl "ca_backup -diskstage" kénnen Sie Daten auf eine Festplatte
(Staging-Bereich) sichern. AnschlieBend kénnen Sie diese auf der Grundlage
von ausgewdhlten Richtlinienoptionen zum endgliltigen Ziel (Band oder
Festplatte) migrieren (kopieren). Die Daten kdénnen nach einem festgelegten
Zeitraum auch automatisch aus dem Staging-Bereich entfernt werden. Die
Disk Staging Option ermdglicht Ihnen gegebenenfalls auch die direkte
Wiederherstellung der Daten aus dem Staging-Bereich.

Hinweis: Tritt eine der folgenden Fehlerbedingungen ein, fihrt CA ARCserve
Backup keinen Staging-Sicherungsjob aus.

m  Wenn als Gruppenname "*", Null oder ein glltiger Gruppenname
angegeben wurde, die Gruppe jedoch keine Staging-Gruppe ist, fordert CA
ARCserve Backup Sie zur Eingabe eines glltigen Namens flir die Disk-
Staging-Gruppe auf.

m  Sie haben die Disk Staging Option nicht lizenziert und versuchen, mehr als
maximal zwei gleichzeitige Streams festzulegen.

m  Kopierrichtlinien und -DONOTCOPY wurden angegeben.

m  Fir einen Disk-Staging-Job ist Multistreaming oder Multiplexing festgelegt.
CA ARCserve Backup unterstiitzt Multistreaming nur bei Disk-Staging-
Sicherungsjobs.

m  Die endgliltige Gerategruppe des Ziels ist eine Disk-Staging-Gerdtegruppe.

Der Befehl "ca_backup -diskstage" verfligt Giber das folgende Format:

ca_backup -diskstage
[Verschiedene Optionen]
[Vollstadndige Sicherungsrichtlinie]
[Richtlinie fir Anderungs-/zuwachssicherung]
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Verschiedene Disk-Staging-Optionen

Der Befehl "ca_backup -diskstage" enthalt verschiedene Optionen, die dazu
dienen grundlegende Richtlinien und Parameter fir CA ARCserve Backup
festzulegen, die wahrend eines Disk-Staging-Sicherungsjobs verwendet
werden.

Der Befehl "ca_backup -diskstage " untersttlitzt die folgenden verschiedenen
Optionen:

ca_backup -diskstage <Gruppenname>

[-maxstreams <Maximale Anzahl an Streams (1-32)>]

[-chunkSize <GroRe in MB (1-16)>]

[-purgeFailedsessions]

[-purgeCancelledSessions]

[-makeupJobToTape]

[-createDMIMakeupJobOnHol1d]

[-1eaveCatalogsonDisk]

[-consolidate
[-consolidate_mediaprefix <Prdfix des Datentragers>]
[-consolidate_mediapoolprefix <Prafix des Datentrdgerbestands>]
[-consolidate_copymethod <append|overwrite>]]

-diskstage <Gruppenname>

Legt fest, dass der Sicherungsjob Staging-Funktionen verwendet, und gibt
den Namen der Disk-Staging-Gerategruppe an.

-maxStreams <maximale Anzahl an Streams (1-32)>

Legt fest, wie viele Streams CA ARCserve Backup beim Ausflihren des
Sicherungsjobs auf das Staging-Gerat verwendet.

Die Standardeinstellung betrdgt vier Streams. Es sind Einstellungen
zwischen 1 und 32 Streams madglich.

-chunkSize <GréBe in MB (1-16)>

Weist CA ARCserve Backup wahrend einer Staging-Sicherung an, die Daten
zum Schreiben auf Festplatte in kleinere Blocke (oder Teiljobs) aufzuteilen.
Sie missen die maximale GroBe bzw. Datenmenge (in MB) fir die
einzelnen Chunks festlegen.

Die Standard-Chunk-GroBe liegt bei 1 MB, und es sind Einstellungen
zwischen 1 und 16 MB madglich.

-purgefailedsessions

Weist CA ARCserve Backup an, eine Sitzung umgehend zur Ldschung (von
Festplatte entfernt) zu kennzeichnen, wenn diese wahrend der Sicherung
auf Festplatte (Staging) fehlschlagt. So kann Festplattenplatz
schnellstmdglich wieder verwendet werden.
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-purgecancelledsessions

Weist CA ARCserve Backup an, eine Sitzung umgehend zur Ldschung (von
Festplatte entfernt) zu kennzeichnen, wenn diese wahrend der Sicherung
auf Festplatte (Staging) abgebrochen wird. So kann Festplattenplatz
schnellstmdéglich wieder verwendet werden.

-makeupjobtotape

Wenn wdhrend einer Sicherung auf Festplatte (Staging) ein Fehler auftritt,
weil die Festplatte voll ist, veranlasst dieser Befehl die Erstellung eines
Erganzungsjobs, der die Sicherung direkt auf den endguiltigen
Zieldatentrager (Band) durchfiihrt. Dies erhdht die Wahrscheinlichkeit
einer erfolgreichen Sicherung auch bei voller Festplatte.

-createdmjmakeupjobonhold

Wenn wahrend eines Datenmigrationsjobs (DMJ) ein Datentrager- oder
Bandfehler auftritt, wird automatisch ein Erganzungsjob mit dem Status
"Ausgesetzt" erstellt. Sie missen daher keinen tapecopy-Job erstellen.
Sobald der Laufwerks- oder Datentragerfehler behoben ist, missen Sie nur
den Status des Ergdanzungsjobs von "Ausgesetzt" in "Bereit" andern, um
die Migration (Festplatte auf Band) auszufiihren.

-leaveCatalogsOnDisk

Weist CA ARCserve Backup an, dass die Katalogdateien auf der Festplatte
verbleiben sollen. Verwenden Sie diese Option, um die Katalogdateien auf
dem Staging-Gerat im Verzeichnis CATALOG.DB zu speichern.

-migrationpassword <Kennwort>

Legt das Migrationskennwort fest und weist CA ARCserve Backup an, die
Daten wdhrend des Migrationsvorgangs (Kopiervorgangs) zu verschliisseln.
Sie mussen ein Kennwort angeben, um eine sichere Migration zu
ermoglichen.

Hinweis: Wenn die Daten wahrend des Sicherungsvorgangs verschliisselt
wurden, wird CA ARCserve Backup nicht versuchen, die Daten flir den
Migrationsvorgang erneut zu verschlisseln.
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-consolidate

Ermdglicht die Konsolidierung von Daten von verschiedenen
Sicherungsjobs auf ein Band wahrend des Migrationsvorgangs
(Kopiervorgangs). So kdnnen Sie das Verwenden von Speicherplatz auf
dem Band optimieren, wahrend die Daten kopiert werden.

Sie kdnnen zur Steuerung der Datenkonsolidierung untergeordnete
Parameterschalter angeben. Sie miissen mindestens einen dieser
Parameter angeben, damit die Daten konsolidiert werden. Sie kénnen
jedoch mehr als einen Parameter angeben, wenn Sie die
Datenkonsolidierung genauer steuern méchten. Wenn Sie mehrere
Parameter hinzufligen, missen alle der angegebenen Parameter erfillt
werden, damit die Jobs konsolidiert werden kénnen. Wenn Sie keine
untergeordneten Parameter einschlieBen, werden die Daten nicht
konsolidiert.

Wenn Sie daruber hinaus Daten fir mehrere Jobs auf demselben Band

konsolidieren moéchten, miissen die Sicherungsjobs auf demselben Rechner

ausgeflihrt werden.

Hinweis: Diese Option kann nicht verwendet werden, wenn die Option "-
DO NOT COPY" angegeben ist.

[-consolidate_mediaprefix <Prdfix des Datentriagers>]

Konsolidiert die Daten auf Grundlage des angegebenen Préfixes flr den
Datentrager, den Sie fir die Migration verwenden mdchten. Sie kdnnen
(auf Grundlage des Prafixes) eine Datentragergruppe angeben, aus der
CA ARCserve Backup die zu konsolidierenden Datentrager wahrend des
Migrationsvorgangs auswahlen kann. Wenn ein Datentragerprafix nicht

mit dem angegebenen Datentréagerprafix Ubereinstimmt, werden die
Daten von diesen Jobs nicht konsolidiert.

[-consolidate_mediapoolprefix <Prifix des Datentrdagerbestands>]

Konsolidiert Daten auf Grundlage des angegebenen
Datentragerbestands, den Sie flr die Migration verwenden méchten.
Sie kénnen eine Datentragergruppe angeben (auf Grundlage des
Prafixes des Datentragerbestands), aus der CA ARCserve Backup
wahrend des Migrationsvorgangs die zu konsolidierenden Datentrager
auswdhlen kann. Wenn ein Datentragerbestandsprafix nicht mit dem
angegebenen Datentragerbestandsprifix Ubereinstimmt, werden die
Daten von diesen Jobs nicht konsolidiert.
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[-consolidate_copymethod <append|overwrite>]

Gibt an, ob CA ARCserve Backup die konsolidierten Daten an das
Zielband anhangt oder das Zielband Uberschreibt.

Wenn Sie "append" (anhdngen) angeben, werden die konsolidierten
Daten dem vorhandenen Band hinzugefiigt, das am ersten Tag des
Sicherungszyklus formatiert wurde.

Wenn Sie "overwrite" (iberschreiben) angeben, wird jeden Tag ein
neues Band formatiert. AnschlieBend werden die konsolidierten Daten
diesem Band hinzugefigt. Diese Vorgehensweise wird empfohlen,
wenn Sie taglich eine groBe Datenmenge sichern méchten.

Die Angabe "overwrite" hat den Vorteil, dass jeden Tag ein neues Band
verwendet wird und Sie das vorherige Band an einen anderen Ort
bringen kénnen.

Wenn Sie keine Konsolidierungsmethode angeben, wird standardmaBig
"append" ausgewahlt.

Disk-Staging-Optionen fur die vollstandige Sicherung

Der Befehl "ca_backup -diskstage" umfasst Richtlinien, die dazu dienen, die
Optionen und Parameter fiir CA ARCserve Backup zu definieren, die wahrend
eines Disk-Staging-Jobs fiir eine vollstandige Sicherung verwendet werden.

Der Befehl "ca_backup -diskstage" unterstiitzt die folgenden
Sicherungsrichtlinien:

ca_backup -diskstage [-fullbackup

[-DONOTCOPY]

[-enablesnapTlock]

[-copyDataToDestination
[afterjobstarts <wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <wochen> <Tage> <Stunden> <Minuten>] |
[aftersessionends <wWochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss> [afterjobends]]]]

[-purgeData
[afterjobstarts <wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss>]]]

-fullbackup
Legt fest, dass der Staging-Job aus vollsténdigen Sicherungen besteht.
-DONOTCOPY

Weist die Disk Staging Option an, Daten auf ein Staging-Gerat zu sichern,
aber den Datentrager nach Ablauf der Verweildauer nicht an ein
endgultiges Ziel zu kopieren.
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-enablesnaplock

Weist CA ARCserve Backup an, fir den Sicherungsjob SnaplLock-Schutz zu
verwenden.

-copyDataToDestination
[afterjobstarts <Wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <Wochen> <Tage> <Stunden> <Minuten>] |
[aftersessionends <Wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss> afterjobends]]

Legt fest, wann der abschlieBende Kopiervorgang auf das endgiiltige
Ziel anfangt.

Fur -afterjobstarts, -afterjobends und -aftersessionends, miissen Sie
die gewiinschte Verweildauer angeben.

-purgeData
[afterjobstarts <Wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <Wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss>]]
Legt fest, wann das Entfernen der Daten von der Festplatte anféangt.

Fur "-afterjobstarts" und "-afterjobends" missen Sie die gewlinschte
Zeitspanne eingeben, die ablaufen muss, bevor der
Entfernungsvorgang anfangt.

Disk-Staging-Optionen fiir die Zuwachs-/Anderungssicherung

Der Befehl "ca_backup -diskstage" unterstitzt Richtlinien zum Definieren der
Optionen und der Parameter, die CA ARCserve Backup wahrend eines Disk-
Staging-Jobs fiir die Zuwachs- oder Anderungssicherung verwendet.

Der Befehl "ca_backup -diskstage " untersttitzt die folgenden Optionen zur
Zuwachs-/Anderungssicherung:

ca_backup -diskstage [-incdiffbackup

[-DONOTCOPY]

[-enablesnapTlock]

[-copyDataTobDestination
[afterjobstarts <wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <wochen> <Tage> <Stunden> <Minuten>] |
[aftersessionends <wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss> [afterjobends]]]]

[-purgeData
[afterjobstarts <wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss>]]]
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-incdiffbackup

Legt fest, dass der Staging-Sicherungsjob aus Zuwachs- oder
Anderungssicherungen besteht.

-DONOTCOPY

Weist die Disk Staging Option an, Daten auf ein Staging-Gerat zu sichern,
aber den Datentrager nach Ablauf der Verweildauer nicht an ein
endgultiges Ziel zu kopieren.

-enablesnaplock

Weist CA ARCserve Backup an, fiir den Sicherungsjob SnaplLock-Schutz zu
verwenden.

-copyDataToDestination
[afterjobstarts <Wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <Wochen> <Tage> <Stunden> <Minuten>] |
[aftersessionends <Wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss> afterjobends]]

Legt fest, wann der abschlieBende Kopiervorgang auf das endgdltige
Ziel anfangt.

Fir -afterjobstarts, -afterjobends und -aftersessionends, miissen Sie
die gewlinschte Verweildauer angeben.

-purgeData
[afterjobstarts <Wochen> <Tage> <Stunden> <Minuten>] |
[afterjobends <Wochen> <Tage> <Stunden> <Minuten>] |
[at <hh:mm:ss>]]
Legt fest, wann das Entfernen der Daten von der Festplatte anfangt.

Fir "-afterjobstarts" und "-afterjobends" missen Sie die gewlinschte
Zeitspanne eingeben, die ablaufen muss, bevor der
Entfernungsvorgang anfangt.
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Band-Staging-Optionen

Mit dem Befehl "ca_backup -tapestage" kdnnen Sie Daten in einen Staging-
Bereich (Bandbibliothek oder virtuelle Bandbibliothek) sichern. AbschlieBend
kénnen Sie die Daten auf ein endglltiges Ziel (eine andere Bandbibliothek)
migrieren (kopieren). Mit der B2T2T-Option (backup to tape to tape) kénnen
richtlinienbasierte Jobs eingereicht werden, die das Kopieren von Daten auf ein
anderes Band ermdéglichen, wenn nach Beendigung des Sicherungsvorgangs
eine bestimmte Zeitspanne abgelaufen ist.

Der Befehl "ca_backup -tapestage" verfligt Uber das folgende Format:

ca_backup -tapestage <-tapestage_group <Gruppenname>>

[-tapestage_media <Datentragername>]

[-tapestage_mediapool <Bestandsname>]

[-tapestage_enablemus -tapestage_maxstreams <maximale Anzahl an Streams(1-32
)> 1]

[-tapestage_enablemux -tapestage_chunksize <GroRe in MB(1-16)>]

[-fullbackup [Full Backup Policy]|-incdiffbackup [IncDiff Backup Policy]]
[Miscellaneous Options]

-tapestage <-tapestage_group <Gruppenname>>

Legt fest, dass der Sicherungsjob Band-Staging-Funktionalitat verwendet,
und gibt den Namen der Band-Staging-Gerategruppe an.

-tapestage_media <Datentriagername>

Gibt den Namen des Datentragers an, der beim Sicherungsvorgang des
Jobs verwendet werden soll.

-tapestage_mediapool <Bestandsname>

Gibt den Namen des Datentragerbestands an, der beim Sicherungsvorgang
des Jobs verwendet werden soll.

-tapestage_enablemus

Gibt an, dass Multistreaming aktiviert werden soll. AuBerdem sollen
gleichzeitige Sicherungsvorgdnge auf ein Dateisystemgerat einer Staging-
Gruppe zugelassen werden. Wenn Multistreaming aktiviert ist, wird ein
einzelner Sicherungsjob unter Verwendung aller Bandgerate in mehrere
Jobs aufgeteilt.
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-tapestage__maxstreams <maximale Anzahl an Streams(1-32 )>

Gibt die maximale Anzahl der gleichzeitigen Daten-Streams an, die flr
diesen Job wahrend des Schreibens auf das Dateisystemgerat in der
Staging-Gruppe zulassig sind. Die verfigbare maximale Anzahl liegt bei 1
bis 32 Streams.

Wenn beispielsweise maximal vier Streams zulassig sind, kann dieser
Staging-Job niemals mehr als vier untergeordnete Jobs haben, die
gleichzeitig auf das Dateisystemgerat schreiben.

-tapestage_enablemux

Gibt an, dass Multiplexing aktiviert werden soll und dass Daten von
mehreren Quellen gleichzeitig auf denselben Datentrager geschrieben
werden kdnnen. Wenn die Multiplexing-Option aktiviert ist, werden Jobs
mit mehreren Quellen bei der Ubergabe in untergeordnete Jobs aufgeteilt.
Jeder Quelle entspricht dabei ein untergeordneter Job. Diese
untergeordneten Jobs schreiben Ihre Daten gleichzeitig auf denselben
Datentrager.

-tapestage_chunksize <GroB3e in MB (1-16)>

Legt die maximale Datenmenge fest (in MB), die pro Schreibvorgang auf
das Staging-Gerat geschrieben werden kann. Die Chunk-GroBe bestimmt
die Menge der im Laufe einer Sitzung geschriebenen zusammenhdngenden
Daten, bevor die Daten einer weiteren Sitzung mit Hilfe von Multiplexing
gesichert werden.

Je hoher dieser Wert, desto schneller findet die Wiederherstellung auf
einigen Laufwerken statt. Dies geht allerdings zu Lasten des
Speicherplatzes wahrend der Sicherung. Die verfugbare Chunk-GroBe liegt
bei 1 bis 16 MB. Fir die meisten Laufwerke wird ein Standardwert von

1 MB empfohlen.

-fullbackup [Full Backup Policy] | -incdiffbackup [IncDiff Backup
Policy]

Gibt entweder eine vollstéandige Sicherung oder eine Zuwachs-
/Anderungssicherung an, um die Richtlinien fiir den Sicherungsjob
festzulegen. Sie kdnnen die entsprechenden Sicherungsrichtlinien
festlegen.
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Richtlinien fur vollstdndige Sicherungen beim Band-Staging

Der Befehl "ca_backup -tapestage" unterstitzt Sicherungsrichtlinien, mit
denen die Datenverarbeitung von CA ARCserve Backup bei einer vollstandigen
Sicherung gesteuert wird.

Der Befehl "ca_backup -tapestage" unterstiitzt die folgenden
Sicherungsrichtlinien:

ca_backup -tapestage <-tapestage_group <Gruppenname>>

[-donotmigrate] |
[-afterjobends <-Wochen|-Tage|-Stunden|-Minuten <Anzahl> ...>[-
migmonthdataonly]

-donotmigrate

Gibt an, dass die Sicherungsdaten nicht vom Staging-Speicherort auf einen
endgliltigen Zieldatentrager kopiert werden sollen.

-afterjobends <-weeks|-days|-hours|-minutes <Anzahl> ...>

Gibt die Anzahl an Wochen, Tagen, Stunden und Minuten an, die nach dem
Ende des Sicherungsvorgangs ablaufen muss, bevor der Migrationsvorgang
anfangt.

-migmonthdataonly

Legt fest, dass nur die monatlichen GFS-Sicherungsdaten migriert werden
sollen. Wenn Sie diesen Schalter einbeziehen, migriert

CA ARCserve Backup monatlich vollstandige Sicherungen auf die
endglltigen Zieldatentrager. CA ARCserve Backup migriert die
wochentlichen vollstdndigen Sicherungen und die erste vollstandige
Sicherung in der GFS-Rotation nicht.

Hinweis: Wenn Sie eine GFS-Rotation festlegen, hdlt CA ARCserve Backup
die letzte wochentliche vollstédndige Sicherung in einem Rotationsjob fir
eine monatliche Sicherung.
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Band-Staging-Richtlinien fir die Zuwachs-/Anderungssicherung

Der Befehl "ca_backup -tapestage" unterstitzt Sicherungsrichtlinien, mit
denen die Datenverarbeitung von CA ARCserve Backup bei einer Zuwachs-
/Anderungssicherung gesteuert wird.

Der Befehl "ca_backup -tapestage" unterstiitzt die folgenden Optionen zur
Zuwachs-/Anderungssicherung:

ca_backup -tapestage <-tapestage_group <Gruppenname>>

[-donotmigrate] |
[-afterjobends <-weeks|-days|-hours|-minutes <Anzahl> ...>]

-donotmigrate

Gibt an, dass die Sicherungsdaten nicht vom Staging-Speicherort auf einen
endglltigen Zieldatentrager kopiert werden sollen.

-afterjobends <-weeks|-days|-hours|-minutes <Anzahl> ...>

Gibt die Anzahl an Wochen, Tagen, Stunden und Minuten an, die nach dem
Ende des Sicherungsvorgangs ablaufen muss, bevor der Migrationsvorgang
anfangt.

Verschiedene Band-Staging-Optionen

Der Befehl "ca_backup -tapestage" unterstiitzt verschiedene Optionen zum
Definieren von grundlegenden Richtlinien und Parametern fur CA ARCserve
Backup, die wahrend eines Band-Staging-Sicherungsjobs verwendet werden.

Der Befehl "ca_backup -tapestage" unterstiitzt die folgenden verschiedenen
Optionen:

ca_backup -tapestage <-tapestage_group <Gruppenname>>

[-createdmjmakeupjobonhold]

[-rescheduleiffail <on <Minuten>|off>]

[-consolidate
[-consolidate_mediaprefix <Prafix>]
[-consolidate_mediapool <Bestandsname>]
[-consolidate_mediagroup <Gruppenname>]
[-consolidate_copymethod <append|overwrite>]

-createdmjmakeupjobonhold

Gibt an, dass ein Erganzungsjob mit dem Status "Ausgesetzt" erstellt
werden soll, wenn die Datenmigration fehlschlagt. Mit dieser Option
kdnnen Sie CA ARCserve Backup zum Erstellen eines Ergéanzungsjobs mit
dem Status AUSGESETZT anweisen, wenn der Datenmigrationsjob
(Kopieren auf Band) fehlschlagt.
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Ein Datenmigrationsjob kann fehlschlagen, wenn wahrend des Kopierens
auf Band ein Datentrager- oder Bandfehler auftritt. Geben Sie diese Option
an, um einen Erganzungsjob mit dem Status AUSGESETZT zu erstellen,
den Sie in den Status BEREIT versetzen kdénnen, nachdem die Band- oder
Datentragerfehler behoben sind. Durch diese Option miissen weniger
Bandkopiejobs (tapecopy) erstellt werden, wenn ein Fehler auftritt.

-rescheduleiffail <on <Minuten>| off>

Gibt an, dass ein Ergéanzungsjob fir einen Datenmigrationsjob geplant
werden soll, wenn aufgrund nicht verfiigbarer Quellgruppen oder
Quellbander ein Fortfahren nicht méglich ist. Verwenden Sie diese Option,
um CA ARCserve Backup anzuweisen, einen Erganzungsjob zu planen,
wenn die Quellgruppe oder das Quellband nicht verfligbar ist.

Die Quelle kann aus verschiedenen Griinden nicht verfiigbar sein.
Beispielsweise ist die Sicherungsphase flr den Job nicht abgeschlossen
oder ein Hardware-Problem liegt in der Bandbibliothek oder der virtuellen
Bandbibliothek vor.

Sie kénnen festlegen, wie viele Minuten ablaufen miissen, bevor die
Erganzung neu geplant wird.

Diese Option ist standardmaBig aktiviert.

-consolidate

Gibt an, dass die Sicherungsdaten wahrend des Migrationsvorgangs
konsolidiert werden sollen.

Wenn Sie Daten fiir mehrere Jobs auf demselben Band konsolidieren
mochten, missen die Sicherungsjobs auf demselben Rechner ausgefiihrt
werden.

-consolidate_mediaprefix <Prafix>

Gibt den Datentragerprafix fur alle Jobs an, die konsolidiert werden
sollen.

-consolidate_mediapool <Bestandsname>

Gibt den Namen des Datentragerbestands an, der konsolidiert werden
soll.

-consolidate_mediagroup <Gruppenname>

Gibt den Namen der Datentragergruppe an, die konsolidiert werden
soll.
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-consolidate_copymethod <append|overwrite>

Gibt eine Kopiermethode an (Append / Overwrite, Anhangen /
Uberschreiben), die fir den Konsolidierungsvorgang verwendet werden
soll. Die angegebene Methode muss fir alle Jobs, die konsolidiert
werden sollen, dieselbe sein.

Hinweis: Wenn Sie die Option "append" fiir Ablaufpldne unter der
Woche festlegen, hangt CA ARCserve Backup die tagliche
Datensicherung an das Band an, das am ersten Tag des GFS-
Sicherungszyklus formatiert wurde. Wenn Sie die Option "overwrite"
fur Ablaufplane unter der Woche festlegen, formatiert CA ARCserve
Backup jeden Tag ein neues Band und konsolidiert dann die Daten der
verschiedenen Jobs auf dieses Band.

Ruckgabecodes

Folgende Codes werden vom Befehl "ca_backup" zuriickgegeben:

Wenn die Option "-waitForJobStatus" nicht festgelegt ist:
Riickgabecodes:
m 0 - Der Befehl wurde erfolgreich ausgefiihrt.

non

(Fur Befehle, die keinen Job Ulbergeben, wie z. B. "allusage",
usage" oder "-list".)

m N (positive Ganzzahl) — Der Befehl hat den Job erfolgreich Gbergeben.

(Fur Befehle, die einen Job Ubergeben. Der Riickgabewert ist die
Jobnummer.)

m -1 - Wahrend der Befehlsausfiihrung ist ein Fehler aufgetreten.

Wenn die Option "-waitForJobStatus" festgelegt ist:
Riickgabecodes:
m 0 - Der Job wurde erfolgreich abgeschlossen.
m 1 - Der Job ist fehlgeschlagen.
m 2 - Der Job ist unvollstandig.
m 3 - Der Job wurde abgebrochen.

m 4 - Der Jobstatus ist unbekannt.

Hinweis: Wenn Sie "-waitforjobstatus" mit Schaltern wie "allusage", "-usage
oder "-list" kombinieren, wird der Schalter "-waitforjobstatus" ignoriert, und

die Regel fur Rickgabecodes ohne "-waitforjobstatus" wird angewendet.
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Beispiel: ca_backup

Nachfolgend finden Sie Syntaxbeispiele zum Befehl "ca_backup".

ca_backup -source machinel -filesystem C:\DIR1 -filesystem D:\DIR2 -username
Administrator -password abc

ca_backup -source machinel -filesystem C:\DIR1 -filelist Filel.TXT -filelist
File2.TXT -filelist FILE3.TXT -Group GROUPLl -tape TAPEl -username Administrator -
password abc

m  Verwenden Sie folgende Syntax, um einen Sicherungsjob an einen CA
ARCserve Backup-Remote-Server zu Gibergeben:

ca_backup -cahost machinel -source machinel -filesystem D:\DIR1l -username
Administrator -password abc

m  Verwenden Sie folgende Syntax, um einen Sicherungsjob durch den CA
ARCserve Backup Client Agent fiir Windows zu Ubergeben, damit Daten
von einem Remote-Client-Rechner gesichert werden:

ca_backup -source machinel -filesystem C:\Folderl -Filesystem D:\Folder2 -
filelist file.TXT -username Administrator -password abc

ca_backup -source machinel -filesystem "C:\Programme\zu sicherndes
Verzeichnis" (Pfade mit Leerzeichen missen zwischen doppelten
Anfihrungszeichen ("") stehen) -tape TAPE1l -runjobnow -username Administrator
-password abc

Beispiel: ca_backup -filter

Nachfolgend finden Sie Syntaxbeispiele bei Verwendung von "ca_backup -
filter":

ca_backup [-filter include|exclude file|dir <Muster>] -username Administrator -
password abc

ca_backup -source machinel -filesystem c:\DIR -filter include file "*.doc" -
username Administrator -password abc

ca_backup [-filter include|exclude date modify|create|access onorbefore|onorafter
<mm/tt/jjjj>] -username Administrator -password abc

ca_backup -source machinel -filesystem C:\DELL -filter exclude dir khan -username
Administrator -password abc

ca_backup -source machinel -filesystem c:\DELL -filter exclude file 1trhd.doc -
username Administrator -password abc

Beispiel: ca_backup -on -at

Nachfolgend finden Sie ein Syntaxbeispiel bei Verwendung von "ca_backup -on
-at":
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ca_backup -source machinel -filesystem c:\DIR -filter include file "*.doc" -at
12:50 -on 08/08/2002 -username Administrator -password abc

Beispiel: ca_backup - Sitzungskennwort

Nachfolgend finden Sie Syntaxbeispiele flir die Verwendung von "ca_backup
-sessionpassword":

ca_backup -source machinel -filesystem c:\DIR -username Administrator -password
abc

ca_restore -tape TAPEL -session 2 -dest C:\DIR -sessionpassword Xxyz -username
Administrator -password abc

Beispiel: ca_backup Rotationsjob

Nachfolgend finden Sie Syntaxbeispiele fir die Verwendung der
Rotationsjoboption von ca_backup:

ca_backup [-filter include|exclude date modify|create|access within <Anzahl>
days|months|years] -username Administrator -password abc

ca_backup -source machinel -filesystem c:\DIR1 -filesystem "C:\Programme\zZu
sicherndes verzeichnis" -rotation -mediapool testingpool -jobunit full append
test -username Administrator -password abc

ca_backup -source machinel -filesystem c:\DIR1 -rotation -mediapool testingpool -
jobunit full overwrite testl -username Administrator -password abc

ca_backup -source machinel -filesystem c:\DIR1 -mediapool testingpool -exception
full append 12/12/2001 -username Administrator -password abc

ca_backup -source machinel -filesystem c:\DIR1 -gfsrotation -mpoolprefix khan -
jobunit full -username Administrator -password abc

ca_backup -source machinel -filesystem C:\DIR1 -username Administrator -password
abc -rotation -mediapool Pooll -jobunit full overwrite -jobunit full overwrite -
jobunit full overwrite -jobunit full overwrite -jobunit full overwrite -
retention 5 -tape "*"

ca_backup -source machinel -filesystem D:\DIR2 -username Administrator -password
abc -gfsrotation -mpoolprefix GFSpool -jobunit full -jobunit incr -jobunit incr -
jobunit incr -jobunit incr -jobunit incr -jobunit incr -description GFSpoolJob

ca_backup -source machinel -filesystem c:\dell -gfsrotation -mpoolprefix machinel
-jobunit full -jobunit full -jobunit full -jobunit full -jobunit incr -jobunit
incr -jobunit full -description pool -username Administrator -password abc
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ca_backup -source 141.202.243.173 unix -filesystem / ca_lic -username root -
password abc

ca_backup -source apoc unix -filesystem / ca_lic -username root -password abc

ca_backup -source machinel -filesystem C:\ca_lic -rotation -mediapool khan -
jobunit off append * -jobunit incr append * -jobunit incr append * -jobunit incr
append * -jobunit incr append * -jobunit full overwrite * -jobunit off append * -
username Administrator -password abc

ca_backup -source machinel -filesystem C:\TEMP -rotation -mediapool hello -
jobunit off overwrite -jobunit full overwrite -jobunit incr append -jobunit incr
append -jobunit incr append -jobunit full overwrite -jobunit off overwrite -
username Administrator -password abc

ca_backup -source machinel -filesystem C:\ca_lic -rotation -mediapool khan -
username Administrator -password abc

ca_backup -source dellwin2k -filesystem c:\temp -rotation -mediapool hello -
jobunit off overwrite -jobunit full overwrite -jobunit incr append -jobunit incr
append -jobunit incr append -jobunit full overwrite -jobunit off overwrite -
username Administrator -password abc

ca_backup -source machinel -filesystem C:\Temp -rotation -mediapool test -jobunit
off overwrite -jobunit full overwrite -jobunit incr append -jobunit incr append -
jobunit incr append -jobunit full overwrite -jobunit off overwrite -username
Administrator -password abc

Beispiel: ca_backup auf ein Deduplizierungsgerat

Im folgenden Beispiel ist die ca_backup-Befehlssyntax fiir ein
Deduplizierungsgerat dargestellt, mit der die Entfernungsrichtlinie fiir eine
vollsténdige Sicherung nach 4 Wochen, 3 Tagen, 2 Stunden und 1 Minute der
Jobausfiihrungszeit festgelegt wird:

ca_backup -cahost Hostname -source -filesystem c:\temp -group Dedupegroup -
dddpurgedata full 4 3 2 1 -username Administrator -password caworld

118 Referenzhandbuch fUr die Befehlszeile



Kapitel 6: ca_dbmgr - Datenbank-
Manager-Befenl

Der Datenbank-Manager-Befehl (ca_dbmgr) ist die Befehlszeilenschnittstelle
fur den Datenbank-Manager und den Datentragerbestands-Manager. Mit
diesem Befehl kénnen Sie die Datenbank verwalten und Datentragerbestande
konfigurieren. Sie kénnen Datenbankinformationen abfragen und
Datenbankoptionen einstellen. Dank dieses leistungsstarken Hilfsprogramms
kénnen andere Programme mit Sicherungsereignissen interagieren. Alle
Funktionen, auf die Gber den Datenbank-Manager und Datentréagerbestands-
Manager zugegriffen werden kann, stehen auch in der Befehlszeile zur
Verfligung.

Syntax

Die Befehlszeilensyntax von ca_dbmgr hat folgendes Format:

ca_dbmgr [-cahost <Hostname>]
-show [Anzeigeoptionen]
-tape delete <Band-ID[:Seriennr.]>
-mediapool [Optionen fiir die Datentrdgerbestandsverwaltung]
[Datenbankverwaltungsoptionen]
-prune on|off|set <Anzahl> day(s) <hh:mm>
-maintenance
-migrationstatus <Jobbeschreibung> [Migrationsstatusoptionen]
-help
-examples

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht benétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgefiihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Primdrservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.
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Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
koénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.

Hinweis: Damit alle Unicode-Zeichen in der Ausgabe eines Befehls
ordnungsgemaB angezeigt werden, mussen Sie die Umgebungsvariable
"ARCSERVE_UNICODE_DISPLAY_CMDL" wie folgt auf den Wert 1 setzen, bevor
Sie den Befehl ausfihren:

C:\Dokumente und Einstellungen\cb>set ARCSERVE_UNICODE_DISPLAY_CMDL=1
Um diese Unicode-Zeichen korrekt anzuzeigen, missen Sie auBerdem die

Ausgabe von "ca_log" umleiten, wenn Sie die Umgebungsvariable wie folgt
eingestellt haben:

C:\>ca_log -view activity.log >UNICODE_log.txt

Mit dem Befehl "ca_dbmgr" kénnen Sie folgende Optionen und Argumente
festlegen:

m  Verschiedene Optionen

®  Anzeigeoptionen

m  Optionen fir die Datentragerbestandsverwaltung
m  Verwaltungsoptionen fir die Datenbank

m  Wartungsoptionen

m  Migrationsstatusoptionen
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Verschiedene Optionen

Der Befehl "ca_dbmgr" enthélt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fir CA ARCserve Backup festzulegen, die wahrend Datenbank-
Verwaltungsvorgangen verwendet werden.

Der Befehl "ca_dbmgr" unterstutzt die folgenden verschiedenen Optionen:
-cahost <Hostname>

Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Wenn Sie die Option "-cahost" im Befehl verwenden, miissen Sie
auch den Namen des Hostsystems (lokal oder remote) angeben, auf dem
der Vorgang ausgefthrt wird.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufiihren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tbermittelt wird, der CA ARCserve
Backup enthadlt, ansonsten schlagt dieser Befehl fehl.

-usage

Zeigt eine Liste mit grundlegenden ca_dbmgr-Befehlen an.
-help

Offnet das Hilfethema fiir ca_dbmgr.
-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_dbmgr.
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Anzeigeoptionen

Mit der Option "ca_dbmgr display" kénnen Sie Informationen Gber Folgendes
anzeigen: Die von CA ARCserve Backup verarbeiteten Jobs, den verwendeten
Datentrager, die Sicherungsdaten und die Festplattennutzung. AuBerdem
kdnnen Sie Client- und Sitzungsinformationen anzeigen.

Der Befehl "ca_dbmgr" unterstutzt folgende verschiedene Optionen:

ca_dbmgr [-cahost <Host>] -show
prune
summary
jobs | jobsessions <Job-ID>

[-completed]

[-cancelled]

[-failed]

[-incomplete]

[-1ast <Anzahl> days | weeks | months]
tapes | tapesessions <Band-ID [:Seriennr.]>
pools | poolmedia <Bestandsname>
scratchmedia | savemedia

Hinweis: Damit alle Unicode-Zeichen in der Ausgabe eines Befehls
ordnungsgemaB angezeigt werden, muissen Sie die Umgebungsvariable
"ARCSERVE_UNICODE_DISPLAY_CMDL" wie folgt auf den Wert 1 setzen, bevor
Sie den Befehl ausfliihren:

C:\Dokumente und Einstellungen\cb>set ARCSERVE_UNICODE_DISPLAY_CMDL=1
Um diese Unicode-Zeichen korrekt anzuzeigen, missen Sie auBerdem die

Ausgabe von "ca_log" umleiten, wenn Sie die Umgebungsvariable wie folgt
eingestellt haben:

C:\>ca_log -view activity.log >UNICODE_log.txt
prune

Zeigt den Bereinigungsstatus und die entsprechenden Einstellungen an.

summary

Zeigt die aktuelle und maximale GroBe der Datenbank, den Bereinigungs-
und Entfernungsstatus, Speicherplatzinformationen und
Datenbankinformationen an.

jobs -completed | -cancelled | -failed | -incomplete

Zeigt den Status und weitere Informationen zu einem angegebenen Job
an.
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jobs | jobsessions <Job-ID>
[-completed]
[-cancelled]
[-failed]
[-incomplete]
[-last <Anzahl> days| weeks| months]

Informationsanzeige fur alle Jobs eines bestimmten Typs oder fir alle
Sitzungen, die in der angegebenen Job-ID enthalten sind.

Geben Sie zum Beispiel [-completed] ein, um alle abgeschlossenen Jobs
anzuzeigen. Sie kdnnen auch eine zeitliche Begrenzung eingeben,
beispielsweise [-last 2 weeks].

Wenn Sie den Befehl ohne Parameter eingeben, werden Ihnen
Informationen zu allen Jobs in der Datenbank angezeigt.

tapes | tapesessions <Band-ID[:Seriennr.>

Zeigt Informationen zu den angegebenen Bdandern oder Bandsitzungen an.

pools | poolmedia <Bestandsname>

Zeigt Informationen zu den angegebenen Bestdnden oder
Bestandsdatentragern an.

scratchmedia

Zeigt Informationen zu allen Datentragern im Arbeitssatz eines
Datentragerbestands an. Zu den Datentragerinformationen gehéren der
Bandname, die Seriennummer, die Band-ID, die Folgenummer, das Datum
der Formatierung, das Austauschdatum und der Datentragerbestand, dem
der jeweilige Datentrager angehort.

savemedia

Zeigt Informationen zu allen Datentragern im Speichersatz eines
Datentragerbestands an. Zu den Datentragerinformationen gehéren der
Bandname, die Seriennummer, die Band-ID, die Folgenummer, das Datum
der Formatierung, das Austauschdatum und der Datentréagerbestand, dem
der jeweilige Datentrager angehort.
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Optionen fur die Datentragerbestandsverwaltung

Mit den ca_dbmgr-Optionen fur die Datentragerbestandsverwaltung kénnen
Sie logische Datentragergruppen (Datentragerbestdnde) verwalten, erstellen
und warten, um die Identifizierung von Sicherungen zu erleichtern.

Der Befehl "ca_dbmgr" unterstitzt die folgenden Optionen fir die
Datentragerbestandsverwaltung:

ca_dbmgr [-cahost <Host>] -mediapool
add <Bestandsname> <Sicherungsbander>
[-b <Basisseriennummer>]
[-i <Seriennummer_Inkr>]
[- m <max. Seriennummer>]
[-retention <verweildauer in Tagen>]
modify <Bestandsname>
[-save <Sicherungsbander>]
[-retention <verweildauer in Tagen>]
delete [-f] poolName [tapeID[:segNo]] |
move <Band-ID[:segNo]> <vonBestandsname> <nachBestandsname> SCRATCH | SAVE

add <Bestandsname> <Sicherungsbédnder>
[-b <Basisseriennummer>]
[-i <Seriennummer_Inkr>]
[-m <max. Seriennummer>]
[-retention <Verweildauer in Tagen>]

Erstellt einen neuen Datentragerbestand. Sie missen den Namen des
Datentragerbestands und die Mindestanzahl der im Speichersatz
aufbewahrten Datentrdger angeben.

Sie kdnnen zusatzlich Informationen zu Seriennummern und die
Verweildauer angeben.

modify <Bestandsname>
[-save <Sicherungsbinder>]
[-retention <Verweildauer in Tagen>]

Mit dieser Option kénnen Sie die Mindestanzahl der im Speichersatz
aufbewahrten Datentrager und die Verweildauer fiir den angegebenen
Datentragerbestand festlegen.
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delete [-f] <Bestandsname> [tapelD [:seqNo]]
Léscht das angegebene Band aus dem angegebenen Datentragerbestand.

Wenn Sie den Namen des Datentragerbestands eingeben, ohne ein Band
zu bestimmen, wird der gesamte Datentragerbestand gel6scht.

Verwenden Sie zum L&schen im nicht-interaktiven Modus den Schalter -f.

move <Band-ID [:seqNo]> <vonBestandsname>
<nachBestandsname> SCRATCH|SAVE

Verschiebt Bander von einem Datentragerbestand in einen anderen.
Bander kénnen Sie auch aus dem Arbeitssatz in den Speichersatz
verschieben und umgekehrt. Sie kénnen entweder fir “vonBestandsname"
oder flur "nachBestandsname" den Standardwert verwenden, um eine
Einstellung ohne Datentragerbestand vorzunehmen.

Zum Beispiel verwenden Sie zum Verschieben eines Bandes, dem kein
Bestand zugewiesen ist, die Standardwerteinstellung fur
"vonBestandsname". Dieser Befehl hat die gleiche Funktion wie
"Datentrager verschieben" auf der Benutzeroberflache des
Datentragerbestands-Managers.

Verwaltungsoptionen fur die Datenbank

Mit den ca_dbmgr-Datenbankverwaltungsoptionen kénnen Sie
Datenbankinformationen abfragen und Datenbankoptionen festlegen.

Der Befehl "ca_dbmgr" unterstutzt folgende Optionen zur
Datenbankverwaltung.

ca_dbmgr [-cahost <Host>]
-tape delete <Band-ID[:seqNo]
-prune on | off | set <Anzahl> days | months | year(s) <hh:mm>

-tape delete <Band-ID[:seqNo]

Léscht das angegebene Band aus der Datenbank.
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-prune on | off | set <Anzahl> day(s) <hh:mm>
Aktiviert oder deaktiviert die Datenbankbereinigung.

Gibt den Zeitraum und den Startzeitpunkt der Bereinigungsphase an. Beim
Bereinigungsvorgang werden alle Detaildatensatze, die alter als der
angegebene Zeitraum sind, jeden Tag zum angegebenen Zeitpunkt aus der
Datenbank entfernt.

Um beispielsweise festzulegen, dass bei der Bereinigung alle Datensatze
entfernt werden sollen, die alter als sieben Tage sind, und dass die
Bereinigung jeden Tag um 17 Uhr durchgefiihrt werden soll, geben Sie
folgenden Befehl ein:

ca_dbmgr -prune set 7 days 17:00

Hinweis: Bei der Bereinigung werden Detaildatensatze entfernt, die alter
als der angegebene Zeitraum sind. Job- und Sitzungsdatensatze werden
jedoch beibehalten.

Wartungsoptionen

Mit den ca_dbmgr-Wartungsoptionen kdnnen Sie die Datenbank so einstellen
und warten, dass deren Zustand effizient und deren GréBe Uberschaubar ist.
Wenn Sie diese Wartungsaufgaben regelmaBig durchfiihren, kénnen Sie die
Gesamtleistung der CA ARCserve Backup-Datenbank verbessern.

Die Ergebnisse der Verwaltungsaufgaben werden in einem speziellen
Verwaltungsprotokoll mit der Bezeichnung "SQLMaint.log" gespeichert, das
sich im LOG-Verzeichnis von CA ARCserve Backup befindet.

Der Befehl "ca_dbmgr" unterstiitzt folgende Wartungsoptionen:

ca_dbmgr [-cahost <Host>]
-maintenance
[UpdateStatistics]
[ReBuildIndex]
[CheckIntegrity]
[ReduceDBSize]
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UpdateStatistics
Aktualisiert die Statistiken fir alle Tabellen und Indizes in Ihrer Datenbank.

Der SQL-Server erfasst Statistiken Uber die Datenstreuung in den Tabellen
und den Indizes, um anhand dieser Statistiken zu bestimmen, welche
Indizes wahrend eines Abfragevorgangs verwendet werden. Wenn die
Statistiken veraltet sind, kann der SQL-Server eventuell nicht
ordnungsgemaf bestimmen, welche Indizes verwendet werden sollen,
wenn eine Abfrage ausgefiihrt wird. Anstatt einen Index zu durchsuchen,
wird moglicherweise ein zeitaufwandiger Suchvorgang flr eine gesamte
Tabelle ausgeflihrt. Aktuelle Statistiken sind wichtig, um eine effektive
Verwendung der Indizes zu gewahrleisten.

Empfohlen: taglich
ReBuildIndex

Rekonstruiert alle Indizes in Ihrer Datenbank, um sicherzustellen, dass die
Daten nicht fragmentiert sind.

Wenn Sie Datendnderungsvorgdnge durchfithren (Einfligen, Aktualisieren,
Léschen), kann dies eine Fragmentierung der Tabelle zur Folge haben.
Wenn diese Datenanderungen den Index betreffen, kann dies ebenfalls
eine Fragmentierung des Index und die Verstreuung der
Indexinformationen in der Datenbank zur Folge haben.
Datenfragmentierungen kénnen die Ursache daflr sein, dass der SQL-
Server wahrend einer Abfrage unnétige Datenlesevorgange ausfihrt, die
die Leistung verlangsamen und Ineffizienz bewirken. Je hoher die
Fragmentierung ist, umso geringer ist die Effektivitat des Index. Das
regelmdBige Rekonstruieren des Index entfernt Fragmentierungen,
gewinnt Speicherplatz zuriick und verbessert die Gesamtleistung wahrend
einer Datenbankabfrage.

Empfohlen: wdchentlich
CheckIntegrity
Uberpriift die Integritat aller Objekte der CA ARCserve Backup-Datenbank.

Datenbanken kénnen durch ungewdhnliche Ereignisse beschadigt werden,
wie z. B. Hardwarefehler, plétzliche Betriebsausfalle, Fehler im
Betriebssystem oder unsachgemaBer Umgang. Es ist wichtig, die
Zuweisung sowie die strukturelle und logische Integritat aller Objekte in
der CA ARCserve Backup-Datenbank zu Uberpriifen. Das regelmaBige
Durchflihren einer Integritatsprifung fur die Datenbank gewahrleistet,
dass Anderungen in der Datenbank, die seit der letzten Integritatspriifung
aufgetreten sind, erkannt und gemeldet werden. Je nach GréBe der
Datenbank kann es sich dabei, um eine zeitaufwandige Aufgabe handeln.

Empfohlen: wochentlich
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ReduceDBSize

Verkleinert die GréBe der Daten- und Protokolldateien in der CA ARCserve
Backup-Datenbank, und gibt diese wieder fir das Betriebssystem frei.

Im Laufe der Zeit kénnen Ihre Protokoll- und Datendateien schnell sehr
umfangreich werden und die Effektivitat Ihrer Datenbank verringern. Wenn
Sie die GroBe der Datenbank steuern, steigert dies haufig die Leistung und
es kédnnen mehr Benutzer auf die Datenbank zugreifen.

Beim Ausfiihren des Befehls "ReduceDBSize", miissen Sie den Namen der
zu verkleinernden Datenbank sowie den in jeder Datei der Datenbank
freibleibenden Speicherplatz (in Prozent) eingeben. Wenn Sie
beispielsweise 60 MB von einer 100 MB umfassenden Datenbankdatei
verwenden, kdnnen Sie einen Verkleinerungsprozentsatz von 25 Prozent
angeben. Der SQL-Server wird die Datei dann auf eine Gro8e von 80 MB
verkleinern, und Sie verfiigen Uiber 20 MB freien Speicherplatz.

Empfohlen: nach Bedarf

Migrationsstatus-Optionen

Mit den Migrationsstatus-Optionen des Befehls "ca_dbmgr" kénnen Sie einen
bestimmten Job Uberpriifen, um zu bestimmen, ob der Migrationsvorgang
erfolgreich beendet wurde oder nicht.

Der Befehl "ca_dbmgr" unterstiitzt folgende Migrationsstatus-Optionen:

ca_dbmgr [-cahost <Host>]

-migrationstatus <Jobbeschreibung>
[-1astjobbeforestarttime <mm/tt/jjjj hh:mm:ss>] |
[-1astjobbeforeendtime <mm/tt/jjjj hh:mm:ss>]
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Beispiele

-migrationstatus <Jobbeschreibung>

Beispiele

Mit dieser Option kdnnen Sie den Migrationsstatus flir den angegebenen
Job Uberprifen. Dieser Befehl kann einen Status nur dann ordnungsgeman
zuriickgeben, wenn Sie beim Ubergeben der Jobs eindeutige
Jobbeschreibungen zugewiesen haben.

Die moglichen Riickgabecodes fiir diese Uberpriifung sind folgende:
m 1 - Die Migration ist fehlgeschlagen.

m 2 - Die Migration wurde beendet.

m 3 - Die Migration wird durchgefihrt.

m 4 - Die Migration ist nicht erforderlich.

m 5 - Das Abrufen des Migrationsstatus ist fehlgeschlagen.
-lastjobbeforestarttime <mm/tt/jjjj hh:mm:ss>

Mit dieser Option kdnnen Sie den Migrationsstatus des letzten Jobs
Uberprifen, der zum angegebenen Datum und zur angegebenen
Uhrzeit gestartet wurde. Dies ist hilfreich bei Jobs, die am selben Tag
mehrmals gestartet wurden.

-lastjobbeforeendtime <mm/tt/jjjj hh:mm:ss>

Mit dieser Option kdnnen Sie den Migrationsstatus des letzten Jobs
Uberprifen, der zum angegebenen Datum und zur angegebenen
Uhrzeit beendet wurde. Dies ist hilfreich bei Jobs, die am selben Tag
mehrmals ausgefihrt und beendet wurden.

Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "ca_dbmgr":

Mit dem folgenden Befehl kdnnen Sie die Konfigurationseinstellungen fir
die Bereinigung der CA ARCserve Backup-Datenbank anzeigen (DB-
Bereinigungszeit; Anzahl der Tage, nach denen die Sitzungen entfernt
werden):

ca_dbmgr -cahost machinel -show prune

Mit dem folgenden Befehl kdnnen Sie eine Zusammenfassung der CA

ARCserve Backup-Datenbank anzeigen (belegter Speicherplatz, freier
Speicherplatz, DB-GréBe, Anzahl der DB-Jobs, -Bander, -Datentrager;
Datensatze etc. )

ca_dbmgr -cahost machinel -show summary
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Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen zu einer
bestimmten Job-ID anzeigen:

ca_dbmgr -cahost machinel -show jobs 8

m  Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen tber alle
Jobs der letzten 8 Tage anzeigen, deren Status "completed" (beendet) ist:

ca_dbmgr -cahost machinel -show jobs -completed -Tast 8 days

Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen Uber alle
Sitzungen einer bestimmten ID anzeigen:

ca_dbmgr -cahost machinel -show jobsessions 8

Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen zu allen
Bandern anzeigen, die in der Datenbank aufgezeichnet wurden:

ca_dbmgr -cahost machinel -show tapes

Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen iber alle
Sitzungen eines bestimmten Bandes anzeigen:

ca_dbmgr -cahost machinel -show tapesessions AB3C

Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen Uber alle
Datentragerbestande anzeigen:

ca_dbmgr -cahost machinel -show pools

Mit dem folgenden Befehl kdnnen Sie detaillierte Informationen Uber einen
bestimmten Datentragerbestand anzeigen:

ca_dbmgr -cahost machinel -show poolmedia POOL1l

Beispiel: ca_dbmgr - Optionen fiir die Datentragerbestandsverwaltung

m  Mit dem folgenden Befehl kdnnen Sie einen neuen Datentrégerbestand mit
bestimmten Parametern hinzufligen:

ca_dbmgr -cahost machinel -mediapool add PooL1 O -b 1200000 -i 1000 -m
1299999 -retention 100

= Mit dem folgenden Befehl kénnen Sie einen Datentragerbestand andern,
der Uber Einstellungen hinsichtlich der Datentrageranzahl im Speichersatz
und des Verweilzeitraums (99 Tage) verfligt:

ca_dbmgr -cahost machinel -mediapool modify POOL1 -save O -retention 99

m  Mit dem folgenden Befehl kdnnen Sie den angegebenen Datentrager
(AB3C) aus dem Datentragerbestand TMPPOOL entfernen:

ca_dbmgr -cahost machinel -mediapool delete -f TMPOOL AB3C

m  Mit dem folgenden Befehl kdnnen Sie den angegebenen Datentrdager
(AB3C) aus dem Datentragerbestand POOL1 entfernen, um ihn im
Speichersatz von POOL2 zu speichern:

ca_dbmgr -cahost machinel -mediapool move AB3C POOL1 POOL2 SAVE
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Beispiel: ca_dbmgr - Verwaltungsoptionen fiir die Datenbank

m  Mit dem folgenden Befehl kdnnen Sie den Datentragerdatensatz mit der ID
AB3C:1 l6schen:

ca_dbmgr -cahost machinel -tape delete AB3C:1

m  Mit dem folgenden Befehl kénnen Sie die Einstellungen zur
Datenbankbereinigung auf die Jobausfiilhrungszeit 23:59 Uhr é@ndern und
alle Datensatze bereinigen, die alter als 20 Tage sind:

ca_dbmgr -cahost machinel -prune set 20 days 23:59

Beispiel: ca_dbmgr - Wartungsoptionen fiir die Datenbank
m  Geben Sie zur Neuerstellung des Index folgenden Befehl ein:

ca_dbmgr -cahost machinel -maintenance RebuildIndex
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Kapitel 7: ca_devmgr - Gerate-
Manager-Befenl

Syntax

Der Gerate-Manager-Befehl (ca_devmgr) ermdglicht Ihnen, verschiedene
Befehle zur Gerateverwaltung in CA ARCserve Backup auszufiihren, ohne auf
den Gerate-Manager zuzugreifen. Mit diesem Tool kénnen Sie Informationen
abrufen oder die Band- oder Bibliotheksgerate bearbeiten. Mit diesem Befehl
kénnen Sie Speichergerate steuern und Datentrager in Laufwerken oder
Wechslern formatieren und I6schen. Alle Funktionen, auf die Gber den Geréte-
Manager zugegriffen werden kann, stehen auch in der Befehlszeile zur
Verfligung.

CA ARCserve Backup muss ausgefiihrt werden und Sie bendétigen die
Autorisierung eines Authentifizierungsdienstes, damit Sie den Befehl
"ca_devmgr" verwenden kénnen. Falls Sie nicht autorisiert sind, kédnnen Sie
das Hilfsprogramm "ca_auth" ausfiihren, um sich selbst zu autorisieren.

Die Syntax der ca_devmgr-Befehlszeile ist folgendermaBen formatiert:

ca_devmgr [ -cahost <Hostname>]
[Verschiedene Optionen]
[A11gemeine Befehlszeilenoptionen]
[Befehlszeilenoptionen fiir Bandlaufwerke]
[Befehlszeilenoptionen fiir Bandbibliotheken]
[Befehlszeilenoptionen fiir das Dateisystemgerat]

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Primdrservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.
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Nutzung

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
koénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.

Der Befehl "ca_devmgr" unterstiitzt die folgenden Optionen:
m  Verschiedene Optionen

m  Allgemeine Optionen

= Optionen fir Bandlaufwerke

m  Optionen fir Bandbibliotheken

m  Optionen fir das Dateisystemgerat

Verschiedene Optionen

Der Befehl "ca_devmgr" unterstitzt verschiedene Optionen, die dazu dienen,
alle zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und
Parameter fiir CA ARCserve Backup festzulegen, die wahrend
Gerateverwaltungsvorgangen verwendet werden. Verschiedene Befehle
interagieren nicht mit einem Bandlaufwerk oder einer Bandbibliothek,
interagieren jedoch mit CA ARCserve Backup.

Der Befehl "ca_devmgr" unterstiitzt die folgenden verschiedenen Optionen:
-cahost <Hostname>

Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Wenn Ihr Befehl "-cahost" enthalt, miissen Sie auch den Namen
des Hostsystems (lokal oder remote) angeben, auf dem der Vorgang
ausgeflihrt wird.
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Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufiihren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tbermittelt wird, der CA ARCserve
Backup enthdlt, ansonsten schlagt dieser Befehl fehl.

-usage

Zeigt eine Liste grundlegender ca_devmgr-Befehle an.

allusage

Zeigt eine Liste aller ca_devmgr-Befehle und ihrer Schalter an.

-help

Offnet das Hilfethema fiir ca_devmgr.

-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_devmgr.

Allgemeine Optionen

Allgemeine Befehle, die flr ein angeschlossenes Bandlaufwerk und fir eine
Bandbibliothek verwendet werden kénnen.

ca_devmgr [-cahost <Host>]

-V

-v <-adapterinfo...>|<-deviceinfo...>|<-groupinfo...>|<-mediainfo...>

-adapterinfo

-groupinfo [-alldomain]

-deviceinfo <Adapter-Nr.> <SCSI-ID> <LUN>|<Gruppenname>|<-all>|<-alldomain>
-mediainfo <Adapter-Nr.> <SCSI-ID> <LUN>

-setdebug <none|summary|detail|detail+>

Verwendung nur in Verbindung mit den Befehlen adapterinfo, deviceinfo,
groupinfo und mediainfo. Der Schalter -v unterscheidet sich vor allem
dadurch, dass weitere Informationen zu den vier Befehlen gedruckt
werden. Der Schalter -v entspricht eher dem Befehl verbose.

- adapterinfo

Durchsucht alle an das System angeschlossenen SCSI-Adapter, und druckt
Namen und Nummer des Adapters, SCSI-ID, Hersteller-ID, Produkt-ID und
die Firmware von allen Bandlaufwerken oder -bibliotheken, die an das
System angeschlossen sind.
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-groupinfo

Druckt die Adapternummer, SCSI-ID, Handler-ID, Produkt-ID, Firmware
und den Status (nur Bandbibliotheken) flir alle Gruppen, die in CA
ARCserve Backup konfiguriert sind.

-deviceinfo <Adapter-Nr.> <SCSI-ID> <LUN>

Druckt Geratetyp, SCSI-ID, Hersteller-1D, Produkt-ID, Firmware, den
Status und Informationen Uber die gemeinsame Verwendung des Gerats
(nur Bandbibliotheken) aller Bandlaufwerke oder -bibliotheken aus.

Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.

-mediainfo <Adapter-Nr.> <SCSI-ID> <LUN>

Druckt Bandnamen, Band-ID, Nummer, Seriennummer und das
Austauschdatum aller Bandgerate. Fir Bandbibliotheken werden dieselben
Informationen einschlieBlich der Slot-Nummer angezeigt. Ebenso wird
angezeigt, ob das Band geladen und schreibgeschitzt ist. Bei
Bandbibliotheken werden alle Slots angezeigt.

Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.

-setdebug <none|summary|detail |detail+>

Steuert die Ebene der Debug-Informationen, die in der Datei "TAPE.LOG"
dargestellt werden. Diese Datei wird im Ordner CA ARCserve Backup\Log
generiert und gespeichert.

none
Es werden keine Informationen protokolliert.
summary

Protokolliert wichtige Meldungen und reduziert die GréBe des
Bandprotokolls, indem unnétige Informationen ausgeschlossen werden.

Dies ist die Standardeinstellung.
detail

Protokolliert alle Befehle, die von CA ARCserve Backup an die
angeschlossenen Sicherungsgerate gesendet werden. Lese-/Schreib-
Befehle und "Testeinheit bereit"-Befehle werden nicht protokolliert.
Bandprozess-spezifische Informationen, die vom Technischen Support
von CA zur Behebung von Sicherungs- und Wiederherstellungsfehlern
verwendet werden kdénnen, werden ebenfalls protokolliert.

detail+

Protokolliert alle Befehle, die von CA ARCserve Backup an die
angeschlossenen Sicherungsgerate gesendet werden. Lese-/Schreib-
Befehle und "Testeinheit bereit"-Befehle werden ebenfalls protokolliert.
Bandprozess-spezifische Informationen, die vom Technischen Support
von CA zur Behebung von Sicherungs- und Wiederherstellungsfehlern
verwendet werden kénnen, werden ebenfalls protokolliert.
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Optionen fur Bandlaufwerke fur

Dir folgenden Optionen kénnen nur flr Bandlaufwerke verwendet werden.

ca_devmgr [-cahost <Host>]

-format [<Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>] [<mm/tt/jjjj> <Seriennr.>]
-erase [<Adapter-Nr.> <SCSI-ID> <LUN>] [qlqgz|qw|T1]

-online [<Adapter-Nr.> <SCSI-ID> <LUN>]

-offline [<Adapter-Nr.> <SCSI-ID> <LUN>]

-compression [<Adapter-Nr.> <SCSI-ID> <LUN>] <on|off>

-eject [<Adapter-Nr.> <SCSI-ID> <LUN>]

-retension [<Adapter-Nr.> <SCSI-ID> <LUN>]

-format [ <Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>]
[<mm/tt/jjjj> <Seriennr.>]

Formatiert ein Band in einem Bandlaufwerk.

Wird diese Option zusammen mit der Option "-force" verwendet, wird der
angegebene Datentrdger ohne Riicksicht darauf formatiert, ob es sich um
den Speichersatz oder um den Arbeitssatz handelt.

Erforderliche Optionen sind: Adapternummer, SCSI-ID, LUN und der neue
Name des Bands. Datum und Seriennummer sind optional.

-erase [<Adapter-Nr.> <SCSI-ID> <LUN>] [q|qz|qw]I]
Léscht ein Band in einem Bandlaufwerk.

Wird diese Option zusammen mit der Option "-force" verwendet, werden
alle Daten auf dem angegebenen Datentrager ohne Ricksicht darauf
geldscht, ob es sich um den Speichersatz oder um den Arbeitssatz handelt.

Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.
Es sind folgende Optionen verfligbar:

m q -Schnelles Loschen (Datentragerbezeichnung I6schen) Dies ist die
Standardeinstellung.

m qz - Erweitertes schnelles Loschen (Bezeichnung und Seriennummer
I6schen)

m  qw - Schnelles Léschen und in WORM-Datentrdger konvertieren, wenn
der Datentrager und das Bandlaufwerk WORM-Technologie
unterstitzen. Wird die WORM-Technologie nicht von der Hardware
unterstitzt, schldagt der Léschvorgang fehl.

m | - Ausflihrliches Léschen (Léschen aller Daten auf dem Datentrager)

Wichtig! Beim ausfihrlichen Loschen wird der gesamte Datentrager
geléscht, dieser Vorgang kann lange dauern.
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-online [<Adapter-Nr.> <SCSI-ID> <LUN>]

Legt den Online-Status fliir das angegebene Gerat (Dateisystem- oder
Bandgerat) fest. Wenn der Online-Status festgelegt ist, ist das Gerat fur
mehrere Server freigegeben.

Uberpriifen Sie, dass auf dasselbe Gerét zur selben Zeit nur von einem
Server Sicherungsdaten geschrieben werden kénnen. Wenn mehrere
Server gleichzeitig auf das Gerat zugreifen, kann die Sicherung
fehlschlagen, und Daten kénnen verloren gehen.

Beispiel: Sie verfiigen Uliber ein Dateisystem- bzw. Bandgerat, fir das
Adapternummer, SCSI-ID und LUN auf 0, 0, und 1 festgelegt sind. Wenn
Sie flUr dieses Gerat den Online-Status festlegen méchten, geben Sie den
folgenden Befehl ein:

-ca_devmgr -online 0 0 1
-offline [ <Adapter-Nr.> <SCSI-ID> <LUN>]

Legt den Offline-Status filir das angegebene Gerat (Dateisystem- oder
Bandgerat) fest. Wenn der Offline-Status festgelegt ist, kann an dieses
Gerat kein anderer Sicherungsjob Ubergeben werden.

Wenn auf diesem Gerat bereits ein Sicherungsjob ausgefihrt wird, kénnen
Sie den Geratestatus dieses Jobs nicht in "offline" @ndern, bis dieser Job
abgeschlossen ist. So kann sichergestellt werden, dass nicht mehrere
Server unbeabsichtigt zur selben Zeit auf ein Dateisystemgerat zugreifen.
Versucht ein Sicherungsjob auf das Gerat zuzugreifen, wenn flr dieses die
Option "offline" festgelegt ist, schlagt der Job fehl.

Beispiel: Sie verfugen Uber ein Dateisystem-/Bandgerat, flr das
Adapternummer, SCSI-ID und LUN auf 0, 0, und 1 festgelegt sind. Wenn
Sie flUr dieses Gerat den Offline-Status festlegen mdchten, geben Sie den
folgenden Befehl ein:

-ca_devmgr -offline 0 0 1
-compression [<Adapter-Nr.> <SCSI-ID> <LUN>] <on|off>
Aktiviert oder deaktiviert die Komprimierung fir ein Bandlaufwerk.

Das Bandgerat muss Komprimierung unterstiitzen, und im Laufwerk muss
sich ein leeres Band befinden, damit dieser Befehl erfolgreich ausgefiihrt
werden kann.

Erforderliche Optionen sind: Adapternummer, SCSI-ID, LUN, "On"- oder
"Off"-Flag.

-eject [ <Adapter-Nr.> <SCSI-ID> <LUN>]
Wirft das Band aus dem Bandlaufwerk aus.

Um diesen Befehl verwenden zu kénnen, muss das Bandlaufwerk den
Befehl eject unterstitzen. Erforderliche Optionen sind Adapternummer,
SCSI-ID und LUN.
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-retension [ <Adapter-Nr.> <SCSI-ID> <LUN>]
Strafft ein Band in einem Bandlaufwerk.

Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.

Bandbibliotheksoptionen

Die folgenden Optionen kdnnen nur fir Bandbibliotheken verwendet werden.

ca_devmgr [-cahost <Host>]

-cherase <Adapter-Nr.> <Wechsler-SCSI-ID> <wWechsler-LUN> [<Slot-Nr.>
lalazlqw]1] ...]

oder

-cherase <Adapter-Nr.> <Wechsler-SCSI-ID> <Wechsler-LUN> SLOT_RANGE <STlot-

Bereich> [qlqgz|qw|1]

-chformat <Adapter-Nr. des Wechslers> < Wechsler-sCSI-ID> <wWechsler-LUN>
SLOT <Slot-Nr.> <Bandname> [<mm/tt/jj[jj]>|def [<Seriennr.> ]] [SLOT <Slot-
Nr.> <Bandname> [<mm/tt/jj[jjl>|def [<Seriennr.>]]...]

-load <Adapter-Nr. des wechslers> <wechsler-SCSI-ID> <wechsTler-LUN> <Adapter-
Nr. des Laufwerks> < Laufwerks-SCSI-ID> <Laufwerks-LUN><STot-Nr.>

-unload <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID> <Wechsler-LUN>
<Adapter-Nr. des Laufwerks> < Laufwerks-SCSI-ID> <Laufwerks-LUN>

-mount <Adapter-Nr. des Wechslers> < Wechsler-sSCSI-ID> <WechsTler-LUN>
<Anfangs slot> <Endslot> [q]1]

-dismount <Adapter-Nr. des wechslers> <wechsler-sSCSI-ID> <wechsTler-LUN>
<Anfangs slot> <Endslot>

-ieinfo <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID> <Wechsler-LUN>

-import <Adapter-Nr. des wechslers> <wWechsler-sCSI-ID> <wechsler-LUN> <Slot-
Nr.> [<Slot-Nr.>...]

-export <Adapter-Nr. des Wechslers> <wWechsler-SCSI-ID> <WechsTler-LUN> <Slot-
Nr.> [<STot-Nr.>...]

-clean <Adapter-Nr. des Wechslers> <wWechsler-sSCSI-ID> <Wechsler-LUN>
<Adapter-Nr. des Laufwerks> < Laufwerks-SCSI-ID> <Laufwerks-LUN>
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-cherase <Adapter-Nr.> <Wechsler-SCSI-ID> <Wechsler-LUN>
[<Slot-Nr.> [qlqz|qw]|]] ...]

-cherase <Adapter-Nr.> <Wechsler-SCSI-ID> <Wechsler-LUN>
SLOT_RANGE <Slot-Bereich> [q|qz|qw]|]]

Ldscht ein oder mehrere Bander in einer Bandbibliothek.

Wird diese Option zusammen mit der Option "-force" verwendet, werden
alle Daten auf dem angegebenen Datentrager ohne Ricksicht darauf
geldscht, ob es sich um den Speichersatz oder um den Arbeitssatz handelt.

Erforderliche Optionen sind Adapternummer, Wechsler-SCSI-ID, Wechsler-
LUN und Slot.

Es sind folgende Optionen verfiigbar:

m q -Schnelles Léschen (Datentragerbezeichnung Iéschen) Dies ist die
Standardeinstellung.

m  qz - Erweitertes schnelles Léschen (Bezeichnung und Seriennummer
I6schen)

m  qw - Schnelles Léschen und in WORM-Datentrdger konvertieren, wenn
der Datentrager und das Bandlaufwerk WORM-Technologie
unterstitzen. Wird die WORM-Technologie nicht von der Hardware
unterstitzt, schlagt der Léschvorgang fehl.

m | - Ausfihrliches Léschen (Léschen aller Daten auf dem Datentrager)

Als Alternative kénnen Sie ca_devmgr -cherase [Gruppenname] Slot-Nr.
[alaz|gw]I] [,Slot-Nr. [g]gqz|qw]l] ,...] eingeben, um das Band nur mit
Hilfe des Gruppennamens und der Slot-Nummer zu I6schen.

Hinweis: Das "," in den Beispielen ist kein Schalter. Es soll Ihnen nur
zeigen, wie Sie mehrere zu I6schende Slots angeben kénnen.
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-chformat <Adapter-Nr. des Wechslers.> < Wechsler-SCSI-ID>
<Wechsler-LUN> SLOT <Slot-Nr.> <Bandname> [<mm/tt/jj[jj]> |def
[<Seriennr.>]] [SLOT <Slot-Nr.> <Bandname> [<mm/tt/jj[jj]>|def
[<Seriennr.>1]...]

Formatiert ein oder mehrere Bander in einer Bandbibliothek.

Wird diese Option zusammen mit der Option "-force" verwendet, wird der
angegebene Datentrager ohne Ricksicht darauf formatiert, ob es sich um
den Speichersatz oder um den Arbeitssatz handelt.

Die Wechsleradapternummer, Wechsler-SCSI-ID, Wechsler-SCSI-LUN und
Gruppenname sind erforderlich, sowie das Wort SLOT, die Nummer des
Slots, in der sich das zu formatierende Band befindet, und der Bandname.
Die Angabe mm/tt/jjjj (Austauschdatum) ist optional.

Der def-Schalter (das Standardaustauschdatum) kann nicht mit dem
Austauschdatum verwendet werden. (Das Zeichen "|" zwischen dem
Austauschdatum und dem Standardaustauschdatum bedeutet, dass Sie
entweder die eine oder die andere Option auswahlen missen.) Das
Angeben der Seriennummer ist optional. Die drei "."-Zeichen am Ende
bedeuten, dass Sie weitere Slot-Nummern angeben kénnen.

Als Alternative kénnen Sie Folgendes eingeben: ca_devmgr -chformat
[SLOT <Slot-Nr.> <Bandname> [<mm/tt/jj[jj]>|def [<Seriennr.>]].

Das Wechslerformat kann den Gruppennamen, die Slot-Nummer und den
Bandnamen verwenden. Austauschdatum und Seriennummer sind optional,
alle anderen Angaben sind erforderlich. Vor jeder Slot-Nr., die Sie
angeben, missen Sie das Wort SLOT gebrauchen.

-load <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID> <Wechsler-
LUN> <Adapter-Nr. des Laufwerks> < Laufwerks-SCSI-ID>
<Laufwerks-LUN><Slot-Nr.>

Ladt ein Band aus dem angegebenen Slot in das Bandlaufwerk.

Erforderliche Optionen sind: Wechsler-Adapternummer, Wechsler-SCSI-ID,
Wechsler-LUN, Laufwerks-Adapternummer, Laufwerks-SCSI-ID,
Laufwerks-LUN und die Slot-Nummer.

-unload <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID>
<Wechsler-LUN> <Adapter-Nr. des Laufwerks> < Laufwerks-SCSI-
ID> <Laufwerks-LUN>

Nimmt ein Band aus dem Bandlaufwerk und legt es in einem angegebenen
Slot ab.

Die Adapternummer, die SCSI-ID und LUN des Wechslers sowie die Slot-
Nummer sind erforderlich.
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-mount <Adapter-Nr. des Wechslers> < Wechsler-SCSI-ID>
<Wechsler-LUN> <Anfangs slot> <Endslot> [q]l]

Fihrt eine Bestandsaufnahme der gesamten Bandbibliothek durch.

Wenn Ihre Bandbibliothek nicht mit einem Barcodeleser ausgestattet ist,
legt CA ARCserve Backup alle Bander in das Bandlaufwerk ein und liest sie.
Sofern die Bandbibliothek lber einen Barcodeleser verfligt, kdbnnen Sie
angeben, ob die Informationen aus der Datenbank abgerufen oder alle
Bander von CA ARCserve Backup eingelesen werden sollen. Hierfiir sind die
Adapternummer, die SCSI-ID des Wechslers, die LUN des Wechslers sowie
der Start- und Endslot erforderlich.

Der Start- und der End-Slot kénnen jede Slot-Nummer aufweisen, solange
die Slots der Gruppe entsprechen, die Sie laden. Der Endslot darf nicht
kleiner als der Startslot sein. Die Optionen g (schnelles Laden) und |
(ausflhrliches Laden) sind optional. Fir Bandbibliotheken mit
Barcodelesern ist die Standardeinstellung schnelles Laden.

Wenn Ihre Bandbibliothek (iber einen Barcodeleser verfligt, bezieht dieser
seine Informationen aus der CA ARCserve Backup-Datenbank. Die Option
"Ausflhrliches Laden" bewirkt, dass CA ARCserve Backup jedes Band in
das Bandlaufwerk einlegt und die darauf gespeicherten Informationen liest.
Wenn Ihre Bandbibliothek nicht liber einen Barcodeleser verfigt, wird der
Schalter q deaktiviert und jedes Band wird vom Bandlaufwerk gelesen.

-dismount <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID>
<Wechsler-LUN> <Anfangs slot> <Endslot>

Entladt die Slots in der angegebenen Gruppe, die sich in dem in den
Optionen angegebenen Bereich befindet, und benennt alle Slots in
"Entladener Slot" um.

Erst wenn CA ARCserve Backup neu gestartet oder ein Ladebefehl an die
entladene Gruppe Ubergeben wurde, kann ein anderer Befehl an die
entladenen Slots Gbergeben werden. Hierfiir sind die Adapternummer, die
SCSI-ID des Wechslers, die LUN des Wechslers sowie der Start- und
Endslot erforderlich.

-ieinfo <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID> <Wechsler-
LUN>

Zeigt Informationen zum Import-/Exportslot der Bibliothek an. Dazu zahlen
u. a. die Angabe, ob dieser belegt ist, und, sofern dies der Fall ist, der
Barcode des Bandes im Slot.

Die Adapternummer, die SCSI-ID des Wechslers und die LUN des
Wechslers sind erforderlich.
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-import <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID>
<Wechsler-LUN> <Slot-Nr.> [<Slot-Nr.>...]

Mit diesem Befehl wird ein Band aus dem Import-/Exportslot entfernt und
im Zielslot platziert.

Wenn fir Ihre Bandbibliothek ein Barcodeleser aktiviert ist, kbnnen die
Informationen aus der Datenbank abgerufen werden, und das Band muss
nicht vom Laufwerk eingelesen werden.

Ohne Barcodeleser wird das Band jedoch in das Bandlaufwerk gelegt und
gelesen.

Die Adapternummer, die SCSI-ID und LUN des Wechslers sowie die Slot-
Nummer sind erforderlich. Fiir Bandbibliotheken mit mehr als einem
Import-/Export-Slot gibt es den optionalen Schalter fiir eine zusatzliche
Slot-Nummer ... Sie kdnnen mehrere Bander zur gleichen Zeit importieren.
Wenn Ihre Bandbibliothek nur Giber einen Import-/Export-Slot verfligt,
kénnen Sie immer nur ein Band zur gleichen Zeit importieren.

-export <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID>
<Wechsler-LUN> <Slot-Nr.> [<Slot-Nr.>...]

Nimmt ein Band aus einem Slot in der Bandbibliothek und platziert es im
Import-/Exportslot.

Die Adapternummer, die SCSI-ID und LUN des Wechslers sowie die Slot-
Nummer sind erforderlich. Slotnr. ... dient zum Exportieren mehrerer
Bander. Dies ist nur méglich, wenn Ihre Bandbibliothek Gber mehr als
einen Import-/Export-Slot verfigt.

-clean <Adapter-Nr. des Wechslers> <Wechsler-SCSI-ID> <Wechsler-
LUN> <Adapter-Nr. des Laufwerks> < Laufwerks-SCSI-ID>
<Laufwerks-LUN>

Legt das Reinigungsband, sofern eines in der Bandbibliothek installiert ist,
in das angegebene Laufwerk ein und reinigt es.

Erforderliche Optionen sind: Wechsler-Adapternummer, Wechsler-SCSI-ID,
Wechsler-LUN, Laufwerks-Adapternummer, Laufwerks-SCSI-ID und
Laufwerks-LUN.
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Optionen fur das Dateisystemgerat

Die folgenden Optionen kénnen nur fiir das Dateisystemgerat (File System
Device, FSD) verwendet werden.

ca_devmgr [-cahost <Host>]
-format [<Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>] [<mm/tt/jjjj> <Seriennr.>]
-erase [<Adapter-Nr.> <SCSI-ID> <LUN>] [qlqgz|qw|T1]
-online [<Adapter-Nr.> <SCSI-ID> <LUN>]
-offline [<Adapter-Nr.> <SCSI-ID> <LUN>]

-purge <Adapter-Nr.> <SCSI-ID> <LUN> -sessions <Sitzungs-Nr.> [<Sitzungs-
Nr.>]
oder

-purge <Adapter-Nr.> <SCSI-ID> <LUN> -sessions <Sitzungsbereich>

GuTtige Angaben fiir <Sitzungsbereich> sind: <Anfangsnr. der Sitzung>-
<Endnr. der Sitzung> oder "all", was alle Sitzungen bedeutet.

-query <Adapter-Nr.> <SCSI-ID> <LUN> <-all|-copied|-uncopied|-purgable]|-
snaplocked|-failed> -sessions <Sitzungs-Nr.>[<-Sitzungs-Nr.>]

oder

-query <Adapter-Nr.> <SCSI-ID> <LUN> <-all|-copied|-uncopied|-purgable]|-
snaplocked|-failed> -sessions all

-regenerate [<Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>] [<Band-ID>
<mm/tt/33[331>]

-createfsd <FSD-Beschreibung> <FSD-Name> <FSD-Pfad>[<Domdnenname> <Benutzer>
<Kennwort>]

-removefsd <FsSD-Pfad>

-setstaging <Gruppenname> [[-mstreams <max. Anzahl Streams>] [-mthreshold
<max. Schwellenwert/Schwellenwert fiir Entfernen<"xx/xx%"|"xx/xx">>] [-
snaplock <Snaplock aktivieren <0|1>>] [-pausemig <Migration unterbrechen
<0|1>>] [-chunksize <Chunk-GroRe>]]

-cleanstaging <Gruppenname>
-getstaging <Gruppenname>
-queryfsd <FsD-Pfad> [-group]

-creatededupefsd <FSD-Beschreibung><FSD-
Name><Datenpfad><Indexpfad>[<Domdnenname> <Benutzer><Kennwort>] [-GrpName
<Gruppenname>]

-removededupefsd <Gruppenname>

-configdedupefsd <Gruppenname> [-FSDDsp<FSD-Beschreibung>][-FSDName <FSD-
Name>] [-DataPath <Datenpfad>] [-IndexPath <Indexpfad>]
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-setdedupegrpproperties <Gruppenname> [[-mstreams <max. Anzahl an Streams>][-
mthreshold <max. Schwellenwert <"xx%"|'"xx">>[-pausemig <Migration
unterbrechen <0|1>>][-optimization <Optimierung erméglichen <0|1>]]

-getdedupegrpproperties <Gruppenname>

-format [ <Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>]
[<mm/tt/jjjj> <Seriennr.>]

Formatiert ein Band in einem Bandlaufwerk.

Wird diese Option zusammen mit der Option "-force" verwendet, wird der
angegebene Datentrdger ohne Riicksicht darauf formatiert, ob es sich um
den Speichersatz oder um den Arbeitssatz handelt.

Erforderliche Optionen sind: Adapternummer, SCSI-ID, LUN und der neue
Name des Bands. Datum und Seriennummer sind optional.

-erase [<Adapter-Nr.> <SCSI-ID> <LUN>] [qlqz|qw]|I]
L6scht ein Band in einem Bandlaufwerk.

Wird diese Option zusammen mit der Option "-force" verwendet, werden
alle Daten auf dem angegebenen Datentrdager ohne Riicksicht darauf
geldscht, ob es sich um den Speichersatz oder um den Arbeitssatz handelt.

Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.
Es sind folgende Optionen verfligbar:

m g -Schnelles Loschen (Datentragerbezeichnung I6schen) Dies ist die
Standardeinstellung.

m  qz - Erweitertes schnelles Léschen (Bezeichnung und Seriennummer
I6schen)

m  qw - Schnelles Léschen und in WORM-Datentrdger konvertieren, wenn
der Datentrager und das Bandlaufwerk WORM-Technologie
unterstitzen. Wird die WORM-Technologie nicht von der Hardware
unterstitzt, schlagt der Loschvorgang fehl.

m | - Ausfihrliches Léschen (Loschen aller Daten auf dem Datentrager)

Wichtig! Beim ausfihrlichen Loschen wird der gesamte Datentrager
geldéscht. Dieser Vorgang kann lange dauern.
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-online [<Adapter-Nr.> <SCSI-ID> <LUN>]

Legt den Online-Status flir das angegebene Gerat (Dateisystem- oder
Bandgerat) fest. Wenn der Online-Status festgelegt ist, ist das Gerat fur
mehrere Server freigegeben.

Uberpriifen Sie, dass auf dasselbe Gerét zur selben Zeit nur von einem
Server Sicherungsdaten geschrieben werden kénnen. Wenn mehrere
Server gleichzeitig auf das Gerat zugreifen, kann die Sicherung
fehlschlagen, und Daten kénnen verloren gehen.

Beispiel: Sie verfiigen Uliber ein Dateisystem- bzw. Bandgerat, fir das
Adapternummer, SCSI-ID und LUN auf 0, 0, und 1 festgelegt sind. Wenn
Sie flUr dieses Gerat den Online-Status festlegen méchten, geben Sie den
folgenden Befehl ein:

-ca_devmgr -online 0 0 1
-offline [ <Adapter-Nr.> <SCSI-ID> <LUN>]

Legt den Offline-Status filir das angegebene Gerat (Dateisystem- oder
Bandgerat) fest. Wenn der Offline-Status festgelegt ist, kann an dieses
Gerat kein anderer Sicherungsjob Ubergeben werden.

Wenn auf diesem Gerat bereits ein Sicherungsjob ausgefihrt wird, kénnen
Sie den Geratestatus dieses Jobs nicht in "offline" &ndern, bis dieser Job
abgeschlossen ist. So kann sichergestellt werden, dass nicht mehrere
Server unbeabsichtigt zur selben Zeit auf ein Dateisystemgerat zugreifen.
Versucht ein Sicherungsjob, auf das Gerat zuzugreifen, wenn flr dieses die
Option "offline" festgelegt ist, schlagt der Job fehl.

Beispiel: Sie verfugen Uber ein Dateisystem-/Bandgerat, flr das
Adapternummer, SCSI-ID und LUN auf 0, 0, und 1 festgelegt sind. Wenn
Sie flir dieses Gerat den Offline-Status festlegen mdéchten, geben Sie den
folgenden Befehl ein:

-ca_devmgr -offline 0 0 1

-purge <Adapter-Nr.> <SCSI-ID> <LUN> -sessions <Sitzungs-Nr.>
[<Sitzungs-Nr.>]

-purge <Adapter-Nr.> <SCSI-ID> <LUN> -sessions
<Sitzungsbereich>

Léscht die angegebene Sitzung oder Sitzungsgruppe. Mit diesem Befehl
kénnen Sie die Daten aus dem Dateisystemgerat |6schen.

m  Wenn eine der Sitzungen SnaplLock-geschutzt ist, wird flr diese
Sitzung eine Warnung protokolliert. Der Entfernungsvorgang wird flr
die restlichen angegebenen Sitzungen fortgesetzt.

m  Wenn eine Sitzung zur Migration vorgesehen ist, die Migration jedoch
noch nicht gestartet wurde, wird eine Warnung protokolliert und die
Sitzung nicht entfernt. Der Entfernungsvorgang wird fur die restlichen
angegebenen Sitzungen fortgesetzt.
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Wenn Sie die Option -force angeben, wird die Sitzung entfernt,
unabhangig davon, ob sie migriert wurde oder nicht.

m  Wenn eine Sitzung aktiviert ist, wird eine Warnung protokolliert und
die Sitzung nicht entfernt. Der Entfernungsvorgang wird fir die
restlichen angegebenen Sitzungen fortgesetzt.

Geben Sie entweder Sitzungsnummern (einzeln oder als Gruppe), einen
Sitzungsbereich oder "all" an, um eine einzelne Sitzung oder mehrere
Sitzungen zu entfernen.

-sessions <Sitzungsnr.> [<Sitzungsnr.>]
-sessions <Sitzungsbereich>

Hinweis: Als <Sitzungsbereich> kann entweder <Anfangsnr. der
Sitzung>-<Endnr. der Sitzung> oder "all" (alle Sitzungen) angegeben
werden.

Gibt die Sitzungsnummer, die Gruppe der Sitzungsnummern, den
Bereich der Sitzungsnummern oder alle Sitzungsnummern an, die Sie
entfernen mochten.

m  Verwenden Sie zum Entfernen einer einzelnen Sitzung die folgende
Syntax:

-sessions 1

m  Geben Sie zum Entfernen einer Sitzungsgruppe eine Liste von
Sitzungsnummern (getrennt durch Leerzeichen) mit der folgenden
Syntax an:

-sessions 12578

m  Geben Sie zum Entfernen eines Sitzungsbereichs die erste und die
letzte Sitzungsnummer (verbunden durch einen Bindestrich) mit
der folgenden Syntax an:

-sessions 3-5
m Verwenden Sie zum Entfernen aller Sitzungen die folgende Syntax:
-sessions all

-query <Adapter-Nr.> <SCSI-ID> <LUN> <-all|-copied|-uncopied|-
purgable|-snaplocked|-failed> -sessions

Flhrt eine Abfrage flr die angegebenen Sitzungen durch. Mit diesem
Befehl kdnnen Sie den Server nach den derzeit aktiven Benutzersitzungen
abfragen. Sie kdnnen Informationen Uber alle aktiven Sitzungen anfordern
oder Uber die Sitzungen, die dem angegebenen Typ entsprechen.
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Das Abfrage-Tool liefert Ihnen eine Beschreibung der folgenden
Informationen:

m Alle kopierten und nicht kopierten Sitzungen
m Alle Sitzungen mit SnapLock-Sicherheit
m  Verweildauer flr jede Sitzung
m Alle Sitzungen, die entfernt werden kénnen
Erforderliche Optionen sind Adapternummer, SCSI-ID und LUN.
-copied

Zeigt eine Liste aller kopierten Sitzungen an.
-uncopied

Zeigt eine Liste aller Sitzungen an, die nicht kopiert wurden.
-purgable

Zeigt eine Liste aller Sitzungen an, die entfernt werden kénnen.
-snaplocked

Zeigt eine Liste aller Sitzungen an, bei denen die SnapLock-Sicherheit
aktiviert ist, und die Verweildauer fir jede Sitzung.

-failed
Zeigt eine Liste aller Sitzungen an, die fehlgeschlagen sind.

-sessions <Liste mit durch Leerzeichen voneinander getrennten
Sitzungen | all>

Gibt die Sitzungsnummer, die Gruppe der Sitzungsnummern oder alle
Sitzungsnummern an, die Sie abfragen mdchten.

m  Verwenden Sie zum Abfragen einer einzelnen Sitzung die folgende
Syntax:

-sessions 1

m  Geben Sie zum Abfragen einer Sitzungsgruppe eine Liste von
Sitzungsnummern (getrennt durch Leerzeichen) mit der folgenden
Syntax an:

-sessions 1 2 3
m  Verwenden Sie zum Abfragen aller Sitzungen die folgende Syntax:

-sessions all
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-regenerate [<Adapter-Nr.> <SCSI-ID> <LUN> <Bandname>]
[<Band-ID> <mm/tt/jj[jj]>]

Wird mit den Dateisystemgeraten verwendet, wenn Sie versehentlich den
Band-Header geldscht haben. So kénnen Sie einen Band-Header fir ein
Dateisystemgerat mit einem bestimmten Bandnamen (<Bandname>)
erneut generieren oder erstellen. Nachdem Sie einen neuen Band-Header
generiert haben, kdnnen Sie alle Sitzungen auf dem Dateisystemgerat in
die CA ARCserve Backup-Datenbank einfligen, wodurch
Wiederherstellungen durch Zeigen und Auswahlen erméglicht werden.

Wenn Ihnen der urspriingliche Bandname (<Bandname>) und dessen
Band-ID (<Band-ID>) bekannt sind, kdnnen Sie diese wiederverwenden,
so dass die Sitzungsdatensatze in der CA ARCserve Backup-Datenbank die
Verbindung zum Volume wiederherstellen kénnen, ohne dass die
Sitzungsdaten erneut eingefiigt werden miissen. (Sie kdnnen im
urspringlichen Banddatensatz der CA ARCserve Backup -Datenbank nach
dem Bandnamen und der Band-ID suchen).

Mit dem <mm/tt/jjjj>-Parameter kénnen Sie ein anderes Austauschdatum
als das Standarddatum fiir das Band auswahlen.

-createfsd

Gibt an, dass ein Dateisystemgerat dynamisch zur Laufzeit erstellt werden
soll, ohne den Bandprozess anzuhalten. CA ARCserve Backup Uberpriift, ob
das zu erstellende Gerat bereits im Geratelistensystem vorhanden ist. Ist
dies nicht der Fall, wird es der Gerateliste hinzugefligt.

Dateisystemgerat - Beschreibung

Gibt die Beschreibung fur das zu erstellende Dateisystemgerat an.
FSD-Name

Gibt den Identitatsnamen flr das zu erstellende Dateisystemgerat an.
FSD-Pfad

Gibt den physischen Pfad fiir das zu erstellende Dateisystemgerat an.
Domdnenname

Gibt den Domdnennamen fir den Zugriff auf das zu erstellende
Remote-Dateisystemgerat an.

Benutzer

Gibt den Benutzernamen fiir den Zugriff auf das zu erstellende
Remote-Dateisystemgerat an.

Kennwort

Gibt das Kennwort flir den Zugriff auf das zu erstellende Remote-
Dateisystemgerat an.
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-removefsd <FSD-Pfad>

Gibt an, dass ein Dateisystemgerat dynamisch zur Laufzeit entfernt werden
soll, ohne den Bandprozess anzuhalten.

-setstaging <Gruppenname>

Gibt an, dass die Dateisystemgerate-Gruppe als Staging-Gruppe
konfiguriert werden soll.

-mstreams <max. Anzahl an Streams>

Gibt die maximale Anzahl an gleichzeitigen Datenstreams an, die an
das Dateisystemgerat einer Staging-Gruppe gesendet werden sollen.

Die moéglichen Optionen sind 1 oder 2 Streams. Die Standardoption ist
1 Stream.

-mthreshold <max. Schwellenwert/Schwellenwert fiir
Entfernen<"xx/xx%" |"xx/xx" >>

Gibt den maximalen Kapazitatsschwellenwert und den Schwellenwert
flr das Entfernen des Dateisystemgerdts an.

Wenn die Menge des belegten Speicherplatzes auf dem
Dateisystemgerat den angegebenen maximalen Schwellenwert
Ubersteigt, werden die Daten (angefangen bei den altesten migrierten
Sitzungen) vom Dateisystemgerat entfernt. Der Schwellenwert fir
Entfernen ist der minimale Schwellenwert. Hier kénnen Sie die Menge
des belegten Speicherplatzes auf einem Dateisystemgerat angeben, bei
der CA ARCserve Backup den Entfernungsvorgang beendet.

Der maximale Schwellenwert und der Schwellenwert fur Entfernen
kénnen entweder als absoluter Wert (in MB) oder als prozentualer
Anteil der Gesamtkapazitat dargestellt werden.

StandardmaBig ist der maximale Schwellenwert auf 80 % eingestellt.

Der Schwellenwert fliir Entfernen ist standardmaBig auf 60 %
eingestellt.

Mit dem folgenden Beispiel wird der maximale Schwellenwert auf 80 %
und der Schwellenwert fir Entfernen auf 60 % festgelegt:

ca_devmgr -setstaging group0 -mthreshold “80/60%”

Wenn Sie nur einen Schwellenwert angeben, ist dies automatisch der
maximale Schwellenwert, und der Schwellenwert flr Entfernen wird
deaktiviert. (Der Schwellenwert flir Entfernen kann nicht unabhangig
vom maximalen Schwellenwert festgelegt werden.)

Mit dem folgenden Beispiel wird der maximale Schwellenwert auf 80 %
festgelegt und der Schwellenwert flir Entfernen deaktiviert:

ca_devmgr -setstaging groupO -mthreshold “80%”

150 Referenzhandbuch fUr die Befehlszeile



Optionen fur das Dateisystemgerat

Hinweise:

m Der angegebene maximale Schwellenwert muss stets gréoBer sein
als der Schwellenwert flir Entfernen.

m  Wenn der Schwellenwert als prozentualer Anteil angegeben wird,
muss der maximale Schwellenwert kleiner als 100 % und der
Schwellenwert flr Entfernen groéBer als 0 % sein. (Wenn als
Schwellenwert flr Entfernen 0 % festgelegt wird, wird das
automatische Entfernen deaktiviert ).

m Wenn der Schwellenwert als absoluter Wert angegeben wird, muss
der maximale Schwellenwert gréBer als 1 MB sein. Der
Schwellenwert flr Entfernen muss groBer als 0 sein. (Ist der Wert
0, wird das automatische Entfernen deaktiviert.)

-snaplock <SnapLock aktivieren <0|1>>

Gibt an, ob der SnapLock-Schutz aktiviert oder deaktiviert werden soll.
Beim Sichern von Daten mit aktiviertem SnaplLock-Schutz kénnen Sie
die gesicherten Daten erst entfernen oder lGiberschreiben, wenn die
festgelegte Verweildauer abgelaufen ist. So wird sichergestellt, dass
die Daten auf dem Dateisystemgerat nicht von Benutzern geldscht
werden kénnen.

0
1

Deaktiviert
Aktiviert

StandardmaBig ist der SnapLock-Schutz deaktiviert.
-pausemig <Unterbrechen der Migration <0|1>>

Gibt an, dass die Datenmigration vom Dateisystemgerat auf den
endglltigen Zieldatentrager unterbrochen werden soll. Wenn Sie diese
Option angeben, wird mit der Sicherung auf das Dateisystemgerat
fortgefahren. Die Migration vom Dateisystemgerat auf den endgdltigen
Zieldatentrager wird hierbei jedoch unterbrochen, wenn fir die
Bandbibliothek eine Wartung geplant ist oder Hardware-Probleme

auftreten.
0 = Deaktiviert
1 = Aktiviert

StandardmaBig ist die Option "Unterbrechen der Migration" deaktiviert.
-chunksize <Chunk-GroBe>

Legt die maximale Datenmenge fest (in KB), die pro Schreibvorgang
auf das Staging-Geréat geschrieben werden kann.

In der Standardeinstellung ist die Staging-Chunk-GroBe auf 512 KB
festgelegt.
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-cleanstaging <Gruppenname>

Gibt an, dass die Attribute der Dateisystemgerate-Staging-Gruppe aus
dem lokalen Server oder dem Remote-Server gereinigt (oder entfernt)
werden sollen.

-getstaging <Gruppenname>

Gibt an, dass die Attribute der Dateisystemgerate-Staging-Gruppe vom
lokalen Server oder vom Remote-Server abgerufen werden sollen.

-queryfsd <FSD-Pfad> [-group]

Gibt an, dass Adapternummer, SCSI-ID und LUN des Dateisystemgerats
standardmaBig abgefragt werden sollen, oder dass die Dateisystemgerate-
Gruppe Uber den Schalter "-group" abgefragt werden soll. Dies wird
hauptsachlich im automatischen Skript verwendet.

-creatededupefsd <FSD-Beschreibung><FSD-
Name><Datenpfad><Indexpfad> [ <Domanenname>
<Benutzer><Kennwort>] [-GrpName <Gruppenname>]

Weist CA ARCserve Backup an, ein neues Deduplizierungsgerat zu
erstellen. Sie missen die FSD-Beschreibung, den FSD-Namen, den
Datenpfad und den Indexpfad angeben. Der Gruppenname ist optional.
Wenn Sie moéchten kdnnen Sie einen gliltigen Gruppennamen angeben.
Wenn Sie keinen Gruppennamen angeben, wird das neue Gerat einer
Standarddeduplizierungsgruppe hinzugefigt.

Dateisystemgerat - Beschreibung
Gibt eine Beschreibung fiir das zu erstellende Deduplizierungsgerat an.
FSD-Name

Gibt den Identitdtsnamen fir das zu erstellende Deduplizierungsgerat
an.

Datenweg

Gibt den physischen Pfad an, in dem die deduplizierten Daten
gespeichert werden.

Indexpfad

Gibt den physischen Pfad an, in dem die Index- und
Referenzdateidaten gespeichert werden. Dieser Pfad darf sich nicht auf
demselben Volume wie der Datenpfad befinden. Wenn Sie
versehentlich denselben Pfad wie flir den Datenpfad angeben, werden
Sie nicht aufgefordert, einen anderen Pfad anzugeben.

Domanenname

Gibt den Doméanennamen fir den Zugriff auf das zu erstellende
Remote-Deduplizierungsgerat an.
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Benutzer

Gibt den Benutzernamen fir den Zugriff auf das zu erstellende
Remote-Deduplizierungsgerat an.

Kennwort

Gibt das Benutzerkennwort flr den Zugriff auf das zu erstellende
Remote-Deduplizierungsgerat an.

-GrpName
Erstellt eine neue Deduplizierungsgerategruppe.
Gruppenname

Gibt den Identitdtsnamen fir die durch "-GrpName" neu zu erstellende
Deduplizierungsgerategruppe an. Diese Angabe ist optional. Wenn Sie
keinen Gruppennamen angeben, weist CA ARCserve Backup das
Deduplizierungsgerat einer neuen Standardgruppe zu.

-removededupefsd <Gruppenname>

Weist CA ARCserve Backup an, das durch den Gruppennamen identifizierte
Deduplizierungsgerat zu entfernen.

<Gruppenname>

Gibt den Namen der Gruppe an, die das zu entfernende
Deduplizierungsgerat enthalt.

-configdedupefsd <Gruppenname> [-FSDDsp<FSD-Beschreibung>][-
FSDName <FSD-Name>] [-DataPath <Datenpfad>] [-IndexPath
<Indexpfad>]

Weist CA ARCserve Backup an, ein vorhandenes Deduplizierungsgerat zu
andern. Sie kénnen flr die FSD-Beschreibung, den FSD-Namen, den
Datenpfad und den Indexpfad neue Werte angeben.

-FSDDsp <FSD-Beschreibung>

Gibt eine neue Beschreibung flir das durch den Gruppennamen
identifizierte Deduplizierungsgerat an.

-FSDname <FSD-Name>

Gibt einen neuen Identitatsnamen fiir das durch den Gruppennamen
identifizierte Deduplizierungsgerat an.

-DataPath <Datenpfad>

Gibt einen neuen Datenpfad an, der von dem durch den
Gruppennamen identifizierten Deduplizierungsgerat zum Speichern der
deduplizierten Daten verwendet wird.
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-IndexPath <Indexpfad>

Gibt einen neuen Indexpfad an, der von dem durch den
Gruppennamen identifizierten Deduplizierungsgerat zum Speichern der
Index- und Referenzdateien des Deduplizierungsprozesses verwendet
wird.

Hinweis: Der Datenpfad und der Indexpfad kénnen nur gedndert werden,
wenn der Datentrager des Deduplizierungsgerates leer ist.

-setdedupegrpproperties <Gruppenname> [[-mstreams <max. Anzahl
an Streams>][-mthreshold <max. Schwellenwert <"xx%"|"xx">>[-
pausemig <Migration unterbrechen <0|1>>][-optimization
<Optimierung ermoglichen <0|1>>]]

Weist CA ARCserve Backup an, fiir das in <Gruppenname> angegebene
Gerat Deduplizierungsgerateigenschaften festzulegen.

-mstreams <max. Anzahl an Streams>

Gibt die maximale Anzahl der Daten-Streams an, die gleichzeitig an
das Deduplizierungsgerat gesendet werden kénnen.

Der Standardwert ist 1.
-mthreshold <max. Schwellenwert <"xx%"|"xx">>

Gibt die maximale Kapazitat des Schwellenwerts des
Deduplizierungsgerats an. Der Schwellenwert kann als Prozentwert der
Geratekapazitat oder als absoluter Wert (nur in MB) angegeben
werden.

Der Standardwert ist 80 %.
-pausemig <Unterbrechen der Migration <0|1>>

Gibt an, dass die Datenmigration vom Deduplizierungsgerat auf den
endgliltigen Zieldatentrager unterbrochen werden soll.

0 = Deaktiviert
1

Aktiviert
StandardmaBig ist die Option "Unterbrechen der Migration" deaktiviert.
-optimization <Optimierung ermdglichen <0|1>>

Aktiviert oder deaktiviert die Optimierung bei
Deduplizierungsprozessen. Wenn Sie Daten bei aktivierter Optimierung
deduplizieren, wird nicht die ganze Datei, sondern nur
Dateiheaderdaten auf Anderungen tberpriift.

0 = Deaktiviert
1 = Aktiviert

Die Optimierung ist standardmaBig deaktiviert.
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-getdedupegrpproperties <Gruppenname>

Weist CA ARCserve Backup an, die flir die in <Gruppenname> angegebene
Gruppe festgelegten Eigenschaften abzurufen.

Nachfolgend finden Sie Syntaxbeispiele zum Befehl "ca_devmgr":

Verwenden Sie folgenden Befehl, um Adapterinformationen mit SCSI-IDs
und Adapternummern anzuzeigen:

ca_devmgr -adapterinfo

Verwenden Sie folgenden Befehl, um Bandinformationen (Name und
Seriennummer) fir den angegebenen Adapter und die SCSI-Nummer
anzuzeigen:

ca_devmgr -mediainfo 3 4

Mit dem folgenden Befehl legen Sie eine Gruppe von Dateisystemgerdten
als Staging-Gruppe mit folgender Konfiguration fest:

- Maximale Anzahl von Streams auf 2 eingestellt

- Schwellenwerte auf 80 % (maximal) und 60 % (minimal) eingestellt
- Chunk-GroéBe auf 512 MB eingestellt

ca_devmgr -setstaging groupQ -mstreams 2 -mthreshold “80/60%” -chunksize 512

Verwenden Sie den folgenden Befehl, um ein neues Deduplizierungsgerat
mit der Bezeichnung "DDD1" zu erstellen und einer Gruppe mit der
Bezeichnung "DDDGrp1l" zuzuweisen:

ca_devmgr -creatededupefsd DedupeDeviceSalesData DDD1 c:\data d:\index -
GrpName DDDGrpl

Verwenden Sie den folgenden Befehl, um den Daten- und den Indexpfad
fur ein vorhandenes Deduplizierungsgerat mit der Bezeichnung "DDDO",
das einer Gruppe mit der Bezeichnung "DDGrp0" zugewiesen ist, zu
andern:

ca_devmgr -configdedupefsd DDGrp0 -FSDName DDDO -DataPath c:\dataFiles -Index
d:\refFiles\
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m  Verwenden Sie den folgenden Befehl, um die
Deduplizierungsgruppeneigenschaften flr eine Gruppe mit der Bezeichnung
"DDDGrp9" wie folgt festzulegen:

- Maximale Anzahl von Daten-Streams auf 2

Maximaler Schwellenwert auf 90 %

Unterbrechen der Migration aktiviert
- Optimierung aktiviert

ca_devmgr -setdedupegrpproperties DDDGrp9 -mstreams 2 -mthreshold "90%" -
pausemig 1 -optimization 1

156 Referenzhandbuch fUr die Befehlszeile



Kapitel 8: ca_jobsecmgr -
Jobsicherheits-Manager-Befehl

Syntax

Nutzung

Wenn sich Benutzername oder Kennwort andern, muss jeder Job in der
Jobwarteschlange an diese Anderung angepasst werden. Mit dem
Jobsicherheits-Manager-Befehl (ca_jobsecmgr) kénnen Sie globale Anderungen
flir den Benutzernamen oder das Kennwort durchfiihren, die alle Jobs in der
Jobwarteschlange betreffen. Sie kénnen diese Anderungen fiir einen
bestimmten CA ARCserve Backup-Server oder flr alle CA ARCserve Backup-
Server in der aktuellen CA ARCserve Backup-Domane durchfiihren.

Hinweis: Damit Sie den Befehl "ca_jobsecmgr" ausflihren kénnen, missen Sie
Uber aquivalente Rechte wie ein CA ARCserve Backup-Benutzer verfligen. In
den meisten Fallen kdnnen Sie die Benutzer-ID verwenden, die fir das CA
ARCserve Backup-Systemkonto definiert wurde. Aquivalente Rechte kdnnen
Sie mit dem Befehl "ca_auth" (siehe Seite 27) zuweisen.

Die Syntax der ca_devmgr-Befehlszeile ist folgendermaBen formatiert:

ca_jobsecmgr

[serverargumente]
<Aktuelle Sicherheitsoptionen>
<Neue Sicherheitsoptionen>

Der Befehl "ca_jobsecmgr" unterstitzt die folgenden Optionen und Argumente:
m  Serverargumente
m  Aktuelle Sicherheitsoptionen

m  Neue Sicherheitsoptionen
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Serverargumente

Mit dem Befehl "ca_jobsecmgr" kénnen Sie angeben, ob Ihre Anderungen
(Benutzername und Kennwort) fir einen bestimmten CA ARCserve Backup-
Server oder fir alle CA ARCserve Backup-Server in der aktuellen CA ARCserve
Backup-Domane ibernommen werden sollen.

Der Befehl "ca_jobsecmgr" unterstitzt die folgenden Serverargumente:
Hinweis: Sie kénnen in jedem ca_jobsecmgr-Befehl immer nur eines der
folgenden Argumente verwenden.

-s

Mit dieser Option kdnnen Sie den Benutzernamen oder das Kennwort auf
einem bestimmten CA ARCserve Backup-Server andern.

Mit dieser Option kdnnen Sie den Benutzernamen oder das Kennwort auf
allen Servern in der CA ARCserve Backup-Domdne andern.

Aktuelle Sicherheitsoptionen

Nachdem Sie eines der Serverargumente angegeben haben, missen Sie die
aktuellen Berechtigungsnachweise flir die Jobs festlegen.

Der Befehl "ca_jobsecmgr" unterstitzt die folgenden aktuellen
Sicherheitsoptionen:
ca_jobsecmgr
-u
-p
-u

Verwenden Sie diese Option, um den aktuellen Benutzernamen fir die
Quellknotenstruktur festzulegen, der fir die Jobs in der Jobwarteschlange
verwendet wird.

Verwenden Sie zur Angabe eines Domadnenbenutzerkontos das folgende
Format:

Domdne\Benutzername
-pP
Verwenden Sie diese Option, um das aktuelle Kennwort festzulegen, das

vom Benutzer der Quellknotenstruktur fiir die Jobs in der Jobwarteschlange
verwendet wurde.
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Neuve Sicherheitsoptionen

Beispiele

Nachdem Sie den aktuellen Benutzernamen und das aktuelle Kennwort
angegeben haben, kénnen Sie neue Anmeldeinformationen fur die Jobs zur
Verfligung stellen. Mit den neuen Sicherheitsoptionen kénnen Sie ein neues
Kennwort und, optional, einen neuen Benutzernamen festlegen.

Der Befehl "ca_jobsecmgr" unterstitzt die folgenden neuen
Sicherheitsoptionen:

ca_jobsecmgr

-np
-hu

—np

Verwenden Sie diese Option, um in der Quellknotenstruktur ein neues
Benutzerkennwort fur die Jobs in der Jobwarteschlange festzulegen.

-nu

Optional. Verwenden Sie diese Option, um in der Quellknotenstruktur einen
neuen Benutzernamen fiir die Jobs in der Jobwarteschlange festzulegen.

Verwenden Sie zur Angabe eines Doméanenbenutzerkontos das folgende
Format:

Domdne\Benutzer

Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "ca_jobsecmgr ":

m  Mit der folgenden Syntax kénnen Sie den Benutzernamen und das
Kennwort auf einem bestimmten CA ARCserve Backup-Server andern:

ca_jobsecmgr -s Rechnerl -u Administrator -p xyz -nu Administrator2 -np xyz2

m  Mit der folgenden Syntax kdnnen Sie den Benutzernamen und das
Kennwort auf allen Servern in der CA ARCserve Backup-Domdne andern:

ca_jobsecmgr -d -u Administrator -p xyz -nu Administrator2 -np xyz2
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Kapitel 9: ca_log - Log-Befehl

Syntax

Nutzung

Mit dem Log-Befehl (ca_log) kénnen CA ARCserve Backup-Protokolle
angezeigt, entfernt, geldscht und verwaltet werden. Mit ca_log kénnen Sie sich
das Aktivitatsprotokoll und die Jobprotokolle anzeigen lassen. Beide sind auch
Uber den Jobstatus-Manager einzusehen.

Die Befehlszeilensyntax von "ca_log" hat folgendes Format:

ca_log [-cahost <Hostname>] [-entiredomain]

-browse

-view <Protokollname> [Anzeigeoptionen]

-purge <Protokollname> [Optionen fiir das Entfernen][-yes]
-clear <ProtokolTname>[-yes]

-help

-examples

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
kénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.

Die Befehle "ca_log" unterstiitzen die folgenden Optionen:
m  Verschiedene Optionen

m  Optionen fiir die Bearbeitung von Protokollnamen

®  Anzeigeoptionen

m  Optionen fir das Entfernen
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Verschiedene Optionen

Verschiedene Optionen

Der Befehl "ca_log" unterstiitzt verschiedene Optionen, die dazu dienen, alle
zugehdrigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fir CA ARCserve Backup festzulegen, die wahrend
Protokollerstellungsvorgangen verwendet werden.

Der Befehl "ca_log" unterstitzt die folgenden verschiedenen Optionen:
-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Dieser Schalter ist ein Filter. Wenn Sie den Vorgang auf einem bestimmten
Rechner in einer Domane ausflihren mochten, muss der Befehl diesen
Schalter enthalten. Ohne diesen Schalter sind alle Vorgdnge fir die
gesamte Domane gultig.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszuftihren zu kdnnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tUbermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schlagt dieser Befehl fehl.

-entiredomain

Begrenzt den Suchbereich auf die Protokolle in der Domane. In der
Standardeinstellung umfasst der Suchbereich den lokalen Host. Wenn die
Option "-entiredomain" nicht festgelegt ist, wird mit dem Befehl "ca_log"
die Suche auf alle Protokolle des angegebenen Hosts ausgeweitet.

-usage
Zeigt eine Liste mit grundlegenden ca_log-Befehlen an.
-help
Offnet das Hilfethema fiir ca_log.

-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_log.
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Optionen fUr die Bearbeitung von Protokolldateien

Optionen fur die Bearbeitung von Protokolldateien

Es gibt mehrere Optionen zum Bearbeiten und Anzeigen von Protokolldateien.

Der Befehl "ca_log" untersttitzt die folgenden Optionen fiir die Bearbeitung von
Protokolldateien:

ca_log [-cahost <Hostname>] [-entiredomain]
-clear <Protokollname>[-yes]
-browse

-clear <Protokollname> [-yes]

Loéscht alle Protokolle mit dem angegebenen Protokollnamen aus der
Datenbank.

Hinweis: Alle Informationen in der Datenbank gehen bei dieser Option
verloren.

-browse

Fuhrt alle Protokolldateien des angegebenen Hosts auf, die angezeigt
werden kénnen.

Flhrt alle Protokollnamen der gesamten Domane auf. Wird dieser Schalter
zusammen mit der Option "-cahost" angegeben, werden alle
Protokolldateien des angegebenen Hosts aufgefiihrt.

Anzeigeoptionen
Zum Anzeigen von Protokolldateien kénnen Sie mehrere Optionen verwenden.

Der Befehl "ca_log" unterstitzt die folgenden Anzeigeoptionen:

ca_log [-cahost <Hostname>] [-entiredomain]
-view <Protokollname> [<Anzeigeoptionen>]

-jobID <ID>
-groupbyjob

-before <mm/tt/jjjj>
-after <mm/tt/jjjj>
-moni tor

-sev
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Anzeigeoptionen

Hinweis: Damit alle Unicode-Zeichen in der Ausgabe eines Befehls
ordnungsgemaB angezeigt werden, missen Sie die Umgebungsvariable
"ARCSERVE_UNICODE_DISPLAY_CMDL" wie folgt auf den Wert 1 setzen, bevor
Sie den Befehl ausfihren:

C:\Dokumente und Einstellungen\cb>set ARCSERVE_UNICODE_DISPLAY_CMDL=1
Um diese Unicode-Zeichen korrekt anzuzeigen, missen Sie auBerdem die

Ausgabe von "ca_log" umleiten, wenn Sie die Umgebungsvariable wie folgt
eingestellt haben:

C:\>ca_log -view activity.log >UNICODE_log.txt
logname

Zeigt die Protokolle mit dem angegebenen Protokollnamen entsprechend
den festgelegten Anzeigeoptionen an.

-jobID <ID>

Zeigt die angegebenen Protokolle nach Job-ID oder Joblisten-ID des
Aktivitatsprotokolls an.

Beispiel:

m ca_log -view activity.log -jobID 5

m ca_log -view activity.log -jobID 1,2,3 (durch Komma getrennt)
-groupbyjob

Diese Option steht nur zur Verfiigung, wenn der anzuzeigende Dateiname
einem Aktivitatsprotokoll entspricht. Gibt an, dass der Befehl "ca_log -
view" zuerst Protokolle nach Job-ID gruppiert anzeigt. AnschlieBend
werden die Jobs ohne Job-ID angezeigt. Das Jobprotokoll gruppiert Master-
Jobs und deren untergeordnete Jobprotokolle gemeinsam, bevor andere
Protokolle aufgelistet werden.

Wenn Sie diesen Schalter nicht angeben, wird das Aktivitatsprotokoll in
zeitlicher Reihenfolge angezeigt.

Wenn Sie diesen Schalter angeben, wird das Aktivitdtsprotokoll nach Job
gruppiert angezeigt.

Die Ausgabe wiirde beispielsweise wie folgt dargestellt:
m  Protokolle von Job1l des Aktivitatsprotokolls

m  Protokolle von Job2 des Aktivitatsprotokolls ...

m  Protokolle von Jobn des Aktivitatsprotokolls

m  Protokolle des Aktivitatsprotokolls ohne Job-ID
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Anzeigeoptionen

-before <mm/tt/jjjj>

Zeigt alle Eintrage mit dem angegebenen Protokollnamen an, die vor dem
Datum "mm/tt/jjjj" erstellt wurden.

Hinweis: Die Schalter "-before" und "-after" kénnen zusammen verwendet
werden, um die Protokolle eines bestimmten Zeitraums anzuzeigen.

-after <mm/tt/jjjj>

Zeigt alle Eintrage mit dem angegebenen Protokollnamen an, die nach dem
Datum "mm/tt/jjjj" erstellt wurden.

Hinweis: Die Schalter "-before" und "-after" kénnen zusammen verwendet
werden, um die Protokolle eines bestimmten Zeitraums anzuzeigen.

-monitor

Zeigt die Protokolle mit dem angegebenen Protokollnamen an und lasst sie
ohne zeitliche Beschrankung geéffnet. Der Protokollname wird in Echtzeit
aktualisiert, wahrend zusatzliche Eintrdge zum Protokoll aufgezeichnet
werden.

Verhindert das AbschlieBen des Befehls "ca_log" nach der Anzeige des
letzten angegebenen Protokolls. Weitere Protokolle werden aus der
Protokolldatei ausgelesen und angezeigt, sobald diese zur Verfligung
stehen.

-sev

Zeigt zu jedem Eintrag mit dem angegebenen Protokollnamen den
Schweregrad an. Der Schweregrad wird nach der Datums-Spalte
angezeigt. Die folgenden Schweregrade sind verfligbar:

I - Information
W - Warnung
E - Fehler

Hinweis: Die Option "-sev" kann zusammen mit den Optionen "-jobID",
"-before" und "-after" verwendet werden.
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Opftionen fUr das Entfernen

Optionen fur das Entfernen

Die Optionen fir das Entfernen des Befehls "ca_log" werden, basierend auf
Alterskriterien, zum Léschen des altesten Teils von Protokollen verwendet. Der
Befehl "-purge" wird einmalig bei Bedarf zu dem Zeitpunkt gestartet, an dem
er ausgeldst wurde.

Der Befehl "ca_log" unterstitzt die folgenden Optionen fir das Entfernen:

ca_log [-cahost <Hostname>] [-entiredomain]
-purge <ProtokolTname>
-olderthan num <Tag[e] | woche[n] | Monat[e] | Jahr[e]>
logname

Entfernt die Protokolle mit dem angegebenen Protokolinamen gemaBl den
Alterskriterien, die in der Option "-olderthan" angegeben sind.

-olderthan num <Tag[e] | Woche[n] | Monat[e] | Jahr[e]>

Entfernt die Protokolle, die dlter als die angegebene Anzahl an Tagen,
Wochen, Monaten oder Jahren sind. Basierend auf den Alterskriterien
werden die Informationen mit dem angegebenen Protokollnamen aus der
Datenbank entfernt.

Hinweis: Die Anzahl der angegebenen Tage muss zwischen 1 und 365
liegen.

Der entsprechende Begriff "Tag", "Woche", "Monat" oder "Jahr" muss beim
Festlegen des Entfernungszeitraums hinzugefligt werden. Beispiel:

ca_log -purge <Protokollname> -olderthan 3 day

ca_log -purge <ProtokolTname> -olderthan 3 week
ca_log -purge <Protokollname> -olderthan 3 month
ca_log -purge <Protokollname> -olderthan 3 year
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Beispiele

Beispiele

Nachfolgend finden Sie Syntaxbeispiele fiir den Befehl "ca_log":

Mit dem folgenden Befehl kdnnen Sie die Aktivitatsprotokolle der gesamten
Doméne anzeigen:

ca_log -entiredomain -view Activity.log

Mit dem folgenden Befehl kdnnen Sie die Aktivitatsprotokolle des
angegebenen Hosts anzeigen:

ca_log -cahost hostname -view Activity.log

Mit dem folgenden Befehl kénnen Sie die Aktivitatsprotokolle des
Mitgliedsservers anzeigen:

ca_log -cahost <Mitgliedsserver> -view Activity.log

Zur Anzeige der Aktivitatsprotokolle der gesamten Domane, die zuerst
nach Master-Jobprotokollen mit den jeweiligen untergeordneten Jobs und
anschlieBend nach anderen Aktivitatsprotokollen gruppiert ist, verwenden
Sie folgenden Befehl:

ca_log -entiredomain -view Activity.log -groupbyjob

Mit dem folgenden Befehl kdnnen Sie das Aktivitatsprotokoll fiir einen
bestimmten Job anzeigen. Wenn der Job ein Master-Job ist, enthalt das
Ausgabeprotokoll nicht nur die Master-Jobprotokolle, sondern auch die
entsprechenden untergeordneten Jobprotokolle.

ca_log -view jobxXX.log

Mit dem folgenden Befehl kénnen Sie das Aktivitatsprotokoll der gesamten
Domane entfernen:

ca_log -entiredomain -clear Activity.log

Mit dem folgenden Befehl kdnnen Sie das Aktivitatsprotokoll eines
bestimmten Hosts l6schen:

ca_log -cahost hostname -clear Activity.log

Mit dem folgenden Befehl kdnnen Sie das Aktivitatsprotokoll aller Eintrage
entfernen, die zwischen dem 2. August 2006 und dem 2. September 2006
erstellt wurden:

ca_log filename -purge Activity.log -after 08/02/2006 -before 09/02/2006

Mit dem folgenden Befehl kdnnen Sie aus dem Aktivitatsprotokoll eines
bestimmten Hosts die Eintréage entfernen, die alter als vier Tage sind:

ca_log -cahost hostname -purge Activity.log -olderthan 4 days

Mit dem folgenden Befehl kénnen Sie aus den Protokollen von Job8 alle
Eintrage entfernen, die alter als ein Tag sind:

ca_log -purge Job8.log -olderthan 1 day
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Kapitel 10: ca_merge - Einfuge-
Manager-Befenl

Syntax

Der Befehl "ca_merge" ist die Befehlszeilenschnittstelle fir den CA ARCserve
Backup-Einfiige-Manager. Dieser Befehl wird zum Erstellen und Ubergeben von
Einfugejobs an die Jobwarteschlange verwendet. Sie kénnen
Datenbankinformationen von Sicherungsdatentragern in die CA ARCserve
Backup-Datenbank einfligen. Viele der Funktionen, auf die Uber den Einflige-
Manager zugegriffen werden kann, stehen auch in der Befehlszeile zur
Verfligung.

Die Syntax der ca_merge-Befehlszeile ist folgendermaBen formatiert:

ca_merge
-cahost <Hostname>]
<Quellargumente>
[Argumente fir das Ausfihren von Jobs]
<Optionen>

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht benétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunéachst in die Jobwarteschlange des Primarservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, miissen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
koénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.
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Nutzung

Nutzung

Mit dem Befehl "ca_merge" kénnen Sie folgende Optionen und Argumente
festlegen:

Verschiedene Optionen
Quellargumente

Argumente flir das Ausfuhren von Jobs
Einfugeoptionen

Jobstatus - Riickgabecodes

Verschiedene Optionen

Der Befehl "ca_merge" enthalt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fir CA ARCserve Backup festzulegen, die wahrend Einfligevorgangen
verwendet werden.

Der Befehl "ca_merge" unterstiitzt die folgenden verschiedenen Optionen:

-cahost <Hostname>

Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Wenn Sie die Option "-cahost" im Befehl verwenden, miissen Sie
auch den Namen des Hostsystems (lokal oder remote) angeben, auf dem
der Vorgang ausgefihrt wird.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszuflihren zu kdénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tibermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schlédgt dieser Befehl fehl.
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Quellargumente

-f <Dateiname>
Gibt den Namen einer Datei an, die Schalter und Parameter flir den Befehl
enthalt.

Fir diesen Schalter gilt die Eingabebegrenzung von 1024 Zeichen in der
Befehlzeile nicht. Mit diesem Schalter kénnen Sie auch Kennwérter
ausblenden, indem Sie sie in einer Datei speichern.

usage
Zeigt eine Liste mit grundlegenden ca_merge-Befehlen an.

-help

Offnet das Hilfethema fiir ca_merge.

-examples
Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_merge.

Quellargumente

Mit den Quellargumenten des Befehls "ca_merge" kdnnen Sie die Daten
angeben, die Sie einfligen mdchten. Mit diesen Optionen kénnen Sie die
Gruppe, das Band und die Sitzungen identifizieren, die eingefligt werden

sollen.

Der Befehl "ca_merge" unterstitzt die folgenden Quellargumente:

ca_merge
[-group <Gruppenname> -tape <Bandname> [<Band-ID>]]

[-tape <Bandname> [<Band-ID>]]

Verwendung unter Windows:
[-currenttapeseq] [-allsessions|-session [<Sitzungs-Nr.>|<Sitzungsbereich>]]

Verwendung unter UNIX:
[-currenttapeseq][-allsessions | -session <Sitzungsbereich>]

-group <Gruppenname> -tape <Bandname> [<Band-ID>]
Gibt den Bandgruppennamen an, der flir den Einfligejob verwendet werden
soll.

Wenn Sie die Option "-group" angeben, missen Sie fir die entsprechenden
Informationen ebenfalls die Option "-tape" verwenden.

-tape <Bandname> [<Band-ID>]

Gibt das Band an, das fiir den Einfligejob verwendet werden soll. Die
Band-ID ist optional und wird verwendet, wenn mehrere gleichnamige

Bander vorhanden sind.
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Argumente fUr das AusfUhren von Jobs

-currenttapeseq

Gibt die aktuelle Bandnummer fiir den Einfligejob an.
-allsessions

Gibt an, dass alle Sitzungen des Bands eingefiigt werden sollen.

Hinweis: Wenn alle Sitzungen eingefiigt werden sollen und das Band
mehrere Sequenzen umfasst, muss das Band mit der Nummer 1 vorliegen,
damit dieser Vorgang erfolgreich durchgefiihrt werden kann.

-session [<Sitzungs-Nr.> | <Sitzungsbereich>]

Gibt an, dass einzelne oder mehrere Sitzungen des Bands eingefligt
werden sollen. Geben Sie einen Sitzungsbereich an, um mehrere Sitzungen
einzufigen.

Beispiel:

Verwenden Sie den folgenden Befehl, um Sitzung 27 des Bands "MYTAPE"
einzufligen:

ca_merge -tape MYTAPE \ -session 27

Verwenden Sie den folgenden Befehl, um die Sitzungen 9 bis 24 des Bands
"MYTAPE" einzufligen:

ca_merge -tape MYTAPE \ -session 9-24

Argumente fur das Ausfuhren von Jobs

Der Befehl "ca_merge" stellt Argumente fur das Ausfiihren von Jobs zur
Verfligung, mit denen Sie die Methoden fir das Ausfihren von Einfligejobs
festlegen kénnen. Mit diesen Optionen fir "ca_merge" kdnnen Sie den
Einfugejob sofort ausfuhren, ihn aussetzen oder ihn fir einen spateren
Zeitpunkt einplanen. Fir welche Methode Sie sich entscheiden, bestimmt,
wann der Einfligejob ausgefiihrt wird.

Wichtig! Um sicherzustellen, dass alle Jobs zur geplanten Zeit starten,
missen Sie die Systemzeit des Mitgliedsservers mit der Systemzeit des
entsprechenden Primarservers synchronisieren. Verwenden Sie den Windows-
Zeitdienst, um die Zeit auf allen ARCserve-Servern Ihrer Domdne zu
synchronisieren.

Der Befehl "ca_merge" unterstitzt die folgenden Argumente zum Ausfihren
von Jobs.

ca_merge
[-at <hh:mm>]
[-on <mm/tt/jj[331>]
[-hold | -runjobnow]
[-description <Beschreibung>]
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EinfOgeoptionen

-at <hh:mm>
Gibt den Zeitpunkt zur Ausfiihrung des Einfligejobs an.

Hinweis: Alle geplanten Zeiten fir CA ARCserve Backup-Jobs basieren auf
der Zeitzone, in der sich der CA ARCserve Backup-Server befindet.
Befindet sich der Agent-Rechner in einer anderen Zeitzone als der CA
ARCserve Backup-Server, missen Sie die entsprechende Ortszeit
berechnen, zu der der Job ausgefiihrt werden soll.

-on <mm/tt/jj[jj]>

Gibt das Ausfiihrungsdatum des Einfligejobs an.
-hold

Ubergibt den ausgesetzten Einfligejob.

Kann nicht zusammen mit -runjobnow verwendet werden.
-runjobnow

Ubergibt den Einfiigejob und fiihrt ihn sofort aus.

Kann nicht zusammen mit -hold verwendet werden.
-description <Beschreibung>

Flgt dem Einfligejob Kommentare hinzu.

Hinweis: Die Zeichenfolge muss zwischen doppelten Anflihrungszeichen
" " stehen, damit die Leerzeichen entsprechend ausgefiihrt werden.

Einfugeoptionen

Mit dem Befehl "ca_merge" kdnnen Sie verschiedene Einfligeoptionen
festlegen, die fiir den Job angewendet werden.

Der Befehl "ca_merge" unterstitzt die folgenden Einfligeoptionen:

ca_merge
[Datenbankoptionen] (fiur UNIX-Hosts)
[Aauflistungsoptionen fiir Entschlisselungskennworter]
[ProtokolToptionen] (nur fiir UNIX)
[vor/Nach-Optionen]
[Optionen fiir Beendigungscodes]
[Datentrdgeroptionen]
[Verschiedene Einfligeoptionen]
[Jobstatusoptionen]
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EinfUgeoptionen

Datenbankoptionen
Hinweis: Diese Option ist nur fir UNIX.

Der Befehl "ca_merge" unterstitzt die folgenden Datenbankoptionen:

ca_merge

[-partialdbupdate]

-partialdbupdate

Speichert nur Job- und Sitzungsinformationen in der CA ARCserve Backup-
Datenbank.

Auflistungsoptionen fur Entschlisselungskennworter

Der Befehl "ca_merge" unterstitzt die folgenden Auflistungsoptionen fir
Entschlisselungskennwérter:

ca_merge

[decryptionpwdlist <Kennwort 1> [<Kennwort 2>] [<Kennwort 3>] ... [Kennwort
8>]

[decryptionpwdlist <Kennwort 1> [<Kennwort 2>] [<Kennwort 3>] ...
[<Kennwort 8>]

Stellt eine Liste von Entschlisselungskennwortern zur Verfigung, die flr
verschlisselte Sitzungen verwendet werden. Wenn ein Einfligejob mehrere
Sitzungen mit verschiedenen Kennwortern umfasst, stoppt CA ARCserve
Backup nicht bei jeder Sitzung und fragt das Kennwort ab. Stattdessen
werden die festgelegten Entschliisselungskennwdrter als kombinierte Liste
gepackt, und die Liste wird automatisch beim Einfligen jeder
verschlisselten Sitzung Uberprift.

Wenn das erforderliche Kennwort lGber die Entschliisselungskennworterliste
bereitgestellt werden kann, wird der Job ohne weitere Eingaben
fortgesetzt. Wenn das erforderliche Sitzungskennwort nicht Gber die
Entschlisselungskennworterliste bereitgestellt werden kann, werden Sie
aufgefordert, das entsprechende Kennwort einzugeben, bevor die
verschliisselte Sitzung fortgesetzt wird.

Die Entschliisselungskennworterliste kann maximal acht Kennworter
enthalten, die durch Leerzeichen voneinander getrennt sind. Jedes
Kennwort kann Gber maximal 23 Zeichen verfiigen und darf keine
Leerzeichen oder Kommas enthalten.
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EinfOgeoptionen

Protokolloptionen fir

Hinweis: Diese Option ist nur fir UNIX.

Der Befehl "ca_merge" unterstiitzt die folgenden Protokolloptionen:

ca_merge

[-1ogfile <Dateiname> [summary | allactivity]]
[-snmp] [-tng] [-email <E-Mail-Adresse>] [-printer <Druckername>]

-logfile <Dateiname> [summary|allactivity]

Speichert Aktivitdten wahrend der Durchflihrung des Einfligejobs unter
dem angegebenen Dateinamen. Sie kénnen bestimmen, ob alle Aktivitaten
oder nur eine Zusammenfassung der Aktivitdten aufgezeichnet werden
soll.

-snmp

Aktiviert die Alert-Funktionalitat fir SNMP (Simple Network Management
Protocol).

-tng

Aktiviert die Alert-Funktionalitat fir NSM (Unicenter Network and Systems
Management) (zuvor TNG).

-email <E-Mail-Adresse>

Sendet eine Kopie des Aktivitatsprotokolls an die angegebene E-Mail-
Adresse.

-printer <Druckername>

Sendet einen Druckauftrag fur das Aktivitatsprotokoll an den angegebenen
Drucker.

Der Drucker muss in der Konfigurationsdatei
"ARCServe_HOME/config/caloggerd.cfg" eingerichtet werden.
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Vor/Nach-Optionen

Der Befehl "ca_merge" unterstiitzt die folgenden Vor/Nach-Optionen:

ca_merge

[-preexec <Befehl>]

[-preexectimeout <Minuten>]
[-postexec <Befehl>]

[-prepostuser <Benutzername>]
[-prepostpassword <Benutzerkennwort>]

-preexec <Befehl>
Flihrt den angegebenen Befehl vor Beginn des Jobs aus.
Der vollstéandige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option "-
prepostuser" verwendet werden.

-preexectimeout <Minuten>

Die Zeitdauer in Minuten, die vor dem Beginn des Einfligejobs abgewartet
werden soll, bis der Befehl, der vor dem Job ausgefiihrt wird, beendet ist.

-postexec <Befehl>
Fihrt den angegebenen Befehl nach Beendigung des Jobs aus.
Der vollsténdige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option "-
prepostuser" verwendet werden.

-prepostuser <Benutzername>
Benutzername des Benutzers, der diesen Einfligejob Ubergeben hat.

-prepostpassword <Benutzerkennwort>

Das Kennwort des Benutzers, der diesen Einfligejob Ubergibt.
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Optionen fir Beendigungscodes

Der Befehl "ca_merge" unterstiitzt die folgenden Optionen flr
Beendigungscodes:
ca_merge

[-exitcode <Beendigungscodel>]
[-skip_delay|-skip_job]
[-skip_post]

-exitcode <Beendigungscodel>

Gibt den Beendigungscode fiir den Befehl an, der vor dem Job ausgefihrt
wird.

Wird mit den Schaltern -skip_delay, -skip_job und -skip_post verwendet.

Hinweis: Die Optionen "skip delay", "skip job" und "skip post" werden nur
dann aktiviert, wenn CA ARCserve Backup erkennt, dass die
zuriickgegebenen Beendigungscodes der festgelegten Bedingung
entsprechen (Gleich, GréBer als, Kleiner als, Ungleich).

-skip_delay

Flhrt den Einfligejob sofort aus, wenn der angegebene Beendigungscode
empfangen wird.

-skip_job

Uberspringt den gesamten Einfligejob, wenn der angegebene
Beendigungscode empfangen wird.

-skip_post

Uberspringt den Befehl, der nach dem Job ausgefiihrt werden soll, wenn
der angegebene Beendigungscode empfangen wird.
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Datentrageroptionen

Der Befehl "ca_merge" unterstitzt die folgenden Datentrageroptionen:

ca_merge

[-firsttapetimeout <Minuten>]
[-spantapetimeout <Minuten>]

-firsttapetimeout <Minuten>

Gibt die Zeit in Minuten an, die abgewartet werden soll, bis ein
verwendbarer Datentrdger fir einen Einfligejob verfligbar gemacht wird.
Wenn innerhalb der angegebenen Zeit kein verwendbarer Datentrdger zur
Verfligung gestellt werden kann, wird das Zeitlimit fir den Job
Uberschritten, der daraufhin fehlschlagt.

Standard: 5 Minuten
-spantapetimeout <Minuten>

Gibt die Zeit (in Minuten) an, die abgewartet werden soll, bis ein
verwendbarer Span-Datentrager fiir einen Einfligejob verfiigbar gemacht
wird. Wenn innerhalb dieser Zeit kein verwendbarer Datentrager geladen
werden kann, wird das Zeitlimit fir den Job Uberschritten, der daraufhin
fehlschlagt.

Wenn "infinite" (unbegrenzt) eingestellt ist, wartet der Job und zeigt so
lange eine Eingabeaufforderung an, bis ein verwendbarer Datentrager
geladen wird oder der Benutzer den Job abbricht.

Standardeinstellung: infinite (unbegrenzt)
Verschiedene Einfigeoptionen

Der Befehl "ca_merge" unterstitzt die folgenden verschiedenen
Einfligeoptionen:
ca_merge

[-1ist]

(nur fir UNIX)
[-savescript <Skriptname>]

-list

Wird zum Anzeigen einer Liste von Bandern verwendet, die fir den
Einflgejob zur Verfligung stehen.
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-savescript <Skriptname>

Dieser Einfligejob wird nicht an die Jobwarteschlange tbergeben, sondern
wird als Skript gespeichert, das zu einem spateren Zeitpunkt in die
Jobwarteschlange geladen werden kann.

Hinweis: Diese Option ist nur fir UNIX.

Jobstatusoptionen
Der Befehl "ca_merge" unterstiitzt die folgenden Jobstatusoptionen:

ca_merge

[-waitForlobStatus [<Abfrageintervall (Sek.)>]]

-waitForJobStatus [ <Abfrageintervall (Sek.)>]

Der Befehl ca_merge wartet, bis der Job abgeschlossen ist, und beendet
das Programm mit einem Rlckgabecode (siehe Seite 179), der angibt, ob
der Job erfolgreich war oder fehlgeschlagen ist.

Der Wert <Abfrageintervall> gibt an, wie haufig (in Sekunden) der Befehl
"ca_merge" den Jobstatus mit Hilfe der Warteschlangendienste Uberpruft.
StandardmaBig ist das Abfrageintervall auf 60 Sekunden festgelegt.

Ruckgabecodes
Folgende Codes werden vom Befehl "ca_merge" zurlickgegeben:

Riickgabecodes:
m 0 - Der Befehl wurde erfolgreich ausgefihrt.

m -1 - Wahrend der Befehlsausfiihrung ist ein Fehler aufgetreten.
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Beispiele
Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "ca_merge":
Legen Sie den Rechner fest, auf dem sich die einzufiigende Quelle

befindet.

m  Verwenden Sie den folgenden Befehl, um festzulegen, dass der
Quellrechner fir den Einfligevorgang standardmaBig der lokale Host ist:

ca_merge -tape TAPEQOl

m  Verwenden Sie den folgenden Befehl, um festzulegen, dass der
Quellrechner fiir den Einfligevorgang "HostA" ist:

ca_merge -cahost hostA -tape TAPEQL

Grenzen Sie den Quellbereich ein.

m  Verwenden Sie zum Einfligen aller Sitzungen von Bdandern des lokalen
Hosts den folgenden Befehl:

ca_merge -group <Gruppenname> -tape <Bandname> <Band-ID>

m  Verwenden Sie zum Einfligen aller Sitzungen vom Band TAPEO1 auf HostA
den folgenden Befehl:

ca_merge -cahost hostA —tape TAPEOL

m  Verwenden Sie zum Einfligen aller Sitzungen vom Band TAPEO1 mit der
Band-ID B5E3 auf HostA den folgenden Befehl:

ca_merge —tape TAPEOLl B53E

m  Verwenden Sie den folgenden Befehl, um einen bestimmten
Sitzungsbereich einzufligen:

ca_merge —cahost hostA -tape TAPEOl -allsessions
ca_merge -cahost hostA -tape TAPEO1l -session 6

ca_merge -tape TAPEO2 -session 2-8
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Begrenzen Sie die Uhrzeit, zu der der Einfiigejob ausgefiihrt wird.

Verwenden Sie den folgenden Befehl, um fir den aktuellen Tag, an dem
der Einfligevorgang ausgefuhrt wird, die Uhrzeit anzugeben:

ca_merge —cahost hostB -tape TAPEQ3 -session 6-9 at 11:20

Verwenden Sie den folgenden Befehl, um die Uhrzeit und das Datum fir
den Einfigevorgang anzugeben:

ca_merge —cahost hostB -tape TAPEO3 -session 6-9 -at 11:20 -on 03/25/2007

Verwenden Sie den folgenden Befehl, um den ausgesetzten Einfligejob zu
Ubergeben:

ca_merge -cahost hostB -tape TAPEO3 -session 6-9 -hold

Verwenden Sie den folgenden Befehl, um festzulegen, dass der Job sofort
ausgefihrt werden soll:

ca_merge -cahost hostB -tape TAPEO3 -session 6-9 -runjobnow

Auf den Jobstatus warten

Verwenden Sie den folgenden Befehl, um den Jobstatus in einem
bestimmten Abfrageintervall (Sek.) abzufragen, bis der Job abgeschlossen
ist.

ca_merge —cahost hostB -tape TAPEO3 -session 6-9 —runjobnow -
waitforjobstatus 60
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Kapitel 11: ca_mmo -
Administratorbefehl fur die
Datentragerverwaltung

Syntax

Der Administratorbefehl fur die Datentragerverwaltung (ca_mmomgr) ist die
Befehlszeilenschnittstelle zum Administrator der Datentragerverwaltung (Media
Management Administrator, MMO Admin) von CA ARCserve Backup Uber die
Eingabeaufforderung. Mit diesem Befehl kénnen Sie Vaulting-Vorgange und
Vaulting-Berichte steuern und verfolgen. Viele der Funktionen, auf die Gber
den Administrator der Datentragerverwaltung zugegriffen werden kann, stehen
auch in der Befehlszeile zur Verfligung.

Hinweis: Um diese Funktion aktivieren zu kénnen, muss das CA ARCserve
Backup-Enterprise-Modul installiert sein.

Die Syntax der ca_mmo-Befehlszeile ist folgendermaBen formatiert:

ca_mmo

[Vault-zyklus-Optionen]
-start [-alert] [-export] [-jid]
-startall [-alert] [-export] [-jid]

[Optionen zum zuriicksetzen des Vault-Status]
-reset

[mmo-Datenbankoptionen]
-init

[vault-Datentrageroptionen]
-checkin -tapename <Bandname>
-tapeid <Band-ID>
-segnum <Bandnummer>
-type <Eincheck-Typ>

-checkin -serialnum <Bandseriennr.>
-type <Eincheck-Typ>
Eincheck-Typen: temp | manuell | manuell entfernen
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[Vault-zuweisungsoptionen]
-assign -tapename <Bandname>
-tape id <Band-ID>
-segnum <Bandnummer>
-vaultname <vault-Name>

-assign -serialnum <Bandseriennr.>
-vaultname <vault-Name>

[Berichtsoptionen fiir das Drucken]
-printreport <Drucktyp>
Drucktypen: vault-Auswahlbericht | versandbericht | versandinhaltsbericht
| Empfangsbericht | Empfangsinhaltsbericht | Bestand nach
Datentrdgerbericht | Bestand nach vault-Bericht

[Vault-Export-Optionen]
-export
-exportall

Optionen

Der Befehl "ca_mmo" stellt Optionen zum Erstellen von Vaulting-Richtlinien
und zum Verwalten Ihrer Datentragerressourcen bereit. Mit Hilfe des Media
Management Administrator (MM Admin) kénnen Sie die Auslagerung von
Bandern an externe Standorte organisieren, Richtlinien flir die Verweildauer
definieren (damit Ihre Bander nicht vorzeitig iberschrieben werden), den
Zugriff auf bandresidente Dateien sichern und eine umfassende
Bestandsaufnahme Ihrer Bandbibliotheksressourcen pflegen.

Der Befehl "ca_mmo" unterstitzt die folgenden Optionen:
-start [-alert] [-export]

Starten Sie auf einem Mitglieds- oder dem Primarserver einen Vault-
Zyklus.

Wenn Sie den Befehl -start allein verwenden und das Ergebnis Bander im
Vault umfasst, die an einen Vault an einem anderen Standort gesendet
werden missen, missen Sie diese Bander manuell aus dem Wechsler
exportieren. Wenn Sie Bander nicht manuell exportieren mdchten,
verwenden Sie den Befehl -"export".
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Wenn Sie den Befehl "-export" verwenden, exportiert die MM-Verwaltung
automatisch alle lokalen Bander im Vault in die Mailslots des Wechslers, so
dass Sie die Bander nicht manuell exportieren miissen. Wenn mehr Bander
im Vault exportiert werden missen, als Mailslots vorhanden sind, wartet
die MM-Verwaltung, bis der Administrator die Mailslots geleert hat, und
exportiert erst dann die Gbrigen Bander.

Wenn Sie eine Benachrichtigung erhalten wollen, wenn die Mailslots geleert
werden mussen, verwenden Sie die Option "-alert". Nach der
Benachrichtigung wartet die MM-Verwaltung maximal 24 Stunden darauf,
dass die Mailslots geleert werden.

-startAll [-alert] [-exportAll]

Starten Sie einen Vault-Zyklus in einem SAN oder auf dem Primarserver
bzw. den Mitgliedsservern.

Verwenden Sie den Schalter "-exportAll" zusammen mit "-startAll", wenn
Sie einen Vault-Zyklus in einem SAN starten und alle lokalen Bander und
SAN-Bénder exportieren mdchten.

-export
Fihrt einen lokalen Export aller Bander durch.

Wenn diese Option nicht zusammen mit den Optionen -start oder -startAll
verwendet wird, wird sie in der Regel unabhangig verwendet. Dies ist
besonders nitzlich, wenn Sie nicht bei jedem Vault-Zyklus einen Export
durchfiihren mdochten.

-exportAll

Diese Funktion exportiert alle lokalen Bander sowie alle Béander, die sich im
SAN, dem Primarserver oder den Mitgliedsservern befinden.

Wenn diese Option nicht zusammen mit den Optionen -start oder -startAll
verwendet wird, wird sie in der Regel unabhangig verwendet. Dies ist
besonders nitzlich, wenn Sie nicht bei jedem Vault-Zyklus einen Export
durchfihren mdéchten.

-jid

Gibt die Job-ID an.
-reset

Setzt den Vault-Status zurtck.
-init

Initialisiert die Datenbank der MM-Verwaltung.
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-checkin -tapename <Bandname> -tapeid <Band-ID> -seqnum
<Bandfolgenr.> -type <Eincheck-Typ>

Checkt Datentrager unter Verwendung des Bandnamens, der ID und der
Nummer wieder in den Banddienst ein.

Mogliche Eincheck-Typen sind temporar <temp>, manuell <manual> oder
permanent (manuell und austauschen) <manualretire>.

-checkin -serialnum <Bandseriennr.> -type <Eincheck-Typ>

Checkt einen Datentrager unter Verwendung der Seriennummer wieder in
den Banddienst ein.

Mdégliche Eincheck-Typen sind temporar <temp>, manuell <manual> oder
permanent (manuell und austauschen) <manualretire>.

-assign -tapename <Bandname> -tapeid <Band-ID-Nr.> -seqnum
<Bandnr.> -vaulthame <Vault-Name>

Weist einen Datentrager unter Verwendung des Bandnamens, der ID und
der Nummer einem Vault zu.

Wenn Sie einen Vault-Kriteriendeskriptor (Vault Criteria Descriptor, VCD)
auswahlen und als Steuerdatensatz die Option "Zugewiesen durch
Benutzer" gewahlt haben, missen Sie entweder diesen Befehl oder den
Befehl "-assign -serialnum" verwenden, um ein bestimmtes Band
zuzuweisen.

-assign -serialnum <Bandseriennr.> -vaultname <Vault-Name>

Weist einen Datentrager unter Verwendung der Seriennummer einem Vault
Zu.

Wenn Sie einen Vault-Kriteriendeskriptor (VCD) auswdahlen und als
Steuerdatensatz die Option "Zugewiesen durch Benutzer" gewahlt haben,
missen Sie entweder diesen Befehl oder den Befehl "-assign -tapename"”
verwenden, um ein bestimmtes Band zuzuweisen.

-printreport <Drucktyp>
Druckt einen Bericht.

Geben Sie je nach dem gewtlinschten Bericht fir <Drucktyp> einen der
folgenden Typen an: VaultSelection (Vault-Auswahlbericht), Shipping
(Versandbericht), ShippingContent (Versandinhaltsbericht), Receiving
(Empfangsbericht), ReceivingContent (Empfangsinhaltsbericht),
InventoryByMedia (Bestand nach Datentragerbericht), InventoryByVault
(Bestand nach Vault-Bericht).

-usage

Zeigt eine Liste grundlegender ca_mmo-Befehle an.
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Beispiele

Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "ca_mmo":

Mit der folgenden Syntax fihren Sie einen lokalen Export aller Bander
durch:

ca_mmo -export

Mit der folgenden Syntax exportieren Sie alle lokalen Bander und alle
Bander im SAN:

ca_mmo -exportAll

Mit der folgenden Syntax starten Sie den Vault-Zyklus und exportieren
anschlieBend alle lokalen Bander:

ca_mmo -start | -startall [-alert] [-export] [-jid]

Mit der folgenden Syntax starten Sie den Vault-Zyklus im SAN und
exportieren anschlieBend alle lokalen Béander und alle Bander im SAN:

ca_mmo -startAll -exportAll
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Kapitel 12: ca_gmgr - Warteschlangen-
Manager-Befenl

Syntax

Der Warteschlangen-Manager-Befehl (ca_gmgr) ist die
Befehlszeilenschnittstelle zum Jobstatus-Manager, mit dem Sie Jobs
Uberwachen und steuern kénnen, die an die CA ARCserve Backup-
Jobwarteschlange libergeben wurden. Diese Befehle der Jobverwaltung werden
zum Abrufen von Informationen oder zum Andern von Jobs in der
Jobwarteschlange verwendet. Alle Funktionen, auf die Gber den Jobstatus- und
Aktivitatsprotokoll-Manager zugegriffen werden kann, stehen auch in der
Befehlszeile zur Verfligung.

Die Syntax der ca_gmgr-Befehlszeile ist folgendermaBen formatiert:

ca_gmgr [-cahost <Hostname>] [-entiredomain]
-Tist [<Job-Nr.>
[jobid] [jobtype] [jobstatus] [exechost] [execdate] [exectime][lastresult] [owner][
description]]
-Tlistscripts
-load <Jobskript> [<Skripteigentimers>]
-addscript <Jobskript>
-removescript <Jobskript> [<Skripteigentimers>]
-changestatus < Job-Nr.> ready|hold
-changedate <Job-Nr.> <mm/tt/jj [jjl>
-changetime <Jobnr.> <hh:mm>
-stop <Jobnr.>
-view <Jobnr.>
-delete <Jobnr.>
-waitForJobStatus <Job-Nr.> [<Abfrageintervall (Sek.)>]
-move <-s_server <Primdrserver der Quelle>> <-d_server <Primarserver des
ziels>> [-m_server <Mitgliedsserver>] [-jobnum <<Job-Nr.>>] [-hold]
-changeSessionPasswd <Jobnummer> [<altes Kennwort> <neues Kennwort>]
-usage
-help
-examples
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Nutzung

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendtigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Primdrservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf IThrem lokalen Rechner auszufiihren zu
kdnnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthdlt, ansonsten schlagt dieser
Befehl fehl.

Mit dem Befehl "ca_gmgr" kénnen Sie folgende Optionen und Befehle
festlegen:

m  Verschiedene Optionen
m  Befehle fir Jobwarteschlangen
m  Befehle flr Jobskripte

m  Jobspezifische Befehle
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Verschiedene Optionen von

Verschiedene Optionen von

Der Befehl "ca_gmgr" unterstitzt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
festzulegen, die von CA ARCserve Backup bei der Ubergabe von Jobs an die
Warteschlange verwendet werden.

Der Befehl "ca_gmgr" unterstiitzt die folgenden verschiedenen Optionen:
-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch
ein Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup
leitet den Job immer zunachst in die Jobwarteschlange des Primarservers,
der dann wiederum den Job an den richtigen Server (Primar- oder
Mitgliedserver) weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufuhren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver Uibermittelt wird, der CA ARCserve
Backup enthédlt, ansonsten schlagt dieser Befehl fehl.

-entiredomain

Begrenzt den Suchbereich auf die Jobs in der Doméne. In der
Standardeinstellung umfasst der Suchbereich den lokalen Host. Wenn die
Option "-entiredomain" nicht festgelegt ist, wird mit dem Befehl "ca_gmgr"
die Suche auf alle Jobs in der Jobwarteschlange des angegebenen Hosts
ausgeweitet.

-usage
Zeigt eine Liste mit grundlegenden ca_gmgr-Befehlen an.
-help

Offnet das Hilfethema fiir ca_gmgr.
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-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_gmgr.

Jobwarteschlangenbefehle

Der Befehl "ca_gmgr " unterstlitzt Befehle fur Jobwarteschlangen, mit denen
Sie die Jobwarteschlangen anzeigen und steuern kénnen.

Der Befehl "ca_gmgr" unterstitzt die folgenden Befehle flr
Jobwarteschlangen:

ca_gmgr [-cahost <Hostname> [-entiredomain] -Tist

[<Job-Nr.>
[jobid]
[jobtypel
[jobstatus]
[exechost]
[execdate]
[exectime]
[Tastresult]
[owner]
[description]]

-list

Zeigt die aktuelle Jobwarteschlange und den Mitgliedsserver an, auf dem
die Ausfiihrung des Jobs geplant ist.
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Jobnr.

Listet flir die angegebene Jobnummer alle Jobs in der Jobwarteschlange
auf. Wenn keine Jobnummer angegeben wurde, listet der Befehl "-list" alle
Jobs des angegebenen Hosts auf. Sie kdnnen auch untergeordnete
Optionen angeben, um verschiedene jobbezogene Informationen fiir den
angegebenen Job anzuzeigen.

jobid

Zeigt die Job-ID fiir den angegebenen Job an.
jobtype

Zeigt den Jobtyp fiir den angegebenen Job an.
jobstatus

Zeigt den Jobstatus flir den angegebenen Job an.
exechost

Zeigt den ausfiihrenden Host flir den angegebenen Job an.
execdate

Zeigt das Ausflihrungsdatum fiir den angegebenen Job an.
exectime

Zeigt die Ausfihrungszeit fir den angegebenen Job an.
lastresult

Zeigt die letzten Ergebnisse fliir den angegebenen Job an.
owner

Zeigt den Eigentimer fur den angegebenen Job an.
description

Zeigt die Beschreibung flir den angegebenen Job an.
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Jobspezifische Befehle

Der Befehl "ca_gmgr" umfasst jobspezifische Befehle, mit denen Sie einzelne
Jobs Uberwachen und steuern kénnen.

Der Befehl "ca_gmgr" unterstlitzt die folgenden jobspezifischen Befehle:

ca_gmgr [-cahost <Hostname>] [-entiredomain]
-changestatus < Job-Nr.> ready|hold
-changedate <Job-Nr.> <mm/tt/jj [jj1>
-changetime <Jobnr.> <hh:mm>
-stop <Jobnr.>
-view <Jobnr.>
-delete <Jobnr.>
-waitForJobStatus <Job-Nr.> [<Abfrageintervall (Sek.)>]
-move <-s_server <Primdrserver der Quelle>> <-d_server <Primdrserver des
ziels>> [-m_server <Mitgliedsserver>] [-jobnum <Job-Nr.>] [-hold]
-changeSessionPasswd <Jobnummer> [<altes Kennwort> <neues Kennwort>]

-changestatus < Job-Nr.> ready|hold
Andert den Jobstatus in "Bereit" bzw. "Ausgesetzt".
Beispiel:
ca_gmgr -changestatus 12 hold

-changedate <Job_Nr. mm/tt/jj[jj]>
Andert das Datum, an dem der Job ausgefiihrt wird.
Beispiel:
ca_gmgr -changedate 12 04/01/2006

-changetime <Job-Nr.> <hh:mm>
Andert die Uhrzeit, zu der der Job ausgefiihrt wird.
Beispiel:
ca_gmgr -changetime 12 12:08

Hinweis: Alle geplanten Zeiten fiir CA ARCserve Backup-Jobs basieren auf
der Zeitzone, in der sich der CA ARCserve Backup-Server befindet.
Befindet sich der Agent-Rechner in einer anderen Zeitzone als der CA
ARCserve Backup-Server, missen Sie die entsprechende Ortszeit
berechnen, zu der der Job ausgefiihrt werden soll.
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-changeSessionPasswd <Jobnummer> [<altes Kennwort> <neues
Kennwort>]

Andert das Sitzungskennwort fir den angegebenen Sicherungsjob mit dem
Status "ready", "hold" oder "done" (bereit, ausgesetzt, fertig). Sie kdnnen
diesen Befehl mit einem der folgenden zwei Formate ausfiihren:

m Sie kdnnen den Schalter sowie das alte und neue Sitzungskennwort in
einer Zeile eingeben:

ca_gmgr -changeSessionPasswd 5 AAA BBB

m Sie geben nur den Schalter, aber nicht das alte oder neue Kennwort
an. Dann werden Sie zur Eingabe jedes Kennworts aufgefordert.

ca_gmgr -changeSessionPasswd 5

Geben Sie das alte Kennwort ein:
Geben Sie das neue Kennwort ein:
Neues Kennwort bestatigen:

Jobnummer

Gibt die Jobnummer des Sicherungsjobs an, flr den Sie das
Sitzungskennwort dndern méchten.

Altes Kennwort

Gibt das alte Sitzungskennwort an, das fir den Sicherungsjob ersetzt
werden soll. Die Angabe dieses Parameters ist optional, wird er jedoch
hinzugefigt, muss auch das neue Kennwort angegeben werden.

Neues Kennwort

Gibt das neue Sitzungskennwort an, das fir den Sicherungsjob
Ubernommen werden soll. Die Angabe dieses Parameters ist optional,
er muss jedoch hinzugefliigt werden, wenn Sie das alte Kennwort
angegeben haben.

Hinweise:

m  Wenn der Sicherungsjob Uber kein vorheriges Sitzungskennwort
verfligt, kdbnnen Sie kein neues Sitzungskennwort hinzufligen.

m Wenn das alte Kennwort nicht mit dem urspriinglichen
Sitzungskennwort des angegebenen Jobs lbereinstimmt, schlagt der
Befehl fehl.

m  Wenn Sie ein altes Sitzungskennwort, aber kein neues
Sitzungskennwort angeben, schlagt der Befehl fehl. (Es ist nicht
zuldssig, dass dieser Parameter frei bleibt.)

m Das Sitzungskennwort kann Uber eine Lange von maximal 23 Zeichen
verfligen.
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-stop <Job-ID>

Halt einen derzeit ausgefiihrten Job an. Wenn es sich um einen
Wiederholungsjob handelt, wird der nachste Job in die Warteschlange
gestellt. Wenn der Job einmalig ausgefihrt wird, wird er gestoppt und
geldscht. Wenn es sich um einen ausgesetzten Job handelt, wird keine
Aktion ausgefihrt.

Beispiel:
ca_gmgr -stop 12

Wichtig! Vor dem Beenden des Jobs erfolgt keine Aufforderung zur
Bestatigung. Der Job wird angehalten, ohne dass Sie gefragt werden, ob
Sie dies wirklich méchten.

-view <Job-ID>
Zeigt Details der Job-ID (Job-Zusammenfassung) an.
Beispiel:
ca_gmgr -view 12
-delete <Job-ID>
Ldscht einen inaktiven Job. Durch das Léschen eines nicht aktiven Jobs
wird dieser vollstédndig aus der Jobwarteschlange entfernt.
Beispiel:
ca_gmgr -delete 12

Hinweis: Wenn Sie einen aktiven Job I6schen méchten, missen Sie diesen
zuerst stoppen.

-waitForJobStatus <Job-Nr.> [ <Abfrageintervall (Sek.)>]

Der Befehl "ca_gmgr" wartet, bis der Job abgeschlossen ist, und kehrt
dann zur Eingabeaufforderung zuriick. Das optionale Abfrageintervall gibt
die Intervalle an, in denen der Jobstatus intern abgefragt wird.

Der Wert <Abfrageintervall> gibt an, wie haufig (in Sekunden) das
Hilfsprogramm "ca_gmgr" den Jobstatus mit Hilfe der
Warteschlangendienste Uberprift. StandardmaBig ist das Abfrageintervall
auf 60 Sekunden festgelegt.
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-move <-s_server <Priméarserver der Quelle>> <-d_server
<Primédrserver des Ziels>> [-m_server <Mitgliedsserver>] [-jobnum
<Job-Nr.>] [-hold]

Verschiebt den Job von einem Server auf einen anderen. Wenn Sie diesen
Befehl angeben, missen Sie einen Quellserver und einen Zielserver
festlegen. Sie kédnnen zusatzlich untergeordnete Optionen festlegen, um
den zu verschiebenden Job genauer zu bestimmen. Wenn Sie keine
untergeordneten Optionen hinzufligen, werden alle Jobs von den
Primarservern der Quelle standardmaBig auf den Primarserver des Ziels
verschoben.

-s_server <Primarserver der Quelle>

Gibt den Primarserver der Quelle an, von dem aus der Job verschoben
wird. Der Name des Primarservers der Quelle muss angegeben
werden.

-d_server <Primarserver des Ziels>

Gibt den Primarserver des Ziels an, auf den der Job verschoben wird.
Der Name des Primarservers des Ziels muss angegeben werden.

-m_server <Mitgliedsserver>

Gibt den Host an, von dem der Verschiebejob ausgefihrt wird. Wenn
Sie diese Option hinzufligen, miissen Sie den Mitgliedsserver angeben.

-jobnum <Job-Nr.>

Legt die Nummer des Jobs fest, der verschoben werden soll. Wenn Sie
diese Option hinzufligen, missen Sie eine Jobnummer des
Primarservers der Quelle angeben.

-hold

Mit dieser Option wird festgelegt, dass der Status der zu
verschiebenden Jobs des Primarservers der Quelle in "-Hold"
(ausgesetzt) geandert wird, nachdem diese erfolgreich verschoben
wurden. Die Standardeinstellung ist "Deleted" (gel6scht).

Jobskriptbefehle

Der Befehl "ca_gmgr" umfasst Befehle fir Jobskripte, mit denen Sie Jobskripte
verwenden und steuern kénnen.

Der Befehl "ca_gmgr" unterstiitzt die folgenden Befehle fiir Jobskripte:

ca_gmgr [-cahost <Hostname>] [-entiredomain]
-Tlistscripts
-load <Jobskript> [<Skripteigentimers>]
-addscript <Jobskript>
-removescript <Jobskript> [<Skripteigentimer>]
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-listscripts

Zeigt die verfiugbaren Jobskripte (in "ARCServe_HOME/jobscripts") an.

Ein Jobskript ist eine gespeicherte Jobdatei mit der Erweiterung ASX. Jeder
Job kann Uber die grafische Benutzeroberflache von CA ARCserve Backup
als Jobskript gespeichert werden.

Beispiel:

ca_gmgr -Tistscripts

-load <Jobskript> [<Skripteigentiimer> ]

Ein zuvor gespeichertes Jobskript laden und ausfihren.

Damit ein Skript geladen werden kann, muss es sich im CA ARCserve
Backup-Stammverzeichnis befinden.

Beispiel:
ca_gmgr -load meinscript caroot

Hinweis: X.asx kann nur auf dem Primarserver geladen werden. Wenn Sie
"ca_gmgr -load X.asx" auf einem Mitgliedsserver ausfiihren, wird ein
Fehler ausgegeben.

-addscript <Jobskript>

Importiert und registriert ein Jobskript.

Geben Sie den Pfad und den Dateinamen des Jobskripts an. Die
Jobskriptdatei wird aus dem angegebenen Pfad in das Stammverzeichnis
von CA ARCserve Backup kopiert.

Beispiel:

ca_gmgr -addscript C:\meinscript.asx

-removescript <Jobskript> [<Skripteigentiimer>]

Entfernt ein Jobskript und hebt dessen Registrierung auf.

Die Jobskriptdatei wird aus dem Stammverzeichnis von CA ARCserve
Backup geléscht.

Beispiel:

ca_gmgr -removescript meinscript caroot
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Beispiele

Beispiele

Nachfolgend finden Sie Syntaxbeispiele fir den Befehl "ca-gmgr ":

Mit folgender Syntax zeigen Sie die aktuelle Jobwarteschlange an:
ca_gmgr -1ist

Verwenden Sie folgende Syntax, um alle Jobs der Domane anzuzeigen:
ca_gmgr -1ist -entiredomain

Mit folgender Syntax stoppen Sie einen derzeit ausgefiihrten Job (in
diesem Beispiel Job5):

ca_gmgr -stop 5

Mit folgender Syntax |6schen Sie einen Job (in diesem Beispiel Job5):
ca_gmgr -delete 5

Mit folgender Syntax zeigen Sie verfiigbare Jobskripte an:

ca_gmgr -listscripts

Mit folgender Syntax importieren und registrieren Sie ein Jobskript aus
einem angegebenen Pfad:

ca_gmgr -addscript C:\BKPJOBL.ASX

Mit folgender Syntax kénnen Sie ein gespeichertes Jobskript laden und
ausfiihren:

ca_gmgr -Toad bkpjobl
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Kapitel 13: ca_recoverdb - Befehl zur
Datenbankwiederherstellung

Bei jedem Sicherungsjob zeichnet CA ARCserve Backup in der zugehdrigen
Datenbank Informationen zu den gesicherten Rechnern, Verzeichnissen und
Dateien sowie zu den verwendeten Datentréagern auf. So kénnen Sie Dateien
fur die Wiederherstellung stets wiederfinden. Der Befehl zur
Datenbankwiederherstellung (ca_recoverdb) ist eine Selbstschutzfunktion, mit
der Sie eine CA ARCserve Backup-Datenbank wiederherstellen kénnen, wenn
diese verloren gegangen ist und von der CA ARCserve Backup-Domane
gesichert wurde, welche die Datenbank verwendet.

Hinweis: Das Hilfsprogramm "ca_recoverdb" ruft den Befehl "ca_restore" auf,
um die Wiederherstellungsfunktion fiir Datenbanken zu implementieren. Das
Hilfsprogramm "ca_recoverdb" ermittelt automatisch, ob die CA ARCserve
Backup-Datenbank eine SQL Server-Datenbank oder eine SQL Server 2005
Express Edition-Instanz ist, und stellt die entsprechenden Parameter fiir den
Befehl "ca_restore" zur Verfligung.

Hinweis: Wenn ein CA ARCserve Backup-Server clusterfahig konfiguriert ist,
werden alle wichtigen basisbezogenen Dienste (nicht agentbezogenen Dienste)
von ARCserve durch den betreffenden Cluster-Dienst (MSCS oder

NEC CLUSTERPRO) Giberwacht. Wenn ein basisbezogener Dienst von ARCserve
fehlschlagt oder heruntergefahren werden muss, versucht der Cluster-Dienst
automatisch, den Dienst neu zu starten oder bei einem fehlgeschlagenen
Neustart einen Failover auszuldsen. Zum Ausfiihren dieser Aufgabe missen Sie
die ARCserve-Dienste anhalten. In einer clusterorientierten Umgebung missen
Sie jedoch zunachst manuell veranlassen, dass der Cluster-Dienst den Dienst
nicht mehr tUberwacht und keinen automatischen Neustart oder ein Failover
auszuldsen versucht. Verfahren zum Anhalten der HA-Dienstliberwachung
durch den Cluster-Dienst finden Sie im Administrationshandbuch.

Hinweis: Das Hilfsprogramm "ca_recoverdb" dient nur zur Wiederherstellung
von ARCserve-Datenbanken (ASDB) auf dem gleichen Rechner oder von
ARCserve-Domanen, von denen die ASDB-Sicherung stammte. Wenn Sie eine
ASDB auf dem einen Rechner sichern und die Sicherung dann auf einem
anderen Rechner wiederherstellen méchten (ohne dass sich die Rechner in
derselben ARCserve-Domane befinden), kann dieser Befehl nicht verwendet
werden. In dieser Situation stehen zwei Ldsungen zur Auswahl:

Lésung 1:

1. Nehmen Sie eine DR-Sicherung von Rechner A, und stellen Sie diese
auf Rechner B wieder her.

Fur diese Losung muss die DR Option installiert sein.

Kapitel 13: ca_recoverdb - Befehl zur Datenbankwiederherstellung 201



Syntax

Lésung 2:

1.

Syntax

Installieren Sie CA ARCserve Backup sowohl auf Rechner A als auch auf
Rechner B.

Nehmen Sie eine ASDB-Sicherung auf Rechner A vor.

Verschieben Sie das Band auf Rechner B, und Gbergeben Sie einen
Einfligejob, um die auf dem Band befindlichen Informationen in CA
ARCserve Backup auf Rechner B einzufligen.

Offnen Sie den Wiederherstellungs-Manager auf Rechner B (Option
"Wiederherstellung nach Baumstruktur"), und suchen Sie die" CA
ARCserve Backup-Datenbank".

Klicken Sie mit der rechten Maustaste auf die "CA ARCserve Backup-
Datenbank", und wahlen Sie aus dem Kontextmeni den Befehl "Agent-
Optionen" aus.

Wadhlen Sie aus dem Dialogfeld "Agent-Wiederherstellungsoptionen”
folgende Optionen aus:

m  Wiederherstellung tUber vorhandene Dateien und Datenbank
erzwingen

m  Verwenden der aktuellen ARCserve-Datenbank als urspriinglicher
Speicherort

m  Beibehalten von aktuellen ARCserve-Domanenmitgliedschaften

Ubergeben Sie den Wiederherstellungsjob.

Die Syntax der ca_recoverdb-Befehlszeile ist folgendermaBen formatiert:

ca_recoverdb [ -cahost <Hosthame> ]

[-i [n]]

-username <Benutzername> [-password <Kennwort>]

[-dbusername <DB-Benutzername> [-dbpassword <DB-Kennwort> ] ] [-
sessionpassword [session password] -session password [session password]...]
[-waitForjobstatus <Abfrageintervall>]
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Optionen

Der Befehl "ca_recoverdb" umfasst verschiedene Optionen zum
Wiederherstellen einer CA ARCserve Backup-Datenbank.

Der Befehl "ca_recoverdb" unterstitzt die folgenden Optionen:
cahost <Hostname>

Leitet den im Sicherungsprotokoll festgelegten Standardhost auf den Host
um, der Uber die Option "-cahost" festgelegt ist.

Beispiel:

HostA - Der Standardhost des Sicherungsprotokolls, der vom Befehl
"ca_restore" verwendet wird.

HostB - Der von Ihnen angegebene Host.

Wenn Sie flr diese Beispiele den Schalter "-cahost" nicht verwenden,
entspricht der vom Hilfsprogramm "ca_recoverdb" aufgerufene Befehl
"ca_restore" Folgendem:

ca_restore -cahost HostA

Wenn Sie den Schalter "-cahost" mit dem Parameter "HostB" verwenden,
entspricht der vom Hilfsprogramm "ca_recoverdb" aufgerufene Befehl
"ca_restore" Folgendem:

ca_restore -cahost HostB

-i [n]

Gibt an, dass der interaktive Modus verwendet werden soll. Wenn Sie
diesen Schalter angeben, kénnen Sie durch Auswahlen einer
Basissicherung den Zeitpunkt festlegen, ab dem die Wiederherstellung der
CA ARCserve Backup-Datenbank ausgefiihrt wird. Wenn der interaktive
Modus ausgefiihrt wird, zeigt das Hilfsprogramm "ca_recoverdb" die Liste
von CA ARCserve Backup-Sequenzen an, fir die Protokolldateien zur
Verfligung stehen. Jede Protokolldatei beginnt mit einer vollsténdigen
Datenbanksicherung und enthalt alle anderen Sicherungen, die von der
wiederherzustellenden vollstandigen Sicherung abhangig sind. (Die
vollsténdige Sicherung ist die Stammsicherung in der "Abhangigkeiten-
Kette" dieser Sitzungen.)

Der Parameter "n" gibt die Anzahl der aktuellen Sicherungsprotokollsatze
("Abhangigkeiten-Ketten") an, aus denen Sie auswahlen kénnen. Der
Wertebereich des Parameters "n" ist 1 bis 99, und der Standardwert ist auf
10 festgelegt.
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Wenn Sie eine vollstandige Sicherungssequenz auswahlen, werden Sie
anschlieBend aufgefordert, die als Wiederherstellungspunkt zu
verwendende Sitzung auszuwahlen. Nachdem Sie eine Sitzung ausgewahlt
haben, bestimmt das Hilfsprogramm "ca_recoverdb" die Abhangigkeiten-
Kette der Sequenz und Ubergibt mit Hilfe des Befehls "ca_restore" einen
Wiederherstellungsjob fiir jede Sitzung.

Wenn Sie den Schalter "-i" nicht angeben, wahlt das Hilfsprogramm
"ca_recoverdb" automatisch die aktuellste Sicherung aus und erstellt die
Abhangigkeiten-Kette fir diese Sitzung. Dies ist hilfreich, wenn Sie die
aktuellste Sicherung wiederherstellen méchten. Wenn die aktuellste
Sicherung jedoch verloren oder beschadigt ist, kdnnen Sie den interaktiven
Modus verwenden, um eine altere Sitzung wiederherzustellen.
AnschlieBend kdénnen die Bander zusammengefiihrt werden, um die
aktuellsten Informationen wieder zu integrieren.

-username <Benutzername> [-password <Kennwort>]

Gibt die Anmeldeinformationen flir den Datenbank-Agenten an, der den
aktuellen Wiederherstellungsjob ausfiihrt. Wenn Sie keine Kennwortoption
angeben, ist standardmaBig kein Kennwort erforderlich.

-dbusername <DB-Benutzername> [-dbpassword <DB-Kennwort>]

Legt die Anmeldeinformationen fir die Datenbank fest. Wenn Sie flr die
Datenbank keinen Benutzernamen und kein entsprechendes Kennwort
angeben, wird standardmaBig "dbusername" und "dbpassword" als
Anmeldeinformationen festgelegt.

[-sessionpassword [session password] -sessionpassword [session
password] ...]

Legt die Anmeldeinformationen fir die Sitzungen fest, die Gber ein
Sitzungskennwort verfigen.

[-waitForJobStatus <Abfrageintervall>]

Gibt das Zeitintervall (in Sekunden) an, das ablaufen muss, bevor das
Hilfsprogramm "ca_recoverdb" den Job abschlieBen kann. AnschlieBend
beendet es den Job mit einem Rickgabecode, der angibt, ob der Job
erfolgreich war oder fehlgeschlagen ist.

Der Wert <Abfrageintervall> gibt an (in Sekunden), wie haufig das
Hilfsprogramm "ca_recoverdb" den Jobstatus mit Hilfe der
Warteschlangendienste Uberprift. StandardmaBig ist das Abfrageintervall
auf 60 Sekunden festgelegt.
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Kapitel 14: ca_restore -
Wiederherstellungs-Manager-Befehl

Syntax

Mit dem Wiederherstellungs-Manager-Befehl (ca_restore), der
Befehlszeilenschnittstelle zum Wiederherstellungs-Manager, kdnnen Sie
Wiederherstellungsjobs erstellen, diese an die CA ARCserve Backup -
Jobwarteschlange Ubergeben und alle zugehérigen Optionen festlegen. Alle
Funktionen, auf die Gber den Wiederherstellungs-Manager zugegriffen werden
kann, stehen auch in der Befehlszeile zur Verfigung. Mit den Optionen und
Schaltern des Befehls ca_restore kénnen Sie globale Optionen und Filter und
Ihre Quelle und Ihr Ziel fir den Wiederherstellungsjob festlegen, und den
Wiederherstellungsjob aufgeben, unter der Angabe, ob er sofort oder zu einem
geplanten Zeitpunkt ausgefiihrt werden soll.

Die Befehlszeilensyntax von "ca_restore" wird folgendermaBen formatiert:

ca_restore [-cahost <Hostname>]
[Globale Optionen]
[Globale Filter]
-source [Quellargumente]
-dest [zielargumente]
[Argumente fiir Jobausfihrung]
[Infoargumente]

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht benétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch ein
Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgefihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup leitet
den Job immer zunachst in die Jobwarteschlange des Primdrservers, der dann
wiederum den Job an den richtigen Server (Primar- oder Mitgliedserver)
weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
kénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthdlt, ansonsten schlagt dieser
Befehl fehl.
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Nutzung

Nutzung

Mit dem Befehl "ca_restore" kdnnen Sie folgende Optionen und Argumente

festlegen:

m  Verschiedene Optionen

m  Wiederherstellungsoptionen

m  Filterargumente

m  Quellargumente

m  Zielargumente

m  Argumente fiir das Ausfiihren von Jobs
= Infoargumente

m  Rickgabecodes

Zum Erstellen eines Wiederherstellungsvorgangs missen Sie jeweils eine
Optionskategorie festlegen, die der Reihenfolge der Befehlssyntax von
"ca_restore" entspricht.

Verschiedene Optionen von

Der Befehl "ca_restore" enthalt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fur CA ARCserve Backup festzulegen, die wahrend
Wiederherstellungsvorgangen verwendet werden.

Der Befehl "ca_restore" unterstitzt die folgenden verschiedenen Optionen:

Ca_restore

[-cahost <Hostname>] [info args]

-f <Dateiname>

[-sessionpassword <Sitzungskennwort / Verschlisselungskennwort>]
[-waitForJobsStatus [<Abfrageintervall (Sek.)>]]

[-help]

[-examples]

[-usage]

[allusage]
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Verschiedene Optionen von

-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren moéchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendtigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch
ein Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflhrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup
leitet den Job immer zunachst in die Jobwarteschlange des Primdrservers,
der dann wiederum den Job an den richtigen Server (Primar- oder
Mitgliedserver) weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufiihren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tUbermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schldgt dieser Befehl fehl.

-f <Dateiname>

Gibt den Namen einer Datei an, die Schalter und Parameter flir den Befehl
enthalt.

Fir diesen Schalter gilt die Eingabebegrenzung von 1024 Zeichen in der
Befehlzeile nicht. Mit diesem Schalter kénnen Sie auch Kennworter
ausblenden, indem Sie sie in einer Datei speichern.

-sessionpassword <Sitzungskennwort / Verschliisselungskennwort>

Definiert das fur die Wiederherstellung der Daten vom Datentrager
erforderliche Sitzungs- / Verschlisselungskennwort. Das Kennwort muss
wahrend der Sicherung bereitgestellt worden sein, um die Daten aus einer
dieser Sitzungen wiederherzustellen.

-waitForJobStatus [ <Abfrageintervall (Sek.)>]

Bei Angabe dieser Option wartet der Befehl "ca_backup", bis der Job
abgeschlossen ist, und beendet das Programm mit einem Riickgabecode,
der angibt, ob der Job erfolgreich war oder fehlgeschlagen ist.

Der Wert fir <Abfrageintervall> gibt an (in Sekunden), wie haufig das
Hilfsprogramm "ca_restore" den Jobstatus mit Hilfe der
Warteschlangendienste Uberpriift. StandardmaBig ist das Abfrageintervall
auf 60 Sekunden festgelegt.
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Globale Jobopfionen

-help

Offnet das Hilfethema fir ca_restore.
-examples

Offnet ein Hilfethema mit Verwendungsbeispielen zu ca_restore.
-usage

Zeigt eine Liste mit grundlegenden ca_restore-Befehlen an.
allusage

Zeigt eine Liste aller ca_restore-Befehle und der zugehdrigen Schalter an.

Globale Joboptionen

Mit den globalen Optionen von "ca_restore" kénnen Sie zahlreiche Optionen
festlegen, die auf den gesamten Job angewendet werden.

Der Befehl "ca_restore" unterstiitzt folgende globale Optionen:

m  Datentrageroptionen

m  Zieloptionen

®  Vorgangsoptionen

m  Vor/Nach-Optionen

m  Protokolloptionen

®  Virusoptionen
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Optionen zur Datentragerwiederherstellung

Der Befehl "ca_restore" unterstitzt die folgenden Optionen zur
Datentragerwiederherstellung:

Cca_restore

[-firsttapetimeout <Minuten<1-9999>>]
[-spantapetimeout <Minuten<1-9999>>]
[-optimizerestoreoff]

-firsttapetimeout <Minuten>

Gibt die Dauer in Minuten an, die abgewartet werden muss, bis ein
verwendbarer Datentrdger fir einen Wiederherstellungsjob zur Verfligung
gestellt wird. Wenn innerhalb der angegebenen Zeit kein verwendbarer
Datentrager zur Verfligung gestellt werden kann, wird das Zeitlimit fir den
Job Uberschritten, der daraufhin fehlschlagt.

Standard: 5 Minuten

-spantapetimeout <Minuten>

Gibt die Dauer (in Minuten) an, die abgewartet werden soll, bis ein
verwendbarer Span-Datentrager fiir einen Wiederherstellungsjob verfiigbar
gemacht wird. Wenn innerhalb dieser Zeit kein verwendbarer Datentrager
geladen werden kann, wird das Zeitlimit fir den Job Uberschritten, der
daraufhin fehlschlagt.

Wenn "infinite" (unbegrenzt) eingestellt ist, wartet der Job und zeigt so
lange eine Eingabeaufforderung an, bis ein verwendbarer Datentrager
geladen wird oder der Benutzer den Job abbricht.

Standardeinstellung: infinite (unbegrenzt)
-optimizerestoreoff
Deaktiviert die Option "optimize restore" (Wiederherstellung optimieren).

Wenn CA ARCserve Backup bei einer Wiederherstellung doppelte
Sicherungssitzungen findet, wobei eine dieser Sitzungen auf einem
Banddatentrdger und eine andere auf einem Dateisystemgerat gespeichert
ist, wird CA ARCserve Backup standardmaBig die Daten der Sitzung
wiederherstellen, die auf dem Dateisystemgerat gespeichert ist.

Meistens nimmt die Wiederherstellung von Daten von einem
Dateisystemgerat weniger Zeit in Anspruch als die Wiederherstellung von
einem Banddatentrager. Unter Umstanden kann es sinnvoll sein, die
Option "optimize restore" zu deaktivieren, beispielsweise wenn Sie
Banddatentrager oder eine Bibliothek mit Hochgeschwindigkeits-
Lesefunktion verwenden oder wenn Ihr Dateisystemgerat einen Fehler
aufweist. Wenn Sie die Option "optimize restore" deaktivieren méchten,
mussen Sie diesen Schalter im Befehl "ca_restore" angeben.
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Zieloptionen

Der Befehl "ca_restore" unterstiitzt die folgenden globalen Zieloptionen:

ca_restore

[-nobase| -base|-entirepath]
[-onconflict <overwrite|rename|skip|overwriteold|confirm>]
[-createversion|-replaceversion|-restoreversion]

-nobase

Legt fest, dass das Hauptverzeichnis nicht am Zielpfad erstellt wird,
stattdessen werden alle Unterverzeichnisse unterhalb des
Hauptverzeichnisses der Quelle erstellt. Dies ist die Standardeinstellung.

-base
Erstellt den Zielpfad vom Hauptverzeichnis wahrend der Wiederherstellung.
-entirepath

Erstellt den gesamten Quellpfad auf dem Ziel. Dateien aus (ibergeordneten
Verzeichnissen werden nicht wiederhergestellt. Nur der Verzeichnispfad
zum Hauptverzeichnis wird am Zielort erstellt.

-onconflict <overwrite|rename|skip|overwriteold|confirm>

Gibt das Verfahren an, das CA ARCserve Backup verwenden soll, wenn
Dateien auf dem Ziellaufwerk denselben Namen haben wie Dateien, die
von der Quelle kopiert werden.

overwrite

Gibt an, dass alle Quelldateien am Ziel Giberschrieben und
wiederhergestellt werden, auch wenn dort bereits gleichnamige
Dateien vorhanden sind. Die Dateien von der Quelle Uberschreiben
dabei vorhandene Dateien auf dem Ziel.

Dies ist die Standardeinstellung.
rename

Legt fest, dass die Quelldatei umbenannt und auf das Ziel kopiert wird.
Dabei wird derselbe Name jedoch eine andere Erweiterung verwendet.
Das Format der Dateierweiterung von umbenannten Dateien hangt
vom Dateisystem auf der Zielpartition ab.

skip

Legt fest, dass eine Quelldatei ibersprungen und nicht
wiederhergestellt wird, wenn auf dem Ziel bereits eine gleichnamige
Datei vorhanden ist.
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overwriteold

Gibt an, dass nur mit neueren Dateien Uberschrieben werden soll.
Quelldateien werden nur wiederhergestellt, wenn deren
Anderungsdatum aktueller ist als das Anderungsdatum der
gleichnamigen Datei auf dem Ziel. Quelldateien, deren
Anderungsdatum &lter ist, werden nicht an das Ziel kopiert.

confirm

Gibt an, dass das Uberschreiben bestétigt werden soll. Der Benutzer
wird zum Bestatigen der Wiederherstellung von Quelldateien
aufgefordert, wenn auf dem Ziel bereits eine gleichnamige Datei
vorhanden ist.

Hinweis: Die Option "confirm" funktioniert nur zusammen mit dem
Parameter "-runjobnow".

-createversion

Gibt an, dass eine neue Dateiversion erstellt werden soll. CA ARCserve
Backup stellt alle Dateien als neue Versionen des Originals wieder her. Die
Dateien im Zielverzeichnis sind hiervon nicht betroffen.

-replaceversion

Legt fest, dass eine Dateiversion ersetzt (lberschrieben) werden soll, wenn
eine Datei im Zielverzeichnis Gber denselben Namen und dieselbe
Versionsnummer wie die Datei der Wiederherstellungsdaten verfiigt.

-restoreversion

Gibt an, dass eine Dateiversion wiederhergestellt (nicht iberschrieben)
werden soll, wenn eine Datei im Zielverzeichnis Gber denselben Namen
und dieselbe Versionsnummer wie eine Datei der Wiederherstellungsdaten
verfligt. Alle anderen Dateien werden mit ihren urspriinglichen Namen und
ihren urspriinglichen Versionsnummern wiederhergestellt.

Vorgangsoptionen

Der Befehl "ca_restore" unterstiitzt die folgenden globalen Vorgangsoptionen:

Ca_restore

[-createemptydiroff]

[-restoreregistry]

[-preservefileattroff]

[-nodbupdate [-stopdb [-restartdb]] | -partialdbupdate]
[-preserveuserspaceoff]

[-preservedirspaceoff]
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-createemptydiroff

Deaktiviert die Option "Verzeichnisattribute und Sicherheitsinformationen
wiederherstellen und beibehalten".

Legt fest, dass keine leeren Verzeichnisse erstellt werden sollen.
Stattdessen werden die vorhandenen Verzeichnisattribute (z. B.
Schreibgeschitzt, Archiv und Versteckt) sowie die Sicherheitsdaten auf
dem Rechner wiederhergestellt.

Wenn der Client-Agent ein Windows Client-Agent ist, stellt CA ARCserve
Backup die Verzeichnisattribute und Sicherheitsinformationen wieder her
und behalt diese bei. Wenn der Client-Agent ein UNIX Client-Agent ist,
erstellt CA ARCserve Backup leere Verzeichnisse.

-restoreregistry

Aktiviert die Option "Registrierungsdateien und Ereignisprotokolle
wiederherstellen”.

Legt fest, dass die Registrierungsdateien und Ereignisprotokolle auf dem
Zielrechner wiederhergestellt werden sollen, wenn die zur
Wiederherstellung ausgewahlten Sitzungen Uber die Registrierungsdateien
und Ereignisprotokolle verfiigen.

-preservefileattroff

Deaktiviert die Option "Dateiattribute und Sicherheitsinformationen
wiederherstellen und beibehalten".

Gibt an, dass die vorhandenen Dateiattribute (z. B. Schreibgeschitzt,
Archiv und Versteckt) und die Sicherheitsdaten auf dem Rechner
wiederhergestellt werden sollen.

-nodbupdate [-stopdb [-restartdb]]
Deaktiviert die Funktion zur Aufzeichnung von Datenbanken.

Legt fest, dass keine Informationen Uber diesen Job in der CA ARCserve
Backup-Datenbank gespeichert werden.

-stopdb
Stoppt den Datenbankprozess vor einer Wiederherstellung.
-restartdb
Startet den Datenbankprozess nach einer Wiederherstellung erneut.
-partialdbupdate
Aktiviert die Option "Nur Jobinformationen aufzeichnen".

Legt fest, dass Informationen Uber diesen Job in der CA ARCserve Backup-
Datenbank gespeichert werden.
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-preserveuserspaceoff

Deaktiviert die Option "Speicherbeschrankung fiir Benutzer beibehalten".
Stellt die Speicherbeschrankungen nicht zusammen mit den Dateien
wieder her.

Die Option "Speicherbeschrankung fir Benutzer beibehalten" wird
standardmaBig angewendet und fir die Wiederherstellung wird dieselbe
Speicherplatzbeschrankung zugewiesen, die wahrend der Sicherung
verwendet wurde.

Hinweis: Diese Option steht nur zur Verfligung, wenn Dateien oder
Sitzungen auf Rechnern wiederhergestellt werden, auf denen der Client-
Agent flir NetWare ausgefihrt wird.

-preservedirspaceoff

Deaktiviert die Option "Speicherbeschrankungen fiir Verzeichnisse
beibehalten". Stellt die Speicherbeschrankungen fiir Verzeichnisse nicht
zusammen mit den Dateien wieder her.

Die Option "Speicherbeschrankung flir Verzeichnisse beibehalten" wird
standardmaBig angewendet und fir die Wiederherstellung wird dieselbe
Speicherplatzbeschrankung fiir Verzeichnisse zugewiesen, die wahrend der
Sicherung verwendet wurde.

Hinweis: Diese Option steht nur zur Verfligung, wenn Dateien oder
Sitzungen auf Rechnern wiederhergestellt werden, auf denen der Client-
Agent flr NetWare ausgefihrt wird.
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Vor/Nach-Optionen

Der Befehl "ca_restore" unterstitzt die folgenden globalen Vor/Nach-Optionen:

ca_restore

[-preexec <Befehl>]

[-exitcode <Beendigungscode(>=0)>[-skip_delay|-skip_job][-skip_post]]
[-preexectimeout <Minuten(0-32767)>]

[-postexec <Befehl>]

[-skippostfail]

[-skippostincmp]

[-ski ppostcmp]

[-prepostuser <Benutzername>]

[-prepostpassword <Benutzerkennwort>]

-preexec <Befehl>

Fihrt den angegebenen Befehl vor Beginn des Jobs aus. Der vollstandige
Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option -
prepostpassword verwendet werden. Wenn Sie die Option -
prepostpassword nicht verwenden, wird der Job fehlschlagen.

-exitcode <exit code(>=0)> [-skip_delay|-skip_job] [-skip_post]

Gibt den Beendigungscode fiir den Befehl an, der vor dem Job ausgefihrt
wird. Wird mit den Schaltern -skip_delay, -skip_job und -skip_post
verwendet.

-skip_delay

Fuhrt den Wiederherstellungsjob sofort aus, wenn der angegebene
Beendigungscode empfangen wird.

-skip_job

Uberspringt den gesamten Wiederherstellungsjob, wenn der
angegebene Beendigungscode empfangen wird.
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-skip_post

Uberspringt den Befehl, der nach dem Job ausgefiihrt werden soll, wenn
der angegebene Beendigungscode empfangen wird.

-skippostfail

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
fehl schlagt.

-skippostincmp

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
unvollstandig ist.

-skippostcmp

Legt fest, dass der Nach-Befehl nicht ausgefiihrt wird, wenn der Job
vollsténdig ist.

-preexectimeout <Minuten(0-32767)>

Legt die Zeitdauer in Minuten fest, die vor dem Starten des
Wiederherstellungsjobs gewartet werden soll, damit der vor dem Job
ausgeflihrte Befehl beendet werden kann. Die mdgliche Dauer, die
festgelegt werden kann, liegt zwischen 0 und 32767 Minuten.

Standard: 0 Minuten

-postexec <Befehl>

Fihrt den angegebenen Befehl nach Beendigung des Jobs aus. Der
vollstandige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option -

prepostpassword verwendet werden. Wenn Sie die Option -

prepostpassword nicht verwenden, wird der Job fehlschlagen.
-prepostuser <Benutzername>

Gibt den Namen des Benutzers an, der diesen Wiederherstellungsjob
Ubergibt.

-prepostpassword <Benutzerkennwort>

Gibt das Kennwort des Benutzers an, der diesen Wiederherstellungsjob
Ubergibt.
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Protokolloptionen

Der ca_restore-Befehl umfasst folgende globale Protokolloptionen:

ca_restore

[-Togfile <allactivity|summary|disabled|errorsonly>]

-logfile <allactivity | summary | disabled | errorsonly>

Zeichnet im Jobprotokoll die Vorgange auf, die wahrend der Ausfiihrung
des Wiederherstellungsjobs auftreten. Geben Sie eine der untergeordneten
Optionen an um festzulegen, welche Informationen aufgezeichnet werden.

allactivity

Zeichnet alle Vorgdnge auf, die wahrend der Ausflihrung des Jobs
auftreten.

summary

Zeichnet nur zusammenfassende Informationen, wie Quelle, Ziel,
Sitzungsnummer, Gesamtzahlen und Fehler, auf.

disabled

Das Protokoll ist deaktiviert, und es werden keine Informationen zu
diesem Job aufgezeichnet.

errorsonly

Zeichnet ausschlieBlich Fehler auf, die wahrend der Ausflihrung des
Jobs auftreten.

Standard: Zusammenfassung ohne Konsolidierung.
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Virusoptionen

Der ca_restore-Befehl umfasst folgende globale Virusoptionen:

ca_restore

[-virus <skip|delete|rename|cure> [-virus_scanarchive]]

-virus

Aktiviert die automatische Virensuche wahrend des
Wiederherstellungsvorganges. Sie missen auch eine der untergeordneten
Virussuchoptionen angeben.

skip
Infizierte Dateien werden nicht wiederhergestellt.
rename

Benennt die infizierten Dateien in Dateien mit der Erweiterung AVB
um. Falls eine gleichnamige Datei mit der Erweiterung AVB bereits
vorhanden ist, wird die Erweiterung AVO, AV1, AV2 usw. verwendet.

delete
Loscht die infizierte Datei.
cure
Versucht die infizierte Datei zu bereinigen.
-virus_scanarchive

Prift alle Dateien in komprimierten Archiven einzeln. Die Auswahl dieser
Option kann die Leistung der Wiederherstellung beeintrachtigen, bietet
jedoch einen hohen Virenschutz.
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Globale Filteroptionen

Mit den Filtern kdnnen Sie bestimmte Dateien und Verzeichnisse fur
Wiederherstellungsjobs ein- oder ausschlieBen. Verwenden Sie Filter, um nur
die gewlinschten Dateien zu bearbeiten. Filter kdnnen global (auf den
gesamten Job), auf Knotenebene (auf einen bestimmten Knoten), oder auf
Volumen-Ebene angewendet werden. Die Position des Schalters ca_restore
bestimmt, auf welcher Ebene der Filter angewendet wird.

Wichtig! Die unsachgemaBe Verwendung von Filtern kann dazu fuhren, dass
nicht alle Daten beim Wiederherstellen erfasst werden. Seien Sie vorsichtig
beim Festlegen oder Anwenden von Filtern.

Hinweis: Bei CA ARCserve Backup kdnnen Sie mit den Platzhalterzeichen
Sternchen "*" und Fragezeichen "?" Filter einbeziehen oder ausschlieBen. Das
Sternchen ist Platzhalter flr beliebig viele Zeichen, wahrend das Fragezeichen
nur fir ein einzelnes beliebiges Zeichen steht.

Der ca_restore-Befehl umfasst folgende Filteroptionen:

ca_restore [-filter
[<include |exclude> <file|dir> <pattern>]
[<include|exclude> [<attribute> [hidden] [readonly] [system] [archive]]]

[<include|exclude> [<date> <modify|create|access> <onorbefore|onorafter>
<mm/tt/33[331>>1]

[<include |exclude> [<date> <modify|create|access> <between mm/tt/jjl[jjl>
<mm/tt/33[331>>1]
[<include |exclude> [<date> <modify|create|access> <within <Anzahl>

days |months|years>>]]

[<include|exclude> [<size> <equalto|greaterthan|lessthan> <size val>
<Bytes|KBytes|MBytes|GBytes>]]

[<incTude|exclude> [<size between <<low size val>
<Bytes|KBytes|MBytes|GBytes>> <<high size val> <Bytes|KBytes|MBytes|GBytes>>]
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include

Die Ergebnisse enthalten nur die Dateien, die den Filterangaben
entsprechen. Beispiel: Sie wahlen die gesamte lokale Festplatte fir die
Wiederherstellung aus und richten anschlieBend einen Filter ein, der die
Dateien in dem Verzeichnis "\SYSTEM" einschlieBt. In diesem Fall werden
von CA ARCserve Backup ausschlieBlich die Dateien in dem Verzeichnis
"\SYSTEM" wiederhergestellt. Alle Gbrigen Dateien werden nicht
berucksichtigt.

exclude

Das AusschlieBen hat immer Vorrang vor dem EinschlieBen. Wenn Sie
beispielsweise einen Filter zum EinschlieBen von Dateien mit der
Erweiterung ".exe" festlegen und einen weiteren Filter hinzufiigen, mit dem
das Verzeichnis "\SYSTEM" ausgelassen wird, werden alle EXE-Dateien im
Verzeichnis "\SYSTEM" ausgelassen.

file | dir <pattern>

SchlieBt Dateien oder Verzeichnisse anhand des angegebenen Musters ein
oder aus.

Hinweis: Wenn Sie Filter flir Verzeichnismuster verwenden und keinen
absoluten Pfad angeben, werden fir alle Verzeichnisse, die die vom
Benutzer angegebenen Kriterien nicht erflllen, leere Verzeichnisse
wiederhergestellt. Um zu verhindern, dass diese leeren Verzeichnisse
wahrend der Wiederherstellung angelegt werden, deaktivieren Sie die
globale Wiederherstellungsoption "Leere Verzeichnisse erstellen", wenn Sie
den Wiederherstellungsjob erstellen.

attribute
SchlieBt Dateien mit dem angegebenen Dateiattribut ein oder aus.
hidden

Dateien, die nicht in einer Verzeichnisliste angezeigt werden. 10.SYS
ist beispielsweise eine versteckte Datei.

read only
Dateien, die nicht gedndert werden kénnen.
system
Dateien, die flir den verwendeten Rechner spezifisch sind.
archive
Dateien, deren Archivbit gesetzt ist.
date <modify|create|access> <onorbefore|onorafter> <mm/tt/jj[jj]>

SchlieBt Dateien ein oder aus, die an dem angegebenen Termin oder zu
einem friheren/spateren Zeitpunkt modifiziert, geandert, oder aufgerufen
wurden.
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date <modify|create|access> <between <mm/tt/jj[jj]>
<mm/tt/jj[jj]>>

SchlieBt Dateien ein oder aus, die zwischen den angegebenen Terminen
modifiziert, geandert oder aufgerufen wurden.

date <modify|create|access> <within <Anzahl>
<days| months|years>>

SchlieBt Dateien ein oder aus, die innerhalb der angegebenen Anzahl von
Tagen, Monaten oder Jahren modifiziert, gedandert oder aufgerufen wurden.

size <equalto|greaterthan|lessthan> <size val>
<Bytes|KBytes| MBytes| GBytes>

SchlieBt Dateien ein oder aus, die genauso groB, gréBer oder kleiner als
angegeben sind.

size between <<niedrigster Wert fiir GroBe>
<Bytes|KBytes| MBytes|GBytes>> <<héchster Wert fiir GroBe>
<Bytes|KBytes| MBytes| GBytes>>

SchlieBt Dateien ein oder aus, deren GroBe innerhalb des festgelegten
GroBenbereiches liegt.

Hinweis: Fir die globalen Filteroptionen stehen folgende Bedingungen zur
Verfligung:

m  Bei UNIX-Servern interpretiert CA ARCserve Backup den Befehl "-erstellen”
automatisch als Dateidanderungsdatum.

m  Modifikationszeit und Anderungszeit sind nicht identisch. Die
Modifikationszeit bedeutet, dass der Inhalt einer Datei gedndert wurde. Die
Anderungszeit verweist darauf, dass Eigenschaften oder Attribute der Datei
(Berechtigungen, Eigentimerinformationen usw.), nicht jedoch der Inhalt,
geandert wurden.

m  Das Zugriffs- bzw. Anderungsdatum wird nicht bei allen Dateisystemen
aufgezeichnet, daher sind méglicherweise nicht alle dieser globalen Filter
far Ihren Job verfligbar.
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Quellargumente

Das Befehlszeilenhilfsprogramm "ca_restore" bietet verschiedene Verfahren
zum Anzeigen der Quellinformationen. Fir welches Verfahren Sie sich
entscheiden sollten, hangt davon ab, was Sie lUber die wiederherzustellenden
Dateien und die zu verwendenden Datentrager wissen.

m  Wiederherstellung nach Baumstrukturansicht:
-source [-group] [-filter]

= Ansicht "Wiederherstellung nach Sitzung":
-source -tape -session [-group] [-tapesession] [-filter]

= Ansicht "Wiederherstellung nach Datentrdger” (ohne Datenbank):
-tape -session [-group] [-tapesessionpw] [-filter]

Das Befehlszeilenhilfsprogramm ca_restore unterstilitzt die folgenden
Quellargumente.

ca_restore

-source [<Hostname> [<Host-IP>]]<Dateiliste>
-tape <Bandname> [<Band-ID>]

-session <Sitzungsnummer>

-group <Gruppenname>

-tapesessionpw <Kennwort/Verschlisselungscode>

-source [<Hostname> [<Host-IP>]]<Dateiliste>
Gibt die wiederherzustellenden Dateien/ Verzeichnisse an.

Wenn Sie den Schalter "-source" alleine verwenden (ohne "-tape" und "-
session") wird die Wiederherstellung als eine Ansicht "Wiederherstellung
nach Baumstruktur" behandelt, und CA ARCserve Backup bestimmt die
Version der wiederherzustellenden Datei.

Beispiel: Eine Datei wurde mehrmals gesichert, jedes Mal in einer anderen
Sitzung oder gar auf ein anderes Band. Wenn der Benutzer sie
wiederherstellen méchte, aber weder das Band noch die Sitzung angibt,
findet CA ARCserve Backup die jiingste Sicherung und stellt diese Datei
wieder her.

Beispiele:

Mit der folgenden Eingabe stellen Sie die jingste Sicherung von
</myfiles> wieder her:

ca_restore -source /myfiles

Mit der folgenden Eingabe stellen Sie das Verzeichnis "/myfiles", das in
Sitzung 24 auf dem Band MYTAPE gesichert wurde, wieder her:

-source /myfiles -tape MYTAPE -session 24
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-tape <Bandname> [<Band-ID>]

Gibt das Band an, das fiir den Wiederherstellungsjob verwendet werden
soll. Die Band-ID ist optional und wird verwendet, wenn mehrere
gleichnamige Bander vorhanden sind.

Wenn der Schalter "-tape" zusammen mit dem Schalter "-source"
verwendet wird, wird die Wiederherstellung als eine Ansicht
"Wiederherstellung nach Sitzung" behandelt. Zur Wiederherstellung wird
die CA ARCserve Backup-Datenbank verwendet. CA ARCserve Backup
prift, ob ein Eintrag Uber die fur die Wiederherstellung angegebene Datei
und das angegebene Band vorliegt. Falls nicht, wird der
Wiederherstellungsjob nicht ibergeben, auch wenn alle angegebenen
Informationen korrekt sind. Dieses Band und diese Sitzung missen in die
CA ARCserve Backup-Datenbank eingefligt werden, bevor dieser
Wiederherstellungsjob tbergeben werden kann.

Wenn der Schalter "-tape" nicht zusammen mit dem Schalter "-source"
verwendet wird, wird die Wiederherstellung als eine Ansicht
"Wiederherstellung nach Datentrager" behandelt. Hierbei wird die CA
ARCserve Backup-Datenbank nicht verwendet. Sind der angegebene
Bandname und die Sitzungsnummer ungdltig, schlagt der
Wiederherstellungsjob zur Laufzeit fehl.

Der Schalter -tape muss zusammen mit dem Schalter -session verwendet
werden.

-session <Sitzungsnummer>

Gibt die Bandsitzungsnummer an, die flir die Wiederherstellung verwendet
werden soll.

Der Schalter muss zusammen mit dem Schalter -tape verwendet werden.

-group <Gruppenname>

Gibt die Bandgruppe an, die fir den Wiederherstellungsjob verwendet
werden soll.

-tapesessionpw <Sitzungskennwort/ Verschliisselungscode>

Gibt das Sitzungskennwort bzw. den Verschlisselungscode an, das/der
zum Wiederherstellen von Daten von einem Band benétigt wird. Dies ist
nur notwendig, wenn wahrend der Sicherung ein Sitzungskennwort oder
ein Verschlisselungscode verwendet wurde.
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Zielargumente

Das Befehlszeilenhilfsprogramm ca_restore unterstiitzt die folgenden
Zielargumente.

ca_restore -dest
[<Hostname> <Hosttyp>] <Pfad> [-username <Benutzername> -password <Kennwort>]
[<Hostname>]<-orglocation>

[<Hostnhame> <Hosttyp>] [-username <Benutzername> -password <Kennwort>] -
database <Datenbanktyp> [Datenbankname] [Datenbankoptionen]

Hinweis: Die Datenbankoptionen flir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-dest [ <Hostname> <Hosttyp>] <Pfad> [-username <Benutzername>
-password <Kennwort>]

Gibt den Zielrechner sowie den Pfad des Verzeichnisses an, in das die
Dateien wiederhergestellt werden sollen. Der Hostname ist optional. Falls
er nicht angegeben wird, wird standardmaBig der lokale Rechner
verwendet.

Wird der Hosthame angegeben, muss auch der Hosttyp angegeben
werden. Verfligbare Hosttypen sind "unix", "nt", "nwagent", "ntagent”,
"w95agent" und "mac".

Sie mussen einen Benutzernamen und ein Kennwort fir den Ziel-Agenten
eingeben und kénnen nur auf einen Remote-Speicherort wiederherstellen,
wenn ein CA ARCserve Backup-Agent auf dem Remote-Rechner ausgefiihrt
wird.

Beispiele:

Gehen Sie folgendermaBen vor, um die Dateien aus Sitzung 2 auf dem
Band "MYTAPE" im Verzeichnis "/restoreDir" auf dem lokalen Rechner
wiederherzustellen:

ca_restore -tape MYTAPE -session 2 -dest "/restoreDir"

Gehen Sie folgendermaBen vor, um die Dateien aus Sitzung 2 auf dem
Band "MYTAPE" im Verzeichnis "/restoreDir" auf dem Remote-Rechner
"RMACHINE" wiederherzustellen:

ca_restore -tape MYTAPE -session 2 -dest RMACHINE "/restoreDir"
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-username <Benutzername>

Gibt den Benutzernamen des Zielrechners an, auf dem die
Wiederherstellung erfolgen soll. Hierbei handelt es sich um den Benutzer,
unter dessen Namen die Anmeldung beim gewlinschten Rechner erfolgt.

Hinweis: Wenn Sie die Option "ca_restore -source" oder "ca_restore" auf
einem 64-Bit-Rechner verwenden, miissen Sie einen "-username"
angeben.

-password <Kennwort>

Gibt das Kennwort des Benutzers an, das flir die Anmeldung beim
Zielrechner verwendet wird.

Hinweis: Wenn Sie die Option "ca_restore -source" oder "ca_restore" auf
einem 64-Bit-Rechner verwenden, missen Sie einen "-username"
angeben.

-orglocation

Gibt an, dass Sie Ihre Dateien am urspriinglichen Speicherort der
Sicherung wiederherstellen méchten (Rechner und Pfad).

Datenbankoptionen

Wenn Sie ein Datenbankobjekt auswahlen, das wiederhergestellt werden soll,
kénnen Sie datenbankspezifische Optionen festlegen, die angewendet werden
sollen, und datenbankbezogene Informationen anzeigen lassen.

Der ca_restore-Befehl umfasst folgende Datenbankoptionen:

ca_restore

-dbusername <Datenbank-Benutzername>]
-dbpassword <Datenbank-Kennwort>]
-database <Datenbanktyp> [Datenbankname]

[Datenbankoptionen fir oOracle]
[Datenbankoptionen fiir Oracle RMAN]
[Datenbankoptionen fiir Exchange-Dokumentebenen]
[Datenbankoptionen fiir sqQL Server]
[Datenbankoptionen fiir Sybase Agent]
[Datenbankoptionen fiir Informix Agent]
[Datenbankoptionen fiir vSS-Agenten]
[Datenbankoptionen fiir Lotus-Agenten]

-dbusername <Datenbankbenutzername>

Gibt den Namen des Datenbankbenutzers an, der fir die Anmeldung bei
der wiederherzustellenden Datenbank verwendet wird.
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-dbpassword <Datenbankkennwort>

Geben Sie das Kennwort des Datenbankbenutzers an, mit dem die
Anmeldung bei der wiederherzustellenden Datenbank erfolgen soll.

-database <Datenbanktyp> [Datenbankname]

Gibt den Datenbanktyp und Namen an, unter dem die Wiederherstellung
erfolgen soll.

Die folgenden Datenbanktypen sind giltig und werden unterstitzt:
m  SQL Server (SQL)

m Exchange-Dokumentebene (EXCHANGEDOC)

m Exchange-Datenbankebene (EXCHANGEDB)

Sybase (SYBASE)

Informix (INFORMIX)

Oracle (ORACLE)

Oracle RMAN ORACLERMAN

Lotus (LOTUS)

Beispiele:

-database sQL
-database EXCHANGEDOC
-database EXCHANGEDB
-database SYBASE
-database INFORMIX
-database ORACLE
-database ORACLERMAN
-database LOTUS

Hinweis: Wenn der Oracle-Instanzname und der Datenbankname
voneinander abweichen, sollten die "-database"-Optionen "-database
ORACLERMAN [Instanzname@Datenbankname]" lauten und nicht "-
database ORACLERMAN [Datenbankname]".
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Datenbankoptionen fur Oracle

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fir Oracle:

ca_restore

[-oracle_controlfile] (nur fir UNIX Oracle-Agenten)
[-oracle_overwritelog] (nur fiir UNIX Oracle-Agenten)
[-oracle_multistream] (nur fiir UNIX Oracle-Agenten)
[-oracle_recover] (nur fiir UNIX Oracle-Agenten)

Hinweis: Die Datenbankoptionen flir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kdnnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

Hinweis: Wenn Sie die CA ARCserve Backup-CLI (Befehlszeilenschnittstelle)
verwenden, um ein Oracle-Objekt mit einem DBCS (Doppel-Byte-Zeichensatz)
oder MBCS (Multi-Byte-Zeichensatz) im Namen zu sichern oder
wiederherzustellen, missen Sie sicherstellen, dass flir den CA ARCserve
Backup-Server und den Agenten dieselbe Sprache eingestellt ist.

-oracle_controlfile

Legt fest, dass die Kontrolldatei wiederhergestellt werden soll. (nur fur
UNIX Oracle-Agenten)

-oracle_overwritelog

Legt fest, dass vorhandene Protokolle bei der Wiederherstellung
Uberschrieben werden sollen. (nur flir UNIX Oracle-Agenten)

-oracle_multistream

Legt fest, dass Oracle mit mehreren Streams wiederhergestellt werden
soll. (nur fir UNIX Oracle-Agenten)

-oracle_recover

Legt fest, dass alle in den Redo-Protokollen der Datenbank
aufgezeichneten Anderungen in eine wiederhergestellte Kopie der
Datendatei GUbernommen werden. Um die vollstandige Datenbank
wiederherzustellen, missen samtliche Datendateien wiederhergestellt
werden. (nur fir UNIX Oracle-Agenten)
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Beispiele:

Nachfolgend finden Sie Syntaxbeispiele flr den ca_restore-Befehl fir die
ORACLE-Datenbank:

Mit Hilfe des folgenden Befehls stellen Sie einen einzelnen Tablespace
(SYSAUX) wieder her:

ca_restore -source [<Hostname> [<Host-IP>]]
"dbora7@instance\DIRECT_ONLINE\2007_07_16-06:31 [40]\SYSAUX" -dest
[<Hostname>] <-orglocation> -database ORACLE [Datenbankname]
[Datenbankoptionen]

ca_restore -source [<Hostname> [<Host-IP>]]
"dbora7@instance\OFFLINE\2007_07_17-08:20 [44]\SYSAUX" -dest [<Hosthame>] <-
orglocation> -database ORACLE [Datenbankname] [Datenbankoptionen]

Mit Hilfe des folgenden Befehls stellen Sie mehrere Tablespaces (SYSAUS
und USERS) wieder her:

ca_restore -source [<Hostname> [<Host-IP>]] "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:31 [40]\SysAaux" "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:31 [40]\USERS" -dest [<Hostname>]
<-orglocation> -database ORACLE [Datenbankname] [Datenbankoptionen]

Mit Hilfe des folgenden Befehls stellen Sie eine Kontrolldatei wieder her:

ca_restore -source [<Hostname> [<Host-IP>]] "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\KONTROLLDATEI" -dest
[<Hostname>] <-orglocation> -database ORACLE [Datenbankname]
[Datenbankoptionen]

Mit Hilfe des folgenden Befehls stellen Sie ein Archivprotokoll wieder her:

ca_restore -source [<Hostname>[<hostIP>]] "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\ARCHIVPROTOKOLL" -dest
[<Hostnhame>] <-orglocation> -database ORACLE [Datenbankname]
[Datenbankoptionen]
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m  Mit Hilfe des folgenden Befehls stellen Sie die vollsténdige Datenbank
wieder her. Angenommen, in der gesamten Datenbank befinden sich
5 Tablespaces (tbs1, tbs2, tbs3, tbs4 und tbs5), die wiederhergestellt
werden sollen, und Sie mdchten alle Tablespaces, das Archivprotokoll und
die Kontrolldatei sichern:

ca_restore -source [<Hostname>[<Host-IP>]] "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\tbs1"
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\tbs2"
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\tbs3"
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\tbs4"
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\ths5" "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\ARCHIVPROTOKOLL" "
dbora7@instance\DIRECT_ONLINE\2007_07_16-06:30 [37]\KONTROLLDATEI" -dest
[<Hostname>] <-orglocation> -database <Datenbanktyp> [Datenbankname]
[Datenbankoptionen]

Datenbankoptionen fur Oracle RMAN

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fiir Oracle RMAN:

ca_restore [-use_rmancat -rman_catuser <RMAN-Katalogbenutzer> -rman_catpassword
<RMAN-Katalogkennwort>]

ca_restore [-put_online]

ca_restore [-oracle_controlfile]

ca_restore [-Tistbakset]

ca_restore [-rman_archlogsel

al_all |
al_pattern [-rman_alpattern <Archivprotokollmuster>] |
al_time [-rman_alfromtime <Archivprotokoll von zeitpunkt>] [-rman_aluntiltime
<Archivprotokoll bis zeitpunkt>] |
al_scn [-rman_alfromscn <Archivprotokoll von SCN>] [-rman_aluntilscn
<Archivprotokoll bis SCN>] |
al_logseq [-rman_alfromlogseq <Archivprotokoll von Nummer>] [-
rman_aluntillogseq <Archivprotokoll bis Nummer>] [-rman_althread
<Archivprotokoll Anzahl Threads>] |
al_none]

ca_restore [-rman_script <RMAN-Skript>]

ca_restore [-rman_numberofchannels <Anzahl der Kandle>]

ca_restore [-rman_blocksize <BlockgroRe (Byte)>]

ca_restore [-rman_baksetnum <Sicherungssatznummer priifen>]

ca_restore [-rman_restoremethod
rm_Tastbackup
rm_time [-rman_restoretime <wiederherstellen aus Sicherungskopie vom
(Datum/zeit)>] |
rm_tag -rman_baktag <RMAN-Sicherungs-Tag> ]

ca_restore [-rman_recoverytype
rec_norec |
rec_untilendoflogs |
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rec_untilscn [-rman_recoveruntilscn <Bis SCN>] |

rec_untillogseq [-rman_recoveruntilseq <Bis Protokollnummer>] [-
rman_recthread <wiederherstellungs-Thread-Nummer>] |
rec_untiltime [-rman_recoveruntiltime <Bis Zeitpunkt>]]

Hinweis: Die Datenbankoptionen fiur ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

Hinweis: Wenn Sie die CA ARCserve Backup-CLI (Befehlszeilenschnittstelle)
verwenden, um ein Oracle-Objekt mit einem DBCS (Doppel-Byte-Zeichensatz)
oder MBCS (Multi-Byte-Zeichensatz) im Namen zu sichern oder
wiederherzustellen, missen Sie sicherstellen, dass fiir den CA ARCserve
Backup-Server und den Agenten dieselbe Sprache eingestellt ist.

Hinweis: Wenn der Oracle-Instanzname und der Datenbankname voneinander
abweichen, sollten die "-database"-Optionen "-database ORACLERMAN
[Instanzname@Datenbankname]" lauten und nicht "-database ORACLERMAN
[Datenbankname]".

-use_rmancat

Legt fest, dass ein Katalog verwendet wird (empfohlen). Gibt an, ob fir
den Vorgang ein RMAN-Katalog verwendet werden soll oder nicht. Es wird
immer empfohlen, einen Katalog zu verwenden, da RMAN die
Datenbankkontrolldatei verwendet, wenn kein Katalog verwendet werden
soll. Geht die Kontrolldatei verloren, stellt RMAN die Datenbank nicht
wieder her.

-rman_catuser <RMAN_Katalogbenutzer>

Gibt den Namen des Oracle-Benutzers an, dem der RMAN-Katalog
gehort.

-rman_catpassword <RMAN_Katalogkennwort>
Gibt das Kennwort des Benutzers an, dem der RMAN-Katalog gehoért.
-put_online

Gibt RMAN an, dass die wiederhergestellten Oracle-Objekte nach der
Wiederherstellung "online" geschaltet werden.

-oracle_controlfile
Legt fest, dass die Kontrolldatei wiederhergestellt werden soll.
-listbakset

Legt fest, dass alle Sicherungssatze aufgelistet werden, die die im
Quellknoten ausgewahlten Objekte enthalten.

Kapitel 14: ca_restore - Wiederherstellungs-Manager-Befehl 229



Datenbankoptionen

-rman_archlogsel

Die Option "Auswahl der aktivierten Protokolle" in diesem Fensterbereich
ermdglicht dem Benutzer die Auswahl der archivierten Protokolle, die
wiederhergestellt werden sollen. Hierbei wird vorausgesetzt, dass das
Objekt "archivierte Protokolle" in den Fensterbereich "Quelle" der
grafischen Benutzeroberfldche des Wiederherstellungs-Managers
aufgenommen wurde. Die Auswahl wird durch Optionsfelder dargestellt.
"Alle" deutet darauf hin, dass alle archivierten Protokolle gesichert werden.

Standardeinstellung: Alle
-rman_alpattern <RMAN_Archivprotokollmuster>

Verwendetes Zeichenfolgenmuster zur Auswahl der archivierten
Protokolle anhand ihrer Namen.

-rman_alfromtime <RMAN_Archivprotokolle_ab>

Mit dieser Option kdénnen Sie festlegen, dass die wiederherzustellenden
archivierten Protokolle anhand des Zeitpunkts ausgewahlt werden, an
dem sie erstellt wurden. Dieses Feld bestimmt die zeitliche
Untergrenze flr die Auswahl der archivierten Protokolle. Nur
archivierte Protokolle, die nach diesem Zeitpunkt erstellt wurden,
werden wiederhergestellt.

-rman_aluntiltime <RMAN_Archivprotokolle_bis>

Mit dieser Option kénnen Sie festlegen, dass die wiederherzustellenden
archivierten Protokolle anhand des Zeitpunkts ausgewahlt werden, an
dem sie erstellt wurden. Dieses Feld bestimmt die zeitliche Obergrenze
fur die Auswahl der archivierten Protokolle. Nur archivierte Protokolle,
die vor diesem Zeitpunkt erstellt wurden, werden wiederhergestellt.

-rman_alfromscn <RMAN_Archivprotokolle_von_SCN>

Mit dieser Option kdnnen Sie angeben, dass der Bereich der
wiederherzustellenden, archivierten Protokolle nicht vom Zeitpunkt,
sondern von der SCN (System Change Number) bestimmt wird. Dieses
Feld bestimmt die SCN-Untergrenze fir die Auswahl der archivierten
Protokolle. Es kann leer bleiben, sofern das Feld "Bis SCN" nicht leer
ist.

-rman_aluntilscn <RMAN_Archivprotokolle_bis_SCN>

Mit dieser Option kdnnen Sie angeben, dass der Bereich der
wiederherzustellenden, archivierten Protokolle nicht vom Zeitpunkt,
sondern von der SCN (System Change Number) bestimmt wird. Uber
dieses Feld kdnnen Sie die SCN-Obergrenze fiir die Auswahl der
archivierten Protokolle bestimmen. Die Angabe ist optional, sofern der
Benutzer im Feld "Von SCN" einen Wert eingegeben hat.
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-rman_alfromlogseq
<RMAN_Archivprotokolle_von_Protokollnummer>

Mit dieser Option kdnnen Sie festlegen, dass die archivierten Protokolle
anhand der Nummer der archivierten Protokolle ausgewahlt werden.
Dieses Feld entspricht der niedrigsten Protokollnummer der
archivierten Protokolle, die wiederhergestellt werden sollen. Dieses
Feld kann nur dann leer bleiben, wenn im Feld "Bis Protokollnummer"
ein Wert eingegeben wird.

-rman_aluntillogseq
<RMAN_Archivprotokolle_bis_ Protokollnummer>

Mit dieser Option kénnen Sie festlegen, dass die archivierten Protokolle
anhand der Nummer der archivierten Protokolle ausgewahlt werden.
Dieses Feld wird zur Eingabe der Obergrenze der Nummer der
archivierten Protokolle flir die Auswahl der archivierten Protokolle
verwendet. Die Eingabe eines Werts in dieses Feld ist optional, sofern
der Benutzer im Feld "Von Protokollnummer" einen Wert eingibt.

-rman_althread <RMAN_Archivprotokoll-Thread>

Mit dieser Option kdénnen Sie die Thread-Nummer angeben, die zum
Identifizieren des Oracle-Servers verwendet wird, der die archivierten
Protokolle erstellt hat. Dieser Parameter wird nur mit den unten
beschriebenen Optionen "Zeitabhangig", "SCN-basiert" oder
"Protokollnummerbasiert" verwendet. Er wird ignoriert, wenn die
Optionen "Alle" oder "Musterbasiert" verwendet werden.

Standardeinstellung: 1

Hinweis: Dieser Wert ist nur fir OPS (Oracle Parallel Server, fir
Oracle 8 und 8i) oder RAC (Real Application Clusters, fiir Oracle 9i und
10g) sinnvoll. In allen anderen Fallen ist die Thread-Nummer immer 1.

-rman_script <RMAN_Skript>

Verwenden Sie diese Option, um den Pfad eines RMAN-Skripts
einzugeben. Wenn Sie in dieses Feld einen Wert eingeben, ignoriert der
Oracle Agent alle anderen Optionen, die vom Benutzer mdéglicherweise
Uber die grafische Benutzeroberflache eingegeben wurden. Dieses
Skript wird unverandert an RMAN weitergeleitet und der Oracle Agent
fuhrt die Wiederherstellung ganz normal durch.

-rman_numberofchannels <RMAN_Anzahl_der_Kanile>

Mit dieser Option legen Sie fest, wie viele Kandle von RMAN fiir die
Durchflihrung der Wiederherstellung zugeordnet werden sollen. RMAN
Ubergibt Jobs parallel, einen Job fir jeden Kanal.

Standardeinstellung: 1 Kanal
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-rman_blocksize <RMAN_BlockgroBe>

Mit dieser Option kdénnen Sie einen Wert festlegen, der die GréBe der
Datenblécke bestimmt, die RMAN bei einer Wiederherstellung an den
Oracle Agent sendet. StandardmaBig sollte dieses Feld leer bleiben. Wenn
Sie wahrend der Sicherung einen Wert flir das Feld eingeben, miissen Sie
dieselbe BlockgréBe auch eingeben, wenn Sie eine Wiederherstellung
durchfihren moéchten. Anderenfalls gibt RMAN eine Fehlermeldung aus, die
angibt, dass die BlockgrdéBe der Sicherung nicht mit der BlockgréBe fir die
Wiederherstellung Ubereinstimmt. In diesem Fall wird der fir die Sicherung
verwendete Wert in der Fehlermeldung angezeigt. Wird kein Wert
angegeben, verwendet RMAN 64 KB fir Oracle 8 oder 8i und 256 KB flr
Oracle 9i.

Fir Oracle 10g ist dieser Parameter nicht mehr vorhanden.

Standardeinstellung: Leer

-rman_baksetnum

Mit dieser Option stellen Sie sicher, dass die Kopie der Daten auf dem
Band guiltig ist und bei Bedarf wiederhergestellt werden kann. RMAN stellt
die Daten auf Grund dieses Befehls nicht unmittelbar wieder her.

Sie kénnen die erforderliche Sicherungssatznummer ermitteln, indem Sie
in der entsprechenden Umgebung eine Verbindung zu RMAN herstellen und
den Befehl "list backupset" ausgeben. AuBerdem lasst sich die
Sicherungssatznummer ermitteln, wenn Sie die Option "-listbakset" in dem
Befehl "ca_restore" ausfiihren und dann die verfiigbaren Informationen fir
den Sicherungssatz tiberprifen.

-rman_restoremethod

Legt fest, dass die Wiederherstellung der Daten nach einer bestimmten
Methode ausgefihrt wird.

rm_lastbackup

Legt fest, dass RMAN die Wiederherstellung der Daten aus der letzten
Sicherung versuchen soll.

rm_time [-rman_restoretime <Wiederherstellen aus
Sicherungskopie vom (Datum/Zeit)>]

Legt anhand von Datum und Uhrzeit fest, aus welchen Satzen RMAN
die Daten bezieht.

rm_tag -rman_baktag <RMAN-Sicherungs-Tag>

Legt fest, dass RMAN die Wiederherstellung der Daten anhand des
angegebenen Sicherungs-Tags versuchen soll. Wenn Sie wahren der
aktuellen Sicherung einen Sicherungs-Tag angegeben haben, kdnnen
Sie die Daten anhand des Tag-Namens wiederherstellen.
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-rman_recoverytype

Legt fest, dass die Wiederherstellung der Daten nach
Wiederherstellungstyp ausgefiihrt wird.

rec_norec

Der Schalter gibt an, dass keine Wiederherstellung durch RMAN
erfolgen soll, nachdem die Daten wiederhergestellt wurden.

rec_untilendoflogs

Weist RMAN an, die aktuellsten Daten bis zum Ende der aktuellen
Protokolle wiederherzustellen.

rec_untilscn [-rman_recoveruntilscn <Bis SCN>]

Weist RMAN an, die Wiederherstellung bis zu der angegebenen System
Change Number (SCN) durchzufiihren.

rec_untillogseq [-rman_recoveruntilseq <Bis Protokollnummer>]

Legt fest, dass die Wiederherstellung der vollstandigen Datenbank bis
zu dem Zeitpunkt durchgefiihrt wird, der durch die Nummer des
archivierten Protokolls angegeben wurde. Dies ist das archivierte
Protokoll, das angibt, wo der Wiederherstellungsprozess stoppen soll.

[-rman_recthread <Wiederherstellungs-Thread-Nummer>] |

Legt fest, dass die Wiederherstellung der vollstandigen Datenbank bis
zu dem Zeitpunkt durchgefiihrt wird, der durch die Wiederherstellungs-
Thread-Nummer angegeben wurde. Dieser Wert wird in OPS- oder
RAC-Umgebungen verwendet, um den Oracle-Server zu identifizieren,
der die archivierten Protokolle generiert hat.

rec_untiltime [-rman_recoveruntiltime <Bis Zeitpunkt>]

Legt fest, dass die Wiederherstellung der vollstandigen Datenbank bis
zu dem angegebenen Zeitpunkt durchgefiuhrt wird.
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Datenbankoptionen fur Exchange-Dokumentebenen

Der ca_restore-Befehl unterstiitzt die folgenden Datenbankoptionen fur
Exchange-Dokumentebenen:

ca_restore -source <Hostname> <absoluter Pfad der Dokumentdatei exchaneg> -
username <Benutzername> -password <Kennwort>
-database EXCHANGEDOC <Datenbankname> [Dokumentenoptionen fiir Exchange]

Datenbankoptionen fiir Exchange:

[-exsis_createmailbox

[-exsis_createuser <kKennwort>]
[-exsis_overwrite|-exsis_overwritemodified |-exsis_copyrestore]|-
exsis_copyrestoremodified]]

Hinweis: Die Datenbankoptionen fiir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen lber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-exsis_createmailbox
Legt fest, dass ein Postfach erstellt wird, falls noch keines vorhanden ist.
-exsis_createuser <Kennwort>

Legt fest, dass ein Benutzer erstellt wird, falls noch keiner vorhanden ist.
Wenn dieser Schalter enthalten ist, miissen Sie auch das
Standardkennwort flir diesen Benutzer angeben.

-exsis_overwrite
Legt fest, dass die wiederhergestellte Datei Giberschrieben werden soll.
-exsis_overwritemodified

Legt fest, dass die wiederhergestellte Datei nur dann Uberschrieben wird,
wenn sie gedndert wurde.

-exsis_copyrestore

Legt fest, dass die Datei als Kopie wiederhergestellt wird (nicht
Uberschreiben).

-exsis_copyrestoremodified

Legt fest, dass die Datei nur dann als Kopie wiederhergestellt wird, wenn
sie geandert wurde.
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Datenbankoptionen fur Exchange-Datenbankebenen

Der ca_restore-Befehl unterstiitzt die folgenden Datenbankoptionen fir
Exchange-Datenbankebenen:

ca_restore -source <Hostname> <Name der Speichergruppe> -dest [<Hostname>] [-
username <Benutzername> -password <Kennwort>]
-database EXCHANGEDB <Datenbankname> [Datenbankoptionen fiir Exchange]

Datenbankoptionen fir Exchange:

[-exdb_di smountdb]

[-exdb_allow_db_overwritten -exdb_rest_orig _sg|-exdb_rest_recovery_sg [-
exdb_rest_create_sg]]

[-exdb_Tlastset]

[-exdb_apply_logs]

[-exdb_mount_db]

[-exdb_wait_for_db_commit]

[-exdb_temp_Tocation]

Hinweis: Die Datenbankoptionen fiir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erldutert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

[-exdb_dismountdb]
Die Datenbank wird vor der Wiederherstellung automatisch entladen.
-exdb_allow_db_overwritten

Lasst zu, dass die Datenbank vom Wiederherstellungsprozess
Uberschrieben wird.

-exdb_rest_orig_sg

Die Datenbank wird in der urspriinglichen Speichergruppe
wiederhergestellt.

-exdb_rest_recovery_sg

Die Datenbank wird in einer Speichergruppe fir die Wiederherstellung
(falls vorhanden) wiederhergestellt.

-exdb_rest_create_sg

Legt fest, dass eine Speichergruppe fir die Wiederherstellung erstellt wird,
falls noch keine vorhanden ist.
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-exdb_lastset

Legt fest, dass die Datenbank nach Abschluss der Wiederherstellung
Ubernommen wird. Verwenden Sie diesen Schalter zur Wiederherstellung
eines Satzes nur dann, wenn Sie die letzte Sicherung des Satzes
wiederherstellen méchten. Wenn dieser Schalter nicht einbezogen wird,
verbleibt die Datenbank in einem Zwischenzustand und ist noch nicht
verwendbar. Sie ist jedoch fir nachfolgende Anderungs- oder
Zuwachssicherungen bereit.

-exdb_apply_logs

Legt fest, dass die Datenbank nach der Wiederherstellung ibernommen
wird und die Protokolle angewandt werden.

-exdb_mount_db

Legt fest, dass die Datenbank nach der Wiederherstellung ibernommen
und geladen wird.

-exdb_wait_for_db_commit

Legt fest, dass die Datenbank nach der Wiederherstellung ibernommen
wird und auf die Ubernahme gewartet werden soll.

-exdb_temp_location

Legt den tempordren Pfad fiir Protokoll- und Patch-Dateien fest.

Datenbankoptionen fur SQL Server

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fiir SQL Server:

ca_restore -source -tape -session [-group] [-tapesessionpw]
-dest [<Hostname>] [-username <Benutzername> -password <Kennwort>]
-database sSQL <Instanzname> [Optionen fiir SQL Server-Agenten]

Optionen fiir SQL Server-Agenten:

[[-sql_filegroup <Dateigruppenname>[[-partial_restore] | [[-sql_file
<Dateiname>]...[-sql_file <Dateiname>]]]] | [-autorepair_online] | [-
autorepair_offline]][-force_replace_exist]

[-sql_stopat [-time <Zeitstempel>|-at_mark <Name der Markierung> [-after
<Zeitstempel>] |-before _mark <Name der Markierung> [-after <zeitstempel>]]]

[-sql_db_op | -sql_db_noop | -sql_db_readonly [<undo_filename>]]
[-sql_dbcc <-sql_after|-sql_before> [-physical_only] [-no_indexes]]

[-sql_restrict_access]
[-sql_keep_replication]
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[-sql_move_rule [[db]|[fg <Dateigruppenname>][[-drive <Laufwerksname>]|[-path
<Pfad>]]...]1]

[-sql_move_rule [file <Dateigruppenname> <Dateiname> [[[-drive
<Laufwerksname>] | [-path <Pfadname>]|[-name <Dateiname>]]..|[-Tocation
<Zielspeicherort>]]11]

[-sql_move_rule [sql_transactionlog [[-drive <Laufwerksname>]|[-path
<Pfadname>]]..]]

[-sql_move_rule [sql_transactionlog <Protokolldateiname> [[[-drive
<Laufwerksname>] | [-path <Pfadname>]|[-name <Dateiname>]]...|[-Tocation
<Zielspeicherort>]]11]

[-sq1_auto_off]
[-sql_forcenp]
[-sql_continue_after_checksum_failed]

Hinweis: Die Datenbankoptionen fiir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-sql_filegroup <Dateigruppenname>

Gibt die wiederherzustellenden Dateigruppen in der Sitzung an.

-sql_file <Dateiname>

Gibt die wiederherzustellenden Dateien in der Sitzung an.

-partial_restore

Mit dieser Option kénnen Sie eine teilweise Wiederherstellung durchfiihren.

-autorepair_online

Legt fest, dass beschadigte Seiten in den Datendateien automatisch
repariert werden, und beldsst die Datenbank im Status "online".

Hinweis: Gilt nur fir SQL2005.

-autorepair_offline

Legt fest, dass beschéadigte Seiten in den Datendateien automatisch
repariert werden, und beldsst die Datenbank im Status "offline".

Hinweis: Gilt nur fir SQL2005.

-force_replace_exist

Legt fest, dass eine Wiederherstellung der vorhandenen Dateien
erzwungen wird.
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-sql_stopat

Legt fest, dass die Datenbank in einem Zustand wiederhergestellt wird, in
dem sie bei einem bestimmten Ereignis (Zeit oder Markierung) war.

-time <Zeitstempel>

Legt fest, dass die Datenbank in dem Zustand wiederhergestellt wird,
in dem sie sich zu dem angegebenen Datum und zu der Uhrzeit
befand. Microsoft SQL Server stellt den Datensatz in allen
Transaktionsprotokollsicherungen wieder her, in denen Start- und
Endzeitpunkt der Sicherung enthalten sind. AnschlieBend durchsucht
das Programm den Datensatz nach der angegebenen Zeit.

Dies ist die Standardeinstellung.
-at_mark <Name der Markierung>

Legt fest, dass die Wiederherstellung bei der angegebenen Markierung
gestoppt wird. Diese Option stellt die Datenbank bis zur angegebenen
Markierung wieder her, einschlieBlich der Transaktion, die die
Markierung enthalt. Wenn Sie die Option "-after" nicht mit einbeziehen,
endet die Wiederherstellung an der ersten Markierung mit dem
angegebenen Namen. Wenn Sie die Option "-after" mit einbeziehen,
endet die Wiederherstellung bei der ersten Markierung mit dem
angegebenen Namen genau zu dem angegebenen Zeitpunkt oder
danach.

Die Namen der Markierungen gelten fir Protokollmarkierungen, die fiur
Transaktionsprotokolle spezifisch sind. Sie gelten nicht flir die
Wiederherstellung von Dateien/Dateigruppen.

-before _mark <Name der Markierung>

Legt fest, dass die Wiederherstellung vor der Markierung gestoppt
wird. Diese Option stellt die Datenbank bis zur angegebenen
Markierung wieder her, schlieBt jedoch nicht die Transaktion ein, die
die Markierung enthalt. Wenn Sie die Option "-after" nicht mit
einbeziehen, endet die Wiederherstellung an der ersten Markierung mit
dem angegebenen Namen. Wenn Sie die Option "-after" mit
einbeziehen, endet die Wiederherstellung bei der ersten Markierung
mit dem angegebenen Namen genau zu dem angegebenen Zeitpunkt
oder danach.

Die Namen der Markierungen gelten fiir Protokollmarkierungen, die fir
Transaktionsprotokolle spezifisch sind. Sie gelten nicht fiir die
Wiederherstellung von Dateien/Dateigruppen.

-after <Zeitstempel>

Legt fest, dass die Wiederherstellung nach der angegebenen Datums-
und Uhrzeitmarkierung beendet wird. Die Wiederherstellung endet nur
an der angegebenen Markierung, wenn der Zeitstempel fir die
Markierung alter als die angegebene Uhrzeit ist.

Verwenden Sie diese Option mit "-at_mark" oder "-before_mark".
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-sql_db_op

Legt fest, dass die Datenbank betriebsbereit gehalten wird und keine
weiteren Transaktionsprotokolle wiederhergestellt kénnen werden. Mit
dieser Option wird der Wiederherstellungsvorgang angewiesen, alle nicht
festgeschriebenen Transaktionen riickgangig zu machen. Nach dem
Wiederherstellungsvorgang ist die Datenbank einsatzbereit, und es kdnnen
weitere Wiederherstellungen erfolgen.

-sql_db_noop

Legt fest, dass die Datenbank in nicht betriebsbereitem Zustand belassen
wird, aber weitere Transaktionsprotokolle wiederhergestellt werden
kénnen: Diese Option weist den Wiederherstellungsvorgang an, die nicht
festgeschriebenen Transaktionen nicht riickgangig zu machen. Sie missen
entweder diese Option oder die Option "Datenbank schreibgeschitzt"
auswéahlen, um eine weitere Anderungssicherung oder ein weiteres
Transaktionsprotokoll anzuwenden.

-sql_db_readonly [ <undo_Dateiname>]

Legt fest, dass die Datenbank im schreibgeschiitzten Modus verbleibt und
weitere Transaktionsprotokolle wiederhergestellt werden kénnen.

Undo-Dateinamen sind fir Wiederherstellungen, die die Datenbank im
schreibgeschiitzten Modus belassen.
-sql_dbcc

Mit dieser Option kdnnen Sie eine Datenbankkonsistenzprifung
durchfihren.

sql_after

Mit dieser Option wird festgelegt, dass nach dem Wiederherstellen der
Datenbank eine Datenbankkonsistenzprifung durchgefthrt wird.

sql_before
Mit dieser Option wird festgelegt, dass vor dem Wiederherstellen der
Datenbank eine Datenbankkonsistenzprifung durchgefihrt wird.
-physical_only

Mit dieser Option kdénnen Sie festlegen, dass nur die physische Konsistenz
der Datenbank Uberprift wird, um die strukturelle Integritat aller Objekte
in der Datenbank zu prifen.

-no_indexes
Mit dieser Option wird die Konsistenzpriifung fiir die Datenbank ohne
Uberpriifung der Indizes fiir benutzerdefinierte Tabellen ausgefiihrt.
-sql_restrict_access

Diese Option schrankt den Zugriff flir die kirzlich wiederhergestellte
Datenbank auf Mitglieder von "db_owner", "dbcreator" oder "sysadmin"-
Rollen ein.

Kapitel 14: ca_restore - Wiederherstellungs-Manager-Befehl 239



Datenbankoptionen

-sql_keep_replication

Legt fest, dass die Replikationseinstellungen beibehalten werden, wenn
eine offentliche Datenbank auf einem anderen Server als dem, auf dem sie
erstellt wurde, wiederhergestellt wird.

-sql_move_rule
Legt fest, dass die Datenbank verschoben wird.
sql_move_rule [db]

Legt fest, dass die Verschiebungsregeln auf die gesamte Datenbank
angewandt werden.

-sql_move_rule [fg <Dateigruppenname>]

Legt fest, dass die Verschiebungsregeln auf die Dateien in der
angegebenen Dateigruppe angewandt werden.

-sql_move_rule [file <Dateigruppenname> <Dateiname>]

Legt fest, dass die Verschiebungsregeln auf die angegebene Datei
angewandt werden.

-sql_transactionlog [ <Protokolldateiname>]

Legt fest, dass die Verschiebungsregeln auf die Transaktionsprotokoll-
Dateigruppe angewandt werden. Wenn der <Protokolldateiname>
angegeben ist, werden die Verschiebungsregeln auf diese
Protokolldatei angewandt.

-drive <Laufwerksname>
Legt das Ziellaufwerk fir die verschobenen Dateien fest.
-path <Pfadname>
Legt den Zielpfad fiir die verschobenen Dateien fest, z. B.
sqlserver\restoreddata.
-name <Dateiname>
Gibt den Zieldateinamen flr die verschobene Datei an.
-location <Zielspeicherort>

Gibt den Zielspeicherort fir die verschobene Datei an. Der Wert flr
den Parameter <Zielspeicherort> muss den Laufwerksnamen,
Pfadnamen und Dateinamen enthalten, z. B.:

c:\sqlserver\restoreddata\log. 1df.
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-sql_auto_off

Mit dieser Option schalten Sie die automatische Auswahl von
Sitzungsabhé&ngigkeiten ab und lassen die manuelle Auswahl der
Wiederherstellungsoptionen zu.

Mit der Option "Automatische Auswahl" wird Folgendes automatisch
ausgewahlt:

m andere Sitzungen, die mit dem Wiederherstellungsjob
wiederhergestellt werden missen, um erfolgreich zu sein

m geeignete Optionen fir den Wiederherstellungsjob

Die Option "Automatische Auswahl!" wird standardmaBig fir jeden
Wiederherstellungsjob verwendet.

-sql_forcenp

Mit dieser Option legen Sie die Verwendung des Named Pipes-Protokolls
fest.

Hinweis: Gilt ausschlieBlich fir SQL 2000 und frihere Versionen.

[-sql_continue_after_checksum_failed]

Legt fest, dass der Wiederherstellungsjob nach fehlgeschlagener
Prifsumme fortgesetzt wird.

Hinweis: Gilt nur fir SQL2005.

Datenbankoptionen fur Sybase Agent

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fiir Sybase-
Agenten:

ca_restore [-database SYBASE -dbusername <Datenbankbenutzername> -dbpassword
<Datenbankkennwort>]

Der Sybase-Agent besitzt keine besonderen Datenbankoptionen fiir die
Wiederherstellung.
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Datenbankoptionen fur Informix Agent

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fir
Informix Agent:

ca_restore [-database INFORMIX <Instanz> [-ifmx_method <both|physicall|logical>]]

ca_restore [-database INFORMIX <Instanz> [-ifmx_lastlog <Nummer (0-16959)> | -
ifmx_time <zeit [MM/tt/jjjj,HH:mm:ss | jjjj-MM-jj,HH:mm:ss]>]]

Hinweis: Die Datenbankoptionen fir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-ifmx_method <both|physical|logical>
Legt die Wiederherstellungsmethode fest.
both

Legt fest, dass beide Wiederherstellungsmethoden verwendet werden
(physisch und logisch) und dass alle DBSpaces, Blobspaces und
logische Protokolle wiederhergestellt werden.

physical

Legt fest, dass nur die physische Wiederherstellungsmethode
verwendet wird und dass alle DBSpaces und Blobspaces
wiederhergestellt werden.

logisch zusammengefasst werden,

Legt fest, dass nur die logische Wiederherstellungsmethode verwendet
wird und ausschlieBlich Protokolle wiederhergestellt werden.

-ifmx_lastlog <Nummer (0-16959)>

Gibt die Nummer des letzten Protokolls an, das wiederhergestellt wird. Alle
nachfolgenden Protokolle werden nicht wiederhergestellt.

-ifmx_time <Zeit [MM/tt/jjjj,HH:mm:ss | jjjj-MM-tt, HH:mm:ss]>

Legt den Zeitpunkt fest, an dem die Wiederherstellung beendet wird.
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Datenbankoptionen fur VSS-Agenten

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fiir VSS-Agenten:

ca_restore -source <vss_pat h>

-dest [-vss [-vss_auth]]

-VSS

Legt fest, dass die Daten aus einer VSS-Sicherung wiederhergestellt
werden.

-vss_auth

Bei einer VSS-Wiederherstellung erzwingt diese Option, dass die
wiederhergestellte Kopie als die "verbindliche" Version gilt. Auch wenn
dann die replizierten Daten dlter als die aktuellen Daten sind, werden die
dlteren Daten auf allen Zielobjekten repliziert. Die verbindliche
Wiederherstellung wird normalerweise verwendet, um ein System im
vorherigen Zustand wiederherzustellen, oder wenn ein Administrator
versehentlich Objekte geldscht hat und diese Anderungen bereits auf allen
Domanen-Controllern repliziert wurden. Wenn der Administrator diese
Objekte muhelos neu erstellen kann, sollte dies Uber eine verbindliche
Wiederherstellung ausgewahlt werden. Bei einer verbindlichen
Wiederherstellung werden die neuen Objekte, die nach dem
Sicherungsvorgang erstellt wurden, nicht Gberschrieben.

Diese Option ist nur dann verfligbar, wenn VSS Writer die verbindliche
Wiederherstellung unterstitzt (wie der Writer des DFS- (Distributed File
System-)Replikationsdienstes). Wenn der VSS Writer die verbindliche
Wiederherstellung nicht unterstitzt, hat diese Option keinerlei
Auswirkungen.

CA ARCserve Backup verwendet standardmaBig die nicht verbindliche
Methode.
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Datenbankoptionen fur Lotus-Agenten

Der ca_restore-Befehl umfasst folgende Datenbankoptionen fir Lotus-Agenten:

ca_restore [-database LOTUS <Instanz> [-Totus_recovery [-Totus_pointintime
<mm/tt/jjjj> <hh:mm:ss>]] -dbusername <Datenbankbenutzername> -dbpassword
<Datenbankkennwort>]

Hinweis: Die Datenbankoptionen fir ca_restore werden im Kapitel
"Datenbankoptionen" gesondert erlautert. Sie kénnen Uber die
Befehlszeilenschnittstelle angezeigt werden, indem der folgende Befehl
eingegeben wird: ca_backup allusage.

-lotus_recovery

Stellt die Datenbank zum aktuellen Datum und zur aktuellen Uhrzeit
wieder her (letzte Wiederherstellung).

-lotus_pointintime <mm/tt/jjjj> <hh:mm:ss>

Stellt die Datenbank zu einem bestimmten Zeitpunkt wieder her (Datum
und Uhrzeit). Bei der Wiederherstellung handelt es sich um den Vorgang,
bei dem Anderungen an der Datenbank angewendet werden, die nach dem
Sichern der Datenbank erfolgt sind. Bei der Wiederherstellung wird die
Datenbank in einen jingeren Status zurlickgesetzt. Die Wiederherstellung
zu einem bestimmten Zeitpunkt gibt Ihnen zusatzliche Flexibilitat, da sie
Ihnen ermdglicht, die Datenbank auf den Stand zu bringen, den sie zu
einem bestimmten Zeitpunkt hatte.

Argumente fur das Ausfuhren von Jobs

Der Befehl "ca_restore" stellt Argumente fiir das Ausfiihren von Jobs zur
Verfligung, mit denen Sie die Methoden fir Wiederherstellungsjobs festlegen
kénnen. Mit den Optionen flr "ca_restore" kénnen Sie den
Wiederherstellungsjob sofort ausfiihren, ihn aussetzen oder ihn fir einen
spateren Zeitpunkt einplanen. Mit der Methode, flir die Sie sich entscheiden,
wird festgelegt, wann die Wiederherstellungsjobs ausgefiihrt werden.

Wichtig! Um sicherzustellen, dass alle Jobs zur geplanten Zeit starten,
missen Sie die Systemzeit des Mitgliedsservers mit der Systemzeit des
entsprechenden Primarservers synchronisieren. Verwenden Sie den Windows-
Zeitdienst, um die Zeit auf allen ARCserve-Servern Ihrer Domadne zu
synchronisieren.
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Das Befehlszeilenhilfsprogramm ca_restore unterstlitzt die folgenden
Argumente zur Ausflihrung von Jobs:
ca_restore

[-at <hh:mm>]

[-on <mm/tt/jj[331>]
[-hold]|-runjobnow]
[-description <Beschreibung>]

-at <hh:mm>
Gibt den Zeitpunkt zur Ausfiihrung des Wiederherstellungsjobs an.

Hinweis: Alle geplanten Zeiten fir CA ARCserve Backup-Jobs basieren auf
der Zeitzone, in der sich der CA ARCserve Backup-Server befindet.
Befindet sich der Agent-Rechner in einer anderen Zeitzone als der CA
ARCserve Backup-Server, missen Sie die entsprechende Ortszeit
berechnen, zu der der Job ausgefiihrt werden soll.

-on <mm/tt/jjljj]>

Gibt das Ausflihrungsdatum des Wiederherstellungsjobs an.
-hold

Ubergibt den ausgesetzten Wiederherstellungsjob.

Kann nicht zusammen mit -runjobnow verwendet werden.
-runjobnow

Ubergibt den Wiederherstellungsjob und fiihrt ihn sofort aus.

Kann nicht zusammen mit -hold verwendet werden.
-description <Beschreibung>

Fligt dem Job Kommentare hinzu. Die Zeichenfolge muss zwischen
doppelten Anflihrungszeichen " " stehen, damit die Leerzeichen
entsprechend ausgeflihrt werden.
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Infoargumente

Das Befehlszeilenhilfsprogramm ca_restore unterstiitzt die folgenden
Infoargumente.

ca_restore
[-Tistgroups]
[-Tisttapes]
[-Tistsessions <Bandname> [<Band-ID>]]

[-version [<Hostname>] <Pfad>]
[-findfile <Dateiname> <ignorecase|casesensitive> <<Hostname>|any> <Suchpfad>

<inclsubdir|noinclsubdir> <<mm/tt/jj[jj]>|today> <within #>
<days |months |years>]

-listgroups
Zeigt die Liste der Gruppen an, die fir den Wiederherstellungsjob zur
Verfligung stehen.

-listtapes
Zeigt die Liste der Bander an, die fir den Wiederherstellungsjob zur
Verfligung stehen.
-listsessions <Bandname> [<Band-ID>]
Zeigt die Liste mit Bandsitzungen an, die auf das angegebene Band
gesichert wurden und fir eine Wiederherstellung zur Verfligung stehen.
-version [<Hostname>] <Pfad>

Zeigt eine Versionslibersicht der angegebenen Datei/des angegebenen
Verzeichnisses an, die/das gesichert wurde. Der Hostname ist optional;
falls er nicht angegeben wird, wird standardmaBig der lokale Rechner

verwendet.
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-findfile <Dateiname> <ignorecase|casesensitive>
<<Hostname>|any> <Suchpfad> <inclsubdir|noinclsubdir>
<<mm/tt/jj[jj]>|today> <<within #> <days|months|years>>

Durchsucht die Recover Management Backup-Datenbank nach einer
bestimmten Datei um zu ermitteln, ob diese gesichert wurde.

Dazu sind folgende Daten anzugeben: Dateiname (und ob GroB3-/und
Kleinschreibung bertcksichtigt werden soll), Hostname (oder "any", wenn
alle Hostnamen berticksichtigt werden sollen), Suchpfad fir die Datei
(verwenden Sie "/", um auf der obersten Ebene zu suchen). Legen Sie fest,
ob bei der Suche die Unterverzeichnisse einbezogen werden sollen.

AuBerdem missen Sie den (Erstellungs-)Zeitraum fir die gesuchte Datei
angeben. Der Zeitraum wird durch einen Start- und einen Endzeitpunkt
eingegrenzt. Der Endzeitpunkt bezieht sich auf das Datum, an dem die
Datei erstellt wurde (nicht auf das Datum der Sicherung). Es wird durch
<<mm/tt/jjljj]>|today> angegeben. Der Startzeitpunkt, den Sie mit dem
Term <<within #> <days/months/years>> festlegen, wird durch die
Anzahl von Tagen, Monaten oder Jahren vor dem Endzeitpunkt angegeben.
Die Dateien, die zwischen Startzeitpunkt und Endzeitpunkt erstellt wurden,
werden bei der Suche bericksichtigt.

Beispiel:

m Sie suchen alle gesicherten Dateien, die zwischen dem 11. Marz 2007
und dem 15. Marz 2007 erstellt wurden.

Das Format dazu lautet: "03/15/2007 within 4 days".

m  Sie suchen alle gesicherten Dateien, die zwischen dem 11. Mdrz 2007
und dem 11. April 2007 erstellt wurden.

Das Format dazu lautet "04/11/2007 within 31 days" oder
"04/11/2007 within 1 months".

m Sie suchen alle gesicherten Dateien, die zwischen dem 11. Marz 2006
und dem 11. Marz 2007 erstellt wurden.

Das Format dazu lautet "03/11/2007 within 365 days" oder
"03/11/2007 within 12 months" oder "03/11/2007 within 1 years".
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Riuckgabecodes

Folgende Codes werden vom ca_restore-Befehl zurlickgegeben:

Wenn die Option "-waitForJobStatus" nicht festgelegt ist:
Riickgabecodes:
m 0 - Der Befehl wurde erfolgreich ausgefiihrt.

(Fur Befehle, die keinen Job Ubergeben, wie z. B. "allusage", "-
usage" oder "-list".)

m N (positive Ganzzahl) — Der Befehl hat den Job erfolgreich Gibergeben.

(Fir Befehle, die einen Job libergeben. Der Riickgabewert ist die
Jobnummer.)

m -1 - Wahrend der Befehlsausfiihrung ist ein Fehler aufgetreten.

Wenn die Option "-waitForJobStatus" festgelegt ist:
Riickgabecodes:
m 0 - Der Job wurde erfolgreich abgeschlossen.
m 1 - Der Job ist fehlgeschlagen.
m 2 - Der Job ist unvollstandig.
m 3 - Der Job wurde abgebrochen.
m 4 - Der Jobstatus ist unbekannt.
Hinweis: Wenn Sie "-waitforjobstatus" mit Schaltern wie "allusage", "-usage"

oder "-list" kombinieren, wird der Schalter "-waitforjobstatus" ignoriert, und
die Regel fur Rickgabecodes ohne "-waitforjobstatus" wird angewendet.

Beispiele

Nachfolgend finden Sie Syntaxbeispiele zum Befehl "ca_restore".

m  Verwenden Sie folgende Syntax, um einen Ordner mit der Option
"Wiederherstellung nach Baumstruktur" am urspringlichen Speicherort
wiederherzustellen:

ca_restore -source machinel c:\DIR1 -dest machinel ntagent c:\DIR1l -username
Administrator -password abc

m  Verwenden Sie folgende Syntax, um einen Ordner an einem anderen
Speicherort wiederherzustellen:

ca_restore -source machinel c:\DIR1 -dest machinel c:\ALTDIR -username
Administrator -password abc
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Verwenden Sie folgende Syntax, um einen Ordner mit der Option
"Wiederherstellung nach Sitzung" am urspringlichen Speicherort
wiederherzustellen:

ca_restore -tape TAPEL -session 3 -dest machinel c:\DIR1l -username
Administrator -password abc

Verwenden Sie folgende Syntax, um einen Ordner an einem anderen
Speicherort wiederherzustellen:

ca_restore -tape TAPEL -session 3 -dest machinel c:\DIR1l -username
Administrator -password abc

ca_restore -tape TAPELl -session 7 -dest machinel c:\temp2 -username
Administrator -password abc

ca_restore -source machine2 C:\CA_LIC\LIC98.DLL -dest machinel D:\temp -
username Administrator -password abc

ca_restore -source c:\ca_lic -dest machinel ntagent c:\DIRl -username
Administrator -password abc

Verwenden Sie folgende Syntax, um alle Bander in der Datenbank
anzuzeigen:

ca_restore -Tlisttapes
Verwenden Sie folgende Syntax, um alle Sitzungen auf TAPE1 anzuzeigen:
ca_restore -Tlistsessions TAPEL

Verwenden Sie folgende Syntax zum Durchsuchen von CA ARCserve
Backup, um zu Uberprifen, ob bestimmte Dateien gesichert wurden:

ca_restore -findfile LIC98.DLL ignorecase bluejays C:\CA_LIC inclsubdir
within 1 months

ca_restore -findfile * ignorecase any c:\ noinclsubdir within 1 days
ca_restore -findfile * ignorecase any C:\ inclsubdir within 1 months
ca_restore -findfile LIC98.DLL ignorecase any C:\ inclsubdir within 1 months
ca_restore -findfile 11c98.d11 ignorecase any c:\ca_lic inclsubdir today 1
day

ca_restore -findfile LIC98.DLL ignorecase any C:\CA_LIC inclsubdir today 1
months
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Kapitel 15: ca_scan - Durchsuchungs-
Manager-Befenl

Syntax

Nutzung

Der Befehl ca_scan des Durchsuchungs-Managers ist die
Befehlszeilenschnittstelle zum Durchsuchungs-Manager, mit dem Sie
Durchsuchungsjobs erstellen und in die Jobwarteschlange aufgeben kdénnen.
Viele Funktionen, auf die Gber den Durchsuchungs-Manager zugegriffen
werden kann, stehen auch in der Befehlszeile zur Verfligung. Mit dem Befehl
"ca_scan" kénnen Sie Informationen zu einer oder mehreren
Sicherungssitzungen auf einem Datentrager aufrufen.

Die Syntax der ca_scan-Befehlszeile ist folgendermaBen formatiert:

ca_scan

[-cahost <Hostname>] <Quellargumente> <Argumente fiir Jobausfihrung>
<Optionen>

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, mussen Sie den Schalter -cahost
einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner auszufiihren zu
kénnen. Da dieser Konsoleninstallationsmodus nicht alle CA ARCserve Backup-
Funktionen installiert, ist es erforderlich, dass -cahost mit eingeschlossen wird,
wenn dieser Befehl remote an den Primarserver oder Mitgliedsserver
Ubermittelt wird, der CA ARCserve Backup enthalt, ansonsten schlagt dieser
Befehl fehl.

Mit dem Befehl ca_scan kénnen Sie folgende Optionen und Argumente
festlegen:

m  Verschiedene Optionen
m  Quellargumente
m  Argumente flr das Ausfihren von Jobs

m  Durchsuchungsoptionen
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Verschiedene Optionen von

Verschiedene Optionen von

Der Befehl "ca_scan" enthalt verschiedene Optionen, die dazu dienen, alle
zugehorigen Optionen anzuzeigen und grundlegende Richtlinien und Parameter
fir CA ARCserve Backup festzulegen, die wahrend der Durchsuchung zum
Einsatz kommen sollen.

Der Befehl "ca_scan" unterstitzt die folgenden verschiedenen Optionen:
-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfiihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendétigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch
ein Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflihrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup
leitet den Job immer zunachst in die Jobwarteschlange des Primarservers,
der dann wiederum den Job an den richtigen Server (Primar- oder
Mitgliedserver) weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, missen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufthren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver Uibermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schldgt dieser Befehl fehl.

-f <Dateiname>

Gibt den Namen einer Datei an, die Schalter und Parameter flir den Befehl
enthalt.

Flr diesen Schalter gilt die Eingabebegrenzung von 1024 Zeichen in der
Befehlzeile nicht. Mit diesem Schalter kénnen Sie auch Kennwérter
ausblenden, indem Sie sie in einer Datei speichern.

usage
Zeigt eine Liste mit grundlegenden ca_scan-Befehlen an.
allusage

Zeigt eine Liste aller ca_mmo-Befehle und der zugehérigen Schalter an.
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Quellargumente

Quellargumente

Mit den Quellargumenten des Befehls "ca_scan" kénnen Sie die Daten
angeben, die Sie durchsuchen mdéchten. Geben Sie mit diesen Argumenten die
Gruppe, das Band und die Sitzungen an, die durchsucht werden sollen.
Verwenden Sie das Platzhalterzeichen *, wenn Sie die Datentrager in allen
Gruppen durchsuchen mdchten.

Der Befehl "ca_scan" unterstitzt die folgenden Quellargumente:

ca_scan
[-group <Gruppenname>]
[-tape <Bandname> [<Band-ID>]]
[-currenttapeseq]
Nutzung unter windows:
[-allsessions|-session [<Sitzungs-Nr.| Sitzungsbereich>]]
Verwendung unter UNIX:
[-allsessions | -session <Sitzungsbereich>]

-group <Gruppenname>

Gibt den Namen der Bandgruppe an, die fir den Durchsuchungsjob
verwendet werden soll.

Wenn Sie den Namen der Gruppe nicht kennen, kénnen Sie das
Platzhalterzeichen "*" verwenden (siehe folgendes Beispiel "Gruppe *").

Wenn Sie jedoch das Platzhalterzeichen verwenden, durchsucht "ca_scan"
nur Datentrager der ersten verfligbaren Bandgruppe in der Liste der zu
durchsuchenden Bandgruppen, z. B. "GruppeQ".

-tape <Bandname> [<Band-ID>]

Gibt das Band an, das fiir den Durchsuchungsjob verwendet werden soll.
Die Band-ID ist optional und wird verwendet, wenn mehrere gleichnamige
Bénder vorhanden sind.

-currenttapeseq

Gibt die aktuelle Bandnummer fiir den Durchsuchungsjob an.

-allsessions

Gibt an, dass alle Sitzungen des Bands durchsucht werden sollen.
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-session [<Sitzungs-Nr. | Sitzungsbereich>]

Gibt an, dass eine einzelne Sitzung oder mehrere Sitzungen des Bandes
durchsucht werden sollen.

Wenn Sie mehrere Sitzungen durchsuchen méchten, geben Sie einen
Sitzungsbereich an.

Beispiele:

Verwenden Sie folgenden Befehl, um Sitzung 27 eines Bandes mit der
Bezeichnung "MYTAPE" zu durchsuchen:

ca_scan -tape MYTAPE \ -session 27

Verwenden Sie folgenden Befehl, um die Sitzungen 9 bis 24 eines Bandes
mit der Bezeichnung "MYTAPE" zu durchsuchen:

ca_scan -tape MYTAPE \ -session 9-24

Argumente fur das Ausfuhren von Jobs

Der Befehl "ca_scan" stellt Argumente fiir das Ausfiihren von Jobs zur
Verfligung, mit denen Sie die Methoden fiir Durchsuchungsjobs festlegen
kdnnen. Mit diesen Optionen fiir "ca_scan" kénnen Sie den Durchsuchungsjob
sofort ausfiihren, ihn aussetzen oder ihn fiir einen spateren Zeitpunkt
einplanen. Mit der Methode, flr die Sie sich entscheiden, wird festgelegt, wann
die Durchsuchungsjobs ausgefiihrt werden.

Wichtig! Um sicherzustellen, dass alle Jobs zur geplanten Zeit starten,
mussen Sie die Systemzeit des Mitgliedsservers mit der Systemzeit des
entsprechenden Primarservers synchronisieren. Verwenden Sie den Windows-
Zeitdienst, um die Zeit auf allen ARCserve-Servern Ihrer Domane zu
synchronisieren.

Der Befehl "ca_scan" unterstlitzt die folgenden Argumente zum Ausfiihren von
Jobs:

ca_scan
[-at <hh:mm>]
[-on <mm/tt/ji[3il1>]
[-hold | -runjobnow]
[-description <Beschreibung>]
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-at <hh:mm>

Wird zur Angabe des Zeitpunkts der Ausflihrung des Durchsuchungsjob
verwendet.

Hinweis: Alle geplanten Zeiten fur CA ARCserve Backup-Jobs basieren auf
der Zeitzone, in der sich der CA ARCserve Backup-Server befindet.
Befindet sich der Agent-Rechner in einer anderen Zeitzone als der CA
ARCserve Backup-Server, missen Sie die entsprechende Ortszeit
berechnen, zu der der Job ausgefiihrt werden soll.

-on <mm/tt/jj[jj]>

Wird zur Angabe des Datums der Ausfiihrung des Durchsuchungsjobs
verwendet.

-hold

Ubergibt den ausgesetzten Durchsuchungsjob.

Kann nicht zusammen mit -runjobnow verwendet werden.
-runjobnow

Ubergibt den Durchsuchungsjob und fiihren ihn sofort aus.

Kann nicht zusammen mit -hold verwendet werden.
-description <Beschreibung>

Figt dem Durchsuchungsjob Kommentare hinzu.

Hinweis: Die Zeichenfolge muss zwischen doppelten Anflihrungszeichen
" " stehen, damit die Leerzeichen entsprechend ausgefihrt werden.

Durchsuchungsoptionen

Mit dem Befehl "ca_scan" kénnen Sie verschiedene Durchsuchungsoptionen
festlegen, die fiir den Job angewendet werden.

Der Befehl "ca_scan" unterstiitzt die folgenden Durchsuchungsoptionen:

ca_scan
[Auflistungsoptionen fir Entschlisselungskennworter]
[ProtokolToptionen] (nur fiir UNIX und Linux)
[Vor/Nach-Optionen]
[optionen fiir Beendigungscodes]
[Datentrdgeroptionen]
[Verschiedene Durchsuchungsoptionen]
[Jobstatusoptionen]
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Auflistungsoptionen fir Entschlusselungskennworter

Der Befehl "ca_scan" unterstiitzt die folgenden Auflistungsoptionen fur
Entschlisselungskennworter:

ca_scan
[-decryptionpwdlist <Kennwort 1> [<Kennwort 2>] [<Kennwort 3>] ... [<Kennwort
8>1]

[decryptionpwdlist <Kennwort 1> [<Kennwort 2>] [<Kennwort 3>] ...
[<Kennwort 8>]

Stellt eine Liste von Entschlisselungskennwoértern zur Verfigung, die flr
verschlisselte Sitzungen verwendet werden. Wenn ein Durchsuchungsjob
mehrere Sitzungen mit verschiedenen Kennwdrtern umfasst, stoppt CA
ARCserve Backup nicht fiir jede Sitzung und fragt das Kennwort ab.
Stattdessen werden die festgelegten Entschliisselungskennworter als
kombinierte Liste gepackt, und die Liste wird automatisch beim
Durchsuchen von jeder verschliisselten Sitzung Uberprift.

Wenn das erforderliche Kennwort Gber die Entschlisselungskennworterliste
bereitgestellt werden kann, wird der Job ohne weitere Eingaben
fortgesetzt. Wenn das erforderliche Sitzungskennwort nicht Gber die
Entschlisselungskennworterliste bereitgestellt werden kann, werden Sie
aufgefordert, das entsprechende Kennwort einzugeben, bevor die
verschlisselte Sitzung fortgesetzt wird.

Die Entschliisselungskennworterliste kann maximal acht Kennwérter
enthalten, die durch Leerzeichen voneinander getrennt sind. Jedes
Kennwort kann Uber maximal 23 Zeichen verfligen und darf keine
Leerzeichen oder Kommas enthalten.

Protokolloptionen fir
Der Befehl "ca_scan" unterstlitzt die folgenden Protokolloptionen:

Hinweis: Nur flir UNIX- und Linux-Plattformen.

ca_scan

[-1ogfile <Dateiname> [summary | allactivity]]
[-snmp] [-tng] [-email <E-Mail-Adresse>] [-printer <Druckername>]

-logfile <Dateiname> [summary|allactivity]

Speichert Aktivitaten wahrend der Durchflihrung des Durchsuchungsjobs
unter dem angegebenen Dateinamen. Sie kdnnen bestimmen, ob alle
Aktivitaten oder lediglich eine Zusammenfassung davon aufgezeichnet
werden sollen.
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-snmp

Aktiviert die Alert-Funktionalitat fir SNMP (Simple Network Management
Protocol).

-tng

Aktiviert die Alert-Funktionalitat fir NSM (Unicenter Network and Systems
Management) (zuvor TNG).

-email <E-Mail-Adresse>

Sendet eine Kopie des Aktivitatsprotokolls an die angegebene E-Mail-
Adresse.

-printer <Druckername>
Sendet eine Kopie des Aktivitatsprotokolls an den angegebenen Drucker.

Der Drucker muss in der Konfigurationsdatei
"ARCServe_HOME/config/caloggerd.cfg" eingerichtet werden.

Vor/Nach-Optionen

Der Befehl "ca_scan" unterstlitzt die folgenden Vor-/Nach-Optionen:

ca_scan

[-preexec <Befehl>]

[-preexectimeout <Minuten>]
[-postexec <Befehl>]

[-prepostuser <Benutzername>]
[-prepostpassword <Benutzerkennwort>]

-preexec <Befehl>

Fihrt den angegebenen Befehl vor Beginn des Jobs aus. Der vollstandige
Pfad des Befehls muss angegeben werden.

-preexectimeout <Minuten>

Die Zeitdauer in Minuten, die vor dem Beginn des Durchsuchungsjobs
abgewartet werden soll, bis der Befehl, der vor dem Job ausgeflihrt wird,
beendet ist.

-postexec <Befehl>

Flihrt den angegebenen Befehl nach Beendigung des Jobs aus. Der
vollstandige Pfad des Befehls muss angegeben werden.

Hinweis: Diese Option kann nur in Kombination mit der Option "-
prepostuser" verwendet werden.

-prepostuser <Benutzername>

Der Name des Benutzers, der diesen Durchsuchungsjob lbergibt.
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-prepostpassword <Benutzerkennwort>

Das Kennwort des Benutzers, der diesen Durchsuchungsjob lbergibt.

Optionen fir Beendigungscodes

Der Befehl "ca_scan" unterstitzt die folgenden Optionen fir
Beendigungscodes:
ca_scan

[-exitcode <Beendigungscode>]
[-skip_delay|-skip_job]
[-skip_post]

-exitcode <Beendigungscode>

Gibt den Beendigungscode fiir den Befehl an, der vor dem Job ausgefihrt
wird.

Wird mit den Schaltern -skip_delay, -skip_job und -skip_post verwendet.

Hinweis: Die Optionen "skip delay", "skip job" und "skip post" werden nur
dann aktiviert, wenn CA ARCserve Backup erkennt, dass die
zurtickgegebenen Beendigungscodes der festgelegten Bedingung
entsprechen (Gleich, GréBer als, Kleiner als, Ungleich).

-skip_delay

Fihrt den Durchsuchungsjob sofort aus, wenn der angegebene
Beendigungscode empfangen wird.

-skip_job

Uberspringt den gesamten Durchsuchungsjob, wenn der angegebene
Beendigungscode empfangen wird.

-skip_post

Uberspringt den Befehl, der nach dem Job ausgefiihrt werden soll, wenn
der angegebene Beendigungscode empfangen wird.
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Datentrageroptionen

Der Befehl "ca_scan" unterstiitzt die folgenden Datentrégeroptionen:

ca_scan

[-firsttapetimeout <Minuten>]
[-spantapetimeout <Minuten>]

-firsttapetimeout <Minuten>

Gibt die Dauer in Minuten an, die abgewartet werden soll, bis ein
verwendbarer Datentrager fiir einen Durchsuchungsjob verfligbar gemacht
wird. Wenn innerhalb der angegebenen Zeit kein verwendbarer
Datentrager zur Verfiigung gestellt werden kann, wird das Zeitlimit fir den
Job Uberschritten, der daraufhin fehlschlagt.

Standard: 5 Minuten
-spantapetimeout <Minuten>

Gibt die Dauer in Minuten an, die abgewartet werden soll, bis ein
verwendbarer Span-Datentrager fiir einen Durchsuchungsjob verfligbar
gemacht wird. Wenn innerhalb dieser Zeit kein verwendbarer Datentrager
geladen werden kann, wird das Zeitlimit fir den Job Uberschritten, der
daraufhin fehlschlagt.

Wenn "infinite" (unbegrenzt) eingestellt ist, wartet der Job und zeigt so
lange eine Eingabeaufforderung an, bis ein verwendbarer Datentrager
geladen wird oder der Benutzer den Job abbricht.

Standardeinstellung: infinite (unbegrenzt)

Verschiedene Durchsuchungsoptionen

Der Befehl "ca_scan" unterstlitzt die folgenden verschiedenen
Durchsuchungsoptionen:

ca_scan
[-Tist]
Nur flr UNIX:
[-savescript <Skriptname>]
-list

Zeigt eine Liste von Bandern an, die flir den Durchsuchungsjob zur
Verfligung stehen.
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-savescript <Skriptname>

Dieser Durchsuchungsjob wird nicht an die Jobwarteschlange Utbergeben,
sondern wird als Skript gespeichert, das zu einem spateren Zeitpunkt in
die Jobwarteschlange geladen werden kann.

Jobstatusoptionen

Der Befehl "ca_scan" unterstiitzt die folgenden globalen Jobstatusoptionen:
ca_scan

-waitForJobStatus <Abfrageintervall (Sekunden)>>

-waitForlobStatus <Abfrageintervall (Sekunden)>>

Wenn Sie diese Option wahlen, wartet der Befehl "ca_scan", bis der Job
abgeschlossen ist, und beendet das Programm mit einem Rickgabecode.
Dieser gibt an, ob der Job erfolgreich war oder fehlgeschlagen ist.

Der Wert fir <Abfrageintervall> gibt an, wie haufig das Hilfsprogramm
"ca_scan" den Jobstatus mit Hilfe der Warteschlangendienste Uberpriift.
StandardmaBig ist das Abfrageintervall auf 60 Sekunden festgelegt.

Riuckgabecodes

Folgende Codes werden vom Befehl "ca_scan" zuriickgegeben:

Riickgabecodes:
m 0 - Der Befehl wurde erfolgreich ausgefiihrt.

m -1 - Wahrend der Befehlsausfiihrung ist ein Fehler aufgetreten.
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Beispiele

Nachfolgend finden Sie Syntaxbeispiele fiir den Befehl "ca_scan":

Verwenden Sie folgende Syntax, um Gruppen mit Bandnamen aufzulisten,
die auf einem Host-Server verfligbar sind:

ca_scan -cahost machinel -T1ist

Mit der folgenden Syntax legen Sie fest, dass alle Sitzungen auf einem
Band durchsucht werden:

ca_scan -tape TAPEl -allsessions

Verwenden Sie folgende Syntax, um eine Sitzung anzugeben, nach der ein
Band durchsucht werden soll:

ca_scan -tape Tapel -session 2
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Kapitel 16: ca_vcbpopulatedb -
VMware VCB-Hilfsprogrammbefenl

Beim VCB-Hilfsprogramm flir VMware (ca_vcbpopulatedb) handelt es sich um
ein Datenerfassungstool, mit dem Sie Informationen Uber die VMware-
basierten virtuellen Rechner in Ihrer Sicherungsumgebung in die CA ARCserve
Backup-Datenbank einpflegen kénnen. Sie missen dieses Hilfsprogramm im
Sicherungs-Proxysystem ausfiihren. Es ruft dann alle Informationen zu allen
virtuellen Rechnern in den ESX-Server- und den VirtualCenter-Serversystemen
ab und fligt diese zur Datenbank hinzu.

Das Hilfsprogramm "ca_vcbpopulatedb" fillt die CA ARCserve Backup-
Datenbank u. a. mit folgenden Informationen:

m  VCB-Sicherungs-Proxysystemnamen
m  ESX-Servernamen und VirtualCenter-Servernamen
®  VM-Hosthnamen

® Namen der Volumes, die in den virtuellen Rechnern auf Windowssystemen
enthalten sind

Sie sollten das Hilfsprogramm regelmaBig ausfiihren, damit sichergestellt ist,
dass die CA ARCserve Backup-Datenbank die aktuellen Informationen tber die
VMs und Volumes auf einem ESX-Server enthalt. Wenn der CA ARCserve
Backup-Server (Primar- oder Mitgliedsserver) auf dem Proxyrechner installiert
ist, kbnnen Sie zum regelmaBigen Ausfihren dieses Hilfsprogramms
generische Jobplaner verwenden.
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Syntax

Die Befehlszeilensyntax von "ca_vcbpopulatedb" hat folgendes Format:

ca_vcbpopulatedb

-Primary <Primarservername>
-carootUser <ARCserve caroot-Benutzers>
-carootPass <ARCserve caroot-Kennwort>
[-vcb <vCB-Rechnername>]

-esxserver <ESX-Servername>

-esxUser <ESX-Administrators>
-esxUserpPass <ESX-Administratorkennwort>
[-proto <https/http>]

[-vCBMountabTlewM]

[-DelProxydb]

[-retainvMinDB]

[-siTent]

[-debug]

-insertvm <vM-Name>

-deletevM <vM-Name>

[-stopAutoPopulate]

—-config <Name der Konfigurationsdatei>

Verwendung

Der Befehl "ca_vcbpopulatedb" beinhaltet Argumente und Optionen zur
Definition von Aktionen, die beim Fillen der CA ARCserve Backup-Datenbank
mit Informationen Uber virtuelle Rechner (VM) zu befolgen sind.
Der Befehl "ca_vcbpopulatedb" umfasst folgende Argumente und Optionen:
-Primary <Primdrservername>

Gibt den Hostnamen des CA ARCserve Backup-Primarsystems an.
-carootUser <ARCserve caroot-Benutzer>

Gibt den Namen des Benutzers (mit CAROOT-Berechtigungen) fiir das
primare CA ARCserve Backup-System an.

-carootPass <ARCserve caroot-Kennwort>

Gibt das Kennwort fir den Stammbenutzernamen an.
-vcb <VCB-Rechnername>

Gibt den Namen des VCB-Proxyrechners an.

Hinweis: Dieses Argument ist optional. Wenn Sie dieses Argument
weglassen, setzt das Hilfsprogramm voraus, dass der aktuelle
Rechnername als VCB-Rechnername verwendet wird.
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Verwendung

-esxserver <ESX-Servername>

Gibt den Namen des ESX-Server-Systems oder des VirtualCenter-Server-
Systems an, das die VMs auf der iSCSI/SAN-LUN enthalt.

-esxUser <ESX-Administrator>

Der Name des ESX-Server-Benutzers mit Administrator-Rechten.
-esxUserPass <ESX-Administratorkennwort>

Das Kennwort fur den ESXAdmin-Benutzer.
-proto <https/http>

Gibt das Protokoll fiir die Kommunikation zwischen dem Sicherungs-
Proxysystem und dem ESX-Server-System oder dem VirtualCenter-Server-
System an.

Hinweis: Dieses Argument ist optional. Falls Sie dieses Argument
auslassen, verwendet das Hilfsprogramm https als
Kommunikationsprotokoll.

-VCBMountableVM

Wenn dieser Schalter als Parameter angegeben ist, pflegt das
Hilfsprogramm die laufenden VMs, die sich lediglich auf dem iSCSI/SAN
LUN-Speichergerat befinden, in die Datenbank ein. Wenn dieser Schalter
angegeben ist, Gberspringt das Hilfsprogramm VMs im ESX-Server, die sich
auf einem anderen Speicherdatentrager als der iISCSI/SAN-LUN befinden.

Sie sollten das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit diesem
Schalter ausfithren, wenn Sie VMs in einem ESX-Server auf mehreren

Speicherdatentragern haben, wie beispielsweise auf der lokalen Festplatte
eines ESX-Servers, einem SAN-LUN-, NAS/NFS- oder iSCSI-Speichergerat.

Mit diesem Schalter pflegt das Hilfsprogramm lediglich Informationen der
laufenden VMs, die sich auf dem iSCSI/SAN LUN-Speichergerat befinden,
in die Datenbank des CA ARCserve Backup-Primarservers ein.

Hinweise:

Wenn Sie das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit diesem
Schalter ausfiihren, missen Sie das Hilfsprogramm auf dem VCB-
Proxysystem ausfihren.

Wenn Sie dieses Hilfsprogramm mit dem Schalter "VCBMountableVM"
ausflihren, verldngert sich die Laufzeit, da das Hilfsprogramm jede
laufende VM ladt und entladt, die sich auf einem SAN-LUN-Speichergerat
befindet.

-DelProxydb

Léscht alle VMs in der Datenbank fliir das angegebene ESX-Server-System
oder das VirtualCenter-Server-System unter dem angegebenen
Sicherungs-Proxysystem.
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-retainVMinDB

Hiermit kdnnen Sie Daten (Sicherungsinformationen) zu VMs aufbewahren,
die wahrend der Ausfiihrung dieses Befehls nicht verfugbar sind.

StandardmaBig erfasst dieses Hilfsprogramm Informationen von virtuellen
Rechnern, die verfligbar sind, wenn Sie dieses Hilfsprogramm ausftihren.
Wenn eine VM nicht verfligbar ist (zum Beispiel weil sie heruntergefahren
oder aus der Umgebung geléscht wurde), 16scht CA ARCserve Backup die
mit dieser VM verbundenen Daten aus der CA ARCserve Backup-
Datenbank. Wenn diese Option aktiviert wurde, erfasst CA ARCserve
Backup Informationen zu virtuellen Rechnern, die verfligbar sind, und
behalt die Sicherungsinformationen von virtuellen Rechnern, die nicht
verfligbar sind, bei.

-silent

Dieses Argument verhindert, dass das Hilfsprogramm Meldungen an die
Befehlszeilenkonsole sendet.

-debug

Mit diesem Argument wird das Hilfsprogramm angewiesen, ein detailliertes
Debug-Protokoll zu schreiben. Das Protokoll wird im aktuellen
Arbeitsverzeichnis erstellt.

Hinweis: Der Name der Protokolldatei lautet "ca_vcbpopulatedb.log”.
-insertVM

Mit dieser Option kdénnen Sie Informationen zu einer bestimmten VM, die
sich auf dem VM-Hostsystem befindet, zur CA ARCserve Backup-
Datenbank hinzuftigen.

Hinweis: Dieses Argument kdnnen Sie mit keinem anderen Argument
kombinieren, wenn Sie "ca_vcbpopulateDB" ausfiihren.

-deleteVM

Mit dieser Option kénnen Sie Informationen zu einer bestimmten VM aus
der CA ARCserve Backup-Datenbank l6schen.

Hinweis: Dieses Argument kénnen Sie mit keinem anderen Argument
kombinieren, wenn Sie "ca_vcbpopulateDB" ausfiihren.

-stopAutoPopulate

Hiermit kdnnen Sie die automatische Aufnahme fiir das angegebene
Sicherungs-Proxysystem deaktivieren.
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Erstellen einer ca_vcbpopulatedb-Konfigurationsdatei

-config <Name der Konfigurationsdatei>

Der Name der Konfigurationsdatei fiir "ca_vcbpopulatedb".

Das Hilfsprogramm "ca_vcbpopulatedb" verwendet die in der
Konfigurationsdatei angegebenen Informationen zum Einpflegen der Daten
in die CA ARCserve Backup-Datenbank.

Diese Konfigurationsdatei enthélt folgende Details: Primarserverrechner,
primarer Benutzer, Kennwort des primaren Benutzers, Name der VCB-
Systeme, Name des ESX-Servers und Benutzerinformationen fiir den ESX-
Server.

In der Konfigurationsdatei ist nur ein Eintrag maoglich.

Hinweis: Sie mlssen eine Konfigurationsdatei erstellen, um dieses
Hilfsprogramm verwenden zu kénnen.

Erstellen einer ca_vcbpopulatedb-Konfigurationsdatei

Sie erstellen eine Konfigurationsdatei mit Einzelheiten tber den CA ARCserve
Backup-Primarserverrechner, den CA ARCserve Backup-Primarbenutzernamen
usw. Das Hilfsprogramm "ca_vcbpopulatedb" verwendet die in der
Konfigurationsdatei angegebenen Informationen zur Aufnahme in der CA
ARCserve Backup-Datenbank.

So erstellen Sie eine ca_vcbpopulatedb-Konfigurationsdatei:

1.

Offnen Sie eine Texteditoranwendung wie beispielsweise Notepad.
Speichern Sie die Konfigurationsdatei mit der Dateierweiterung ".cfg" in
demselben Verzeichnis wie das Hilfsprogramm "ca_vcbpopulatedb".

Erganzen Sie die Argumente in der folgenden Syntax:

ca_vcbpopulatedb -Primary <Primdrservername> -carootUser <ARCserve-caroot-
Benutzer> -carootPass <ARCserve-caroot-Kennwort> [-vcb <VCB-Rechnername>] -
esxserver <ESX-Servername> -esxUser <ESX-Admin> -esxUserPass <ESX-Admin-
Kennwort> [-proto <https/http>] [-vcbMountablewMm] [-delProxydb] [-
retainwinDB] [-silent] [-debug] -insertvm <vM-Name> -deletevM <vM-Name> [-
stopAutoPopulate]

Hinweis: Informationen zur Verwendung dieses Befehls finden Sie unter
ca_vcbpopulatedb — Verwendung.

SchlieBen und sichern Sie die Konfigurationsdatei.
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Riuckgabecodes des Hilfsprogramms

Folgende Codes werden vom Befehl "ca_vcbpopulatedb" zuriickgegeben:

Jobstatus-Riickgabecodes:

Beispiele

0: Der Job wurde erfolgreich abgeschlossen.
1: Es wurde ein ungultiges Argument angegeben.

2: Die Authentifizierung des CA ARCserve Backup-Domanenbenutzers ist
fehlgeschlagen.

3: Bei der Authentifizierung des ESX-Server-Benutzers ist ein Fehler
aufgetreten.

4: Die ESX-Server-Verbindung ist fehlgeschlagen.
5: Ein Datenbankvorgang ist fehlgeschlagen.
6: Eine XML-Erstellung ist fehlgeschlagen.

7: Microsoft .NET Version 2.0 oder héher konnte nicht in Ihrer Umgebung
gefunden werden.

8: Es wird derzeit mehr als eine Instanz von "ca_vcbpopulatedb”
ausgefihrt.

9: Ein unbekannter Fehler ist aufgetreten.

Nachfolgend finden Sie Syntaxbeispiele fiir den Befehl "ca_vcbpopulatedb":

Mit Hilfe des folgenden Befehls ibernehmen Sie die VM-Details des ESX-
Servers mit dem Hostnamen "ESXServerl" in die Datenbank auf dem
ARCserve-Server "ARCserverl" (unter dem VCB-Proxyrechner
"VCBProxy1"), wobei Sie das HTTP-Protokoll mit gesetztem Debug-Flag
verwenden:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
proto http -debug

Mit Hilfe des folgenden Befehls entfernen Sie alle VM-Details des ESX-
Servers mit dem Hostnamen "ESXServerl" aus der Datenbank auf dem
ARCserve-Server "ARCserverl" unter dem VCB-Proxyrechner "VCBProxy1"
mit entferntem Debug-Flag:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
delpProxydb
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Beispiele

Mit Hilfe des folgenden Befehls Gibernehmen Sie die VM-Details des ESX-
Servers mit dem Hostnamen "ESXServerl" in die Datenbank auf dem
ARCserve-Server "ARCserver1", wobei nur die VM im VCB-Proxyrechner
"VCBProxyl" mit gesetztem Debug-Flag geladen werden kann:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
vcbMountablewM -debug

Verwenden Sie den folgenden Befehl, um das automatische Einpflegen von
Informationen in dieCA ARCserve Backup-Datenbank zu beenden:

- Der Server heiBt "Myvirtualserver" und befindet sich in einem
VirtualCenter-Serversystem:

ca_vcbpopulatedb.exe -stopAutoPopulate Myvirtualserver

— Der Server heiBt "My Esxserver" und befindet sich in einem SWX-
Serversystem:

ca_vchpopulatedb.exe -stopAutoPopulate MyEsxserver
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Kapitel 17: ca_msvmpopulatedb -
Befehl fur das Hyper-V-VM-
Hilfsprogramm

Syntax

Der Befehl flir das ARCserve Hyper-V-Konfigurationstool (ca_msvmpopulatedb)
ist ein Tool zur Datensammlung, mit dem Sie die CA ARCserve Backup-
Datenbank mit Informationen zu den virtuellen Rechnern (Virtual Machines,
VMs) auf Ihren Hyper-V-Systemen fillen kénnen. Sie mlssen dieses
Hilfsprogramm auf dem Hyper-V-Hostsystem ausflihren. Das Hilfsprogramm
ruft alle Informationen zu allen virtuellen Rechnern im Hyper-V-Hostsystem ab
und fligt sie zur Datenbank hinzu.

Das Hilfsprogramm "ca_msvmpopulatedb" fillt die CA ARCserve Backup-
Datenbank u. a. mit folgenden Informationen:

®  Hyper-V-Hostnamen
®  VM-Hostnamen

m Namen der Volumes, die in den virtuellen Rechnern auf Windowssystemen
enthalten sind

Fihren Sie das Hilfsprogramm in regelmaBigen Abstédnden aus, damit die CA
ARCserve Backup-Datenbank immer die aktuellen Informationen zu den VMs
und Volumes auf einem Hyper-V-Host enthalt. Falls der CA ARCserve Backup-
Server (Primar- oder Mitgliedsserver) auf dem Hyper-V-Host installiert ist,
kénnen Sie die regelmaBige Ausfihrung des Hilfsprogramms mit dem
generischen Jobplaner planen.

Die Syntax der Befehlszeile "ca_msvmpopulatedb" sieht wie folgt aus:

ca_msvmpopulatedb

-Primary <Primdrservername>
[-Debug <Debug-Ebene>]
[-retainvminDB]
[-DeTwMinDB]
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Verwendung

Verwendung

Der Befehl "ca_msvmpopulatedb" beinhaltet Argumente und Optionen zur
Definition von Aktionen, die beim Aufnehmen von Informationen zu virtuellen
Rechnern (VMs) in die CA ARCserve Backup-Datenbank zu befolgen sind.

Der Befehl "ca_msvmpopulatedb" umfasst folgende Argumente und Optionen:

-Primary <Primdrservername>

Gibt den Hostnamen des CA ARCserve Backup-Primarsystems an.

-debug

Mit diesem Argument wird das Hilfsprogramm angewiesen, ein detailliertes
Debug-Protokoll zu schreiben. Das Protokoll wird im aktuellen
Arbeitsverzeichnis erstellt.

Hinweis: Der Name der Protokolldatei lautet "ca_msvmpopulatedb.log".
Debug-Ebene

Hier geben Sie die gewlinschte Detailgenauigkeit fiir das Debug-
Protokoll (ca_mshvpopulatedb.log) an. Je héher die Debug-Ebene,
desto detailliertere Informationen werden im Debug-Protokoll
angegeben.

Standard: 2
Bereich: 1 bis 6

-retainVMinDB

Hiermit kdnnen Sie Daten (Sicherungsinformationen) zu VMs aufbewahren,
die wahrend der Ausfihrung dieses Befehls nicht verfliigbar sind.

StandardmaBig erfasst dieses Hilfsprogramm Informationen von virtuellen
Rechnern, die verfligbar sind, wenn Sie dieses Hilfsprogramm ausfihren.
Wenn eine VM nicht verfligbar ist (zum Beispiel weil sie heruntergefahren
oder aus der Umgebung geléscht wurde), 16scht CA ARCserve Backup die
mit dieser VM verbundenen Daten aus der CA ARCserve Backup-
Datenbank. Wenn diese Option aktiviert wurde, erfasst CA ARCserve
Backup Informationen zu virtuellen Rechnern, die verfligbar sind, und
behalt die Sicherungsinformationen von virtuellen Rechnern, die nicht
verfligbar sind, bei.

-DelVMinDB

Mit Hilfe dieser Option kdnnen Sie die flir den festgelegten Hyper-V-Server
in der CA ARCserve Backup-Datenbank verfiigbaren virtuellen Rechner
I6schen und die neuesten VM-Daten in die CA ARCserve Backup-Datenbank
aufnehmen.
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Riuckgabecodes des Hilfsprogramms

Folgende Codes werden vom Befehl "ca_msvmpopulatedb" zuriickgegeben:

Jobstatus-Riickgabecodes:

0: Der Job wurde erfolgreich abgeschlossen.

2: Die Authentifizierung des CA ARCserve Backup-Domanenbenutzers ist
fehlgeschlagen.

5: Ein Datenbankvorgang ist fehlgeschlagen.
6: Eine XML-Erstellung ist fehlgeschlagen.

8: Es werden derzeit mehrere Instanzen von "ca_msvmpopulatedb”
ausgefihrt.

9: Ein unbekannter Fehler ist aufgetreten.

ca_msvmpopulatedb - Beispiele

Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "ca_msvmpopulatedb":

Mit dem folgenden Befehl fligen Sie VMs erstmalig zum CA ARCserve
Backup-Primarserver (bzw. Standalone-Server) "CASrvrl" hinzu:

ca_msvmpopulatedb -P CASrvrl

Mit dem folgenden Befehl fligen Sie VMs zum CA ARCserve Backup-
Primarserver (bzw. Standalone-Server) "CASrvrl" hinzu, ohne dass die
vorhandenen VMs, die derzeit eventuell nicht erreichbar oder ausgeschaltet
sind, entfernt werden:

ca_msvmpopulatedb -P CASrvrl -retainvMinDB

Mit dem folgenden Befehl |[6schen Sie die flir diesen Hyper-V-Host beim CA
ARCserve Backup-Primarserver (bzw. Standalone-Server) "CASrvri"
registrierten VMs:

ca_msvmpopulatedb -P CASrvrl -DelvMinDB
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Kapitel 18: cabatch - Batch-Befehl

Mit dem Befehl "cabatch" kénnen Sie Jobs unter Verwendung einer externen
Skriptdatei an eine CA ARCserve Backup-Jobwarteschlange auf einem lokalen
Server oder Remote-Rechner tbergeben, Jobs aus der Jobwarteschlange
I6schen und die Ausfihrungszeiten aller Jobs in der Warteschlange @ndern. Das
Hilfsprogramm "cabatch" kann Jobs an die CA ARCserve Backup-
Jobwarteschlange Ubergeben, ohne dass der Sicherungs-Manager ausgefihrt
werden muss. Jedoch missen dazu alle CA ARCserve Backup-Prozesse aktiv
sein.

Hinweis: Um einen Job an die CA ARCserve Backup-Jobwarteschlange eines
Remote-Servers ibergeben zu kénnen, missen Sie Uber die nétigen
Zugriffsrechte fur diesen Server verfligen.

Um einen Job mit Hilfe von "cabatch" (ibergeben zu kénnen, missen Sie ein
Jobskript mit Hilfe des Sicherungs-Managers erstellen und speichern oder eine
Textdatei mit einer Jobbeschreibung unter Verwendung der
Jobinformationsvorlage von "cabatch" generieren. Wenn diese Vorlage fertig
gestellt wurde, liest "cabatch" diese Jobbeschreibungsdatei und Ubergibt den
Job zur Ausfuhrung an die CA ARCserve Backup-Jobwarteschlange. Die
Jobinformationsvorlage (Template.txt) befindet sich im ARCserve Backup-
Stammverzeichnis.

Der Befehl ermdglicht auBerdem die automatisierte Verarbeitung tber die Job
Management Option von Unicenter NSM (zuvor TNG) mit Hilfe der Schalter "/J"
(Job-Rickgabecode wird zurtickgegeben) und "/W" (Warten auf Beendigung
des Jobs). Weitere Informationen zur Integration in Unicenter NSM finden Sie
unter Integration in Unicenter NSM.

Hinweis: In alteren Versionen als Unicenter NSM r11 wurde die Job
Management Option als Workload-Verwaltungsoption bezeichnet.
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Job Ubergeben

Job Ubergeben

Mit folgender Syntax Ubergeben Sie einen Job mit Hilfe einer Skriptdatei:
CABATCH /MODE=Execute|Submit /H=ServerName /S=<Pfad>ScriptName

Beispiel:

CABATCH /H=QANT /S=C:\BACKUP.ASX /W

Riickgabecodes:
0: Der Job wurde erfolgreich beendet.
: Der Job ist unvollsténdig.
: Der Job wurde abgebrochen.
: Der Job ist fehlgeschlagen.
: Der Job ist abgestuirzt.
: Ein Systemfehler ist aufgetreten.

: Ein Parameterfehler ist aufgetreten.

N & U1 A W N =

: Ein Speicherfehler ist aufgetreten. SchlieBen Sie alle unnétigen
Anwendungen, die Arbeitsspeicher verwenden, und starten Sie den Job
erneut.

8: Ein allgemeiner Fehler ist aufgetreten.

Modi:
Ubergeben

Der Job wird sofort ausgefuihrt. Der Job wird zunachst gemaB Skriptdatei
der Jobwarteschlange hinzugefligt. "carunjob" erhalt den Job aus der
Jobwarteschlange entsprechend der Nummer und startet ihn.

Ausfiihren

Der Job wird zum geplanten Termin ausgefihrt (nicht sofort). Der Job wird
nicht der Jobwarteschlange hinzugefiigt. "carunjob" startet den Job direkt
Uber die Skriptdatei.

Optionen:

/H [Servername]

Geben Sie den Namen des Servers ein, an dessen Jobwarteschlange Sie
die Jobs Uibergeben. Wenn Sie "*" eingeben, ermittelt und verwendet
"cabatch" den Namen des lokalen Rechners als CA ARCserve Backup-
Domanenservernamen.
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/S [Skriptname]

Geben Sie den Namen des Binarskripts oder der Textdatei mit der
Jobbschreibung an, die mit Hilfe der Jobinformationsvorlage von "cabatch"
(Template.txt) erstellt wurde.

/RS[Rechnername]

Ersetzt den Namen des Quellrechners im Skript durch einen
Rechnernamen.

Hinweis: Wenn Sie keinen Rechnernamen angeben, wird der Hostname
verwendet.

/RD[Rechnername]
Ersetzt den Namen des Zielrechners im Skript durch einen Rechnernamen.

Hinweis: Wenn Sie keinen Rechnernamen angeben, wird der Hostname
verwendet.

/D [MM/TT/33]

Gibt das Datum an, an dem der Job ausgefiihrt werden soll.
/T [HH:MM]

Gibt die Uhrzeit an, zu der der Job ausgefiihrt werden soll.
/G [Geradtegruppe]

Gibt den Namen der Gerategruppe an.
/TP[Datentragername]

Gibt den Namen des Datentragers an.
/TID[Datentrager-ID]

Gibt die Datentrager-ID an.
/TSN [Nummer des Datentrdgers]

Gibt die Nummer des Datentrdgers an.
/POST[Befehl]

Flihrt den angegebenen Befehl nach Beendigung des Jobs aus. Der
vollstédndige Pfad des Befehls muss angegeben werden.

/PRE[Befehl]

Flihrt den angegebenen Befehl vor Beginn des Jobs aus. Der vollstéandige
Pfad des Befehls muss angegeben werden.

/PREPOSTUSER=Benutzer

Legt die Anmeldeinformationen des Benutzers fest, der den Vor- oder
Nach-Befehl ausfiihrt.
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Loschen von Jobs

/PREPOSTUSER=Kennwort

Legt das Kennwort des Benutzers fest, der den Vor- oder Nach-Befehl
ausfihrt.

/SSN[Sitzungsnummer]

Gibt die Sitzungsnummer fir den Wiederherstellungsjob an.
/RSessPW

Ersetzt das Sitzungskennwort im Skript.
/3

Legt fest, dass der CA ARCserve Backup-Jobstatus als Riickgabecode
verwendet wird.

/W

Legt fest, dass die Beendigung des Jobs abgewartet wird.

Loschen von Jobs

Mit folgender Syntax Iéschen Sie alle oder nur die angegebenen Jobs aus der
Jobwarteschlange:

CABATCH /E=AL|BK|RS|CP|CT/H=Servername

Optionen
/H [Servername]

Gibt den Namen des Servers an, aus dessen Jobwarteschlange Sie die Jobs
I6schen. Wenn Sie "*" eingeben, ermittelt und verwendet "cabatch" den
Namen des lokalen Rechners als CA ARCserve Backup-
Domadanenservernamen.

AL
Ldscht alle Jobs.
BK
Léscht die Sicherungsjobs.
RS
Léscht die Wiederherstellungsjobs.
cp
Loscht die Kopierjobs.
CT
Léscht die Zahljobs.
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Andern von Jobs

Mit folgender Syntax andern Sie die Ausfiihrungszeit aller Jobs in der
Jobwarteschlange:

CABATCH /H=ServerName /MT=nnn

Optionen
/H [Servername]

Geben Sie den Namen des Servers ein, aus dessen Jobwarteschlange Sie
die Jobs @ndern. Wenn Sie "*" eingeben, ermittelt und verwendet
"cabatch" den Namen des lokalen Rechners als CA ARCserve Backup-
Domanenservernamen.

/MT[nnn]
Geben Sie zum Andern der Jobzeiten die Anzahl der Minuten ein.
m Bei positiven Zahlen geben Sie einfach die Zahl ein.

m Bei negativen Zahlen geben Sie "-" (Minuszeichen) und dann die Zahl
ein. Beispiel: 30 oder -30.
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Beispiele

Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "cabatch":
m  Mit folgender Syntax Ubergeben Sie einen Job mit Hilfe einer Skriptdatei:
cabatch /MODE=Execute|Submit /H=ServerName /S=<Pfad>ScriptName

m  Mit folgender Syntax uUbergeben Sie einen Job mit Hilfe einer Skriptdatei
mit Schalter "/W":

Hinweis: Wenn Sie den Schalter "/W" einbeziehen, wird der Befehl
"cabatch" nicht sofort zurlickgegeben, sondern erst dann, wenn der Job
abgeschlossen ist.

cabatch /MODE=Execute|Submit /H=ServerName /S=<path>ScriptName /W
m  Mit folgender Syntax léschen Sie alle Jobs (AL) aus der Jobwarteschlange:
cabatch /E=AL /H=ServerName

m  Mit folgender Syntax léschen Sie alle Sicherungsjobs (BK) aus der
Jobwarteschlange:

cabatch /E=BK /H=ServerName

m  Mit folgender Syntax léschen Sie alle Wiederherstellungsjobs (RS) aus der
Jobwarteschlange:

cabatch /E=RS /H=ServerName

m  Mit folgender Syntax andern Sie die Ausfiihrungszeit aller Jobs in der
Jobwarteschlange und starten die Jobs, um sie nach 30 Minuten
auszufthren:

cabatch /H=ServerName /MT=30
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Kapitel 19: careports -
Berichterstellungsbefehl

Der Berichterstellungsbefehl "CAreports" ermdéglicht den Zugriff auf das
Dialogfeld des CA ARCserve Backup-Hilfsprogramms zur Berichterstellung, mit
dem Sie sowohl Standardberichte als auch benutzerdefinierte Berichte erstellen
kénnen. Das Dialogfeld des Hilfsprogramms zur Berichterstellung lasst sich
auch Uber die Startseite von CA ARCserve Backup im Menl "Hilfsprogramme"
(oder im entsprechenden Abschnitt) aufrufen.

Der Befehl "CAreports" bietet Optionen zur Ausfiihrung des Berichts im
automatischen Modus und zum Senden eines Alerts liber den Alert-Manager
von CA ARCserve Backup. Sie kdnnen die mit dem Hilfsprogramm zur
Berichterstellung erstellten Berichte im Berichts-Manager anzeigen, drucken
und planen.

Geben Sie den folgenden Befehl ein, um eine Beschreibung der gesamten
CAreports-Syntax zu erhalten:

CAreports /7

Syntax

Die Syntax der Befehlszeile "careports" wird folgendermaBen formatiert:

careports

[m <Rechner_Name>]

[-r <Bericht_Name>]

[-s]

[-0 <Ausgabedatei_Name>]
[-alert]

[-f <format_type>]

[?]
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Optionen

Der Befehl "careports" bietet verschiedene Optionen zum Erstellen von
Berichten und Senden von Alerts Gber den CA ARCserve Backup-Alert-
Manager.

"careports" unterstitzt die folgenden Optionen:
-a

Aktiviert die automatische Ausgabe von Dateien. In Kombination mit der
Option "-0" (Ausgabedateiname) kdnnen Sie neue Ausgabedateien in
einem bestimmten Verzeichnis erstellen. Bei dem Namen der Ausgabedatei
wird die Namenskonvention flr Berichtsvorlagen verwendet. Mit der
zusatzlichen Option "-0" wird festgelegt, dass die vorhandenen Dateien
nicht Gberschrieben werden.

-S

Erstellt den Bericht im automatischen Modus (keine Dialogfelder oder
Meldungsfenster).

Die Option "-s" funktioniert zusammen mit der Option "-r"
(Berichtsvorlage). Sie sollte verwendet werden, wenn der Bericht mit dem
Jobplanungs-Assistenten geplant wurde.

-r <Bericht_Name>

Gibt den Namen der fir den Bericht zu verwendenden Berichtsvorlage an.
Ist die Option -r nicht angegeben, werden die anderen Optionen ("-s"," -0"
und "-alert") ignoriert.

-0 <Ausgabedatei_Name>

Gibt den Namen der Ausgabedatei an, in der die durch die Ausfiihrung des
Berichts erzeugten Ergebnisse gespeichert werden. Wenn die angegebene
Datei bereits vorhanden ist, wird sie mit der Erweiterung " .bak"
umbenannt. Beispiel: "c:\temp\report.xml" wird umbenannt in
"c:\temp\report.bak.xml".

-m <Rechner_Name>

Gibt den Namen des Rechners an, wenn Ihr Bericht auf einem Remote-
Computer generiert werden soll.

-f <Formattyp>
Das Format der Ausgabedatei:
m XML (*.xml) (Standard)

m  CSV (*.csv) (durch Kommas getrenntes Format)

282 Referenzhandbuch fUr die Befehlszeile



Beispiele

Beispiele

-alert

Sendet eine Alert-Meldung, sobald der Bericht abgeschlossen ist. Die Alert-
Meldungen sollten Uber den Alert-Manager unter der "ARCserve"-
Konfigurationsfunktion eingerichtet werden.

-append

Hangt den neu erstellten Bericht an eine vorhandene Datei an.

Hinweis: Sowohl der neu erstellte Bericht als auch die vorhandenen
Berichtsdateien missen im CSV-Format vorliegen.

Zeigt den Abfrageberichtsbildschirm von CA ARCserve Backup an. Darin
legen Sie fest, welche Informationen in den Bericht aufgenommen werden
sollen.

Nachfolgend finden Sie Syntaxbeispiele fliir den Befehl "careports":

Mit dem folgenden Befehl 6ffnen Sie eine Berichtsvorlage und erstellen die
Ausgabe "XML" fliir <Rechnername> im automatischen Modus:

careports -s -r <Berichtsname> -0 <Ausgabename> -m <Rechnername>

Mit folgendem Befehl senden Sie die Ausgabe zum Alert-Manager ("-
alert"):

careports -s -r <Berichtsname> -0 <Ausgabename> -alert -m <Rechnername>

Mit dem folgenden Befehl 6ffnen Sie eine Berichtsvorlage und erstellen die
Ausgabe "CSV" (Standardwert ist "XML") flir <Rechnername> im
automatischen Modus:

careports -s -r <Berichtsname> -o <Ausgabename> -f CSV -m <Rechnername>
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Kapitel 20: caadvreports - Befehl fur
erweiterte Berichterstellung

Syntax

Der Befehl fiir erweiterte Berichterstellung "caadvreports" ist ein
Hilfsprogramm, mit dem verschiedene Berichte erstellt werden kdénnen, die
einen Uberblick (iber den aktuellen Datenschutzstatus liefern. Das
Hilfsprogramm "caadvreports" speichert alle Protokollmeldungen in der Datei
"CAAdvReports.Log", die sich im Ordner "ARCServe_HOME\logs" befindet. In
dieser Datei sind detaillierte Informationen Uber die Aktionen enthalten, die
"caadvreports" beim Generieren eines Berichts ausfiihrt. Diese Protokolldatei
kann als Ausgangspunkt fir die Fehlerbeseitigung verwendet werden, wenn
Probleme mit Berichten auftreten.

Die Syntax der Befehlszeile "caadvreports" wird folgendermaBen formatiert:

caadvreports
-ReportType <Berichts-ID>
-OutFile <Name der Ausgabedatei>
-Startbate <mm/tt/jjjj> [hh:mm:ss]
-EndDate <mm/tt/jjjj> [hh:mm:ss]
-Server <Remote-Servername>
-JobDesc <Beschreibung>
[-xML] | [-Csv]
-Percent <Prozentwert>
-Top <n>
-Serial <Serie>
-PastDays <n>
-AutoName
-Alert
-VaultCycle
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caadvreports - Berichte

Der Befehl "caadvreports" bietet verschiedene Optionen zum Generieren
erweiterter Berichte. Der Befehl "caadvreports" kann eine Reihe von
Berichtsparametern aufnehmen und analysieren. Nicht jeder Bericht muss alle
Parameter enthalten. Welche Parameter erforderlich sind und unterstutzt
werden, hangt von dem angegebenen Berichtstyp ab, der generiert wird. Die
nicht benétigten Parameter werden stillschweigend ignoriert.

Um einen erweiterten Bericht auszufiihren, missen Sie mindestens den
Berichtstyp und den Dateipfad angeben, unter dem der generierte Bericht
gespeichert wird. Wenn fiir einen Bericht ein erforderlicher Parameter nicht
angegeben ist, kann das Hilfsprogramm nicht erfolgreich ausgefiihrt werden.
In diesem Fall wird die Fehlerursache in der Protokolldatei aufgezeichnet.

Mit dem Befehl "caadvreports" kdnnen Sie die folgenden Berichtstypen mit den
jeweils unterstitzten Filterparametern generiert werden:
Rate der erfolgreichen Sicherungsversuche: Zusammenfassung

Dieser Bericht zeigt den Prozentsatz der erfolgreich ausgefiihrten
Sicherungsversuche und der unvollsténdigen und fehlerhaften
Sicherungsversuche an.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Uibereinstimmender Beschreibung
berlicksichtigt)

Rate der erfolgreichen Sicherungsversuche

Dieser Bericht zeigt den Prozentsatz der erfolgreich ausgefiihrten
Sicherungsversuche pro Knoten an.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
bericksichtigt)

-Percent (es werden nur Knoten beriicksichtigt, deren Fehleranteil den
angegebenen Prozentsatz Ubersteigt)
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Rate der erfolgreichen Wiederherstellungsversuche

Dieser Bericht zeigt den Prozentsatz aller erfolgreich ausgefiihrten
Wiederherstellungsversuche an.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
bertcksichtigt)

Laufwerksdurchsatz

Dieser Bericht zeigt Informationen tUber den durchschnittlichen Durchsatz
der Laufwerke an.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-Serial (es werden nur Laufwerke mit der Seriennummer
berlcksichtigt, die mit dem Filter tGbereinstimmt)

Sicherungsfehler

In diesem Bericht wird Anzahl der generierten Fehler und Warnungen fur
den Sicherungsjob wahrend der Berichtsperiode fir alle Sicherungspfade
wiedergegeben.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
berlicksichtigt)
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Fehlgeschlagene Sicherungsversuche

In diesem Bericht werden die Clients mit den meisten fehlgeschlagenen
Sicherungsversuchen wahrend des Berichtszeitraums wiedergegeben.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
bertcksichtigt)

-Top (es werden nur die oberen "n" Clients bericksichtigt)
Aufeinander folgende fehlgeschlagene Sicherungsversuche

In diesem Bericht werden die Clients mit den meisten fehlgeschlagenen
Sicherungsversuchen in Folge wahrend des Berichtszeitraums
wiedergegeben.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays
Teilsicherungen
Dieser Bericht zeigt die Clients mit den meisten Teilsicherungen an.
Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
bertcksichtigt)

-Top (es werden nur die oberen "n" Clients bertcksichtigt)

288 Referenzhandbuch fUr die Befehlszeile



caadvreports - Berichte

Dauer volistindiger Sicherungen

In diesem Bericht werden die durchschnittliche Sicherungszeit, die
durchschnittlichen Sicherungsdaten und der durchschnittliche Durchsatz
aller Sicherungspfade wahrend des Berichtszeitraums wiedergegeben.

Unterstiitzte Filterparameter:
-StartDate
-EndDate
-PastDays

-JobDesc (es werden nur Jobs mit Gbereinstimmender Beschreibung
bertcksichtigt)

Bericht zum letzten Sicherungsstatus

In diesem Bericht wird der Status der letzten Ausfiihrung aller
Sicherungsjobs in der Warteschlange wiedergegeben. Bei aktiven Jobs wird
der aktuelle Status des gegenwartig ausgefiihrten Jobs angezeigt. In
diesem Bericht wird nur der Status des Jobs in der Warteschlange zur Zeit
der Berichterstellung wiedergegeben.

Unterstiitzte Filter
Keine
Vault-Bericht

Dieser Bericht zeigt die Liste der Bander, die am Berichtstag in den bzw.
aus dem Vault verschoben werden. Mit dem Befehl "-VaultCycle" kénnen
Sie vor dem Generieren des Berichts den Vault-Zyklus ausfuhren.

Unterstiitzte Filter

Keine

Kapitel 20: caadvreports - Befehl fUr erweiterte Berichterstellung 289



caadvreports - Optionen
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<n>

Der Befehl "caadvreports" bietet verschiedene Optionen zum Erstellen von
erweiterten Berichten und Senden von Alerts (ber den CA ARCserve Backup-
Alert-Manager.

"caadvreports" unterstiitzt die folgenden Optionen:

-ReportType <n>

Berichtstyp, der generiert werden soll. Dieser Parameter ist fir alle
Berichte erforderlich.

Der Wert <n> legt den Typ des zu erstellenden Berichts fest.

In der folgenden Liste finden Sie die Werte fiir <n> und die damit
generierten Berichtstypen.

Berichtsname

Rate der erfolgreichen Sicherungsversuche: Zusammenfassung
Rate der erfolgreichen Sicherungsversuche

Rate der erfolgreichen Wiederherstellungsversuche
Laufwerksdurchsatz

Sicherungsfehler

Fehlgeschlagene Sicherungsversuche

Aufeinander folgende fehlgeschlagene Sicherungsversuche
Teilsicherungen

Dauer vollstandiger Sicherungen

Bericht zum letzten Sicherungsstatus

Vault-Bericht

Hinweis: Weitere Informationen Uber die einzelnen Berichte finden Sie
unter "caadvreports - Berichte".

-OutFile <Dateiname>

Gibt den vollstédndigen Dateipfad an, unter dem der generierte Bericht
gespeichert wird. Dieser Parameter ist fiir alle Berichte erforderlich.

Wenn der Parameter "-AutoName" verwendet wird, ist dieser Schalter nicht
erforderlich.
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-StartDate <mm/tt/jjjj> [hh:mm:ss]

Gibt das Startdatum und die Uhrzeit fur den Beginn der Berichtsdauer an.
Der Parameter "hh:mm:ss" fiir die Uhrzeit ist optional. Wenn Sie keine
Uhrzeit angeben, gilt die Uhrzeit "00:00:00" (00.00 Uhr). Bei Zeitangaben
ist das 24-Stunden-Format zu verwenden.

Hinweis: Wenn der Schalter "-PastDays <n>" einbezogen wird, ist dieser
Schalter nicht erforderlich.

-EndDate <mm/tt/jjjj> [hh:mm:ss]

Gibt das Enddatum und die Uhrzeit fir das Ende der Berichtsdauer an. Der
Parameter "hh:mm:ss" fir die Uhrzeit ist optional. Wenn Sie keine Uhrzeit
angeben, gilt die Uhrzeit "23:59:00" (23.59 Uhr). Bei Zeitangaben ist das

24-Stunden-Format zu verwenden.

Hinweis: Wenn der Schalter "-PastDays <n>" einbezogen wird, ist dieser
Schalter nicht erforderlich.

-Server <Remote-Server>

Gibt den Remote-Server an, auf dem der Bericht ausgeflihrt wird.
Ublicherweise werden die Berichte auf dem Primérserver ausgefihrt.
Dieser Parameter wird einbezogen, wenn der Bericht auf einem Remote-
Mitgliedsserver ausgefiihrt werden soll.

-JobDesc <Beschreibung> [-XML | -CSV]

Text fir die Beschreibung des Jobs. Dieser Parameter wird bei manchen
Berichten verwendet, um die Ausgabe auf bestimmte Jobs einzuschranken,
deren Beschreibung mit diesem Text Ubereinstimmt.

-XML

Generiert den Bericht im XML-Format. Die generierten XML-Berichte
kdnnen in Verbindung mit der .xsl-Antwortdatei zum Erzeugen eines HTML-
Berichts verwendet werden.

Diese Standardoption ist immer wirksam, wenn keine anderen Optionen
angegeben sind, die sie auBer Kraft setzen. Sie kann nicht mit dem
Parameter "-CSV" kombiniert werden.

-Csv

Generiert einen Bericht im CSV-Format (durch Trennzeichen strukturierte
Werte).

-Percent <Prozentwert>
Gibt den Prozentsatz an, der zum Filtern des Berichts verwendet wird.
-Top <n>

Begrenzt die Ausgabe des Berichts auf die obersten "n".
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-Serial <Serie>

Begrenzt die Ausgabe des Berichts auf die Laufwerke, deren
Seriennummer mit dem angegebenen Muster Ubereinstimmt. Die
Seriennummern werden mit den Gerateseriennummern im Bericht zum
Laufwerksdurchsatz verglichen.

-PastDays <n>

Gibt die Anzahl der (vom aktuellen Zeitpunkt betrachtet) bereits
vergangenen Tage an, fir die der Bericht erstellt werden soll. Dieser
Schalter kann anstelle der Schalter "-StartDate" und "-EndDate" verwendet
werden, um einen Bericht fir eine feste Dauer zu generieren.

Beispiel: Um einen Wochenbericht zu generieren, wird der Wert "n" auf 7
gesetzt, d. h. der Bericht wird fir die vergangenen sieben Tage erstellt.

-AutoName

Erzeugt den Namen des ausgegebenen Berichts automatisch. Der
automatisch erzeugte Dateiname setzt sich aus dem Berichtsnamen, dem
Ausfihrungsdatum und der Ausfiithrungsuhrzeit zusammen.

-Alert

Sendet eine Alert-Meldung, sobald der Bericht abgeschlossen ist. Die Alert-
Meldungen sollten Uber den Alert-Manager unter der "ARCserve"-
Konfigurationsfunktion eingerichtet werden.

-VaultCycle

Wird mit dem Vault-Bericht verwendet, um den Vault-Zyklus automatisch
auszufihren, bevor der Bericht generiert wird.

Wichtig! Wenn Sie diesen Schalter verwenden, darf der Vault-Zyklus am
Tag der Berichtserstellung nicht manuell ausgefiihrt werden - weder vor
noch nach dem Bericht.
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Nachfolgend finden Sie Syntaxbeispiele flir den Befehl "caadvreports":

Mit dem folgenden Befehl erzeugen Sie einen Bericht zum
Laufwerksdurchsatz (Berichtstyp 4) fiir die vergangenen sieben Tage. Das
Ergebnis wird unter einem automatisch generierten Dateinamen
gespeichert:

CAAdVReports.exe -reporttype 4 -pastdays 7 -autoname

Mit dem folgenden Befehl erzeugen Sie einen Bericht zur Dauer
vollsténdiger Sicherungen (Berichtstyp 9) flr alle Jobs, die zwischen dem
1.1.2007 und dem 30.3.2007 ausgefuhrt wurden. Der Bericht wird in die
Datei "full_backup_report.xml" ausgegeben:

CAAdvReports.exe -reporttype 9 -startdate 01/01/2007 -enddate 03/30/2007 -
outfile full_backup_report.xml

Mit dem folgenden Befehl erzeugen Sie einen Bericht zur Dauer
vollstandiger Sicherungen (Berichtstyp 9) fur alle Jobs, die zwischen dem
1.1.2007 und dem 30.3.2007 ausgefihrt wurden. Der Bericht wird in die
CSV-Datei "full_backup_report.csv" ausgegeben. Sie schranken die
Ausgabe auf Jobs ein, deren Jobbeschreibung die Zeichenkette "ACCT"
enthalt:

CAAdvReports.exe -reporttype 9 -startdate 01/01/2007 -enddate 03/30/2007 -
outfile full_backup_report.csv —CSV -JobDesc ‘ACCT’
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Kapitel 21: pfc - Befehl fur
Hilfsprogramm fur Preflight-Prufliste

Mit dem Befehl fiir das Hilfsprogramm fir die Preflight-Prifliste (pfc) kénnen
Sie wichtige Uberpriifungen auf dem CA ARCserve Backup-Server und den
dazugehdérigen Agenten durchfiihren, so dass Sie die méglichen Ursachen fir
das Fehlschlagen von Sicherungsjobs erkennen kénnen. Dieser Befehl sollte
ausgeflihrt werden, wahrend CA ARCserve Backup aktiv ist.

Die von pfc ausgefihrten Priifungen lassen sich in vier Kategorien unterteilen:
Systemprifungen, ARCserve-Prifungen, Agenten-Priifungen und
Datentragerprifungen.

Systempriifungen

Hierzu gehéren die Uberpriifung der Systemanforderungen des Servers
und des vorhandenen Festplattenspeicherplatzes fir die Datenbank sowie
die Uberpriifung der Registrierung des RPC- (Remote Procedure Calls-)
Dienstes.

ARCserve-Priifungen

Hierzu gehéren die Uberpriifung des ARCserve-Systemkontos und der
zugehorigen Berechtigungen, des Status der CA ARCserve Backup-
Prozesse, der SAN-Server-Verbindungen (wenn die SAN-Option installiert
ist) und des Zustands der zum Server gehdrigen Bandgerate.

Agenten-Priifungen

Hierzu gehért die Uberpriifung der Verbindungen und
Anmeldeinformationen der fir den Job bendtigten Client- und Datenbank-
Agenten.

Datentragerpriifungen

Hierzu gehéren die Uberpriifung der Verfiigbarkeit von Datentrdgern im
Arbeitssatz (wenn ein bestimmter Datentragerbestand flir den Job
festgelegt wurde), die Uberpriifung der Datentrdger-Austauschdaten sowie
die Uberpriifung auf Quell- und Zielkonflikte bei Dateisystemgeréaten.

Bei jeder Verwendung des Hilfsprogrammes "pfc" wird folgendes Protokoll
erstellt:

PFC_SERVERNAME_###### .L.0G

Dieses Protokoll enthalt die gleichen Informationen, die in der in den
Eingabeaufforderungsfenstern generierten Ausgabe angezeigt werden, wenn
Sie "pfc" ausfiihren. Es ist im CA ARCserve Backup-Protokollverzeichnis
"ARCserve Home Directory/logs/pfclogs" gespeichert. Mit Hilfe der Option "-
logpath" kénnen Sie das Verzeichnis andern.
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Die Syntax der Befehlszeile "pfc" wird folgendermaBen formatiert:

pfc [-cahost <Hostname>] [Optionen] [Dateiname(n)]

Nutzung

Mit dem Befehl "pfc" kédnnen Sie folgende Prifungen einrichten:
m  Systemprifungen

m  ARCserve-Priifungen

= Agenten-Prifungen

m  Datentragerprifungen

Preflight-Prufungen

Zu den Preflight-Priifungen des "pfc"-Systems gehéren die Uberpriifung der
Systemanforderungen des Servers, Uberpriifung des CA ARCserve Backup-

Systemkontos, Uberpriifung der Client- und Datenbank-Agenten fiir den Job
und ggf. der Verfligbarkeit von Datentragern im Arbeitssatz.

Der Befehl "pfc" unterstitzt die folgenden Optionen:

pfc [-cahost <Hostname>] [Optionen] [Dateiname(n)]

-allchecks
-syschecks
-bchecks
-agentchecks
-mediachecks

-v
-logpath <Pfad>
-alert
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-cahost <Hostname>
Gibt den Namen des Hostsystems der Operation an.

Wenn Sie den Vorgang auf einem Remote-System ausfihren méchten,
muss der Befehl diesen Schalter enthalten.

Wenn Sie den Vorgang auf einem lokalen System ausfiihren méchten, ist
dieser Schalter nicht erforderlich und darf nicht im Befehl enthalten sein.

Hinweis: Der Schalter [-cahost <Hostname>] ist optional. Dieser Schalter
wird nicht bendtigt, wenn Sie diese Befehle lokal verwenden. Es ist jedoch
ein Hostname erforderlich, wenn diese Befehle auf einem Remote-Rechner
ausgeflhrt werden sollen. Der von dem -cahost-Schalter angegebene Host
kann ein Mitgliedserver oder ein Primarserver sein. CA ARCserve Backup
leitet den Job immer zundachst in die Jobwarteschlange des Primarservers,
der dann wiederum den Job an den richtigen Server (Primar- oder
Mitgliedserver) weiterleitet.

Hinweis: Wenn Sie CA ARCserve Backup installieren und dabei den Modus
"ARCserve-Manager (Konsole)" verwenden, muissen Sie den Schalter -
cahost einbeziehen, um diesen Befehl auf Ihrem lokalen Rechner
auszufiihren zu kénnen. Da dieser Konsoleninstallationsmodus nicht alle
CA ARCserve Backup-Funktionen installiert, ist es erforderlich, dass -
cahost mit eingeschlossen wird, wenn dieser Befehl remote an den
Primarserver oder Mitgliedsserver tUbermittelt wird, der CA ARCserve
Backup enthalt, ansonsten schldgt dieser Befehl fehl.

Dateiname(n)

Dateiname eines Jobskripts, wenn ein bestimmter Job geprift werden soll.
Beispiel: 00000005.job. Diese Dateien befinden sich im Verzeichnis
00000001.QSD unter dem Installationsverzeichnis von CA ARCserve
Backup.

-allchecks

Flhrt alle Prifungen der CA ARCserve Backup-Parameter aus, darunter
Systemprifungen, ARCserve-Prifungen, Agenten-Priifungen und
Datentragerprifungen. Diese Priifungen werden fir alle Jobs, die sich mit
dem Status "Bereit" in der Jobwarteschlange befinden, im nicht-
interaktiven Modus ausgefiihrt. Wenn Sie diesen Schalter verwenden,
kénnen Sie keine Dateinamen angeben.

-syschecks

Flhrt systembezogene Priifungen durch, einschlieBlich Speicherplatz, RPC-
Kommunikation (Remote Procedure Calls), Systemressourcen usw.

-bchecks

Flhrt prozess- und ressourcenbezogene Priifungen durch, einschlieBlich
Statusprifung der CA ARCserve Backup-Daemons, Datenbankprifungen,
Bandwechslerprifungen usw.
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-agentchecks <Dateinamen>

Prift die von den angegebenen Sicherungsjobs bendtigten Agenten-
Ressourcen. Wenn Sie diese Option verwenden, missen Sie mindestens
einen Namen einer Jobskriptdatei angeben. Diese Dateien befinden sich im
Verzeichnis 00000001.gsd im Verzeichnis, in dem CA ARCserve Backup
installiert wurde.

Flr diesen Befehl missen Sie die Jobdatei unter dem Verzeichnis
$ARCSERVE_HOME\00000001.gsd als letzten Parameter festlegen.

Wenn Sie z. B. eine Agenten-Prifung flr einen Job mit der Jobnummer 3
ausfiihren moéchten, dann sollte sich im Verzeichnis
$ARCSERVE_HOME\00000001.gsd eine Jobdatei "00000003.job" befinden.
In diesem Fall wiirde der Befehl fiir diese Prifung lauten:

pfc -agentchecks 00000003.job

Hinweis: Sie kdnnen diese Option auch zusammen mit dem Schalter -a
verwenden, um Agenten-Prifungen fir alle Jobs in der Warteschlange
durchzufihren.

Hinweis: Die Anmeldeinformationen fir den Master-Server kénnen nicht
vom Hilfsprogramm Preflight Checklist (PFC) Uberprift werden.

-mediachecks <Dateinamen>

-n

Fuhrt Datentragerprifungen durch. Wenn Sie diese Option verwenden,
mussen Sie mindestens einen Namen einer Jobskriptdatei angeben. Diese
Dateien befinden sich im Verzeichnis 00000001.qgsd im Verzeichnis, in dem
CA ARCserve Backup installiert wurde. Beispiel: pfc -mediachecks job105.

Flr diesen Befehl missen Sie die Jobdatei unter dem Verzeichnis
$ARCSERVE_HOME\00000001.gsd als letzten Parameter festlegen.

Wenn Sie z. B. eine Datentragerprifung fur einen Job mit der

Jobnummer 3 ausflihren moéchten, dann sollte sich im Verzeichnis
$ARCSERVE_HOME\00000001.gsd eine Jobdatei "00000003.job" befinden.
In diesem Fall wiirde der Befehl flir diese Prifung lauten:

pfc -mediachecks 00000003.job

Hinweis: Sie kdnnen diese Option auch zusammen mit dem Schalter -a
verwenden, um Datentrdgerprifungen fir alle Jobs in der Warteschlange
durchzufihren.

Gibt alle bereiten Jobs in der Jobwarteschlange an. Wenn Sie diesen
Schalter verwenden, kénnen Sie keine Dateinamen angeben.

Wird im nicht-interaktiven Modus ausgefiihrt. Mit dieser Option werden Sie
wahrend der Ausfihrung von pfc nicht zu einer Eingabe aufgefordert.
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-S

'

Versucht, nicht aktive Prozesse von CA ARCserve Backup zu starten. Die
Option "-bchecks" muss ebenfalls verwendet werden, sonst hat die Option
"-s" keine Auswirkungen.

Wird im ausflhrlichen Modus ausgefiihrt. Wenn Sie diese Option
verwenden, gibt "pfc" detaillierte Informationen zu den durchgefihrten
Prifungen im Fenster der Eingabeaufforderung und im Protokoll aus.
Hierzu gehoren fir die Fehlerbehebung verwendete Informationen, wie der
Name der fehlerhaften Funktion und der wahrend des fehlgeschlagenen
API-Aufrufs ausgegebene Fehlercode.

-logpath <Pfad>

Gibt den Pfad fir Protokolldateien an. Der Standardpfad ist das Verzeichnis
LOG von CA ARCserve Backup (ARCServe_HOME/logs/pfclogs). Sie kdnnen
diesen Speicherort durch Angeben eines Pfads fiir die Option "-logpath"
andern.

-alert

Ist die Alert-Funktion konfiguriert, kdnnen Sie mit diesem Befehl einen
Alert senden. Wenn Sie beispielsweise Alert zum Senden von E-Mails
konfiguriert haben und den Befehl "-alert" verwenden, wird das PFC-
Protokoll als Anlage in einer E-Mail gesendet.

Weitere Informationen zur Konfiguration von Alerts finden Sie im "CA
ARCserve Backup Administrationshandbuch" im Kapitel "Verwalten des
Sicherungsservers".
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Nachfolgend finden Sie Syntaxbeispiele fir den Befehl "pfc":

Mit folgender Syntax flihren Sie alle Prifungen im nicht-interaktiven Modus
fur alle Jobs in der Jobwarteschlange durch, die den Status BEREIT haben:

pfc -allchecks

Mit folgender Syntax fihren Sie Systemprifungen im ausfiihrlichen und
nicht-interaktiven Modus durch:

pfc -syschecks -v -n

Mit folgender Syntax fihren Sie ARCserve-Prifungen durch und starten
alle nicht aktiven CA ARCserve Backup-Prozesse.

pfc -bchecks -s

Mit folgender Syntax flihren Sie Agenten-Prifungen fir alle Jobs in der
Jobwarteschlange durch, die den Status BEREIT haben:

pfc -agentchecks -a
Mit folgender Syntax flihren Sie Agenten-Prifungen fir Job 9 durch:
pfc -agentchecks 00000009.job

Mit folgender Syntax flihren Sie Datentragerprifungen fiir Job 8 und Job 9
durch:

pfc -mediachecks 00000008.j0b 00000009.job

Mit folgender Syntax fihren Sie Datentragerprifungen fir Job 9 durch,
zeigen die Ausgabe auf der Konsole an und protokollieren die Ausgabe in
einer Datei im Verzeichnis /tmp:

pfc -mediachecks -Togpath /tmp/ 00000009.job

Mit folgender Syntax fihren Sie Agenten-Prifungen fir einen
AUSGESETZTEN Job durch:

pfc -agentchecks 00000009.job

300 Referenzhandbuch fUr die Befehlszeile



Kapitel 22: tapecomp - Hilfsprogramm
"Band vergleichen”

Syntax

Optionen

Beim Befehl zum Bandvergleich (tapecomp) handelt es sich um ein
Befehlszeilen-Hilfsprogramm, mit dem sich Datentrager untereinander
vergleichen lassen Er kann nur fur mit CA ARCserve Backup erstellte
Datentrager und im Stammverzeichnis von CA ARCserve Backup verwendet
werden.

Die Syntax der Befehlszeile "tapecomp" wird folgendermaBen formatiert:

tapecomp [Optionen]

-s <Quellgruppe>
-d <zielgruppe>

-r <Quellbandname>
-t <zielbandname>
-n#

-x#

Das Hilfsprogramm "tapecomp" bietet verschiedene Méglichkeiten, CA
ARCserve Backup-Datentrager miteinander zu vergleichen.
Das Hilfsprogramm "tapecomp" unterstitzt folgende Optionen:
-s <Quellgruppenname>

Gibt den Namen der Quellgruppe an, in der sich Ihr Band befindet.
-d <Zielgruppenname>

Gibt den Namen der Zielgruppe an. Dieser Schalter muss in allen Fallen
verwendet werden.

-r <Quellbandname>
Gibt den Namen des Quellbandes an, das verglichen werden soll.

-t <Zielbandname>

Gibt den Namen des Zielbandes an, das verglichen werden soll.
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Beispiele

-n#
Legt die Quellsitzungsnummer fest, mit der begonnen werden soll.
Der Standardwert ist 1.

-X#
Legt die Zielsitzungsnummer fest, mit der begonnen werden soll.

Der Standardwert ist 1.

Hinweise:

m  Dieses Hilfsprogramm unterstitzt alle von CA ARCserve Backup
zertifizierten Bandlaufwerke. Bei Quelle und Ziel kann es sich um
verschiedene Bandlaufwerkmodelle handeln.

m  Fir jeden Kopiervorgang wird eine Protokolldatei erstellt.

m  Mit dem Hilfsprogramm zum Vergleichen von Bandern kénnen Sie Bander
ab einer bestimmten Sitzung bis zum Ende oder den gesamten
Datentragersatz vergleichen.

m  Quelle und Ziel kbnnen mehrere Datentrager umfassen. Am Ende eines
Datentragers fordert das Hilfsprogramm Sie auf, den Datentrdager mit der
nachsten Nummer einzulegen.

m  Im Gerate-Manager von CA ARCserve Backup kdnnen Sie den Verlauf des
Hilfsprogramms Uberwachen.

m  Mit dem Hilfsprogramm zum Bandvergleich kénnen keine Bander
verglichen werden, die mit Multiplexing oder Verschlisselung erstellt
wurden.

m  Mit dem Hilfsprogramm zum Bandvergleich kdnnen zwei Béander mit
identischen Namen innerhalb derselben Gruppe nicht verglichen werden.

Beispiele

Nachfolgend finden Sie Syntaxbeispiele fir den Befehl "tapecomp":

m  Mit Hilfe des folgenden Befehls vergleichen Sie alle Sitzungen auf Bandl1 in
der Quellgruppe 0 mit Band2 in der Zielgruppe 1:

tapecomp -SGROUPO -rTAPE1l -dGROUP1 -tTAPE2

m  Mit folgendem Befehl vergleichen Sie alle Sitzungen ab Sitzung 3 auf der
Quelle TAPE1 TEST in der Gruppe 0 mit allen Sitzungen ab Sitzung 4 auf
dem Ziel TAPE2 TEST in der Zielgruppe 1:

tapecomp -sGROUPO -r"TAPEL TEST" -n3 -dGROUP1 -t"TAPE2 TEST" -x4
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Kapitel 23: tapecopy - Befehl fur
Bandkopie-Tool

Syntax

Nutzung

Beim Bandkopiebefehl (tapecopy) handelt es sich um die
Befehlszeilenschnittstelle zum Bandkopie-Tool, mit dem Sie Daten schnell von
einem Datentrager auf einen anderen kopieren kénnen. Es muss sich dabei
nicht um Datentrager des gleichen Typs handeln. Sie kénnen ganze Bander
oder Sitzungen kopieren. Dazu kénnen Sie entweder die zu kopierende Quelle
angeben oder Suchkriterien flir die in der CA ARCserve Backup-Datenbank
gespeicherten Sitzungen festlegen.

Wenn der Befehl "tapecopy" eine Bandkopierfunktion ausfihrt, wird ein
Riickgabe-Beendigungscode generiert, der den Status des Vorgangs angibt.

Hinweis: Sie kdnnen den Befehl "tapecopy" nicht verwenden, um Daten auf
VM-Banddatentrager zu kopieren.

Die Syntax der Befehlszeile "tapecopy" wird folgendermaBen formatiert:

Bandkopierjob (vom Benutzer angegebene Quelle):

<Basisinstallationspfad>/tapecopy -s[Quellgruppe] -d[zielgruppe] -
t[Quellbandname] {[Quelloptionen] [zieloptionen]}

Bandkonsolidierungsjob (von Datenbank angegebene Quelle):

<Basisinstallationspfad>/tapecopy -d[Zielgruppe] [Abfrageoptionen]{-
c[zielbandname] [Zieloptionen]}

Mit dem Befehl "tapecopy" kdénnen Sie folgende Optionen und Argumente
festlegen:

m  Optionen fir die Datenbankabfrage
®  Quellargumente

m  Zielargumente
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Optionen fUr die Datenbankabfrage

Optionen fur die Datenbankabfrage

Mit Hilfe der Optionen fir die Datenbankabfrage kénnen Sie Quellsitzungen
anhand bestimmter Attribute auswahlen. Wenn Sie eine Datenbankoption
angeben, wird eine Abfrage in der Datenbank durchgefiihrt. Alle Sitzungen, die
den Suchkriterien entsprechen, werden als Quellsitzungen fur die Bandkopie
ausgewahlt. Sie kdnnen mit einem oder mehreren dieser Schalter eine
komplexe Abfrage definieren.

StandardmaBig werden bei dem "tapecopy"-Vorgang alle Sitzungen, die bei der
Abfrage gefunden werden, auf ein Band in der Zielgruppe kopiert. Die
Bandkopiefunktion sucht in der Zielgruppe nach einem leeren Band, formatiert
es und benennt es mit "mm/tt/jjjj-hh:mm".

Der Befehl "tapecopy" umfasst die folgenden Abfrageoptionen:

tapecopy

[-qType <Sicherungssitzungstyp>]

[-gMethod <S1icherungssitzungsmethode>]
[-gNode <Sicherungssitzungsknotens]
[-gonorBefore <MM/TT/3333> [<hh:mm>]]
[-gonorAfter <MM/TT/3333> [<hh:mm>]]

[-gMID <Master-Jobnummers>]

[-gJobNo <Jobnr.-Abfrage>]

[-gMediaPool <Datentrdgerbestandsname>]
[-gpreview (Abfragedetails anzeigen)]
[-gIgnoreRep (Replikations-Flag ignorieren)]
[-gExclude <Dateiname der Ausschlussliste>]
[-gPastTime <Anzahl an Tagen>]
[-gCA_XOsoftType <Typ der CA XOsoft-Sitzung>] (Wird nur mit Typ -q CA_XOsoft
verwendet)
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Optionen fur die Datenbankabfrage

-qType <Sicherungssitzungstyp>

Fragt die CA ARCserve Backup-Datenbank ab. Fir die Kopie werden
ausschlieBlich die ausgewahlten Sitzungstypen bertcksichtigt.

Sie kdnnen mehrere Sitzungstypen gleichzeitig abfragen, indem Sie die
Sitzungstypen durch Kommas getrennt angeben.

Beispiel:

tapecopy —-d PGROUPO -qType  SQL,WindowsNT

Folgende Sitzungstypen sind verfligbar:

NetWare, MSNetDrive, UNIX, BABDatabase, OracleLog, DBAGENT,
SYBASE, LotusNotes, Informix, TAR, CPIO, UNIXImage, Windows NT (dazu
zéhlen WinNT/2000/XP), Windows 98 (dazu zdhlen Win95/98/ME), NTSAP,
UNIXSAP, ORACLE, ORACLES8, ORACLEYI, NTOracle, UNIXRAW,
UNIXSYBASE, UNIXORACLERMAN. WINORACLERMAN, DRTAR, CA_XOsoft,
DBAEXDB, DBAEXDBVSS, DBAEXSIS, SQL, ASDBSQL, SQLDR, ASDBSQLE
und SPA2007.

-qMethod <Sicherungssitzungsmethode>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden nur die
Sitzungen bertcksichtigt, die mit der angegebenen Sicherungsmethode
gesichert wurden.

Folgende Sicherungssitzungsmethoden sind verfligbar:
FULL, DIFF und INCR.

(FULL = vollsténdige Sicherung, DIFF = Anderungssicherung und INCR =
Zuwachssicherung)

-qNode <Sicherungssitzungsknoten>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden nur die
Sitzungen berlicksichtigt, die vom angegebene Knoten gesichert wurden.

-qOnOrBefore <MM/TT/JJJ3J> [<hh:mm>]

Bei der Abfrage der CA ARCserve Backup-Datenbank werden nur die
Sitzungen berlcksichtigt, die an dem angegebenen Termin (Datum und
Uhrzeit) oder zu einem fritheren Zeitpunkt gesichert wurden. Die Angabe
der Uhrzeit ist optional. Datum und Uhrzeit missen durch ein Leerzeichen
getrennt sein.

-qOnOrAfter <MM/TT/J33J> [<hh:mm>]

Bei der Abfrage der CA ARCserve Backup-Datenbank werden nur die
Sitzungen berticksichtigt, die an dem angegebenen Termin (Datum und
Uhrzeit) oder zu einem spateren Zeitpunkt gesichert wurden. Die Angabe
der Uhrzeit ist optional. Datum und Uhrzeit missen durch ein Leerzeichen
getrennt sein.
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Optionen fur die Datenbankabfrage

-qMID <Master-Jobnummer>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden alle Sitzungen
bericksichtigt, die der Master-Jobnummer untergeordnet sind.

Diese Option wird zur Konsolidierung von Multistreaming-Sitzungen
verwendet. Sie durchsucht die CA ARCserve Backup-Datenbank nach allen
der Master-Jobnummer eines Multistreaming-Jobs untergeordneten
Sitzungen. Die Master-Jobnummer ist die Jobnummer des Gbergeordneten
Multistreaming-Jobs.

-qJobNo <Jobnr.-Abfrage>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden alle Sitzungen
berlicksichtigt, die der angegebenen Jobnummer untergeordnet sind. Es
werden Sitzungen gesucht, die zu der angegebenen Jobnummer gehdren.
Diese werden auf den Zieldatentrager kopiert. Bei Rotationsjobs wird die
Datenbank mit diesem Befehl nach allen Sitzungen abgefragt, die sich auf
die einzelnen Job-IDs zu der angegebenen Jobnummer beziehen. Die
Sitzungen werden dann auf den Zieldatentrager kopiert.

Dieser Schalter kann mit anderen Abfrageparametern kombiniert werden,
um die Anzahl der kopierten Sitzungen weiter einzuschranken.

-qMediaPool <Datentriagerbestandsname>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden alle Bander
berlicksichtigt, die dem angegebenen Datentrdagerbestand angehoéren. Der
Befehl unterstitzt auf Platzhalterzeichen wie "*" oder "?" basierende
Suchvorgange.

-qPreview (Abfragedetails anzeigen)

Schaltet die Bandkopiefunktion in den Vorschaumodus, damit in der Liste
nur Sitzungen angezeigt werden, die den Abfragekriterien entsprechen. Ein
tatsachlicher Bandkopiervorgang findet nicht statt.

Mit dieser Option erhalten Sie eine detailliertere Ansicht der Ergebnisse fur
die eingestellte Abfrage. Verwenden Sie diese Option zusammen mit den
Optionen zur Datenbankabfrage, damit Sie keinen Kopiervorgang
ausfihren missen. Ihnen werden stattdessen die Ergebnisse der
eingestellten Abfrage detailliert angezeigt.

-qIgnoreRep (Replikations-Flag ignorieren)

Ignoriert das Replikations-Flag, damit bereits mit "tapecopy" kopierte
Sitzungen bertcksichtigt werden. Wenn dieses Flag nicht ignoriert wird,
werden bereits kopierte Sitzungen vom Bandkopiebefehl ignoriert.

-qExclude <Dateiname der Ausschlussliste>

Bei der Abfrage der CA ARCserve Backup-Datenbank wird die angegebene
Liste der Dateihostnamen ausgeschlossen, die in einer Datei im Verzeichnis
"\config" des Stammverzeichnisses von CA ARCserve Backup gespeichert
sind.
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Zielargumente

-qPastTime <Anzahl an Tagen>

Bei der Abfrage der CA ARCserve Backup-Datenbank werden die Sitzungen
bericksichtigt, die innerhalb des zuletzt angegebenen Zeitraums in Tagen
gesichert wurden. Die Tage werden in 24-Stunden-Intervallen gezahlt. Die
Intervalle beginnen zu dem Zeitpunkt, an dem "tapecopy" ausgefihrt wird.
Die unterschiedliche Tagesanzahl der Monate wird dabei in Betracht
gezogen.

Darf nicht zusammen mit "-qOnOrBefore" oder "-qOnOrAfter" verwendet
werden.

-qCA_XOsoftType <Typ der CA XOsoft-Sitzung>
Hinweis: Wird nur mit Typ -q CA_XOsoft verwendet.

Fragt die CA ARCserve Backup-Datenbank ab. Flr die Kopie werden
ausschlieBlich die festgelegten Typen von CA_XOsoft beriicksichtigt. Zu
den verfligbaren CA_XOsoft-Sitzungen zahlen FileSystem, MSSQL und
Exchange.

Wenn Sie den Typ der abzufragenden CA_XOsoft-Sitzung nicht festlegen,
werden standardmaBig alle CA_XOsoft-Sitzungen einbezogen.

Zielargumente

Mit den Zielargumenten des Befehls "tapecopy" kénnen Sie angeben, wohin die
ausgewahlten Datentrdager kopiert werden sollen. Nachdem Sie die zu
kopierenden Datentréager ausgewahlt haben, kdnnen Sie das Ziel und die
Zieloptionen fir den Bandkopierjob festlegen.

Hinweis: Wenn es sich bei der Quelle oder dem Ziel um ein
Deduplizierungsgerat handelt, kann Tapecopy kein Zielband erstellen, das mit
dem Quellband genau iibereinstimmt. Bei einer genauen Ubereinstimmung
mussten die drei Elemente 'Bandname’, 'Seriennummer' und 'Zufalls-ID' von
Quell- und Zielband identisch sein. Um dies zu vermeiden, verwenden Sie den
Schalter "-c" oder "-idr", um das Zieldeduplizierungsgerat vom Quellband zu
unterscheiden.

Das Befehlszeilenhilfsprogramm "tapecopy" unterstitzt die folgenden
Zielargumente.

tapecopy

[-rd <Remote-Servername>]

[-zd <zielnummer>]

[-d <zielgruppenname>]

[-c <zielbandname>]

[-v <vault-Name>]

[-k (vaulting fir unvollstdndige Kopie erzwingen)]
[-m <Datentragerbestandsnamen zuweisen>]
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Zielargumente

[-max <Anzahl1 Tage>]

[-idd <ziel-zufalls-1ID>]

[-idr (automatisch erzeugte zufalls-ID)]
[-o (Uberschreiben)]

[-off (offline)]

[-ex (Export)]

[-wd <Auf zielband warten in Minuten>]
[-9]

[forceMerge (Detaileinfligung aktivieren)]
[-jid <Job-ID>]

[-wormDst]

[-fDstMux]

[-eject (Datentrdger auswerfen)]
[-dIgnoreFsDGroup]

[-dpp <wochen:Tage:Stunden:Minuten>]

-rd <Remote-Servername>

Gibt den Namen des Remote-Zielservers an, auf den kopiert werden soll.
Verwenden Sie diese Option, wenn Sie Daten an einen Remote-Host
senden mdchten.

Bei Verwendung des Schalters "-rd" gelten folgende Einschréankungen:

m Der Schalter "-rd" darf nicht verwendet werden, wenn es sich beim
Ziel um ein Remote-Deduplizierungsgerat oder ein Dateisystemgerat
handelt.

m Der Schalter "-rd" darf nur flir CA ARCserve Backup-Server verwendet
werden.

-zd <Zielnummer>

Gibt die Zielnummer an, unter der kopiert werden soll. Verwenden Sie
diese Option, um bei Verwendung der Option "-c" Nummern zu
unterscheiden.

-d <Zielgruppenname>

Gibt den Namen der Gruppe an, in die kopiert werden soll. Wenn Sie diese
Option nicht angeben, wird eine beliebige zur Verfligung stehende Gruppe
verwendet. Wird der Schalter -d ausgelassen, kann das
Bandkopierprogramm entscheiden, welche verfligbare Zielgruppe am
besten fiir den Bandkopiervorgang geeignet ist.
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Zielargumente

-c <Zielbandname>

Gibt den Namen des Zielbands an, auf das kopiert werden soll. Verwenden
Sie diese Option, um den Formatnamen fir leere Bander festzulegen.
Wenn das Zielband zu einem bestimmten Bandschllissel gehért (eindeutig
gekennzeichnetes Zielband), geben Sie mit dieser Option den Namen des
Bandes an, nach dem gesucht werden soll und an das Sie Daten anhangen
oder auf dem Sie Daten Uberschreiben mochten.

Hinweis: Sie kdnnen diesen Schalter verwenden, wenn es sich beim
Zielband um ein Deduplizierungsgerat handelt.

-v <Vault-Name>

Legt den Namen des Vaults fest, dem das neu erstellte Band hinzugefiigt
werden soll. MMO muss so konfiguriert sein, dass Sie Vault-Bander Gber
die Befehlszeile festlegen kénnen.

-k (Vaulting fiir unvolistindige Kopie erzwingen)

-m

Wird nur zusammen mit der Option "-v" verwendet. Wenn Sie diese Option
verwenden, bleiben die Zielbéander bei einer unvollstdndigen Bandkopie als
"Im Vault" markiert.

<Datentrdgerbestandsnamen zuweisen>

Option zum Zuweisen eines Bandes zu einem Datentragerbestand.
Verwenden Sie diese Option, wenn Sie Ihr neu konsolidiertes Band einem
Datentragerbestand zuweisen mochten.

Mit diesem Schalter kénnen Sie geplante, nicht Gberwachte "tapecopy"-
Jobs automatisieren. Wenn Sie diesen leistungsstarken Schalter
verwenden, sucht der tapecopy-Job im angegebenen Datentragerbestand
nach einem Zielspeichersatz, an den die Daten angehangt werden. Ist kein
Speichersatzband vorhanden, sucht er nach einem Arbeitssatzband, um es
zu formatieren und anschlieBend als Zielband zu verwenden. Ist kein
Speichersatzband oder Arbeitssatzband vorhanden, wird versucht, eine
Verbindung zu einem leeren Band herzustellen, um es als Zielband zu
formatieren.

-max <Anzahl Tage>

Diese Option wird zusammen mit dem Schalter "-m" verwendet. Sie legt
die Hochstzahl von Tagen fest, an denen Sie Daten an das
Zielspeichersatz-Band im angegebenen Datentragerbestand anhdngen
dirfen.

Wenn die aktuelle Anzahl von Tagen seit der letzten Formatierung groéBer
ist als die angegebene Hochstzahl an Tagen, Gberspringt der Befehl
"tapecopy" diesen Datentrager als Zieldatentrager.

Wird diese Option nicht verwendet, gilt als Standardwert eine Héchstzahl
von 2000 Tagen.
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Zielargumente

-idd <Ziel-Zufalls-ID>
Die Zufalls-ID des Zielbandes.
-idr (automatisch erzeugte Zufalls-ID)

Option fir Ziel-Zufalls-IDs. Verwenden Sie diese Option, um Kopien auf
Bandern mit automatisch erzeugter Zufalls-ID zu speichern.

Hinweis: Sie kdnnen diesen Schalter verwenden, wenn es sich beim
Zielband um ein Deduplizierungsgerat handelt.

-o (Uberschreiben)

Option zum Uberschreiben. Verwenden Sie diese Option zum Festlegen
eines Zielbandschliissels (Bandname, Zufalls-ID und Nummer). Die
Verwendung dieser Option ist nur in Kombination mit "-c", "-zd" und "-idd"
moglich.

-off (Offline)

Offline-Option. Schaltet die Zielbander nach Abschluss des Kopiervorgangs
offline. Dieser Schalter ist nur fir Wechsler gliltig.

-ex (Export)

Exportiert die Zielbdnder nach dem Ende des Kopierens. Dieser Schalter ist
nur fir Wechsler gliltig.

-wd <Auf Zielband warten in Minuten>

Legt das Zeitlimit in Minuten fur eine erfolgreiche Verbindung zu einem
Zielband fest. Der Standardwert ist 60 Minuten.

)
Informiert Sie darlber, dass der Befehl "tapecopy" nach Abschluss des
Kopiervorgangs die Bander nicht automatisch in die Datenbank einfligt.
Stattdessen verknupft der Befehl "tapecopy" die kopierte Sitzung wahrend
des Kopiervorgangs mit der Quellsitzung in der Datenbank. Wenn Sie

dennoch moéchten, dass die Sitzungen nach dem Ausfiihren des Befehls
"tapecopy" eingefligt werden, verwenden Sie den Schalter "-forceMerge".

Wenn Ihnen die Verknipfung der Sitzungen ausreicht, brauchen Sie diesen
Schalter nicht in die Befehlskette einzubeziehen. Der Befehl "tapecopy"
verknipft die Sitzungen auch dann, wenn der Schalter nicht vorhanden ist.
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Zielargumente

-forceMerge

In Kombination mit dem Befehl "tapecopy" erzwingt diese Option den
Einfligeprozess nach Abschluss des Bandkopiervorgangs. Dieser Schalter
ist generell nicht erforderlich, da der Befehl "tapecopy" automatisch die
kopierte Sitzung wahrend des Kopiervorgangs mit der Quellsitzung in der
Datenbank verknupft. Wenn sich jedoch die Quellsitzung aus irgendeinem
Grund nicht in der Datenbank befindet (Informationen wurden entfernt
oder Quellband wurde an eine andere Stelle verschoben), erfolgt keine
Verknupfung. In diesem Fall kdnnen Sie den Schalter verwenden, um das
Zusammenflhren von kopierter Sitzung und Quellsitzung zu erzwingen.

-jid <Job-ID>
Gibt die Job-ID an.
-wormDst

Filtert die Zieldatentrager, so dass nur WORM-Datentrager in die zur
Auswahl stehenden Zieldatentrdger aufgenommen werden. Diese Option
stellt sicher, dass Sie auf WORM-Datentrager kopieren.

-fDstMux

Mit dieser Option kdnnen Sie Quellsitzungen im Multiplexing (MUX)-Format
auf den Zieldatentrager kopieren. Wenn Ihr Zieldatentrager leer ist, wird er
als Multiplexing-Datentrager formatiert.

Hinweise:

= An ein Nicht-Multiplexing-Datentragerformat kann keine Multiplexing-
Sitzung angehangt werden.

m Tapecopy unterstitzt keine Kopien im MUX-Format (MUX-to-MUX) von
verschlisselten Daten.

-eject <Datentrdger auswerfen>

Option zum Auswerfen. Mit dieser Option kdnnen Sie den Zieldatentrager
auswerfen.

-dIgnoreFSDGroup

Legt fest, dass die Dateisystemgerate-Gruppe ignoriert oder nicht als
Zielgruppe zugelassen wird.
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Quellargumente

-dpp <Wochen:Tage:Stunden:Minuten>

Quellargumente

Gibt eine Entfernungsrichtlinienzeit fir Zielsitzungen an.

CA ARCserve Backup léscht diese Sitzungen nach Ablauf dieser
Entfernungsrichtlinienzeit. Diese Option kann nur verwendet werden, wenn
es sich beim Zielband um ein Deduplizierungsgerat handelt.

Diese Option ist in vier Zeitfelder unterteilt: Wochen, Tage, Stunden und
Minuten. Wenn diese Option nicht bendtigt wird, werden die Felder auf Null
gesetzt. StandardmaBig betragt die Entfernungsrichtlinienzeit vier Wochen.

m Falls Sie diese Option verwenden, das Zielband jedoch kein
Deduplizierungsgerat ist, werden Sie von tapecopy darauf hingewiesen,
dass diese Option nur fir ein Deduplizierungsziel verwendet werden
kann und die angegebene Entfernungsrichtlinie ignoriert wird.

m  Wenn Sie diese Option verwenden und das Zielband ein
Deduplizierungsband ist, werden Sie von tapecopy mit einer Meldung
daruber informiert, dass die Zielsitzungen nach XX Wochen, XX Tagen,
XX Stunden und XX Minuten entfernt werden.

m Falls Sie diese Option nicht verwenden, das Zielband jedoch ein
Deduplizierungsgerat ist, werden Sie von tapecopy darlber informiert,
dass standardmaBig eine Entfernungsrichtlinie mit 4 Wochen
verwendet wird.

Mit den Quellargumenten des Befehls "tapecopy" kénnen Sie die Daten
angeben, die Sie kopieren mdchten. Geben Sie mit diesen Argumenten die
Gruppe, das Band und die Sitzungen an, die kopiert werden sollen.

Der

tape

Befehl "tapecopy" unterstiitzt die folgenden Quellargumente:

copy

[-n <erste Sitzungsnummer, die kopiert werden sol1>]
[-ntotal <Anzahl an Sitzungen>]

[-rs <Remote-Servername>]

[-entire (alle beschriebenen Bander in Gruppe kopieren)]
[-t <Quellbandname>]

[-zs <Quellnummer>]

[-s <Quellegruppenname>]

[-ids <Quell-zufalls-ID>]

[-ws <Auf Quelle warten in Minuten>]

[-wormsrc]

[-srcPassList [<Dateiname der Quellkennwortliste>]]
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-n <erste Sitzungsnummer, die kopiert werden soll>

Gibt die Sitzungsnummer an, ab der vom Quellband kopiert werden soll.
Diese Option kann nicht mit Abfrageschaltern verwendet werden.

-ntotal <Anzahl an Sitzungen>

Verwenden Sie diese Option mit "-n". Hiermit kdnnen Sie die
Gesamtanzahl an Sitzungen zum Kopieren angeben, beginnend mit dem
von Ihnen eingegebenen Wert fur "-n". Diese Option kann nicht mit
Abfrageschaltern verwendet werden.

-rs <Remote-Servername>

Der Name des Remote-Quellservers. Verwenden Sie diese Option, wenn
Sie Daten von einem Remote-Host erhalten moéchten.

-entire (alle beschriebenen Bdnder in Gruppe kopieren)

Option zum Kopieren von Gruppen. Verwenden Sie diese Option, um alle
Bander in einer Gruppe in eine andere Gruppe zu kopieren. Dieser Schalter
ist nur in einem Wechsler giiltig.

-t <Quellbandname>

Der Name des Quellbandes. Verwenden Sie diese Option, um den Namen
des zu kopierenden Bandes anzugeben. Diese Option kann nicht mit den
Abfrageschaltern verwendet werden.

-zs <Quellnummer>

Die Nummer der Quelle. Verwenden Sie diese Option, um bei Verwendung
der Option "-t" Nummern zu unterscheiden. Diese Option kann nicht mit
Abfrageschaltern verwendet werden.

-s <Quellgruppenname>

Der Name der Quellgruppe. Verwenden Sie diese Option, um den Namen
der Quellgruppe anzugeben, in der sich Ihr Band befindet. Verwenden Sie
diese Option nicht mit den Abfrageschaltern.

-ids <Quell-Zufalls-ID>

Option fiir Quell-Zufalls-IDs. Verwenden Sie diese Option, um Bander mit
einer bestimmten Zufalls-ID zu kopieren.

-ws <Auf Quelle warten in Minuten>

Gibt das Zeitlimit flr die Verfligbarkeit der Sitzung an. Die Sitzung befindet
sich unter Umstanden auf einem aktuell verwendeten Band.

Standard-Zeitlimit: 60 Minuten.
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-srcPassList [ <Dateiname der Quellkennwortliste>]

Ruft die Kennwortliste zum Entschlisseln verschlisselter Quellsitzungen
auf (nur serverseitig ausgefiihrte Verschliisselungssitzungen).

Fir das Initialisieren von Kennwortlisten sind zwei Modi verfligbar: der
automatische Modus und der interaktive Modus.

Im automatischen Modus kénnen Sie eine Kennwortlistendatei mit einem
Befehl wie "-srcPassList <Kennwoerter.txt>" bereitstellen.

In diesem Modus werden alle erforderlichen Sitzungskennworter in der
angegebenen Kennwortlistendatei gesucht, und der Kopiervorgang wird
ohne weitere Benutzereingaben fortgefihrt. Wenn Sie keine
Kennwortlistendatei angeben, werden Sie dazu aufgefordert, das Kennwort
im interaktiven Modus bereitzustellen.

Beispiel:

Quellkennwort eingeben [Bestdtigung mit Eingabetaste]: #*¥¥*
Quellkennwort eingeben [Bestdtigung mit Eingabetaste]: *¥#**
Quellkennwort eingeben [Bestdtigung mit Eingabetaste]: <Eingabetaste>
2 Kennworter fiir Quelle empfangen.

In der Kennwortlistendatei muss jedes Kennwort in einer separaten Zeile
eingetragen sein.

Wenn Sie diese Option angeben, sucht tapecopy nach einem passenden
verschlisselten Sitzungskennwort fir das bereitgestellte Quellkennwort.
Falls kein passendes Kennwort gefunden wird, ruft tapecopy das
Sitzungskennwort aus der CA ARCserve Backup-Datenbank ab. Wird auch
dann noch kein passendes Sitzungskennwort gefunden, wird diese
verschlisselte Sitzung beim Kopieren tbersprungen. AuBerdem werden
agentenseitig ausgefiihrte Verschlisselungen fir tapecopy nicht als
verschlisselte Sitzungen behandelt. Dieser Sitzungstyp wird daher als
normale Sitzung behandelt, und tapecopy fuhrt keine Kennwortprifung
durch.

Falls alle Kennwdrter fir die zu kopierenden Sitzungen in der CA ARCserve
Backup-Datenbank gespeichert wurden, missen Sie diese Option nicht
angeben. In diesem Fall werden die Sitzungskennwdrter mit dem
Hilfsprogramm flir die Kennwortverwaltung aus der CA ARCserve Backup-
Datenbank abgerufen. Falls jedoch nicht alle Kennwdrter flr die zu
kopierenden Sitzungen in der CA ARCserve Backup-Datenbank gespeichert
wurden, missen Sie mit dieser Option Sitzungskennworter bereitstellen.

Hinweis: Der Befehl "tapecopy" kann maximal 8 Kennworter gleichzeitig
verarbeiten. Jedes Kennwort darf bis zu 24 Zeichen enthalten.
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Beispiele

Nachfolgend finden Sie Syntaxbeispiele fir den Befehl "tapecopy":

Hinweis: Fligen Sie bei jedem "tapecopy"-Befehl ein Leerzeichen zwischen
dem Schalter und der Syntax hinter dem Schalter ein.

Mit dem folgenden Befehl kopieren Sie alle Sitzungen der Knoten "AL2000"
vom Vormittag des 25. September 2006:

tapecopy -d GROUP1 -gNode AL2000 -gonorBefore (9/25/2006,12:00)

Mit dem folgenden Befehl kopieren Sie alle Zuwachssitzungen vom
Nachmittag des 25. September 2006:

tapecopy -d GROUP1 -gMethod INCR -qonorAfter (9/25/2006,12:00)

Mit dem folgenden Befehl kopieren Sie alle Multistreaming-Sitzungen einer
bestimmten Master-Jobnummer auf das Band "Alles":

tapecopy-d GROUP1 -gMID232 -c Alles -idd F56 -zd 1

Mit dem folgenden Befehl kopieren Sie alle Sitzungen von allen Hosts mit
Ausnahme der Hosts auf der Ausschlussliste. AuBerdem wird ein Zeitlimit
von zehn Minuten fiir den Verbindungsaufbau zu Quelldatentrdagern und
von zwei Stunden fir den Verbindungsaufbau zu Zieldatentragern
angegeben:

tapecopy -d GROUP1 -gNode * -gExclude AcctExcludes.txt -ws 10 -wd 120

Mit dem folgenden Befehl kopieren Sie alle Sitzungen von Knoten mit dem
Namen "AL2000" der letzten 24 Stunden und flgen sie in den
Datentragerbestand "MyPool" ein.

Hinweis: Durch Verwendung des Schalters "-m" sucht der "tapecopy"-Job
im angegebenen Datentragerbestand nach einem Zielband im Speichersatz
oder Arbeitssatz oder nach einem leeren Band. Ist kein Speichersatzband
vorhanden, sucht CA ARCserve Backup nach einem Arbeitssatzband bzw.
einem leeren Band, um es zu formatieren und anschlieBend als Zielband zu
verwenden.

tapecopy -d GROUP1 -gNode AL2000 -gPastTime 1 -m "MyPool"

Mit dem folgenden Befehl kopieren Sie alle Sitzungen zwischen dem Mittag
des 25. September 2006 und des 26. September 2006 nach Jobnummer:

tapecopy -d GROUP1 -qonorAfter (9/25/2006,12:00) -qgonorBefore
"(9/26/2006,12:00)" -qJobNo 21

Mit dem folgenden Befehl hangen Sie alle Sitzungen von Quellband "TAPE
1" an Zielband "TAPE 2" an:

tapecopy -s GROUPO -d GROUP1 -t "TAPE 1" -c "TAPE 2" -idd €86 -zd 1
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m  Mit dem folgenden Befehl kopieren Sie alle Sitzungen von Quellband
"TAPE1" und benennen ein leeres Zielband mit dem Namen "TAPE2":

tapecopy -s GROUPO -d GROUP1 -t "TAPE 1" -c "TAPE 2"

m  Mit dem folgenden Befehl kopieren Sie vom lokalen Quellband zu einem
leeren Remote-Zielband:

tapecopy -s GROUPO -d GROUP1 -t TAPEl -rd SERVERNAME

m  Mit dem folgenden Befehl kopieren Sie vom Remote-Quellband zu einem
leeren lokalen Zielband:

tapecopy -s GROUPO -d GROUP1 -t TAPELl -rs SERVERNAME

m  Mit dem folgenden Befehl kopieren Sie alle Sitzungen vom Quellband und
exportieren das Zielband:

tapecopy -s GROUPO -d GROUP1 -t TAPEl -ex

m  Mit dem folgenden Befehl kopieren Sie alle Sitzungen vom Quellband und
schalten das Zielband "offline":

tapecopy -s GROUPO -d GROUP1 -t TAPEl -off

m  Mit dem folgenden Befehl kopieren Sie alle Sitzungen ab Sitzung 3 vom
Quellband:

tapecopy -s GROUPO -d GROUP1 -t TAPEl -n 3

m  Mit dem folgenden Befehl kopieren Sie alle nicht leeren Bander aus der
Quellgruppe und exportieren die Zielbander:

tapecopy -s GROUPO -d GROUP1 -entire -ex

m  Mit dem folgenden Befehl kopieren Sie die 3 Sitzungen nach Sitzung 6 ab
Sitzung 6 vom Quellband:

tapecopy -s GROUPO -d GROUP1 -t TAPELl -n 6 -ntotal 3

m  Mit dem folgenden Befehl kopieren Sie von einem Quellband zu einem
Zielband, wenn die Sitzung auf der Serverseite verschliisselt wurde
(interaktiver Modus):

tapecopy -s GROUPO -d GROUP1 -t TAPEl -srcPassList

m  Mit dem folgenden Befehl kopieren Sie von einem Quellband zu einem
Zielband, wenn die Sitzung auf der Serverseite verschliisselt wurde
(automatischer Modus):

tapecopy -s GROUPO -d GROUP1 -t TAPEl -srcPassList <Kennwoerter.txt>

= Mit dem folgenden Befehl kopieren Sie alle Sitzungen, die wahrend des
vergangenen Tages erstellt wurden, auf ein leeres Band in der Gruppe
PGROUPO. Wahrend des Kopiervorgangs werden die Quellsitzungen mit
den Zielsitzungen verknupft.

tapecopy —-q PastTime 1 -d pgroup0 -g
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Mit dem folgenden Befehl kopieren Sie alle Sitzungen, die wahrend des
vergangenen Tages erstellt wurden, auf ein leeres Band in der Gruppe
PGROUPO. Wenn der Kopiervorgang abgeschlossen ist, wird ein Einfligejob
Ubergeben, um alle kopierten Sitzungen vom Zielband in die Datenbank
einzuftigen.

tapecopy -q PastTime 1 -d pgroup0 -forceMerge

Mit dem folgenden Befehl kopieren Sie alle Sitzungen, die von
Jobnummer 100 (-gJobNo 100) erstellt wurden, auf ein leeres Band in der
Gruppe PGROUPOQ (-d pgroup0).

tapecopy —qJobNo 100 -d pgroup0

Mit dem folgenden Befehl kopieren Sie alle Sitzungen, die von
Jobnummer 100 (-qJobNo 100) innerhalb des letzten Tages (-gPastTime 1)
erstellt wurden, auf ein leeres Band in der Gruppe PRGROUPO (-d

pgroupO0).
tapecopy —qJobNo 100 -gPastTime 1 -d pgroupO

Mit dem folgenden Befehl legen Sie eine 1 Minute-Entfernungsrichtlinie fur
eine Sitzung auf einem Deduplizierungsgeratziel fest. (Geben Sie den
Zielbandnamen mit dem Schalter -c an.)

tapecopy -s GROUPO -d GROUP1 -t TAPE1l -c TAPE2 -dpp 0:0:0:1
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Kapitel 24: Sonstige Befehle des
Hilfsprogramms

Fur CA ARCserve Backup werden die folgenden sonstigen Hilfsprogramme
verwendet:

= DumpDB
m  IsSafe.bat
m  Mergecat.exe

m  MergeOLF.exe

Hilfsprogramm "DumpDB"

Mit dem Hilfsprogramm "DumpDB" kénnen Sie Sitzungskennwdorter in die CA
ARCserve Backup-Datenbank importieren und daraus exportieren. Das
Hilfsprogramm "DumpDB" ruft nur Sitzungskennwdrter ab, andere
Informationen zur Sitzung werden nicht exportiert. Fiihren Sie "DumpDB" in
regelmaBigen Abstanden aus, um die Informationen zu den
Sitzungskennwortern wieder zurick in die Datenbank zu importieren.

Wichtig! Falls Sie das Hilfsprogramm ausfiihren, nachdem der Inhalt einer
Datenbank geldscht bzw. bereinigt wurde, werden keine Sitzungskennworter
exportiert. Fliihren Sie das Hilfsprogramm daher aus, bevor der Inhalt der
Datenbank geldscht oder bereinigt wird.

Syntax

DumpDB.exe -ExportTo <Dateinamenvariable festlegen> [-from startTime] [-to
endTime] [-password <Kennwort>]

DumpDB.exe -ImportFrom <Dateinamenvariable festlegen> [-password <Kennwort>]

DumpDB.exe -as [[-domain\]primary -exportTo [Dateinamenvariable festlegen] [-
from startTime] [-to endTime] [-password <Kennwort>]]

DumpDB.exe -as [[-domain\]primary -importFrom [Dateinamenvariable festlegen]
[-password <Kennwort>]]
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Listet alle Domdnen in der CA ARCserve Backup-Datenbank auf, die vom
lokalen CA ARCserve Backup-Server verwendet werden, und beendet dann
das Hilfsprogramm.

Wichtig! Mit dem DumpDB-Argument "-as" kénnen Sie nur die CA
ARCserve Backup-Datenbank analysieren, die dem CA ARCserve Backup-
Server zugeordnet ist, auf dem das Hilfeprogramm ausgefthrt wird. Daten
in anderen CA ARCserve Backup-Datenbanken werden vom Hilfsprogramm
nicht analysiert.

-as primary

Wenn Sie den Namen eines Primadrservers angeben, wird die CA
ARCserve Backup-Datenbank von DumpDB durchsucht und Sie
erhalten folgende Antwort:

Wird der Servername nicht in der CA ARCserve Backup-Datenbank
gefunden, wird DumpDB geschlossen.

Wird ein Datensatz mit dem Servernamen in der CA ARCserve
Backup-Datenbank gefunden, wird DumpDB vollstandig
ausgefihrt.

Werden mehrere Datensatze mit dem Servernamen in der CA
ARCserve Backup-Datenbank gefunden, zeigt DumpDB eine
Warnung an und wird geschlossen.

Hinweis: Dieses Argument muss mit "-exportTo" und "-importFrom"
verwendet werden.

-as domain\primary

Wenn Sie den Namen eines Primarservers und einer Domane angeben,
wird die CA ARCserve Backup-Datenbank von DumpDB durchsucht und
Sie erhalten folgende Antwort:

Werden Server- und Domadnenname nicht in der CA ARCserve
Backup-Datenbank gefunden, wird DumpDB geschlossen.

Wird ein Datensatz mit dem Server- und Domdnennamen in der CA
ARCserve Backup-Datenbank gefunden, wird DumpDB vollstandig
ausgefihrt.

Werden mehrere Datensatze mit dem Server- und Domanennamen
in der CA ARCserve Backup-Datenbank gefunden, zeigt DumpDB
eine Warnung an und wird geschlossen.

Hinweis: Dieses Argument muss mit "-exportTo" und "-importFrom"
verwendet werden.
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-ExportTo

Exportiert die in einer Datenbank gespeicherten Sitzungskennwdrter in die
angegebene Zieldatei.

-password

Wenn Sie diesen Schalter verwenden und beim Export ein Kennwort
angeben, wird die Ausgabedatei mit diesem Kennwort verschlisselt.

-ImportFrom

Importiert die in der angegebenen Datei gespeicherten Sitzungskennworter
in eine Datenbank.

-password

Falls Sie beim Export ein Kennwort angegeben haben, miissen Sie
beim Import das richtige Kennwort eingeben, damit der Import
durchgefiihrt werden kann.

Zeitformat:

Beim Planen der Ausflihrungszeiten flr das Hilfsprogramm "DumpDB"
kénnen Sie einen Kalenderzeitraum oder die Anzahl der zurlickliegenden
Tage angeben.

- Verwenden Sie zur Angabe eines Kalenderdatums das folgende
Format:

333IMMTTLhh[mm[ss]]]

Hinweis: Jahr, Monat und Tag missen angegeben werden. Die
Zeitangabe (Stunden, Minuten, Sekunden) ist optional.

- Verwenden Sie zur Angabe eines zurlickliegenden Zeitraums das
folgende Format:

nnnn (0 <= nnnn <= 9999)

Hinweis: Der Parameterbereich fiir die Anzahl der zurlickliegenden
Tage ist 0 bis 9999.

Beispiele: Syntax

Nachfolgend finden Sie Syntaxbeispiele fiir das Hilfsprogramm "DumpDB":

Mit dem folgenden Beispiel werden die Sitzungskennwoérter der letzten 100
Tage exportiert:

DumpDB.exe -exportto "c:\sesspwd.dump.out" -from 100

Mit dem folgenden Beispiel werden die Sitzungskennworter aller Tage seit
dem 1. Januar 2008 exportiert:

DumpDB.exe -exportto "c:\sesspwd.dump.out" -from 20080101
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Mit dem folgenden Beispiel werden Sitzungskennwoérter in die Datenbank
importiert:

DumpDB.exe -importfrom "c:\sesspwd.dump.out"

Hinweis: Die importierten Sitzungskennwdrter sind nur Uber die aktuelle
ARCserve-Domane verfligbar.

Mit dem folgenden Beispiel werden alle vom lokalen CA ARCserve Backup-
Server verwendeten Domanen in der CA ARCserve Backup-Datenbank
aufgelistet.

DumpDB.exe -as

Mit dem folgenden Beispiel werden Sitzungskennwdérter flr einen
bestimmten Primdrserver exportiert:

DumpDB.exe -as Primdrservername -exportto "c:\sesspwd.dump.out"

Mit dem folgenden Beispiel werden Sitzungskennworter in die Datenbank
fir den angegeben Primarserver importiert:

DumpDB.exe -as Primdrservername -importfrom "c:\sesspwd.dump.out"

Hinweis: Auf die importierten Kennwérter kann nur Gber die zum
angegebenen Primarserver gehorige CA ARCserve Backup-Domdne
zugegriffen werden.

Mit dem folgenden Beispiel werden Sitzungskennwdrter aus der Domane
"GREEN" mit dem Primarserver "APPLE" exportiert und in die Domane
"PURPLE" mit dem Primarserver "GRAPE" importiert.

DumpDB.exe -as green\apple -exportto "c:\sesspwd.green.out"
DumpDB.exe -as purple\grape -importfrom "c:\sesspwd.green.out"

Mit dem folgenden Beispiel werden Sitzungskennwdérter aus den Doméanen
"GREEN" mit dem Primarserver "APPLE" und "RED" mit dem Primarserver
"GRAPE" exportiert und in die Domanen "PURPLE" mit dem Primarserver
"PLUM" und "ORANGE" mit dem Primarserver "MANGO" importiert, wobei
die Domanen "GREEN" und "RED" aus einer ARCserve-Datenbank
stammen, die mit der Option "Aktuelle ARCserve-
Domdnenmitgliedschaften beibehalten" tber die von den Domanen
"PURPLE" und "ORANGE" verwendete ARCserve-Datenbank
wiederhergestellt wurde:

DumpDB.exe -as green$\apple$ -exportto "c:\sesspwd.green.out"
DumpDB.exe -as red$\grape$ -exportto "c:\sesspwd2.red.out"
DumpDB.exe -as purple\plum -importfrom "c:\sesspwd.green.out"

DumpDB.exe -as orange\mango -importfrom "c:\sesspwd2.red.out"
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Hilfsprogramm "IsSafe.bat"

Mit dem Hilfsprogramm "IsSafe.bat" wird das Betriebssystem auf aktive CA
ARCserve Backup-Prozesse gepriift, um zu ermitteln, ob das System sicher
heruntergefahren werden kann.

Wenn das Hilfsprogramm einen aktiven CA ARCserve Backup-Prozess
erkennt, fir den gerade ein Sicherungsvorgang ausgeflihrt wird, werden
Sie darauf hingewiesen, dass das Betriebssystem nicht sicher
heruntergefahren werden kann.

Das System fihrt derzeit einen Sicherungsjob aus. Das Betriebssystem kann
jetzt nicht sicher heruntergefahren werden.

Wenn das Hilfsprogramm einen aktiven CA ARCserve Backup-Prozess
erkennt, fur den gerade ein Einfligevorgang ausgeflihrt wird, werden Sie
darauf hingewiesen, dass das Betriebssystem nicht sicher
heruntergefahren werden kann.

Das System fihrt derzeit einen Einfligejob aus. Das Betriebssystem kann jetzt
nicht sicher heruntergefahren werden.

Wenn das Hilfsprogramm keine aktiven CA ARCserve Backup-Prozesse
erkennt, werden Sie darauf hingewiesen, dass das Betriebssystem sicher
heruntergefahren werden kann.

Das System kann jetzt sicher heruntergefahren werden.

Wenn das Hilfsprogramm ein élteres Betriebssystem als Windows XP SP2
erkennt, erhalten Sie folgende Meldung:

IsSafe.bat unterstiitzt nicht die aktuelle Betriebssystemversion.

Die folgenden Codes werden vom Hilfsprogramm "IsSafe.bat" zuriickgegeben:

Riickgabecodes:

0: Das System kann jetzt sicher heruntergefahren werden.

1: Das System flihrt derzeit einen Sicherungsjob aus. Das System kann
jetzt sicher heruntergefahren werden.

2: Das System flihrt derzeit einen Einfligejob aus. Das System kann jetzt
sicher heruntergefahren werden.

3: 3: IsSafe.bat unterstitzt nicht die aktuelle Betriebssystemversion.
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Hilfsprogramm "Mergecat"

Das Hilfsprogramm zum Einfligen von Katalogen (mergecat.exe) eignet sich
zum manuellen Einfliigen von .cat-Dateien, die sich noch im Verzeichnis
"ARCserve Backup\temp" befinden.

Wahrend der Datensicherung werden Datenbankinformationen in eine .TMP-
Datei geschrieben. Am Ende der Sicherungssitzung verwandelt sich die .tmp-
Datei in eine .CAT-Datei und wird als letzte Datei der Sitzung auf das Band
geschrieben. AuBerdem wird am Ende einer Sicherung das Hilfsprogramm
"mergecat.exe" erzeugt und fligt alle *.CAT-Dateien ungeachtet ihrer
Jobzugehdrigkeit in die Datenbank ein.

Beim Ausfiihren des Hilfsprogramms "mergecat" nimmt CA ARCserve Backup
alle .CAT-Dateien aus dem Verzeichnis "ARCserve Backup\catalog.db" und fligt
sie in die Datenbank ein.

Hinweis: Das Hilfsprogramm "mergecat.exe" darf nicht zum manuellen
Einfiigen von Dateien vom Band verwendet werden, sondern dient zum
Einfligen von .CAT-Dateien, die im Verzeichnis "ARCserve Backup\catalog.db"
Ubrig geblieben sind.

Das Hilfsprogramm "mergecat" befindet sich im folgenden Verzeichnis:

C:\Programme\CA\ARCServe Backup>mergecat.exe

Nutzung:

MERGECAT. EXE /F:00000000.CAT /D:[0/1]
/F:CATALOG.CAT - StandardmdlRig werden alle Kataloge eingefiigt
/D:1 - StandardmalRig wird die Katalogdatei nach dem Einfligen geldscht.

Beim ersten Schreiben einer .CAT-Datei, wird ihr Leseattribut deaktiviert.
Nachdem die .CAT-Dateien vom Hilfsprogramm "mergecat" verarbeitet worden
sind, wird standardmaBig das Schreibgeschiitzt-Attribut automatisch
angewendet. Wenn Sie eine .CAT-Datei in eine SQL-Datenbank mit
angewandtem Schreibgeschitzt-Attribut einfligen mochten, fliihren Sie
folgenden Befehl aus:

mergecat /F:"<fullpath>.cat" /R

Dadurch wird die betreffende Katalogdatei in die SQL-Datenbank eingefigt,
selbst wenn das Schreibgeschutzt-Attribut angewendet wurde.
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MergeOLF-Hilfsprogramm

Mit dem MergeOLF-Hilfsprogramm kdnnen Sie Lizenzen von einem ARCserve-
System zu einem anderen ARCserve-System verschieben.

Mit Hilfe dieses Hilfsprogramms kdnnen Sie neue Lizenzen auf einem
ARCserve-System installieren, das bereits Uiber Lizenzen verfiigt und mehrere
Lizenzdateien in einer einzelnen Datei zusammenfasst. Dieses Hilfsprogramm
zeigt Meldungen Uber den Status in der Konsole an und generiert die Ausgabe
in einer Datei, die Sie bestimmen. Dieser Befehl wird Gber die Befehlszeile
ausgefihrt.

Syntax fiir

MERGEOLF <neue_olf> [-c <aktuelle_olf>] [-0 <ausgabe_olf>] [-b <sicherung_olf>]
[-d <debug_protokol1>]

-n <neue_olf>

Definiert den Namen der neuen OLF-Datei, die zusammengefasst werden
soll.

-c <aktuelle_olf>

Definiert den Pfad und den Namen der neuen OLF-Datei, die
zusammengefasst werden soll.

Standard: ca.olf
-0 <ausgabe_olf>

Definiert den Pfad und den Namen der neuen OLF-Datei, die erstellt
werden soll.

Standard: ca.olf
-b <sicherungskopie_olf>

Definiert den Pfad und den Namen fir die Sicherungskopie der aktuellen
OLF-Datei.

Standard: ca.old

-d <debug_protokoll>
Ermdglicht Debugging und filigt Informationen in die Datei "mergeolf.log"
ein.

Beispiel: Neue und alte Lizenzdateien zusammenfassen

In diesem Beispiel wird eine neue olf-Datei, die in "ca.nol" umbenannt wurde,
in eine vorhandene ca.olf-Datei eingefligt.

MERGEOLF -n ca.nol -c C:\Programme\CA\SharedComponents\ca_lic\ca.olf -o
C:\Programme\CA\Sharedcomponents\ca_lic\ca.olf -b
C:\Programme\CA\ SharedComponents\ca_lic\ca.old
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