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CA-Produktreferenzen

Diese Dokumentation bezieht sich auf die folgenden CA-Produkte:
®m  Advantage™ Ingres®

®  BrightStor® ARCserve® Backup for Laptops and Desktops

®  BrightStor® CA-1® Tape Management

®  BrightStor® CA-Dynam®/B Backup fur VM

®  BrightStor® CA-Dynam®/TLMS Tape Management

®  BrightStor® CA-Vtape™ Virtual Tape System

®  BrightStor® Enterprise Backup

®  BrightStor® High Availability

®  BrightStor® Storage Resource Manager

®  BrightStor® VM:Tape®

®  CA ARCserve® Backup Agent fiir Novell Open Enterprise Server fir Linux
®  CA ARCserve® Backup Agent for Open Files fiir NetWare

®  CA ARCserve® Backup Agent for Open Files fir Windows

®  CA ARCserve® Backup Client Agent fir FreeBSD

®  CA ARCserve® Backup Client Agent fir Linux

®  CA ARCserve® Backup Client Agent fur Mainframe Linux

®  CA ARCserve® Backup Client Agent fir NetWare

®  CA ARCserve® Backup Client Agent fiir UNIX

®  CA ARCserve® Backup Client Agent fiir Windows

®  CA ARCserve® Backup Enterprise Option fiir AS/400

®  CA ARCserve® Backup Enterprise Option fiir Open VMS

®  CA ARCserve® Backup fiir Windows

®  CA ARCserve® Backup Agent fiir IBM Informix fiir Windows
®  CA ARCserve® Backup Agent fiir Lotus Domino fiir Windows

®  CA ARCserve® Backup Agent fiir Microsoft Data Protection Manager fiir
Windows

®  CA ARCserve® Backup Agent fiir Microsoft Exchange fiir Windows

®  CA ARCserve® Backup Agent fiir Microsoft SharePoint fir Windows



CA ARCserve® Backup Agent fiir Microsoft SQL Server fiir Windows
CA ARCserve® Backup Agent fiir Oracle fiir Windows

CA ARCserve® Backup Agent fiir Sybase fiir Windows

CA ARCserve® Backup Agent fir VMware fir Windows

CA ARCserve® Backup Disaster Recovery Option fir Windows

CA ARCserve® Backup Disk to Disk to Tape Option fiir Windows

CA ARCserve® Backup fir das Windows Enterprise-Modul

CA ARCserve® Backup Enterprise Option fir IBM 3494 fiir Windows

CA ARCserve® Backup Enterprise Option fiir SAP R/3 fiir Oracle fuir
Windows

CA ARCserve® Backup Enterprise Option fir StorageTek ACSLS fiir
Windows

CA ARCserve® Backup Image Option fiir Windows

CA ARCserve® Backup Microsoft Volumeschattenkopie-Dienst fiir Windows
CA ARCserve® Backup NDMP NAS Option fiir Windows

CA ARCserve® Backup Serverless Backup Option fiir Windows

CA ARCserve® Backup Storage Area Network (SAN) Option fiir Windows
CA ARCserve® Backup Tape Library Option fiir Windows

CA XOsoft™ Assured Recovery™

CA XOsoft™

Common Services™

eTrust® Antivirus

eTrust® Firewall

Unicenter® Network and Systems Management

Unicenter® Software Delivery

Unicenter® VM:Operator®
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Kapitel 1: Neue Funktionen

Die Versionshinweise fir CA ARCserve Backup beschreiben neue Funktionen
sowie Anderungen an bestehenden Funktionen von r12. In diesem Kapitel
werden die neuen Funktionen des Produkts erlautert. Im Kapitel "Anderungen
an bestehenden Funktionen" werden die Anderungen an bestehenden
Funktionen erlautert. AuRerdem enthalt das Kapitel eine Liste der aus dem
Produkt entfernten Funktionen.

Dieses Kapitel enthélt folgende Themen:

Central Management Option (auf Seite 9)

Disk to Disk to Tape Option - Erweiterungen (auf Seite 13)
Oracle RMAN (auf Seite 14)

Agent fur VMware (auf Seite 15)

SharePoint Server 2007 (auf Seite 15)

Windows Server 2008 (auf Seite 15)

SQL Server 2008 (auf Seite 15)

Oracle Database 119 (auf Seite 16)

CA XOsoft (auf Seite 16)

Systemstatussicherung mit Volume Shadowcopy Service (VSS) (auf Seite 16)
IBM Informix Dynamic Server Database 11.1 (auf Seite 16)

Central Management Option

Mit der Central Management Option kénnen Sie einen bzw. mehrere ARCserve-
Server Uber ein einziges zentrales System verwalten. Innerhalb einer
ARCserve-Domaéne ist dieses zentrale System der primare Server. Die anderen
(untergeordneten) Server sind die Mitgliedsserver.

Dies ermdglicht IThnen eine einfachere Verwaltung der Organisation,
Uberwachung und Konfiguration von Sicherungsumgebungen lber eine einzige
Schnittstelle. Die folgenden Funktionen stehen bei der Verwendung der Central
Management Option nicht zur Verfuigung:

Dynamische Konfiguration von Dateisystemgeraten (FSD)

Die FSD-Konfiguration kann jetzt dynamisch durchgefuhrt werden. Auf3erdem
muss der Datentrdgerdienst (Bandprozess) nicht angehalten werden, um das
FSD zu erstellen oder zu &ndern. Da Sie keine Dienste anhalten oder starten
missen, ist die Verwaltung von FSDs fiir Sie einfacher. AuRerdem kdnnen Sie
jetzt FSDs fur jeden beliebigen ARCserve-Server (Primér- oder
Mitgliedsserver) in der Domaéane erstellen.

Neue Funktionen 9



Central Management Option

Erweiterung der Storage Area Network (SAN )-Konfiguration

Die folgenden Erweiterungen wurden an der Storage Area Network (SAN)-
Konfiguration vorgenommen:

Mitgliedskonfiguration - Sie kdnnen nun die Mitgliedsrolle angeben.

Erkennung freigegebener Geréte - Sie kbnnen nun alle freigegebenen
Gerate bestimmen, auf die Uber mehrere Mitglieder zugegriffen werden
kann.

Verwaltung freigegebener Gruppen - Aufgrund dieser Erweiterung ist nun
eine konsistente und einheitliche Gruppenansicht méglich.

Tape Library Option - Erweiterungen

Die folgenden Erweiterungen der Tape Library Option (TLO) sind in CA
ARCserve Backup verflgbar:

Mehrere Reinigungsslots: Mit dieser Option kbnnen Sie einen oder mehrere
Reinigungsslots angeben, die nicht aufeinander folgen muissen. Zu den
Vorteilen hiervon gehort, dass mehr als ein Reinigungsslot gleichzeitig
unterstutzt wird und die Bander weniger haufig gewechselt werden
mussen.

Bibliothekseigenschaftenfenster: Stellt einen zentralen Speicherort fur
Zugriff und Verwaltung der folgenden Tape Library Option (TLO)-Optionen
zur Verfligung, z. B.:

s  Zuweisen und Entfernen von Zeiten fur die automatische
Bandreinigung

= Zuweisen und Entfernen von Bandern auf der Grundlage von Barcodes
= Zuweisen und Entfernen von Reinigungsslots
s Aktivieren und Deaktivieren des Auswurfs nach der Sicherung

= Zuweisen und Entfernen des installierten Barcodelesers uUber die
Bibliothek

s Aktivieren oder Deaktivieren der Option flr die virtuelle Bandbibliothek
(VTL). Dadurch wird eine bestimmte Bibliothek in der CA ARCserve
Backup-Umgebung als VTL gekennzeichnet.

Durch Verwenden dieser Optionen wird die Leistung der Bandbibliothek
verbessert.

10 Versionshinweise



Central Management Option

Microsoft SQL Server 2005 Express Edition

In CA ARCserve Backup wird die Raima VLDB-Datenbank durch Microsoft SQL
Server 2005 Express Edition ersetzt. Die integrierte Unterstitzung fur den
Schutz der CA ARCserve Backup-Datenbank gilt jetzt auch fur SQL- und SQL
Express-Installationen. Microsoft SQL Server 2005 Express Edition stellt
erweiterte Verwaltungstools, Stabilitdt, Zuverlassigkeit und Leistung zur
Verfligung.

Zentralisierte Katalogdatenbank und Katalogsuche

In CA ARCserve Backup r12 wurde die Implementierung der zentralisierten
Katalogdatenbank erweitert. Informationen zu gesicherten Sitzungen kdénnen
jetzt direkt vom Katalog aus durchsucht werden, ohne dass diese in die CA
ARCserve Backup-Datenbank eingefiuigt werden muissen. Die zentralisierte
Katalogdatenbank wird auf dem primaren ARCserve-Server implementiert und
enthélt Kataloge, die auf den verschiedenen Mitgliedsservern der Doméne
generiert wurden. Diese Option ist standardmaRig aktiviert.

Zentrale Lizenzierung

Die Lizenzierung fur die gesamte CA ARCserve Backup-Umgebung wird jetzt
Uber die Central Management-Schnittstelle verwaltet. Die meisten fur CA
ARCserve Backup-Komponenten benétigten Lizenzen werden tber den
Primérserver der Doméne angewendet. AuRerdem kdnnen Sie die Verteilung
der Lizenzen auf die verschiedenen installierten Komponenten in lhrer
Umgebung anzeigen und andern.

Zentrale Jobubersicht

Mit Hilfe der zentralen Jobubersicht kénnen Sie eine Ubersicht tber die
Sicherungsjobs fiir alle CA ARCserve Backup-Server in einer Domane des
Primarservers anzeigen. Die Ubersicht kann entweder basierend auf dem
Hostnamen oder basierend auf dem Job selbst angezeigt werden.

Uber die zentrale Jobubersicht kénnen Sie den Status der gesicherten Server,
der Instanzen (oder Jobs) fur jeden Server und der Volumes (oder Sitzungen)
fur jede Instanz ermitteln und Uberprifen.
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Central Management Option

Zentrale Berichterstellung

In CA ARCserve Backup r12 wurde die Anzahl von vordefinierten Berichten
erhdht. Mit diesen neuen Berichten benétigen Sie weniger Zeit zum Erstellen
und Generieren von Berichten. Die Berichte stellen sofort nutzbare
Informationen zur Verfugung, die Sie fur den Zugriff auf lhre Umgebung
verwenden kénnen. Mit den folgenden Berichten ist es moglich,
Problembereiche zu erkennen:

®  Rate der erfolgreichen Sicherungsversuche: Zusammenfassung
®  Rate der erfolgreichen Sicherungsversuche: Einzelner Client

®  Rate der erfolgreichen Wiederherstellungsversuche

®  |Laufwerksdurchsatz

®  Sicherungsfehler

®  Clients mit den meisten fehlgeschlagenen Sicherungsversuchen
m  Meiste aufeinanderfolgende fehlgeschlagene Sicherungen

®  Clients mit den meisten Teilsicherungen

®  Dauer volilstandiger Sicherungen

®m  Status bei letzter Sicherung

= Vaulting

Server-Konfigurations-Assistent

Mit dem "Assistent fir die Serverkonfiguration™ kdnnen Sie die Funktion von
CA ARCserve Backup-Servern verwalten. Mit dem "Assistent fur die
Serverkonfiguration" kénnen Sie folgende Aufgaben ausfihren:

®  Verwalten von Rollen der Server lhrer CA ARCserve Backup-Domaéane.

®  Festlegen der Anwendung, die Sie fur die Verwaltung der CA ARCserve
Backup-Datenbank verwenden méchten.

®  Verschieben der CA ARCserve Backup-Datenbank in andere Systeme oder
Verwenden einer anderen SQL Server-Datenbankinstanz in lhrer
Umgebung.

®  Reparieren der ARCserve-Datenbankverbindung zum Primarserver und den
Mitgliedsservern.

m  Registrieren eines Mitgliedsservers beim primaren Domé&nenserver lhrer
CA ARCserve Backup-Domaéane.

®  Angeben des CA ARCserve Backup-Doméanenadministratorkennworts
(caroot) auf einem Priméarserver.

m  Korrigieren von Installationsfehlern.
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Disk to Disk to Tape Option - Erweiterungen

Disk to Disk to Tape Option - Erweiterungen

Die Disk Staging Option wurde in "Disk to Disk to Tape Option" umbenannt.
Sie missen die Option nur auf dem priméaren Server installieren und
entsprechend lizenzieren. Folgende Erweiterungen sind fur die Disk to Disk to
Tape Option und die Disk to Tape to Tape Option verflgbar:

Sitzungskonsolidierung wahrend der Migration

Bei dieser Version von CA ARCserve Backup kénnen Sie Sicherungsdaten aus
verschiedenen Disk-Staging- und Band-Staging-Jobs jetzt wéhrend der
Migrationsphase auf demselben Band konsolidieren. Auf der Registerkarte
"Verschiedenes" kdnnen Sie die Konsolidierung sowohl fir vollstdndige
Sicherungen als auch fur Anderungs-/Zuwachssicherungen festlegen.

Mit der Konsolidierung wéhrend der Migration kénnen Sie die Bandnutzung bei
Staging-Jobs optimieren und bei einem benutzerdefinierten Job, einem
Rotationsjob oder einem GFS-Rotationsjob verwenden.

Staging der virtuellen Bandbibliothek (VTL)

Sichere Migration

Mit den CA ARCserve Backup-Funktionen kdnnen Sie Dateisystemgeréte als
Teil einer Disk Staging-Gruppe hinzufugen. Das Staging der virtuellen
Bandbibliothek (VTL) erweitert diese Funktionalitat nun auf jedes beliebige
Bandgerat. Mit CA ARCserve Backup kdnnen Sie nun eine automatisierte
Migrationsrichtlinie am Ende der Sicherungen definieren. Das VTL-Staging wird
mit der Disk to Disk to Tape Option aktiviert.

Hiermit kénnen Sie Verschlisselungsparameter definieren, die von CA
ARCserve Backup wahrend einer geplanten Migration gesicherter Daten von
"Festplatte auf Band" oder von "VTL auf Band" angewendet werden.

Entdeckt CA ARCserve Backup auf dem Sicherungsgerat eine Funktion zur
Hardware-Verschlisselung, wird diese automatisch aktiviert. Durch Hardware-
Verschlisselung kénnen Sie die Verschlisselungslast auf dem
Sicherungsserver reduzieren. Unterstutzt die Hardware keine Verschlisselung,
werden die Daten vor der Migration auf die Sicherungsdatentrager mit Hilfe
der Software verschlusselt.
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Oracle RMAN

Wenn diese Funktion mit einem "Tape to Tape"-Vorgang bei verschlisselter
Quelle verwendet wird, behélt CA ARCserve Backup die gleichen
Verschlusselungsparameter bei, die bei der ersten Sicherung fur die Migration
verwendet wurden. Die Verschlisselung findet wahrend der Migration auf dem
Sicherungsserver statt.

"ca_dbmgr" fur die Anzeige des Migrationsstatus

Oracle RMAN

Der Befehl "ca_dbmgr" unterstitzt die Méglichkeit, regelmafige Prifungen
Uber ein Skript auszufuhren, um feststellen zu kénnen, ob alle Migrationen
eines Sicherungsjobs abgeschlossen wurden.

In CA ARCserve Backup wurden die folgenden Oracle RMAN-Support-
Erweiterungen vorgenommen:

Mit dem Agenten kénnen Sie einen Staging-Sicherungsjob von mehreren
Oracle RMAN-Datenbankeninstanzen in einem einzigen Job ausfuhren.

Hinweis: Diese Erweiterung wurde fur den Agent fur Oracle in BrightStor
ARCserve Backup fur UNIX und Linux r11.5 SP3 vorgenommen.

Der Agent setzt zur Unterstutzung bei der Optimierung der Bandnutzung in
GFS-Rotationsjobs Datentrdgermaximierung ein und stellt so sicher, dass
nicht genutzter Speicherplatz auf diesen Bandern auf ein Minimum
reduziert wird.

Uber die Option "Warten auf Gerateverfugbarkeit" konnen Sie festlegen,
wie lange ein Sicherungsjob warten soll, wenn er nicht auf die benétigte
Menge an Geréaten zugreifen kann.

Mit der Option zum Fortsetzen der Sicherung kdnnen Sie den Job weiterhin
ausfuhren, solange diesem mindestens ein Gerét zugewiesen ist.

Mit der Option zum Fehlschlagen eines Jobs schlagt der Sicherungsjob fehl,
wenn die Anzahl der Kopien Uber 1 liegt und der Job nicht auf gentigend
Laufwerke zugreifen kann, um diese zu unterstitzen.
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Agent fur VMware

Agent fur VMware

CA ARCserve Backup bietet nun den CA ARCserve Backup Agent fir VMware.
VMware umfasst einen integrierten Mechanismus (VMware ESX Server und
VirtualCenter Server) mit dem Namen VMware Consolidated Backup (VCB). Mit
VCB kénnen Sie Virtual Machine (VM)-Dateien und -Daten schitzen. Zusatzlich
kénnen Sie mit VCB VM-Sicherungsaktivitaten auf ein dediziertes Proxysystem
Ubertragen und anschlieRend die Sicherungs- und
Wiederherstellungsfunktionen von CA ARCserve Backup verwenden, um
virtuelle Rechner zu schitzen.

SharePoint Server 2007

Der CA ARCserve Backup Agent fur Microsoft SharePoint erweitert die
Unterstutzung zur Sicherung und Wiederherstellung von Microsoft Office
SharePoint Server (MOSS) 2007- und Microsoft Windows SharePoint Services
(WSS)-Daten. Zum SharePoint-Inhalt gehdren verteilte SharePoint-
Datenbanken, gemeinsame Dienstanbieter, einmaliges Anmelden (Single-Sign-
On, SSO) und Suchindizes. Mit dem Agenten kénnen Sie die Funktionen von
CA ARCserve Backup nutzen, um eine einfache Sicherung und
Wiederherstellung aller SharePoint-Daten in Threm Netzwerk durchzufuhren.

Windows Server 2008

CA ARCserve Backup r12 unterstitzt Microsoft Windows Server 2008. Alle
Microsoft Windows Server 2008-Serversicherungen werden Uber den Windows
Client Agent ausgefuhrt.

SQL Server 2008

Der CA ARCserve Backup Windows Agent fur Microsoft SQL Server wurde fur
die Unterstitzung von Microsoft SQL Server 2008 erweitert. Sie haben die
Moglichkeit, Microsoft SQL Server 2008 als ARCserve-Datenbank zu
konfigurieren. Microsoft SQL Server 2008 stellt ein richtlinienbasiertes System
zur Verwaltung einer oder mehrerer Instanzen von SQL Server bereit.
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Oracle Database 11g

Oracle Database 11g

CA ARCserve Backup bietet Unterstlitzung fur Oracle Database 11g. Oracle
VSS Writer ist mit dem Volumeschattenkopiedienst (Volume Shadow Copy
Service, VSS) verknlpft und ermdglicht auf diese Weise die Sicherung und
Wiederherstellung von Oracle-Datenbankdateien. CA ARCserve Backup bietet
Unterstitzung fur die vollstandige Sicherung aller Daten, die von Oracle VSS
Writer ausgewahlt wurden. Die Objekte "Archive Log Dest_1" und "Flash
Recovery Area" werden jedoch nicht gesichert, selbst wenn diese fir eine
vollstandige Sicherung ausgewahlt wurden.

CA XOsoft

CA ARCserve Backup bietet Ihnen folgende Hochleistungsfunktionen: Disk-to-
Disk (D2D), Disk-to-Tape (D2T), Disk-to-Disk-to-Tape (D2D2T),
Sicherungsverschlisselung und integrierten Antivirusschutz, Multiplexing sowie
Snapshot-Sicherungen und -Wiederherstellungen. CA XOsoft ergénzt diese
Funktionen durch kontinuierlichen Datenschutz, Replikation und automatisches
Anwendungs-Failover. Zusammen bieten sie rund um die Uhr eine
vollstandige, integrierte Lésung zur Wiederherstellungsverwaltung. Dadurch
wird IThnen ermdglicht, die steigenden Anforderungen an Kompatibilitat,
Betriebskontinuitat und Disaster Recovery-Ziele besser zu bewaltigen und
gleichzeitig Zeit und Ressourcen zu sparen.

Systemstatussicherung mit Volume Shadowcopy Service
(VSS)

CA ARCserve Backup unterstutzt jetzt die Verwendung von VSS zur Sicherung
des Systemstatus unter den folgenden Betriebssystemen:

= Windows 2003
= Windows Vista
= Windows Server 2008
= Windows XP (nur X64)

IBM Informix Dynamic Server Database 11.1

CA ARCserve Backup bietet jetzt Unterstltzung fir die Sicherung und
Wiederherstellung der IBM Informix Dynamic Server-Datenbank 11.1.
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Kapitel 2: Anderungen an vorhandenen
Funktionen

In diesem Kapitel werden Anderungen an den vorhandenen Funktionen
erlautert. AuBerdem enthalt es eine Liste mit allen Funktionen, die aus CA
ARCserve Backup r12 entfernt wurden.

Dieses Kapitel enthélt folgende Themen:

Sicherheitsbezogene Erweiterungen (auf Seite 17)

Disaster Recovery-Erweiterungen (auf Seite 18)

Verschiedene Erweiterungen (auf Seite 19)

Zusammengefugte Agenten und Optionen (auf Seite 21)
Anderungen der Dokumentation bei dieser Version (auf Seite 22)
Nicht unterstitzte Funktionen (auf Seite 23)

Sicherheitsbezogene Erweiterungen

CA ARCserve Backup r12 weist die folgenden sicherheitsbezogenen
Erweiterungen auf:

Federal Information Processing Standards (FIPS)

CA ARCserve Backup r12 unterstutzt bei der Verschlisselung jetzt den
Industriestandard des 256-Bit AES-VerschlUsselungsalgorithmus. Der 256-Bit
AES-Verschlusselungsalgorithmus bietet eine verbesserte Verschliisselung und
erhdhte Leistung. Sicherungen, die mit dem 256-Bit AES-
Verschlusselungsalgorithmus durchgefuhrt werden, sind schneller und
sicherer.

Serverbasierte Verschlisselung

In CA ARCserve Backup wurde die derzeitige Implementierung der
Datenverschlisselung (in den CA ARCserve Backup-Agenten) erweitert. Sie
kdnnen Agenten jetzt optional verschlisseln, wenn diese auf dem CA ARCserve
Backup-Server empfangen werden.
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Disaster Recovery-Erweiterungen

Entdeckt CA ARCserve Backup auf dem Sicherungsgerat eine Funktion zur
Hardware-Verschliusselung, wird diese automatisch aktiviert. Durch Hardware-
Verschlisselung kénnen Sie die Verschlisselungslast auf dem
Sicherungsserver reduzieren. Unterstitzt die Hardware keine Verschlisselung,
werden die Daten vor der Ubertragung auf die Sicherungsdatentrager mit Hilfe
der Software verschlusselt.

Hinweis: Eine aktuelle Liste zertifizierter Gerate finden Sie, wenn Sie auf der
Startseite von CA ARCserve Backup auf die Verknupfung "Technischer
Support" klicken.

Disaster Recovery-Erweiterungen

Die folgenden Disaster Recovery-Erweiterungen sind verfiugbar:

Disaster Recovery fur 64-Bit-Betriebssysteme

CA ARCserve Backup unterstutzt Disaster Recovery fur 64-Bit-Windows-
Rechner, auf denen XP (x64) oder Windows 2003 (x64/1A64) ausgefuhrt wird.

Hinweis: Die 64-Bit-One Button Disaster Recovery (OBDR) wird nicht
unterstutzt.

Geratetreiberintegration fur Windows 2003/XP

In CA ARCserve Backup kénnen die Client-Agenten Netzwerktreiber ermitteln
und einbeziehen, die auf der Windows 2003/XP-CD nicht enthalten waren, und
diese auf dem Sicherungsserver fur Disaster Recovery-Zwecke speichern. Dies
wird durch Integration der wichtigen Geratetreiber in einen Disaster Recovery-
Startdiskettensatz erreicht.

Aktivitatsprotokollmeldungen

Sobald ein Sicherungsjob abgeschlossen ist, wird eine Protokollmeldung
generiert und zum Aktivitatsprotokoll hinzugefligt. Die Meldung weist auf
erfolgreich generierte Disaster Recovery-Informationen hin.
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Verschiedene Erweiterungen

Erweiterungen des Assistenten fur Startdiskettenerstellung

Der Assistent fur Startdiskettenerstellung wurde erweitert. Sie kénnen jetzt
eine startfdhige CD erstellen, die das Betriebssystem, CA ARCserve Backup,
rechnerspezifische Daten (MSD) und Treiber umfasst. Mit dem Assistenten
kann auch eine CD erstellt werden, die die neuesten Patches fir die CA
ARCserve-Datenbank beinhaltet. AulRerdem fuhrt der Assistent fur
Startdiskettenerstellung in einer Liste Datentrager- und Sitzungsinformationen
fur die Sitzungen auf, die von der rechnerspezifischen Diskette fur die Disaster
Recovery-Wiederherstellung verwendet werden.

Wiederherstellung von Zuwachssicherungs-/Anderungssicherungssitzungen

Wahrend eines Sicherungsjobs protokolliert CA ARCserve Backup
Informationen zu Zuwachs- und Anderungssicherungssitzungen. Wahrend der
Disaster Recovery-Wiederherstellung kénnen Sie nun alle oder einige dieser
Sitzungen auswéhlen, die Sie wiederherstellen méchten.

Lokale Disaster Recovery-Wiederherstellung mit Remote-Dateisystemgerat

Bei der Disaster Recovery-Wiederherstellung eines CA ARCserve Backup-
Servers, fur den ein Dateisystemgerét auf einem Remote-Rechner konfiguriert
wurde, wird das Netzlaufwerk, auf dem das Dateisystemgerat konfiguriert
wurde, jetzt automatisch zugeordnet. Dadurch kann der
Wiederherstellungsprozess fur die Datenwiederherstellung auf das
Dateisystemgeréat zugreifen.

Verschiedene Erweiterungen

Die folgenden sonstigen Erweiterungen wurden an bestehenden Funktionen
vorgenommen:

Gerate-Neukonfiguration

CA ARCserve Backup unterstutzt das direkte Ersetzen von fehlerhaften
Geraten. Dabei wird das Ersatzgeréat der Gruppe zugewiesen, zu der das
fehlerhafte Gerét gehdrte. Diese Funktion wird nur unterstitzt, wenn das
Ersatzgerat vom gleichen Hersteller wie das fehlerhafte Gerat stammt.
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Verschiedene Erweiterungen

Geréatereinigung

Am Ende jedes Sicherungsjobs fragt CA ARCserve Backup jedes Laufwerk ab,
um zu Uberpriufen, ob es gereinigt werden muss. Die Reinigungsergebnisse
werden nur dann im Aktivitatsprotokoll gespeichert, wenn das Laufwerk
gereinigt werden muss. Wenn das Laufwerk nicht gereinigt werden muss, wird
das Aktivitatsprotokoll nicht aktualisiert. Die Implementierung funktioniert
auch, wenn die Bandwarnmeldung deaktiviert ist.

Datentragerprotokollierung

Erganzungsjob

Bandkopie

CA ARCserve Backup gibt eine Warnung aus, wenn der von lhnen verwendete
Datentrager sein Austauschdatum erreicht. Mit dieser Funktion kénnen Sie die
Anzahl von Tagen vor dem Austausch eines Datentragers planen, die erreicht
sein muss, damit CA ARCserve Backup eine Warnmeldung im
Aktivitatsprotokoll generiert. Auf diese Weise kénnen Sie den
Datentrageraustausch planen.

In den vorherigen Versionen konnten Sie Ergdnzungsjobs zu einem
bestimmten Zeitpunkt oder mit dem Status "Ausgesetzt" erstellen. In CA
ARCserve Backup r12 wird diese Funktion wie folgt erweitert:

B Erganzungsjobs, die zu einem bestimmten Zeitpunkt nach einem
fehlgeschlagenen Sicherungsjob ausgefuhrt werden kdnnen.

B Erganzungsjobs, die nach einer bestimmten Anzahl an Minuten nach einem
fehlgeschlagenen Sicherungsjob erstellt werden kénnen.

Bei der Bandkopie wird der Schalter "-gJobNo" berucksichtigt. Mit diesem
Schalter wird die CA ARCserve Backup-Datenbank abgefragt, und alle
Sitzungen werden berucksichtigt, die der angegebenen Jobnummer
untergeordnet sind. Auerdem wird bei der Bandkopie der Schalter "-qtype
bericksichtigt. Dieser Schalter fragt die CA ARCserve Backup-Datenbank ab.
Fur die Kopie werden ausschlie3lich die ausgewéahlten Sitzungstypen
bertcksichtigt.
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Zusammengefugte Agenten und Optionen

Online- und Offline-Dateisystemgerate tber die Befehlszeile

Bandnummer

CA ARCserve Backup erweitert diese Funktion auf Offline- und Online-
Dateisystemgeréate mit dem Befehlszeilenprogramm "ca_devmgr". Mit diesen
Erweiterungen kdnnen Szenarios, mit denen Sicherungen und Migrationen von
einzelnen CA ARCserve Backup-Servern durchgefuhrt werden, so konfiguriert
werden, dass sie den gleichen Ordner als Dateisystemgerat verwenden.

Die maximale Bandnummer wurde von 25 auf 100 erhéht. Durch die Erhdhung
der Sitzungsnummer steht mehr Speicherplatz auf dem Band zur Verfligung,
so dass Sie eine grofere Anzahl von Sitzungen sichern kénnen.

Zusammengefugte Agenten und Optionen

Die folgenden Agenten und Optionen wurden zusammengefugt, um die
Lizenzierung und das Packen zu vereinfachen.

Tape Library Option

Enterprise Option

Die CA ARCserve Backup Tape RAID Option und die CA ARCserve Backup
Optical Library Option wurden mit der CA ARCserve Backup Tape Library
zusammengefasst.

Die CA ARCserve Backup Enterprise Option fur StorageTek ACSLS, die CA
ARCserve Backup Serverless Backup Option, die CA ARCserve Backup Image
Option sowie die CA ARCserve Backup Enterprise Option fur IBM 3494 wurden
mit der Enterprise Option zusammengefasst.

Microsoft Exchange Agent

Der CA ARCserve Backup Agent fur Microsoft Exchange umfasst sowohl das
Premium-Add-On-Modul (Dokumentebene) als auch das Agentenmodul. Das
Premium-Add-On-Modul kann nicht mehr einzeln erworben werden.
Vorhandene Agenten konnen auf CA ARCserve Backup r12 aktualisiert werden,
und alle vorherigen Sicherungen kénnen Uber den neuen Agenten
wiederhergestellt werden.
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Anderungen der Dokumentation bei dieser Version

Agent for Open Files

Der CA ARCserve Backup-Client fur VSS Software Snap-Shot wurde mit dem
CA ARCserve Backup-Agent for Open Files zusammengefasst. Sie mussen den
CA ARCserve Backup-Client fur VSS Software Snap-Shot nicht installieren und
lizenzieren, da alle Funktionen aktiviert sind, wenn eine gultige Lizenz fur den
CA ARCserve Backup Agent for Open Files installiert ist.

Anderungen der Dokumentation bei dieser Version

Die Dokumentation zu CA ARCserve Backup r12 wurde wie folgt geandert:

Neue Handbucher
Implementierungshandbuch

Das Implementierungshandbuch ersetzt das Handbuch "Erste Schritte".
Dieses Handbuch enthalt Planungsinformationen zur Installation und
Aktualisierung von CA ARCserve Backup, Empfehlungen zur Installation
und Aktualisierung, grundlegende Konfigurationen sowie Informationen zur
Verwendung einiger allgemeiner Manager.

Referenzhandbuch fur die Befehlszeile

Das Referenzhandbuch fur die Befehlszeile ist nicht mehr Teil des
Administrationshandbuchs. Es enthélt jetzt detailliertere Informationen zur
Verwendung der Befehlszeile fiir den Schutz Ihrer Umgebung,
einschlielich Beispielen fur die einzelnen Befehle.

Agent fur VMware - Benutzerhandbuch

Das Benutzerhandbuch fur den Agent fur VMware beschreibt die
Konfiguration und Verwendung dieses neuen Agenten.

Administrationshandbuch

Das Administrationshandbuch ersetzt das Administrator-Handbuch.

Zusammengefasste Handbucher

Das Benutzerhandbuch fur Tape Raid wurde mit dem
Benutzerhandbuch fur die Tape Library Option zusammengefasst.

Das Benutzerhandbuch fur die Tape Library Option bietet Unterstitzung
fur Tape RAID-Sicherungen.

Das Benutzerhandbuch fur die SAN Option wurde mit dem
Administrationshandbuch zusammengefasst.

Das CA ARCserve Backup-Basisprodukt bietet Unterstutzung fur SAN-
Sicherungen. Sie kénnen die SAN Option nur lizenzieren, wenn ARCserve-
Server mit freigegebenen Bibliotheken verbunden sind.
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Nicht unterstltzte Funktionen

Entfallene Handbucher
Tape RAID - Benutzerhandbuch

Die Informationen aus dem Benutzerhandbuch fur Tape RAID sind im
Benutzerhandbuch fur die Tape Library Option enthalten.

SAN Option - Benutzerhandbuch

Die Informationen aus dem Benutzerhandbuch fir die SAN Option sind im
Administrationshandbuch enthalten.

Enterprise Option fur Advantage Ingres - Benutzerhandbuch

Das Benutzerhandbuch fur die Enterprise Option fur Advantage Ingres
entfallt, da diese Option in CA ARCserve Backup r12 nicht mehr unterstitzt
wird.

Enterprise Option fur Microsoft SQL mit HDS Snap-Shot -
Benutzerhandbuch

Das Benutzerhandbuch fur die Enterprise Option fur Microsoft SQL mit HDS
Snap-Shot entféllt, da diese Option in CA ARCserve Backup r12 nicht mehr
unterstutzt wird.

Enterprise Option fur Microsoft SQL mit HP-XP Snap-Shot -
Benutzerhandbuch

Das Benutzerhandbuch fur die Enterprise Option fur Microsoft SQL mit HP-
XP Snap-Shot entfallt, da diese Option in CA ARCserve Backup r12 nicht
mehr unterstiutzt wird.

Nicht unterstutzte Funktionen

Die folgenden Funktionen werden in CA ARCserve Backup r12 nicht mehr
unterstitzt:

®  Enterprise Option fur Microsoft SQL mit HDS Snap-Shot: Es wird
empfohlen, eine Aktualisierung auf die CA ARCserve Backup Enterprise
Option fur VSS Hardware Snapshot durchzufihren.

®  Enterprise Option fur Microsoft SQL mit HDS Snap-Shot: Es wird
empfohlen, eine Aktualisierung auf die CA ARCserve Backup Enterprise
Option fur VSS Hardware Snapshot durchzufihren.

®  BrightStor ARCserve Backup 9.01 und 10.5: Die Méglichkeit zur
Aktualisierung auf 9.01- und 10.5-Umgebungen besteht weiterhin. Es ist
jedoch eine Volllizenz fir das Produkt erforderlich.

®  VI-Unterstitzung fur NT Agent

®  Agent fur Ingres: Der Agent fur Ingres ist nicht in CA ARCserve Backup
r12 enthalten. CA ARCserve Backup r12 ist jedoch mit dem Agent fur
Ingres aus CA ARCserve Backup r11.5 kompatibel.
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Nicht unterstitzte Funktionen

®  Cross Platform Manager (CPM): CA ARCserve Backup r12 unterstitzt nicht
mehr die Verwaltung von UNIX-, Linux- oder Netware-CA ARCserve
Backup-Servern. Wenn Sie allerdings eine Aktualisierung durchfiihren,
missen Sie die vorherige Version des CPM nicht deinstallieren.

®  CA ARCserve Backup unterstutzt die Erstellung von Brick Level-
Sicherungsjobs mit dem r12 Agent fur Microsoft Exchange nicht mehr. Sie
kdénnen aber weiterhin Brick Level-Sicherungsjobs mit dem r11.5 Agent fur
Microsoft Exchange andern und ausfuhren.

B Raima VLDB: Wenn Sie derzeit RAIMA VLDB als Host fur die ARCserve-
Datenbank verwenden, mussen Sie entweder auf Microsoft SQL
Server 2005 Express Edition oder Microsoft SQL Server aktualisieren.
Microsoft SQL Server 2005 Express Edition wird als Datenbankanwendung
empfohlen.

®  Microsoft SQL 7.0: CA ARCserve Backup rl12 bietet keine Unterstutzung fur
SQL 7.0 als ARCserve-Datenbank. Der Agent fur Microsoft SQL Server
unterstutzt jedoch weiterhin SQL 7.0.

®  Hauptdatenbankkonfiguration

®  Plattformubergreifendes SAN: Der CA ARCserve Backup rl12-Server kann
nicht auf dem gleichen SAN installiert werden, auf dem der Server fur CA
ARCserve Backup UNIX oder CA ARCserve Backup Netware vorhanden ist.

®  |PX (Internetwork Packet Exchange)
®  High Availability-Integration
®  SQL Multi-Stripe-Sicherung
®  Plattform und Anwendungsversionen
— AIX4.33,5,5.1
— Solaris 6
— NetWare Agent v9
— HP 11.00
— Tru 64 4.0E und fruhere Versionen
— Oracle 7.8i
— Sybase 11.9.2
— Informix 7.3x, 9.3.x, 9.2.x
— Lotus Domino 5.x, 6.x
— Exchange 5.5
— SAP 4.6
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