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第 1 章： VSS サポートの紹介 
 

ここでは、VSS のテクノロジと概念、および CA ARCserve Backup の VSS サポートで

使用可能なソリューションについて説明します。 VSS の詳細については、Microsoft 
の Web サイトを参照してください。 

このセクションには、以下のトピックが含まれます。 

概要（9 ページ） 
CA ARCserve Backup の VSS サポート（10 ページ） 
サービス概要（11 ページ） 
エージェントの動作（16 ページ） 
フル コピー方式（18 ページ） 
Enterprise Option for VSS Hardware Snap-Shot の機能（18 ページ） 
転送可能なシャドウ コピーの作成方法（20 ページ） 

 

概要 

CA ARCserve Backup は、アプリケーション、データベース、分散サーバ、およびファイ

ル システム向けの包括的かつ分散的なストレージ ソリューションです。 データベース、

ビジネスクリティカルなアプリケーション、およびネットワーク クライアントにバックアップ

機能およびリストア機能を提供します。 

CA ARCserve Backup では、Microsoft Windows Server 2003 で提供されているボ

リューム シャドウ コピー サービス（VSS）機能を使用して、開いているファイルをバック

アップできる Point-In-Time バックアップ機能を利用できます。VSS 対応のアプリケー

ションおよび大規模データベースでも、バックアップ処理中にトランザクションの整合性

を確保しながらバックアップを行えます。 
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CA ARCserve Backup の VSS サポート 
 

CA ARCserve Backup の VSS サポート 

 CA ARCserve Backup では、VSS のバックアップおよびリストアを以下のソリューショ

ンでサポートしています。 

 CA ARCserve Backup Agent for Open Files： VSS 対応のアプリケーションと共

に機能し、Windows 2003 のファイルおよびデータ セットの Point-In-Time バック

アップおよびリストアを行います。 変更は元の情報に対して行われるので、変更内

容のみをバックアップするための中間シャドウ コピーが作成されます。 Agent for 
Open Files （クライアント）は、この機能をサポートするデバイス上に、ソフトウェア

ベースのシャドウ コピーおよびハードウェアベースのシャドウ コピーを作成します。

ただし、これらのハードウェアベースのシャドウ コピーは転送できません。 

CA ARCserve Backup Agent for Open Files を使用すると、オープン ファイルの

バックアップおよび VSS ベースのバックアップができます。 この機能を有効化す

るには、Agent for Open Files のライセンスを、VSS ベースのバックアップを実行す

るシステムに登録する必要があります。 

注： 以下のディレクトリにある CALicnse.exe を使用して、Agent for Open Files の
ライセンスを VSS ベースのバックアップを実行するシステムに登録できます。 

C:\CA_LIC 

重要： CA ARCserve Backup Client Agent for Windows は、VSS ベースのバック

アップを実行するシステムにインストールする必要があります。 
 

 CA ARCserve Backup Enterprise Option for VSS Hardware Snap-Shot： ディ

スク アレイ装置の特定メーカーが提供するクライアントおよび VSS インターフェー

スと連動して、転送可能なハードウェアベースのシャドウ コピーを作成します。  転
送可能なシャドウ コピーを作成すると、同じシステム内の他のサーバにシャドウ コ
ピーをインポートできるため、クリティカルなアプリケーションやファイルをバックアッ

プおよびリストアする場合の柔軟性が高くなります。 その後、転送したシャドウ コ
ピー ボリュームを追加テープ バックアップやデータ マイニング、ソフトウェア開発

のテストなどの他の用途に使用できます。 Enterprise Option for VSS Hardware 
Snap-Shot （Option）は Windows Enterprise Module の CA ARCserve Backup で
使用可能で、Microsoft Exchange Server 2003 と Microsoft SQL 2000 に対応して

います。 

リモート バックアップ およびリストアに使用する場合、これらのソリューションはどちらも、

ワークステーションとサーバ間の通信に CA ARCserve Backup Client Agent for 
Windows を使用します。 
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サービス概要 
 

サービス概要 

Volume Shadow Copy Service （VSS）は、Microsoft Windows XP Professional および 
Windows Server 2003 オペレーティング システムに組み込まれています。 VSS は、

CA ARCserve Backup、Agent for Open Files、Enterprise Option for VSS Hardware 
Snap-Shot、および VSS 対応アプリケーションとサービスと共に機能し、単一または複

数のボリュームのシャドウ コピーを作成します。 

注： BrightStor ARCserve Backup は、Windows XP ではライタをサポートしません。 こ
れは、Windows Server 2003 では必須のライタ サポートの一部が、Windows XP オペ

レーティング システムには含まれていないことが原因です。 

シャドウ コピーは、ボリュームのファイル システムのフリーズされた読み取り専用のコ

ピーで、コピー元のボリュームとは別のボリュームに置かれることがあります。 シャドウ 
コピー ボリュームは元のデータと同じサーバにあってもかまいませんが、その場合も別

の共有ポイントかマウント ポイント、またはネットワークに接続された別のボリュームに置

かれます。 
 

ボリュームのシャドウ コピーはある時点で作成され、ボリューム セット全体で同期化さ

れます。 不整合を回避するため、個々のファイルのシャドウ コピーを取ることはできま

せん。 
 

シャドウ コピー ボリュームが作成される場所に関係なく、CA ARCserve Backup では

バックアップのソースとしてシャドウ コピーが使用されます。 別のディスクやテープ デ
バイスにシャドウ コピー ボリュームをバックアップ（マイグレート）することもできます。 

 

シャドウ コピー方式を使用したバックアップの実行には、従来のバックアップ方式には

ない利点が 2 つあります。 

 オープン ファイルがバックアップされる： シャドウ コピーは、ボリュームのデータの

静的なスナップショットです。 シャドウ コピーを作成するときに開いていたファイル

は、シャドウ ボリューム上では閉じられているファイルとして表示されます。 シャド

ウ コピーのデータをバックアップすると、オープン ファイルもバックアップされま

す。 

 ワークフローが中断されない： CA ARCserve Backup がバックアップするデータは

シャドウ ボリューム上にあるため、バックアップ データの整合性に影響を与えずに

元のボリューム上で継続して作業できます。 
 

従来のバックアップ操作では、オープン ファイルはスキップされてバックアップには含ま

れません。 より高品質のバックアップを得るため、管理者はバックアップのための時間

を確保して、バックアップされるアプリケーションをユーザが使用できなくしていました。 
アプリケーションが使用できなくなると作業が続行できなくなるため、ユーザはバックアッ

プが終了するまで待ってから作業をする必要がありました。 
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サービス概要 
 

VSS バックアップに含まれているアプリケーションが VSS に対応していない場合、ア

プリケーションのすべてのデータ（オープン ファイルを含む）はシャドウ コピーに書き込

まれます。 しかし、アプリケーションはバックアップの開始前にファイルを準備できない

ため、データに不整合があったり、トランザクションが不完全な場合があります。 

ボリュームのシャドウ コピーには、たとえクラッシュ整合状態であっても、すべてのファイ

ルが含まれます。 シャドウ コピーなしで作成されたバックアップ セットには、バックアッ

プ時に開いていたファイルは含まれません。 これらのファイルは、バックアップから除外

されます。 
 

サービス機能 

VSS バックアップを正常に行うには、以下の構成要素が VSS と共に機能して、バック

アップの準備および実行を行う必要があります。 

 リクエスタ 

 プロバイダ 

 ライタ 

 コンポーネント 
 

リクエスタ 

リクエスタは、以下のタスクを行うソフトウェア（通常はバックアップ アプリケーション）で

す。 

 VSS バックアップのリクエスト 

 バックアップ対象として選択されているファイル、これらのファイルのバックアップに

使用する方法など、ライタからのバックアップ指示を処理します。 

 シャドウ コピー データのメディアへのバックアップ 

 シャドウ コピー データのディスクからの削除によるバックアップの完了の通知 

CA ARCserve Backup は、VSS バックアップのリクエスタとして機能するように設計され

ています。 
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サービス概要 
 

プロバイダ 

プロバイダは、シャドウ コピー バックアップに関わるボリュームの管理およびシャドウ コ
ピー自体の作成を行います。 プロバイダは、オペレーティング システムの一部（ソフト

ウェアベース）またはディスク アレイ上（ハードウェアベース）のシャドウ コピー作成機

能と連携して機能します。 

Windows Server 2003 オペレーティング システムには、シャドウ コピーの作成時にコ

ピーオンライト方式を使用するビルトイン（システム）プロバイダが用意されています。 こ
のプロバイダでは、Windows Server 2003 システム上にあるすべての NTFS、FAT32 
または RAW ボリュームのシャドウ コピーを作成できます。 システム プロバイダでは、

NTFS 上にのみシャドウ コピーを作成できます。 サードパーティ製のプロバイダも使

用可能です。 
 

ハードウェア ディスク アレイ ベンダは、VSS フレームワークと接続して機能する独自

のプロバイダを提供して、シャドウ コピーの作成場所と方法を指示することができます。 
 

Agent for Open Files は Windows Server 2003 システム プロバイダと共に機能します

が、ハードウェアベースのプロバイダが使用可能である場合はそちらが代わりに使用さ

れます。 Enterprise Option for VSS Hardware Snap-Shot がインストールされている場

合は、ハードウェアベースのプロバイダが VSS と共に機能して、転送可能なシャドウ 
コピーを作成します。 

 

プロバイダには、ソフトウェアベースとハードウェアベースの 2 種類があります。 

 ソフトウェアベースのプロバイダは、一般的に DLL や、ストレージを管理するフィ

ルタとして実装されます。 シャドウ コピーはソフトウェアにより作成されます。 この
種類のプロバイダで作成されるシャドウ コピーには、シャドウ コピーを行う前の時

点での元のボリュームのビュー、およびそれ以降に変更されたデータのみからなる

スナップショットが含まれます。 

 ハードウェアベースのプロバイダは、ハードウェア レベルで実装され、ハードウェア 
コントローラやストレージ アダプタと共に機能します。 シャドウ コピーは、ストレー

ジ機器、ホスト アダプタ、またはオペレーティング システム外の RAID デバイス

によって作成されます。 ハードウェアベースのプロバイダによって作成されたシャド

ウ コピーはボリューム全体のシャドウ コピー（フル コピー）であり、一般的には元

のボリュームのミラー ビューです。 また、転送可能なシャドウ コピーを作成すると、

同じシステム内の別のサーバにインポートすることができます。 
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サービス概要 
 

ライタおよびコンポーネント 

シャドウ コピー テクノロジの基本となるのが、ライタとそのコンポーネントです。  

 ライタ： VSS と連動するアプリケーションまたはサービスの一部であり、シャドウ コ
ピー バックアップの実行が要求されると、アプリケーションのデータを整合性のとれ

た状態にします。  

 コンポーネント： バックアップの対象となるファイルまたはフォルダのグループで、ラ

イタの制御のもとでアプリケーションまたはサービスによって管理されます。 

アプリケーションまたはサービスがフリーズしている間、ライタは元のボリュームへの書き

込みを保留にし、シャドウ コピーの作成中に、バックアップ対象のファイル（コンポーネ

ント）が整合性のとれた状態を保つようにします。 この間書き込みは保留になりますが、

選択したファイルで作業を行っているユーザに対しては、この処理は透過的です。 
 

ライタ 

ライタは VSS 対応のアプリケーションまたはサービスの一部で、以下のように VSS 
バックアップに関わっています。 

 VSS と共に機能して、アプリケーションまたはサービスのデータをフリーズさせま

す。 

 シャドウ コピーを作成する間、元のボリュームへの書き込みを保留にします。 

 VSS およびリクエスタへのバックアップ（およびリストア）に含まれるコンポーネントの

リストを作成します。 

シャドウ コピーの作成に使用するデータ内部の整合性を保つため、VSS はバックアッ

プに含まれるファイルを制御するアプリケーションまたはサービスにフリーズするよう通

知します。 アプリケーションまたはサービスがフリーズすると、その制御下にあるファイ

ルは整合性のとれた状態になります。 ライタは、アプリケーションまたはサービスのファ

イルが整合性のとれた状態になったことを VSS に伝えます。 
 

シャドウ コピーを作成している間にこの状態が変更されないように、ライタはアプリケー

ションまたはサービスによるシャドウ コピーのソース ボリュームへの変更を保留にしま

す。 アプリケーション（またはライタ）によって、シャドウ コピーを作成した時点のデータ

の整合性が確保されます。 元のボリュームで通常どおりの作業を続行できますが、シャ

ドウ コピーの作成が完了するまでは、データへの変更は行われません。 
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サービス概要 
 

ライタには、コンポーネントのリストをライタのメタデータ ドキュメント形式で VSS やリク

エスタに提供するという役割もあります。 ライタのメタデータ ドキュメントは、ライタによっ

て作成される XML ファイルで、リクエスタへの指示（バックアップするコンポーネント、

使用するバックアップおよびリストアの方式、バックアップから除外すべきファイルのリスト

など）が含まれています。 

注： BrightStor ARCserve Backup は、Windows XP ではライタをサポートしません。 こ
れは、Windows Server 2003 では必須のライタ サポートの一部が、Windows XP オペ

レーティング システムには含まれていないことが原因です。 
 

コンポーネント 

コンポーネントは、ライタおよび VSS によってひとまとめに扱われるファイルのグループ

です。 コンポーネントを構成するファイルは、相互に依存しているため、グループ化さ

れています。 たとえば、データベースでは、各ファイルは、データベースの一部として

重要な機能を果たしますが、データベースの 1 ファイルを単独で使用することは無意

味です。 これらの必要なファイルすべてをコンポーネントにグループ化することで、アプ

リケーションおよびその関連ファイルを正常にバックアップするために必要となるすべて

のデータがバックアップされ、後でリストアできるようになります。 

各 VSS バックアップは最低 1 つのライタで構成されている必要があり、各ライタは最

低 1 つのコンポーネントで構成されている必要があります。 個々のファイル自体を

バックアップすることはできません。 ファイルをバックアップできるのは、そのファイルが

コンポーネントの一部である場合のみです。 また、シャドウ コピーを作成する際にコン

ポーネントを構成するファイルのいずれかにアクセスできない場合、このコンポーネント

のバックアップは失敗します。 
 

シャドウ コピーの作成方式 

ボリューム上のすべてのデータのフル コピー（クローン）を作成する方式と、変更された

データとファイルのみのコピーを作成する方式（コピーオンライト）です。 シャドウ コ
ピーの作成に使用する方式とシャドウ コピーを作成する場所は、ボリュームに関連付け

られたプロバイダによって指定されます。 

 ハードウェアベースのプロバイダは、ディスク アレイ ハードウェアのベンダまたはス

トレージ仮想化プロバイダ（XIOtech、HDS、EMC、HP など）によって提供され、そ

のベンダやプロバイダのアレイでのみ機能します。 

 コピーオンライト方式を使用したソフトウェアベースのプロバイダは、ファイル システ

ムのシャドウ コピーを簡単に作成できるよう、さまざまなベンダによって開発されて

います。 たとえば、Microsoft Exchange Server 2003 などのアプリケーションではこ

の方式を使用して、高性能かつ低負荷なバックアップや複製を行っています。 
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エージェントの動作 
 

Agent for Open Files は、Windows Server 2003 に付属のシステム プロバイダを使用し

ます。 このプロバイダは、コピーオンライト方式を使用して、シャドウ コピーを作成しま

す。 ハードウェア プロバイダがインストールされている場合、Agent for Open Files は
そのプロバイダを使用してボリューム全体のフル シャドウ コピーを作成します。 
Enterprise Option for VSS Hardware Snap-Shot とハードウェアのプロバイダがインストー

ルされている場合は、作成されたフル シャドウ コピーも転送可能になります。 
 

コピーオンライト方式 

コピーオンライト方式のシャドウ コピーは、指定した時点のすべてのデータ ブロックを

マッピングしたものです。 元のデータ セットが変更されると、変更されたデータへのポ

インタによって元のデータが複製され、Point-In-Time リストアが可能になります。 この

ため、一般的にコピーオンライト方式のシャドウ コピーが元のデータ セットのディスク領

域に占める割合は非常に小さくなります。 

VSS はアプリケーション ライタ、Agent for Open Files、および CA ARCserve Backup 
と連携して、アプリケーションやそのファイルとファイル システムのシャドウ コピーを作

成します。 

注: コピーオンライト方式のシャドウ コピーのデータ ブロック マップが特定のサーバ

上に作成される（およびそこから移動できない）ことがあります。 
 

エージェントの動作 

Client for VSS Software Snap-Shot は VSS と連動して、ライタ、コンポーネント、および

ファイル システムをバックアップします。 Client for VSS Software Snap-Shot は 
Windows Server 2003 のシステム プロバイダを使用します。このプロバイダはコピーオ

ンライト方式を使用してシャドウ コピーを作成します。 ハードウェア プロバイダがインス

トールされている場合、クライアントはそのプロバイダを使用してボリューム全体のフル 
シャドウ コピーを作成します。 

CA ARCserve Backup のバックアップ マネージャとリストア マネージャを使用すると、

ローカル コンピュータでもリモート コンピュータでもライタを選択できます。 リモート コ
ンピュータでバックアップやリストアを実行する場合は、Client Agent for Windows もイン

ストールする必要があります。 
 

Client for VSS Software Snap-Shot を使用すると、ローカル コンピュータでもリモート 
コンピュータでもライタとコンポーネントをバックアップできます。 ローカルでの VSS 
バックアップでは、実稼動サーバにバックアップ元のデータが入っています。このサー

バは、シャドウ コピー データを作成する場所としても使用されます。 リモートでの 
VSS バックアップでは、Client Agent for Windows は元のボリュームではなくシャドウ 
コピーからデータを読み取ります。 
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エージェントの動作 
 

以下の図は、サポートされる Client for VSS Software Snap-Shot のローカルの設定を

説明しています。 

 
 

以下の図は、サポートされる Client for VSS Software Snap-Shot のリモートの設定を説

明しています。 

 

詳細情報  

Enterprise Option for VSS Hardware Snap-Shot の機能（18 ページ） 
転送可能なシャドウ コピーの作成方法（20 ページ） 
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フル コピー方式 
 

フル コピー方式 

ハードウェアベースのプロバイダは、フル コピー方式を使用して、データ セットの 
Point-In-Time シャドウ コピーを別のディスク アレイ（または同じディスク アレイの別の

セクション）に作成します。 このシャドウ コピーは、リストア操作用のバックアップ コピー

として使用することも、別のディスクやテープ デバイスに転送してより長期の保管や

アーカイブ用途のために使用することもできます。 シャドウ コピーは元のデータ セット

の完全なフル コピーなので、最初のシャドウ コピーに必要なディスク領域は元の使用

領域の 2 倍、次のシャドウ コピーに必要な領域はさらにその 2 倍になります。 
 

Enterprise Option for VSS Hardware Snap-Shot の機能 

さまざまなディスク アレイを使用するエンタープライズ環境にある大規模なデータ セッ

トと共に使用するため、Enterprise Option for VSS Hardware Snap-Shot は Agent for 
Open Files およびハードウェアベースのプロバイダと共に機能して、ボリューム全体の

転送可能なシャドウ コピーを作成します。 このシャドウ コピーは LUN 全体のミラーリ

ングですが、データは LUN の特定のボリュームでリストア可能です。 
 

転送可能なシャドウ コピーは、別のサーバにインポートしてテープにバックアップするこ

とができます。 これにより、データベースをセカンダリ（バックアップ）サーバにバックアッ

プしている最中でも、実際の作業に使用するシステムを起動したままにすることができま

す。 以下のような用途のために、シャドウ コピー ボリューム上のデータを別のサーバ

へマウントすることもできます。 

 システム障害の際のリストア元として使用 

 開発者によるアプリケーションのテストに使用 

 他の場所へ転送する場合にアーカイブやより長期保管のために使用  

注： Enterprise Option for VSS Hardware Snap-Shot は惨事復旧をサポートしません。 
そのため、ハードウェアベースのプロバイダは惨事復旧中は機能しません。 
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Enterprise Option for VSS Hardware Snap-Shot の機能 
 

転送可能な VSS バックアップの作成には、実稼動サーバとバックアップ サーバの 2 
つのサーバが関係します。 

 実稼動サーバにはデータベースが含まれています。このサーバはディスク アレイ

内の元のボリュームに接続します。 Client Agent for Windows もインストールする

必要があります。 

 バックアップ サーバは、ディスク アレイ内のシャドウ コピー ボリュームおよびテー

プ ライブラリに接続します。 CA ARCserve Backup は、サーバにインストールされ

ている必要があります。 

詳細情報  

エージェントの動作（16 ページ） 
転送可能なシャドウ コピーの作成方法（20 ページ） 
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転送可能なシャドウ コピーの作成方法 
 

転送可能なシャドウ コピーの作成方法 

一般的に、実稼動サーバはディスク ストレージでいずれかのレベルのフォールト トレラ

ンスを使用して、重要なデータを保護します。 フォールト トレランスは、ディスクのミラー

リングや RAID ストライピングを行うことで得られます。 転送可能なシャドウ コピーを

使用しても、フォールト トレランスのレベルには影響しません。 実際の作業で使用する

データは完全なフォールト トレランスを設定した LUN にそのまま残りますが、シャドウ 
コピーは別の転送可能な LUN にクローニングされます。 たとえば以下の図では、点

線は Microsoft Exchange 2003 Server と、転送可能なシャドウ コピー ボリューム上の

クローニングされたデータの間の論理的な接続を表しています。 

 
 

バックアップ処理中、CA ARCserve Backup（リクエスタ）はプロダクション サーバ上の 
VSS と交信し、転送可能なシャドウ コピーのプロセスの開始を通知します。 VSS は、

シャドウ コピーのデータを準備するようライタに指示します。 
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転送可能なシャドウ コピーの作成方法 
 

ライタがデータの準備を完了すると、VSS はプロバイダに、転送可能なシャドウ コピー

を含むボリュームを実稼動サーバから分割し、そのボリュームをバックアップ サーバ上

に表示するよう指示します。 前の例を使用して説明すると、以下の図の点線は、CA 
ARCserve Backup サーバと、転送可能なシャドウ コピー ボリュームにあるクローニン

グされたデータの間の論理的な接続を表しています。 

 

したがって CA ARCserve Backup では、プロダクション サーバに影響を及ぼすことな

くシャドウ コピーのバックアップを実行することができます。 

バックアップが完了すると、プロバイダはバックアップ サーバから転送可能なボリューム

を切断し、次のバックアップに備えてそのボリュームを実稼動サーバと再同期化します。 

詳細情報  

エージェントの動作（16 ページ） 
Enterprise Option for VSS Hardware Snap-Shot の機能（18 ページ） 
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第 2 章： クライアントとオプションのインストー

ル 
 

このセクションには、以下のトピックが含まれます。 

クライアントとオプションのインストール方法（23 ページ） 
前提条件（23 ページ） 
システム要件（24 ページ） 
クライアントとオプションのインストール（24 ページ） 
VSS シャドウ コピーの準備（25 ページ） 

 

クライアントとオプションのインストール方法 

Agent for Open Files と Enterprise Option for VSS Hardware Snap-Shot は、CA 
ARCserve Backup クライアント マシンにローカルでもリモートでもインストール可能です。 
この章では、クライアントとオプションをインストールする方法について説明します。 この

章の内容は、インストール作業を行うユーザが Windows Server 2003 の全般的な特徴

と要件に習熟していることを前提としています。また、この作業には管理者権限が必要

です。 

クライアントとオプションのインストール後、最初の VSS バックアップを開始できるように

なります。 いずれのソリューションも、環境設定を行う必要はありません。 
 

前提条件 

Agent for Open Files をインストールするには、ワークステーションと CA ARCserve 
Backup サーバ間の通信を可能にする Client Agent for Windows をインストールして

いることを確認する必要があります。 

Enterprise Option for VSS Hardware Snap-Shot をインストールするには、CA ARCserve 
Backup サーバおよびマネージャ パッケージがすでにインストールされている、または

インストールされる予定であることを確認する必要があります。 

注： Enterprise Option for VSS Hardware Snap-Shot は Enterprise Module に含まれて

いるオプションの 1 つであり、このオプションがインストールされているコンピュータ 1 
台ごとに個別のライセンスが必要となります。 

 

クライアントとオプションのインストール  23  
 



システム要件 
 

システム要件 

始める前に、すべての前提条件が満たされていること、およびインストールを完了するた

めに必要な情報がすべて揃っていることを確認してください。  

 クライアントおよびオプションをインストールするシステムが、インストールの最小要

件を満たしていることを確認します。 システム要件については Readme ファイルを

参照してください。 最新の要件や、現在サポートされているハードウェアベースの

プロバイダおよびオプションで使用されるディスク アレイの最新のリストについては、

CA の Web サイト（www.com/jp）を参照してください。 

 クライアントおよびオプションをインストールしているコンピュータで、システム管理者

（root ユーザ）権限またはソフトウェアをインストールする適切な権限があることを確

認します。 

注：これらの権限を有していない場合は、CA ARCserve Backup 管理者に問い合

わせて適切な権限の割り当てを依頼してください。 

 クライアントまたはオプションをインストールするコンピュータの名前とパスワードを確

認します。 
 

クライアントとオプションのインストール 

Agent for Open Files は、CA ARCserve Backup のシステム コンポーネント、エージェ

ント、およびオプションの標準的なインストール手順に従ってインストールします。 この
手順の詳細については、「実装ガイド」を参照してください。 

Enterprise Option for VSS Hardware Snap-Shot は個別にインストールできません。 
Enterprise Option for VSS Hardware Snap-Shot は CA ARCserve Backup Enterprise 
Module に含まれているオプションの 1 つであり、このオプションがインストールされて

いるコンピュータ 1 台ごとに個別のライセンスが必要となります。 Agent for Open Files 
と Enterprise Module の両方をインストールすると、転送可能な VSS の機能が使用可

能になります。 

注： CA ARCserve Backup Microsoft Volume Shadow Copy Service は、Agent for 
Open Files をインストールする際に自動的にインストールされます。 

インストール手順が完了したら、指示に従ってコンピュータを再起動します。 
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VSS シャドウ コピーの準備 
 

VSS シャドウ コピーの準備 

シャドウ コピー用に必要なディスク容量は、アプリケーションの書き込みファイルが変更

される頻度と、書き込まれる情報の量によって異なります。 たとえば、アプリケーション

がファイルの変更時にファイル全体を再書き込みすると、変更されたデータのみを書き

込む場合に比べてはるかに大きなシャドウ コピー用のディスク容量が必要となります。 

シャドウ コピーに必要なディスク容量を決定し、その容量が空いていることを確認しま

す。 
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第 3 章： バックアップの実行 
 

この章では、VSS を使用して安全かつ効率的にデータをバックアップするための、CA 
ARCserve Backup の手順とオプションについて説明します。 この章の手順で説明する

のは、ファイル システム、ライタ、およびコンポーネントの転送不可能な VSS バック

アップと転送可能な VSS バックアップの作成方法です。 

注:  Microsoft Exchange ライタまたは MSDE ライタで制御されているファイルおよびコ

ンポーネントのバックアップの詳細は、付録「アプリケーション固有のガイドライン」を参

照してください。 

このセクションには、以下のトピックが含まれます。 

オプションを使用したデータのバックアップ（27 ページ） 
バックアップ ウィザード（28 ページ） 
VSS バックアップの動作（29 ページ） 
VSS とバックアップ マネージャ（31 ページ） 
バックアップ オプション（31 ページ） 
ライタ バックアップ（37 ページ） 
ライタ バックアップの実行（38 ページ） 
バックアップ中のライタの除外（39 ページ） 
［オープン ファイル］（40 ページ） 
ファイル システムのバックアップの実行（40 ページ） 
転送可能な VSS バックアップの作成（41 ページ） 
バックアップ ジョブのサブミット法（44 ページ） 

 

オプションを使用したデータのバックアップ 

CA ARCserve Backup から VSS バックアップを実行するには、バックアップ ウィザー

ドまたはバックアップ マネージャを使用します。 この章で説明する VSS バックアップ

手順では、CA ARCserve Backup のバックアップ マネージャ インターフェースを使用

します。 バックアップ マネージャおよびその機能の詳細については、「管理者ガイド」

を参照してください。 

詳細情報  

バックアップ計画の作成（53 ページ） 
バックアップ ウィザード（28 ページ） 
ライタ バックアップの実行（38 ページ） 
ファイル システムのバックアップの実行（40 ページ） 
転送可能な VSS バックアップの作成（41 ページ） 
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バックアップ ウィザード 

バックアップ ウィザードを使用すると、バックアップするコンピュータやファイルを選択し、

画面の指示に従って操作するだけで、ネットワークにあるデータのバックアップを迅速か

つ簡単に実行できます。 このウィザードを使用すると、バックアップ マネージャを使用

せずに、バックアップ ジョブを CA ARCserve Backup のジョブ キューにサブミットでき

ます。 オプションおよびスケジューリング機能を使用して、詳細にカスタマイズしたバッ

クアップを実行するには、バックアップ マネージャを使用してください。 

バックアップ ウィザードでは、バックアップするファイルの選択、バックアップ先の選択、

バックアップ方式とその他のオプションの指定、およびスケジュールの指定が可能で

す。 

注： バックアップ ウィザードを使用して転送可能な VSS バックアップを作成すること

はできません。 

バックアップ ウィザードを使用して VSS バックアップ ジョブをサブミットする方法の詳

細については、「管理者ガイド」を参照してください。 

詳細情報  

バックアップ計画の作成（53 ページ） 
ライタ バックアップの実行（38 ページ） 
［オープン ファイル］（40 ページ） 
転送可能な VSS バックアップの作成（41 ページ） 
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VSS バックアップの動作 

次の図は、CA ARCserve Backup を使用して VSS バックアップを行う際の一連の手順

を示しています。 

注: この図は、最上部にある CA ARCserve Backup サーバ（リクエスタ）のアイコンから、

時計回りに手順を追って見てください。 

 
 

この図の各手順は、以下のプロセスで説明していきます。 

1. リクエスタ（CA ARCserve Backup）は VSS に対して、バックアップに関わるすべて

のライタへの指示を送るよう伝えます。この指示を受けたライタは、メタデータ ドキュ

メント（バックアップの指示を含む XML ファイル）を収集してリクエスタに送信しま

す。 

CA ARCserve Backup は、ローカルの設定では VSS と直接交信します。 リモート

設定では、VSS と CA ARCserve Backup の間の交信は Client Agent for 
Windows によって処理されます。これはターゲットのコンピュータにインストールし

ておく必要があります。 

2. VSS は、シャドウ コピーの作成に関わるボリュームの管理を担当するプロバイダと

接続します。 最も単純なケースでは、シャドウ コピーの作成に関わるすべてのボ

リュームは 1 つのプロバイダによって管理されます。ただし、場合によっては複数

のプロバイダが関わる場合もあります。 
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VSS バックアップの動作 
 

3. VSS はバックアップに含まれているライタと接続して、ライタのメタデータ ドキュメン

トの収集とリクエスタへの送信を指示します。 ライタは同時に、バックアップ対象の

ファイルの整合性を維持したまま、フリーズの準備を開始します。 
 

4. ライタはメタデータ ドキュメントをリクエスタに送信します。 メタデータ ドキュメント

は直接編集しないでください。 バックアップするファイル、および使用するバック

アップ方式とリストア方式を指定するには、CA ARCserve Backup のバックアップ 
マネージャを使用します。 

 

5. ライタからすべてのライタ メタデータ ドキュメントを収集したら、リクエスタはシャドウ 
コピーの作成を開始する別のコマンドを VSS に発行します。 

 

6. VSS は、シャドウ コピーの作成に使用するデータに矛盾がなく、内部整合性が維

持された状態で、ライタのアプリケーションをフリーズします。 アプリケーションがフ

リーズしている間、ライタは元のボリュームのファイルに対する変更をすべて保留に

します。これによって、シャドウ コピーの作成中もアプリケーションとそのファイルが

使用可能になります。 ただし、VSS バックアップは Point-In-Time バックアップで

あるため、フリーズ後のファイルに対する変更内容はシャドウ コピーには反映され

ず、バックアップもされません。 
 

7. VSS はプロバイダへコマンドを発行し、現在のディスクの状態のシャドウ コピーを

作成するよう指示します。 
 

8. プロバイダは、シャドウ コピー ボリュームにシャドウ コピーを作成します。 
 

9. VSS はフリーズ状態のライタを解除し、通常の状態に戻します。 シャドウ コピーの

作成中にライタが保留にした変更内容はすべて、この時点で元のボリュームへ書き

込まれます。 解除は、シャドウ コピーの作成後、データのバックアップが開始され

る前に行われます。 これにより、シャドウ コピー ボリュームを使用してバックアップ

が実行されている間に、アプリケーションは元のボリュームを使用できます。 

10. バックアップ データが Client Agent for Windows によってリクエスタ（CA 
ARCserve Backup）に送信されます。 

11. リクエスタはデータをメディアにバックアップします。 ライタのメタデータはシャドウ 
コピーのデータと共に保存されるため、データをリストアするときに回復情報が使用

できます。 
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VSS とバックアップ マネージャ 

VSS バックアップの管理にバックアップ マネージャを使用すると、ローカル コンピュー

タでもリモート コンピュータでもライタとコンポーネントを参照できます。 ライタは、ボ

リューム、システム状態、およびその他のエージェントと同じ階層に表示されます。 ライ

タを展開すると、関連するコンポーネントが表示されます。 

バックアップ マネージャに表示されるライタはすべてバックアップ対象に選択できます

が、コンポーネントを選択できるのはコンポーネントが個別にバックアップ可能な場合の

みです。 ライタのコンポーネントを選択すると、そのライタは常にバックアップに含まれ

ます。 
 

バックアップ オプション 

ライタとグローバル オプションは、バックアップ マネージャからアクセスできます。 VSS 
サポートを使用すると、バックアップするドライブ、ディレクトリ、およびファイルに固有の

ライタのバックアップ設定をローカルのライタ オプションでカスタマイズできるようになり

ます。 グローバル VSS オプションは、すべてのライタとそのドライブ、ディレクトリ、およ

びファイルに影響します。 
 

ライタ オプションの設定 

ライタ レベルで設定したオプションは、現在選択しているライタのみに反映されます。ま

た、これらは VSS バックアップのどのグローバル オプションよりも優先します。 グロー

バル VSS オプション設定の詳細については、「グローバル オプションの設定」（34 
ページ）を参照してください。 

特定のライタのオプションを設定する方法 

1. バックアップ マネージャを開きます。 

2. ［ソース］タブの［ソース］ツリーでライタを右クリックし、コンテキスト メニューから［ライ

タ オプション］を選択します。 
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バックアップ オプション 
 

VSS の［ライタ オプション］ダイアログ ボックスが開きます。 

 
 

［ライタ オプション］ダイアログ ボックス 

［ライタ オプション］ダイアログ ボックスでは、以下のオプションを使用できます。 

 ［ライタ オプションを使用する］: このオプションを選択すると、VSS バックアップ 
プロセスで、選択したライタによって設定されたオプションを使用することが指示さ

れ、このダイアログ ボックスで設定できるその他のオプションが有効になります。 

このオプションを選択していない場合は、［グローバル オプション］ダイアログ ボッ

クスの［ボリューム シャドウ コピー サービス］タブで設定したオプションが使用され

ます。 グローバル オプションの詳細については、「グローバル オプションの設定」

（34 ページ）を参照してください。 

 ［トランスポータブル スナップショットを使用する］： このオプションを選択すると、転

送可能な VSS バックアップを作成します。 このオプションを選択した場合、使用

可能なバックアップ方式はフル バックアップのみです。 

このオプションは、Enterprise Module の一部として Enterprise Option for VSS 
Hardware Snap-Shot がインストールされている場合にのみ使用できます。 

 

 ［バックアップ後にシャドウ コピーを保持する］： ［トランスポータブル スナップ

ショットを使用する］を選択すると、このオプションが有効になります。 このオプショ

ンを選択して、バックアップ後に CA ARCserve Backup によってシャドウ コピー 
ボリュームが削除されないように指定します。 シャドウ コピー ボリュームは転送可

能なので、バックアップ後も保持することによって、ボリュームを別の用途で他のシ

ステムにインポートすることができます。 
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 ［バックアップ方式］: 次の方式から 1 つを選択して、選択したライタのバックアップ

で使用するバックアップ方式を指定します。 

– ［ジョブで選択されている方式を使用］： バックアップ マネージャの［スケ

ジュール］タブに示されているバックアップ方式を使用します。 

– ［フル バックアップの使用］： データの最終変更日時に関係なく、選択したラ

イタに関連付けられているすべてのファイルをバックアップします。 ［トランス

ポータブル スナップショットを使用する］オプションを選択した場合、［フル 
バックアップの使用］が使用可能な唯一のオプションです。 

 

– ［増分バックアップの使用］： 前回のフル バックアップまたは増分バックアップ

以後に変更があったファイルのみバックアップします。 各バックアップ後に、

バックアップ ファイルは、変更されない限りは次の増分バックアップ ジョブ中

にバックアップされないようマークされます。 この方法を使用したバックアップ 
ジョブの処理には通常より時間がかかりません。 ただし、増分バックアップから

ファイルをリストアするには、最新のフル バックアップと後続のすべての増分

バックアップのジョブの両方を供給する必要があります。 
 

– ［差分バックアップの使用］： 前回のフル バックアップ以後に変更があった

ファイルのみバックアップします。 差分バックアップ ジョブは、バックアップ済

みのファイルをマークしないため、前回の差分ジョブでバックアップされたファイ

ルが再度バックアップされます。 この方法を使用したバックアップ ジョブの処

理には通常より時間がかかります。 ただし、差分バックアップからファイルをリ

ストアするには、最新のフル バックアップと最新の差分バックアップのみの供

給で済みます。  
 

– ［ログ バックアップの使用］： 選択したライタに関連付けられているログ ファイ

ルのみをバックアップします。 

– ［コピー バックアップの使用］： ライタに含まれているすべてのファイルをバック

アップしますが、BrightStor ARCserve Backup はバックアップされたファイルに

マークを付けません。 このオプションを選択すると、既存の増分バックアップま

たは差分バックアップを壊さずにデータのフル バックアップを作成できます。 

注： ライタによってはすべてのバックアップ方式がサポートされていないものもあり

ます。 選択したバックアップ方式によって、CA ARCserve Backup の動作が異なり

ます。 たとえば、ジョブ レベルで増分または差分が選択されていて、VSS の［グ

ローバル オプション］ダイアログ ボックスで、ライタ レベルに［フル バックアップの

使用］オプションが設定されている場合は、フル バックアップが実行されます。 た
だし、VSS の［グローバル オプション］ダイアログ ボックスで、ライタ レベルで［ロ

グ バックアップの使用］オプションが設定され、ライタがログ バックアップをサポー

トしていない場合、バックアップは失敗します。 
 

バックアップの実行  33  
 



バックアップ オプション 
 

 ［ライタに組み込まれたファイルをファイル システム バックアップで除外する］： ラ
イタ コンポーネントに属しているファイルを、従来のファイル システムのバックアッ

プから除外します。 このオプションには以下の利点があります。 

– VSS によってすでにバックアップされているファイルのバックアップを回避でき

ます。 

– 従来のバックアップからファイルを除外すると、処理するファイル数が減り、従

来のバックアップの処理時間が短縮するように設定できます。 

– グループとして処理するファイル（データベース アプリケーションに関連付けら

れたファイルなど）に関する問題が発生しないので、バックアップの成功率が向

上します。 従来のバックアップには、ファイルをまとめて処理するメカニズムは

ありません。 

このオプションは、［トランスポータブル スナップショットを使用する］オプションがオ

ンの場合は使用できません。 
 

 ［ライタで除外されたファイルをファイル システム バックアップで除外する］: 場合

によっては、アプリケーションに関連付けられているファイルの中には、バックアップ

してはならないファイルがあります（Windows ページ ファイルなど）。 各ライタは、

関連付けられているアプリケーションにこのようなファイルが存在するかどうかを認

識しています。 このオプションを選択すると、CA ARCserve Backup が従来のバッ

クアップを実行する際に、この情報を利用できます。 

このオプションは、［トランスポータブル スナップショットを使用する］オプションがオ

ンの場合は使用できません。 

 ［コンポーネント ファイルのバックアップ失敗時、ライタ バックアップを中止する］： 
ライタ コンポーネントのいずれかのバックアップに失敗した場合、そのライタのバッ

クアップをキャンセルします。 コンポーネントに含まれる 1 つ以上のファイルを正

常にバックアップできない場合、そのコンポーネントのバックアップは失敗します。 

このオプションを選択すると、ライタに関連付けられているコンポーネントの数に関

係なく、ライタに関連付けられているすべてのファイルがバックアップされて初めて

バックアップが成功したとみなされるように確実に設定できます。 

このオプションは、［トランスポータブル スナップショットを使用する］オプションがオ

ンの場合は使用できません。 
 

グローバル オプションの設定 

グローバル レベルで設定したオプションは、VSS バックアップのすべてのライタに反映

されます。 ライタ レベルのオプションを設定すると、選択したライタのグローバル オプ

ションを無効にできます。 選択したライタのオプションの設定の詳細については、「ライ

タ オプションの設定」（31 ページ）を参照してください。 

注： グローバル オプションは、転送可能な VSS バックアップには適用されません。 
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転送不可能な VSS バックアップのグローバル オプションを設定する方法 

1. バックアップ マネージャを開きます。 

2. ［オプション］をクリックします。 

［グローバル オプション］ダイアログ ボックスが表示されます。 

3. ［ボリューム シャドウ コピー サービス］タブを選択します。  
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［オープン ファイル］オプション 

［オープン ファイル］グループ ボックスでは、ファイル システム バックアップ中にが

オープン ファイルを処理する方法を指定できます。 これらのオプションは、ライタにもコ

ンポーネントにも適用されません。 

 ［VSS を使用する］： CA ARCserve Backup で VSS を使用してオープン ファイ

ルをバックアップする場合に、このオプションを使用します。 このオプションを選択

しない場合、オープン ファイルの処理には VSS サポートではなく、Agent for 
Open Files （使用可能な場合）が使用されます。 Agent for Open Files が使用不

可能で［VSS を使用する］もオフの場合は、従来のバックアップが実行されます。 
ただし、バックアップできないオープン ファイルがある場合は、バックアップは完了

しません。 

 ［VSS 失敗時、標準バックアップに戻る］： VSS バックアップが失敗した場合に、

CA ARCserve Backup で従来のバックアップを実行する場合は、このオプションを

選択します。 Agent for Open Files が使用可能な場合、このオプションが選択され

ているときに VSS バックアップが失敗すると、オープン ファイルは BrightStor 
ARCserve Backup Agent for Open Files によって処理されます。 このオプションが

選択されずに VSS バックアップ ファイルが失敗した場合、バックアップ ジョブは

失敗します。 
 

［ライタおよびコンポーネント］オプション 

［ライタおよびコンポーネント］オプションを使用すると、CA ARCserve Backup でのライ

タおよびコンポーネントの処理方法を指定できます。 ライタ固有のオプションが指定さ

れている場合を除き、これらのグローバル オプションはすべてのライタに影響します。 
ライタ固有のオプションの詳細については、「ライタ オプションの設定」（31 ページ）を

参照してください。  

 ［ライタに組み込まれたファイルを、ファイル システム バックアップで除外する］： 
コンポーネントに含まれるファイルが、従来のファイル システム バックアップでバッ

クアップされないようにします。 このオプションには以下の利点があります。 

– VSS によってすでにバックアップされているファイルのバックアップを回避でき

ます。 

– 従来のバックアップからファイルを除外することで、処理するファイル数が減り、

従来のバックアップの処理時間が短縮するように確実に設定できます。 

– グループとして処理するファイル（ライタまたはデータベース アプリケーションと

関連付けられたファイルなど）に関する問題が発生しないので、バックアップの

成功率が向上します。 従来のバックアップには、ファイルをまとめて処理するメ

カニズムはありません。 
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ライタ バックアップ 
 

 ［ライタで除外されたファイルを、ファイル システム バックアップで除外する］： コン

ポーネントによってバックアップから除去されたファイルが、従来のファイル システ

ム バックアップによってバックアップされないようにします。 このオプションを選択

すると、アプリケーションに関連していてバックアップしてはならないファイル

（Windows のページ ファイルなど）をファイル システム バックアップから除外でき

ます。 各ライタは、関連付けられているアプリケーションにこのようなファイルが存

在するかどうかを認識しています。 このオプションを選択すると、CA ARCserve 
Backup が従来のバックアップを実行する際に、この情報を利用できます。 

 ［コンポーネント ファイルのバックアップ失敗時、ライタ バックアップを中止する］： 
いずれかのコンポーネントのバックアップが失敗した場合に、ライタのバックアップを

キャンセルします。 コンポーネントのバックアップは、そのコンポーネントに含まれる

ファイルが 1 つでも正常にバックアップされなかった場合に失敗します。 このオプ

ションを選択すると、整合性のあるバックアップが行われ、ライタに関連付けられて

いるすべてのファイルが確実にバックアップされてから、バックアップが成功したと

みなされます。このとき、ライタに関連付けられているコンポーネントの数は関係しま

せん。 
 

ライタ バックアップ 

VSS は、アプリケーション固有のライタおよびそのコンポーネントを使用することで、

オープン ファイルを安全にバックアップできます。 ライタとは、VSS と共に機能して 
VSS バックアップ準備中のアプリケーションやサービスをフリーズさせる、アプリケーショ

ンまたはサービスのプロセスのことです。 コンポーネントとは、バックアップの対象となる

ファイルのグループで、ライタの制御のもとでアプリケーションまたはサービスによって管

理されます。 アプリケーションの動作や、アプリケーションが必要とするファイルや構造

は、アプリケーション固有のライタで認識されます。 

アプリケーションがフリーズしている間、ライタは元のボリュームへの書き込みアクティビ

ティを保留にし、シャドウ コピーの作成中に、バックアップ対象のファイル（コンポーネン

ト）が整合性のとれた状態を保つようにします。 この間書き込みアクティビティは保留に

されますが、選択したアプリケーションで作業を行っているユーザに対しては、この処理

は完全に透過的です。 

注： ライタや VSS バックアップおよびリストアの詳細については、「アプリケーション固

有のガイドライン」を参照してください。 
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ライタ バックアップの実行 
 

ライタ バックアップの実行 

転送不可能な VSS バックアップの実行方法 

1. バックアップ マネージャの［ソース］タブで、ライタが含まれているコンピュータの

ノードを展開します。 

［ソース］ツリーにコンピュータが表示されない場合は、次の手順に従ってコンピュー

タを追加します。 

a. ［ソース］ツリーの［Windows システム］項目を右クリックします。 

b. コンテキスト メニューから［マシン/オブジェクトの追加］を選択します。 

c. ［エージェントの追加］ダイアログ ボックスに必要な情報を入力します。 ［ヘル

プ］ボタンをクリックすると、［エージェントの追加］ダイアログ ボックスに関する

ヘルプが表示されます。 

2. バックアップするライタの名前の横にある緑色のボックスをクリックして選択します。 

 

必要に応じてライタ ノードを展開すると、そのコンポーネントが表示されます。 ライ

タに含まれるコンポーネントが 1 つだけの場合は、名前の横のボックスは灰色で

表示されます。これは、バックアップ対象から削除できないコンポーネントであること

を示しています。 ライタに複数のコンポーネントが含まれている場合は、通常バック

アップするコンポーネントを選択できます。 個々のコンポーネントをバックアップで

きるかどうかは、ライタによって決定されます。 ライタによっては、すべてのコンポー

ネントをまとめてバックアップする必要があるものもあります。 
 

3. 選択したライタのオプションを指定するか、グローバル オプションを使用するには、

［ソース］ツリーでライタを右クリックし、コンテキスト メニューから［ライタ オプション］

を選択します。 ［ライタ オプション］ダイアログ ボックスが表示されます。  
 

4. ［ライタ オプション］ダイアログ ボックスで、以下のオプションのいずれかを実行しま

す。 

 ローカル オプションを設定するには、［ライタ オプションを使用する］チェック 
ボックスをオンにして他のオプションを選択します。  

 グローバル オプションを使用するには、［ライタ オプションを使用する］オプ

ションをクリアにして、［グローバル オプション］ダイアログボックスの［ボリューム 
シャドウ コピー サービス］タブで指定したオプションを使用するようにバック

アップに指定します。 
 

5. バックアップ マネージャの［デスティネーション］タブで、バックアップに適したオプ

ションを選択します。 
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バックアップ中のライタの除外 
 

6. バックアップ マネージャの［スケジュール］タブで、バックアップのスケジュールに適

したオプションを選択します。 
 

7. バックアップを開始するには、バックアップ マネージャの［スタート］ボタンをクリック

します。 ［セキュリティ］ダイアログ ボックスが開きます。 

8. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。 ［ジョブのサブミット］ダイアログ ボックスが開きます。 

9. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を入力することができます。 ［OK］をクリックすると、バックアッ

プ ジョブがジョブ キューに追加されます。 バックアップ ジョブの進行状況を監視

するには、ジョブ ステータス マネージャを使用します。 

注： バックアップ ウィザードを使用して、転送不可能なバックアップの準備を行うことも

できます。 

詳細情報  

バックアップ計画の作成（53 ページ） 
バックアップ ウィザード（28 ページ） 
ファイル システムのバックアップの実行（40 ページ） 
転送可能な VSS バックアップの作成（41 ページ） 

 

バックアップ中のライタの除外 

バックアップ中にコンピュータ全体を選択した時に CA ARCserve Backup アプリケー

ション固有のエージェントがインストールされている場合、対応するライタがバックアップ

から除外されます。 バックアップからライタを除外すると、ライタのデータが重複してバッ

クアップされるのを回避できます。 現在、これは Microsoft Exchange ライタ、Microsoft 
SQL Server Desktop Engine ライタ（MSDE ライタ）、および SQL Server Writer for SQL 
2005 に適用されます。 

 CA ARCserve Backup Agent for Microsoft Exchange がインストールされていると、

Microsoft Exchange ライタが除外されます。 

 CA ARCserve Backup Agent for Microsoft SQL Server がインストールされている

場合、MSDE ライタおよび SQL Server Writer は除外されます。 

ライタが除外されるのは、マシン全体をバックアップする場合のみです。 この場合でも、

必要に応じてライタを個別にバックアップ対象に選択することができます。 
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［オープン ファイル］ 
 

［オープン ファイル］ 

VSS をライタなしで使用しても、ファイル システムにオープン ファイルをバックアップで

きます。 このオプションは、たとえば、ファイル サーバのバックアップやすべてのファイ

ルが独立している場合に便利です。 ただし、このファイル バックアップ方式は、ライタ

によるバックアップほど信頼性がありません。 

重要： VSS を使用してファイル システムをバックアップする場合、ライタは処理に関係

しません。 選択したボリューム上のデータが動的なデータである場合は、VSS を使用

してファイル システムをバックアップすると、バックアップに破損が生じる可能性がありま

す。 
 

ファイル システムのバックアップの実行 

ファイル システムの転送不可能な VSS バックアップを実行する方法 

1. バックアップ マネージャで［オプション］ボタンをクリックし、［グローバル オプショ

ン］ダイアログ ボックスを開きます。 

2. ［ボリューム シャドウ コピー サービス］タブを選択します。 

3. ［ボリューム シャドウ コピー サービス］タブで、［VSS を使用する］オプションを選

択し、［OK］をクリックします。 このタブで使用可能なオプションの詳細については、

「グローバル オプションの設定」（34 ページ）を参照してください。 
 

4. バックアップ マネージャの［ソース］ツリーで、バックアップするボリュームを選択しま

す。 
 

5. バックアップ マネージャの［デスティネーション］タブで、バックアップに適したオプ

ションを選択します。 
 

6. バックアップ マネージャの［スケジュール］タブで、バックアップのスケジュールに適

したオプションを選択します。 
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転送可能な VSS バックアップの作成 
 

7. バックアップを開始するには、バックアップ マネージャの［スタート］ボタンをクリック

します。 ［セキュリティ］ダイアログ ボックスが開きます。 

8. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。 ［ジョブのサブミット］ダイアログ ボックスが開きます。 

9. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を指定することができます。 ［OK］をクリックすると、バックアッ

プ ジョブがジョブ キューに追加されます。 バックアップ ジョブの進行状況を監視

するには、ジョブ ステータス マネージャを使用します。 

注： バックアップ ウィザードを使用して、転送不可能なバックアップの準備を行うことも

できます。 

詳細情報  

バックアップ計画の作成（53 ページ） 
バックアップ ウィザード（28 ページ） 
ライタ バックアップの実行（38 ページ） 
転送可能な VSS バックアップの作成（41 ページ） 

 

転送可能な VSS バックアップの作成 

転送可能なバックアップを行うため、VSS はライタ、Enterprise Option for VSS 
Hardware Snap-Shot、CA ARCserve Backup、およびディスク アレイ プロバイダと連携

して、LUN のシャドウ コピーを作成します。 ライタをバックアップせよという要求が CA 
ARCserve Backup（リクエスタ）から実行されると、Enterprise Option for VSS Hardware 
Snap-Shot は VSS と交信してライタに接続します。 VSS はライタのアプリケーション

で実行中のすべての処理をフリーズし、ディスク アレイ プロバイダに接続して、プロバ

イダのボリューム上にシャドウ コピーを作成します。 シャドウ コピーが作成されると、

VSS はフリーズ中のアプリケーションを解除し、データベースの書き込み再開を許可し

ます。 

注： CA ARCserve Backup では現在、Microsoft Exchange ライタ、MSDE ライタ、およ

び SQL Server Writer の転送可能なバックアップおよびリストアをサポートしています。 

転送可能な VSS バックアップ ジョブをサブミットするには、バックアップ マネージャを

使用する必要があります。 バックアップ ウィザードは、転送可能な VSS バックアップ

には対応していません。 
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転送可能な VSS バックアップの作成 
 

転送可能な VSS の作成方法 

1. バックアップ マネージャの［ソース］タブで、ライタが含まれているコンピュータの

ノードを展開します。  

［ソース］ツリーにコンピュータが表示されない場合は、次の手順に従ってコンピュー

タを追加します。 

a. ［ソース］ツリーの［Windows システム］項目を右クリックします。 

b. コンテキスト メニューから［マシン/オブジェクトの追加］を選択します。 

c. ［エージェントの追加］ダイアログ ボックスに必要な情報を入力します。  
 

2. ライタ全体のバックアップ、または個別のストレージ グループの選択は、以下の方

法で行います。 

 ライタをバックアップするには、ライタの横にある緑色のボックスをクリックしま

す。 

 個別のストレージ グループをバックアップするには、ライタのノードを展開して

ストレージ グループとコンポーネントを表示します。 バックアップに含める各ス

トレージ グループ名の横にある緑色のボックスをクリックします。 
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転送可能な VSS バックアップの作成 
 

3. ［ソース］ツリーでライタを右クリックし、コンテキスト メニューから［ライタ オプション］

を選択し、ライタ オプションを指定します。 ［ライタ オプション］ダイアログ ボックス

が開きます。 
 

4. ［ライタ オプションを使用する］を選択し、［トランスポータブル スナップショットを使

用する］を選択します。 デフォルトでは、シャドウ コピーはバックアップが完了する

と削除されます。 バックアップ後もシャドウ コピーを保持するには、［バックアップ

後にシャドウ コピーを保持する］オプションを選択します。 ［OK］をクリックします。 
 

5. バックアップ マネージャの［デスティネーション］タブで、マルチ ストリームを選択し

てバックアップに他のデスティネーション オプションを設定します。 

注: 転送可能な VSS バックアップでは、マルチプレキシングはサポートされていま

せん。 

マルチ ストリーミング ジョブの詳細については、「管理者ガイド」を参照してくださ

い。 
 

6. バックアップ マネージャの［スケジュール］タブで、バックアップのスケジュールに適

したオプションを選択します。 
 

7. バックアップを開始するには、バックアップ マネージャの［スタート］ボタンをクリック

します。 ［セキュリティ］ダイアログ ボックスが開きます。 

重要： バックアップ ジョブを開始する前に、すべてのストレージ グループがオンラ

インになっていることを確認します。 

8. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。 ［ジョブのサブミット］ダイアログ ボックスが開きます。 

9. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を指定することができます。 ［OK］をクリックすると、バックアッ

プ ジョブがジョブ キューに追加されます。 バックアップ ジョブの進行状況を監視

するには、ジョブ ステータス マネージャを使用します。 

詳細情報  

バックアップ計画の作成（53 ページ） 
バックアップ ウィザード（28 ページ） 
ライタ バックアップの実行（38 ページ） 
ファイル システムのバックアップの実行（40 ページ） 
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バックアップ ジョブのサブミット法 
 

バックアップ ジョブのサブミット法 

転送可能な VSS バックアップは、マルチ ストリーミング ジョブとしてサブミットする必

要があります。 バックアップ ジョブを開始すると、バックアップ マネージャはこのジョブ

をマスタ ジョブとしてパッケージ化します。 マスタ ジョブは、選択した各ストレージ グ
ループに対して子ジョブを作成します。それぞれの子ジョブが 1 つのストレージ グ
ループに対応します。 マスタ ジョブは、子ジョブの実稼動サーバから受け取った、エク

スポートされたメタデータも保存します。 
 

マスタ ジョブと各子ジョブの進行状況を確認するには、ジョブ ステータス マネージャを

使用します。以下に例を示します。 
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第 4 章： リストアの実行 
 

ここでは、VSS バックアップのデータを安全かつ効率的にリストアするための、CA 
ARCserve Backup のさまざまなオプションについて説明します。 この章で説明するの

は、リストア マネージャを使用した一般的な手順です。 リストア処理の詳細については、

それぞれのライタ アプリケーションに付属のマニュアルを参照してください。 

注: Microsoft Exchange ライタまたは MSDE ライタで制御されているファイルおよびコ

ンポーネントのバックアップの詳細は、付録「アプリケーション固有のガイドライン」を参

照してください。  

このセクションには、以下のトピックが含まれます。 

リストア ウィザード（45 ページ） 
VSS とリストア マネージャ（45 ページ） 
ファイル システムのリストア（46 ページ） 
ライタ バックアップのリストア（47 ページ） 

 

リストア ウィザード 

リストア ウィザードを使用すると、画面の指示に従って操作するだけでデータをリストア

することができます。 このウィザードを使用すると、リストア マネージャを使用せずに、リ

ストア ジョブを CA ARCserve Backup のジョブ キューにサブミットできます。 オプショ

ン、およびスケジューリング機能を使用して、詳細にカスタマイズしたリストアを実行する

には、リストア マネージャを使用してください。 

このウィザードには、以下の 2 つのリストア方式があります。 

 セッション単位（デフォルト） 

 照会単位でリストア 

リストア ウィザードの使用方法については、オンライン ヘルプまたは「管理者ガイド」を

参照してください。 
 

VSS とリストア マネージャ 

CA ARCserve Backup では、ネットワークに接続されているコンピュータにデータをリス

トアできます。 リストア マネージャを使用してライタのリストア ジョブを管理すると、ロー

カルとリモートのコンピュータで使用可能なライタとコンポーネントを参照できます。 ライ

タは、ボリューム、システム状態、およびその他のエージェントと同じ階層に表示されま

す。 ライタを展開すると、関連するコンポーネントが表示されます。 
 

リストアの実行  45  
 



ファイル システムのリストア 
 

リストア マネージャに表示されるライタはすべてリストア対象に選択できますが、コン

ポーネントは個別にリストア可能な場合にのみ選択できます。 ライタに対して有効なリス

トア方式は、リストア操作時に作成されるライタ メタデータ ドキュメントで指定されます。 
 

リストア ジョブではソースとデスティネーションを指定する必要があります。 ソース ファ

イルは常に CA ARCserve Backup が制御するメディアにバックアップされているファイ

ルを選択し、デスティネーションは常にハードディスクを選択します。 
 

［リストア マネージャ］ダイアログ ボックスには、リストア ジョブをカスタマイズするための

以下の 3 つのタブがあります。 

 ソース 

 デスティネーション 

 スケジュール 

基本的なリストア ジョブのサブミット方法については、オンライン ヘルプを参照してくだ

さい。 
 

ファイル システムのリストア 

VSS を使用してバックアップしたライタ以外のファイルと、従来のバックアップ方式で

バックアップしたファイルとの間に違いはありません。 つまり、VSS バックアップ内の

ファイルは、使用できるどのリストア方式でもリストアすることができます。 各方式の詳細

については、「リストア方式」（48 ページ）を参照してください。 
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ライタ バックアップのリストア 

一般的なライタ VSS バックアップ（転送可能と転送不可能に関わらず）をリストアする

手順は、基本的には同じです。 ただし、リストアするファイルとコンポーネントのアプリ

ケーションの操作を熟知している必要があります。 多くの場合、アプリケーション ファイ

ルとコンポーネントのバックアップおよびリストア方式は VSS ライタで指定されますが、

場合によってはリストア処理で追加の手動操作手順が必要になることがあります。 たと

えば、Microsoft Exchange Server 2003 では、リストア ジョブを開始する前にストレージ

をマウント解除する必要があります。 特定のアプリケーションと VSS に関する詳細な

ガイドラインについては、付録「アプリケーション固有のガイドライン」を参照してくださ

い。 

ライタからのリストアの詳細については、VSS ライタに関連付けられたアプリケーション

のマニュアルを参照するか、アプリケーションのベンダにお問い合わせください。 

カスタム リストア ジョブを実行可能なライタでは、場合によりリストア処理を完了するた

めに追加の処理を行う必要があります。 この処理はアプリケーションに固有のものであ

り、CA ARCserve Backup の機能の一部ではありません。 このようなライタをリストアす

るには、別の場所を選択してデータをリストアし、アプリケーションの仕様に従って必要

なファイルを準備して追加処理を実行する必要があります。 CA ARCserve Backup で
は、カスタム リストア ジョブであるライタの元の場所へのリストアはサポートしていません。 
別の場所の詳細については、「リストアの場所」（47 ページ）を参照してください。 

 

リストアの場所 

ライタを別の場所にリストアする場合（元の場所でライタを使用できない場合や、リストア

対象のコンポーネントとファイルがすでに元の場所に存在する場合など）、選択したリス

トアの場所によって、リストア処理にライタが関わるかどうかが決まります。 

 元の場所にリストアする場合、ライタは常に使用されます。 

 別の場所を選択してリストアする場合、ライタは使用されません。 
 

［ツリー単位］、［セッション単位］、［メディア単位］を使用してライタをリストアし、ファイル

を元の場所にリストアする場合、リストア操作では必ずライタが使用されます。 別の場所

を選択してファイルをリストアする場合、ライタは使用されません。 

［照会単位］方式を使用してライタのファイルをリストアすると、リストア操作にライタは使

用されません。 また、ファイルは、ファイル システムの一部としてバックアップされた場

合と同じようにリストアされます。CA ARCserve Backup では、ファイルをリストアする際、

［グローバル オプション］ダイアログ ボックスの［デスティネーション］タブに設定されたリ

ストア オプションが適用されます。 
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ライタ バックアップのリストア 
 

ファイルのリストア方法がライタによって決定される場合もあるため、リストア処理からライ

タを除外すると、以下のことが可能になります。 

 ライタ バックアップから個々のファイルへのアクセス 

 ライタに関連付けられているファイルの、ライタが使用できないコンピュータへのリス

トア 
 

リストア方式 

リストア マネージャから以下のいずれかの方法を使用すると、VSS ライタを使用して

バックアップしたファイルをリストアすることができます。 

 ［ツリー単位］： リストア マネージャのツリーに、ボリュームおよびシステム ステータ

スのバックアップと同じ階層に、ライタ バックアップが表示されます。 ライタのコン

ポーネントすべてをリストアするには、ライタ名の横にあるボックスをクリックします。 
個々のコンポーネントをリストアするには、ツリー内でライタを展開し、コンポーネント

名の横にあるボックスをクリックします。 

注： すべてのコンポーネントが個別にリストアできるわけではありません。 コンポー

ネントを個別にリストアできるかどうかは、ライタによって判断されます。 

必要なデータが含まれているメディアはわからないが、そのデータがどのマシンか

らバックアップされたかわかっている場合は、この方式を使用します。 

 ［セッション単位］： ライタ バックアップは個別のセッションとして表示されます。 
セッションに含まれるコンポーネントすべてをリストアするには、セッション名の横に

あるボックスをクリックします。 個々のコンポーネントをリストアするには、セッション

を展開し、コンポーネント名の横にあるボックスをクリックします。 

注： すべてのコンポーネントが個別にリストアできるわけではありません。 コンポー

ネントを個別にリストアできるかどうかは、ライタによって判断されます。 

メディアの名前はわかっているが、リストアしたいセッションが不明な場合は、この方

法を使用します。 
 

 ［バックアップ メディア単位］： ライタ バックアップは個別のセッションとして表示さ

れます。 この方式では、セッション全体をリストアする必要があります。 この方式で

は（仮に選択可能になっていても）、コンポーネントを個別にリストアすることはでき

ません。 

CA ARCserve Backup の別のバージョンでメディアを作成している場合、または

データベースがメディアを認識できない場合は、この方法を使用します。 
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 ［照会単位］： ライタの一部としてバックアップされたファイルを個別にリストアできま

す。 

リストアするファイルまたはディレクトリの名前はわかっているが、バックアップ元のマ

シンまたはバックアップ先のメディアがわからない場合は、この方法を使用します。 

重要： このオプションでは単一のファイルをリストアできますが、ライタにはそのリス

トア操作が通知されないため、アプリケーションを正常に準備できません。 ファイル

を単独でリストアすると、データに不整合が生じる場合があります。 ［照会単位］方

式は、リストアするファイルを熟知している場合にのみ使用してください。 

 リストア ウィザード： リストア ウィザードは、ライタ バックアップをセッション単位また

は照会単位でリストアする場合に使用します。 リストア ウィザードの使用方法につ

いては、オンライン ヘルプまたは「管理者ガイド」を参照してください。 
 

リストア オプションを設定する 

デフォルトでは、CA ARCserve Backup は、権限のない方式を使用して、DFS 
（Distributed File System）複製サービス ライタをリストアします。  

リストア方法を「権限付き」に設定する方法 

1. リストア マネージャの［ツリー単位］ビューまたは［セッション単位］ビューで、DFS 
複製サービス ライタを右クリックします。 

［VSS リストア オプション］ダイアログ ボックスが表示されます。 

注： DFS 複製サービス ライタは、Windows Server 2008 システムにシステム状態

の一部としては表示されません。 DFS 複製をバックアップする場合は、システム状

態をバックアップする必要があります。 

2. ［VSS リストア オプション］ダイアログ ボックスで、［権限付きリストアを使用］オプ

ションを選択して、［OK］をクリックします。 
 

VSS ライタ バックアップのリストア 

リストアを開始する前に、リストアするファイルとコンポーネントが関連するアプリケーショ

ンのマニュアルを参照してください。 これは、CA ARCserve Backup ではファイルが

ディスクにのみリストアされるので、アプリケーションを完全に復旧するには追加の手順

や操作が必要になる場合があるためです。 

CA ARCserve Backup を使用した一般的なライタ VSS バックアップ（転送不可能）のリ

ストア手順と、転送可能なVSSバックアップのリストア手順は、基本的には同じです。 特
定のアプリケーションと VSS に関する詳細なガイドラインについては、付録「アプリケー

ション固有のガイドライン」を参照してください。 
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VSS ライタのリストア方法 

1. リストア マネージャの［ソース］タブで、リストアの種類を選択します。 それぞれの種

類の説明については、「リストア方式」（48 ページ）を参照してください。  

 

2. リストアするライタを選択するには、そのライタ名の横にある緑色のボックスをクリック

します。 コンポーネントを個別にリストアするには、ライタのノードを展開して、リスト

ア対象のコンポーネントを選択します。 
 

3. リストア マネージャの［デスティネーション］タブで、リストア先を選択します。 以下

のいずれかの方法を選択します。 

 ファイルを元の場所にリストア 

 任意のドライブまたはディレクトリにリストア（別の場所） 

デフォルトでは、［ファイルを元の場所にリストア］チェック ボックスがオンになってい

ます。 ファイルを別の場所にリストアする場合は、コンピュータ、ディレクトリ、および

ファイルの一覧が表示され、特定のデスティネーションを選択できます。 リストアの

場所の詳細については、「リストアの場所」（47 ページ）を参照してください。 
 

4. リストア マネージャの［スケジュール］タブで、リストア ジョブに適したオプションを

選択します。 
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5. バックアップを開始するには、リストア マネージャの［スタート］ボタンをクリックしま

す。 ［セキュリティ］ダイアログ ボックスが開きます。 

6. 実稼動サーバの認証情報を入力して［OK］をクリックします。 ［ジョブのサブミット］

ダイアログ ボックスが開きます。 

7. ここで［即実行］を選択するか、［実行日時指定］を選択して特定の日時を入力する

ことができます。 ［OK］をクリックすると、バックアップ ジョブがジョブ キューに追加

されます。 リストア ジョブの進行状況を監視するには、ジョブ ステータス マネー

ジャを使用します。 
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第 5 章： 推奨事項 
 

開かれているファイルがあると、データのバックアップ時に重大な問題が発生することが

あります。 CA ARCserve Backup では、ほかのアプリケーションまたはユーザが使用中

のファイルのバックアップに関して、以下のようなソリューションを提供しています。 

 CA ARCserve Backup Agent for Open Files 

 CA ARCserve Backup Enterprise Option for VSS Hardware Snap-Shot 

ここでは、用途別の最適なソリューションについて説明します。 

このセクションには、以下のトピックが含まれます。 

バックアップ計画の作成（53 ページ） 
 

バックアップ計画の作成 

バックアップ計画を作成するときは、以下のことを検討してください。 

 バックアップするデータの量。 

 ライタでサポートされていないファイル。 
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バックアップするデータの量 

Agent for Open Files と Enterprise Option for VSS Hardware Snap-Shot は両方ともボ

リューム単位で動作します（バックアップ操作を開始する前に VSS でバックアップ用の

ボリューム全体を準備する必要があります）。 Agent for Open Files はファイル単位で

動作するため、オープン ファイルは検出されたときの状態で処理されます。 たとえば、

120 GB のハード ディスクにある 10 GB の重要なデータベース ファイルをバックアッ

プする場合を考えてみます。 

 VSS ソリューションを使用すると、120 GB のボリューム全体のシャドウ コピーを作

成し、そのボリュームにあるデータを含む各ライタでファイル（開いているファイルと

閉じているファイルの両方）を準備してから、バックアップ ジョブを開始する必要が

あります。 最初のシャドウ コピーの作成には少し時間がかかりますが、その後の

シャドウ コピーはほぼ即座に作成されます。 

 Agent for Open Files を使用すると、バックアップ ジョブの要求時にバックアップ対

象のファイルが閉じられていれば、ただちにバックアップ処理が始まります。 開か

れたファイルがある場合は、エージェントがそれらを同期化して CA ARCserve 
Backup によるバックアップを可能にします。 

そのため、少量のデータ（そのデータがあるボリュームの容量に比べてサイズが小さな

データ）をバックアップする場合は、オープン ファイルを Agent for Open Files で処理

した方が高速なバックアップが実現します。 バックアップするデータの量が大きい場合

は、Agent for Open Files または Enterprise Option for VSS Hardware Snap-Shot のい

ずれかを使用する必要があります。 
 

ライタがサポートしないファイル 

オープン ファイルをバックアップする場合、VSS は VSS 対応アプリケーションとその

アプリケーションのライタを使用して、バックアップに関連するファイルを準備します。た

とえば、Microsoft Exchange のファイルは Microsoft Exchange ライタで準備します。ま

た、Microsoft SQL のファイルは、MSDE ライタで準備します。 特定のアプリケーショ

ンで使用できるライタがない場合、そのアプリケーション形式のオープン ファイルのバッ

クアップは正確性に欠けるものになります。 

バックアップするファイルがライタに関係している場合は、Client for VSS Software 
Snap-Shot または Enterprise Option for VSS Hardware Snap-Shot を使用します。 ライ

タでは、アプリケーションおよびそのファイルとの理想的な通信が可能であるため、VSS 
はライタのファイルのトランザクションがどのように動作するかという点で詳細な情報を取

得できます。 ファイルの稼働率がきわめて高い場合、Agent for Open Files では、VSS 
に比べてオープン ファイルを安全にバックアップできる期間を検出するのに時間がか

かります。 
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ライタに関連付けられていないオープン ファイルを確実にバックアップするには、Agent 
for Open Files を使用してください。 ライタに関連付けられていないオープン ファイル

を、VSS を使用してバックアップすると、トランザクションの整合性が保証されず、バック

アップ全体が無効になる危険性もあります。 

Agent for Open Files は、他のアプリケーションとは関係なく動作します。 アプリケー

ションはオープン ファイルがエージェントによってバックアップ中であることを認識する

必要がなく、エージェントと対話しなくてもバックアップ ジョブ中にファイルに書き込むこ

とができます。 すべての処理はエージェント側で行われます。 
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付録 A: アプリケーション固有のガイドライン 
 

この付録では、VSS ライタ対応のアプリケーションで制御されるファイルやコンポーネン

トのバックアップおよびリストア時に考慮すべき、ガイドラインやその他の情報について

説明します。 

このセクションには、以下のトピックが含まれます。 

Microsoft Exchange ライタ（57 ページ） 
MSDE ライタ（62 ページ） 
SQL Server Writer（65 ページ） 

 

Microsoft Exchange ライタ 

このセクションでは、VSS を使用して Microsoft Exchange Server 2003 または 2007 を
バックアップおよびリストアする際の注意事項について説明します。 リストアと回復に関

する情報の詳細については、Microsoft Exchange Server 2003 または 2007 のマニュ

アルを参照するか、Microsoft に直接お問い合わせください。 

注： Microsoft Exchange Writer では、Microsoft Exchange Server 2007 の重要な機能

の一部をサポートできません。これらの機能は、Exchange Agent のみが保護できます。 
Microsoft Exchange Writer は、Exchange Agent のインストールの有無にかかわらず、

バックアップ マネージャには表示されません。 
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一般的なガイドライン 

以下は、Microsoft Exchange データベースに関わるバックアップおよびリストア操作の

一般的なガイドラインです。 

 VSS を使用してバックアップされた Microsoft Exchange データベースは、VSS と 
Microsoft Exchange ライタを使用してリストアする必要があります。 

 バックアップ ジョブを開始する前に、すべてのストレージ グループがオンラインに

なっていることを確認します。 

 Microsoft Exchange Server 2003 または 2007 がすべてのログ ファイルにアクセス

できるようにして、データベースをオンラインに戻すには、ストレージ グループの 1 
つのデータベースのみをリストアする場合でも、リストア ジョブを開始する前に、同

じストレージ グループのすべてのデータベースをマウント解除する必要があります。 
データのリストアが完了したら、データベースをマウントし、ストレージ グループをオ

ンラインに戻すことができます。 

 CA ARCserve Backup は VSS と共に機能して、バックアップされたデータのみを

リストアします。 整合性のとれた状態でデータベースを完全に回復するには、

Exchange 固有の手順を実行してログを回復する必要があります。 
 

転送不可能な VSS バックアップおよびリストア - Microsoft Exchange ライタ 

転送不可能な Microsoft Exchange ライタ セッションは、他のライタ セッションと同じ方

法でリストアできます。 リストア マネージャで使用可能なリストアの種類の詳細について

は、「リストア方式」（48 ページ）を参照してください。 

転送不可能な Microsoft Exchange ライタ バックアップ操作では、すべてのデータが

単一セッションにあるので、バックアップ操作中にライタ全体を選択すると、リストア対象

にライタ全体を選択することができます。 

Agent for Open Files を使用する場合、バックアップ対象に Microsoft Exchange ライタ

を選択すると、すべてのデータはバックアップ メディアの単一のセッションに書き込まれ

ます。 Microsoft Exchange ライタ全体をリストアするには、そのセッションだけを選択す

るとすべてのデータがリストアされます。 ストレージ グループが複数ある場合は、その

ストレージ グループのすべてのデータが 1 つのセッションで処理されます。 
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転送可能な VSS バックアップおよびリストア - Microsoft Exchange ライタ 

Microsoft Exchange ライタの転送可能な VSS バックアップは、ツリー単位またはセッ

ション単位でのみリストアできます。 リストア マネージャで使用可能なリストアの種類の

詳細については、「リストア方式」（48 ページ）を参照してください。 

転送可能な VSS バックアップはマルチ ストリーミング ジョブとして実行され、

Microsoft Exchange ライタでは各ストレージ グループは別のセッションにバックアップ

されるため、Microsoft Exchange ライタ全体をリストアするには、各ストレージ グループ 
セッションを個別にリストアする必要があります。 1 つのセッションは 1 つのストレージ 
グループです。 
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Microsoft Exchange ライタを使用した転送可能な VSS バックアップのリストア 

Microsoft Exchange ライタの転送可能な VSS バックアップのリストア方法 

1. リストア マネージャの［ソース］タブで、リストアの種類を選択します。 

 ［ツリー単位］： Microsoft Exchange ライタのバックアップは、ツリー上にボ

リュームおよびシステム ステータスのバックアップと同じ階層で表示されます。 
ストレージ グループのコンポーネントすべてをリストアするには、ストレージ グ
ループ名の横にあるボックスをクリックします。 

1 つのストレージ グループ、つまりマルチ ストリーミング バックアップ ジョブ

の最後のストレージ グループがツリー上に表示されます。  
 

 

他のストレージ グループを表示するには、［バージョン履歴］をクリックします。 
［バージョン履歴］ウィンドウで、リストアするストレージ グループのストリームを

示すバージョンを選択してから、［選択］をクリックします。 

リストア マネージャによって、選択したストレージ グループが表示されます。  
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 ［セッション単位］： Microsoft Exchange バックアップは個別のセッションとして

表示されます。 セッションに含まれるコンポーネントすべてをリストアするには、

セッション名の横にある緑のアイコンをクリックします。 個々のコンポーネントを

リストアするには、セッションを展開し、コンポーネント名をクリックします。  

注： すべてのコンポーネントが個別にリストアできるわけではありません。 コン

ポーネントを個別にリストアできるかどうかは、ライタによって判断されます。  

以下の例は個々のセッションを示しています。 

  
 

2. リストア マネージャの［デスティネーション］タブで、ファイルをリストアするデスティ

ネーションを選択します。 以下のいずれかを選択します。 

 ファイルを元の場所にリストア 

 任意のドライブまたはディレクトリにリストア（別の場所） 

デフォルトで、ファイルを元の場所にリストアします。 ファイルを別の場所にリストア

する場合、コンピュータ、ディレクトリ、およびファイルの一覧が表示され、特定のデ

スティネーションを選択できます。 リストアの場所の詳細については、「リストアの場

所」（47 ページ）を参照してください。 
 

3. リストア マネージャの［スケジュール］タブで、リストアに適したオプションを選択しま

す。 
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4. リストア操作を開始するには、リストア マネージャの［スタート］ボタンをクリックします。 
［セキュリティ］ダイアログ ボックスが開きます。 

重要： リストア ジョブを開始する前に、すべてのストレージ グループがオフライン

になっていることを確認します。 

5. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。 ［ジョブのサブミット］ダイアログ ボックスが表示されます。 

6. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を指定することができます。 ［OK］をクリックします。 選択した

スクリプトがジョブ キューに追加されます。 リストア ジョブの進行状況を監視する

には、ジョブ ステータス マネージャを使用します。 
 

MSDE ライタ 

このセクションでは、VSS を使用して Microsoft SQL 2000 をバックアップおよびリスト

アする際の注意事項について説明します。 リストアと回復の詳細については、

Microsoft SQL 2000 のマニュアルを参照するか、Microsoft に直接お問い合わせくだ

さい。 
 

一般的なガイドライン 

以下は、Microsoft SQL データベースに関わるバックアップおよびリストア操作の一般

的なガイドラインです。 

 VSS を使用してバックアップされた Microsoft SQL データベースは、VSS と 
MSDE ライタを使用してリストアする必要があります。 

 リストア ジョブを開始する前に、すべてのデータベースがオフラインになっているか、

または切断されていなければなりません。 
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転送不可能な VSS バックアップおよびリストア - MSDE ライタ 

転送不可能な MSDE ライタ セッションは、他のライタ セッションと同じ方法でリストア

できます。 リストア マネージャで使用可能なリストアの種類の詳細については、「リスト

ア方式」（48 ページ）を参照してください。 

転送不可能な MSDE ライタ バックアップでは、すべてのデータが単一セッションにあ

るので、バックアップ操作中にライタ全体を選択すると、リストア対象にライタ全体を選択

することができます。 

Agent for Open Files を使用する場合、バックアップ対象に MSDE ライタを選択すると、

すべてのデータはバックアップ メディアの単一のセッションに書き込まれます。 MSDE 
ライタ全体をリストアするには、そのセッションのみを選択してすべてのデータをリストア

します。 データベースが複数ある場合は、そのデータベースのすべてのデータが 1 
つのセッションで処理されます。 

 

転送可能な VSS バックアップおよびリストア - MSDE ライタ 

MSDE ライタの転送可能な VSS バックアップは、ツリー単位またはセッション単位の

みでリストアできます。 リストア マネージャで使用可能なリストアの種類の詳細について

は、「リストア方式」（48 ページ）を参照してください。 

転送可能な VSS バックアップはマルチ ストリーミング ジョブとして実行され、MSDE 
ライタでは各データベースは別のセッションにバックアップされるため、MSDE ライタ全

体をリストアするには、各データベース セッションを個別にリストアする必要があります。 
1 つのセッションは 1 つのデータベースです。 
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MSDE ライタを使用した転送可能な VSS バックアップのリストア 

MSDE ライタの転送可能な VSS バックアップのリストア方法 

1. リストア マネージャの［ソース］タブで、リストアの種類を選択します。 

 ［ツリー単位］： Microsoft SQL のバックアップは、ツリー上にボリュームおよび

システム ステータスのバックアップと同じ階層で表示されます。 適切なデータ

ベースを選択するには、その横にあるアイコンをクリックします。 1 つのデータ

ベース、つまりマルチ ストリーミング バックアップ ジョブの最後のデータベー

スがツリー上に表示されます。  

  

他のデータベースを表示するには、［バージョン履歴］ボタンをクリックします。 
［バージョン履歴］ウィンドウで、リストアするデータベースのストリームを示す

バージョンをクリックしてから、［選択］をクリックします。 リストア マネージャに

よって、新しいデータベースが表示されます。  

 ［セッション単位］： Microsoft SQL バックアップは個別のセッションとして表示

されます。 セッションに含まれるコンポーネントすべてをリストアするには、セッ

ション名の横にあるアイコンをクリックします。 個々のコンポーネントをリストアす

るには、セッションを展開し、コンポーネント名をクリックします。  

注： すべてのコンポーネントが個別にリストアできるわけではありません。 コンポー

ネントを個別にリストアできるかどうかは、ライタによって判断されます。 
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2. リストア マネージャの［デスティネーション］タブで、ファイルをリストアするデスティ

ネーションを選択します。 以下のいずれかを選択します。 

 ファイルを元の場所にリストア 

 任意のドライブまたはディレクトリにリストア（別の場所） 

デフォルトで、ファイルを元の場所にリストアします。 ファイルを別の場所にリストア

する場合、コンピュータ、ディレクトリ、およびファイルの一覧が表示され、特定のデ

スティネーションを選択できます。 リストアの場所の詳細については、「リストアの場

所」（47 ページ）を参照してください。 
 

3. リストア マネージャの［スケジュール］タブで、リストアに適したオプションを選択しま

す。 
 

4. リストア操作を開始するには、リストア マネージャの［スタート］ボタンをクリックします。 
［セキュリティ］ダイアログ ボックスが開きます。 

重要： リストア ジョブを開始する前に、すべてのデータベースがオフラインまたは

切断された状態になっていることを確認します。 

5. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。 ［ジョブのサブミット］ダイアログ ボックスが表示されます。 

6. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を指定することができます。 ［OK］をクリックします。 選択した

スクリプトがジョブ キューに追加されます。 リストア ジョブの進行状況を監視する

には、ジョブ ステータス マネージャを使用します。 
 

SQL Server Writer 
このセクションでは、VSS を使用して Microsoft SQL 2005 をバックアップおよびリスト

アする際の注意事項について説明します。 リストアと回復の詳細については、

Microsoft SQL 2005 のマニュアルを参照するか、Microsoft に直接お問い合わせくだ

さい。 
 

SQL 2005 の一般的なガイドライン 

Microsoft SQL 2005 データベースに関連するバックアップおよびリストア操作の一般的

なガイドラインについて以下で説明します。 

 VSS を使用してバックアップされた Microsoft SQL データベースは、VSS ライタ

と SQL Server Writer を使用してリストアする必要があります。 

 リストア ジョブを開始する前に、すべてのデータベースがオフラインになっているか、

または切断されていなければなりません。 
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転送不可能な VSS バックアップおよびリストア - SQL Server Writer 

転送不可能な SQL Server 2005 Writer セッションは、他のライタ セッションと同じ方法

でリストアできます。 リストア マネージャで使用可能なリストアの種類の詳細については、

「リストア方式」（48 ページ）を参照してください。 

転送不可能な SQL Server 2005 Writer バックアップでは、すべてのデータが単一セッ

ションにあるので、バックアップ操作中にライタ全体を選択すると、リストア対象にライタ

全体を選択することができます。 

Agent for Open Files を使用すると、バックアップ対象に SQL Server 2005 Writer を選

択した場合、バックアップ メディア上の単一のセッションにすべてのデータが書き込ま

れます。 SQL Server 2005 Writer 全体をリストアするには、そのセッションだけを選択

するとすべてのデータがリストアされます。 データベースが複数ある場合は、そのデー

タベースのすべてのデータが 1 つのセッションで処理されます。 
 

転送可能な VSS バックアップおよびリストア - SQL Server Writer 

SQL Server Writer の転送可能な VSS バックアップは、ツリー単位またはセッション単

位でのみリストアできます。 リストア マネージャで使用可能なリストアの種類の詳細に

ついては、「リストア方式」（48 ページ）を参照してください。 

転送可能な VSS バックアップはマルチ ストリーミング ジョブとして実行され、SQL 
Server Writer では各データベースは別のセッションにバックアップされるため、SQL 
Server Writer 全体をリストアするには、各データベース セッションを個別にリストアする

必要があります。 1 つのセッションは 1 つのデータベースです。 

注： SQL Server Writer では差分バックアップがサポートされ、差分および増分バック

アップ機能は、現時点ではサポートされていません。 
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SQL Server Writer を使用した転送可能な VSS バックアップのリストア 

SQL Server Writer の転送可能な VSS バックアップをリストアする方法 

1. リストア マネージャの［ソース］タブで、以下のいずれかを選択します。 

 ［ツリー単位］： Microsoft SQL のバックアップは、ツリー上にボリュームおよび

システム ステータスのバックアップと同じ階層で表示されます。 適切なデータ

ベースを選択するには、その横にあるアイコンをクリックします。  

1 つのデータベース、つまりマルチ ストリーミング バックアップ ジョブの最後

のデータベースがツリー上に表示されます。  

他のデータベースを表示するには、［バージョン履歴］ボタンをクリックします。 
［バージョン履歴］ウィンドウで、リストアするデータベースのストリームを示す

バージョンをクリックしてから、［選択］をクリックします。 リストア マネージャに

よって、新しいデータベースが表示されます。 

 ［セッション単位］： Microsoft SQL バックアップは個別のセッションとして表示

されます。 セッションに含まれるコンポーネントすべてをリストアするには、セッ

ション名の横にあるアイコンをクリックします。 個々のコンポーネントをリストアす

るには、セッションを展開し、コンポーネント名をクリックします。  

注： すべてのコンポーネントが個別にリストアできるわけではありません。 コンポー

ネントを個別にリストアできるかどうかは、ライタによって判断されます。 
 

2. リストア マネージャの［デスティネーション］タブで、ファイルをリストアするデスティ

ネーションを選択します。 以下のいずれかを選択します。 

 ファイルを元の場所にリストア 

 任意のドライブまたはディレクトリにリストア（別の場所） 

デフォルトで、ファイルを元の場所にリストアします。 ファイルを別の場所にリストア

する場合、コンピュータ、ディレクトリ、およびファイルの一覧が表示され、特定のデ

スティネーションを選択できます。 リストアの場所の詳細については、「リストアの場

所」（47 ページ）を参照してください。 
 

3. リストア マネージャの［スケジュール］タブで、リストアに適したオプションを選択しま

す。 
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4. リストア操作を開始するには、リストア マネージャの［スタート］ボタンをクリックしま

す。  

［セキュリティ］ダイアログ ボックスが開きます。 

重要： リストア ジョブを開始する前に、すべてのデータベースがオフラインまたは

切断された状態になっていることを確認します。 

5. ［セキュリティ］ダイアログ ボックスで、実稼動サーバの認証情報を入力して［OK］を

クリックします。  

［ジョブのサブミット］ダイアログ ボックスが表示されます。 

6. ［ジョブのサブミット］ダイアログ ボックスでは、［即実行］または［実行日時指定］を

選択して特定の日時を指定することができます。  

7. ［OK］をクリックします。  

選択したスクリプトがジョブ キューに追加されます。  

8. リストア ジョブの進行状況を監視するには、ジョブ ステータス マネージャを使用し

ます。 
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