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Kapitel 1: Einfuhrung in CA ARCserve

Backup

EinfUhrung

Dieses Kapitel enthélt folgende Themen:

Einfihrung (auf Seite 13)
Zweck dieses Handbuchs (auf Seite 14)

CA ARCserve Backup ist eine hochleistungsfahige Losung fur die
Datenschutzanforderungen von Unternehmen mit heterogenen Umgebungen.
Sie bietet flexible Leistungsféhigkeit bei der Sicherung und Wiederherstellung,
unkomplizierte Verwaltung, breite Gerateunterstitzung und untbertroffene
Zuverlassigkeit. Mit dieser Loésung kdnnen Sie lhre
Datenspeicherungsfahigkeiten optimieren, indem Sie lhre
Datenschutzstrategien an lhre individuellen Speicheranforderungen anpassen.
Daruber hinaus erméglicht die flexible Benutzeroberflache erweiterte
Konfigurationen und bietet unabhéngig von den technischen Vorkenntnissen
der Benutzer ein kostengunstiges Mittel zur Implementierung und Verwaltung
einer Vielzahl von Agenten und Optionen.

Diese Version von CA ARCserve Backup fur Windows ist die néchste
Generation in der Produktfamilie von CA ARCserve Backup. Sie baut auf den
Funktionen der vorhergehenden Versionen auf und bietet gleichzeitig neue
Funktionalitat, um Ihnen bei der Optimierung lhrer Sicherungs- und
Wiederherstellungsleistungen zu helfen. CA ARCserve Backup gewéhrleistet
einen umfassenden Datenschutz fur verteilte Umgebungen und bietet
virenfreie Sicherungs- und Wiederherstellungsvorgange. Mit einer
umfangreichen Palette an Optionen und Agenten bietet es besseren
Datenschutz im gesamten Unternehmen. Zu den erweiterten Funktionen
zahlen Online-Sicherung und -Wiederherstellung bei laufendem Betrieb von
Anwendungen und Datendateien, optimierte Geréate- und
Datentragerverwaltung sowie Systemwiederherstellung.

Einflhrung in CA ARCserve Backup 13



Zweck dieses Handbuchs

/weck dieses Handbuchs

Dieses Implementierungshandbuch beschreibt die folgenden Vorgehensweisen:
®  Planen lhrer Speicherumgebung

®  Planen lhrer CA ARCserve Backup-Installation

®  Durchfluhren von erforderlichen Installationsaufgaben

®  |nstallieren von CA ARCserve Backup

®  Aktualisieren einer Vorgangerversion von CA ARCserve Backup

= Einrichten von alternativen Installationsmethoden

®  Durchfihren von Aufgaben nach der Installation

B Integration mit anderen CA-Produkten

®  |nstallieren von CA ARCserve Backup und Aktualisieren einer
Vorgéangerversion von CA ARCserve Backup mit Hilfe empfohlener
Methoden

14 Implementierungshandbuch



Kapitel 2: Planen der
Speicherumgebung

Dieses Kapitel enthélt folgende Themen:

Vorbereitende Tasks (auf Seite 15)
Speicheranforderungen fir Unternehmen (auf Seite 16)
Anforderungen an die Datenubertragung (auf Seite 17)
Anforderungen an die Speicherkapazitat (auf Seite 28)
Katastrophen (auf Seite 31)

Beispielberechnungen (auf Seite 35)

Vorbereitende Tasks

Es ist weniger ein technisches Problem als vielmehr eine Frage des Umsetzens
einer Sicherungsstrategie, lhre Daten zu schitzen und Sicherungen zu
verwalten. Zwar kénnen mit Hilfe der Technik Sicherungsstrategien umgesetzt
werden, welche Strategie fur Sie am geeignetsten ist, kdnnen jedoch nur Sie
selbst festlegen.

Bevor Sie CA ARCserve Backup-Software effektiv einsetzen kénnen, missen
Sie die Anforderungen lhres Unternehmens im Bereich Datenspeicherung
analysieren. Gehen Sie wie folgt vor:

®m  Verschaffen Sie sich einen Uberblick Uber die Nutzung von
Datenressourcen in lThrem Unternehmen.

B Ermitteln Sie, wie Sicherheit und Verfugbarkeit sich auf lhr Unternehmen
auswirken kdénnen.

®  Entwickeln Sie einen umfassenden allgemeinen Speicherungsplan, bevor
Sie zusatzliche Hardware erwerben oder CA ARCserve Backup
konfigurieren.

Nachdem Sie Uber eine klare Vorstellung lhres Sicherungsbedarfs verfugen,
kénnen Sie mit Hilfe der Informationen in diesem Kapitel einen umfassenden
Implementierungsplan entwickeln fur:

®  schnelles Wiederherstellen von Dateien und Verzeichnissen, die von
Benutzern geldscht wurden, und datenbankbezogenen Daten.

®  zentrale Sicherungsverwaltung fur vernetzte Rechner

®  Sicherungsvorgange, welche die alltagliche Geschéaftstatigkeit nicht
beeintréchtigen

Planen der Speicherumgebung 15



Speicheranforderungen fir Unternehmen

®  eine an lhren Bedarf angepasste Anzahl von Datentragern und
Sicherungsgeraten

®  vollstdndige Wiederherstellung nach schwerwiegendem Datenverlust

Speicheranforderungen fur Unternehmen

Um lhren Bedarf an Vault-Speicherplatz, Speicherhardware und Datentragern
zu bestimmen, missen Sie lhre allgemeine Planung zu konkreten
Anforderungen ausformulieren. Sie mussen Folgendes entscheiden:

®  Wie viel Geld missen Sie fur Datentrager, Hardware und Verbesserungen
am Netzwerk ausgeben?

®  Wie groR ist die tatsachlich zu schitzende Datenmenge?
®  Wann kdnnen Sie Sicherungen ausfiihren, ohne andere Ablaufe zu stéren?

®  Wie viel Netzwerkverkehr kann Ihr Netzwerk wahrend der Sicherungen
bewaltigen?

B Wie lange kdnnen Sie nach einem Datenverlust auf das Wiederherstellen
einer durchschnittlichen Datei bzw. eines Dateisystems warten?

In den folgenden Abschnitten werden diese Punkte im Einzelnen erértert.

Uberlegungen zum Budget

Beim Planen eines Grol3projektes zahlt es sich manchmal aus, von Anfang an
das Offensichtliche zu betonen: Jeder der in diesem Kapitel behandelten
Parameter erhoht die Kosten. Wenn Sie Geschwindigkeit verlangen, bendtigen
Sie ein schnelleres Netzwerk mit gréRerer Bandbreite und zahlreichere und
schnellere Sicherungsgerate. Beides ist aullerst kostenintensiv.

Hinsichtlich Ihrer Anforderungen an Geschwindigkeit oder Datensicherheit
mussen Sie moglicherweise weitere Datentrager erwerben. Diese sind oft
unvermutet teuer, besonders solche fiir neuere und schnellere
Sicherungsgeréte.
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Anforderungen an die Datenubertragung

Sie mussen entscheiden, was sich Ihr Unternehmen eher leisten kann:

Ausgaben fur eine Sicherungs- und Wiederherstellungslosung oder

EinbuRen durch Datenverlust und verschwendete Arbeitszeit

Gehen Sie dann wie folgt vor:

Entscheiden Sie, zu welchen MalRnahmen Sie bereit sind, um beide
Kostenfaktoren in Grenzen zu halten.

Entscheiden Sie, ob fur Sie in erster Linie Leistung oder Wirtschaftlichkeit
zahlt.

Wagen Sie die im folgenden Abschnitt erorterten Vorteile im Hinblick auf
diese Grundsatzentscheidung ab.

Voraussetzungen der Netzwerk- und Computerinfrastruktur

Machen Sie sich spatestens jetzt mit der Konfiguration von Hardware,
Netzwerk und Standorten vertraut, der Grundlage lhrer Sicherungs- und
Wiederherstellungsplanungen. Ermitteln Sie:

die Anzahl und Typen der Computer und Workstations, fur die Sicherungen
erstellt werden sollen.

welche Computer Uber angeschlossene Datentragerbibliotheken oder
Speichergerate verfugen (die CA ARCserve Backup-Server).

den Typ der SCSI- oder Glasfaserverkabelung zwischen jeder der
Bibliotheken und den zugehérigen Servern und die jeweiligen
Durchsatzraten.

den Bibliothekstyp jedes Servers.
den Gerétetyp jeder Bibliothek und die jeweilige Durchsatzrate.
den Grad der ggf. zu verwendenden Datenkomprimierung.

die Typen und Kapazitaten lhres Netzwerks, der Teilnetze, Router usw.

Anforderungen an die Datenlubertragung

Die Gesamtdurchsatzrate fur Datenubertragungen lhres Sicherungs- und
Wiederherstellungssystems bestimmt den Zeitumfang, der fur
Speichervorgénge erforderlich ist. Sie mussen lhre Anforderungen an das
Sicherungsfenster, die Sicherungsdaten und die Geschwindigkeit der
Datenwiederherstellung gegen die Leistungsfahigkeit lhrer vorhandenen
Infrastruktur und lhren finanziellen Spielraum abwéagen.
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Anforderungen an die Datenlbertragung

Nachdem Sie den Umfang lhrer Daten und die verfugbaren Sicherungszeiten
bestimmt haben, kdnnen Sie ungefahr die minimale Durchsatzrate der
Dateniuibertragung abschéatzen, die fur eine vollstandige Sicherung der Daten in
der zur Verfigung stehenden Zeit erforderlich ist. Verwenden Sie den
ermittelten Wert als Ausgangspunkt fiir die weiteren Entscheidungen, die Sie
an spéaterer Stelle in diesem Kapitel treffen missen.

Sie mussen zum Berechnen einer ungefahren minimalen Durchsatzrate die
Menge der Daten durch die zur Datensicherung verfugbare Zeit dividieren:

Zu_sichernde Daten + Sicherungsfenster = Erforderliche Durchsatzrate
Beispiel: Datenlubertragungsberechnung

Wenn Sie 1 Terabyte Daten sichern mdchten, dafur jede Nacht 5 Stunden zur
Verfligung stehen und die Daten in einer Sitzung vollstandig gesichert werden
sollen, mussen Sie eine Durchsatzrate von 200 GB/h erreichen.

Anforderungen an den Sicherungsablaufplan

Je mehr Daten gesichert werden sollen, desto mehr Zeit, Hardware,
Datentrager und Netzwerkbandbreite sind erforderlich.

Sie mussen Folgendes entscheiden:

B Missen Sie nur Benutzerdaten sichern?

B Mussen Sie auch Systemkonfigurationen und installierte Anwendungen in
die Sicherung aufnehmen?

®  Schéatzen Sie die ungefahre GesamtgroéfRe fur die zu sichernden Dateien,
einschliefllich einer auf den Erfahrungen in lhrem Unternehmen
beruhenden, hinreichend groRen Spanne fir zukiinftiges Wachstum.

Uberlegungen zum Datensicherungsfenster

Wie die Menge der zu sichernden Daten sind auch Ihre Anforderungen an die
Infrastruktur und Verwaltung von der Zeit abh&ngig, die in einem bestimmten
Zeitraum fur die Sicherung zur Verfugung steht. Stellen Sie sich folgende
Fragen:

® Konnen Sicherungen aulRerhalb der Ublichen Arbeitszeiten, nachts oder am
Wochenende, durchgefuhrt werden?

®  Mussen Sicherungen parallel zur normalen Geschaftstatigkeit durchgefuhrt
werden, weil Ihr Netzwerk rund um die Uhr verwendet wird?
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Anforderungen an die Datenubertragung

Ermitteln Sie die Zeitabschnitte, die taglich und wdchentlich zur Verfugung
stehen. Falls Ihr Unternehmen fur l&ngere Zeitr&ume pro Monat bzw. pro Jahr
geschlossen hat, kénnen Sie auch diese Zeiten in Ihre Uberlegungen
einbeziehen.

Datenubertragungsrate der Hardware

Es ist unwahrscheinlich, dass Ihre Sicherungshardware ein einschrankender
Faktor beim Erreichen lhrer angestrebten Durchsatzrate ist. Die meisten
Gerate sind sehr schnell. Sie sollten in der Planungsphase jedoch trotzdem die
Geschwindigkeit der Hardware ermitteln. Als Mindestanforderung bendtigen
Sie ausreichend bzw. ausreichend schnelle Hardware, um die Daten innerhalb
der verfugbaren Zeit auf Datentrdger zu schreiben. Mit einer geringeren
Anzahl schneller Gerate und einer grof3eren Anzahl langsamer Gerate kann
oftmals der gleiche Durchsatz erzielt werden. Schétzen Sie mit Hilfe der
nachstehenden Angaben den Gesamtdurchsatz lhrer Hardware ab.

Uberlegungen zu SCSI- oder Glasfaserschnittstellen

Ein Gerat kann nur so schnell sein wie die Verbindung zur jeweiligen
Datenquelle. Derzeit gebrauchliche Sicherungsgerate verwenden fur die
Verbindung Standard-SCSI- oder Glasfaserschnittstellen. In der folgenden
Tabelle werden die gebrauchlichsten Varianten aufgelistet.

Version Busbreite Ungefahre maximale Durchsatzrate
Wide Ultra SCSI 16 Bit 40 MB/s = 144 GB/h

Ultra2 SCSI 8 Bit 40 MB/s = 144 GB/h

Wide Ultra2 SCSI 16 Bit 80 MB/s = 288 GB/h

Ultra 160 SCSI 16 Bit 160 MB/s = 576 GB/h

Ultra 320 SCSI 16 Bit 320 MB/s = 1152 GB/h

Glasfaser 1GB 100 MB/s = 360 GB/h

Glasfaser 2GB 200 MB/s = 720 GB/h

Wie Sie sehen, sind die meisten der SCSI- und Glasfaserschnittstellen in der
Lage, die Beispielanforderung von 200 GB/h zu bewaltigen. Bei Verwendung
z. B. einer Wide Ultra2 SCSI-Verbindung werden die angestrebten 200 GB/h
schon Uberschritten. Selbst wenn Sie einen langsameren SCSI-Controller
verwenden, kénnen Sie durch den Einsatz mehrerer SCSI-Controller die
angestrebte Durchsatzrate der Datenibertragung von 200 GB/h erreichen.
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Anforderungen an die Datenlbertragung

Selbstverstandlich sollten die SCSI-Bus- oder Glasfaserschnittstellen die
erforderliche Durchsatzrate normalerweise nicht beeintrachtigen. Jede dieser
SCSI-Varianten kann die im Beispiel benétigten 40 GB/h problemlos zur
Verfiigung stellen. Die meisten kénnten den gesamten 200-GB-Job in weniger
als zwei Stunden bewaltigen. Eine Wide Ultra 160 SCSI-Verbindung wiirde
dafur nur etwa 30 Minuten brauchen.

Hinweise zu Bandlaufwerken

Es gibt viele Arten von Bandlaufwerken. Einige der gebréauchlichsten werden in
der folgenden Tabelle aufgelistet.

Geréatetyp Ungefahre Durchsatzrate 2:1 Maximale Kapazitat (komprimierte
(komprimierte Daten) Daten)
DDS-4 6,0 MB/s = 21,6 GB/h 40 GB
AIT-2 12,0 MB/s = 43,2 GB/h 100 GB
AIT-3 31,2 MB/s = 112,3 GB/h 260 GB
DLT 7000 10,0 MB/s = 36,0 GB/h 70 GB
DLT 8000 12,0 MB/s = 43,2 GB/h 80 GB
Super DLT 24,0 MB/s = 86,4 GB/h 220 GB
Mammoth-2 24,0 MB/s = 86,4 GB/h 160 GB
Ultrium (LTO) 30,0 MB/s = 108,0 GB/h 200 GB
IBM 9890 20,0 MB/s = 72,0 GB/h 40 GB
IBM 3590E 15,0 MB/s = 54,0 GB/h 60 GB

Selbst wenn ein einzelnes Gerat u. U. nicht Uber genigend Durchsatzrate fur
den Beispielwert von 200 GB/h verfugt, ist es durch das Verwenden mehrerer
Datentragergerate moglich, diese Durchsatzrate zu erreichen. Zum Beispiel
bendétigen Sie fur 200 GB/h zwei Ultrium-Bandlaufwerke bzw. finf DLT 8000-
Laufwerke.
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Anforderungen an die Datenubertragung

Uberlegungen zur Netzwerkbandbreite

An dieser Stelle miissen Sie Ihr Netzwerk in die Uberlegungen einbeziehen.
Die verfugbare Netzwerkbandbreite bestimmt mehr als jeder andere Faktor die
Datenmenge, die wahrend eines bestimmten Sicherungszeitraums tatsachlich
Ubertragen werden kann. In der folgenden Tabelle werden die Leistungsdaten
der unterschiedlichen Netzwerktypen miteinander verglichen. Aus der Tabelle
geht hervor, dass die Leistungsdaten des Netzwerks umfangreiche
Sicherungsvorgange entscheidend beeintrachtigen kénnen.

Netzwerktyp Theoretische Tatsachlicher Tatséchliche Durchsatzrate>
Durchsatzrate Durchsatz
10Base-T Ethernet 10 MBit/s = 40-50% 500 KB/s = 1,8 GB/h
1,25 MB/s
100Base-T Ethernet 100 MBit/s = 80% 10 MB/s = 36 GB/h
12,5 MB/s
1 Gigabit Ethernet 1000 MBit/s = 70% 87,5 MB/s = 315 GB/h
125 MB/s

Hinweis: Bedenken Sie, dass die aufgefuhrte maximale tatséchliche
Durchsatzrate nicht erreicht wird, wenn die Sicherung zeitgleich mit anderen
Vorgéngen erfolgt.

Anforderungen an die Durchsatzrate und Berechnung der Ressourcen

Wenn das Ergebnis der in den vorangehenden Abschnitten dargestellten
vorlaufigen Berechnungen darauf hindeutet, dass mit lhrer vorhandenen
Infrastruktur die erforderliche Durchsatzrate erreichbar ist, sind u. U. keine
weiteren Uberlegungen notwendig. Gewdhnlich treten bei den vorlaufigen
Berechnungen jedoch Differenzen zwischen den erklarten Anforderungen und
der verfugbaren Zeit bzw. den Ressourcen zutage.

Wenn Minbandbreite die Datenmenge ist, die in einem bestimmten Zeitraum
durch den engsten, langsamsten Netzwerkengpass von der Sicherungsquelle
zum Sicherungsdatentrager tUbertragen werden kann und wenn
Sicherungsfenster das verfligbare Zeitfenster ist, wird der Sicherungsvorgang
von folgender Gleichung bestimmt:

Ubertragene Daten = Sicherungsfenster x Minbandbreite
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Anforderungen an die Datenlbertragung

In unserem Beispiel gibt es ein Sicherungsfenster von funf Stunden, schnelle
Speichergerate und ein 100Base-T Ethernet. Das Ethernet/LAN ist somit das
schwachste Glied der Kette, wobei folgende Gleichung gilt:

Ubertragene Daten = 5 h x 36 GB/h = 180 GB

Zum Sichern von 1 Terabyte Daten ist deshalb mindestens eine der folgenden
MaRnahmen erforderlich:

®  Erhdhen der zum Sichern von Daten verfligbaren Zeit
®  Erhdéhen der am Engpass des Datenwegs verfugbaren Bandbreite

®  Reduzieren der GroRe von Ubertragene_Daten durch das Sichern der
1 Terabyte Daten in einer Folge kleinerer, unabhangiger Vorgénge.

In den folgenden Abschnitten werden einige mdgliche Alternativen
vorgeschlagen, mit denen mindestens jeweils eine der zuvor aufgefuhrten
MaRnahmen durchgefuhrt werden kann.

Uberlegungen zum Datenweg

Wenn Sie die in der verfligbaren Zeit zu Ubertragende Datenmenge nicht
reduzieren kénnen, ist eine moégliche Lésung das Erhdhen der verfigbaren
Bandbreite. Sie kénnen dies entweder in dem Netzwerk durchfuhren, das
Daten-Hosts mit dem CA ARCserve Backup-Server verbindet, oder in der
Hardware, die Server und Datentrager verbindet.

Netzwerkerweiterungen

In der Regel ist das Netzwerk der wichtigste Grund fur Verzdégerungen in der
Sicherungsumgebung des Unternehmens. Wenn also eine Beschleunigung des
Netzwerks technisch und finanziell mdglich ist, kann das Aufriisten des
Netzwerks eine lohnende Investition darstellen.

Beispiel: Berechnung der Netzwerkerweiterungen

Wenn Sie z. B. Uber ein 100Base-T Ethernet-LAN verfugen und dieselben
Anforderungen an die Datenubertragung gelten wie im bisherigen Beispiel
(200 GB/h), kdnnen Sie im zulassigen Zeitrahmen (5 Stunden) keine
Sicherung durchfiihren. Wenn alle Daten gesichert werden sollen, ist ungeféahr
die sechsfache Zeit erforderlich. Mit einem Gigabit Ethernet-Netzwerk wirde
die Sicherung in weit weniger als der verfiigbaren Zeit abgeschlossen sein, und
andere Geschaftstatigkeiten wiirden ebenfalls von dem
Geschwindigkeitszuwachs profitieren.
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Anforderungen an die Datenubertragung

SAN-Netzwerke (Storage Area Network)

Ein SAN (Storage Area Network) kann die Sicherungsleistung erheblich
verbessern, indem Daten tber Hochgeschwindigkeits-Fibre Channel-
Verbindungen und nicht Giber langsamere Netzwerkverbindungen tbertragen
werden. Zusétzlich zu den Leistungsvorteilen, die sich aus der hohen
Bandbreite der Fibre Channel-Verbindungen und der geringen Belastung des
Hostcomputer-Prozessors ergeben, verbessert ein SAN auch die Netzwerk-
Gesamtleistung, indem das Unternehmensnetzwerk von den
Datentibertragungen der Sicherungen entlastet wird, die nun Uber ein eigens
daflr bestimmtes Speichernetzwerk abgewickelt werden.

Obwohl das Implementieren und Warten von SANs kostenintensiv ist, gehen
die Vorzuge Uber reine Sicherungen hinaus. Bevor Sie sich fur das
Implementieren eines SAN entscheiden, ist eine sorgfaltige Analyse lhrer
Anforderungen erforderlich. Weitere Informationen dariber, wie Sie mit Hilfe
von CA ARCserve Backup die Vorteile eines SAN voll nutzen, finden Sie im
"Storage Area Network (SAN) Option — Benutzerhandbuch™.

Erweiterungen fir SCSI-Busse und Gerate

In Fallen, in denen die Beschrédnkung durch unzureichenden Geratedurchsatz
hervorgerufen wird, oder wenn Sie in einem schnellen Netzwerk uUber
Uberkapazitaten verfiigen, bendtigen Sie u. U. leistungsfahigere
Sicherungsgeréate oder zusatzliche Gerate der von lhnen eingesetzten Modelle.
Wenn Sie éltere, langsamere Laufwerkstechnik verwenden, lohnt es sich
eventuell, auf Gerate mit héherer Geschwindigkeit bzw. auf einen schnelleren
SCSI-Bus aufzuristen. In vielen Fallen ist es jedoch besser, die Anzahl der
Gerate zu erh6hen und bei Bedarf Bibliotheken hinzuzufiigen. Sie kdnnen
Speichervorgénge dann parallel und mit mehreren Geréten gleichzeitig
abwickeln.

Uberlegungen zu alternativen Datenwegen

Wenn Sie das Netzwerk nicht aufriisten und die fur Sicherungen verfligbare
Zeit nicht erh6hen kdénnen, ist es fast immer mdéglich, den Umfang der Daten
zu verringern, die wahrend einer bestimmten Instanz lhrer Sicherung zu
verarbeiten sind. Sie erreichen dies durch eine der folgenden MalRnahmen:

®  Segmentieren des Netzwerks

m  Segmentieren der Daten, damit diese in einer Reihe aufeinander folgender
Sicherungen gesichert werden

®  Beschranken des Umfangs der Sicherungen, so dass nur Daten gespeichert
werden, die seit der letzten Sicherung gedndert wurden
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Anforderungen an die Datenlbertragung

Segmentieren des Netzwerks

In vielen Fallen kénnen Sie lhre vorhandene Netzwerkbandbreite besser
ausnutzen, indem Sie CA ARCserve Backup-Server in unterschiedliche
Teilnetze verlagern.

®  Wenn keine Teilnetze eingerichtet sind, miussen die gesamten Daten, die
Sie sichern, durch das ganze Netzwerk Ubertragen werden, damit sie zu
den CA ARCserve Backup-Servern gelangen. Als Folge davon mussen alle
Daten nacheinander jeden Netzwerkknoten durchlaufen.

®  Wenn Sie Ihr Netzwerk in Teilnetze unterteilen, erzeugen Sie damit
effektiv zwei oder mehr Netzwerke mit der gleichen Geschwindigkeit, von
denen jedes nur einen Bruchteil der Sicherungsdaten bewaltigen muss. Die
Daten durchlaufen das Gesamtnetzwerk parallel.

Wenn Sie in dem Beispiel nicht 1 Terabyte Daten im gesamten Netzwerk,
sondern je 500 GB in zwei Teilnetzen sichern wirden, kénnte die Sicherung
doppelt so schnell durchgefiihrt werden. Jedes Teilnetz kdnnte die 500 GB mit
einer Geschwindigkeit von 36 GB/h in insgesamt 14 Stunden Ubertragen
(sonst 28 Stunden). In dem funfstindigen Sicherungsfenster kdnnten Sie nun
360 GB uUbertragen. Dies ist zwar immer noch nicht ausreichend, jedoch
wesentlich besser als die in einem nicht unterteilten Netzwerk mdéglichen

180 GB.
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Anforderungen an die Datenubertragung

Segmentieren der Daten

Es gibt keinen zwingenden Grund, die gesamten Daten lhres Unternehmens
wie einen einzelnen Block zu behandeln. Oft ist es sogar sinnvoller, die Daten
in logisch zusammenhangende Teilsticke zu segmentieren, bevor sie
gesichert werden. Dadurch wird die fur einzelne Sicherungsvorgdnge bendtigte
Zeit verringert, kurze Sicherungszeitraume werden besser ausgenutzt, und die
Leistung in langsamen Netzwerken wird verbessert. Es werden immer noch
alle Daten gesichert. Dies erfolgt lediglich in einer Folge kurzerer
Sicherungsvorgange und tiber mehrere Tage verteilt.

Sie kénnten z. B. in jeder Nacht von Montag bis Samstag jeweils 20 % von

1 Terabyte sichern. Im Verlauf einer Woche wirden Sie somit tber das
100Base-T Ethernet-Netzwerk das gesamte Terabyte sichern, ohne den
taglichen Sicherungszeitraum von funf Stunden zu Uberschreiten. Als
zusatzlichen Vorteil ermdglichen die kompakten Einzelsicherungen ein
schnelleres und unkomplizierteres Auffinden und Wiederherstellen der Daten,
da der Umfang des zu durchsuchenden Bestandes verringert wird.

Der Nachteil dieses Verfahrens ist, dass nicht alle Daten taglich gesichert
werden. Fur die meisten Unternehmen ist es jedoch unerlasslich, den
gesamten Datenbestand taglich zu sichern. Diese Methode ist daher nicht
immer geeignet.

Sie kénnen lhre Daten fur die Sicherung nach einem der folgenden Kriterien
segmentieren:

B nach Geschaftsfunktion (wie Buchhaltung, Technik, Personalwesen,
Vertrieb oder Versand)

B nach geographischem Standort (wie Entwicklungslabor Stuttgart,
Vertriebszentrale Kéln, Zweigstelle Hamburg, Zweigstelle Minchen,
Zweigstelle Amsterdam oder Vertriebszentrale Paris)

®  nach Netzwerkstandort (wie NAOO5, NAOO2, NAOO3, JP001 und EUOO01)

Ilhre Segmentierungsstrategie sollte die Daten jedoch in einigermalRen
zusammenhdngende Sicherungsquellen gruppieren, damit der
Geschwindigkeitszuwachs nicht wieder durch langwieriges Suchen und
zusatzlichen Netzwerkverkehr verloren geht.
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Anforderungen an die Datenlbertragung

Sicherungsumfang

Nachdem Sie die Daten segmentiert haben, kdnnen Sie die erforderliche
Durchsatzrate weiter verringern, indem Sie den Umfang einiger Sicherungen
einschranken. Ublicherweise wird taglich nur ein relativ geringer Prozentsatz
der Daten verandert. Diese Anderungen muissen zwar gesichert werden, eine
vollstandige Sicherung ist in der Regel jedoch nicht erforderlich.

Beispiel: Sicherungsumfang

Wenn Sie alle Daten t&glich sichern méchten und nur 10 % der Daten
innerhalb eines Tages tatsachlich geandert werden, verbringen Sie 90 % lhres
zeitlich begrenzten Sicherungsfensters damit, Daten zu speichern, die bereits
gesichert wurden. Wenn Sie in diese Betrachtungen noch den
Datentragerverbrauch und den Verschlei3 der Sicherungsgerate einbeziehen,
ist dies u. U. ein recht kostspieliges Verfahren.

Es wére sinnvoller, den gesamten Datenbestand wdchentlich zu sichern,
nachdem sich mindestens 50 % der Daten geédndert haben. Sie kénnten dann
auch den langeren Zeitraum am Wochenende fiir den umfangreichsten
Speichervorgang nutzen. Sie wiirden taglich nur die Anderungen sichern.
Dadurch kénnten Sie das kurze néchtliche Sicherungsfenster einhalten und
sparsamer mit Datentragern umgehen.

CA ARCserve Backup ermdglicht dies mit Hilfe der folgenden Sicherungsarten.

m  Vollstdndige Sicherungen: Diese sichern alle Daten, ungeachtet des
Zeitpunkts der letzten Anderung.

®  Anderungssicherungen: Diese sichern Dateien, die seit der letzten
vollstandigen Sicherung gedndert wurden.

®  Zuwachssicherungen: Diese sichern Dateien, die seit der letzten
vollstandigen Sicherung oder Zuwachssicherung geédndert wurden.
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Anforderungen an die Datenubertragung

Sie mussen die Balance fur das richtige Verhaltnis zwischen vollstandigen und
teilweisen Sicherungen finden. Ideal ware es, wenn alle Daten jeweils nur
einmal gesichert wirden. lhr Bestreben ist es, unnétige Dopplungen, fur die
Zeit und Datentrager benétigt werden, soweit wie mdglich zu verringern. Sie
sollten deshalb die folgenden Uberlegungen beachten:

Vollstandige Sicherungen speichern alle Daten auf einmal. Es entsteht ein
vollstandiges, zusammenhé&ngendes Abbild der Daten zum Zeitpunkt der
Datensicherung. AuRerdem werden die Daten alle zusammen in ein
einzelnes, leicht zu verwaltendes Speicherobjekt gesichert.
Sicherungsstrategien, die ausschlie3lich mit vollstandigen Sicherungen
arbeiten, sind in der Regel ineffizient, da der relative Anteil der neuen
Daten am gesamten Datenbestand normalerweise gering ist. Bei
vollstandigen Sicherungen werden zu viele Dateien gespeichert, die bereits
ausreichend bei vorhergehenden Speichervorgangen gesichert wurden.

In einigen Ausnahmesituationen jedoch, in denen sich groRe Mengen an
Unternehmensdaten in kurzer Zeit stark dndern, kann sich eine Strategie
mit vollstandigen Sicherungen als die beste Losung erweisen. Da in diesem
Fall die meisten Daten neu sind, ist die vollstandige Sicherung
madaglicherweise weniger anfallig fur die unndtige Duplizierung von
Informationen als eine Kombination aus vollstandigen und teilweisen
Sicherungen.

Zuwachssicherungen und Anderungssicherungen erméglichen es lhnen,
Netzwerkuberlastungen und uberméafiigen Datentragerverbrauch zu
vermeiden. Sie sind besser an die vorhandene Hardware und an
Bandbreitenbeschrankungen angepasst und lassen sich einfacher mit den
Arbeitszeiten der Benutzer in Einklang bringen. Zuwachs- und
Anderungssicherungen sind schneller als vollstéandige Sicherungen. Wenn
Sie zwischen den vollstéandigen Sicherungen mehrere Zuwachs- und
Anderungssicherungen durchfiihren, werden viele Dateien trotzdem
mehrfach gesichert, da Anderungssicherungen alle seit der letzten
vollstandigen Sicherung geadnderten Dateien sichern. Diese Redundanz hat
zur Folge, dass Sie Daten schnell wiederherstellen kénnen, da alle fir eine
vollstandige Wiederherstellung erforderlichen Daten auf héchstens zwei
Datensatze (der vollstdndigen und der letzten Zuwachssicherung) verteilt
sind.

Zuwachs- und Anderungssicherungen sind nur dann sinnvoll, wenn die
Menge der gednderten Daten im Vergleich zur gesamten Datenmenge
gering ist. Wenn dies der Fall ist, kdnnen Sie Anderungen auf eine kleine
Anzahl von Datentragern speichern, die haufig Gberschrieben werden.
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Anforderungen an die Speicherkapazitat

Parallele Speichervorgange (Multistreaming)

Wenn die Speichervorgange durch die Durchsatzraten der Geréte beschrankt
werden und die erforderliche Netzwerkbandbreite verfugbar ist, kbnnen Sie die
Speichervorgénge so einrichten, dass alle verfugbaren Geréte gleichzeitig
verwendet werden. Durch das Verteilen der Daten auf parallele Streams wird
durch dieses Verfahren die fur die Sicherungsvorgénge erforderliche Zeit
erheblich verkurzt. Dabei wird jedoch mehr Netzwerkbandbreite belegt. Das
Wiederherstellen von Daten nach einem schwerwiegenden Datenverlust ist

u. U. schneller, da alle verfugbaren Gerate zusammenarbeiten, um die
gesamten oder den grofRten Teil der gesicherten Daten gleichzeitig
wiederherzustellen. CA ARCserve Backup kann abhangig von der Verfugbarkeit
der Bandgerate automatisch Multistreams erzeugen.

Anforderungen an die Speicherkapazitat

Bis jetzt wurden die Faktoren erortert, welche die Geschwindigkeit der
Sicherungs- und Wiederherstellungsvorgéange beeinflussen. Sie mussen in die
Betrachtungen jedoch auch die Menge des erforderlichen Online-
Datenspeichers einbeziehen.

Speicheranforderungen fur Online-Wiederherstellungsdaten

Sie mussen ermitteln, in welchem Umfang Sie Wiederherstellungsdaten online
in lhren automatischen Bibliotheken speichern mussen. Daten, die in erster
Linie fur Archivierungszwecke oder fur die Wiederherstellung nach
Datenverlust gesichert werden, kdnnen offline in einem Repository
(Datenbasis) oder einem Vault (Tresor) gespeichert werden. Dies muss nur
sehr selten schnell geschehen. Doch aktuelle Sicherungsdaten mussen im
Allgemeinen in einer automatischen Bibliothek verfugbar sein, damit Benutzer
problemlos und schnell die zuletzt gesicherten intakten Versionen der Dateien
finden und wiederherstellen kénnen, deren Verlust am wahrscheinlichsten ist.

So berechnen Sie den Umfang der online zu speichernden
Wiederherstellungsdaten:

1. Schatzen Sie die GroR3e einer durchschnittlichen vollstandigen Sicherung
ab.

2. Addieren Sie die geschatzte GroRe einer durchschnittlichen
Zuwachssicherung.
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Anforderungen an die Speicherkapazitat

3. Multiplizieren Sie dies mit der Anzahl der Sicherungsséatze, die in lhrem
Unternehmen fur sofortigen Zugriff verfigbar sein sollen (1" fur die
aktuellste Sicherung, "2" fur die zwei aktuellsten Sicherungen usw.). Das
Ergebnis ist der Umfang der Wiederherstellungsdaten, die Sie online
speichern muissen:

Wiederherstellungsdaten = (durchschn Vollsicherung +
durchschn_Zuwachssicherung) x Anzahl aufbewahrter Sicherungen

Speicheranforderungen fur Sicherungsdaten

Sie mussen Online-Speicherplatz fur planmé&Rig durchzufiihrende
Sicherungsvorgange reservieren.
So berechnen Sie den erforderlichen Speicherplatz:

1. Schéatzen Sie die Gr6l3e einer durchschnittlichen vollstandigen Sicherung
ab.

2. Addieren Sie das durchschnittliche prozentuale Wachstum des
Datenbestandes wahrend eines normalen vollstandigen Sicherungszyklus.

3. Addieren Sie die geschatzte Grol3e einer durchschnittlichen
Zuwachssicherung.

4. Addieren Sie das durchschnittliche prozentuale Wachstum des
Datenbestandes wahrend eines normalen Zuwachssicherungszyklus.

Speicherkapazitaten und Ressourcen
Ob Ihre Anforderungen an die Speicherkapazitat erfillt werden kénnen, hangt
von folgenden Kriterien ab:
®  zur Verfigung stehende Bibliothekstypen
®  jeweilige Anzahl pro Bibliothekstyp
B Datentragertypen, die jede Bibliothek verwendet
Nachdem Sie Typen und Anzahl der verfugbaren Bibliotheken ermittelt haben,

kénnen Sie die Kapazitat jeder Bibliothek mit Hilfe der folgenden Formel
berechnen:

Gesamtkapazitdt = Anzahl verfiigbarer Slots x Datentragerkapazitat

In dieser Gleichung ist Anzahl_verfuigbarer_Slots die Anzahl der in der
automatischen Bibliothek verfiigbaren Slots und Datentréagerkapazitat die
Kapazitat der einzelnen von den installierten Laufwerken verwendeten
Datentrager.
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Datentragerkapazitaten

Die unformatierte Kapazitat der Datentrager variiert in Abhangigkeit vom
Laufwerkstyp, Datentragertyp und vom Grad der verwendeten
Datenkomprimierung. Sie missen von der unformatierten Kapazitat den
folgenden Betrag abziehen, um die tatsachliche Datenkapazitat zu ermitteln:

Ziehen Sie rund 10 % fir Verwaltungsinformationen ab.

Diese sind fur die Datentrager-Header von CA ARCserve Backup und
verschiedene laufwerksspezifische Zusatzinformationen vorgesehen. Beachten
Sie, dass der Anteil der Zusatzinformationen gréRer sein kann, wenn Sie eine
grol3e Anzahl sehr kleiner Dateien sichern.

Beispiel: Datentragerkapazitaten

Wenn Sie z. B. versuchen, 1 TB (Terabyte) auf zehn Einzeldatentrager mit je
100 GB Kapazitat (nach Abzug des Betrags flr Zusatzinformationen) zu
sichern, sind alle Datentrager bei jeder Sicherung hundertprozentig
ausgelastet. Da dies unwahrscheinlich ist, missen Sie elf Einzeldatentrager
verwenden. Andererseits kdnnen Sie bis zu 1 Terabyte auf sechs Kassetten zu
je 200 GB (nach Abzug des Betrags fur Zusatzinformationen) sichern, da eine
ausreichend grof3e Reserve von 200 GB (20 %) vorhanden ist.

Die zuvor angegebenen Reserven sind sehr wichtig. Wenn Sie keinen
Speicherplatz fir Zusatzinformationen und unterschiedliche
Datentragerauslastung reservieren, kann es vorkommen, dass wahrend einer
Sicherung nicht mehr genug Datentrager zur Verfigung stehen und daher
keine schnelle und vollstandige Sicherung mdglich ist.

Faktoren fur die Berechnung der Speicherkapazitat

Die Lebensdauer einzelner Datentrager wird Ublicherweise als Nutzungszeit
bzw. als Anzahl der Durchlaufe des Datentragers angegeben. Vergessen Sie
nicht, beim Berechnen der Anzahl bendtigter Bander die Materialalterung der
Datentrager zu berlcksichtigen. Orientieren Sie sich an den Empfehlungen der
Hersteller.

Restriktive Kriterien zur Datentragerauswahl und extensive
Speicherauslagerungen kdnnen den Bedarf an Datentragern weit tber die
zuvor errechneten Mindestwerte hinaus ansteigen lassen.

30 Implementierungshandbuch



Katastrophen

Ein letzter zu beachtender Punkt ist, dass gewdhnlich die Gesamtmenge der zu
sichernden Daten mit der Zeit anwachst. In einigen Unternehmen wachsen die
Datenbesténde schneller an als in anderen, die Tendenz ist jedoch fast immer
steigend. Die vorangehenden Berechnungen gehen von einer mehr oder
weniger konstanten Datenmenge aus. Wenn Sie also abschatzen, wie viele
Daten Sie sichern mussen (in den Beispielen 1 Terabyte), beziehen Sie in lhre
Uberlegungen gleich das zukiinftige Wachstum ein. Uberpriifen Sie diesen
Wert spater in regelméaRigen Abstadnden, um sicher zu sein, dass stets genug
Speicherreserven fir einen kurzfristig ansteigenden Speicherbedarf vorhanden
sind.

Testen der Plane und Annahmen

Katastrophen

Nachdem Sie die erforderlichen Schatzungen vorgenommen, alle notwendigen
Berechnungen durchgefuhrt und einen fur Ihr Unternehmen umsetzbaren Plan
erstellt haben, sollten Sie diesen testen. Richten Sie eine Testkonfiguration mit
einer entsprechend verkleinerten Umgebung ein, und fuhren Sie Tests durch.

Hinweis: Sie kdnnen die Tests durch Verwendung von Dateisystemgeréten
vereinfachen. Wenn Sie die Dateisystemgerate auf /dev/null setzen, bendtigen
Sie weniger dedizierten Festplattenspeicher fur Pilottests.

Anhand der Protokolle von CA ARCserve Backup kénnen Sie vergleichen, wie
zutreffend lhre geschatzten Naherungswerte waren. Verwenden Sie
Sicherungsprotokolle fur Folgendes:

®  Priufen Sie, wie genau Sie die Datenmenge geschétzt haben, indem Sie die
GroRe der laut Threm Plan erstellten vollstdndigen Sicherung ermitteln.

m  Uberprifen Sie Ihre Schatzung des durchschnittlichen Prozentsatzes der
gednderten Daten, indem Sie die GroRRe der Zuwachssicherungen
kontrollieren.

m  Stellen Sie sicher, dass alle Daten, die gesichert werden sollten, auch
gesichert worden sind.

= Uberprifen Sie, ob sich lhre Strategien zur Daten- und
Netzwerksegmentierung wie geplant auswirken.

Bisher konzentrierten sich die Uberlegungen auf die groRte Gefahr fiir lhre
Daten - Datenverlust durch Geréateausfall oder Bedienerfehler - und auf die
Ablaufe, die allen Sicherungs- und Wiederherstellungsstrategien gemein sind.
Sie mussen jedoch noch einige zusétzliche Betrachtungen anstellen, wenn Sie
die Wiederherstellung der Daten lhres Unternehmens nach schwerwiegendem
Datenverlust planen.
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Schwerwiegender Datenverlust bedeutet den Verlust mehrerer Hosts, eines
Datenzentrums oder eines ganzen Netzwerks, einschliel3lich der lokal
gespeicherten Sicherungsdatentrager und -Hardware, auf Grund einer
naturlichen oder kinstlich herbeigefiihrten Katastrophe wie etwa ein Brand
oder Hochwasser. Um solch einer Extremsituation erfolgreich zu begegnen,
missen Sie sichere Auslagerungsorte fir einen Teil der Sicherungsdatentrager
bereitstellen und die dort verwahrten Daten standig aktualisieren.

Risikobewertung

Bevor Sie diese Gedankengénge vertiefen, machen Sie sich klar, fur welche
Notsituationen Sie tatsachlich Vorsorge treffen kébnnen. Beziehen Sie in lhre
Uberlegungen die Wichtigkeit der Daten, die Kosten der SchutzmaRnahmen,
die Gro3e des Risikos und die fur die jeweiligen Standorte geltenden
Unternehmensrichtlinien ein.

Stellen Sie sich folgende Fragen:

®  Wie wahrscheinlich ist es, dass Ihr Unternehmen von einer Katastrophe
betroffen ist, die die gesamte Region bzw. Grof3stadt heimsucht? Solche
Katastrophen sind z. B. Erdbeben, Hochwasser oder Krieg.

B Wie wahrscheinlich sind ortlich begrenzte Ungliicksfalle wie etwa
Gebaudebrande, Uberschwemmungen oder Vandalismus?

®  |n welchem Umfang wirden Daten bei einer grol3en Katastrophe verloren
gehen? Und bei einem kleineren Ungluck?

®  Wie schwer wirde der Datenverlust Ihr Unternehmen jeweils
beeintréchtigen?

®  Zu welchen Ausgaben ist IThr Unternehmen bereit, um sich gegen die
einzelnen von Ihnen benannten Risiken abzusichern?
Hinweise zu externen Speicherstandorten

Bei der Speicherverwaltung ist das Auswahlen eines Repository bzw. eines
Vault auBerhalb des Standorts das Ergebnis einer Reihe von Abwagungen.

32 Implementierungshandbuch
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Vault-Sicherheit

Vault-Zugriff

Vault-Kosten

Der Vault muss entfernt genug vom Hauptsitz gelegen sein, damit der
Standort fur die Auslagerung nicht ebenfalls von den Katastrophen betroffen
ist, gegen deren Auswirkungen er sie eigentlich schiitzen soll.

Beispiel: Vault-Sicherheit

®  Wenn Erdbeben die gr6ite Bedrohung fur lhre Daten darstellen, sollte der
Vault sich in einem erdbebensicheren Gebaude in einiger Entfernung vom
Hauptsitz Ihres Unternehmens befinden oder sogar in einer anderen Stadt
bzw. in einer anderen seismischen Zone.

®  Falls Brande oder 6rtlich begrenzte Uberschwemmungen die gréRte Gefahr
darstellen, kann ein Lagerraum in einem oberen Stockwerk des
gegeniberliegenden Gebaudes ausreichend sein.

Durch die MalRnahmen, die zur Isolation der Datenbasis von lhrem
Hauptstandort beitragen, wird die laufende Aktualisierung der Daten in dem
Remote-Repository erschwert (und verteuert). Ausgelagerte Daten mussen
angemessen aktuell sein, damit sie von Nutzen sind. Dies bedeutet, Sie
mussen mit vertretbarem Aufwand zuganglich sein. Ein Vault in einer weit
entfernten Stadt bedeutet moéglicherweise den Schutz der Daten selbst vor den
schwersten Katastrophen. Es ist jedoch u. U. unméglich, taglich Datentrager
dorthin zu versenden.

Allgemein gilt: Je sicherer ein Vault ist, desto teurer ist seine Nutzung. Fur
sicherere Speichereinrichtungen sind grélRere Ausgaben erforderlich. Es dauert
oft langer, Datentrager zu diesen Einrichtungen und zuriick zu transportieren.
Je mehr Datentrager Sie auslagern, desto mehr mussen Sie fur den
Hauptstandort erwerben.
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Disaster Recovery mit Archiv

Da bei Katastrophen per Definition sowohl lhre Infrastruktur als auch die
Sicherungsdatentrager zerstért werden, sollten Sie von der Annahme
ausgehen, dass Sie zuerst die Systeme komplett ersetzen mussen, bevor Sie
mit der eigentlichen Wiederherstellung beginnen kénnen. Aus diesem Grund
sollten Sie am Auslagerungsort stets Folgendes aufbewahren:

®  FEinzeldatentrager, die startfahige Betriebssysteme fur die CA ARCserve
Backup -Server enthalten

B eine aktuelle vollstandige Sicherung des Dateisystems, der Datenbanken
und Mail-Server, die von CA ARCserve Backup unterstitzt werden

Sie sollten dort auch die Distributionsdatentrager von CA ARCserve Backup
und eine Textdatei aufbewahren, in der die Parameter lhrer
Hardwarekonfiguration aufgefuhrt sind.

Testen der Systemwiederherstellung

Um sicher zu sein, dass lhre Daten auch nach schwerwiegendem Datenverlust
verflgbar sind, missen Sie regelmaRig die Daten testen, die Sie archivieren.
RoutineméaRige Dateisicherungsverfahren werden immer dann getestet, wenn
ein Benutzer eine geldschte Datei nicht wiederherstellen kann. Probleme
werden schnell bekannt und ihre Folgen sind im Allgemeinen nicht gravierend.
Katastrophen hingegen sind per Definition selten und teuer. Wenn Sie erst
nach einem Brand in Ihrem Datenzentrum feststellen, dass Ihr
Sicherungsverfahren nicht funktioniert, ist es bereits zu spét. Stellen Sie
deshalb sicher, dass diese nur gelegentlich verwendeten Ablaufe regelmaRig
getestet werden.

FUhren Sie die folgenden Tests durch, wenn Sie neue Software oder Hardware
installieren bzw. bestehende Ablaufe verandern:

B Fihren Sie eine Sicherung auf Datentrager durch, wie dies fur die
Auslagerung und die Wiederherstellung nach einem Systemausfall
geschehen wiirde.

= (Uberpriifen Sie, ob bei dem Sicherungsvorgang alle angegebenen Daten
erfolgreich gespeichert wurden.

®  Simulieren Sie unter Verwendung der Sicherungsdatentrager aus dem Test
einen Wiederherstellungsvorgang nach schwerem Datenverlust.

Sie sollten auch gelegentlich kurze, simulierte Sicherungs- und
Wiederherstellungsvorgange durchfiihren. Durch routineméaRiges Testen
kénnen Sie standig die Speicherungsvorgange trainieren und ihre
Zuverlassigkeit einschatzen.
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Beispielberechnungen

Das folgende Beispiel veranschaulicht einige reprasentative Situationen, auf
die ein Sicherungs- und Wiederherstellungsplan eingehen muss.

Hinweis: Es wird davon ausgegangen, dass der Sicherungsserver Uber
genligend CPU-Leistung und Speicher verfligt und die
Festplattengeschwindigkeit auf dem Client und dem Server ausreichend ist.

Durchsatzrate fur Clients und Server in einem 100Base-T Ethernet-LAN ohne
Teilnetze

In dieser Konfiguration kdnnen sich die Daten mit hochstens 36 GB/h durch
das Netzwerk bewegen, unabhéngig von der Anzahl der verfugbaren Server
und Bibliotheken. Um 1 Terabyte Daten zu sichern, bendtigt der
Sicherungsvorgang 28 Stunden.

4 Laufwerke mit 108 GBh = 432 GBh
Bibliothek Bibliothek

100 BaseT Ethernet-LAN
36 GBH

ADIC Scalar 100LTO Ultra 160 SCSI Utra 160 SCEl - apic Sealar 100 LTO
mit 2 Banclaufwerken 576 GBI 76 GBh mit 2 Bandiautuverken

Client und Server in einem 100 BaseT Ethernei-LAN
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Durchsatzrate fur Clients und Server in zwei 100Base-T Ethernet-Teilnetzen

In dieser Konfiguration kénnen mit der 100Base-T-Ubertragungsrate von

36 GB/h doppelt so viele Daten Ubertragen werden. Fir das Sichern von

1 Terabyte Daten miusste jedes Teilnetz nur 500 GB bewaltigen. Der Vorgang
dauert dann 14 Stunden. Etwas Leistung geht verloren, da das Netzwerk die
Datentragerlaufwerke in jeder Bibliothek nicht durchgehend mit der optimalen
kombinierten Geschwindigkeit von 36 GB/h versorgen kann.

2 Lautwerke mit 108 GBA = 216 GBh 2 Laufwerke mit 108 GBh = 216 GBh

Bibliothek Bibliothek

Zuwei 100 BaseT Ethernet-Teinetze
(ie 36 GBM)

Utra 160 SCS1 ADIC Scalar 100 LTO
576 GBh mit 2 Bandiaufwerken

ADIC Scalar 100 LTO Uttra 160 SCSI

mit 2 Bandlaufwerken 576 GBh

Client und Server in einem 100 BaseT Ethernet-Teilnetz
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Durchsatzrate fur Clients und Server in einem Gigabit Ethernet-Netzwerk

In dieser Konfiguration werden die Daten mit einer Geschwindigkeit von
315 GB/h ubertragen. Um 1 Terabyte Daten zu sichern, bendtigt der
Sicherungsvorgang 3 Stunden.

& Lanwe e mitI0E GEA = 32GEA

Bibliot hek Bibliot hek

Cigahll EFerre FLAN
gl Dyl

ADK = 100 LT UliA 150 =5E1 Ui 1s0=CEl AN S 100 LT
mll 2 Bardi=nvenzn el ) b=l Lyl ml|Z Bardl=arkedzn

Client und Server in einem %igabit Ethernet

Durchsatzrate fur einen Server ohne Clients

Vorausgesetzt, das Festplattensystem oder der Server stellen keinen Engpass
dar, sind in diesem Fall die Laufwerke mit 216 GB/h der beschrankende

Faktor. Das System wurde zum Sichern von 1 Terabyte Daten 5 Stunden
bendtigen.

Bibliothek 2 Laufwerke mit 216 GBh
Pa— Server

ADIC Scalar 100 LTO Ultra 160 SCSI
mit 2 Bandlaufwerken 576 GBh

Server/Keine Clients
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Durchsatzrate fur Server mit SAN Option

In dieser Konfiguration kdnnen lokale Sicherungsvorgange bei den einzelnen
Servern im SAN eine Durchsatzrate von 432 GB/h erreichen.

Storage Area Network-Umgebung
Mehrere Hosts und mehrere Ziele

Netzwerkverbindung

CA ARCserve Backup-

j Mitgliedsserver

CA ARCserve Backup-
Mitgliedsserver

CA ARCserve Backup-
Primarserver

Storage Area Network
mit Switches und Bridges

Bandbibliothek 1 Bandbibliothek 2
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Speicherkapazitat fur zwei Satze von Wiederherstellungsdaten (eine vollstandige
Sicherung und eine Zuwachssicherung)

Gegeben:

B Sje mussen pro Woche 1 Terabyte an Benutzerdaten vollstandig sichern.
®  Sje mussen tégliche Zuwachssicherungen erstellen.

®  Etwa 10 % der Daten &ndern sich téglich.

B Die Daten der letzten beiden Sicherungszyklen sind online verfiigbar, um
schnell wiederhergestellt werden zu kénnen.

®  Sje verwenden LTO-Bandlaufwerke mit 2:1-Komprimierung in einer
Bibliothek mit 20 Slots.

®  Alle Datentrager werden so effizient wie mdglich ausgelastet.

Berechnen Sie zuerst den Betrag der Speicherkapazitat, die Sie zum Speichern
der aktuellen Sicherungsvorgange bendtigen. LTO-Einzeldatentrager verfugen
Uber eine unformatierte Kapazitat von 200 GB bei einer Komprimierung von
2:1. Nachdem Sie 10% Speicherplatz fur Zusatzinformationen abgezogen
haben, verbleibt noch eine tatsachliche Kapazitat von etwa 180GB. Fir eine
vollstandige Sicherung von 1 Terabyte benétigen Sie:

1 Terabyte + 180 GB / Einzeldatentrager = 6 Einzeldatentrager

Mit Hilfe der oben genannten Gleichung kénnen Sie auch die
Sicherheitsreserve wie folgt berechnen:

(6 x 180 - 1000) + 1000 = 8 %

Da sechs Bander (1TB) eine Sicherheitsreserve von 8% bieten, benédtigen Sie
keine zuséatzlichen Bander. In diesem Beispiel bendtigen Sie lediglich sechs
LTO-Béander zum Speichern einer vollstandigen Sicherung. Ausgehend von der
geschatzten Anderungsrate ergibt sich fiir die Zuwachssicherungen folgende
Rechnung:

1 Terabyte x 10 % Anderungen / Zuwachssicherung x 5 Zuwachssicherungen = 50 GB
Anderungen

Sie bendétigen also mindestens Folgendes:

500 GB + 180 GB / Einzeldatentrager = 3 Einzeldatentrager
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Da drei Bander (500 GB) eine Sicherheitsreserve von 9 % bieten, benétigen
Sie keine zuséatzlichen Bander. Fur eine Zuwachssicherung bendtigen Sie also
lediglich drei Bander.

Berechnen Sie als Nachstes den Betrag des Speicherplatzes, den Sie fur die
Online-Wiederherstellungsdaten benétigen. Sie mussen die Sétze der letzten
beiden Sicherungen in der Bibliothek aufbewahren. Sie benétigen also

9 Bander fur den alteren Satz von Wiederherstellungsdaten und 9 Bander fur
den neueren. Es sind 18 Bander erforderlich, um die Wiederherstellungsdaten
zu speichern.

Ilhre gesamten Speicheranforderungen lauten demnach wie folgt:

9 Bander fir die aktuelle Sicherung + 18 Bander fir die Wiederherstellungsdaten =
27 Bander

Als Nachstes berechnen Sie die Kapazitat der Bibliothek, wobei Sie
Reinigungsslots abziehen:

20 Slots/Bibliothek - 1 Reinigungsslot = 19 verfiigbare Slots

Es fehlen IThnen also 27 - 19 = 8 Slots, und Sie mussen eine der folgenden
MalRRhahmen treffen:

®  Hinzufugen einer Bibliothek

®  Komprimieren der gespeicherten Daten

®  Speichern von nur einem Satz von Online-Wiederherstellungsdaten

40 Implementierungshandbuch



Kapitel 3: Planen Ihrer CA ARCserve
Backup-Installation

Dieses Kapitel enthélt folgende Themen:

Unterstutzte Plattformen (auf Seite 41)

Unterstutzte Gerate (auf Seite 42)

Installationsmethoden (auf Seite 43)

Installationstypen fur CA ARCserve Backup-Server (auf Seite 45)
Datenbankanforderungen (auf Seite 48)

Zu Aktualisierungen (auf Seite 55)

Lizenzanforderungen fur das Produkt (auf Seite 59)

Versionsebenen von CA ARCserve Backup-Dateisystem-Agenten (auf Seite
60)

Unterstitzte Plattformen

Mit der CA ARCserve Backup-Komponente fur Windows Server kénnen Sie
Agenten auf den folgenden Plattformen schitzen:

= Windows

= UNIX

B Linux

®  NetWare
®  Mac OS X

B Mainframe Linux

Die aktuelle Liste der unterstutzten Betriebssysteme finden Sie in der Readme-
Datei oder auf der CA-Website ca.com.
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Unterstutzte Gerate

Unterstutzte Gerate

Um sicherzustellen, dass Ihre Hardware-Gerate kompatibel sind und CA
ARCserve Backup mit lThrem System kommunizieren kann, rufen Sie die
aktuelle Liste der zertifizierten Gerate von der CA-Website ca.com ab.

Bandbibliotheksinstallationen

Das CA ARCserve Backup-Basisprodukt unterstutzt Band- und optische
Bibliotheken mit einem Laufwerk. Wenn Sie eine Band- oder optische
Bibliothek mit mehr als einem Laufwerk verwenden, ist eine separat installierte
Tape Library Option erforderlich, und Sie missen sie auf jedem ARCserve-
Primérserver oder ARCserve-Standalone-Server mit angeschlossener
Multilaufwerk-Bibliothek lizenzieren.

CA ARCserve Backup konfiguriert automatisch Band- und optische Bibliotheken
mit Einzel- und Multilaufwerk, wenn der Bandprozess zum ersten Mal gestartet
wird.

Um Tape RAID-Vorgange in lhrer Umgebung auszufuihren, mussen Sie die
Tape Library Option lizenzieren. Nachdem die Option lizenziert ist, kbnnen Sie
Ilhre Tape RAID-Gerate einrichten, indem Sie die Geratekonfiguration auf
einem Primar- oder Mitgliedsserver mit lokal angeschlossenen Tape RAID-
Geraten ausfuhren. Weitere Informationen finden Sie im Tape Library Option—
Benutzerhandbuch.

Storage Area Network (SAN)-Installationen

Das CA ARCserve Backup-Basisprodukt unterstitzt die Verwendung von
Storage Area Network (SAN).

Wenn Ilhr SAN einen Priméarserver und einen oder mehrere Mitgliedsserver mit
einer gemeinsamen Bibliothek beinhaltet, ist eine separat installierte Storage
Area Network (SAN) Option erforderlich. Sie mussen die Option installieren
und die Lizenz fur die Option auf dem Primarserver ausstellen.
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Installationsmethoden

Sie kénnen CA ARCserve Backup folgendermalRien installieren:

Installationsassistent: Der Installationsassistent ist eine interaktive
Anwendung, mit der Sie CA ARCserve Backup auf lokalen und Remote-
Systemen installieren kdnnen.

Mit Hilfe des Installationsassistenten kénnen Sie folgende
Installationsoptionen angeben:

Installations- oder Upgrade-Typ

Installieren Sie CA ARCserve Backup auf lokalen Systemen, Remote-
Systemen sowie Cluster-Umgebungen, und erstellen Sie eine
Antwortdatei zur Ausfihrung einer unbeaufsichtigten Installation.

Wenn Sie Remote-Installationen ausfuhren, kénnen Sie CA ARCserve
Backup mit Hilfe des Installationsassistenten auf einem oder mehreren
Remote-Systemen gleichzeitig installieren. Bei Remote-Installationen
kann das Remote-Zielsystem aus verschiedenen CA ARCserve Backup-
Servertypen, verschiedenen CA ARCserve Backup-Agenten und -
Optionen oder beidem bestehen.

Hinweis: Wenn Sie eine altere Version auf einem ARCserve-
Primarserver aktualisieren, missen Sie die Option "Lokale
Installation/Upgrade" auswahlen. CA ARCserve Backup unterstitzt
keine Aktualisierungen einer alteren Version auf einem ARCserve-
Primarserver in einem Remote-System.

ARCserve-Servertyp

Geben Sie den ARCserve-Servertyp an, den Sie installieren mochten.
Weitere Informationen finden Sie im Abschnitt "Installationstypen fir
CA ARCserve Backup-Server" (auf Seite 45).
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CA ARCserve Backup-Produkte

Geben Sie die Agenten, Optionen und anderen Komponenten von CA
ARCserve Backup an, die Sie auf dem Zielsystem installieren méchten.

ARCserve-Datenbank

Geben Sie die Asnwendung an, die Sie fur die CA ARCserve Backup-
Datenbank verwenden werden, und konfigurieren Sie sie. Sie kbnnen
Microsoft SQL Server 2005 Express Edition oder Microsoft SQL Server
installieren.

Microsoft SQL Server 2005 Express ist eine kostenlose
Datenbankanwendung, die mit CA ARCserve Backup gebiindelt ist.
Microsoft SQL Server 2005 Express Edition muss auf dem CA ARCserve
Backup-Server installiert sein. Weitere Informationen finden Sie im
Abschnitt "Hinweise zu Microsoft SQL Server 2005 Express Edition”
(auf Seite 49).

Microsoft SQL Server ist eine hoch skalierbare Datenbankanwendung,
die auf dem CA ARCserve Backup-Server oder einem anderen System
in Threr Umgebung installiert werden kann. Weitere Informationen
hierzu finden Sie im Abschnitt "Hinweise zu Microsoft SQL Server-
Datenbanken" (auf Seite 50).

®  Automatische Installation: Der automatische Installationsvorgang
eliminiert den Bedarf nach Benutzerinteraktion und wird durch die
Verwendung einer Antwortdatei unterstitzt.

Wichtig! CA ARCserve Backup unterstutzt keine Aktualisierungen einer
alteren Version auf einem ARCserve-Primarserver unter Verwendung einer
Antwortdatei.

®  Unicenter Software Delivery: Unicenter Software Delivery ist ein
flexibles Tool zur zentralen Verteilung, Installation, Uberpriifung,
Aktualisierung und Deinstallation von Software.

Weitere Informationen zur automatischen Installation und Installation mit
Unicenter Software Delivery finden Sie in den Abschnitten "Eine
Antwortdatei fur automatische Installation erstellen™ (auf Seite 77) und
"Installieren von CA ARCserve Backup mit Unicenter Software Delivery"
(auf Seite 82).
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Installationstypen fur CA ARCserve Backup-Server

CA ARCserve Backup unterstiitzt die folgenden Installationstypen:

ARCserve-Standalone-Server

FUhren Sie Jobs durch, die lokal auf dem Server ausgefiihrt werden,

verwalten und Uberwachen Sie sie.

ARCserve-Doméne

-

Standalone- oder Primérserver

\

ASDB
Lokale oder

Remote-Kommunikation /

/
/

ARCse
Daten
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ARCserve-Primarserver

Besteht aus einem einzelnen Hauptserver in einer CA ARCserve Backup-
Doméne zum Ubergeben, Verwalten und Uberwachen von Sicherungs- und
Wiederherstellungsjobs, die auf Mitglieds- und Primérservern ausgefuhrt
werden.

Mit einem Primarserver kénnen Sie Gerate und Lizenzen verwalten, die mit
Mitgliedsservern verknipft sind, Berichte und Alert-Benachrichtigungen
erstellen sowie Aktivitatsprotokolldaten fur alle Server einer Domane
einsehen.

Sie kbénnen Speichergeréte, wie beispielsweise Bandbibliotheken, an
Priméarserver anschlieBen. Die CA ARCserve Backup-Datenbank muss auf
dem Priméarserver installiert und verwaltet werden.

Um zentrale Verwaltungsfahigkeiten zu aktivieren, mussen Sie die Central
Management Option installieren und lizenzieren.
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ARCserve-Mitgliedsserver

Besteht aus einem Server in einer CA ARCserve Backup-Domane, der
Anweisungen zu Jobs und Geraten vom Primarserver erhalt.
Mitgliedsserver senden Informationen tber Jobstatus, Jobibersicht und
Aktivitatsprotokolldaten an die Priméarserver, so dass die Informationen in
der CA ARCserve Backup-Datenbank gespeichert werden kénnen.

Sie k6énnen Speichergeréte, wie beispielsweise Bandbibliotheken, an
Mitgliedsserver anschlieRen.

Um zentrale Verwaltungsfahigkeiten zu aktivieren, missen Sie den Server
als einen Mitgliedsserver festlegen und ihn dann der vom Priméarserver
verwalteten Domane hinzuftigen.

ARCserve-Doméne

Primérserver Mitgliedsserver

Central Management
Option

ASDB
Lokale oder a
Remote-Kommunikation.”*
’
./'
7

,.

ARCsel
Datenb

N /

ARCserve-Manager-Konsole

Besteht aus einer grafischen Benutzeroberflache (GUI), mit der Sie
Vorgange verwalten kdonnen, die auf Standalone-, Primér- und
Mitgliedsservern von ARCserve in lhrer Umgebung ausgefiihrt werden.

Benutzerdefinierte Installation

Geben Sie die individuellen Komponenten, Agenten und Optionen an, die
Sie installieren moéchten.
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CA ARCserve Backup-Serveroptionen

Die folgenden Tabellen beschreiben die CA ARCserve Backup-Optionen, die fur
die einzelnen CA ARCserve Backup-Servertypen verflgbar sind.

Option Standalone-Server Primarserver Mitgliedsserver
Central Management Verfugbar

Option

Tape Library Option Verfligbar Verflugbar

Disk to Disk to Tape Verfugbar Verflgbar

Option

Storage Area Network Verfligbar

(SAN) Option

Agent fir VMware Verfligbar Verflugbar

Enterprise-Modul Verfugbar Verfugbar Verfugbar
Disaster Recovery Verfugbar Verfugbar Verfugbar
Option

NDMP NAS Option Verfugbar Verfugbar

Unicenter Integration Verfugbar Verfugbar Verfugbar

Option

Datenbankanforderungen

Um lhre Speicherumgebung zu verwalten, erfordert CA ARCserve Backup eine
der folgenden Datenbankanwendungen:

®  Microsoft SQL Server 2005 Express Edition (auf Seite 49)

® Microsoft SQL Server (auf Seite 50)

Wenn Sie eine Aktualisierung zu dieser Version von CA ARCserve Backup
durchfiihren, kénnen Sie Daten von einer vorherigen ARCserve-Datenbank zu
Microsoft SQL Server 2005 Express Edition oder Microsoft SQL Server
migrieren.

Hinweis: Eine komplette Liste der ARCserve-Produkte, von denen Sie eine
Aktualisierung durchfihren kénnen, finden Sie im Abschnitt "Unterstitzte
Aktualisierungen" (auf Seite 56).
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Hinweise zu Microsoft SQL Server 2005 Express Edition

Beachten Sie folgende Informationen, wenn Sie die Verwendung von
Microsoft SQL Server Express Edition zur Unterstutzung der CA ARCserve
Backup-Datenbank erwagen:

SQL Server 2005 Express Edition ist eine kostenlose, abgespeckte
Microsoft SQL Server-Version und ist mit CA ARCserve Backup gebindelt.

Microsoft SQL Server 2005 Express Edition ist die empfohlene
Datenbankanwendung fur Installationen, die einen Standalone-Server oder
einen Primarserver mit weniger als zehn Mitgliedsservern in der Doméane
umfassen.

Stellen Sie sicher, dass das ARCserve-Systemkonto Verwaltungsrechte fur
Microsoft SQL Server 2005 Express Edition-Datenbanken hat.

Microsoft SQL Server 2005 Express unterstitzt keine Remote-Vorgange.
Sie mussen die ARCserve-Datenbank lokal auf dem CA ARCserve Backup-
Server installieren.

Microsoft SQL Server 2005 Express Edition wird von Windows 1A-64 (Intel
Itanium) 64-Bit-Betriebssystemen nicht unterstitzt.

Der ordnungsgemafie Betrieb von SQL Server 2005 Express Edition
erfordert, dass .NET Framework 2.0 auf IThrem System installiert ist.
Microsoft .NET Framework 2.0 ist mit CA ARCserve Backup geblundelt und
auf den CA ARCserve Backup-Installationsdatentragern enthalten.

Wenn Sie in lhrer Umgebung zurzeit Microsoft SQL Server 2005 Express
verwenden, kdnnen Sie die aktuelle Installation fur die zugrunde liegende
Datenbank von CA ARCserve Backup verwenden.

Sollte sich herausstellen, dass Microsoft SQL Server 2005 Express Edition
die Anforderungen lhrer CA ARCserve Backup-Umgebung nicht erfullt,
koénnen Sie die CA ARCserve Backup-Datenbank mit Hilfe des
Serverkonfigurations-Assistenten in Microsoft SQL Server umwandeln und
nach Abschluss der Umwandlung die vorhandenen Daten den neuen
Datenbanken hinzufiigen. Nach dem Installieren oder Aktualisieren von CA
ARCserve Backup kdnnen Sie die Datenbank jederzeit umwandeln.

Hinweis: Nahere Informationen zum Aktualisieren von
Microsoft SQL Server 2005 Express Edition auf Microsoft SQL Server finden
Sie im Administrationshandbuch.

CA ARCserve Backup unterstutzt keine Datenmigration von einer
Microsoft SQL Server-Datenbank in eine Microsoft SQL Server 2005
Express-Datenbank. Wenn Sie daher aktuell Microsoft SQL Server in lhrer
Umgebung ausfuihren, mussen Sie Microsoft SQL Server fur die CA
ARCserve Backup-Datenbank einsetzen.
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Hinweise fur Microsoft SQL Server-Datenbanken

Sehen Sie folgende Informationen durch, wenn Sie die Verwendung von
Microsoft SQL Server zur Unterstitzung der CA ARCserve Backup-Datenbank
erwéagen:

B Wenn Sie eine Aktualisierung zu dieser Version durchfiihren und derzeit
Microsoft SQL Server zur Unterstitzung der ARCserve-Datenbankinstanz
verwenden, mussen Sie Microsoft SQL Server in dieser Version einsetzen,
um die ARCserve-Datenbankinstanz zu unterstiutzen.

B CA ARCserve Backup erstellt standardmafig die ARCserve-Datenbank
(ASDB) mit Hilfe eines einfachen Wiederherstellungsmodells. Sie sollten
dieses Modell fur ordnungsgemafle Vorgadnge beibehalten.

B Microsoft SQL Server unterstiutzt lokale und Remote-Kommunikation. Dank
dieser Fahigkeit kdnnen Sie die ARCserve-Datenbank lokal oder remote auf
Ilhrem CA ARCserve Backup-Server installieren.

Hinweis: Weitere Informationen finden Sie im Abschnitt "Hinweise fur
Remote-Datenbanken".

®  Microsoft SQL Server hat die folgenden Speicherplatzanforderungen:

— Jede gesicherte Datei (jeder Datensatz) beansprucht etwa 105 bis
115 Byte des Speicherplatzes der Datenbank.

— Eine 150 MB groRRe SQL-Datenbank enthélt ungefahr eine Million
Datensatze.

Je nach den Bedirfnissen lhres Unternehmens sollten Sie ausreichend
freien Speicherplatz einplanen, um das Wachstum der Datenbank zu
unterstitzen.

® | egen Sie im SQL Enterprise Manager den Sicherheitsmodus der
Datenbank auf SQL-Sicherheit fest. Dies wird angewendet, wenn SQL-
Sicherheit als Authentifizierungsmodus verwendet wird und sich das
System, das Sie sichern méchten, innerhalb oder auRerhalb der CA
ARCserve Backup-Doméne befindet.
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Wenn Sie Betriebssysteme sichern, die Namensrichtlinien mit Grof3-
/Kleinschreibung unterstiutzen, sollten Sie eine SQL-Instanz erstellen, die
die ARCserve-Datenbank mit einer Serverzuweisung unter
Bertcksichtigung der GrofR3-/Kleinschreibung enthalt.

Um CA ARCserve Backup mit Microsoft SQL Server-Unterstiutzung
ordnungsgemalfl zu installieren, ist ein Verwaltungskonto erforderlich, wie
z. B. das sa-Konto mit dem Recht zum Erstellen von Geréten.

Wenn Sie wahrend der Installation von CA ARCserve Backup mit
Microsoft SQL-Unterstiitzung das Systemkonto der CA ARCserve Backup-
Datenbank (SQL) angeben sollen, wird empfohlen, das sa-Konto zu
verwenden, da dieses Uber das Recht zum Erstellen von Geraten verfugt.

Wird das Microsoft SQL Server-Konto geandert, nehmen Sie die
entsprechenden Anderungen ebenfalls in der Server-Verwaltung der CA
ARCserve Backup-Programmgruppe vor.

Der CA ARCserve Backup-Datenbankprozess fragt regelmafig den Status
der Microsoft SQL Server-Datenbank ab. Erfolgt die Antwort von

Microsoft SQL Server nicht innerhalb einer angemessenen Zeitspanne,
stuft der Datenbankprozess den Microsoft SQL Server als nicht verfugbar
ein und fahrt herunter (rotes Licht). Sie kdnnen dies vermeiden, indem Sie
den Registrierungsschlissel folgendermafien auf einen entsprechend
héheren Wert setzen, um die Wartezeit des CA ARCserve Backup-
Datenbankprozesses zu verlangern:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\Base\Database\MSSQL\SQLLoginTimeout

Wenn Sie Microsoft SQL 2000 oder Microsoft SQL 2005 als die CA
ARCserve Backup-Datenbank wahrend des Setups festlegen, kdnnen Sie
Windows NT-Authentifizierung oder SQL-Authentifizierung zur
Kommunikation mit der Microsoft SQL-Datenbank verwenden.

CA ARCserve Backup unterstutzt keine lokalen Microsoft SQL Server-
Installationen auf CA ARCserve Backup-Servern in NEC ClusterPro-
Umgebungen. In NEC ClusterPro-Umgebungen missen Sie die ARCserve-
Datenbankinstanz auf einem Remote-System installieren.
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Hinweise fir Remote-Datenbanken

Die Verwendung einer Remote-Datenbank bietet eine einfache und
transparente Mdglichkeit zur gemeinsamen Nutzung einer einzelnen
Datenbank mit den Vorteilen einer lokalen Datenbank. Wenn Sie diese
Konfiguration verwenden, bendtigen Sie keine Datenbank auf dem lokalen
Rechner, da alle Informationen in der Remote-Datenbank gespeichert werden.
Diese Konfiguration eignet sich am besten unter den folgenden Bedingungen:

Auf dem lokalen Rechner steht nicht genug Speicherplatz fur die
Datenbank zur Verfugung.

In Threm Unternehmen sind keine entsprechenden Auflagen vorhanden,
und Sie mdchten von der einfachen Form der Verwaltung profitieren, die
durch eine gemeinsame Datenbank ermdglicht wird.

Sie bendtigen einen separaten Rechner, bei dem es sich nicht um einen CA
ARCserve Backup-Server handelt und der als Microsoft SQL Server-
Rechner dient.

Um SQL Server-Instanzen in einer Cluster-fahigen Umgebung zu schitzen,
mussen Sie den Agent fur Microsoft SQL Server auf allen Cluster-Knoten
installieren.

Hinweis: Weitere Informationen zum Sichern und Wiederherstellen von
Microsoft SQL Server-Datenbanken finden Sie im "Agent fur Microsoft SQL
Server — Benutzerhandbuch".

Konfigurieren Sie die ODBC-Kommunikation zwischen einer ARCserve-
Remote-Datenbank und dem ARCserve-Primar- oder Standalone-Server
mit Hilfe des Serverkonfigurations-Assistenten. Dieser Assistent erméglicht
lhnen, eine effiziente Kommunikation zwischen den Servern zu
konfigurieren, vor allem, wenn lhre Umgebung Gber mehrere CA ARCserve
Backup-Server verfigt.

Um sicherzustellen, dass CA ARCserve Backup mit dem System
kommunizieren kann, das der Host fiir die ARCserve-Datenbankinstanz ist,
sollten Sie die TCP/IP-Kommunikation zwischen der SQL Server-
Datenbankinstanz und dem ARCserve-Server aktivieren.

Hinweis: Weitere Informationen finden Sie im Abschnitt "Aktivieren der
TCP/1IP-Kommunikation bei Microsoft SQL Server-Datenbanken” (auf
Seite 53).

Wichtig! Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Datenbank-Kommunikation.

Hinweis: Weitere Informationen zur Geratekonfiguration und zu Anderungen
des Datenbankschutzjobs finden Sie im Administrator-Handbuch.
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Aktivieren der TCP/IP-Kommunikation bei Microsoft SQL Server-Datenbanken

Wenn die ARCserve-Datenbankinstanz unter Verwendung von

Microsoft SQL Server 2000 oder Microsoft SQL Server 2005 gehostet wird und
sich die ARCserve-Datenbank auf einem Remote-System befindet, kann der
Installationsassistent méglicherweise nicht mit der Datenbank auf dem
Remote-System kommunizieren.

Um sicherzustellen, dass der Installationsassistent mit dem Remote-System
kommunizieren kann, sollten Sie die TCP/IP-Kommunikation vor der
Installation von CA ARCserve Backup aktivieren.

Microsoft SQL Server 2000

Um die TCP/IP-Kommunikation auf Microsoft SQL Server 2000-Systemen
zu aktivieren, fihren Sie das Hilfsprogramm SQL Server Network aus und
stellen Sie sicher, dass TCP/IP auf der Liste der aktivierten Protokolle
erscheint. Erscheint TCP/IP nicht auf der Liste der aktivierten Protokolle,
figen Sie TCP/IP der Liste hinzu, und klicken Sie auf "OK". Um die TCP/IP-
Kommunikation anzuwenden, starten Sie alle Microsoft SQL Server-Dienste
neu.

Microsoft SQL Server 2005 Express

Um die TCP/IP-Kommunikation auf Microsoft SQL Server 2005-Systemen
zu aktivieren, fihren Sie den SQL Server-Konfigurations-Manager aus, und
aktivieren Sie die TCP/IP-Kommunikation fir die SQL Server-Instanz. Um
die TCP/IP-Kommunikation anzuwenden, starten Sie alle

Microsoft SQL Server-Dienste neu.
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Agent fur ARCserve-Datenbank

Der Agent fur ARCserve-Datenbank ist eine Form des CA ARCserve Backup-
Agent fur Microsoft SQL Server. Er wird entweder automatisch bei der
Installation von CA ARCserve Backup oder manuell mit Hilfe eines speziellen
Hilfsprogramms installiert, nachdem der Speicherort der CA ARCserve Backup-
Datenbank ge&ndert wurde. Allein mit dem Agenten fur die ARCserve-
Datenbank kdnnen Sie die ARCserve-Datenbank an sich sowie die
Systemdatenbanken und DR-Elemente von der Microsoft SQL Server-Instanz
sichern und wiederherstellen, auf der sich die ARCserve-Datenbank befindet.
Wenn er zusammen mit dem Agenten fur Microsoft SQL Server installiert wird,
kann der Agent fur Microsoft SQL Server erkennen, ob eine ARCserve-
Datenbank vorhanden ist und zusammen mit CA ARCserve Backup die
speziellen Wiederherstellungsverfahren bereitstellen, die fur die ARCserve-
Datenbank zur Verfiigung stehen.

Da der Agent fur die ARCserve-Datenbank eine Form des Agenten fur
Microsoft SQL Server ist, wird er in der Liste der installierten Programme als
CA ARCserve Backup-Agent fur Microsoft SQL Server angezeigt. Auch wenn
beide Agenten installiert sind, wird nur ein Eintrag angezeigt. Wenn Sie einen
der beiden Agenten deinstallieren mussen, werden Sie beim
Deinstallationsvorgang aufgefordert, die zu entfernende Variante auszuwahlen.

Sie kbénnen das Standalone-Hilfsprogramm verwenden, das den Agenten fur
die ARCserve-Datenbank in den folgenden Situationen installiert:

B Die ARCserve-Datenbank wird verschoben.

® Der Agent soll neu installiert werden, wenn er versehentlich deinstalliert
wurde.

®  Der Agent soll auf weiteren Knoten eines Clusters installiert werden.

®  Der Agent soll auf einem Remote-Computer installiert werden, wenn das
CA ARCserve Backup-Installationsprogramm dies nicht direkt machen
kann.

Dieses Hilfsprogramm wird bei der Installation von CA ARCserve Backup im
Unterordner "Packages" des CA ARCserve Backup-Stammverzeichnisses in
einem Ordner mit dem Namen "ASDBSQLAgent" abgelegt. Wenn Sie den
Agenten auf einem Computer installieren mussen, der kein

CA ARCserve Backup-Server ist, mussen Sie den Ordner "ASDBSQLAgent" in
das System kopieren, auf dem Sie den Agenten installieren, und das
Hilfsprogramm auf diesem Computer ausfiuhren.
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Installationsstatusprotokolle

Nach der Installation von CA ARCserve Backup und sdmtlichen Agenten und
Optionen erstellt CA ARCserve Backup Installationsstatusprotokolle, auf die Sie
verweisen koénnen, falls eine interaktive, automatische oder nicht tberwachte
Installation fehlschlagt. Installationsstatusprotokolle kdnnen sehr hilfreich sein,
wenn Sie sich aufgrund eines Installationsproblems an die Support-Mitarbeiter
von CA wenden.

Interaktive Installationen: Wenn die Installation eines CA ARCserve
Backup-Basisprodukts oder beliebiger Agenten oder Optionen fehischlagt,
koénnen Sie Uber das Dialogfeld "Installation - Zusammenfassung" auf das
Installationsstatusprotokoll zugreifen. Doppelklicken Sie zum Offnen des
Installationsstatusprotokolls im Dialogfeld "Installation -
Zusammenfassung" auf das Fehlersymbol neben der Anwendung.

Automatische und nicht Uberwachte Installationen: Sie kdnnen Uber
das folgende Verzeichnis auf die Installationsstatusprotokolle zugreifen:

<Systemlaufwerk>:\WINDOWS\TEMP\_BS*.TMP

CA ARCserve Backup erstellt fur jede Installationssitzung ein eindeutiges
_BS*.TMP-Verzeichnis (wobei * fur eine zufallig erzeugte Zahl steht).
Innerhalb dieses Verzeichnisses gibt es ein Verzeichnis RECHNERNAME und
eine Textdatei PRODWIZ.LOG. RECHNERNAME ist der Rechnername des
Computers, auf dem Sie CA ARCserve Backup installiert haben.

— PRODWIZ.LOG: Protokoll fir Master-Setup.

— Verzeichnis RECHNERNAME: Enthéalt Protokolldateien, die bei der
Installation von CA ARCserve Backup sowie samtlicher Agenten und
Optionen erstellt wurden.

ARCSERVE.LOG ist beispielsweise die Protokolldatei, die bei Installation
des CA ARCserve Backup-Basisprodukts erstellt wurde. Wenn Sie die
Tape Library Option installiert haben, kénnen Sie auf das
Installationsstatusprotokoll OPTTLO.LOG im Verzeichnis
RECHNERNAME zugreifen.

Zu Aktualisierungen

Die folgenden Abschnitte beinhalten Informationen, die Sie vor einer
Aktualisierung von CA ARCserve Backup durchlesen sollten.
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Unterstutzte Aktualisierungen

Wenn Sie derzeit eine der folgenden Versionen von

BrightStor ARCserve Backup oder BrightStor Enterprise Backup verwenden,
kénnen Sie lhre vorhandene Umgebung problemlos auf diese Version
aktualisieren:

BrightStor ARCserve Backup fur Windows r11.5, einschliel3lich der General
Availability-Version (GA-Version) und aller aktuellen Service Packs.

BrightStor ARCserve Backup fur Windows r11.1, einschliel3lich der GA-
Version und aller aktuellen Service Packs.

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor ARCserve Backup fur Windows r11.1 auf diese Version in einer
cluster-fahigen Umgebung. Um auf diese Version zu aktualisieren, mussen
Sie BrightStor ARCserve Backup fur Windows r11.1 deinstallieren und dann
diese Version in einer cluster-fahigen Umgebung installieren.

BrightStor ARCserve Backup Version 9.01, einschlie3lich der GA-Version
und aller aktuellen Service Packs.

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor ARCserve Backup Version 9.01 auf diese Version in einer
cluster-fahigen Umgebung. Um auf diese Version zu aktualisieren, mussen
Sie BrightStor ARCserve Backup fur Windows 9.01 deinstallieren und dann
diese Version in einer cluster-fahigen Umgebung installieren.

BrightStor Enterprise Backup Version 10.5 Service Pack 1

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor Enterprise Backup Version 10.5 Service Pack 1 auf diese
Version in einer cluster-fahigen Umgebung. Um auf diese Version zu
aktualisieren, mussen Sie BrightStor Enterprise Backup Version 10.5
Service Pack 1 deinstallieren und dann diese Version in einer cluster-
fahigen Umgebung installieren.

Fur alle anderen Versionen muissen Sie ARCserve deinstallieren, bevor Sie CA
ARCserve Backup installieren.

Ruckwartskompatibilitat

Diese Version der CA ARCserve Backup-Serverkomponente kann Daten mit
Hilfe von Agenten der folgenden Versionen sichern:

BrightStor ARCserve Backup r11.5, General Availability-Version samt
aktuellen Service Packs

BrightStor ARCserve Backup rl1l.1, Service Pack 2
BrightStor ARCserve Backup r9.0, Service Pack 1
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Sie mussen die Vorgéngerversion des BrightStor ARCserve-Sicherungs-
Managers beibehalten, um ARCserve-Server anzuzeigen und zu verwalten, die
folgende Versionen ausfihren:

®  BrightStor ARCserve Backuprll.5
®  BrightStor ARCserve Backup ri1l1.1

Hinweis: Weitere Informationen finden Sie im Abschnitt "Manager-Konsolen-
Unterstitzung fur dltere Versionen™ (auf Seite 57).

AuRRerdem kodnnen Sie Daten von Sicherungsbandern wiederherstellen und
Jobskripte laden, die mit friilheren Versionen von BrightStor ARCserve Backup
und BrightStor Enterprise Backup erstellt wurden.

Hinweis: Wenn Sie Sicherungen tber Agenten durchfiihren, muss die Version
von CA ARCserve Backup mindestens der Version des zu sichernden Agenten
entsprechen. Sie kbnnen Agenten dieser Version von CA ARCserve Backup
nicht zusammen mit Vorgédngerversionen des Basisprodukts verwenden.

Manager-Konsolen-Unterstutzung fur altere Versionen

Mit dieser Version von CA ARCserve Backup wird eine neu gestaltete Manager-
Konsole bereitgestellt. Um andere Server in Ihrer ARCserve-Umgebung zu
verwalten, die Uber altere Versionen dieses Produktes verfigen, missen Sie
die altere Manager-Konsole beibehalten. Sie missen angeben, dass Sie die
altere Manager-Konsole beibehalten méchten, wenn Sie eine altere Version
von CA ARCserve Backup aktualisieren.

Wenn Sie eine altere Version aktualisieren, bietet lhnen der
Installationsassistent die folgenden Installationsoptionen fur die Manager-
Konsole:

Aktualisieren Sie Ihre CA ARCserve Backup-Installation auf die neu
gestaltete Benutzeroberflache

Dies erfordert eine Aktualisierung aller ARCserve-Systeme in lhrer
Umgebung auf diese Version.

Wenn Sie diese Option auswahlen, installiert der Setup-Assistent die
Manager-Konsole im folgenden Verzeichnis.

<ARCserve HOME>\CA\ARCserve Backup\ARCserveMgr.exe
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Zu Aktualisierungen

Aktualisieren Sie Ihre CA ARCserve Backup-Installation auf die neu
gestaltete Benutzeroberflache, und behalten Sie die Manager-Konsole
Ihrer alteren Version bei

Hiermit kénnen Sie einige der ARCserve-Systeme in lhrer Umgebung
aktualisieren und Systeme mit der alteren Version beibehalten.

Wichtig! Die Beibehaltung der Manager-Konsole einer alteren Version wird
von CA ARCserve Backup nicht unterstutzt, wenn Sie eine Remote-
Aktualisierung und eine automatische Aktualisierung unter Verwendung
einer Antwortdatei durchfuhren.

Um die Dateien zur Unterstiutzung beider Versionen der Manager-Konsole
zu speichern, missen Sie im Setup-Assistenten einen alternativen Pfad fur
das neue CA ARCserve Backup-Installationsverzeichnis angeben, und das
folgende Verzeichnis wird nicht von lhrem System deinstalliert:

<ARCserve HOME>\CA\ARCserve Backup\ARCserveMgr.exe

Datenmigration einer alteren Version

Wenn Sie eine altere Version von CA ARCserve Backup aktualisieren, kénnen
Sie einen Grof3teil Ihrer aktuellen Einstellungen beibehalten und die in der
vorherigen ARCserve-Datenbank gespeicherten Informationen in die neue
ARCserve-Datenbank migrieren.

Nachdem die Aktualisierung abgeschlossen ist, migriert CA ARCserve Backup
die folgenden Datentypen in die neue ARCserve-Datenbank:

Authentifizierung

Durch den Aktualisierungsvorgang werden alle Daten des ARCserve-
Systemkontos aus der vorherigen Datenbank, wie beispielsweise
Benutzernamen, Kennwdrter usw., migriert.

Hinweis: Bei Aktualisierungen auf ARCserve-Mitgliedsserver migriert CA
ARCserve Backup keine Benutzerkonten und Kennwdrter, wenn sie bereits
in der Domane vorhanden sind, mit der der Mitgliedsserver verbunden
wird.

Jobs

Durch den Aktualisierungsvorgang werden alle Jobskripte, wie z. B.
Rotationsjobs, GFS-Rotationen und benutzerdefinierte Jobs, aus der
vorherigen Datenbank migriert.

Hinweis: Einstellungen fur Datenbankbereinigungsjobs werden durch den
Aktualisierungsvorgang nicht von lhrer vorherigen Installation migriert.
Weitere Informationen zum Festlegen von Einstellungen fur
Datenbankbereinigungsjobs finden Sie im Administrator-Handbuch.
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Lizenzanforderungen fur das Produkt

Stammdaten der Datenbank

Alle Stammdaten werden durch den Aktualisierungsvorgang aus der
vorherigen Datenbank in die neue Datenbank migriert. Stammdaten
kdénnen aus Informationen Uber Jobs, Datentréger, Sitzungen, Geréte,
Datentragerbestande, Dateipfadnamen, Dateinamen usw. bestehen.

Protokolldaten

Alle Aktivitatsprotokolldaten werden durch den Aktualisierungsvorgang aus
der vorherigen Datenbank in die neue Datenbank migriert.

Sitzungsdaten

Mit Hilfe des Aktualisierungsvorgangs kdnnen Sie Sitzungsdaten in die
neue Datenbank migrieren.

Hinweis: Der Migrationsvorgang fur Sitzungsdaten kann einen langeren
Zeitraum in Anspruch nehmen. Allerdings kénnen Sie nach Abschluss der
Migration Wiederherstellungen auf Datei- und Sitzungsebene durchfiihren,
sobald der Aktualisierungs- und der Migrationsvorgang abgeschlossen
sind.

Katalogdaten

Mit Hilfe des Aktualisierungsvorgangs kénnen Sie Katalogdaten der
Datenbank in die neue Datenbank migrieren.

Hinweis: Der Migrationsvorgang fur Katalogdaten kann einen langeren
Zeitraum in Anspruch nehmen. Es wird kein Dialogfeld tber den Fortschritt
angezeigt.

Lizenzanforderungen fur das Produkt

Unter CA ARCserve Backup ist die Lizenzierung lhres Produkts erforderlich,
damit Sie autorisierten und unterbrechungsfreien Zugriff auf die
Komponenten, Optionen und Agenten erhalten. Wenn Sie CA ARCserve Backup
nicht lizenzieren, kann die Software nach Ablauf von 31 Tagen ab der ersten
Verwendung nicht mehr eingesetzt werden.

Je nachdem, wie Sie CA ARCserve Backup erworben haben, stehen
verschiedene Methoden zur Eingabe der Lizenzinformationen zur Verfiigung.
Sie erkennen die Methode ganz einfach, indem Sie feststellen, wo sich lhre
Lizenzinformationen befinden. Lizenzinformationen kénnen sich hier befinden:

®  auf der Rickseite der Hulle des Installationsdatentragers fir das Produkt
®  auf einem Zertifikat des CA-Lizenzierungsprogramms

B auf einem ALP-Schlisselzertifikat
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Versionsebenen von CA ARCserve Backup-Dateisystem-Agenten

Entsprechend dieser Vorgabe mussen Sie die Lizenzinformationen eingeben.
Wenn Sie die Informationen auf der Hulle der Produkt-DVD oder dem Zertifikat
des CA-Lizenzierungsprogramms finden, missen Sie eine Methode verwenden.
Befinden sich die Informationen auf einem ALP-Schlisselzertifikat, missen Sie
eine andere Methode verwenden. Die folgenden Abschnitte enthalten
Informationen zu diesen Methoden.

ALP-Schlusselzertifikat

Wenn Sie ein ALP-Schlusselzertifikat erhalten haben, liegen die
Lizenzinformationen des Zertifikats in Form eines Ausfiihrungsschlissels
(Execution Key) vor, der auf jedem Rechner, auf dem lhre CA-Software
ausgefuhrt wird, in der Datei CA.OLF gespeichert werden muss. Sie kénnen
den Vorgang vereinfachen, indem Sie eine aktuelle Version der Datei CA.OLF
Uber die Website unter ca.com herunterladen. Anderenfalls miussen Sie die
verschiedenen Kopien von CA.OLF manuell bearbeiten. Weitere Informationen
finden Sie in Threm ALP-Schlisselzertifikat.

Um die Client-Agenten von CA ARCserve Backup zu verwenden, mussen Sie
die Lizenzen fur diese Agenten in die Datei CA.OLF auf dem Sicherungsserver
eingeben, den Sie fur den Schutz von Remote-Servern verwenden. Der
Sicherungsserver Uberprift die korrekte Lizenzierung der Client-Agenten.

Versionsebenen von CA ARCserve Backup-Dateisystem-

Agenten

Mit Hilfe von Dateisystem-Agenten kdnnen Sie die Dateien auf Computern
schutzen, auf denen verschiedene Betriebssysteme ausgefuhrt werden.

Die folgende Tabelle enthélt die Dateisystem-Agenten, die im Paket dieser

Version von CA ARCserve Backup enthalten sind, und die Versionsebenen der

einzelnen Agenten:

Dateisystemagent

Versionsebene

CA ARCserve Backup Client Agent fur UNIX r11.5 SP3
CA ARCserve Backup Client Agent fur Linux rl1.5 SP3
Client Agent fur Mainframe Linux OS/390 r11.5 SP3
CA ARCserve Backup Client Agent fur Windows ri2

CA ARCserve Backup Client Agent fur NetWare ril.1 SP3
Client Agent fuir Mac OS X (nur unter Windows unterstiitzt) rl1.5 SP3
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Versionsebenen von CA ARCserve Backup-Dateisystem-Agenten

Dateisystemagent Versionsebene
Client Agent fur OpenVMS (nur unter Windows unterstitzt) r11.5 SP3

CA ARCserve Backup Agent fur Oracle (Windows) ri2

CA ARCserve Backup Agent fur Oracle (UNIX) r11.5 SP3

CA ARCserve Backup Agent fur Oracle (Linux) r11.5 SP3

CA ARCserve Backup Enterprise Option fur AS400 r11.5 SP3
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Kapitel 4: "Installieren und Aktualisieren
von CA ARCserve Backup

Dieses Kapitel enthélt folgende Themen:

Ausfuhren erforderlicher Aufgaben (auf Seite 63)

Installieren von CA ARCserve Backup (auf Seite 66)

Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)
Erstellen einer Antwortdatei fur die automatische Installation (auf Seite 77)
Automatisches Aktualisieren von CA ARCserve Backup-Agenten auf die
aktuelle Version (auf Seite 80)

Installieren von CA ARCserve Backup mit Unicenter Software Delivery (auf
Seite 82)

Aufgaben nach der Installation (auf Seite 88)

Deinstallieren von CA ARCserve Backup (auf Seite 88)

Ausfuhren erforderlicher Aufgaben

Bevor Sie CA ARCserve Backup installieren oder aktualisieren, fuhren Sie die
folgenden Aufgaben aus:

Installations- und Systemanforderungen

Lesen Sie die Readme-Datei von CA ARCserve Backup durch. Die Readme-
Datei enthalt Informationen zu den Betriebssystemanforderungen, zu
Hardware- und Software-Voraussetzungen, zu Anderungen, die in der
Dokumentation nicht beschrieben sind, und zu allen bekannten Problemen,
die beim Einsatz von CA ARCserve Backup auftreten kdnnen. Die Readme-
Datei liegt im HTML-Format vor und befindet sich im Stammverzeichnis auf
dem Installationsdatentrager.

Installationsserver

Erstellen Sie eine Liste der Server, auf denen Sie CA ARCserve Backup
installieren, und ermitteln Sie Folgendes:

s Die Namen der CA ARCserve Backup-Doméanen
= Die Namen der Server, auf denen Sie CA ARCserve Backup installieren

Hinweis: CA ARCserve Backup-Servernamen und CA ARCserve
Backup-Doméanennamen durfen 15 Byte nicht Uberschreiten. Ein Name
mit 15 Byte entspricht etwa 7 bis 15 Zeichen.

m  Bestimmen Sie die ARCserve-Servertypen, auf denen Sie installieren.

Hinweis: Weitere Informationen finden Sie im Abschnitt
"Installationstypen fur CA ARCserve Backup-Server" (auf Seite 45).
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Ausflhren erforderlicher Aufgaben

ARCserve-Datenbank

Bestimmen Sie die Datenbankanwendung, die Sie fur Ihre CA ARCserve
Backup-Installation verwenden werden. Weitere Informationen finden Sie
im Abschnitt "Datenbankanforderungen™ (auf Seite 48).

Verwaltungsrechte

Stellen Sie sicher, dass Sie Uber Administratorrechte oder die
entsprechende Berechtigung zum Installieren von Software auf den
Servern verfligen, auf denen Sie CA ARCserve Backup installieren.

Upgrades

Wenn Sie lhre aktuelle BrightStor ARCserve Backup-Installation auf diese
Version aktualisieren, lesen Sie die Informationen tUber Aktualisierungen,
Abwartskompatibilitat und Datenmigration im Abschnitt "Zu
Aktualisierungen™ (auf Seite 55) durch.

Cluster-Installationen

Wenn Sie CA ARCserve Backup installieren, kann der Installationsassistent
die folgenden Cluster-Anwendungen erkennen:

= Microsoft Cluster Server (MSCS)
m  NEC Cluster Server (CLUSTERPRO/ExpressCluster)

Bevor Sie den Installationsassistenten starten, stellen Sie sicher, dass
diese Cluster-Anwendungen installiert sowie ordnungsgeman konfiguriert
sind und ausgefuhrt werden.

Hinweis: CA ARCserve Backup unterstitzt keine Remote-Installationen in
einer Cluster-Umgebung.
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Ausfuhren erforderlicher Aufgaben

Speichergerate

Verbinden Sie lhre Speichergerate mit den Systemen, die Sie als CA
ARCserve Backup-Primarserver und -Mitgliedsserver ausgewiesen haben,
und dem SAN. CA ARCserve Backup entdeckt und konfiguriert automatisch
Bibliotheken, die direkt mit den CA ARCserve Backup-Servern und dem
SAN verbunden sind, wenn Sie den Bandprozess das erste Mal starten. Es
ist nicht erforderlich, einen Assistenten oder externe Anwendungen
auszufiihren, damit CA ARCserve Backup unterstitzte Bibliotheken
erkennen und konfigurieren kann. Fur alle anderen Geratetypen (z. B.
NAS-Gerate, IBM 3494-Bibliotheken, Sun Stk ACSLS-Bibliotheken,
ARCserve Tape RAID-Bibliotheken und virtuelle ARCserve-Bibliotheken)
mussen Sie die Gerdte manuell konfigurieren, nachdem Sie CA ARCserve
Backup mit Hilfe der Geratekonfiguration oder Enterprise-Modul-
Konfiguration installiert haben.

Hinweis: Weitere Informationen finden Sie im Administrator-Handbuch.

Stellen Sie bei Verwendung eines Glasfaser- oder SCSI-Gerats sicher, dass
der CA ARCserve Backup-Server Uber einen SCSI-/Glasfaser-Controller
oder -Adapter verfugt, der sowohl von Windows als auch von CA ARCserve
Backup unterstitzt wird. CA ARCserve Backup kann eine unbegrenzte
Anzahl von installierten SCSI-Controllern unterstutzen.

Hinweis: Um sicherzustellen, dass Ihre Hardware-Geréte kompatibel sind
und CA ARCserve Backup mit IThrem System kommunizieren kann, rufen
Sie die aktuelle Liste der zertifizierten Gerate auf ca.com ab.

Storage Area Network-Installationen

In einer SAN-Umgebung mit mehreren Servern mussen Sie einen Server,
der mit einer gemeinsamen Bibliothek verbunden ist, als Priméarserver
ausweisen, bevor Sie die Serverkomponente und die Central Management
Option von CA ARCserve Backup auf dem primaren Doméanenserver
installieren und lizenzieren. Danach miussen Sie die anderen Server, die
mit der gemeinsamen Bibliothek verbunden sind, als Mitgliedsserver
ausweisen. Die Mitgliedsserver mussen sich in der gleichen CA ARCserve
Backup-Domane befinden wie der Primarserver. Wenn Sie fertig sind,
entdeckt der Priméarserver automatisch lhre SAN-Infrastruktur, so dass
eine manuelle Konfiguration nicht notwendig ist.

Hinweis: Wenn Sie eine altere Version aktualisieren, mussen Sie den CA
ARCserve Backup-Primérserver auf dem System installieren, das als SAN-
Priméarsystem ausgewiesen ist, und die CA ARCserve Backup-
Mitgliedsserver auf den als verteilten SAN-Servern ausgewiesenen
Systemen.
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Installieren von CA ARCserve Backup

Antivirus

Wenn Sie Datenbank-Backup-Agenten von CA ARCserve Backup auf einem
System installieren, auf dem eTrust InoculatelT oder eTrust Antivirus
ausgefuhrt werden, mussen Sie die folgende Treiberaktualisierung sowohl
auf den CA ARCserve Backup-Server als auch auf den Client-Rechner
anwenden:

https://support.ca.com/irj/portal/anonymous/phpdocs?filePath=0/156/ildrvupdat
e.html

DNS-Kommunikation

Stellen Sie sicher, dass die DNS-Kommunikation (Domanennamensystem)
konfiguriert ist, um die Kommunikation zwischen der Manager-Konsole von
CA ARCserve Backup und den Remote-Systemen in IThrer Umgebung zu
optimieren. Sie sollten z. B. DNS so konfigurieren, dass umgekehrte
Suchen effizient durchgefihrt werden. Weitere Informationen zur
Konfiguration der DNS-Kommunikation finden Sie auf der Microsoft-
Website Hilfe und Support.

Plattformubergreifende Agenten

Um plattformubergreifende Agenten zu installieren oder zu aktualisieren,
missen Sie den Installationsdatentrager fir CA ARCserve Backup-Agenten
verfigbar haben, wéahrend Sie den Installationsassistenten ausfuhren.

Installieren von CA ARCserve Backup

In diesem Abschnitt wird die Installation von CA ARCserve Backup auf einem
lokalen oder Remote-System mit Hilfe des Installationsassistenten
beschrieben.

So installieren Sie CA ARCserve Backup:

1. Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein.

Hinweis: Wenn der CA ARCserve Backup-Installationsbrowser nicht
angezeigt wird, fihren Sie SETUP.EXE im Stammverzeichnis auf dem
Installationsdatentrager aus.

Klicken Sie in der linken Spalte des Produktinstallationsbrowsers auf "CA
ARCserve Backup fur Windows installieren™.

2. Akzeptieren Sie im Dialogfeld "Lizenzvereinbarung" die Bedingungen der
Lizenzvereinbarung, und fillen Sie die Felder der Kunden- und
Informationsdialogfelder aus.
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Installieren von CA ARCserve Backup

Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlielRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

Die folgende Liste beschreibt Dialogfeld-spezifische Informationen zum
Installieren von CA ARCserve Backup.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Wenn Sie die Remote-Installationsoption wéhlen, kdnnen Sie CA
ARCserve Backup auf mehreren Systemen installieren.

Bei Remote-Installationen kann das Remote-Zielsystem aus
verschiedenen ARCserve-Servertypen, verschiedenen CA ARCserve
Backup-Agenten und -Optionen oder beidem bestehen.

Hinweis: Das Setup-Programm fur Cluster-Rechner unterstitzt keine
Remote-Installation fiir das CA ARCserve Backup-Basisprodukt oder
die CA ARCserve Backup-Agenten. Diese Beschrankung der Remote-
Installation fur die CA ARCserve Backup-Agenten (z. B. SQL-Agent
oder Exchange-Agent) trifft nur zu, wenn Sie einen virtuellen Host
verwenden. Die Remote-Installation von CA ARCserve Backup-Agenten
wird bei Verwendung von physischen Cluster-Hosts unterstutzt.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Geben Sie die Art der ARCserve-Komponenten an, die Sie installieren
mochten.

Hinweis: Wenn Sie eine Vorgéngerversion aktualisieren, erkennt der
Installationsassistent die aktuelle ARCserve-Konfiguration und wahlt
den geeignetsten Installations-/Aktualisierungstyp fur die neue
Installation aus.

E_EA ARCserve Backup x|
Installations-fUpgrade-Typ wahlen
“wahlen Sie den gewiinzchten AR CeerverInstallationstyp. m
© ARC o K I Dizze Dption_inﬁtalliert einen ..‘_J
e Manau@ fonsole) ARCserve-Primarserver.
" ARCserve-Standalone-Server ARCserve-Primarserver
L fungieren als Masterserver, der
¥ ARCserve-Primarserver sich selbst und Mitgliedsserver
e steuert. Mit Hilfe eines
" ARCserveMitgliedsserver AR Cserve-Frimérservers kinnen
Benutzerdefiniert [4genten, Server Sig Sicherungsn,
und Optiorer) “wiederherstellungen und andere
Jobz, die auf Primar- und
—m B Mitgliedszervern ausgefiit
‘ "flllih ] . werden, steuern und
. ) IS " Ay uberwachen, Durch Primar- und
_% Mitgledzzerver verfligen Sie
%i T Lber einen zentralen
ﬂ_ Wenaaltungspunkt fuir mehrere
‘"l—_—’\‘" - Q‘T—’” ARCzerve-Server in lhrer b
e b L+ Umgebung. Sie konnen die
S | \?..i &R Cserve-Manager-fonzole zur _:!

Zuriick I Wweiter: I Abbrechenl
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Installieren von CA ARCserve Backup

Dialogfeld ""Produkte auswahlen™

Wenn Sie einen Primarserver aktualisieren, missen Sie die Central
Management Option auf diesem installieren.

Zur Installation von Mitgliedsservern muss der Installationsassistent in
der Lage sein, den CA ARCserve Backup-Domanennamen und den
Namen des Priméarservers in IThrem Netzwerk zu erkennen. Sie sollten
CA ARCserve Backup daher auf mindestens einem Priméarserver
installieren, bevor Sie mit der Installation von Mitgliedsservern
beginnen.

Wenn Sie eine Remote- oder eine automatische Installation ausfiihren
oder CA ARCserve Backup mit Hilfe von Unicenter Software Delivery
installieren, sollten Sie den CA ARCserve Backup-Client Agent fur
Windows nicht im gleichen Verzeichnis wie das CA ARCserve Backup-
Basisprodukt installieren.

Das folgende Diagramm veranschaulicht den Standardinstallationspfad
des Client Agent fur Windows:

E_EA ARCserve Backup

Produkte wahlen
Wwiahlen Sie die Produkte, die instaliier, aktualisier werden sollen.

S

Produkte: Beschreibung:

I Storage Area Metwark Optior « |
o :ﬁ Agent fur Yl ware
o Enterprize-todul
o Dizaster Recovean Option
O 55 NDMP N&S Option
o E Uricenter Integration Option
| ¢ Client &gant fiir "indows |
- L€ Agent fiir Microzaft DPM
-0 Agent for Open Files fur Windows
H-- IO

Setup hat festgestelt, dazs auf
Ihrem Computer Client &gent
bereits installiert ist.

_;(:1:_

Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um C& ARCzerve
Backup bei Folgendem zu
unterstiitzen:

- ébrufen und Senden von
Daten

- Ermaalichen einer schnellen

Agent flir Microzoft SOL Server

Agent flir Microzaft SharePaint -
Y . R 'E

Fur dieses Produkt sind DKB auf der Festplatte erforderlich.

[ ]

Infa zur Eestplatte |

Ordrer anderm

<Zuriick I Weiters I

Installationspfad:

Abbrechen |

Hinweis: Wenn Sie im Dialogfeld "Produkte auswahlen" auf das CA
ARCserve Backup-Objekt oder das Server-Objekt klicken, gibt der
Installationsassistent unabhangig vom Installationstyp, den Sie im
Dialogfeld "Installations-/Upgrade-Typ wahlen" festgelegt haben, die
standardmafigen Installationskomponenten des Standalone-Servers
an. Um sicherzustellen, dass Sie die korrekten Komponenten
installieren, blenden Sie das Server-Objekt ein, blenden Sie dann das
Objekt fir den ARCserve-Servertypen ein, den Sie installieren
mochten, und aktivieren Sie die entsprechenden Kontrollkédstchen fir
die Komponenten, die Sie installieren méchten.
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Dialogfeld "CA ARCserve Backup-Domé&nenkonfiguration*

Wenn der Setup-Assistent eine Cluster-fahige Anwendung entdeckt,
die in Ihrer Umgebung ausgefuhrt wird, und Sie CA ARCserve Backup
in der Cluster-fahigen Umgebung installieren méchten, aktivieren Sie
die Option "Cluster-Umgebung — Installation”, und geben Sie den Pfad
zum gemeinsam genutzten Laufwerk an, auf dem Sie CA ARCserve
Backup installieren mdchten.

zl
CA ARCserve Backup-Domanenkonfiguration
Geben Sie die Ca ARCserve Backup-Domane an, die Sie korfigurieren michten. m

ermoglicht: Erstellen, Yenwalten und Ubenwachen van Jobs, Anzeigen der Jobiibersicht
und zentralen D atenbank, Yernwalten von Geraten, Erstellen von Berichten und
Warnungen, Durchsuchen und Obergeben von Wiederherstelungen, Speichern von
K.atalogen und Yenwalten won Lizenzen.

f.‘!; Der primare CA AR Cserve Backup-Domanenserver izt ein Server, der Folgendes zentral

CaA ARCzerve Backup-Domanenname

Wame des Primarservers ITEST-Z’-\F*!FF'I E29

[ iCluster-Umgebung - Installation [MSCSE

|nstallationzpfad | _I

<Zurlick I wieiters I

Hinweis: CA ARCserve Backup-Servernamen und CA ARCserve
Backup-Domanennamen dirfen 15 Byte nicht Uberschreiten. Ein Name
mit 15 Byte entspricht etwa 7 bis 15 Zeichen.

Dialogfeld "Datenbank auswahlen™

Wenn Sie Microsoft SQL Server angeben und Betriebssysteme sichern,
die Namensrichtlinien mit GroR3-/Kleinschreibung unterstiitzen, sollten
Sie eine SQL-Instanz erstellen, die die ARCserve-Datenbank mit einer
Serverzuweisung unter Berlcksichtigung der Grof3-/Kleinschreibung
enthalt.

Bei Cluster-Installationen:

m  CA ARCserve Backup unterstitzt keine lokalen
Microsoft SQL Server-Installationen auf CA ARCserve Backup-
Servern in NEC ClusterPro-Umgebungen. In NEC ClusterPro-
Umgebungen missen Sie die ARCserve-Datenbankinstanz auf
einem Remote-System installieren.
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m  Sie mussen die Option fur den Remote SQL-Server-Typ angeben,
falls die ARCserve-Datenbankinstanz und die CA ARCserve Backup-
Installation sich nicht im gleichen Cluster befinden.

x4
Systemkonto der SOL-Datenbank

Geben Sie die Kontainformationen fur den Remate-Computer ein:

Zielcomputer: TEST-GLH
— SOL Server-Konto
& “windows-Sicherheit venwenden

" SOL Server-Sicherheit venwenden

SOL Servertyp: Remote j
Computer [4nstanz); Local
Anmelde-1D: Cluster

Kennwart: I

r Administratorkonto auf Remaote-Server

Anmelde-D: I

K.entwart: I

<2uriick, I wfeiter » I

Dialogfeld ""Wichtiger Warnhinweis"

Nachdem Sie die Meldungen im Dialogfeld "Wichtiger Warnhinweis"
gelesen haben, sollten Sie versuchen, die Probleme zu lésen.

Die folgende Abbildung veranschaulicht das Dialogfeld "Wichtiger
Warnhinweis":

%2 ca ARCserve Backup x|
Wichtige Warnhinweise

& Lesen Sie wvor der Installation die folgenden W amhimueise:

-
“ Darmit Setup fortfahren kann, sollten Sie sicherstellen, dass der
Windows-Dienst-Manager fir alle Anmeldesitzungen auf dem Zielcomputer
nicht ausgefibirt wird.

=

<Zunick I wieiters I ﬁbblechenl
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Dialogfeld "Produktliste"

Um lhre Installationsoptionen zu &ndern, klicken Sie so oft wie
notwendig auf die Schaltflache "Zurtuck", um zum Dialogfeld mit den
Installationsoptionen zuriickzukehren, die Sie &ndern mochten.

Dialogfeld zur Lizenzprufung

Um Lizenzschlussel einzugeben, suchen Sie nach den Komponenten,
Agenten und Optionen, die Sie installieren, wéhlen Sie die Option
"Lizenzschlissel verwenden" aus, und geben Sie den Lizenzschlussel
fur die Komponente ein.

Dialogfeld "Installation - Zusammenfassung™

Wenn eine der ausgewahlten Komponenten konfiguriert werden muss,
werden im Setup-Assistenten die entsprechenden Dialogfelder fur die
Konfiguration am Ende der Installation angezeigt. Sie kénnen die
Komponente entweder sofort oder spater mit Hilfe der
Geratekonfiguration oder der Enterprise-Modul-Konfiguration
konfigurieren. Wenn Sie beispielsweise einen Bandwechsler mit einem
Laufwerk verwenden, der konfiguriert werden muss, kdnnen Sie mit
Hilfe des Setup-Assistenten die Geratekonfiguration starten, indem Sie
auf die entsprechende Meldung im Dialogfeld "Installation -
Zusammenfassung" doppelklicken.

Hinweis: Sie mussen den Server moéglicherweise neu starten, wenn Sie
CA ARCserve Backup installieren Dies hangt davon ab, ob alle Dateien,
Dienste und Registrierungseinstellungen auf der Betriebssystemebene
aktualisiert wurden.

Aktualisieren einer alteren Version von CA ARCserve

Backup

Eine Installation zu aktualisieren bedeutet, Funktionen oder Komponenten mit
neueren Versions- oder Build-Nummern zu installieren, ohne die &altere Version
zu deinstallieren. Sie kdnnen beim Aktualisierungsvorgang einen Grof3teil Ihrer
aktuellen Einstellungen beibehalten und die in der vorherigen ARCserve-
Datenbank gespeicherten Informationen in die neue ARCserve-Datenbank
migrieren.
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Wenn Sie derzeit eine der folgenden Versionen von

BrightStor ARCserve Backup oder BrightStor Enterprise Backup verwenden,
kdénnen Sie lhre vorhandene Umgebung problemlos auf diese Version
aktualisieren:

BrightStor ARCserve Backup fur Windows r11.5, einschliel3lich der General
Availability-Version (GA-Version) und aller aktuellen Service Packs.

BrightStor ARCserve Backup fur Windows r11.1, einschliel3lich der GA-
Version und aller aktuellen Service Packs.

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor ARCserve Backup fur Windows r11.1 auf diese Version in einer
cluster-fahigen Umgebung. Um auf diese Version zu aktualisieren, missen
Sie BrightStor ARCserve Backup fur Windows r11.1 deinstallieren und dann
diese Version in einer cluster-fahigen Umgebung installieren.

BrightStor ARCserve Backup Version 9.01, einschlie3lich der GA-Version
und aller aktuellen Service Packs.

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor ARCserve Backup Version 9.01 auf diese Version in einer
cluster-fahigen Umgebung. Um auf diese Version zu aktualisieren, missen
Sie BrightStor ARCserve Backup fur Windows 9.01 deinstallieren und dann
diese Version in einer cluster-fahigen Umgebung installieren.

BrightStor Enterprise Backup Version 10.5 Service Pack 1

Hinweis: CA ARCserve Backup unterstitzt keine Aktualisierungen von
BrightStor Enterprise Backup Version 10.5 Service Pack 1 auf diese
Version in einer cluster-fahigen Umgebung. Um auf diese Version zu
aktualisieren, mussen Sie BrightStor Enterprise Backup Version 10.5
Service Pack 1 deinstallieren und dann diese Version in einer cluster-
fahigen Umgebung installieren.

Fur alle anderen Versionen muissen Sie ARCserve deinstallieren, bevor Sie CA
ARCserve Backup installieren.

Weitere Informationen zu Aktualisierungen auf diese Versionen finden Sie im
Abschnitt "Zu Aktualisierungen” (auf Seite 55).

So aktualisieren Sie eine altere Version von CA ARCserve Backup:

1.

Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein.

Hinweis: Wenn der CA ARCserve Backup-Installationsbrowser nicht
angezeigt wird, fuhren Sie SETUP.EXE im Stammverzeichnis auf dem
Installationsdatentrager aus.

Klicken Sie in der linken Spalte des Produktinstallationsbrowsers auf "CA
ARCserve Backup fur Windows installieren”.
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Akzeptieren Sie im Dialogfeld "Lizenzvereinbarung" die Bedingungen der
Lizenzvereinbarung, und fullen Sie die Felder der Kunden- und
Informationsdialogfelder aus.

Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlieRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

In der folgenden Liste werden dialogfeldspezifische Informationen zur
Aktualisierung einer alteren Version von CA ARCserve Backup beschrieben.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Wenn Sie eine altere Version auf einem ARCserve-Primarserver
aktualisieren, mussen Sie die Option "Lokale Installation/Upgrade™
auswahlen. Die folgenden Aktualisierungstypen werden von CA
ARCserve Backup nicht unterstitzt:

m  Aktualisierungen einer alteren Version auf einem ARCserve-
Primarserver in einem Remote-System.

m  Automatische Aktualisierungen einer alteren Version auf einem
ARCserve-Primarserver in einem System unter Verwendung einer
Antwortdatei.

m  Aktualisierungen einer alteren Version auf einem Remote-System
und Beibehaltung des alteren Managers.

m  Automatische Aktualisierungen einer alteren Version unter
Verwendung einer Antwortdatei und Beibehaltung des alteren
Managers.

Hinweis: Weitere Informationen finden Sie im Abschnitt "Manager-
Konsolen-Unterstutzung fur altere Versionen" (auf Seite 57).
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Bei allen anderen Aktualisierungstypen wéhlen Sie die Option aus, die
der von lhnen gewlnschten Aufgabe entspricht.

%2 ca ARCserve Backup =]

Installations-fUpgrade-Typ wahlen
“w'ahlen Sie den Installations-/Upgrade-Typ, der Ihren Erfordemizzen am besten m

entgpricht,

& | okale(z] Installation/parads:

Ermaglicht Ihnen die Auswahl der Produkte, die auf lhrem lokalen Computer
installiert/ aktualiziert werden sollen.

" Remate-nstallationd-L pgrade

Ermdglicht Ihnen die Auswahl der Produkte, die auf Bemote-Computern
installiert/ aktualisisrt werden solleh,

' Antwortdatel erstellen

Ermaglicht lhnen die Erstellung einer Antwortdatei, die bei der eingabefreien und
automatizchen Installation venwendet wird,

CADokumente und EinstellungenAdministratorsEigene D ateien’ Durcheuchen |

<Zunick I wieiters I Abbrechen

Dialogfeld "Produkte auswahlen"

Wenn Sie lhre aktuelle Installation auf einem ARCserve-Priméarserver
aktualisieren, mussen Sie die Central Management Option auf dem
Primarserver installieren.

Um lhre aktuelle Installation auf einem ARCserve-Mitgliedsserver zu
aktualisieren, muss der Installationsassistent in der Lage sein, den CA
ARCserve Backup-Doméanennamen und -Primérserver in Threm
Netzwerk zu entdecken. Daher wird empfohlen, mindestens einen CA
ARCserve Backup-Primarserver zu aktualisieren, bevor Sie auf
ARCserve-Mitgliedsserver aktualisieren.

Wenn Sie eine Remote- oder eine automatische Installation ausfiihren
oder CA ARCserve Backup mit Hilfe von Unicenter Software Delivery
installieren, sollten Sie den CA ARCserve Backup-Client Agent fur
Windows nicht im gleichen Verzeichnis wie das CA ARCserve Backup-
Basisprodukt installieren.
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Das folgende Diagramm veranschaulicht den Standardinstallationspfad
des Client Agent fur Windows:

E_EA ARCserve Backup ﬂ

Produkte wahlen
Wwiahlen Sie die Produkte, die instaliier, aktualisier werden sollen. m
Produkte: Beschreibung:
| a Storage Area Metwork, Dptior;l -
o a Agent flir Vi ware Setup hat festgestellt, dazs auf
o Enterprize-t odul Ihremn Computer Cliert Agent
o Disaster Resavery Option bereits inztalliert ist.
01 &5 NDMP NS Dptin i
: Ju | U.rjicelj'uter |ntearation Dption IE)P:rAgent wird auf dem
- ¢ Clisnt Agent i Yindows | Metzmerk-Client-Rechner
- Agent fur Micrazoft DPM installiett. um CA ARCserve
- D¢ Agent for Open Files fiir wWindows BatCkutF'thI Folgendem zu
g unterstitzen:
= | Agent f.u.r M!crosofl SoL Seryer ~Abrufers und Senden von
-0 Agent fur Microzoft SharePaint - Daten
1| ' ' o T | > - Ermaalichen einer schnellen LI
Fur dieses Produkt sind DKB auf der Festplatte erforderlich. Infa zur Eestplatte |

Installationspfad: (MRS ED up Cli 1 Ordrer anderm

<Zuriick I Weiters I Abbrechenl

Hinweis: Wenn Sie im Dialogfeld "Produkte auswahlen" auf das CA
ARCserve Backup-Objekt oder das Server-Objekt klicken, gibt der
Installationsassistent unabhangig vom Installationstyp, den Sie im
Dialogfeld "Installations-/Upgrade-Typ wahlen" festgelegt haben, die
standardmafigen Installationskomponenten des Standalone-Servers
an. Um sicherzustellen, dass Sie die korrekten Komponenten
installieren, blenden Sie das Server-Objekt ein, blenden Sie dann das
Objekt fir den ARCserve-Servertypen ein, den Sie installieren
mochten, und aktivieren Sie die entsprechenden Kontrollkédstchen fir
die Komponenten, die Sie installieren moéchten.

Dialogfeld "Optionen der Manager-Konsole"

Wahlen Sie die Option "Aktuelle ARCserve-Manager-Konsole behalten”
nur dann aus, wenn eine altere Version von

BrightStor ARCserve Backup auf ARCserve-Servern in lhrer Umgebung
ausgefuhrt wird. Wenn Sie diese Option auswahlen, werden Sie vom
Setup-Assistenten dazu aufgefordert, CA ARCserve Backup an einem
alternativen Standort auf IThrem Rechner zu installieren.

Wenn Sie festlegen, dass die neuen Manager Console-Supportdateien
im gleichen Verzeichnis wie die vorherigen Manager-Supportdateien
gespeichert werden sollen, werden Sie vom Installationsassistenten
aufgefordert, diese Dateien anderswo zu installieren.

Hinweis: Die Beibehaltung der Manager-Konsole einer alteren Version
wird von CA ARCserve Backup nicht unterstiitzt, wenn Sie eine
Remote-Aktualisierung und eine automatische Aktualisierung unter
Verwendung einer Antwortdatei durchfiihren.
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Dialogfeld "CA ARCserve Backup-Domé&nenkonfiguration*

Wenn der Setup-Assistent eine Cluster-fahige Anwendung entdeckt,
die in Ihrer Umgebung ausgefuhrt wird, und Sie CA ARCserve Backup
in der Cluster-fahigen Umgebung installieren méchten, aktivieren Sie
die Option "Cluster-Umgebung — Installation”, und geben Sie den Pfad
an, wo Sie CA ARCserve Backup installieren méchten.

Hinweis: CA ARCserve Backup-Servernamen und CA ARCserve
Backup-Doméanennamen durfen 15 Byte nicht Uberschreiten. Ein Name
mit 15 Byte entspricht etwa 7 bis 15 Zeichen.

Dialogfeld "Datenbank auswahlen™

Wenn Sie Microsoft SQL Server angeben und Betriebssysteme sichern,
die Namensrichtlinien mit Grof3-/Kleinschreibung unterstitzen, sollten
Sie eine SQL-Instanz erstellen, die die ARCserve-Datenbank mit einer
Serverzuweisung unter Berlcksichtigung der Grof3-/Kleinschreibung
enthalt.

Dialogfeld ""Wichtiger Warnhinweis"

Nachdem Sie die Meldungen im Dialogfeld "Wichtiger Warnhinweis™
gelesen haben, sollten Sie versuchen, die Probleme zu l6sen.

Dialogfeld "Produktliste"

Um lhre Installationsoptionen zu &ndern, klicken Sie so oft wie
notwendig auf die Schaltflache "Zuruck", um zum Dialogfeld mit den
Installationsoptionen zuriickzukehren, die Sie &ndern mochten.

Dialogfeld zur Lizenzprufung

Um Lizenzschlussel einzugeben, suchen Sie nach den Komponenten,
Agenten und Optionen, die Sie installieren, wéhlen Sie die Option
"Lizenzschlissel verwenden" aus, und geben Sie den LizenzschlUssel
fur die Komponente ein.

Dialogfeld "Installation - Zusammenfassung™

Wenn eine der ausgewahlten Komponenten konfiguriert werden muss,
werden im Setup-Assistenten die entsprechenden Dialogfelder fur die
Konfiguration am Ende der Installation angezeigt. Sie kénnen die
Komponente entweder sofort oder spater mit Hilfe der
Geratekonfiguration oder der Enterprise-Modul-Konfiguration
konfigurieren. Wenn Sie beispielsweise einen Bandwechsler mit einem
Laufwerk verwenden, der konfiguriert werden muss, kdnnen Sie mit
Hilfe des Setup-Assistenten die Geratekonfiguration starten, indem Sie
auf die entsprechende Meldung im Dialogfeld "Installation -
Zusammenfassung" doppelklicken.
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Dialogfeld zu Migration von CA ARCserve Backup-Serverdaten

Bestimmen Sie die Daten, die Sie migrieren méchten. Weitere
Informationen zur Datenmigration finden Sie im Abschnitt
"Datenmigration einer alteren Version" (auf Seite 58).

Hinweis: Sie mussen maglicherweise den Server nach Abschluss des
Aktualisierungsvorgangs neu starten. Dies hdngt davon ab, ob alle Dateien,
Dienste und Registrierungseinstellungen auf der Betriebssystemebene
aktualisiert wurden.

Erstellen einer Antwortdatei fur die automatische Installation

Bei der interaktiven Installation mussen Sie fir viele CA ARCserve Backup-
Komponenten Konfigurationsinformationen (z. B. Installationsverzeichnis,
Benutzername, Kennwort) eingeben. Bei einer automatischen (nicht-
interaktiven) Installation werden diese Informationen aus einer zuvor
erstellten Antwortdatei abgerufen. Der Standardname dieser Datei ist
SETUP.ICF. Sie kénnen sie aber beliebig umbenennen.

Hinweis: CA ARCserve Backup unterstitzt das Erstellen von Antwortdateien
far die automatische Installation bei CA ARCserve Backup-
Primérserverinstallationen nicht. Sie kénnen Antwortdateien fur die
automatische Installation bei CA ARCserve Backup-Standalone-Servern und CA
ARCserve Backup-Mitgliedsserverinstallationen erstellen.

So erstellen Sie eine Antwortdatei fur die automatische Installation

1. Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein, und suchen Sie nach dem Verzeichnis "\Install".

Doppelklicken Sie auf "MasterSetup.exe", um MasterSetup zu starten, und
klicken Sie anschlieRend im Dialogfeld "Willkommen bei CA ARCserve
Backup" auf "Weiter".

2. Akzeptieren Sie im Dialogfeld "Lizenzvereinbarung" die Bedingungen der
Lizenzvereinbarung, und fillen Sie die Felder der Kunden- und
Informationsdialogfelder aus.

3. Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlieRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

Die folgende Liste beschreibt Dialogfeld-spezifische Informationen zum
Erstellen einer Antwortdatei.

Dialogfeld "Installations-/Upgrade-Typ wahlen"

Um eine Antwortdatei zu erstellen, missen Sie die Option "Eine
Antwortdatei erstellen™ wahlen.
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Dialogfeld ""Produkte auswahlen™

Wenn Sie einen Primarserver aktualisieren, missen Sie die Central
Management Option auf diesem installieren.

Zur Installation von Mitgliedsservern muss der Installationsassistent in
der Lage sein, den CA ARCserve Backup-Domanennamen und den
Namen des Priméarservers in IThrem Netzwerk zu erkennen. Sie sollten
CA ARCserve Backup daher auf mindestens einem Priméarserver
installieren, bevor Sie mit der Installation von Mitgliedsservern
beginnen.

Wenn Sie eine Remote- oder eine automatische Installation ausfiihren
oder CA ARCserve Backup mit Hilfe von Unicenter Software Delivery
installieren, sollten Sie den CA ARCserve Backup-Client Agent fur
Windows nicht im gleichen Verzeichnis wie das CA ARCserve Backup-
Basisprodukt installieren.

Das folgende Diagramm veranschaulicht den Standardinstallationspfad
des Client Agent fur Windows:

E_EA ARCserve Backup

Produkte wahlen
Wwiahlen Sie die Produkte, die instaliier, aktualisier werden sollen.

S

Produkte: Beschreibung:

I Storage Area Metwark Optior « |
o :ﬁ Agent fur Yl ware
o Enterprize-todul
o Dizaster Recovean Option
O 55 NDMP N&S Option
o E Uricenter Integration Option
| ¢ Client &gant fiir "indows |
- L€ Agent fiir Microzaft DPM
-0 Agent for Open Files fur Windows
H-- IO

Setup hat festgestelt, dazs auf
Ihrem Computer Client &gent
bereits installiert ist.

_;(:1:_

Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um C& ARCzerve
Backup bei Folgendem zu
unterstiitzen:

- ébrufen und Senden von
Daten

- Ermaalichen einer schnellen

Agent flir Microzoft SOL Server

Agent flir Microzaft SharePaint -
Y . R 'E

Fur dieses Produkt sind DKB auf der Festplatte erforderlich.

[ ]

Infa zur Eestplatte |

Ordrer anderm

<Zuriick I Weiters I

Installationspfad:

Abbrechen |

Hinweis: Wenn Sie im Dialogfeld "Produkte auswahlen" auf das CA
ARCserve Backup-Objekt oder das Server-Objekt klicken, gibt der
Installationsassistent unabhangig vom Installationstyp, den Sie im
Dialogfeld "Installations-/Upgrade-Typ wahlen" festgelegt haben, die
standardmafigen Installationskomponenten des Standalone-Servers
an. Um sicherzustellen, dass Sie die korrekten Komponenten
installieren, blenden Sie das Server-Objekt ein, blenden Sie dann das
Objekt fir den ARCserve-Servertypen ein, den Sie installieren
mochten, und aktivieren Sie die entsprechenden Kontrollkédstchen fir
die Komponenten, die Sie installieren moéchten.
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Dialogfeld "CA ARCserve Backup-Domé&nenkonfiguration*

CA ARCserve Backup-Domanennamen und -Servernamen durfen
15 Byte nicht Uberschreiten. Ein Name mit 15 Byte entspricht etwa 7
bis 15 Zeichen.

Hinweis: Falls Sie den Domé&nennamen von der vorigen Installation
nicht beibehalten, &ndert CA ARCserve Backup lhr voriges caroot-
Kennwort zu einem leeren Kennwort ab. Sobald die Installation
abgeschlossen ist, kdnnen Sie das leere Kennwort andern.

Dialogfeld "Datenbank auswahlen™

Wenn Sie Microsoft SQL Server angeben und Betriebssysteme sichern,
die Namensrichtlinien mit GroRR3-/Kleinschreibung unterstiutzen, sollten
Sie eine SQL-Instanz erstellen, die die ARCserve-Datenbank mit einer
Serverzuweisung unter Berlcksichtigung der Grof3-/Kleinschreibung
enthalt.

Dialogfeld "Produktliste"

Um lhre Installationsoptionen zu &ndern, klicken Sie so oft wie
notwendig auf die Schaltflache "Zuruck", um zum Dialogfeld mit den
Installationsoptionen zuriickzukehren, die Sie &ndern moéchten.

Dialogfeld zur Lizenzprufung

Um Lizenzschlussel einzugeben, suchen Sie nach den Komponenten,
Agenten und Optionen, die Sie installieren, wéhlen Sie die Option
"Lizenzschlissel verwenden" aus, und geben Sie den LizenzschlUssel
fur die Komponente ein.

Wenn Sie die Antwortdatei generiert haben, kdnnen Sie sie mit
"MasterSetup.exe" verwenden, um die von lhnen ausgewahlten CA
ARCserve Backup-Komponenten automatisch zu installieren.

Um die Details zu den erforderlichen Parametern vollstandig anzuzeigen,
rufen Sie die Windows-Eingabeaufforderung auf und fuhren folgenden
Befehl aus:

mastersetup /?

Beispiel:

mastersetup.exe /I:”c:\temp\setup.icf”

Die Antwortdatei fur dieses Beispiel ist c:\temp\setup.icf.

Sie kénnen in der Datei SETUP.ICF die Einstellung fur InstallScanEng von 1
in O &ndern, um anzugeben, dass die Pruf-Engine nicht installiert werden
soll.

Hinweis: Moéglicherweise mussen Sie nach Abschluss der Installation
Ilhren Computer neu starten. In der Datei PRODWIZ.LOG finden Sie einen
Hinweis, ob Ihr Rechner neu gestartet werden muss.
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Automatisches Aktualisieren von CA ARCserve Backup-
Agenten auf die aktuelle Version

Es kdnnen Situationen auftreten, bei denen Sie Agenten verschiedener
ARCserve-Versionen, die auf einem System installiert sind, auf die aktuelle
Version aktualisieren mdchten. Der Vorgang zur Bestimmung der Agenten,
ihrer Versionsnummern und der Aktualisierungsvorgang selbst kénnen einen
langeren Zeitraum in Anspruch nehmen.

Um diese Aufgabe zu vereinfachen, kdnnen Sie das Master-Setup automatisch
von der Windows Befehlszeile ausfihren, um alle CA ARCserve Backup-
Agenten, die auf einem System installiert sind, auf die aktuelle Version zu
aktualisieren.

Sie haben mehrere Moéglichkeiten, um diese Aufgabe durchzufuhren.

®  Fihren Sie das Master-Setup direkt vom Installationsdatentréger aus.
Geben Sie die Syntax an, um alle Agenten auf dem (Remote-)Zielsystem
zu aktualisieren.

B Geben Sie das optische Laufwerk in IThrem Netzwerk frei, in das der
Installationsdatentrager eingelegt wird. Fuhren Sie den Befehl auf dem
(Remote-)Zielsystem aus, und geben Sie die Syntax an, um alle Agenten
auf dem lokalen System zu aktualisieren.

m  FErstellen Sie eine Netzwerkfreigabe, und kopieren Sie den gesamten Inhalt
des Installationsdatentragers in das freigegebene Verzeichnis. Fihren Sie
den Befehl auf dem (Remote-)Zielsystem aus, und geben Sie die Syntax
an, um alle Agenten auf dem lokalen System zu aktualisieren.

Wenn Sie das Master-Setup uUber die Befehlszeile ausfiihren, kénnen Sie das
CA ARCserve Backup-Basisprodukt und die CA ARCserve Backup-Optionen
nicht aktualisieren.

Das Master-Setup ist im folgenden Verzeichnis auf dem
Installationsdatentrager installiert:

<Laufwerk>\Install\mastersetup.exe
So aktualisieren Sie automatisch CA ARCserve Backup-Agenten auf die
aktuelle Version:

1. Fidhren Sie die im Abschnitt "Aktualisieren einer alteren Version von CA
ARCserve Backup" (auf Seite 71) beschriebenen Schritte aus.

80 Implementierungshandbuch



Automatisches Aktualisieren von CA ARCserve Backup-Agenten auf die aktuelle Version

2. Offnen Sie nach Abschluss des Aktualisierungsvorgangs die Windows
Befehlszeile, und suchen Sie nach dem Verzeichnis, in dem Sie Zugriff auf
das Master-Setup haben.

Fuhren Sie das Master-Setup unter Verwendung der folgenden Syntax aus:

MasterSetup
[/?1[/D][/H:<Hostname>][/U:<Benutzername>][/P:<Kennwort>][/I:<Icf-
Pfad>][/AU] [/0]

Hinweis: Eckige Klammern [ ] geben an, dass das Argument in diesen
Klammern optional ist. GrolRer-/Kleiner-Zeichen < > geben an, dass das
Argument zwischen ihnen erforderlich ist.

/?

Die Verwendung des Befehls wird angezeigt.
/D

Der Status der Installation wird angezeigt.
/H

Gibt den Hostnamen des Zielsystems an.
/U

Gibt den Benutzernamen fur das Zielsystem an.
/P

Gibt das Kennwort fur den Benutzernamen auf dem Zielsystem an.
/1

Gibt den Standort der Antwortdatei an.
/AU

FUhrt eine automatische Aktualisierung durch:

Hinweis: Mit diesem Argument kdnnen Sie alle auf dem lokalen
System installierten Agenten aktualisieren.

/0
Gibt den Standort der Ausgabedatei an. Um dieses Argument

verwenden zu kdnnen, muss das Argument /AU festgelegt sein.

Nach Abschluss der Ausfuhrung sind alle auf dem angegebenen System
installierten Agenten auf diese Version aktualisiert.

Hinweis: Wenn beim Master-Setup festgestellt wird, dass das CA ARCserve
Backup-Basisprodukt auf dem Zielsystem installiert ist, schlagt der
Aktualisierungsvorgang fehl.
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Beispiele: Syntax des Master-Setups

Das folgende Beispiel beschreibt die Syntax, die zur Aktualisierung aller auf
Computer001 installierten Agenten auf diese Version erforderlich ist. Der
Benutzer ist auf dem Priméarserver angemeldet, der Benutzername ist
administrator, und das Kennwort ist test-001.

mastersetup /h:computer00l /u:administrator /p:test-001 /au

Das folgende Beispiel beschreibt die Syntax, die zur Aktualisierung aller auf
dem lokalen System installierten Agenten erforderlich ist. Der Benutzer muss
mit einem Benutzerkonto, das Uber Administratorrechte verfigt, auf dem
Zielsystem angemeldet sein.

mastersetup /au

Installieren von CA ARCserve Backup mit Unicenter Software

Delivery

Das Master-Setup ist das Hauptinstallationsprogramm fiir CA ARCserve
Backup. Als Alternative zum Master-Setup kdnnen Sie auch eine automatische
Installation ausfuhren oder Unicenter Software Delivery fur die Installation von
CA ARCserve Backup verwenden. Die folgenden Abschnitte enthalten
Informationen zu allen diesen alternativen Installationsmethoden.

Registrieren von CA ARCserve Backup auf dem Unicenter Software Delivery-

Server

Unicenter Software Delivery ist ein flexibles Tool zur zentralen Verteilung,
Installation, Uberpriifung, Aktualisierung und Deinstallation von Software.
Wenn Sie Unicenter Software Delivery besitzen, kdnnen Sie dieses Tool zum
Verteilen und Installieren von CA ARCserve Backup verwenden. Weitere
Informationen zur Konfiguration und Verwendung von Unicenter Software
Delivery finden Sie in der zugehdrigen Dokumentation.

Ehe Sie CA ARCserve Backup mit Unicenter Software Delivery verteilen und
installieren kdbnnen, missen Sie die Software auf dem Unicenter Software
Delivery-Server registrieren. Im folgenden Vorgang wird beschrieben, wie Sie
CA ARCserve Backup auf dem Unicenter Software Delivery-Server registrieren.

So registrieren Sie CA ARCserve Backup auf dem Unicenter Software
Delivery-Server:

1. Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein, und suchen Sie nach dem Verzeichnis "SD
Packages".
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2. Doppelklicken Sie auf "SDRegister.exe".

Das Dialogfeld zur Produktauswahl fur die Registrierung wird angezeigt.
3. Wahlen Sie das individuelle Paket aus, das registriert werden soll:

Der Bildschirm fur die Lizenzvereinbarung wird geoffnet.

Hinweis: Sie mussen die Lizenzvereinbarung fur jedes ausgewahlte
Produkt akzeptieren, um mit der Registrierung fortzufahren.

4. Nachdem Sie die Produkte ausgewahlt haben, die Sie registrieren
mochten, klicken Sie auf "Weiter", um fortzufahren.

Das Dialogfeld "Unicenter Software Delivery - Benutzerdetails™ wird
angezeigt.

5. Geben Sie die erforderlichen Informationen in den folgenden Feldern an:
s USD-Server
= Benutzer-ID
= Domane
= Kennwort

Hinweis: Wenn Sie die oben genannten Felder leer lassen, versucht
Unicenter, die ausgewahlten Produkte unter Verwendung lhrer aktuellen
Systemkontoinformationen zu registrieren.

6. Klicken Sie auf "Weiter".

Alle ausgewéhlten Pakete werden registriert und dem Unicenter Software
Delivery-Explorer hinzugefugt.

Komponenten und Voraussetzungen

Die folgenden Tabellen enthalten die Komponenten und Voraussetzungen fiir
die CA ARCserve Backup-Komponenten, die Sie mit Unicenter Software
Delivery registrieren kdnnen.

Basiskomponenten

Komponente Voraussetzungen

CA ARCserve Backup-Server s CA ETPKI fur Windows

m  Microsoft Installer und vcredist

m  CA-Lizenz

CA-Lizenz m  Microsoft Installer und vcredist

Diagnosehilfsprogramm = CA ETPKI fur Windows

m  Microsoft Installer und vcredist

“Installieren und Aktualisieren von CA ARCserve Backup 83



Installieren von CA ARCserve Backup mit Unicenter Software Delivery

Komponente Voraussetzungen
Microsoft Installer s Keine
Unicenter Integration Option =  CA ETPKI fiir Windows

m  Microsoft Installer und vcredist

m  CA ARCserve Backup-Server

CA ARCserve Backup Client-Agenten fur Windows

Komponente Voraussetzungen

Windows Client Agent m  CA ETPKI fur Windows

m  Microsoft Installer und vcredist

Client Agent fiir Windows 64-Bit m  CA ETPKI fiir Windows

m  CA ETPKI fur Windows 64-Bit

m  Microsoft Installer und vcredist

CA ARCserve Backup-Agenten

Komponente Voraussetzungen

CA ARCserve Backup Agent for Open Files = CA ETPKI fir Windows

m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent for Open Files 64-Bit g caA ETPKI fiir Windows

m  CA ETPKI fur Windows 64-Bit
m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent fur Microsoft m  CA ETPKI fiir Windows

Exchange
m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent fur Microsoft m  CA ETPKI fiir Windows

Exchange 64-Bit
m  CA ETPKI fur Windows 64-Bit

m  Microsoft Installer und vcredist

m CA-Lizenz
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Komponente Voraussetzungen

CA ARCserve Backup Agent fur IBM Informix m  CA ETPKI fur Windows

m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent fir Lotus Domino =  CA ETPKI fiir Windows

m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent fur Oracle m  CA ETPKI fiir Windows

m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent flur n CA ETPKI fur Windows

Microsoft SQL Server
m  Microsoft Installer und vcredist

m  CA-Lizenz

CA ARCserve Backup fiir Microsoft SQL Server = CA ETPKI fiir Windows

64-Bit
m  CA ETPKI fur Windows 64-Bit
m  Microsoft Installer und vcredist

m CA-Lizenz

CA ARCserve Backup Agent fur Sybase = CA ETPKI fur Windows

m  Microsoft Installer und vcredist

m  CA-Lizenz

CA ARCserve Backup Agent fur Microsoft = CA ETPKI fur Windows

SharePoint
m  Microsoft Installer und vcredist

m  CA-Lizenz

m  CA ARCserve Backup-Server

CA ARCserve Backup Agent fur Microsoft m  CA ETPKI fur Windows

SharePoint 64-Bit
m  CA ETPKI fur Windows 64-Bit

m  Microsoft Installer und vcredist
m  CA-Lizenz

m_ CA ARCserve Backup-Server
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CA ARCserve Backup-Optionen

Komponente

Voraussetzungen

CA ARCserve Backup Disaster Recovery Option

CA ETPKI fur Windows
Microsoft Installer und vcredist

CA ARCserve Backup-Server

CA ARCserve Backup NDMP NAS Option.

CA ETPKI fur Windows
Microsoft Installer und vcredist
CA-Lizenz

CA ARCserve Backup-Server

CA ARCserve Backup Enterprise-Modul

CA ETPKI fur Windows
Microsoft Installer und vcredist
CA-Lizenz

CA ARCserve Backup-Server

CA ARCserve Backup Enterprise Option fir

SAP R/3 fir Oracle

CA ETPKI fur Windows
Microsoft Installer und vcredist

CA-Lizenz

Fur die installierten Komponenten sind verschiedene Verfahren definiert. Sie
beinhalten zumeist Folgendes:

® | okale Installation: Installiert die Komponente

® | okale Deinstallation: Deinstalliert die Komponente

Wichtig! Fur viele dieser Komponenten gelten Voraussetzungen, die vor der
Installation erfullt sein mussen. Sie mussen sicherstellen, dass der Zielrechner
zur Installation und Ausfuhrung der Komponente richtig konfiguriert ist. Die
entsprechenden Informationen finden Sie im Handbuch zu der betreffenden
Option.

86 Implementierungshandbuch



Installieren von CA ARCserve Backup mit Unicenter Software Delivery

Installieren von CA ARCserve Backup-Komponenten mit Unicenter Software

Delivery

Damit Sie CA ARCserve Backup-Komponenten installieren kbnnen, muss die
zuvor erstellte Antwortdatei bei der Erstellung des Unicenter Software
Delivery-Jobs angegeben werden.

Hinweis: Weitere Informationen zum Erstellen einer Antwortdatei finden Sie im
Abschnitt "Eine Antwortdatei fUr automatische Installation erstellen” (auf
Seite 77).

So installieren Sie CA ARCserve Backup-Komponenten mit Unicenter
Software Delivery:

1.

Klicken Sie im Unicenter Software Delivery-Explorer mit der rechten
Maustaste auf den Installationsvorgang, den Sie verwenden mdchten.

Ziehen Sie ihn zu dem Rechner oder der Rechnergruppe, auf dem/der Sie
ihn installieren moéchten, und wahlen Sie im dargestellten Menl die Option
"Job planen" aus.

Das Dialogfeld zum Einrichten von Jobs wird geotffnet.

Geben Sie die Antwortdatei auf der Registerkarte "Joboptionen" im Feld
"Benutzerparameter” mit der folgenden Syntax an:

ICFPATH={vollstandiger Pfad der Antwortdatei}
Beispiel:
ICFPATH=\\sdo-server\sdlib$\responsefiles\setup.icf.
sdo-server

Gibt den Unicenter Software Delivery-Server an.
setup.icf

Gibt den Namen der Antwortdatei an, die mit MasterSetup.exe erstellt
wurde.

Wenn der Job das Installationsprogramm auf dem Zielcomputer ausfuhrt,
werden die Konfigurationsinformationen aus der auf dem
Unicenter Software Delivery-Server gespeicherten Antwortdatei abgerufen.

Hinweis: Wenn die Installation von CA ETPKI fur Windows fehlschlagt,
doppelklicken Sie auf den Job, um den Rickgabecode einzusehen. Lautet
der Ruckgabecode 1 oder 2, missen Sie das Zielsystem neu starten und
diesen Vorgang wiederholen.
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Aufgaben nach der Installation

Deinstallieren

Stellen Sie nach der Installation von CA ARCserve Backup sicher, dass
folgende Aufgaben abgeschlossen wurden:

®  Um sicherzustellen, dass alle Jobs planmaRig starten, synchronisieren Sie
die Systemzeit des Priméarservers und aller seiner Mitgliedsserver.

Hinweis: Verwenden Sie den Windows-Zeitdienst, um die Zeit auf allen
ARCserve-Servern in lhrer Domane zu synchronisieren.

®  Richten Sie den CA ARCserve Backup-Datenbankschutzjob ein. Weitere
Informationen finden Sie im Abschnitt "Starten des CA ARCserve Backup-
Datenbankschutzjobs" (auf Seite 168) oder im Administrator-Handbuch.

von CA ARCserve Backup

Der folgende Vorgang beschreibt, wie Sie CA ARCserve Backup von lhrem
System deinstallieren.

Um sicherzustellen, dass CA ARCserve Backup vollstandig von IThrem System
deinstalliert wurde, sollten Sie alle CA ARCserve Backup-Komponenten
deinstallieren, die im Dialogfeld "Software" angezeigt werden. So sollten Sie

z. B. CA ARCserve Backup Client Agent fur Windows, CA ARCserve Backup
Agent fur Microsoft SQL Server, CA ARCserve Backup-Diagnosehilfsprogramme
usw. deinstallieren.

Die Deinstallationsroutine entfernt alle CA ARCserve Backup-Komponenten,
Verzeichnisse, Dateien usw. von lhrem System, mit Ausnahme der folgenden
Verzeichnisse und ihrer Inhalte:

®  C:\Programme\CA\SharedComponents\CA_LIC

Hinweis: Sofern keine anderen Anwendungen auf diese Dateien zugreifen,
kénnen Sie diese gefahrlos l6schen.

B C:\Programme\CA\SharedComponents\Jre\1.4.2_16

Wenn Sie eine Vorgangerversion von ARCserve aktualisieren und diese
Version ihrerseits in eine Vorgéangerversion von Java Runtime Environment
(JRE) integriert war, werden die Verzeichnisse und Dateien, die JRE
1.4.2_16 oder anderen Vorgangerversionen von JRE zugeordnet sind, nicht
vom System deinstalliert.

Hinweis: Sofern keine anderen Anwendungen auf diese Dateien zugreifen,
koénnen Sie diese gefahrlos l6schen.
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C:\Programme\CA\ARCserve Backup

Die Deinstallationsroutine entfernt keine Dateien in diesem Verzeichnis, die
verandert oder in Folge einer Cluster-Installation erstellt wurden.

Hinweis: Dieses Verzeichnis kann gefahrlos geléscht werden, sobald CA
ARCserve Backup vom letzten Cluster-Knoten deinstalliert wurde.

C:\Programme\CA\ARCserve Backup\ASDBBackups.txt

Die Deinstallationsroutine entfernt keine Protokolldateien der ARCserve-
Datenbank, die in Cluster-Installationen erstellt wurden. Protokolldateien
von ARCserve-Datenbanken kdnnen die Bezeichnung ASDBBackups.txt
und ASDBBackups.X.txt tragen.

Hinweis: Sofern keine Neuinstallation von CA ARCserve Backup als
Cluster geplant ist, kénnen Sie dieses Verzeichnis gefahrlos 16schen,
sobald CA ARCserve Backup vom letzten Cluster-Knoten deinstalliert ist.

So deinstallieren Sie CA ARCserve Backup:

1.
2.

SchlieRen Sie die CA ARCserve Backup-Manager-Konsole.
Offnen Sie die Windows-Systemsteuerung.

Doppelklicken Sie auf "Software".

Das Dialogfeld "Software™ wird geotffnet.

Suchen Sie nach CA ARCserve Backup, und wéhlen Sie es aus.
Klicken Sie auf die Schaltflache "Entfernen”.

Das CA ARCserve Backup-Basisprodukt wird von lhrem System
deinstalliert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von lhrem
Computer. Beim Deinstallieren von CA ARCserve Backup erkennt der
Installationsassistent das Vorhandensein einer Microsoft SQL Server- bzw.
Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in Threm
System. Infolgedessen wahlt der Installationsassistent im
Installationsdialogfeld "Produkte wéahlen” den CA ARCserve Backup-Agenten
fur Microsoft SQL Server-Komponente.
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Kapitel 5: Installieren und Aktualisieren
von CA ARCserve Backup in einer
cluster-fahigen Umgebung

Dieses Kapitel enthalt folgende Themen:

Einfihrung in cluster-féhige Installationen (auf Seite 91)

Hinweise zur Bereitstellung (auf Seite 91)

Implementieren eines CA ARCserve Backup-Servers auf MSCS (auf Seite 92)
Implementieren eines CA ARCserve Backup-Servers auf einem NEC-Cluster
(auf Seite 110)

Wie Sie eine cluster-fahige Installation und Aktualisierung Uberprifen (auf
Seite 137)

Einfhrung in cluster-fahige Installationen

Eine Installation von CA ARCserve Backup in einer Cluster-Umgebung mit Job-
Failover-Fahigkeit wird fir die folgenden Cluster-Plattformen unterstitzt:

®  Microsoft Cluster Server (MSCS) in X86/X64/1A64 Windows Server

®  NEC ClusterPro/ExpressCluster fir Windows 8.0 und NEC
ClusterPro/ExpressCluster X 1.0 fur Windows

Hinweise zur Bereitstellung

Bevor Sie CA ARCserve Backup in einer Cluster-Umgebung einsetzen, sollten
Sie folgende Hinweise beachten:

B Hinweise fur erforderliche Cluster-Ressourcen:

Wie bei anderen cluster-fahigen Anwendungen muss der HA-Server von CA
ARCserve Backup mit einigen Cluster-Ressourcen verknipft werden,
einschliefllich einer gemeinsam genutzten Festplatte und eines virtuellen
Namens/einer virtuellen IP-Adresse. Cluster-Ressourcen kdnnen
zusammen gruppiert werden, so dass Sie CA ARCserve Backup in einer
existierenden Gruppe installieren und mit den existierenden, bereits fur die
Gruppe etablierten Cluster verknipfen kdnnen oder eine Gruppe
ausschlieBlich fur den Einsatz von CA ARCserve Backup erstellen kdnnen.
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Hinweise fur spezielle Installationen/Konfigurationen:

Um CA ARCserve Backup in allen Cluster-Knoten zu implementieren,
mussen Sie die gleichen CA ARCserve Backup-Komponenten auf allen
Knoten installieren, und alle Komponenten mussen identisch konfiguriert
werden. Die CA ARCserve Backup-Systemkonten mussen fur alle
installierten CA ARCserve Backup-Server auf jedem Cluster-Knoten gleich
sein.

Hinweis: Das Setup-Programm fur Cluster-Rechner unterstitzt keine
Remote-Installation fir das CA ARCserve Backup-Basisprodukt oder die CA
ARCserve Backup-Agenten. Diese Beschrankung der Remote-Installation
fur die CA ARCserve Backup-Agenten (z. B. SQL-Agent oder Exchange-
Agent) trifft nur zu, wenn Sie einen virtuellen Host verwenden. Die
Remote-Installation von CA ARCserve Backup-Agenten wird bei
Verwendung von physischen Cluster-Hosts unterstuitzt.

Hinweise fur Failover-Trigger-Mechanismen:

CA ARCserve Backup verfugt uber eigene Dynamic Link Library (DLL)
Cluster-Ressource-Funktionen und -Skripte, um die Fahigkeiten des
Cluster-Dienstes auf das Uberwachen und Feststellen von CA ARCserve
Backup-Fehlern zu erweitern. Durch Verwendung des Netzwerknamens
und der IP-Adresse eines virtuellen Servers wird CA ARCserve Backup als
einzelnes System angezeigt und kann die Funktionen der Tools zur
Cluster-Verwaltung nutzen.

Implementieren eines CA ARCserve Backup-Servers auf

MSCS

Die folgenden Abschnitte enthalten Informationen zum Implementieren von CA
ARCserve Backup-Servern auf einem MSCS-Cluster.

Hardware-Voraussetzungen fur MSCS

Um CA ARCserve Backup auf einem MSCS-Cluster zu implementieren, muss
Ihr System die folgenden Hardware-Voraussetzungen erfullen:

Alle Cluster-Knoten sollten die gleiche Hardware-Konfiguration aufweisen
(beispielsweise SCSI-Adapter, Fibre Channel-Adapter, RAID-Adapter,
Netzwerkadapter und Laufwerke).

Sie sollten getrennte SCSI-/Fibre Channel-Adapter fur Laufwerke und
Bandgerate verwenden.

Hinwveis: Stellen Sie sicher, dass die Hardware aller Knoten ahnlich oder
sogar identisch ist, um die Konfiguration zu vereinfachen und mégliche
Kompatibilitdtsprobleme zu vermeiden.
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Software-Voraussetzungen fur MSCS

Um CA ARCserve Backup auf einem MSCS-Cluster zu implementieren, muss
Ihr System die folgenden Software-Voraussetzungen erftllen:

®  Das Betriebssystem ist ein 32-/64-Bit Windows 2000, Windows
Server 2003

®  Die HA-Plattform ist fur ein MSCS-Cluster konfiguriert

Planen Ihrer HA-Implementierung mit CA ARCserve Backup

Hochverflugbarkeit (HA) wird oft mit fehlertoleranten Systemen verknupft,

d. h., ein System kann wahrend eines Komponentenfehlers oder eines
geplanten Shutdowns weiterhin in Betrieb sein. Ein einzelner
Komponentenfehler in einem fehlertoleranten System verursacht keine
Systemunterbrechung, da eine alternative Komponente die Aufgabe
transparent Ubernimmt. Bei der CA ARCserve Backup-Zentralverwaltung ist
Hochverfugbarkeit noch wichtiger fur rund um die Uhr gebotenen Datenschutz,
besonders fur den Primérserver, der eine Schlusselrolle als zentrales
Kontrollzentrum fur die CA ARCserve Backup-Domane spielt.

Vor der Ausfihrung einer cluster-fahigen Installation auf einem CA ARCserve
Backup-Server sollten Sie Folgendes bedenken:

Welche(r) CA ARCserve Backup-Server wird/werden als cluster-
fahiger Server eingesetzt?

Normalerweise wird der CA ARCserve Backup-Priméarserver in einer zentral
verwalteten Umgebung als besserer Kandidat zum Schutz nach Cluster
angesehen, um HA-Fahigkeit zu erreichen. Dennoch werden Cluster-
Mitgliedsserver ebenfalls unterstitzt.

Hinweis: Das Setup-Programm fir Cluster-Rechner unterstitzt keine Remote-
Installation fir das CA ARCserve Backup-Basisprodukt oder die CA ARCserve
Backup-Agenten. Diese Beschrankung der Remote-Installation flr die CA
ARCserve Backup-Agenten (z. B. SQL-Agent oder Exchange-Agent) trifft nur
zu, wenn Sie einen virtuellen Host verwenden. Die Remote-Installation von CA
ARCserve Backup-Agenten wird bei Verwendung von physischen Cluster-Hosts
unterstutzt.
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Welche Cluster-Knoten werden als HA-Server von CA ARCserve Backup
eingesetzt?

Ein Cluster-System kann mehrere Cluster-Knoten enthalten. In einer Cluster-
Umgebung mussen Sie Uber einen Knoten verfugen, der als aktiver Knoten
konfiguriert ist, sowie einen oder mehrere Knoten, die als passive Knoten
konfiguriert sind. Normalerweise wiirden Sie die L6sung "einen aktiven + einen
passiven” verwenden. Allerdings ist es ebenfalls mdglich, die Losung "einen
aktiven + mehrere passive" zu konfigurieren.

Wo wird CA ARCserve Backup installiert?

In einer Betriebsumgebung kann ein Cluster-System von mehreren cluster-
fahigen Anwendungen gemeinsam genutzt werden. Jede cluster-fahige
Anwendung sollte ihren eigenen virtuellen Namen und ihre eigene IP-Adresse
sowie eine dedizierte, freigegebene Festplatte haben. Sie haben drei
Moglichkeiten zur CA ARCserve Backup-Implementierung:

®  |nstallieren Sie CA ARCserve Backup in der dedizierten Gruppe.

Es wird empfohlen, eine dedizierte Gruppe als Container fur den virtuellen
Namen/die IP-Adresse und die freigegebene Festplatte zu erstellen, und
CA ARCserve Backup in der neu erstellten Gruppe zu implementieren. Der
Vorteil hierbei ist, dass das Fehlerrisiko auf die Gruppenebene begrenzt
werden kann und keine anderen Anwendungen betrifft. Beispielsweise
kann ein CA ARCserve Backup-Serverfehler einen SQL Server nicht
betreffen.

®  |nstallieren Sie CA ARCserve Backup in einer existierenden Gruppe, die
von anderen Anwendungen erstellt wurde.

Andere cluster-fahige Anwendungen (wie z. B. SQL Server Cluster)
erstellen ihre eigenen Gruppen, um anwendungsspezifische Ressourcen zu
verwalten. CA ARCserve Backup kann diese Gruppen gemeinsam mit den
existierenden Anwendungen nutzen, indem CA ARCserve Backup auf der
freigegebenen Festplatte in der gleichen Gruppe installiert wird.

®  |nstallieren Sie CA ARCserve Backup in einer MSCS Cluster-Gruppe
(Quorum-Gruppe). (Trifft nicht auf NEC Cluster zu)

Eine "Cluster-Gruppe" ist eine speziell bei der MSCS-Verwaltung
verwendete Gruppe, die eine(n) zentral verwaltete(n) virtuelle(n) IP-
Adresse/Namen und eine Quorum-Festplatte enthélt, die wahrend der
MSCS-Konfiguration erstellt wurden. Obwohl Sie CA ARCserve Backup
ohne Erstellen einer neuen virtuellen IP-Adresse/eines neuen virtuellen
Namens und einer freigegebenen Festplattenressource in einer "Cluster-
Gruppe" installieren kénnen, wird lhnen dies nicht empfohlen, um eine
enge Koppelung mit MSCS zu vermeiden.
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Welcher CA ARCserve Backup-Datenbanktyp wird verwendet?

Der CA ARCserve Backup-Primérserver unterstitzt die Verwendung einer

lokalen Microsoft SQL Server 2005 Express-Installation und einer lokalen bzw.
Remote-Microsoft SQL Server-Installation als Back-End-Datenbank. Allerdings
unterstutzt ein cluster-fahiger Priméarserver lediglich die folgenden Szenarien:

®  Microsoft SQL Server 2005 Express Edition (SQLE)

Wenn Sie keinen SQL Server-Cluster kaufen und die von SQL Server 2005
Express auferlegten Beschrankungen akzeptieren kénnen, ist dies die
beste Wabhl.

Hinweis: In einer MSCS Cluster-Umgebung wird in der CA ARCserve
Backup-Datenbankzusammenfassung (im Datenbank-Manager) der
physische Name des Installationspfades anstelle des virtuellen Namens
angezeigt, wenn es sich bei der ARCserve-Datenbank (ASDB) um SQLE
handelt.

® | okaler Microsoft SQL Server-Cluster (nur MSCS)

Wenn ein SQL Server-Cluster in lhrer Betriebsumgebung existiert, kdnnen
Sie ihn als Datenbank fur CA ARCserve Backup verwenden.

Hinweis: Ein lokaler SQL Server wird nicht unterstutzt, wenn NEC
ClusterPro/ExpressCluster verwendet wird, um CA ARCserve Backup hoch
verfiigbar zu machen.

B Remote-Microsoft SQL Server

Sie k6énnen auRerdem einen Remote-SQL-Server als CA ARCserve Backup-
Datenbank auswéahlen, um rund um die Uhr stabile Dienste zu bieten.

Vorbereitung von MSCS Cluster-Ressourcen

Wenn Sie CA ARCserve Backup in einer dedizierten Gruppe installieren,
mussen Sie die erforderlichen Ressourcen in der neu dedizierten Gruppe
erstellen, einschlieB3lich einer virtuellen IP-Adresse, eines virtuellen Namens
und einer freigegebenen Festplatte.

Hinweis: Der Cluster-Administrator ist ein Hilfsprogramm, das von Microsoft
bereitgestellt wird und auf Servern installiert wird, auf denen MSCS installiert
ist. Mit dem Cluster-Administrator fuhren Sie einen Grof3teil der
Konfigurations- und Verwaltungsaufgaben aus, die mit Clustern verknupft sind.

Im folgenden Beispiel wird eine Gruppe namens "ARCserve-Gruppe" fur die CA
ARCserve Backup-Installation mit drei entsprechenden Ressourcen erstellt:

B Freigegebene Festplatte S:

®  Virtuelle IP-Adresse

®  Virtueller Name

Installieren und Aktualisieren von CA ARCserve Backup in einer cluster-fahigen Umgebung 95



Implementieren eines CA ARCserve Backup-Servers auf MSCS

Sie kénnen sich spater dazu entscheiden, CA ARCserve Backup auf einem Pfad
der freigegebenen Festplatte S zu installieren:

&4 Cluster Administrator - |[ASCLUSTER1 (ASCLUSTER1.cluster.com)]

Eile Wiews Window Help

@A)

Mame | State | Cwner | Resource Type | Descripkion
m Disk. 5: Cnline TEST-W2K3-2 Pheysical Disk

m Wirtual IP Cnline TEST-W2K3-2 1P Address

m Wirtual Name Cnline TEST-W2K3-2 Metwork Marme

SOUFCEs
{2 cCluster Configuration
TEST-W2K3-1

El-@p) TEST-W2K3-2

D Ackive Groups
[ Active Resources

----- {1 Metwork Inkerfaces

Wenn Sie die gleiche Gruppe mit einer existierenden Anwendung gemeinsam
nutzen mochten, brauchen Sie keine neuen Ressourcen zu erstellen. Im
gleichen Beispiel kdnnen Sie CA ARCserve Backup in einer "Cluster-Gruppe"
installieren und so mit der Quorum-Festplatte und der Verwaltung der
virtuellen IP-Adresse und des virtuellen Namens verbinden.

Hinweis: Cluster-Gruppe ist der Name der Standard-Ressourcengruppe, die
wéhrend des Setups von MSCS angelegt wird, wenn das Cluster erstellt wird.
Die Cluster-Gruppe enthélt eine Quorum-Festplattenressource, eine virtuelle
IP-Adresse sowie einen virtuellen Namen und wird fur Cluster-
Verwaltungszwecke verwendet. Die Festplatte mit der Quorum-Ressource wird
als die Quorum-Festplatte bezeichnet. Sie muss ein Mitglied der Cluster-
Standardgruppe sein.

Installieren von CA ARCserve Backup in einer MSCS cluster-fahigen Umgebung

In diesem Abschnitt wird die Installation von CA ARCserve Backup in einer
MSCS cluster-fahigen Umgebung mit Hilfe des Installationsassistenten
beschrieben.

So installieren Sie CA ARCserve Backup:

1. Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein.

Hinweis: Wenn der CA ARCserve Backup-Installationsbrowser nicht
angezeigt wird, fuhren Sie SETUP.EXE im Stammverzeichnis auf dem
Installationsdatentrager aus.

Klicken Sie in der linken Spalte des Produktinstallationsbrowsers auf "CA
ARCserve Backup fur Windows installieren™.

2. Akzeptieren Sie im Dialogfeld "Lizenzvereinbarung" die Bedingungen der
Lizenzvereinbarung, und fillen Sie die Felder der Kunden- und
Informationsdialogfelder aus.
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3. Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlielRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

Die folgende Liste beschreibt Dialogfeld-spezifische Informationen zum
Installieren von CA ARCserve Backup.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Wenn Sie die Remote-Installationsoption wéhlen, kdnnen Sie CA
ARCserve Backup auf mehreren Systemen installieren.

Bei Remote-Installationen kann das Remote-Zielsystem aus
verschiedenen ARCserve-Servertypen, verschiedenen CA ARCserve
Backup-Agenten und -Optionen oder beidem bestehen.

Hinweis: Das Setup-Programm fur Cluster-Rechner unterstitzt keine
Remote-Installation fiir das CA ARCserve Backup-Basisprodukt oder
die CA ARCserve Backup-Agenten. Diese Beschrankung der Remote-
Installation fur die CA ARCserve Backup-Agenten (z. B. SQL-Agent
oder Exchange-Agent) trifft nur zu, wenn Sie einen virtuellen Host
verwenden. Die Remote-Installation von CA ARCserve Backup-Agenten
wird bei Verwendung von physischen Cluster-Hosts unterstutzt.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Geben Sie die Art der ARCserve-Komponenten an, die Sie installieren
mochten.

Hinweis: Wenn Sie eine Vorgéngerversion aktualisieren, erkennt der
Installationsassistent die aktuelle ARCserve-Konfiguration und wahlt
den geeignetsten Installations-/Aktualisierungstyp fur die neue
Installation aus.

E_EA ARCserve Backup x|
Installations-fUpgrade-Typ wahlen
“wahlen Sie den gewiinzchten AR CeerverInstallationstyp. m
© ARC o K I Dizze Dption_inﬁtalliert einen ..‘_J
e Manau@ fonsole) ARCserve-Primarserver.
" ARCserve-Standalone-Server ARCserve-Primarserver
L fungieren als Masterserver, der
% ARCserve-Primarserver sich zelbst und Mitgliedsserver
e steuert. Mit Hilfe eines
" ARCserveMitgliedsserver AR Cserve-Frimérservers kinnen
Benutzerdefiniert [4genten, Server Sig Sicherungsn,
und Optiorer) “wiederherstellungen und andere
Jobz, die auf Primar- und
—m B Mitgliedszervern ausgefiit
‘ "flllih ] . werden, steuern und
. ) IS " Ay uberwachen, Durch Primar- und
_% Mitgledzzerver verfligen Sie
%i T Lber einen zentralen
ﬂ_ Wenaaltungspunkt fuir mehrere
‘"l—_—’\‘" - Q‘T—’” ARCzerve-Server in lhrer b
e b L+ Umgebung. Sie konnen die
S | \?..i &R Cserve-Manager-fonzole zur _:!
Zuriick I Wweiter: I Ahbrechen |
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Dialogfeld ""Produkte auswahlen™

Wenn Sie einen Primarserver aktualisieren, missen Sie die Central
Management Option auf diesem installieren.

Zur Installation von Mitgliedsservern muss der Installationsassistent in
der Lage sein, den CA ARCserve Backup-Domanennamen und den
Namen des Priméarservers in IThrem Netzwerk zu erkennen. Sie sollten
CA ARCserve Backup daher auf mindestens einem Priméarserver
installieren, bevor Sie mit der Installation von Mitgliedsservern
beginnen.

Wenn Sie eine Remote- oder eine automatische Installation ausfiihren
oder CA ARCserve Backup mit Hilfe von Unicenter Software Delivery
installieren, sollten Sie den CA ARCserve Backup-Client Agent fur
Windows nicht im gleichen Verzeichnis wie das CA ARCserve Backup-
Basisprodukt installieren.

Das folgende Diagramm veranschaulicht den Standardinstallationspfad
des Client Agent fur Windows:

E_EA ARCserve Backup

Produkte wahlen
Wwiahlen Sie die Produkte, die instaliier, aktualisier werden sollen.

S

Produkte: Beschreibung:

I Storage Area Metwark Optior « |
o :ﬁ Agent fur Yl ware
o Enterprize-todul
o Dizaster Recovean Option
O 55 NDMP N&S Option
o E Uricenter Integration Option
| ¢ Client &gant fiir "indows |
- L€ Agent fiir Microzaft DPM
-0 Agent for Open Files fur Windows
H-- IO

Setup hat festgestelt, dazs auf
Ihrem Computer Client &gent
bereits installiert ist.

_;(:1:_

Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um C& ARCzerve
Backup bei Folgendem zu
unterstiitzen:

- ébrufen und Senden von
Daten

- Ermaalichen einer schnellen

Agent flir Microzoft SOL Server

Agent flir Microzaft SharePaint -
Y . R 'E

Fur dieses Produkt sind DKB auf der Festplatte erforderlich.

[ ]

Infa zur Eestplatte |

Ordrer anderm

<Zuriick I Weiters I

Installationspfad:

Abbrechen |

Hinweis: Wenn Sie im Dialogfeld "Produkte auswahlen" auf das CA
ARCserve Backup-Objekt oder das Server-Objekt klicken, gibt der
Installationsassistent unabhangig vom Installationstyp, den Sie im
Dialogfeld "Installations-/Upgrade-Typ wahlen" festgelegt haben, die
standardmafigen Installationskomponenten des Standalone-Servers
an. Um sicherzustellen, dass Sie die korrekten Komponenten
installieren, blenden Sie das Server-Objekt ein, blenden Sie dann das
Objekt fir den ARCserve-Servertypen ein, den Sie installieren
mochten, und aktivieren Sie die entsprechenden Kontrollkédstchen fir
die Komponenten, die Sie installieren méchten.
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Dialogfeld "CA ARCserve Backup-Domé&nenkonfiguration*

Wenn der Setup-Assistent eine Cluster-fahige Anwendung entdeckt,
die in Ihrer Umgebung ausgefuhrt wird, und Sie CA ARCserve Backup
in der Cluster-fahigen Umgebung installieren méchten, aktivieren Sie
die Option "Cluster-Umgebung — Installation”, und geben Sie den Pfad
zum gemeinsam genutzten Laufwerk an, auf dem Sie CA ARCserve
Backup installieren mdchten.

=
CA ARCserve Backup-Domanenkonfiguration
Geben Sie die Ca ARCserve Backup-Domane an, die Sie korfigurieren michten. m

ermoglicht: Erstellen, Yenwalten und Ubenwachen van Jobs, Anzeigen der Jobiibersicht
und zentralen D atenbank, Yernwalten von Geraten, Erstellen von Berichten und
Warnungen, Durchsuchen und Obergeben von Wiederherstelungen, Speichern von
K.atalogen und Yenwalten won Lizenzen.

f.‘!; Der primare CA AR Cserve Backup-Domanenserver izt ein Server, der Folgendes zentral

CaA ARCzerve Backup-Domanenname

Wame des Primarservers ITEST-Z’-\F*!FF'I E29

[ iCluster-Umgebung - Installation [MSCSE

|nstallationzpfad | _I

<Zurlick I wieiters I

Hinweis: CA ARCserve Backup-Servernamen und CA ARCserve
Backup-Domanennamen dirfen 15 Byte nicht Uberschreiten. Ein Name
mit 15 Byte entspricht etwa 7 bis 15 Zeichen.
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Dialogfeld "Datenbank auswahlen™

Wenn Sie Microsoft SQL Server angeben und Betriebssysteme sichern,
die Namensrichtlinien mit GroRR-/Kleinschreibung unterstiutzen, sollten
Sie eine SQL-Instanz erstellen, die die ARCserve-Datenbank mit einer
Serverzuweisung unter Berlicksichtigung der Grof3-/Kleinschreibung
enthalt.

Bei Cluster-Installationen:

m  CA ARCserve Backup unterstutzt keine lokalen
Microsoft SQL Server-Installationen auf CA ARCserve Backup-
Servern in NEC ClusterPro-Umgebungen. In NEC ClusterPro-
Umgebungen miissen Sie die ARCserve-Datenbankinstanz auf
einem Remote-System installieren.

m  Sie mussen die Option fur den Remote SQL-Server-Typ angeben,
falls die ARCserve-Datenbankinstanz und die CA ARCserve Backup-
Installation sich nicht im gleichen Cluster befinden.

E_EA ARCserve Backup ﬂ
Systemkonto der SAL-Datenbank m
Geben Sie die Kontainformationen fur den Remate-Computer ein:

Zielcomputer: TEST-GLH
— SOL Server-Konto
& “windows-Sicherheit venwenden

" SOL Server-Sicherheit venwenden

SOL Servertyp: Remote j
Computer [4nstanz); Local
Anmelde-1D: Cluster

Kennwart: I

r Administratorkonto auf Remaote-Server

Anmelde-D: I

K.entwart: I

<2uriick, I wfeiter » I
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Dialogfeld ""Wichtiger Warnhinweis"

Nachdem Sie die Meldungen im Dialogfeld "Wichtiger Warnhinweis™
gelesen haben, sollten Sie versuchen, die Probleme zu l6sen.

Die folgende Abbildung veranschaulicht das Dialogfeld "Wichtiger
Warnhinweis":

%5 CA ARCserve Backup x|
Wichtige Warnhinweise m

& Lesen Sie vor der Ingtallation die folgenden \Wamhimweise;

[~
+  Darnit Setup fortfabren kann, sollten Sie sicherstellen, dass der
Windows-Dienst-Manager fiir alle Anmeldesitzungen auf dem Zielcomputer
nicht ausgefihirt wird,

| -

<Zuriick I Wweiters I Abbrechenl

Dialogfeld ""Produktliste"

Um lhre Installationsoptionen zu &ndern, klicken Sie so oft wie
notwendig auf die Schaltflache "Zurick", um zum Dialogfeld mit den
Installationsoptionen zurickzukehren, die Sie andern mochten.

Dialogfeld zur Lizenzprifung

Um Lizenzschlissel einzugeben, suchen Sie nach den Komponenten,
Agenten und Optionen, die Sie installieren, wéahlen Sie die Option
"LizenzschlUssel verwenden" aus, und geben Sie den Lizenzschlissel

far die Komponente ein.
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Dialogfeld "Installation - Zusammenfassung™

Wenn eine der ausgewahlten Komponenten konfiguriert werden muss,
werden im Setup-Assistenten die entsprechenden Dialogfelder fur die
Konfiguration am Ende der Installation angezeigt. Sie kénnen die
Komponente entweder sofort oder spater mit Hilfe der
Geratekonfiguration oder der Enterprise-Modul-Konfiguration
konfigurieren. Wenn Sie beispielsweise einen Bandwechsler mit einem
Laufwerk verwenden, der konfiguriert werden muss, kdnnen Sie mit
Hilfe des Setup-Assistenten die Geratekonfiguration starten, indem Sie
auf die entsprechende Meldung im Dialogfeld "Installation -
Zusammenfassung" doppelklicken.

Hinweis: Sie mussen den Server moéglicherweise neu starten, wenn Sie
CA ARCserve Backup installieren Dies hangt davon ab, ob alle Dateien,
Dienste und Registrierungseinstellungen auf der Betriebssystemebene
aktualisiert wurden.

Installation von CA ARCserve Backup in jedem MSCS Cluster-Knoten

In einer CA ARCserve Backup-HA-Cluster-Umgebung wird CA ARCserve Backup
in allen Cluster-Knoten installiert, jedoch wird nur eine Instanz ausgefuhrt. In
diesem Cluster Ubernimmt der aktive Knoten automatisch die Kontrolle tiber
die Sicherungsressourcen und wird als Sicherungsserver bezeichnet. Andere
Instanzen von CA ARCserve Backup, die in passiven Knoten gehostet werden,
werden als Standby-Server (oder Failover-Server) bezeichnet, und das
Cluster-System aktiviert nur im Falle eines Failovers einen von ihnen.

Sie mussen fur alle Cluster-Knoten, auf denen CA ARCserve Backup
implementiert wird, sicherstellen, dass der aktuelle Knoten als der aktive
Knoten im Cluster festgelegt ist, so dass er auf die freigegebene Festplatte
zugreifen kann. Wenn der aktuelle Knoten als passiv festgelegt ist, kbnnen Sie
ihn auf aktiv &ndern, indem Sie die Option "Gruppe verschieben" im Cluster-
Administrator verwenden.

Hinweis: Der Cluster-Administrator ist ein Hilfsprogramm, das von Microsoft
bereitgestellt und auf Servern installiert wird, auf denen MSCS installiert ist.
Mit dem Cluster-Administrator fuhren Sie einen Grof3teil der Konfigurations-
und Verwaltungsaufgaben aus, die mit Clustern verknupft sind.

Wenn eine cluster-fahige Installation erfolgreich abgeschlossen wurde,
erscheint nach dem Setup ein Kontextmenu mit der Option zum Erstellen von
HA-Ressourcen. Sie sollten diese Option nur dann aktivieren, wenn Sie die CA
ARCserve Backup-Installation auf dem letzten Knoten im Cluster
abgeschlossen haben.

102 Implementierungshandbuch



Implementieren eines CA ARCserve Backup-Servers auf MSCS

Aktualisieren von CA ARCserve Backup von rll.5 aufrl2 in einer MSCS Cluster-
Umgebung

Wenn Sie CA ARCserve Backup von r11.5 auf r12 in einer MSCS Cluster-
Umgebung aktualisieren, muss der folgende Vorgang ausgefiihrt werden, um
Ihre Cluster-Sicherungsdaten zu schitzen. Wenn Sie CA ARCserve Backup
r11.5 nicht bereits in einer Cluster-Umgebung verwenden, missen Sie diesen
Vorgang nicht ausfuhren. Der Vorgang unterstitzt die folgenden
Aktualisierungsszenarien fur CA ARCserve Backup r11.5 in einer MSCS Cluster-
Umgebung:

m  Primarserver-Aktualisierung von RAIMA auf SQL Express
m  Primarserver-Aktualisierung von RAIMA auf SQL Server
»  Primarserver-Aktualisierung von SQL Server auf SQL Server
= Mitgliedsserver-Aktualisierung von RAIMA auf r12
= Mitgliedsserver-Aktualisierung von SQL Server auf r12
Bei diesem Aktualisierungsvorgang wird davon ausgegangen, dass Sie eine

Cluster-Umgebung mit zwei Knoten betreiben, wobei Knoten A den aktiven
Knoten und Knoten B den passiven Knoten darstellt.
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So aktualisieren Sie CA ARCserve Backup von r11l.5 auf r12 in einer
MSCS Cluster-Umgebung:

Auf Knoten A:

Das folgende Diagramm bietet eine grafische Ubersicht der anfanglichen
Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten A
durchgefihrt werden.

KNOTEN A KNOTEN B
(Aktiv) (Passiv)

Aktiven Knoten auf
Knoten B Obertragen

ARCserve-CIuslar-Ressnurca
(MSCS) oder Cluster-Skripte
(NEC) lsschen

Knoten A von r11.5
auf
r12 aktualisieren 3

r11.5-Dateien
kopieren

r11.5-
Kopie

Datenmigration von r11.5
ASDB auf r12 ASDB

ﬁ e r12 ASDB kopieren

1. Ld&schen Sie die ARCserve Cluster-Ressourcen fur r11.5 wie folgt:
a. Offnen Sie den Cluster-Administrator.
Das Dialogfeld "Cluster-Administrator" wird angezeigt.

Hinweis: Der Cluster-Administrator ist ein Hilfsprogramm, das von
Microsoft bereitgestellt wird, und es wird uUber die Verwaltungsgruppe
im Startmenu aufgerufen.

b. Wahlen Sie die ARCserve-Gruppe aus, in die der ARCserve-Server
implementiert wird, und suchen Sie nach den entsprechenden
ARCserve-Cluster-Ressourcen. Klicken Sie mit der rechten Maustaste
auf jede ARCserve-Cluster-Ressource, und wahlen Sie im Kontextmenu
"Loschen" aus.

Die ARCserve-Cluster-Ressourcen fur r11.5 werden geldscht.
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2. Kopieren Sie die Dateien im CA ARCserve Backup r11.5
Installationsverzeichnis an einen temporaren Speicherort.

Eine Sicherungskopie der CA ARCserve Backup r11.5 Dateien ist separat
von den Originaldateien gespeichert.

3. Fuhren Sie die CA ARCserve Backup r12 Aktualisierungsinstallation fur
Knoten A aus. Weiteres finden Sie im Abschnitt "Aktualisieren einer alteren
Version von CA ARCserve Backup" (auf Seite 71).

Wichtig! Wéahrend der Aktualisierungsinstallation werden Sie dazu
aufgefordert, den Installationspfad fur r12 anzugeben. Verwenden Sie
nicht den Speicherort, an dem sich r11.5 derzeit befindet. Um
Schwierigkeiten bei der Aktualisierung und moégliche Informationsverluste
(in der Warteschlange gespeicherte Jobskripts) zu vermeiden, mussen Sie
einen separaten Speicherort fur die r12 Installation auswahlen.

s CA ARCserve Backup fur Knoten A wird von r11.5 auf r12 aktualisiert.
Richten Sie die neuen ARCserve-Cluster-Ressourcen nicht zu dieser
Zeit ein.

= Wenn die Aktualisierung abgeschlossen ist, wird das Dialogfeld
"Serverdaten migrieren” angezeigt. Mit Hilfe des Dialogfelds
"Serverdaten migrieren" kénnen Sie Informationen, die in der alteren
ARCserve-Datenbank gespeichert sind, in die neue ARCserve-
Datenbank migrieren. Starten Sie den Datenmigrationsvorgang nicht
zu dieser Zeit.

Hinweis: Bei Aktualisierungen des Primarservers muss der CA ARCserve
Backup-Datenbankprozess manuell gestartet werden, bevor die Daten
migriert werden.

4. Nur bei Aktualisierungen des Priméarservers. Klicken Sie im Windows-
Dienstmanager mit der rechten Maustaste auf den CA ARCserve Backup-
Datenbankprozess, und wahlen Sie im Popup-Fenster "Starten" aus.

Sobald der CA ARCserve Backup-Datenbankprozess gestartet wird, zeigt
der entsprechende Status "Gestartet" an.

5. Starten Sie die Datenmigration im Dialogfeld "Serverdaten migrieren”, das
beim Abschluss des Aktualisierungsvorgangs angezeigt wird.

Die angegebenen CA ARCserve Backup-Daten werden von r11.5 zu r12
migriert.

6. Nur bei SQL Express-Aktualisierungen: Klicken Sie im Windows-
Dienstmanager mit der rechten Maustaste auf die SQLE-Instanz
(mssql$arcserve_db), und wéahlen Sie im Popup-Fenster "Beenden" aus.

Wenn die SQLE-Instanz gestoppt wird, wird der entsprechende Status leer
und zeigt nicht langer "Gestartet" an.
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7. Nur bei Aktualisierungen des SQL Express-Primarservers: Kopieren Sie das
Verzeichnis der SQL ARCserve-Datenbank (SQLASDB) an einen
temporaren Speicherort.

Eine Sicherungskopie des SQLASDB-Verzeichnisses ist separat vom
Originalverzeichnis gespeichert.

8. Verschieben Sie den aktiven Knoten folgendermafien von Knoten A zu
Knoten B:

a.

Offnen Sie den Cluster-Administrator.

Das Dialogfeld "Cluster-Administrator” wird gedffnet.

Wahlen Sie die ARCserve-Gruppe fur Knoten A aus. Klicken Sie mit der
rechten Maustaste auf den Gruppennamen im Kontextmenu, und
wahlen Sie "Gruppe verschieben" aus.

Wenn sich nur zwei Knoten im Cluster befinden, wird der Status
des aktiven Knotens automatisch vom ursprunglich aktiven Knoten
(Knoten A) auf den anderen Knoten (Knoten B) Ubertragen, so
dass Knoten B zum aktiven Knoten und Knoten A zum passiven
Knoten wird.

Befinden sich mehr als zwei Knoten im Cluster, wird ein Popup-
Fenster angezeigt, in dem Sie den Knoten auswéahlen kénnen, auf
den Sie den aktiven Status Ubertragen méchten. Wenn Sie den
Knoten zum Ubertragen auswéahlen, wird der angegebene Knoten
zum aktiven Knoten, und der vorher ausgewéhlte Knoten wird zum
passiven Knoten. Wiederholen Sie diesen Vorgang fur alle Knoten
in Threm Cluster.
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Auf Knoten B:

Das folgende Diagramm bietet eine grafische Ubersicht der anfanglichen
Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten B
durchgefuhrt werden.

Aktiven Knoten zuriick auf
KNOTEN A Knoten A Obertragen KNOTEN B

(Passiv) o (Aktiv)

r11.5-Dateien
zurdckkopieren

r11.5-
Kopie

@ Cr12 ASDB kopieren

1. Kopieren Sie die Dateien im CA ARCserve Backup r11.5
Installationsverzeichnis vom temporéren Speicherort zuriick an den
urspringlichen Speicherort.

Die CA ARCserve Backup r11.5 Dateien befinden sich nun wieder an ihrem
urspringlichen Speicherort.

2. Deinstallieren Sie CA ARCserve Backup r11.5 vom Knoten B.
CA ARCserve Backup r11.5 wird deinstalliert.

Wichtig! Wahlen Sie wahrend der neuen Installation von CA ARCserve
Backup r12 auf Knoten B nicht die Option "DB uberschreiben aus"”, um zu
verhindern, dass die wahrend der r12-Aktualisierung auf Knoten A
migrierte ARCserve-Datenbank nicht tberschrieben wird.
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3. Fuhren Sie die neue Installation von CA ARCserve Backup r12 auf Knoten
B mit den gleichen Einstellungen wie fur Knoten A aus (Domanenname,
Servertyp, Installationspfad, Installationsoptionen usw.). Wurde
beispielsweise r12 als Primarserver auf Knoten A installiert, dann muss r12
auch auf Knoten B als Primérserver installiert werden. Weiteres finden Sie
im Abschnitt "Installieren von CA ARCserve Backup".

CA ARCserve Backup r12 wird auf Knoten B installiert. Richten Sie die
neuen ARCserve-Cluster-Ressourcen nicht zu dieser Zeit ein.

4. Verschieben Sie den aktiven Knoten von Knoten B zuriick zu Knoten A, wie
vorhergehend beschrieben.

Knoten B ist nun der passive Knoten, und Knoten A ist der aktive Knoten.

Auf Knoten A:

Das folgende Diagramm bietet eine grafische Ubersicht der abschlieRenden
Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten A
durchgefuhrt werden.

KNOTEN A KNOTEN B
(Aktiv) (Passiv)

Cluster- +— [
Ressourcen

Neue ARCserve-Cluster-
Ressourcen einrichten

r12 ASDB zurlickkopieren
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Nur bei Aktualisierungen des SQL Express-Primarservers: Kopieren Sie das
SQL ARCserve-Datenbankverzeichnis (SQLASDB) vom temporaren
Speicherort zuriick an den urspringlichen Speicherort.

Die gesicherte Kopie des SQLASDB-Verzeichnisses ersetzt das SQLASDB-
Verzeichnis wahrend der r12-Installation.

Fuhren Sie von der Befehlszeilenkonsole das Hilfsprogramm "babha -
postsetup” aus, um die neuen ARCserve-Cluster-Ressourcen einzurichten.
Das Hilfsprogramm babha -postsetup befindet sich im Verzeichnis
%bab_home%.

Die neuen ARCserve-Cluster-Ressourcen (ARCserve HA, ARCserve ASDB,
ARCserve Registry und ARCserve Share) werden erstellt.

Deinstallieren von CA ARCserve Backup von einem MSCS-Cluster

Die Deinstallation von CA ARCserve Backup von einem Cluster kann nur auf
einem aktiven Knoten vorgenommen werden und muss aul3erdem auf allen
Knoten im Cluster durchgefuhrt werden.

So deinstallieren Sie CA ARCserve Backup von einem MSCS-Cluster:

1.

Loschen Sie alle Cluster-Ressourcen. Weitere Informationen finden Sie
unter "CA ARCserve Backup-Cluster-Ressourcen I6schen™.

Alle CA ARCserve Backup-Cluster-Ressourcen werden gel6scht.

Heben Sie die Registrierung des HA-Ressourcentyps von ARCserve auf,
indem Sie das Befehlszeilenfenster 6ffnen und den folgenden Befehl
eingeben:

cluster restype "ARCServeHA" /delete /type

Hinweis: Der Befehl "cluster restype" wird von Microsoft bereitgestellt und
ist im Windows-System integriert.

Die Registrierung des Ressourcentyps von ARCserve HA wird aufgehoben.

Offnen Sie im aktiven Knoten das ARCserve Backup-Verzeichnis. Sortieren
Sie alle Dateien nach Typ, und kopieren Sie dann alle .DLL-Dateien an
einen anderen Speicherort. (Als Speicherort fur die Kopien wird die
freigegebene Festplatte empfohlen, so dass Sie spéter keine
Netzwerkkopie vornehmen mussen.)

Die Dynamic Link Library (.DLL)-Dateien fur CA ARCserve Backup werden
an einen anderen Speicherort kopiert. Dadurch kénnen Sie CA ARCserve
Backup von allen Knoten im Cluster deinstallieren.

Offnen Sie in der Windows-Systemsteuerung das Hilfsprogramm
"Software", und entfernen Sie CA ARCserve Backup vom aktuellen Knoten.

CA ARCserve Backup wird vom aktuellen (aktiven) Knoten entfernt.
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Kopieren Sie die .DLL-Dateien zurtick an ihren urspringlichen Speicherort
im ARCserve Backup-Verzeichnis.

Die .DLL-Dateien fur CA ARCserve Backup werden zurick in das ARCserve
Backup-Verzeichnis kopiert.

Klicken Sie im Cluster-Administrator mit der rechten Maustaste auf den
Gruppennamen, und wahlen Sie im Kontextmenu "Gruppe verschieben”
aus, um den aktiven Knoten zu &ndern.

Der Status des ursprunglichen Knotens wird auf "passiv" geadndert, und der
Status des nachsten Knotens im Cluster wird auf "aktiv" gedndert.

Wiederholen Sie die Schritte 3 bis 5 fur alle verbleibenden Knoten im
Cluster.

CA ARCserve Backup wird von allen Knoten im Cluster entfernt.

Implementieren eines CA ARCserve Backup-Servers auf
einem NEC-Cluster

Die folgenden Abschnitte enthalten Informationen zum Implementieren von CA
ARCserve Backup auf einem NEC-Cluster. CA ARCserve Backup bietet Cluster-
Unterstutzung fur NEC ClusterPro/ExpressCluster fur Windows 8.0 und NEC
ClusterPro/ExpressCluster X 1.0 fur Windows.

Hinweis: Weitere Informationen zu den Unterschieden bei der Verwendung
der verschiedenen Versionen von NEC ClusterPro/ExpressCluster finden Sie in
der entsprechenden Dokumentation von NEC.

Hardware-Voraussetzungen fur NEC ClusterPro/ExpressCluster

Um CA ARCserve Backup auf NEC ClusterPro/ExpressCluster zu
implementieren, muss lhr System die folgenden Hardware-Voraussetzungen
erfullen:

Alle Cluster-Knoten sollten die gleiche Hardware-Konfiguration aufweisen
(beispielsweise SCSI-Adapter, Fibre Channel-Adapter, RAID-Adapter,
Netzwerkadapter und Laufwerke).

Sie sollten getrennte SCSI-/Fibre Channel-Adapter fur Laufwerke und
Bandgerate verwenden.

Hinwveis: Stellen Sie sicher, dass die Hardware aller Knoten ahnlich oder
sogar identisch ist, um die Konfiguration zu vereinfachen und mégliche
Kompatibilitdtsprobleme zu vermeiden.
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Software-Voraussetzungen fur NEC ClusterPro/ExpressCluster

Um CA ARCserve Backup auf NEC ClusterPro/ExpressCluster zu
implementieren, muss lhr System die folgenden Software-Voraussetzungen
erfullen:

®  Das Betriebssystem ist ein 32-/64-Bit Windows 2000, Windows
Server 2003

Hinweis: NEC ClusterPro/ExpressCluster wird auf 1A-64 (Intel Itanium)-
Betriebssystemen nicht unterstitzt.

®  Die HA-Plattform ist fur NEC ClusterPro/ExpressCluster fur Windows 8.0
oder NEC ClusterPro/ExpressCluster X 1.0 fur Windows konfiguriert

Vorbereitung von NEC ClusterPro/ExpressCluster-Ressourcen

Wenn Sie CA ARCserve Backup in einer dedizierten Gruppe installieren,
mussen Sie die erforderlichen Ressourcen in der neu dedizierten Gruppe
erstellen, einschlielllich eines virtuellen Namens mit einer wechselnden IP-
Adresse und einer freigegebenen (oder gespiegelten) Festplatte.

Der Cluster-Manager und der Task-Manager sind von NEC bereitgestellte
Hilfsprogramme, die auf den Servern installiert sind, auf denen NEC
ClusterPro/ExpressCluster installiert ist.

®  Mit dem Cluster-Manager kénnen Sie einen Grof3teil der Konfigurations-
und Verwaltungsaufgaben ausfihren, die mit Clustern verknipft sind.
Dazu gehotren das Stoppen, Starten, Verschieben und Léschen von
Cluster-Gruppen sowie das Konfigurieren von Cluster-Eigenschaften und
Gruppenressourcen.

= Mit dem Task-Manager kdnnen Sie lediglich alle Dienste oder
Anwendungen stoppen und starten sowie die Uberwachung aller Dienste
oder Anwendungen stoppen und starten.

Im folgenden Beispiel wird ein Cluster namens "ARCserve" fur die CA
ARCserve Backup-Installation mit vier entsprechenden Ressourcen erstellt:
B Gemeinsam genutzte Festplatte

®  Wechselnde IP-Adresse

®  Virtueller Name

m  Skript
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Sie kénnen sich spater dazu entscheiden, CA ARCserve Backup auf einem Pfad
der freigegebenen Festplatte zu installieren.

44 NEC ExpressCluster

Cluster(My  View(y) Control{C) AlertView{f) Toolil) HelpiH)
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Wenn Sie die gleiche Gruppe mit einer existierenden Anwendung gemeinsam
nutzen moéchten, brauchen Sie keine neuen Ressourcen zu erstellen.

Installieren von CA ARCserve Backup in einer NEC-Cluster-fahigen Umgebung

In diesem Abschnitt wird die Installation von CA ARCserve Backup in einer
NEC-Cluster-fahigen Umgebung mit Hilfe des Installationsassistenten
beschrieben.

So installieren Sie CA ARCserve Backup:

1. Legen Sie den CA ARCserve Backup-Installationsdatentrager in das
optische Laufwerk ein.

Hinweis: Wenn der CA ARCserve Backup-Installationsbrowser nicht
angezeigt wird, fuhren Sie SETUP.EXE im Stammverzeichnis auf dem
Installationsdatentrager aus.

Klicken Sie in der linken Spalte des Produktinstallationsbrowsers auf "CA
ARCserve Backup fur Windows installieren™.

2. Akzeptieren Sie im Dialogfeld "Lizenzvereinbarung" die Bedingungen der
Lizenzvereinbarung, und fullen Sie die Felder der Kunden- und
Informationsdialogfelder aus.

3. Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlielRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

Die folgende Liste beschreibt Dialogfeld-spezifische Informationen zum
Installieren von CA ARCserve Backup.
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Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Wenn Sie die Remote-Installationsoption wéhlen, kdnnen Sie CA
ARCserve Backup auf mehreren Systemen installieren.

Bei Remote-Installationen kann das Remote-Zielsystem aus
verschiedenen ARCserve-Servertypen, verschiedenen CA ARCserve
Backup-Agenten und -Optionen oder beidem bestehen.

Hinweis: Das Setup-Programm fur Cluster-Rechner unterstitzt keine
Remote-Installation fuir das CA ARCserve Backup-Basisprodukt oder
die CA ARCserve Backup-Agenten. Diese Beschrankung der Remote-
Installation fur die CA ARCserve Backup-Agenten (z. B. SQL-Agent
oder Exchange-Agent) trifft nur zu, wenn Sie einen virtuellen Host
verwenden. Die Remote-Installation von CA ARCserve Backup-Agenten
wird bei Verwendung von physischen Cluster-Hosts unterstitzt.

Dialogfeld "Installations-/Upgrade-Typ wéahlen*

Geben Sie die Art der ARCserve-Komponenten an, die Sie installieren
mochten.

Hinweis: Wenn Sie eine Vorgéngerversion aktualisieren, erkennt der
Installationsassistent die aktuelle ARCserve-Konfiguration und wahlt
den geeignetsten Installations-/Aktualisierungstyp fur die neue
Installation aus.

E_EA ARCserve Backup i x|
Installations-/Upgrade-Typ wahlen
“wahlen Sie den gewiinzchten AR CeerverInstallationstyp. m
© ARC o K I Dizze Dption_inﬁtalliert einen ..‘_J
e Manau@ fonsole) ARCserve-Primarserver.
" ARCserve-Standalone-Server ARCserve-Primarserver
s fungieren als Masterserver, der
¥ ARCserve-Primarserver sich selbst und Mitgliedsserver

steuert. Mit Hilfe eines

" ARCserveMitgliedsserver AR Cserve-Frimérservers kinnen
Benutzerdefiniert [4genten, Server Sig Sicherungsn,
und Optiorer) “wiederherstellungen und andere
Jobz, die auf Primar- und
7w B Mitgliedszervern ausgefiit
‘ "'Fllih ] - werden, steuern und
- ) IS " Ay uberwachen, Durch Primar- und
_% Mitgledzzerver verfligen Sie
.ﬂi T Lber einen zentralen
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= J o Umgebung. Sie konnen die
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Dialogfeld ""Produkte auswahlen™

Wenn Sie einen Primarserver aktualisieren, missen Sie die Central
Management Option auf diesem installieren.

Zur Installation von Mitgliedsservern muss der Installationsassistent in
der Lage sein, den CA ARCserve Backup-Domanennamen und den
Namen des Priméarservers in IThrem Netzwerk zu erkennen. Sie sollten
CA ARCserve Backup daher auf mindestens einem Priméarserver
installieren, bevor Sie mit der Installation von Mitgliedsservern
beginnen.

Wenn Sie eine Remote- oder eine automatische Installation ausfiihren
oder CA ARCserve Backup mit Hilfe von Unicenter Software Delivery
installieren, sollten Sie den CA ARCserve Backup-Client Agent fur
Windows nicht im gleichen Verzeichnis wie das CA ARCserve Backup-
Basisprodukt installieren.

Das folgende Diagramm veranschaulicht den Standardinstallationspfad
des Client Agent fur Windows:
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o Disaster Resavery Option bereits inztalliert ist.
01 &5 NDMP NS Dptin i

sl

LIE Unicenter [ntegration Optiot Der dgent wird auf dem

- ¢ Clisnt Agent i Yindows | Metzmerk-Client-Rechner

- Agent fur Micrazoft DPM installiett. um CA ARCserve
- D¢ Agent for Open Files fiir wWindows BatCkutF'thI Folgendem zu
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Hinweis: Wenn Sie im Dialogfeld "Produkte auswahlen" auf das CA
ARCserve Backup-Objekt oder das Server-Objekt klicken, gibt der
Installationsassistent unabhangig vom Installationstyp, den Sie im
Dialogfeld "Installations-/Upgrade-Typ wahlen" festgelegt haben, die
standardmafigen Installationskomponenten des Standalone-Servers
an. Um sicherzustellen, dass Sie die korrekten Komponenten
installieren, blenden Sie das Server-Objekt ein, blenden Sie dann das
Objekt fir den ARCserve-Servertypen ein, den Sie installieren
mochten, und aktivieren Sie die entsprechenden Kontrollkédstchen fir
die Komponenten, die Sie installieren méchten.
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Dialogfeld "CA ARCserve Backup-Domé&nenkonfiguration*

Wenn der Setup-Assistent eine Cluster-fahige Anwendung entdeckt,
die in Ihrer Umgebung ausgefuhrt wird, und Sie CA ARCserve Backup
in der Cluster-fahigen Umgebung installieren méchten, aktivieren Sie
die Option "Cluster-Umgebung — Installation”, und geben Sie den Pfad
zum gemeinsam genutzten Laufwerk an, auf dem Sie CA ARCserve
Backup installieren mdchten.

=
CA ARCserve Backup-Domanenkonfiguration
Geben Sie die Ca ARCserve Backup-Domane an, die Sie korfigurieren michten. m

.‘!5 Der primare Cé4 AR Czerve Backup-Diomanenzerver izt ein Server, der Folgendes zentral

f ermoglicht: Erstellen, Yenwalten und Ubenwachen van Jobs, Anzeigen der Jobiibersicht
und zentralen D atenbank, Yernwalten von Geraten, Erstellen von Berichten und
Warnungen, Durchsuchen und Obergeben von Wiederherstelungen, Speichern von
K.atalogen und Yenwalten won Lizenzen.

CaA ARCzerve Backup-Domanenname

Wame des Primarservers ITEST-Z’-\F*!FF'I E29

[ iCluster-Umgebung - Installation [MSCSE

|nstallationzpfad | _I
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Hinweis: CA ARCserve Backup-Servernamen und CA ARCserve
Backup-Domanennamen dirfen 15 Byte nicht Uberschreiten. Ein Name
mit 15 Byte entspricht etwa 7 bis 15 Zeichen.

Dialogfeld "Datenbank auswahlen™

Wenn Sie Microsoft SQL Server angeben und Betriebssysteme sichern,
die Namensrichtlinien mit GroR3-/Kleinschreibung unterstiitzen, sollten
Sie eine SQL-Instanz erstellen, die die ARCserve-Datenbank mit einer
Serverzuweisung unter Berlcksichtigung der Grof3-/Kleinschreibung
enthalt.
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Bei Cluster-Installationen:

m  CA ARCserve Backup unterstutzt keine lokalen
Microsoft SQL Server-Installationen auf CA ARCserve Backup-
Servern in NEC ClusterPro-Umgebungen. In NEC ClusterPro-
Umgebungen miissen Sie die ARCserve-Datenbankinstanz auf
einem Remote-System installieren.

m  Sie mussen die Option fur den Remote SQL-Server-Typ angeben,
falls die ARCserve-Datenbankinstanz und die CA ARCserve Backup-
Installation sich nicht im gleichen Cluster befinden.

E_EA ARCserve Backup ﬂ
Systemkonto der SAL-Datenbank
Geben Sie die Kontainformationen fur den Remate-Computer ein: v
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— SOL Server-Konto
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Dialogfeld ""Wichtiger Warnhinweis"

Nachdem Sie die Meldungen im Dialogfeld "Wichtiger Warnhinweis™
gelesen haben, sollten Sie versuchen, die Probleme zu l6sen.

Die folgende Abbildung veranschaulicht das Dialogfeld "Wichtiger
Warnhinweis":

%5 CA ARCserve Backup x|
Wichtige Warnhinweise m

& Lesen Sie vor der Ingtallation die folgenden \Wamhimweise;

[~
+  Darnit Setup fortfabren kann, sollten Sie sicherstellen, dass der
Windows-Dienst-Manager fiir alle Anmeldesitzungen auf dem Zielcomputer
nicht ausgefihirt wird,

| -

<Zuriick I Wweiters I Abbrechenl

Dialogfeld ""Produktliste"

Um lhre Installationsoptionen zu &ndern, klicken Sie so oft wie
notwendig auf die Schaltflache "Zurick", um zum Dialogfeld mit den
Installationsoptionen zurickzukehren, die Sie andern mochten.

Dialogfeld zur Lizenzprifung

Um Lizenzschlissel einzugeben, suchen Sie nach den Komponenten,
Agenten und Optionen, die Sie installieren, wéahlen Sie die Option
"LizenzschlUssel verwenden" aus, und geben Sie den Lizenzschlissel

far die Komponente ein.
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Dialogfeld "Installation - Zusammenfassung™

Wenn eine der ausgewahlten Komponenten konfiguriert werden muss,
werden im Setup-Assistenten die entsprechenden Dialogfelder fur die
Konfiguration am Ende der Installation angezeigt. Sie kénnen die
Komponente entweder sofort oder spater mit Hilfe der
Geratekonfiguration oder der Enterprise-Modul-Konfiguration
konfigurieren. Wenn Sie beispielsweise einen Bandwechsler mit einem
Laufwerk verwenden, der konfiguriert werden muss, kdnnen Sie mit
Hilfe des Setup-Assistenten die Geratekonfiguration starten, indem Sie
auf die entsprechende Meldung im Dialogfeld "Installation -
Zusammenfassung" doppelklicken.

Hinweis: Sie mussen den Server moéglicherweise neu starten, wenn Sie
CA ARCserve Backup installieren Dies hangt davon ab, ob alle Dateien,
Dienste und Registrierungseinstellungen auf der Betriebssystemebene
aktualisiert wurden.

Installation von CA ARCserve Backup in allen NEC ClusterPro/ExpressCluster-
Knoten

In einer CA ARCserve Backup-HA-Cluster-Umgebung wird CA ARCserve Backup
in allen Cluster-Knoten installiert, jedoch wird nur eine Instanz ausgefuhrt. In
diesem Cluster Ubernimmt der aktive Knoten automatisch die Kontrolle Uber
die Sicherungsressourcen und wird als Sicherungsserver bezeichnet. Andere
Instanzen von CA ARCserve Backup, die in passiven Knoten gehostet werden,
werden als Standby-Server (oder Failover-Server) bezeichnet, und das
Cluster-System aktiviert nur im Falle eines Failovers einen von ihnen.

Sie mussen fir alle Cluster-Knoten, auf denen CA ARCserve Backup
implementiert wird, sicherstellen, dass der aktuelle Knoten als der aktive
Knoten im Cluster festgelegt ist, so dass er auf die freigegebene Festplatte
zugreifen kann. Wenn der aktuelle Knoten als passiv festgelegt ist, kbnnen Sie
ihn auf aktiv &ndern, indem Sie die Option "Gruppe verschieben" im Cluster-
Manager verwenden.

Sobald die Cluster-fahige Installation erfolgreich abgeschlossen wurde,
muissen Sie neue start.bat- und stop.bat-Skripte fir den betreffenden Server
erstellen:

®  Verwenden Sie fir alle Mitgliedsserver und Nicht-SQL Express-
Primarserver die start.bat-Skripts in Anderungen am Skript start.bat fiir
Mitgliedsserver und Nicht-SQL Express-Primarserver (auf Seite 119).

®  Verwenden Sie fir alle Mitgliedsserver und Nicht-SQL Express-
Primarserver die stop.bat-Skripts in Anderungen am Skript stop.bat fiir
Mitgliedsserver und Nicht-SQL Express-Primarserver (auf Seite 120).
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®  Verwenden Sie nur fur Express-Primarserver die start.bat-Skripts in
Anderungen am Skript start.bat fiir SQL Express-Primarserver (auf
Seite 121).

®  Verwenden Sie nur fur Express-Primarserver die stop.bat-Skripts in
Anderungen am Skript stop.bat fiir SQL Express-Primérserver (auf
Seite 122).

Anderungen am Skript START.BAT fiir Mitgliedsserver und Nicht-SQL Express-Primarserver

Nach der Installation mussen Sie das Skript START.BAT &ndern, indem Sie
Text an zwei Stellen hinzufiigen: nach NORMAL und nach FAILOVER. Die
folgenden Skriptédnderungen treffen nur fiir Mitgliedsserver und Nicht-SQL
Express-Primarserver zu.

Kopieren Sie das folgende Skript, und fugen Sie es in der Datei START.BAT
nach NORMAL und nach FAILOVER ein:

REM Legen Sie die folgende Variable 'process' auf 1 fiir normalen
REM-Vorgang fest. Andern Sie wihrend der Aktualisierung/Migration dieses
REM-Skript, um den Wert auf null festzulegen

SET process=1

REM Legen Sie dieses Flag auf 1 fest, wenn es sich um einen Primarserver handelt
und Sie eine

REM MS SQL Express 2005-Datenbank verwenden; legen Sie es ansonsten auf 0 fest
SET PRIMARY SQLE FLAG=0

IF %process%==0 GOTO end

REM Normalen Vorgang hier ausfiihren

net stop CASDiscovery
net stop CASSvcControlSvr
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if %PRIMARY SQLE FLAG%==0 GOTO CA SERVICES
net start mssql$arcserve db

:CA SERVICES

net start CASDiscovery

net start CASportmappe

armload CASSvcControlSvr /S /R 3 /FOV CASSvcControlSvr
armload CASunivDomainSvr /S /R 3 /FOV CASunivDomainSvr
armload CASDBEngine /S /R 3 /FOV CASDBEngine

armload CASMessageEngine /S /R 3 /FOV CASMessageEngine
armload CASTapeEngine /S /R 3 /FOV CASTapeEngine
armload CASJobEngine /S /R 3 /FOV CASJobEngine
armload CASMgmtSvc /S /R 3 /FOV CASMgmtSvc

:end
REM Verlassen Sie die Batch-Datei

Anderungen am Skript STOP.BAT fiir Mitgliedsserver und Nicht-SQL Express-Primarserver

Nach der Installation mussen Sie das Skript START.BAT &ndern, indem Sie
Text an zwei Stellen hinzufiigen: nach NORMAL und nach FAILOVER. Die
folgenden Skriptédnderungen treffen nur fiir Mitgliedsserver und Nicht-SQL
Express-Primarserver zu.

Kopieren Sie das folgende Skript, und fugen Sie es in der Datei STOP.BAT nach
NORMAL und nach FAILOVER ein:

REM Legen Sie die folgende Variable 'process' auf 1 fiir normalen
REM-Vorgang fest. Andern Sie wihrend der Aktualisierung/Migration dieses
REM-Skript, um den Wert auf null festzulegen

SET process=1

REM Legen Sie dieses Flag auf 1 fest, wenn es sich um einen Primarserver handelt
und Sie eine

REM MS SQL Express 2005-Datenbank verwenden; legen Sie es ansonsten auf 0 fest
SET PRIMARY SQLE FLAG=0

REM Legen Sie das ARCServe-Stammverzeichnis hier fest
SET ARCSERVE HOME=s:\arcserve home

IF %process%==0 GOTO end
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REM Normalen Vorgang hier ausfiihren
armsleep 2
%ARCSERVE_HOMESs\babha.exe -killjob
armkill CASMgmtSvc

armkill CASTapeEngine

armkill CASJobEngine

armkill CASDBEngine

armkill CASMessageEngine

armkill CASunivDomainSvr

armkill CASSvcControlSvr

net stop CASportmapper

if %PRIMARY SQLE FLAG%==0 GOTO end
net stop mssql$arcserve db

:end
REM Verlassen Sie die Batch-Datei

Anderungen am Skript START.BAT fiir SQL Express-Primarserver

Nach der Installation mussen Sie das Skript START.BAT &ndern, indem Sie
Text an zwei Stellen hinzufiigen: nach NORMAL und nach FAILOVER. Die
folgenden Skriptédnderungen treffen nur fir SQL Express-Priméarserver zu.

Kopieren Sie das folgende Skript, und fugen Sie es in der Datei START.BAT
nach NORMAL und nach FAILOVER ein:

REM Legen Sie die folgende Variable 'process' auf 1 fiir normalen
REM-Vorgang fest. Andern Sie wihrend der Aktualisierung/Migration dieses
REM-Skript, um den Wert auf null festzulegen

SET process=1

REM Legen Sie dieses Flag auf 1 fest, wenn es sich um einen Primarserver handelt
und Sie eine

REM MS SQL Express 2005-Datenbank verwenden; legen Sie es ansonsten auf 0 fest
SET PRIMARY SQLE FLAG=1

IF %process%==0 GOTO end

REM Normalen Vorgang hier ausfiihren

net stop CASDiscovery
net stop CASSvcControlSvr
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if %PRIMARY SQLE FLAG%==0 GOTO CA SERVICES
net start mssql$arcserve db

:CA SERVICES

net start CASDiscovery

net start CASportmappe

armload CASSvcControlSvr /S /R 3 /FOV CASSvcControlSvr
armload CASunivDomainSvr /S /R 3 /FOV CASunivDomainSvr
armload CASDBEngine /S /R 3 /FOV CASDBEngine

armload CASMessageEngine /S /R 3 /FOV CASMessageEngine
armload CASTapeEngine /S /R 3 /FOV CASTapeEngine
armload CASJobEngine /S /R 3 /FOV CASJobEngine
armload CASMgmtSvc /S /R 3 /FOV CASMgmtSvc

:end
REM Verlassen Sie die Batch-Datei

Anderungen am Skript STOP.BAT fiuir SQL Express-Priméarserver

Nach der Installation mussen Sie das Skript START.BAT &ndern, indem Sie
Text an zwei Stellen hinzufiigen: nach NORMAL und nach FAILOVER. Die
folgenden Skriptédnderungen treffen nur fir SQL Express-Priméarserver zu.

Kopieren Sie das folgende Skript, und fugen Sie es in der Datei STOP.BAT nach
NORMAL und nach FAILOVER ein:

REM Legen Sie die folgende Variable 'process' auf 1 fiir normalen
REM-Vorgang fest. Andern Sie wihrend der Aktualisierung/Migration dieses
REM-Skript, um den Wert auf null festzulegen

SET process=1

REM Legen Sie dieses Flag auf 1 fest, wenn es sich um einen Primarserver handelt
und Sie eine

REM MS SQL Express 2005-Datenbank verwenden; legen Sie es ansonsten auf 0 fest
SET PRIMARY SQLE FLAG=1

REM Legen Sie das ARCServe-Stammverzeichnis hier fest
SET ARCSERVE HOME=s:\arcserve home

IF %process%==0 GOTO end
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REM Normalen Vorgang hier ausfiihren
armsleep 2
%ARCSERVE_HOMESs\babha.exe -killjob
armkill CASMgmtSvc

armkill CASTapeEngine

armkill CASJobEngine

armkill CASDBEngine

armkill CASMessageEngine

armkill CASunivDomainSvr

armkill CASSvcControlSvr

net stop CASportmapper

if %PRIMARY SQLE FLAG%==0 GOTO end
net stop mssql$arcserve db

:end
REM Verlassen Sie die Batch-Datei

Aktualisieren von CA ARCserve Backup von rll.5 aufrl2 in einer NEC ClusterPro-

Umgebung

Wenn Sie CA ARCserve Backup von r11.5 auf r12 in einer NEC ClusterPro-
Umgebung aktualisieren, muss der folgende Vorgang ausgefiihrt werden, um
Ihre Cluster-Sicherungsdaten zu schiutzen. Wenn Sie CA ARCserve Backup
r11.5 nicht bereits in einer Cluster-Umgebung verwenden, missen Sie diesen
Vorgang nicht ausfuhren. Der Vorgang unterstitzt die folgenden
Aktualisierungsszenarien fur CA ARCserve Backup r11.5 in einer NEC
ClusterPro-Umgebung:

Aktualisieren Sie BrightStor ARCserve Backup r11.5 mit einer RAIMA-
Datenbank auf CA ARCserve Backup r12 auf einem Priméarserver mit einer
Microsoft SQL Server 2005 Express Edition-Datenbank.

Aktualisieren Sie BrightStor ARCserve Backup r11.5 mit einer
Microsoft SQL Server-Remote-Datenbank auf CA ARCserve Backup r12 auf
einem Primarserver mit einer Microsoft SQL Server-Datenbank.

Aktualisieren Sie BrightStor ARCserve Backup r11.5 mit einer RAIMA-
Datenbank auf CA ARCserve Backup r12 auf einem Mitgliedsserver.

Aktualisieren Sie BrightStor ARCserve Backup r11.5 mit einer
Microsoft SQL Server-Remote-Datenbank auf CA ARCserve Backup r12 auf
einem Mitgliedsserver.

Bei diesem Aktualisierungsvorgang wird davon ausgegangen, dass Sie eine
Cluster-Umgebung mit zwei Knoten betreiben, wobei Knoten A den aktiven
Knoten und Knoten B den passiven Knoten darstellt.
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So aktualisieren Sie CA ARCserve Backup von r11.5 aufrl2 in einer
NEC ClusterPro-Umgebung

Auf Knoten A:

Das folgende Diagramm bietet eine grafische Ubersicht der anfanglichen
Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten A
durchgefihrt werden.

KNOTEN A KNOTEN B
(Aktiv) (Passiv)

Aktiven Knoten auf
Knoten B Obertragen

ARC&BNB-CIusier-Ressnurce .
(MSCS) oder Cluster-Skripte
(NEC) lsschen

Knoten A von r11.5
auf
r12 aktualisieren 3

r11.5-Dateien
kopieren

r11.5-
Kopie

atenmigration von r11.5
ASDB auf r12 ASDB

ﬁ e r12 ASDB kopieren

1. Deaktivieren Sie die NEC Cluster-Skripts, und l6schen Sie die
Registrierungssynchronisierung. Weitere Informationen finden Sie unter
CA ARCserve Backup in NEC Cluster-Skripts deaktivieren (auf Seite 129).

2. Kopieren Sie die Dateien im CA ARCserve Backup r11.5
Installationsverzeichnis an einen temporaren Speicherort.

Eine Sicherungskopie der CA ARCserve Backup r11.5 Dateien ist separat
von den Originaldateien gespeichert.
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3. Fuhren Sie die CA ARCserve Backup r12 Aktualisierungsinstallation fur
Knoten A aus. Weitere Informationen finden Sie unter "Aktualisieren einer
alteren Version von CA ARCserve Backup" (auf Seite 71).

Wichtig! Wéahrend der Aktualisierungsinstallation werden Sie dazu
aufgefordert, den Installationspfad fur r12 anzugeben. Verwenden Sie
nicht den Speicherort, an dem sich r11.5 derzeit befindet. Um
Schwierigkeiten bei der Aktualisierung und moégliche Informationsverluste
(in der Warteschlange gespeicherte Jobskripts) zu vermeiden, mussen Sie
einen separaten Speicherort fur die r12 Installation auswahlen.

m  CA ARCserve Backup fur Knoten A wird von r11.5 auf r12 aktualisiert.
Richten Sie die neuen ARCserve-Cluster-Ressourcen nicht zu dieser
Zeit ein.

= Wenn die Aktualisierung abgeschlossen ist, wird das Dialogfeld
"Serverdaten migrieren” angezeigt. Mit Hilfe des Dialogfelds
"Serverdaten migrieren" kénnen Sie Informationen, die in der alteren
ARCserve-Datenbank gespeichert sind, in die neue ARCserve-
Datenbank migrieren. Starten Sie den Datenmigrationsvorgang nicht
zu dieser Zeit.

Hinweis: Bei Aktualisierungen des Primarservers muss der CA ARCserve
Backup-Datenbankprozess manuell gestartet werden, bevor die Daten
migriert werden.

4. Nur bei Aktualisierungen des Priméarservers. Klicken Sie im Windows-
Dienstmanager mit der rechten Maustaste auf den CA ARCserve Backup-
Datenbankprozess, und wahlen Sie im Popup-Fenster "Starten" aus.

Sobald der CA ARCserve Backup-Datenbankprozess gestartet wird, zeigt
der entsprechende Status "Gestartet" an.

5. Starten Sie die Datenmigration im Dialogfeld "Serverdaten migrieren”, das
beim Abschluss des Aktualisierungsvorgangs angezeigt wird.

Die angegebenen CA ARCserve Backup-Daten werden von r11.5 zu r12
migriert.

6. Nur bei SQL Express-Aktualisierungen: Klicken Sie im Windows-
Dienstmanager mit der rechten Maustaste auf die SQLE-Instanz
(mssql$arcserve_db), und wéahlen Sie im Popup-Fenster "Beenden™ aus.

Wenn die SQLE-Instanz gestoppt wird, wird der entsprechende Status leer
und zeigt nicht langer "Gestartet" an.

7. Nur bei Aktualisierungen des SQL Express-Primarservers: Kopieren Sie das
Verzeichnis der SQL ARCserve-Datenbank (SQLASDB) an einen
temporéaren Speicherort.

Eine Sicherungskopie des SQLASDB-Verzeichnisses ist separat vom
Originalverzeichnis gespeichert.
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8. Verschieben Sie den aktiven Knoten folgendermalfien von Knoten A zu
Knoten B:

a. Offnen Sie den Cluster-Manager
Das Dialogfeld "Cluster-Manager" wird angezeigt.

Hinweis: Der Cluster-Manager ist ein von NEC bereitgestelltes
Hilfsprogramm, das auf Servern installiert ist, auf denen NEC
ClusterPro installiert ist. Auf den Cluster-Manager greifen Sie tber die
NEC ExpressCluster-Servergruppe im Startmeni zu. Mit dem Cluster-
Manager fuhren Sie einen Grof3teil der Konfigurations- und
Verwaltungsaufgaben aus, die mit Clusters verknupft sind.

b. Wahlen Sie die NEC-Gruppe aus, in die der ARCserve-Server
implementiert wird, und suchen Sie nach den entsprechenden
ARCserve-Cluster-Ressourcen. Klicken Sie mit der rechten Maustaste
auf jede ARCserve-Cluster-Ressource, und wéahlen Sie im Kontextmenu
"Gruppe verschieben" aus.

m Wenn sich nur zwei Knoten im Cluster befinden, wird der Status
des aktiven Knotens automatisch vom ursprunglich aktiven Knoten
(Knoten A) auf den anderen Knoten (Knoten B) Ubertragen, so
dass Knoten B zum aktiven Knoten und Knoten A zum passiven
Knoten wird.

m  Befinden sich mehr als zwei Knoten im Cluster, wird ein Popup-
Fenster angezeigt, in dem Sie den Knoten auswéahlen kénnen, auf
den Sie den aktiven Status Ubertragen méchten. Wenn Sie den
Knoten zum Ubertragen auswéahlen, wird der angegebene Knoten
zum aktiven Knoten, und der vorher ausgewéhlte Knoten wird zum
passiven Knoten. Wiederholen Sie diesen Vorgang fur alle Knoten
in Threm Cluster.
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Auf Knoten B:

Das folgende Diagramm bietet eine grafische Ubersicht der anfanglichen
Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten A
durchgefihrt werden.

Aktiven Knoten zuriick auf
KNOTEN A Knoten A Obertragen KNOTEN B

(Passiv) o (Aktiv)

r11.5-Dateien
zurdckkopieren

r11.5-
Kopie

@ Cr12 ASDB kopieren

1. Kopieren Sie die Dateien im CA ARCserve Backup r11.5
Installationsverzeichnis vom temporaren Speicherort zuriick an den
urspringlichen Speicherort.

Die CA ARCserve Backup r11.5 Dateien befinden sich nun wieder an ihrem
urspringlichen Speicherort.

2. Deinstallieren Sie CA ARCserve Backup r11.5 vom Knoten B.
CA ARCserve Backup r11.5 wird deinstalliert.

Wichtig! Wahlen Sie wahrend der neuen Installation von CA ARCserve
Backup r12 auf Knoten B nicht die Option "DB uberschreiben aus", um zu
verhindern, dass die wahrend der r12-Aktualisierung auf Knoten A
migrierte ARCserve-Datenbank nicht tberschrieben wird.
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3. Fuhren Sie die neue Installation von CA ARCserve Backup r12 auf Knoten
B mit den gleichen Einstellungen wie fur Knoten A aus (Domanenname,
Servertyp, Installationspfad, Installationsoptionen usw.). Wurde
beispielsweise r12 als Primarserver auf Knoten A installiert, dann muss r12
auch auf Knoten B als Primarserver installiert werden. N&here
Informationen finden Sie unter Installieren von CA ARCserve Backup.

CA ARCserve Backup r12 wird auf Knoten B installiert. Richten Sie die
neuen ARCserve-Cluster-Ressourcen nicht zu dieser Zeit ein.

4. Verschieben Sie den aktiven Knoten von Knoten B zuriick zu Knoten A, wie
vorhergehend beschrieben.

Knoten B ist nun der passive Knoten, und Knoten A ist der aktive Knoten.
Auf Knoten A:
Das folgende Diagramm bietet eine grafische Ubersicht der anfanglichen

Aufgaben, die wahrend dieses Aktualisierungsvorgangs fur Knoten A
durchgefuhrt werden.

KNOTEN A KNOTEN B
(Aktiv) (Passiv)

Cluster- +— [
Ressourcen

Neue ARCserve-Cluster-
Ressourcen einrichten

r12 ASDB zurlickkopieren
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Nur bei Aktualisierungen des SQL Express-Primarservers: Kopieren Sie das
SQL ARCserve-Datenbankverzeichnis (SQLASDB) vom temporaren
Speicherort zuriick an den urspringlichen Speicherort.

Die gesicherte Kopie des SQLASDB-Verzeichnisses ersetzt das SQLASDB-
Verzeichnis wahrend der r12-Installation.

Rekonstruieren Sie die NEC Cluster-Skripts und die
Registrierungssynchronisierung. Weitere Informationen finden Sie unter
CA ARCserve Backup in NEC Cluster-Skripts aktivieren (auf Seite 132).

Die neuen NEC HA-Skripts werden erstellt, und die Registrierung wird
synchronisiert.

Deaktivieren von CA ARCserve Backup in NEC-Cluster-Skripten

Cluster-Skripte und Registrierungsschlussel werden nach dem Setup-Vorgang
von NEC eingefigt. Wenn Sie auf r12 aktualisieren, mussen diese Cluster-
Skripte deaktiviert und der Registrierungsschlissel geléscht werden.

So deaktivieren Sie NEC-Cluster-Skripte und den
Registrierungsschlissel:

1.

Offnen Sie den Cluster-Manager
Das Fenster des Cluster-Managers wird angezeigt.

Hinweis: Der Cluster-Manager ist ein von NEC bereitgestelltes
Hilfsprogramm, das auf Servern installiert ist, auf denen NEC
ClusterPro/ExpressCluster installiert ist. Mit dem Cluster-Manager fiihren
Sie einen Grof3teil der Konfigurations- und Verwaltungsaufgaben aus, die
mit Clustern verknipft sind.
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2. Wabhlen Sie die NEC-Gruppe aus, in die der ARCserve-Server implementiert
wird, und suchen Sie nach den entsprechenden ARCserve-Cluster-
Ressourcen. Klicken Sie mit der rechten Maustaste auf jede ARCserve-
Cluster-Ressource, und wéhlen Sie im Kontextmen "Eigenschaft" aus.

Das Dialogfeld "Gruppeneigenschaften” wird angezeigt.

Direcomresscuster
Cluster(M)  Wiew()  ControliC)  AlertYiew(d) Toolil) Help(H)
dal 8] el B e B e e A P el =
= 28) NEC Expresstluster RErn wea bune | 0o ivea infowrn skion
5 8 reccoter S —— T
E‘ﬁ TEST-NEC-1 E —Select function
L -0 aRcserve ¥
m TEST-MEC-Z :ﬁ ™ Reference anlyiy'
i
i+ Reference and Change(C
[ Stopthe group(S)
Pazsward(F)
K1l
Server kime | Froam
;ﬁZDD?IDSIZ? 17:55:57 TEST-MEC-1
“'_i_.“v‘ZDD?,I'DS,I'ZT 17:55:47 TEST-MEC-1
:.E:'ZDD?,I'DB,I?? 17:57:46 TEST-MECZ-2
&200?]’08}'2? 17:56:34 TEST-MNECZ-2
Wi 2007j08/27 17:57:02 OH I tancel
PN e o A
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3. Wahlen Sie die Option zum Referenzieren und Andern aus. Wenn das
Dialogfeld "Gruppeneigenschaften” gedffnet wird, wahlen Sie die
Registerkarte "Skript" aus.

Die Registerkarte "Skript" wird im Dialogfeld angezeigt.
Group propertiesican change partialy) ]

Comman  Script |Logica| service namel Hegistr_l,ll Resource monitolingl Setup I Canfirm serverl

Script List(L]:

File name | Script type Wigwy]

start bat

shop.bat Shutdown CreateNew(C)
Edit[E)
Replace(R)

[e|ete(D)

el

— Script easy creation

You can create scripts easily.

Wizard(w |

1] |
— Set timeout — Select script editor
- : |-| ano The editar to be uzed for viewing
Siab £EC or editing a script can be changed.

Shutdown script(3) : I1 8O0 gec
* There iz no timeout, if you input a Editr selection(T) |
L011 1

4. Wahlen Sie "START.BAT" von der Skriptliste aus, und klicken Sie auf
"Bearbeiten". Wenn das Skript START.BAT angezeigt wird, suchen Sie nach
dem Vorgangsskript REM SET (zwei Stellen), und legen Sie den Wert
folgendermafRen auf null fest:

SET process=0

Hinweis: In der Datei START.BAT befindet sich das Vorgangsskript REM
SET nach NORMAL und nach FAILOVER.

Das Skript START.BAT wird geéndert.

5. Wabhlen Sie "STOP.BAT" von der Skriptliste aus, und klicken Sie auf
"Bearbeiten". Wenn das Skript STOP.BAT angezeigt wird, suchen Sie nach
dem Vorgangsskript REM SET (zwei Stellen), und legen Sie den Wert
folgendermafien auf null fest:

SET process=0

Hinweis: In der Datei STOP.BAT befindet sich das Vorgangsskript REM
SET nach NORMAL und nach FAILOVER.

Das Skript STOP.BAT wird geandert.
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6. Wahlen Sie im Dialogfeld "Gruppeneigenschaften die Registerkarte
"Registrierung™ aus.

Das Dialogfeld "Registrierung™” wird angezeigt.
|

Eommonl Script I Logical service name  Registy | Resource monitoringl Setup I Confirm sewerl

Reqgiztry key listL]:

Registry key Addla)
HEEY LOCAL MACHIMENSOF PwARESCornputer: | iy

Drelete(D)

Edit[E]

43

7. Wabhlen Sie auf der Registrierungsschlisselliste den existierenden
Registrierungsschlussel aus, und klicken Sie auf "Ldéschen™.

Der Registrierungsschlissel wird geldscht.
Aktivieren von CA ARCserve Backup in NEC-Cluster-Skripten

Cluster-Skripte und Registrierungsschlussel werden nach dem Setup-Vorgang
von NEC eingefligt. Wahrend des Aktualisierungsvorgangs auf CA ARCserve
Backup r12 wird ein Teil dieser Cluster-Skripte deaktiviert, und der
Registrierungsschlussel wird geléscht. Wenn die Aktualisierung abgeschlossen
ist, miussen diese Cluster-Skripte aktiviert und der Registrierungsschlissel
rekonstruiert werden.

So aktivieren Sie NEC-Cluster-Skripte und den
Registrierungsschlissel:

1. Offnen Sie den Cluster-Manager.
Das Dialogfeld "Cluster-Manager" wird angezeigt.

Hinweis: Der Cluster-Manager ist ein von NEC bereitgestelltes
Hilfsprogramm, das auf Servern installiert ist, auf denen NEC
ClusterPro/ExpressCluster installiert ist. Mit dem Cluster-Manager fuhren
Sie einen GrofR3teil der Konfigurations- und Verwaltungsaufgaben aus, die
mit Clusters verknupft sind.
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Wahlen Sie die NEC-Gruppe aus, in die der ARCserve-Server implementiert

wird, und suchen Sie nach den entsprechenden ARCserve-Cluster-
Ressourcen. Klicken Sie mit der rechten Maustaste auf jede ARCserve-
Cluster-Ressource, und wéhlen Sie im Kontextmen "Eigenschaft" aus.

Das Dialogfeld "Gruppeneigenschaften” wird angezeigt.

A3 MNEC ExpressCluster
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Server time | Fram
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3. Wahlen Sie die Option zum Referenzieren und Andern aus. Wenn das
Dialogfeld "Gruppeneigenschaften” gedffnet wird, wahlen Sie die
Registerkarte "Skript" aus.

Die Registerkarte "Skript" wird im Dialogfeld angezeigt.
[Group propertiestcan change partiallyy = K

Common  Script ILogicaI zEMvice namel Hegistlyl Rezource monitoringl Setup | Confirm serverl

Script List(L):

File name Script type

Wiew[i]

start.bat
stop.bat Shutdown CreateMew(C)

EdiE]

Replace(R]

Elefl

[eletelD]

— Script easy creation

*f'ou can create scripts easily.

Wwizard(w) |

4 | =
—Settimeout————————————————— — Select zoript editor
Startup scrptld) |-| 200 T The editor to be uzed for viewing

or editing a script can be changed.

Shutdown scriptS) : |1 800 gee
* There is no timeaut, if you input a Editor selection(T] |
L0011 !

4. Wahlen Sie "START.BAT" von der Skriptliste aus, und klicken Sie auf
"Bearbeiten”. Wenn das Skript START.BAT angezeigt wird, suchen Sie nach
dem Vorgangsskript REM SET (zwei Stellen), und legen Sie den Wert
folgendermalen auf 1 fest:

SET process=1

Hinweis: In der Datei START.BAT befindet sich das Vorgangsskript REM
SET nach NORMAL und nach FAILOVER.

Das Skript START.BAT wird gedndert.

5. Wahlen Sie "STOP.BAT" von der Skriptliste aus, und klicken Sie auf
"Bearbeiten”. Wenn das Skript STOP.BAT angezeigt wird, suchen Sie nach
dem Vorgangsskript REM SET (zwei Stellen), und legen Sie den Wert
folgendermalen auf 1 fest:

SET process=1

Hinweis: In der Datei STOP.BAT befindet sich das Vorgangsskript REM
SET nach NORMAL und nach FAILOVER.

Das Skript STOP.BAT wird geandert.
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6. Wabhlen Sie im Dialogfeld "Gruppeneigenschaften die Registerkarte
"Registrierung" aus. Wenn das Dialogfeld "Registrierung™ gedffnet wird,
klicken Sie auf "Hinzufuigen".

Das Dialogfeld "Registrierungsschlissel hinzufigen/andern” wird
angezeigt.

Group properties — B x|

Eommonl Script I Logical service name  Registy | Resource mnnitnlingl Setup I Confirm serverl

Regiztry key listlL]:

Fegisty key Add(&]

Delets(l]

LD

Edi{E]

Add/Change registry key [ x|

Registry key(k) I EvSOFTWAREW . omputer AszocistesiCA ARCServe Backup'Baze

QK I Cancel |
| | i

7. Fugen Sie den Registrierungsschlissel hinzu, und klicken Sie auf "OK".

Der Registrierungsschlissel wird der Registrierungsschlisselliste im
Dialogfeld "Gruppeneigenschaften” hinzugefligt.
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Deinstallieren von CA ARCserve Backup aus einem NEC
ClusterPro/ExpressCluster

Die Deinstallation von CA ARCserve Backup von einem Cluster kann nur auf
einem aktiven Knoten vorgenommen werden und muss aul3erdem auf allen
Knoten im Cluster durchgefiuhrt werden.

So deinstallieren Sie CA ARCserve Backup aus NEC
ClusterPro/ExpressCluster

1. Beenden Sie die Cluster-Gruppe. Weitere Informationen finden Sie unter
NEC Cluster-Gruppen beenden.

2. Um die wahrend der Installation hinzugefligten CA ARCserve Backup-
Skripts zu deaktivieren, entfernen Sie die Registrierungssynchronisierung,
und bearbeiten Sie die Skriptdateien "start.bat" und "stop.bat". Weitere
Informationen finden Sie unter CA ARCserve Backup in NEC Cluster-
Skripts deaktivieren (auf Seite 129).

3. Rufen Sie das ARCserve-Sicherungsverzeichnis auf. Sortieren Sie alle
Dateien nach Typ, und kopieren Sie dann alle .DLL-Dateien an einen
anderen Speicherort. (Als Speicherort fur die Kopien wird die freigegebene
Festplatte empfohlen, so dass Sie spater keine Netzwerkkopie vornehmen
mussen.)

Wichtig! Stellen Sie sicher, dass der aktuelle Knoten fur alle .dll-Dateien,
fur die Sicherungskopien angelegt werden, als aktiver Knoten eingerichtet
ist.

Die Dynamic Link Library (.DLL)-Dateien fiir CA ARCserve Backup werden
an einen anderen Speicherort kopiert. Dadurch kénnen Sie CA ARCserve
Backup von allen Knoten im Cluster deinstallieren.

4. Offnen Sie in der Windows-Systemsteuerung das Hilfsprogramm
"Software", und entfernen Sie CA ARCserve Backup vom aktuellen Knoten.

CA ARCserve Backup wird vom aktuellen (aktiven) Knoten entfernt.

5. Kopieren Sie die .DLL-Dateien zuriick an ihren urspriinglichen Speicherort
im ARCserve Backup-Verzeichnis.

Die .DLL-Dateien fiir CA ARCserve Backup werden zurick in das ARCserve
Backup-Verzeichnis kopiert.

6. Klicken Sie im Cluster-Manager mit der rechten Maustaste auf den Namen
der Gruppe, und wéahlen Sie im Kontextmenu die Option "Gruppe
verschieben", um den aktiven Knoten zu andern.

Der Status des ursprunglichen Knotens wird in "offline” (passiv) geéndert,
und der Status des nachsten Knotens im Cluster wird in "online" (aktiv)
geandert.
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7.

Wiederholen Sie Schritt 5 bis 7 fur alle verbleibenden Knoten im Cluster.

CA ARCserve Backup wird von allen Knoten im Cluster entfernt.

Wie Sie eine cluster-fahige Installation und Aktualisierung

Uberprifen

In diesem Abschnitt wird beschrieben, wie Sie CA ARCserve Backup-
Installationen und -Aktualisierungen in einer MSCS und NEC ClusterPro
Cluster-fahigen Umgebung tUberprifen kénnen.

So uberprifen Sie eine cluster-fahige Installation und Aktualisierung:

1.

Stellen Sie sicher, dass wahrend des Installations- oder
Aktualisierungsvorgangs keine Fehler aufgetreten sind.

Offnen Sie nach Abschluss der Installation oder Aktualisierung die
Manager-Konsole von CA ARCserve Backup auf einem Standalone-Server.

Hinweis: Melden Sie sich zu dieser Zeit nicht beim Cluster-Knoten an.

Melden Sie sich mit dem virtuellen Namen von der Manager-Konsole auf
dem Standalone-System aus im neu installierten oder aktualisierten
System an.

Wenn Sie sich erfolgreich im neuen System anmelden kénnen, verschieben
Sie die ARCserve-Cluster-Gruppe auf einen anderen Knoten. Stellen Sie
sicher, dass alle ARCserve-Dienste erfolgreich gestartet wurden.

Nachdem Sie die ARCserve-Cluster-Gruppe verschoben haben, stellen Sie
sicher, dass Sie in der Manager-Konsole navigieren konnen. Offnen Sie
beispielsweise den Sicherungs-Manager, den Wiederherstellungs-Manager
und den Jobstatus-Manager.

Hinweis: Die Manager-Konsole reagiert moglicherweise mit
Unterbrechungen, wéahrend die Cluster-Gruppe verschoben wird.

Offnen Sie die Serververwaltung. Stellen Sie sicher, dass alle
Mitgliedsserver vom Primérserver erkannt werden.

Offnen Sie den Gerate-Manager. Stellen Sie sicher, dass Ihre Geréate von
CA ARCserve Backup erkannt werden.

Offnen Sie den Jobstatus-Manager. Stellen Sie sicher, dass alle Daten der
vorherigen Installation auf den neuen Priméarserver migriert werden. CA
ARCserve Backup migriert Informationen zu Jobs, Protokollen und
Benutzerinformationen von den vorherigen Servern auf den neuen
Primarserver.

Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
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Kapitel 6: Integrieren von CA ARCserve
Backup mit anderen Produkten

Dieses Kapitel enthélt folgende Themen:

CA ARCserve Backup for Laptops & Desktops (auf Seite 139)
eTrust Antivirus-Integration (auf Seite 140)

Integration in die Microsoft Management Console (auf Seite 140)
Unicenter NSM-Integration (auf Seite 141)

CA XOsoft-Integration (auf Seite 145)

CA ARCserve Backup for Laptops & Desktops

CA ARCserve Backup bietet eine Integration mit BrightStor ARCserve Backup
for Laptops & Desktops. Dieses Produkt ist eine richtlinienbasierte L6ésung, mit
deren Hilfe Sie Daten sowohl von Desktop-Computern als auch von Laptops
regelméagig und intelligent sichern kénnen. Sie kénnen alle wichtigen Daten auf
den Laptops, Remote-Workstations und anderen Computern lhres
Unternehmens, die haufig vom Netzwerk getrennt sind, sichern.

Doch selbst nach der Sicherung dieser Daten kdnnen diese durch einen Fehler
im BrightStor ARCserve Backup for Laptops & Desktops-Server verloren
gehen. Wenn Sie CA ARCserve Backup zur Sicherung lhrer BrightStor
ARCserve Backup for Laptops & Desktops-Daten auf Datentréger verwenden,
koénnen Sie sich vor einem maoglichen Systemausfall lhres BrightStor ARCserve
Backup for Laptops & Desktops-Servers schiutzen. Zur Sicherung der
BrightStor ARCserve Backup for Laptops & Desktops-Daten muss der Client
Agent fur Windows von CA ARCserve Backup auf dem Computer installiert
sein, auf dem der BrightStor ARCserve Backup for Laptops & Desktops-Server
ausgefuhrt wird. Dies gilt auch dann, wenn es sich bei dem Server um den
lokalen Computer handelt.

Hinweis: Informationen zur Sicherung und Wiederherstellung von BrightStor
ARCserve Backup for Laptops & Desktops-Daten mit CA ARCserve Backup
finden Sie im Administrator-Handbuch.
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eTrust Antivirus-Integration

eTrust Antivirus ist in CA ARCserve Backup eingebunden. Daher kénnen Sie
durch Verwenden der Virensuchoptionen wahrend des Jobs eine automatische
Virussuche durchfuhren.

Sie kénnen das eTrust Antivirus-Programm so konfigurieren, dass aktuelle
Virensignaturdateien und Programmmodule heruntergeladen werden. Diese
Aktualisierungen werden dann an die betroffenen Anwendungen verteilt.
Nachdem die Aktualisierung vorgenommen wurde, sendet eTrust Antivirus eine
Meldung an alle betroffenen Rechner, in der diese Uber die Aktualisierung
informiert werden. Unter Umstanden muissen Sie den Jobprozess stoppen und
neu starten, um den Antivirenschutz vollstandig zu aktualisieren.

Hinweis: CA ARCserve Backup umfasst nur die Komponenten zur Prifung und
Bereinigung. eTrust Antivirus wird nicht vollstandig installiert.

Weitere Informationen finden Sie im Administrator-Handbuch.

Integration in die Microsoft Management Console

CA ARCserve Backup ermdglicht die Einbindung der Microsoft Management
Console, sofern Sie eines der folgenden Windows-Betriebssysteme ausfuhren:

= Windows 2000

= Windows XP

= Windows 2003

®  Windows Server 2008

Diese Fahigkeit ermdglicht Ihnen, den Zugang zu CA ARCserve Backup
benutzerdefiniert anzupassen. Mit der Microsoft Management Console kdnnen
Sie Verknupfungen erstellen, Uber die Sie schnell auf die von Ihnen bendtigten
CA ARCserve Backup-Komponenten zugreifen kdnnen, statt diese uUber die
Programmgruppe aufzurufen.

Wichtig! Sie missen CA ARCserve Backup zuerst installieren und lhr System
neu starten, bevor Sie den Zugriff mit Hilfe der Microsoft Management Console
anpassen koénnen.
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So fuhren Sie die Integration in die Microsoft Management Console
durch:

1.

Offnen Sie eine Eingabeaufforderung, geben Sie "mmc" ein, und driicken
Sie die Eingabetaste, oder klicken Sie auf "OK".

Der Konsolenbildschirm wird angezeigt.

Wahlen Sie im Menu "Datei" (Menu "Konsole" unter Windows) die Option
"Snap-In hinzufigen/entfernen" aus.

Das Dialogfeld "Snap-In hinzufugen/entfernen” wird gedffnet.

Klicken Sie im Dialogfeld "Snap-In hinzufugen/entfernen™ auf
"Hinzufugen".

Das Dialogfeld "Eigenstandiges Snap-In hinzufigen"” wird angezeigt.

Wahlen Sie im Dialogfeld "Eigenstandiges Snap-In hinzufiigen" die Option
"CA ARCserve Backup" aus, klicken Sie auf "Hinzufigen" und dann auf
"SchlieRen".

Im Dialogfeld "Eigenstandiges Snap-In hinzufigen" wird CA ARCserve
Backup im Feld "Snap-In" angezeigt.

Klicken Sie auf "OK".

Wahlen Sie aus dem Menu "Datei" (Menu "Konsole" unter Windows) die
Option "Speichern unter” aus, und geben Sie einen Namen fur die Konsole
ein.

Sie kénnen CA ARCserve Backup nun Uber die angepasste Konsole
aufrufen, die Sie zuvor erstellt haben. Nachdem Sie die Konsole
gespeichert und geschlossen haben, kdnnen Sie sie Uber die
Eingabeaufforderung erneut aufrufen. Geben Sie dazu mmc ein, und
dricken Sie die Eingabetaste, oder klicken Sie auf "OK". Wenn der
Konsolenbildschirm eingeblendet wird, wahlen Sie aus dem Menu "Datei”
(Menu "Konsole" unter Windows 2000) die Option "Offnen" aus, wahlen
anschlieRend die Konsole aus und klicken auf "Offnen".

Unicenter NSM-Integration

CA ARCserve Backup kann mit den WorldView- und Job Management Option-
Komponenten von Unicenter Network and Systems Management (NSM) (frGher
Unicenter TNG) integriert werden.

Hinweis: In alteren Versionen als Unicenter NSM r11 wurde die Job
Management Option als Workload Management bezeichnet.

Die folgenden Abschnitte enthalten Informationen zur Integration in die
einzelnen Komponenten.
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WorldView-Integration

Die WorldView-Integrationskomponente unterstiutzt Unicenter NSM und
Unicenter CA Common Services (CCS) (friher Unicenter TNG Framework).

Voraussetzungen fur die WorldView-Integration

Zur Integration mit WorldView sind folgende Komponenten erforderlich:
®  Unicenter NSM oder CCS
®  CA ARCserve Backup

B CA ARCserve Backup Unicenter Integration Option

Hinweis: Sie mussen die Unicenter Integration Option von CA ARCserve
Backup auf dem gleichen System installieren, auf dem auch die Unicenter
WorldView-Komponenten installiert sind.

Erstellen von Objekten mit Hilfe des Programms "Objekterstellung”

Zur Integration mit WorldView muissen Sie das Programm zur Objekterstellung
ausfuhren. Das Programm <Objekterstellung> erkennt die CA ARCserve
Backup-Server im Netzwerk und erstellt fur die einzelnen Server Objekte im
Unicenter NSM-Repository. Es erstellt diese Objekte im jeweiligen Unispace der
einzelnen CA ARCserve Backup-Server.

Das Programm "Objekterstellung" erstellt auch eine Geschéftsprozessansicht
mit der Bezeichnung "CA ARCserve Backup-Ansicht", die eine Ansicht aller CA
ARCserve Backup-Objekte darstellt.

Hinweis: Fuhren Sie das Programm "Unicenter Auto Discovery" vor dem
Programm "Objekterstellung" aus. Wenn neue Server installiert wurden oder
das Repository rekonstruiert wurde, erkennt Unicenter Auto Discovery die
Rechner und synchronisiert die CA ARCserve Backup-Server im Netzwerk und
die Objekte im Repository. Das Discovery-Programm kann jedoch BrightStor
ARCserve Backup-Rechner unter UNIX in Teilnetzen, in denen keine Windows
NT-, Windows 2000-, Windows 2003- und Windows XP-Rechner vorhanden
sind, nicht erkennen. Damit diese Rechner erkannt werden, mussen Sie das
Teilnetz angeben, das die zu erkennenden Rechner mit CA ARCserve Backup-
UNIX-Rechnern enthélt. Verwenden Sie dazu das Hilfsprogramm
DSCONFIG.EXE, das sich im Stammverzeichnis von CA ARCserve Backup
befindet. Wenn Sie das Teilnetz angegeben haben, klicken Sie zur Erkennung
des Hilfsprogramms Objekterstellung von BrightStor ARCserve Backup auf die
Schaltflache Discovery starten.

Hinweis: Falls Sie mit einem Remote-Repository arbeiten, finden Sie weitere
Informationen unter "Remote-Repositorys"” (auf Seite 143).
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Remote-Repositorys

So erstellen Sie Objekte

1. Wahlen Sie in der CA ARCserve Backup-Programmgruppe die Option
"Objekterstellung"” aus.

2. Wenn Sie alle CA ARCserve Backup-Objekte im Repository I6schen
mdchten, bevor Sie neue erstellen, wahlen Sie die Option "Vorhandene
Objekte I6schen" aus. Auf diese Weise kénnen Sie die CA ARCserve
Backup-Server im Netzwerk und die CA ARCserve Backup-Objekte im
Repository synchronisieren. Wenn Sie diese Option nicht auswéhlen, fugt
das Programm neue CA ARCserve Backup-Objekte hinzu und aktualisiert
bei Bedarf die vorhandenen Objekte.

3. Kilicken Sie auf "Starten”, um fortzufahren. Wenn Sie aufgefordert werden,
sich im Repository anzumelden, geben Sie den Benutzernamen und das
Kennwort fur das Repository ein, und klicken Sie anschlieRend auf OK.

4. Sie kdnnen entweder warten, bis der Prozess abgeschlossen ist, oder auf
"Stoppen" klicken, um den Vorgang abzubrechen.

5. Klicken Sie auf "Starten", um ihn erneut zu starten, oder auf "Schlie3en",
um das Programm zu beenden.

Hinweis: Das Setup-Programm erstellt im Objekt-Repository von
Unicenter auch Klassendefinitionen fur CA ARCserve Backup. Wenn Sie das
Repository rekonstruieren, werden alle Klassendefinitionen fur CA
ARCserve Backup entfernt. Zur Wiederherstellung der Klassendefinitionen
installieren Sie das Programm erneut oder fuhren das Hilfsprogramm
CSTNGCLS.EXE aus. Das Hilfsprogramm CSTNGCLS.EXE befindet sich im
Verzeichnis TNGWV\BIN (TNGFW\BIN, wenn Sie CCS ausfuhren).

Das Programm "Objekterstellung" erstellt CA ARCserve Backup-Objekte
standardmalfig im lokalen Unicenter-Repository. Wenn der lokale WorldView-
Rechner auf eine Zusammenarbeit mit einem Repository auf einem Remote-
Rechner eingestellt ist, ist fir das Programm "Objekterstellung" ein weiterer
Parameter erforderlich. Fihren Sie zur Eingabe dieses Parameters das
Programm "Objekterstellung” Uber die Eingabeaufforderung aus, und geben
Sie im CA ARCserve Backup-Stammverzeichnis einen der folgenden Befehle
ein:

CSTNGX.EXE /R REPOSITORY_NAME

CSTNGX.EXE /R
Wenn Sie den Namen des Repositorys nicht mit "/R" angeben und auf
"Starten" klicken, wird ein Dialogfeld angezeigt mit der Aufforderung, ein

verfugbares Repository anzugeben.

Hinweis: CCS unterstutzt keine Konfiguration fir Remote-Repositorys.
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Benachrichtigungsfunktion von Unicenter

CA ARCserve Backup umfasst einen Alert-Manager, der die
Benachrichtigungsfunktion von Unicenter unterstitzt. Mit dem Alert-Manager
kdénnen Sie alle Ereignisse zur Ereignis-Manager-Konsole von Unicenter und
zum WorldView-Repository senden. Zum Versenden von Ereignissen an die
Ereignis-Management-Konsole von Unicenter und das WorldView-Repository
muss der Alert-Benachrichtigungsdienst ausgefuhrt werden.

Hinweis: Weitere Informationen zur Verwendung des Alert-Managers bei
Unicenter finden Sie im Administrator-Handbuch.

Verwalten von CA ARCserve Backup mit Unicenter

Mit der Unicenter-2D- oder 3D-Karte kdnnen Sie die CA ARCserve Backup-
Ansicht und die CA ARCserve Backup-Objekte anzeigen. Wenn Sie mit der
rechten Maustaste auf ein Objekt klicken, wird das Kontextmenu gedffnet.
Uber das Kontextmenii kénnen Sie den Jobstatus-Manager, den Sicherungs-
Assistenten, den Wiederherstellungs-Assistenten, den Gerate-Assistenten und
die Manager-Konsole starten.

Integration mit der Job Management Option

CA ARCserve Backup kann mit der Job Management Option integriert werden,
wenn Sie einen Sicherungsjob unter Verwendung der folgenden
Befehlszeilensyntax mit der Befehlszeile Ubergeben:

ca_backup.exe -waitForJobStatus
ca_restore.exe -waitForJobStatus
ca merge.exe -waitForJobStatus
ca_scan.exe -waitForJobStatus

ca_gmgr.exe -waitForJobStatus

Diese Hilfsprogramme ermdéglichen die automatisierte Verarbeitung mit Hilfe
der Schalter /J (Job-Ruckgabecode wird zuriickgegeben) und /W (Warten auf
Beendigung des Jobs).

Hinweis: In alteren Versionen als Unicenter NSM r11 wurde die Job
Management Option als Workload Management bezeichnet.

Wenn Sie diese Hilfsprogramme verwenden, wartet CA ARCserve Backup, bis
der Vorgang abgeschlossen ist und beendet das Programm dann mit einem
Ruckgabecode, der angibt, ob der Job erfolgreich war oder fehlgeschlagen ist.
Weitere Informationen zu "ca_backup", "ca_restore", "ca_merge", "ca_scan",
"ca_gmgr" und "cabatch" finden Sie im Referenzhandbuch fiir die Befehlszeile.
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So fuhren Sie die Integration mit der Job Management Option durch:
1. Geben Sie in die Eingabeaufforderung "caugui settings" ein.

2. Klicken Sie auf der rechten Seite des Notebooks auf die Registerkarte
"Optionen*.

3. Klicken Sie im unteren Bereich des Notebooks auf die Registerkarte fur die
Job Management Option.

4. Geben Sie im Feld "Jobs im Namen eines anderen Benutzers ubergeben”
ein "J" ein.

5. Wabhlen Sie in der "Systemsteuerung” zuerst "Verwaltung" und
anschlieRend "Dienste”. Wenn das Dialogfeld "Dienste™ angezeigt wird,
markieren Sie "CA-Unicenter", klicken mit der rechten Maustaste und
wahlen "Beenden" aus. Klicken Sie anschlieRend erneut mit der rechten
Maustaste auf "CA-Unicenter", und wahlen Sie "Starten".

6. Geben Sie ein Jobset ein.

7. Geben Sie einen Job mit den nachfolgenden Details auf der
Ubertragungsregisterkarte "Ausfiihren als" ein:

s Dateiname
= Benutzer

s Domaéne

s Kennwort

8. Fordern Sie den Job an.

CA XOsoft-Integration

CA XOsoft ist eine Datenschutzlésung, die asynchrone Echtzeit-Replizierung
zur Bereitstellung von Disaster Recovery-Funktionen verwendet. Diese Host-
basierte Software bietet kontinuierliche Datenreplizierung, die Anderungen von
Anwendungsdaten bei Auftreten an einen Standby-Replikatserver lokal oder
Uber das Wide Area Network (WAN) Ubermittelt. Die kontinuierliche
Datenreplizierung stellt sicher, dass immer die aktuellsten Daten fur
Wiederherstellungszwecke verfugbar sind.

CA XOsoft ist ein separat erhaltliches Produkt von CA.

Weitere Informationen zur Integration von CA ARCserve Backup mit CA XOsoft
finden Sie im CA XOsoft-Integrationshandbuch.
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Kapitel 7: Konfigurieren von CA
ARCserve Backup

In diesem Kapitel wird die Konfiguration des CA ARCserve Backup-
Basisprodukts beschrieben. Weitere Informationen zur Konfiguration von CA
ARCserve Backup-Agenten und -Optionen finden Sie im entsprechenden
Agenten- oder Optionenhandbuch.

Dieses Kapitel enthélt folgende Themen:

Offnen des Managers oder der Manager-Konsole (auf Seite 148)

CA ARCserve Backup-Startseite (auf Seite 149)

Startseite und Lernprogramm fiur Benutzer (auf Seite 153)

Symbole fir den Dienststatus (auf Seite 153)

Anmelden bei CA ARCserve Backup (auf Seite 154)

Angeben von Voreinstellungen fiir den CA ARCserve Backup-Manager (auf
Seite 156)

Codepages (auf Seite 159)

CA ARCserve Backup-Systemkonto (auf Seite 161)

Konfigurieren der Windows-Firewall zur Optimierung der Kommunikation (auf
Seite 163)

Starten des CA ARCserve Backup-Datenbankschutzjobs (auf Seite 168)
Feineinstellung der CA ARCserve Backup-SQL Server-Datenbank (auf Seite
169)

Konfigurieren von Geraten mit dem Geréate-Assistenten (auf Seite 170)
Konfigurieren der Komponenten des Enterprise-Moduls (auf Seite 171)
Erstellen von Dateisystemgeraten (auf Seite 172)

Konfigurieren der Firewall zur Optimierung der Kommunikation (auf Seite
173)
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Offnen des Managers oder der Manager-Konsole

Die Manager-Konsole ist eine Schnittstelle zum Verwalten von Sicherungs- und
Wiederherstellungsvorgangen in lhrer Umgebung. Mit der Manager-Konsole
kénnen Sie sich bei lokalen Servern und Domanen sowie bei Remote-Servern
und -Doméanen von ARCserve anmelden und diese verwalten.

Mit dieser Version von CA ARCserve Backup wird eine neu gestaltete Manager-
Konsole bereitgestellt. Wenn Sie in Ihrer Umgebung eine altere Version von
ARCserve ausfiihren, missen Sie sich beim System anmelden, indem Sie die
frGhere Version mit dem bisherigen Manager verwenden.

So offnen Sie den Manager oder die Manager-Konsole:

1. Fuhren Sie eine der folgenden Aktionen aus:

s Um auf den ARCserve-Server mit dieser Version von CA ARCserve
Backup zuzugreifen, zeigen Sie im Windows-Startment auf
"Programme", "CA", "ARCserve Backup" und klicken auf "Manager".

Die Manager-Konsole wird eingeblendet.

= Um auf den ARCserve-Server mit einer friilheren Version zuzugreifen,
navigieren Sie zu folgender Datei:

C:\Programme\CA\ARCserve Backup\ARCserveMgr.exe
Doppelklicken Sie auf ARCserveMgr.exe.
Der Manager wird geotffnet.

Hinweis: Wenn Sie die frihere Version im
Standardinstallationsverzeichnis und CA ARCserve Backup Uber den
Aktualisierungsvorgang installiert haben, kénnen Sie den Manager wie
folgt o6ffnen:

Wahlen Sie im Windows-Startmeni "Programme”, "CA", "ARCserve
Backup"”, und klicken Sie auf "Manager".
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CA ARCserve Backup-Startseite

Die Startseite ist der zentrale Ort, von dem aus Sie sich auf anderen CA
ARCserve Backup-Servern anmelden und auf alle CA ARCserve Backup-
Manager, Assistenten und Hilfsprogramme, wie in der nachfolgenden

Abbildung dargestellt, zugreifen kénnen:

h:: CA ARCserve Backup - [Startseite]

@ Datei  Schnellstart  Ansicht  Fenster  Hilfe

=10l
g [ S|

232

rx QOO T @

hinellstart .

G

Serververwaltung

ARCserve® Backup

Jobstatus
Sichern
Dornéne: BABR12-DEU
¥ | Wiederherstellen Standardservar: BABR12-DEU
Benutzername: caroot

Klicken Sie hier, urn den Server zu dndern.

Verwaltung

Hilfsprogramme

Zuletzt verwendet

s Sichern

3 Serververwaltung
» Wiederherstellen

» Gerat
3 Jobstatus

%Statusbericht zur tiglichen Sicherun

Ch ARCserve Backup im Web
Erfahren Sie alles iber unsere erstklassige
Datenschutzlézung.

Technischer Support

Besuchen Sie auf der CA-Website die
SupportConnect-Seite, um Lésungen fir Thre
Probleme zu erhalten.

ehlews
Link zu den archivierten E-Mews auf dar CA-
Wwebsite,

Liste der zertifizierten Gerdte

Liste der Gerite, die von CA ARCserve Backup
unterstitzt werden,

Hilfsprograrmrme

altung

Jobstatus
Jobz dberwachen und die Protakolle
dberprifen,

Sicherungs-Manager
Sicherungsjobs konfigurieren und dbergeben.

Wiederherstellungs-Manager
Vollstindige Datenwiederherstellung

durchfihran,

Serververwaltung

Errnéglicht die Yerwaltung der Prozesse,

[ |Standardserver: BABR12-DELI

10:37 | 4

Standardserver und Sicherheit

Zeigt folgende Informationen zum CA ARCserve Backup-Server an:

Die Domane und der Standardserver, auf dem der aktuelle

Benutzername angemeldet ist.

Hinweis: Weitere Informationen zum Andern des Standardservers und
Anmelden auf anderen CA ARCserve Backup-Primar- und Standalone-

Servern finden Sie unter Anmeldung auf CA ARCserve Backup (auf

Seite 154).

Aufrufen des Statusbericht zur taglichen Sicherung.
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Schnell
Erm

start
oglicht das Offnen folgender CA ARCserve Backup-Manager:

Jobstatus-Manager: Ermdéglicht das Uberwachen von Jobs und das
Anzeigen von Protokollen.

Sicherungs-Manager: Erméglicht das Konfigurieren und Ubergeben
von Sicherungsjobs .

Wiederherstellungs-Manager: Ermdglicht das Ausfuhren einer
vollstandigen Datenwiederherstellung.

Server Admin: Ermdglicht das Verwalten von CA ARCserve Backup-
Prozessen. Zum Beispiel den Datenbank-, den Job- und den
Bandprozess.

Uberwachung & Berichte

Erm

Schutz
Erm

oglicht das Offnen folgender Manager und Hilfsprogramme:

Jobstatus-Manager: Ermdéglicht das Uberwachen von Jobs und das
Anzeigen von Protokollen.

Bericht-Manager: Ermdglicht das Ausfuhren einer vollstandigen
Datenwiederherstellung.

Hilfsprogramm zur Berichterstellung: Ermdglicht das Erstellen von
benutzerdefinierten CA ARCserve Backup-Berichten.

& Wiederherstellung
oglicht das Offnen folgender Manager und Assistenten:

Sicherungs-Manager: Erméglicht das Konfigurieren und Ubergeben
von Sicherungsjobs.

Wiederherstellungs-Manager: Ermdglicht das Ausfuhren einer
vollstandigen Datenwiederherstellung.

CA XOsoft: Steht fur eine eine Datenschutzlésung, die asynchrone
Echtzeit-Replizierung zur Bereitstellung von Disaster Recovery-
Funktionen verwendet Dieser Link ist aktiv, wenn Sie CA XOsoft
installieren. Nahere Informationen finden Sie im CA XOsoft-
Integrationshandbuch.

Sicherungs-Assistent: Fuhrt Sie durch den Prozess zum Erstellen
und Ubergeben eines Sicherungsjobs von einem einzelnen Rechner,
ohne den Sicherungs-Manager auszufiihren.

Wiederherstellungs-Assistent: Fuhrt Sie durch die
Wiederherstellung von Daten. Mit dem Assistenten kdnnen Sie einen
Wiederherstellungsjob in die Jobwarteschlange stellen, ohne den
Wiederherstellungs-Manager auszufuhren.
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Verwaltung

Ermoglicht das Offnen folgender Manager, Assistenten und
Hilfsprogramme:

Server Admin: Ermdglicht das Verwalten von CA ARCserve Backup-
Prozessen. Zum Beispiel den Datenbank-, den Job- und den
Bandprozess.

Gerate-Manager: Ermdglicht das Verwalten von Speichergeraten in
Ilhrer Umgebung.

Geréatekonfiguration: Erméglicht das Konfigurieren von
Speichergeraten in lhrer CA ARCserve Backup-Umgebung.

Geréate-Assistent: Ermdglicht das Ausfuihren von
Datentragervorgangen.

Konfiguration von Gerategruppen: Ermdglicht das Konfigurieren
von Geréategruppen in lhrer CA ARCserve Backup-Umgebung und das
Auswahlen der Gruppen, die Sie fur das Daten-Staging verwenden.

Datentrégerbestand: Erméglicht das Erstellen und Pflegen von
Datentragerbestanden in Ihrer CA ARCserve Backup-Umgebung.

Datenbank-Manager: Ermdglicht das Verwalten und Pflegen der CA
ARCserve Backup-Datenbank.

Alert-Manager: Ermoéglicht das Erstellen von Alert-
Benachrichtigungen zu Ereignissen, die im Verlauf einer Sicherung
auftreten.

Benutzerprofil: Erméglicht dem CA ARCserve Backup-Administrator,
Benutzerprofile zu verwalten und den Zugriff auf CA ARCserve Backup
zu gewahren.
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Hilfsprogramme

Ermoglicht das Offnen folgender Assistenten und Hilfsprogramme:

Jobplanungs-Assistent: Ermoglicht das Steuern von CA ARCserve
Backup-Befehlszeilenhilfsprogrammen.

Assistent fur Startdiskettenerstellung: Ermdaglicht das Erstellen
von Disaster-Recovery-Startdiskettensétzen. Diese Verknupfung ist
aktiv, wenn Sie die CA ARCserve Backup-Disaster Recovery-Option
installieren.

Hinweis: Weitere Informationen finden Sie im Disaster Recovery
Option — Benutzerhandbuch.

Diagnose-Assistent: Ermdglicht das Abfragen von Informationen in
den CA ARCserve Backup-Systemprotokollen. Die abgerufene
Information eignet sich zur Fehlerbehebung und hilft dem Technischen
Support von CA eventuell, die Ursache des Problems ausfindig zu
machen.

Einfugen: Ermdglicht das Einfugen von Sitzungsinformationen in die
CA ARCserve Backup-Datenbank.

Durchsuchen: Ermdglicht das Abrufen von Informationen zu
Sicherungssitzungen auf Datentragern.

Vergleichen: Ermoglicht das Vergleichen von Inhalten einer
Datentragersitzung mit den Dateien auf einem Rechner.

Zahlen: Ermoéglicht das Zahlen von Dateien und Verzeichnissen auf
einem Rechner.

Kopieren: Ermdglicht das Kopieren und Verschieben von Dateien von
einer Festplatte zur anderen.

Entfernen: Ermdglicht das Léschen von Dateien und Verzeichnissen
von einem Rechner.
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News und Support

Der Bereich "News & Support” ermdglicht einen schnellen Zugriff auf
folgende Support-Tools:

s CA ARCserve Backup im Web: Verknupfung mit der CA-Website, auf
der Produktinformationen zu CA ARCserve Backup zu finden sind.

m  Technischer Support: Enthalt die neuesten Nachrichten und
Informationen vom Technischen Support, u. a. White Papers,
Anleitungen, Ratgeber zur Fehlerbehebung, Patches und vieles mehr.

= eNews: Leitet Sie zur Seite des Archivs von Storage E-News weiter.
Dieses Archiv des technischen Newsletters enthélt nutzliche technische
Informationen in Service Packs, Hinweise und Tipps,
Produktaktualisierungen und vieles mehr.

m Liste der zertifizierten Gerate: Leitet Sie zu einer aktuellen Liste
samtlicher Gerate weiter, die derzeit von CA ARCserve Backup
unterstitzt werden.

Startseite und Lernprogramm fur Benutzer

Beim erstmaligen Aufrufen von CA ARCserve Backup erhalten Sie Uber das
Lernprogramm Meine erste Sicherung eine Einfihrung in das Produkt und
dessen wesentliche Funktionen. Das Lernprogramm erléautert Ihnen die
einzelnen Schritte, die zum Einrichten eines Dateisystems und der
Durchfiihrung eines ersten Sicherungs- und Wiederherstellungsvorgangs
erforderlich sind.

Symbole fur den Dienststatus

In jedem CA ARCserve Backup-Manager wird in der Symbolleiste oben im
Fenster jeweils ein Symbol fur jeden Hintergrunddienst (Jobprozess,
Bandprozess und Datenbankprozess) angezeigt, wie in der folgenden
Darstellung illustriert:

Job Band OB

|B.-'1'«EF|12-DELI LI 0 @ @

Konfigurieren von CA ARCserve Backup 153



Anmelden bei CA ARCserve Backup

In Abhé&ngigkeit von ihrer Farbe verweisen die Symbole auf einen von drei
maoglichen Zustanden:

Gran

Bedeutet, dass der Dienst ausgefuhrt wird.
Rot

Bedeutet, dass der Dienst nicht ausgefuhrt wird.
Grau

Bedeutet, dass keine Verbindung zum Dienst moéglich ist oder der Dienst
sich in einem unbekannten Zustand befindet.

Blau

Bedeutet, dass der Dienst pausiert wird.

Anmelden bei CA ARCserve Backup

Auf der Startseite kdnnen Sie sich bei CA ARCserve Backup anmelden. Wenn
Sie sich zum ersten Mal bei CA ARCserve Backup anmelden, missen Sie sich
als "caroot" anmelden (wodurch Sie automatisch Administratorrechte erhalten)
und im Kennwortfeld das richtige Kennwort angeben. Wenn Sie sich nicht als
"caroot" anmelden, kdnnen Sie die Assistenten, Manager und Hilfsprogramme
nicht verwenden und keine Aktionen durchfuhren.

Sobald Sie angemeldet sind, kénnen Sie das Kennwort fiir den Benutzer
"caroot" andern und Uber das Befehlszeilenhilfsprogramm "ca_auth.exe" neue
Benutzer eingeben.

Hinweis: Weitere Informationen zu caroot und dem Verwalten von
Benutzerprofilen finden Sie im Referenzhandbuch fir die Befehlszeile.
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So melden Sie sich bei CA ARCserve Backup an:

1.

Klicken Sie links oben auf der Startseite von CA ARCserve Backup auf die
Verknupfung "Klicken Sie hier, um den Server zu &ndern"”. Die Seite
"Standardserver-Informationen" wird angezeigt.

Um den Standardserver zu wechseln, wahlen Sie einen neuen Server aus
und geben den Servertyp an, wie im nachfolgenden Bildschirm dargestellt:

Standardserver-Informationen x|

Wwishlen Sie den Server, der zum CA ARCserve Backup-
Standardserver wird.

Domanennames: IBABH12-DEU

Mame des Primarzervers: IEJ BABR1Z-DEL j

r— Sicherheitzinformationen

Benutzername: IM

et Ixxxxxxxx

Sie miizzen den internen Benutzer von CA ARCserve

Backup angeben, nicht den Systembenutzer. .

¥ Sicherheitsinformationen speicherm ¥

0K | abbrechen |

Um die Eingaben fur den Benutzernamen und das Kennwort zu speichern,
wahlen Sie die Option "Sicherheitsinformationen speichern" aus. Wenn Sie
diese Informationen nicht speichern, wird beim ersten Versuch, einen
Manager zu 6ffnen, ein Dialogfeld fur die Serversicherheit angezeigt, und
Sie werden aufgefordert, einen Benutzernamen und ein Kennwort
einzugeben.

Geben Sie caroot in das Feld "Benutzername" und in das Feld "Kennwort"
das zugehdrige Kennwort ein, und klicken Sie auf "OK".

Bei der ersten Anmeldung bei CA ARCserve Backup wird das Lernprogramm
"Meine erste Sicherung" angezeigt. Mit diesem Lernprogramm kdénnen Sie sich
Uber Anweisungen und Vorgehensweisen mit den Grundlagen zu Sicherungen
und Wiederherstellungen vertraut machen. Dieses Lernprogramm wird nur bei
der ersten Anmeldung automatisch eingeblendet. Sie kdnnen jedoch auch Uber
das Hilfement darauf zugreifen.
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Angeben von Voreinstellungen fur den CA ARCserve
Backup-Manager

In CA ARCserve Backup kénnen Sie das Verhalten der Fenster des CA
ARCserve Backup-Managers konfigurieren. Uber das Dialogfeld
"Voreinstellungen" kénnen Sie Optionen fur globale Filter und Bibliotheksfilter
angeben.

So geben Sie Voreinstellungen fur den CA ARCserve Backup-Manager

an:

1.

Offnen Sie Uber das Windows-Startment die Manager-Konsole von CA
ARCserve Backup, indem Sie auf "Start", "Programme", "CA",
"ARCserve Backup" und "Manager" klicken.

Die Startseite des CA ARCserve Backup-Managers wird gedffnet.
Klicken Sie im Menu "Schnellstart" auf "Sichern".
Das Fenster "Sicherungs-Manager" wird getffnet.

Hinweis: Diesen Schritt kbnnen Sie Uber alle Fenster des CA ARCserve
Backup-Manager ausfuhren.

Wahlen Sie im Menu "Ansicht" die Option "Voreinstellungen™ aus.
Das Dialogfeld "Voreinstellungen™ wird getffnet.

Wahlen Sie die Registerkarte "Globale Einstellungen”. Geben Sie folgende
globale Einstellungen an:

Aktualisierungsrate fur Jobwarteschlange

Mit dieser Option kdnnen Sie eine Zeitdauer (in Sekunden) eingeben,
nach der eine Aktualisierung des Jobstatus-Managers erfolgt.

Aktualisierungsrate fur Gerate-Manager

Mit dieser Option kdnnen Sie ein Intervall fur die regelméaRige
Aktualisierung des Gerate-Managers eingeben.

Animationsgeschwindigkeit

Mit dieser Option kénnen Sie die Geschwindigkeit angeben, mit der die
Band-Bitmap rotiert, wenn fir den Geréate- oder Sicherungs-Manager
die Option "Animation" ausgewahlt wurde.
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Registrierung anzeigen
Zeigt die Registrierungsdatei zum Auswahlen fur eine Sicherung an.
Untergeordnete Knoten anzeigen

Alle untergeordneten Knoten werden in einer Baumstruktur angezeigt.
Dies bedeutet, dass Dateien unter Verzeichnissen und Datentrager
unter Laufwerken angezeigt werden.

Alle Prozesse automatisch starten

Dies zeigt an, dass die erforderlichen CA ARCserve Backup-Prozesse
bei Verwendung eines Managers automatisch gestartet werden.

Hinweis: Die Einstellung "Alle Prozesse autom. starten™ ist
standardmafig aktiviert.

Standard-Manager

Ermoéglicht den direkten Wechsel zu einem bestimmten Manager nach
dem Aufrufen der Manager Console.

Dialogfeld "'Serverauswahl" fur Zzahl-/Kopier-/Bereinigungsjobs
nicht anzeigen

Ermoéglicht das Ausblenden des Dialogfelds "Serverauswahl” bei der
Ubergabe von Z&hl-, Kopier- oder Bereinigungsjobs.

Wenn Sie einen solchen Job tUbergeben, 6ffnet sich das Dialogfeld
"Serverauswahl" und erméglicht IThnen anzugeben, wo der Job
ausgefuhrt werden soll. Sie kdnnen fir den Job einen Priméar-,
Standalone- oder Mitgliedsserver angeben.

Wenn diese Option aktiviert ist, merkt sich CA ARCserve Backup den
Server, der fur den Job verwendet werden soll, und das Dialogfeld
"Serverauswahl" 6ffnet sich nicht erneut bei der Ubergabe des Jobs.

Deaktivieren Sie das Kontrollkadstchen der Option "Dialogfeld
'Serverauswahl' fur Zahl-/Kopier-/Bereinigungsjobs nicht anzeigen",
wenn sich das Dialogfeld "Serverauswahl" bei Ubergabe eines zZahl-,
Kopier- oder Bereinigungsjobs 6ffnen soll.
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5. Wabhlen Sie die Registerkarte "Bibliotheksfilter”. Geben Sie folgende
Voreinstellungen fur Bibliotheksfilter an:

Hinweis: Die folgenden Voreinstellungen gelten fir Bibliotheksgeréate und
betreffen nur die Manageransichten in CA ARCserve Backup, bei denen
eine Gerate- oder Gruppenhierarchie angezeigt wird (z. B. im Sicherungs-
Manager auf der Registerkarte "Ziel" oder in der Ansicht des Gerate-
Managers). StandardmaRig sind keine Optionen voreingestellt, und es
existieren keine Standardwerte fur die Auswahlmaoglichkeiten.

Schreibgeschutzte Datentrager in Dialogfeldern zum
Formatieren/L6schen anzeigen

Mit dieser Option kdnnen Sie schreibgeschiitzte Datentrager in den
Dialogfeldern "Formatieren" und "Léschen" anzeigen.

Leere Slots anzeigen
Mit dieser Option kdnnen Sie die leeren Slots der Bibliothek einsehen.
Slots zwischen

Mit dieser Option kénnen Sie den Slot-Bereich angeben, der im
aktuellen Manager angezeigt werden soll. Geben Sie zum Definieren
des Bereichs die Mindest- und Héchstzahl zulassiger Slots ein.

Leeren Datentrager anzeigen

Mit dieser Option kdnnen Sie die leeren Datentrédger der Bibliothek
einsehen.

Ba&nder des Datentragerbestandes anzeigen

Mit dieser Option kdnnen Sie die Badnder eines bestimmten
Datentragerbestandes einsehen. Platzhalterzeichen ("*" und "?") sind
bei der Angabe des Datentragerbestands zuléssig.
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Bander mit Ubereinstimmenden Seriennr. anzeigen

Mit dieser Option kdnnen Sie Bander einsehen, die Uber eine
bestimmte Seriennummer verfugen. Platzhalterzeichen ("*" und "?")
sind bei der Angabe der Seriennummer zuléssig.

Wichtig! Durch Filter kbnnen Sie die gleichzeitig zu verarbeitende
Datenmenge erheblich verringern. Sie sollten sie nur dann verwenden,
wenn mit umfangreichen Bibliotheken gearbeitet wird.

6. Klicken Sie nach dem Angeben der Voreinstellungen fur den CA ARCserve
Backup-Manager auf "Anwenden".

Hinweis: Klicken Sie auf "Abbrechen", um lhre Anderungen zu verwerfen.

7. Zum SchlielRen des Dialogfelds "Voreinstellungen" klicken Sie auf "OK".

Codepages

In den folgenden Abschnitten wird beschrieben, wie CA ARCserve Backup die
Verwendung von mehreren Codepages unterstitzt.

Unterstitzung mehrerer Codepages durch CA ARCserve Backup

Eine Codepage enthélt den Zeichensatz fir eine bestimmte Sprache. Wenn der
CA ARCserve Backup-Server in einer Umgebung installiert ist, in der
verschiedene Sprachen und deren Zeichenséatze auf anderen Computern
ausgefuhrt werden, sind der Sicherungs- und der Wiederherstellungs-Manager
moglicherweise nicht in der Lage, erkennbaren Text in der Verzeichnisstruktur
der Quelle zu interpretieren und anzuzeigen.

Sollte dies der Fall sein, kdnnen Sie eine beliebige, in IThrer Umgebung
unterstutzte Codepage angeben. Mit Hilfe der Codepage kann CA ARCserve
Backup die Informationen interpretieren und den Text in einem fur Sie
erkennbaren Format anzeigen.

Wenn Sie eine Codepage auf Knoten- oder Volume-Ebene angeben, wendet CA
ARCserve Backup die Merkmale der Codepage auf alle untergeordneten
Volumes, Verzeichnisse usw. an. Obwohl Codepages sich nicht auf die
Funktionen von CA ARCserve Backup auswirken, kann CA ARCserve Backup
jeweils nur eine Codepage pro Sprache anzeigen.
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Festlegen von Codepages im Sicherungs-Managers

Sie kénnen die Codepage fur alle Elemente im Quellbaum andern.

Hinweis: Sie werden mdoglicherweise dazu aufgefordert, den Datentrager fur
die Windows-Installation in Ihrem Computer einzulegen, um diese Aufgabe
abzuschlief3en.

So geben Sie im Fenster ""Sicherungs-Manager" eine Codepage an:

1.

Offnen Sie die Windows-Systemsteuerung auf dem Primér-, Standalone-
oder Mitgliedsserver von CA ARCserve Backup.

Offnen Sie die "Regions- und Sprachoptionen”, und wahlen Sie die
Registerkarte "Erweitert" aus.

Aktivieren Sie in der Konvertierungstabelle der Codepages das
Kontrollkdstchen neben den Sprachen, die zur Ansicht der Knoten-,
Verzeichnis- und Volume-Namen auf den Remote- und Agent-Systemen in
Ilhrer ARCserve-Umgebung erforderlich sind.

(Optional) Klicken Sie auf "Alle Einstellungen auf das aktuelle
Benutzerkonto und das Standardbenutzerprofil anwenden™.

Klicken Sie auf "Ubernehmen™ und anschlieRend auf "OK".
Windows wendet die Regional- und Sprachoptionen an.
Offnen Sie die Manager-Konsole und dann den Sicherungs-Manager.

Klicken Sie mit der rechten Maustaste auf der Registerkarte "Quelle" auf
den Knoten, das Volume oder das Verzeichnis, auf dem Sie eine Codepage
angeben moéchten.

Wahlen Sie im Kontextmenu fur die Anzeige der Verschlusselung die
erforderliche Codepage aus.

CA ARCserve Backup wendet die neuen Codepage-Einstellungen sofort an.
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Festlegen von Codepages im Wiederherstellungs-Manager

Sie kénnen die Codepage fur alle Elemente im Quellbaum andern.

Hinweis: Sie werden mdoglicherweise dazu aufgefordert, den Datentrager fur
die Windows-Installation in Ihrem Computer einzulegen, um diese Aufgabe
abzuschlie3en.

So geben Sie im Fenster "Wiederherstellungs-Manager' eine Codepage

an:

1.

Offnen Sie die Windows-Systemsteuerung auf dem Primér-, Standalone-
oder Mitgliedsserver von CA ARCserve Backup.

Offnen Sie die "Regions- und Sprachoptionen”, und wahlen Sie die
Registerkarte "Erweitert" aus.

Aktivieren Sie in der Konvertierungstabelle der Codepages das
Kontrollkdstchen neben den Sprachen, die zur Ansicht der Knoten-,
Verzeichnis- und Volume-Namen auf den Remote- und Agent-Systemen in
Ilhrer ARCserve-Umgebung erforderlich sind.

(Optional) Klicken Sie auf "Alle Einstellungen auf das aktuelle
Benutzerkonto und das Standardbenutzerprofil anwenden™.

Klicken Sie auf "Ubernenmen" und anschlieRend auf "OK".
Windows wendet die Regional- und Sprachoptionen an.

Offnen Sie die Manager-Konsole und dann den Wiederherstellungs-
Manager.

Klicken Sie mit der rechten Maustaste auf der Registerkarte "Quelle" auf
den Knoten, das Volume oder das Verzeichnis, auf dem Sie eine Codepage
angeben moéchten.

Wahlen Sie im Kontextmenu fur die Anzeige der Verschlusselung die
erforderliche Codepage aus.

CA ARCserve Backup wendet die neuen Codepage-Einstellungen sofort an.

CA ARCserve Backup-Systemkonto

Das CA ARCserve Backup-Systemkonto ist das Konto, tiber das CA ARCserve
Backup verschiedene Speicherfunktionen auf dem lokalen Server durchfuhrt.
Fir lokale Sicherungs- bzw. Wiederherstellungsjobs wird das CA ARCserve
Backup-Systemkonto als Sicherheitsinformation zur Ausfilhrung verwendet.
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Das CA ARCserve Backup-Systemkonto muss vor der Installation von CA
ARCserve Backup auf Betriebssystemebene eingerichtet werden. Es wird bei
der Installation im Dialogfeld "Systemkonto™ angegeben. Es ist nicht
erforderlich, diesem Konto Sonderrechte zuzuweisen, da CA ARCserve Backup
dies automatisch erledigt.

Das Konto, das Sie bei der Installation im Dialogfeld "Systemkonto” angeben,
wird automatisch den Windows-Sicherheitsgruppen "Administratoren™ und
"Sicherungs-Operatoren” hinzugefugt.

Verwalten der Authentifizierung durch CA ARCserve Backup

CA ARCserve Backup verwendet Sicherheitsfunktionen von Windows und von
Drittanbietern, um bei der Durchfihrung der verschiedenen
Speicherfunktionen sichere Verbindungen aufzubauen. Wenn beispielsweise
ein Job einen Remote-Server sichert, mussen die fur diesen Job eingegebenen
Sicherheitsinformationen die Sicherheitskriterien von Windows erfillen, damit
ein Zugriff auf diese Ressource moglich ist.

Die Sicherheitsbedingungen, unter denen Jobs ausgefiihrt werden, hangen von
der Ressource ab, auf die zugegriffen wird. Die Sicherheit, die fur die
Sicherung des lokalen Servers von CA ARCserve Backup erforderlich ist,
unterscheidet sich ggf. von der Sicherheit, die fur die Sicherung einer
Domanenressource erforderlich ist.

CA ARCserve Backup unterstitzt auch Sicherheitsfunktionen von
Drittanbietern, wie beispielsweise Microsoft SQL, Oracle und Lotus Notes.
Weitere Informationen finden Sie in den Handblichern der entsprechenden
Optionen und Agenten, die sich auf dem CA ARCserve Backup-
Installationsdatentrager befinden, oder Sie kdnnen diese von der Website des
CA-Supports herunterladen.
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Verwendungsweise des Systemkontos fur die Jobsicherheit

Normalerweise weisen Sie dem CA ARCserve Backup-Systemkonto bei der
Implementierung von CA ARCserve Backup folgende Rechte zu, und es wird
als Hauptsicherungskonto verwendet:

B Gruppenrechte: Administratoren, Sicherungs-Operatoren, Domé&nen-
Administratoren

®  Erweiterte Rechte: Als Teil des Betriebssystems handeln, Lokale
Anmeldung und Anmelden als Dienst.

Diese Sicherheitsrechte dienen nur zu Referenzzwecken und treffen nicht
unbedingt auf alle Situationen zu.

Wichtig! Verwenden Sie das CA ARCserve Backup-Systemkonto nicht fur die
Jobsicherheit all Ihrer Sicherungs- und Wiederherstellungsvorgange. Sie
koénnen diese Funktion jedoch aktivieren, indem Sie dem CA ARCserve Backup-
Systemkonto Uber die lokalen Administrator- und Sicherungs-Operator-Rechte
hinausgehende Rechte gewéhren.

Konfigurieren der Windows-Firewall zur Optimierung der
Kommunikation

Wenn der CA ARCserve Backup-Server die folgenden Betriebssysteme
ausfuhrt, blockiert die Windows-Firewall-Funktion die Kommunikation mit allen
von CA ARCserve Backup verwendeten Ports. Zu den betroffenen
Betriebssystemen zahlen:

B Windows 2003 Server mit Service Pack 1 und aktivierter Firewall
®  Aktualisierungen von Windows XP zu Windows XP Service Pack 2 (durch

den Aktualisierungsvorgang wird die Firewall standardmagig aktiviert)

Sie mussen eins der folgenden Verfahren ausfiihren, um CA ARCserve Backup
zu ermoéglichen, ordnungsgeman auf diesen Betriebssystemen zu
kommunizieren.

Hinweis: Methode 1 ist die empfohlene Prozedur.
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Methode 1:

Wichtig! Bei Windows 2003 Server SP1 Konfigurationen beginnen Sie bei
Schritt 5.

1.

Offnen Sie im Startmenii das Dialogfeld "Ausfiihren", geben Sie
GPEDIT.MSC ein, und klicken Sie auf "OK".

Das Fenster "Gruppenrichtlinien” wird geotffnet.

Gehen Sie im Fenster "Gruppenrichtlinien” zu "Lokale Computerrichtlinie™,
"Computerkonfiguration", "Windows-Einstellungen”,
"Sicherheitseinstellungen”, "Lokale Richtlinien”, und wahlen Sie dann
"Sicherheitsoptionen™.

Wahlen Sie aus der Liste der Richtlinien die Sicherheitsoption
"Netzwerkzugriff: Freigabe und Sicherheitsmodell fiir lokale Konten™ aus,
klicken Sie mit der rechten Maustaste darauf, und wéahlen Sie dann
"Eigenschaften".

Das Dialogfeld "Eigenschaften” fur diese Option wird gedffnet.

Andern Sie in der Dropdownliste die Einstellung von "Netzwerkzugriff:
Freigabe und Sicherheitsmodell fur lokale Konten" zu "Klassisch:
Selbstauthentifizierung der lokalen Benutzer". Klicken Sie auf "Anwenden",
um diese Einstellung zu speichern, und dann auf "OK", um das Dialogfeld
zu schlieRen.

Offnen Sie im Startmenii das Dialogfeld "Ausfiihren", geben Sie
REGEDIT.EXE ein, und klicken Sie auf "OK".

Der Registrierungseditor von Windows wird geo6ffnet.

Erstellen Sie den folgenden RPC-Schlissel und Teilschlussel
"RestrictRemoteClients"”, und setzen Sie den Wert auf "0":

[DWORD]HKEY LOCAL MACHINE\Software\Policies\Microsoft\Windows
NT\RPC\RestrictRemoteClients

SchlieRen Sie den Registrierungseditor von Windows.

Offnen Sie das Security Center (Windows XP SP2) bzw. die Windows-
Firewall (Windows 2003 Server SP1), und aktivieren Sie die Firewall.

Fugen Sie die folgenden, fur lhre Installation zutreffenden
Programmdateien der Security Center oder Windows-Firewall
Ausnahmenliste hinzu:

Hinweis: Die folgenden ausfuhrbaren Dateien befinden sich im CA
ARCserve Backup-Stammverzeichnis, falls nicht anders angegeben.

s CAAUTHD.EXE
s CADISCOVD.EXE
=  CARUNJOB.EXE
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m  CASDSCSVC.EXE

Hinweis: Diese ausfuhrbare Datei befindet sich in folgendem
Verzeichnis:

\CA\SharedComponents\ARCserve Backup\CADS
s CASERVED.EXE
s CATIRPC.EXE

Hinweis: Diese ausfuhrbare Datei befindet sich in folgendem
Verzeichnis:

\CA\SharedComponents\ARCserve Backup\ASPortMapper
= DBENG.EXE
= JOBENG.EXE
= LDBSERVER.EXE
= LQSERVER.EXE
= MEDIASVR.EXE
= MSGENG.EXE
s TAPEENG.EXE
= UNIVAGENT.EXE (bei installiertem Client Agent)

Hinweis: Ist der Client Agent oder ein Datenbankagent installiert, so
mussen Sie die Option "Datei- und Druckerfreigabe" auf der Registerkarte
"Ausnahmen" wéahlen.

Klicken Sie auf "OK", um das Dialogfeld "Windows-Firewall" zu schlieRen.

Ihre geanderten Einstellungen werden dbernommen.

6. Starten Sie lhren Computer neu, und starten Sie dann die CA ARCserve
Backup-Dienste.

Methode 2:

1. Offnen Sie im Startmeni das Dialogfeld "Ausfiihren", geben Sie
GPEDIT.MSC ein, und klicken Sie auf "OK".
Das Fenster "Gruppenrichtlinien” wird geotffnet.

2. Gehen Sie im Fenster "Gruppenrichtlinien” zu "Lokale Computerrichtlinie™,

"Computerkonfiguration”, "Windows-Einstellungen™,
"Sicherheitseinstellungen”, "Lokale Richtlinien”, und wahlen Sie dann
"Sicherheitsoptionen™.

Wahlen Sie aus der Liste der Richtlinien die Sicherheitsoption
"Netzwerkzugriff: Freigabe und Sicherheitsmodell fiir lokale Konten™ aus,
klicken Sie mit der rechten Maustaste darauf, und wéahlen Sie dann
"Eigenschaften".

Das Dialogfeld "Eigenschaften” fur diese Option wird gedffnet.
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3. Andern Sie in der Dropdownliste die Einstellung von "Netzwerkzugriff:
Freigabe und Sicherheitsmodell fur lokale Konten" zu "Klassisch:
Selbstauthentifizierung der lokalen Benutzer". Klicken Sie auf "Anwenden",
um diese Einstellung zu speichern, und dann auf "OK", um das Dialogfeld
zu schlieRen.

Hinweis: Dies ist die Standardeinstellung unter Windows 2003 Server
SP1.

4. Offnen Sie im Startmenii das Dialogfeld "Ausfiihren”, geben Sie
REGEDIT.EXE ein, und klicken Sie auf "OK".

Der Registrierungseditor von Windows wird geotffnet.

Erstellen Sie den folgenden RPC-Schlissel und Teilschlussel
"RestrictRemoteClients”, und setzen Sie den Wert auf "0":

[DWORD]HKEY LOCAL MACHINE\Software\Policies\Microsoft\Windows
NT\RPC\RestrictRemoteClients

SchlieRen Sie den Registrierungseditor von Windows.

5. Offnen Sie das Security Center (Windows XP SP2) bzw. die Windows-
Firewall (Windows 2003 Server SP1), und deaktivieren Sie die Firewall.

Klicken Sie auf "OK", um das Dialogfeld "Windows-Firewall" zu schlie3en.
Ihre geanderten Einstellungen werden dbernommen.

6. Starten Sie lhren Computer neu, und starten Sie dann die CA ARCserve
Backup-Dienste.

Kommunikation zwischen Datenbank-Agenten, die sich auf Remote-Teilnetzen
befinden, und dem ARCserve-Server zulassen

Dieses Szenario betrifft CA ARCserve Backup-Server, auf denen folgende
Betriebssysteme ausgefihrt werden:

®  Windows 2003 Server mit Service Pack 1 und aktivierter Firewall

®  Aktualisierungen von Windows XP zu Windows XP Service Pack 2 (durch
den Aktualisierungsvorgang wird die Firewall standardmagig aktiviert)

Wenn ein CA ARCserve Backup-Datenbank-Agent auf einem Server installiert
wird, der sich in einem anderen Teilnetz befindet als der CA ARCserve Backup-
Server und die Windows-Firewall auf dem Agent-Server mit den Standard-
Porteinstellungen ausgefiihrt wird, kann der CA ARCserve Backup-Server nicht
Uber die Ports 445 und 139 mit dem Agent-System kommunizieren.
Sicherungen fir solche Systeme schlagen daher fehl, wobei Fehlermeldung
E8602 angezeigt wird. Hiervon sind folgende Datenbank-Agenten betroffen:

® Agent fur Informix

®  Agent fur Lotus Domino

166 Implementierungshandbuch



Konfigurieren der Windows-Firewall zur Optimierung der Kommunikation

®  Agent fur Oracle

®  Agent fur Sybase

®  Enterprise Option fur SAP R/3 for Oracle

Die folgende Vorgehensweise beschreibt, inwiefern die Standard-Firewall-
Einstellungen verandert werden mussen, damit Datenbank-Agenten, die sich

auf Remote-Teilnetzen befinden, mit dem ARCserve-Server kommunizieren
kénnen.

So ermoglichen Sie die Kommunikation zwischen CA ARCserve
Backup-Datenbank-Agenten, die sich auf Remote-Teilnetzen befinden,
und dem ARCserve-Server

1. Wahlen Sie im Windows-Startmenu die Option "Ausfuhren™.
Das Dialogfeld "Ausfuhren" wird gedffnet.

2. Machen Sie im Feld "Offnen" folgende Eingabe:
firewall.cpl
Das Dialogfeld "Windows Firewall" 6ffnet sich.

3. Klicken Sie auf die Registerkarte Ausnahmen.

Klicken Sie auf "Datei- und Druckerfreigabe” und anschliefend auf die
Schaltflache "Bearbeiten”.

Das Dialogfeld "Dienst bearbeiten™ 6ffnet sich.
4. Doppelklicken Sie auf "TCP 139".
Das Dialogfeld "Bereich andern” 6ffnet sich.

5. Wabhlen Sie die Option "Alle Computer (einschlie3lich der im Internet)”,
und klicken Sie auf "OK".

Doppelklicken Sie auf "TCP 445".
Das Dialogfeld "Bereich andern” 6ffnet sich.

6. Wahlen Sie die Option "Alle Computer (einschlie3lich der im Internet)”,
und klicken Sie auf "OK".

Klicken Sie auf "OK", um das Dialogfeld "Dienst bearbeiten™ zu schlieRen.
Klicken Sie auf "OK", um das Dialogfeld "Windows Firewall" zu schlie3en.

Jetzt kbnnen die Datenbank-Agenten mit dem ARCserve-Server
kommunizieren.
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Starten des CA ARCserve Backup-Datenbankschutzjobs

Die CA ARCserve Backup-Datenbank speichert Informationen tber Jobs,
Datentrager und Geréate auf lhrem System. Nach der Installation von CA
ARCserve Backup behélt der Datenbankschutzjob den Status "Ausgesetzt'. Um
den Datenbankschutzjob zum Schutz von CA ARCserve Backup zu verwenden,
mussen Sie den Status des Datenbankschutzjobs von "Ausgesetzt" zu "Bereit"
andern.

So starten Sie den CA ARCserve Backup-Datenbankschutzjob:

1.

Offnen Sie die CA ARCserve Backup-Managerkonsole.

Wahlen Sie auf der CA ARCserve Backup-Startseite im Meni "Schnellstart”
den Befehl "Jobstatus" aus.

Das Fenster "Jobstatus-Manager" wird geotffnet.

Wahlen Sie die Registerkarte "Jobwarteschlange" aus, und suchen Sie
nach dem Datenbankschutzjob.

Hinweis: Wenn der Datenbankschutzjob geléscht wurde, kénnen Sie den
Job mit Hilfe der im Abschnitt "Neuerstellen des CA ARCserve Backup-
Datenbankschutzjobs" beschriebenen Schritte neu erstellen.

Klicken Sie mit der rechten Maustaste auf den Datenbankschutzjob, und
wahlen Sie im Kontextmenu "Bereit" aus.

Der Status des Datenbankschutzjobs wird von "Ausgesetzt" zu "Bereit"
geadndert. Eine vollstandige Sicherung der Datenbank wird zur néachsten
Ausfihrungszeit durchgefuhrt.

(Optional) Um den Datenbankschutzjob sofort zu starten, klicken Sie mit
der rechten Maustaste auf den Datenbankschutzjob, und wahlen Sie im
Kontextmenu "Jetzt ausfuhren" aus.

Der Datenbankschutzjob wird nun gestartet.

Wichtig! Nachdem Sie den Datenbankschutzjob starten, stellt der
Bandprozess eine Verbindung zu einem leeren Datentrager in der ersten
Gruppe her, die vom Bandprozess erkannt wird, und weist den
Datentragerbestand namens ASDBPROJOB zu. Wenn der Bandprozess
innerhalb von funf Minuten keine Verbindung zu einem leeren Datentrager
in der ersten Gruppe herstellen kann, versucht der Bandprozess der Reihe
nach zu leeren Datentragern in anderen Gruppen eine Verbindung
herzustellen. Kann der Bandprozess zu keinem leeren Datentrager in einer
Gruppe eine Verbindung herstellen, schlagt der Job fehl.

Hinweis: Weitere Informationen zur Geratekonfiguration und zu Anderungen
des Datenbankschutzjobs finden Sie im Administrator-Handbuch.
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Feineinstellung der CA ARCserve Backup-SQL Server-
Datenbank

Im folgenden Abschnitt wird beschrieben, wie Sie fur die SQL Server-
Installation zum Optimieren der Leistung detaillierte Einstellungen vornehmen
kénnen.

SQL-Verbindungen

FUr jeden ausgefuhrten Job benétigen Sie zwei SQL-Verbindungen. Stellen Sie
sicher, dass ausreichende Verbindungen (oder Lizenzen) fur Ihren SQL-Server
vorliegen. Um Uber den SQL ARCserve Manager die SQL-
Standardverbindungen zu ermitteln, wahlen Sie "Server" und den SQL-Server
aus. Wenn Sie die Registerkarte "Konfiguration" durchsuchen, werden die
Benutzerverbindungen angezeigt. Stellen Sie diese Werte auf die
entsprechende Benutzereinstellung ein. Falls eine Fehlermeldung eingeblendet
wird, dass z. B. der Datensatz nicht aktualisiert werden kann oder die
Anmeldung fehlgeschlagen ist, verfiugen Sie moéglicherweise nicht tUber
gentgend Verbindungen. Es empfiehlt sich, die getffneten Objekte auf 2.000
zu erhdhen.

Datenbankkonsistenzprufungen

Wenn lhnen lhre Datenbankaktivitat zu gering erscheint und es sich um eine
umfangreiche Datenbank handelt, empfiehlt es sich, eine
Datenbankkonsistenzprifung durchzufiihren. Dies nimmt zwar einige Zeit in
Anspruch, ist jedoch zur Uberpriifung der Effizienz der SQL-Datenbank wichtig.
Weitere Informationen zu diesem Thema finden Sie in lhrem Handbuch zu
Microsoft SQL.

Wichtig! Uberprifen Sie regelmaRig die ProtokollgroRe. Wenn ein Protokoll
voll ist, funktioniert die Datenbank nicht. Obwohl die Standardeinstellung
Protokoll am Prifpunkt abschneiden ist, sollten Sie die Protokollgro3e auf

50 % der Datenbank erhéhen, wenn Sie erwarten, dass eine grof3e Anzahl von
Datensatzen bereinigt wird.
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Festlegen der ODBC-Kommunikation fir Remote-Datenbankkonfigurationen

Wenn Sie Uber einen weiteren CA ARCserve Backup-Server verfligen, der eine
Microsoft SQL als Datenbank verwendet, kbnnen Sie die lokale Datenbank auf
den Remote-Rechner umleiten. CA ARCserve Backup kann fur die Verbindung
mit dem Microsoft SQL-Server ODBC verwenden. Sie kdnnen die ODBC-
Datenquelle auf einen anderen Server legen, wenn auf dem Server SQL
installiert ist und die CA ARCserve Backup-SQL-Datenbank ordnungsgeman
eingerichtet ist. Sie mussen auch sicherstellen, dass der lokale Server uber
eine Authentifizierung beim Remote-Server verfugt.

So legen Sie die ODBC-Kommunikation fur Remote-
Datenbankkonfigurationen fest:

1. Offnen Sie die Windows-Systemsteuerung, wahlen Sie "Verwaltung”,
"Datenquelle (OBDC)" und dann "System-DSN" aus.

2. Fugen Sie eine folgendermalen bezeichnete Systemdatenquelle hinzu:

Name: ASNT
Server: Rechnername\Instanzname

3. Folgen Sie den Bildschirmanweisungen, um die Konfiguration zu testen
und abzuschlieRen.

Konfigurieren von Geraten mit dem Gerate-Assistenten

Sie kdnnen den Gerate-Assistenten Uber das Menu "Assistenten" starten. Der
Gerate-Assistent zeigt lhnen auf einen Blick alle Geréate an, die mit lhrem
Rechner verbunden sind.

So konfigurieren Sie Gerate mit dem Gerate-Assistenten:

1. Klicken Sie im Menu "Verwaltung" der Navigationsleiste auf der Startseite
auf "Geréate-Assistenten”.

Der Willkommensbildschirm des Gerate-Assistenten wird angezeigt:
2. Kilicken Sie auf "Weiter".
Das Anmeldedialogfeld wird angezeigt.

3. Geben Sie den Server an, fur den der Geratebefehl ausgefuhrt werden soll,
geben Sie lhren Benutzernamen und Ihr Kennwort ein, und klicken Sie auf
"Weiter".

4. Wahlen Sie das Zielgerat aus. Klicken Sie auf "Weitere Informationen”,
wenn Sie Details zu dem Gerét anzeigen méchten.
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5. Klicken Sie auf "OK" und anschlieBend auf "Weiter".
6. Wahlen Sie eine Gerateaktion aus, und klicken Sie auf "Weiter".
Beispiel: Wahlen Sie "Formatieren™ aus.

7. Geben Sie fur den Datentrager, den CA ARCserve Backup formatieren soll,
einen neuen Namen und ein Austauschdatum ein, und klicken Sie auf
"Weiter".

8. Uber das nun angezeigte Fenster fiir den Ablaufplan kénnen Sie den
Geratebefehl sofort ausfuhren oder ihn fur ein bestimmtes Datum und eine
bestimmte Uhrzeit planen. Wéahlen Sie "Jetzt ausfuhren" aus und klicken
Sie auf "Weiter", um den Job sofort auszufuhren.

Um den Job zu einem spéteren Zeitpunkt auszufuihren, klicken Sie auf die
Option "Ablaufplan”, und geben Sie ein Datum und eine Uhrzeit fur den
Job an.

9. Klicken Sie auf "Fertig stellen”, um den Job auszufuhren.

10. Sie werden aufgefordert, die folgende Aktion zu bestétigen. Klicken Sie auf
"OK", um die Gerateaktion zu starten und ihren Status anzuzeigen.

11. Eine Meldung informiert Sie, dass CA ARCserve Backup die Gerateaktion
abgeschlossen hat. Klicken Sie auf "Weiter", um ein anderes Gerat zu
verwenden, oder auf "Beenden", um den Gerate-Assistenten zu schlielRen.

Konfigurieren der Komponenten des Enterprise-Moduls

Enterprise Option Configuration ist eine assistentenédhnliche Anwendung, mit
der Sie mit dem CA ARCserve Backup-Enterprise-Modul verknupfte Gerate und
Anwendungen konfigurieren kénnen. Mit Enterprise Option Configuration
kénnen Sie folgende Gerate und Anwendungen konfigurieren:

®  StorageTek ACSLS-Bibliotheken

= |BM 3494-Bibliotheken

®  die CA ARCserve Backup Image Option

®  die CA ARCserve Backup Serverless Backup Option

Das Hilfsprogramm Enterprise-Modul-Konfiguration wird geéffnet, wenn Sie

das Setup ausfuhren und im Dialogfeld "Installation - Zusammenfassung" auf
"Weiter" klicken.

FUhren Sie folgende Schritte aus, um Enterprise-Modul-Konfiguration nach
dem Setup auszufiihren, oder wenn Sie Komponenten des Enterprise-Moduls
nach dem Installieren von CA ARCserve Backup hinzufliigen oder andern
mdchten.
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So konfigurieren Sie Komponenten des Enterprise-Moduls:

1.

Klicken Sie im Windows-Startmenu auf "Programme” (bzw. "Alle
Programme™), wahlen Sie unter "CA" die Option "ARCserve Backup", und
klicken Sie auf "Enterprise-Modul-Konfiguration™.

Das Dialogfeld "Enterprise-Modul-Konfiguration™ wird geotffnet.
Klicken Sie auf die zu konfigurierende Komponente des Enterprise-Moduls.

Befolgen Sie die Anweisungen der Eingabeaufforderungen in den
anschlieRend eingeblendeten Dialogfeldern, und geben Sie alle
erforderlichen Informationen ein.

Erstellen von Dateisystemgeraten

Ganz gleich, ob Sie Dateien von Ihrem lokalen Computer oder von einem
Remote-Netzwerk-Rechner sichern mdchten, Sie kdnnen mit der
Geratekonfiguration die Vorteile groRer Festplatten bzw. Disk Arrays als
Sicherungsressource nutzen.

So erstellen Sie Dateisystemgerate:

1.

Offnen Sie die Manager-Konsole.

Klicken Sie auf der Startseite im Meni "Verwaltung" der Navigationsleiste
auf "Geratekonfiguration”.

Das Dialogfeld "Geratekonfiguration" wird gedffnet.

Wahlen Sie die Option "Dateisystemgerate" aus, und klicken Sie auf
"Weiter".

Das Dialogfeld "Anmeldeserver" dffnet sich.

Fullen Sie die Felder "Benutzername" und "Kennwort" aus, und klicken Sie
auf "Weiter".

Wahlen Sie im nachsten Dialogfeld "Anmeldeserver" den Server aus, der
verwaltet werden soll, und klicken Sie auf "Weiter".

Das Dialogfeld "Konfiguration der Dateisystemgerate" dffnet sich.
Klicken Sie auf "Hinzufligen", um ein neues Dateisystemgerat zu erstellen.
Das neue Gerat wird im Feld "Dateisystemgerate" angezeigt.

Klicken Sie unter der Spalte "Dateigerdtename" auf das markierte
Dateisystemgeréat, und geben Sie einen Namen fir das Gerat ein. Geben
Sie eine Beschreibung in die Spalte "Beschreibung” ein und einen
eindeutigen Standort in die Spalte "Standort” (z. B. C:\FSD1, C:\FSD2,
usw.). Klicken Sie bei Remote-Dateisystemgeraten auf "Sicherheit"”, und
geben Sie den Benutzernamen, die Domane und das Kennwort fir den
Remote-Computer ein. Klicken Sie auf "Fertig stellen".
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7. Klicken Sie auf "Beenden", um das Dialogfeld "Geréatekonfiguration” zu
schlieRen.

8. Klicken Sie im Dialogfeld zur Bestétigung auf "Ja".

Sie kbénnen das erstellte Dateisystemgeréat als Sicherungsdatentrager
auswéhlen, wenn Sie Sicherungen durchfuhren. Mit CA ARCserve Backup
koénnen Sie mehrere Dateisystemgeréate erstellen und diese als zusatzliche
Datentragergerate verwenden.

Das Lernprogramm fur Benutzer, "Meine erste Sicherung”, stellt Ihnen
entsprechende Informationen zur Verfugung und erlautert lhnen Schritt fur
Schritt, wie Sie lhre lokale Festplatte als Sicherungsgerét konfigurieren. Das
Lernprogramm "Meine erste Sicherung" wird beim erstmaligen Verwenden von
CA ARCserve Backup angezeigt. Sie kénnen auch in der Menluleiste Uber das
Menu "Hilfe" darauf zugreifen.

Konfigurieren der Firewall zur Optimierung der
Kommunikation

In einer Umgebung, in der mehrere CA ARCserve Backup-Server auf beiden
Seiten einer Firewall im Einsatz sind oder eine Firewall innerhalb eines SAN-
Fibre Channel-Rings (Storage Area Network) platziert ist, miussen die Server
fur die Verwendung fester Ports und Schnittstellen konfiguriert werden. Die
Konfiguration auf lhren CA ARCserve Backup-Servern muss mit der
Konfiguration der Firewall Ubereinstimmen, damit die CA ARCserve Backup-
Server miteinander kommunizieren kénnen.

CA ARCserve Backup-Server verwenden fir die Kommunikation mit anderen
CA ARCserve Backup-Servern eine Reihe von RPC-Diensten (Remote
Procedure Call, Remote-Prozeduraufruf). Jeder Dienst kann anhand einer
Schnittstelle (IP-Adresse) und eines Ports identifiziert werden. Wenn CA
ARCserve Backup-Server Daten und Bandbibliotheken gemeinsam verwenden,
kommunizieren die Dienste unter Verwendung der von der RPC-Infrastruktur
bereitgestellten Schnittstellen- und Portinformationen miteinander. Die RPC-
Infrastruktur stellt jedoch keine spezifische Port-Zuweisung sicher. Daher
missen Sie die RPC-Infrastruktur und die Zuweisungen der Port-Nummern
kennen, um die Firewall richtig zu konfigurieren. Um statische Bindung zu
erzielen, ist eine weitere Konfiguration erforderlich.

Sie kénnen die Kommunikationseinstellungen der Umgebungs-Ports in der
Port-Konfigurationsdatei PORTSCONFIG.CFG anpassen, die sich im folgenden
Verzeichnis befindet:

CA\SharedComponents\ARCserve Backup
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Richtlinien fur die Port-Konfigurationsdatei
Bei der Bearbeitung der Port-Konfigurationsdatei sind folgende Richtlinien zu
beachten:

®  Zum Andern der Port-Nummern ist der CA ARCserve Backup-Dienstname
erforderlich.

Hinweis: Weitere Informationen zu Dienstnamen finden Sie im Abschnitt
"Weitere Ressourcen - Angaben fur Firewall-Ports™ (auf Seite 191).

B Dienste unter TCP (Transmission Control Protocol), UDP (User Datagram
Protocol) und ONCRPC (Open Network Computing Remote Procedure Call)
erfordern nur einen Port. Wenn Sie fur diese Dienste keine Port-Nummer
angeben, wird der Standard-Port verwendet.

B Fur MSRPC-Dienste (Microsoft Remote Procedure Call) ist nur der CA
ARCserve Backup-Dienstname ("Dienstname™) erforderlich. CA ARCserve
Backup-Dienste auf Basis von MSRPC verwenden vom System
zugewiesene Port-Nummern.

®  Sje kénnen den Schlussel RPCServices fur alle RPC-Dienste (Remote
Procedure Call) verwenden. Dieser Schlussel ermdglicht CA ARCserve
Backup die Verwendung von durch das System zugewiesenen Ports fir alle
CA ARCserve Backup-Dienste auf RPC-Basis.

®  Durch das Andern der Port-Konfigurationsdatei auf einem CA ARCserve
Backup-Server fur MSRPC-basierte Dienste wird nicht sichergestellt, dass
CA ARCserve Backup die Anderungen fir alle Remote-Server von CA
ARCserve Backup ubernimmt. Daher sollten Sie die Port-
Konfigurationsdatei auf allen Remote-Servern von CA ARCserve Backup
bearbeiten.

®  Bei TCP-basierten Diensten kdnnen Sie fir verschiedene Hostnamen mit
zahlreichen IP-Adressen unterschiedliche Port-Bereiche angeben.

m  Sje sollten nur dann eine IP-Adresse angeben, wenn ein Rechner uber
mehrere Netzwerkkarten verfigt und fir die TCP-Kommunikation eine
bestimmte Netzwerkkarte verwendet werden soll.

Hinweis: Weitere Informationen zu bestimmten Anforderungen fur Microsoft
Windows-System-Ports finden Sie auf der Support-Website von Microsoft.
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Andern der Port-Konfigurationsdatei

In diesem Abschnitt wird die Konfiguration der Protokolle und Ports
beschrieben, die CA ARCserve Backup zur Kommunikation in Ihrer Umgebung
verwendet.

So andern Sie die Port-Konfigurationsdatei:

1. Offnen Sie die Datei PORTSCONFIG.CFG in einem Texteditor wie dem
Windows-Editor. Die Datei befindet sich in folgendem Verzeichnis:

(Installationslaufwerk) :\Programme\CA\SharedComponents\ARCserve Backup
2. Fugen Sie eine oder mehrere Codezeilen in folgendem Format hinzu:

Dienstname(%s) Port_Bereich_1;Port_Bereich_2;...;Port_Bereich_n
[Hostname(%s)] [IP Adresse(%s)]

s Verwenden Sie zur Angabe eines Ports oder eines Port-Bereichs eines
der folgenden Formate:

EinzelPort (Nummer)
PortBereichAnfang(Nummer) - PortBereichEnde(Nummer)

= Verwenden Sie zur Angabe einer IP-Adresse folgendes Format:

s "Dienstname" ist eine Zeichenfolge ohne Leerzeichen.

»  Hostname ist eine Zeichenfolge, die einen gultigen Computernamen
angibt.

3. Speichern Sie lhre Anderungen, und schlieBen Sie die Datei
PORTSCONFIG.CFG.

4. Starten Sie nach der Bearbeitung der Datei PORTSCONFIG.CFG alle
Dienste neu, die von den Anderungen betroffen sind. Sie kénnen zum
Stoppen und Starten aller CA ARCserve Backup-Dienste die Befehle
"cstop" und "cstart" ausfuhren.
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Aus Griunden der Abwartskompatibilitat befinden sich die Schlussel fur die
Datenbank-Agenten von CA ARCserve Backup in der Datei PORTSCONFIG.CFG
unterhalb des Kommentarabschnitts. Die betroffenen Datenbank-Agenten sind
der Bandprozess (tapeengine), der Jobprozess (jobengine) und der
Datenbankprozess (databaseengine). Diese Datenbank-Agenten von CA
ARCserve Backup senden Jobs unter Verwendung der alten Ports an die CA
ARCserve Backup-Warteschlange. Wenn sich im Netzwerk keine alten Agenten
befinden, die altere Ports verwenden, kénnen Sie diese Zeilen problemlos aus
der Datei PORTSCONFIG.CFG entfernen. Sie mussen jedoch jeden einzelnen
Datenbank-Agenten von CA ARCserve Backup neu starten, um die
Kommunikation tber System-Ports zu ermdglichen.

Hinweis: Weitere Informationen zu bestimmten Anforderungen fur Ports von
Microsoft Windows-Systemdiensten finden Sie auf der Support-Website von
Microsoft.

Von CA ARCserve Backup-Komponenten verwendete Ports

Die folgenden Abschnitte enthalten Informationen zu Ports, die von CA
ARCserve Backup-Komponenten in erster Linie fur Windows-Konfigurationen
verwendet werden.

Zur Kommunikation verwendete externe Ports

CA ARCserve Backup verwendet folgende externe Ports zur Kommunikation:
Port 135

Dieser gehtrt dem Endpunktzuordnungsdienst (Locator) von Microsoft und
ist nicht konfigurierbar. Alle MSRPC-Dienste von CA ARCserve Backup
registrieren ihre aktuellen Ports bei diesem Dienst.

Alle CA ARCserve Backup-Clients (beispielsweise der Manager)
kontaktieren diesen Dienst, um den eigentlichen Port aufzuzéhlen, der
vom CA ARCserve Backup-Dienst verwendet wird. AnschlieRend
kontaktieren sie den Dienst direkt.

Port 1397445

Dieser Port gehort Microsoft und ist nicht konfigurierbar. CA ARCserve
Backup-Dienste verwenden MSRPC Uber das Transportprotokoll "Named
Pipes". Microsoft verlangt, dass dieser Port fur jegliche Kommunikation mit
MSRPC Uber Named Pipes gedffnet ist. Beachten Sie Folgendes:

s Port 139 wird nur verwendet, wenn die CA ARCserve Backup-Dienste
auf WindowsNT installiert sind.

m  Port 445 wird nur verwendet, wenn die CA ARCserve Backup-Dienste
auf Windows 2000, Windows XP oder Windows 2003 installiert sind.
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Port 53

Dieser Port ermdglicht Windows-Computern, untereinander tber DNS-
Kommunikation (Domain Name Server) zu kommunizieren. CA ARCserve
Backup aktiviert die Namensauflésung Uber Port 53, um Primar-,
Standalone-, Mitglieds- und Agent-Servern die Kommunikation
untereinander zu ermdglichen.

Die Port-Anforderungen fur Microsoft Windows-Systeme finden Sie unter
folgender URL:

http://support.microsoft.com/kb/832017/de-de

Vom CA ARCserve Backup-Basisprodukt verwendete Ports
FUr das CA ARCserve Backup-Basisprodukt kdnnen Sie die folgenden Ports in
der Datei PORTSCONFIG.CFG konfigurieren:

Remote-Prozeduraufrufdienst von CA

Dies ist der ONCRPC-Portmapperdienst. Andere ONCRPC-Dienste, wie
caserved, cadiscovd, caathd, caloggerd, Igserver, camediad und idbserver,
verwenden diesen Dienst zur Registrierung. Clients, die tUber andere
ONCRPC-Dienste kommunizieren, kontaktieren zunachst den ONCRPC-
Portmapperdienst zum Aufzahlen der Ports und anschlieRend den anderen
ONCRPC-Dienst zur Kommunikation.

s Standard-Port: 111
= Protokoll: TCP
Domaéanen-Dienst (CADISCOVD.EXE)

Dieser Dienst verwaltet eine Datenbank mit Benutzern, Kennwdrtern,
Agquivalenten und Hosts fiir das Doméanenkonzept von CA ARCserve
Backup. Dieser Dienst wird fur die Kommunikation mit der grafischen
Benutzeroberflache bendtigt.

s Standard-Port: Dynamischer Port
= Protokoll: TCP
Dienst-Controller (CASERVD.EXE)

Dieser Dienst dient zur Remote-Verwaltung anderer Dienste und wird flr
die Kommunikation mit der grafischen Benutzeroberflache benétigt.

s Standard-Port: Dynamischer Port

= Protokoll: TCP
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Authentifizierungsdienst (CAAUTHD.EXE)

Dieser Dienst validiert die "caroot"-Benutzeranmeldung und das
Aquivalent. Er wird fir die Kommunikation mit der grafischen
Benutzeroberflache und dem Sicherungsserver benétigt.

s Standard-Port: Dynamischer Port
= Protokoll: TCP
LDBSERVER.EXE

Dieser Dienst dient als Proxy fur die Kommunikation mit der Datenbank
und kann Uber die Befehlszeile konfiguriert werden. Er wird nicht fur die
Kommunikation mit der grafischen Benutzeroberflache und dem
Sicherungsserver bendtigt.

s Standard-Port: Dynamischer Port
= Protokoll: TCP
LQSERVER.EXE

Dieser Dienst dient als Proxy fur die Kommunikation mit der
Jobwarteschlange und kann uber die Befehlszeile konfiguriert werden. Er
wird nicht fir die Kommunikation mit der grafischen Benutzeroberflache
und dem Sicherungsserver bendtigt.

s Standard-Port: Dynamischer Port
= Protokoll: TCP
MEDIASVR.EXE

Dieser Dienst dient als Proxy fur die Kommunikation mit dem Bandprozess
und kann nur Uber die Befehlszeile konfiguriert werden. Er wird nicht fur
die Kommunikation mit der grafischen Benutzeroberflache und dem
Sicherungsserver bendtigt.

s Standard-Port: Dynamischer Port
= Protokoll: TCP
CARUNJOB.EXE

Dieser Dienst verwendet einen Port-Bereich fur die Logik zur
Wiederherstellung einer Verbindung (bei einem
Netzwerkkommunikationsfehler) mit den Agenten.

s Standard-Port: Dynamischer Port

= Protokoll: TCP
MS-Endpunktzuordnungsdienst

Dieser Port ist nicht konfigurierbar.

s Standard-Port: 135

= Protokoll: TCP
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CA Management Service (casmgmtsvc.exe)

CA Management Service ist ein konfigurierbarer Dienst, der die
Kommunikation von CA ARCserve Backup-Befehlszeilenhilfsprogrammen
(z. B. ca_backup und ca_restore) in den folgenden Situationen ermdglicht:

Kommunikation mit Remote-Diensten

Hinweis: Um Uber Remote-Dienste zu kommunizieren, erfordert CA
Management Service einen Ruckrufdienst.

Kommunikation mit dem ARCserve-Server und dem Client-Server

Hinweis: Um mit dem ARCserve-Server und dem Client-Server zu
kommunizieren, erfordert CA Management Service einen
Ruckrufdienst.

Speicherort der Konfigurationsdateien

Konfigurationsdatei fur CA Management: Um die von CA Management
Service verwendeten Ports zu andern, miussen Sie die
Konfigurationsdatei MGMT.PROPERTIES im folgenden Verzeichnis
andern:

<$ARCserve Home>\MgmtSvc\conf\mgmt.properties

Konfigurationsdatei fur Rickrufdienste: CA Management Service
erfordert den Ruckrufdienst “cIntportrange”. clntportrange ist ein Wert,
der in der Konfigurationsdatei MGMT.PROPERTIES im folgenden
Verzeichnis aufgelistet ist:

<Laufwerksbuchstabe>\Programme\CA\Shared Components\ARCserve
Backup\jcli\conf\mgmt.properties

Kommunikation mit Remote-Diensten

Die Standardwerte lauten wie folgt:

= Protokoll: SSL

m  Port (sslport): 7099

m  usessl: True

Die optionalen Werte lauten wie folgt:

= Protokoll: NON SSL

m  Port (nonsslport): 2099

Die Werte fur den Ruckrufdienst lauten wie folgt:
m  Standard-Port-Bereich: [20000-20100]

m  Optionale Port-Bereiche: [10000]1999] oder [20000-
20100]10000]19999]
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Kommunikation mit dem ARCserve-Server und dem Client-Server
Die Standardwerte lauten wie folgt:
= Protokoll: SSL
m  Port (sslport): 7099
m  usessl: True
Die optionalen Werte lauten wie folgt:
= Protokoll: NON SSL
m  Port (nonsslport): 2099
Die Werte fur den Ruckrufdienst lauten wie folgt:
m  Standard-Port-Bereich (cIntportrange): 7199
m  Optionale Port-Bereiche: [20000-20100]20000\19999]

Manager-Konsolen-Kommunikation mit dem Basisprodukt

Die Komponente der Manager-Konsole kontaktiert die Remote-Dienste auf
dem Basisprodukt, deren Port-Nummern in der Datei PORTSCONFIG.CFG auf
dem Rechner konfiguriert werden missen, auf dem die Manager-Komponente
des CA ARCserve Backup-Managers installiert ist. Des Weiteren werden diese
Dienste auf der Komponente der Manager-Konsole installiert.

Remote-Prozeduraufrufdienst von CA

Dies ist der ONCRPC-Portmapperdienst. Er wird von anderen ONCRPC-
Diensten fiur die Registrierung verwendet. Alle Clients dieses Dienstes
kontaktieren zuerst diesen Dienst, um die Ports aufzuzahlen und um
Kontakt mit diesem Dienst aufzunehmen.

= Standard-Port: 111
= Protokoll: TCP

Kommunikation zwischen dem Basisprodukt und CA ARCserve Backup-Agenten und -Optionen

Der CA ARCserve Backup-Server nimmt Kontakt mit den Remote-Diensten auf
den Agenten auf, deren Port-Nummern in der Datei PORTSCONFIG.CFG auf
dem Rechner, auf dem das Basisprodukt installiert ist, konfiguriert werden
mussen.

Hinweis: Weitere Informationen finden Sie im Abschnitt "Von CA ARCserve
Backup-Agenten und -Optionen verwendete Ports™ (auf Seite 181).

Von allgemeinen CA ARCserve Backup-Komponenten verwendete Ports

In den folgenden Abschnitten finden Sie Informationen zu Ports, die von
allgemeinen CA ARCserve Backup-Komponenten verwendet werden.
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Ports zur Kommunikation mit dem Discovery-Dienst

Der Discovery-Dienst erkennt CA ARCserve Backup-Produkte, -Agenten und -
Optionen auf Windows-Plattformen. Sie kénnen die folgenden Ports in der
Datei PORTSCONFIG.CFG konfigurieren:

Discovery-Rundspruch- und -Antwortpakete
s Standard-Port: 41524
= Protokoll: UDP
Discovery-Antwort
s Standard-Port: 41523
= Protokoll: TCP

Ports zur Kommunikation mit Common Agent fur UNIX und Linux

Diese Informationen gelten fur alle UNIX- und Linux-Agenten, einschliel3lich
Client-Agenten, Datenbank-Agenten und Anwendungs-Agenten. Sie kénnen
die folgenden Ports in der Datei AGENT.CFG konfigurieren:

Empfangen von und Antworten auf Discovery-Rundspruchpakete
s Standard-Port: 41524
= Protokoll: UDP
Durchsuchen, Sicherungs- und Wiederherstellungsvorgange
s Standard-Port: 6051
= TCP-Protokoll

Von CA ARCserve Backup-Agenten und -Optionen verwendete Ports

In den folgenden Abschnitten finden Sie Informationen zu Ports, die von CA
ARCserve Backup-Agenten und -Optionen verwendet werden.

Ports zur Kommunikation mit dem Agent fur Microsoft SharePoint

FUr den SharePoint Database Router Agent und den SharePoint External Data
Agent kénnen Sie die folgenden Ports in der Datei PORTSCONFIG.CFG
konfigurieren:

Universal Agent-Dienst
Dieser Dienst wird fur das Durchsuchen bendtigt.
s Standard-Port: 6050
= Protokoll: UDP
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Universal Agent-Dienst
Dieser Dienst wird fur das Durchsuchen/Sichern/Wiederherstellen benétigt.
s Standard-Port: 6050
= Protokoll: TCP
Hinweis: Weitere Informationen zu den Kommunikations-Ports, die vom
SharePoint-Datenbank-Agenten verwendet werden, finden Sie im Abschnitt

"Ports zur Kommunikation mit dem Agenten fir Microsoft SQL Server und dem
Agenten fur die Microsoft SharePoint-Datenbank" (auf Seite 183).

Ports zur Kommunikation mit Client Agent fur Windows
Fur den Client Agent fur Windows kdnnen Sie die folgenden Ports in der Datei
PORTSCONFIG.CFG konfigurieren:
Universal Agent-Dienst
Dieser Dienst wird fur das Durchsuchen bendtigt.
s Standard-Port: 6050
= Protokoll: UDP
Universal Agent-Dienst

Dieser Dienst wird zum Durchsuchen, Sichern und Wiederherstellen
verwendet.

= Standard-Port: 6050
= Protokoll: TCP

Ports zur Kommunikation mit dem Agent fir Microsoft Exchange auf Dokumentebene

Fur Sicherungen mit dem Agent fur Microsoft Exchange auf Dokumentebene
koénnen Sie die folgenden Ports zur Kommunikation in der Datei
PORTSCONFIG.CFG konfigurieren:

Universal Agent-Dienst
Dieser Dienst wird fur das Durchsuchen bendtigt.
= Standard-Port: 6050
= Protokoll: UDP

Universal Agent-Dienst

Dieser Dienst wird zum Durchsuchen, Sichern und Wiederherstellen
verwendet.

= Standard-Port: 6050
= Protokoll: TCP
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Ports zur Kommunikation mit dem Agent flr Microsoft SQL Server
Fur den Agent fur Microsoft SQL Server kénnen Sie die folgenden Ports zur
Kommunikation in der Datei PORTSCONFIG.CFG konfigurieren:
Universal Agent-Dienst
Dieser Dienst wird fur das Durchsuchen bendtigt.
s Standard-Port: 6050
= Protokoll: UDP

Dieser Dienst wird zum Durchsuchen, Sichern und Wiederherstellen
verwendet.

m  Standard-Port: 6050
= Protokoll: TCP

Ports zur Datenbankkommunikation des Agent fir Microsoft SharePoint
Fur den Agent fur Microsoft SharePoint kdnnen Sie die folgenden Ports zur
Datenbankkommunikation in der Datei PortsConfig.cfg konfigurieren:

Backup Agent-Remote-Dienst

Diese Dienste werden nur fur TCP/IP-Sicherungen und -
Wiederherstellungen verwendet.

= Standard-Port: 6070
= Protokoll: TCP
Backup Agent-RPC-Server

Er wird fur das Durchsuchen mit der grafischen Benutzeroberflache und fur
Named Pipes-Sicherungs- und -Wiederherstellungsvorgange bendtigt.

s Standard-Port: 6071
= Protokoll: TCP
MS-Endpunktzuordnungsdienst
Dieser Port ist nicht konfigurierbar.
s Standard-Port: 135
= Protokoll: TCP
MS-Port (nur Windows NT)

Dieser Dienst wird fur MSRPC mit Named Pipes verwendet. Dieser Port ist
nicht konfigurierbar.

= Standard-Port: 139
= Protokoll: TCP

Konfigurieren von CA ARCserve Backup 183



Konfigurieren der Firewall zur Optimierung der Kommunikation

MS-Port (nur Win2000/WinXP/W2003)

Dieser Dienst wird fur MSRPC mit Named Pipes verwendet. Dieser Port ist
nicht konfigurierbar.

m  Standard-Port: 445
= Protokoll: TCP

Ports zur Kommunikation mit dem Agent flr Microsoft Exchange auf Datenbankebene und Brick
Level

Fur den Agent fur Microsoft Exchange auf Datenbankebene und Brick Level
koénnen Sie die folgenden Ports in der Datei PORTSCONFIG.CFG konfigurieren:
Backup Agent-Remote-Dienst

Diese Dienste werden fur Sicherungs- und Wiederherstellungsvorgange
verwendet.

= Standard-Port: 6074
= Protokoll: TCP
Backup Agent-RPC-Dienst

Er wird fur das Durchsuchen mit der grafischen Benutzeroberflache und fur
alle Sicherungs- und Wiederherstellungsvorgange benétigt.

s Standard-Port: 6071
= Protokoll: TCP
MS-Endpunktzuordnungsdienst
Dieser Port ist nicht konfigurierbar.
s Standard-Port: 135
= Protokoll: TCP
MS-Port (nur Windows NT)

Dieser Dienst wird nur fur MSRPC mit Named Pipes verwendet. Dieser Port
ist nicht konfigurierbar.

= Standard-Port: 139
= Protokoll: TCP
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MS-Port (nur Win2000/WinXP/W2003)

Dieser Dienst wird fur MSRPC mit Named Pipes verwendet. Dieser Port ist
nicht konfigurierbar.

m  Standard-Port: 445
= Protokoll: TCP

Ports zur Kommunikation mit der NDMP NAS Option
Fur die NDMP NAS Option kdnnen Sie die folgenden Kommunikations-Ports in
der Datei PORTSCONFIG.CFG konfigurieren:

NAS-Filer-Dienst

Dieser Dienst wird zur Kommunikation mit dem NAS-Filer-Dienst
verwendet. Er wird nicht fur die GUI-, Sicherungs- und
Wiederherstellungskommunikation verwendet.

m  Standard-Port: 10000
= Protokoll: TCP

Ports zur Kommunikation mit den Datenbank-Agenten von CA ARCserve Backup

Die folgenden Ports werden in der Datei PORTSCONFIG.CFG fur Datenbank-
Agenten von CA ARCserve Backup angegeben:

Hinweis: Die folgenden Einstellungen gelten fur den Agent fur Informix, den
Agent fur SAP R/3, den Agent fur Oracle, den Agent fur Lotus Notes und den

Agent fur Sybase.
Backup Agent-RPC-Server

Dieser Dienst wird fur das Durchsuchen mit der GUI sowie fur Sicherungs-
und Wiederherstellungsvorgdnge bendtigt. Dieser Port kann konfiguriert
werden.

Hinweis: Die folgenden Werte gelten nicht fur den Agent fur Oracle.
s Standard-Port: 6071
= Protokoll: TCP
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Backup Agent RPC-Server - Agent fur Oracle

Dieser Dienst wird fur das Durchsuchen mit der GUI sowie fur Sicherungs-
und Wiederherstellungsvorgdnge mit dem Agent fur Oracle ben6tigt.
Dieser Port kann konfiguriert werden.

» Standard-Port (Agent fur Oracle auf Windows-Plattformen): 6071

s Standard-Port (Agent fur Oracle auf Linux- und UNIX-Plattformen):
6050

= Protokoll (alle Agent fur Oracle-Plattformen): TCP
MS-Endpunktzuordnungsdienst
Hinweis: Dieser Port kann nicht konfiguriert werden.
s Standard-Port: 135
= Protokoll: TCP
MS-Port (nur Windows NT)

Dieser Dienst wird fur MSRPC mit Named Pipes verwendet. Dieser Port
kann nicht konfiguriert werden.

= Standard-Port: 139
= Protokoll: TCP
MS-Port (nur Win2000/WinXP/W2003)

Dieser Dienst wird fur MSRPC mit Named Pipes verwendet. Dieser Port
kann nicht konfiguriert werden.

m  Standard-Port: 445
= Protokoll: TCP

GUI-Kommunikation mit CA ARCserve Backup-Agenten

Der CA ARCserve Backup-Manager nimmt Kontakt mit den Remote-Diensten
auf den Agenten auf, deren Port-Nummern in der Datei PORTSCONFIG.CFG auf
dem Rechner konfiguriert werden mussen, auf dem die Manager-Komponente
installiert ist.

Hinweis: Weitere Informationen finden Sie im Abschnitt "Von CA ARCserve
Backup-Agenten und -Optionen verwendete Ports" (auf Seite 181).

So ermdéglichen Sie Agenten und Datenbank-Agenten die Kommunikation Giber eine Firewall

Im folgenden Abschnitt finden Sie Beispiele dafur, wie Sie es Agenten und
Datenbank-Agenten von CA ARCserve Backup ermdglichen kénnen, Uber eine
Firewall zu kommunizieren.
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Basisprodukt kommuniziert mit dem Agent fur Microsoft SQL Server

Im folgenden Szenario befindet sich der Agent hinter einer Firewall. Die GUI
und das Basisprodukt befinden sich auf3erhalb der Firewall auf verschiedenen
Rechnern.

[ ]
—]

Agent fir Microsoft
Firewall SCL Server

e8] | I:I

Basisprodukt

-\

Passen Sie auf dem Rechner mit dem Agent fur Microsoft SQL Server die Datei
PORTSCONFIG.CFG so an, dass folgende Eintrage enthalten sind:

ENABLE CONFIGURABLE PORTS=1
Dbagentsrpcserver 6071
Sqlagenttcpservice 6070
casdscsvctcp 41523
casdscsvcudp 41524

Offnen Sie diese vier Ports sowie den zuséatzlichen Port 135 an der Firewall.
Port 139 oder Port 445 mussen nur dann gedffnet werden, wenn der Agent fur
Microsoft SQL Server zur Verwendung des Named Pipes-Transportes
konfiguriert ist. Diese Ports sollten eingehende Verbindungen fur den Agent-
Rechner durchlassen.

Fugen Sie auf dem Rechner, auf dem das Basisprodukt ausgefuhrt wird, und
auf dem Rechner mit der GUI folgende Eintrage in die Datei
PORTSCONFIG.CFG ein:

ENABLE CONFIGURABLE PORTS=1

Dbagentsrpcserver 6071 SQLAgentRechnername
Sqlagenttcpservice 6070 SQLAgentRechnername
casdscsvctcp 41523

casdscsvcudp 41524
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GUI verwaltet den Agent fur Microsoft Exchange Uber Named Pipes

In diesem Beispiel befindet sich der Agent hinter einer Firewall, und die GUI
sowie das Basisprodukt befinden sich auf3erhalb der Firewall auf verschiedenen
Rechnern.

[
—]

Agent fir Microsoft
Firewall Exchange Server

GUI‘ ||:|

Basisprodukt

A

Passen Sie auf dem Rechner mit dem Agent fur Microsoft Exchange Server die
Datei PORTSCONFIG.CFG so an, dass folgende Eintrage enthalten sind:

ENABLE_CONFIGURABLE_PORTS=1

Dbagentsrpcserver 6071
exchangeagenttcpserverlevel 6074
casdscsvctcp 41523
casdscsvcudp 41524

Offnen Sie diese vier Ports sowie den zuséatzlichen Port 135 an der Firewall.
Port 139 oder Port 445 mussen gedffnet werden. Diese Ports sollten
eingehende Verbindungen fir den Agent-Rechner durchlassen.

Passen Sie die Datei PORTSCONFIG.CFG auf dem GUI-Rechner so an, dass
folgende Eintrdge enthalten sind:

ENABLE CONFIGURABLE PORTS=1
Dbagentsrpcserver 6071 ExchangeAgentRechnername

Fugen Sie auf dem Rechner, auf dem das Basisprodukt ausgefihrt wird,
folgende Eintrage in die Datei PORTSCONFIG.CFG ein:

ENABLE_CONFIGURABLE_PORTS=1

exchangeagenttcpserverlevel 6074 ExchangeAgentRechnername
casdscsvctcp 41523
casdscsvcudp 41524
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GUI verwaltet das Basisprodukt

In der folgenden Situation sind die GUI und der Rechner, auf dem das
Basisprodukt ausgefuhrt wird, durch eine Firewall getrennt.

Baszisprodukt

Firewsall

5L
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Passen Sie die Datei PORTSCONFIG.CFG auf dem Rechner, auf dem das
Basisprodukt ausgefuhrt wird, so an, dass folgende Eintrage enthalten sind:

ENABLE CONFIGURABLE PORTS=1

CASportmap 111
jobengine 6503
databaseengine 6504
tapeengine 6502
rtcports 6505
cadiscovd 9000
caservd 9001

caloggerd 9002
caauthd 9003
caqd 9004
camediad 9005
cadbd 9006
reconnection 9010-9050
casdscsvctcp 41523
casdscsvcudp 41524

Offnen Sie diese Ports an der Firewall. Diese Ports sollten eingehende
Verbindungen fur den Rechner, auf dem das Basisprodukt ausgefuhrt wird,
durchlassen.

Passen Sie die Datei PORTSCONFIG.CFG auf dem GUI-Rechner so an, dass
folgende Eintrage enthalten sind:

ENABLE_CONFIGURABLE_PORTS=1

CASportmap 111 BasisproduktRechnername
jobengine 6503 BasisproduktRechnername
databaseengine 6504 BasisproduktRechnername
tapeengine 6502 BasisproduktRechnername
rtcports 6505 BasisproduktRechnername
cadiscovd 9000 BasisproduktRechnername
caservd 9001 BasisproduktRechnername
caloggerd 9002 BasisproduktRechnername
caauthd 9003 BasisproduktRechnername
casdscsvctcp 41523

casdscsvcudp 41524
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Weitere Ressourcen - Angaben fur Firewall-Ports
In den folgenden Tabellen werden die CA ARCserve Backup-Dienste
aufgelistet, die Sie mit Hilfe der Port-Konfigurationsdatei konfigurieren

kénnen:

CA ARCserve Backup MSRPC-Dienste

herstellung

Anzeigename des Prozessname Schlussel Standard-Port Diensttyp

Dienstes

Agent-RPC-Server DBASVR.EXE dbagentsrpcserver System-Port MSRPC

Bandprozess TAPEENG.EXE tapeengine 6502 MSRPC

Jobprozess JOBENG.EXE jobengine 6503 MSRPC

Datenbankprozess DBENG.EXE databaseengine 6504 MSRPC

Nachrichtenprozess MSGENG.EXE rtcports System-Port MSRPC
CA ARCserve Backup TCP-Dienste

Anzeigename des Prozessname Schlussel Standard-Port Diensttyp

Dienstes

Sicherung auf DBASVR.EXE exchangeagenttcp 6074 TCP

Ebene des serverlevel

Exchange-Servers

Universal Agent UNIVAGENT.EXE fsbackupservice 6050 TCP

Discovery-Dienst CASDSCSVC.EXE casdscsvctcp 41523 TCP

NDMP NAS Option  TAPEENG.EXE, nastcpservice 10000 TCP

Agent UNIVAGENT.EXE

Verbindungswieder CARUNJOB.EXE reconnection Kein Port TCP
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CA ARCserve Backup ONCRPC-Dienste

Anzeigename des Prozessname Schlussel Standard-Port Diensttyp
Dienstes

RPC-Server CASPORTMAP.EXE CASportmap 111 ONCRPC
Dienst-Controller CASERVED.EXE caservd System-Port ONCRPC
Doméanenserver CADISCOVD.EXE cadiscovd System-Port ONCRPC
Doméanenserver CAAUTHD.EXE caauthd System-Port ONCRPC
Doméanenserver CALOGGERD.EXE caloggerd System-Port ONCRPC
caqd LQSERVER.EXE caqd System-Port ONCRPC
cadbd LDBSERVER.EXE cadbd System-Port ONCRPC
camediad MEDIASVR.EXE camediad System-Port ONCRPC

CA ARCserve Backup UDP-Dienste

Anzeigename des Prozessname Schlussel Standard-Port Diensttyp
Dienstes

Universal Agent UNIVAGENT.EXE fsbackupservice 6050 UDP
Discovery-Dienst CASDSCSVC.EXE casdscsvcudp 41524 UDP
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Beispiele fir Anderungen an der Port-Konfigurationsdatei

In diesem Abschnitt werden Beispiele fur die Bearbeitung der Datei
PORTSCONFIG.CFG beschrieben.

Dienste unter TCP (Transmission Control Protocol), UDP (User Datagram
Protocol) und ONCRPC (Open Network Computing Remote Procedure Call)
erfordern nur einen Port. Wenn Sie fur diese Dienste keine Port-Nummer
angeben, wird der hart kodierte Standard-Port verwendet. Wenn Sie einen
Port-Bereich angeben, wird nur der erste verfligbare Port im Bereich
verwendet. Die folgenden Beispiele zeigen, wie Sie einen TCP-Dienst
andern kénnen:

sqlagenttcpservice 8000 rechnername
fsbackupservice 7000 rechnername
exchangeagenttcpserverlevel 6000 rechnername

Die Rechner A und D sind CA ARCserve Backup-Server. Die Rechner B und
C sind Client Agent-Rechner. Wenn Sie den Port zur Kommunikation
zwischen Rechner A und B auf 7000 andern mochten, konnen Sie den Port
zur Kommunikation zwischen A und C standardmafig auf 6050 festlegen.
AuBerdem ist auf Rechner A ein Client-Agent fur den CA ARCserve Backup-
Server auf Rechner D installiert, und Sie sollten den Port zur
Kommunikation von D zu A auf 8000 &ndern.

Fugen Sie auf Rechner B, dem Client-Agent, die folgenden Zeilen in der
Datei PORTSCONFIG.CFG hinzu:

fsbackupservice 7000 RechnerB
fsbackupserviceudp 7000 RechnerB
Beachten Sie Folgendes:

— Sie konnen diese Anderung mit der Anwendung ADMIN.EXE
vornehmen, die vom Client-Agent installiert wird.

— Sie mussen den Universal Agent-Dienst neu starten.
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®  Die Rechner A und D sind CA ARCserve Backup-Server. Die Rechner B und
C sind Client Agent-Rechner. Wenn Rechner A Dateien auf Rechner B
durchsuchen und sichern soll, figen Sie folgende Zeilen in der Datei
PORTSCONFIG.CFG hinzu:

fsbackupservice 7000  RechnerB
fsbackupserviceudp 7000 RechnerB

Damit der Client-Agent auf Rechner A mit dem CA ARCserve Backup-
Rechner D kommunizieren kann, mussen Sie in der Datei
PORTSCONFIG.CFG auf Rechner A die folgenden Zeilen hinzufigen:

fsbackupservice 8000 RechnerA
fsbackupserviceudp 8000 RechnerA
Sie mussen den Universal Agent-Dienst auf Rechner A neu starten.

Hinweis: Sie kdnnen diese Logik auf den CA ARCserve Backup Agent fur
Microsoft SQL Server (sglagenttcpservice) und fur Sicherungen auf
Dokumentebene mit dem CA ARCserve Backup Agent fur Microsoft
Exchange (exchangeagenttcpserverlevel) fir TCP-basierte Dienste
(fsbackupservice, sglagenttcpservice, exchangeagenttcpserverlevel)
anwenden.

®  Bei CA ARCserve Backup MSRPC-Diensten tritt Folgendes ein:

MSRPC uberwacht die Protokolle "ncacn_ip_tcp"™ und "ncacn_np".
"ncacn_ip_tcp" verwendet standardmalig vom System zugewiesene Ports
und keine fest programmierten Ports. Der Hostname und die IP-Adresse
sind fur die RPC-Dienste nicht erforderlich.

So kann z. B. Folgendes eine Anderung fiur einen MSRPC-Dienst sein:
dbagentsrpcserver 9000

Diese Einstellung bedeutet, dass der CA ARCserve Backup Agent RPC-
Server versucht, Port 9000 zu verwenden.

dbagentsrpcserver 9000;9001

Diese Einstellung bedeutet, dass der CA ARCserve Backup Agent RPC-
Server versucht, mit Port 9000 zu kommunizieren. Ist dies nicht
erfolgreich, versucht er, Port 9001 zu verwenden. Gelingt dies ebenfalls
nicht, wird von CA ARCserve Backup eine Meldung in das Windows
Anwendungs-Aktivitatsprotokoll geschrieben.

dbagentsrpcserver 9000-9500

Diese Einstellung bedeutet, dass der CA ARCserve Backup Agent RPC-
Server versucht, mit Port 9000 zu kommunizieren. Gelingt dies nicht,
versucht CA ARCserve Backup Uber Port 9001 bis hin zu Port 9500 zu
kommunizieren.

Kann keiner der Ports in diesem Bereich verwendet werden, wird eine
Meldung in das Anwendungs-Aktivitatsprotokoll geschrieben.
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Konfigurationshinweise flr die Port-Konfigurationsdatei

Berucksichtigen Sie bei der Bearbeitung der Datei PORTSCONFIG.CFG die
folgenden Anwendungsbeispiele:

Hinweis: Die Datei PORTSCONFIG.CFG ist im folgenden Verzeichnis
gespeichert:

\Programme\CA\SharedComponents\ARCserve Backup

Wenn Sie den NAS-Port (Network Attached Storage) auf dem CA ARCserve
Backup-Server nach der Installation der CA ARCserve Backup NDMP NAS
Option andern méchten, miussen Sie auch die Port-Zuweisung des NAS-
Filers andern.

Die Logik zur Verbindungswiederherstellung wird implementiert, um
vorhandene Netzwerkprobleme zu vermeiden. Diese Probleme kénnen
andernfalls auftreten, wenn Sie Client Agent-Sicherungen Uber das
Netzwerk durchfihren. Wahrend der Sicherung kann die Verbindung
getrennt werden und die Sicherung fehlschlagen. In diesem Fall kbnnen
Sie den Schlissel "reconnection” und einen Port-Bereich angeben, der
wahrend der Sicherung verwendet wird. Verwenden Sie den Schlussel
"reconnection" auf der Seite des CA ARCserve Backup-Servers.

Wenn Sie die eTrust Firewall-Software von CA verwenden, sollten Sie
folgende Schritte durchfuhren:

— Wechseln Sie an der Eingabeaufforderung in folgendes Verzeichnis:
\Programme\CA\eTrust\Firewall\Engine

— Geben Sie den folgenden Befehl ein:
fwadmin -msrpc_chk states off

Zur Verwaltung von Remote-Computern Giberwachen die RPC-Dienste von
CA ARCserve Backup die Protokolle "ncacn_ip_tcp" und "ncacn_np". Wenn
Sie "ncacn_ip_tcp" verwenden, 6ffnen Sie die TCP-Ports (6502, 6503,
6504) ebenso wie die System-Ports 137 - 139 und 445, die vom Windows-
Betriebssystem fiur das Protokoll "ncacn_np" verwendet werden.

Hinweis: Wenn die eTrust-Firewall die RPC-Kommunikation blockiert,
reagiert CA ARCserve Backup moglicherweise nur noch langsam oder gar
nicht mehr.

Um den Port fur den Universal Agent zu andern, missen Sie den
Kommunikations-Port fir alle Agenten und Optionen andern, die diesen
Dienst auf demselben Rechner verwenden (z. B. den CA ARCserve Backup
Client Agent, den CA ARCserve Backup Agent flr Microsoft Exchange und
die CA ARCserve Backup NDMP NAS Option). Wenn Sie einen Rechner mit
dem Betriebssystem Windows NT, Windows 2000, Windows XP oder
Windows 2003 hinzufiigen, wird die Funktion zum Durchsuchen tber den
Universal Agent durchgefuhrt.
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Die Anderung der Ports fuir den CA ARCserve Backup Agent fur Microsoft
Exchange und den CA ARCserve Backup Agent fur Microsoft SQL Server ist
erforderlich, um TCP-Sicherungen fiur diese Agenten durchfiihren zu
koénnen. Mit dem RPC-Server kdnnen Sie alle Windows Datenbank-Agenten
von CA ARCserve Backup durchsuchen.

Wenn Sie eine Aktualisierung von einer alteren Version von CA ARCserve
Backup durchfuhren und die aktuelle Installation eine Konfigurationsdatei
namens CAPORTCONFIG.CFG fiur die Konfiguration von CA ARCserve
Backup Client-Agenten verwendet, werden beim Installationsprozess die
Einstellungen aus der Datei CAPORTCONFIG.CFG in die Datei
PORTSCONFIG.CFG migriert.

Bei alteren Installationen von CA ARCserve Backup liegen die
Informationen in der Datei CAPORTCONFIG.CFG in folgendem Format vor:

Rechnername IP Adresse tcpport udpport

Die oben beschriebenen Einstellungen der Datei CAPORTCONFIG.CFG
werden in folgendem Format in PORTSCONFIG.CFG migriert:

fsbackupservice tcpport rechnername IP Adresse
fsbackupserviceudp udpport rechnername IP Adresse
fsbackupserviceunix tcpport rechnername IP Adresse

Hinweis: Weitere Informationen zu bestimmten Anforderungen fur Ports von
Microsoft Windows-Systemdiensten finden Sie auf der Support-Website von
Microsoft.

Testen der Kommunikation uber eine Firewall

Windows-Plattformen stellen ein Dienstprogramm namens ping.exe Uber die
Eingabeaufforderung bereit, mit Hilfe dessen sich die Kommunikation von
Computern untereinander testen lasst.

Um sicherzustellen, dass die Kommunikation lhrer Systeme uber die Firewall
funktioniert, muss ping.exe mit Hilfe des betreffenden Computernamens (in

beide Richtungen) uUber die Firewall mit anderen Computern kommunizieren

kénnen.

So testen Sie die Kommunikation Uber eine Firewall

1.
2.

Rufen Sie die Windows-Eingabeaufforderung auf.

Geben Sie anstelle der Zeichenfolge MACHINE in der Eingabeaufforderung
den tatséchlichen Namen des betreffenden Computers ein:

ping.exe MACHINE
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Anhang A: Empfehlungen zum
Installieren und Aktualisieren von CA

ARCserve Backup

Ziel dieses Anhangs ist es, IThnen Empfehlungen fiur die Installation von CA
ARCserve Backup und fur die Aktualisierung einer friheren Version von CA

ARCserve Backup zu geben.

Dieses Kapitel enthalt folgende Themen:

Empfehlungen zur Installation von CA ARCserve Backup (auf Seite 197)
Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer
friheren Version (auf Seite 261)

Allgemeine Empfehlungen (auf Seite 342)

Verwenden von CA ARCserve Backup zur Verwaltung téglicher Aktivitaten

(auf Seite 348)

Empfehlungen zur Installation von CA ARCserve Backup

Beachten Sie bei der Installation von CA ARCserve Backup die folgenden
Empfehlungen.

Weitere Informationen:

Unterstutzte Plattformen (auf Seite 41)

Unterstutzte Gerate (auf Seite 42)

Installationstypen fiir CA ARCserve Backup-Server (auf Seite 45)
Datenbankanforderungen (auf Seite 48)

Aufgaben nach der Installation (auf Seite 88)
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AbschlieRen der vorbere
Backup

itenden Aufgaben fur die Installation von CA ARCserve

Schlieen Sie vor der Installation von CA ARCserve Backup die folgenden
vorbereitenden Aufgaben ab:

Lizenzie

Stel

rung

len Sie sicher, dass Sie Uber die zur Installation von CA ARCserve

Backup nétigen Lizenzen verfugen.

Systemvoraussetzungen

Ind

er Readme finden Sie eine Beschreibung der Systemvoraussetzungen

far die Computer, auf denen Sie CA ARCserve Backup installieren.

CA ARCserve Backup-Datenbank

Bestimmen Sie die Anwendung, die Sie fur die CA ARCserve Backup-
Datenbank verwenden mochten. Berucksichtigen Sie die folgenden
architektonischen Kriterien:

Microsoft SQL Server 2005 Express Edition wird als
Datenbankanwendung empfohlen.

Besteht lhre neue ARCserve-Umgebung aus einer ARCserve-Domane
mit einem Priméarserver und mehr als zehn Mitgliedsservern, sollten
Sie Microsoft SQL Server als Host fur die ARCserve-Datenbank
verwenden.

Microsoft SQL Server 2005 Express Edition wird von Windows 1A-64
(Intel Itanium) 64-Bit-Betriebssystemen nicht unterstutzt.

Microsoft SQL Server 2005 Express Edition unterstutzt keine Remote-
Kommunikation. Wenn lhre aktuelle Topologie aus einer Remote-
Datenbankkonfiguration besteht oder Sie auf eine
Datenbankanwendung zugreifen mdchten, die auf einem anderen
System (Remote-System) installiert ist, missen Sie Microsoft SQL
Server als CA ARCserve Backup-Datenbank angeben.

Hinweis: Weitere Informationen finden Sie unter
Datenbankvoraussetzungen (auf Seite 48).
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CA ARCserve Backup-Servertyp

Bestimmen Sie den Typ des erforderlichen CA ARCserve Backup-Servers.
Der Installationsassistent erkennt und analysiert Ihre aktuelle
Konfiguration. Der Installationsassistent bestimmt dann sowohl den Typ
des CA ARCserve Backup-Servers, auf den Sie aktualisieren sollten, als
auch die Agenten und Optionen, die Sie installieren missen. Besteht lhre
Topologie aus einem einzelnen ARCserve-Server, sollten Sie einen
Standalone-Server installieren.

Wenn Sie lhrer Umgebung zuktunftig CA ARCserve Backup-Server
hinzufigen mochten, kdnnen Sie eine der folgenden ARCserve-
Serverinstallationen angeben:

m  Standalone-Server: Bei einer Standalone-Serverinstallation mussen
Sie kunftig unabhangige Standalone-Server verwenden.

m  Primarserver: Mit einer Primérserverinstallation und
Microsoft SQL Server 2005 Express Edition kénnen Sie bis zu zehn
Mitgliedsserver zentral steuern. Wenn Sie mehr als zehn
Mitgliedsserver bendtigen, sollten Sie Microsoft SQL Server als Host fur
die ARCserve-Datenbank verwenden. Zusatzlich kdnnen Sie Uber einen
Priméarserver mehrere CA ARCserve Backup-Server zentral verwalten.

Um die Funktionen zur zentralen Verwaltung zu aktivieren, missen Sie
die ARCserve-Priméarserveroption angeben und die Central
Management Option installieren.

Hinweis: Nédhere Informationen zu den unterschiedlichen Typen von
ARCserve-Serverinstallationen finden Sie unter Installationstypen fur CA
ARCserve Backup-Server (auf Seite 45).

Verbundene Gerate

Stellen Sie vor Beginn der Installation sicher, dass alle Gerate, z. B.
Bibliotheken, mit dem ARCserve-Server verbunden sind. Nach Abschluss
der Installation erkennt und konfiguriert CA ARCserve Backup beim ersten
Start des Bandprozesses verbundene Gerate automatisch. Eine manuelle
Konfiguration ist nicht erforderlich.
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Installieren von CA ARCserve Backup in einer Einzelserverumgebung

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup in einer Einzelserverumgebung.

Empfohlene Konfiguration - Standalone-Server

Wenn zum Schutz Ihrer Umgebung ein einzelner Sicherungsserver erforderlich
ist, empfiehlt es sich, CA ARCserve Backup mit Hilfe der Standalone-
Serverinstallation zu installieren.

Bei einer Standalone-Serverinstallation kdnnen Sie lokal ausgefuhrte Jobs zum
und vom Sicherungsserver ausfuhren, verwalten und Uberwachen.

Wenn Sie spéater zusatzliche Sicherungsserver zum Schutz lhrer Umgebung
bendétigen, kédnnen Sie die Option "Primérserver" installieren und anschlieend
Ilhrer ARCserve-Domane Mitgliedsserver hinzufigen. Wenn Sie die Option
"Primarserver" installieren, missen Sie auch die Option "Central Management"
installieren.

Das folgende Diagramm zeigt die Topologie eines CA ARCserve Backup-
Standalone-Servers oder eines CA ARCserve Backup-Priméarservers.

ARCserve-Server

A

ARCserve-Datenbankinstanz
SQLSAL Express
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Komponenten, die Sie installieren missen
Um diese Konfiguration in Threr Umgebung anzuwenden, missen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:
CA ARCserve Backup-Standalone-Server

Ermdglicht die Installation von CA ARCserve Backup auf einem
Standalone-Sicherungsserver.

E_EA ARCserve Backup EI

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp. m

Diese Option inztalliert einen

') |
shiletrectizaae lohsalel ARCserve-Standalone-Server. Mit

% ARCserve-Standalone-Sarver Hilfe gines ARCserve-Standalone-
s Servers konhen Sie lokale Jobs
" ARCserve-Primarserver ausfiihren, wenwalten und
uberwachen.

" AR Cserve-Mitgliedsserver

Benutzerdefiniert [Agenten, Server
und Optionen)

FFN

Zuriick I Wweiter: I Ahbrechen

CA ARCserve Backup Agent fur Microsoft SQL Server
Erméglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fir die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

%2 ca ARCserve Backup =]

Produkte wihlen
‘whahlen Sie die Produkte, die installiert/aktualisiert werden sollen. m
Produkte: Beschreibung:
L g Diizk to Dizk to Tape Option ;I e -
Storag§ .Alea Mebwork O ptior Deer gent wird auf dem
- B & Bgent fuir i ware Metzwerk-Client-Fechner

o= | Enterprize-todul installiert, um CA ARCserve
- Dizaster Recovery Option B atCkutP'thI Folgendem zu
. unterstiitzen;
-d a ND_MP NAS Dpt'o_n ) - dhrufen und Senden von
a Unicenter Integration Option Daten
hitgl - Ermiglichen einer schnellen
- D ateniibertragung
- Bereitstellen von
o Agent P Metzwerksicherheit
o égent fEl .D.|.:en FI|.ES_ f_u_r “vl\-"lndDWS - - Jobiibenwachung
| » - Durcheuchen von ;I

Fiir dieses Produkt sind 24200KE auf der Festplatte erforderlich. Info zur Festplatte |
Installationspfad:  |C:\Programme’CétaR Ceerve Backup Client Agent for Ordner andern |

<Zunick I wieiters I ﬁbblechenl

So installieren Sie einen Standalone- oder Primarserver

FUhren Sie zur Installation von CA ARCserve Backup in einer
Einzelserverumgebung die folgenden Aufgaben durch:

1.

2.

Installieren Sie die Installationsoption fir den CA ARCserve Backup-
Standalone-Server auf dem Zielsystem.

Uberprifen Sie die Installation.

So Uberprufen Sie eine Standalone-Serverinstallation

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.
2.

Offnen Sie die CA ARCserve Backup-Managerkonsole.
Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.
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Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle Gerate erkennt, die mit
dem Server verbunden sind.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Standalone-Server mit angeschlossenen Bibliotheken. Die Bibliotheken
sind nicht freigegeben.

= @:i Server

=G| TEST-27704ADES0

S8 R4 SIMLIERARY
59 CA STM-CHANGERDRIY
&P CA SIM-CHANGERDRIY
&P CA SIM-CHANGERDRIY
&P CA SIM-CHANGERDRIY

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.

(Optional) Fuhren Sie mit Hilfe der Geratekonfiguration die erforderlichen
Konfigurationen durch. Konfigurieren Sie zum Beispiel ein
Dateisystemgeréat.
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5. Ubergeben Sie einen einfachen Sicherungsjob.

Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Das folgende Diagramm zeigt einen erfolgreichen Sicherungsjob:

> [e— Job Band DE IS “? 1 -
= D Y @@ [ &) @ LS, b = Z
2 Hinzufugen findetn JeuplanEn Stoppen Lochen Mkuslisieren ke Driscken Fratakel]
a r m
= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell
& ) i LILXTA { LILNIA )
H o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
= EJ TEST-28F4FFIE Elpat job  LIUKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILKIA 2 Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniert]  LIUKIA 3 15 b 101 Abgeschlossen Sichern
CA ARCserve Backup: Sichern - PGRPO - 15 3]
Sicherungsserver [LILXIA]
\organg Sichem erfolgreich
1 Sitzunglen]
1 Verzeichris(se] 1 Dateilen] (121 KB] auf Datenlrager gesichert
192 KB auf Datentrager geschrieben
Vergangene Zeit: 1s
Dunchschritl Durchsatz: 11,25 MB/min
< >
Jol |
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jobeigentimer caroot
Eigentimerkennwort bt gl g
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachner
Ci\ProgrammeLotustDomine! dats\certion. ntf
Ziel B
Standardserver: LILXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Das folgende Diagramm zeigt einen erfolgreichen Wiederherstellungsjob:

- [5]x]

s o ee MHE 5 @ g 7 = 7

2 Hinzufiigen e let play Stoppen wchen Akusisiersn Fiter Pra

E = G CA ARCserve Backup-Doméne | Jobwarteschlangs | Jobiibersicht | Aktivitatsprotakoll|

i = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes
@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

2 B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)

2 Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

3

Host-Rechner LIURIA

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben haben.
Offnen Sie den Jobstatus-Manager.

Vergewissern Sie sich, dass die Registerkarte "Jobwarteschlange" und das
Aktivitatsprotokoll Informationen zu den Jobs anzeigen.
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Installieren eines Priméarservers mit Mitgliedsservern

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup mit einem Primérserver und einem oder mehreren
Mitgliedsservern.

Empfohlene Konfiguration

Wenn Sie zum Schutz lhrer Umgebung mehrere Sicherungsserver bendétigen,
die sich in derselben Doméane befinden, empfiehlt es sich, CA ARCserve Backup
mit Hilfe der Installationsoptionen "Primarserver” und "Mitgliedsserver" zu
installieren. Bei dieser Konfiguration kdnnen Sie eine zentrale
Verwaltungsumgebung erstellen.

Ein Primérserver steuert sich selbst und einen oder mehrere Mitgliedsserver.
Mit Hilfe eines Primarservers kdnnen Sie Sicherungsjobs,
Wiederherstellungsjobs und andere Jobs verwalten und tUberwachen, die auf
Priméar- und Mitgliedsservern ausgefuhrt werden. Mit Hilfe der Primé&r- und
Mitgliedsserver kénnen Sie mehrere ARCserve-Server in lhrer Umgebung tber
einen einzelnen Punkt verwalten. AnschlieBend kdnnen Sie Uber die Manager-
Konsole den Primérserver verwalten.

Um diese Konfiguration in IThrer Umgebung zu verwenden, kénnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht Ihre Umgebung jedoch aus einem
Primarserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstitzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Priméarserver. Um ein Remote-System als Host fur
die ARCserve-Datenbank zu verwenden, mussen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm zeigt die Topologie einer zentralisierten
Verwaltungsumgebung. Die Umgebung besteht aus einem Priméarserver und
einem oder mehreren Mitgliedsservern. Microsoft SQL Server 2005 Express
Edition dient fur die ARCserve-Datenbank als Host und die Datenbank befindet
sich auf dem Primarserver.

ARCserve-Doméne

Mitgliedsserver Mitgliedsserver

Primarer Server Mitgliedsserver

ARCserve-Datenbank
Microsoft SQL Server 2005 Express Edition- oder
Microsoft SQL Server-instanz
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CA ARCserve Backup

Komponenten, die Sie installieren missen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem

Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp.

X

" AR Cserve-Manager [Konsole]
™ ARCserve-Standalone-Server
¥ ARCserve-Frimarserver

' ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)

—

1k

Dieze Option installiert einen
ARCserve-Primarzerver,
ARCserve-Primdrserver
fungieren als Masterserver, der
zich selbzt und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen
Sie Sicherungen,
Wiederherstellungen und andere
Jobz, die auf Primar- und
Mitgliedzzervern ausgefiihit
werden, steusrn und
uberwachen. Durch Primar- und
Mitgledszzerver werfiigen Sie
Liber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die

AR Cserve-Manager-fonzale zur

-

=

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Eeschreibung:
RS g Diizk ta Disk ta Tape Optich ;I P -~
o Slorageﬂ.-’-‘«rea Metwark Optiat Deer Agent wird auf dem
o cﬁ Agenk i wane Hetzwerk-Client-Rechner
o Enterprize-todul installiert, um Ca ARCserve
| Dizaster Recavery Option Backup bei Folgendem 2u

; unterstiitzen:

o ‘% ND_MP NAS Dptlo.n . - Aabrufen und Senden von
o :ﬁ Urnicenter Integration Option Daten

Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

Aagent flir Microzaft DPM
-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung

14| - Durchzuchen won LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich. |nfi zur Eestplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup-Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

E_EA ARCserve Backup il

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp.

! Dieze Option installiert einen
€' ARCserve-Manager (Konsols) ARCzerve-Mitgliedzzerver.
" ARCserve-Standalone-Server ARCzerve-Migliedsserver fungieren
- als Arbeitsserver flr 4R Cserve-
" ARCserve-Primarserver Primarzerver. Mitgliedszerser

verarbeiten die Jobs wom
ARCzerve-Primdrgerver, Durch
Primar- und Mitgliedsserver verfiigen
Sie Uber einen zentralen
Wenmaltungzpunkt fur mehrers

T ARCzerve-Server in [hrer

ﬁ.% Umgebuna. Sie kinnen die
- e ARCserve-Manager-tonzole zur

— Wenmaltung des Primarzerers und

ﬁ. E ai zeiner Mitglieder venwenden.

<Zuriick I Wweiters I Ahbrechen

* ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)
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So installieren Sie einen Primérserver mit Mitgliedsservern
Gehen Sie wie folgt vor, um einen Primérserver mit Mitgliedsservern zu
installieren:

1. Installieren Sie den CA ARCserve Backup-Primarserver auf dem System,
das als Priméarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen.

Besteht Ihre ARCserve-Umgebung aus mehr als zehn Mitgliedsservern,
sollten Sie Microsoft SQL Server als Host fuir die CA ARCserve Backup-
Datenbankinstanz verwenden.

2. Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.

3. Uberpriifen Sie die Installation.
So Uberprufen Sie die Installation des Primarservers mit Mitgliedsservern
Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-

Installation ordnungsgeman funktioniert:

1. Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

2. Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Primarserver und aller Mitgliedserver Ihrer ARCserve-Doméane anzeigt.

3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.
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4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primérserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek B |
(Nicht freigegeben) Fila -

< F5D2
< FSD3
o F5D4
=) CASTMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
Bibliothek &P CA SIM-CHANGERDRTY

SP CA SIM-CHANGERDRIY
=I- G CA-DEU

Frei
( elgegeben) & A SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a g 4 SIM-CHANGERDRTY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.

5. (Optional) Offnen Sie den Geratemanager und konfigurieren Sie ein
Dateisystemgeréat.
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Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

B TEST-2AF4FFIE: Epat job  LILKIA 1 1» EERET
Elpatenbankschutzioh LILKIA 2 M AuscEsETZT
] sichern [Benutzerdefiniert]  LIUKIA 3 15

28.11.2007 12:00
28,11,2007 11:00
Abgeschlossen

—— Job Band DB s T
LIUKIA Y @@ ' LS, e
Hinzufiigen findern leuplanen  Stoppen Loschen  Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
2 &l LIUXIA { LIUKIA )
o wn Iobname = Sicherungsserver  Jobrr, | JobeID Status Ausfihrungsasit Jobtyn Letztes

DE bereinigen
Sichern (Rotation)
Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den

Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.
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7. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
2 Hinzufugen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) g LILXIA { LIUKIA )
2 & Lun Jobname = Sicherungsserver | Jobnr, | Job-ID Status Ausfithrungszeit Jobtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DE bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 & FErTIG <Jekzt ausfibren>  Sichern @ abod
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen Sichern
ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AF4FF1E29)
“organg Sichem erfolgreich
1 Sitzunglen]
1 Verzeichris(se] D Datei(en] (1 KB) auf Datentréger gesichert.
E4 KB auf Datentréger geschrichen.
Wegangene Zei: 03
Durchschritd, Durchsatz: 3,75 MB/min
< >
[ ok ]
Job A
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\Programme!LotustDamino'datsl certlog, ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

CA ARCserve Backup - [lobstatus:1] - =]

o — Job PBand DB A o i i 1

= IED Y % o i T @ & e S .

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

£ [ = &P chARCserve BackupDoméne [ Jobwarleschlange | Jobiibersicht | Aktivicalsprolokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

?:’ Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)

: ] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W L J
Haost-Rechner TEST-ZAF4FF1E29
Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragemame | 07.42.07 02:39
Hummer \ d &
Standardserver: LILXIA 23:59

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Installieren eines Priméarservers mit Mitgliedsservern und Geraten

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup mit einem Primérserver, einem oder mehreren
Mitgliedsservern und Geraten, die mit dem Primérserver, den Mitgliedsservern
oder beiden verbunden sind.

Empfohlene Konfiguration

Wenn Sie zum Schutz lhrer Umgebung mehrere Sicherungsserver bendétigen,
die sich in derselben Domane befinden, und Gerate, wie z. B. Bibliotheken,
empfiehlt es sich, CA ARCserve Backup mit Hilfe der Installationsoptionen
"Primarserver"” und "Mitgliedsserver"” zu installieren. Bei dieser Konfiguration
kénnen Sie eine zentrale Verwaltungsumgebung erstellen.

Ein Primérserver steuert sich selbst und einen oder mehrere Mitgliedsserver.
Mit Hilfe eines Primarservers kdnnen Sie Sicherungsjobs,
Wiederherstellungsjobs und andere Jobs verwalten und tUberwachen, die auf
Priméar- und Mitgliedsservern ausgefuhrt werden. Mit Hilfe der Primé&r- und
Mitgliedsserver kénnen Sie mehrere ARCserve-Server in lhrer Umgebung tber
einen einzelnen Punkt verwalten. AnschlieBend kdnnen Sie Uber die Manager-
Konsole den Primérserver verwalten.

Um diese Konfiguration in IThrer Umgebung zu verwenden, kénnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht Ihre Umgebung jedoch aus einem
Primarserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstitzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Priméarserver. Um ein Remote-System als Host fur
die ARCserve-Datenbank zu verwenden, mussen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm zeigt die Topologie einer zentralisierten
Verwaltungsumgebung mit verbundenen Geréaten. Die Umgebung besteht aus
einem Primarserver und einem oder mehreren Mitgliedsservern. Microsoft SQL
Server 2005 Express Edition dient fiir die ARCserve-Datenbank als Host und
die Datenbank befindet sich auf dem Primarserver.

ARCserve-Domaéane

Mitgliedsserver Mitgliedsserver

Primarer Server Mitgliedsserver

ARCserve-Datenbank
Microsoft SGL Server 2005 Express Edition- oder
Microsoft SQL Server-Instanz
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Komponenten, die Sie installieren missen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:
CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup il

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp. -

|»

Dieze Option installiert einen

" AR Cserve-Manager [Konsole] ARCasmve Primsrsame:

" ARCserve-Standalone-Server ARCserve-Primdrserver
- fungieren alz Masterserver, der
% ARCserve-Primarserver sich selbst und Mitgliedsserver

steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen
Sie Sicherungen,
Wiederherstellungen und andere
Jobz, die auf Primar- und
@ Mitgliedszervern ausgefiihit

I'F['-ih werden, steusmn und

| e — ‘““@ Lberwachen. Durch Primar- und

Mitgledszzerver werfiigen Sie
Liber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer -
Umgebung. Sie konnen die
AR Cserve-Manager-fonzale zur :I

' ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)

<Zuriick I Wweiters I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

ﬁ Basis

)| :ﬁ Central M anagement Option

- :ﬁ Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| ﬁ Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

x|

Produkte: Beschreibung:
: o g Diizk ta Disk ta Tape Optich ;I P -~
o Slorageﬂ.-’-‘«rea Metwark Optiat Deer Agent wird auf dem
o tﬁ Agenk i wane Hetzwerk-Client-Rechner
o Enterprize-todul installiert, um Ca ARCserve
O & Disaster Recovery Option Bafkl"tp.tbe' Folgendern 2u
. unterstiitzen:
o ‘% ND_MP NS Dptlo.n . - Abrufen und Senden won
o :ﬁ Urnicenter Integration Option Daten
Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung
- - Bereitstellen von
Agent fu M|crosqfl D'.:'.M . Metzwerksicherheit
-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung
o ' o T | » - Durchsuchen von LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Infa zur Festplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Tape Library Option

Ermoéglicht die Sicherung, Wiederherstellung und Datentragerverwaltung
mit Hilfe von Bandwechslern, Bibliotheken mit mehreren Bandlaufwerken
und mehreren optischen Laufwerken und RAID-Bandbibliotheken.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

X

Fir diese Funkhion sind 3072KE auf der Festplatte erforderlich.

Produkte: Beschreibung:
o @& Primarserver B R -
""" u ﬁ Basis . Installiert die Tape Library
----- || :ﬁ Central Management Option (Optian. Dieze Option
----- o Tape Library O ption: unterstiitzt Sibliotheken und
..... o Diisk to Disk ta Tape Option “Wachzler mit mehraren
----- a Storage Area Network Option Bandlautuerken baw. -
9 - P optizchen Laubwerken. Gerate
""" o ‘% Agent fiiridware dieges Typs verwenden
----- o Enterprize-tModul D atentrége_rtrans_portsysteme,
..... o Disaster Recavery Option durgh d[l)e eine Slcherunhg
----- 1 £33 NDMP NAS Option griofter Datenmengen ohne
. ) i manuellen Eingriff miglich ist.
_E ﬁ Flnl.center Integration Ophion | Mit disser Option wird
LI | » aulberdem |nterstitzung fuir LI

Infa zur Festplatte |

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Mitgliedsserver

Ermoéglicht es Servern in einer ARCserve-Doméne, Anweisungen zu Jobs
und Geréaten von einem Priméarserver zu erhalten.

%2 ca ARCserve Backup =]

Installations-fUpgrade-Typ wahlen
“w'ahlen Sie den gewiinzchten ARCzerve-nstallationstyp. m

Diege Option ingtalliert einen

" ARCserve-Manager [Konsole] ARCzerve-Mitgliedsserver

' AR Cserve-Standalone-Server ARCserve-Mitgliedszerver fungieren
e als &rbeitsserver flr AR Cserve-

" ARCserve-Primarserver Prim&rserver. Mitgiedssarer
L verarbeiten die Jobs wom

& ARCserve-Mitglisdsserver ARCserve-Primarserver. Durch

Primar- und Mitgliedzzerver verfligen
Sie iber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-banager-konzole zur
Wensaltung des Primarserers und
zeiner Mitglieder venwenden.

I Benutzerdefiniert [4genten, Server
und Dptionen)

_—_— e

<Zunick I wieiters I Abbrechen

So installieren Sie einen Primarserver mit Mitgliedsservern und Geraten

Gehen Sie wie folgt vor, um einen Primérserver mit Mitgliedsservern und
Geréaten zu installieren:

1.

Installieren Sie den CA ARCserve Backup-Priméarserver auf dem System,
das als Primarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
far die CA ARCserve Backup-Datenbank festlegen.

Besteht lhre ARCserve-Umgebung aus mehr als 10 Mitgliedsservern,
sollten Sie Microsoft SQL Server als Host fiir die CA ARCserve Backup-
Datenbankinstanz verwenden.

Installieren Sie die Optionen, die zur Unterstlitzung der mit dem
Primarserver verbundenen Gerate erforderlich sind. Zum Beispiel die Tape
Library Option oder die NDMP NAS Option.

Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.
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4. Installieren Sie die Optionen, die zur Unterstutzung der mit dem
Mitgliedsserver verbundenen Geréate erforderlich sind. Zum Beispiel die
Tape Library Option oder die NDMP NAS Option.

5. Uberpriifen Sie die Installation.
So Uberprifen Sie die Installation eines Primarservers mit Mitgliedsservern und Geraten
Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-

Installation ordnungsgeman funktioniert:

1. Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Priméarserver.

2. Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Priméarserver und aller Mitgliedserver lhrer ARCserve-Doméane anzeigt.

3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Gerate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Primarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job Band DB

[BeBRIZDEU =] @ 06
Bibliothek B |
(Nicht freigegeben) -

<9 FsD2
< F3D3
o FsD4
=-E cASTMUIBRARY
SP CA SIM-CHANGERDRITY
SP CA SIM-CHANGERDRTY
th P CA SIM-CHANGERCRITY
BIIb|IOthek $P CA SIM-CHANGERDRIY
(Freigegeben) =B CA-DEU
\ $P CA SIM-CHANGERDRIV
H %P CA STM-CHANGERCRIY
a § A SIM-CHANGERDRIY

5P CA STM-CHANGERDRIV
& casramrary
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Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Gerate
erkennt:

m  Stellen Sie sicher, dass das Geréat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Gerétetreiber installiert
sind.

»  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Gerate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.

5. Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.
Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

T (CA ARCse: Jobstatus:1]_ - [5]x]

> [e— Job Band DE ] IS “:" 1 -
= D Y @@ i T @ S i = | 7
2 Hinzufugen JeuplanEn Stoppen Lochen Mkuslisieren ke Frataksl
a r m
= [ = &P ch arTserve Barkup-Domane [ 0 | Jobibersicht | Aktivi ol
& ) i LILXTA { LILNIA )
H o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
?“:, Elpatenbankschutzioh LILKIA 2 Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 Abgeschlossen Sichern

CA ARCserve Backup: Sichern - PGRPO - 15 &|

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

L >

o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle

TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50
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Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

m  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

x
pod Job Band DE 2 IS % i -
= D Y & @@ & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = G cA ArCserve Backup-Doméne [ 1o e | Jobiibersicht | Akivi ol
& LILKIA { LIUKIA
H o & L1u>(<m J Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Elpat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 & FErTIG <letzt ausfihven>  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jebeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
Ci\Programme!LotustDamino'datsl certlog, ntf
Ziel =

Standardserver: LIUXIA 2354
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Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

m  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

> [e—— Job  Band DB 2 - T IS B i -

- IER ' @ @® [i55] @ & i 4 = 7

z. Hinzufiigen Andetn leu plar Stoppen Gachen Alkualisieren Filker Drucken Pratafall

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

s = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3

Sicherungsserver [LILKIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden

1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

~
Jobzusammenfassung 3

wiederherstellen von Datentriger U

Host-Rechner LIURIA

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56
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Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

m  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

CA ARCserve Backup - [lobstatus:1] - =]
o — Job PBand DB A o i i 1
= IED Y % o i T @ & e S .
= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken
a z r
=L [ = & chARCserve BackupDoméne [ ol 08 | Jobiibersicht | Akiivi all|
7 LILIIA { LIUKIA
_5 S @uufcm ? Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
?:’ Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
: ] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod
Elsichern [Benutzerdefiniert]  TEST-24F4FFIEZD & 17 W FerTIc <letet ausfifven>  Sichern @ pbod
Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

I

Jobde

W i o
Host-Rachner TEST-ZAF4FF1E2D

Jabeigentimer carant

Eigentimerkennnort AR AR A

Dominenname LILRIA

Quelle

Benitigte Datentréger

Datentragemame | 07.42.07 02:39
Hummer \ d &
Standardserver: LILXIA 23:59
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Tritt bei dem Job ein Fehler auf, fuhren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitdtsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Installieren eines Priméarservers mit Mitgliedsservern und freigegebenen Geraten
in einem SAN

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup mit einem Priméarserver, einem oder mehreren
Mitgliedsservern und Geraten, die in lhrem Storage Area Network (SAN)
gemeinsam genutzt werden.

Empfohlene Konfiguration

Wenn Sie zum Schutz lhrer Umgebung mehrere Sicherungsserver benétigen,
die sich in derselben Doméne befinden, und Geréte, wie z. B. Bibliotheken, die
in lhrem SAN gemeinsam genutzt werden, empfiehlt es sich, CA ARCserve
Backup mit Hilfe der Installationsoptionen "Priméarserver" und "Mitgliedsserver"
zu installieren. Bei dieser Konfiguration kdnnen Sie eine zentrale
Verwaltungsumgebung erstellen.

Ein Primarserver steuert sich selbst und einen oder mehrere Mitgliedsserver.
Mit Hilfe eines Primarservers kdnnen Sie Sicherungsjobs,
Wiederherstellungsjobs und andere Jobs verwalten und tUberwachen, die auf
Primar- und Mitgliedsservern ausgefuhrt werden. Mit Hilfe der Primér- und
Mitgliedsserver kénnen Sie mehrere ARCserve-Server in lhrer Umgebung tber
einen einzelnen Punkt verwalten. AnschlieBend kdnnen Sie Uber die Manager-
Konsole den Primarserver verwalten.
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Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht lhre Umgebung jedoch aus einem
Primérserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.

Das folgende Diagramm zeigt die Topologie einer zentralisierten
Verwaltungsumgebung in einem Storage Area Network mit gemeinsam
genutzten Geraten. Die Umgebung besteht aus einem Priméarserver und einem
oder mehreren Mitgliedsservern. Microsoft SQL Server 2005 Express Edition
dient fur die ARCserve-Datenbank als Host und die Datenbank befindet sich
auf dem Primarserver.

é ARCserve-Domane N
Datenbankkom-
a | munikation -
liors - .
-'\.!:'r:'r-!'-fc:r';c:' Zum T — Primérer Server
Hoslen der ARCeerve ——
Datentank ———— —_—————
SAM
ARCserve-Datenbank
Lokale Installation
|
!
X 5
Mitgliedéserver Bandbibliothek Muglied'ss,emgr
|
| !
1) /!
SN _ - - _._Sv'l.N
Mitgliedsserver
. A
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Komponenten, die Sie installieren missen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem

Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp.

X

" AR Cserve-Manager [Konsole]
™ ARCserve-Standalone-Server
¥ ARCserve-Frimarserver

' ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)

—

1k

Dieze Option installiert einen
ARCserve-Primarzerver,
ARCserve-Primdrserver
fungieren als Masterserver, der
zich selbzt und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen
Sie Sicherungen,
Wiederherstellungen und andere
Jobz, die auf Primar- und
Mitgliedzzervern ausgefiihit
werden, steusrn und
uberwachen. Durch Primar- und
Mitgledszzerver werfiigen Sie
Liber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die

AR Cserve-Manager-fonzale zur

-

=

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

x|

Produkte: Beschreibung:
: o g Diizk ta Disk ta Tape Optich ;I P -~
o Slorageﬂ.-’-‘«rea Metwark Optiat Deer Agent wird auf dem
o tﬁ Agenk i wane Hetzwerk-Client-Rechner
o Enterprize-todul installiert, um Ca ARCserve
O & Disaster Recovery Option Bafkl"tp.tbe' Folgendern 2u
. unterstiitzen:
o ‘% ND_MP NS Dptlo.n . - Abrufen und Senden won
o :ﬁ Urnicenter Integration Option Daten
Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung
- - Bereitstellen von
Agent fu M|crosqfl D'.:'.M . Metzwerksicherheit
-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung
o ' o T | » - Durchsuchen von LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Infa zur Festplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Tape Library Option

Ermoéglicht die Sicherung, Wiederherstellung und Datentragerverwaltung
mit Hilfe von Bandwechslern, Bibliotheken mit mehreren Bandlaufwerken
und mehreren optischen Laufwerken und RAID-Bandbibliotheken.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

X

Produkte:

Beschreibung:

Kl

2l

=8| @ Prirnrserver

----- )] :ﬁ Basis

----- || :ﬁ Central Management Option

Tape Library Option
..... n
..... ﬂ

Dizk to Disk to Tape Option
Storage Area Metwark Option
----- o :ﬁ Agent flir Yiware
----- o g Enterprise-todul
..... n

Dizaster Recovery Option

----- 01 55 NOMP NAS Option

----- a :ﬁ Unicenter Integration Option
o [

|;I

Fir diese Funkhion sind 3072KE auf der Festplatte erforderlich.

Installiert die Tape Library
Option. Dieze Option
unterstiitzt Bibliotheken und
Wechsler mit mehraren
Bandlaufwerken baw.
optizchen Laubwerken. Gerate
dieges Typs venwenden

[ atentragertransportsysteme,
durch die eine Sicherung
grofber Diatenmengen ohne
manuellen Eingriff mdglich ist.
it diezer Option wird
aufberdem Unterstiitzung fuir

[ |

Infa zur Festplatte |

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Storage Area Network (SAN) Option

Ermoéglicht die Freigabe einer oder mehrerer Datentragerbibliotheken in
einem Hochgeschwindigkeits-Speichernetzwerk mit einem oder mehreren
ARCserve-Servern.

Hinweis: Die Central Management Option ist eine erforderliche
Komponente fur die Storage Area Network (SAN)-Option.

x
Produkte wahlen
Wahlen Sie die Produkte, die installient? sktuslisiert werden sollen. .’
Produkte: Beschreibung:
S @& Primérserver A

""" 5 Basis } Mit der Storage Area Network

----- )| a Central Management Option Option [SAN] kinnen

----- )] a Tape Library Option verschiedene CA ARCzerve

Backup-Server eine ader mehrere

Datentragerbibliotheken auf einem

Hochgeschwindighkeits-

A Speichermetzwerk gemeinzam

----- o Enterprize-todul nutzen.

Dizaster Recovery Option

----- 155 NDMP NAS Option

----- a a Unicenter Integration Optioh
—~— .

.| | »
Fir diese Funkhion sind 20488 auf der Festplatte erforderlich. Infa zur Eestplatte |
Installationspfad:  |C:A\ProgrammetCasaR Ceerve Backuph Ordrer anderm |

<Zuriick I Weiters I Abbrechenl
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CA ARCserve Backup Mitgliedsserver

Ermoéglicht es Servern in einer ARCserve-Doméne, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

%2 ca ARCserve Backup =]

Installations-fUpgrade-Typ wahlen
“w'ahlen Sie den gewiinzchten ARCzerve-nstallationstyp. m

Diege Option ingtalliert einen

" ARCserve-Manager [Konsole] ARCzerve-Mitgliedsserver

' AR Cserve-Standalone-Server ARCserve-Mitgliedszerver fungieren
e als &rbeitsserver flr AR Cserve-

" ARCserve-Primarserver Prim&rserver. Mitgiedssarer
L verarbeiten die Jobs wom

& ARCserve-Mitglisdsserver ARCserve-Primarserver. Durch

Primar- und Mitgliedzzerver verfligen
Sie iber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-banager-konzole zur
Wensaltung des Primarserers und
zeiner Mitglieder venwenden.

I Benutzerdefiniert [4genten, Server
und Dptionen)

<Zunick I wieiters I ﬁbblechenl

Hinweis: Um diese Konfiguration verwenden zu kdnnen, mussen Sie fur jeden
Server in lhrem SAN eine Storage Area Network (SAN) Option-Lizenz und eine
Tape Library Option-Lizenz ausstellen.

So installieren Sie einen Primarserver mit Mitgliedsservern und freigegebenen Geraten in einem
SAN

Gehen Sie wie folgt vor, um einen Primérserver mit Mitgliedsservern und
freigegebenen Geréaten in einem SAN zu installieren:

1. Installieren Sie den CA ARCserve Backup-Primarserver auf dem System,
das als Primarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
far die CA ARCserve Backup-Datenbank festlegen.

Besteht lhre ARCserve-Umgebung aus mehr als 10 Mitgliedsservern,
sollten Sie Microsoft SQL Server als Host fiir die CA ARCserve Backup-
Datenbankinstanz verwenden.
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6.

Installieren der Tape Library Option und der Storage Area Network (SAN)
Option auf einem Primarserver.

Hinweis: Achten Sie darauf, fur jeden Server in lhrem SAN eine Storage
Area Network (SAN) Option-Lizenz und eine Tape Library Option-Lizenz
auszustellen.

Installieren Sie die Optionen, die zur Unterstutzung der mit dem
Priméarserver verbundenen Geréte erforderlich sind. Zum Beispiel die
NDMP NAS-Option.

Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Domane dienen.

Installieren Sie die Optionen, die zur Unterstutzung der mit dem
Mitgliedsserver verbundenen Geréate erforderlich sind. Zum Beispiel die
NDMP NAS-Option.

Uberpriifen Sie die Installation.

So Uberprifen Sie die Installation eines Priméarservers mit Mitgliedsservern und freigegebenen

Geraten in einem SAN

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Primarserver und aller Mitgliedserver Ihrer ARCserve-Doméane anzeigt.

Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.
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4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primérserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2

< FSD3

o F5D4

=) CASTMUIBRARY

CA SIM-CHANGERDRIY
P CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIV

Bibliothek
=I- G CA-DEU

Frei
( el gegeben) & CA SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a SP CA SIM-CHANGERDRIY

\ 5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

B TEST-2AF4FFIE: Epat job  LILKIA 1 1» EERET
Elpatenbankschutzioh LILKIA 2 M AuscEsETZT
] sichern [Benutzerdefiniert]  LIUKIA 3 15

28.11.2007 12:00
28,11,2007 11:00
Abgeschlossen

—— Job Band DB s T
LIUKIA Y @@ ' LS, e
Hinzufiigen findern leuplanen  Stoppen Loschen  Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
2 &l LIUXIA { LIUKIA )
o wn Iobname = Sicherungsserver  Jobrr, | JobeID Status Ausfihrungsasit Jobtyn Letztes

DE bereinigen
Sichern (Rotation)
Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den

Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.
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6. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
2 Hinzufugen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) g LILXIA { LIUKIA )
2 & Lun Jobname = Sicherungsserver | Jobnr, | Job-ID Status Ausfithrungszeit Jobtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DE bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 & FErTIG <Jekzt ausfibren>  Sichern @ abod
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen Sichern
ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AF4FF1E29)
“organg Sichem erfolgreich
1 Sitzunglen]
1 Verzeichris(se] D Datei(en] (1 KB) auf Datentréger gesichert.
E4 KB auf Datentréger geschrichen.
Wegangene Zei: 03
Durchschritd, Durchsatz: 3,75 MB/min
< >
[ ok ]
Job A
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\Programme!LotustDamino'datsl certlog, ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

CA ARCserve Backup - [lobstatus:1] - =]

o — Job PBand DB A o i i 1

= IED Y % o i T @ & e S .

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

£ [ = &P chARCserve BackupDoméne [ Jobwarleschlange | Jobiibersicht | Aktivicalsprolokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

?:’ Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)

: ] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W L J
Haost-Rechner TEST-ZAF4FF1E29
Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragemame | 07.42.07 02:39
Hummer \ d &
Standardserver: LILXIA 23:59

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Installieren mehrerer Primarserver mit Mitgliedsservern in einem SAN

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup mit mehreren Primarservern, die jeweils einen oder mehrere
Mitgliedsserver verwalten, und Geréten, die in lhrem Storage Area Network
(SAN) gemeinsam genutzt werden.

Empfohlene Konfiguration

Wenn Sie zum Schutz lhrer Umgebung mehrere Sicherungsserver bendétigen,
die sich in derselben Domane befinden, und Gerate, wie z. B. Bibliotheken, die
in lhrem SAN gemeinsam genutzt werden, empfiehlt es sich, CA ARCserve
Backup mit Hilfe der Installationsoptionen "Primérserver" und "Mitgliedsserver"
zu installieren. Bei dieser Konfiguration kdnnen Sie eine zentrale
Verwaltungsumgebung erstellen.

Ein Priméarserver steuert sich selbst und einen oder mehrere Mitgliedsserver.
Mit Hilfe eines Primarservers kdnnen Sie Sicherungsjobs,
Wiederherstellungsjobs und andere Jobs verwalten und tUberwachen, die auf
Priméar- und Mitgliedsservern ausgefuhrt werden. Mit Hilfe der Primé&r- und
Mitgliedsserver kénnen Sie mehrere ARCserve-Server in lhrer Umgebung tber
einen einzelnen Punkt verwalten. AnschlieBend kdnnen Sie Uber die Manager-
Konsole den Primérserver verwalten.

Um diese Konfiguration in IThrer Umgebung zu verwenden, kénnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht Ihre Umgebung jedoch aus einem
Primarserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstitzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Priméarserver. Um ein Remote-System als Host fur
die ARCserve-Datenbank zu verwenden, mussen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm z

eigt die Topologie einer zentralisierten

Verwaltungsumgebung in einem Storage Area Network mit gemeinsam
genutzten Geraten. Die Umgebung besteht aus einem Priméarserver und einem
oder mehreren Mitgliedsservern. Microsoft SQL Server 2005 Express Edition
dient fur die ARCserve-Datenbank als Host und die Datenbank befindet sich

auf dem Primarserver.

' ™
ARCserve-Doméne
Datenbankkemmunikation Camle- .
— —_ Kommunikation
T s
- — Primérer Server F‘}n‘na rer Server
ARCzere-Dalenbank = —
SAN™ ™ SAN
r"r ARCserve-Dalenbank
i Lokale Installation
\
Y
i Primarer Server
Mitgliedtserver Bandbiblicthek Milglied'lbseruer
I
1
Y
SAM -
Mitgliedsserver
Carooi-
Kommunikation
. A
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Komponenten, die Sie installieren missen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:
CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup il

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp. -

|»

Dieze Option installiert einen

" AR Cserve-Manager [Konsole] ARCasmve Primsrsame:

" ARCserve-Standalone-Server ARCserve-Primdrserver
- fungieren alz Masterserver, der
% ARCserve-Primarserver sich selbst und Mitgliedsserver

steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen
Sie Sicherungen,
Wiederherstellungen und andere
Jobz, die auf Primar- und
@ Mitgliedszervern ausgefiihit

I'F['-ih werden, steusmn und

| e — ‘““@ Lberwachen. Durch Primar- und

Mitgledszzerver werfiigen Sie
Liber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer -
Umgebung. Sie konnen die
AR Cserve-Manager-fonzale zur :I

' ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)

<Zuriick I Wweiters I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

ﬁ Basis

)| :ﬁ Central M anagement Option

- :ﬁ Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| ﬁ Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

x|

Produkte: Beschreibung:
: o g Diizk ta Disk ta Tape Optich ;I P -~
o Slorageﬂ.-’-‘«rea Metwark Optiat Deer Agent wird auf dem
o tﬁ Agenk i wane Hetzwerk-Client-Rechner
o Enterprize-todul installiert, um Ca ARCserve
O & Disaster Recovery Option Bafkl"tp.tbe' Folgendern 2u
. unterstiitzen:
o ‘% ND_MP NS Dptlo.n . - Abrufen und Senden won
o :ﬁ Urnicenter Integration Option Daten
Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung
- - Bereitstellen von
Agent fu M|crosqfl D'.:'.M . Metzwerksicherheit
-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung
o ' o T | » - Durchsuchen von LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Infa zur Festplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Tape Library Option

Ermoéglicht die Sicherung, Wiederherstellung und Datentragerverwaltung
mit Hilfe von Bandwechslern, Bibliotheken mit mehreren Bandlaufwerken
und mehreren optischen Laufwerken und RAID-Bandbibliotheken.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

X

Fir diese Funkhion sind 3072KE auf der Festplatte erforderlich.

Produkte: Beschreibung:
o @& Primarserver B R -
""" u ﬁ Basis . Installiert die Tape Library
----- || :ﬁ Central Management Option (Optian. Dieze Option
----- o Tape Library O ption: unterstiitzt Sibliotheken und
..... o Diisk to Disk ta Tape Option “Wachzler mit mehraren
----- a Storage Area Network Option Bandlautuerken baw. -
9 - P optizchen Laubwerken. Gerate
""" o ‘% Agent fiiridware dieges Typs verwenden
----- o Enterprize-tModul D atentrége_rtrans_portsysteme,
..... o Disaster Recavery Option durgh d[l)e eine Slcherunhg
----- 1 £33 NDMP NAS Option griofter Datenmengen ohne
. ) i manuellen Eingriff miglich ist.
_E ﬁ Flnl.center Integration Ophion | Mit disser Option wird
LI | » aulberdem |nterstitzung fuir LI

Infa zur Festplatte |

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Storage Area Network (SAN) Option

Ermoéglicht die Freigabe einer oder mehrerer Datentragerbibliotheken in
einem Hochgeschwindigkeits-Speichernetzwerk mit einem oder mehreren

ARCserve-Servern.

Hinweis: Die Central Management Option ist eine erforderliche

Komponente fur die Storage Area Network (SAN)-Option.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installient? sktuslisiert werden sollen.

Produkte:

Beschreibung:

|

----- )] a Basiz

----- || a Central Management Option
----- 55 Tape Library Option

----- o g Enterprise-hadul

Dizaster Recovery Option
----- 155 NDMP NAS Option
----- a a Unicenter Integration Optioh

| »

Fir diese Funkhion sind 20488 auf der Festplatte erforderlich.

Installationspfad:

S @& Primérserver |

Mit der Storage Area Metwork
Option [SAM] kionnen
verschiedens Ca SR Cserve
Backup-Server eine ader mehrere
Datentragerbibliotheken auf einem
Hochgeschwindighkeits-
Speichermetzwerk gemeinzam
nukzem.

Infa zur Eestplatte |

C:AProgramme’\CasaR Ceerve Backuph

Ordrer anderm |

<Zuriick I Weiters I

Abbrechen |
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CA ARCserve Backup Mitgliedsserver

Ermoéglicht es Servern in einer ARCserve-Doméne, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

%2 ca ARCserve Backup =]

Installations-fUpgrade-Typ wahlen
“w'ahlen Sie den gewiinzchten ARCzerve-nstallationstyp. -

Diege Option ingtalliert einen

" ARCserve-Manager [Konsole] ARCzerve-Mitgliedsserver

' AR Cserve-Standalone-Server ARCserve-Mitgliedszerver fungieren
e als &rbeitsserver flr AR Cserve-

" ARCserve-Primarserver Prim&rserver. Mitgiedssarer
L verarbeiten die Jobs wom

& ARCserve-Mitglisdsserver ARCserve-Primarserver. Durch

Primar- und Mitgliedzzerver verfligen
Sie iber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer

ﬁ-% Umgebung. Sie kannen die
e ARCzerve-banager-konzole zur

I Benutzerdefiniert [4genten, Server
und Dptionen)

| — Wensaltung des Primarserers und
l - TP 4 zeiner Mitglieder venwenden.
24 &3]
| = T .

<Zunick I wieiters I ﬁbblechenl

Hinweis: Um diese Konfiguration verwenden zu kdnnen, mussen Sie fur jeden
Server in lhrem SAN eine Storage Area Network (SAN) Option-Lizenz und eine
Tape Library Option-Lizenz ausstellen.
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So installieren Sie mehrere Priméarserver mit Mitgliedsservern in einem SAN

Gehen Sie wie folgt vor, um mehrere Primérserver mit Mitgliedsservern in
einem SAN zu installieren:

1.

7.

Installieren Sie den CA ARCserve Backup-Primérserver auf dem System,
das als Priméarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen.

Besteht Ihre ARCserve-Umgebung aus mehr als 10 Mitgliedsservern,
sollten Sie Microsoft SQL Server als Host fuir die CA ARCserve Backup-
Datenbankinstanz verwenden.

Installieren der Tape Library Option und der Storage Area Network (SAN)
Option auf einem Primarserver.

Hinweis: Achten Sie darauf, fur jeden Server in lhrem SAN eine Storage
Area Network (SAN) Option-Lizenz und eine Tape Library Option-Lizenz
auszustellen.

Installieren Sie die Optionen, die zur Unterstutzung der mit dem
Priméarserver verbundenen Geréte erforderlich sind. Zum Beispiel die Tape
Library Option oder die NDMP NAS Option.

Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.

Installieren Sie den CA ARCserve Backup-Priméarserver, der sich auRerhalb
des SAN befindet.

Hinweis: Sie missen Primarservern, die sich auRerhalb des SAN befinden,
einen Domanennamen zuweisen, der sich von dem Doméanennamen
unterscheidet, der Primérservern innerhalb des SAN zugewiesen ist.

Installieren Sie die Optionen, die zur Unterstutzung der mit dem
Mitgliedsserver verbundenen Geréate erforderlich sind. Zum Beispiel die
NDMP NAS-Option.

Uberpriifen Sie die Installation.

So Uberprufen Sie eine Installation mehrerer Primarserver mit Mitgliedsservern in einem SAN

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Primarserver und aller Mitgliedserver Ihrer ARCserve-Doméane anzeigt.
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Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BABRTZDEL H e ee
Bibliothek EED:: - |
(Nicht freigegeben) Fila -

< F5D2
< FSD3
o F5D4
=) CASTMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
Bibliothek &P CA SIM-CHANGERDRTY

SP CA SIM-CHANGERDRIY
=I- G CA-DEU

Frei
( elgegeben) & A SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a g 4 SIM-CHANGERDRTY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréate
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemafl mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

m  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Gerate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]
Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

—— Job Band DE s, =
LIUKIA Y @@ LS, 7
Hinzufiigen Stoppen Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )
o s Jobname Sicherungsserver  Jobnr, | Job-ID Status Ausfihrungszeit Jobtyp Letztes
EJ TEsT-20F4FFIE: Elpat job  LILXIA 1 I» BerET 28.11.2007 12:00 DB bereinigen
Elpatenbankschutzioh LIUIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
FElsichern [Benutzerdefiniert]  LIUXIA 3 15 Abaeschiossen Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den

Job.

Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.
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Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

B TEST-2AF4FFIE: Epat job  LILKIA 1 1» EERET
Elpatenbankschutzioh LILKIA 2 M AuscEsETZT
] sichern [Benutzerdefiniert]  LIUKIA 3 15

28.11.2007 12:00
28,11,2007 11:00
Abgeschlossen

—— Job Band DB s T
LIUKIA Y @@ ' LS, e
Hinzufiigen findern leuplanen  Stoppen Loschen  Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
2 &l LIUXIA { LIUKIA )
o wn Iobname = Sicherungsserver  Jobrr, | JobeID Status Ausfihrungsasit Jobtyn Letztes

DE bereinigen
Sichern (Rotation)
Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den

Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 251



Empfehlungen zur Installation von CA ARCserve Backup

7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

[ — = - g o ® a .| ¥

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

;", Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W T .

Host-Rachner TEST-2AF4FF1E29

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragername [ 07.12,07 02139
Hummer |1 B
Standardserver: LIUKIA 23159

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Installieren von CA ARCserve Backup in einer clusterorientierten Umgebung

Die folgenden Abschnitte geben Empfehlungen zur Installation von CA
ARCserve Backup in einer clusterorientierten Umgebung.

Empfohlene Konfiguration

Wenn Sie zum Schutz lhrer Umgebung mehrere Sicherungsserver bendétigen,
die sich in derselben Doméne befinden, und zusétzlich eine hohe Verfligbarkeit
einer clusterorientierten Umgebung wiunschen, empfiehlt es sich, CA ARCserve
Backup mit Hilfe der Installationsoptionen "Primérserver" und "Mitgliedsserver"
in lhrer clusterorientierten Umgebung zu installieren. Diese Architektur
ermoglicht eine zentrale Verwaltung lhrer ARCserve-Umgebung bei
gleichzeitiger Beibehaltung der hohen Verfugbarkeit einer clusterorientierten
Umgebung.

Ein Priméarserver steuert sich selbst und einen oder mehrere Mitgliedsserver.
Mit Hilfe eines Primarservers kdnnen Sie Sicherungsjobs,
Wiederherstellungsjobs und andere Jobs verwalten und tUberwachen, die auf
Priméar- und Mitgliedsservern ausgefuhrt werden. Mit Hilfe der Primé&r- und
Mitgliedsserver kénnen Sie mehrere ARCserve-Server in lhrer Umgebung tber
einen einzelnen Punkt verwalten. AnschlieBend kdnnen Sie Uber die Manager-
Konsole den Primérserver verwalten.

Um diese Konfiguration in IThrer Umgebung zu verwenden, kénnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht Ihre Umgebung jedoch aus einem
Primarserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstitzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Priméarserver. Um ein Remote-System als Host fur
die ARCserve-Datenbank zu verwenden, mussen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm zeigt die Architektur einer zentral verwalteten,
clusterorientierten Umgebung. Die Umgebung besteht aus einem Priméarserver
und einem oder mehreren Mitgliedsservern. Microsoft SQL Server 2005
Express Edition dient fur die ARCserve-Datenbank als Host und die Datenbank
befindet sich auf dem Primarserver.

. ™y

ARCserve-Cluster-Server
Lokale Datenbank

Paszsiver Knoten Aktiver Knoten

ARCserve-Datenbankinstanz
Lokale Installation
S0L Server Express 2005
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Komponenten, die Sie installieren missen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem

Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp.

X

" AR Cserve-Manager [Konsole]
™ ARCserve-Standalone-Server
¥ ARCserve-Frimarserver

' ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)

—

1k

Dieze Option installiert einen
ARCserve-Primarzerver,
ARCserve-Primdrserver
fungieren als Masterserver, der
zich selbzt und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen
Sie Sicherungen,
Wiederherstellungen und andere
Jobz, die auf Primar- und
Mitgliedzzervern ausgefiihit
werden, steusrn und
uberwachen. Durch Primar- und
Mitgledszzerver werfiigen Sie
Liber einen zentralen
Wensaltungspunkt fuir mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die

AR Cserve-Manager-fonzale zur

-

=

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Eeschreibung:
RS g Diizk ta Disk ta Tape Optich ;I P -~
o Slorageﬂ.-’-‘«rea Metwark Optiat Deer Agent wird auf dem
o cﬁ Agenk i wane Hetzwerk-Client-Rechner
o Enterprize-todul installiert, um Ca ARCserve
| Dizaster Recavery Option Backup bei Folgendem 2u

; unterstiitzen:

o ‘% ND_MP NAS Dptlo.n . - Aabrufen und Senden von
o :ﬁ Urnicenter Integration Option Daten

Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

Aagent flir Microzaft DPM
-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung

14| - Durchzuchen won LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich. |nfi zur Eestplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

E_EA ARCserve Backup il

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCserve-Installationstyp.

! Dieze Option installiert einen
€' ARCserve-Manager (Konsols) ARCzerve-Mitgliedzzerver.
" ARCserve-Standalone-Server ARCzerve-Migliedsserver fungieren
- als Arbeitsserver flr 4R Cserve-
" ARCserve-Primarserver Primarzerver. Mitgliedszerser

verarbeiten die Jobs wom
ARCzerve-Primdrgerver, Durch
Primar- und Mitgliedsserver verfiigen
Sie Uber einen zentralen
Wenmaltungzpunkt fur mehrers

T ARCzerve-Server in [hrer

ﬁ.% Umgebuna. Sie kinnen die
- e ARCserve-Manager-tonzole zur

— Wenmaltung des Primarzerers und

ﬁ. E ai zeiner Mitglieder venwenden.

<Zuriick I Wweiters I Ahbrechen

* ARCserve-Mitgliedsserver

Eenutzerdefiniert (Agenten, Server
und Dptionen)
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So installieren Sie CA ARCserve Backup in einer Cluster-fahigen Umgebung

Sie kbnnen CA ARCserve Backup in einer Clusterumgebung mit Job-Failover
auf den folgenden Clusterplattformen installieren:

Microsoft Cluster Server (MSCS) in X86/AMD64/1A64 Windows Server

NEC ClusterPro/ExpressCluster fur Windows 8.0 und NEC
ClusterPro/ExpressCluster X 1.0 fur Windows

So installieren Sie CA ARCserve Backup in einer clusterorientierten
Umgebung:

1.

2.

Informationen zur Installation von CA ARCserve Backup in einer
clusterorientierten Umgebung finden Sie in einem der folgenden
Abschnitte:

s FUr MSCS unter Verwenden des CA ARCserve Backup-Servers unter
MSCS (auf Seite 92).

m  FuUr NEC ClusterPro unter Verwenden von CA ARCserve Backup-Server
unter NEC Cluster (auf Seite 110).

Uberpriifen Sie die Installation.

So Uberprufen Sie eine Cluster-fahige Installation

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten im Jobstatus-Manager anzeigen lassen kénnen.

Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.
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3. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primérserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2

< FSD3

o F5D4

=) CASTMUIBRARY

CA SIM-CHANGERDRIY
P CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIV

Bibliothek
=I- G CA-DEU

Frei
( el gegeben) & CA SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a SP CA SIM-CHANGERDRIY

\ 5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worlwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der
Online-Hilfe oder im Administrationshandbuch.
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4. Verschieben Sie die ARCserve-Clustergruppe an einen anderen Knoten.

Stellen Sie sicher, dass alle ARCserve-Dienste erfolgreich gestartet
wurden.

Hinweis: Moglicherweise antwortet die Manager-Konsole beim
Verschieben der Clustergruppe an einen anderen Knoten wiederholt nicht.

5. (Optional) Fuhren Sie die erforderlichen Konfigurationen durch.
Konfigurieren Sie zum Beispiel ein Dateisystemgerat.

6. Ubergeben Sie einen einfachen Sicherungsjob.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.
7. Ubergeben Sie einen einfachen Wiederherstellungsjob.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

8. Offnen Sie den Jobstatus-Manager.

Stellen Sie sicher, dass Informationen Uber diese Jobs auf der
Registerkarte "Jobwarteschlange™ im Aktivitatsprotokoll angezeigt werden.

Empfehlungen zur Aktualisierung von CA ARCserve Backup
von einer friheren Version

Beachten Sie die folgenden Empfehlungen beim Aktualisieren von CA ARCserve
Backup von einer friheren Version.

Weitere Informationen:

Unterstutzte Plattformen (auf Seite 41)

Unterstutzte Gerate (auf Seite 42)

Installationstypen fur CA ARCserve Backup-Server (auf Seite 45)
Datenbankanforderungen (auf Seite 48)

Aufgaben nach der Installation (auf Seite 88)

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 261



Empfehlungen zur Aktualisierung

von CA ARCserve Backup von einer friheren Version

AbschlieRen der vorbereitenden Aufgaben fur die Aktualisierung von CA

ARCserve Backup

SchlieRen Sie vor der Aktualisierung von CA ARCserve Backup die folgenden
vorbereitenden Aufgaben ab:

Lizenzi

erung

Stellen Sie sicher, dass Sie uUber die zur Aktualisierung von CA ARCserve

Bac

kup ndétigen Lizenzen verfigen.

Systemvoraussetzungen

In der Readme finden Sie eine Beschreibung der Systemvoraussetzungen
fur die Computer, auf denen Sie CA ARCserve Backup aktualisieren

Aktualisierungsvoraussetzungen

Stellen Sie fest, ob Sie lhre aktuelle Installation auf diese Version
aktualisieren kénnen. Unterstitzt lhre aktuelle Installation keine
Aktualisierung, mussen Sie ARCserve deinstallieren und anschlieBend diese
Version installieren. Weitere Informationen finden Sie unter Unterstitzte

Aktualisierungen (auf Seite 56) und Abwartskompatibilitdt (auf Seite 56).

Hin

weis: Eine Beschreibung der fur alle CA ARCserve Backup-Agenten

unterstitzten Plattformen finden Sie in der Readme-Datei.

CA ARCserve Backup-Datenbank

Bestimmen Sie, welche Anwendung als Host der CA ARCserve Backup-
Datenbank dienen soll. Berucksichtigen Sie die folgenden
architektonischen Kriterien:

Wenn Sie aktuell RAIMA (VLDB) als Host fur die ARCserve-Datenbank
verwenden, mussen Sie entweder auf Microsoft SQL Server 2005
Express Edition oder auf Microsoft SQL Server aktualisieren. Microsoft
SQL Server 2005 Express Edition wird als Datenbankanwendung
empfohlen.

Wenn Sie aktuell Microsoft SQL Server als Host fir die ARCserve-
Datenbank verwenden, mussen Sie dieses Programm auch weiterhin
verwenden.

CA ARCserve Backup kann Daten nicht von einer Microsoft SQL Server-
Datenbank in eine Microsoft SQL Server 2005 Express-Datenbank
migrieren. Wenn Sie daher aktuell Microsoft SQL Server als ARCserve-
Datenbank ausfiihren, missen Sie Microsoft SQL Server als CA
ARCserve Backup-Datenbank angeben.
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Besteht Ihre neue ARCserve-Umgebung aus einer ARCserve-Doméane
mit einem Primérserver und mehr als zehn Mitgliedsservern, sollten
Sie Microsoft SQL Server als Host fir die ARCserve-Datenbank
verwenden.

Microsoft SQL Server 2005 Express Edition wird von Windows 1A-64
(Intel Itanium) 64-Bit-Betriebssystemen nicht unterstutzt.

Microsoft SQL Server 2005 Express Edition unterstutzt keine Remote-
Kommunikation. Wenn lhre aktuelle Umgebung aus einer Remote-
Datenbankkonfiguration besteht oder Sie auf eine
Datenbankanwendung zugreifen mdéchten, die auf einem Remote-
System installiert ist, missen Sie Microsoft SQL Server als Host fur die
ARCserve-Datenbank verwenden.

Hinweis Nahere Informationen zu ARCserve-Datenbankanforderungen
finden Sie unter Datenbankanforderungen (auf Seite 48).

CA ARCserve Backup-Servertyp

Bestimmen Sie den Typ des erforderlichen CA ARCserve Backup-Servers.
Der Installationsassistent erkennt und analysiert Ihre aktuelle
Konfiguration. Der Installationsassistent bestimmt dann anhand lhrer
aktuellen Installation sowohl den Typ des CA ARCserve Backup-Servers,
auf den Sie aktualisieren sollten, als auch die Agenten und Optionen, die
Sie installieren mussen.

Wenn Sie lhrer Umgebung kiunftig CA ARCserve Backup-Server hinzufigen
mdochten, kommen folgende Serverinstallationstypen in Frage:

Standalone-Server: Bei einer Standalone-Serverinstallation mussen
Sie kunftig unabhéngige Standalone-Server installieren.

Primarserver: Mit einer Primérserverinstallation und

Microsoft SQL Server 2005 Express Edition kénnen Sie bis zu zehn
Mitgliedsserver zentral steuern. Wenn Sie mehr als zehn
Mitgliedsserver bendtigen, sollten Sie Microsoft SQL Server als Host fur
die ARCserve-Datenbank verwenden. Zusatzlich kdnnen Sie Uber einen
Priméarserver mehrere CA ARCserve Backup-Server zentral verwalten.

Um die Funktionen zur zentralen Verwaltung zu aktivieren, missen Sie
die ARCserve-Priméarserveroption und die Central Management Option
lizenzieren und installieren.

Hinweis: Nédhere Informationen zu den unterschiedlichen Typen von
ARCserve-Serverinstallationen finden Sie unter Installationstypen fur
CA ARCserve Backup-Server (auf Seite 45).
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Verbundene Gerate

Stellen Sie vor Beginn der Aktualisierung sicher, dass alle Geréte, z. B.
Bibliotheken, mit den entsprechenden ARCserve-Servern verbunden sind.
Nach Abschluss der Aktualisierung erkennt und konfiguriert CA ARCserve
Backup beim ersten Start des Bandprozesses verbundene Geréate
automatisch. Eine manuelle Konfiguration ist nicht erforderlich.

Jobs in Bearbeitung

Stellen Sie sicher, dass vor Beginn der Aktualisierung alle Jobs angehalten
wurden. CA ARCserve Backup erkennt alle Jobs, die Uber den Status
"Bereit" verfiigen, und setzt diese fir Sie in den Status "Ausgesetzt".
Befinden sich Jobs in Bearbeitung, zeigt CA ARCserve Backup eine
Nachricht an, und die Aktualisierung wird so lange angehalten, bis alle sich
gerade in der Bearbeitung befindenden Jobs abgeschlossen sind.

Aktualisieren eines Standalone-Servers oder eines Primarservers

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung eines
ARCserve-Standalone-Servers auf diese Version.

Aktuelle Konfiguration - ARCserve-Standalone-Server

Das folgende Diagramm zeigt die Konfiguration eines ARCserve-Standalone-
Servers in frUheren Versionen:

ARCserve-Server

}

ARCserve-Datenbankinstanz
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Empfohlene Konfiguration - CA ARCserve Backup-Standalone-Server oder Primarserver

Besteht lhre aktuelle ARCserve-Installation aus einem einzelnen Standalone-
Server, wird eine Aktualisierung auf einen CA ARCserve Backup-Standalone-
Server oder einen CA ARCserve Backup-Primarserver empfohlen.

Das folgende Diagramm zeigt einen CA ARCserve Backup-Standalone-Server
oder einen CA ARCserve Backup-Primarserver.

ARCserve-Server

ARCserve-Datenbankinstanz
SQLSAL Express

Neue Komponenten, die Sie installieren mussen
Um diese Konfiguration in lhrer Umgebung anzuwenden, missen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:
CA ARCserve Backup-Standalone-Server

Ermdglicht die Installation von CA ARCserve Backup auf einem
Standalone-Sicherungsserver.

% ca ARCserve Backup =]

Installations-fUpgrade-Typ wahlen
“Wahlen Sie den gewlnzchten AR CzerverInstallationstyp.

Dieze Option inztalliert einen

] |
ARt a g kohsu] ARCzerve-Standalone-5erver. Mit

¥ ARCserve-Standalone-Server Hilfe: ines AR Ceerve-Standalone-
e Servers konnen Sie lokale Jobs
AR Csarve-Primarseryer auszfiihren, vemwalten und

" AR Cserve-Mitgliedsserver liberwachen

Benutzerdefiniert [Agenten, Server
und Optionen)

<Zurick I ‘wheiter> I Aibbrechen
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(Optional)CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ] 1'

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp. ...
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

% AR Cserve-Frimarservel

' AR Cserve-Mitgliedsserver

Benutzerdefiniert [Sgenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und
= B Mitgliedszervern ausgefiit
H’iih | werden, steuern und
G [ enemssnennana] ubenwachen. Durch Primar- und

Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"“ ARCserve-Server in lhrer —
o = = Umgebung. Sie kannen die

&g %i QS ARCserve-Manager-Konsole zur =l

Zuriick I Wweiter: I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Erméglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fir die ARCserve-Datenbank von
Ilhrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.

266 Implementierungshandbuch



Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friheren Version

CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-

Server.
x
Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen. m
Produkte: Beschreibung:
RS g Diizk ta Disk ta Tape Optich ;I P -~
Sloragg ..-’-‘«rea Metwark Optiat Deer Agent wird auf dem

- cﬁ Agent fuir Vi ware Metzwerk-Client-Rechner

- Enterprize-todul installiert, um C4 ARCserve

- Dizaster Recavery Option Backup bei Folgendem 2u

; unterstiitzen:
-d ‘% ND_MP NAS Dptlo.n ) - dshrufen und Senden von
o :ﬁ Urnicenter Integration Option Daten

Mitgliedzserer - Ermoglichen einer schnellzn
D ateniibertragung

=i L E 1l
- - Bereitstellen von
| Agent flir Micrazoft DPM Metzrerksichorheit

-0 Agent for Dpen Files fuin Windows - - Jobiibenwachung
o ' o T | » - Durchsuchen von LI

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich. |nfi zur Eestplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

Komponenten, die Sie aktualisieren mussen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, muissen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:
®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie auf einen ARCserve-Standalone-Server

Gehen Sie wie folgt vor, um eine ARCserve-Standalone-Serverumgebung auf
eine CA ARCserve Backup-Standalone- oder Primarserverumgebung zu
aktualisieren.

1. Installieren Sie den CA ARCserve Backup-Primarserver oder den CA
ARCserve Backup-Standalone-Server auf dem Zielsystem.
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2. Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

Nach der Aktualisierung von CA ARCserve Backup startet das Setup einen
Migrationsassistenten, mit dessen Hilfe Sie Daten aus lhrer vorherigen
Installation auf den neuen CA ARCserve Backup-Server migrieren kénnen.
Sie kdnnen Daten mit Bezug auf Jobs, Protokolle und Benutzersicherheit
migrieren.

Befolgen Sie zur Datenmigration die Anweisungen der
Eingabeaufforderungen in den anschlieBend eingeblendeten Dialogfeldern,
und geben Sie alle erforderlichen Informationen ein.

3. Uberpriifen Sie die Installation.
Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)
Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)

So Uberpriufen Sie eine Standalone- oder Primarserveraktualisierung
Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:
1. Offnen Sie die CA ARCserve Backup-Managerkonsole.
2. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Stellen Sie sicher, dass alle vorherigen Sicherungsdaten erfolgreich
migriert wurden.

Hinweis: CA ARCserve Backup migriert Informationen utber Jobs,
Protokolle und Benutzerinformationen aus den vorherigen Servern in die
neue Installation.
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3. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle Gerate erkennt, die mit
dem Server verbunden sind.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Standalone-Server mit angeschlossenen Bibliotheken. Die Bibliotheken
sind nicht freigegeben.

= @:i Server

=G| TEST-27704ADES0

S8 R4 SIMLIERARY
59 CA STM-CHANGERDRIY
&P CA SIM-CHANGERDRIY
&P CA SIM-CHANGERDRIY
&P CA SIM-CHANGERDRIY

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.

4. (Optional) Fuhren Sie mit Hilfe der Geratekonfiguration die erforderlichen
Konfigurationen durch. Konfigurieren Sie zum Beispiel ein
Dateisystemgeréat.
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5. Ubergeben Sie einen einfachen Sicherungsjob.

Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Das folgende Diagramm zeigt einen erfolgreichen Sicherungsjob:

> [e— Job Band DE IS “? 1 -
= D Y @@ [ &) @ LS, b = Z
2 Hinzufugen findetn JeuplanEn Stoppen Lochen Mkuslisieren ke Driscken Fratakel]
a r m
= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell
& ) i LILXTA { LILNIA )
H o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
= EJ TEST-28F4FFIE Elpat job  LIUKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILKIA 2 Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniert]  LIUKIA 3 15 b 101 Abgeschlossen Sichern
CA ARCserve Backup: Sichern - PGRPO - 15 3]
Sicherungsserver [LILXIA]
\organg Sichem erfolgreich
1 Sitzunglen]
1 Verzeichris(se] 1 Dateilen] (121 KB] auf Datenlrager gesichert
192 KB auf Datentrager geschrieben
Vergangene Zeit: 1s
Dunchschritl Durchsatz: 11,25 MB/min
< >
Jol |
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jobeigentimer caroot
Eigentimerkennwort bt gl g
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachner
Ci\ProgrammeLotustDomine! dats\certion. ntf
Ziel B
Standardserver: LILXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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6. Ubergeben Sie einen einfachen Wiederherstellungsjob.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Das folgende Diagramm zeigt einen erfolgreichen Wiederherstellungsjob:

- [5]x]

s o ee MHE 5 @ g 7 = 7

2 Hinzufiigen e let play Stoppen wchen Akusisiersn Fiter Pra

E = G CA ARCserve Backup-Doméne | Jobwarteschlangs | Jobiibersicht | Aktivitatsprotakoll|

i = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes
@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

2 B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)

2 Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

3

Host-Rechner LIURIA

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben haben.
7. Offnen Sie den Jobstatus-Manager.

Vergewissern Sie sich, dass die Registerkarte "Jobwarteschlange" und das
Aktivitatsprotokoll Informationen zu den Jobs anzeigen.
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Aktualisieren mehrerer Standalone-Server in einer Domane

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer
ARCserve-Server, die Uber keine gemeinsame Datenbank in einer Doméane
verfugen, auf eine CA ARCserve Backup-Domaéne, die aus einem Primarserver

und mehreren Mitgliedsservern besteht.

Aktuelle Konfiguration - Mehrere ARCserve-Server in einer Doméane

Das folgende Diagramm zeigt mehrere ARCserve-Server in einer Doméne in
frUheren Versionen:

ARCserve-Server

ad/h

///ﬂf/>

ARCserve-Datenbankinstanzen
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Empfohlene Konfiguration - CA ARCserve Backup-Doméane mit einem Primarserver und
Mitgliedsservern

Besteht lhre aktuelle Konfiguration aus mehreren ARCserve-Servern in einer
Domaéane, wird eine Aktualisierung auf eine zentrale Verwaltungsumgebung
empfohlen, die aus einem Priméarserver und mindestens einem Mitgliedsserver
besteht.

Zur Aktualisierung auf eine zentrale Verwaltungsumgebung mussen Sie einen
lhrer vorhandenen ARCserve-Server auf einen CA ARCserve Backup-
Priméarserver und anschlielend alle anderen Server in der Doméane auf CA
ARCserve Backup-Mitgliedsserver aktualisieren.

Hinweis: Der primdre Domé&nenserver lhrer vorherigen Installation muss die
Rolle des CA ARCserve Backup-Primarservers Ubernehmen.

Zur Installation von Mitgliedsservern muss der Installationsassistent in der
Lage sein, den CA ARCserve Backup-Domanennamen und den Namen des
Priméarservers in lhrem Netzwerk zu erkennen. Sie sollten CA ARCserve
Backup daher auf mindestens einem Priméarserver installieren, bevor Sie mit
der Installation von Mitgliedsservern beginnen.

Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht Ihre Umgebung jedoch aus einem
Priméarserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fur
die ARCserve-Datenbank zu verwenden, mussen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm zeigt eine zentrale Verwaltungsumgebung:

ARCserve-Server

Primarer Server Mitgliedsserver

ARCserve-Datenbankinstanz
SQOUSAL Express

Hinweis: Damit CA ARCserve Backup mit einer Remote-Datenbank
kommunizieren kann, missen Sie Microsoft SQL Server als Host fur die
ARCserve-Datenbank verwenden.

Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, missen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Erméglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Primarserver ausgefihrt werden.

E_EA ARCserve Backup ll

Installations-/Upgrade-Typ wahlen
Wihlen Sie den gewiinzchten ARCzerve-nstallationstyp. m

Diese Option installiert einen =
AR Cserve-Primarserver.

" ARCserve-Standalone-Server AR Cserve-Primarserver

fungieren als Masterserver, der

zich zelbst und Mitgliedzzerver

stevert. Mit Hilfe eines

€ ARCzerve-Manager Konsole)

' ARCserveMitgisdsserver AR Cserve-Primarservers kinnen
¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
und Optionen] wiederherstellungen und andere
Jobs, die auf Primar- und
g ® Mitgliedsservern ausgefihrt
‘ l-F'li) . werden, steuern und
- b [ ey uberwachen. Durch Primar- und
— Mitgliedsserver verfiigen Sie
T uber einen zentralen
ﬁ Werwaltungzspunkt flir mehrere
\l—-/_l A-I—/ AR Cserve-Server in lhrer b
Umgebung. Sie kinnen die
_\“E \:d-a _‘?3 AR Cserve-Manager-Konzole zur =]

<Zurick I Wwieiters I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
lhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-

Server.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte:

Beschreibung:

|

-0

o g

= g Storage Area Metwaork Optiat
o :ﬁ Agent flir Vi ware

o Enterprize-todul

o Dizaster Recovery Option
155 NDMP NAS Option

a :ﬁ Uricenter Integration Option
Mitgliedzserer

Aagent flir Microzaft DPM

Agent for Open Files flin Windows -

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Dizk to Disk to Tape Option ;I

e -
Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um Cé AR Cserve
Backup bei Folgendem 2u
unterstiitzen:

- Abrufen und Senden won
Daten

- Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen von

=
Infa zur Festplatte |

Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs

und Geraten von einem Primarserver zu erhalten.

% ca ARCserve Backup

Inzstallations-fUpgrade-Typ wahlen

“Wahlen Sie den gewlnzchten AR CzerverInstallationstyp.

© ARCserve-Manager [Konsale]
" ARCzerve-Standalone-S erver
AR Cserve-Primarserver

(% ARCserve-Migliedsserver

. Benutzerdefiniert [Agenten, Server
und Optionen)

I——
— =

Diege Option ingtalliert einen
ARCzerve-Mitgliedsserver.
ARCzerve-Mitgliedsserver fungieren
als Arbeitszerver flir ARCserve-
Primarzerver. Mitgliedsserver
verarbeiten die Jobs wom
ARCserve-Primarserver. Durch
Primar- und Mitgliedzzerver verfligen
Sie liber einen zentralen
Wenaaltiungspunkt fur mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-Manager-konzole z2ur
Wenaaltung des Primarservers und
zeiner Mitglieder wenwenden.

<Zurick I ‘wheiter> I

Abbrechen
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Komponenten, die Sie aktualisieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

Alle Komponenten, die in Ihrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie mehrere ARCserve-Server auf eine zentrale Verwaltungsumgebung

Gehen Sie wie folgt vor, um mehrere ARCserve-Server auf eine zentrale
Verwaltungsumgebung zu aktualisieren, die aus einem CA ARCserve Backup-
Priméarserver und einem oder mehreren CA ARCserve Backup-Mitgliedsservern
besteht.

1.

3.

Installieren Sie den CA ARCserve Backup-Primérserver auf dem System,
das als Priméarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen. Besteht Ihre ARCserve-
Umgebung aus mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die CA ARCserve Backup-Datenbankinstanz verwenden.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

Uberpriifen Sie die Installation.

Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)

Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)

So Uberprifen Sie die Aktualisierung einer Domane mit einem Priméarserver und Mitgliedsservern

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1. Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem

Primérserver.
Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Priméarserver und aller Mitgliedserver lhrer ARCserve-Domane anzeigt.
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3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Stellen Sie sicher, dass alle vorherigen Sicherungsdaten erfolgreich
migriert wurden.

Hinweis: CA ARCserve Backup migriert Informationen utber Jobs,
Protokolle und Benutzerinformationen aus den vorherigen Servern auf den
neuen Primarserver.

4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) -y

< F5D2
< FSD3
\ o F5D4
=@ A SIMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
INT &P CA SIM-CHANGERDRTY
Bllbllmhek SP CA SIM-CHANGERDRIY
(Freigegeben) =6l c-DEU
\ $P CA SIM-CHANGERDRIY
1 CA SIM-CHANGERDRIV
a g A SIM-CHANGERDRIY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréate
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemafl mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

m  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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5. Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

[ — = - s 9 o =

Hinzufugen suplnEn o Stoppen Lochen Mkuslisieren ke

& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )

i asjajsuoneliney ¥ ‘@

o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
E|patenbankschutzioh LILKIA 2 W0 AUSGESETZT  28.11.2007 11:00  Sichern (Ratation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 Abgeschlossen Sichern

CA ARCserve Backup: Sichern - PGRPO - 15 &|

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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6. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) & LILXTA { LILIA )
H B Lan Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 <letet ausflhrens  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
'CA ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\ProgrammelLotustDominotdats\certiog. ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Mitgliedsserver.

Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob

auf einem Mitgliedsserver:

HE

CA ARCserve Backup: Wiederherstellen - GRPO - 20

Sicherungsserver [TEST-2AF4FF1E23]:

Vorgang Wiedetherstallen erfolgreich

ol Job Band DB ) ~ 0 i

= IED Y % o i T @ & e S .

Z : Hinzufugen d : Stoppen Aktussiersn  Filter Drucken

a z r

=1\ & G A ARCserve Backup-Doméne [ Jobwantesohlangs | Jobibersicht | Aktiviatspratakall

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat » LIKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

%’. Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)

: ] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FerTIG <letzt ausfihven>  Sichern Abaq

2 Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n > abgeschiossen ‘iederherstellen

®

€4 KB vom Datenirager gelesen
Vergangene Zeit: D

1 Sitzunglen] auf Datentiger gefunden
1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt

Durchschnit] Durchsatz: 3,76 MB/min

< >
Jobde - |
W oo L

Host-Rachner

TEST-ZAF4FF1E29

Jobeigentiimer

carast

Eigentiimerkennwort

T ——

Dominenname

LIUKIA

Quelle

Benitigte Datentréger

Datentragername

| 07.42.07 02:39

Numnmer

[1

Standardserver: LIUXIA

2359

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den

Job.

Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.

Aktualisieren mehrerer Standalone-Server mit einer gemeinsamen Remote-

Datenbank

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer
ARCserve-Standalone-Server mit einer gemeinsamen Remote-ARCserve-
Datenbank auf einen CA ARCserve Backup-Primérserver und mehrere CA
ARCserve Backup-Mitgliedsserver.

282 Implementierungshandbuch



Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friheren Version

Aktuelle Konfiguration - Mehrere ARCserve-Server mit einer gemeinsamen Remote-Datenbank

Das folgende Diagramm zeigt mehrere ARCserve-Standalone-Server in einer
Doméne mit einer gemeinsamen Remote-Datenbank in friheren Versionen:

ARCserve-Server

4 b

W et
et

AN

Remote-ARCserve-Datenbankinstanz

Empfohlene Konfiguration - CA ARCserve Backup-Domane mit einem Primarserver und

Mitgliedsservern

Besteht lhre aktuelle Konfiguration aus mehreren ARCserve-Servern in einer
Domaéane, wird eine Aktualisierung auf eine zentrale Verwaltungsumgebung
empfohlen, die aus einem Primérserver und mindestens einem Mitgliedsserver
besteht. Mit Hilfe einer zentralen Verwaltungsumgebung kdnnen Sie eine
lokale Datenbank oder eine Remote-Datenbank in einer ARCserve-Domaéane
gemeinsam verwenden.

Zur Aktualisierung auf eine zentrale Verwaltungsumgebung miussen Sie einen
lhrer vorhandenen ARCserve-Server auf einen CA ARCserve Backup-
Primérserver und anschlieBend alle anderen Server in der Doméne auf CA
ARCserve Backup-Mitgliedsserver aktualisieren.

Hinweis: Das System lhrer vorherigen Installation, das als Host fur die
ARCserve-Datenbank dient, muss die Rolle des CA ARCserve Backup-
Primérservers Ubernehmen.
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Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht lhre Umgebung jedoch aus einem
Primérserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.

Das folgende Diagramm zeigt eine zentrale Verwaltungsumgebung:

ARCserve-Server

Primérer Server Milgliedsserver

ARCserve-Datenbankinstanz
SQUSAL Express

Hinweis: Damit CA ARCserve Backup mit einer Remote-Datenbank
kommunizieren kann, missen Sie Microsoft SQL Server als Host fur die CA
ARCserve Backup Datenbankinstanz verwenden.
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Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ﬂ

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp.
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

' AR Cserve-Mitgliedsserver

¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und

= B Mitgliedszervern ausgefiit
H’iih ! werden, steusr und
- J IS e uberwachen, Durch Primar- und

— Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"‘ ARCserve-Server in lhrer —
[— J - Umgebung. Sie konnen die
g’;ai *j QE &R Cserve-Manager-Fonzole zur ;I

Zuriick I Wweiter: I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-

Server.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte:

Beschreibung:

|

-0

o g

= g Storage Area Metwaork Optiat
o :ﬁ Agent flir Vi ware

o Enterprize-todul

o Dizaster Recovery Option
155 NDMP NAS Option

a :ﬁ Uricenter Integration Option
Mitgliedzserer

Aagent flir Microzaft DPM

Agent for Open Files flin Windows -

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Dizk to Disk to Tape Option ;I

e -
Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um Cé AR Cserve
Backup bei Folgendem 2u
unterstiitzen:

- Abrufen und Senden won
Daten

- Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen von

=
Infa zur Festplatte |

Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs

und Geraten von einem Primarserver zu erhalten.

% ca ARCserve Backup

Inzstallations-fUpgrade-Typ wahlen

“Wahlen Sie den gewlnzchten AR CzerverInstallationstyp.

© ARCserve-Manager [Konsale]
" ARCzerve-Standalone-S erver
AR Cserve-Primarserver

(% ARCserve-Migliedsserver

. Benutzerdefiniert [Agenten, Server
und Optionen)

Diege Option ingtalliert einen
ARCzerve-Mitgliedsserver.
ARCzerve-Mitgliedsserver fungieren
als Arbeitszerver flir ARCserve-
Primarzerver. Mitgliedsserver
verarbeiten die Jobs wom
ARCserve-Primarserver. Durch
Primar- und Mitgliedzzerver verfligen
Sie liber einen zentralen
Wenaaltiungspunkt fur mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-Manager-konzole z2ur
Wenaaltung des Primarservers und
zeiner Mitglieder wenwenden.

<Zurick I ‘wheiter> I

Abbrechen
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Komponenten, die Sie aktualisieren mussen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie mehrere ARCserve-Server mit einer gemeinsamen Datenbank auf eine
zentrale Verwaltungsumgebung

Gehen Sie wie folgt vor, um mehrere ARCserve-Server mit einer gemeinsamen
Datenbank auf eine zentral verwaltete ARCserve-Doméane zu aktualisieren.

1. Installieren Sie den CA ARCserve Backup-Primarserver auf dem System,
das als Priméarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen. Besteht Ihre ARCserve-
Umgebung aus mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die CA ARCserve Backup-Datenbankinstanz verwenden.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

2. Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

3. Uberpriifen Sie die Installation.
Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)
Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)

So Uberprufen Sie die Aktualisierung einer zentralen Verwaltungsumgebung
Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1. Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primarserver.

2. Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Domé&nen-Verzeichnisbaum die Namen der
Primérserver und aller Mitgliedserver lhrer ARCserve-Doméane anzeigt.
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3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Stellen Sie sicher, dass alle vorherigen Sicherungsdaten erfolgreich
migriert wurden.

Hinweis: CA ARCserve Backup migriert Informationen utber Jobs,
Protokolle und Benutzerinformationen aus den vorherigen Servern auf den
neuen Primarserver.

4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2
< FSD3
\ o F5D4
=) CASTMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
INT &P CA SIM-CHANGERDRTY
Bllbllmhek SP CA SIM-CHANGERDRIY
(Freigegeben) =6l c-DEU
\ $P CA SIM-CHANGERDRIY
1 P CA STM-CHANGERDRIY
a g A SIM-CHANGERDRIY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréate
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemafl mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

m  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]
Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

—— Job Band DE s, =
LIUKIA Y @@ LS, 7
Hinzufiigen Stoppen Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )
o s Jobname Sicherungsserver  Jobnr, | Job-ID Status Ausfihrungszeit Jobtyp Letztes
EJ TEsT-20F4FFIE: Elpat job  LILXIA 1 I» BerET 28.11.2007 12:00 DB bereinigen
Elpatenbankschutzioh LIUIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
FElsichern [Benutzerdefiniert]  LIUXIA 3 15 Abaeschiossen Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den

Job.

Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.
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6. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) & LILXTA { LILIA )
H B Lan Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 <letet ausflhrens  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
'CA ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\ProgrammelLotustDominotdats\certiog. ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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8. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

[ — = - g o ® a .| ¥

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

;", Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W T .

Host-Rachner TEST-2AF4FF1E29

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragername [ 07.12,07 02139
Hummer |1 B
Standardserver: LIUKIA 23159

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Aktualisieren von Servern in einem SAN mit Hilfe einer lokalen Datenbank oder
einer Remote-Datenbank

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer
ARCserve-Server, die sich in einem SAN befinden und eine gemeinsame lokale
bzw. Remote-ARCserve-Datenbank verwenden.

Aktuelle Konfiguration - Mehrere ARCserve-Server in einem SAN, die eine lokale Datenbank
oder eine Remote-Datenbank verwenden

Das folgende Diagramm zeigt mehrere ARCserve-Server in einer SAN-
Umgebung, die eine lokale Datenbank oder eine Remote-Datenbank
verwenden, in friheren Versionen:

Storage Area Network (SAN)

Verteilte
‘ L~ SAN-Server ‘

ARCserve-DatenbankisStanz
Lokale oder Remote-Kadimunikation

Primé&rer
SAN-Server
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Empfohlene Konfiguration - CA ARCserve Backup-Domane mit einem SAN-Primarserver und
SAN-Mitgliedsservern

Besteht Ihre ARCserve-Umgebung aus mehreren ARCserve-Servern, die sich in
einem SAN befinden und eine gemeinsame lokale Datenbank oder Remote-
Datenbank verwenden, wird empfohlen, auf eine zentrale
Verwaltungsumgebung zu aktualisieren. Mit einer zentralen
Verwaltungsumgebung kénnen Sie Bibliotheken und eine lokale Datenbank
oder Remote-Datenbank gemeinsam verwenden.

Um lhre aktuelle SAN-Umgebung auf eine zentrale Verwaltungsumgebung zu
aktualisieren, mussen Sie lhren aktuellen SAN-Priméarserver auf einen CA
ARCserve Backup-Primarserver und anschlieend die verteilten Server des
SAN auf CA ARCserve Backup-Mitgliedsserver des bestimmten Priméarservers
aktualisieren.

Zur Installation von Mitgliedsservern muss der Installationsassistent in der
Lage sein, den ARCserve-Domé&nennamen und den Namen des Priméarservers
in Threr Umgebung zu erkennen. Sie sollten CA ARCserve Backup daher auf
mindestens einem Primarserver installieren, bevor Sie mit der Installation von
Mitgliedsservern beginnen.

Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht lhre Umgebung jedoch aus einem
Primérserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.
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Das folgende Diagramm zeigt eine zentrale Verwaltungsumgebung, die in
einem SAN und einer lokalen ARCserve-Datenbank oder einer Remote-
ARCserve-Datenbank integriert ist.

Storage Area Network (SAN)

ARCserve-
Mitgliedsserver
(Frihere verigilte SAM-Server)

Priméarer
ARCserve-Server —pm
(Fribgre primére SAMN-Server)

ARCserve-Datenbankifistanz

Lokale oder Remote- Kompetnikation
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Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ﬂ

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp.
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

' AR Cserve-Mitgliedsserver

¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und

= B Mitgliedszervern ausgefiit
H’iih ! werden, steusr und
- J IS e uberwachen, Durch Primar- und

— Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"‘ ARCserve-Server in lhrer —
[— J - Umgebung. Sie konnen die
g’;ai *j QE &R Cserve-Manager-Fonzole zur ;I

Zuriick I Wweiter: I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

x|

Beschreibung:

g Dizk to Disk to Tape Option ;l i

Produkte:

o g

Storage Area Metwaork Optiat B
o :ﬁ Agent flir Vi ware

o Enterprize-todul

o Dizaster Recovery Option
155 NDMP NAS Option

o :ﬁ Unicenter Integration Option
Mitgliedzserer

Il

Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um Cé AR Cserve
Backup bei Folgendem 2u
unterstiitzen:

- Abrufen und Senden won
Daten

- Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen von

Aagent flir Microzaft DPM

Agent for Open Files flin Windows -

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

-0
o

Infa zur Festplatte |
Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Tape Library Option

Ermoéglicht die Sicherung, Wiederherstellung und Datentragerverwaltung
mit Hilfe von Bandwechslern, Bibliotheken mit mehreren Bandlaufwerken
und mehreren optischen Laufwerken und RAID-Bandbibliotheken.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

X

Produkte:

Beschreibung:

Kl

2l

=8| @ Prirnrserver

----- )] :ﬁ Basis

----- || :ﬁ Central Management Option

Tape Library Option
..... n
..... ﬂ

Dizk to Disk to Tape Option
Storage Area Metwark Option
----- o :ﬁ Agent flir Yiware
----- o g Enterprise-todul
..... n

Dizaster Recovery Option

----- 01 55 NOMP NAS Option

----- a :ﬁ Unicenter Integration Option
o [

|;I

Fir diese Funkhion sind 3072KE auf der Festplatte erforderlich.

Installiert die Tape Library
Option. Dieze Option
unterstiitzt Bibliotheken und
Wechsler mit mehraren
Bandlaufwerken baw.
optizchen Laubwerken. Gerate
dieges Typs venwenden

[ atentragertransportsysteme,
durch die eine Sicherung
grofber Diatenmengen ohne
manuellen Eingriff mdglich ist.
it diezer Option wird
aufberdem Unterstiitzung fuir

[ |

Infa zur Festplatte |

<Zuriick I Wweiters I

Abbrechen |
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CA ARCserve Backup Storage Area Network (SAN) Option

Ermoéglicht die Freigabe einer oder mehrerer Datentragerbibliotheken in
einem Hochgeschwindigkeits-Speichernetzwerk mit einem oder mehreren

ARCserve-Servern.

Hinweis: Die Central Management Option ist eine erforderliche

Komponente fur die Storage Area Network (SAN)-Option.

%2 ca ARCserve Backup

Produkte wihlen

‘wiahlen Sie die Produkte, die installiert! aktualiziert werden sollen.

|

Produkte:

Beschreibung:

4

..... [NPEE Agent fur Whdware

----- o Enterprize-todul
----- | Dizaster Recovery Option

----- 01 NDMP NAS Option
----- d a Uricenter Integration Option 4

| »

Fiir diese Funktion sind 2048KE auf der Festplatte erfarderlich.

Installationspfad:

=- @ Primarserver LI
----- o a Basis

----- )] a Central ki anagement Option

----- )] a Tape Library Option

Mit der Storage Area Metwork
Option [SAM] kidnnen
verschiedene CA 4RCserve
Backup-Server eine oder mehrere
D atentragerbibliotheken auf einem
Haochgeschwindighkeits-
Speichermetzwerk gemeinzam
nutzen.

Info zur Festplatte |

C:AProgramme\CasaR Ceerve Backuph

Hrdrer anderm |

<Zunick I wieiter> I

Abbrechen |
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CA ARCserve Backup Mitgliedsserver

Ermoéglicht es Servern in einer ARCserve-Doméne, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

E_EA ARCserve Backup i il

Installations-/Upgrade-Typ wahlen
“wahlen Sie den gewiinzchten AR CeerverInstallationstyp.
" ARCserve-Manager [Konsole) Digze 0 ption_ in_stalliert einen
ARCzerve-Mitgliedszerver.
™ ARCserve-Standalone-Server ARCzerve-Mitgliedzzerver fungieren
o als Arbeitzserver fiir ARCserve-
" ARCserve-Primarserver Primrzerver. Mitgliedsserver

verarbeiten die Jobs wom
ARCzerve-Primdrserver, Durch
Primar- und Mitgliedzserver verfligen
Sie uber einen zentralen
Wenwaltungzpunkt fur mehrere
T ARCzerve-Server in [hrer
ﬁ%ﬁ f Umgebuna. Sie kinnen die

e ot J;] ARCzerve-Manager-konzole zur

—

(* AR Cserve-Mitgliedsserver

Benutzerdefiniert [Agenten, Server
und Optionen)

|—| Wenwalung des Pimarservers und
E :3; @ zeiner Mitglieder verwenden,
H-Ué'_a ‘&a x"_‘:a

Zuriick I Wweiter: I Abbrechenl

Hinweis: Um diese Konfiguration verwenden zu kédnnen, muissen Sie fir jeden
Server in Threm SAN eine Storage Area Network (SAN) Option-Lizenz und eine
Tape Library Option-Lizenz ausstellen.

Komponenten, die Sie aktualisieren mussen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, muissen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.
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So aktualisieren Sie mehrere ARCserve-Server in einem SAN auf diese Version

Gehen Sie wie folgt vor, um eine SAN-Umgebung auf eine SAN-Umgebung in
dieser Version zu aktualisieren.

1.

3.

Installieren Sie den CA ARCserve Backup-Primérserver auf lhrem aktuellen
SAN-Primarsystem. Dieses System dient fur die neue ARCserve-Domane
als Primérserver.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Installieren Sie die Storage Area Network (SAN) Option auf lhrem
aktuellen SAN-Primarsystem

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen. Besteht Ihre ARCserve-
Umgebung aus mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die CA ARCserve Backup-Datenbankinstanz verwenden.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
aktuellen verteilten Servern in lhrem SAN. Diese Systeme dienen fur die
neue ARCserve-Domaéne als Mitgliedsserver.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

Uberpriifen Sie die Installation.

Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)

Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)

So Uberprufen Sie die Aktualisierung einer zentralen Verwaltungsumgebung

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Priméarserver und aller Mitgliedserver Ihrer ARCserve-Doméane anzeigt.
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3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Stellen Sie sicher, dass alle vorherigen Sicherungsdaten erfolgreich
migriert wurden.

Hinweis: CA ARCserve Backup migriert Informationen utber Jobs,
Protokolle und Benutzerinformationen aus den vorherigen Servern auf den
neuen Primarserver.

4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2
< FSD3
\ o F5D4
=) CASTMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
INT &P CA SIM-CHANGERDRTY
Bllbllmhek SP CA SIM-CHANGERDRIY
(Freigegeben) =6l c-DEU
\ $P CA SIM-CHANGERDRIY
1 P CA STM-CHANGERDRIY
a g A SIM-CHANGERDRIY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréate
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemafl mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

m  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 303



Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friheren Version

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

i asjajsuoneliney ¥ ‘@

CA ARCserve Backup: Sichern - PGRPO - 15

Sicherungsserver [LILIIA]
Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

—— Job Band DE s, =
LIUKIA Y @@ LS, 7
Hinzufiigen Stoppen Akkualisieren Filter
& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )
o s Jobname Sicherungsserver  Jobnr, | Job-ID Status Ausfihrungszeit Jobtyp Letztes
EJ TEsT-20F4FFIE: Elpat job  LILXIA 1 I» BerET 28.11.2007 12:00 DB bereinigen
Elpatenbankschutzioh LIUIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
FElsichern [Benutzerdefiniert]  LIUXIA 3 15 Abaeschiossen Sichern

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur

Fehlerbehebung durch:

Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den

Job.

Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu

lassen.

Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben

haben.
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6. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) & LILXTA { LILIA )
H B Lan Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 <letet ausflhrens  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
'CA ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\ProgrammelLotustDominotdats\certiog. ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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8. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

[ — = - g o ® a .| ¥

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

;", Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W T .

Host-Rachner TEST-2AF4FF1E29

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragername [ 07.12,07 02139
Hummer |1 B
Standardserver: LIUKIA 23159

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Aktualisieren mehrerer Server in einer SAN- und Nicht-SAN-Umgebung auf diese

Version

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer

ARCserve-Server in einer SAN- und Nicht-SAN-Umgebung auf diese Version.

Aktuelle Konfiguration - Mehrere ARCserve-Server in einer SAN- und Nicht-SAN-Umgebung

Das folgende Diagramm zeigt mehrere ARCserve-Server in einer SAN- und
Nicht-SAN-Umgebung, die eine lokale Datenbank oder eine Remote-Datenbank
verwenden, in friheren Versionen:

-
ARCserve-Umgebung

Verteilte
‘/ SAN-Server \ ‘

Priméarer
SAN-Server

.

Storage Area Network (SAN) ARCserve-Server
(Nicht-SAN)

_—
ARCserve-Datenbankinstanzen —» .

Lokale oder Remote-Kommunikation

Empfohlene Konfiguration - CA ARCserve Backup-Doméane mit einem Primarserver und

Mitgliedsservern

Besteht lhre aktuelle Konfiguration aus einer SAN-Umgebung, bei der sich
ARCserve-Server sowohl innerhalb als auch aufRerhalb des SAN befinden, wird
empfohlen, CA ARCserve Backup in einer zentral verwalteten Umgebung zu
installieren.

Um lhre aktuelle SAN-Umgebung auf eine zentrale Verwaltungsumgebung zu
aktualisieren, mussen Sie lhren aktuellen SAN-Priméarserver auf einen CA
ARCserve Backup-Primarserver und anschlieend die verteilten Server des
SAN auf CA ARCserve Backup-Mitgliedsserver aktualisieren.
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Zur Installation von Mitgliedsservern muss die Installation in der Lage sein,
den ARCserve-Domanennamen und den Namen des Primarservers in lhrer
Umgebung zu erkennen. Sie sollten CA ARCserve Backup daher auf
mindestens einem Primarserver installieren, bevor Sie mit der Installation von
Mitgliedsservern beginnen.

Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht lhre Umgebung jedoch aus einem
Primérserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.

Das folgende Diagramm zeigt eine zentrale Verwaltungsumgebung, bestehend
aus einem ARCserve-Primérserver und ARCserve-Mitgliedsservern, die sich in
einem SAN befinden, und ARCserve-Mitgliedsservern, die sich nicht in einem
SAN befinden.

ARCserve-Doméne

Storage Area Network (SAN) ARCserve-Mitgliedsserver
ARCserve- (Nicht-SAN)

Mitgliedsserver
A/{Fn;'lhere verteilte SAN-Sewer‘J\A / \

® ®

ARCserve-Datenbankingtanz
Lokale cder Remote-Kommunikation

Priméarer

ARCserve-Server g
(Fruhere primare SAN-Server) P1

™ A
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Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ﬂ

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp.
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

' AR Cserve-Mitgliedsserver

¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und

= B Mitgliedszervern ausgefiit
H’iih ! werden, steusr und
- J IS e uberwachen, Durch Primar- und

— Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"‘ ARCserve-Server in lhrer —
[— J - Umgebung. Sie konnen die
g’;ai *j QE &R Cserve-Manager-Fonzole zur ;I

Zuriick I Wweiter: I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 311



Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friheren Version

CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-
Server.

E_EA ARCserve Backup

Produkte wahlen
‘wiahlen Sie die Produkte, die installiert/ak tualizsiert werden sollen.

Produkte: Beschreibung:

_:Il:_ FY
Der &gent wird auf dem
Metzwerk-Client-Rechner

| Disk ta Disk ta Tape Option ;I
o Storage Area Metwork O ptior

ﬂa Agent flir Vidware

= | Enterprize-todul

= | Dizaster Recovery Option
153 NDMP NAS Option

ﬂa Unicenter Integration Option

Agent fur Microgoft DPM

-2 Agent for Open Files fuir Windows _ILI
= . e - '

installiert, umn Ca AR Cserve
Backup bei Folgendern zu
urterstiitzer:

- Abnufen und Senden von
Diaten

- Ermoglichen einer schnellen
D atentibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen won

[ |

Fiir dieses Produkt zsind 24200KE auf der Festplatte erfarderlich.

Info zur Festplatte |
Installationzpfad:  |C:\Programme\CakaR Cserve Backup Client Agent for Ordner andern |

<Zuriick. I Weiters I Abbrechenl

CA ARCserve Backup-Primarserver

Erméglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Primarserver ausgefihrt werden.

% CA ARCserve Backup

Installations-/Upgrade-Typ wahlen
“Wwahlen Sie den gewiinschten &R Cserve-lnstallationstyp.

€ ARCserve-Manager (Konsale]
 ARCserve-Standalone-Server

" ARCserve-Mitgliedsserver

c Eenutzerdefinier [Agenten, Server
und Dptiohen]

Dieze Option installiert einen
ARCserve-Primarseryer.

AR Cserve-Primarserver
fungieren al: M asterserver, der
zich zelbzt und Mitgliedsserver
steuert. Mit Hilfe eines
ARCserve-Primarservers kinnen
Sie Sicherungen,
‘wiederherstellungen und andere
Jobs, die auf Primar- und

|»

= B Mitglieds zervern ausgefiibt
ﬂ% | werden, steusm und
- ' J it Lberwachen. Durch Primar- und
— Mitgliedsserver verfligen Sie
uber einen zentralen
“Wensaltungzpunkt fur mehrere
ARCserve-Server in lhrer .
w 42 q Umgebung. Sie kinnen die
i *i o ARCserve-Mananer-Konzals 2ur LI
<Zurlick I wieiters I Abbrechen |
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CA ARCserve Backup Storage Area Network (SAN) Option

Ermoéglicht die Freigabe einer oder mehrerer Datentragerbibliotheken in
einem Hochgeschwindigkeits-Speichernetzwerk mit einem oder mehreren
ARCserve-Servern.

Hinweis: Die Central Management Option ist eine erforderliche
Komponente fur die Storage Area Network (SAN)-Option.

E_EA ARCserve Backup x|
Produkte wahlen
‘wishlen Sie die Produkte, die instaliert/aktualisiert werden sollen. G
Produkte: Beschreibung:
=8 | @ Frimarserer ;I i
Basis ) Mit der Storage Area Metwark
;ﬁ Central Management Option Option [SAN] kohnen
a Tape Library Option verschiedene CA ARCserve

Backup-Server eine oder mehrere
D atentragerbibliotheken auf einem
Hochgeschwindigkeits-

L Agent flir ¥Mware Speichemetzwerk gemeinzam

- Enterprize-t odul rutzen.
-ﬂ Disaster Recovery Option

B &3 NDMP MAS Option

‘% Unicenter Integration Option

i R -
Fiir dieze Funktion sind 2048KE auf der Festplatte erforderlich. Info zur Festplatte |
Installationsplad:  |C:\ProgrammehCANARCserve Backuph [rdner anderm |

<Zuriick I \Weiters I Abbrechenl

Dizk to Dizk ta Tape Optian

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs
und Geréaten von einem Primarserver zu erhalten.

E_EA ARCserve Backup B} il

Installations-/Upgrade-Typ wahlen
wiahlen Sie den gewiingchten ARCzervenztallationstyp. G

Dieze Option installiert einen

€ ARCserveanager [Kansole] ARCzerve-Mitgliedsserver

" ARCserve-Standalone-Server AR CserveMigliedsserver fungieren
e alz Arbeitzeerver fur AR Caerve-
" ARCserve-Primarserver Primarzerver. Mitgliedzzerver

verarbeiten die Jobs vom

& ARCserveMitgliedsserver ARCzerve-Primarserver. Durch
Benutzerdefiniert [Agenten, Server P.'im“?"." und Mitgliedsserver verfiigen
und Optiorien) Sie uiber enen zentralen

erwaltungspunkt fir mehrere

ARCzerve-Server in lhrer

X Umgebung. Sie kaonnen die
e ARCzerve-tanagerfonzole zur
l—\_® Yenwaltung des Primarservers und
E E seiner Mitgleder verwenden,
- sl o

2V 2=

i

(

<Zuriick I Wweiters I Abbrechen
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Hinweis: Um diese Konfiguration verwenden zu kdnnen, mussen Sie fur jeden
Server in Threm SAN eine Storage Area Network (SAN) Option-Lizenz und eine
Tape Library Option-Lizenz ausstellen.

Komponenten, die Sie aktualisieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie mehrere ARCserve-Server in einer SAN- und Nicht-SAN-Umgebung auf diese
Version

Gehen Sie wie folgt vor, um ARCserve-Server in einer SAN- und Nicht-SAN-
Umgebung auf diese Version zu aktualisieren.

1. Installieren Sie den CA ARCserve Backup-Primarserver auf lhrem aktuellen
SAN-Primarsystem. Dieses System dient fur die neue ARCserve-Doméane
als Primarserver.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Installieren Sie die Storage Area Network (SAN) Option auf lhrem
aktuellen SAN-Primarsystem

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen. Besteht Ihre ARCserve-
Umgebung aus mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die CA ARCserve Backup-Datenbankinstanz verwenden.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

2. Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
aktuellen verteilten Servern in lhrem SAN und Servern, die nicht zum SAN
gehdren. Diese Systeme dienen fur die neue ARCserve-Domane als
Mitgliedsserver.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

3. Uberpriifen Sie die Installation.
Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)
Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)
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So Uberprifen Sie die Aktualisierung einer zentralen Verwaltung

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primérserver.

Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Priméarserver und aller Mitgliedserver lhrer ARCserve-Doméne anzeigt.

Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

Stellen Sie sicher, dass alle vorherigen Sicherungsdaten erfolgreich
migriert wurden.

Hinweis: CA ARCserve Backup migriert Informationen tber Jobs,
Protokolle und Benutzerinformationen aus den vorherigen Servern auf den
neuen Primarserver.

Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Primarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job Band DB

[BeBRIZDEU =] @ 06
Bibliothek B |
(Nicht freigegeben) -

<9 FsD2
< F3D3
o FsD4
=-E cASTMUIBRARY
SP CA SIM-CHANGERDRITY
SP CA SIM-CHANGERDRTY
th P CA SIM-CHANGERCRITY
BIIb|IOthek $P CA SIM-CHANGERDRIY
(Freigegeben) =B CA-DEU
\ $P CA SIM-CHANGERDRIV
H %P CA STM-CHANGERCRIY
a § A SIM-CHANGERDRIY

5P CA STM-CHANGERDRIY
& casramrary
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Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Gerate
erkennt:

m  Stellen Sie sicher, dass das Geréat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Gerétetreiber installiert
sind.

»  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Gerate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der
Online-Hilfe oder im Administrationshandbuch.

5. Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.
Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

T (CA ARCse: Jobstatus:1]_ - [5]x]

> [e— Job Band DE ] IS “:" 1 -
= D Y @@ i T @ S i = | 7
2 Hinzufugen JeuplanEn Stoppen Lochen Mkuslisieren ke Frataksl
a r m
= [ = &P ch arTserve Barkup-Domane [ 0 | Jobibersicht | Aktivi ol
& ) i LILXTA { LILNIA )
H o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
?“:, Elpatenbankschutzioh LILKIA 2 Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 Abgeschlossen Sichern

CA ARCserve Backup: Sichern - PGRPO - 15 &|

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

L >

o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle

TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50
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Tritt bei dem Job ein Fehler auf, fuhren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitdtsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Aktualisieren mehrerer Server mit einer gemeinsamen zentralen Datenbank
Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer

ARCserve-Server, die eine gemeinsame zentrale Datenbank verwenden, auf
diese Version.

Aktuelle Konfiguration - Mehrere ARCserve-Server mit einer gemeinsamen zentralen Datenbank

Das folgende Diagramm zeigt mehrere ARCserve-Server mit einer
gemeinsamen zentralen Datenbank in friiheren Versionen.

Im folgenden Diagramm teilen sich mehrere ARCserve-Server eine zentrale

Datenbank. Eine Kopie der ARCserve-Datenbank wird auf keinem der
ARCserve-Server mit der gemeinsamen Datenbank beibehalten.

ARCserve-Server

Server 1 Server 2

W et
/e

ARCserve-Datenbank

(Keine lokale Kopie auf Server 2)
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Im folgenden Diagramm teilen sich mehrere ARCserve-Server eine zentrale
Datenbank. Eine Kopie der ARCserve-Datenbank wird auf einem der ARCserve-
Server mit gemeinsam genutzter Datenbank beibehalten.

ARCserve-Server

Server 1 Server 2

{77
/4

ARCserve-Datenbank
(Lokale Kopie auf Server 2)

Empfohlene Konfiguration - CA ARCserve Backup-Doméane mit einem Primarserver und
Mitgliedsservern

Besteht lhre aktuelle Konfiguration aus mehreren ARCserve-Servern mit einer
gemeinsamen zentralen Datenbank, wird eine Aktualisierung auf eine zentrale
Verwaltungsumgebung empfohlen, die aus einem Primérserver und einem oder
mehreren Mitgliedsservern besteht. Bei einer zentralen Verwaltungsumgebung
kann der Primérserver oder ein Remote-System als Host fur die ARCserve-
Datenbank dienen. Sie brauchen CA ARCserve Backup nicht auf dem System
zu installieren, das als Host fur die ARCserve-Datenbankinstanz dient.
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Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition als Host fur die ARCserve-
Datenbank verwenden. Besteht lhre Umgebung jedoch aus einem
Primérserver und mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.

Zur Aktualisierung auf eine zentrale Verwaltungsumgebung miussen Sie eines
Ihrer aktuellen Systeme auf einen CA ARCserve Backup-Priméarserver und
anschlielend alle anderen Systeme auf CA ARCserve Backup-Mitgliedsserver
aktualisieren.

Das folgende Diagramm zeigt eine zentrale Verwaltungsumgebung mit einem
Remote-System als Host fur die CA ARCserve Backup-Datenbank.

ARCserve-Server

Primérer Server Milgliedsserver

ARCserve-Datenbankinstanz
SQUSAL Express
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Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ﬂ

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp.
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

' AR Cserve-Mitgliedsserver

¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und

= B Mitgliedszervern ausgefiit
H’iih ! werden, steusr und
- J IS e uberwachen, Durch Primar- und

— Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"‘ ARCserve-Server in lhrer —
[— J - Umgebung. Sie konnen die
g’;ai *j QE &R Cserve-Manager-Fonzole zur ;I

Zuriick I Wweiter: I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server

Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-

Server.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte:

Beschreibung:

|

-0

o g

= g Storage Area Metwaork Optiat
o :ﬁ Agent flir Vi ware

o Enterprize-todul

o Dizaster Recovery Option
155 NDMP NAS Option

a :ﬁ Uricenter Integration Option
Mitgliedzserer

Aagent flir Microzaft DPM

Agent for Open Files flin Windows -

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Dizk to Disk to Tape Option ;I

e -
Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um Cé AR Cserve
Backup bei Folgendem 2u
unterstiitzen:

- Abrufen und Senden won
Daten

- Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen von

=
Infa zur Festplatte |

Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs

und Geraten von einem Primarserver zu erhalten.

% ca ARCserve Backup

Inzstallations-fUpgrade-Typ wahlen

“Wahlen Sie den gewlnzchten AR CzerverInstallationstyp.

© ARCserve-Manager [Konsale]
" ARCzerve-Standalone-S erver
AR Cserve-Primarserver

(% ARCserve-Migliedsserver

. Benutzerdefiniert [Agenten, Server
und Optionen)

I——
— =

Diege Option ingtalliert einen
ARCzerve-Mitgliedsserver.
ARCzerve-Mitgliedsserver fungieren
als Arbeitszerver flir ARCserve-
Primarzerver. Mitgliedsserver
verarbeiten die Jobs wom
ARCserve-Primarserver. Durch
Primar- und Mitgliedzzerver verfligen
Sie liber einen zentralen
Wenaaltiungspunkt fur mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-Manager-konzole z2ur
Wenaaltung des Primarservers und
zeiner Mitglieder wenwenden.

<Zurick I ‘wheiter> I

Abbrechen

322 Implementierungshandbuch




Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friheren Version

Komponenten, die Sie aktualisieren mussen
Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie mehrere ARCserve-Server mit einer Remote-Datenbank auf eine zentrale
Verwaltungsumgebung

Gehen Sie wie folgt vor, um mehrere ARCserve-Server mit einer zentralen
Datenbank auf diese Version zu aktualisieren.

1. Installieren Sie den CA ARCserve Backup-Primarserver auf dem System,
das als Priméarserver dient.

Hinweis: Setup installiert die Central Management Option bei der
Installation des CA ARCserve Backup-Primarservers.

Sie kénnen Microsoft SQL Server 2005 Express oder Microsoft SQL Server
fur die CA ARCserve Backup-Datenbank festlegen. Besteht Ihre ARCserve-
Umgebung aus mehr als 10 Mitgliedsservern, sollten Sie Microsoft SQL
Server als Host fur die CA ARCserve Backup-Datenbankinstanz verwenden.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

2. Installieren Sie den CA ARCserve Backup-Mitgliedsserver auf allen
Servern, die als Mitglieder der neuen ARCserve-Doméne dienen.

Wenn Sie dazu aufgefordert werden, migrieren Sie die Daten der
vorherigen Version in die neue Datenbank.

3. Uberpriifen Sie die Installation.
Weitere Informationen:

Zu Aktualisierungen (auf Seite 55)
Aktualisieren einer alteren Version von CA ARCserve Backup (auf Seite 71)

So Uberprufen Sie die Aktualisierung einer zentralen Verwaltung
Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1. Offnen Sie die CA ARCserve Backup-Manager-Konsole auf dem
Primarserver.

2. Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Domé&nen-Verzeichnisbaum die Namen der
Primérserver und aller Mitgliedserver lhrer ARCserve-Doméane anzeigt.
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3. Offnen Sie den Datenbank-Manager und den Jobstatus-Manager.

Stellen Sie sicher, dass Sie sich die Datenbankinformationen und
Aktivitatsprotokolldaten anzeigen lassen kénnen.

CA ARCserve Backup migriert Informationen zu Jobs, Protokollen und
Benutzerinformationen von den vorherigen Servern auf den neuen
Primarserver.

4. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primarserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Primarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2
< FSD3
\ o F5D4
=) CASTMUIBRARY
S CA SIM-CHANGERDRITY
P CA SIM-CHANGERDRIY
Bibliothek &P CA SIM-CHANGERDRTY

SP CA SIM-CHANGERDRIY
=I- G CA-DEU

Frei
( elgegeben) & A SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a g 4 SIM-CHANGERDRTY

5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréate
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemafl mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

m  Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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5. Ubergeben Sie einen einfachen Sicherungsjob auf einem Primérserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

[ — = - s 9 o =

Hinzufugen suplnEn o Stoppen Lochen Mkuslisieren ke

& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )

i asjajsuoneliney ¥ ‘@

o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
E|patenbankschutzioh LILKIA 2 W0 AUSGESETZT  28.11.2007 11:00  Sichern (Ratation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 Abgeschlossen Sichern

CA ARCserve Backup: Sichern - PGRPO - 15 &|

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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6. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) & LILXTA { LILIA )
H B Lan Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 <letet ausflhrens  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
'CA ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\ProgrammelLotustDominotdats\certiog. ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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7. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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8. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:

[ — = - g o ® a .| ¥

= Hinzufugen d pla Stoppen en Aktuslsisren  Fiter Drucken

a z r

= [ = &P ch arTserve Barkup-Domane [ Johwanteschlange | Jobibersicht | Akivititsprotokell

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

;", Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FErTIG <letzt ausfihven>  Sichern @ abod

Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W T .

Host-Rachner TEST-2AF4FF1E29

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragername [ 07.12,07 02139
Hummer |1 B
Standardserver: LIUKIA 23159

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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Aktualisieren mehrerer Server in einer clusterorientierten Umgebung

Die folgenden Abschnitte geben Empfehlungen zur Aktualisierung mehrerer
ARCserve-Server in einer clusterorientierten Microsoft Cluster Server (MSCS)-
Umgebung auf diese Version.

Wichtig! Die folgenden Empfehlungen gelten nur fur eine BrightStor ARCserve
Backup r11.5 clusterorientierte Umgebung. Bei allen anderen Versionen
mussen Sie zuerst die vorherige Version deinstallieren und anschlielend CA
ARCserve Backup in der clusterorientierten Umgebung installieren.

Aktuelle Konfiguration - Mehrere ARCserve-Server in einem Cluster

Das folgende Diagramm zeigt die Architektur mehrerer ARCserve-Server in
einer clusterorientierten Umgebung in friheren Versionen. Eine RAIMA-
Datenbank dient fiir die ARCserve-Datenbank als Host, und die ARCserve-
Instanz befindet sich auf dem ARCserve-Sicherungsserver.

' Y

ARCserve-Cluster-Server
Lokale Datenbank

Passiver Knoten Aktiver Knoten

///ﬂ//>

\///ﬂ//

ARCserve-Datenbankinstanz

Laokale Installation
RAIMA-Datenbank
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Das folgende Diagramm zeigt die Architektur mehrerer ARCserve-Server in
einer clusterorientierten Umgebung in friheren Versionen. Microsoft SQL
Server dient fur die ARCserve-Datenbank als Host, und die ARCserve-Instanz
befindet sich auf einem Remote-System.

. ™y

ARCserve-Cluster-Server
Remote-Datenbank

Passiver Knoten Aktiver Knoten

/e
/e

ARCserve-Datenbankinstanz
Remaote-Installation
\_ S0L Server-Datenbank y.

Empfohlene Konfiguration - ARCserve-Priméarserver und Mitgliedsserver, installiert in einer
clusterorientierten Umgebung

Besteht lhre aktuelle Konfiguration aus mehreren ARCserve-Servern in einer
Cluster-fahigen Umgebung, wird empfohlen, auf mehrere CA ARCserve
Backup-Primarserver oder mehrere CA ARCserve Backup-Standalone-Server
zu aktualisieren.

Diese Architektur ermdéglicht eine zentrale Verwaltung Ihrer ARCserve-
Umgebung bei gleichzeitiger Beibehaltung der hohen Verfugbarkeit einer
clusterorientierten Umgebung.
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Um diese Konfiguration in Ihrer Umgebung zu verwenden, kdnnen Sie
Microsoft SQL Server 2005 Express Edition oder Microsoft SQL Server als Host
fur die ARCserve-Datenbank verwenden.

Hinweis: Microsoft SQL Server 2005 Express Edition unterstutzt keine
Remote-Kommunikation. Wenn Sie CA ARCserve Backup mit Hilfe von
Microsoft SQL Server 2005 Express Edition installieren, installiert der
Installationsassistent die Datenbankanwendung und die ARCserve-
Datenbankinstanz auf dem Primarserver. Um ein Remote-System als Host fir
die ARCserve-Datenbank zu verwenden, missen Sie Microsoft SQL Server
verwenden.

Das folgende Diagramm zeigt die Architektur mehrerer ARCserve-Server in
einer clusterorientierten Umgebung in dieser Version. Microsoft SQL Server
2005 Express Edition dient fur die ARCserve-Datenbank als Host, und die
ARCserve-Datenbankinstanz befindet sich auf dem ARCserve-
Sicherungsserver.

. ™y

ARCserve-Cluster-Server
Lokale Datenbank

Paszsiver Knoten Aktiver Knoten

ARCserve-Datenbankinstanz
Lokale Installation
S0L Server Express 2005
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Das folgende Diagramm zeigt die Architektur mehrerer ARCserve-Server in
einer clusterorientierten Umgebung in dieser Version. Microsoft SQL Server
dient fur die ARCserve-Datenbank als Host, und die ARCserve-
Datenbankinstanz befindet sich auf einem Remote-System.

- ™

ARCserve-Cluster-Server
Remote-Datenbank

9

L

Passiver Knoten Aktiver Knoten

ARCserve-Datenbankinstanz

Remote-Installation
S0L Server
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Neue Komponenten, die Sie installieren mussen

Um diese Konfiguration in Ihrer Umgebung anzuwenden, mussen Sie die
folgenden CA ARCserve Backup-Komponenten installieren:

CA ARCserve Backup-Primarserver

Ermoglicht die Installation von CA ARCserve Backup auf einem Server, den
Sie zentral zum Ubergeben, Verwalten und Uberwachen von Sicherungs-
und Wiederherstellungsjobs verwenden, die auf Mitgliedsservern und dem
Priméarserver ausgefiihrt werden.

E_EA ARCserve Backup ﬂ

Installations-fUpgrade-Typ wahlen
Wwahlen Sie den gewiinzchten ARCaerve-Installationstyp.
€ ARCservetanager [Komsole] Diese Option installiert einen =
ARCserve-Primarzerver.
" ARCserve-Standalone-Searver ARCserve-Primdrserver

fungieren als Masterserver, der
zich selbst und Mitgliedsserver
steuert. Mit Hilfe eines
ARCzerve-Primdrservers kinnen

' AR Cserve-Mitgliedsserver

¢ Benutzerdefiniert [Agenten, Server Sie Sicherungen,
utd O pticrer) Wiederherstellungen und andere
Jobz, die auf Primar- und

= B Mitgliedszervern ausgefiit
H’iih ! werden, steusr und
- J IS e uberwachen, Durch Primar- und

— Mitglhedzzerver verfligen Sie
Lber einen zentralen
Wenaaltungspunkt fur mehrere

“"'l—'_"‘ ARCserve-Server in lhrer —
[— J - Umgebung. Sie konnen die
g’;ai *j QE &R Cserve-Manager-Fonzole zur ;I

Zuriick I Wweiter: I Abbrechenl
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CA ARCserve Backup Central Management Option

Ermoéglicht das Verwalten des Priméarservers und aller Mitgliedsserver in
einer ARCserve-Doméne Uber einen zentralen Computer.

Hinweis: Der CA ARCserve Backup-Primarserver ist eine erforderliche
Komponente.

E_EA ARCserve Backup il

Produkte wahlen
Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte: Beschreibung:

s \:/
sl

Dieses Paket instaliert daz CA
AR Czerve Backup-Baszizprodukt.

AEP Server
Standalone-Sereer
Primarserver

a Basis

)| a Central M anagement Option

- a Tape Library Option

- Diizk ta Disk ta Tape Optich
o Storage Area Mebwork Optio

x| a Agent fr idware =
" SSoener LI_I
Fir dieses Produkt sind 323648KE auf der Festplatte erforderlich. Infa zur Festplatte |
Installationspfad:  |C:AProgrammetCasaR Ceerve Backuph Ordner anderm |

<Zuriick I Wweiters I Abbrechenl

CA ARCserve Backup Agent fur Microsoft SQL Server
Ermoéglicht den Schutz der CA ARCserve Backup-Datenbank.

Hinweis: Eine gednderte Version des Agenten, der Agent fir die
ARCserve-Datenbank, wird mit allen ARCserve-Priméarserver- und
ARCserve-Standalone-Serverinstallationen installiert.

Wichtig! Die Deinstallationsroutine deinstalliert weder die ARCserve-
Datenbankinstanz, noch den Agenten fur die ARCserve-Datenbank von
Ihrem Computer. Beim Deinstallieren von CA ARCserve Backup erkennt
der Installationsassistent das Vorhandensein einer Microsoft SQL Server-
bzw. Microsoft SQL Server 2005 Express Edition-Datenbankinstanz in
Ilhrem System. Infolgedessen wéhlt der Installationsassistent im
Installationsdialogfeld "Produkte wahlen" den CA ARCserve Backup-
Agenten fur Microsoft SQL Server-Komponente.
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CA ARCserve Backup Client Agent fur Windows

Ermoéglicht eine lokale Datensicherung auf dem CA ARCserve Backup-

Server.

E_EA ARCserve Backup

Produkte wahlen

Wahlen Sie die Produkte, die installiert sktualisient werden sollen.

Produkte:

Beschreibung:

|

-0

o g

= g Storage Area Metwaork Optiat
o :ﬁ Agent flir Vi ware

o Enterprize-todul

o Dizaster Recovery Option
155 NDMP NAS Option

a :ﬁ Uricenter Integration Option
Mitgliedzserer

Aagent flir Microzaft DPM

Agent for Open Files flin Windows -

Fir dieses Produkt sind 24200KE auf der Festplatte erforderdich.

Dizk to Disk to Tape Option ;I

e -
Der digent wird auf dem
Metzwerk-Client-Rechner
installiert, um Cé AR Cserve
Backup bei Folgendem 2u
unterstiitzen:

- Abrufen und Senden won
Daten

- Ermoglichen einer schnellzn
D ateniibertragung

- Bereitstellen von
Metzwerksicherheit

- Jobiiberwachung

- Durchsuchen von

=
Infa zur Festplatte |

Installationspfad:  |C:A\ProgrammesCasaR Ceerve Backup Client Agent for Ordner anderm |

<Zuriick I Wweiters I

Abbrechen |

CA ARCserve Backup Mitgliedsserver

Ermdglicht es Servern in einer ARCserve-Doméane, Anweisungen zu Jobs

und Geraten von einem Primarserver zu erhalten.

% ca ARCserve Backup

Inzstallations-fUpgrade-Typ wahlen

“Wahlen Sie den gewlnzchten AR CzerverInstallationstyp.

© ARCserve-Manager [Konsale]
" ARCzerve-Standalone-S erver
AR Cserve-Primarserver

(% ARCserve-Migliedsserver

. Benutzerdefiniert [Agenten, Server
und Optionen)

Diege Option ingtalliert einen
ARCzerve-Mitgliedsserver.
ARCzerve-Mitgliedsserver fungieren
als Arbeitszerver flir ARCserve-
Primarzerver. Mitgliedsserver
verarbeiten die Jobs wom
ARCserve-Primarserver. Durch
Primar- und Mitgliedzzerver verfligen
Sie liber einen zentralen
Wenaaltiungspunkt fur mehrere
ARCserve-Server in lhrer
Umgebung. Sie konnen die
ARCzerve-Manager-konzole z2ur
Wenaaltung des Primarservers und
zeiner Mitglieder wenwenden.

<Zurick I ‘wheiter> I

Abbrechen
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Komponenten, die Sie aktualisieren missen

Um diese Konfiguration in Threr Umgebung anzuwenden, missen Sie die
folgenden CA ARCserve Backup-Komponenten aktualisieren:

®  Alle Komponenten, die in lhrer aktuellen ARCserve-Umgebung installiert
sind.

So aktualisieren Sie eine Cluster-fahige ARCserve-Umgebung auf diese Version
Sie kdnnen CA ARCserve Backup auf eine Clusterumgebung mit Job-Failover
auf den folgenden Clusterplattformen aktualisieren:
®  Microsoft Cluster Server (MSCS) in X86/AMD64/1A64 Windows Server
®  NEC ClusterPro/ExpressCluster fur Windows 8.0 und NEC

ClusterPro/ExpressCluster X 1.0 fur Windows

Wichtig! CA ARCserve Backup unterstltzt die Aktualisierung von Brightstor
ARCserve Backup r11.5 auf diese Version. Bei allen vorherigen Versionen
mussen Sie zuerst BrightStor ARCserve Backup deinstallieren und
anschlieRend CA ARCserve Backup installieren.

Aktualisieren einer clusterorientierten ARCserve-Umgebung auf diese
Version

1. Fuhren Sie zur Aktualisierung von CA ARCserve Backup eine der folgenden
Aktionen durch:

s Aktualisieren von CA ARCserve Backup von r11.5 auf rl12 in einer
MSCS-Clusterumgebung (auf Seite 103)

s Aktualisieren Sie CA ARCserve Backup von r11.5 auf r12 in einer NEC
ClusterPro-Umgebung (auf Seite 123).

2. Uberpriifen Sie die Aktualisierung.
Weitere Informationen:

Aktualisieren von CA ARCserve Backup von r11.5 auf r12 in einer MSCS
Cluster-Umgebung (auf Seite 103)

Aktualisieren Sie CA ARCserve Backup von r11.5 auf r12 in einer NEC
ClusterPro-Umgebung. (auf Seite 123)
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So Uberprifen Sie eine Cluster-fahige Aktualisierung

Gehen Sie wie folgt vor, um sicherzustellen, dass Ihre CA ARCserve Backup-
Installation ordnungsgeman funktioniert:

1.

Offnen Sie die CA ARCserve Backup-Manager-Konsole auf einem
Standalone-Server.

Stellen Sie Uber den virtuellen Namen eine Verbindung zum aktualisierten
ARCserve-Server her.

Verschieben Sie bei einer erfolgreichen Verbindung zum aktualisierten
Server die ARCserve-Clustergruppe an einen anderen Knoten.

Stellen Sie sicher, dass alle ARCserve-Dienste erfolgreich gestartet
wurden.

Hinweis: Moéglicherweise antwortet die Manager-Konsole beim
Verschieben der Clustergruppe an einen anderen Knoten wiederholt nicht.

Offnen Sie die Serververwaltung.

Stellen Sie sicher, dass der Doméanen-Verzeichnisbaum die Namen der
Primarserver und aller Mitgliedserver Ihrer ARCserve-Doméane anzeigt.

Offnen Sie den Jobstatus-Manager.

Stellen Sie sicher, dass alle Daten der vorherigen Installation auf den
neuen Primarserver migriert werden. CA ARCserve Backup migriert
Informationen zu Jobs, Protokollen und Benutzerinformationen von den
vorherigen Servern auf den neuen Primérserver.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 337



Empfehlungen zur Aktualisierung von CA ARCserve Backup von einer friiheren Version

6. Offnen Sie den Gerate-Manager.

Stellen Sie sicher, dass der Geratemanager alle mit dem Primarserver
verbundenen Geréate und alle Mitgliedsserver erkennt.

Das folgende Diagramm zeigt im Fenster "Gerate-Manager" einen
Primérserver mit angeschlossenen Geraten und einen Mitgliedsserver samt
angeschlossenem Gerat. Der Priméarserver ist an eine Bibliothek
angeschlossen, die nicht freigegeben ist, der Mitgliedsserver an eine
freigegebene Bibliothek.

Job  Band DE

[BAERTZDEU =] Q00
Bibliothek EE]:: - |
(Nicht freigegeben) Fila -

< F5D2

< FSD3

o F5D4

=) CASTMUIBRARY

CA SIM-CHANGERDRIY
P CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIY
CA SIM-CHANGERDRIV

Bibliothek
=I- G CA-DEU

Frei
( el gegeben) & CA SIM-CHANGERDRIY
H P CA SIM-CHANGERDRIV
a SP CA SIM-CHANGERDRIY

\ 5P CA STM-CHANGERDRIV
&) caspamnany

Gehen Sie wie folgt vor, wenn der Geratemanager nicht alle Geréte
erkennt:

m  Stellen Sie sicher, dass das Gerat ordnungsgemaf mit dem Server
verbunden ist.

m  Stellen Sie sicher, dass die entsprechenden Geratetreiber installiert
sind.

s Konfigurieren Sie die Gerate mit Hilfe der Geratekonfiguration.

Falls CA ARCserve Backup die Geréate nach Abschluss dieser Aufgaben
nicht erkennt, wenden Sie sich an den Technischen Support unter
http://ca.com/worldwide.

Hinweis: Informationen zur Geratekonfiguration finden Sie in der Online-
Hilfe oder im Administrationshandbuch.
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7. Ubergeben Sie einen einfachen Sicherungsjob auf einem Priméarserver.

Stellen Sie sicher, dass der Job erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Primarserver:

[ — = - s 9 o =

Hinzufugen suplnEn o Stoppen Lochen Mkuslisieren ke

& CA ARTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
= gy LIUXEA { LILIA )

i asjajsuoneliney ¥ ‘@

o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes
B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen
E|patenbankschutzioh LILKIA 2 W0 AUSGESETZT  28.11.2007 11:00  Sichern (Ratation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 Abgeschlossen Sichern

CA ARCserve Backup: Sichern - PGRPO - 15 &|

Sicherungsserver [LILIIA]

Vorgang Sichemn erfolgreich

1 Sitzunglen)

1 Vierzeichnis(se] 1 Dateilen] (121 KB] auf Diatenager gesichert
192 KB auf Datentiager geschrisben

Vergangene Zeit: 15

Durchschiitl. Durchsatz: 11,25 MB/fiin

L >
o =
Jobzusammenfassung 8
Sichern auf Datentrager
Host-Rechner LIUKIA
Jebeigentimer caroot
Eigentiimerkennwort AU R oS
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S Windows-Rachnar
c:\ProgrammelLotusiDomina\datslcertlog.ntf
Ziel B
Standardserver: LTUXIA 23:50

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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8. Ubergeben Sie einen einfachen Sicherungsjob an einen Mitgliedsserver.
Stellen Sie sicher, dass der Sicherungsjob erfolgreich abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Sicherungsjob auf einem
Mitgliedsserver:

T CA ARCserve Backup - [Jobstatus:1]

(il Datei Schnellstart Ansicht Jobstatus Fenster Hife

pod Job Band DE 2 IS % i -
= D W) & 4 C @ LS, 7 = 7
& Hinzufuigen Stoppen Aktuslisiersn  Filter
@ m
= [ = &P ch arTserve Barkup-Domane [ Jobwanteschlange | Jobibersicht | Akivititsprotokell
& ) & LILXTA { LILIA )
H B Lan Jobname = Sicherngsserver | Jobrr, | JobeID Status Ausfihrungszeit Jabtyp Letztes
a B TEST-2AFFFIE: Dat job  LILKIA 1 1> EeReIT 28.11.2007 12:00 DB bereinigen
% Elpatenbankschutzioh LILRIA z Il ausGesETZT 28.11.2007 11:00 Sichern {Rotation)
] sichern [Benutzerdefiniert]  LIUKIA 3 15 <letet ausflhrens  Sichern @ abad
Elsichern [Benutzerdefiniert]  TEST-2AF4FFIEZY & 17 Abgeschlossen sichern
'CA ARCserve Backup: Sichern - GRPO - 17 X
Sicherungsserver [TEST-2AFFF1E29]
“organg Sichem exfolgreich
1 Sitzunglen]
1 Verzeichris(se) 0 Dateiler) (1 KB) auf Datentréger gesichert
E4 KB auf Datentrager geschiishen
Wergangene Zeit: Os
Durchschritd, Durchsatz: 3,75 MB/min
< >
i3
= [ o | 3
BTSN H-
Sichern auf Datentrager
Host-Rechner TEST-ZAF4FF1E29
Jobeigentimer caroot
Eigentimerkennwort ok ok s e
Dominenname LIUKIA
Quelle
TEST-2AF4FFLE2S windows-Rechnar
Ci\ProgrammelLotustDominotdats\certiog. ntf
Ziel =
Standardserver: LILXIA 23:54

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des

Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.
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9. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Primarserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Priméarserver:

e were B £ T @ -

»

=z ; 5

g. Hinzufiigen Andetn leu plar Stoppen Gechen Aktualisieren Filker

& r:

=1|| = & ChARCserve Backup-Doméne | Jobwarteschlange | Jobilbersicht | Aktivitatsprotokall

& = i LILXIA { LILIXIA ) = =

3 o LA Jobname = Scherngsserver | Jobrv. | Job-ID Status Ausfihrngszeit Jabtyp Letztes

@ B TesT- Ep LKA 1 1 BEREIT 28.11.2007 12:00 DB bereinigen

E B patenbankschutzioh LIURIA 2 M avscesETZT 28.11.2007 11:00 Sichern {Rotation)
Elsichern [Benutzerdefiniers]  LILKIA 3 15 W FerTic <Jetzt ausfihrens Sichern @ abge
Elsichern [Benutzerdefiniert]  TEST-24F4FFIE2 S 17 W FerTIG <letzt ausfifvens  Sichern @ abod
Ewiederherstellen am 2007... LIUAIA & 19 " 10 Abgeschlossen ‘isderherstellen

CA ARCserve Backup: Wiederherstellen - PGRPO - 19 3
Sicherungsserver [LILUXIA]

Voigang Wisderherstellen erfolgreich

1 Sitzunglen) auf Datentréger gefunden
1 Verzsichnis(se) 1 Dateilen) (117 KB) auf Festplatte wiederhergestelk
128KB vom Dalenirager gelesen

Vergangene Zeit s

Durchschritil Durchsatz: 7,50 MB/min

wiederherstellen von Datentriger U

Host-Rechner LIURIA

3

Jobeigentiimer caraot
r———

Eigentimerkennnort

Dominenname LIURIA

Quelle

Benitigte Datentriger

Datentragername [27.11.07 23:25
e B a
Standerdserver: LIUKIA 73,56

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

m Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fiir den
Job.

»  Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 341



Allgemeine Empfehlungen

10. Ubergeben Sie einen einfachen Wiederherstellungsjob auf einem
Mitgliedsserver.

Stellen Sie sicher, dass der Wiederherstellungsjob erfolgreich
abgeschlossen wird.

Der folgende Bildschirm zeigt einen erfolgreichen Wiederherstellungsjob
auf einem Mitgliedsserver:
e - [=]

AkLserve Dackup - | Jobstalus:1]

ol Job Band DB ) ~ 0 i

= IED Y % o i T @ & e S .

Z : Hinzufugen d : Stoppen Aktussiersn  Filter Drucken

a z r

=1\ & G A ARCserve Backup-Doméne [ Jobwantesohlangs | Jobibersicht | Aktiviatspratakall

& ) i LILXTA { LILNIA )

2 o uan Jobname = Scherungsserver | Jobrr, | JobeD Status Ausfihrungszeit Jabtyp Letztes

a B TEST-2AF4FFIE: Elpat job  LILKIA 1 1» EeREIT 28.11.2007 12:00 DB bereinigen

%’. Elpatenbankschutzioh LILKIA z Il AusGesETZT 28.11.2007 11:00 Sichern {Rotation)

: ] sichern [Benutzerdefiniers]  LIUKIA 3 15 ¥ FerTIG <letzt ausfihven>  Sichern @ abad

2 Sichern [Benutzerdefiniert]  TEST-24F4FF1E20 & 17 W FerTIc <letet ausfifven>  Sichern @ pbod

Ewiederherstelen am 2007... LIUKIA 6 19 ¥ FerTIG <detztausfihren>  wiederherstellen @D abos
Eluiederherstellen am 2007... TEST-24F4FFIE2 7 2n [ abgeschiossen ‘iederherstellen

CA ARCserve Backup: Wiederherstellen - GRPO - 20 &‘

Sicherungsserver [TEST-2AF4FF1E29]

Vorgang Wiedetherstallen erfolgreich

1 Sitzunglen] auf Datentiger gefunden

1 Verzsichnisise) 0 Dateifen) [0 KB) auf Festplatte wisderhergestellt
€4 KB vom Datenirager gelesen

Vergangene Zeit: D

Durchschnitl Durchsatz: 3,75 MB/min

< >

Jobde - |

W T .

Host-Rachner TEST-2AF4FF1E29

Jobeigentiimer caraot

Eigentiimerkennwart Ak A

Dominenname LIUKIA

Quelle

Benitigte Datentréger

Datentragemame | 07.42.07 02:39
Hummer \ d &
Standardserver: LILXIA 23:59

Tritt bei dem Job ein Fehler auf, fihren Sie die folgenden Aufgaben zur
Fehlerbehebung durch:

= Lesen Sie im Jobstatus-Manager die Aktivitatsprotokolldetails fur den
Job.

= Enthalt ein Job Warnmeldungen, Fehlermeldungen oder beides,
doppelklicken Sie auf die Meldung, um sich eine Beschreibung des
Problems und die Schritte zur Behebung des Problems anzeigen zu
lassen.

= Ubergeben Sie den Job erneut, nachdem Sie das Problem behoben
haben.

Allgemeine Empfehlungen

Die folgenden Abschnitte beschreiben allgemeine Empfehlungen, die lhnen bei
der Installation und Anwendung von CA ARCserve Backup helfen kdnnen.
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Installationsort der Manager-Konsole

Die CA ARCserve Backup-Manager-Konsole ist eine grafische
Benutzeroberflache, mit der Sie sich Uber ein Remote-System bei den
ARCserve-Primarservern und Standalone-Servern anmelden kénnen. Mit der
Manager-Konsole kdnnen Sie Sicherungsjobs, Wiederherstellungsjobs und
andere Jobs verwalten und Uberwachen, die von einem beliebigen ARCserve-
Server ausgefuhrt werden. Zum Beispiel einen Standalone-Server und einen
Priméarserver und dessen Mitgliedsserver.

Mit Hilfe der Installationsoption "Manager-Konsole" kdnnen die zur Verwaltung
der Sicherungsvorgange bendtigten Komponenten installieren. Eine Zuweisung
von Speicherplatz fur Sicherungsdaten, Protokolle, Berichte usw. ist nicht
erforderlich. Diese Informationen werden auf Primarservern und Standalone-
Servern gespeichert.

Sie kénnen die Manager-Konsole auf einem beliebigen Computer mit einem
von CA ARCserve Backup unterstitzten Betriebssystem installieren.

Befolgen Sie zur Bestimmung des besten Installationsortes der Manager-
Konsole die folgenden allgemeinen Richtlinien:

B Das Zielsystem ist ein tragbarer Computer. Zum Beispiel ein Notebook. Sie
verwenden den tragbaren Computer zwar zum Verwalten der
Sicherungsvorgange, speichern die Sicherungsdaten jedoch nicht auf
diesem.

B Das Zielsystem befindet sich an einem Remote-Speicherort lhrer
Sicherungsumgebung. Aufgrund der sich durch Ihre Umgebung
ergebenden Bandbreitenbeschrankungen ist es moglicherweise nicht
sinnvoll, Daten auf dem Remote-System zu verwalten und zu sichern.

B Das Zielsystem erfillt nicht die minimalen Systemvoraussetzungen zur
Installation der CA ARCserve Backup-Serverkomponenten. In der Readme
finden Sie eine Beschreibung der minimalen Systemvoraussetzungen, die
in lhrem System zur Installation der CA ARCserve Backup-Server- und -
Manager-Komponenten erfullt sein mussen.

B Das Zielsystem wird regelmalig ausgeschaltet. Sicherungsserver miissen
ohne Unterbrechung laufen, um ein Héchstmaf} an Datensicherheit zu
gewahrleisten.
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Auswahlen einer Datenbankanwendung

Mit CA ARCserve Backup kdnnen Sie Microsoft SQL Server oder Microsoft SQL
Server 2005 Express Edition als Host fur die ARCserve-Datenbank verwenden.
Befolgen Sie zur Auswahl der bestmoglichen Anwendung fur lhre Installation
die folgenden allgemeinen Richtlinien:

Microsoft SQL Server

m  Sie bendétigen zum Schutz lhrer Umgebung einen Priméarserver und
mehr als zehn Mitgliedsserver.

m  Sie aktualisieren von einer friiheren ARCserve-Version und verwenden
aktuell Microsoft SQL Server als Host fir die ARCserve-Datenbank.

Microsoft SQL Server 2005 Express Edition
m  Sie benétigen zum Schutz lhrer Umgebung einen Sicherungsserver

oder einen Primarserver mit weniger als zehn Mitgliedsservern.

Hinweis: Weitere Informationen finden Sie unter Datenbankvoraussetzungen
(auf Seite 48).

Weitere Informationen:

Hinweise zu Microsoft SQL Server 2005 Express Edition (auf Seite 49)
Hinweise fur Microsoft SOL Server-Datenbanken (auf Seite 50)

So installieren und pflegen Sie CA ARCserve Backup-Lizenzen

Die folgenden Abschnitte beschreiben, wie Sie CA ARCserve Backup-Lizenzen
installieren und pflegen.

Verwalten der CA ARCserve Backup-Komponentenlizenzen
Mit der CA ARCserve Backup-Serververwaltung kénnen Sie die folgenden

Aufgaben zur Lizenzverwaltung durchfihren:

®  Anzeigen der auf einem ARCserve-Primarserver und einem ARCserve-
Mitgliedsserver in einer ARCserve-Domane installierten CA ARCserve
Backup-Produkte.

®  |dentifizieren der Anzahl aktiver Lizenzen fir jede ARCserve-Komponente
in einer ARCserve-Domane.

®  Anzeigen der Namen von ARCserve-Priméarservern und -Mitgliedsservern,
die aktive Komponentenlizenzen in einer ARCserve-Doméane verwenden.

B Freigeben der Lizenzen eines ARCserve-Primarservers oder ARCserve-
Mitgliedsservers in einer ARCserve-Doméne.

Hinweis: Informationen zur Lizenzfreigabe von Servern finden Sie unter
Freigeben der Lizenzen von Servern (auf Seite 347).
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Verwalten der CA ARCserve Backup-Komponentenlizenzen

1. Offnen Sie auf der CA ARCserve Backup-Manager-Konsole die
Serververwaltung, indem Sie im Menu "Schnellstart” auf
"Serververwaltung" klicken.

Die Serververwaltung wird gedffnet.

Der ARCserve-Primarserver und dessen Mitgliedsserver werden in einer
Verzeichnisbaumstruktur angezeigt (siehe folgende Veranschaulichung):

B .ﬁ RWTEST [PRIMAR]  —— Domane
GE| PRIMAR  —— Primarserver
Bl BABRW
Bl BABRW?2 —— Mitgliedszerver
[l BABRWA

2. Um sich die auf einem ARCserve-Primarserver und einem ARCserve-
Mitgliedsserver installierten CA ARCserve Backup-Produkte anzeigen zu
lasen, wahlen Sie den Server in der Verzeichnisstruktur aus.

Die Komponenten und Lizenzen fur den ausgewéahlten Server werden in
der Eigenschaftsansicht angezeigt (siehe folgende Veranschaulichung):

BABR12-DEU

ChA ARCserve Backup-

Srstemkonts
: Microsoft Windows Server 2003 R2 Enterprise

B Edition, Service Pack 2 (Build 3790)

24.10.07 15:10:44

=3 Konfiguration...

Al Diensia beemkm Aktuelle Serverzeit

i Lizenzen
hinzufigensanzeigen...

Lizenzen verwalten...

Optianen

nstallieren/deinstallieren. ..

Physischer Speicher {frei/gesamt)

886.03M/1527 46M

Speicherplatz (C:) (freifgesamt)

4.75G/14.65G

Speicherplatz (D) {freifgesamt)

3.25M/M48.62G

Speicherplatz (E:) (freifgesamt)

58.38G/146.48G

Aktive ARCserve-Jobs

o

Anzahl an Prozessen 59
Anzahl an CPUs 1
CPU-Auslastung 11.71%

Metzwerkschnittstelle

Bandbreite: 100Mbps
Metzwerkauslastung: 0.33%
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Option "Lizenzen verwalten™ aus.

Das Dialogfeld "Lizenzverwaltung™ wird ged6ffnet.

Das Dialogfeld “Lizenzverwaltung™ bietet die folgenden Informationen:

m  Der Abschnitt "Lizenzstatus" identifiziert die Anzahl aktiver Lizenzen
fur jede ARCserve-Komponente in einer ARCserve-Domane.

m  Der Abschnitt "Lizenzierte Rechner" identifiziert die Namen der Server,
die eine aktive Lizenz der ausgewahlten ARCserve-Komponente

verwenden.

Zum Beispiel zeigt das folgende Diagramm, dass fur die Storage Area
Network Option sechs aktive Lizenzen vorhanden sind. Die Namen der
sechs Rechner, die die Lizenzen der Storage Area Network Option
verwenden, werden im Feld "Lizenzierte Rechner" angezeigt.

Lizenzverwaltung

Um eine Lizenz Freizugeben, wahlen Sie die Lizenz sowie den oder die Rechner aus,

Lizenzstakus:

Um sich die Beziehungen zwischen Komponente und Lizenzierungen in
einer ARCserve-Doméne anzeigen zu lassen, klicken Sie mit der rechten
Maustaste auf den Priméarserver, und wahlen Sie im Kontextment die

Komponenkennarne I Aktive Lizenzen

|_JCentral Management Option 1

|_1Diisk to Disk to Tape Option 1
1A AR Cserve Backup 9
|_1Tape Library Option 7
e Area 5]
Iindrws Clienk &nenk 2N

Lizenzierte Rechner;

Ej TEST-ZAF4FF1EZ9

Ailles markieren Markierung aufheben |

oK I abbrechen | Ubernehmen

Hilfe:

Weitere Informationen:

Freigeben von Lizenzen von Servern (auf Seite 347)
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Allgemeine Empfehlungen

Freigeben von Lizenzen von Servern

Die CA ARCserve Backup-Lizenzierung erfolgt tiber einen Anzahl-basierten
Mechanismus. Bei der Anzahl-basierten Lizenzierung wird eine einzelne
Pauschallizenz fur die Anwendung gewahrt. Diese Pauschallizenz enthélt eine
vorher festgelegte Anzahl aktiver Lizenzrechte, die im Gesamtlizenzbestand
beinhaltet sind. Jedem neuen Benutzer der Lizenz wird in der Reihenfolge der
Anfragen eine aktive Lizenz vom Bestand gewéahrt, bis alle verfugbaren
Lizenzen vergeben sind. Wenn alle aktiven Lizenzrechte vergeben sind und
eine weitere Lizenz fur einen Mitgliedsserver hinzugefiigt werden soll, missen
Sie einem der anderen Server die Lizenz entsprechend wieder entziehen, um
eine Bestandslizenz nutzen zu kdénnen.

So geben Sie Lizenzen von Servern frei

1. Offnen Sie auf der CA ARCserve Backup-Manager-Konsole die
Serververwaltung, indem Sie im Menu "Schnellstart” auf
"Serververwaltung" klicken.

Die Serververwaltung wird geotffnet.

2. Klicken Sie in der Doméanenverzeichnisstruktur mit der rechten Maustaste
auf den Primarserver, und wéahlen Sie im Kontextmeni die Option
"Lizenzen verwalten".

Das Dialogfeld "Lizenzverwaltung™ wird ged6ffnet.

3. Wahlen Sie im Abschnitt “Lizenzstatus" die Komponente, die die
freizugebende Lizenz enthalt.

Die Rechner, die die Lizenz verwenden, werden im Feld "Lizenzierte
Rechner" angezeigt.

4. Deaktivieren Sie das Kontrollkastchen neben dem Rechnernamen mit der
Lizenz, die freigegeben werden soll, und klicken Sie auf "Ubernehmen".

Die aktivierte Lizenz wird vom markierten Server freigegeben. Diese Lizenz
steht nun anderen Servern zur Verfigung, die das CA ARCserve Backup-
Produkt in Ihrer ARCserve-Doméne ausfuhren.

Hinweis: Sobald Sie auf die Schaltflache "Ubernehmen" klicken, werden
die betreffenden Rechner im Feld "Lizenzierte Rechner" nicht mehr
angezeigt.
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Verwenden von CA ARCserve Backup zur Verwaltung taglicher Aktivitaten

Installieren von serverbasierten CA ARCserve Backup-Optionen
Die folgenden Optionen werden auf dem Primarserver oder dem Standalone-
Server installiert:
®  Central Management Option

Hinweis: Zur Installation dieser Option muss der CA ARCserve Backup-
Primérserver installiert sein.

B Tape Library Option

®  Storage Area Network (SAN) Option

®  Disk to Disk to Tape Option

®  Agent fur VMware

Es gibt zwei Methoden, wie Sie die serverbasierten CA ARCserve Backup-
Optionen installieren kénnen:

®  |nstallieren Sie diese Optionen bei der Installation von CA ARCserve
Backup.

®  |nstallieren Sie diese Optionen mit Hilfe der Serververwaltung.

Uber die Serververwaltung kénnen Sie serverbasierte Optionen installieren und
deinstallieren.

Hinweis: Weitere Informationen zur Verwendung der Serververwaltung zum
Installieren und Deinstallieren serverbasierter Optionen finden Sie im
Administrationshandbuch.

Verwenden von CA ARCserve Backup zur Verwaltung
taglicher Aktivitaten

Fur die in diesem Anhang beschriebenen aktualisierten Szenarien ist es
erforderlich, dass Sie CA ARCserve Backup-Primarserver und CA ARCserve
Backup-Mitgliedsserver installieren. Wenn Sie den CA ARCserve Backup-
Primarserver installieren, missen Sie auch die CA ARCserve Backup Central
Management Option installieren.

Die folgenden Abschnitte beschreiben, wie Sie mit Hilfe von CA ARCserve
Backup und der Central Management Option lhre taglichen Aktivitaten
verwalten.
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Central Management

Mit der Central Management Option kénnen Sie einen bzw. mehrere ARCserve-
Server uUber ein einziges zentrales System verwalten. Innerhalb einer
ARCserve-Doméne ist dieses zentrale System der primare Server. Die anderen
(untergeordneten) Server sind die Mitgliedsserver.

f/_

\\

ARCserveDomine

Mitgliedsserver Mitgliedsserver

PRIMARER

\\_ Server _/J

Primarserver

Mit einem Primarserver kdnnen Sie den Priméarserver und einen oder
mehrere Mitgliedsservers in einer ARCserve-Domane zentral verwalten. Sie
kdénnen Jobs, die auf dem Priméarserver lokal ausgefuhrt werden, und Jobs,
die auf einem oder mehreren Mitgliedsservern in der Doméne remote
ausgefuhrt werden, auf diesem Primarserver zentral verwalten. In einer
ARCserve-Domaéne ist nur ein Primarserver zulassig.

Hinweis: Sie kdnnen jeden CA ARCserve Backup-Server als Primérserver
festlegen. Da der Priméarserver jedoch sowohl fur die Verwaltung als auch
fur die Initialisierung der freigegebenen Mitgliedsserver zustandig ist,
sollten Sie lhren zuverlassigsten Server als Primarserver verwenden.

Mitgliedsserver

Ein Mitgliedsserver fuhrt Jobs aus, die vom Primérserver gesendet werden.
In einer ARCserve-Domane kénnen Mitgliedsserver nur zu einem
Primérserver gehoren.
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Mitglieds
server

Mitglieds

ARCserve-Domane

Eine ARCserve-Domaéne ist eine logische Gruppierung eines Primérservers
und eines oder mehrerer Mitgliedsserver, mit der das Uberwachen und
Verwalten von CA ARCserve Backup-Servern und -Benutzern vereinfacht
wird. In einer ARCserve-Domaéane ist nur ein Primarserver zulassig, und es
sind mehrere vom Primarserver gesteuerte Mitgliedsserver méglich. Mit
einer ARCserve-Doméne konnen Sie die Domé&ne verwalten und einen
beliebigen Server aus der Domane zum Durchfiihren von CA ARCserve
Backup-Tasks auswahlen, ohne sch bei jedem Server separat anmelden zu
mussen.

Die ARCserve-Datenbank (ASDB) kann auf einem Priméarserver oder einem
Remote-System in lhrer Umgebung installiert werden. Beachten Sie
Folgendes: Wenn Sie die ASDB auf einem Remote-System installieren,
muss die ASDB-Instanz unter Verwendung von Microsoft SQL Server
gehostet werden.

Die Priméarserver und Mitgliedsserver kdnnen ggf. Uber ein SAN (Storage
Area Network) verbunden sein. Wenn sich die Mitgliedsserver in einem
SAN befinden, muss der Primarserver ebenfalls Teil des SAN sein.

Hinweis: Eine SAN-Umgebung in einer ARCserve-Domaéne ist eine
Umgebung, in der mehrere ARCserve-Server ein oder mehrere Geréte
(z. B. Bandbibliotheken) gemeinsam nutzen kdnnen.

Mitglieds
Server

PRIMARER

h 4

FSD

DO

Mitglieds
server

cssssssss. ...

L J

QOO

Mitglieds

server

Client

# Steuersignale
# Datenpfad

Client
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Zentrale

Jobverwaltung

Anhand der zentralen Jobverwaltung kdnnen Sie CA ARCserve Backup-Jobs

von einem zentralen Ort aus erstellen, verwalten und Uberwachen. Jobs

werden stets auf dem Primarserver tibergeben und kdnnen entweder lokal

direkt auf dem Primérserver oder remote auf einem der zugeordneten

Mitgliedsserver ausgefuhrt werden. Mit der zentralen Jobverwaltung kénnen

Sie Jobverwaltungsvorgénge (z. B. Sicherungen, Wiederherstellungen,

Einfugungen, Durchsuchungen, Datenmigrationen, Bandkopien, Vergleiche,
Kopien, Zahlungen usw.) auf allen ARCserve-Servern vom Primarserver aus

durchfuhren.

Alle Jobs, deren Ausfuhrung auf einem ARCserve-Server in der Doméne
geplant ist, werden in die zentrale Jobwarteschlange des Primarservers

gestellt. Auf diese Weise kdnnen Sie den Jobstatus aller Jobs in der Doméane
Uber den Primarserver tberwachen.

Um die Jobs anzuzeigen, die vom Priméarserver aus ausgefuhrt werden, wahlen
Sie den Priméarserver aus. Um die Jobs anzuzeigen, die von einem
Mitgliedsserver aus ausgefuhrt werden, wahlen Sie den betreffenden

Mitgliedsserver aus.

DOMANE

Job  Eand OB =

@ @ @ Hinzul

[TEST28FaFFiEs = F
Gigen

Andern

TMew planen

SLOpEREn

Laschen

Akkualisieren

Filker

PRIMARER

Server

MITGLIEDS-

Server

~

E @ CA ARCserve Backup-Domar
[~ = &b TEST-2AF4FFIEZD ( TES
———  F TEST-2AF4FFIEZD

/ ‘Bl 1-71BF2DFE07CE4

Jobwarteschlange | Jobijbersicht I Aktivitétspmtokolll

Jobname

| Sicherungsserver | Jobnr, | Job-10 | Status

| Ausfihrungszy

E' Datenbankbersinigungsjob
EDatenbankschutzjob

e

gdffd (#1 Erganzungsiob Fir Jab...
@qwe

deg

%] sichern [Benutzerdefiniert]

TEST-ZAF4FF1E29
TEST-ZAF4FFIEZ9
TEST-2AF4FFIE29
TEST-2AF4FFIE29
TEST-2AF4FFIEZS
TEST-2AF4FFIE29
TEST-ZAF4FF1EZ9

I BEREIT
I AUSGESETZT
/| FERTIG
/| FERTIG
/| FERTIG
«/| FERTIG
W/ FERTIG

28,11,2007 1
27.11.2007 1
#Jetzt ausfiiby
27.11,2007 0Of
=Jetzt ausfiiby
«Jekzt ausfihy

<Jetzt austihl

Jobstatus
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Zentrale Jobuberwachung

Mit der zentralen Jobuberwachung kdnnen Sie Uber den Priméarserver den
Fortschritt aller in einer Domé&ne auf einem beliebigen ARCserve-Server
ausgefiihrten Jobs iberwachen. Uber die Jobwarteschlange des Primérservers
kdénnen Sie den Echtzeitstatus von aktiven Jobs in der Doméne anzeigen.

Hinweis: Die JobUberwachung ist nur fur aktive (in Ausfuhrung befindliche)
Jobs innerhalb der Doméane verfugbar. Nach Ausfuhrung des Jobs wird im
Jobstatus-Manager der endgultige Status aller in der Doméne ausgefuhrten
Jobs angezeigt.

m| -
[TEST-2AF4FFIEZD | ‘b Band D8 i3 /f 'E

i J]

DOMANE @ @ @ Hinzufiigen fndern Meuplanen  Stoppen Lischen  Akbualisieren Filter
AN
&) CA ARCserve Backup-Doms | Jobwarteschiangs | dobiibersicht | Aktivitstsprotokol |

PR|MARER El& TES:E;F;::ii?éZT:S Jobname = | Sicherungsserver | Jobnr, | Job-Ir | Skakus | Auskibrur

Server | ‘g 1-?1B-FZDF50?C64 S TEST-ZAF4FFIEZS 18 15 /| FERTIG <Jekzt ay

EDatenhankbereinigungsjob TEST-2AF4FF1E2S 1 1» BEREIT 2811200

| E|paterbarkschutzioh TEST-ZAF4FFIEZS 2 Il ausceseTzT  z7.11.zo |Jobwarteschlange

MITGLIEDS- Eldrrd TEST-2AF4FF1EZY 12 & FErTIG <Jetzt aul \_ furalle Jobs in
Server QE|dffd (#1 Erginzungsiob Fiir Job.., TEST-ZAF4FFIE2S 13 10 | FERTIG 27.11.20 der Domane

Elfgh TEST-ZAF4FFIEZY 14 11 & FerTIG <Jetat au

jEIss TEST-ZAF4FF1EZ9 5 3 0 <Jetzt au

/' Elver TEST-ZAF4FFIEZS 11 /z FERTIG <Jetzt au

Jobuberwachung ist nur fir AKTIVE Jobs verfigbar

_E Job-Monitor:Jobname="Sichern [Benutzerdefiniert]’, Job-ID="61"

is Aktualisieren () Stoppen

Eg Source Nodes (1 node: Quelle | Status | Abgeschlossen | Vergangene Zeit
il WIN-23QHBSDCAY | B \WIN-29QHESDCAYS\D \HYSNAPDY  Dateien sichern... s

41 |

Statistic | protokol
Alle Jobstatusinformationen. einschlieflich Master-Job und untergeordnete Jobs.

Streams insgesamt - i Verarbeitete MB: 2,44
MB/Minute: 150,00 Geschatzie MB:
Gesicherte Dateien: 3 Vergangene Zeit - 1s
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Zentrale Datenbankverwaltung

Informationen aller ARCserve-Server in einer Doméane werden in einer einzigen
zentralen Datenbank (Hauptdatenbank) gespeichert, die Uber den
Priméarserver verwaltet werden kann. Die Hauptdatenbank wird Uber den
Primarserver konfiguriert, und von den zugeordneten Mitgliedsservern werden
relevante Informationen in die Hauptdatenbank geschrieben.

Bei jedem Sicherungsvorgang von CA ARCserve Backup werden alle Job-,
Sitzungs- und Datentragerinformationen der ARCserve-Server in der
Hauptdatenbank gespeichert. Zusatzlich zur Datenbank wird eine zentrale
Katalogdatei erstellt, die Informationen zu jeder Sitzung enthalt. Uber diese
Katalogdatei kdnnen Sie bestimmte wiederherzustellende Dateien und
Verzeichnisse auswéahlen, ohne die Datenbank direkt abfragen zu mussen. Die
Katalogdateien wurden neu gestaltet, so dass sie fur eine effiziente Suche
nicht mehr in die Datenbank eingefugt werden mussen. Wenn Daten
wiederhergestellt werden mussen, kann CA ARCserve Backup von einer
zentralen Stelle aus sehr schnell den Inhalt jeder Sitzung in der Katalogdatei
nach den entsprechenden Informationen durchsuchen.

Zentrale Protokollierung

Bei der zentralen Protokollierung werden Aktivitatsprotokolle und Jobprotokolle
far alle ARCserve-Server in einer Domane (Primar- und Mitgliedsserver) in
einer Hauptdatenbank gespeichert, so dass Sie die Protokolle zentral anzeigen
kdénnen.

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 353



Verwenden von CA ARCserve Backup zur Verwaltung taglicher Aktivitaten

Die zentrale Protokollierung ist auch bei der Fehlerbehebung hilfreich. Mit den
verschiedenen Filtern (z. B. Schlisselwort, Job-1D, Jobstatus, Meldungstyp
usw.) kénnen Sie die Protokollinformationen isolieren, um alle Ereignisse fur
eine bestimmte Bedingung anzuzeigen. Sie kénnen beispielsweise angeben,
dass nur die Protokolle fur fehlgeschlagene Jobs oder nur Protokolle mit einem
bestimmten Schlisselwort in einer Meldung oder in einem Jobnamen oder nur
Protokolle fir bestimmte Jobnamen angezeigt werden sollen. Durch die
zentrale Protokollierung kénnen Sie diese Funktionen fiir alle ARCserve-Server
in einer Doméane von einer zentralen Stelle aus durchfuhren.

Schliisselwortfilter Job-ID-Filter Jobstatus-Filter Meldungstypfiter
DOMANE “WIN-Z20HESDCAVE = .
\ Pratokoll
N = &P Ca ARCserve Bacup-Domane
. - gy WIN-25QHBIDCAVE (WIN:
PRIMARER &
Server TN
MITGLIEDS- /]
Server 2007 15:05:26 - 24.11.2007 15:06:08] [Jobnr. 19]

&1 Job 53 [ WIN-29QHBIDCAVE | { Sichern [Benutzerdafiniert] ) [abgeumu-;en] [24.11.2007 15:04:26 - 24.11.2007 15:05:08] [Joba+. 17]
& Job 51 [ WIN-29QHBSDCAVE 1 ( Sichern [Benuta iniert] ) [Ab | 1[24.11.2007 15:03:06 - 24.11,2007 15:03:30] [Jobnr. 15]
7 Job 49 [ WIN-29QHBODCAVS ] { Sichern [Benutzerdefiniert] ) [Abgeschiossen] [24.11.2Q07 15:02:06 - 24,11.2007 15:02:30] [Jobnr. 13]
= Job 47 [ WIN-29QHBIDCAVE ] { Sichern [Benutzerdafiniert] ) [Abgeschlossen] [24.11.200 - 24.11.2007 15:00:58] [Jobnr. 11]
Job 45 [ WIN-29QHBIDCAVS | { Sichern [Benutzerdefiniert] ) [AL il ]1[24.11.2007 14: - 24.11.2007 15:00:00] [Jobnr. 8]

& Job 43 [ WIN-29QHBIDCAVE ]{ Sichern [Benutzerdefiniert] ) [Abgeschlossen] [24.11.2007 14:58: 26 “B4,11.2007 14:59:08] [Jobnr. 8]

Job 41 [ WIN-29QHBIDCAVS ] { fs ) [Abgeschiossen] [24.11.2007 14:57:16 - 24.11.2007 14:57:58] [Jobnr.
51 Inh 39 T WIN-290HRINCAVE 1{ fe ) Tahneerhingeen] 24 11 2007 14-5556 - 24 11 3007 14-56-200 [ohor 51

Protokolldetails
(alle Server)

Zentrale Berichterstellung

Durch die zentrale Berichterstellung geplante Berichte fir alle ARCserve-
Server in einer Domane Uber den Priméarserver starten und erstellen. Es
werden je nach den in der CA ARCserve Backup-Datenbank gespeicherten
Sicherungsaktivitaten verschiedene Berichte erstellt. Mit der zentralen
Berichterstellung kdnnen Sie Uber den Priméarserver fur alle Domanenserver
eine Berichtsvorschau anzeigen, Berichte drucken und per E-Mail versenden
sowie planen, wann ein Bericht erstellt werden soll.

Beispielsweise kdnnen Sie Uber den Priméarserver einen Bericht erstellen, in
dem die Agenten aufgefiihrt werden, die am haufigsten in Folge
fehlgeschlagen sind oder die die meisten fehlgeschlagenen Sicherungsversuche
oder die meisten Teilsicherungen aufweisen. Es werden Prozentwerte der
erfolgreichen, unvollstandigen oder fehlgeschlagenen Sicherungsversuche
angezeigt. AuRerdem wird fur jeden Agenten die Anzahl von Fehlern und
Warnungen des entsprechenden Sicherungsjobs angezeigt. Dadurch kann die
Anzahl der Agenten mit der gréf3ten Fehlerhaufigkeit ermittelt werden.
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Zentrale Alert-Verwaltung

Mit der zentralen Alert-Funktion werden Alerts von allen CA ARCserve Backup-
Servern in einer Domé&ne an den Primarserver Ubermittelt. Alerts auf Jobebene
werden auf dem Primarserver konfiguriert und fur alle Jobs angewendet, die
auf dem Priméarserver oder auf einem der zugeordneten Mitgliedsserver in der
Doméne ausgefuhrt werden.

Zentrale ARCserve-Serververwaltung

Serververwaltungsaufgaben fir alle ARCserve-Server in einer Doméne werden
zentral Giber den Primérserver durchgefithrt. Uber den Primarserver konnen Sie
den Status der CA ARCserve Backup-Prozesse (Jobprozess, Bandprozess und
Datenbankprozess) fur alle ARCserve-Server in der Doméane Uberwachen.
AuRerdem koénnen Sie einen einzelnen Server auswahlen, um den Status der
Prozesse und Dienste auf diesem Server zu Uberwachen und zu verwalten.

BABR12DEU 2 [ ) > H <l &
DOMANE I @ 906 Konfiquration | Starten Stoppen | Akbualisieren ansicht
Status aller
PRIMARER | g BABR12-DEU (BABR1Z-DEV) | Mame | sobprazess | Bandprozess Prozesse
S ——— ~GH BABR12-DEU ZElBABR 12-DEU D Gestartet D Gestartet auf allen
erver > = | KOR_WIN2K3_N Bl kor_winzks_p2 2 Gestartat (D Gestartet Servern
MITGLIEDS- .~ in der
Server Doméne
Job  Band DE $y J
[BABFTZDEU = o > [ L al
@ @ @ Konfiguration Starten Stoppen Akkualisieren Ansicht
Angegebener | & BABR12-DEL (BM-DEL
Server ~| S8 asRiz DEL Status aller
KOR _WINZED_R2 cﬁa Ch ARCserve Discovery Service Gestartet 0:01:32 Akkiviert die Disc Prozesse
GE?CP. ARCserve Domain Server @ Gestartet 0:01;: 358 Bictet die Verwal .
. und Dienste
GE?CP. ARCserve Job Engine @ Gestartet 0:01:01 Werwaltet Jobs a f
GE?CP. ARCserve Management Service @ Gestartet 0:01:33 A AR Cserve M4 auf dem
&P Chy ARCserve Message Engine @ Gestartet 0:01:34 Ermiglicht die Re angegebenen
&P CA ARCserve Service Contraller @ Gestartet 0:01:39 Aktiviert Remote Server
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Zentrale Gerateverwaltung

Mit der zentralen Gerateverwaltung kénnen Sie Gerate fur alle ARCserve-
Server in einer Doméane Uber den Primarserver mit Hilfe des Gerate-Managers
verwalten. Der Gerate-Manager stellt Informationen zu an einen Server
angeschlossen Speichergeraten, zu den Datentragern in diesen Geréten und
zum Status der Gerate bereit. Daruiber hinaus kdnnen Sie mit dem Geréte-
Manager Datentrager formatieren, I6schen, importieren und exportieren sowie
Datentrager-Bestandsaufnahmen durchfihren. Durch die zentrale
Gerateverwaltung kdnnen Sie alle diese Funktionen fur an den Priméarserver
oder an zugeordnete Mitgliedsserver angeschlossene Geréate Uber den
Primérserver ausfihren.

Automatische Konfiguration von Bandbibliotheken

Bandbibliotheken werden von CA ARCserve Backup jetzt automatisch
erkannt und konfiguriert. Aus diesem Grund mussen Sie das separate
Hilfsprogramm Tape Library Option (TLO) nicht mehr ausfuhren. Ebenso
entfallt das Neukonfigurieren einer Bibliothek, nachdem defekte Laufwerke
ausgetauscht oder neue Laufwerke hinzugefugt wurden. Dartber hinaus
koénnen Sie Bibliothekseinstellungen direkt wahrend eines Prozesses
andern, ohne den Bandprozess fur Tasks wie das Reinigen von Bandern
oder Angeben von Reinigungseinstellungen zu stoppen.

Automatische SAN-Konfiguration

Die SAN-Konfiguration ist jetzt mit der CA ARCserve Backup-
Doméanenkonfiguration verknipft, so dass die SAN-Konfiguration nicht
mehr gesondert ausgefuhrt werden muss. Bibliotheken werden beim
priméren CA ARCserve Backup-Doménenserver bei der Ausfuhrung von
Prozessen automatisch als "freigegeben” erkannt. Primérserver einer
Domane kénnen sowohl tGber SAN- als auch tber Nicht-SAN-
Doméanenmitgliedsserver verfugen.
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Automatische Konfiguration von Dateisystemgeréaten

Uber einen zentralen Ort auf dem Priméarserver kénnen Sie ein
Dateisystemgerét auf einem Mitgliedsserver erstellen, ohne den
Bandprozess stoppen oder starten zu mussen.
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Zentrale Lizenzverwaltung

Die Lizenzierung von CA ARCserve Backup ist zahlenbezogen, wobei die
Lizenzen fur den GrofR3teil der ARCserve-Server in einer Domane zentral vom
Primérserver aus angewendet werden. Bei der zahlenbezogenen Lizenzierung
wird eine einzelne Pauschallizenz fur die Anwendung gewahrt. Diese
Pauschallizenz enthélt eine vorher festgelegte Anzahl aktiver Lizenzrechte, die
im Gesamtlizenzbestand beinhaltet sind.

Jedem neuen Benutzer der Anwendung (Mitgliedsserver) wird in Reihenfolge
eine aktive Lizenz vom Bestand gewahrt, bis alle verfugbaren Lizenzen
vergeben sind. Wenn alle aktiven Lizenzen bereits zugewiesen sind und Sie fur
einen anderen Mitgliedsserver eine Lizenz brauchen, mussen Sie die Lizenz
zuerst manuell von einem der Mitgliedsserver entfernen (um die Anzahl zu
reduzieren) und dann den neuen Mitgliedsserver fur die Lizenz anmelden (um
die komplette Anzahl zu beanspruchen).

Empfehlungen zum Installieren und Aktualisieren von CA ARCserve Backup 357



Verwenden von CA ARCserve Backup zur Verwaltung taglicher Aktivitaten

Die Lizenzvergabe ist bei der zentralen Lizenzverwaltung Server-basiert. Das
heil3t, wenn einem Server eine Lizenz zugewiesen wird, wird diese Vergabe in
der zentralen Lizenzverwaltung erfasst, und diese Lizenz ausschlieRlich fur
diesen Server verwendet. Zukinftige Lizenzanfragen vom selben Server
werden immer erfolgreich ausgefiuhrt, und Anfragen von anderen Servern
bewirken, dass dem neuen Server eine neue Lizenz zugewiesen wird. Wenn
alle verfugbaren Lizenzen zugewiesen sind, werden durch die Lizenzprifung
Jobs, die auf einem ARCserve-Mitgliedsserver ausgefihrt werden, auf den
Status "Ausgesetzt" gedndert, und Jobs, die mit einem Server verknupft sind,
auf dem ein ARCserve-Agent ausgefihrt wird, nicht ausgefihrt. In allen
Situationen, in denen keine Lizenzen verfligbar sind, wird eine Warnmeldung
des Aktivitatsprotokolls angezeigt mit der Meldung, dass ein Lizenzproblem
vorliegt.

Mit Hilfe der zentralen Lizenzierung kdnnen Sie ganz einfach Lizenzrechte
entfernen, um anderen Mitgliedsservern Lizenzprivilegien zu gewahren. Uber
das Fenster des Server-Admin-Managers auf dem Priméarserver kdnnen Sie auf
das Dialogfeld "Lizenzverwaltung" zugreifen, um die Anzahl der aktiven
Lizenzen fur alle Komponenten anzuzeigen und auRerdem zu verwalten,
welche Lizenzen welchem Server zugewiesen werden.
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CA ARCserve Backup-Lizenzen werden auf dem CA ARCserve Backup-
Primarserver installiert und zentral Gberprift. Die folgenden Agenten missen
allerdings auf den Servern lizenziert sein, auf denen Sie die Agenten
installieren:

®  CA ARCserve Backup fur Windows Agent fur Open Files

®  CA ARCserve Backup fur Windows Agent fur Oracle

®  CA ARCserve Backup fur Windows Agent fur Sybase

®  CA ARCserve Backup fur Windows Agent fur Informix

®  CA ARCserve Backup fur Windows Agent fur Lotus Domino

®  CA ARCserve Backup fur Windows Enterprise Option fur SAP R/3 fur Oracle
Weitere Informationen:

Verwalten der CA ARCserve Backup-Komponentenlizenzen (auf Seite 344)
Freigeben von Lizenzen von Servern (auf Seite 347)

Zentrale Jobubersicht

Anhand der zentralen Jobubersicht kénnen Sie Uber den Primarserver die
Ubersicht von Sicherungsjobs auf allen ARCserve-Servern in einer Doméane
anzeigen. Sie konnen die Ubersicht auf der Grundlage des betreffenden Hosts
oder des Jobs selbst anzeigen.

Uber die zentrale Jobiibersicht kénnen Sie den Status der gesicherten
ARCserve-Server, der Instanzen (oder Jobs) fur jeden Server und der Volumes
(oder Sitzungen) fur jede Instanz ermitteln und Uberprufen.
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Sie kdnnen auRerdem Informationen zum fir den Sicherungsjob verwendeten
Gerat und Datentrager anzeigen. Dariber hinaus ist die zentrale Jobibersicht
bei der Fehlerbehebung hilfreich, da Fehler oder Warnungen, die bei einem Job
auf einem Server (Primar- oder Mitgliedsserver) ausgel6st wurden, ebenfalls
Uber eine zentrale Stelle angezeigt werden.

Hinweis: Das Feld "MB/Minute" auf der Registerkarte "Jobubersicht” zeigt die
Megabyte pro Minute fiir den gesamten Job an. Zusatzlich zum Datentransfer
vom Quellort zum Zielspeicherort kann ein Job Verwaltungsaktivitaten fur
Datentrager, Vor- und Nach-Skripte usw. enthalten. Aus diesem Grund kann
sich der im Feld "MB/Minute" angezeigte Wert vom tatséchlichen Durchsatz
unterscheiden. Um den tatsachlichen Durchsatz fur den Job anzuzeigen,
klicken Sie auf die Registerkarte "Aktivitatsprotokoll”, suchen Sie den Job,
blenden Sie die Protokolle fir den Masterjob ein, und suchen Sie nach dem
Protokolleintrag fuir den durchschnittlichen Durchsatz.
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Anhang B: Fehlerbehebung beil der
Installation

Dieser Anhang enthalt Informationen dazu, wie Sie Fehler bei der CA ARCserve
Backup-Installation beheben kénnen.

Dieses Kapitel enthélt folgende Themen:

Die Anmeldung bei der Manager-Konsole von CA ARCserve Backup schlagt
fehl (auf Seite 361)

Initialisierung der CA ARCserve Backup-Dienste fehlgeschlagen (auf Seite
363)

Ermittlung der von CA ARCserve Backup unterstitzten Geréte nicht mdglich
(auf Seite 364)

Die Anmeldung bei der Manager-Konsole von CA ARCserve
Backup schlagt fehl

Gultig fur Windows

Problem:

Ich habe CA ARCserve Backup installiert, kann mich aber nicht bei der
Manager-Konsole von CA ARCserve Backup anmelden. Woran kann das liegen?

L6sung:

Mdglicherweise werden die Dienste zur Benutzerauthentifizierung nicht
ausgefuhrt. Wechseln Sie in der Systemsteuerung zum Fenster "Dienste”, und
vergewissern Sie sich, dass die Dienste CA ARCserve Backup-Domaéanenserver,
CA ARCserve Backup-Dienst-Controller und CA-Server fur Remote-
Prozeduraufruf ausgefuhrt werden. Sie kbnnen dies auch prifen, indem Sie
den Task-Manager 6ffnen und nach der Anwendung CAAUTHD suchen. Sollten
Sie keine Instanz dieser Anwendung im Task-Manager finden, wechseln Sie
zum Fenster "Dienste"”, halten Sie den CA ARCserve Backup-Doméanenserver
an und starten diesen wieder, und versuchen Sie erneut, sich bei der Manager-
Konsole von CA ARCserve Backup anzumelden. Wenn Sie sich immer noch
nicht anmelden kdnnen, 6ffnen Sie die Eingabeaufforderung, wechseln Sie zum
Stammverzeichnis von CA ARCserve Backup, und fuhren Sie die folgenden
Befehle aus:

ca_auth -user getall
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Die Anmeldung bei der Manager-Konsole von CA ARCserve Backup schlagt fehl

Die Ausgabe auf dem Bildschirm sollte in etwa dem Folgenden entsprechen:
Benutzernamen:
caroot

Wird nicht mindestens ein Benutzer (caroot) angezeigt oder tritt bei der
Ausfuhrung des Befehls ein anderer Fehler auf, fuhren Sie die folgenden
Befehle zur Fehlersuche bei der Authentifizierung aus. Sie kénnen
anschliefend die Protokolle zur Untersuchung an den Support von CA
ARCserve Backup senden.

®  Pingen Sie den Rechner nach dem Namen an. Beispiel:
ping.exe BAB MACHINE

In diesem Beispiel ist BAB_MACHINE Ihr Rechner. Sollte dies zu keinem
Ergebnis fuhren, I6sen Sie den Namen in eine IP-Adresse auf, indem Sie
die Datei ETC/HOSTS andern oder dazu den DNS-Server verwenden.

Geben Sie den folgenden Befehl ein
ipconfig /all > ipconfig.log

®  Geben Sie den folgenden Befehl ein, um dem Technischen Support
mitzuteilen, ob der Portmapper auf IThrem Rechner ausgefuhrt wird:

netstat -na >netstat.log

®  Geben Sie den folgenden Befehl ein, um dem Technischen Support
mitzuteilen, welche CA ARCserve Backup-Dienste fur den RPC-Server
registriert wurden, der auf dem Client-Rechner ausgefiihrt wird:

rpcinfo.exe -p BAB_MACHINE>rpcinfo.log

In dieser Syntax ist BAB_MACHINE Ihr Rechner.
B Geben Sie den folgenden Befehl ein:

rpcinfo.exe -t BAB MACHINE 395648 1 > caauthd.txt

In dieser Syntax ist BAB_MACHINE Ihr Rechner.

Hinweis: Wenn mit ">" auf eine Datei verwiesen wird, werden die
Ergebnisse nicht auf dem Bildschirm angezeigt.

m  Erstellen Sie folgenden Registrierungsschlussel:

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\Base\LogBrightStor\[DWORD]DebuglLogs ==

Dadurch wird die Datei RPC.LOG im Stammverzeichnis von CA ARCserve
Backup unter \LOG erstellt.
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Initialisierung der CA ARCserve Backup-Dienste fehlgeschlagen

Initialisierung der CA ARCserve Backup-Dienste
fehlgeschlagen

Gultig fur Windows

Problem:

Warum schlagt die Initialisierung meiner CA ARCserve Backup-Dienste fehl?

Losung:

CA ARCserve Backup bendtigt einen Portmapper flr seine RPC-Prozesse. Die
Portmapper-Funktionalitat wird tGber den Windows-Dienst "CA-Server fur
Remote-Prozeduraufruf" zur Verfigung gestellt, der die Standard-Portmap mit
Port 111 verwendet.

Stellt CA ARCserve Backup aufgrund von Portl11-Konflikten fest, dass fiur den
Dienst CA-Server fur Remote-Prozeduraufruf die gleiche Portnummer
verwendet wird wie bei einem zuvor installierten Portmapper, wechselt CA
ARCserve Backup automatisch auf eine andere Portnummer.

Wenn andere Computer mit lhrem Computer kommunizieren sollen,
empfehlen wir die Konfiguration eines bestimmten Ports. Verwenden Sie dazu
die Datei PORTSCONFIG.CFG im Verzeichnis
SHAREDCOMPONENTS\BRIGHTSTOR.

CA ARCserve Backup unterstitzt externe Portmapper (Microsoft Services for
UNIX (SFU), Noblenet Portmapper, StorageTek LibAttach usw.). Wéahrend der
Rechner gestartet wird, wird jedoch mdglicherweise eine Initialisierung der
Dienste von CA ARCserve Backup versucht, bevor der externe Portmapper
vollstandig initialisiert wurde. Sollte dies eintreten, schlagt die Initialisierung
der CA ARCserve Backup-Dienste fehl. Gehen Sie folgendermafen vor, um
dieses Problem zu vermeiden:

1. Erstellen Sie folgenden Registrierungsschlissel:

HKEY LOCAL MACHINE\Software\ComputerAssociates\CA ARCserve
Backup\Base\Portmap

2. Erstellen Sie "DWORD DelayedRegistration” unter diesem SchlUssel.

3. Weisen Sie diesem Schlussel einen Dezimalwert zu, der die Anzahl von
Minuten angibt, die die CA ARCserve Backup-Dienste warten, bevor die
Portmapper-Registrierung initialisiert wird. DelayedRegistration=1 bewirkt
beispielsweise, dass fur die Dauer von einer Minute nach dem Start alle CA
ARCserve Backup-Dienste ohne Portmapper-Registrierung gestartet
werden.
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Ermittlung der von CA ARCserve Backup unterstutzten Gerate nicht mdglich

Ermittlung der von CA ARCserve Backup unterstitzten
Gerate nicht moglich

Gultig fur Windows

Problem:

Welche Gerate werden von CA ARCserve Backup unterstitzt?

Losung:

Auf der Website von CA finden Sie eine Liste zertifizierter Gerate, anhand
derer Sie die Firmware und das Modell des unterstitzten Gerats Uberprifen
kénnen. Um auf diese Informationen zuzugreifen, 6ffnen Sie die Startseite von
CA ARCserve Backup, und klicken Sie unter "News und Support" auf die
Verknupfung "Liste der zertifizierten Gerate", wie in der nachfolgenden
lllustration dargestelit:

MNews und Support .

CA ARCserve Backup im web
Erfahren Sie alles dber unzare erstklaszige
Datenschutzldsung.

Technischer Support

% Bezuchen Sie auf der CA-Website die
SupportConnect-Seite, um Lasungen far Ihre
Problerme zu erhaltan,

ehlews
Link zu den archivierten E-Mews auf der CA-
Website,

Liste der zertifizierten Gerite
Liste der Gerdte, die von CA ARCserve Backup
unterstittzt werden.

Weitere Informationen:

CA ARCserve Backup-Startseite (auf Seite 149)

364 Implementierungshandbuch



Anhang C: Lizenzhinweise

Teile dieses Produkts enthalten Software von anderen Herstellern. Der
nachfolgende Abschnitt enthalt Informationen zur Software von anderen
Herstellern.

Dieses Kapitel enthélt folgende Themen:

RSA Data Security, Inc. (auf Seite 365)

RSA Data Security, Inc.

MD5C.C - RSA Data Security, Inc., MD5 Message-Digest Algorithm.

Copyright (C) 1991-2, RSA Data Security, Inc. Created 1991. All rights
reserved.

License to copy and use this software is granted provided that it is identified
as the "RSA Data Security, Inc. MD5 Message-Digest Algorithm™ in all material
mentioning or referencing this software or this function.

License is also granted to make and use derivative works provided that such
works are identified as "derived from the RSA Data Security, Inc. MD5
Message-Digest Algorithm" in all material mentioning or referencing the
derived work.

RSA Data Security, Inc. makes no representations concerning either the
merchantability of this software or the suitability of this software for any
particular purpose. It is provided "as is" without express or implied warranty of
any kind.

These notices must be retained in any copies of any part of this documentation
and/or software.
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