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Referéncias a produtos da CA

Este documento faz referéncia aos seguintes produtos da CA:

Advantage™ Ingres®

BrightStor® ARCserve® Backup for Laptops and Desktops
BrightStor® CA-1® Tape Management

BrightStor® CA-Dynam®/B Backup for VM

BrightStor® CA-Dynam®/TLMS Tape Management
BrightStor® CA-Vtape™ Virtual Tape System

BrightStor® Enterprise Backup

BrightStor® High Availability

BrightStor® Storage Resource Manager

BrightStor® VM:Tape®

Agente para Novell Open Enterprise Server do CA ARCserve® Backup para
Linux

Agent for Open Files do CA ARCserve® Backup para NetWare
Agent for Open Files do CA ARCserve® Backup para Windows
Agente cliente para FreeBSD do CA ARCserve® Backup

Agente cliente para Linux do CA ARCserve® Backup

Agente cliente para Mainframe Linux do CA ARCserve® Backup
Agente cliente para NetWare do CA ARCserve® Backup

Agente cliente para UNIX do CA ARCserve® Backup

Agente cliente para Windows do CA ARCserve® Backup

Opcéo corporativa para AS/400 do CA ARCserve® Backup

Opcéo corporativa para Open VMS do CA ARCserve® Backup

CA ARCserve® Backup para Windows

Agente para IBM Informix do CA ARCserve® Backup para Windows
Agente para Lotus Domino do CA ARCserve® Backup para Windows

Agente para Microsoft Data Protection Manager do CA ARCserve® Backup
para Windows

Agente para Microsoft Exchange do CA ARCserve® Backup para Windows

Agente para Microsoft SharePoint do CA ARCserve® Backup para Windows



®  Agente para Microsoft SQL Server do CA ARCserve® Backup para Windows
®  Agente para Oracle do CA ARCserve® Backup para Windows

®  Agente para Sybase do CA ARCserve® Backup para Windows

®  Agent para VMware do CA ARCserve® Backup para Windows

®  Opcao de recuperacéo de falhas do CA ARCserve® Backup para Windows

®  Opcao de disco para disco e para fita do CA ARCserve® Backup para
Windows

®  Moédulo corporativo do CA ARCserve® Backup para Windows
®  Opcao corporativa para IBM 3494 do CA ARCserve® Backup para Windows

®  Opcao corporativa para SAP R/3 para Oracle do CA ARCserve® Backup
para Windows

®  Opcao corporativa para StorageTek ACSLS do CA ARCserve® Backup para
Windows

®  Opcéo Image do CA ARCserve® Backup para Windows

®  Servico de cépias de sombra de volumes da Microsoft do CA ARCserve®
Backup para Windows

®  Opcdo NAS NDMP do CA ARCserve® Backup para Windows
®  Opcdo de backup sem servidor do CA ARCserve® Backup para Windows

®  Opcédo SAN (Storage Area Network) do CA ARCserve® Backup para
Windows

®  Opcdo para bibliotecas de fitas do CA ARCserve® Backup para Windows
®  CA XOsoft™ Assured Recovery™

® CA XOsoft™

® Common Services™

®  eTrust® Antivirus

®  eTrust® Firewall

®  Unicenter® Network and Systems Management

®  Unicenter® Software Delivery

®  Unicenter® VM:Operator®

Entrar em contato com o Suporte técnico

Para obter assisténcia técnica online e uma lista completa de locais, horario de
funcionamento e nimeros de telefone, entre em contato com o Suporte
técnico em http://www.ca.com/worldwide
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Capitulo 1: Apresentando os agentes

clientes

O CA ARCserve Backup é uma solugéo de armazenamento abrangente para
aplicativos, bancos de dados, servidores distribuidos e sistemas de arquivos.
Oferece recursos de backup e restauracdo para bancos de dados, aplicativos
empresariais criticos e clientes de rede. Entre os agentes compativeis do CA
ARCserve Backup existe um conjunto especifico de agentes clientes baseados
no sistema operacional.

Os agentes clientes sdo pacotes de software separados instalados em
computadores em rede que fornecem uma interface de rede entre o
computador e o CA ARCserve Backup. Além de permitirem conectividade, os
agentes clientes compartilham tarefas de armazenamento de dados com o0s
servidores de backup na rede. Pode ser necessario haver diversos agentes
clientes, dependendo do nimero e da variedade de maquinas na rede que
exigem funcionalidade de backup e restauracdo de dados regularmente.

Esse guia oferece informag8es sobre instalacdo, configuracdo e adicdo dos
agentes clientes para todas as estag¢des de trabalho e servidores no ambiente
da rede de armazenamento.

Esta secdo contém o0s seguintes topicos:

Recursos do agente (na pagina 10)

Sistemas clientes suportados (na pagina 11)

Como funcionam os agentes clientes (na pagina 12)
Recursos do agente (na pagina 12)
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Recursos do agente

Recursos do agente

Os Agentes clientes do CA ARCserve Backup foram criados para organizagdes
que precisam preservar os recursos de rede transferindo a carga das tarefas
para servidores e midias de backup centralizados. Dentre outras funcdes, os
agentes clientes sdo usados para:

Minimizar a carga na rede de comunicagdes

Aumentar a eficiéncia dos servidores do CA ARCserve Backup transferindo
a carga do pré-processamento dos dados arquivados para o computador
cliente

Fornecer informacdes detalhadas de arquivo e diretdrio sobre o cliente
remoto para o servidor do CA ARCserve Backup

Comunicar com o servidor e permitir procurar e selecionar os componentes
de backup

Ajudar a monitorar o andamento das tarefas de backup

Manter logs de backup do status das atividades de backup e restauracéo

Os agentes clientes também podem ampliar a protecdo de dados para todos os
computadores cliente a partir de um unico servidor do CA ARCserve Backup na
rede.

10 Guia dos Agentes clientes



Sistemas clientes suportados

Sistemas clientes suportados

O CA ARCserve Backup oferece os seguintes agentes clientes:

Agente cliente para Windows do CA ARCserve Backup. Esse agente cliente
aceita o seguinte:

— Windows Server 2008 (apenas sistema operacional principal)
— Microsoft Vista™

— Windows 2000

— Windows XP

— Windows Server 2003

— Windows Small Business Server (SBS) funcionando em servidores com
Windows 2000 e Windows 2003

Agente cliente para NetWare do CA ARCserve Backup

Agente cliente para UNIX do CA ARCserve Backup Esse agente cliente
aceita o seguinte:

— AIX

—  HP-UX

— Solaris
— Trub4

— FreeBSD

Agente cliente para Linux do CA ARCserve Backup Esse agente cliente
aceita o seguinte:

— Red Hat

— SuSE

— Turbo

— Debian

— RedFlag

— Miracle Linux

Agente cliente para Mainframe Linux do CA ARCserve Backup Esse agente
cliente aceita o seguinte:

— Red Hat Enterprise Server 3, 4 (31 bits e 64 bits) operando no zSeries
e S/390

— SLES 8 e 9 (31 e 64 bhits) operando no zSeries e S/390
Opcéo corporativa para AS/400 do CA ARCserve Backup
Agente cliente para Mac OS X do CA ARCserve Backup

Apresentando os agentes clientes 11



Como funcionam os agentes clientes

B Opcédo corporativa para OpenVMS do CA ARCserve Backup

Consulte o arquivo Leiame no CD de instalagdo para obter os requisitos
adicionais de hardware e software para instalar e executar agentes clientes.
For assistance, contact Technical Support at http://ca.com/support.

Como funcionam os agentes clientes

O CA ARCserve Backup e os agentes clientes foram criados para oferecer
suporte a atividades de armazenamento de dados para empresas e
organiza¢des com computadores em rede. Os agentes clientes permitem
realizar backup e restaurar dados de misséo critica na rede. Eles ajudam a:

®  Facilitar o backup de aplicativos ou sistemas de arquivos
®  Facilitar a monitora¢cdo do andamento do backup

®  Facilitar a monitoragcao das atividades do log de backup

Se houver agentes clientes instalados nos computadores da rede, um Unico
servidor do CA ARCserve Backup pode executar operacdes de backup e
restauracdo de dados em diversos computadores e sistemas operacionais.

Recursos do agente

Esta secdo discute os recursos e as funcionalidades oferecidas pelos diversos
Agentes clientes do CA ARCserve Backup.

Tecnologia Push

Todos os agentes clientes usam tecnologia Push, que automatiza o processo
de backup e restauracao. O agente cliente contém mecanismos clientes
internos separados que ajudam a reduzir os processos de backup que fazem
uso intensivo de recursos do servidor do CA ARCserve Backup. Com esse
recurso, o agente cliente filtra e empacota os dados arquivados para serem
recebidos pelo servidor. Esse método de preparacao e transmissdo de dados
oferece procura em diretdrios em tempo real, diminui a carga dos recursos do
sistema pelo servidor de backup, aprimora a transferéncia de dados por meio
do uso da tecnologia de pacotes, oferece seguranca a rede e monitora as
tarefas de backup e restauracéo.
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Recursos do agente

Quando os agentes clientes estiverem instalados e configurados, vocé podera
usar o CA ARCserve Backup para receber dados de cada estacdo de trabalho
na rede de dados. O agente cliente procura os diretdrios de destino, prepara
os dados e os transmite pela rede de pacotes. O servidor de backup entéo
prepara os dados para armazenamento nos dispositivos de backup designados.
Esses processos simultaneos entre a estacao de trabalho cliente e o servidor
de backup cria um ambiente de backup eficiente e automatizado.

Resolucdo de nomes de computador do Windows

A resolucdo de nomes de computador permite que o computador Windows
local detecte automaticamente o enderec¢o IP da maquina Windows remota ao
estabelecer conexdo para realizar operagdes de backup e restauracéo.

Os clientes de servidor de backup e os clientes de rede podem usar esse
recurso. Um servidor local do CA ARCserve Backup pode usar a resolucéo de
nome do computador para se conectar e fazer backup de dados em
computadores remotos.

Recursos de seguranca

Os Agentes clientes do CA ARCserve Backup oferecem diversos recursos de
seguranca, incluindo a seguranca de senha do agente cliente, seguranca de
logon no sistema, criptografia de dados inteligente de cliente para servidor e
verificagdo de virus integrada com reparo de arquivos contaminados. As
secOes a seguir oferecem mais informacdes sobre os recursos de criptografia
de dados e verificagcdo de virus do CA ARCserve Backup.

Criptografia de dados inteligente de cliente para servidor

Com o recurso de criptografia de dados inteligente de cliente para servidor, é
possivel criptografar pacotes de dados transportados durante uma tarefa de
backup com uma senha de sessado para aprimorar a seguranca na rede. Esse
recurso utiliza a criptografia AES 256 e assegura que os dados transportados
ou arquivados estejam seguros e protegidos por senha, e garante a
privacidade dos dados transmitidos pela rede e a seguranca das midias de
backup. Fitas ndo poderao ser usadas indevidamente ou restauradas por
usuarios que nao possuam a chave de criptografia.

Ao escolher esse recurso, os dados de backup séo criptografados, incluindo os

pacotes de dados que sdo transportados entre o cliente e o servidor, os dados

que residem no servidor local e os dados que foram movidos para as midias de
backup.
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Recursos do agente

Verificacao de virus e reparo integrados

O CA ARCserve Backup fornece os componentes de verificacdo e remocdo de
virus do eTrust Antivirus para proteger seus dados.

Importante: o CA ARCserve Backup fornece somente os componentes de
verificacdo e remocdo. Ele ndo oferece uma instalacdo completa do eTrust
Antivirus. Para o agente cliente do Windows, é necessaria uma instalagdo
completa do eTrust Antivirus para receber atualizacdes automaticas de
assinaturas de virus.

Quando a verificacdo de virus esta ativada, o CA ARCserve Backup verifica os
dados em busca de virus durante as operac¢des de backup e copia. Esse
recurso garante que os dados criticos estardo protegidos contra todas as
ameacas de virus. O componente de remocao de virus, quando selecionado
durante a configuracdo, repara os arquivos contaminados sem a necessidade
da intervencédo do usuario. Esse recurso garante que os dados criticos estejam
protegidos contra todas as ameacgas de virus.

Para obter mais informacdes sobre a integracdo com o eTrust Antivirus,
consulte o Guia do Administrador.

Deteccao automatica de agentes clientes

Para o CA ARCserve Backup instalado em um servidor Windows, vocé pode
ativar a Deteccao automatica de todos os computadores na rede que
executam agentes clientes para Windows, UNIX, Linux e Mac OS X. Com a
Deteccdo automatica, o CA ARCserve Backup pode detectar todos os
computadores Windows, UNIX, Linux e Mac OS X que executam seus
respectivos agentes clientes e criar automaticamente a lista necessaria de
computadores designados para receber backups periddicos.

Varias placas de interface de rede

O agente cliente do Windows aceita diversas placas de rede (NICs). Para
computadores com mais de uma placa de rede, o agente cliente verifica todas
as NICs habilitadas para determinar quais placas estdo ativadas e sendo
usadas para transmissao.
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Recursos do agente

Conectividade de rede avancada

Os computadores que possuem o agente cliente do Windows podem ser
recuperados a partir de falhas de rede temporarias usando algoritmos de
reconexdo (no caso de mau funcionamento grave da rede, o agente cliente do
Windows pode nédo ser recuperado). A estrutura do CA ARCserve Backup
amplia a capacidade de analisar a conectividade da rede.

Navegacao remota em tempo real

Esse recurso permite que administradores de sistema visualizem, em tempo
real, informacdes de arquivo e diretério sobre a maquina de destino remota.

Verificagao de redundancia ciclica

Os agentes clientes geram cddigos de verificagdo de redundancia ciclica (CRC)
para todos os arquivos enviados para o servidor do CA ARCserve Backup. O
CRC é usado para verificar a integridade dos arquivos dos quais foi feito
backup.

Opcdes globais de verificacao de backup

Agentes clientes aceitam as opc¢des globais de verificacdo de backup Verificar o
conteudo da midia de backup e Comparar a midia de backup com o disco, que
permitem verificar se o backup dos dados foi realizado corretamente.

Se vocé selecionou a opcédo Verificar o contedldo da midia de backup, o CA
ARCserve Backup verifica o cabecalho de cada arquivo na midia de backup. Se
o cabecgalho for legivel, os dados serao considerados confiaveis. Se o
cabecalho néo estiver legivel, o Log de atividades sera atualizado com essa
informacéao.

Observacao: se vocé selecionar a op¢ao global de verificacdo de backup
Verificar conteddo da midia de backup e ativar a opc¢édo global Calcular e
armazenar o valor CRC na midia de backup, além de verificar o cabecalho de
cada arquivo na midia de backup, o CA ARCserve Backup realizara uma
verificacdo de CRC recalculando o valor de CRC e comparando-o com o valor
armazenado na midia.

Apresentando os agentes clientes 15



Recursos do agente

Se vocé selecionar a opcdo Comparar a midia de backup com o disco, o CA
ARCserve Backup lera blocos de dados da midia e comparara os dados, byte
por byte, com os arquivos no computador de origem, assegurando que todos
os dados da midia sejam idénticos aos do disco. Se houver diferenca, o log de
atividades sera atualizado com essa informacgéo.

Para obter mais informacdes sobre as opc¢des de verificagdo de backup,
consulte a Ajuda online.

Listas de controle de acessos

As ACLs (listas de controle de acesso) para agentes clientes do Windows, do
UNIX, do Linux e do Mac OS X permitem controlar qual servidor do CA
ARCserve Backup acessa a estacdo de trabalho por meio do agente cliente. A
configuracdo inicial para esses agentes clientes ativa todos os servidores de
backup para realizarem backup e restauracdo de dados através de um agente
cliente do Windows, do UNIX, do Linux ou do Mac OS X. Ao criar uma ACL, é
possivel restringir as operacdes de backup e restauracdo de dados para um
grupo especifico de servidores para cada agente cliente.

Observacao: o agente para FreeBSD no SO versao 5.3 e 5.4 fara backup e
restaurara as ACLs. Ha suporte para ACLs padrédo e de acesso. Ndo ha suporte
para esse recurso no FreeBSD versdo 4.11.

Atributos estendidos para agentes clientes do Linux e FreeBSD

O agente cliente para Linux e FreeBSD versfes 5.3 e 5.4 oferece suporte ao
backup e restauracao de Atributos estendidos. Nao ha suporte para esse
recurso no FreeBSD versao 4.11.

Sinalizadores especificos do sistema de arquivos para agentes clientes do Linux
e FreeBSD

O agente cliente para Linux e FreeBSD versfes 5.3 e 5.4 oferece suporte ao
backup e restauracdo de Atributos especificos do arquivo de sistema
(denominados Sinalizadores no FreeBSD). N&do ha suporte para esse recurso
no FreeBSD versobes 4.11, 5.3 e 5.4.

16 Guia dos Agentes clientes
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Compactacéao de dados

Multitransmissao

Multiplexacao

Os agentes clientes do Windows, do UNIX, do Linux e do Mac OS X aceitam
compactacéo de dados transmitidos pela rede TCP/IP (Transmission Control
Protocol/Internet Protocol). Compactagéo é a redugcdo do tamanho dos dados
com o objetivo de economizar espago e aumentar o tempo de transmissao.
Quando essa opc¢ao esta configurada, o agente cliente compacta todos os
pacotes de dados antes de iniciar a transmisséo para o servidor de backup.

Se tiver mais de uma unidade e mais de um volume para fazer backup,
configure o agente cliente do sistema para usar a multitransmissdo. Com a
multitransmisséo, pode-se aproveitar todos os dispositivos de fita disponiveis
no sistema. A opg¢édo de multitransmisséo funciona dividindo uma Unica tarefa
de backup em diversas tarefas que usam todas as unidades de fita. Como
resultado, essa op¢do aumenta a taxa de transferéncia geral de backup, se
comparado com o processamento sequencial, de fluxo Unico.

Em um servidor Windows, a op¢do de multitransmisséo é realizada no nivel de
volume para sistemas de arquivos regulares (dois volumes podem ser
executados simultaneamente em dois dispositivos separados). Para pastas
compartilhadas preferidas, servidores remotos de banco de dados e agentes
Windows NT, 2000 ou XP, a opcdo de multitransmisséo é realizada no nivel de
nd. Em um servidor UNIX ou Linux, pode-se configurar o nivel de
multitransmissao.

Pode haver o mesmo numero de tarefas sendo executadas simultaneamente
que o numero de dispositivos ou grupos locais e remotos no sistema. Com a
opc¢ao de multitransmissdo, uma tarefa principal é criada, o que aciona tarefas
escravas de acordo com a quantidade de volumes necessaria. Quando uma
tarefa for concluida em um dispositivo, outra tarefa é executada até que nao
haja mais tarefas a serem executadas. Para obter mais informagdes sobre
multitransmisséo, consulte o Guia de Administracao.

A multiplexacdo € um processo no qual os dados de vérias origens séo
gravados na mesma midia simultaneamente. Quando uma tarefa que possui
vérias origens é enviada com a opg¢édo de multiplexagdo ativada, ela é
quebrada em varias tarefas filhas, uma para cada origem. Essas tarefas filhas
gravam dados na mesma midia simultaneamente. Para obter mais
informacgdes sobre multiplexacéo, consulte o Guia de Administracao.
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Recursos de instantaneo e Direct I/O para sistemas Solaris e HP-UX

E possivel melhorar o desempenho de determinados volumes de sistemas de
arquivo UNIX (UFS) e Veritas (VXFS) usando os recursos de instantaneo e
Direct 1/0 (Direct Input/Output).

Observacao: esses recursos estdo disponiveis somente no nivel do volume do
disco, e somente em sistemas Solaris e HP-UX.

Com o recurso de instantaneo, o agente cliente permite a execucdo do backup
dos dados com mais rapidez e eficiéncia. O agente cliente do CA ARCserve
Backup obtém um instantaneo de um volume UNIX, monta o instantaneo em
um diretorio temporario criado no volume raiz e, em seguida, gera o backup.
Depois que o backup do instantaneo for concluido, o agente do sistema de
arquivos desmonta do diretério temporario e exclui o instantaneo. Alguns
computadores da rede podem criar e montar o instantdneo de seus dados de
backup em um ponto de montagem alternativo. Aplicativos de backup podem
entdo acessar e fazer backup dos dados usando o ponto de montagem
alternativo.

Com o recurso Direct 1/0, o agente cliente do UNIX remonta o volume usando
a opcao Mount do Direct I/0. Esse recurso pode melhorar o desempenho
durante operagfes de entrada/saida de arquivos e pode eliminar requisitos de
buffer duplo.
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Capitulo 2: Instalando os agentes
clientes

Para executar uma tarefa de backup ou restauracgao, instale e inicie o software
do agente cliente do CA ARCserve Backup adequado. O agente cliente permite
a comunicacgado entre uma estagao de trabalho e o servidor do CA ARCserve
Backup. Este capitulo descreve como instalar esses agentes.

Esta secdo contém os seguintes topicos:

Requisitos do sistema (na pagina 19)

Consideracfes sobre a instalacéo (na pagina 19)
Instalacdo dos agentes clientes (na pagina 21)
Instalacdo automatica do agente comum (na pagina 21)

Requisitos do sistema

Consulte no arquivo Leiame do CD de instalagdo os requisitos de hardware e
software para a instalacdo e a execucao dos agentes clientes. For assistance,
contact Technical Support at http://ca.com/support.

Consideracdes sobre a instalacao

As secdes a seguir incluem informacdes que devem ser verificadas antes de
instalar os agentes clientes.

Agente cliente para Windows
Antes de instalar o agente cliente para Windows, considere as seguintes
questdes.

B Antes de executar o agente cliente para Windows, configure seu
computador para se comunicar através de um ou mais dos seguintes
protocolos:

— TCP/IP
— WinSock Direct
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Consideracdes sobre a instalacao

®  Algumas limitacdes se aplicam a instalagdo remota de um agente cliente
para Windows. As limitagBes sdo as seguintes:

— Windows XP—N3&o sera possivel executar uma instalacdo remota em
um computador que execute o Windows XP caso o computador tenha
sido configurado com o recurso Forcar logons na rede usando as
contas locais para autenticar como convidado.

— Windows XP (edicado de 64 bits) — Nao ha suporte para a
instalacdo remota.

— Windows 2003 (edi¢cdo de 64 bits) — Nao ha suporte para a
instalacdo remota.

Se ocorrer alguma dessas situacdes, vocé poderd instalar o agente cliente
para Windows diretamente do CD de instalacdo do CA ARCserve Backup.

Agente cliente para NetWare

Antes de instalar o agente cliente para NetWare, considere as seguintes
questdes.

® O agente cliente para NetWare pode ser instalado somente nos servidores
NetWare. Além disso, para executar uma instalacdo do NetWare, o cliente
Novell para Windows deve estar instalado no computador local.

® O servidor NetWare deve estar configurado para se comunicar usando o
seguinte protocolo de rede:

— TCP/IP

®m  E necessario ter direitos de supervisor na arvore eDirectory do computador
NetWare no qual esse agente esta sendo instalado. Para obter detalhes,
consulte a documentacdo do Novell NetWare.

®  Para obter um melhor desempenho, use os médulos CLIB (Biblioteca C do
NetWare) e SMS (Servidor de gerenciamento de sistemas) mais recentes.

®  Os NLMs (NetWare Loadable Modules - Modulos carregaveis do NetWare)
sao disponibilizados pela Novell.
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Instalagcéo dos agentes clientes

Opcéao corporativa para OpenVMS

Antes de instalar a opcgéo corporativa para OpenVMS, considere as seguintes
questdes.

Os computadores que executam o0s sistemas operacionais Alpha e VAX
com suporte podem usar o TCP ou o UDP com os seguintes softwares de
comunicagao:

— Compaq UCX 4.2 eco 3 (no Alpha);

Compag UCX 3.3 eco 13 (no VAX);

Compaqg TCP/IP versfes 5.0 a 5.3;
— Process Software Multinet versdes 4.1B (com patches) a 4.4;
— Process Software TCPWARE versfes 5.3 e 5.4.

Importante: se necessario, instale dois ou mais desses pacotes de
comunicacdo no mesmo computador; entretanto, somente um pacote
podera ser executado de cada vez. Nao execute dois ou mais desses
pacotes no mesmo computador simultaneamente.

Observacao: se vocé alterar as pilhas do TCP/IP do OpenVMS a qualquer
momento, sera necessario reinstalar a opgdo corporativa do OpenVMS.

Faca o backup do disco do sistema OpenVMS antes de instalar a opcéao
corporativa do OpenVMS.

Verifique se ha pelo menos dez blocos de espacgo livre para o arquivo de
instalacao.

Instalacao dos agentes clientes

Hé& dois CDs de instalagdo do CA ARCserve Backup. Para instalar um agente
cliente do Windows, use o CD do CA ARCserve Backup r12 para Windows. Para
instalar um agente compativel com varias plataformas, use o CD agente do CA
ARCserve Backup r12.

Instalacao automatica do agente comum

Ao instalar o agente cliente para UNIX, Linux ou Mac OS X, o agente comum
do CA ARCserve Backup € instalado automaticamente. As se¢des a seguir
contém informacdes sobre o agente comum.
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Instalacdo automatica do agente comum

Arquivo de configuracédo do Common Agent para UNIX, Linux e Mac OS X

O Common Agent (caagentd binario) € um componente padrédo de todos os
Client Agents para UNIX, Linux e Mac OS X que é instalado automaticamente
durante a primeira instalacdo desses agentes.

O Common Agent reside no diretério /opt/CA/BABcmagt. Ele mantém controle
dos Client Agents instalados no sistema usando um arquivo de configuracédo
chamado agent.cfg, localizado nesse mesmo diretério. Durante a instalagdo de
um novo Client Agent, o arquivo agent.cfg é atualizado com as informagfes do
novo agente. Raramente sera necessario modificar esse arquivo de
configuragdo. A modificagdo manual desse arquivo s6 sera necessaria para
ativar algumas mensagens de depuracdo ou para alterar a porta TCP/IP
padrdo em que o Common Agent é executado.

Um arquivo agent.cfg de exemplo com um Client Agent instalado é mostrado a
seguir:

[e]

#[BABagntux]

NOME BABagntux

VERSION nn.nn.nn

HOME /opt/CA/BABuagent

ENV CA ENV DEBUG LEVEL=4:$CA ENV DEBUG LEVEL

ENV LD_LIBRARY_ PATH=/opt/CA/CAlib:/opt/CA/BABcmagt:$LD LIBRARY_PATH
ENV SHLIB PATH=/opt/CA/CAlib:/opt/CA/BABcmagt:$SHLIB PATH
ENV LIBPATH=/0pt/CA/CAlib:/opt/CA/BABcmagt : $SLIBPATH
BROWSER cabr

AGENT  uagentd

MERGE  umrgd

VERIFY umrgd

[36] DISABLED
#[BABcmagt]

#NAME BABcmagt

#HOME /opt/CA/BABcmagt
#TCP_PORT 6051
#UDP_PORT 6051
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Componentes do Common Agent

O Common Agent é sempre executado como um daemon, escutando as
solicitacdes feitas em nome de todos os Client Agents para UNIX, Linux e Mac
OS X instalados no sistema. Durante a instalacdo de cada agente, os
componentes BROWSER, AGENT, MERGE e VERIFY s&o registrados em uma
secéo separada do Common Agent.

E possivel que nem todos os agentes tenham todos esses componentes. Por
exemplo, no arquivo de configuracdo de exemplo apresentado a seguir, veja o
cabr do componente BROWSER, o uagentd do componente AGENT e o umrgd
dos componentes MERGE e VERIFY na sec¢éo do Client Agent para UNIX, Linux
ou Mac OS X. Da mesma maneira, outros agentes usam outros componentes
BROWSER e AGENT.

[e]

#[BABagntux]

NOME BABagntux

VERSION nn.nn.nn

HOME /opt/CA/BABuagent

ENV CA ENV DEBUG LEVEL=4:$CA ENV DEBUG LEVEL

ENV LD_LIBRARY_ PATH=/opt/CA/CAlib:/opt/CA/BABcmagt:$LD LIBRARY_PATH
ENV SHLIB PATH=/opt/CA/CAlib:/opt/CA/BABcmagt:$SHLIB PATH
ENV LIBPATH=/0pt/CA/CAlib:/opt/CA/BABcmagt : $SLIBPATH
BROWSER cabr

AGENT uagentd

MERGE umrgd

VERIFY umrgd

Numeros das portas do agente comum

Por padrédo, o agente comum usa o0 numero de porta 6051 para os protocolos
TCP e UDP. Para alterar a porta padrao, é necessario modificar a parte
BABcmagt do arquivo agent.cfg com os novos niumeros de porta e, em
seguida, reiniciar o agente comum com o comando caagent stop, seguido do
comando caagent start. Nao use o comando caagent update depois de
modificar os nimeros das portas.

Observacao: em condi¢cdes normais, esse método ndo deve ser usado para
iniciar ou interromper o agente comum. Em vez de fazer isso, é necessario
executar os scripts de inicializacdo e interrupcao de cada agente cliente para
UNIX, Linux e Mac OS X instalado no sistema.

Instalando os agentes clientes 23



Instalacdo automatica do agente comum

O exemplo a seguir mostra o arquivo de configuragdo antes e depois das
alteracdes do script.

Antes da alteracéo:

[36]

#[BABcmagt]

#NAME BABcmagt

#HOME /opt/CA/BABcmagt
#TCP_PORT 6051

#UDP_PORT 6051

ApOs a alteracgao:

[36]

#[BABcmagt]

NAME BABcmagt

HOME /opt/CA/BABcmagt
TCP_PORT 9051

UDP_PORT 9051

As alteragfes de porta so terdo efeito depois de iniciar o agente comum. Se
vocé configurar o agente comum para ser executado em uma porta diferente
da porta padréo, configure também o servidor do CA ARCserve Backup para
acessar esse agente comum. E possivel fazer isso criando uma entrada para o
agente cliente no arquivo port.cfg. Esse arquivo estéa localizado no subdiretdrio
config no diret6rio inicial — $BAB_HOME/config/port.cfg — no servidor de
backup.

Por padrdo, o agente comum usa uma outra porta UDP, 0xA234 (41524), para
receber as solicitacbes do CA ARCserve Backup de detecgdo automatica dos
agentes clientes do UNIX, Linux e Mac OS X. Essa porta ndo pode ser
configurada.
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Credenciais de usuario para equivaléncia de host

Quando verifica as credenciais do usuario, o Common Agent da preferéncia as
configuracdes de equivaléncia de host do sistema. Os sistemas UNIX, Linux ou
Mac OS X podem ser configurados para conceder acesso a usuarios especificos
em determinados hosts, sem exigir que o usuario fornega suas credenciais.
Para conceder esse acesso, adicione as IDs desses usuarios ao arquivo
/etc/hosts.equiv ou .rhosts. Por padrdo, o Common Agent segue essas regras
e, em seguida, verifica a senha do usuario para conceder autorizacdo. Para
desativar a verificagdo da equivaléncia de host, defina a variavel de ambiente
NO_HOSTS_EQUIV=1 no arquivo agent.cfg, conforme mostrado no exemplo a
seguir:

[36]

#[BABcmagt]

NAME BABcmagt

HOME /opt/CA/BABcmagt
ENV NO HOSTS EQUIV=1

E possivel colocar o Common Agent no modo sem senha ou no modo
monousuario com um conjunto de ACLs (Listas de controle de acessos), se
necessario. Para obter mais informagdes sobre os ACLs, consulte Listas de
controle do UNIX, Linux e Mac OS X no capitulo Adi¢cdo e Configuracao de
Client Agents.

Suporte a ACL (lista de controle de acesso) para UNIX e Linux

O agente cliente para UNIX do CA ARCserve Backup, o agente cliente para
Linux do CA ARCserve Backup e o agente cliente para Mainframe Linux do CA
ARCserve Backup fazem backup e restauram a ACL (lista de controle de
acesso) de arquivos e diretorios em um sistema Linux do qual foi feito backup
usando o agente cliente do Linux. Os atributos estendidos do Linux também
séo incluidos no backup. A ACL fornece aos administradores maior controle
sobre o0 acesso a arquivos e diretdrios. O agente cliente do Linux pode ler e
definir a ACL para cada arquivo e diretorio.
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Verificacéo de bibliotecas de ACL

Para ativar esse recurso, sdo necessarias certas bibliotecas de ACLs. Para
verificar se as bibliotecas necessérias estdo instaladas, execute o seguinte
comando:

>rpm -ga |grep libacl
Se os pacotes libacl-devel-* ou libacl-* ndo forem listados, instale-os usando o
seguinte procedimento.

1. Copie os pacotes de bibliotecas de ACLs da imagem do CD ou faca o seu
download da Internet para o sistema Linux:

-libacl pacote (como libacl-2.2.3-1.rpm)
-libacl-devel pacote (como libacl-devel-2.3.3-1.rpm)

2. Para instalar os pacotes, execute os seguintes comandos:

rpm -ivh <libacl-package-name>
rpm -ivh <libacl-devel-package-name>

como neste exemplo:
>rpm -ivh libacl-2.3.3-1.rpm
>rpm -ivh libacl-devel-2.3.3-1.rpm

Esta etapa instala a biblioteca libacl.so no sistema Linux.

Se o Linux Client Agent estiver em execu¢do em um sistema Linux de 32 bits,
0 suporte a ACLs estara ativado agora. Se o agente estiver em execug¢ao em
um sistema Linux de 64 bits, a biblioteca libacl.so devera ser uma verséo de
32 bits. E possivel verificar a verséo e criar um vinculo com uma biblioteca de
32 bits, se necessério.

Verificacdo da versdo da biblioteca de ACL do Linux
Para verificar a versao, va para o diretério em que a biblioteca libacl.so esta

instalada e siga estas etapas:

1. Execute Is -l . /libacl.so para exibir o arquivo de biblioteca de destino
vinculado a libacl.so.

2. Execute o arquivo libacl.so<-linking-target-library> usando o nome do
arquivo da biblioteca.

O resultado mostrara se libacl.so aponta para uma versdo de 32 ou 64 bits.
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Criacao do vinculo com a biblioteca de ACL no Linux de 32 bits

Se libacl.so apontar para uma biblioteca de 64 bits, € necessario criar um
vinculo entre a biblioteca de 32 bits e libacl.so. O exemplo a seguir mostra
como criar o vinculo em uma plataforma Mainframe Linux de 64 bits:

> cd /lib
> 1ln -sf libacl.so.1l libacl.so

Use o comando de vinculo adequado para o sistema Linux de 64 bits.
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Capitulo 3: Adicionando e
configurando os agentes clientes

Depois de instalar o CA ARCserve Backup e seus diversos agentes clientes,
adicione e configure cada computador de agente cliente da rede no servidor de
backup. Este capitulo aborda os procedimentos para adicionar e configurar os
agentes clientes.

Esta secdo contém os seguintes topicos:

Deteccédo automatica e adicdo manual de agentes clientes (na pagina 29)
Configuracédo do Client Agent para Windows (na pagina 32)

Configuracao do agente cliente do NetWare (na pagina 44)

Arguivo de configuracdo do agente cliente no UNIX, Linux e Mac OS X (na
pagina 46)

Configuracdo da AS/400 Enterprise Option (na pagina 61)

Configuracao da OpenVMS Enterprise Option (nha pagina 63)

Deteccao automatica e adicao manual de agentes
clientes

Se o CA ARCserve Backup estiver instalado em um servidor Windows, vocé
pode detectar os agentes clientes na rede automaticamente usando a deteccéao
automatica ou pode adiciona-los manualmente. As se¢des a seguir contém
informacgdes sobre cada um desses métodos.

Deteccao automatica de agentes clientes

Se o CA ARCserve Backup estiver instalado em um servidor Windows que usa
a interface de gerenciador do Windows, é possivel usar a detecgdo automatica
para detectar os agentes clientes do Windows, UNIX, Linux e Mac OS X
instalados e em execucao na rede. Se desejar usar a detecgdo automatica
para criar sua lista de backup e restauracéo, verifique se o mecanismo de
backup esta sendo executado. O padrao do sistema € iniciar automaticamente
0 mecanismo de backup quando o CA ARCserve Backup € iniciado pela
primeira vez; no entanto, talvez seja necessario interromper o mecanismo
durante determinadas operacdes.
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Para detectar agentes clientes automaticamente
1. Abra o Gerenciador de backup e clique na guia Origem.

Observacao: se o mecanismo de backup néo estiver em execucao, sera
solicitado que o inicie durante este procedimento.

2. Na guia Origem, selecione o objeto do agente cliente apropriado, como
sistemas Windows.

5 Ca ARCserve Backup - [Fazer backup - Sem titulo:1] =]
#, Arquive Initiorapide Exibir Fazerbackup Janels Ajuda =8|
@ a2 2 B x Tarefs Fits BO 7
[ sKzsTaRz;4sR2 Q9 6 @ El & .
Iniciar | Opgles  Filkrar Exibir
Inicio rapido
Drigem | Amazenamento tempordiia | Destina | Programar |

jlll Status da tarefa

-~ CI g} Servidores NAS home [Tipe [Tamanho | Data da dlima madificas
LI+ Sistemas Mac 05 X Ol GElSkzsTARZE4SP2 (...  Sistemnas Windows
_ﬁ Backup [l 4™ Sistemas NetWare
- 12147t Sistemas UNTX[Linux
< Restaurar D5/t Sistemas AS400
Administrador de Ll Sistzmas V1S
servidores a ternas iind

95(Me:

L Cendrios da Ca 05
v 1 () Sistemas Vhivrare VO

1'% Méquinas compartil,
- L1 G Rede

Sequranca...

Adidonar maguinafobjet

3. Clique com o botédo direito do mouse e escolha Adicionar uso de
descoberta automatica.

O CA ARCserve Backup exibe uma lista de todos os computadores
encontrados durante a Detec¢do automatica na caixa de diadlogo Selecao
do agente.

Selecdo do Agente =l

Esta & uma lista dos agentes encontrados pelo servigo de detecgdo automéatica.
Selecione oz gue deseja adicionar e pressione Adicionar.

MNome da méquina | ‘Walor do enderego | Tipa de endm
HOST_034 172.221.37 IP
HOST_M7 172.221.164 IP
HOST_120 172.221.202 IP
HOST_032 172.251.10 IP
HOST_099 172.221.65 IF
HOST_0M 172.221.199 IF
HO=T_069 172.221.88 IP

Adicionar I Fechar | Eropriedadesl Ajuda |

4. Selecione os agentes clientes que deseja adicionar a lista de backup.

Observacdo: mantenha a tecla Ctrl pressionada para selecionar varios
agentes.

5. Clique em Adicionar.
6. Clique em Fechar.

Agora, cada agente cliente selecionado aparece como integrante do sistema
operacional correspondente no Gerenciador de backup.
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Adicionar agentes clientes manualmente

Se a deteccdo automatica ndo detectar todos os agentes clientes da rede por
algum motivo ou se desejar adicionar um agente especifico, este poderéa ser
adicionado manualmente a um servidor Windows ou NetWare por meio da
interface do gerenciador do Windows. Para adicionar manualmente um agente
cliente, é necessario adicionar o computador de cada agente ao Gerenciador
de backup.

Para adicionar agentes clientes manualmente

1. Abra o Gerenciador de backup e clique na guia Origem.

2. Clique com o botéo direito do mouse no objeto do agente cliente
apropriado, como Windows Systems.

3. Selecione Adicionar maquina/objeto.
A caixa de diadlogo Adicionar agente sera exibida.

Adicionar Agente &l

Adicionar nova Clignt Agent

Mome do host: | |

& TCPAP

|dzar rezolugdo de nome do computador

(O IFHASF

] Tente usar o protocolo I,

I.&dicionar] [ Fechar ] [ Ajuda ]

Adicionando e configurando os agentes clientes 31



Configuracao do Client Agent para Windows

4. Digite o nome do computador no campo Nome do host.

Observacao: se estiver adicionando um agente cliente do NetWare, SERA
NECESSARIO usar o nome do servidor Novell como o nome do host.

5. Selecione o protocolo que deseja usar para se conectar ao computador:

TCP/IP — Selecione TCP/IP e, se estiver adicionando um agente
cliente do Windows, selecione Usar a resolugédo do nome do
computador. Esse recurso permite que o computador Windows local
detecte automaticamente o endereco IP do computador Windows
remoto durante a conexao para as operacdes de backup e restauracao.
Esse é o método recomendéavel e funcionard mesmo que néo se saiba
o endereco IP do computador.

Observacgéo: se o computador Windows de destino tiver um endereco
IP dinamico, seréa preferivel usar a resolucdo de nomes de
computador.

Se néo estiver adicionando um agente cliente para Windows, se a
resolugcdo de nomes de computador falhar por diversos problemas de
configuragdo do servidor DNS (Sistema de nomes de dominio) ou da
rede ou se o computador de destino tiver varios enderecos IP, e
desejar ter certeza de que determinado endereco sera usado, verifique
se a opcao Usar a resolugcdo do nome do computador ndo esta
selecionada e digite um endereco IP.

6. Clique em Adicionar.

O agente cliente é adicionado ao servidor.

Configuracao do Client Agent para Windows

As sec¢Oes a seguir abordam as opg¢des de configuracao dos Client Agents for
Windows.

Notas sobre a configuracao relacionada ao Windows

Estas sdo algumas informacdes gerais sobre a configuracdo do Client Agent for
Windows:

®  Restauracdo do estado do sistema - O estado do sistema oferece
suporte a opgdo Restaurar para o local original.

Observacao: O estado do sistema também oferece suporte a restauracao
para um local alternativo, mas néo recriara o sistema operacional, uma
vez que os arquivos sdo colocados nos diretérios padrao criados pelo
agente durante a restauracao.
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B Suporte a compartilhamentos - Quando a op¢édo Usar agente é
selecionada, o Client Agent faz o backup dos compartilhamentos
selecionados no objeto Compartilhamentos preferenciais/computadores do
Gerenciador de backup convertendo o nome do compartilhamento no
caminho real.

Observacéo: Nas plataformas Windows, o Client Agent ndo restaura nem
oferece suporte a compartilhamentos como destinos, exceto no caso de
compartilhamentos administrativos.

®  Restauracdo da ramificagdo do sistema - O recurso KeysNotToRestore
tem como objetivo proteger as chaves confidenciais do Registro do
sistema durante uma restauracao regular da ramificacdo do sistema do
Client Agent. Entretanto, esse recurso nao esta disponivel quando a sesséo
do Registro do Client Agent é usada para restaurar chaves individuais do
sistema.

Opcodes de configuracao de seguranca

As opcBes de seguranca do agente cliente para Windows séo definidas na caixa
de didlogo Configuracao. Selecione um dos seguintes tipos de seguranca:

Seguranca do sistema

Permite que vocé use a seguranca do Windows para executar operacdes
de backup, comparacéo e restauragdo. O agente cliente representa o
usuario ativo da rede, ou seja, usa o nome e a senha do usuario para
efetuar logon. Essa ID e a senha devem identificar um usuéario valido no
banco de dados de usuéarios local ou no banco de dados do dominio, caso a
estacdo de trabalho seja integrante de um dominio.

Segurancga por senha

Permite que vocé defina senhas individuais para seguranca. Essa
configuracdo permite que o agente cliente seja executado em uma conta
de sistema local. A segurancga de senha esta desativada por padréo.

Observacao: se a seguranca da senha é selecionada e os agentes de
banco de dados com base em DSA (por exemplo, Sybase, Informix, etc.)
forem instalados na maquina, o backup de né completo ndo é suportado.
Para fazer backup somente de bancos de dados, é preciso mudar as
informacgdes de segurancga na caixa de dialogo Informagdes de seguranca e
de agente para a seguranc¢a do sistema antes de enviar a tarefa.
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Prioridade de backup e opc¢oes de prioridade de restauracao/comparacao

A prioridade de processo do agente cliente para Windows sdo definidas na
caixa de dialogo Configuracédo. Selecione uma das configurag¢des a seguir para
as prioridades de backup e de restauracdo/comparacao:

Alta

O processamento em primeiro plano executa as fun¢cdes do agente cliente
antes de outros processos.

Normal

O processamento padrdo executa as fungdes do agente cliente sem um
status especial.

Baixa

O processamento padrédo executa as fungdes do agente cliente quando
outros processos estdo 0ciosos.

Restauracao ou comparacao multipla e simultanea

A restauracdo e comparacdo simultanea do Client Agent para Windows é
ativada na caixa de dialogo Configuracdo. Marque a caixa de verificacdo
Permitir véarias tarefas simultidneas de restauracdo ou comparacgéo, na caixa de
didlogo Configuracdo, se deseja que o Client Agent para Windows aceite vérias
tarefas de restauracdo ou comparac¢ao simultaneas.

Opcobes da configuracao de execucao de backup e restauracao

As opgbes de execucgao de programa do agente cliente para Windows séao
definidas na caixa de diadlogo Configuracdo. Selecione os programas de pré-
execucao e pos-execucdo e defina o atraso na execucéo.

Pré-execucgao

Digite ou selecione o nome dos programas em lote (por exemplo,
C:\\WINAGENT\PRE.CMD) que deseja executar automaticamente antes da
operacao de backup ou restauracao.

Pd&s-execucao

Digite ou selecione o nome dos programas em lote (por exemplo,
C:\\WINAGENT\POST.CMD) que deseja executar automaticamente depois
da operacao de backup ou restauracao.

Atraso na execucao

Selecione quantos segundos deseja que o agente cliente aguarde antes ou
depois da execucdo da tarefa em lote.
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Uso do Administrador do agente de backup para definir os parametros do
Windows

Para configurar o agente cliente do CA ARCserve Backup

1. Acesse o Administrador do agente. Para acessar o Administrador do
agente, clique em Iniciar, Programas ou Todos os programas, CA, Agentes
do ARCserve Backup, Administrador do agente de backup.

Observacdo: o contelddo da janela podera variar um pouco de um agente
para outro, dependendo do sistema operacional especifico em uso.

2. No Administrador do agente, selecione a guia Opcdes.

A caixa de dialogo Configuracéo é aberta.

x

BrightStor ARCzerve Backup Client dgent

— Seguranga

" Seguranpa de sistema

(% Eeguranca da senha
Senha I

Confirmar zenha I

Baixa ——— |—— Alta Baixa ———— |—— A&lia

[ Parmitir restauracia simulténea miltipla ou tarefas de comparacio

— Prioridade de backup—— "Pliuridad restauracans comparacan |

—Log

tanter |og para IEEI Dias

— Programas de pré/pos-execucdo

Pré-execucdo I Procurar... |
Pig-erecucdn I Frocurar. .. |
Alrazo na I—;[
ENECUEan L | SioauEl]

0k LCancelar Ajuda |

Na caixa de diadlogo Configuracéo, é possivel definir as seguintes
configuracgdes:

m Especificacdo do tipo de seguranca-- Selecione um dos seguintes
tipos de seguranca:

Seguranca de sistema-- Selecione essa opg¢ao para usar a segurancga
do Windows para executar as operagdes de comparacao, backup e
restauracdo. O agente cliente representa o usuario ativo da rede, ou
seja, usa 0 nome e a senha do usuario para efetuar logon. Essa ID e a
senha devem identificar um usuério valido no banco de dados de
usuarios local ou no banco de dados do dominio, caso a estagao de
trabalho seja integrante de um dominio.
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Seguranca de senha-- Selecione essa opg¢ao de seguranca para
definir a senha de seguranca individual. Essa configuracdo permite que
0 agente cliente seja executado em uma conta de sistema local. A
seguranca de senha esta desativada por padrao.

Configuracao de prioridade de processos-- Essa op¢do determina
as prioridades concedidas aos processos necessarias para as
operacdes de backup, restauragdo ou comparacgdo. Selecione uma das
configuragdes a seguir para as prioridades de backup e de
restauracdo/comparacao:

Alta-- O processamento em primeiro plano executa as func¢fes do
agente cliente antes de outros processos.

Normal-- O processamento padrdo executa fun¢gbes do agente cliente
sem status especiais.

Baixa-- O processamento padrao executa as fun¢gdes do agente cliente
quando outros processos estao ociosos.

Permitir varias tarefas de restauracdo ou comparacao-- Ative
essa opcgao para fazer com que o agente cliente para Windows aceite
varias tarefas de restauracdo ou comparacao simultaneas.

Observacao:por padrdo, essa opcédo esta desativada, para garantir
que novas tarefas de backup ou restauracdo do mesmo conjunto de
dados nao sejam iniciadas acidentalmente durante uma tarefa de
restauracdo em andamento. Se isso ocorrer, 0 agente recusara a
solicitacdo da nova tarefa e informaréa ao servidor do CA ARCserve
Backup que o agente de cliente esta ocupado.

Log--A pasta Log é armazenada no seguinte diretério: c:\Arquivos de
programa\CA\Agente cliente para Windows do ARCserve Backup. Os
arquivos de log e de indice para cada tarefa executada sao
armazenados nessa pasta.

Manter log para--Especifica por quantos dias (o padrao é 60 dias)
manter o log do agente. Ap6s a expiragdo do nimero de dias
especificado, o log sera excluido quando a préxima tarefa de backup,
restauracdo ou comparacdo do agente for executada.

Programas de pré-execucdo pos-execugao-- Selecione as
seguintes opg¢Oes de execugao:

Pré-execucdo -- Digite ou selecione o nome de qualquer programa
em lote (por exemplo, C:\WINAGENT|PRE.CMD) que deseje executar
automaticamente antes da operacdo de backup.
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3.

Pd&s-execucéo -- Digite ou selecione o nome de qualquer programa
em lote (por exemplo, C:\WINAGENT|POS.CMD) que deseje executar
automaticamente apoés a operacao de backup.

Atraso na execucao-- Selecione o nimero de segundos que o agente
cliente devera aguardar antes ou apos a execucdo da tarefa em lote.

Cligue em OK para salvar as alteracdes e sair da caixa de dialogo.

Observacao: para alterar as configuracdes no futuro, retorne a caixa de
didlogo Configuracao.

Configuracao das opcdes de seguranca por senha

O servico do agente cliente usa o nome de usuario do né (computador) e a
senha atribuida para efetuar logon na rede de backup do CA ARCserve Backup.

Para definir a senha de seguranca do agente cliente

1.

Inicie o Gerenciador de backup e cligue com o bot&o direito do mouse no
nome do computador. Um menu pop-up é exibido.

Escolha Seguranga nesse menu para abrir a caixa de didlogo Seguranca. O
campo Nome do usuario ja deveréa conter o nome de usuario atribuido ao
agente cliente.

Digite a senha do agente.

Observacao: o nome do usuario e a senha devem identificar um usuario
valido no banco de dados do computador local ou do dominio, caso a
estacdo de trabalho faca parte de um dominio.

Além disso, ao especificar a conta que devera ser usada, talvez seja
necessario distinguir duas contas que usam o mesmo nome (como
Administrador) indicando onde o Windows pode encontrar cada uma. E
possivel identificar o local do objeto cliente usando formatos de nome de
arvore ao identificar o nome do usuario. Por exemplo, para um dominio
chamado NTDEV que contém uma estacao de trabalho chamada
ENGINEER, os respectivos administradores sdo:

NTDEV\Administrador

ENGINEER\Administrador
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Exibicdo das opcoes de configuracao

Para exibir as op¢des de configuracdo, abra o Administrador do agente de
backup, expanda Opcdes e selecione Configuracdo, conforme mostrado no
exemplo a sequir:

=
Arquiva  Exbir Opglies  Ajuda

L T R | IErightSlurARCseweBackupCIienlAgent j‘ ‘ﬂ‘
=8 Q Agent Desktop Proptiedade | walor |

= 3 Sistema local Opcéo BrightStor ARCserve Backup Client Agent
4 Conexdes Yersdo 11.5

-y Status do agente Compllagso 3766
=8, Opglies Edicéo
’ ﬂ Seguranca Usar sequranca de sistema
Prioridade de backup Mormal

Prioridade de restauracdo/comp...  Mormal

Pré-execugdo
Pds-execucdo
Atraso na execucdo 20

© servigo Agente de cliente universal do BrightStor ARCserve Backup Foi inicia LM A

Configuracao da comunicacéao de rede do Windows

Os servigos do agente cliente do CA ARCserve Backup sdo compartilhados por
todos os agentes clientes configurados. Por padrédo, os agentes cliente para

Windows usam a porta TCP/UDP 6050. E possivel alterar esse comportamento
usando o menu Configuracdo de rede no Administrador do agente de backup.

38 Guia dos Agentes clientes



Configuragéo do Client Agent para Windows

Para configurar a comunicacdo de rede
1. Abra o Administrador do agente de backup.

2. No menu Opcgoes, selecione Configuracdo de rede:

Backup Agent Admin x|

— Especificar ndmera de porta

0 Backup Agent para fard a escuta uzando estes valores de porta.
ICPAP
uppP

r— Protocolo Yl

[T Aivar suporte ' Tentativa de usar o Virtual Interface Protocol.

I Selecionar endereco IP

Iﬁ Permite que vocé selecione um endereco [P
172221143 > especifico para ser ugado pelo Agent de backup.

0 zervigo do Backup Agent para devera ser reiniciado para que a nova configuragio entre
em vigor. Ma inicializagdo, verifigue a nova configuragdo na exibicio Status do agente.

QK Lancelar | Ajuda |

3. Nessa caixa de dialogo, defina os seguintes parametros de rede para o
agente cliente:

Especificar nUmero da porta

Aceite os padrdes ou insira os valores de porta que o CA ARCserve Backup
deve usar. Se desejar usar a porta padrado original, clique no botao
Redefinir. As informacgdes atualizadas de portas serdo salvas no arquivo
PortsConfig.cfg local, em \Arquivos de
programas\CA\SharedComponents\ARCserve Backup.

Observacao: as informacgdes atualizadas de portas devem ser registradas
com o componente de servidor do CA ARCserve Backup. Para fazer isso, é
necessario modificar o arquivo PortsConfig.cfg do servidor remoto. Para
obter mais informacgdes sobre a configuracao de portas, consulte o Guia de
Administracgao.

Selecionar endereco IP

O agente cliente do Windows oferece suporte ao uso de varias NICs
(placas de interface de rede). Nos computadores com mais de uma placa
de rede, o agente verifica todas as NICs ativadas no computador. E
possivel substituir manualmente essa selec¢ao escolhendo o endereco IP da
NIC que deseja dedicar para fins de backup. Quando essa configuracéo for
definida, o agente cliente escutara somente por meio dessa placa de rede.
Todas as outras placas seréo ignoradas e ndo sera permitido usar seus
enderecos IP para se conectar ao agente cliente.
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Todas as informagfes atualizadas também precisam ser modificadas no
arquivo CAPortConfig.cfg do Windows e copiadas para o diretorio principal do
CA ARCserve Backup. O exemplo a seguir mostra um arquivo
CAPortConfig.cfg:

#Hostname IP address (optional) TCP port UDP port
#myhost  nnn.nnn.nnn.nnn 6050 6050
mymachine nnn.nnn.nnn.nn 7090 7085

Definicdo da senha da estagéao de trabalho

Se vocé selecionou a senha de seguranca ao configurar o agente cliente do
Windows no Administrador do agente de backup, especifique a mesma senha
no CA ARCserve Backup.

Para especificar a senha do agente cliente no CA ARCserve Backup

1. No Gerenciador de backup, cligue com o botéo direito do mouse no nome
do agente.

2. No menu pop-up, escolha Seguranca.
x|

Seguranga COrMPOO

Nome do usudrio |USERNAME

Cenha I xxxxxxx>1

Fara egpecificar uma conta de dominio do 'Windows, uze
a seguinte sintaxe: MomedodaminiobMomedauswuéro.

Fara ezpecificar uma conta local, ingira o nome do uzusrnio
da BrightStor ARCzerve Backup.

Fara ezpecificar uma conta de servidaor LMELinustac
05 ¥, inzira zomente o nome do uzuano do BrightS tar
ARCzerve Backup.

Fara efetuar logon em um zervidor Metware, inzira o
contexto completa do MD'S.

Fara efetuar logon em um servidor de banco de dados, insira
0 nome do uzuano do banco de dadoz.

Ok I LCancelar Ajuda
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3. Digite o nome da conta do usuario local ou de dominio do Windows usando
o formato de &rvore.

4. Digite a senha e cligue em OK.

Observacgao: se usar um agente cliente para executar backups e
restauracdes de clientes remotos, a senha definida para o agente
substituird as senhas compartilhadas definidas para a estacao de trabalho.
Se o agente cliente ndo for usado para as tarefas de backup, sera
necessario especificar senhas no nivel de compartilhamento, na janela do
Gerenciador de backup. Certifigue-se de que as senhas definidas no
Gerenciador de backup e no nivel de compartilhamento sejam idénticas.

Criacao de ACLs (listas de controle de acesso)

Pode-se limitar os servidores autorizados a executar backups em um objeto
agente cliente para Windows gerando uma ACL (lista de controle de acessos).
Esse recurso é definido por meio do Gerenciador de backup e do Administrador
do agente de backup. E possivel restringir o backup e a restauracdo de dados
a um grupo especifico de servidores do CA ARCserve Backup para o agente
cliente especifico criando uma lista de controle de acesso e definindo seu tipo.
O tipo de ACL pode ser:

Nenhuma ACL usada
Nenhuma lista é especificada; este é o padrao.
Incluir lista

Uma lista dos servidores que tém permisséo para acessar as operacdes de
backup e restauracdo no computador do agente cliente.

Excluir lista

Uma lista dos servidores que nédo tém permissdo para acessar as
operagdes de backup e restauragdo no computador do agente cliente.
Todos os outros servidores da rede podem acessar o objeto cliente.
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Para criar uma ACL e definir os tipos
1. Abra o Administrador do agente de backup.
2. No menu Opcgoes, selecione Lista de controle de acessos.
3
(S EXCH 03 s |
_Concolar |

|5 JSERNAME_1 Caricelar

Lista de controle de acesso

Adicionar

1

BRemaowver

" Todos oz servidores poderdio usar o agente para backup/restauragio
™ Somente os servidores listados poderio usar o agente para backup/restavrag 3o
(+ Todos os servidores poderSo usar o agente para backup/restauracio exceto oz listados

3. Quando a caixa de dialogo Lista de controle de acessos for exibida, o
padrdo sera nao usar a ACL e a configuracdo Todos os servidores
poderédo usar o agente de backup/restauracao estara selecionada.
Para criar uma ACL, selecione uma das seguintes opcdes:

= Somente os servidores relacionados poderdo usar o agente para
fazer/restaurar backups.

m Todos os servidores poderdo usar o agente para fazer/restaurar
backups, com excecao dos relacionados.

4. Cliqgue em Adicionar para adicionar nomes dos agentes clientes a ACL,
incluindo todos os nomes necessarios para a lista. Se desejar remover
agentes da lista, cligue em Remover para cada agente a ser removido.

5. Clique em OK apds adicionar ou remover os nomes dos agentes.

Ativacao da verificacao de virus

O software eTrust Antivirus oferece protecao extra para seus dados criticos,
protegendo-os contra ameacas de virus mesmo durante as atividades de
backup e restauracgéao.

Essa opc¢éo permite configurar o agente cliente para Windows para detectar e
reparar automaticamente virus durante as operagdes de backup, cépia,
contagem ou restauracéo.
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Para ativar a verificacdo de virus de agentes clientes do Windows
1. Abra o Gerenciador de backup ou de restauracgao.

2. Na barra de ferramentas, clique no botéo Opc¢des para exibir a caixa de
diadlogo Opc¢odes globais.

3. Clique na guia Virus.

4. Selecione Ativar a verificagdo de virus.

5. Clique nas opc¢Oes de verificacdo de virus que deseja aplicar ao agente
cliente. As opc¢des disponiveis incluem:

Ignorar
N&o faz backup nem restaura um arquivo contaminado.
Renomear

Renomeia os arquivos contaminados com a extensdo x.AVB (por
exemplo, 0.AVB, 1.AVB, 2.AVB). Se existir um arquivo com 0 mesmo
nome e a extensdo AVB, o sistema o nhomeara com uma versao
numeérica dessa extensao; por exemplo, AVO, AV1, AV2.

Excluir
Excluir o arquivo contaminado.
Remover virus

O eTrust Antivirus remove os virus dos arquivos detectados como
contaminados. Com esta opgédo, os arquivos contaminados sao
reparados automaticamente durante um backup sem a intervencéo do
USUArio.

6. Se desejar que os componentes de cada arquivo sejam verificados
individualmente, ative a opcédo Verificar arquivos compactados.

Observacao: esta opcao poderéa reduzir o desempenho do backup ou da
restauracao.

Opcoes locais personalizaveis

Ao selecionar explicitamente um objeto pai (em uma configuragdo de banco de
dados do tipo pai-filho), cliqgue com o botdo direito do mouse em um objeto
agente cliente para personalizar as op¢des de backup locais. Para obter mais
informacdes sobre pacotes de tarefas explicitas, consulte o Guia de
Implementacéo e para obter mais informagdes sobre como selecionar as
origens ao personalizar as op¢des locais, consulte o Guia de Administracéo.
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Configuracao do agente cliente do NetWare

As secOes a seguir abordam a configuragcdo dos agentes clientes do NetWare
do CA ARCserve Backup.

Observacao: para instalar e executar servidores NetWare na rede, o
computador Windows devera estar configurado com o cliente Novell para
Windows.

Observacdes sobre a configuracao relacionada ao NetWare

Considere as seguintes questdes ao configurar o agente cliente do NetWare:

N&o ha suporte para varias tarefas. O agente cliente do NetWare s6 pode
tratar de uma tarefa de cada vez. A tentativa de enviar tarefas ao agente
cliente de véarios servidores do CA ARCserve Backup ao mesmo tempo
pode fazer a tarefa atual falhar.

O CA ARCserve Backup ignora os arquivos do NetWare abertos durante um
backup. Quando o backup de arquivos NetWare é executado com o agente
cliente do NetWare, as vezes, varios arquivos sdo detectados como
abertos e ignorados durante o backup. Caso isso aconteca, selecione a
guia Repetir na caixa de dialogo Opc¢des de backup e, em seguida,
selecione a op¢ao Usar o modo bloqueio quando Negar gravacao falhar, na
secdo Compartilhamento de arquivos, e envie novamente a tarefa.

O NetWare possui um limite de nome de caminho de 255 caracteres; por
exemplo, DIR1I\DIR2\...DIRx. Essa restricéo se aplica somente ao NetWare
e nao a outros agentes clientes, como aqueles para sistemas Windows,
UNIX ou Linux.

Observacado: se um nome de caminho do NetWare exceder o limite de
255 caracteres, as operagOes de backup e restauracdo funcionarédo
corretamente, mas as entradas do caminho seréo truncadas quando forem
exibidas durante a navegacao. Além disso, as opc¢des de restauracao para
o local original ou para um local alternativo ainda serdo validas em
restauracdes para os mesmos tipos de agentes clientes.

Configuracao da comunicacéao de rede NetWare

Para configurar o agente cliente do NetWare para comunicagéo, edite o
arquivo ASCONFIG.INI a fim de especificar o endereco IP atribuido ao agente
pelo administrador do sistema. A especificagdo de um endereco IP sera util se
o servidor tiver varios enderecos IP. Em vez de usar apenas o primeiro
endereco limite, o agente cliente utiliza o arquivo ASCONFIG.INI para localizar
o endereco IP a ser usado.
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Para editar o arquivo ASCONFIG.INI

1. Em um editor de texto, abra o arquivo ASCONFIG.INI localizado no
diretdrio inicial do agente cliente.

2. Adicione a seguinte linha a secdo agente NetWare do arquivo,
especificando o endereco IP que o agente devera usar:

IPAddress = nnn.nnn.nnn.nnn

Se a secgdo agente NetWare n&o existir, adicione a seguinte linha ao final
do arquivo ASCONFIG.INI para cria-la:

[agente NetWarel]
3. Salve o arquivo e saia do editor.

4. Descarregue e reinicie o agente cliente. E necessario descarrega-lo para
que as alteragdes efetuadas no arquivo ASCONFIG.INI tenham efeito. Para
descarregar o agente cliente, use a op¢ao de menu Descarregar e sair do
agente cliente do NetWare. Opcionalmente, digite o seguinte comando no
console do servidor:

unload nwagent

5. Quando o agente cliente for descarregado, reinicie-o (isto é, recarregue o
agente) no prompt do servidor executando o seguinte comando:

nwagent

Seréa exibida uma mensagem no prompt do servidor, confirmando o uso do
endereco IP especificado no arquivo ASCONFIG.INI:

0 endereco IP nnn.nnn.nnn.nnn do arquivo ASCONFIG.INI sera usado.

Uma mensagem semelhante é exibida na tela de mensagem em tempo de
execucdo do agente cliente:

0 endereco IP nnn.nnn.nnn.nnn deve ser usado pelo agente Push do NetWare.

Agora o agente cliente esta pronto para tratar das tarefas de backup e
restauracdo usando o enderecgo IP especificado no arquivo ASCONFIG.INI.

Backup do NDS (Novell Directory Services)

Para fazer o backup adequado do NDS (Novell Directory Services), digite o
nome completo do NDS no campo Nome de logon do NDS. Por exemplo:

.cn=admin.o=nome da organizacao

Ao restaurar as sessdes do NetWare, forneca o nome completo do NDS quando
forem solicitadas informagfes de seguranca.
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Arquivo de configuracao do agente cliente no UNIX, Linux e
Mac OS X

O arquivo de configuracdo dos agentes clientes para UNIX, Linux e Mac OS X,
uag.cfg, esta localizado na estagéo de trabalho cliente remota, no diretério
inicial do agente. Esse arquivo, cujas entradas sao verificadas sempre que
uma tarefa é enviada a estacado de trabalho, pode ser usado para definir varias
opc¢des associadas ao agente cliente.

Importante: ndo altere nenhuma das variaveis na configuracdo do agente, a
menos que receba instrucdes para fazé-lo de um representante de suporte
técnico da CA.

Consideracao sobre a configuracéao do UNIX, Linux e Mac OS X

A lista a seguir descreve as questdes que se deve considerar ao configurar o
agente cliente nas plataformas UNIX, Linux e Mac OS X.

B Senhas das sessdes — As senhas das sessbes do UNIX, Linux e Mac OS
X ndo podem ter mais de 22 bytes.

® Nomes de diretdrio de caractere unico — Poder&o ocorrer problemas
de exibicdo durante a restauracdo de nomes de diretério de caractere
Unico. Os dados aparecem corretamente na exibi¢cdo do banco de dados.

B Atravessar os vinculos simbdlicos e o NFS — Nao ha suporte as
opc¢des Atravessar vinculos simboélicos e Atravessar NFS (Sistema de
arquivos de rede) para operacdes de restauracao.

Observacao: se houver discrepancias de configuracdo nas definicdes das
opcdes do CA ARCserve Backup referentes a esses agentes clientes, as opgdes
definidas por meio do Gerenciador de backup sempre terao prioridade sobre as
opc¢des inseridas manualmente no arquivo de configuracédo uag.cfg.
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Configuracao do endereco da porta

As portas TCP e UDP padrao sdo 6051. A porta TCP é usada para a
comunicacgao e a transferéncia de dados entre o servidor de backup (cprocess)
e o agente cliente. A interface do usuario do Gerenciador de backup usa a
porta UDP para procurar os hosts.

Se desejar configurar a porta TCP, a porta UDP ou ambas, modifique os
arquivos de configuracdo no servidor do CA ARCserve Backup e no agente
cliente de forma que seus valores coincidam.

Os nomes dos arquivos de configuracdo séo os seguintes:

®  CAPortConfig.cfg — para servidores Windows do CA ARCserve Backup
®  agent.cfg — para agentes clientes

Observacdo: consulte os arquivos de controle do agente cliente para UNIX,

Linux e Max OS X, para obter informac¢des importantes sobre os arquivos de
configuracdo desses sistemas operacionais.

O exemplo a seguir mostra o arquivo de configuracdo do servidor Windows
(CAPortConfig.cfg):

#Hostname IP address (optional) TCP port UDP port
#myhost XXX o XXX 0 XXX o XXX 6051 6051

O exemplo a seguir mostra a sintaxe do arquivo de configuracdo do agente
cliente (agent.cfg):

[36]

NAME BABcmagt

HOME /opt/CA/BABcmagt
TCP_PORT 7090

UDP_PORT 7085

Arquivos de controle dos Client Agents para UNIX, Linux e Mac OS X

Os arquivos de controle dos Client Agents para UNIX, Linux e Mac OS X
especificam quais diretoérios, sistemas de arquivos ou tipos de sistemas de
arquivos devem ser excluidos das operacfes de backup em determinada
estacao de trabalho. Especificamente, os seguintes pacotes devem ser
instalados com esses agentes:

®  Computer Associates Common Agent

®  Computer Associates UNIX File System Agent (uagent)

Observacao: E necessario instalar o Common Agent antes do uagent.
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Os arquivos de controle instalados para os dois pacotes incluem:

Arquivo de controle de diretério

Use o arquivo de controle de diretdrio, uag.cntl, para listar todos os
diretdrios ou sistemas de arquivos (ou ambos) que devem ser excluidos
das operagdes de backup em determinada estacao de trabalho. Para
especificar os diretdrios e sistemas de arquivos nesse arquivo, digite uma
barra (/) seguida de um nome completo de caminho de uma linha. Por
exemplo:

/opt/contal

Observacao: O arquivo de controle de diretério € armazenado na estagcéo
de trabalho do Client Agent, no diretdrio inicial uagent.

Arquivo de controle de sistema de arquivos

O arquivo de controle de sistema de arquivos, fs.cntl, lista os tipos de
sistemas de arquivos de determinada estacdo de trabalho que devem ser
excluidos das operagdes de backup. Para excluir um tipo especifico, digite
o tipo em uma linha separada no arquivo fs.cntl.

Observacao: O arquivo de sistema de arquivos é armazenado na estacdo
de trabalho do Client Agent, no diretdrio inicial uagent.

Arquivo de configuragcdo do navegador

O arquivo de configuragdo do navegador, cabr.cfg, permite a exibi¢cdo de
dispositivos raw com o navegador. Digite o nome absoluto do dispositivo
em uma linha separada no arquivo cabr.cfg.

Arquivo de configuragdo do Common Agent

O arquivo de configuracdo do Common Agent, agent.cfg, mantém o
controle de cada Client Agent para UNIX, Linux ou Mac OS X instalado no
sistema. Esse script € executado automaticamente depois que o uagent &
instalado.

Observacgédo: Somente o administrador do sistema pode editar os arquivos de
controle de diretério e de sistema de arquivos. No entanto, outros usuarios
poderdo anexar os arquivos, dependendo dos direitos de acesso atribuidos
pelo administrador do sistema ao arquivo.
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Arquivo de configuracao do agente comum

O arquivo de configuracdo do agente comum, chamado agent.cfg, mantém o
controle de cada agente cliente para UNIX, Linux ou Mac OS X ou de cada
agente de backup especifico de um aplicativo instalado no sistema. O arquivo
agent.cfg estéa localizado no diretério de instalagdo do agente comum do CA
ARCserve Backup, /opt/CA/BABcmagt, de cada computador UNIX, Linux e Mac
OS X. O arquivo é preenchido com as informagdes necesséarias do agente
durante o processo de instalagdo quando o script uagentsetup é executado.
Esse script é executado automaticamente depois que o uagent € instalado.

Estrutura do arquivo de configuracdo do Common Agent

Cada secédo do arquivo agent.cfg contém grupos de campos que correspondem
exatamente a um Client Agent instalado em um dispositivo UNIX, Linux ou
Mac OS X na rede de backup. Com excec¢éo do local do diretério inicial do
agente, todos os campos do arquivo sdo pré-determinados.

O contetdo do campo ENV (Variavel de ambiente) também é determinado
durante a instalacdo e a configuragcdo do agente. Entretanto, se necessario, é
possivel inserir os valores dessa variavel manualmente no arquivo. O arquivo
agent.cfg s6 deve ser modificado em determinadas circunstancias; por
exemplo, se desejar associar um campo de ambiente adicional a um banco de
dados especifico.

Observacao: as modificagbes efetuadas no arquivo agent.cfg so terdo efeito
depois que o computador do Client Agent for iniciado (ou interrompido e
reiniciado).

A tabela a seguir mostra um exemplo do arquivo agent.cfg, com uma
descricdo de cada campo do agente.

Indice do arquivo

Descri¢cdo do campo

[0]

Tipo do objeto, um numero predefinido de um Client
Agent para Unix e Linux da rede.

[4] Tipo do objeto, um numero predefinido de um Client
Agent para Mac OS X da rede.
NAMEBABcmagt Nome do Client Agent.

VERSION nn.n

NUmero da versdo do Client Agent.

HOME /opt/CA/BABuagent Diretdrio inicial padrdo do Client Agent.

#ENV CA_ENV_DEBUG_LEVEL=4 Variavel de ambiente passada para o Client Agent.
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Indice do arquivo

Descri¢cdo do campo

#ENV CAAGPERF_ENABLE=1 Ativa os recursos de instantaneo e E/S direta em

sistemas Solaris e HP. Para obter informacdes
adicionais, consulte a secao Configuragédo de
instantaneo e E/S direta

ENV LD_LIBRARY_PATH Caminho de pesquisa da biblioteca compartilhada para

Sun, Linux, Tru64 e Mac OS X.

ENV SHLIB_PATH

Caminho de pesquisa da biblioteca compartilhada para
HP.

ENV LIBPATH

Caminho de pesquisa da biblioteca compartilhada para
AlX.

BROWSER cabr

Moédulo de navegador do Client Agent.

AGENT uagentd

Médulo de backup do daemon do Client Agent.

MERGE umrgd

Daemon de mesclagem.

VERIFY umrgd

Daemon de verificacdo.

Diretdrio inicial do Client Agent

O diretdrio inicial padrédo do Client Agent, BABuagent, é definido
automaticamente durante a instalacdo e a configuracdo. No entanto, se
necessario, sera possivel especificar outro diretdrio.

Para localizar o nome do diretério inicial, verifique a se¢cdo BABagntux do
arquivo agent.cfg. Esse nome é definido pela variavel HOME.

Como funcionam as solicitac6es de conexao do agente comum

Para iniciar uma sessdo do agente cliente, o servidor do CA ARCserve Backup
solicita uma conexao para que um agente cliente UNIX, Linux ou Mac OS X
utilize um componente de backup especifico (como BROWSER, BACKUP ou
RESTORE). Ao receber a solicitagcdo, o agente comum aceita a conexao e
verifica as credenciais do usuario no sistema.

Apés a validagdo do usuario, o agente comum verifica se o arquivo agent.cfg
contém uma entrada correspondente ao agente e ao componente
especificados. Ele s6 ativard o agente e o componente solicitado apo6s valida-
los. Em seguida, ele volta a aguardar por outras solicitacdes.
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Opcodes configuraveis

As opcbes sédo usadas para otimizar e personalizar a operagdo do agente
cliente. No entanto, nenhuma dessas opg0es é necessaria para sua execugao.
Uma lista completa das opc¢des que podem ser usadas ao iniciar o agente
cliente para UNIX, Linux ou Mac OS X é mostrada na tabela a seguir.

Observacdo: essas opc¢fes devem ser definidas cuidadosamente por
administradores com conhecimento de UNIX, Linux ou Mac OS X. Se vocé nao
entender o significado de uma opc¢do ou pardmetro, ndo defina o recurso, a
menos seja instruido a fazé-lo por um representante de suporte técnico da CA.

Opcéao Descricédo

-ALLOW Use essa opgdo com o modo usuério unico, com a opgéo -S ou -
<endereco de rede> NOPASSWORD, para definir os enderecos IP dos computadores autorizados
<enderec¢o do host> a acessar os agentes clientes sem a necessidade de validacao.

-ALLOW N:172.16.0.0(255.255.255.0) H:172.31.255.255

Nesse exemplo, N indica o endereco de rede e H, o endereco IP de um host. E
possivel definir uma mascara de sub-rede opcional.

Opcéo Descricdo

-b bufsize Define o tamanho do buffer de E/S do disco em bytes. As op¢des séo de
16384 a 65536 bytes; o padrao é 65536 bytes.

-cn Especifica o tempo de inatividade, em milissegundos (ms), durante a
espera. As opg¢des sao de zero (0) a 1000 ms; o padrdo é 50 ms.

-CAUSER USER Define 0 modo usuario Unico. Usada com a opc¢ado -S ou NOPASSWORD para
definir a lista de permissédo ou negacao para cada usuario.

Por exemplo:

-CAUSER A: USER1 N: USER2

Nesse exemplo, A significa —ALLOW (permitir) e N corresponde a -DENY

(negar).
Opcédo Descricdo
-DENY Use esta op¢do com o modo usuario unico, com a opg¢ao -S ou -

<endereco de rede> NOPASSWORD, para definir os enderecos IP que ndo tém permissao para
<endereco do host> acessar os agentes clientes.
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Por exemplo:

-DENY N:172.16.0.0(255.255.255.0) H:172.31.255.255

Nesse exemplo, N indica o endereco de rede e H, o endereco IP de um host. E
possivel definir uma mascara de sub-rede opcional.

Opcéo Descricédo

-1 Faz com que o agente cliente verifique se ha bloqueios recomendaveis. O
padrao sédo bloqueios obrigatérios somente.

-m maxbuf Define o nimero de buffers alocados para E/S. As opcdes sédo de 2 a 1024
buffers; o padrdo é 128.

-NOPASSWORD Especifique esta opc¢ao se precisar usar as opc¢des -ALLOW, -DENY ou -
CAUSER. Esta opcéo é igual a op¢ao -S no modo usuario Unico sem a
necessidade de senha.

-Pn Especifica o tempo limite padrdo, seguido de um namero variavel (n), que
é definido e medido pelo usuario em minutos (0 a 10). O padréo é 5
minutos.

Por exemplo, a opgéo -P 10 atribui um tempo de espera de 10 minutos para o
pré-script de backup ou restauragéo.
Observacao: ocorrera um erro se vocé usar a opgao -P sem definir um
namero n.

Opcéao Descricédo

-Prebackup Executa os pré e pds-scripts padrédo associados ao tipo de tarefa de backup

nome do arquivo

-Postbackup
nome do arquivo

-Prerestore
nome do arquivo

-Postrestore
nome_do_arquivo

ou restauracdo executada. O nome do arquivo é opcional e, se néo for
especificado, uag_pre_backup sera considerado como o nome.

S Ativa a op¢do do modo usuario unico. Nesse modo, as credenciais do
usuario ndo sao verificadas em relagcédo a IDs e senhas de usuario validas.
Em vez disso, 0 acesso é concedido com base nas opg¢des -ALLOW, -DENY
ou -CAUSER. Para obter mais informacfes, consulte a opcéo especifica.
-s async| Define o modo de E/S do soquete como ndo bloqueante assincrono.

néao_bloqueante
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Opcéao

Descricdo

-s bufsize

Especifica o tamanho do buffer do soquete. As op¢des vao de 4096 a
65536. O padrao depende do sistema.

-s SocketMode

Especifica o0 uso do modo de soquete para as operac¢des de backup.

-sparse

Diferencia entre operacgdes de arquivo expandido e regular. Esta opcédo
aumenta a eficiéncia das operacdes de backup e restauragdo de arquivos
expandidos.

Observacéo: os arquivos de cota sdo sempre tratados como arquivos
esparsos nas operagdes de backup e restauracdo, independentemente de
vocé especificar -sparse.

-verbose ou -v

Coloca o sistema no modo detalhado para permitir a entrada de mensagens
de depuracédo detalhadas no console.

Suporte aos recursos de instantaneo e E/S direta para UNIX

Os agentes clientes UNIX oferecem suporte aos recursos de instantaneo e E/S
direta. Para que esses recursos possam ser usados, devera existir um dos
seguintes ambientes no computador que executa o agente cliente do UNIX:

Recurso Plataforma Requisitos de software

Instantaneo Solaris Sistema de arquivos UFS com o pacote fssnap instalado
(Solaris 8 e 9) ou a versdo avancada do sistema de
arquivos VxFS.

Instantaneo HP-UX 11.0 Versdo avancgada do sistema de arquivos VxFS ou JFS
(Sistema de arquivos de diario) online.

E/S direta Solaris Sistema de arquivos UFS ou VXFS.

E/S direta HP-UX 11.0 Versdo avancada do sistema de arquivos VXFS ou JFS
online.

DescricOes de instantaneo e E/S direta

Com a E/S direta, o Client Agent obtém um instantaneo nas versoes
avancadas do VxFS, do JFS online (HP-UX) e do UFS com o fssnap instaladas
nos sistemas Solaris. O agente monta o instantdneo em um diretorio
temporario criado no volume raiz e, em seguida, gera o backup do
instantadneo. Uma vez concluido o backup, o agente desmonta o instantaneo
do diretério temporario e o exclui.
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Para executar um backup do instantaneo, é necessario especificar um buffer
de instantaneo. Esse buffer é o espaco em disco usado para armazenar os
dados originais antes de eles serem sobrescritos no volume de instantaneo.
Considere estas questdes ao usar o buffer de instantaneo:

® O buffer precisa ser grande o suficiente para armazenar todos os dados
alterados no volume de instantadneo durante o periodo de backup. Se ndo
houver espaco no buffer, o instantaneo se tornaréa invalido, e o backup
falhara.

® O volume e o buffer de instantaneo ndo devem estar no mesmo sistema
de arquivos.

®  Para melhorar o desempenho, o volume e o buffer de instantaneo devem
estar em discos fisicos separados.

B Para o UFS na plataforma Solaris (com o fssnap), o buffer de instantaneo
podera ser um nome de arquivo, um nome de diretério ou uma particao
raw.

Para um backup ou restauragdo com o recurso de E/S direta, € necessério
verificar o ambiente do cliente e editar o arquivo de configuracdo caagperf.cfg.
Para exibir o instantaneo e a E/S direta nos sistemas de arquivos do arquivo
caagperf.cfg, execute o comando mount na linha de comandos, apds submeter
a tarefa de backup ou restauracéo.

Para o recurso de instantaneo, a saida exibida apds a execucdo do comando
mount € um novo sistema de arquivos somente leitura, em que o ponto de
montagem inicia com o prefixo SNAP_HOME_ . Os usuarios do recurso de E/S
direta podem observar as alteracdes nas op¢des de montagem desse sistema
de arquivos especifico. As mensagens detalhadas também serdo exibidas no
arquivo caagperf.cfg se o sinalizador de log tiver sido ativado nesse arquivo.

As secdes a seguir descrevem como configurar um UNIX Client Agent para
usar esses recursos.
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Configuracéo dos recursos de instantdneo e E/S direta

Para configurar os recursos de instantaneo e E/S direta, siga estas etapas:

1.

Ative a variavel de ambiente CAAGPERF_ENABLE adicionando a seguinte
linha ao arquivo agent.cfg:

ENV CAAGPERF_ENABLE=1
Observacao: O arquivo agent.cfg esta no diretério /opt/CA/BABcmagt.

ApOs essa variavel ser ativada, a se¢do do arquivo agent.cfg
correspondente ao agente terd essa aparéncia:

[e]

NAME BABagentux

VERSION nn.nn.nn

HOME /opt/uagent

ENV LD LIBRARY PATH=/usr/local/Calib:/opt/CA/BABcmagt
ENV CAAGPERF_ENABLE=1

Prepare o arquivo de configuragdo chamado caagperf.cfg no diretério
/opt/CA/BABcmagt. Especifique os tipos de operac¢des que devem ser
concluidas nos sistemas de arquivos especificados no arquivo caagperf.cfg.
Consulte a proxima secgdo para obter descricdes detalhadas.
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Parametros e valores da tabela de configuracéo

O formato do arquivo de configuracdo € semelhante ao de um arquivo .inf do
Windows. Ele contém secdes e pares de valores de chave. Os nomes de se¢éo
aparecem entre colchetes, e os pares de valores de chave estdo no formato
KEY=VALUE, sendo que cada linha contém um par. Todas as entradas do
arquivo de configuragéo diferenciam maiusculas de minudsculas.

Os pares de valores de chave estdo sob os volumes aos quais pertencem, e 0s
nomes de sec¢do sdo os nomes desses volumes. Dois exemplos da sintaxe de
nome de secdo do arquivo caagperf.cfg sdo [/] ou [/export/home]. Se um
volume tiver vérias entradas, o comportamento do Client Agent sera
indefinido.

Os pares de valores de chave sao usados para definir parametros para o
volume aos quais eles pertencem. Por padréo, todas as op¢des estéo
desativadas. Se nao for necessario processamento especial para um volume,
este ndo devera estar no arquivo caagperf.cfg.

As chaves e seus valores s8o descritos na tabela a seguir:

Chave

Valor

DOSNAP

Ativa o recurso de instantdneo em um volume. O valor deve ser
BACKUP, o qual indica que deve ser obtido um instantaneo durante a
operacao de backup.

SNAPSHOTBUFFER

Especifica o buffer usado para armazenar os dados originais antes de
eles serem sobrescritos no volume de instantaneo. O valor deve ser um
nome de arquivo ou uma particdo. O arquivo podera ser um arquivo ou
diret6rio de outro volume.

O valor deste campo depende do tipo do sistema de arquivos. Para a
versdo avancgada do VXFS ou do JFS online, o valor é o nome de uma
particdo vazia. Para o UFS, o valor € um nome de arquivo, diretdrio ou
particdo.

DOUBIO

Ativa o recurso de E/S direta em um volume. Os valores sao BACKUP,
RESTORE e BACKUP_RESTORE. O valor deste campo depende dos
requisitos de backup ou restauracéo.

Os exemplos de arquivos de configuracdo a seguir poderédo ser Uteis.
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Arquivo de configuracédo - exemplo 1

Este € um arquivo de configuragcdo de exemplo para um sistema operacional
Solaris 8 ou Solaris 9 que possui um sistema de arquivos UFS com o fssnap
instalado. A primeira linha € um sinalizador de depuragédo. As trés secdes apos
a entrada de depuracgéo correspondem aos volumes /opt, /export/home e / do
disco.

As secOes /opt e /export/home tém o recurso de instantaneo ativado durante
o backup, e a se¢do/ tem o recurso de E/S direta ativado para backup e
restauracao.

##DEBUG

[/opt]

DOSNAP=BACKUP
SNAPSHOTBUFFER=/garbage/snapbufferfile 1

[/export/home]
DOSNAP=BACKUP
SNAPSHOTBUFFER=/garbage/snapbufferfile 2

[/]
DOUBIO=BACKUP_RESTORE

Arquivo de configuracao - exemplo 2

Este é um arquivo de configuracdo de exemplo para um sistema operacional
Solaris 8, com a versao avancada do sistema de arquivos VXFS instalada.

O arquivo contém trés se¢des. A primeira linha é um sinalizador de depuracao.
As trés sec¢des do arquivo sao os volumes /opt, /export/home e / As sec¢des
/opt e /export/home tém o recurso de instantaneo ativado durante o backup,
e o volume / tem o recurso de E/S direta ativado para backup e restauracao.

T##DEBUG

[/opt]

DOSNAP=BACKUP
SNAPSHOTBUFFER=/dev/dsk/c0t0d0s4

[/export/home]
DOSNAP=BACKUP
SNAPSHOTBUFFER=/dev/dsk/c0t0d0s4

[/]
DOUBIO=BACKUP_RESTORE
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Nivel de rastreamento da opcéo corporativa do AS/400

Ocasionalmente, com base nas instrucdes do suporte técnico da CA, talvez
seja necessario alterar o nivel de atividade registrada para a opgao corporativa
do AS/400. Como os niveis de rastreamento podem afetar o desempenho do
backup, néo altere os valores, a menos que receba instruc¢des especificas do
suporte técnico da CA.

A tabela a seguir mostra todos os niveis de rastreamento da opcao corporativa
do AS/400:

Nivel

Descricdo

ASOS$TRACE

Controla o nivel de detalhe do rastreamento do agente cliente. Os
valores validos sao -1 e 0 a OXFFFFFFFF. A definicdo do valor de
ASOS$TRACE como -1 registra o maximo de detalhes.

ASO$TRACE_AST

Esta € uma chave. Se estiver definida, as ASTs (capturas de
sistema assincrono) serdo rastreadas.

ASOS$TRACE_IDENT

Este é um parametro de formatacao. O valor recomendavel é de O
a 5. O padréo é 3.

ASO$TRACE_DATA

Controla a quantidade de bytes registrados em cada pacote. O
intervalo é ilimitado e inicia em 0. O padréao é 300.
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Arquivo de configuragéo do agente cliente no UNIX, Linux e Mac OS X

Arquivo de configuracédo - exemplo 3

Este é um arquivo de configuracdo de exemplo para o sistema operacional HP-
UX que pode ter uma versédo avancada do sistema de arquivos VXFS ou JFS
online instalada.

O arquivo contém quatro sec¢des. A primeira linha € um sinalizador de
depuragdo. As secdes séo os volumes /, /var, /usr e /export. Nesse arquivo, 0
volume / esté ativado para E/S direta durante o backup e a restauracao, e os
outros volumes estéo ativados para instantaneo durante o backup.

##DEBUG

[/]
DOUBIO=BACKUP_RESTORE

[/var]
DOSNAP=BACKUP
SNAPSHOTBUFFER=/dev/vg00/1lvol7

[/usr]
DOSNAP=BACKUP
SNAPSHOTBUFFER=/dev/vg00/1vol7

[/export]
DOSNAP=BACKUP
SNAPSHOTBUFFER=/dev/vg00/1lvol7
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ACLs do UNIX, Linux e Mac OS X

Nos Client Agents para UNIX, Linux e Mac OS X, s6 ha suporte para ACLs no
modo monousuario, também conhecido como modo sem senha. Se desejar
colocar um Client Agent - ou um agente de backup de banco de dados - para
UNIX, Linux e Mac OS X no modo monousuario, especifique uma entrada
NOPASSWORD na secdo correspondente no arquivo de configuracdo do
Common Agent, agent.cfg, localizado em /opt/CA/BABcmagt. Um client agent
para UNIX, Linux e Mac OS X também pode ser colocado no modo
monousuario, especificando-se a opgdo -S ou -NOPASSWORD no uag.cfg. E
possivel usar dois tipos de ACLs com o client agent do UNIX, Linux ou Mac OS
X:

® Uma ACL que proibe ou permite que usuarios especificos executem
backups ou restauracgdes. Por exemplo, uma parte do arquivo agent.cfg é
mostrada no exemplo a seguir. Sera necessario fazer alteracdes
semelhantes nas se¢fBes de outros Client Agents se desejar aplicar ACLs a
esses agentes também.

[0]

NAMEBABagentux
VERSIONNNn.n.n
HOME/opt/uagent

NOPASSWORD

CAUSER A:CAUSER1 N:CAUSER2

NOPASSWORD ativa o modo monousuario, e CAUSER especifica os
usuarios aos quais esta sendo concedida ou negada permissao. (A significa
ALLOW e N representa DENY.) A:CAUSER1 permite que o CAUSER1
execute as tarefas e o N:CAUSER2 nega o acesso ao CAUSER2.

Observacao: Nos Client Agents para UNIX e Linux, o tipo de objeto é [0].
Nos Client Agents para Mac OS X, o tipo de objeto é [4].
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Uma ACL que determina se enderecos IP especificos podem acessar o
sistema. Por exemplo, uma parte do arquivo agent.cfg € mostrada no
exemplo a seguir. Ser& necessario fazer alteracées semelhantes nas
secOes de outros Client Agents se desejar aplicar ACLs a esses agentes
também.

[e]

NAMEBABagentux

VERSIONNN.n.n

HOME/opt/uagent

NOPASSWORD

ALLOW N:172.16.0.0 (255.255.255.0) H:172.31.255.255
DENY N:192.168.0.0(255.255.255.0) H:192.168.255.255

NOPASSWORD ativa o modo monousuéario, enquanto ALLOW e DENY
especificam se determinado enderec¢o IP ou de rede tem permissao para
acessar o sistema. N indica um endereco de rede e H, o endereco IP de
um host.

Observacao: Uma mascara de sub-rede opcional podera ser incluida apos
o endereco de rede; essas mascaras sao mostradas entre parénteses.

Para os Client Agents do UNIX, Linux e Mac OS X, o tipo exato de ACL pode
ser especificado no uag.cfg, ou entdo com o uso das opg¢des -S, -
NOPASSWORD, -CAUSER, -ALLOW e -DENY. Para obter mais informacgdes
sobre essas opcdes, consulte a secdo Opgdes Configuraveis.

Os dois tipos de ACLs podem ser aplicados simultaneamente. Nos dois casos,
DENY prevalece sobre ALLOW. No modo monousuario, todas as operacgdes do
Client Agent sao executadas com privilégios de superusuario. O arquivo
caagentd.log contém informacgdes sobre os usuarios, enderecos IP e enderecos
de rede negados durante 0 modo monousuario.

Configuracao da AS/400 Enterprise Option

As preferéncias de inicializacdo e interrupcdo da AS/400 Enterprise Option sao
configuradas com o uso dos comandos STRASO e ENDASO.

Configuracéo das preferéncias de inicializagao

Para configurar as preferéncias de inicializacdo da AS/400 Enterprise Option,
siga estas etapas:

1.

Na linha de comandos, execute:
straso
Pressione F4.

As opg¢Oes disponiveis sdo exibidas:
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3. Digite suas preferéncias e pressione Enter.

Observacao: é possivel configurar as preferéncias de Library Level
Backup e de Use QaneSava. Essas preferéncias melhoram o desempenho.
Para obter mais informagdes, consulte a se¢cdo Configuracdo do
Desempenho.

almlx

Asguive Edtw Esbis Comunioaciio Acies Wrdow hApcds
| Bl | E(mm| w0 tealm| 2aP| 3] @]

Iniciar Client Agent para AS400 (BTRASO)

ione Enter.

sligado
qak, 4d3k. ..

Inferior
air Fa=Prompt FS=ftualizar FlZ=Cancelar Fl3=Como usar esta exib
lais teclas

Configuracao do Desempenho

Por padrédo, Use QaneSava e Library Level Backup estdo definidas como *ON.
Essas configuracdes aumentam o desempenho do agente para backups no
nivel de biblioteca.

Use o sinalizador Use QaneSava para alternar entre *ON e *OFF. Com o
sinalizador Use QaneSava definido como *ON, os backups sdo executados sem
a criacdo de um arquivo SAVF temporario. Definindo o sinalizador como *OFF,
o0s backups sdo executados e um arquivo SAVF temporario sera criado.

Use o sinalizador Library Level Backup para controlar o backup das bibliotecas.
Quando o sinalizador Library Level Backup esta definido como *ON, o comando
SAVLIB é aplicado aos objetos da biblioteca. O comando SAVLIB melhora o
desempenho, pois ele salva as informag¢des da biblioteca e todos os arquivos
de uma biblioteca em um backup. O recurso de backup em nivel de biblioteca
é util principalmente quando sdo executados varios backups de biblioteca.
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Definindo o sinalizador como *OFF, o comando SAVOBJ é usado para fazer
backup de cada arquivo em uma biblioteca separadamente. Utilize essa
abordagem se néo pretende fazer backups no nivel da biblioteca.

Observacao:0 recurso de backup em nivel de biblioteca ndo oferece suporte
a backups incrementais e diferenciais.

Configuracao das preferéncias de interrupcao

Para configurar as preferéncias de interrupcdo da AS/400 Enterprise Option,

siga estas etapas:

1. Na linha de comandos, execute:

endaso

2. Pressione F4. As opg¢Oes sao exibidas na tela de configuracao.

3. Digite suas preferéncias e pressione Enter.

o Sesshio A - [24 x B0]

Arquive Editsr Tramsferi Aparéncia Comunicaghe Mudliar Window Ajuds

[_[o[=]

Digite as escolhas, pressione Enter,

Compo finalizar, . | ¢

Fa=5air Fa=Prompt
F2a=-Mais teclas

(BBl Llk (===

Interromper Client Agent para AS400 (STRASO)

Tempo de atrasa, se *CNTRLD. . . . .

FS=Atualizar Fi1Z=Cancelar Fi13=Como vusar esta exibicdo

@)

=QUIESCE  =QUIESCE, *=CNTRLOD, =TMHED

1-3999450

Infarior

Configuracao da OpenVMS Enterprise Option

Além do endereco da porta, a OpenVMS Enterprise Option ndo requer
configuragdo adicional ap6s a instalagéo.

Configuracao do endereco da porta

Os enderegos das portas TCP e UDP padrdo sao 6050 para as duas portas. A
porta TCP é usada para a comunicagéo e transferéncia de dados entre o
cprocess e o agente cliente. O CA ARCserve Backup usa a porta UDP para

procurar os hosts.
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Para configurar a porta TCP ou UDP, inclua o seguinte comando no arquivo
bab$startup.com:

DEFINE /SYSTEM ASO$PORT NUMBER nnnn
Nesse exemplo, nnnn € o nimero da porta do Gerenciador de backup.

Importante: o OpenVMS requer a atribuicdo do mesmo numero as portas
UDP e TCP.

Otimizacao da pilha do TCP/IP

A configuracgdo da pilha do TCP/IP pode afetar o desempenho do Client Agent.
Geralmente, as cotas de envio e recebimento do TCP s&o definidas como 4096.
Defina essas cotas como o valor maximo permitido pela pilha instalada no
sistema OpenVMS.

Nivel de rastreamento da opcao corporativa do OpenVMS

Ocasionalmente, com base nas instrugdes recebidas do suporte técnico da CA,
talvez seja necessario alterar o nivel de atividade registrado para a opcao
corporativa do OpenVMS. Como os niveis de rastreamento podem afetar o
desempenho do backup, néo altere os valores, a menos que receba instrucdes
especificas do suporte técnico da CA.

Nivel Descricado

ASOS$TRACE Controla o nivel de detalhe do rastreamento do agente cliente. Os
valores validos sdo -1 e 0 a OXFFFFFFFF. A definigdo do valor de
ASOS$TRACE como -1 registra o maximo de detalhes.

ASOS$TRACE_AST Esta € uma chave. Se estiver definida, as ASTs (capturas de sistema
assincrono) serdo rastreadas.

ASOS$TRACE_IDENT Este é um parametro de formatacdo. O valor recomendéavel é de O a 5.
O padrdo é 3.

ASOS$TRACE_DATA Controla a quantidade de bytes registrado em cada pacote. O intervalo

€ ilimitado e inicia em 0. O padrao é 300.
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Estatisticas em tempo de execugao

Capitulo 4: Uso dos Client Agents

Este capitulo descreve como usar os Client Agents em um ambiente de backup
padrao e contém:

m  Descri¢des das estatisticas de backup e restauracdo que os Client Agents
podem obter e gravar nos logs online, bem como dos procedimentos
usados para acessar os dados registrados.

®  Detalhes sobre como iniciar e interromper os Client Agents.

®  |nstrugdes para o agendamento e a inicializacdo de tarefas de backup e
restauracdo, bem como para a verificacado do status de Client Agents
online.

Esta secdo contém os seguintes tdpicos:

Estatisticas em tempo de execucao (na pagina 65)

Log de atividades (na pagina 66)

Backup dos dados do servidor de rede Windows (nha pagina 71)
Procedimentos de inicio e interrupcdo do Client Agent (na pagina 71)

Estatisticas em tempo de execucao

Os componentes de tempo de execucgao dos Client Agents for Windows e for
NetWare fornecem estatisticas em tempo real e exibem o andamento das
tarefas de backup e restauracdo que estdo sendo processadas.

Observacdo: As estatisticas em tempo de execucdo aplicam-se somente ao
Windows e ao NetWare.
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Exibicdo de estatisticas em tempo de execucao do agente cliente para
Windows

Para obter estatisticas em tempo de execuc¢ao dos agentes clientes para
Windows, siga estas etapas:

1. No menu Programas do Windows (ou Todos os programas, em
computadores com o XP), selecione CA, ARCserve Backup, Administrador
do agente de backup.

2. Selecione Conexdes. O sistema exibe as ultimas dez tarefas processadas.
Se a tarefa ainda estiver ativa, clique nela para exibir suas estatisticas em
tempo de execucdo atuais. Se a tarefa tiver sido concluida, serdo exibidas
estatisticas completas sobre ela.

Observacdo: como as estatisticas sdo mantidas na memdria, se vocé
fechar a caixa de didlogo Administrador do agente de backup e o servico
Agente Universal, as estatisticas de conex&o serdo perdidas. No entanto,
ainda poderda exibir os resultados da tarefa no log de atividades.

Exibicao de estatisticas em tempo de execucao dos NetWare Client Agents

Com o NetWare Client Agent, se a janela Tempo de execu¢do nao estiver
disponivel, serd necessario alternar as janelas para exibi-la. Se estiver
executando o console remoto (RCONSOLE.EXE) para exibir o console do
servidor, pressione as teclas ALT e F3 simultaneamente e mantenha-as
pressionadas até que a janela Tempo de execugdo seja aberta. Se estiver no
console do servidor, pressione as teclas ALT e ESC simultaneamente para
alternar as janelas.

Observacao: Pressione as teclas Ctrl e ESC simultaneamente para exibir uma
lista das janelas atuais e, em seguida, escolher a janela Tempo de execucéo.

Log de atividades

O sistema do CA ARCserve Backup baseado no servidor gera um log de
atividades que exibe informacdes sobre todas as tarefas processadas pelo
agente cliente. As sec¢fes a seguir explicam como exibir o log de atividades de
cada agente cliente no servidor e no préprio agente.
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Exibicdo dos logs de atividades em um servidor do Windows

Para exibir o log de atividades em um servidor Windows do CA ARCserve
Backup, siga estas etapas:

1.

Na pagina inicial do CA ARCserve Backup, selecione o menu Status da
tarefa para abrir o Gerenciador de status da tarefa.

Clique na
mostrado

T CA ARLserve ackup

guia Log de atividades para exibir uma lista de logs, conforme
no exemplo a seguir:

- [status da tarefa: 1] ‘

ol frowo [piclorigidn Exbe Fahsdatarefa Janels s =1mx|
®B85 1x Tuds B 80 ; © » g | o = @

[SRETAREAF B @ @ ©| s, toitir R fiemoreer | bk Aumksr v gk | i

5 G Conieius du CA ARCsmve Bathi Fia da tarolas | Histico datarefa Log de atividades |
_‘! tarcfa =l SRS TARRARE | S TARDASFE )

PRt P T—— P -

I Backun Tigs | Data | Sessho | mersapem
e 1 Esta semanal 23/12/2007 - 24, 12/007 |

% Administradar
de servidores
ronitor o wiatis]
proteso o rooul |

Adrirestrago

Usn mais Fecente

» Confiauracho de
i L

» Slatys da tarefs
tarefas

» Fazer hackun
» Administrador

T Tarela?? | SEPSTARPRASPZ |  Tarela dr remogda do hanea de dados ) [Cancuita] [27/12/2007 12:18:
& TaredaZi | 10 Tarela de prolegb ladus § [Alive] [27/12/2007 12:18:40 -
# Lugs genérices.

171 Seranal 16/12/2007 - 22/12/2007 |
1 Tarefald [ SEELTARZLASE ] Fazer backup [Fersonalizada] ) [Concluida] (20122007 121 7206 - 20,
) Tarefal 1 [ sEESTARZL459E | ( Fazer backup [Personalizada] ) [Lonchaide] [20/12/2007 121206 - 20,

o Tarefals | 5K 210 Fa di d0 do banco de dados § [Lonchuido] [20/12/2007 12:11:
o Tarrefats [ 1 Tarefa de protecin do b de dadas ) [Com Falha] [ 12111
T Logs gendricos

[ Seranal 0%712,/2007 - 15/ 12/2007 |
 Tarelal | SKZSTARZGASPZ | { Faser backup [Persunalizada) ) [Conchaidu] [13/12/2007 12:05:06 - 13/
 Tarelal0 | SKZSTARZGASPZ | { Tarela de remordo do lranco de dadus ) [Comcbuido] [13/12/2007 12:03;
1 Tarefay [ SKEsTARZBASKE ] ( Tarefa de provegdo do ance de dadues § [Lom Falbal [13/ 12 (0007 12005

+ Tarefal [ SK2STARZLASFZ ] (Fazer [ plG i L/12/2007 1206240 - 1115
) Tarefas [ SK2STARZLASFE ] {1 azer i [ plL i L2/Z00F LLHEH - 121G
) Tarefad [ SK2STARZLASFE ] {1 azer i [ plL i L2/Z00F 114114 - 1215
o Tarefal [ SK2STARZE4SP? 1( Taredfa de protecia do haneo de dados Y [Com Falhal [12/12/2007 11000
T Logs gendricos

[ Seranal 07/12,/2007 - 08, 12,2007 |
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A saida impressa ou a impressao em arquivo do log de atividades de um
agente cliente é semelhante a mostrada no exemplo a seguir:

BrightStor ARCserve Backup - [Status de trabalho: 1]

(1%

Servider do Brightiter ARCrerve Backup: [AQNI5-DE-EEXP

Log de atividades do BrightStor ARCserve Backup

Tipo Daba Trabalho  Sess¥o  Mensagem
Informaghe = L4706/ £005 d: 43545 TAT: Operation enabled
Indomagie s L4/06SE005 0kt cdt O mecanieme de trabalbe foi iniciade ne servidor [neme:CA0PSS-DE-ERNF] [IP(:):178.28.1
Informaghe = L4706 005 ks 43: 42 0 Mecanismo de mensagens foi iniciado
Indomagie s L4/06SE005 0kt cdt O Mecanieme de banco de dades fod inicdade. (VLIED
Informaghe = L4706 005 ks 43: 42 0 mecanismo da fita foi iniciade
Ind amiagie s LA EAEONS 11:50:18 0 mecanisme da fiva foi iniciade.
Informaghe = Lf06££005 11:50:11 T spositive adicionade ao grupo
Indomagte s L3/ 0E/E0DS 11:50:0L W0 DITEOIITIWOE . [hbeiop] 3
Infamiaghe s L2/0EFE005 11:40:04 0 mecanisme da fita esbd parads b
Indommaghe = L2064 005 11:#9:10 O mecanisme de trabalbe foi iniciade ne servidor [nome: LA0PSS-DE-ERNF] [IP(s):178 281
Infamiagie s L2/0EFEO0S 11:38:06 0 mecanisme da fita foi iniciade.
Indommaghe = LafEFE0NS 11024506 Dispositive adicienade ac grups
Inomagie s L2/0EFEO0S 11:38:06 BOU0 DIIPOIITIVOE . [beiop]
Indomagie s LafEAE0NS 11:28:17 0 mecanisme da fiva esed parads
Infamiagie s L2/06FE005 11:28:17 0 wecanisme de trabalbe sbd parade.
Indomagie s LafUEAE00S 11:28:04 0 Mecanisme de mensagens foi iniriado
Infamiagie s L2/0EFE00S 11:29:09 0 Brcanisme de mensagens erbd parade.
Indomagie s Laf0EAEONS 10:28:27 Agrupaments dindmico cancelado
Infamiagie s L2/OEFEO0S 10:25:24 Iniciande agrupamente dindmics
Indomagie s LafEAEONS 10528152 [TOBQUEVE]: O seatur doi alterado dedvivo paraCencludo [ne do vrabalhe:d] [Descrigde:l
Infamiagie s L2A0EFEONS 10:35:17 1 1 [RAT] L3/06/05 10:35 [1D:9615,3E8380:1] foi mesclade. (arquives=§)
Indomagie s LafEFEONS 10:28:17 1 tprrag¥o Backup concluida com exive.
Infamiagie s L2A0EFEONS 10:35:17 1 Total de dados processades............. 120 XE
Indomagie s LafEFEONS 10:28:17 1 Toval = arquiver copiades para backup. §
Infamiagie s L2A0EFEONS 10:35:17 1 Total de direoéries copiados para backp 1
Indomagie s LafEFEONS 10:28:17 1 -- Smavms exro = cancelade............ 0
Infamiagie s L2A0EFEONS 10:35:17 1 -- Ehatus cowpleto ¢ incomplete........ L
Indomagie s LafEFEONS 10:28:17 1 Total g wolwnes & rexen copiades para b 1
Infamiaghe s L2A0EFEONS 10:35:17 1 -- Ehatus exro ¢ cancelade.. ... 0
Indomagie LafEFEONS 10:28:17 1 -- Itavus cowpleve e dincompleve........ L
Infamiaghe s L2A0EFEONS 10:35:17 1 Total de nés a serem copiados para backs
Indomagte L2/06/ 5005 10:25:17 1 Wanero dr sdrie [Seg 1l................ KA
Indomagie Laf0EFEORS 10:28:17 1 Wanero toral de sesefes... L
Informaghe = LA 0B E005 10:25:17 1 0 da midia 515
Indomagie s LA BEAEONS 10:28:17 1 Tome d3 WIS LEAOEAOE 10035
Informaghe = LA 0B E005 10:25:17 1 Fool de midia
Ind amiagie s LA BEAEONS 10:28:17 1 Brups dr Gispositives.................. TT
Informaghe = LA 0B E005 10:25:17 1 ##% Fesmmo do backup para o 1D de trabalho 1 #4%
Ind amiagie s LA BEAEONS 10:28:17 1 Tesempenhio wédio: 1185 ME/min
Informaghe = LA 0B E005 10:25:17 1 Tewpo decorrida: is
Ind amiagie s LA BEAEONS 10:28:17 1 19t ¥B gravado na mida.
In ormagHe s LA 06/ £005 10:25:17 1 1 Diretérios § arquiveis) (180 ¥B) copiados para backup em midia ]
Im |[>
H Servidor padréo; CADD95-DP-BPRP Dominia; CADDIS-DP-BPEP 05:50

Exibicao dos logs de atividades em um computador do NetWare Client Agent

O NetWare Client Agent grava informagfes no arquivo nwagent.log, o qual é
criado no diretdrio inicial do agente. Para exibir esse log usando o Windows
Explorer, abra o arquivo nesse diretdrio. Opcionalmente, poderéa exibir o
conteudo do arquivo de log selecionando Exibir nwagent.log no console.
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Log de atividades

Exibicao dos logs de atividades em um computador do Client Agent para UNIX,
Linux ou Mac OS X

Assim que o Client Agent para UNIX, Linux ou Mac OS X comeca a ser
executado, um arquivo de log de atividades chamado uag.log é criado e
armazenado no diretdrio de logs. Esse diretério reside no diretério inicial do
agente.

O arquivo uag.log registra todas as atividades e erros que ocorrem durante as
tarefas de backup e restauracdo do computador. Cada tarefa é identificada
numericamente em sequéncia, bem como por data e hora, na exibi¢cdo do log.

Para exibir o contetdo desses logs no computador do Client Agent, use o
comando print filename .

Observacado: Todas as mensagens de log relacionadas ao Common Agent
estdo localizadas no arquivo /opt/CA/BABcmagt/logs/caagentd.log.

Logs de atividades em computadores que executem a opgao corporativa do

AS/400

A opcéao corporativa para AS/400 cria um arquivo de log na biblioteca do CA
ARCserve Backup. Os dois integrantes do arquivo sdo:

® AGENT.MBR, que registra as atividades e os erros relacionados as
operagfes do agente.

®  ASBR.MBR, que registra informacfes sobre as atividades de navegacéo do
CA ARCserve Backup.

Logs de atividades em computadores que executem a opgcao corporativa do

OpenVMS

Assim que o agente comeca a ser executado no servidor, o CA ARCserve
Backup gera um arquivo de log de atividades chamado
aso$agent_<nodename=>.log e o armazena no diretério de logs. Um novo
arquivo de log, identificado pelo nimero de seqliéncia, pela data e pela hora
da tarefa, é criado para cada tarefa e para cada inicializacdo subsequente do
agente. O conteldo de cada arquivo é determinado pelo nivel de rastreamento
ativado no agente.

Adicionando e configurando os agentes clientes 69



Log de atividades

Exclusao dos arquivos de log do Client Agent

Nos Client Agents para UNIX, Linux e Mac OS X, exclua os arquivos de log do
computador cliente como faria com qualquer outro arquivo desse computador.
Por exemplo, execute:

$>rm uag. log

Nos Client Agents for Windows, use o Administrador do Backup Agent para
excluir os arquivos de log:

-0l x|
Selecione oz arquivos de log das opgies do agente de backup para que dezeja excluir.
Arguiva A | Tipo | Modificada | Tamanhao | Laocal -~ Escluir |
O By Bal_DEE.. LOG 27272007 14:19:38 9348 CA\AROUNMOS DE PROGRAMASA\CANSHAREDLC
O B Bsk250305 AL 20/12/2007 14:12:00 £43 CAROUNMOS DE PROGRAMASA\CANMRCSERVI Fechar |
O B Bsk250305  LOG 20/12/2007 1412:01 4853 C:A\AROUMNMOS DE PROGRAMAS\CANWGRCSERYI
O B Bsk250305 AL 20/12/2007 14:12:03 E47 CROUNMOS DE PROGRAMASA\CANMRCSERVI
O B Bsk250305  LOG 20/12/2007 14:12:08 4843 CAAROUNMOS DE PROGRAMAS\CANWGRCSERYI
O B Bsk2sndd AL 13412/2007 14:05:31 £25 CMROUNMOS DE PROGRAMASA\CANMRCSERVI
O B Bsk2sndod  LOG 13412/2007 14:08:32 4575 C:AAROUNMOS DE PROGRAMAS\CANWGRCSERYI
0O B BsSk250409 AL 27272007 14:19:25 £43 CAROUNMOS DE PROGRAMASA\CANMRCSERVI
0O B Bsk250409  LOG 27272007 14:19:26 4853 C:A\AROUMNMOS DE PROGRAMAS\CANWGRCSERYI
0O By Bsk2s04in AL 27272007 14:19:30 E47 CMAROUNMOS DE PROGRAMASACANRCSERVI
0O By BsSk2s0410  LOG 27N 272007 14:19:31 4850 C:AARQUMOS DE PROGRAMAS\CANARCSERYI
O B BSK250707 AL 20/12/2007 14:12:27 B33 CMROUNMOS DE PROGRAMASA\CANARCSERVL
O B BSk250707  LOG 20/12/2007 14:12:29 4802 C:AAROUMNMOS DE PROGRAMAS\CANARCSERVI
0O By Bsk2s071 Al 27N 272007 14:19:37 E26  CMROUNMOS DE PROGRAMASNWCANMRCSERVI
0O By Bsk2s0711 LOG 27N 272007 14:19:38 4580 C:AARQUMNMOS DE PROGRAMAS\CAVARCSERYI
0O By Bsk250902 AL 11/412/2007 14:02:55 E23 CMROUNMOS DE PROGRAMASNCANRCSERVI
O B BSk250902  LOG 11A12/2007 14:02:58 4580 C:AaROUMNMOS DE PROGRAMASMCANARCSERYI
|:I| B BSK250908 AL 20/12/2007 141751 626 E:\AHQU;\FDS DE PHDGHAMAS\E&\QHESETF
4 »
™ Selecionar tudo
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Backup dos dados do servidor de rede Windows

Backup dos dados do servidor de rede Windows

Se tiver instalado um agente cliente em um servidor Windows, podera fazer o
backup dos dados do servidor através desse agente seguindo estas etapas:

1.
2.
3.

Abra o Gerenciador de backup.
Clique na guia Origem.

Expanda o objeto Rede e, em seguida, expanda o objeto de rede dos
Sistemas Windows até localizar o computador cliente.

Clique com o botao direito do mouse no computador cliente. Escolha Usar
agente no menu pop-up.

Margue a caixa de selecdo Usar agente.

Selecione um protocolo. Selecione TCP/IP e digite o endereco do
computador cliente ou selecione Usar a resolu¢cdo do nome do computador,
para especificar que o agente cliente deve determinar um endereco de
rede IP usando o protocolo DHCP (Dynamic Host Configuration Protocol).

Clique em OK.
Agora o agente cliente esta selecionado.

Se for solicitada seguranca, especifique a seguranca adequada para seu
ambiente.

Procedimentos de inicio e interrupcao do Client Agent

As secdes a seguir descrevem o0s procedimentos para iniciar e interromper os
diversos Client Agents.

Observacao: Se o Client Agent for interrompido em qualgquer momento
durante a tarefa de backup ou restauracgéo, a tarefa falhara e devera ser
reiniciada.
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Procedimentos de inicio e interrupcao do Client Agent

Inicio e interrupcéo do Client Agent do Windows

O Client Agent for Windows usa um componente comum chamado Universal
Agent, que € instalado ou atualizado durante a instalacdo. O Universal Agent é
registrado como um servico que € iniciado automaticamente e executado sob a
conta de sistema local por padrdo. Quando o servico € iniciado, o Client Agent
for Windows é carregado. Esse agente esta disponivel mesmo quando ndo ha
usuarios conectados ao sistema.

Use o Administrador do Backup Agent para iniciar ou interromper o Client
Agent for Windows. O Administrador do Backup Agent monitora a atividade do
agente e protege contra falhas acidentais das tarefas em caso de interrupgao
do servigo Universal Agent.

Para iniciar ou interromper um Client Agent for Windows, siga estas etapas:
1. Abra o Administrador do Backup Agent.

2. No menu Opc¢les, selecione Servigos.

3. (Opcional) Se ndo desejar que o Client Agent inicie automaticamente toda
vez que o computador for iniciado, desmarque a caixa de selecdo Iniciar
o Backup Agent automaticamente na inicializacdo do sistema.

4. Clique na seta para iniciar o servi¢co ou no ponto vermelho para
interrompé-lo.

Observacao: A interrupcdo do servigco afeta outros componentes que
usam o Universal Agent.

5. Feche o Gerenciador de servi¢cos do Backup Agent.

Requisitos de inicio e interrupcao do NetWare

O processo de instalacdo do NetWare Client Agent cria um arquivo NCF
(Recurso de cliente de rede) chamado NWAGENT.NCF. Antes de iniciar o
agente, verifique se esse arquivo foi criado e armazenado corretamente no
diretério SYSTEM, no volume SYS do servidor NetWare.
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Procedimentos de inicio e interrupgao do Client Agent

Inicializacéo do NetWare Client Agent

Para iniciar o Netware Client Agent, execute o seguinte comando no prompt do
console do servidor remoto:

nwagent

O NetWare Client Agent contém um moédulo chamado CSLOADER.NLM, que
executa fun¢gdes de monitoracdo. Quando o NetWare Client Agent &
inicializado, esse mdédulo também é iniciado. O CSLOADER.NLM exibe e
registra nos arquivos de log os resultados desse processo como uma série de
mensagens informativas. Essas mensagens podem ajudar a identificar a
origem de um problema.

O CSLOADER.NLM também funciona com a verificacdo antecipada (PFC.NLM),
a qual avalia o ambiente de execucdo do Client Agent. Se o0 ambiente néo
atender aos requisitos especificados, esse mecanismo de verificagdo instruira o
CSLOADER.NLM a interromper a sequéncia de carregamento.

Interrupcao do NetWare Client Agent

Para interromper o NetWare Client Agent, execute o seguinte comando no
prompt do console do servidor NetWare:

unload nwagent

Requisitos de inicio e interrupcao dos Client Agents no UNIX, Linux e Mac OS X

Antes de iniciar o agente, verifique se ele foi configurado. Se ele néo tiver sido
configurado, execute o seguinte script:

#babuagent/uagentsetup

Nesse exemplo, babuagent representa o nome do caminho completo do
diretdrio inicial do agente. O caminho padrao é /opt/CA/BABuagent.
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Procedimentos de inicio e interrupcao do Client Agent

Inicio do Client Agent para UNIX, Linux ou Mac OS X

ApOs a instalacao do Client Agent para UNIX, Linux ou Mac OS X, o agente é
iniciado automaticamente.

Para verificar o status do agente, execute o seguinte comando na linha de
comandos:

# uagent status

Para iniciar o agente, execute o seguinte comando na linha de comandos:
# uagent start

Se 0 agente néo estiver ativado, execute o script de configuracgéao,
uagentsetup.

Interrupcao do Client Agent para UNIX, Linux ou Mac OS X

Para interromper o Client Agent para UNIX, Linux ou Mac OS X, faca logon
como root e execute o seguinte comando na linha de comandos:

# uagent stop
Comunicacao do status de inicio e interrupcdo do agente comum

Sempre que um agente cliente € iniciado ou interrompido, os scripts dos
sistemas UNIX, Linux ou Mac OS X modificam o arquivo agent.cfg marcando a
entrada do agente como ativada ou desativada no arquivo. Os scripts também
notificam o agente comum da alteracdo. Em seguida, o agente comum
determina se deve ou ndo continuar em execucgdo, dependendo do numero de
entradas ainda ativadas no arquivo de configuracéo.

Por exemplo, se o comando uagent stop for executado para um cliente UNIX, a
secdo BABagntux sera marcada como desativada. Se BABagntux for a Unica
secdo do arquivo (ou seja, se houver apenas um agente cliente do CA
ARCserve Backup instalado), o agente comum serd interrompido. Para ativar a
secdo BABagntux do arquivo agent.cfg, seria necessario executar o comando
uagent start.

Quando o comando uagent start é executado, o status do agente comum é
alterado de desativado para ativado. Em resumo, quando determinado agente
é iniciado ou interrompido, os scripts modificam o arquivo agent.cfg conforme
adequado e notificam o agente comum. Em seguida, o agente comum
determina se deve ou ndo continuar em execucdo, dependendo do nimero de
entradas ainda ativadas no arquivo de configuracéo.
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Procedimentos de inicio e interrupgao do Client Agent

Verificacao do status dos Client Agents para UNIX, Linux e Mac OS X

Para verificar o status de um Client Agent para UNIX, Linux ou Mac OS X, faca
logon como root e execute o seguinte comando na linha de comandos:

# uagent status

Se esse comando falhar, talvez seja necesséario configurar o agente. Para
configura-lo, execute o seguinte script:

#babuagent/uagentsetup

Nesse exemplo, babuagent representa o nome do caminho completo do
diretdrio inicial do agente. O caminho padrao é /opt/CA/BABuagent.

Requisito de inicio e interrupcao da AS/400 Enterprise Option

Para iniciar ou interromper o Client Agent, é necessaria a autoridade *JOBCTL
(controle de tarefas)

Inicio do Client Agent para a AS/400 Enterprise Option

Para iniciar o agente, faca logon no AS/400 e execute o seguinte comando na
linha de comandos:

straso
Interrupcéo do Client Agent para a AS/400 Enterprise Option

Para interromper o agente, faca logon no AS/400 e execute o seguinte
comando na linha de comandos:

endaso

Requisito de inicio e interrupcao da OpenVMS Enterprise Option

Certifique-se de que tenha as credenciais de rede adequadas para operar o
computador do OpenVMS em que o Client Agent reside.

Inicio do Client Agent para a OpenVMS Enterprise Option

Para iniciar o agente, faca logon como system e execute o seguinte comando
na linha de comandos:

@sys$startup:bab$startup.com
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Procedimentos de inicio e interrupcéo do Client Agent

Interrupcéo do Client Agent para a OpenVMS Enterprise Option

Para interromper o agente, faca logon como system e execute o seguinte
comando na linha de comandos:

@sys$startup:bab$shutdown.com
Verificagéo do status do Client Agent

Para verificar o status do Client Agent, faca logon e execute o seguinte
comando na linha de comandos:

show sys /proc=aso$*

76 Guia dos Agentes clientes



Indice remissivo

A

acesso de usuario com equivaléncia de host «
25
acesso do usuario, Common Agent « 25
adicéo do client agent
manualmente, a um servidor do Windows
ou NetWare = 31
adicionar ou detectar automaticamente os
Client Agents = 29
Administrador do Backup Agent « 35
agent.cfg
arquivo de configuracdo do Client Agent «
47
arquivo de configuragdo do Common Agent:
* 49
arquivo caagperf.log = 53
arquivo cabr.cfg de configuragdo do navegador
. 47
arquivo de configuracdo do navegador = 47
arquivo de configuragéo PortsConfig.cfg < 38
Arquivo de controle de diret6rio « 47
Arquivo de controle de sistema de arquivos
47
arquivo de log nwagent.log do NetWare = 68
Arquivo fs.cntl de controle de sistema de
arquivos = 47
arquivos de configuracao
agent.cfg = 47
caagperf.cfg « 53, 56
CAPortConfig.cfg = 38, 47
exemplo do Solaris « 57
port.cfg = 47
PortsConfig.cfg = 38
arquivos de controle « 47
arquivos de log
atividade = 67
caagperf.log = 53
excluséo = 70
nwagent.log = 68
AS/400
autoridade para controle de tarefa « 75
comando endaso = 63
comando straso = 75
configuragdo = 61
recurso Backup em nivel de biblioteca « 62

ASCONFIG.INI = 44
autoridade de controle de tarefa para o AS/400
75

B

biblioteca de ACL
Linux de 32 bits = 26
Linux libacl.so = 26
pacotes = 26
requisitos = 26
biblioteca libacl.so de ACL = 26

C

caagent
comando atualizar = 23
comando iniciar = 23
comando interromper = 23
caagentd
arquivo de log para o Common Agent = 69
binério para o Common Agent « 22
caagperf.cfg arquivo de configuracdo = 53, 55
CAPortConfig.cfg
arquivo de configuracdo = 47
exemplo = 38
comando bab$shutdown.com da OpenVMS <
76
comando bab$startup.com da OpenVMS « 75
comando BABuagent/uagentsetup = 74
comando endaso AS/400 = 75
comando nwagent = 73
comando straso para AS/400 = 75
comando uagent = 74
comando unload nwagent = 73
comandos
$=>rm uag.log = 70
bab$shutdown.com OpenVMS « 76
bab$startup.com OpenVMS « 75
BABuagent/uagentsetup = 74
caagent = 23
endaso AS/400 = 75
imprimir nome do arquivo para exibir os
logs = 69
montagem = 53
nwagent « 73
straso AS/400 = 75

indice remissivo 77



uagent status = 74
Common Agent
acesso de usuario com equivaléncia de host
- 25
agent.cfg « 22
arquivo de configuragdo « 22
binario caagentd = 22
conexéo = 50
diretdrio = 22
instalacdo automatica = 21
numeros de porta = 23
uso dos scripts de inicio e interrupgdo = 23
compactacdo de dados = 17
configuracgdo
AS/400 - 61
Client Agent for Windows = 32
Client Agent para UNIX, Linux e Mac OS X «
46
Comunicacado de rede no Windows = 38
Instantaneo e E/S direta « 55
NetWare Client Agent » 44
opcdes de seguranca do Windows = 37
OpenVMS = 63
configuragdo do endereco da porta = 47
consideracdes sobre a instalacao
NetWare = 20
OpenVMS = 21
Windows < 19
cprocess = 47
criacdo de link da biblioteca de 32 bits com o
libacl.so = 27

D

Detecgédo automatica
de Client Agents para Windows UNIX, Linux,
Mac - 14
dos Client Agents para servidores do
Windows ou NetWare = 29
diretério inicial = 50

E

E/S direta
recursos do Solaris e do HP-UX = 18
sobre « 53
suporte ao UNIX « 53
empacotamento da tarefa = 43
endereco IP
ACLs para UNIX, Linux e Mac OS X = 60
em computador remoto com Windows = 13

estatisticas em tempo de execugéo = 65
F

fssnap < 53

I

imprimir comando de nome de arquivo = 69
inicializagdo de Client Agents = 71
instalacao

bibliotecas de ACL « 26

Client Agent for Windows = 21
Instantaneo

buffer « 53

recursos = 53

saida « 53

sobre « 53

suporte a UNIX « 53

visdo geral de recursos = 18
interface do gerenciador para Windows < 31
interrupcdo de Client Agents = 71

L

Linux
biblioteca ACL de 32 bits = 26
Deteccdo automatica dos Client Agents = 14
verificacdo da versao da biblioteca de ACL =
26
vinculo com a biblioteca de ACL de 32 bits «
27
lista de controle de acessos (ACL)
para UNIX, Linux, Mac OS X = 60
sobre « 16
log de atividades
exemplo = 67
exibicdo = 67
nivel de rastreamento do AS/400 < 58
sobre = 66

M

modo monousuario = 60

mostrar comando show sys /proc=aso$* do
OpenVMS = 76

multiplexacdo « 17

multitransmisséo = 17

N

NetWare
arquivos abertos = 44

78 Guia dos Agentes clientes



ASCONFIG.INI = 44

comando nwagent = 73

comando unload nwagent = 73

configuragéo do Client Agent = 44

CSLOADER.NLM = 73

NDS = 45

nome do caminho = 44

recurso de cliente de rede = 72
niveis de rastreamento

AS/400 - 58

OpenVMS -« 64
Novell Directory Services (NDS) « 45
numeros de porta, Common Agent « 23

@)

opcoes globais de verificacdo de backup =« 15
OpenVMS
comando bab$shutdown.com « 76
comando bab$startup.com « 75
comando show sys /proc=aso$* = 76
configuragéo = 63
otimizacao da pilha do TCP/IP = 64

P

placas de interface de rede (NIC)
endereco IP = 38
multiplo no Windows « 14
port.cfg
para o Common Agent = 23

sobre o arquivo de configuracdo do UNIX e

do Linux = 47
porta UDP, Common Agent = 23
protocolo = 31

R

recurso Backup em nivel de biblioteca = 62
recursos de seguranca = 13
requisitos do sistema = 19
resolucdo de nomes de computador
sele¢ao de protocolo = 71
sobre < 13

S

script uagentsetup « 73
scripts
uagentsetup = 73, 74
usar para modificar o arquivo agent.cfg «
74
senha, Windows = 40

T
tecnologia Push = 12
U

uag.cfg = 46
uag.cntl Arquivo de controle de diretério = 47
uag.log arquivo de log de atividades « 69

\%

variavel de ambiente (ENV) = 49
verificagdo de redundéancia ciclica « 15
verificagdo de virus = 42
verificagcdo de virus (Windows e NetWare) = 14
verificagdo do status do agente
OpenVMS = 76
UNIX, Linux, Mac OS X = 74

w

Windows
Administrador do Backup Agent « 35
ativar a verificagdo de virus « 42
Deteccdo automatica de Client Agents » 14
endereco IP = 38
numero de porta = 38
prioridade de processos = 35
restauracdo da ramificacdo do sistema « 32
restauracdo do estado do sistema = 32
seguranca por senha « 35
suporte a compartilhamentos < 32

indice remissivo 79



	CA ARCserve Backup Guia dos Agentes Clientes
	Índice
	1: Apresentando os agentes clientes
	Recursos do agente
	Sistemas clientes suportados
	Como funcionam os agentes clientes
	Recursos do agente
	Tecnologia Push
	Resolução de nomes de computador do Windows
	Recursos de segurança
	Criptografia de dados inteligente de cliente para servidor
	Verificação de vírus e reparo integrados
	Detecção automática de agentes clientes
	Várias placas de interface de rede
	Conectividade de rede avançada
	Navegação remota em tempo real
	Verificação de redundância cíclica
	Opções globais de verificação de backup
	Listas de controle de acessos
	Atributos estendidos para agentes clientes do Linux e FreeBSD
	Sinalizadores específicos do sistema de arquivos para agentes clientes do Linux e FreeBSD
	Compactação de dados
	Multitransmissão
	Multiplexação
	Recursos de instantâneo e Direct I/O para sistemas Solaris e HP-UX


	2: Instalando os agentes clientes
	Requisitos do sistema
	Considerações sobre a instalação
	Agente cliente para Windows
	Agente cliente para NetWare
	Opção corporativa para OpenVMS

	Instalação dos agentes clientes
	Instalação automática do agente comum
	Arquivo de configuração do Common Agent para UNIX, Linux e Mac OS X
	Componentes do Common Agent
	Números das portas do agente comum
	Credenciais de usuário para equivalência de host
	Suporte à ACL (lista de controle de acesso) para UNIX e Linux


	3: Adicionando e configurando os agentes clientes
	Detecção automática e adição manual de agentes clientes
	Detecção automática de agentes clientes
	Adicionar agentes clientes manualmente

	Configuração do Client Agent para Windows
	Notas sobre a configuração relacionada ao Windows
	Opções de configuração de segurança
	Prioridade de backup e opções de prioridade de restauração/comparação
	Restauração ou comparação múltipla e simultânea
	Opções da configuração de execução de backup e restauração
	Uso do Administrador do agente de backup para definir os parâmetros do Windows
	Configuração das opções de segurança por senha
	Exibição das opções de configuração
	Configuração da comunicação de rede do Windows
	Definição da senha da estação de trabalho
	Criação de ACLs (listas de controle de acesso)
	Ativação da verificação de vírus
	Opções locais personalizáveis

	Configuração do agente cliente do NetWare
	Observações sobre a configuração relacionada ao NetWare
	Configuração da comunicação de rede NetWare
	Backup do NDS (Novell Directory Services)

	Arquivo de configuração do agente cliente no UNIX, Linux e Mac OS X
	Consideração sobre a configuração do UNIX, Linux e Mac OS X
	Configuração do endereço da porta
	Arquivos de controle dos Client Agents para UNIX, Linux e Mac OS X
	Arquivo de configuração do agente comum
	Opções configuráveis
	Suporte aos recursos de instantâneo e E/S direta para UNIX
	ACLs do UNIX, Linux e Mac OS X

	Configuração da AS/400 Enterprise Option
	Configuração das preferências de inicialização
	Configuração do Desempenho
	Configuração das preferências de interrupção

	Configuração da OpenVMS Enterprise Option
	Configuração do endereço da porta
	Otimização da pilha do TCP/IP
	Nível de rastreamento da opção corporativa do OpenVMS


	4: Uso dos Client Agents
	Estatísticas em tempo de execução
	Exibição de estatísticas em tempo de execução do agente cliente para Windows
	Exibição de estatísticas em tempo de execução dos NetWare Client Agents

	Log de atividades
	Exibição dos logs de atividades em um servidor do Windows
	Exibição dos logs de atividades em um computador do NetWare Client Agent
	Exibição dos logs de atividades em um computador do Client Agent para UNIX, Linux ou Mac OS X
	Logs de atividades em computadores que executem a opção corporativa do AS/400
	Logs de atividades em computadores que executem a opção corporativa do OpenVMS
	Exclusão dos arquivos de log do Client Agent

	Backup dos dados do servidor de rede Windows
	Procedimentos de início e interrupção do Client Agent
	Início e interrupção do Client Agent do Windows
	Requisitos de início e interrupção do NetWare
	Requisitos de início e interrupção dos Client Agents no UNIX, Linux e Mac OS X
	Requisito de início e interrupção da AS/400 Enterprise Option
	Requisito de início e interrupção da OpenVMS Enterprise Option


	Índice remissivo


