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Riferimenti ai prodotti CA

La presente documentazione fa riferimento ai seguenti prodotti CA:

Advantage™ Ingres®

BrightStor® ARCserve® Backup for Laptops and Desktops
BrightStor® CA-1® Tape Management

BrightStor® CA-Dynam® Backup per VM

BrightStor® CA-Dynam®/TLMS Tape Management
BrightStor® CA-Vtape™ Virtual Tape System

BrightStor Enterprise Backup

BrightStor® High Availability

BrightStor® Storage Resource Manager

BrightStor® VM:Tape®

Agente per Novell Open Enterprise Server di CA ARCserve® Backup per
Linux

Agente per Open Files di CA ARCserve® Backup su NetWare
Agente per Open Files di CA ARCserve® Backup su Windows
Agente client di CA ARCserve® Backup per FreeBSD

Agente client di CA ARCserve® Backup per Linux

Agente client di CA ARCserve® Backup per Mainframe Linux
Agente client di CA ARCserve® Backup per NetWare

Agente client di CA ARCserve® Backup per UNIX

Agente client di CA ARCserve® Backup per Windows
Opzione Enterprise di CA ARCserve® Backup per AS/400
Opzione Enterprise di CA ARCserve® Backup per Open VMS
CA ARCserve® Backup per Windows

Agente Windows di CA ARCserve® Backup per IBM Informix
Agente Windows di CA ARCserve® Backup per Lotus Domino

Agente Windows di CA ARCserve® Backup per Microsoft Data Protection
Manager

Agente Windows di CA ARCserve® Backup per Microsoft Exchange
Agente Windows di CA ARCserve® Backup per Microsoft SharePoint



®m  Agente Windows di CA ARCserve® Backup per Microsoft SQL Server
®m  Agente Windows di CA ARCserve® Backup per Oracle

®m  Agente Windows di CA ARCserve® Backup per Sybase

®  CA ARCserve® Backup per agente Windows per VMware

®  Opzione Disaster Recovery di CA ARCserve® Backup per Windows

®  Opzione Disk to Disk to Tape di CA® ARCserve® Backup per Windows
®m  Opzione modulo Enterprise di CA ARCserve® Backup per Windows

®  Opzione Windows Enterprise di CA ARCserve® Backup per IBM 3494

®  Opzione Windows Enterprise per SAP R/3 di CA ARCserve® Backup per
Oracle

®  Opzione Windows Enterprise di CA ARCserve® Backup per StorageTek
ACSLS

®  Opzione Image di CA ARCserve® Backup per Windows

u Microsoft Volume Shadow Copy Service di CA ARCserve® Backup per
Windows

®  Opzione NAS NDMP di CA ARCserve® Backup per Windows
®  Opzione Serverless Backup di CA ARCserve® Backup per Windows

®m  Opzione SAN (Storage Area Network) di CA ARCserve® Backup per
Windows

®  Opzione Tape Library di CA ARCserve® Backup per Windows
®  CA XOsoft™ Assured Recovery™

® CA XOsoft™

® Common Services™

®  eTrust® Antivirus

®  eTrust® Firewall

®  Unicenter® Network and Systems Management

®  Unicenter® Software Delivery

®  Unicenter® VM:Operator®

Come contattare il servizio clienti

Per I'assistenza tecnica in linea e per un elenco completo delle localita, degli
orari in cui il servizio e attivo e dei numeri di telefono, contattare il servizio
clienti all'indirizzo http://www.ca.com/worldwide.



http://www.ca.com/worldwide
http://www.ca.com/worldwide
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Capitolo 1: Introduzione all'agente

Introduzione

Questa sezione contiene i seguenti argomenti:

Introduzione (a pagina 7)

Come amministrare computer virtuali per la gestione delle operazioni di
backup (a pagina 7)

Funzionamento di VMware Consolidated Backup (a pagina 9)
Limitazioni di VCB (a pagina 11)

CA ARCserve Backup € una soluzione completa per I'archiviazione, ideale per
applicazioni, database, server distribuiti e file system. Offre funzioni di backup
e di ripristino per database, applicazioni business-critical e client di rete.

Tra i diversi agenti disponibili in CA ARCserve Backup € incluso I'agente CA
ARCserve Backup per VMware. VMware mette a disposizione un meccanismo
denominato VMware Consolidated Backup (VCB) integrato in VMware ESX
Server e VMware VirtualCenter Server. Con VCB, & possibile proteggere file e
dati del computer virtuale (VM). Utilizzando VCB ¢ possibile eseguire I'attivita
di backup del VM su un sistema proxy di backup dedicato e quindi utilizzare le
funzionalita di backup e ripristino offerte da CA ARCserve Backup per
proteggere le macchine virtuali.

Come amministrare computer virtuali per la gestione delle
operazioni di backup

L'agente consente di eseguire il backup dei dati ed € particolarmente utile nelle
seguenti circostanze:

B Se si desidera ridurre i vincoli connessi alle risorse nel sistema ESX Server.

Nota: VMware ESX Server € un'applicazione che gestisce risorse di
sistema, archiviazione e rete in vari ambienti VM.

®  Non si desidera distribuire un agente di backup sui VM.

® | 'ambiente é costituito dalla struttura di una SAN (Storage Area Network)
0 iSCSI e i VM si trovano su una LUN di archiviazione SAN o iSCSI.

®  E necessario ripristinare i dati a livello di file o di dati non formattati (VM
completo).
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Come amministrare computer virtuali per la gestione delle operazioni di backup

VCB consente di eseguire le seguenti attivitA amministrative:

®  Eseguire uno snapshot di un VM, montare o esportare i dati di backup su
uno o piu sistemi proxy di backup e spostare il carico di lavoro dal sistema
ESX Server.

®m  Eseguire backup a livello di file e ripristini di un VM sul quale € in
esecuzione qualsiasi sistema operativo VMware su base Windows.

®  Eseguire i backup a livello dati non formattati (VM completo) e i ripristini di
un VM sul quale € in esecuzione qualsiasi sistema operativo supportato da
VMware.

®  Eseguire backup LAN-free (Local Area Network), se i VM risiedono su una
SAN.

®  Eseguire il backup un VM, indipendentemente dal suo stato di
alimentazione.

®  Ridurre il carico amministrativo mediante centralizzazione della gestione
dei backup su sistemi di backup proxy. Non e necessario distribuire agenti
sui VM.

Nota: questa funzione richiede l'installazione dell’Agente client di CA
ARCserve Backup per Windows sul sistema proxy di backup.
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Funzionamento di VMware Consolidated Backup

Funzionamento di VMware Consolidated Backup

L'agente consente di eseguire backup non formattati (VM completo) e a livello
di file utilizzando un sistema proxy di backup.

Nel diagramma seguente ¢ illustrata I'architettura di rete per il backup di
immagini o file VM tramite un sistema proxy di backup:

Backup tramite un proxy di backup esterno con
ARCserve Backup Agent per Vmware di CA

File disco WM archiviato in LUN

J
Rete Ethermet
10/100 ME o GB
Proxy di bacKup:
Server ESX: Client CA ARCserve|Backup
WM presenti su iSCSIISAN Agente per Windows ¢ VMware
LUN Framework VCE ingtallato.

Importante: | SANGSCSI LUN
che contengono | VM devono
assare accessibili al sistema
proxy di backup e al sistema
server ESX

Server di backup:
Server CAARCserve Backup
con Agente per Whware
installato.
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Funzionamento di VMware Consolidated Backup

Quando si distribuisce questa architettura nell'ambiente, tenere presente
quanto segue:

E necessario che Microsoft .NET Framework versione 2.0 o superiore sia in
esecuzione nel sistema proxy di backup.

Se il VM risiede su un LUN SAN, il LUN deve essere condiviso tra il
sistema ESX Server e il sistema proxy di backup e deve avere assegnato lo
stesso numero di LUN. Il LUN nel sistema proxy di backup non deve essere
dotato di firma elettronica.

Nota: per ottenere le informazioni piu recenti su questa configurazione,
consultare la documentazione relativa a VCB VMware.

Il metodo di backup a livello di dati non formattati (VM completo) crea una
copia di tutto il disco e dei file di configurazione associati a un VM
specifico, consentendo cosi il ripristino dell'intero VM.

E possibile utilizzare questo metodo per operazioni di ripristino di
emergenza.

Il metodo di backup a livello di file consente di eseguire una copia dei
singoli file sul disco in un VM, che puo includere tutti i file.

E possibile utilizzare questo metodo per situazioni che coinvolgono il
ripristino di file danneggiati o eliminati involontariamente.

Quando si inoltra un processo di backup, & possibile eseguire un backup
del VM a livello di file o di dati non formattati (VM completo). E necessario
specificare il server primario o membro sul quale il processo verra
eseguito.

Importante: Per eseguire backup a livello di file di un VM, & necessario
che un sistema operativo Windows supportato da VMware sia installato sul
VM.

Quando il processo di backup viene eseguito, il server primario o membro
comunica con I'Agente client per Windows in esecuzione sul sistema proxy
di backup. L'Agente client per Windows crea quindi uno snapshot del VM e
monta o esporta lo snapshot sul sistema proxy di backup, per
impostazione predefinita, nella directory di installazione dell’Agente client
per Windows.

Nota: per informazioni relative alla modifica del percorso di montaggio
predefinito, vedere Impostazione del backup dei sistemi ESX Server
utilizzando un sistema proxy di backup.
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Limitazioni di VCB

L'agente client per Windows sostituisce quindi la directory principale e crea
i record del database di CA ARCserve Backup come se il backup fosse stato
eseguito direttamente dal VM. Questo comportamento assicura che sia
possibile eseguire ripristini a livello di file nella posizione VM originale.

Ulteriori informazioni:

Impostazione del backup dei sistemi ESX Server utilizzando un sistema proxy

di backup (a pagina 15)

Limitazioni di VCB

Quando si utilizza VCB nell'ambiente operativo, prendere in considerazione le
limitazioni seguenti:

Non & possibile eseguire il backup di VM con dischi virtuali fisicamente
incompatibili, mappe di periferiche non formattate (RDM), dischi
indipendenti - persistenti e indipendenti non-persistenti.

Per eseguire il backup di VM memorizzati su un LUN SAN, il LUN deve
essere accessibile al sistema proxy di backup e avere assegnato lo stesso
numero di LUN. Il LUN nel sistema proxy di backup non deve essere dotato
di firma elettronica.

Nota: per ottenere le informazioni piu recenti su questa configurazione,
consultare la documentazione relativa a VCB VMware.

Per eseguire il backup di un singolo file o directory, € necessario che un
sistema operativo Windows supportato da VMware sia in esecuzione sul
VM.

VCB supporta il montaggio di un massimo di 60 volumi VM concorrenti.

Esempi: montaggio di volumi VMWare concorrenti
= 60 VM con un‘unita C:\

. 30 VM con due volumi VM: un'unita C:\ e un'unita D:\

Nota: per informazioni su come installare VCB, configurare VCB e sulle
limitazioni dell'utilizzo di VCB, consultare la Guida al backup dei computer
virtuali VMWare sul sito Web di VMware.
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Capitolo 2: Installazione dell'agente

Questa sezione contiene i seguenti argomenti:

Come reqistrare la licenza dell'Agente per VMware (a pagina 13)

Prerequisiti per l'installazione (a pagina 14)

Come installare e configurare I'agente (a pagina 14)

Installazione dell'agente utilizzando Server Admin (a pagina 15)
Impostazione del backup dei sistemi ESX Server utilizzando un sistema proxy
di backup (a pagina 15)

Popolare il database CA ARCserve Backup utilizzando lo strumento di
configurazione ARCserve VMware (a pagina 20)

Popola il database CA ARCserve Backup utilizzando I'utilita a riga di comando
ca_vcbpopulatedb (a pagina 23)

Quando popolare il database ARCserve (a pagina 30)

Disinstallazione dell'agente (a pagina 31)

Come registrare la licenza dell'Agente per VMware

L'agente CA ARCserve Backup per WMware utilizza un metodo di licenza
basato sul conteggio. E necessario registrare una licenza dell’agente CA
ARCserve Backup per WMware per ogni sistema ESX Server in esecuzione
nell'ambiente VMware. Le licenze per I'agente sono registrate nel server
primario o nel server autonomo CA ARCserve Backup.

Esempio di licenza

Per proteggere i computer virtuali presenti in un ambiente formato da tre
sistemi ESX Server mediante il meccanismo proxy di backup,

E necessario registrare tre licenze per I'Agente per VMware CA ARCserve
Backup sul server primario un server autonomo CA ARCserve Backup.
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Prerequisiti per l'installazione

Prerequisiti per l'installazione

Prima di installare I'agente, & necessario soddisfare i seguenti prerequisiti:

m  Verificare che il sistema soddisfi i requisiti minimi per l'installazione
dell'agente.

Per un elenco dei requisiti, consultare il file Leggimi.
®  Assicurarsi di disporre dei privilegi di amministratore.

®  Assicurarsi di disporre del nome e della password del sistema in cui si
installera I'agente.

m  Verificare che nell'ambiente sia installato e in esecuzione Microsoft .NET
Framework versione 2 o successiva.

Come installare e configurare I'agente

Per I'installazione dell'agente sono disponibili due metodi:

®m  |nstallazione dell'agente durante l'installazione di CA ARCserve Backup.
Per installare I'agente & necessario seguire la procedura di installazione
standard utilizzata per i componenti, gli agenti e le opzioni del sistema CA
ARCserve Backup.

®m  |nstallazione dell'agente dopo l'installazione di CA ARCserve Backup.
Server admin consente di installare e disinstallare in qualsiasi momento
I'agente dopo l'installazione di CA ARCserve Backup.

Nota: per ulteriori informazioni, consultare Installazione dell'agente
utilizzando Server Admin (a pagina 15).

Per una corretta installazione e configurazione dell'agente, assicurarsi di
completare le operazioni seguenti:

1. Seguire le procedure sull'installazione di CA ARCserve Backup nella Guida
all'implementazione.

Nota: per installare I'agente, selezionare il tipo di installazione per il
server primario o per il server standalone. L'agente non supporta
I'installazione su server membri.

2. Installare la licenza per I'Agente per VMware di CA ARCserve Backup sul
server primario o sul server autonomo CA ARCserve Backup.

3. Completare le attivitad di configurazione illustrate in Impostazione del
backup dei sistemi ESX Server utilizzando un sistema proxy di backup (a
pagina 15).
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Installazione dell'agente utilizzando Server Admin

Installazione dell'agente utilizzando Server Admin

Per installare I'agente & necessario seguire la procedura di installazione
standard utilizzata per i componenti, gli agenti e le opzioni del sistema CA
ARCserve Backup. Tuttavia, se non ¢ stato installato I'agente quando é stato
installato CA ARCserve Backup, sara possibile utilizzare Server Admin per
installare I'agente.

Per installare I'agente utilizzando Server Admin

1. Accedere al server primario ARCserve.

Fare clic su Server Admin nel menu Avvio rapido della Console di gestione
di CA ARCserve Backup.

Viene visualizzato Server Admin.

2. Nella struttura delle directory del dominio, fare clic con il pulsante destro
del mouse e selezionare Installa/disinstalla opzioni nel menu di scelta
rapida.

Si apre la finestra di dialogo Installa/disinstalla opzioni.

3. Selezionare la casella di controllo accanto all'’Agente per VMware e fare clic
su OK.

CA ARCserve Backup installera I'agente.

4. Al termine dell'installazione completare le attivita di configurazione
descritte in Impostazione del backup dei sistemi ESX Server utilizzando un
sistema proxy di backup (a pagina 15).

Impostazione del backup dei sistemi ESX Server utilizzando
un sistema proxy di backup

In questa sezione viene descritto come impostare I'ambiente per eseguire il
backup di immagini e file VM utilizzando un sistema proxy di backup.

Per impostare il backup di sistemi ESX Server utilizzando un sistema
proxy di backup

1. Installare ESX Server. Per ulteriori informazioni sui requisiti del server
ESX, consultare la Guida di installazione del server ESX di VMware sul sito
Web di VMware.

Nota: per gestire i propri server ESX tramite VMware VirtualCenter, &
necessario installare e configurare VirtualCenter Server come parte
dell'installazione di Virtual Infrastructure.
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Impostazione del backup dei sistemi ESX Server utilizzando un sistema proxy di backup

2. Installare VCB sul sistema proxy di backup con le condizioni ambientali
seguenti:

= Windows 2003 Server (32-bit) deve essere il sistema operativo in
esecuzione sul sistema proxy di backup.

s  Se i VM per i quali si desidera effettuare il backup risiedono su una
SAN, il sistema proxy di backup deve essere in grado di accedere al
LUN di archiviazione SAN e avere assegnato lo stesso numero di LUN.
Il LUN nel sistema proxy di backup non deve essere dotato di firma
elettronica.

Nota: per informazioni relative all'installazione, all'impostazione e alle
limitazioni di VCB, consultare la Guida per il backup dei computer virtuali
sul sito Web di VMware.

3. Per impostare il backup di VM tramite un proxy backup VCB utilizzando un
sistema ESX Server, & necessario configurare uno dei seguenti protocolli di
comunicazione:

Importante. Per impostare il beccarla di un proxy VCB utilizzando un
sistema VirtualCenter Server, andare al passaggio 4.

= https

Per utilizzare https come protocollo di comunicazione tra il sistema
ESX Server e il sistema proxy di backup, copiare il certificato SSL
autogenerato dal sistema ESX Server nel sistema proxy di backup e
quindi installarlo nel sistema proxy di backup.

Nota: https e il protocollo di comunicazioni predefinito utilizzato dallo
strumento di configurazione ARCserve VMware e dalla utilita
ca_vcbpopulatedb. https consente le comunicazioni CA ARCserve
Backup tra il proxy di backup VCB e il sistema ESX Server o il sistema
VirtualCenter Server.

E possibile trovare il certificato SSL (con etichetta rui.crt) dalla
directory seguente nel sistema ESX Server:

/etc/vmware/ssl/rui.crt

Per installare il certificato SSL, fare clic con il pulsante destro del
mouse sull'oggetto e selezionare Installa dal menu di scelta rapida.

Nota: il nome host assegnato nel certificato SSL deve corrispondere al
nome del sistema ESX Server specificato quando si esegue I'utilita
della riga di comando ca_vcbpopulatedb. Se il nome non corrisponde o
se il nome host non e presente nel certificato SSL, verra visualizzato il
messaggio seguente "Certificato server non valido. Il nome CN del
certificato non corrisponde al valore passato”. Per continuare &
necessario selezionare Si.
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Impostazione del backup dei sistemi ESX Server utilizzando un sistema proxy di backup

http

Per utilizzare http come protocollo di comunicazione tra il sistema
proxy di backup e il sistema ESX Server, € necessario configurare il
protocollo http sul sistema ESX Server come descritto di seguito nel
file config.xml, in /etc/vmware/hostd/config.xml:

a. Individuare il tag <proxy Database> all'interno del tag <http>.
b. Aggiungere il testo seguente al tag <proxy Database>:
<server id="1">
<namespace> /sdk </namespace=>
<host> localhost </host>
<port> 8085 </port>
</server>=>
c. Rimuovere il testo seguente:
<redirect id="2"> /sdk </redirect>

d. Riavviare il servizio Infrastructure SDK Management di VMware
eseguendo il comando:

# service mgmt-vmware restart

Nota: per ulteriori informazioni, consultare la documentazione relativa
all'SDK di Virtual Infrastructure sul sito Web di VMware.

Andare al passaggio 5.

4. Per impostare il backup di VM tramite un proxy backup VCB e un sistema
VirtualCenter Server, configurare uno dei seguenti protocolli di
comunicazione:

https

Per utilizzare https come protocollo di comunicazione tra il sistema
ESX Server e il sistema proxy di backup, & necessario copiare il
certificato SSL autogenerato dal sistema ESX Server nel sistema proxy
di backup e quindi installarlo nel sistema proxy di backup.

Nota: https e il protocollo di comunicazioni predefinito utilizzato dallo
strumento di configurazione ARCserve VMware e dalla utilita
ca_vcbpopulatedb. https consente le comunicazioni CA ARCserve
Backup tra il proxy di backup VCB e il sistema ESX Server o il sistema
VirtualCenter Server.

E possibile accedere al certificato SSL (con etichetta rui.crt) dalla
directory seguente nel sistema ESX Server:

C:\Documents and Settings\All Users\Application Data\VMware\VMware
VirtualCenter\SSL\rui .crt
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Per installare il certificato SSL, fare clic con il pulsante destro del
mouse sull'oggetto e selezionare Installa dal menu di scelta rapida.

Nota: il nome host assegnato nel certificato SSL deve corrispondere al
nome del sistema ESX Server specificato quando si esegue I'utilita
della riga di comando ca_vcbpopulatedb. Se il nome non corrisponde o
se il nome host non e presente nel certificato SSL, verra visualizzato il
messaggio seguente "Certificato server non valido. Il nome CN del
certificato non corrisponde al valore passato". Per continuare &
necessario selezionare Si.

= http

Per utilizzare http come protocollo di comunicazione tra il sistema
proxy di backup e il sistema VirtualCenter Server, € necessario
configurare il protocollo http sul sistema VirtualCenter Server come
descritto nel file vpxd.cfg, che si trova in

"'C:\Documents and Settings\All Users\Application Data\VMware\VMware
VirtualCenter\vpxd.cfg";

a. Individuare il tag <proxy Database> all'interno del tag <http>.
b. Aggiungere il testo seguente al tag <proxy Database>:

<server id="1">

<namespace> /sdk </namespace=>

<host> localhost </host>

<port> -2 </port>

</server>=
c. Rimuovere il testo seguente:

<redirect id="2"> /sdk </redirect>

d. Riavviare il servizio VMware VirtualCenter Server:
Quest'operazione puo essere eseguita dal Pannello di controllo Servizi.

Nota: per ulteriori informazioni, consultare la Guida al backup VMware
VCB sul sito Web di VMware.

Andare al passaggio 5.

5. Installare I'agente client per Windows di CA ARCserve Backup nel sistema
proxy di backup.
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6. Nel sistema proxy di backup aprire I'Editor del Registro di sistema e
accedere alla chiave di registro seguente:

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\Cl ientAgent\Parameters

Creare un nuovo valore di stringa e specificare il nome valore seguente:
VMwareAgentBaseMountPath

Modificare i dati valore per la stringa in modo che specifichi il percorso in
cui si desidera che I'agente monti temporaneamente il VM durante
I'operazione backup, come nell’esempio seguente:

c:\mnt

Nota: se non si crede a questa copia di valori chiave, verra creata
dall'agente durante I'esecuzione del processo di beccato VMware. L'agente
specifica il percorso predefinito di installazione per I'agente client per
Windows come percorso di montaggio per le operazioni di backup. Ad
esempio:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Importante. Per eseguire backup Raw (VM completo) di tutti i VM, e
necessario accertarsi di disporre di uno spazio libero sufficiente su disco
rigido nel volume specificato come percorso di montaggio per le operazioni
di backup.

7. Eseguire lo strumento di configurazione ARCserve VMware per inserire nel
database di CA ARCserve Backup le informazioni relative al proprio
ambiente VMware.

Facoltativamente, € possibile popolare il database ARCserve utilizzando
I'utilita a riga di comando ca_vcbpopulatedb.

Importante. | VM nel sistema ESX Server devono essere in esecuzione
quando si esegue guesta utilita. Se i VM non sono in esecuzione, questa
utilita non inserira le informazioni sui VM nel database di CA ARCserve
Backup. A tutti i VM devono essere assegnati nome host e indirizzo IP;
devono inoltre essere installati gli strumenti VMware piu recenti.
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Popolare il database CA ARCserve Backup utilizzando lo
strumento di configurazione ARCserve VMware

Lo strumento di configurazione ARCserve VMware é un'utilita che popola il
database CA ARCserve Backup con le informazioni relative ai VM sul server
ESX. Questo strumento integra un'utilita a riga di comando denominata
ca_vcbpopulatedb, che viene eseguita in background, per popolare il database
ARCserve con le informazioni relative ai VM. Lo strumento di configurazione
consente di popolare il database CA ARCserve Backup con le informazioni
relative a:

®  Nomi proxy backup VCB

®  Nomi di ESX Server o VirtualCenter Server

® Nomi host VM

® Nomi dei volumi contenuti nei VM su sistemi Windows

Dopo l'installazione dell'agente € necessario inserire nel database di CA
ARCserve Backup informazioni relative ai sistemi VM. Per completare questa

operazione, € necessario eseguire lo strumento di configurazione ARCserve
VMware sul sistema proxy di backup.

Nota: se non si esegue questa attivita, non sara possibile utilizzare Gestione
backup per spostarsi all'interno dei VM nell'ambiente.

E consigliabile eseguire questa attivita periodicamente. Per ulteriori
informazioni, consultare Quando popolare il database ARCserve (a pagina 30).

Per popolare il database CA ARCserve Backup utilizzando lo strumento di
configurazione ARCserve VMware

1. Assicurarsi che i VM nei sistemi ESX Server siano in esecuzione.

Nota: se i VM non sono in esecuzione, lo strumento di configurazione

ARCserve VMware non inserira dati accurati nel database CA ARCserve
Backup e non sara possibile spostarsi ed eseguire il backup dei VM nei
sistemi ESX Server in modo corretto.
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2. Per eseguire lo strumento di configurazione ARCserve VMware, posizionarsi
nella directory di installazione dell'agente client per Windows sul sistema
proxy. Per impostazione predefinita, I'agente client per Windows é

installato nella directory seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Fare doppio clic su VCBUI.exe.

Verra eseguito lo strumento di configurazione ARCserve VMware.

protetto da ARCserve,

Strumento di configurazione ¥Mware ARCserve E

L'applicazione consente di configurare computer virkuali affinché ['ambiente (ESxC) corrente risulki

Mota: se si utilizzana gli HTTP, sard necessario copiare il certificato di sicurezza da ES=VC a questo
server, Per ulteriori informazioni, consulkare la docurentazions di YMware YCB.

r—Parametri utilitd YCB

r~Dettagli Server primario ARCserve

Server (nome o IP): I
Mome utente ARCserve: I caroot
Password: I

r—Dettigli server ESY o VirtualCenter

Server (nome o IP): I
Mome utente: I administrator
Password: I

Protocolla: & https ¢ hikp
‘arie
’7 I Monta [ Elimina configurazione [ Debug
—Comanda
=
I
r~Risultaki
=

Chiudi | Esequi

Annulla

3. Completare i seguenti campi:

Dettagli del server primario ARCserve

Le seguenti opzioni sono relative al server primario:

s Server (Nome o IP)--Consente di specificare il nome o l'indirizzo IP
del sistema primario CA ARCserve Backup.

= Nome utente ARCserve--Consente di specificare il nome utente, con
privilegi CAROOQOT, per il sistema primario CA ARCserve Backup.

s Password--Consente di specificare la password corrispondente a

Nome utente ARCserve.

Dettagli su VirtualCenter o ESX Server
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Le seguenti opzioni sono relative a VMware Virtual Infrastructure nel
proprio ambiente:

s Server (Nome o IP)--Consente di specificare il nome del sistema
ESX Server o del sistema VirtualCenter Server.

= Nome utente--Consente di specificare il nome dell'utente ESX Server
o dell'utente VirtualCenter con diritti di amministratore.

»  Password--Consente di specificare la password corrispondente a
Nome utente di ESX Server o di VirtualCenter Server.

s Protocollo (facoltativo)--Consente di specificare il protocollo di
comunicazione tra il sistema proxy di backup e il sistema ESX Server o
il sistema VirtualCenter Server.

Nota: se si omette questo argomento, I'utilita presume che https sia
da utilizzare come protocollo di comunicazione.

Varie

Specificare le seguenti opzioni varie, come richiesto, per popolare il
database ARCserve:

Monta

Con I'opzione Monta attivata, lo strumento di configurazione popola il
database con i VM in esecuzione che risiedono soltanto sulla periferica
di archiviazione LUN iSCSI/SAN. aiuto iniziale con quest'opzione
attivata, lo strumento di configurazione ignora i VM nel ESX Server o
nel VirtualCenter Server che risiedono su supporti di archiviazione
diversi da LUN iSCSI/SAN.

Nota: se si esegue lo strumento di configurazione con I'opzione Monta
attivata, I'utilita impieghera piu tempo poiché esegue un'operazione di
montaggio e smontaggio di ogni VM in esecuzione.

Rimuovi configurazione

Consente di eliminare i VM disponibili nel database per un determinato
sistema ESX Server o sistema VirtualCenter Server nel sistema proxy
di backup.

Debug

Consente di scrivere un registro dettagliato di debug. Il registro sara
creato nella directory di installazione dell'agente client per Windows.
Per impostazione predefinita, questa directory € la seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Nota: il nome del file di registro & ca_vcbpopulatedb.log.
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4. Fare clic sul pulsante Esegui.

Lo strumento di configurazione ARCserve VMware popola il database
ARCserve.

Nota: il campo Risultati visualizza i risultati dell'esecuzione. Per
visualizzare informazioni di dettaglio del registro, aprire il file di registro
ca_vcbpopulatedb.log che si trova nella directory di installazione
dell'agente client per Windows.

Ulteriori informazioni:

Codici restituiti dall'utilita ca_vcbpopulatedb (a pagina 29)
Quando popolare il database ARCserve (a pagina 30)

Popola il database CA ARCserve Backup utilizzando ['utilita
a riga di comando ca_vcbpopulatedb

L'utilita ca_vcbpopulatedb é uno strumento di raccolta dati che consente di
inserire nel database di CA ARCserve Backup informazioni relative agli
elementi seguenti:

®  Nomi proxy backup VCB

®  Nomi di ESX Server o VirtualCenter Server

®  Nomi host VM

®  Nomi dei volumi contenuti nei VM su sistemi Windows

Dopo l'installazione dell'agente € necessario inserire nel database di CA
ARCserve Backup informazioni relative ai sistemi VM. A questo scopo, &
necessario eseguire l'utilitd ca_vcbpopulatedb sul sistema proxy o su qualsiasi

altro sistema Windows 2003 (32 bit) in cui sia installato I'agente client di CA
ARCserve Backup per Windows.

Nota: se non si esegue questa attivita, non sara possibile utilizzare Gestione
backup per spostarsi all'interno dei VM nell'ambiente.

E consigliabile eseguire questa attivita periodicamente. Per ulteriori
informazioni, consultare Quando & consigliabile esequire |'utilita
ca_vcbpopulatedb (a pagina 30).
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Per popolare il database CA ARCserve Backup utilizzando I'utilita a
riga di comando ca_vcbpopulatedb

1.

Assicurarsi che i VM nei sistemi ESX Server siano in esecuzione.

Nota: se i VM non sono in esecuzione, l'utilita ca_vcbpopulatedb non
inserira dati accurati nel database di CA ARCserve Backup e non sara
possibile spostarsi ed eseguire il backup dei VM nei sistemi ESX Server in
modo corretto.

Accedere al sistema proxy di backup, aprire una finestra della riga di
comando ed eseguire I'utilita ca_vcbpopulatedb.

Importante: E necessario eseguire I'utilitd ca_vcbpopulatedb sul sistema
proxy di backup o su qualsiasi altro sistema Windows 2003 (32 bit) in cui
sia installato I'agente client di CA ARCserve Backup per Windows.

L'utilita ca_vcbpopulatedb € archiviata nella directory dell'agente client per
Windows. Per impostazione predefinita, I'agente client per Windows si
trova nella directory seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Per I'esecuzione dell'utilita sono disponibili due metodi: Scegliere uno dei
seguenti metodi per eseguire questa utilita:

m  Esegue il comando utilizzando gli argomenti descritti nella sintassi
seguente:

ca_vcbpopulatedb -Primary <NomeServerPrimario> -carootUser <Utente caroot
ARCserve> -carootPass <Password caroot ARCserve> [-vcb <NomeComputerVCB>]
-esxServer <NomeServerESX> -esxUser <AmminESX> -esxUserPass
<PasswordAmminESX> [-proto <https/http>] [-vcbMountableVM] [-delProxydb]
[-silent] [-debug]

-Primary <NomeServerPrimario>

Indica il nome o l'indirizzo IP del sistema CA ARCserve Backup
primario.

-carootUser <Utente caroot ARCserve>

Indica il nome utente, con privilegi CAROOT, del sistema CA ARCserve
Backup primario.

-carootPass <Password caroot ARCserve>
Indica la password per il nome utente.
(Facoltativo) -vcb <NomeComputerVCB=>
Indica il nome o l'indirizzo IP del computer proxy VCB di backup.

Nota: se si omette questo argomento, I'utilita presume che il nome del
computer corrente sara utilizzato come nome computer VCB.
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-esxserver <NomeServereESX=>

Indica il nome del sistema ESX Server o del sistema VirtualCenter
Server che contiene i VM che risiedono sul LUN iSCSI/SAN.

-esxUser <AmminESX>

Indica il nome dell'utente del sistema ESX Server o del sistema
VirtualCenter con privilegi di amministratore.

-esxUserPass <PasswordAmminESX>

Specifica la password per l'utente amministrativo ESX.

(Facoltativo) -proto <https/http>

Indica il protocollo di comunicazione tra il sistema proxy di backup e il
sistema del server ESX o il sistema VirtualCenter Server.

Nota: se si omette questo argomento, I'utilita presume che https sia
da utilizzare come protocollo di comunicazione.

-DelProxydb

Elimina tutti i VM disponibili nel database per un determinato sistema
ESX Server o sistema VirtualCenter Server nel sistema proxy di
backup.

-VCBMountableVM
Sono disponibili le seguenti opzioni:

Se si esegue l'utilita della riga di comando ca_vcbpopulatedb con
questa opzione, € necessario eseguire I'utilita su un sistema proxy di
backup. Senza questa opzione, €& possibile eseguire I'utilita
vcbpopulatedb sul sistema proxy di backup o su qualsiasi altro sistema
Windows 2003 (32 bit) in cui sia installato I'agente client di CA
ARCserve Backup per Windows.

Se si specifica questa opzione come parametro, l'utilita compilera il
database con i VM in esecuzione che si trovano solo sulla periferica di
archiviazione LUN iSCSI/SAN. Con questa opzione specificata, l'utilita
ignora i VM nel server ESX che si trovano su qualsiasi supporto di
archiviazione diverso dal LUN iSCSI/SAN.

E consigliabile eseguire I'utilita della riga di comando
ca_vcbpopulatedb con questa opzione, quando sono presenti VM in un
server ESX che si trovano su piu supporti di archiviazione, ad esempio
il disco locale di un server ESX, LUN SAN, NAS/NFS, o periferica di
archiviazione iSCSI.
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Con questa opzione inclusa, l'utilita inserira nel database del server
primario di CA ARCserve Backup solo le informazioni dai VM in
esecuzione che si trovano sulla periferica di archiviazione LUN
iSCSI/SAN.

Nota: se si esegue questa utilita con I'opzione VCBMountableVM,
I'esecuzione richiedera piu tempo, in quanto I'utilita esegue
un'operazione di montaggio e smontaggio di ogni VM in esecuzione.

-Silent

Questo argomento impedisce all'utilita di stampare messaggi sulla
console della riga di comando.

-Debug

Questo argomento indica all'utilita di scrivere un registro di debug
dettagliato. Il registro sara creato nella directory di installazione
dell'agente client per Windows. Per impostazione predefinita, questa
directory € la seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Nota: il nome del file di registro & ca_vcbpopulatedb.log.

m  Esegue il comando utilizzando gli argomenti descritti nella sintassi
seguente:

Nota: € necessario creare un file di configurazione per utilizzare
questa sintassi. Per ulteriori informazioni, consultare Creazione di un
file di configurazione di ca_vcbpopulatedb (a pagina 26).

ca_vcbpopulatedb —config <nome_file_config>
<config_file_name>
Specifica il nome del file di configurazione di ca_vcbpopulatedb.
4. Eseguire il comando.
L'utilita ca_vcbpopulatedb compila il database di CA ARCserve Backup con
informazioni relative ai VM in esecuzione nell’'ambiente.

Ulteriori informazioni:

Codici restituiti dall'utilita ca_vcbpopulatedb (a pagina 29)
Quando popolare il database ARCserve (a pagina 30)

Creare un file di configurazione di ca_vcbpopulatedb

Creare un file di configurazione con informazioni dettagliate sul server primario
di CA ARCserve Backup, sul nome utente primario di CA ARCserve Backup e
cosi via. L'utilita ca_vcbpopulatedb utilizza le informazioni specificate nel file di
configurazione per compilare il database di CA ARCserve Backup.
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Per creare un file di configurazione di ca_vcbpopulatedb

1.

Aprire un editor di testo, ad esempio Blocco note. Salvare il file di
configurazione con estensione .cfg nella stessa directory dell'utilita
ca_vcbpopulatedb.

Completare gli argomenti nella sintassi seguente:

-Primary <NomeServerPrimario> -carootUser <Utente caroot ARCserve> -
carootPass <Password caroot ARCserve> [-vcb <NomeComputerVCB>] -esxServer
<ESXServerName> -esxUser <ESXAdmin> -esxUserPass <Password AmmESX> [-proto
<https/http>] [-vcbMountableVM] [-delProxydb] [-silent] [-debug]

-Primary <NomeServerPrimario>

Indica il nome o l'indirizzo IP del sistema CA ARCserve Backup
primario.

-carootUser <Utente caroot ARCserve>

Indica il nome utente, con privilegi CAROOT, del sistema CA ARCserve
Backup primario.

-carootPass <Password caroot ARCserve>
Indica la password per il nome utente.
(Facoltativo) -vcb <NomeComputerVCB>
Indica il nome o l'indirizzo IP del computer proxy VCB di backup.

Nota: se si omette questo argomento, I'utilita presume che il nome del
computer corrente sara utilizzato come nome computer VCB.

-esxserver <NomeServereESX=>

Indica il nome del sistema ESX Server o del sistema VirtualCenter
Server che contiene i VM che risiedono sul LUN iSCSI/SAN.

-esxUser <AmminESX>

Indica il nome dell'utente del sistema ESX Server o del sistema
VirtualCenter con privilegi di amministratore.

-esxUserPass <PasswordAmminESX>
Specifica la password per lI'utente amministrativo ESX.
(Facoltativo) -proto <https/http>

Indica il protocollo di comunicazione tra il sistema proxy di backup e il
sistema del server ESX o il sistema VirtualCenter Server.

Nota: se si omette questo argomento, l'utilita presume che https sia
da utilizzare come protocollo di comunicazione.
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-DelProxydb

Elimina tutti i VM disponibili nel database per un determinato sistema
ESX Server o sistema VirtualCenter Server nel sistema proxy di
backup.

-VCBMountableVM
Sono disponibili le seguenti opzioni:

Se si esegue l'utilita della riga di comando ca_vcbpopulatedb con
questa opzione, € necessario eseguire I'utilita su un sistema proxy di
backup. Senza questa opzione, € possibile eseguire I'utilita
vcbpopulatedb sul sistema proxy di backup o su qualsiasi altro sistema
Windows 2003 (32 bit) in cui sia installato I'agente client di CA
ARCserve Backup per Windows.

Se si specifica questa opzione come parametro, l'utilitd compilera il
database con i VM in esecuzione che si trovano solo sulla periferica di
archiviazione LUN iSCSI/SAN. Con questa opzione specificata, l'utilita
ignora i VM nel server ESX che si trovano su qualsiasi supporto di
archiviazione diverso dal LUN iSCSI/SAN.

E consigliabile eseguire I'utilita della riga di comando
ca_vcbpopulatedb con questa opzione, quando sono presenti VM in un
server ESX che si trovano su piu supporti di archiviazione, ad esempio
il disco locale di un server ESX, LUN SAN, NAS/NFS, o periferica di
archiviazione iSCSI.

Con questa opzione inclusa, l'utilita inserira nel database del server
primario di CA ARCserve Backup solo le informazioni dai VM in
esecuzione che si trovano sulla periferica di archiviazione LUN
iSCSI/SAN.

Nota: se si esegue questa utilita con I'opzione VCBMountableVM,
I'esecuzione richiedera piu tempo, in quanto I'utilita esegue
un'operazione di montaggio e smontaggio di ogni VM in esecuzione.

-Silent

Questo argomento impedisce all'utilita di stampare messaggi sulla
console della riga di comando.

-Debug

Questo argomento indica all'utilita di scrivere un registro di debug
dettagliato. Il registro sara creato nella directory di installazione
dell'agente client per Windows. Per impostazione predefinita, questa
directory é la seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows

Nota: il nome del file di registro & ca_vcbpopulatedb.log.
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3. Chiudere e salvare il file di configurazione.

Ulteriori informazioni:

Codici restituiti dall'utilitd ca_vcbpopulatedb (a pagina 29)

Esempi:

Di seguito sono riportati alcuni esempi di sintassi per il comando
ca_vcbpopulatedb.

Utilizzare il comando seguente per inserire i dati relativi ai dettagli VM del
server ESX con il nome host "ESXServerl"” nel database del server
ARCserve "ARCserverl" nel computer proxy VCB "VCBProxyl" utilizzando il
protocollo http con il flag di debug impostato:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vch VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
proto http -debug

Utilizzare il comando seguente per rimuovere tutti i dettagli VM del server
ESX con il nome host "ESXServerl" dal database del server ARCserve
"ARCserverl" disponibile nel computer proxy VCB "VCBProxyl" con il flag
di debug non impostato:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
delProxydb

Utilizzare il comando seguente per inserire i dati relativi ai dettagli VM del
server ESX con il nome host "ESXServerl"” nel database del server
ARCserve "ARCserverl" solo il VM montabile all'interno del computer proxy
VCB "VCBProxy1" con il flag di debug impostato:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vch VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
vcbMountableVM -debug

Codici restituiti dall'utilita ca_vcbpopulatedb

L'utilita ca_vcbpopulatedb genera codici restituiti scritti in un file di registro
denominato ca_vcbpopulatedb.log. Il registro viene creato nella directory di
installazione dell'agente client per Windows, dopo il termine dell'esecuzione
dell'utilita ca_vcbpopulatedb.

L'utilita ca_vcbpopulatedb genera i codici restituiti seguenti:
0]

Indica che I'operazione ha avuto esito positivo.
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1
Indica che é stato specificato un argomento non valido.

2
Indica che si € verificato un errore di autenticazione utente del dominio CA
ARCserve Backup.

3
Indica che si € verificato un errore di autenticazione di un utente di ESX
Server o di VirtualCenter Server.

4
Indica che si € verificato un errore di comunicazione di un ESX Server o di
un VirtualCenter Server.

5
Indica che si € verificato un errore di funzionamento del database.

6
Indica che si € verificato un errore di creazione XML.

7
Indica che Microsoft .NET versione 2.0 o successive non € installato
nell'ambiente.

8
Indica che piu istanze di ca_vcbpopulatedb sono attualmente in
esecuzione.

9

Indica che si & verificato un errore sconosciuto.

Quando popolare il database ARCserve

E consigliabile popolare periodicamente il database ARCserve utilizzando lo
strumento di configurazione ARCserve VMware o l'utilita a riga di comando
ca_vcbpopulatedb per essere certi che il database CA ARCserve Backup
contenga informazioni aggiornate sui VM i sui volumi di un sistema ESX
Server.

Se si installa CA ARCserve Backup sul sistema proxy di backup e tale sistema &
un server primario o membro, sara possibile utilizzare I'utilita di pianificazione
processi generica per eseguire periodicamente l'utilita ca_vcbpopulatedb. Per
ulteriori informazioni sull'utilita di pianificazione processi generica, consultare
la Guida all'amministrazione.
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Inoltre, & necessario popolare immediatamente il database ARCserve
successivamente a questi eventi:

Si sono attivati i VM che erano non attivati durante l'ultima esecuzione
dell'operazione di popolamento del database ARCserve.

Si sono aggiunti o rimossi nuovi volumi da un VM Windows e il VM
Windows era in esecuzione durante l'ultima esecuzione dell'operazione di
popolamento del database ARCserve.

Si sono eliminati o spostati VM da un sistema ESX Server.

Nota: non e necessario popolare di nuovo il database ARCserve se si esegue la
migrazione dei VM da un sistema ESX Server a un altro mediante VMotion.

Disinstallazione dell'agente

L'Agente per VMware € un'installazione basata su server ARCserve primario e
standalone. E necessario utilizzare CA ARCserve Backup Server Admin per
disinstallare gli agenti e le opzioni di questo tipo.

Nota: I'Agente per VMware non compare nell'applicazione Installazione
applicazioni del Pannello di controllo di Windows.

Per disinstallare I'agente

1.

Accedere al server primario ARCserve.

Fare clic su Server Admin nel menu Avvio rapido della Console di gestione
di CA ARCserve Backup.

Viene visualizzato Server Admin.

Nella struttura delle directory del dominio, fare clic con il pulsante destro
del mouse e selezionare Installa/disinstalla opzioni nel menu di scelta
rapida.

Si apre la finestra di dialogo Installa/disinstalla opzioni.

Deselezionare la casella di controllo a fianco di Agente per VMware e fare
clic su OK.

CA ARCserve Backup disinstallera I'agente.
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Capitolo 3: Backup e ripristino dei dati

Questa sezione contiene i seguenti argomenti:

Come spostarsi all'interno dei volumi di backup (a pagina 33)
Modalita di backup (a pagina 35)

Backup dei dati (a pagina 37)

Filtraggio dei dati di backup VM (a pagina 40)

Come spostarsi all'interno delle sessioni di ripristino (a pagina 41)
Ripristino dei dati (a pagina 43)

Limitazioni del backup e del ripristino di VCB (a pagina 49)

Come spostarsi all'interno dei volumi di backup

Gestione backup consente di visualizzare le informazioni sui sistemi proxy di
backup, sui sistemi ESX Server o VirtualCenter Server e sui VM presenti in una
struttura di directory dopo averle inserite nel database CA ARCserve Backup
con lo strumento di configurazione ARCserve VMware.

Quando il VM esegue un sistema operativo Windows supportato da VMware, &
possibile spostarsi all'interno dei volumi nel VM.
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Come spostarsi all'interno dei volumi di backup

Nella diagramma seguente ¢ illustrata la finestra Gestione backup con la
scheda Origine visualizzata. Espandendo I'oggetto Sistemi VMware VCB
vengono visualizzati i nomi dei sistemi VMware VCB, dei sistemi proxy di
backup, dei sistemi ESX Server o dei sistemi VirtualCenter Server e dei volumi
VM contenuti nel sistema operativo Windows.
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®  Quando si inoltra un processo di backup a, CA ARCserve Backup richiede di
fornire le credenziali relative al nome utente e alla password del sistema
ESX Server o del sistema VirtualCenter Server.

Le credenziali vengono convalidate da CA ARCserve Backup durante
I'esecuzione.

®  Alivello di VM, é possibile sfogliare il sistema in modalita non formattata
(VM completo) o in modalita file.

Per sfogliare un VM a livello di file, & necessario che un sistema operativo
Windows supportato da VMware sia installato sul VM.

® | e modalita di spostamento sono le seguenti:
— VM Windows: modalita file e modalita non formattata (VM completo).

— VM non Windows: solo modalita non formattata (VM completo).
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Modalita di backup

Nella diagramma seguente ¢ illustrata la finestra Gestione backup con la
scheda Origine visualizzata. L'oggetto Sistemi VCB VMWare & selezionato e
ingrandito a livello di VM. Quando si seleziona e si fa clic con il pulsante destro
del mouse su un VM Windows, viene visualizzato il menu di scelta rapida come
indicato di seguito:
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Per specificare una modalita di backup per il processo, selezionare Opzioni
locali dal menu di scelta rapida.

Verra visualizzata la finestra di dialogo Modalita di backup, come indicato di
seguito.

Modalita di backup x|

Modalita di backup

" Modalita raw

OF I annulla T
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La finestra di dialogo Modalita di backup consente di specificare una modalita
di backup per il processo. E possibile eseguire il backup dei dati memorizzati
su un VM utilizzando le opzioni seguenti:

Modalita file

Consente di eseguire le azioni seguenti:

Eseguire il backup dei file e delle directory contenuti in VM con un
sistema operativo Windows supportato da VMware.

Eseguire backup completi, differenziali o incrementali.
Ripristinare i dati con granularita a livello di file.

Elaborare piu stream di dati contemporaneamente utilizzando I'opzione
multistream.

Filtrare i dati utilizzando I'opzione Filtro.

Nota: per ulteriori informazioni sul filtraggio dei dati di backup,
consultare la Guida all'amministrazione o la Guida in linea.

Importante: Il tempo trascorso necessario per eseguire un backup a
livello di file di un VM completo € maggiore del tempo trascorso necessario
per eseguire un backup non formattato (VM completo) dello stesso VM.

Modalita raw

Consente di eseguire le azioni seguenti:

Eseguire backup completi solo di immagini VM complete.

Elaborare piu stream di dati contemporaneamente utilizzando I'opzione
multistream.

Nota: la modalita dati non formattati (raw) non consente di
ripristinare i dati a granularita di livello file o filtrare dati non formattati
(VM completo). I filtri applicati ai backup in modalita non formattata
(VM completo) vengono ignorati in fase di esecuzione.
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Backup dei dati

Backup dei dati

Il processo per I'esecuzione del backup dei dati & simile a quello del backup di
qualsiasi altro file, volume o nodo.

Nota: per informazioni relative alle limitazioni del backup di VCB, vedere
Limitazioni del backup e del ripristino di VCB (a pagina 49).

Per eseguire il backup dei dati

1.

Aprire la finestra di Gestione backup e fare clic sulla scheda Origine.
Viene visualizzata la struttura della directory di origine di Gestione backup.
Espandere I'oggetto Sistemi VCB VMWare.

Vengono visualizzati i sistemi proxy di backup, i sistemi ESX Server, i
sistemi VirtualCenter Server, i VM e i volumi VM su piattaforme basate su
Windows supportate da WMware nell'ambiente.

Selezionare gli oggetti di cui si desidera eseguire il backup. E possibile
selezionare come origine volumi, un nodo completo o qualsiasi
combinazione di questi.

Fare clic con il pulsante destro del mouse sugli oggetti di cui si desidera
eseguire il backup e scegliere Opzioni locali dal menu di scelta rapida.

Verra visualizzata la finestra di dialogo Modalita di backup.
Selezionare Modalita file o Modalita raw e fare clic su OK.

Nota: Per ulteriori informazioni sulle modalita di backup, vedere Modalita
di backup (a pagina 35).

CA ARCserve Backup applica la modalita di backup.

Per filtrare i dati di backup VM, fare clic con il pulsante destro del mouse
sul VM e selezionare Filtro dal menu di scelta rapida.

Nota: per ulteriori informazioni sui filtri, consultare la sezione Filtraggio
dei dati di backup VM (a pagina 40).

Importante: Se la Modalita di backup specificata &€ Modalita raw e si
specificano filtri, CA ARCserve Backup non filtra i dati di backup VM.

Per specificare dove si desidera archiviare il processo di backup, fare clic
sulla scheda destinazione o Gestione temporanea.

Nota: per ulteriori informazioni sulla specificazione di una destinazione o
I'utilizzo della gestione temporanea per il backup dei dati, consultare la
Guida all'amministrazione o la guida in linea.

Per utilizzare il multistreaming per trasmettere i dati di backup, fare clic
sulla casella di controllo Multi Stream.
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7. Per specificare le opzioni di pianificazione per il processo, fare clic sulla
scheda Pianificazione.

Nota: per ulteriori informazioni sulle opzioni di pianificazione dei processi,
consultare la Guida all'amministrazione o sulla guida in linea.

8. Per specificare i filtri globali, fare clic sul pulsante Filtro sulla barra degli
strumenti.

Verra visualizzata la finestra di dialogo Filtro.

Nota: per ulteriori informazioni sul filtraggio dei dati VM, consultare la
sezione Filtraggio dei dati di backup VM (a pagina 40). Per ulteriori
informazioni sull'impostazione dei filtri, fare clic sul pulsante Guida nella
finestra di dialogo Filtro.

9. Fare clic sul pulsante Avvia sulla barra degli strumenti per inoltrare il
processo.

Verra visualizzata la finestra di dialogo Informazioni protezione e
agente.

E necessario fornire credenziali di sistema proxy di backup e ESX Server o
VirtualCenter Server per inoltrare il processo, come indicato
nell'illustrazione seguente:

Informagzioni protezione e agente

todificare o confermare le seguenti informazioni su protezione e
agente per il processo comente,

Sistema proxy
backup

Pazsword Annulla

=l uzilcert ronk Ji—— _
u Frotezione. ..

Server ESX
Agente...

1N

10. Selezionare il rispettivo server e fare clic sul pulsante Protezione nella
finestra di dialogo Informazioni protezione e agente.

Viene visualizzata la finestra di dialogo Protezione.
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11. Immettere le credenziali di accesso nei campi Nome utente e Password
e fare clic su OK.

Nota: CA ARCserve Backup non supporta l'accesso a sistemi con password
da di lunghezza superiore a 23 caratteri. Se la password del sistema al
quale si sta accedendo € superiore a 23 caratteri, € necessario modificare
la password di tale sistema agente, in modo da riportarla a 23 caratteri o
meno e quindi effettuare di nuovo I'accesso al sistema agente.

CA ARCserve Backup applica le credenziali di protezione e viene
visualizzata la finestra di dialogo Inoltra processo.

12. Compilare i campi nella finestra di dialogo Inoltra processo e fare clic su
OK.

Nota: per ulteriori informazioni sull'inoltro dei processi, fare clic sul
pulsante Guida nella finestra di dialogo Filtro.

CA ARCserve Backup inoltra il processo.

Nota: per ulteriori informazioni sulla visualizzazione dello stato dei
processi e sulle altre attivita correlate ai processi, consultare la Guida
all'amministrazione o la guida in linea.

Ulteriori informazioni:
Funzionamento di VMware Consolidated Backup (a pagina 9)

Come spostarsi all'interno dei volumi di backup (a pagina 33)
Limitazioni del backup e del ripristino di VCB (a pagina 49)

Come viene supportata I'Utilita Verifica pre-flight da parte dell'agente

Con I'Utilita Verifica pre-flight (PFC) é possibile eseguire verifiche essenziali del
server e degli agenti di CA ARCserve Backup, che consentono di rilevare
condizioni che potrebbero portare ad un'interruzione dei processi di backup.

Per i backup Agente per VMware, l'utilita PFC controlla lo stato dell'agente
client per Windows in esecuzione sul sistema proxy di backup. Il PFC non
controlla lo stato dei VM specificati per il backup sul sistema ESX Server o sul
sistema VirtualCenter Server.

Nota: per ulteriori informazioni sull'utilizzo dell'utilita PFC, consultare la Guida
all'amministrazione.
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Filtraggio dei dati di backup VM

Nelle seguenti condizioni, l'utilita PFC esegue le seguenti verifiche sui backup
di VMware ESX Server:

B Viene inviato un processo di backup utilizzando I'agente. L'agente client
per Windows € in esecuzione nel sistema proxy di VCB.

Verra visualizzata il seguente messaggio:

Nota: il nodo di destinazione <Nome/Indirizzo IP del sistema proxy VCB> €& un
sistema proxy VCB di VMware. PFC verifica solo lo stato dell"agente client
del server proxy VCB di VMware. Non verifichera lo stato dei computer
virtuali selezionati per il backup su VMware ESX Server.

B Viene inviato un processo di backup utilizzando I'agente. L'agente client
per Windows non € in esecuzione nel sistema proxy VCB.

Verra visualizzata il seguente messaggio:

Problemi: Impossibile connettersi all*agente client su <Nome/Indirizzo IP del
sistema proxy VCB>. Assicurarsi che I"agente client su <Nome/Indirizzo IP del
sistema proxy VCB> sia in esecuzione.

Nota: il nodo di destinazione <Nome/Indirizzo IP del sistema proxy VCB> € un
sistema proxy VCB di VMware. PFC verifica solo lo stato dell"agente client
del server proxy VCB di VMware. Non verifichera lo stato dei computer
virtuali selezionati per il backup su VMware ESX Server.

Filtraggio dei dati di backup VM

Se sul VM ¢ in esecuzione un sistema operativo Windows supportato da
VMWare e si sta eseguendo un backup in modalita file, € possibile filtrare i dati
di backup VM. Questo meccanismo consente di eseguire le seguenti
operazioni:

®  Eseguire il backup dei soli dati sul VM in base, ad esempio, a modello dei
file, intervallo di date, data di modifica, dimensione dei file e cosi via.

®  Eseguire il backup selettivo di file, cartelle oppure entrambi in un volume
selezionato.

®  Applicare criteri per i filtri globali o locali ai processi di backup.

Nota: un filtro globale applica i filtri a tutti i processi di backup mentre un
filtro locale applica i filtri solo al VM selezionato.
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Come spostarsi all'interno delle sessioni di ripristino

Per filtrare i dati di backup VM

1.

Aprire la finestra di Gestione backup e selezionare il VM che si desidera
filtrare.

Effettuare una delle seguenti operazioni:

m  Per applicare filtri globali all'operazione di backup, fare clic sul
pulsante Filtro sulla barra degli strumenti di Gestione backup.

m  Per applicare filtri locali all'operazione di backup, fare clic con il
pulsante destro del mouse sull'oggetto VM e selezionare Filtro dal
menu di scelta rapida

Verra visualizzata la finestra di dialogo Filtro.
Specificare i filtri necessari per completare il processo di backup.

Per ulteriori informazioni sul filtraggio dei dati, fare clic sul pulsante Guida
nella finestra di dialogo Filtro.

Ulteriori informazioni:

Backup dei dati (a pagina 37)

Come spostarsi all'interno delle sessioni di ripristino

Per ripristinare i dati contenuti in un VM si utilizza lo stesso processo di un
ripristino da qualsiasi altro server fisico.

Nota: per ulteriori informazioni sul ripristino dei dati, consultare la Guida
all'amministrazione o la Guida in linea.

Tuttavia, il ripristino dei dati da un VM ha le limitazioni seguenti:

E possibile ripristinare i backup a livello di file (Modalita file) nella
posizione di origine o in una posizione alternativa.

Nota: per ripristinare i file nella posizione di origine su un VM, sul VM deve
essere installato I'agente client per Windows.

E possibile ripristinare backup non formattati (VM completo) solo in una
posizione alternativa.
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Come spostarsi all'interno delle sessioni di ripristino

Nella figura seguente € mostrato Gestione ripristino con la scheda Origine.
L'opzione Ripristino per sessione e selezionata.. Nella struttura di directory
Ripristino per sessione € evidenziata una sessione.
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La sezione relativa alle proprieta della sessione della finestra Gestione
ripristino visualizza le informazioni seguenti relative ai dati di backup di
VMware:

Proxy VMWare

Indica il nome del sistema proxy di backup utilizzato per eseguire il backup
di questo VM.

VMware ESX Server

Indica il nome del sistema ESX Server o del sistema VirtualCenter Server
sul quale il VM era in esecuzione quando il processo di backup é stato
inoltrato.

Nome host
Indica il nome host del VM interessato dal processo di backup.
Metodo sessione

Indica il tipo di metodo di backup utilizzato per eseguire il backup del VM
(ad esempio, raw e file).
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Ripristino dei dati

Ripristino dei dati

Quando si esegue il backup di un VM utilizzando CA ARCserve Backup sul
sistema proxy di backup, € possibile ripristinare i tipi di dati seguenti:

®  Backup a livello di file (a pagina 43)

®  Backup a livello di dati non formattati (VM completo) (a pagina 46)

Ulteriori informazioni:

Limitazioni del backup e del ripristino di VCB (a pagina 49)

Ripristino dei dati a livello di file

Un ripristino dei dati a livello di file dei quali era stato eseguito il backup su
una VM viene eseguito quando un file € danneggiato o & stato eliminato per
errore.

Quando si ripristinano dati di backup a livello di file non formattati prendere in
considerazione gli elementi seguenti:

®  Per ripristinare i dati di cui era stato eseguito il backup utilizzando I'agente
per VMware, la versione corrente dell’agente client per Windows deve
essere installata sul sistema di destinazione.

®  Per ripristinare i dati di backup a livello di file si utilizza lo stesso processo
di quello utilizzato per il ripristino di qualsiasi file agente client basato su
Windows.

Per ulteriori informazioni sul ripristino dei dati, consultare la Guida
all'amministrazione.
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Per ripristinare i dati a livello di file

1. Aprire Gestione ripristino, selezionare la scheda Origine, quindi

selezionare il metodo Ripristino per sessione dall’elenco di riepilogo a

discesa.

2. Individuare il volume e selezionare la sessione da ripristinare come
illustrato nella figura seguente:
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Diigine | Destinazione | Pianificazione |
|@ Ripristine per sessione -
B L@ Sessioni Nome [ Tipo [ Dimensione | Data ultima modifica N
I @ 11/20/07 2:24 PM[ID:4FCE] o [ corfig.Msi Cartella file 09/11/07 18.48
ol @8 s224_0BOR [10:7244] o [ Documents and Settings Cartella file 09/11/07 18,48
ol g s224_OBDR2 [1D:905E] o [Cprogram Files Cartella fils 09/11/07 15,45 i
21 g 8/14]07 6:17 AM [10: ABOE] 5/:0000245) ol [IRECYCLER Cartella file 09/11/07 18.48
01 g8 B3674 [ID:0A3B][5/:0000525] 1o [ System Volume Information Cartella file 09/11/07 18.48
1 BUILDS200 [1D:096CTSINMMMMMMMPIMMMNI | £ (= oo Cartells fils D9/11f07 15,45
1 g BUILD_4620 [ID:0F33]1[5/N; 0000185) (= Wi ey ~arkalls Fil nati1inT 18 an =l
@ FSOL_TAPE1 [1D:0630] |
i g Fspz_TAPEZ [ID:053E] & Gestione ripristino (Metodo sessione: Completo)
ol g MAR_FSD_5236 [1D:403E]
1 @@ PRIMARY [10:0BBF]5/N:0000155] 4
I R12_5AN_AMSZ_B4370 [ID:02CAI[S{N:PUR315]
I @ 5PS2K7_%32_5043 [1D:B50D] Propricta
ol @l v [0 CEABIIS/N:PURSL1]
- @ ez [10:025A][S/N:0000565] Informazioni
S Sessione 00001 ; |\118N-3C3068E006,
I Sessione 00002 : |\T18H-3C3B65E0081C: Norisls NepoLs VECB2[S/N:0000585]
CIdFY Sessione 00003 | |4T18N-3C3865E0061C: e 254
CIF Sessions 00004 | |4T18H-3C3065E0061C: N. sequenza L
M. sessicne 4
Backup del 09/11/07 18.48
Fercorso origine c:
State sessiens Completata
Tipe sessions VMware
Proxy WMWare iCripin-EP
VMware ESX Server usileert
Nome host I18N-3C3868E008
Tipo 03 Windows
Modalita di backup Maodalit3 file
Metede sessiene Completo
Flag sessicne Agente, Catalogo
PE) 1.845.148
File 11.306
i I 2l =l
| [ Server predefinito: |Dominia: [ExEa
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Fare clic sulla scheda Destinazione. Fare clic sulla casella di controllo
Ripristina i file nella posizione di origine per ripristinare i file nella
posizione di origine.

Per ripristinare i file nella posizione di origine, sul VM deve essere
installato I'agente client per Windows. Se I'agente client per Windows non
e installato sul VM, é possibile ripristinare i dati in qualsiasi posizione e
quindi copiarli manualmente sul VM utilizzando una condivisione di rete di
File System.

Importante: Per ripristinare sessioni di backup basate su VMware in una
diversa ubicazione, I'agente client per Windows deve essere eseguito
sull'altro sistema e quest'ultimo deve apparire nell'oggetto di sistema
Windows. Se si tenta di ripristinare i dati in un sistema non visualizzato
nell’'oggetto sistemi Windows, il processo di ripristino non verra eseguito
correttamente. Per ripristinare i dati in una diversa ubicazione in un
sistema locale in ambiente operativo Windows 32 bit, aggiungere il
sistema con un nome host fittizio e il reale indirizzo IP nell'oggetto sistemi
Windows nella scheda Destinazione di Gestione ripristino. E quindi
possibile specificare il sistema locale come destinazione e inoltrare il
processo di ripristino.

Se i dati di backup sono stati creati da un backup completo del computer
virtuale, I'opzione Ripristina i file nelle posizioni di origine non &
supportata in CA ARCserve Backup. Per ulteriori informazioni, consultare
Ripristino di dati a livello di dati non formattati (VM completo) (a

pagina 46).

Fare clic sulla scheda Pianificazione e specificare una pianificazione dal
menu a discesa Metodo ripetizione.

Fare clic sul pulsante Inoltra della barra degli strumenti per inoltrare il
processo di ripristino.

Verra visualizzata la finestra di dialogo Informazioni protezione e
agente. Per inoltrare il processo, € necessario specificare le credenziali di
accesso per il sistema in cui si ripristinano i dati.

Specificare le credenziali di accesso nei campi Nome utente e Password
e fare clic su OK.

CA ARCserve Backup applica le credenziali di protezione e viene
visualizzata la finestra di dialogo Inoltra processo.
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7. Compilare i campi nella finestra di dialogo Inoltra processo e fare clic su
OK.

Nota: per ulteriori informazioni sull'inoltro dei processi, fare clic sul
pulsante Guida nella finestra di dialogo Inoltra processo.

CA ARCserve Backup inoltra il processo.

Nota: per ulteriori informazioni sulla visualizzazione dello stato dei
processi e sulle altre attivita correlate ai processi, consultare la Guida
all'amministrazione o la guida in linea.

Ulteriori informazioni:

Limitazioni del backup e del ripristino di VCB (a pagina 49)

Ripristino dei dati a livello di dati non formattati (VM completo)

Quando il sistema operativo in esecuzione sul VM non & un sistema operativo
basato su Windows supportato da VMware, € necessario eseguire un backup a
livello di dati non formattati (VM completo) di un VM. E possibile utilizzare
questo tipo di operazione di ripristino per eseguire un ripristino di emergenza.

Quando si ripristinano dati di backup a livello di dati non formattati (VM
completo), prendere in considerazione gli elementi seguenti:

®  Per ripristinare i dati di cui era stato eseguito il backup utilizzando I'agente
per VMware, la versione corrente dell’agente client per Windows deve
essere installata sul sistema di destinazione.

®m  E possibile visualizzare le sessioni di backup a livello dati non formattati
(VM completo) in una struttura di directory a livello VM ed eseguire un
ripristino VM completo in una diversa posizione.
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®  Non e possibile ripristinare dati di backup a livello dati non formattati (VM
completo) di cui sia stato eseguito il backup da un VM Windows o0 non
Windows con granularita a livello di file.

Gestione ripristino visualizza dettagli a livello di sessione, come illustrato
nella figura seguente:

T Ca ARCserve Backup - [Ripristina - Senza nome:1] == x|
<% Pl Avviorapids Visuslizza Ripristina  Finestra ? =1 |
>3 Processo Nastro DE @ % 4 qoo
= ORI GINER = @ @ Q| swia | opmoni Fite | visuslizes
3
=1, (Origine |Dest\nazlone| Piarificazione |
o =
'E I@ H\DHSW\D PEr $ess0ne j
g = ﬂ@ Sessioni Mome - Tipo I Dimensiong. I Data ultima modifica | =
o - L1 @ 11/20/07 2:24 P [ID:4FCE) O [ wWindaws Server 2003 Standard Edition.rvram  NYRAM 3KB 09/11)07 18.07
g -1 gl 5224_OBDR [ID: 7244 o M vmware.log Documento diteste 27 KB 09(11/07 18.07
- @l 5224_OBDR2 [1D:905E] o [ vmwvare-3.log Documento diteste 20KB 09/11/07 16,07
Bl gl 814707 8117 A [ID’:QBUB][SJ'MUUDUZ*S] o M vmware-8.lag Documento di testa 23 KB 09/11407 18.07
: g g ga?fgs[zlgﬁo[?;:BUJ[asefgjl[usof?f;insw]wmmmmmmmmmmm o 3 vmware-7 log Dacumenta di testo 53KB 09/11/07 16.07
(51 g BLILD. 4660 [10:0F53][5/1:0000155] O [ vmware-6.log Documento ditesto 22 KB 09/11407 18.07
--;l@ FS01_TAPEL [I0:0630] o CHvmware-S log Documento di kesto 117 KB 09/11)07 18.07
- 01 @ F3D2_TAPEZ [ID-06¢E] O (3 vmware-4.log Documento ditesta 146 KB 09j11407 18.07
-0 @ MAR_FSD_5236 [ID:40%E] o (3 unmourt:, dat DAT 57 Byte 09/11407 18.17
e 1 @ PRIMARY [ID:0BEFT[5N:0000155] 1 [ se5i0-0-0-1PNZ003 vrndk. YMDK 943 Byts 09/11407 18.17
- 0 @l R12_SAN_AMSZ_B4670 (ID:02cAllsMPURSLE] | ) C3scsio0-0-JPHZ003-5011.vmek YMDK. 64 KB 09/11407 18.17
-1 gl SPS2KT_KE2_5046 [ID:6500] 1 [ se5i0-0-0-IPNZ003-s0L0.vmek YMDK 576 KB 05{11J07 18,17
- 101 @ VB [1D:CEABILSINIPUR311] 1 [ 5c5i0-0-0-IPNZ003-5009. vmdk YMDK 320K8 09/11407 18.17 -
=0 gl vCBz [1D:0zSATSiN 1 [ sesi0-0-0-JPNZ003-5008. vmdk YMDK 320KE 05{11J07 18.17
i@ 000! 1 [ 5c5i0-0-0-1PNZ003-5007 vmck YMDK 320K8 09/11407 18.17
O Sessione 0002 1 WILEN-3CIE6IED0ENC: £ 3 scsi0-0-0-JPH2003-s006, ymdk VMDK. 320KB 09{11j07 18.17
1 f Sessione 00003 : YI16N-3CIBEEE006IC: O[3 sesi0-0-0-1PH2003-5005. vmdk YMDK. 1.31 MB 09/11)07 18.17
1% Sessione 00004 : WILBN-3CIFEEE006HC: o1 [ scsi0-0-0-JPN2003-5004, vmdk YMDK 320KE 09(11/07 18.17 =l
Nome supperto VCB2[5/N:0000585]
D 254
M. sequenza 1
M. sessione 1
Backup del 09/11/07 18.17
Percorse origine \\18N-3C3868E005
Stato sessione Completato
Tipe sessicne VMware
Metodo sessione Completo
Flag sessione Agente, Catalege
KB 2.039.017
File 22
Kl | | x
[ |Server predefinito: |Dominio: 1440

B CA ARCserve Backup ignora i filtri applicati operazioni di ripristino dati non
formattati (VM completo).

Nota: per ulteriori informazioni, consultare Limitazioni del backup e del
ripristino di VCB (a pagina 49).

Per ripristinare i dati a livello di dati non formattati (VM completo)

1. Aprire la finestra Gestione ripristino, selezionare la scheda Origine,
quindi selezionare Ripristino per sessione dall'elenco a discesa.

Scorrere e selezionare la sessione non formattata (VM completo) da
ripristinare.
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2. Fare clic sul pulsante Inoltra sulla barra degli strumenti per ripristinare i
dati di backup nel sistema proxy o in qualsiasi sistema Windows sul quale
e installato I'agente client di CA ARCserve Backup per Windows.

Importante: Per ripristinare sessioni di backup basate su VMware in una
diversa ubicazione, I'agente client per Windows deve essere eseguito
sull'altro sistema e quest'ultimo deve apparire nell'oggetto di sistema
Windows. Se si tenta di ripristinare i dati in un sistema non visualizzato
nell’'oggetto sistemi Windows, il processo di ripristino non verra eseguito
correttamente. Per ripristinare i dati in una diversa ubicazione in un
sistema locale in ambiente operativo Windows 32 bit, aggiungere il
sistema con un nome host fittizio e il reale indirizzo IP nell'oggetto sistemi
Windows nella scheda Destinazione di Gestione ripristino. E quindi
possibile specificare il sistema locale come destinazione e inoltrare il
processo di ripristino.

Nota: per ulteriori informazioni sull'inoltro di processi, consultare la Guida
all'amministrazione.

3. Copiare i dati di backup a livello di dati non formattati (VM completo) sul
sistema ESX Server originale.

4. Dopo che la directory di backup del VM é presente nel relativo sistema ESX
Server originale (dove si trovava il VM) o in un sistema server remoto, &
possibile utilizzare I'utilita della riga di comando vcbrestore in dotazione
con VMware per il ripristino del VM. Tuttavia, prima di eseguire l'utilita
vcbrestore, € necessario aggiornare il file di configurazione con etichetta
backuptools.config archiviato nella directory seguente:

/etc/vmware
Sintassi di :

vchRestore -s <backup_directory>

Esempi:

Nell'esempio seguente viene descritta la sintassi necessaria per
ripristinare il VM in una directory locale (/home/VM/WIN_VM1) del
sistema ESX Server:

vcbRestore -s /home/VM/WIN_VM1

Nell'esempio seguente viene descritta la sintassi necessaria per
ripristinare il VM da un server remoto (host_name.ca.com) nel sistema
ESX Server locale:

vchRestore -s scp://root@host _name.ca.com:/home/VM/WIN_VM1

Nota: il backup dovrebbe essere un backup di immagine VM completo.
Dovrebbe includere la cartella VM che include tutti i file di risorsa e di
configurazione per il VM (ad esempio:, \vmfs\volumes\Nome volume\VM-
folder).
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Limitazioni del backup e del ripristino di VCB

Le limitazioni seguenti si applicano alle operazioni di backup e ripristino di
VCB:

Non & possibile spostarsi a livello di file in un VM.

Eseguire I'utilita ca_vcbpopulatedb per inserire nel database di CA
ARCserve Backup informazioni relative al livello volume.

I VM nel ESX Server devono essere in esecuzione quando si esegue l'utilita
ca_vcbpopulatedb.

Se i VM non sono in esecuzione, l'utilita ca_vcbpopulatedb non inserira dati
accurati nel database di CA ARCserve Backup e non sara possibile
spostarsi correttamente nei VM nei sistemi ESX Server.

E necessario eseguire I'utilita ca_vcbpopulatedb dopo aver aggiunto,
rimosso o modificato i volumi in un VM o in un VM in un sistema ESX
Server.

In caso contrario possono prodursi dati non precisi del volume VM nel
database di CA ARCserve Backup e errori dei processi di backup in fase di
esecuzione.

Per i ripristini e i backup VCB, non e disponibile alcun supporto da riga di
comando, ad esempio, ca_backup e ca_restore.

E necessario utilizzare Gestione backup e Gestione ripristino per eseguire
backup e ripristini basati su proxy di backup di VCB.

Non é possibile utilizzare il metodo Ripristino per supporto per ripristinare i
dati di backup a livello di file e a livello di dati non formattati (VM
completo).

Non esiste alcun supporto di coerenza a livello di applicazione quando si
esegue il backup dei dati utilizzando un sistema proxy di backup.

Per proteggere i dati a livello di applicazione, & possibile creare pre/post
script personalizzati che consentono di mantenere coerenti i dati a livello di
applicazione. E possibile utilizzare gli script personalizzati come script pre-
blocco e post-sblocco. Per ulteriori informazioni sugli script pre-blocco e
post-sblocco, consultare la Guida al backup dei computer virtuali VMWare.
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m | 'utilita Confronto non supporta il confronto tra sessioni di backup
VMWare.

Quando si tenta di eseguire un‘operazione di confronto tra sessioni
VMWare, CA ARCserve Backup esegue un'operazione di analisi al posto
dell'operazione di confronto.

® | 'agente non supporta le seguenti opzioni globali di backup:
— Elimina i file dopo il backup.
— Riprova ad aprire il file

Nota: per ulteriori informazioni sulle opzioni globali di backup, consultare
la Guida all'amministrazione.

® A causa delle limitazioni nella mappatura fisica e logica dei volumi nel
database di CA ARCserve Backup, I'utilita Unione non supporta
I'esecuzione di un'unione sequenziale.

Se € necessario unire i dati relativi a sessioni VMWare nel database di CA

ARCserve Backup, € possibile unire i dati dei cataloghi.

Ulteriori informazioni:

Backup dei dati (a pagina 37)
Ripristino dei dati a livello di file (a pagina 43)
Ripristino dei dati a livello di dati non formattati (VM completo) (a pagina 46)
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Appendice A: Risoluzione dei problemi

Questa sezione contiene i seguenti argomenti:

L'operazione di montaggio del VM non riesce (a pagina 51)

Operazione di smontaggio del VM non riuscita (a pagina 53)

Esecuzione non riuscita dello strumento di configurazione ARCserve VMware
o dell'utilita ca_vcbpopulatedb (a pagina 53)

L'operazione di montaggio del VM non riesce

Valido per piattaforme Windows.

Sintomo:
Un'operazione di montaggio dei dati non formattati (VM completo) o di un VM
a livello di file non riesce.

Soluzioni:

Per eseguire un'operazione di montaggio dei dati non formattati (VM completo)
o di un VM a livello di file, VCB crea uno snapshot di un VM e quindi esporta il
file nel sistema proxy di backup. I motivi per i quali si verifica questo problema
e le azioni che possono essere intraprese per risolvere il problema sono
numerosi.

Motivo 1:

Spazio insufficiente nel volume del disco sul sistema proxy di backup.

Azione 1:

Pulire il disco o caricare il percorso di montaggio su un diverso volume con
spazio sufficiente.

Motivo 2:

ESX server non disponibile.

Azione 2:

Adottare misure correttive se I'ESX server sul quale si trova il VM non e
disponibile.
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Motivo 3:

VM é diventato temporaneamente non montabile.

Azione 3:

Nel caso sia temporaneamente impossibile montare il VM, eseguire ['utilita
vcbMounter per il VM sul sistema proxy di backup.

L'utilita puo essere eseguita utilizzando la riga di comando passando alla
directory in cui € installato il framework VMWare VCB. Per visualizzare la
sintassi per I'utilita, digitare quanto segue sulla riga di comando:

vcbMounter -help

Se l'utilita vcbMounter non riesce a montare il VM specificato, il problema puo
essere relativo al framework di VMWare VCB. Riavviare il sistema proxy di
backup e inoltrare nuovamente il processo di backup del VM.

Motivo 4:

L'origine di backup includeva VM con una modalita disco indipendente
(persistente/non persistente).

Azione 4:

Cancellare o rimuovere l'impostazione della modalita Disco indipendente per
tutti i dischi virtuali associati al VM.

Motivo 5:

Il processo é stato inoltre fatto con le corrette credenziali utente per VMware
ESX Server o VirtualCenter Server. Le credenziali sono state specificate nella
finestra di dialogo Informazioni protezione e agente.

Azione 5:

Inviare nuovamente il processo di backup con credenziali valide. E necessario
fornire credenziali valide per il sistema VMware ESX Server o per il sistema
VirtualCenter Server e le credenziali del sistema proxy di backup nella finestra
di dialogo Informazioni protezione e agente.

Motivo 6:

Un VM non & piu disponibile nell'ambiente VMware.

Azione 6:

Eseguire lo strumento di configurazione ARCserve VMware o |'utilita
ca_vcbpopulatedb per popolare il database CA ARCserve Backup con le
informazioni aggiornate del proprio ambiente VMware.
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Operazione di smontaggio del VM non riuscita

Valido per piattaforme Windows.

Sintomo:

In un VM, un'operazione di smontaggio non riesce dopo un'operazione di
montaggio eseguita con successo.

Soluzione:

Un'operazione di smontaggio pud non riuscire nelle condizioni seguenti:
® il percorso di montaggio non € corretto.

®m  E stata specificata una modalita di montaggio errata, ad esempio, File o
Dati non formattati (VM completo).

®  Alcuni dei file di catalogo potrebbero essere stati eliminati nel punto di
montaggio.

® | 'utente ha eliminato o tentato di eliminare lo snapshot di montaggio VCB.
® || VM é stato spostato su un diverso sistema ESX Server durante

I'operazione di backup utilizzando VMotion.

Per risolvere questo problema, € necessario eliminare manualmente lo
snapshot di montaggio VCB del VM che utilizza il client VI. Se I'operazione di
eliminazione non riesce, riavviare il VM ed eliminare lo snapshot di montaggio
VCB per il VM.

Per visualizzare le informazioni di registro sulle operazioni di montaggio e
smontaggio, visualizzare il file con etichetta Mount_jnl.log, memorizzato nella
directory di installazione dell'agente client.

Esecuzione non riuscita dello strumento di configurazione
ARCserve VMware o dell'utilita ca_vcbpopulatedb

Valido per piattaforme Windows.

Sintomo:

Esecuzione non riuscita dello strumento di configurazione ARCserve VMware o
dell'utilita ca_vcbpopulatedb il seguente messaggio di errore viene visualizzato
nel campo Risultati dello strumento di configurazione ARCserve VMware.

Versione _NET >= non trovata. Uscita da ca_vcbpopulatedb.

Nota: questo messaggio viene visualizzato nella finestra Prompt dei comandi
quando si esegue l'utilita ca_vcbpopullatedb mediante il prompt dei comandi di
Windows.
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Esecuzione non riuscita dello strumento di configurazione ARCserve VMware o dell'utilita
ca_vcbpopulatedb

Soluzione:

Questo errore si verifica quando Microsoft .NET Framework, Versione 2.0 o
successiva, non viene rilevato sul sistema proxy di backup.

Per risolvere il problema, procedere come segue:

1. Accertarsi che Microsoft .NET Framework, Versione 2.0 o successiva sia
installato e funzionante sul sistema proxy di backup.

2. Aprire un prompt dei comandi .NET e modificare la directory di
installazione dell’Agente client per Windows. Per impostazione predefinita,
I'agente client per Windows ¢ installato nella directory seguente:

C:\Programmi\CA\ARCserve Backup Client Agent for Windows
Eseguire il seguente comando:
regasm vcbh_com.dll

(Facoltativo) Se non e possibile trovare il prompt dei comandi .NET,
procedere come segue:

a. Aprire un prompt dei comandi Windows e accedere alla directory
indicata di seqguito.

C:\WINDOWS\Microsoft.NET\Framework

b. In questa directory, spostarsi nella directory superiore a Microsoft .NET
Framework Versione 2.0. Ad esempio:

C:\WINDOWS\Microsoft_NET\Framework\v2.0.50727
c. Eseguire il seguente comando:
regasm <directory di installazione dell"Agente per Windows>\Vcb_com.dll

Una volta completata correttamente I'esecuzione, verra visualizzato il
seguente output nel prompt dei comandi .NET o il prompt dei comandi di
Windows:

Microsoft (R) .NET Framework Assembly Registration Utility 2.0.50727.42
Copyright (C) Microsoft Corporation 1998-2004. Tutti i diritti riservati.

Tipo registrati correttamente.
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