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Kapitel 1: Einfuhrung

EinfUhrung

Dieses Kapitel enthalt folgende Themen:

Einfihrung (auf Seite 9)

Administration virtueller Rechner zur Verwaltung von Sicherungsvorgangen
(auf Seite 10)

Konsolidierte Sicherungen mit VMware (auf Seite 11)
VCB-Einschréankungen (auf Seite 13)

CA ARCserve Backup ist eine umfassende Sicherungslésung fir Anwendungen,
Datenbanken, verteilte Server und Dateisysteme. Sie bietet Sicherungs- und
Wiederherstellungsfunktionen fiir Datenbanken, unternehmenswichtige
Anwendungen und Netzwerk-Clients.

Zu den in CA ARCserve Backup enthaltenen Agenten gehért unter anderem der
CA ARCserve Backup-Agent fur VMware. VMware verfligt Uber einen
Mechanismus, der als VMware Consolidated Backup (VCB) bezeichnet wird und
in VMware ESX Server und VMware VirtualCenter Server integriert ist. Mit VCB
kénnen Sie Virtual Machine (VM)-Dateien und -Daten schiitzen. Mit Hilfe von
VCB kdnnen Sie VM-Sicherungsaktivitdten auf ein dediziertes Sicherungs-
Proxysystem (bertragen und anschlieBend die Sicherungs- und
Wiederherstellungsfunktionen von CA ARCserve Backup verwenden, um
virtuelle Rechner zu schitzen.
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Administration virtueller Rechner zur Verwaltung von Sicherungsvorgédngen

Administration virtueller Rechner zur Verwaltung von
Sicherungsvorgdngen

Der Agent ermdglicht Ihnen die Datensicherung und funktioniert unter den
folgenden Umstanden besonders gut:

Sie mdéchten die Einschrénkung von Ressourcen im ESX-Server-System
reduzieren.

Hinweis: VMware-ESX-Server ist eine Anwendung zur Verwaltung von
System-, Speicher- und Netzwerkressourcen in mehreren VM-
Umgebungen.

Sie mdchten keinen Sicherungsagenten auf Ihren VMs verwenden.

Ihre Umgebung besteht aus einer Storage Area Network (SAN)-Struktur,
und Ihre VMs befinden sich auf einer SAN- oder iSCSI-Speicher-LUN.

Sie mochten Daten auf Datei- oder Raw-Ebene (vollstéandige VM)
wiederherstellen.

Mit VCB kdnnen Sie folgende Tasks ausfuhren:

Einen Snapshot eines virtuellen Rechners erstellen und die
Sicherungsdaten in ein oder mehrere Sicherungs-Proxysysteme laden oder
exportieren und die Ladung vom ESX-Server-System entfernen.

Sicherungen auf Dateiebene und Wiederherstellungen einer VM
durchfiihren, auf der ein von VMware unterstlitztes Windows-basiertes
Betriebssystem ausgefiihrt wird.

Sicherungen auf Raw-Ebene (vollstandige VM) und Wiederherstellungen
einer VM mit einem beliebigen von VMware unterstitzten Betriebssystem
durchfihren.

LAN (Local Area Network)-freie Sicherungen durchfiihren, sofern sich die
VMs in einem SAN befinden.

Eine VM unabhangig von ihrem Status sichern.

Verwaltungs-Overheads durch zentrale Sicherungsverwaltung auf
Sicherungs-Proxysystemen reduzieren. Sie muissen keine Agenten auf den
VMs verwenden.

Hinweis: Diese Funktion erfordert die Installation des CA ARCserve
Backup Client Agent fir Windows auf dem Sicherungs-Proxysystem.

10 Agent fir VMware - Benutzerhandbuch



Konsolidierte Sicherungen mit VMware

Konsolidierte Sicherungen mit VMware

Mit diesem Agenten kénnen Sie Sicherungen auf VM-Raw-Ebene (vollstandige
VM) und VM-Dateiebene unter Verwendung eines Sicherungs-Proxysystems
durchfihren.

Das folgende Diagramm veranschaulicht die Netzwerkarchitektur zur
Sicherung von VM-Images oder -Dateien mit Hilfe eines Sicherungs-
Proxysystems:

Sicherung lber ein externes Sicherungs-Proxysystem
mit Hilfe von CA ARCserve Backup Agent fir VMware

Im LUN gespeicherte WM-
Festplattendaieien

N
( 0} e
\
10/100-MB- oder GB- ]
Ethernet-Netzwerk %
Sicherungs-Proxysystem:
ESX-Server: CA ARCserve Backup-Client
VMs auf ISCSIISAN Agent fur Windows unf VMware
LUN WCB Framework ingtalliert.

Wichtig! Die SANISCSI-LUNs,
die VMs enthalten, missen fir das
Sicherungs-Proxysystem und das
ESX-Server-System zuganglich
sein

Sicherungsserver:
CA ARCserve Backup
Server mit Agent fiir
Widware installiert
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Konsolidierte Sicherungen mit VMware

Wenn Sie diese Architektur in Ihrer Umgebung verwenden, beriicksichtigen Sie
Folgendes:

Auf dem Sicherungs-Proxysystem muss Microsoft .NET Framework
Version 2.0 oder héher ausgefihrt werden.

Wenn sich die VM auf einer SAN-LUN befindet, muss die LUN zwischen
dem ESX-Server-System und dem Sicherungs-Proxysystem freigegeben
sein und dieselbe LUN-Nummer aufweisen. Die LUN im Sicherungs-
Proxysystem sollte nicht vorzeichenbehaftet sein.

Hinweis: Die neuesten Informationen zu dieser Konfiguration finden Sie in
der VMware VCB-Dokumentation.

Die Sicherung auf Raw-Ebene (vollstandige VM) erstellt eine Kopie der
gesamten Festplatte und aller Konfigurationsdateien in Zusammenhang
mit einer bestimmten VM. Damit wird Ihnen die Wiederherstellung der
gesamten VM ermdglicht:

Sie kdnnen diese Methode zur Disaster Recovery verwenden.

Mit Hilfe der Sicherung auf Dateiebene kdnnen Sie eine Kopie individueller
Dateien auf der Festplatte einer VM erstellen. Dies kann alle Dateien
umfassen.

Sie kdnnen diese Methode in Situationen verwenden, in denen korrupte
oder versehentlich geléschte Dateien wiederhergestellt werden.

Wenn Sie einen Sicherungsjob Ubergeben, kénnen Sie eine Sicherung auf
Raw-Ebene (vollstandige VM) oder Dateiebene der VM durchfiihren. Sie
mussen den Primar- oder Mitgliedsserver angeben, auf dem der Job
ausgefuhrt wird.

Wichtig! Zur Durchflihrung von VM-Sicherungen auf Dateiebene muss ein
von VMware unterstiitztes Windows-Betriebssystem auf der VM installiert
sein.

Wenn der Sicherungsjob ausgefiihrt wird, kommuniziert der Primar- bzw.
Mitgliedsserver mit dem auf dem Sicherungs-Proxysystem ausgefiihrten
Client Agent fiir Windows. Der Client Agent fiir Windows erstellt dann
einen Snapshot der VM und |adt oder exportiert diesen standardmaBig in
das Installationsverzeichnis des Client Agent fiir Windows im Sicherungs-
Proxysystem.

Hinweis: Informationen zum Andern des Standardbereitstellungspfades
finden Sie unter "Einstellungen flir Sicherungen von ESX-Server-Systemen
mit Hilfe eines Sicherungs-Proxysystems".
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VCB-Einschrdnkungen

Der Client Agent fir Windows ersetzt dann das Stammverzeichnis und
erstellt die CA ARCserve Backup-Datenbankdatensatze, als ob die
Sicherung direkt vom VM Gbernommen wurde. Mit diesem Verhalten wird
sichergestellt, dass Sie Wiederherstellungen auf Dateiebene zur
urspringlichen VM-Position durchflihren kénnen.

Weitere Informationen:

Einstellungen fiir Sicherungen von ESX-Server-Systemen mit Hilfe eines

Sicherungs-Proxysystems (auf Seite 17)

VCB-Einschrankungen

Wenn Sie VCB in Ihrer Umgebung verwenden, sollten Sie die folgenden
Einschrankungen bedenken:

Sie kdnnen keine VMs mit virtuellen Festplatten sichern, bei denen es sich
um kompatible Raw Device Maps (RDM) mit den Eigenschaften
"Independent persistent" und "Independent non-persistent" handelt.

Wenn Sie VMs sichern méchten, die sich auf einer SAN-Speicher-LUN
befinden, sollte die LUN fir das Sicherungs-Proxysystem zuganglich sein
und dieselbe LUN-Nummer aufweisen. Die LUN im Sicherungs-
Proxysystem sollte nicht vorzeichenbehaftet sein.

Hinweis: Die neuesten Informationen zu dieser Konfiguration finden Sie in
der VMware VCB-Dokumentation.

Um eine individuelle Datei oder ein individuelles Verzeichnis zu sichern,
muss ein von VMware unterstltztes Windows-basiertes Betriebssystem auf
der VM laufen.

VCB unterstilitzt Ladungen mit bis zu 60 gleichzeitigen VM-Volumes.

Beispiele: Laden von gleichzeitigen VMware Volumes
= 60 VMs mit einem C:\ Laufwerk

" 30 VMs mit zwei VM-Volumes: einem C:\ Laufwerk und einem D:\
Laufwerk

Hinweis: Informationen zur Installation und zum Setup von VCB sowie zu den
Einschrankungen bei der Verwendung von VCB finden Sie im Handbuch
"VMware Virtual Machine Backup Guide" auf der Website von VMware.
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Kapitel 2: Installieren des Agenten

Dieses Kapitel enthalt folgende Themen:

Lizenzieren des Agent fir VMware (auf Seite 15)

Voraussetzungen fur die Installation (auf Seite 16)

Installieren und Konfigurieren des Agenten (auf Seite 16)

Installieren des Agenten Uber die Serververwaltung (auf Seite 17)
Einstellungen fiir Sicherungen von ESX-Server-Systemen mit Hilfe eines
Sicherungs-Proxysystems (auf Seite 17)

Einpflegen von Informationen in die CA ARCserve Backup-Datenbank mit
Hilfe des ARCserve-Konfigurationstools fiir VMware (auf Seite 22)
Einpflegen von Informationen in die CA ARCserve Backup-Datenbank mit
Hilfe des Befehlszeilenhilfsprogramms "ca vcbpopulatedb" (auf Seite 26)
Wann Informationen in die ARCserve-Datenbank eingepflegt werden sollten
(auf Seite 34)

Deinstallieren des Agenten (auf Seite 35)

Lizenzieren des Agent fur VMware

Der CA ARCserve Backup-Agent fiir VMware verwendet eine auf der Anzahl der
Gerate beruhende Lizenzierungsmethode. Sie missen eine CA ARCserve
Backup Agent flir VMware-Lizenz fiir jedes ESX-Serversystem registrieren, das
in Ihrer VMware-Umgebung ausgefihrt wird. Die Lizenzen fir den Agenten
sind auf dem CA ARCserve Backup-Primar- oder -Standalone-Server
registriert.

Beispiel: Lizenzierung
Ihre Umgebung besteht aus drei ESX-Serversystemen, und Sie mochten die
VMs der ESX-Serversysteme mit Hilfe des Sicherungs-Proxymechanismus

schitzen.

Sie mlssen drei CA ARCserve Backup Agent fir VMware-Lizenzen auf dem CA
ARCserve Backup-Primar- oder -Standalone-Server registrieren.
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Voraussetzungen fUr die Installation

Voraussetzungen fur die Installation

Vor der Installation des Agenten missen folgende Voraussetzungen erfiillt
werden:

Stellen Sie sicher, dass Ihr System die fir die Installation des Agenten
erforderlichen Mindestvoraussetzungen erfullt.

Eine Liste der Voraussetzungen finden Sie in der Readme.
Stellen Sie sicher, dass Sie Gber Administratorrechte verfligen.

Stellen Sie sicher, dass Sie den Namen und das Kennwort des Systems
kennen, auf dem Sie den Agenten installieren.

Stellen Sie sicher, dass Microsoft .NET Framework Version 2 oder .NET
Framework Version 3 in der Umgebung installiert ist und ausgefiuhrt wird.

Installieren und Konfigurieren des Agenten

Es gibt zwei Methoden, wie Sie den Agenten installieren kdnnen:

Installieren Sie den Agenten bei der Installation von CA ARCserve Backup.
Der Agent kann entsprechend den Standardvorgehensweisen fir die
Installation von Systemkomponenten, Agenten und Optionen von CA
ARCserve Backup installiert werden.

Installieren Sie den Agenten nach der Installation von CA ARCserve
Backup. Uber die Serververwaltung kénnen Sie den Agenten jederzeit nach
der Installation von CA ARCserve Backup installieren oder deinstallieren.

Hinweis: Weitere Informationen finden Sie unter Installieren des Agenten
Uber die Serverwaltung (auf Seite 17).

Um den Agenten zu installieren und zu konfigurieren, missen Sie zunachst
folgende Tasks ausfuhren:

1.

Befolgen Sie die Anweisungen zur Installation von CA ARCserve Backup im
Implementierungshandbuch.

Hinweis: Zum Installieren des Agenten mussen Sie den Installationstyp
"Primarserver" oder "Standalone-Server" wahlen. Der Agent unterstiitzt
keine Mitgliedsserver-Installationen.

Installieren Sie die Lizenz fir den CA ARCserve Backup Agent fiir VMware
auf dem CA ARCserve Backup-Primar- oder -Standalone-Server.

SchlieBen Sie die Konfigurationsaufgaben wie unter Einstellungen fur
Sicherungen von ESX-Server-Systemen mit Hilfe eines Sicherungs-
Proxysystems (auf Seite 17) beschrieben ab.
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Installieren des Agenten Uber die Serververwaltung

Installieren des Agenten Uber die Serververwaltung

Der Agent kann entsprechend den Standardvorgehensweisen fir die
Installation von Systemkomponenten, Agenten und Optionen von CA ARCserve
Backup installiert werden. Wenn Sie den Agenten jedoch nicht bei der
Installation von CA ARCserve Backup installiert haben, kénnen Sie ihn Uber die
Serververwaltung installieren.

So installieren Sie den Agenten liber die Serverwaltung:

1.

Melden Sie sich beim ARCserve-Primarserver an.

Klicken Sie in der CA ARCserve Backup-Manager-Konsole im Men
"Schnellstart" auf "Serververwaltung".

Die Serververwaltung wird gedffnet.

Klicken Sie in der Domanenverzeichnisstruktur mit der rechten Maustaste
auf den Primarserver, und wahlen Sie im Kontextmen( den Befehl
"Optionen installieren/deinstallieren".

Das Dialogfeld "Optionen installieren/deinstallieren" wird getffnet.

Aktivieren Sie das Kontrollkastchen fiir "Agent flir VMware", und klicken
Sie auf "OK".

Der Agent wird von CA ARCserve Backup installiert.

Nach der Installation missen Sie die Konfigurationsaufgaben wie unter
Einstellungen fiir Sicherungen von ESX-Server-Systemen mit Hilfe eines
Sicherungs-Proxysystems (auf Seite 17) beschrieben ausfiihren.

Einstellungen fiur Sicherungen von ESX-Server-Systemen mit
Hilfe eines Sicherungs-Proxysystems

Dieser Abschnitt beschreibt, wie Sie Ihre Umgebung einrichten, um VM-
Images und -Dateien mit Hilfe eines Sicherungs-Proxysystems zu sichern.

Einstellungen fiir Sicherungen von ESX-Server-Systemen mit Hilfe
eines Sicherungs-Proxysystems

1.

Installieren Sie ESX-Server. Weitere Informationen zu den ESX-Server-
Voraussetzungen finden Sie im Handbuch "VMware ESX Server Installation
Guide" auf der Website von VMware.

Hinweis: Zum Verwalten des ESX-Servers mit Hilfe von VMware
VirtualCenter miissen Sie den VirtualCenter-Server als Teil der Virtual
Infrastructure-Installation installieren und konfigurieren.

Installieren des Agenten 17



Einstellungen fUr Sicherungen von ESX-Server-Systemen mit Hilfe eines Sicherungs-Proxysystems

2. Installieren Sie VCB auf dem Sicherungs-Proxysystem mit den folgenden
Umgebungsbedingungen:

m Das auf dem Sicherungs-Proxysystem ausgeflihrte Betriebssystem
muss Windows 2003 Server (32 Bit) sein.

»  Wenn sich die zu sichernden VMs in einem SAN befinden, muss das
Sicherungs-Proxysystem auf die SAN-Speicher-LUN zugreifen kénnen
und dieselbe LUN-Nummer aufweisen. Die LUN im Sicherungs-
Proxysystem sollte nicht vorzeichenbehaftet sein.

Hinweis: Informationen zur Installation, Einstellungen und
Einschréankungen von VCB finden Sie im Handbuch "Virtual Machine
Backup Guide" auf der Website von VMware.

3. Wenn Sie die Sicherung von VMs (iber ein VCB-Sicherungs-Proxy unter
Verwendung eines ESX-Server-Systems einrichten mdchten, konfigurieren
Sie eines der folgenden Kommunikationsprotokolle:

Wichtig! Wenn Sie die Sicherung eines VCB-Proxys mit Hilfe eines
VirtualCenter-Server-Systems einrichten mdéchten, fahren Sie mit Schritt 4
fort.

= HTTPS

Wenn Sie HTTPS als Kommunikationsprotokoll zwischen dem ESX-
Server-System und dem Sicherungs-Proxysystem verwenden
mochten, missen Sie das selbst generierte SLL-Zertifikat vom ESX-
Server-System auf das Sicherungs-Proxysystem kopieren und dann
auf dem Sicherungs-Proxysystem installieren.

Hinweis: HTTPS ist das Kommunikationsprotokoll, das standardmaBig
vom ARCserve-Konfigurationstool fir VMware und dem Hilfsprogramm
ca_vcbpopulatedb verwendet wird. HTTPS ermdglicht die
Kommunikation von CA ARCserve Backup mit dem VCB-Sicherungs-
Proxy und dem ESX-Server-System oder dem VirtualCenter-Server-
System.

Sie kénnen Uber das folgende Verzeichnis auf dem ESX-Server-System
auf das SSL-Zertifikat (mit der Bezeichnung "rui.crt") zugreifen:

/etc/vmware/ss1/rui.crt

Zur Installation des SSL-Zertifikats klicken Sie mit der rechten
Maustaste auf das Objekt, und wahlen Sie im Kontextmenl
"Installieren" aus.

Hinweis: Der im SSL-Zertifikat zugewiesene Hostname muss dem
Namen des ESX-Server-Systems entsprechen, der beim Ausfiihren des
Befehlszeilenhilfsprogramm ca_vcbpopulatedb festgelegt wird. Wenn
der Name nicht identisch ist oder der Hostname im SSL-Zertifikat fehlt,
wird die folgende Meldung angezeigt: "Unglltiges Server-Zertifikat.
Der Zertifikatsname CN stimmt nicht mit dem (bergebenen Wert
Uberein". Sie missen "Ja" auswdhlen, um fortzufahren.
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HTTP

Um HTTP als Kommunikationsprotokoll zwischen dem Sicherungs-
Proxysystem und dem ESX-Server-System zu verwenden, missen Sie
das HTTP-Protokoll auf dem ESX-Server-System, wie in der Datei
"config.xml" unter "/etc/vmware/hostd/config.xml" beschrieben,
konfigurieren:

a. Finden Sie das <proxy Database>-Tag im <http>-Tag.
b. Flgen Sie den folgenden Text dem <proxy Database>-Tag hinzu:
<server id="1">
<namespace> /sdk </namespace>
<host> localhost </host>
<port> 8085 </port>
</server>
c. Entfernen Sie den folgenden Text:
<redirect id="2"> /sdk </redirect>

d. Starten Sie den VMware Infrastructure SDK Management Service
mit Hilfe des folgenden Befehls neu:

# service mgmt-vmware restart

Hinweis: Weitere Informationen finden Sie in der Virtual
Infrastructure SDK-Dokumentation auf der VMware-Website.

Fahren Sie mit Schritt 5 fort.

4. Wenn Sie die Sicherung von VMs Uber ein VCB-Sicherungs-Proxy und ein
VirtualCenter-Server-System einrichten méchten, konfigurieren Sie eines
der folgenden Kommunikationsprotokolle:

HTTPS

Wenn Sie HTTPS als Kommunikationsprotokoll zwischen dem
VirtualCenter-Server-System und dem Sicherungs-Proxysystem
verwenden mdchten, missen Sie das selbst generierte SLL-Zertifikat
vom VirtualCenter-Server-System auf das Sicherungs-Proxysystem
kopieren und dann auf dem Sicherungs-Proxysystem installieren.

Hinweis: HTTPS ist das Kommunikationsprotokoll, das standardmaBig
vom ARCserve-Konfigurationstool fir VMware und dem Hilfsprogramm
ca_vcbpopulatedb verwendet wird. HTTPS ermdglicht die
Kommunikation von CA ARCserve Backup mit dem VCB-Sicherungs-
Proxy und dem ESX-Server-System oder dem VirtualCenter-Server-
System.
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Sie kénnen Uber das folgende Verzeichnis auf dem ESX-Server-System
auf das SSL-Zertifikat (mit der Bezeichnung RUI.CRT) zugreifen :

C:\Dokumente und Einstellungen\Alle
Benutzer\Anwendungsdaten\vVMware\vMware VirtualCenter\SSL\rui.crt

Zur Installation des SSL-Zertifikats klicken Sie mit der rechten
Maustaste auf das Objekt, und wahlen Sie im Kontextmenl
"Installieren" aus.

Hinweis: Der im SSL-Zertifikat zugewiesene Hostname muss mit dem
Namen des VirtualCenter-Server-Systems (bereinstimmen, der beim
Ausfiihren des Befehlszeilenhilfsprogramms "ca_vcbpopulatedb”
angegeben wurde. Wenn der Name nicht identisch ist oder der
Hostname im SSL-Zertifikat fehlt, wird die folgende Meldung
angezeigt: "Ungliltiges Server-Zertifikat. Der Zertifikatsname CN
stimmt nicht mit dem Ubergebenen Wert iberein". Sie missen "Ja"
auswahlen, um fortzufahren.

= HTTP

Wenn Sie HTTP als Kommunikationsprotokoll zwischen dem
Sicherungs-Proxysystem und dem VirtualCenter-Server-System
verwenden moéchten, missen Sie das HTTP-Protokoll auf dem
VirtualCenter-Server-System wie folgt in der Datei "vpxd.cfg"
konfigurieren. Die Datei finden Sie unter:

C:\Dokumente und Einstellungen\Alle
Benutzer\Anwendungsdaten\vMware\VWMware VirtualCenter\SSL\vpxd.cfg.

a. Finden Sie das <proxy Database>-Tag im <http>-Tag.
b. Flgen Sie den folgenden Text dem <proxy Database>-Tag hinzu:

<server id="1">

<namespace> /sdk </namespace>

<host> localhost </host>

<port> -2 </port>

</server>
c. Entfernen Sie den folgenden Text:

<redirect id="1"> /sdk </redirect>

d. Starten Sie den VMware VirtualCenter Server-Dienst neu:
Dies kann Uber die Systemsteuerung flir Dienste erfolgen.

Hinweis: Weitere Informationen finden Sie im Handbuch "VMware
VCB Backup Guide" auf der Website von VMware.

Fahren Sie mit Schritt 5 fort.

5. Installieren Sie den CA ARCserve Backup Client Agent fur Windows auf
dem Sicherungs-Proxysystem.
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6. Offnen Sie den Registrierungseditor von Windows auf dem Sicherungs-
Proxysystem, und rufen Sie den folgenden Registrierungsschliissel auf:

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\ClientAgent\Parameters

Erstellen Sie einen neuen Zeichenfolgenwert und geben Sie den folgenden
Wertnamen an:

VMwareAgentBaseMountPath

Andern Sie die Wertdaten der Zeichenfolge, so dass der Pfad festgelegt ist,
in dem Sie die VM mit dem Agenten wahrend der Sicherung laden
mochten. Betrachten Sie hierzu das folgende Beispiel:

c:\mnt

Hinweis: Wenn Sie dieses Schllisselwertepaar nicht erstellen, wird dieses
beim Ausfiihren des VMware-Sicherungsjobs durch den Agenten erstelit.
Der Agent legt den standardmaBigen Installationspfad fiir den Client Agent
fir Windows als den Bereitstellungspfad fiir Ihre Sicherungen fest.
Beispiel:

C:\Programme\CA\ARCserve Backup Client Agent for windows

Wichtig: Zum Durchfiihren von VM-Sicherungen auf Raw-Ebene
(vollstandige VM) missen Sie sicherstellen, dass genligend Speicherplatz
auf dem Volume verfligbar ist, das als Bereitstellungspfad fir
Sicherungsvorgange angegeben ist.

7. Flhren Sie das ARCserve-Konfigurationstool fiir VMware aus, um
Informationen zu Ihrer VMware-Umgebung in die CA ARCserve Backup-
Datenbank einzupflegen.

Optional kénnen Sie mit Hilfe des Befehlszeilendienstprogramms
"ca_vcbpopulatedb" Informationen in die ARCserve-Datenbank einpflegen.

Wichtig! Die VMs im ESX-Server-System mussen ausgeflihrt werden,
wenn Sie dieses Hilfsprogramm ausfiihren. Wenn die VMs nicht ausgefihrt
werden, pflegt das Hilfsprogramm die Informationen zu den VMs nicht in
die CA ARCserve Backup-Datenbank ein. Alle VMs miissen Uber einen
Hostnamen und zugewiesene IP-Adressen verfligen, und es missen die
neuesten VMware-Tools installiert sein.
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Einpflegen von Informationen in die CA ARCserve Backup-
Datenbank mit Hilfe des ARCserve-Konfigurationstools fur

VMware

Das ARCserve-Konfigurationstool fir VMware ist ein Hilfsprogramm, das
Informationen zu den VMs auf Ihrem ESX-Server in die CA ARCserve Backup-
Datenbank einpflegt. Dieses Tool ist mit einem Befehlszeilendienstprogramm
mit dem Namen "ca_vcbpopulatedb” verknipft, das im Hintergrund ausgefihrt
wird und Informationen zu den VMs in die ARCserve-Datenbank einpflegt. Das
Konfigurationstool ermdglicht Ihnen, folgende Informationen in die CA
ARCserve Backup-Datenbank einzupflegen:

VCB-Sicherungs-Proxynamen

ESX-Server- oder VirtualCenter-Servernamen
®  \VVM-Hostnamen

®  Namen der Volumes auf den VMs in Windows-Systemen

Nach der Installation des Agenten missen Sie die CA ARCserve Backup-
Datenbank mit Informationen zu Ihren VM-Systemen fillen. Hierfiir missen
Sie das ARCserve-Konfigurationstool flir VMware auf dem Sicherungs-
Proxysystem ausfiihren.

Hinweis: Wenn Sie diesen Task nicht ausfiihren, kdnnen Sie die VMs in Ihrer
Umgebung nicht mit Hilfe des Sicherungs-Managers durchsuchen.

Sie sollten dies regelmaBig durchfiihren. Weitere Informationen finden Sie
unter "Wann Informationen in die ARCserve-Datenbank eingepflegt werden
sollten" (auf Seite 34).

So pflegen Sie mit Hilfe des ARCserve-Konfigurationstools flir VMware
Informationen in die CA ARCserve Backup-Datenbank ein

1. Stellen Sie sicher, dass die VMs im ESX-Server-System ausgefiihrt
werden.

Hinweis: Wenn die VMs nicht ausgefiihrt werden, pflegt das ARCserve-
Konfigurationstool fir VMware keine Daten in die CA ARCserve Backup-
Datenbank ein, und Sie kdnnen die VMs in den ESX-Server-Systemen nicht
richtig durchsuchen und sichern.
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2. Zum Starten des ARCserve-Konfigurationstools fir VMware durchsuchen
Sie auf dem Proxysystem das Installationsverzeichnis des Client Agent fir
Windows. Der Client Agent fir Windows ist standardmaBig in folgendem
Verzeichnis installiert:

C:\Programme\CA\ARCserve Backup Client Agent for windows
Doppelklicken Sie auf "VCBUI.exe".

Das ARCserve-Konfigurationstool fir VMware wird geoffnet.
ARCserve ¥YMware-Konfigurationstool I
Mit dieser Anwendung kinnen Sie virtuelle Rechner in Ihrer Umgebung (ES#/WC) so kenfigurisren,

dass sie durch ARCserve geschiitzt werden,

Hirweis: Bei Werwendung von HTTPS milssen Sie das Sicherheitszertifikat von ES3/WC auf diesen
Server kopieren,
Weitere Informationen finden Sie in der WMware YCB-Dokurmentation,

— YCB-Hilfsprogrammparameter
rDetails des ARCserve-Primarservers WirtualCenter- oder ESx Server-Details
Server Server
(Marme odar IP): I (Marne odar IP): I
ARCserve- I carook Benutzernanme: I adrministrator
Benutzername:
Kenmwart: I Kenmwaork: I
Pratokoll: % https ¢ http
r~ Verschiedenes
™ Laden [” Konfiguration entfernen " Debug
r Befehl
=
I]
—Ergebnisse
=l
I-]

Schliefien Ausfihren
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3. Fdllen Sie die folgenden Felder aus:
Informationen zum ARCserve-Primarserver
Folgende Optionen gelten fir Ihren Primarserver:

»  Server (Name oder IP)--Hier kdnnen Sie den Namen oder die IP-
Adresse des CA ARCserve Backup-Primarsystems angeben.

= ARCserve-Benutzername--Hier kdnnen Sie den Benutzernamen mit
(CAROOQOT-Rechten) fiir das CA ARCserve Backup-Primarsystem
angeben.

= Kennwort--Hier kdnnen Sie das Kennwort fir den ARCserve-
Benutzernamen eingeben.

Informationen zum VirtualCenter- oder ESX-Server

Folgende Optionen gelten fir die VMware Virtual Infrastructure in Ihrer
Umgebung:

m  Server (Name oder IP)--Hier kdnnen Sie den Namen des ESX-
Server- oder VirtualCenter-Server-Systems angeben.

s  Benutzername--Hier kénnen Sie den Namen des ESX-Server- oder
VirtualCenter-Benutzers (mit Administratorrechten) angeben.

= Kennwort--Hier kdnnen Sie das Kennwort fiir den ESX-Server- oder
VirtualCenter-Server-Benutzernamen eingeben.

= Protokoll (optional)--Hier kdnnen Sie das Protokoll fir die
Kommunikation zwischen dem Sicherungs-Proxysystem und dem ESX-
Server- oder VirtualCenter-Server-System angeben.

Hinweis: Falls Sie dieses Argument auslassen, verwendet das
Hilfsprogramm https als Kommunikationsprotokoll.

Verschiedenes

Legen Sie die folgenden verschiedenen Optionen nach Bedarf fest, um
Informationen in die ARCserve-Datenbank einzupflegen:

Laden

Wenn die Option "Laden" aktiviert ist, pflegt das Konfigurationstool nur
Informationen zu den VMs in die Datenbank ein, die sich auf dem
iSCSI/SAN-LUN-Speichergerat befinden und derzeit ausgefiihrt
werden. Wenn diese Option aktiviert ist, Uberspringt das
Konfigurationstool die VMs im ESX-Server- oder VirtualCenter-Server-
System, die sich auf einem anderen Speicherdatentrager als der
iSCSI/SAN-LUN befinden.

Hinweis: Wenn Sie das Konfigurationstool ausfiihren und die Option
"Laden" nicht aktiviert ist, dauert das Ausfihren des Hilfsprogramms
langer, da flr jede ausgefiihrte VM ein Lade- und ein Entladevorgang
ausgefuhrt wird.
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Konfiguration entfernen

Mit dieser Option kénnen Sie die VMs in der Datenbank fiir das
angegebene ESX-Server-System oder ein VirtualCenter-Server-System
unter dem angegebenen Sicherungs-Proxysystem |6schen.

Debug

Mit dieser Option kénnen Sie ein detailliertes Debug-Protokoll
schreiben. Das Protokoll wird im Client Agent fir Windows-
Installationsverzeichnis erstellt. Dieses Verzeichnis lautet
standardmaBig wie folgt:

C:\Programme\CA\ARCserve Backup Client Agent for windows

Hinweis: Der Name der Protokolldatei lautet
CA_VCBPOPULATEDDB.LOG.

4. Klicken Sie auf die Schaltflache "Ausfiihren".

Das ARCserve-Konfigurationstool fir VMware pflegt Informationen in die
ARCserve-Datenbank ein.

Hinweis: Die Ergebnisse des Vorgangs werden im Feld "Ergebnisse"
angezeigt. Zum Anzeigen detaillierter Protokollinformationen 6ffnen Sie die
Protokolldatei mit dem Namen "ca_vcbpopulatedb.log", die sich im
Installationsverzeichnis des Client Agent fir Windows befindet.

Weitere Informationen:
Rickgabecodes des Hilfsprogramms ca vcbpopulatedb (auf Seite 33)

Wann Informationen in die ARCserve-Datenbank eingepflegt werden sollten
(auf Seite 34)
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Einpflegen von Informationen in die CA ARCserve Backup-
Datenbank mit Hilfe des Befehlszeilenhilfsprogramms
"ca_vcbpopulatedb™

Das Hilfsprogramm ca_vcbpopulatedb ist ein Tool zur Datenerfassung, das es
Ihnen ermdglicht, folgende Informationen in die CA ARCserve Backup-
Datenbank aufzunehmen:

m  \VCB-Sicherungs-Proxynamen

m  ESX-Server- oder VirtualCenter-Servernamen

®  VM-Hostnamen

®  Namen der Volumes auf den VMs in Windows-Systemen

Nach der Installation des Agenten missen Sie die CA ARCserve Backup-
Datenbank mit Informationen zu Ihren VM-Systemen fillen. Hierzu missen Sie
das Hilfsprogramm ca_vcbpopulatedb auf dem Sicherungs-Proxysystem oder

einem anderen Windows 2003 (32-Bit)-System ausfiihren, auf dem der CA
ARCserve Backup Client Agent fir Windows installiert ist.

Hinweis: Wenn Sie diesen Task nicht ausfiihren, kdnnen Sie die VMs in Ihrer
Umgebung nicht mit Hilfe des Sicherungs-Managers durchsuchen.

Sie sollten dies regelmaBig durchfiihren. Weitere Informationen finden Sie
unter Wann das Hilfsprogramm "ca vcbpopulatedb" ausgefiuihrt werden sollte
(auf Seite 34).

So pflegen Sie mit Hilfe des Befehlszeilenhilfsprogramms
"ca_vcbpopulatedb" Informationen in die CA ARCserve Backup-
Datenbank ein

1. Stellen Sie sicher, dass die VMs im ESX-Server-System ausgefiihrt
werden.

Hinweis: Wenn die VMs nicht ausgefiihrt werden, pflegt das
Hilfsprogramm ca_vcbpopulatedb nicht die korrekten Daten in die CA
ARCserve Backup-Datenbank ein, und Sie kénnen die VMS in den ESX-
Server-Systemen nicht richtig durchsuchen und sichern.
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2. Rufen Sie das Sicherungs-Proxysystem auf, 6ffnen Sie ein
Befehlszeilenfenster, und fihren Sie das Hilfsprogramm ca_vcbpopulatedb
aus.

Wichtig! Sie missen dieses Hilfsprogramm auf dem Sicherungs-
Proxysystem oder einem anderen Windows 2003-System (32 Bit)
ausfiihren, wo der CA ARCserve Backup Client Agent fir Windows
installiert ist.

Das Hilfsprogramm ca_vcbpopulatedb ist im Verzeichnis von Client Agent
fir Windows gespeichert. Der Client Agent fur Windows befindet sich
standardmaBig im folgenden Verzeichnis:

C:\Programme\CA\ARCserve Backup Client Agent for windows

3. Es gibt zwei Methoden, wie Sie das Hilfsprogramm ausfiihren kénnen:
Fihren Sie das Hilfsprogramm mit einer der folgenden Methoden aus:

m  Flhren Sie den Befehl mit den in der folgenden Syntax beschriebenen
Befehlen aus:

ca_vcbpopulatedb -Primary <Primdrservername> -carootUser <ARCserve
caroot-Benutzer> -carootPass <ARCserve caroot-Kennwort> [-vcb <VCB-
Rechnername>] -esxServer <ESX-Servername> -esxUser <ESX-Administrator> -
esxUserPass <ESX-Administratorkennwort> [-proto <https/http>] [-
vcbMountablewMm] [-delProxydb] [-silent] [-debug]

-Primary <Primdrservername>

Gibt Namen oder IP-Adresse des CA ARCserve Backup-Primarsystems
an.

-carootUser <ARCserve caroot-Benutzer>

Gibt den Benutzernamen (mit CAROOT-Rechten) fiir das CA ARCserve
Backup-Primdrsystem an.

-carootPass <ARCserve caroot-Kennwort>
Gibt das Kennwort flir den Benutzernamen an.
(Optional) -vcb <VCB-Rechnername>

Gibt den Namen oder die IP-Adresse des VCB-Sicherungs-
Proxysystems an.

Hinweis: Wenn Sie dieses Argument weglassen, setzt das
Hilfsprogramm voraus, dass der aktuelle Rechnername als VCB-
Rechnername verwendet wird.

-esxserver <ESX-Servername>

Gibt den Namen des ESX-Server-Systems oder des VirtualCenter-
Server-Systems an, das die VMs auf der iSCSI/SAN-LUN enthalt.
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-esxUser <ESX-Administrator>

Gibt den Benutzernamen fiir das ESX-Server-System oder das
VirtualCenter-Server-System (mit Administratorrechten) an.

-esxUserPass <ESX-Administratorkennwort>

Gibt das Kennwort flir den ESXAdmin-Benutzer an.
(Optional) -proto <https/http>

Gibt das Protokoll fir die Kommunikation zwischen dem Sicherungs-
Proxysystem und dem ESX-Server-System oder dem VirtualCenter-
Server-System an.

Hinweis: Falls Sie dieses Argument auslassen, verwendet das
Hilfsprogramm https als Kommunikationsprotokoll.

-DelProxydb

Léscht alle VMs in der Datenbank fir das angegebene ESX-Server-
System oder das VirtualCenter-Server-System unter dem
angegebenen Sicherungs-Proxysystem.

-VCBMountableVM
Folgende Optionen stehen zur Verfliigung:

Wenn Sie das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit
diesem Schalter ausfiihren, missen Sie das Hilfsprogramm auf einem
Sicherungs-Proxysystem ausfiihren. Ohne diesen Schalter miissen Sie
das Hilfsprogramm "vcbpopulatedb" auf dem Sicherungs-Proxysystem
oder einem anderen Windows 2003-System (32 Bit) ausfiihren, auf
dem der CA ARCserve Backup Client Agent fir Windows installiert ist.

Wenn Sie diesen Schalter als Parameter angeben, pflegt das
Hilfsprogramm nur Informationen zu den ausgeflihrten VMs ein, die
sich auf dem iSCSI/SAN-LUN-Speichergerat befinden. Wenn dieser
Schalter angegeben ist, Uberspringt das Hilfsprogramm VMs im ESX-
Server, die sich auf einem anderen Speicherdatentrdager als der
iSCSI/SAN-LUN befinden.

Sie sollten das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit
diesem Schalter ausfiihren, wenn Sie VMs in einem ESX-Server auf
mehreren Speicherdatentréagern haben, wie beispielsweise auf der

lokalen Festplatte eines ESX-Servers, einem SAN-LUN-, NAS/NFS-

oder iSCSI-Speichergerat.

Mit diesem Schalter pflegt das Hilfsprogramm in die Datenbank des CA
ARCserve Backup-Primarservers nur Informationen zu den
ausgefiihrten VMs ein, die sich auf dem iSCSI/SAN-LUN-Speichergerat
befinden.

Hinweis: Wenn Sie dieses Hilfsprogramm mit dem Schalter
"VCBMountableVM" ausfiihren, dauert das Ausfliihren lange, da fir jede
ausgefiihrte VM ein Lade- und Entladevorgang ausgefihrt wird.
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-Silent

Verhindert, dass das Hilfsprogramm Meldungen an die
Befehlszeilenkonsole sendet.

-Debug

Weist das Hilfsprogramm an, ein detailliertes Debug-Protokoll zu
schreiben. Das Protokoll wird im Client Agent fir Windows-
Installationsverzeichnis erstellt. Dieses Verzeichnis lautet
standardmaBig wie folgt:

C:\Programme\CA\ARCserve Backup Client Agent for windows
Hinweis: Der Name der Protokolldatei lautet
CA_VCBPOPULATEDDB.LOG.

m  Fuhren Sie den Befehl mit den in der folgenden Syntax beschriebenen
Befehlen aus:

Hinweis: Sie missen eine Konfigurationsdatei erstellen, um diese
Syntax zu verwenden. Weitere Informationen finden Sie unter
"Erstellen einer ca vcbpopulatedb-Konfigurationsdatei" (auf Seite 30).

ca_vcbpopulatedb —config <Name der Konfigurationsdatei>

<Name der Konfigurationsdatei>

Gibt den Namen der Konfigurationsdatei "ca_vcbpopulatedb" an.
4. Fihren Sie den Befehl aus.

Das Hilfsprogramm ca_vcbpopulatedb pflegt Informationen zu den VMs,
die derzeit in Ihrer Umgebung ausgefiihrt werden, in die CA ARCserve
Backup-Datenbank ein.

Weitere Informationen:
Rickgabecodes des Hilfsprogramms ca vcbpopulatedb (auf Seite 33)

Wann Informationen in die ARCserve-Datenbank eingepflegt werden sollten
(auf Seite 34)
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Erstellen einer ca_vcbpopulatedb-Konfigurationsdatei

Sie erstellen eine Konfigurationsdatei mit Einzelheiten Gber den CA ARCserve
Backup-Primarserverrechner, den CA ARCserve Backup-Primarbenutzernamen
usw. Das Hilfsprogramm ca_vcbpopulatedb verwendet die in der
Konfigurationsdatei angegebenen Informationen zur Aufnahme in der CA
ARCserve Backup-Datenbank.

So erstellen Sie eine ca_vcbpopulatedb-Konfigurationsdatei:

1. Offnen Sie eine Texteditoranwendung wie beispielsweise Notepad.
Speichern Sie die Konfigurationsdatei mit der Dateierweiterung .CFG in
demselben Verzeichnis wie das Hilfsprogramm ca_vcbpopulatedb.

2. Erganzen Sie die Argumente in der folgenden Syntax:

ca_vcbpopulatedb -Primary <Primarservername> -carootUser <ARCserve caroot-
Benutzer> -carootPass <ARCserve caroot-Kennwort> [-vcb <VCB-Rechnername>] -
esxserver <ESX-Servername> -esxUser <ESX-Administrator> -esxuUserPass <ESX-
Administratorkennwort> [-proto <https/http>] [-vcbMountablevM] [-delProxydb]
[-silent] [-debug]

-Primary <Primdrservername>

Gibt Namen oder IP-Adresse des CA ARCserve Backup-Primarsystems
an.

-carootUser <ARCserve caroot-Benutzer>

Gibt den Benutzernamen (mit CAROOT-Rechten) fir das CA ARCserve
Backup-Primdrsystem an.

-carootPass <ARCserve caroot-Kennwort>
Gibt das Kennwort flir den Benutzernamen an.
(Optional) -vcb <VCB-Rechnername>

Gibt den Namen oder die IP-Adresse des VCB-Sicherungs-
Proxysystems an.

Hinweis: Wenn Sie dieses Argument weglassen, setzt das
Hilfsprogramm voraus, dass der aktuelle Rechnername als VCB-
Rechnername verwendet wird.

-esxserver <ESX-Servername>

Gibt den Namen des ESX-Server-Systems oder des VirtualCenter-
Server-Systems an, das die VMs auf der iSCSI/SAN-LUN enthalt.

-esxUser <ESX-Administrator>

Gibt den Benutzernamen fiir das ESX-Server-System oder das
VirtualCenter-Server-System (mit Administratorrechten) an.

30 Agent fir VMware - Benutzerhandbuch



Einpflegen von Informationen in die CA ARCserve Backup-Datenbank mit Hilfe des
Befehlszeilenhilfsprogramms "ca_vcbpopulatedb”

-esxUserPass <ESX-Administratorkennwort>
Gibt das Kennwort flir den ESXAdmin-Benutzer an.
(Optional) -proto <https/http>

Gibt das Protokoll fir die Kommunikation zwischen dem Sicherungs-
Proxysystem und dem ESX-Server-System oder dem VirtualCenter-
Server-System an.

Hinweis: Falls Sie dieses Argument auslassen, verwendet das
Hilfsprogramm https als Kommunikationsprotokoll.

-DelProxydb

Léscht alle VMs in der Datenbank flir das angegebene ESX-Server-
System oder das VirtualCenter-Server-System unter dem
angegebenen Sicherungs-Proxysystem.

-VCBMountableVM
Folgende Optionen stehen zur Verfliigung:

Wenn Sie das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit
diesem Schalter ausfiihren, missen Sie das Hilfsprogramm auf einem
Sicherungs-Proxysystem ausfiihren. Ohne diesen Schalter miissen Sie
das Hilfsprogramm "vcbpopulatedb" auf dem Sicherungs-Proxysystem
oder einem anderen Windows 2003-System (32 Bit) ausfiihren, auf
dem der CA ARCserve Backup Client Agent fir Windows installiert ist.

Wenn Sie diesen Schalter als Parameter angeben, pflegt das
Hilfsprogramm nur Informationen zu den ausgeflihrten VMs ein, die
sich auf dem iSCSI/SAN-LUN-Speichergerat befinden. Wenn dieser
Schalter angegeben ist, Uberspringt das Hilfsprogramm VMs im ESX-
Server, die sich auf einem anderen Speicherdatentrdager als der
iSCSI/SAN-LUN befinden.

Sie sollten das Befehlszeilenhilfsprogramm "ca_vcbpopulatedb" mit
diesem Schalter ausfiihren, wenn Sie VMs in einem ESX-Server auf
mehreren Speicherdatentréagern haben, wie beispielsweise auf der

lokalen Festplatte eines ESX-Servers, einem SAN-LUN-, NAS/NFS-

oder iSCSI-Speichergerat.

Mit diesem Schalter pflegt das Hilfsprogramm in die Datenbank des CA
ARCserve Backup-Primarservers nur Informationen zu den
ausgefiihrten VMs ein, die sich auf dem iSCSI/SAN-LUN-Speichergerat
befinden.

Hinweis: Wenn Sie dieses Hilfsprogramm mit dem Schalter
"VCBMountableVM" ausfiihren, dauert das Ausfiihren lange, da fir jede
ausgefihrte VM ein Lade- und Entladevorgang ausgefihrt wird.

-Silent

Verhindert, dass das Hilfsprogramm Meldungen an die
Befehlszeilenkonsole sendet.
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3.

-Debug

Weist das Hilfsprogramm an, ein detailliertes Debug-Protokoll zu
schreiben. Das Protokoll wird im Client Agent fir Windows-
Installationsverzeichnis erstellt. Dieses Verzeichnis lautet
standardmaBig wie folgt:

C:\Programme\CA\ARCserve Backup Client Agent for windows

Hinweis: Der Name der Protokolldatei lautet
CA_VCBPOPULATEDDB.LOG.

SchlieBen und sichern Sie die Konfigurationsdatei.

Weitere Informationen:

Rickgabecodes des Hilfsprogramms ca vcbpopulatedb (auf Seite 33)

Beispiele

Nachfolgend finden Sie Syntaxbeispiele fiir den Befehl "ca_vcbpopulatedb":

Mit Hilfe des folgenden Befehls flllen Sie die VM-Details des ESX-Servers
mit dem Hostnamen "ESXServerl" in der Datenbank auf dem ARCserve-
Server "ARCserverl" (unter dem VCB-Proxyrechner "VCBProxy1"), wobei
Sie das HTTP-Protokoll mit gesetztem Debug-Flag verwenden:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
proto http -debug

Mit Hilfe des folgenden Befehls entfernen Sie alle VM-Details des ESX-
Servers mit dem Hostnamen "ESXServerl" aus der Datenbank auf dem
ARCserve-Server "ARCserverl" unter dem VCB-Proxyrechner "VCBProxy1"
mit entferntem Debug-Flag:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
delProxydb

Mit Hilfe des folgenden Befehls flllen Sie die VM-Details des ESX-Servers
mit dem Hostnamen "ESXServerl" in der Datenbank auf dem ARCserve-
Server "ARCserverl", wobei nur der VM im VCB-Proxyrechner mit
gesetztem Debug-Flag geladen werden kann:

ca_vcbpopulatedb.exe -Primary ARCserverl -carootUser caroot -carootPass cal23
-vcb VCBProxyl -esxServer ESXServerl -esxUser root -esxUserPass rootpasswd -
vcbMountablewMm -debug
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Rickgabecodes des Hilfsprogramms ca_vcbpopulatedb

Das Hilfsprogramm ca_vcbpopulatedb generiert Riickgabecodes in einer
Protokolldatei namens CA_VCBPOPULATEDB.LOG. Das Protokoll wird nach dem
Ausfiihren des Hilfsprogramms ca_vcbpopulatedb im Client Agent fir
Windows-Installationsverzeichnis erstellt.

Das Hilfsprogramm ca_vcbpopulatedb generiert die folgenden Riickgabecodes:

0
Gibt an, dass der Vorgang erfolgreich war.

1
Gibt an, dass ein ungiiltiges Argument angegeben wurde.

2
Gibt an, dass die Authentifizierung des CA ARCserve Backup-
Domanenbenutzers fehlgeschlagen ist.

3
Gibt an, dass bei der Authentifizierung des ESX-Server- oder
VirtualCenter-Server-Benutzers ein Fehler aufgetreten ist.

4
Gibt an, dass die ESX-Serververbindung oder die VirtualCenter-
Serververbindung fehlgeschlagen ist.

5
Gibt an, dass ein Datenbankvorgang fehlgeschlagen ist.

6
Gibt an, dass eine XML-Erstellung fehlgeschlagen ist.

7
Gibt an, dass Microsoft .NET Version 2.0 oder héher nicht in Ihrer
Umgebung installiert ist.

8
Gibt an, dass derzeit mehr als eine Instanz von "ca_vcbpopulatedb”
ausgefuhrt wird.

9

Gibt an, dass ein unbekannter Fehler aufgetreten ist.
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Wann Informationen in die ARCserve-Datenbank
eingepflegt werden sollten

Sie sollten regelmé&Big mit Hilfe des ARCserve-Konfigurationstools fur VMware
oder des Befehlszeilenhilfsprogramms "ca_vcbpopulatedb" Informationen in
die ARCserve-Datenbank einpflegen, damit sichergestellt ist, dass die CA
ARCserve Backup-Datenbank aktuelle Informationen zu den VMs und Volumes
in einem ESX-Server-System enthalt.

Wenn Sie CA ARCserve Backup auf dem Sicherungs-Proxysystem installieren
und dieses ein Primar- oder Mitgliedsserver ist, kénnen Sie das Hilfsprogramm
"ca_vcbpopulatedb" mit dem generischen Jobplaner regelmaBig ausfihren.
Weitere Informationen zur Verwendung des generischen Jobplaners zum
Planen von Jobs finden Sie im Administrationshandbuch.

AuBerdem miussen Sie umgehend Informationen in die ARCserve-Datenbank
einpflegen, wenn die folgenden Ereignisse eintreten:

®  Sje haben VMs eingeschaltet, die beim letzten Einpflegen von
Informationen in die ARCserve-Datenbank ausgeschaltet waren.

m  Sije haben neue Volumes zu einer Windows-VM hinzugefiigt oder daraus
entfernt, und die Windows-VM wurde beim letzten Einpflegen von
Informationen in die ARCserve-Datenbank ausgefiihrt.

m  Sje haben VMs aus einem ESX-Server-System geléscht oder verschoben.
Hinweis: Nach dem Migrieren der VMs von einem ESX Server-System zu

einem anderen System mit Hilfe von VMotion missen Sie die Informationen
nicht erneut in die ARCserve-Datenbank einpflegen.
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Deinstallieren des Agenten

Die Installation von Agent fir VMware beruht auf einem Primdrserver und
eigenstdndigen Server von ARCserve. Sie missen die CA ARCserve Backup-
Serververwaltung verwenden, um Agenten und Optionen von diesem Typ
deinstallieren zu kénnen.

Hinweis: Der Agent fiir VMware wird in der Systemsteuerung von Windows in
der Anwendung "Software" nicht aufgeftihrt.

So deinstallieren Sie den Agenten:

1.

Melden Sie sich beim ARCserve-Priméarserver an.

Klicken Sie in der CA ARCserve Backup-Manager-Konsole im Meni
"Schnellstart" auf "Serververwaltung".

Die Serververwaltung wird gedffnet.

Klicken Sie in der Domanenverzeichnisstruktur mit der rechten Maustaste
auf den Primarserver, und wahlen Sie im Kontextmen( den Befehl
"Optionen installieren/deinstallieren".

Das Dialogfeld "Optionen installieren/deinstallieren" wird getffnet.

Deaktivieren Sie das Kontrollkdstchen fir "Agent fir VMware", und klicken
Sie auf "OK".

Der Agent wird von CA ARCserve Backup deinstalliert.
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Kapitel 3: Sichern und Wiederherstellen
von Daten

Dieses Kapitel enthalt folgende Themen:

Durchsuchen von Sicherungs-Volumes (auf Seite 37)

Sicherungsmodi (auf Seite 39)

Sichern von Daten (auf Seite 41)

Filtern von VM-Sicherungsdaten (auf Seite 44)

Durchsuchen von Wiederherstellungssitzungen (auf Seite 45)
Wiederherstellen von Daten (auf Seite 47)

Einschréankungen beim Sichern und Wiederherstellen mit VCB (auf Seite 53)

Durchsuchen von Sicherungs-Volumes

Mit dem Sicherungs-Manager kénnen Sie Informationen zu Sicherungs-
Proxysystemen, ESX-Server- oder VirtualCenter-Server-Systemen und VMs in
einer Verzeichnisbaumstruktur anzeigen, nachdem Sie mit Hilfe des ARCserve-
Konfigurationstools fiir VMware Informationen in die CA ARCserve Backup-
Datenbank eingepflegt haben.

Wenn auf der VM ein VMware-unterstiitztes, Windows-basiertes
Betriebssystem ausgefiihrt wird, kdnnen Sie die Volumes auf der VM
durchsuchen.
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Durchsuchen von Sicherungs-Volumes

Im folgenden Bildschirm wird das Fenster "Sicherungs-Manager" mit der
Registerkarte "Quelle" dargestellt. Das Objekt "VMware VCB-Systeme" wird
eingeblendet, um die Namen der VMware VCB-Systeme, der Sicherungs-
Proxysysteme, der ESX-Server- oder VirtualCenter-Server-Systeme und der
VM-Volumes anzuzeigen, die im Windows-Betriebssystem enthalten sind.

Ecn ARCserve Backup - [Sichern - Unbenannt:1]
#, Datei Schnellstart  Ansicht  Sichern  Fenster  Hilfe

==l x|

_ =) x|

| IORIFIN-EF

Quelle | Steging | Ziel | Ablaufplan |

Job  Band DB

H o oo

= 7

Optionen  Filker

LV

Ansicht

e
Starken

- Ll GhE MAS-Server
- I 5 Mac OS5 X-Systeme

L1 5% Metware-Systeme
- [ 5 UMI%fLinux-Systeme

L1 5% AS400-Systeme
- Ll 5 YMS-Systeme

O 5% Windows 98(Me-Systeme
(=) <% Windows-Systeme
O | IORIPINEF {0.0.0.0)
o B BP3ER2X3Z { 0.0.0.0)
o B DE3ERZX32 (0.0.0.0)
O B IORIPIN-15AR § 0.0.0.0 )
o B TCsESPZXEZ (0.0.0.0)
o B TCHPPSPZ (0.0,0,00
(5 Ca KOsoft Scenarios
(= L (iG] ¥Mveare YCB-Systeme
- [l & ioripin-EP

=1 Bl usilcart

o LJ etlsles7h
ol L 118N-3C3868E006
= = | ’ﬂ Bevorzugts FreigabenfRechner
- O ) Metzwerk

O @-&-EE-EE

Mame > | Tvp | Grafe

[~ = I}

I Datum der letzken Anderung I Erstellungsdatum I Aktribute

=
% Sicherungs-Manager

=¥ Lokale Opticnen... Eigenschaften

Hostname I18M-3C3858E008

WMware Virtual Machine Windows 2003

Betriebssystemtyp Windows

1F-Adresse 155.79 46.344

WM-Status on

Toel-Status 1

UuID 564d0b01-16b3-dal4-2dc8-1accfc43e681

=

[ |standardserver: |Doméane: [15:00

Wenn Sie einen Sicherungsjob Ubergeben, werden Sie von CA ARCserve
Backup dazu aufgefordert, die Benutzernamen- und
Kennwortinformationen fiir das ESX-Server- oder VirtualCenter-Server-
System anzugeben.

CA ARCserve Backup Uberpriift die Anmeldeinformationen wahrend der
Laufzeit.

Auf VM-Ebene kdénnen Sie im Raw-Modus (vollstandige VM) oder im
Dateimodus durchsuchen.

Um eine VM auf Dateiebene zu durchsuchen, muss ein VMware-
unterstiitztes Windows-Betriebssystem auf der VM installiert sein.

Durchsuchungsmodi:
- Windows VMs: Dateimodus und Raw-Modus (vollsténdige VM).

- VMs, die von anderen Systemen als Windows unterstitzt werden: Nur
Raw-Modus (vollsténdige VM).
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Sicherungsmodi

Im folgenden Bildschirm wird das Fenster "Sicherungs-Manager" mit der
Registerkarte "Quelle" dargestellt. Das VMware VCB Systems-Objekt ist
ausgewahlt, und die VM-Ebene ist eingeblendet. Wenn Sie eine Windows-VM
auswahlen und mit der rechten Maustaste darauf klicken, 6ffnet sich das
Kontextmen( (wie dargestellt).
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Um einen Sicherungsmodus flir den Job anzugeben, wahlen Sie im
Kontextmenl "Lokale Optionen" aus.

Das Dialogfeld "Sicherungsmodus" wird wie folgt angezeigt:

Sicherungsmodus x|

Sicherungsmodus

" Raw-Modus

Ok I Abbrechen HilFe
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Im Dialogfeld "Sicherungsmodus" kdnnen Sie den Sicherungsmodus flir den
Job angeben. Sie kénnen auf einer VM gespeicherte Daten mit Hilfe der
folgenden Optionen sichern:

Dateimodus

Uber dieses Dialogfeld kénnen Sie die folgenden Aktionen durchfiihren:

Dateien und Verzeichnisse in einer VM mit einem von VMware
unterstitzten Windows-Betriebssystem sichern.

Vollstandige Sicherungen, Zuwachs- und Anderungssicherungen
durchfthren.

Daten auf Dateiebenengranularitat wiederherstellen.

Mehrere Daten-Streams mit Hilfe der Multistreaming-Option
gleichzeitig bearbeiten.

Daten mit Hilfe der Filteroption filtern.

Hinweis: Weitere Informationen zur Filterung von Sicherungsdaten
finden Sie im Administrationshandbuch oder in der Online-Hilfe.

Wichtig! Die erforderliche Laufzeit fir die Sicherung einer vollstandigen
VM auf Dateiebene ist langer als die erforderliche Laufzeit fir die
Sicherung derselben VM auf Raw-Ebene (vollstandige VM).

Raw-Modus

Uber dieses Dialogfeld kénnen Sie die folgenden Aktionen durchfiihren:

AusschlieBlich Durchflihren vollstandiger Sicherungen von
vollstandigen VM-Images.

Mehrere Daten-Streams mit Hilfe der Multistreaming-Option
gleichzeitig bearbeiten.

Hinweis: Im Raw-Modus kdnnen Daten nicht auf
Dateiebenengranularitat wiederhergestellt oder Raw-Daten
(vollstandige VM) gefiltert werden. Bei Sicherungen im Raw-Modus
(vollstandige VM) angewendete Filter werden wahrend der Laufzeit
ignoriert.
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Sichern von Daten

Der Vorgang zur Datensicherung ist mit dem Vorgang zur Sicherung jeglicher
Dateien, Volumes oder Knoten identisch.

Hinweis: Weitere Informationen zu den Einschréankungen von Sicherungen
mit VCB finden Sie unter "Einschrankungen beim Sichern und Wiederherstellen
mit VCB" (auf Seite 53).

So sichern Sie Daten:

1.

Wahlen Sie im "Sicherungs-Manager" die Registerkarte "Quelle" aus.
Die Quellverzeichnisstruktur des Sicherungs-Managers wird angezeigt.
Blenden Sie das Objekt "VMware VCB Systems" ein.

Es werden die Sicherungs-Proxysysteme, ESX-Server- oder VirtualCenter-
Server-Systeme, VMs und VM-Volumes auf den von VMware unterstitzten
Windows-basierten Plattformen in IThrer Umgebung angezeigt.

Wahlen Sie die zu sichernden Objekte aus. Sie kédnnen Volumes, einen
kompletten Knoten oder eine Kombination davon als Quelle auswahlen.

Klicken Sie mit der rechten Maustaste auf die Objekte, die Sie sichern
wollen, und wahlen Sie im Kontextmeni "Lokale Optionen" aus.

Das Dialogfeld "Sicherungsmodus" wird gedéffnet.

Wahlen Sie "Dateimodus" oder "Raw-Modus" aus, und klicken Sie auf
lloKll.

Hinweis: Weitere Informationen zu Sicherungsmodi finden Sie unter
"Sicherungsmodi" (auf Seite 39).

CA ARCserve Backup wendet den Sicherungsmodus an.

Um VM-Sicherungsdaten zu filtern, klicken Sie mit der rechten Maustaste
auf die VM, und wadhlen Sie im Kontextmen "Filter" aus.

Hinweis: Weitere Informationen zu Filtern finden Sie unter "Filtern von
VM-Sicherungsdaten" (auf Seite 44).

Wichtig! Wenn der Sicherungsmodus auf Raw-Modus festgelegt ist
und Sie Filter angeben, filtert CA ARCserve Backup keine VM-
Sicherungsdaten.

Um anzugeben, wo Sie den Sicherungsjob speichern méchten, klicken Sie
auf die Registerkarte "Ziel" oder die Registerkarte "Staging".

Hinweis: Weitere Informationen zur Zielfestlegung oder zum Staging bei
der Datensicherung finden Sie im Administrationshandbuch oder in der
Online-Hilfe.

Zur Verwendung von Multistreaming bei der Ubermittiung von
Sicherungsdaten aktivieren Sie das Kontrollkastchen "Multi-Stream".
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7. Um die Planungsoptionen fiir den Job anzugeben, klicken Sie auf die
Registerkarte "Ablaufplan".

Hinweis: Weitere Informationen zu den Planungsoptionen fiir Jobs finden
Sie im Administrationshandbuch oder in der Online-Hilfe.

8. Um globale Filter anzugeben, klicken Sie auf "Filter" in der Symbolleiste.
Das Dialogfeld "Filter" wird gedffnet.

Hinweis: Weitere Informationen zum Filtern von VM-Daten finden Sie
unter "Filtern von VM-Sicherungsdaten" (auf Seite 44). Wenn Sie weitere
Informationen zum Angeben von Filtern bendtigen, klicken Sie im
Dialogfeld "Filter" auf die Schaltflache "Hilfe".

9. Klicken Sie auf "Start" in der Symbolleiste, um den Job zu lbergeben.
Das Dialogfeld "Sicherheits- und Agent-Informationen" wird gedffnet.

Zum Ubergeben des Jobs miissen Sie die Anmeldeinformationen fiir den
ESX- oder VirtualCenter-Server und das Sicherungs-Proxysystem angeben,
wie in der folgenden Abbildung dargestellt:

Sicherheits- und Agent-Informationen

Bearbeiten oder bestatigen Sie die folgenden Sicherheits- und
Agent-nfarmationen fur diezen Job.

Sicherungs-
Proxysystem j Kennwart |

Abbrechen

Sicherheit..

ESX-Server
Augent...

ddd:

L4 N Hile

10. Wahlen Sie den zu sichernden Server aus, und klicken Sie im Dialogfeld
"Sicherheits- und Agent-Informationen" auf die Schaltflache
"Sicherheit".

Das Dialogfeld "Sicherheit" wird getffnet.
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11. Geben Sie Ihre Anmeldeinformationen in den Feldern "Benutzername"
und "Kennwort" ein, und klicken Sie auf "OK".

Hinweis: CA ARCserve Backup unterstitzt keine Systemanmeldungen mit
Kennwoértern, die mehr als 23 Zeichen umfassen. Wenn das Kennwort fir
das System, bei dem Sie sich anmelden méchten, mehr als 23 Zeichen
umfasst, missen Sie das Kennwort auf dem Agenten-System andern, so
dass es 23 Zeichen oder weniger umfasst, damit Sie sich beim Agenten-
System anmelden kénnen.

CA ARCserve Backup wendet Ihre Sicherheitsinformationen an, und das
Dialogfeld "Job in Warteschlange stellen" wird geoffnet.

12. Nehmen Sie die Eingaben in den Feldern im Dialogfeld "Job in
Warteschlange stellen” vor, und klicken Sie auf "OK".

Hinweis: Klicken Sie im Dialogfeld "Job in Warteschlange stellen" auf die
Schaltflache "Hilfe", um weitere Informationen zum Ubergeben von Jobs
anzuzeigen.

CA ARCserve Backup Ubergibt den Job.

Hinweis: Weitere Informationen Uber die Anzeige des Jobstatus und
anderer jobbezogener Aufgaben finden Sie im Administrationshandbuch
oder der Online-Hilfe.

Weitere Informationen:
Konsolidierte Sicherungen mit VMware (auf Seite 11)

Durchsuchen von Sicherungs-Volumes (auf Seite 37)
Einschrankungen beim Sichern und Wiederherstellen mit VCB (auf Seite 53)

Funktionsweise der Agent-Unterstutzung fur das Hilfsprogramm Pre-Flight Check

Mit dem Hilfsprogramm Pre-Flight Check (PFC) kénnen Sie wichtige
Uberpriifungen auf dem CA ARCserve Backup-Server und den zugehdrigen
Agenten ausfiihren, so dass Sie die moéglichen Ursachen flir das Fehlschlagen
von Sicherungsjobs erkennen kdnnen.

Bei Sicherungen des Agenten fur VMware priift das Hilfsprogramm PFC den
Status des Client-Agenten fur Windows, der auf dem Sicherungs-Proxysystem
ausgeflihrt wird. PFC Uberprift nicht den Status der VMs, die Sie fir die
Sicherung auf dem ESX Server- oder VirtualCenter-Server-System angegeben
haben.

Hinweis: Weitere Informationen zur Verwendung des PFC-Hilfsprogramms
finden Sie im Administrationshandbuch.
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Filtern von VM-Sicherungsdaten

Mit dem PFC-Hilfsprogramm werden folgende Uberpriifungen fiir VMware ESX-
Server-Sicherungen in folgenden Szenarien durchgefihrt:

Mit dem Agenten wird ein Sicherungsjob libergeben. Der Client Agent flr
Windows wird auf dem VCB-Proxysystem ausgeflihrt.

Die folgende Meldung wird angezeigt:

Hinweis: Der zielknoten <Name/IP des VCB-Proxysystems> ist ein VMware VCB-
Proxysystem. PFC Uberprift nur den Status des Client Agent auf dem

vMware VCB-Proxyserver. Der Status der virtuellen Rechner (wMs), die Sie auf
dem vMware ESX-Server zur Sicherung ausgewdhlt haben, wird nicht Uberprift.

Mit dem Agenten wird ein Sicherungsjob libergeben. Der Client Agent flr
Windows wird auf dem VCB-Proxysystem nicht ausgeftihrt.

Die folgende Meldung wird angezeigt:

Probleme: Verbindung zum Client Agent auf <Name/IP des VCB-Proxysystems>
konnte nicht hergestellt werden. Stellen Sie sicher, dass der Client Agent
auf <Name/IP des VCB-Proxysystems> ausgefihrt wird.

Hinweis: Der zielknoten <Name/IP des VCB-Proxysystems> ist ein VMware VCB-
Proxysystem. PFC Uberprift nur den Status des Client Agent auf dem

vMware VCB-Proxyserver. Der Status der virtuellen Rechner (wMs), die Sie auf
dem vMware ESX-Server zur Sicherung ausgewdhlt haben, wird nicht Uberprift.

Filtern von VM-Sicherungsdaten

Sie kdnnen VM-Sicherungsdaten filtern, wenn ein von VMware unterstlitztes
Windows-Betriebssystem auf der VM lauft und Sie eine Sicherung im
Dateimodus ausflihren. Mit diesem Mechanismus kdnnen Sie folgende Tasks
ausfuhren:

Sicherung der Daten auf der VM basierend auf beispielsweise Dateimuster,
Datumsbereich, Anderungsdatum, DateigréBe usw.

Sicherung von wahlweise Dateien, Ordnern oder beidem in einem
ausgewahlten Volume.

Anwendung von globalen oder lokalen Filterkriterien auf Ihre
Sicherungsjobs.

Hinweis: Ein globaler Filter wendet Filter auf all Ihre Sicherungsjobs an,
wahrend ein lokaler Filter lediglich Filter auf die ausgewahlte VM
anwendet.
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So filtern Sie VM-Sicherungsdaten:

1.

Offnen Sie den Sicherungs-Manager, und suchen Sie nach der VM, die Sie
filtern mochten.

Flihren Sie eine der folgenden Aktionen aus:

= Zur Anwendung von globalen Filtern bei Ihrer Sicherung klicken Sie in
der Symbolleiste des Sicherungs-Managers auf die Schaltflache
"Filter".

= Zur Anwendung von lokalen Filtern bei Ihrer Sicherung klicken Sie mit
der rechten Maustaste auf das VM-Objekt, und wahlen Sie im
Kontextmenu "Filter" aus.

Das Dialogfeld "Filter" wird gedffnet.

Geben Sie die Filter an, die zum AbschlieBen des Sicherungsjobs
erforderlich sind.

Wenn Sie weitere Informationen zur Datenfilterung bendtigen, klicken Sie
im Dialogfeld "Filter" auf "Hilfe".

Weitere Informationen:

Sichern von Daten (auf Seite 41)

Durchsuchen von Wiederherstellungssitzungen

Sie verwenden zur Wiederherstellung von Daten, die sich in einer VM befinden,
denselben Prozess wie bei der Wiederherstellung von einem beliebigen
anderen physischen Server.

Hinweis: Weitere Informationen zum Wiederherstellen von Daten finden Sie
im Administrationshandbuch oder in der Online-Hilfe.

Allerdings weist die Wiederherstellung von Daten von einer VM folgende
Einschrankungen auf:

Sie kénnen Sicherungen auf Dateiebene (Dateimodus) an deren
urspringlichen Speicherort oder einem anderen Speicherort
wiederherstellen.

Hinweis: Um Dateien an ihrem urspringlichen Speicherort auf einer VM
wiederherzustellen, muss der Client Agent fir Windows auf der VM
installiert sein.

Sie kénnen Sicherungen auf Raw-Ebene (vollstandige VM) nur an einem
anderen Speicherort wiederherstellen.
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Im folgenden Bildschirm wird das Fenster "Wiederherstellungs-Manager" mit

der Registerkarte "Quelle" dargestellt. Die Option "Wiederherstellung nach
Sitzung" wird ausgewahlt. Eine Sitzung wird in der Verzeichnisstruktur

"Wiederherstellung nach Sitzung" markiert.

EIE
<3 Datei Schnelistart  Apsicht  Wisderherstellen Ferster  Hife =] x|
» [ — Job  Band DE @ ﬁ o
Ez @ @ @ Starten | Optionen  Filker Ansicht
| Oule | Ziel | ablautplan |
% I@Wiederherstallnng hach Sitzung j
o
%‘ = _I@ Sitzungen Mame | Tvp | Grife | Daturn der letzten Anderung | :l
B0 @ 1120007 2:24 PM [1D:4FC3] &[5 sesif-0-0-JPN2003-s001 vmdk VMDK 1.84 GB 09.11.07 18:17
®-0 @ 5224_OBDR. [ID:7244] & [ sesif-0-0- JPN2003-s002 vmdk VMDK 9,31 MEB 09.11.07 18:17
o @ 5224_0BDR2 [ID:90SE] & [ scsi0-0-0-IPNZ003-s003, vrndk. YMDK 10.81 MB 09.11.07 18:17
LI @@ 8/14/07 8:17 AM [1D:4808](S5/N:0000245] o [ 5csi0-0-0- JPRZ003-5004 . vradk YMDK 320 KB 09.11.07 18:17
- Ol g B3874 [ID:0A3B][S/M:0000525] o [ scsi0-0-0-JPNZ003-s005 vrdk YMDK 131 M8 09,1107 18:17
bl 1 g BUILD_4850 [1D:0F93T[S/M:0000185] ol [ scsi0-0-0-JPN2003-5006 vmdk, WMDK 320 KE 09.11.07 18:17
f o @ LR e T 73 sesin-0-0-PN2003-5007 vrdk WMDK 320 KB 09.11.07 18:17
B0 @ Il lalai s [ID:UBEF][SF]N:UUFIUIQS] X 73 sesin-0-0-PN2003-5008 . vrdk WMDK 320 KB 09.11.07 18:17
i g :Pl522’::r\;(SAZM:E;:“[?;DBEDDD?ZC'Q][SINPURS[SJ & [73 sesin-0-0-PN2003-s009. vrdk WMDK 320 KB 09.11.07 18:17
o @ VB [0 CEABT SIN:PURTLT] o SES!U-D-U-JPNZUUS-SUIU.vmdk VMDK SPEKE 09.11.07 18:17
B- _I@ VCB2 [ID:025A]5/M: 0000585 ] JSES!U-D-U-JPNZUUS-SUII.vmdk VMDK 64 KB 09.11.07 18:17
@ 8 &[5 sesif-0-0-JPNEZ003, vmdk. VMDK 943 Byte 09.11.07 18:17
C1f Siteung DODDZ : 4, [15H-3C3868E0064C: d MHunmount. dat DaT 57 Byte 09.11.07 18:17
g@ Sitzung D0003 : YWI18H-3C3B6EE0061C: o (8 vmware-4.log Textdatei 146 KB 09.11.07 18:07
g@ Sitzung 00004 @ |\ T118M-3C3868E0084C: o 3 vmware-5.log Textdatei 117 KB 09.11.07 18:07
o 3 vmware-6.log Textdatei 22 KB 09.11.07 15:07
o 3 vmware-7.log Textdatei S3KEB 09.11.07 18:07
o 8 vmware-8.log Textdatei 23 KB

09.11.07 13:07 LI

Zusitzliche Informationen =

Datentragername WVCB2[5/N:0000585]
jin] 254

MNummer: 1

Sitzungsnr. 1

Gesichert am 09.11.07 18:17
Guellpfad “WI1BN-3C3868E006
Sitzungsstatus Abgeschlossen
Sitzungstyp WMware
Sitzungsmethode Vollstindig

Sitzungs-Flags ~Lgent, Katalog
KB 2.039.017
Dateien 23

-

[ |standardserver: |Domane: [15:51

Im Eigenschaftenbereich der Sitzung im Fenster "Wiederherstellungs-Manager"
werden die folgenden Informationen Uber die VMware-Sicherungsdaten
angezeigt:

VMware-Proxy

Gibt den Namen des Sicherungs-Proxysystems an, das fur die Sicherung
dieser VM verwendet wurde.

VMware ESX Server

Gibt den Namen des ESX-Server- oder VirtualCenter-Server-Systems an,
auf dem die VM bei Ubergabe des Sicherungsjobs ausgefiihrt wurde.

Hostname
Gibt den Hostnamen der VM des Sicherungsjobs an.
Sitzungsmethode

Gibt die Sicherungsmethode an, die zur Sicherung der VM verwendet
wurde (z. B. "Raw" und "Datei").
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Wiederherstellen von Daten

Wenn Sie mit Hilfe von CA ARCserve Backup eine VM auf dem Sicherungs-
Proxysystem sichern, kénnen Sie die folgenden Datentypen wiederherstellen:

m  Sicherungen auf Dateiebene (auf Seite 47)

®m  Sicherungen auf Raw-Ebene (vollstéandige VM) (auf Seite 50)
Weitere Informationen:

Einschrankungen beim Sichern und Wiederherstellen mit VCB (auf Seite 53)

Wiederherstellen von Daten auf Dateiebene

Wenn eine Datei beschadigt oder versehentlich geléscht wurde, stellen Sie die
Daten auf Dateiebene wieder her.

Bei der Wiederherstellung von Sicherungsdaten auf Raw-Dateiebene ist
Folgendes zu beachten:

m  Zum Wiederherstellen von mit dem Agent flir VMware gesicherten Daten
muss auf dem Zielsystem die aktuelle Version des Client Agent fur
Windows installiert sein.

m  Sje verwenden zur Wiederherstellung von Sicherungen auf Dateiebene
denselben Prozess wie bei der Wiederherstellung von einer beliebigen
Windows-basierten Client Agent-Datei.

Weitere Informationen zur Wiederherstellung von Daten finden Sie im
Administrationshandbuch.
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So stellen Sie Daten auf Dateiebene wieder her:

1. Offnen Sie den Wiederherstellungs-Manager, klicken Sie auf die
Registerkarte "Quelle", und wahlen Sie aus der Dropdown-Liste die
Option "Wiederherstellung nach Sitzung" aus.

2. Durchsuchen Sie das Volume, und wahlen Sie die Sitzung flr die
Wiederherstellung aus, wie im folgenden Bildschirm dargestellt:

O Sikzung 00001
ol Sikzung 00002
Clif® sitzung 00003

Ol R12_SAN_AMSZ_B4570 [ID:02CAT[S(N:FUR318]
i@ SPS2K7_w32_5048 [ID:B50D]

i@ veB [1D:CEABIIS/NPURS11]

= O @ vcBz [ID:0254][5/M:0000585]

+ WI1BN-3C3865E006)
§ WI1EN-3C3868E0061:
+ WI18N-3C3868E006YC:

& Wiederherstellungs-Manager (Sitzungsmethode: Vollstandig)

4

Eigenschaften

T CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] =12 x|
(2 Datei Schnellstart  Ansicht  Wiederherstellen  Eenster  Hilfe .= |l|
Job  Band DB T A 3
IORIFIN-EF - S ‘ﬁﬂ <
@ @ @ Starten | Optionen  Filter Ansicht
Quelle | Ziel | Ablafplan |
I@ Wiedetherstelung nach Sitzung j
El Clgf sitzungen Name [ Tvp Grébe Datum der letzten nderung | -
o @ 11/20/07 2:24 PM [ID:4FCE] oca Config.Msi Dateiordner 09.11.07 15:48
Ol 5z24_OBDR [ID:72084] o [)Documents and Settings Dateiordner 09.11.07 1548 —
g 5224_OBDRZ [10:905E] B CAProgram Files Dateiordner 09.11.07 18:45
gl /1407 5:17 AM [ID:ASOE][5/N:0000245] O CIRECYCLER, Dateiordner 09,1107 18148
I @@ B3874 [1D:0438]5/H:0000525) o1 [ system Volume Information Dateiordner 09.11.07 18:43
Ol BuLD_3830 [1D:0F93][5/N:0000155] o (I wIDows Dateiordner 09.11.07 18:48 [~ |
I MAR_FSD_5236 [1D:403€] |
-
i@ PRIMARY [I0:0BEFI[S/M:0000185]

1 Sikzung D000 : Y\I18N-3C386BE0061C: Catentragername WCB2[S/N:0000585]
1D 258
Nummer: 1
Sitzungsnr. 4
Gesichert am 09.11.07 15:48
Quellpfad c:

Sitzungsstatus

Abgeschlossen

Sitzungstyp WMware
VMware-Proxy iQripin-EP
WMware ESX Server usilcert

Hostname 118N-3C3868E006
Ectricbssystemtyp Windows

Sicherungsmodus

Dateimodus

Sitzungsmethode ollstandig
Sitzungs-Flags Agent, Katalog
KB 1.846.148
Dateien 11.308
[standardserver: Dornéne: [15:58
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Klicken Sie auf die Registerkarte "Ziel". Aktivieren Sie das
Kontrollkastchen "Dateien am urspriinglichen Speicherort
wiederherstellen"”, um die Dateien an dem urspringlichen Speicherort
wiederherzustellen.

Wenn Sie Dateien am urspriinglichen Speicherort wiederherstellen
mochten, muss der Client Agent fir Windows auf der VM installiert sein.
Ist der Client Agent fir Windows auf der VM nicht installiert, kénnen Sie
Daten an einem beliebigen Speicherort wiederherstellen und dann die
Daten manuell auf die VM mit Hilfe einer Netzwerk-Dateisystemfreigabe
kopieren.

Wichtig! Um VMware-basierte Sicherungssitzungen an einem alternativen
Speicherort wiederherzustellen, muss der Client Agent fiir Windows auf
dem alternativen System laufen, und das alternative System muss unter
dem Objekt "Windows-Systeme" angezeigt werden. Wenn Sie versuchen,
Daten auf einem System wiederherzustellen, das nicht unter dem Objekt
"Windows-Systeme" angezeigt wird, schlagt der Wiederherstellungsjob
fehl. Um Daten an einem alternativen Speicherort auf einem lokalen
System wiederherzustellen, auf dem ein 32-Bit-Windows-Betriebssystem
ausgefiihrt wird, fligen Sie im Wiederherstellungs-Manager auf der
Registerkarte "Ziel" das System mit einem fiktiven Hostnamen und der
echten IP-Adresse unter dem Objekt "Windows-Systeme" hinzu. Dann
kénnen Sie das Ziel als das lokale System angeben und den
Wiederherstellungsjob tGbergeben.

Wurden die Sicherungsdaten von einer vollstandigen VM-Sicherung
erstellt, unterstitzt CA ARCserve Backup die Option "Dateien am
urspriinglichen Speicherort wiederherstellen" nicht. Weitere
Informationen finden Sie im Abschnitt zum Wiederherstellen von Daten auf
Raw-Ebene (vollstandige VM) (auf Seite 50).

Klicken Sie auf die Registerkarte "Ablaufplan", und wahlen Sie aus der
Dropdown-Liste eine "Wiederholungsmethode" aus.

Klicken Sie auf der Symbolleiste auf die Schaltfliche "Ubergeben", um
den Wiederherstellungsjob zu Gbergeben.

Das Dialogfeld "Sicherheits- und Agent-Informationen" wird gedéffnet.
Um den Job zu Gbergeben, miissen Sie fir das System, auf dem die Daten
wiederhergestellt werden, Ihre Anmeldeinformationen angeben.

Geben Sie Ihre Anmeldeinformationen in den Feldern "Benutzername"
und "Kennwort " ein, und klicken Sie auf "OK".

CA ARCserve Backup wendet Ihre Sicherheitsinformationen an, und das
Dialogfeld "Job in Warteschlange stellen" wird gedffnet.
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Nehmen Sie die Eingaben in den Feldern im Dialogfeld "Job in
Warteschlange stellen” vor, und klicken Sie auf "OK".

Hinweis: Klicken Sie im Dialogfeld "Job wird in die Warteschlange gestellt"
auf die Schaltflache "Hilfe", um weitere Informationen zum Ubergeben von
Jobs anzuzeigen.

CA ARCserve Backup Ubergibt den Job.

Hinweis: Weitere Informationen Uber die Anzeige des Jobstatus und
anderer jobbezogener Aufgaben finden Sie im Administrationshandbuch
oder der Online-Hilfe.

Weitere Informationen:

Einschrankungen beim Sichern und Wiederherstellen mit VCB (auf Seite 53)

Wiederherstellen von Daten auf Raw-Ebene (volilstandige VM)

Wenn es sich bei dem auf der VM laufenden Betriebssystem nicht um ein von
VMware unterstitztes, Windows-basiertes Betriebssystem handelt, miissen Sie
eine Sicherung der VM auf Raw-Ebene (vollstdandige VM) durchfiihren. Sie
kénnen diesen Wiederherstellungstyp zur Disaster Recovery verwenden.

Bei der Wiederherstellung von Sicherungsdaten auf Raw-Ebene (vollstédndige
VM) ist Folgendes zu beachten:

Zum Wiederherstellen von mit dem Agent flir VMware gesicherten Daten
muss auf dem Zielsystem die aktuelle Version des Client Agent fir
Windows installiert sein.

Sie kénnen Sicherungssitzungen auf Raw-Ebene (vollsténdige VM) in einer
Verzeichnisbaumstruktur auf VM-Ebene anzeigen und eine vollstandige
VM-Wiederherstellung an einem anderen Speicherort wiederherstellen.
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T ca ARCserve Backup - [Wiederherstellen - Unbenannt:1] == =]
< Datei Srhnellstart  Ansicht  Wiederherstellen  Fenster  Hilfe == x|
% arten | Optionen  Filker Ansicht
| Quele |zl | Ablaufplan |
E I@Wiadelhslsle\lung nach Sitzung j
o
E‘ = ;I@ Sitzungen Mamg = | T¥p. | Grifie | Datum det letzken dnderung | ;l
= i@ 11/20)07 2:24 PM [1D:4FCE] O [ scsi0-0-0-PN2003-s00 1 vmdk YMDK 1.84 B 09.11.07 18:17
gl 5224_OBDR [I0:72i44] 01 8 5esi0-0-0-PNZ003-5002. vindk WMDK 89.31 MB 09.11.07 18:17
Dl 5229_OBDR2 [ID:905E] 1 (79 5esi0-0-0-JPNZ003-5003.vmck. WMIDK 10.81 MB 09.11.07 18:17
I 8/14{07 8117 AW [1D:ASDR] 5j1:0000245) O 8 scsi0-0-0- PH2003-5004, vmek, YMDK 320KB 09.11.07 1817
I @ 3874 [1D:0438][5{1v:0000525] £ [ sesin-0-0-TPHZ003-5005. vmdk YIMDK 1.31 MB 09.11.07 18:17
i:g EHI:IRLD};;SBEZ[;E:Bg?jggé;\l:ﬂmﬂﬂlﬁﬂ a JSCS!U-U-U-JPNZUU}SUUG.dek WMDK 320KB 09.11.07 18:17
ﬂ@ PRIMAR' [I0:0BEFT[S/M: 0000135] i jSESIUiUiUiJPNZUDSiSUDT.ijt YMDK 320 KB 09.11.07 18:17
ﬂ@ R1Z_San_AMSZ B457D [10:02CA]SIN:PURS1E] SES!EI 0-0-JPMZ003-s008. v WMDK 320 KB 09.11.07 18:17
ﬂ@ SPS2KT_X3Z_S048 [ID:B800] o _‘1SES!U-U-U-JPNZUDS-SUDQ.dek WMDK 3Z0KB 09.11.07 18:17
-1 ¥CB [TD:CEABIS/N:PLR31 1] £ [5scsi0-0-0-PH2003-s010.vmidk YMDK 576 KB 09,1107 18:17
- Ol g VB2 [ID:025AT5/M: 0000555 O [ 5csi0-0-0-JPH2003-501 vk WMIDK 64 KB 09.11.07 18:17
O [ scsi0-0-0-PH2003, vmdk YMDK 943 Byte 09.11.07 1817
o CHunmount. dat DAT 57 Byte 09.11.07 15:17
o [vmware-4.log Textdatei 146 KB 09.11.07 18:07
O Bvmware-S.log Texkdabei 117 KB 09,11.07 18:07
o [ vmmars-6.log Textdatei 22 KB 09.11.07 15:07
O [Hvmware-7.log Texkdatei S3KE 09.11.07 18:07
o [Bvmware-3.og Textdatel 23 KB 09.11.07 18:07 LI

m  Sje kénnen keine Sicherungsdaten auf Raw-Ebene (vollstandige VM)
wiederherstellen, die von einer Windows- oder Nicht-Windows-VM mit
Dateiebenengranularitat gesichert wurde.

Im Wiederherstellungs-Manager werden Informationen auf Sitzungsebene
angezeigt, wie im folgenden Bildschirm dargestellt:

e N -

Datentragername WCB2[5/N:0000585]
D 25A

Nummer: 1

Sitzungsnr. 1

Gesichert am 09.11.07 18:17
Quellpfad ‘\\I[18MN-3C3868E006
Sitzungsstatus Abgeschlossen
Sitzungstyp WMware
Sitzungsmethode wollstandig

Sitzungs-Flags

Agent, Katalog

KB

2.039.017

Dateien

23

[ |Standardserver:

|Domane:

m  CA ARCserve Backup ignoriert Filter, die Sie bei Raw-Sicherungen

15:54

(vollstandige VM) anwenden.

Hinweis: Weitere Informationen finden Sie unter "Einschrankungen beim
Sichern und Wiederherstellen mit VCB" (auf Seite 53).
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So stellen Sie Daten auf Raw-Ebene (vollstandige VM) wieder her:

1.

Offnen Sie den Wiederherstellungs-Manager, klicken Sie auf die
Registerkarte "Quelle", und wahlen Sie aus der Dropdown-Liste die Option
"Wiederherstellung nach Sitzung".

Suchen Sie die Raw-Sitzung (vollstandige VM), die Sie wiederherstellen
mochten, und wahlen Sie diese aus.

Klicken Sie in der Symbolleiste auf die Schaltflache "Ubergeben", um die
Sicherungsdaten auf dem Sicherungs-Proxysystem oder einem Windows-
basierten System wiederherzustellen, auf dem CA ARCserve Backup
Client Agent fir Windows installiert ist.

Wichtig! Um VMware-basierte Sicherungssitzungen an einem alternativen
Speicherort wiederherzustellen, muss der Client Agent fiir Windows auf
dem alternativen System laufen, und das alternative System muss unter
dem Objekt "Windows-Systeme" angezeigt werden. Wenn Sie versuchen,
Daten auf einem System wiederherzustellen, das nicht unter dem Objekt
"Windows-Systeme" angezeigt wird, schlagt der Wiederherstellungsjob
fehl. Um Daten an einem alternativen Speicherort auf einem lokalen
System wiederherzustellen, auf dem ein 32-Bit-Windows-Betriebssystem
ausgefiihrt wird, figen Sie im Wiederherstellungs-Manager auf der
Registerkarte "Ziel" das System mit einem fiktiven Hostnamen und der
echten IP-Adresse unter dem Objekt "Windows-Systeme" hinzu. Dann
kénnen Sie das Ziel als das lokale System angeben und den
Wiederherstellungsjob tGbergeben.

Hinweis: Weitere Informationen zum Ubergeben von Jobs finden Sie im
Administrationshandbuch.

Kopieren Sie die wiederhergestellten Sicherungsdaten auf Raw-Ebene
(vollstandige VM) auf das urspriingliche ESX-Server-System.
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Nachdem das Sicherungsverzeichnis der VM im urspriinglichen ESX-
Server-System (in dem die VM war) oder in einem Remote-Server-System
vorhanden ist, kénnen Sie das von VMware bereitgestellte
Befehlszeilenhilfsprogramm "vcbrestore" zur Wiederherstellung der VM
verwenden. Bevor Sie das Hilfsprogramm vcbrestore ausfiihren, miissen
Sie allerdings die Konfigurationsdatei namens backuptools.conf im
folgenden Verzeichnis aktualisieren:

/etc/vmware
Syntax fiir

vcbRestore -s <Sicherungs_verzeichnis>

Beispiele:

Das folgende Beispiel beschreibt die Syntax, die zur Wiederherstellung
der VM in einem lokalen Verzeichnis (/home/VM/WIN_VM1) auf dem
ESX-Server-System erforderlich ist:

vcbRestore -s /home/VM/WIN_VM1

Das folgende Beispiel beschreibt die Syntax, die zur Wiederherstellung
der VM von einem Remote-Server (host_name.ca.com) zum lokalen
ESX-Server-System erforderlich ist:

vcbRestore -s scp://root@host_name.ca.com:/home/VM/WIN_VML

Hinweis: Die Sicherung sollte eine vollstandige VM-Image-Sicherung sein.
Sie sollte den VM-Ordner beinhalten, der alle Ressourcen- und
Konfigurationsdateien der VM enthalt (z. B. \vmfs\volumes\Volume
name\VM-folder).

Einschrankungen beim Sichern und Wiederherstellen mit

VCB

Es herrschen die folgenden Einschréankungen bei VCB-Sicherungen und -
Wiederherstellungen:

Sie kénnen eine VM nicht auf Dateiebene durchsuchen.

Das Hilfsprogramm ca_vcbpopulatedb pflegt Informationen bis zur
Volume-Ebene in die CA ARCserve Backup-Datenbank ein.

Die VMs im ESX-Server mussen ausgeflihrt werden, wahrend Sie das
Hilfsprogramm ca_vcbpopulatedb ausfihren.

Wenn die VMs nicht ausgeflihrt werden, pflegt das Hilfsprogramm
"ca_vcbpopulatedb" nicht die korrekten Daten in die CA ARCserve Backup-
Datenbank ein, und Sie kénnen die VMs in den ESX-Server-Systemen nicht
richtig durchsuchen.
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®  Sje mlssen das Hilfsprogramm ca_vcbpopulatedb ausfiihren, nachdem Sie
Volumes in einer VM oder einer VM in einem ESX-Server-System
hinzugefigt, entfernt oder geandert haben.

Ein Versaumnis dessen kann zu inkorrekten VM-Volume-Daten in der CA
ARCserve Backup-Datenbank fithren, und wahrend der Laufzeit kommt es
dann zu fehlgeschlagenen Sicherungsjobs.

m  Die Befehlszeile wird fiir VCB-Sicherungen und Wiederherstellungen, z. B.
ca_backup und ca_restore nicht unterstitzt.

Sie missen den Sicherungs-Manager und den Wiederherstellungs-Manager
zum Ausfiihren von VCB-Sicherungs-Proxy-basierten Sicherungen und
Wiederherstellungen verwenden.

m  Sje kénnen die Wiederherstellung nach Datentrager nicht zur
Wiederherstellung von Sicherungsdaten auf Dateiebene und Raw-Ebene
(vollstandige VM) verwenden.

®m  Bei der Datensicherung mit Hilfe eines Sicherungs-Proxysystems gibt es
keine Konsistenzunterstiitzung auf Anwendungsebene.

Um Daten auf Anwendungsebene zu schiitzen, kdnnen Sie
benutzerdefinierte pre- und post-Skripts erstellen, mit deren Hilfe Sie
Daten auf Anwendungsebene konsistent halten kénnen. Sie kénnen die
benutzerdefinierten Skripts als pre-freeze- und post-thaw-Skripts
verwenden. Weitere Informationen zu pre-freeze- und post-thaw-Skripts
finden Sie im Handbuch "VMware Virtual Machine Backup Guide".

®  Das Hilfsprogramm "Vergleichen" unterstitzt keine Vergleiche von
VMware-Sicherungssitzungen.

Wenn Sie versuchen, einen Vergleichsvorgang von VMware-Sitzungen
vorzunehmen, fihrt CA ARCserve Backup stattdessen einen
Durchsuchungsvorgang anstelle des Vergleichsvorgangs aus.
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m  Der Agent bietet keine Unterstlitzung fiir die folgenden globalen
Sicherungsoptionen:

- Dateien nach Sicherungsjob |6schen
- Wiederholungsverfahren bei Zugriff auf getffnete Dateien

Hinweis: Weitere Informationen zu globalen Sicherungsoptionen finden
Sie im Administrationshandbuch.

m  Aufgrund der Einschrankungen bei den technischen und logischen
Zuordnungen von Volumes in der CA ARCserve Backup-Datenbank
unterstitzt das Hilfsprogramm "Einfligen" kein sequenzielles Einfligen.

Wenn Sie Daten lber die VMware-Sitzungen in die CA ARCserve Backup-
Datenbank einfligen méchten, kénnen Sie die Katalogdaten einfligen.

Weitere Informationen:

Sichern von Daten (auf Seite 41)
Wiederherstellen von Daten auf Dateiebene (auf Seite 47)
Wiederherstellen von Daten auf Raw-Ebene (vollstandige VM) (auf Seite 50)
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Anhang A: Fehlerbehebung

Dieses Kapitel enthalt folgende Themen:

VM konnte nicht geladen werden (auf Seite 57)

VM konnte nicht entladen werden (auf Seite 59)

Das ARCserve-Konfigurationstool flir VMware oder "ca vcbpopulatedb"
schldgt fehl (auf Seite 59)

VM konnte nicht geladen werden

Giiltig auf Windows-Plattformen.

Symptom:
Ein Raw-Ladevorgang (vollstandige VM) oder ein VM-Ladevorgang auf
Dateiebene ist fehlgeschlagen.

Lésungen:

Um einen Raw-Ladevorgang (vollstédndige VM) oder einen VM-Ladevorgang auf
Dateiebene auszufiihren, erstellt VCB zuerst einen Snapshot der VM und
exportiert dann die Dateien zum Sicherungs-Proxysystem. Es gibt mehrere
maogliche Ursachen fiir dieses Problem sowie mehrere MaBnahmen zur
Fehlerbehebung.

Ursache 1:

Es ist zu wenig Speicherplatz auf dem Datentragervolume des Sicherungs-
Proxysystems verfiigbar.

Aktion 1:

Geben Sie Speicherplatz auf dem Datentrager frei, oder legen Sie fir den
Bereitstellungspfad ein anderes Volume mit ausreichend Speicherplatz fest.
Ursache 2:

Der ESX-Server ist inaktiv.

Aktion 2:

Beheben Sie den Fehler, wenn der ESX-Server mit der VM ausgefallen ist.
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VM konnte nicht geladen werden

Ursache 3:

Die VM kann vorlibergehend nicht geladen werden.

Aktion 3:

Flhren Sie das Hilfsprogramm "vcbMounter" fir die VM auf dem Sicherungs-
Proxysystem aus, wenn die VM voribergehend nicht geladen werden kann.

Das Hilfsprogramm kann Uber die Befehlszeile ausgefiihrt werden, indem Sie
zum Installationsverzeichnis von VMware VCB-Framework navigieren. Zum
Anzeigen der Syntax flr das Hilfsprogramm geben Sie in der Befehlszeile
Folgendes ein:

vcbMounter -help

Wenn das Hilfsprogramm "vcbMounter" die angegebene VM nicht laden kann,
kann der Fehler beim VMware VCB-Framework liegen. Starten Sie das
Sicherungs-Proxysystem neu, und (bergeben Sie den VM-Sicherungsjob
erneut.

Ursache 4:

In der Sicherungsquelle sind VMs einbezogen, fir die ein Datentragermodus
"Unabhangig (Persistent/Nicht persistent)" angegeben wurde.

Aktion 4:

Léschen oder entfernen Sie die Datentragermoduseinstellung "Unabhangig" fir
alle virtuellen Laufwerke, die mit der VM verknUpft sind.

Ursache 5:

Der Job wurde mit falschen Anmeldeinformationen fiir den VMware ESX-
Server- oder VirtualCenter-Server-Benutzer Gbergeben. Die
Anmeldeinformationen wurden im Dialogfeld "Sicherheits- und Agent-
Informationen" angegeben.

Aktion 5:

Ubergeben Sie den VM-Sicherungsjob erneut mit giiltigen
Anmeldeinformationen. Sie muissen im Dialogfeld "Sicherheits- und Agent-
Informationen" gliltige Anmeldeinformationen fiir das VMware ESX-Server-
oder VirtualCenter-Server-System und das Sicherungs-Proxysystem angeben.

Ursache 6:

Eine VM ist nicht mehr in der VMware-Umgebung verfligbar.

Aktion 6:

Fihren Sie das ARCserve-Konfigurationstool fir VMware oder das
Hilfsprogramm ca_vcbpopulatedb aus, um aktualisierte Informationen zur
VMware-Umgebung in die CA ARCserve Backup-Datenbank einzugeben.
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VM konnte nicht entladen werden

VM konnte nicht entladen werden

Giiltig auf Windows-Plattformen.

Symptom:

Nach einer erfolgreichen Ladung schlagt eine Entladung auf einer VM fehl.

Losung:
Eine Entladung kann unter den folgenden Bedingungen fehlschlagen:
m  Der Bereitstellungspfad ist inkorrekt.

m  Es wurde ein falscher Bereitstellungsmodus angegeben, zum Beispiel
"Datei" oder "Raw" (vollstandige VM).

m  Einige der Katalogdateien wurden eventuell im Bereitstellungspunkt
geldscht.

m  Der VCB-Bereitstellungs-Snapshot wurde vom Benutzer geléscht, oder es
wurde versucht, ihn zu I6schen.

®  Die VM wurde wahrend der Sicherung mit Hilfe von VMotion auf ein
anderes ESX-Server-System verschoben.

Um dieses Problem zu beheben, missen Sie den VCB-Bereitstellungs-Snapshot
der VM mit Hilfe des VI Client manuell I16schen. Schlagt der Léschvorgang fehl,
starten Sie die VM neu, und l6schen Sie den VCB-Bereitstellungs-Snapshot fir
die VM.

Um Protokollinformationen zu Ladungen und Entladungen einzusehen, sehen
Sie die Datei mount_jnl.log ein, die im Client Agent-Installationsverzeichnis
gespeichert ist.

Das ARCserve-Konfigurationstool fur VMware oder
"ca_vcbpopulatedb” schiagt fehl

Giiltig auf Windows-Plattformen.

Symptom:

Das ARCserve-Konfigurationstool fiir VMware oder das Hilfsprogramm
ca_vcbpopulatedb schlagt fehl. Im ARCserve-Konfigurationstool fiir VMware im
Feld "Ergebnisse" wird folgende Fehlermeldung angezeigt.

.NET version >=2 nicht gefunden. ca_vcbpopulatedb wird beendet.

Hinweis: Diese Meldung wird in der Eingabeaufforderung angezeigt, wenn Sie
das Hilfsprogramm ca_vcbpopullatedb (ber die Windows-Eingabeaufforderung
ausfuhren.
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Das ARCserve-Konfigurationstool fir VMware oder "ca_vcbpopulatedb" schiégt fehl

Losung:

Dieser Fehler tritt auf, wenn Microsoft .NET Framework, Version 2.0 oder
hoher, auf dem Sicherungs-Proxysystem nicht erkannt wird.

Fihren Sie die folgenden Schritte aus, um dieses Problem zu beheben:

1. Stellen Sie sicher, dass Microsoft .NET Framework, Version 2.0 oder héher,
auf dem Sicherungs-Proxysystem installiert ist und ausgefihrt wird.

2. Offnen Sie eine .NET-Eingabeaufforderung, und wechseln Sie in das
Installationsverzeichnis des Client Agent fur Windows. Der Client Agent fir
Windows ist standardmaBig in folgendem Verzeichnis installiert:

C:\Programme\CA\ARCserve Backup Client Agent for windows
Fihren Sie den folgenden Befehl aus:
regasm vchb_com.dT1

(Optional) Wenn Sie die .NET-Eingabeaufforderung nicht finden, fiihren Sie
die folgenden Schritte aus:

a. Offnen Sie eine Windows-Befehlszeile, und wechseln Sie in das
folgende Verzeichnis:

C: \WINDOWS\Microsoft.NET\Framework

b. Wenn Sie in dieses Verzeichnis gewechselt sind, wechseln Sie in das
Verzeichnis mit einer héheren Versionsnummer als Microsoft .NET
Framework Version 2.0. Beispiel:

C:\WINDOWS\M1icrosoft.NET\Framework\v2.0.50727
c. Flhren Sie den folgenden Befehl aus:

regasm <Installationsverzeichnis des Client Agent fir
windows>\Vvch_com.d11

Nachdem die Ausfiihrung erfolgreich abgeschlossen wurde, wird in der
.NET- oder Windows-Eingabeaufforderung folgende Ausgabe angezeigt:

Microsoft (R) .NET Framework Assembly Registration Utility 2.0.50727.42
Copyright (C) Microsoft Corporation 1998-2004. All rights reserved.

Types registered successfully.

60 Agent fur VMware - Benutzerhandbuch



Index

A

Agent
Deinstallieren e 35
Installieren o 16, 17
Lizenzierung ¢ 15
Pre-Flight Check-Hilfsprogramm e 43

C

ca_vcbpopulatedb-Hilfsprogramm
Argumente e 26
execute (ausfiihren) ¢ 34
Rickgabecodes o 33

D

Durchsuchen
Sicherungs-Volumes ¢ 37
Wiederherstellungssitzungen e 45

E

Einpflegen von Informationen in die ARCserve-
Datenbank
Verwenden der Befehlszeile ¢ 26
Verwenden des ARCserve-
Konfigurationstools fiir VMware o 22
Erstellen einer Konfigurationsdatei ¢ 30

F
Filtern von Sicherungsdaten ¢ 44

Installieren
Serververwaltung verwenden ¢ 17
Standard ¢ 16

K

Konfigurieren des Agenten ¢ 16
Kontaktinformationen, Technischer Support ¢ 5
Kunden-Support, kontaktieren e 5

L

Lizenzierung ¢ 15

P
Pre-Flight Check-Hilfsprogramm e 43
R

Riickgabecodes 33

)

Sichern von Daten » 41
Sichern von VMs « 11
Sicherungsmodi
Dateimodus e 39
Raw-Modus e 39
Support, kontaktieren ¢ 5

T
Technischer Support, kontaktieren ¢ 5

\'

VCB-Einschrankungen « 13

Verwalten von Virtual Machines ¢ 10
Verwenden des Sicherungs-Proxysystems e 17
Voraussetzungen fir die Installation 16

w

Wiederherstellen von Daten
Daten auf Dateiebene ¢ 47
Raw-Ebene (vollstandige VM) ¢ 50

Index 61



	CA ARCserve Backup für Windows Agent für VMware - Benutzerhandbuch
	Inhalt
	1: Einführung
	Einführung
	Administration virtueller Rechner zur Verwaltung von Sicherungsvorgängen
	Konsolidierte Sicherungen mit VMware
	VCB-Einschränkungen

	2: Installieren des Agenten
	Lizenzieren des Agent für VMware
	Voraussetzungen für die Installation
	Installieren und Konfigurieren des Agenten
	Installieren des Agenten über die Serververwaltung
	Einstellungen für Sicherungen von ESX-Server-Systemen mit Hilfe eines Sicherungs-Proxysystems
	Einpflegen von Informationen in die CA ARCserve Backup-Datenbank mit Hilfe des ARCserve-Konfigurationstools für VMware
	Einpflegen von Informationen in die CA ARCserve Backup-Datenbank mit Hilfe des Befehlszeilenhilfsprogramms "ca_vcbpopulatedb"
	Erstellen einer ca_vcbpopulatedb-Konfigurationsdatei
	Beispiele
	Rückgabecodes des Hilfsprogramms ca_vcbpopulatedb

	Wann Informationen in die ARCserve-Datenbank eingepflegt werden sollten
	Deinstallieren des Agenten

	3: Sichern und Wiederherstellen von Daten
	Durchsuchen von Sicherungs-Volumes
	Sicherungsmodi
	Sichern von Daten
	Funktionsweise der Agent-Unterstützung für das Hilfsprogramm Pre-Flight Check

	Filtern von VM-Sicherungsdaten
	Durchsuchen von Wiederherstellungssitzungen
	Wiederherstellen von Daten
	Wiederherstellen von Daten auf Dateiebene
	Wiederherstellen von Daten auf Raw-Ebene (vollständige VM)

	Einschränkungen beim Sichern und Wiederherstellen mit VCB

	A: Fehlerbehebung
	VM konnte nicht geladen werden
	VM konnte nicht entladen werden
	Das ARCserve-Konfigurationstool für VMware oder "ca_vcbpopulatedb" schlägt fehl

	Index


