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®  CA ARCserve® Backup Agent fiir Lotus Domino fiir Windows
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CA ARCserve® Backup Microsoft Volumeschattenkopie-Dienst fiir Windows
CA ARCserve® Backup NDMP NAS Option fiir Windows

CA ARCserve® Backup Serverless Backup Option fiir Windows

CA ARCserve® Backup Storage Area Network (SAN) Option fiir Windows
CA ARCserve® Backup Tape Library Option fiir Windows

CA XOsoft™ Assured Recovery™

CA XOsoft™

Common Services™

eTrust® Antivirus

eTrust® Firewall
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Unicenter® Software Delivery

Unicenter® VM:Operator®



Kontakt zum Kundendienst
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Kapitel 1: EinfUhrung

CA ARCserve Backup ist eine umfassende Sicherungsldsung fir Anwendungen,
Datenbanken, verteilte Server und Dateisysteme. Sie bietet Sicherungs- und
Wiederherstellungsfunktionen fir Datenbanken, unternehmenswichtige
Anwendungen und Netzwerk-Clients.

CA ARCserve Backup enthalt verschiedene Agenten, unter anderem CA
ARCserve Backup Agent fur Lotus Domino. Dieser Agent kommuniziert mit
Lotus Domino und CA ARCserve Backup, um die Lotus Domino-Datenbank auf
einem lokalen Server oder einem Remote-Server zu sichern. Er verarbeitet die
gesamte Kommunikation zwischen CA ARCserve Backup und dem Lotus
Domino-Datenbankserver, indem er Datenpakete Ubertragt.

In diesem Handbuch wird der CA ARCserve Backup Agent fur Lotus Domino
beschrieben. Der Agent verwendet die Sicherungs-/Wiederherstellungs-API
(Application Programming Interface) von Lotus Domino, mit der Lotus Domino-
Datenbanken und -Transaktionsprotokolle gesichert werden kdnnen. Dieses
Handbuch enthalt Informationen zur Verwendung von CA ARCserve Backup
Agent fur Lotus Domino auf der Windows-Plattform. Eine Liste der aktuell
unterstiutzten Windows-Plattformen und Informationen zu den Hardware- und
Software-Voraussetzungen fur die Installation des Agenten finden Sie in der
Readme.

Dieses Kapitel enthélt folgende Themen:

Vorteile des Agenten (auf Seite 10)
Funktionen des Agenten (auf Seite 10)
Agenten-Architektur (auf Seite 12)
Ubersicht tiber den Agenten (auf Seite 12)
Datenbankinstanz-1D (DBIID) (auf Seite 13)
Sicherungsstrategien (auf Seite 13)
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Vorteile des Agenten

Vorteile des Agenten

Der Agent bietet die folgenden Vorteile:

Flexible Méglichkeiten fur einen CA ARCserve Backup-Server zur Erstellung
und Verwaltung von Sicherungen.

Vollstandiger Datenschutz fur lhre Lotus Domino-Datenbankdateien und -
Transaktionsprotokolle

Zuwachs- und Anderungssicherungen von Lotus Domino-Datenbanken

Flexible Planungsfunktionen. Sie konnen beispielsweise bei der Ubergabe
eines Jobs ein Datum angeben und eine Wiederholungsmethode
auswahlen, oder Sie kdnnen einen Rotationsplan auswahlen (eine
vordefinierte Strategie zur wdchentlichen vollstdndigen Sicherung).

Funktionen des Agenten

CA ARCserve Backup Agent fir Lotus Domino bietet folgende Funktionen:

Vollstandige Sicherung

CA ARCserve Backup Agent fur Lotus Domino sichert Uber den CA
ARCserve Backup-Server alle Datenbankdateien eines Lotus Domino-
Servers auf ein Band- oder Dateisystemgerat. Darlber hinaus sichert der
Agent Transaktionsprotokolldateien, wenn die Option fur das

Lotus Domino-Transaktionsprotokoll aktiviert und als Protokollart die
Archivierung ausgewahlt wurde.

Zuwachs- und Anderungssicherung

Der CA ARCserve Backup Agent fur Lotus Domino bietet Ihnen die Auswahl
zwischen Zuwachs- und Anderungssicherungen und ermdglicht das Planen
von Wiederholungsjobs. Fur Lotus Domino-Server, bei denen als Form fur
das Transaktionsprotokoll Archivierung festgelegt ist, werden bei Zuwachs-
und Anderungssicherungsjobs die Transaktionsprotokolldateien und
Datenbankdateien mit einer neuen Datenbankinstanz-1D (DBIID) auf
Ihrem Lotus Domino-Server gesichert. In allen anderen Féllen werden bei
Zuwachs- und Anderungssicherungen alle geianderten Datenbankdateien
eingeschlossen.

Wiederherstellen

Der CA ARCserve Backup Agent fiir Lotus Domino dient zur
Wiederherstellung von Datenbanken und Transaktionsprotokolldateien. Der
Agent bietet die Mdglichkeit, diese Dateien entweder am urspringlichen
Speicherort oder an einem alternativen Speicherort wiederherzustellen.
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Funktionen des Agenten

Zuruckgewinnung

Der CA ARCserve Backup Agent fur Lotus Domino dient zur
Zuruckgewinnung einer Datenbank, nachdem diese wiederhergestellt
wurde. Beim Wiederherstellungsprozess werden die Transaktionsprotokolle
verwendet, um einen Rollforward zum aktuellen Status der Datenbank
(vollstandige automatische Wiederherstellung) oder zu einem festgelegten
Zeitpunkt (automatische Wiederherstellung zu einem bestimmten
Zeitpunkt) durchzufuhren.

Hinweis: Der Wiederherstellungsprozess wird nur auf Lotus Domino-
Server mit Transaktionsprotokollierung angewendet.

Agenten-Server

Der CA ARCserve Backup Agent fur Lotus Domino wird als Dienst unter
Windows NT, Windows 2000 oder Windows 2003 ausgefuhrt und kann
sowohl wahrend des Setups als auch Uber die Option "Dienste" in der
Systemsteuerung so konfiguriert werden, dass er automatisch gestartet
wird. Dank dieser Funktion kann der CA ARCserve Backup Agent fur Lotus
Domino ausgefuhrt werden, ohne dass ein Benutzer beim Server
angemeldet sein muss.

Partitionierte Server

Bei partitionierten Servern handelt es sich um eine Funktion von

Lotus Domino, mit der Sie mehrere Instanzen von Lotus Domino-Servern
auf einem einzelnen Computer ausfuhren kdnnen. Bei dieser Funktion
verwenden alle Partitionen dasselbe Lotus Domino-Programmverzeichnis
und denselben Satz ausfuhrbarer Dateien. Jede Partition verfugt jedoch
Uber ein eigenes, eindeutiges Datenverzeichnis mit einer eigenen Kopie
der Datei NOTES.INI. Der CA ARCserve Backup Agent fur Lotus Domino
unterstitzt partitionierte Server und ermdéglicht Ihnen das gleichzeitige
Durchsuchen, Sichern und Wiederherstellen von Datenbanken, die sich auf
unterschiedlichen Lotus Domino-Servern befinden.
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Agenten-Architektur

Agenten-Architektur

Der CA ARCserve Backup Agent fir Lotus Domino stellt Dienste bereit, mit
denen CA ARCserve Backup Datenbanken sichern und wiederherstellen kann.

Die folgende Abbildung zeigt die allgemeine Beziehung zwischen CA ARCserve
Backup und Lotus Domino:

Sichern

S CAARCserve Backup
:aifu?:gjx:r Agent fir Lotus
Domino

Wiederferstellen

- Datenbankdaledan
=« Transaktionsprotoka lidateien

Datentragerlauhyerk

Ubersicht Giber den Agenten

Der CA ARCserve Backup Agent fur Lotus Domino ist in CA ARCserve Backup
integriert und bietet Sicherungs- und Wiederherstellungsfunktionen fur eine
Lotus Domino-Serverumgebung, wahrend das System online oder offline ist.
Durch das Durchfuhren von Online-Sicherungen wird der Prozess optimiert, da
keine Replikation der Datenbank notwendig ist und der Lotus Domino-Server
wahrend der Datenbanksicherung nicht offline geschaltet werden muss. Bei
einer Online-Sicherung mussen Sie den Lotus Domino-Server nicht stoppen.
Dieser Online-Sicherungsprozess ist ideal fur Unternehmen geeignet, bei
denen an allen Wochentagen rund um die Uhr eine standige Verfligbarkeit
gewahrleistet sein muss.

DerCA ARCserve Backup Agent fur Lotus Domino verwendet die Native API
zum Sichern und Wiederherstellen von Lotus Domino. Diese APl nutzt die
Transaktionsprotokollwiederherstellung. Wenn die Transaktionsprotokollierung
aktiviert ist, erfasst das System Datenbankanderungen und schreibt sie in das
Transaktionsprotokoll.
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Datenbankinstanz-ID (DBIID)

Der CA ARCserve Backup Agent fur Lotus Domino unterstutzt Zuwachs- und
Anderungssicherungen, so dass nicht immer eine vollstandige
Datenbanksicherung erforderlich ist. Dadurch ist fur lhre Sicherungen weniger
Zeit als fur vollstdndige Sicherungsjobs erforderlich. Wenn ein System oder
Datentrager ausfallt, kbnnen Sie lhre Datenbanken anhand der
Transaktionsprotokolle und der vollstandigen Datenbanksicherung
wiederherstellen.

Datenbankinstanz-1D (DBIID)

Wenn die Transaktionsprotokollierung aktiviert ist, weist Lotus Domino jeder
Datenbank eine Datenbankinstanzidentifikation (DBIID) zu. Wenn Lotus
Domino eine Transaktion protokolliert, wird die DBIID zum Protokoll
hinzugefiigt. Wahrend der Wiederherstellung ordnet Lotus Domino den
Datenbanken die Transaktionen anhand dieser DBIID zu.

Auch bei der Durchfiihrung einiger Datenbankverwaltungsfunktionen weist
Lotus Domino der Datenbank eine neue DBIID zu. Danach verwenden alle
neuen Transaktionen, die im Protokoll aufgezeichnet werden, diese DBIID.
Jedoch wirden alle alten Transaktionen Uber die alte DBIID verfiigen und der
neuen DBIID nicht mehr entsprechen. Daher kann Lotus Domino diese alten
Transaktionen nicht auf die Datenbank anwenden. Um Datenverlust zu
vermeiden, sollten Sie jedes Mal, wenn eine Datenbank eine neue DBIID
erhalt, sofort eine vollstdndige Sicherung der Datenbank durchfiihren. Dabei
werden alle Datenbanktransaktionen bis zu diesem Zeitpunkt erfasst, wodurch
gewaéhrleistet ist, dass Lotus Domino nur die neuen Transaktionen (mit der
neuen DBIID) bendtigt, um die Datenbank wiederherzustellen.

Sicherungsstrategien

Das Ziel einer guten Sicherungsstrategie besteht darin, den Verlust wertvoller
Daten zu vermeiden, indem sichergestellt wird, dass diese Daten aus einer
Kombination von Sicherungsdaten und Transaktionsprotokolldateien
wiederhergestellt werden kénnen. Der Schlissel jeder erfolgreichen
Sicherungsstrategie besteht in der regelmaRigen Durchfihrung von
Sicherungen. Obwohl unterschiedliche Lotus Domino-Installationen und -
Datenbanken oftmals Sicherungen in unterschiedlichen Abstanden erfordern,
sollten alle Installationen und Datenbanken in regelméafig geplanten
Abstanden gesichert werden.

Wichtig! Sie sollten Ihre Sicherungs- und Wiederherstellungsstrategien
planen, bevor Sie den Lotus Domino-Server einsetzen. Wenn Sie diese
Strategien nicht vor der Verwendung des Lotus Domino-Servers planen,
kdénnen Sie Ihre Daten im Fall eines Datentragerausfalls moéglicherweise nicht
wiederherstellen.

Einfihrung 13



Sicherungsstrategien

Eine typische Sicherungsstrategie fur Lotus Domino wére zum Beispiel eine
wochentliche vollstédndige Sicherung (Datenbankdateien und
Transaktionsprotokolldateien) des Lotus Domino-Servers. AuRerdem wirden
taglich Zuwachssicherungen (archivierungsbereite Protokolle und
Datenbankdateien mit neu zugewiesener DBIID seit der letzten Sicherung)
durchgefuhrt. Das tatsachliche Intervall fur die Durchfiihrung von Sicherungen
hé&ngt von der durchschnittlichen Anzahl von Transaktionen des Lotus Domino-
Servers ab.

Bei einem Transaktionsprotokoll handelt es sich um eine Liste aller
Transaktionen, die ab einem bestimmten Zeitpunkt in einer Datenbank
durchgefuhrt wurden. Um sicherzustellen, dass Sicherungsdateien die
aktuellen Transaktionen enthalten, sollten Sie Ihr Transaktionsprotokoll
héaufiger als Ihre Datenbanken sichern. Zum Beispiel kdnnten Sie lhr
Transaktionsprotokoll taglich und die gesamte Datenbank wéchentlich sichern.
Wenn Sie die Datenbank wiederherstellen miissen, ware die zuletzt gesicherte
Transaktion nicht alter als 24 Stunden. Bei einem noch kirzeren Intervall zur
Sicherung lhrer Transaktionsprotokolle waren die wiederhergestellten
Transaktionen sogar noch aktueller.

Allgemeine Aspekte fur Sicherungen

Berucksichtigen Sie beim Planen lhrer Sicherungsstrategie die folgenden
Informationen:

®  Die Wichtigkeit jeder Datenbank
®  Die Anderungshaufigkeit jeder Datenbank
®  Die Grole jeder Datenbank

®  Den an einem beliebigen Tag zur Verfigung stehende Zeitraum zum
Durchfuhren von Sicherungen (auch als Sicherungszeitfenster bezeichnet)

B Die Zeit, die im Falle eines Fehlers zur Wiederherstellung der Datenbank
erforderlich ist

14 Agent fur Lotus Domino - Benutzerhandbuch



Sicherungsstrategien

Datenbankwichtigkeit

Die Relevanz einer Datenbank stellt bei der Ausrichtung lhrer
Sicherungsstrategie haufig den wichtigsten Faktor dar. Fur wichtige oder
kritische Datenbanken gilt Folgendes:

®  Sje sollten haufig gesichert werden.

®  Die verbundenen Transaktionsprotokolldateien sollten archiviert werden,
so dass sie bis hin zur zuletzt durchgefuhrten Transaktion
wiederhergestellt werden kénnen.

®  Die verbundenen Transaktionsprotokolldateien sollten h&ufig archiviert
werden.

Hinweis: Wenn Sie Transaktionsprotokolldateien haufig archivieren,
reduzieren Sie die Anzahl der potentiell verlorenen Transaktionen in dem
Fall, dass lhre Datenbank- und Transaktionsprotokolldateien beschéadigt
werden und wiederhergestellt werden missen.

Anderungshaufigkeit der Datenbank

DatenbankgroiRe

Eine Sicherungsstrategie wird oft von der Anderungshaufigkeit der Datenbank
bestimmt. Temporéare Datenbanken sollten haufiger gesichert werden, um das
Potential eines Datenverlusts zu reduzieren. Méglicherweise mussen Sie auch
tagliche Datenbanksicherungen durchfihren, um die Grol3e der
Transaktionsprotokolldateien und die erforderliche Zeit zu reduzieren, die fur
das Auslesen der Protokolldateien erforderlich ist.

Die Gro63e einer Datenbank wirkt sich oft darauf aus, wann und wie haufig Sie
eine Datenbank sichern kénnen. Zum Sichern umfassender Datenbanken ist
zum Beispiel viel Zeit erforderlich. Auf Grund der langen Sicherungsdauer
koénnte es erforderlich sein, sehr groRe Datenbanken ein Mal pro Woche am
Wochenende zu sichern. Wenn die Gré3e einer Datenbank fur die
Durchfuhrung wéchentlicher Sicherungen spricht, ist es wichtig, dass Sie die
verbundenen Transaktionsprotokolldateien haufiger als die Datenbank selbst
archivieren. Wenn die Datenbank dartber hinaus wichtig ist oder eine hohe
Volatilitdt aufweist, sollten Sie die Transaktionsprotokolldateien taglich sichern.

Einfihrung 15



Sicherungsstrategien

Sicherungszeitfenster

Oft bestimmt das verfugbare Sicherungszeitfenster, wann Sie eine Datenbank
sichern kénnen. Wenn eine Datenbank zum Beispiel wéhrend des Arbeitstages
sehr haufig verwendet wird, der Zugriff auf diese Datenbank nach 18:00 Uhr
jedoch wesentlich seltener erfolgt, steht lhnen in der Nacht ein 12- oder 13-
stiindiges Sicherungszeitfenster zur Verfigung. Wenn eine Datenbank
hingegen von Montag bis Freitag rund um die Uhr haufig verwendet wird, am
Wochenende jedoch kein Zugriff erfolgt, kbnnen Sie am Wochenende ein
zweitagiges Sicherungszeitfenster nutzen. In beiden Féallen missen Sie lhre
Sicherungsstrategie anpassen, um das verfligbare Sicherungszeitfenster
nutzen zu kénnen.

Dauer des Wiederherstellungsvorgangs

Wenn Sie die zum Wiederherstellen einer Datenbank erforderliche Zeit
reduzieren mdéchten, haben Sie folgende Mdglichkeiten:

®  Versuchen Sie vor dem Sichern der Datenbank, mit Hilfe von Befehlen zum
Reorganisieren der Indizes oder zum Zurickgewinnen nicht verwendeten
Indexspeicherplatzes die Datenbankgréf3e zu reduzieren.

®  die Datenbank haufiger sichern. Ein kirzeres Sicherungsintervall fur
Datenbanken fuhrt zu kleineren Transaktionsprotokolldateien, deren
Auslesen bei der Wiederherstellung weniger Zeit in Anspruch nimmt.

®  archivierte Transaktionsprotokolldateien auf dem Datentréger verfugbar
halten. Wenn Sie die Transaktionsprotokolldateien auf einem Datentrager
speichern, miussen Sie nur den Checkpoint der Datenbank und nicht die
Protokolldateien wiederherstellen.

B ein Ersatzsystem bereithalten, auf das Sie jederzeit, oder fast jederzeit,
von lhrem Online-System umschalten kdnnen. Wenn Sie zum Beispiel
regelmaRig die aktuellen Datenbank- und Transaktionsprotokolldateien auf
dem Ersatzsystem wiederherstellen kénnen, kann dieses das aktive
System bei einem Ausfall schnell ersetzen.

Automatisches Wiederholen von Sicherungen

Sie kdnnen Sicherungsjobs so einrichten, dass diese in sich wiederholenden
Intervallen ausgefuhrt werden. Um einen Sicherungsjob zum Beispiel jeden
Sonntag um Mitternacht auszufuhren, mussen Sie das Wiederholungsintervall
auf sieben Tage stellen und den Job beim Ubergeben so planen, dass er am
Sonntag um Mitternacht ausgefuhrt wird. Nach Abschluss der Sicherung plant
CA ARCserve Backup den Job automatisch fur jeden Sonntag um Mitternacht
ein. Sie kdnnen das Wiederholungsintervall auf der Registerkarte
"Wiederholungsintervall" einstellen, auf die Sie Uber die Registerkarte
"Ablaufplan" des Sicherungs-Managers zugreifen. Wenn Sie das
Wiederholungsintervall festlegen, setzen Sie die "Sicherungsmethode™ auf der
Registerkarte "Wiederholungsintervall" auf "Vollstandig".
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Kapitel 2: Installieren des Agenten

Dieses Kapitel enthalt alle Informationen zur Installation und Konfiguration des
CA ARCserve Backup Agent fir Lotus Domino. Es wird vorausgesetzt, dass Sie
mit den Eigenschaften und Anforderungen der angegebenen Betriebssysteme
im Allgemeinen und mit den Aufgaben eines Administrators dieser
Betriebssysteme im Besonderen vertraut sind.

Dieses Kapitel enthélt folgende Themen:

Voraussetzungen fiur die Installation (auf Seite 17)

Installieren des Agenten (auf Seite 18)

Konfigurieren des Agenten (auf Seite 18)

Deinstallieren des Agenten (auf Seite 23)

Voraussetzungen fur die Installation

Vor der Installation des CA ARCserve Backup Agent fir Lotus Domino missen
folgende Voraussetzungen erfillt sein:

Uberpriifen Sie, ob Ihr System die Mindestvoraussetzungen fiir die
Installation des CA ARCserve Backup Agent fur Lotus Domino erfullt. Eine
Liste der Voraussetzungen finden Sie in der Readme.

Fur die Installation des CA ARCserve Backup Agent fur Lotus Domino
mussen zusétzliche 30 MB Festplattenspeicher verfugbar sein.

Sie verfligen Uber Administratorrechte oder die entsprechende
Berechtigung zum Installieren von Software auf dem Rechner, auf dem Sie
den Agenten installieren.

Zur Unterstltzung von Transaktionsprotokollsicherungen muss die Option
zur Transaktionsprotokollierung aktiviert, und als Form der
Transaktionsprotokollierung muss Archivierung festgelegt sein.

Beim Aktivieren der Transaktionsprotokollierung schaltet Lotus Domino die
Protokollierung fiir die meisten Datenbanken und Vorlagen automatisch
ein. Der Administrator des Lotus Domino-Servers kann die Protokollierung
der einzelnen Datenbanken Uber die erweiterten Datenbankeigenschaften
ein- und ausschalten. Daruber hinaus kann der Administrator des

Lotus Domino-Servers das Verzeichnis fiur die Erstellung der Dateien und
die GroRRe des Transaktionsprotokolls festlegen.
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Installieren des Agenten

Konfigurieren

CA ARCserve Backup Agent fur Lotus Domino kann entsprechend der
Standardvorgehensweise fur die Installation von Systemkomponenten,
Agenten und Optionen von CA ARCserve Backup installiert werden. Die genaue
Abfolge dieser Vorgehensweise finden Sie im Implementierungshandbuch.

Vergessen Sie nach Abschluss der Installation nicht, den Computer neu zu
starten, wenn Sie dazu aufgefordert werden.

Wichtig! Wenn Sie eine Aktualisierung einer alteren Version des CA ARCserve
Backup Agent fur Lotus Domino durchfiihren, sollten Sie nach der
Aktualisierung sofort eine vollstandige Sicherung planen.

des Agenten

Bevor Sie mit dem Konfigurieren des CA ARCserve Backup Agent fir Lotus
Domino beginnen, mussen Sie den Pfad kennen, unter dem sich die Datei
NOTES.INI des Lotus Domino-Servers befindet.

Konfigurieren von Zugriffsrechten fur den Server

Der CA ARCserve Backup Agent fiir Lotus Domino muss tUber die Lotus-API
(Application Programmer Interface) eine Verbindung zum Lotus Domino-Server
herstellen kdnnen. Daher ist aus Sicherheitsgriinden wichtig, dass ein
Benutzer zum Herstellen einer internen Verbindung zum Lotus Domino-Server
autorisiert ist und Uber die erforderlichen Zugriffsrechte verfugt, um die
Komponenten des Agenten auszufihren.

Im Dialogfeld "Backup Agent fur Lotus Domino - Konfiguration™ kédnnen Sie die
Zugriffsrechte fur den Lotus Domino-Server konfigurieren und Benutzer zum
Durchfihren von Sicherungs- und Wiederherstellungsjobs autorisieren.
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Konfigurieren des Agenten

So konfigurieren Sie das Zugriffsrecht auf den Server:

1. Wahlen Sie im Startmenu "Programme™, "CA", "ARCserve Backup-
Agenten” und dann die Lotus Domino Agent-Konfiguration aus, um das im
folgenden Beispiel dargestellte Dialogfeld "Backup Agent fur Lotus Domino
— Konfiguration" anzuzeigen:

E_Backup Agent fir Lotus Domino - x|

Serverkonfiguration
Geben Sie den Mamen der Server-lD-Datei, das entzprechende Kennwort m
und den Speicherort der Datei HOTES.IMI Thres Lotug Doming Server ein. -

Werzeichhiz won MOTES.IMI fur Doming Server | Server-lD | F.erirnwort | F.eninwort £

C:AProgrammesLotughDoming', zerverid s s
Elicken Sie hier, um ein neues Instanzkaonto hinzufligen

4 | | 2

Fertig ztellen | Abbrechen I

2. Geben Sie in diesem Dialogfeld den Speicherort der Datei NOTES.INI, den
Namen der Server-I1D-Datei und das entsprechende Kennwort fur den
Zugriff auf die Server-1D-Datei ein.

Hinweis:Normalerweise befindet sich die Datei NOTES.INI fir mit

Lotus Domino partitionierte Server unter dem Lotus Domino-Datenpfad.
Bei einzelnen Lotus Domino-Servern befindet sich die Datei NOTES.INI im
Lotus Domino-Stammverzeichnis.

3. Kilicken Sie auf "Fertig stellen”, um die Konfigurationsinformationen an den
Registrierungs-Editor zu senden und die Konfiguration abzuschliel3en.
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Konfigurieren des Registrierungs-Editors

Sie kénnen den CA ARCserve Backup Agent fur Lotus Domino im
Registrierungs-Editor so konfigurieren, dass auch Datenbanken gesichert

werden.

Hinweis: Sie kdnnen Uber den Registrierungs-Editor auch andere Optionen
andern. Sie sollten dies jedoch nur tun, wenn Sie von einem Mitarbeiter des
Technischen Supports von Computer Associates dazu aufgefordert wurden.

Einige Windows-Registrierungseinstellungen des CA ARCserve Backup Agent
fir Lotus Domino kdnnen mit dem Windows-Hilfsprogramm REGEDT32
angepasst und geandert werden, das unter Windows NT, Windows 2000 und

Windows 2003 verfugbar ist.

So passen Sie die Agent-Einstellungen im Registrierungs-Editor an:

1. Offnen Sie den Registrierungs-Editor.

2. Erweitern Sie die Struktur im Browser des Registrierungs-Editors, indem

Sie Folgendes auswéhlen:

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\CA ARCserve
Backup\DSAgent\CurrentVersion\agent\dbanotes@(Name des Lotus Domino-Servers)

i’ Registrierungs-Editor

Datei Bearbeiten Ansicht  Favoriten 2

] HARDWARE =] [ame Tvp [ wert I
£ 54M [aB]standard) REG_SZ (tert nicht gesetzt)
- sECURITY [28]buitcinumber REG_SZ 5470
0 soFTwaARE CDKey REG_SZ RERTY-RL 404 REOIM-RTEGC
0 apFs [R8)debug REG_DWORD 00000000 {0)
Bl Curhtsy 2Bl REG_S2 D:\Programme\CA\ARCserve Backup Agark for Lotus D...
S 8 g::f: a8 dsasbiect] REG_SZ best-d=B05dbd44.id
& ([ ComputerAssodiates EBJdsaobiect2 REG 52
3 Hert Em REG_DWORD 0<00000004 (4)
2 A ARCServe Backup &= REG_BINARY 52 540001 00 00 00 Da 00 00 00 02 00 00 00 100010, .
5 B [B)ExcludeFile REG_DWORD 000000001 (1)
5 ClientAgent name REG_SZ Lotus Doming Server-test-deg0Sddes
Diagnostic NotesDataPath REG_5Z D:\Programme\LotustDominoldatal,
& 8 D‘5fuvewlmdemwtamm_.st [aB]notesHomeDir REG_52 D:\ProgrammelLotusiDomin
(] DiscoveryTable [#8]notesninir REG_SZ D:iPragramme\LotusiDoming)
= [ DsAgent [aB]Previousinstanceame REG_5Z
£ (13 Currentversion [@#lprodsubtype REG_DWORD 0x00000003 (3)
={1 agent 28] secondaryserver REG_DWORD 0X00000000 (0)
a [f])security REG_DWORD 000000000 (0)
(] Feature server REG_SZ Latus Dornino Server
D path [+B]type REG_5Z database
{0 Products [aB]version REG_SZ 120
[-{_1 ProductsConfiglnfa
{11 SmartReaction
- SQLPaAdp
{0 UniversalClisntAgent
{1 writerMapTable
] License
{3 registerIT
(] ScanEngine
{21 shared
B (L Description
= Gemplus
{0 Hyperionics
(] Javasoft
(2] Lotus =
- Microsoft
(] 0DBC
£ (] Policies
(2 Program Groups
- Schluraberger =l

Arbeitsplatz\HKEV_LOCAL_MACHINEVSOFTWARE) ComputerAssoriates|CA ARCServe BackupiDSAgentiCurentviersion|agent|dhanctes@test-dea05
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Konfigurieren des Agenten

3. Doppelklicken Sie im Listenfeld auf der rechten Seite des Fensters auf die
Option, die Sie konfigurieren mochten. Diese Einstellungen kénnen jetzt
geandert werden.

4. Wenn Sie die Konfiguration der Agenten-Optionen beendet haben,
schlieRBen Sie den Registrierungs-Editor und starten den CA ARCserve
Backup Agent-RPC-Server neu.

Andern der Registrierungsparameter

Folgende Registrierungsparameter kbnnen geédndert werden:
dll

Gibt den Speicherort der Programmdatei (DBANOTES.DLL) des CA
ARCserve Backup Agent fur Lotus Domino an.

NotesIniDir

Gibt den Speicherort der Datei NOTES.INI an.

NotesHomeDir

Gibt die Position des Lotus Domino-Stammyverzeichnisses (Lotus\Domino)
an.

NotesDataPath

Gibt den Speicherort des Lotus Domino-Datenpfades (Lotus\Domino\data)
an.

dsaobjectl

Gibt den Speicherort der Lotus Domino-ID-Datei an. Beispiel: server.id.
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debug

Dieser Parameter gibt die Debug-Ebene oder den Umfang der erzeugten
Verfolgungsdateien fur den entsprechenden Lotus Domino-Server
(DBANOTES@SERVERNAME.TRC) an. Diese Verfolgungsdatei kann alle
Hinweise, Warnungen und Fehler enthalten, die wahrend der Ausfihrung
des CA ARCserve Backup Agent fur Lotus Domino auftreten und die
Mitarbeiter des Technischen Supports von CA bei der Fehlerbehebung
unterstiutzen. Sie kénnen auf den Parameter doppelklicken, um das
Dialogfeld des DWORD Editor zu 6ffnen, und die entsprechende Debug-
Ebene eingeben: 0, um keine Verfolgungsdateien zu erzeugen, 1, um
allgemeine Verfolgungsdateien zu erzeugen oder 2, um detaillierte
Verfolgungsdateien zu erzeugen, wie im folgenden Beispiel dargestellt:

21

= Dezimal

Wtk Basis
IE ’7 i Hexadezimal

Ok I Abbrechen

PreviouslnstanceName

Dieser Parameter wird zum Wiederherstellen einer Lotus Domino-Instanz
verwendet, die auf dem aktuellen Host-Server nicht mehr vorhanden ist.

In diesem Fall werden fiir den Versuch, die nicht vorhandene

Lotus Domino-Instanz wiederherzustellen, die Einstellungen der aktuellen
Lotus Domino-Instanz verwendet.

Dieses Szenario kénnte eintreten, wenn Sie ein Upgrade einer alteren Version
des Agenten auf die aktuelle Version durchfiihren und der Lotus Domino-
Server ebenfalls auf einen partitionierten Server umgestellt wurde oder wenn
Sie bereits Uber die aktuelle Version des Agenten verfligen und der Name des
Lotus Domino-Servers seit der letzten Sicherung geandert wurde.

®  Wenn die wiederherzustellenden Daten mit einer alteren Version des
Agenten gesichert wurden, ist der Name der vorherigen Instanz immer
dbanotes.

®  Wenn die wiederherzustellenden Daten mit der aktuellen Version des
Agenten gesichert wurden, ist der Name des Instanz immer
dbanotes@servername. (Bei dem Severnamen handelt es sich um den
tatsédchlichen Namen des Lotus Domino-Servers.)
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Sie kdnnen auf den Parameter doppelklicken, um den String Editor zu 6ffnen,
und den alten Instanznamen eingeben, wie im folgenden Beispiel dargestellt:

Zeichenfolge bearbeiten

M ame;

IF‘reviousInslanceName
et
Idbanotesl

(i) I ibbrechen

Wichtig! Andern Sie den Namen des Lotus Domino-Servers nicht, nachdem
eine Sicherung durchgefuhrt wurde. Bei allen Wiederherstellungsjobs wird
immer versucht, die Einstellungen des gesicherten Lotus Domino-Servers zu
verwenden. Wenn der Name des Lotus Domino-Servers geadndert wird, missen
Sie den PreviouslnstanceName-Registrierungsschliussel zum Durchfiihren einer
Wiederherstellung manuell einstellen.

Wichtig! Wenn Sie eine Aktualisierung einer alteren Version des Agenten
durchfihren, sollten Sie nach der Aktualisierung sofort eine vollstandige
Sicherung planen.

Deinstallieren des Agenten

Um den Agenten von Ilhrem Computer zu entfernen, gehen Sie
folgendermafen vor:

1.

2
3.
4
5

Offnen Sie die Windows-Systemsteuerung.

Doppelklicken Sie auf das Symbol "Software".

Wahlen Sie CA ARCserve Backup Agent fur Lotus Domino aus.

Klicken Sie auf "Entfernen". Das Dialogfeld "Software" wird angezeigt.

Wenn Sie gefragt werden, ob Sie diesen Agenten entfernen méchten,
klicken Sie auf "Ja".
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Kapitel 3: Verwenden des Agenten

In diesem Kapitel wird beschrieben, wie Sie Sicherungen und
Wiederherstellungen mit dem CA ARCserve Backup Agent fir Lotus Domino
durchfiihren. Eine umfassende Beschreibung der Sicherungs- und
Wiederherstellungsfunktionen finden Sie im Administrator-Handbuch.

Dieses Kapitel enthélt folgende Themen:

Verwenden des Agenten zum Durchfiihren von Sicherungen (auf Seite 25)
Verwenden des Agenten zum Durchfiihren von Wiederherstellungen (auf
Seite 37)

Verwenden des Agenten zum Durchfiihren einer Wiederherstellung bei einem
Systemausfall (Disaster Recovery) (auf Seite 50)

Verwenden des Agenten zum Durchfihren von Sicherungen

Mit dem CA ARCserve Backup Agent fur Lotus Domino und dem Sicherungs-
Manager kdnnen Sie einen Sicherungsjob auswéahlen und tUbergeben und dabei
einen beliebigen Lotus Domino-Server als Quelle und ein an einen CA
ARCserve Backup-Server angeschlossenes Bandgerat als Ziel bestimmen. Sie
kénnen einen Lotus Domino-Server vollstandig oder einzelne Objekte
(Datenbankdateien und Transaktionsprotokolldateien) des Lotus Domino-
Servers sichern.

Vorbereiten einer Sicherung
Bevor Sie einen Sicherungsjob tibergeben, sollten Sie tUberpriufen, ob die
folgenden Aufgaben durchgefuhrt wurden:

®  |ntegritat der Daten in der Datenbank iberpriifen. Zum Uberprifen der
Datenintegritat 6ffnen Sie die Datenbank auf einem Lotus Domino-Client
und Uberpriufen den Inhalt auf Konflikte und Fehler.

®  Anmeldeinformationen fur den CA ARCserve Backup Agent fur Lotus
Domino angeben.

B Im Stammverzeichnis des CA ARCserve Backup-Servers eine
Konfigurationsdatei erstellen.

®  Einen DWORD-Wert erstellen.
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Angeben der Anmeldeinformationen

Bevor Sie Lotus Domino-Daten auf einem NAS-Gerat oder freigegebenen
Netzwerkgerét sichern, gehen Sie folgendermalen vor:

So geben Sie Anmeldeinformationen fur den CA ARCserve Backup
Agent fur Lotus Domino an:

1. Stellen Sie sicher, dass die Anmeldeinformationen fur das NAS-Geréat
oder das freigegebene Netzwerkgerat mit den Anmeldeinformationen
des Host-Servers Ubereinstimmen, auf dem sich der CA ARCserve
Backup Agent fur Lotus Domino befindet.

2. Wabhlen Sie im Startmenu "Einstellungen™, "Systemsteuerung"”,
"Verwaltung", "Dienste" und doppelklicken Sie in der angezeigten Liste
auf "CA ARCserve Backup Agent RPC Server". Das Dialogfeld mit den
Servereigenschaften des CA ARCserve Backup Agent wird geotffnet.

3. Kilicken Sie auf die Registerkarte "Anmelden", und wahlen Sie die
Option "Dieses Konto", um die entsprechenden Anmeldeinformationen
anzuzeigen.

4. Geben Sie dieselben Anmeldeinformationen ein, die fur die Anmeldung
beim NAS-Gerat oder freigegebenen Netzwerkgerat festgelegt wurden.

Erstellen einer Antwortdatei
Bevor Sie Lotus Domino-Daten sichern, fihren Sie folgende Schritte durch.
So erstellen Sie eine Konfigurationsdatei:

Erstellen Sie fur den CA ARCserve Backup-Server im Stammverzeichnis des CA
ARCserve Backup-Servers eine Konfigurationsdatei. Der Name der
Konfigurationsdatei lautet NOTESNETSHARE.CFG. Im Folgenden ist ein Beispiel
fur das Format der Datei NOTESNETSHARE.CFG aufgefuhrt:

\\server213\d$ \\serverl00\lotus

In diesem Beispiel handelt es sich bei "server213" um den Host-Server
(Rechner), auf dem der CA ARCserve Backup Agent fiur Lotus Domino
installiert ist, "d$" ist der zugeordnete Treiber fiur die NAS-Lotus-Freigabe,
"server100" ist der NAS-Servername und "lotus" ist die NAS-Freigabe. Im
Folgenden ist ein weiteres Beispiel fir das Format der Datei
NOTESNETSHARE.CFG aufgefluhrt:

\\123.456.789.1\f$ \\123.456.789.2\d$

In diesem Beispiel ist "123.456.789.1" der Host-Server (Rechner), auf dem
der CA ARCserve Backup Agent fiir Lotus Domino installiert ist, "f$" ist der
zugeordnete Treiber fur das freigegebene Netzwerkgeréat und
"\\\\123.456.789.2\\d$" ist der Speicherort des Lotus Domino-
Datenverzeichnisses.
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Verwenden des Agenten zum Durchfiihren von Sicherungen

Starten Sie Lotus Domino

Die Versionen 6.x und 7.x von Lotus Domino unterstitzen keine virtuellen
Sitzungen. Sie mussen daher vor dem Sichern von Daten mithilfe des CA
ARCserve Backup-Agenten fur Lotus Domino einen der folgenden Modi
verwenden:

®  Starten Sie Lotus Domino im Servicemodus.

®  Starten Sie Lotus Domino im Anwendungsmodus, indem Sie sich uber die
Konsole anmelden (anstatt tiber eine virtuelle Sitzung).

Wichtig! Wenn Sie sich Uber eine virtuelle Sitzung anmelden, um Lotus
Domino im Anwendungsmodus zu starten, kann es bei Lotus Domino zu
Problemen beim Suchen, Sichern oder Wiederherstellen mit dem CA
ARCserve Backup-Agenten fir Lotus Domino kommen.

Ubersicht tiber den Sicherungs-Manager

Der Sicherungs-Manager bietet detaillierte Informationen zu Ihrem CA
ARCserve Backup-Job und ermdéglicht IThnen das bequeme Auswéhlen von zu
sichernden Objekten und des Speicherortes, an dem diese gesichert werden
sollen. Mit dem Sicherungs-Manager kénnen Sie lhre Sicherungsjobs auch mit
Hilfe von Filtern, Optionen und Planungsfunktionen anpassen. Weitere
Informationen zum Sicherungs-Manager finden Sie im Administrator-
Handbuch.

Registerkarten des Sicherungs-Managers

Fur jeden Sicherungsjob muss eine Quelle, ein Ziel (Datentrager) und ein
Ablaufplan oder eine Methode angegeben werden. Der Bildschirm des
Sicherungs-Managers enthalt drei Registerkarten zum Anpassen lhres
Sicherungsjobs:

Registerkarte "Quelle"

Zeigt alle Lotus Domino-Server an, die im Dialogfeld "Backup Agent fur
Lotus Domino - Konfiguration" ordnungsgeman konfiguriert wurden. Wenn
Sie den entsprechenden Lotus Domino-Server durchsuchen, kdnnen Sie
die Liste der Objekte anzeigen, die sich auf diesem speziellen

Lotus Domino-Server befinden. Sie kdnnen die Verzeichnisse des Lotus
Domino-Servers durchsuchen, wie Sie dies auch bei jedem anderen von
CA ARCserve Backup unterstitzten Host oder Client tun wirden.
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Registerkarte ""Staging™

Wird zum Aktivieren oder Deaktivieren von Staging-Sicherungsvorgangen
verwendet und legt Staging-Richtlinien sowie Konfigurationsparameter
fest.

Registerkarte ""Ziel™

Zeigt alle Gerategruppen so an, wie sie in der Geratekonfigurationsdatei
(DVCONFIG.EXE) von CA ARCserve Backup definiert sind. Es kdnnen Daten
von einem Lotus Domino-Server auf dem ausgewahlten Gerat gesichert
werden.

Registerkarte "Ablaufplan™

Wird zum Auswéhlen des Ablaufplans und der Methode des
Sicherungsvorgangs verwendet. Auf dieser Registerkarte kdnnen Sie
entweder eine vordefinierte Sicherungsstrategie auswahlen oder eine
Sicherungsstrategie an die Anforderungen Ihrer Umgebung anpassen.

Sicherungsmethoden von Lotus Domino

Die Sicherungsmethoden fur den CA ARCserve Backup Agent fur Lotus Domino
werden auf der Registerkarte "Ablaufplan” des Sicherungs-Managers
angezeigt.

Vollstandig (Archivbit beibehalten)

Alle ausgewéhlten Elemente werden gesichert (vollstdndige Sicherung).
Sie kdnnen das Sichern des vollstédndigen Lotus Domino-Servers
(Datenbankdateien und Transaktionsprotokolldateien), das Sichern
bestimmter Datenbankdateien oder das Sichern von
Transaktionsprotokolldateien auswahlen.

Vollstandig (Archivbit I6schen)

Alle ausgewéhlten Elemente werden gesichert (vollstdndige Sicherung).
Sie kdnnen das Sichern des vollstédndigen Lotus Domino-Servers
(Datenbankdateien und Transaktionsprotokolldateien), das Sichern
bestimmter Datenbankdateien oder das Sichern von
Transaktionsprotokolldateien auswahlen.

Hinweis: Beim CA ARCserve Backup Agent fur Lotus Domino wird durch
die Methoden Vollstandig (Archivbit beibehalten) und Vollstadndig (Archivbit
I6schen) die gleiche vollstandige Sicherung erzeugt. Die Funktionen zum
Beibehalten bzw. Léschen des Archivbits werden auf diesen Agenten nicht
angewendet.
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Zuwachssicherung

Bei Lotus Domino-Servern, bei denen die Option zur
Transaktionsprotokollierung in Form eines Archivs aktiviert ist, umfasst die
Zuwachssicherung nur Transaktionsprotokolldateien und Dateien, denen
seit der letzten vollstandigen Sicherung oder Zuwachssicherung eine neue
DBIID zugewiesen wurde. Bei Lotus Domino-Servern ohne
Transaktionsprotokolle oder bei denen die Option zur
Transaktionsprotokollierung in Form eines Archivs deaktiviert ist, umfasst
die Zuwachssicherung nur Dateien, die seit der letzten vollstandigen
Sicherung oder Zuwachssicherung geédndert wurden.

Anderungssicherung

Bei Lotus Domino-Servern, bei denen die Option zur
Transaktionsprotokollierung in Form eines Archivs aktiviert ist, umfasst die
Anderungssicherung nur Transaktionsprotokolldateien und Dateien, denen
seit der letzten vollstandigen Sicherung eine neue DBIID zugewiesen
wurde. Bei Servern ohne Transaktionsprotokolle oder bei denen die Option
zur Transaktionsprotokollierung in Form eines Archivs deaktiviert ist,
umfasst die Anderungssicherung nur Dateien, die seit der letzten
vollstandigen Sicherung geandert wurden.

Hinweis: Es ist mdglich, dass bei einem Job keine
Transaktionsprotokolldateien gesichert wurden, weil zuvor keine Archivierung
der Protokolldateien erfolgte. Daruiber hinaus wird die aktive
Transaktionsprotokolldatei standardmé&Rig nicht gesichert, weil der Inhalt
dieser Datei fluchtig ist. Informationen zum Sichern der aktiven Protokolldatei
finden Sie unter "Vorbereiten der Sicherung der aktiven
Transaktionsprotokolldatei”.

Durchfuhren einer Sicherung

Einem Sicherungsjob muss eine Datenquelle (Quelle) zum Extrahieren der
Daten und ein Speichergerat (Ziel) zugewiesen sein, auf dem die extrahierten
Daten gespeichert werden sollen. Um Daten von Lotus Domino sichern zu
kénnen, mussen Sie mit dem Sicherungs-Manager einen Sicherungsjob
Ubergeben und die Lotus Domino-Serverobjekte als Quelle und das CA
ARCserve Backup-Geréat als Ziel auswahlen.

Hinweis: Der Agent fur Lotus Domino unterstitzt keine Datenverschliisselung
und Datenkomprimierung auf dem Agent-Server.

So sichern Sie Daten:

1. Klicken Sie auf der CA ARCserve Backup-Startseite auf das Symbol
"Sicherungs-Manager". Das Hauptfenster des Sicherungs-Managers wird
geodffnet.
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Wahlen Sie auf der Registerkarte "Quelle” einen Host-Server aus, der den

zu sichernden Lotus Domino-Server enthalt, und erweitern Sie diesen. Die
entsprechende Baumstruktur wird erweitert und zeigt die fir die Sicherung
verfiigbaren Server an, wie im folgenden Beispiel dargestellt:

T ca aRCserve Backup - [Sichern - Unbenannt:2] =8|
#, Datei  Schrellstart  Apsicht  Sichern  Fenster  Hilfe =21 x]
Job Band DB b5
TEST 2AF4FF1E2S - @ B 7 <P
@ @ @ Starten | Optionen  Filker Ansicht
Quelle | Staging | Ziel | ablatplan|
~ LI g As-Sarver Hame = [T [ e [ Datom der etzben fnderung | |
g Max 05 5 Systeme 1 (5 activity Trends (6) [
% NetWare-Systeme O (g administration Req. ..
o ﬁ NI Linux-Systeme 01 (25 Admirnistration Req..
| AS400-Systems i [
e - Soni
1o 56t Windows 98/Me-Systeme i By Atosave
E- 0 3¢ Windows-Systeme o (el
(=) I G| TEST-2AF4FF1E29( 0.0.0.0) =35ng
3= 1=} o @
o= o (g5 Catalog (7)
O [Fh Certificate Request...
B -7t 1e29 o (g Certication Log
B o [E5Cluster Analysis (&)
0[5 CA ARCserve Backup-Datenbark :' [Eh Cluster Directory (81 _'LI
O % Event Log twriter d | L
- 00 gy MSDEWiter =
O (% SalServerwriter \\TEST-2AF4FF 1E29\Lotus Domino Server-test-2af4ffle29
1 iy WML Writer
- 0 ) CA XOsoft-Szenarien
e 1 () VMware YCB-Systeme -
- 121 ¥ Bevorzugte Freigaben/Rechner Filter... Eigenschaften
B I G Netzwerk
Zusitzliche Informationen
Name Lotus Domino Server-test-2afdfflez?
[Standardserver: TEST-2AF4FFIEZD |Doméne: TEST-2AF4FFIEZD [03:36

Hinweis: Ist der Name lhres Lotus Domino-Servers langer als 30 Zeichen,
schneidet CA ARCserve Backup automatisch die Zeichen, die das Limit von
30 Zeichen Uberschreiten, ab und ersetzt die beiden letzten Zeichen der
Zeichenfolge (29 und 30) durch 01. Ist ein weiterer Lotus Domino-Server
mit demselben Namen vorhanden, kirzt CA ARCserve Backup auch diesen
Namen auf 30 Zeichen und ersetzt die letzten beiden Zeichen der
Zeichenfolge durch 02. Beispiel:

m Lautet der Name des Lotus Domino-Servers
"Benutzer1223334444555556666667777777" (32 Zeichen)

s kirzt CA ARCserve Backup den Namen auf 30 Zeichen und andert die
letzten zwei Zeichen wie folgt:

"Benutzer12233344445555566666677701" (30 Zeichen)

= Wenn Sie einen weiteren Lotus Domino-Server mit demselben Namen
erstellen, dndert CA ARCserve Backup den Namen wie folgt:

"Benutzer12233344445555566666677702" (30 Zeichen)
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Verwenden des Agenten zum Durchfiihren von Sicherungen

Klicken Sie in der Liste der verfugbaren Server auf den entsprechenden
Lotus Domino-Server, der die zu sichernde Datenbank enthalt. Die
entsprechende Baumstruktur wird erweitert und zeigt eine Liste der auf
dem ausgewahlten Lotus Domino-Server verfugbaren Datenbanken an.
Dariiber hinaus wird in der erweiterten Lotus Domino-Baumstruktur ein
Symbol fiir Transaktionsprotokolle (in alphabetischer Reihenfolge)
angezeigt, wenn die Option fir die Lotus Domino-
Transaktionsprotokollierung aktiviert und die Option fur die
Transaktionsprotokollierung in Form eines Archivs ausgewabhlt ist.

Nachfolgend ist ein Beispiel dargestellt:
SEES

#, Datei Schnellstart  Ansicht  Sichern Fenster  HiFe 1= x|

>z) TEST-BLBF 727380 - Jéb %d g @ 4 L7
2 Starten |Optionen  Fiker Ansicht
= Auele | Staong | Ziel | Ablaufplan |
] - I (g Microsoft Office Library (7) ] [meme [T [Grete [ Datum der letzten Anderong | m
% 10 (2h Monitoring Configuration (7)
2 161 (25 Monkoring Results (5) Diese Ansicht enthal keine Dbjekte zum Anzeigen
& 121 ([ NMTP Cross-Post
I (g NNTP Discussion
0 (2h NTiMigrating Users' Passwords
1 (g News Articles (7)
(& Notes Log (7}
1l (24 Notes Log Analysis (6)
0 [h Offline Services
ol (g Personal address Book
(g Persenal Journal (7)
- I [ Personal Web Navigator (&)
(g Phanebock (7)
o1 (g Palicy synopsis (6)
101 (£h Reparts for testjtest 41 | |
- o [ Resource Reservations (7) =
Llgh search site (6) Sicherungs-Manager
o Server Certificate Admin
ol (@ Server Certfficate Admin (Instanz 1)
[+ [0 [£h Server teb Mavigator (RS)
(s Server.Load Setup Agents Eigenschaften
ol (g server Planner: Analyst
1 (5 Server.Planner: Decision Maker 2Zusitzliche Informationen
El{gh Server Planner: Vendor Ffad Di\Programme\Lotus\Daminatdatatarchigso ntf
10 (2h smart Upgrade Kits (6]
o1 (g subscriptions (8
o
]
o
=] iNotes Web Access Help
o iMotess Conman Farms
1 () Motesé Common Forms
(& test L
10 [h test's Certification Log
- test's Directory -
4l | ﬂ_l =

[Standardserver: TEST-BCBF72786C jos:07

Wahlen Sie in der Liste der verfugbaren Datenbanken durch Klicken auf die
entsprechende Markierung die gewunschte Lotus Domino-Datenbank aus,
bis diese ganz griin (vollstandige Sicherung) ist. Sie kdnnen den gesamten
Lotus Domino-Server oder einzelne Objekte auf diesem Server
(Datenbanken und Transaktionsprotokolle) auswahlen.
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Verwenden des Agenten zum Durchfuhren von Sicherungen

Klicken Sie auf die Registerkarte "Ziel", um die Zieloptionen anzuzeigen.
Wahlen Sie anschlieBend die gewlnschte Sicherungsgruppe aus, an die Sie
die Sicherungsdaten und die entsprechenden Datentragerinformationen
leiten mdchten. Nachfolgend ist ein Beispiel dargestellt:

T CA ARCserve Backup - [Sichern - Unbenannt:1] =&l x|
#, Datei Schnelstart Ansicht Sichern Fenster | Hife MEIES|

Job Band DB

TEST 2AFAFFIEDD B
9 00

Quele | Staging Ziel | Ablauplan |

@

Starten

= =

Optionen  Filter

Ansicht

™ Multipleging  Churk-Grie (ME] = ‘
™ Multisisaming b zsirale Azt dei 43‘
tiears. =
El g Server E <Gerat: 3> F51
=} @ TEST-ZAF4FFIEZS
51 PaRPO
£ PGRPL
-3 PGRPZ

Gruppe |PGRPO

™ Beliebige Gruppe verwenden

Datentrager |FS1
Datentréger- =
bestand

<Gerat: 3> FS1 I

-y Gruppen 2usammenfassung | Details

* konfigurieren...

=5, Staging-Gruppen Datentrigerinformationen

konfigurieren... Hummer L
5 Datsisystamgerat L) D&38
erstellen Schreibschutz Nein
Fr— Datentragerbestand
armatieren... :
Seriennr.
“¥iLoschen... Austausch Hein
S Aktualisieren
Datentrigermerkmale
Datentrégertyp Random Access
Dichtecade Default
Formattyp Prime
Blockgrafie si2

Gerdteinformationen

Hame FSD1L

| Konfiguration | Gerat: 3 = Rarte: 3, Bus: 0, SCSI-ID: 0, LUN: 0 |
K1 — [ Garatantad [agen | Izl
[ [ |Standardserver: TEST-2AF4FF1E2S |Domane: TEST-2AF4FF1E23 |04:02

6. Klicken Sie auf die Registerkarte "Ablaufplan”, um die Optionen fir den

Ablaufplan und die Sicherungsmethode anzuzeigen.

32 Agent fur Lotus Domino - Benutzerhandbuch
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Wahlen Sie fur die Ablaufplanoptionen entweder "Benutzerdefinierter
Ablaufplan™ oder "Rotationsplan verwenden":

a. Mit dem benutzerdefinierten Ablaufplan kénnen Sie einen
Sicherungsjob einmalig oder wiederholt in einem festgelegten Intervall
ausfuhren. Wird die Option "Benutzerdefinierter Ablaufplan” gewéahlt,
wird folgendes Fenster angezeigt:

% CA ARCserve Backup - [Sichern - Unbenannt:1] == x|
#, Datei  Schrellstart  Apsicht  Sichern Eenster  Hife —181 x|
@ == 4
Job Band DB <l
TEST 2AF4FF1E2D - @ ¢
@ O Q@ saten Opbioren Fiker | ansch:

Quelle| Staging | Ziel  Ablatplan |

& Benutzerdefiniorter Ablaufplan  (~ Rotationsplan verwenden

Wiederholungsmethode ['Waocheln] des Monats =

Eirmalig
[~ Esten I Uale
¥ Zweiten Tagle) der Woche
s i r] des Monats

o e
% Diiter T ) tes bonsts
W Wierten Benutzerdefiniert

| Sicherungsmethode:

& allsténdig (Archivbit beibehaken)
€ Nollstandi [Archivbit [dschen]

€ Zuwachssicherung

" Apderungssicherung

I~ WORM Datentidiger verwenden

[ [Standardserver: TEST-2AF4FFLEZS Damane: TEST-2AF4FFIEZR |o4:08.

m  Wahlen Sie in der Dropdown-Liste "Wiederholungsmethode" die
Option "Einmalig" oder die gewlinschte Wiederholungsmethode
("Alle", "Tag(e) der Woche", "Woche(n) des Monats", "Tag des
Monats" oder "Benutzerdefiniert") aus.

m  Wahlen Sie die gewiinschte Sicherungsmethode ("Vollstandige
Sicherung", "Zuwachssicherung" oder "Anderungssicherung™) aus.
Wenn die Option zur Transaktionsprotokollierung in Form eines
Archivs aktiviert ist, werden bei einer Zuwachssicherung nur die
Transaktionsprotokolldateien und alle Dateien gesichert, denen seit
der letzten vollstandigen Sicherung oder Zuwachssicherung eine
neue DBIID zugewiesen wurde. Ist die Option zur
Transaktionsprotokollierung in Form eines Archivs deaktiviert,
werden bei einer Zuwachssicherung nur die Datenbankdateien
gesichert, die seit der letzten vollstandigen Sicherung oder
Zuwachssicherung geandert wurden.

Weitere Informationen zu diesen Optionen finden Sie im
Administrationshandbuch.
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Verwenden des Agenten zum Durchfiihren von Sicherungen

b. Die Option "Rotationsplan” bietet Ihnen die Mdglichkeit zum
Durchfuhren eines Sicherungsjobs anhand eines benutzerdefinierten
funf- bis siebentédgigen Zyklus unter Verwendung einer Kombination
unterschiedlicher Sicherungsmethoden. Wird die Option "Rotationsplan
verwenden" gewahlt, wird folgendes Fenster angezeigt:

% CA ARCserve Backup - [Sichern - Unbenannt:1] == x|
#, Datei  Schrellstart  Ansicht  Sichern  Fenster  Hife |

= 7

Optiorien  Filter

Job  Band DB

TEST-26F4FF1E29 -
[~ N

Ouslle | Staging | Ziel  Ablautplan |

(a
@
Starten

Ansicht

B Ablavfplan & R werwenden

Flan = g an 5'Wochentagen, am Freitag: | Speichem unter | Erifeinen
Stertdaium 1092007

==
Ausfibungszeit [03:4167 =5 Fiotation | Kalender | Ausnshmen | Datenirsger |
(7 s & Uberschieiben " Anhéngen
(0 Bt etz \wosheniag | Datenlizge.._| Methode | Modus | Aust. Z.. | Stagng
SONNTAG  Aus
D. Montag MONTAG Zuwachs... Ubersc.. <Stand

=l Dierstag  DIENSTAG  Zuwachs.. Ubersc.. <Stand..
Mitwoch  MITTWOCH Zuwachs.. Uberse.. <Stand..
Donnesstag  DONMERS. . Zuwachs . Ubersc.. «Stand
© Yellstandige Sicherung Freitag FREITAG Volistandig  Ubersc . <Stand
& Zumechssigherung Samstag  SAMSTAG  Aus

~ Tégliche Sicherungsmethode———————

£ Binderungssicherung [Archivhi)

Engem

—I~ WORM Datenidger verwenden

™ s/ OR [iadlich]
= 4/0RM Ldehentich)
I /R [monatiich]

[t r: TEST-2AF4FFIEZS Domane: TEST-2AF4FF1E29 04:10

m  Wahlen Sie wie folgt die gewlinschten Optionen fir den Plan aus:
Plan: Der Typ des libergebenen Rotationsjobs.
Startdatum: Das Datum, an dem die Sicherung beginnt.

Ausfihrungszeit: Die Uhrzeit, zu der die Sicherung gestartet
wird.

Ubersprungene Ziele wiederholen: Ein bestimmter Zeitpunkt,
an dem der Sicherungsjob wiederholt wird, um eventuell
Ubersprungene Ziellaufwerke zu sichern.

GFS aktivieren: Ermdéglicht das Auswahlen aus vordefinierten
GFS-Rotationsplanen (Grandfather-Father-Son).

Prafix des Datentragerbestandsnamens: Kennung fir die
taglichen, woéchentlichen und monatlichen Sicherungen des
Datentragerbestands.

m  Wahlen Sie die gewiinschte Sicherungsmethode ("Vollstandige
Sicherung", "Zuwachssicherung" oder "Anderungssicherung™) aus.

Weitere Informationen zu diesen Optionen finden Sie im
Administrationshandbuch.
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10.

(Optional) Filtern Sie den Sicherungsjob, indem Sie die Registerkarte
"Quelle" auswahlen, mit der rechten Maustaste auf den entsprechenden
Lotus Domino-Server klicken und "Filter" wéhlen, um das Dialogfeld
"Filter" anzuzeigen. Wéahlen Sie die Filteroptionen aus, und klicken Sie auf
"OK". Nachfolgend ist ein Beispiel dargestellt:

% CA ARCserve Backup - [Sichern - Unbenannt:1] =8l x|
#, Datsi Schnelstart Ansicht Sichern Fenster Hife - (8] x|
Job  Band DE ) i
TEST-ZAFAFFIE29 - 2 = ﬁ' &
D O O | sanen opionen Fber | Ansicht
Quele | Staging | Ziel | Ablawplan |
0 g} NAS-Server [Mame [ Tvp [ crane [ Daturn der letaten Bnderung |
- ] 3% Mac 05 ¥%-Systeme I
- Cl o NetWare Systeme =
- ] 4% UNIX{Linux-Systeme -
L +ft AS400-Systeme Fiter |
£ 56 YMS-Systeme
% Windows 98{Me-Systeme [usschi = | [Datei Muster =
E- O 4% Wwindoy
[ CIGH TEST-2aF4FF1E29( 0.0.0.0} | Bedingung [¥vaistle [rwerte Hinzufiigen
[=[= I
B0 D Anderm
- 1 Y Systemstatus
[ (5], Lotus Domine Server-test Laschen
-0 % Micrasaft SQL Server
CI[EE CA ARCserve Backup-Dat
1o %y Event Lag Yriter A | L | i
10 ffy MSDEMWriter Dateien , wenn [ g mit Mustem varliegt T
O SalServertiriter Verwenden Sie ', als Begienzungszeichen, wenn mehrere Muster angegeben werden =
01y ML rler Hinweie: Ausschiisfen hat Vonang vor Einschiisen
- 0 ) CA XOsoft-Szenarien
F- 1 () Wware YCB-Systemne
0 %) Bevorzugte Freigaben/Rechner T o i 7
E-H @ Netzmerk Hinweis: Bei MAS-Rechnem steht moglicherweise nur 'Datel bzw. Verzeichnismuster ausschlieBen’ zur Yerfiigung
Hinweis: Bei Lotus Doming Agent stehen mogichervweise NUR Datei- oder Verzeichrismuster zur Verfiigung.
Hinwgis: Fiir NDS-Sitzungen kidhnen gegebenentall: NUR NDS -Fiker verwendet werdeh.
Hinweis: Fiir ¥Mware VCB Raw (Full¥M) Sitzungen stehen keine Fiter zur Verfuigung
Hinweis: Die Fiterung witd fil DR akzzptiert, wenn aul der Registerkarte Erwsitet der Sichenungsoption die
Filterung aktivier ist. |3t dies richt der Fall, wird die Sicherung ungiiltig.
ak Abbrechen Hifie:
|Standardserver: TEST-2AF4FF1E2S |Damane: TEST-2AF4FF1E23 |o4:12

Hinweis: Der CA ARCserve Backup Agent fir Lotus Domino unterstitzt
nur Dateimusterfilter und Verzeichnismusterfilter. Mit diesen Filtern
kdénnen Sie Dateien oder Verzeichnisse anhand bestimmter Dateinamen
oder Dateimuster bzw. bestimmter Verzeichnisnamen oder
Verzeichnismuster in einen Job einschlieBen oder davon ausschliel3en. (Die
Dateidatumsfilter stehen fir diesen Agenten nicht zur Verfliigung). Weitere
Informationen zu Filteroptionen finden Sie in der Online-Hilfe.

Klicken Sie nach dem Festlegen aller Attribute fiir den Sicherungsjob auf
"Starten"”, um den Sicherungsvorgang zu starten. Das Dialogfeld
"Sicherheits- und Agent-Informationen" wird gedffnet.

Geben Sie die Sicherheitsinformationen (Benutzername und Kennwort) fir
den ausgewéhlten Server-Host ein. Weitere Informationen zu den
Sicherheitsoptionen finden Sie in der Online-Hilfe.

Wichtig! Das Dialogfeld "Sicherheits- und Agent-Informationen™ wird nur
zum Eingeben von Informationen fur Windows NT-, Windows 2000- und
Windows 2003-Remote-Server verwendet. Benutzer miussen Uber ein
Minimum an Rechten fir die Sicherung verfiigen, um mit der Ausfihrung
des Jobs fortzufahren. Wenn Sie die Lotus Domino-Datenbank auf einem
lokalen Rechner sichern, mussen Sie in diesem Dialogfeld keine Angaben
machen.
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Verwenden des Agenten zum Durchfuhren von Sicherungen

11. Klicken Sie auf "OK". Das Dialogfeld "Job in Warteschlange stellen™ wird
angezeigt. Darin sind der Jobtyp, das Quellverzeichnis der
Datenbankdateien und Informationen zum Ziel zusammengefasst. Geben
Sie in das Feld "Jobbeschreibung™ bei Bedarf eine Beschreibung des Jobs
ein.

12. Wéhlen Sie die Jobausfuhrungszeit aus, indem Sie entweder "Jetzt
ausfuhren™ (um die Sicherung sofort auszufuhren) oder "Ausfuhren am"
(zum Definieren eines Datums und einer Uhrzeit fur die Sicherung)
auswahlen und auf "OK" klicken, um den Sicherungsjob zu tGbergeben. Der
Bildschirm "Jobstatus” mit der Jobwarteschlange und den Jobdetails wird
angezeigt. Sie kdnnen auch detailliertere Informationen zu den
Jobeigenschaften anzeigen, indem Sie mit der rechten Maustaste auf den
Servernamen klicken und Eigenschaften auswéahlen. Das Fenster
"Jobeigenschaften" wird mit den Details und dem Status des
Sicherungsvorgangs angezeigt. Nachfolgend ist ein Beispiel dargestellt:

Liaix
TEST-2AFAFFIESS I ol oo b“ Q 7
& FIES -
D DD mndvm Stoppen Atusheen PR
P CA AR serve Bacl
7] TEST e ll?‘:_‘um o [ vergd
- - 2 M ausceser
i Schern [Berad rerdelwarat ] TESTEF., 3 1 &
D sschern [Derntzerdefreet] TEST-2WF.. 5 3 B A 717 Fa

[ 30k “omitor: Jobname ='sichern [Benutzerdefiniert T, Job-10="3" =}

WM [Sin [ dbnpebiowen | [boteen [epwntn [
T2 | B TEST-24P40T ., Doted.. NEECEEN | !6s » F 247 5

il | 3 =
T i

B o=l

5 @] Vesarbuitete Datinn: 4 Yegangeme Zr s
4 | ) DAdavivrmvars-1.log -

Sardadiorvon; TEST-ZAFFFIEDS. [Doemiine: TEST-ZAFAFFIERS 04116

13. Nach Abschluss des Sicherungsjobs wird ein Statusfenster gedffnet, in dem
der endgultige Status (“erfolgreich™ oder "fehlgeschlagen™) des
Sicherungsjobs angegeben wird. Klicken Sie auf "OK", um das
Statusfenster zu schlie3en.

CA ARCserve Backup: Sichern - PGRPO - 7 x|

Sicherungsserver [TEST-24F4FF1E29]:

Worgang Sichern erfolgreich

2 Sitzung(en)

1 WYerzeichniz(ze] 1 Dateilen] (36 KE] auf Datentrager gesichert.

4 Datenbank(en]/ Transaktionzprotokollie] (7,04 ME) auf D atentrager gesichert,
712 MB auf Datentrager geschiieben.

ergangene Zeit: 205

Durchschnittl. Durchsatz: 21,37 MB/min
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Verwenden des Agenten zum Durchfihren von
Wiederherstellungen

Wenn Sie den CA ARCserve Backup Agent fir Lotus Domino und den
Wiederherstellungs-Manager verwenden, kdnnen Sie einen
Wiederherstellungsjob konfigurieren und Ubergeben. Sie kbnnen eine
vollstandige Lotus Domino-Datenbank oder einzelne Objekte
(Datenbankdateien und Transaktionsprotokolldateien) der Datenbank
wiederherstellen.

Vorbereiten einer Wiederherstellung

Um Daten nach einem Datentragerausfall wiederherzustellen, verwenden Sie
den CA ARCserve Backup Agent fur Lotus Domino, um zunachst die
archivierten Protokolldateien wiederherzustellen (sofern die archivierten
Protokolldateien nicht bereits vorhanden sind) und anschliel3end die
Datenbanken wiederherzustellen. Stellen Sie alle Transaktionsprotokolle
zwischen der letzten vollstandigen Sicherung und dem Zeitpunkt des Ausfalls
wieder her.

Wenn einige der Transaktionsprotokolldateien nicht mehr gultig sind (gel6scht
oder beschadigt) und Sie die Option zum Durchfuhren einer Wiederherstellung
wahlen, mussen Sie alle Transaktionsprotokolldateien wiederherstellen, die bis
zu diesem Wiederherstellungsjob seit der letzten Datenbanksicherung
archiviert wurden, bevor Sie die Datenbank wiederherstellen kénnen.

Hinweis: Stellen Sie nur Transaktionsprotokolle wieder her, die vom Server
geléscht wurden. Wenn die archivierten Protokolle sich noch im
Protokollverzeichnis befinden, missen sie nicht von Band wiederhergestellt
werden. Das Wiederherstellen von Transaktionsprotokollen erfolgt nur bei
Lotus Domino-Servern, bei denen die Option zur Transaktionsprotokollierung
in Form eines Archivs aktiviert ist.

Wenn gemeinsam verwendete Mails wiederhergestellt werden missen, muss
der Lotus Domino-Server vor dem Wiederherstellen dieser Mails
folgendermalfen offline geschaltet werden:

1. Starten Sie den Lotus Domino-Server.
2. Schalten Sie die gemeinsam verwendeten Mails offline.
3. Fahren Sie den Lotus Domino-Server herunter.

Hinweis: Der Lotus Domino-Server muss heruntergefahren werden, bevor Sie
Datenbankdateien wiederherstellen.
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Ubersicht tiber den Wiederherstellungs-Manager

Der Wiederherstellungs-Manager bietet detaillierte Informationen zu lhrem CA
ARCserve Backup-Job und ermdéglicht IThnen das bequeme Auswéahlen von
wiederherzustellenden Objekten und des Speicherortes, an dem die
Wiederherstellung erfolgen soll. Mit dem Wiederherstellungs-Manager kénnen
Sie lhre Wiederherstellungsjobs auch mit Hilfe von Optionen und
Planungsfunktionen anpassen. Weitere Informationen zum Wiederherstellungs-
Manager finden Sie im "Administrator-Handbuch™.

Registerkarten des Wiederherstellungs-Managers

Fur jeden Wiederherstellungsjob muss eine Quelle (Datentrager und Sitzung)
und ein Ziel angegeben werden. Der Bildschirm des Wiederherstellungs-
Managers enthalt drei Registerkarten zum Anpassen lhres
Wiederherstellungsjobs:

Registerkarte ""Quelle™

Zeigt eine Liste mit Lotus Domino-Objekten an, die zuvor entweder mit der
Methode fur eine Wiederherstellung nach Baumstruktur oder mit der
Methode fur eine Wiederherstellung nach Sitzung gesichert wurden.

Registerkarte ""Ziel"

Zeigt eine Liste mit Speicherorten an, in denen die gesicherten Objekte
wiederhergestellt werden kdnnen.

Registerkarte "Ablaufplan™

Wird zum Auswéhlen des Ablaufplans und der Methode fir den
Wiederherstellungsvorgang verwendet.

Wiederherstellungsmethoden von Lotus Domino

Die Wiederherstellungsmethoden fir den CA ARCserve Backup Agent fur Lotus
Domino werden in einer Dropdown-Liste angezeigt, auf die Uber die
Registerkarte "Quelle" des Wiederherstellungs-Managers zugegriffen wird.
Wird fur die Wiederherstellung ein Lotus Domino-Server ausgewdahlt, stehen
folgende Methoden zur Verfugung:

Wiederherstellung nach Baumstruktur

Diese Methode ermdglicht Ihnen das Auswéhlen von Objekten fur
Wiederherstellungsjobs ausgehend vom Quellrechner, von dem die Daten
gesichert wurden. Wenn Sie diese Methode wéhlen, kénnen Sie nicht den
gesamten Inhalt des Servers als Ganzes wiederherstellen, sondern missen
stattdessen alle untergeordneten Objekte einzeln auswahlen. Verwenden
Sie diese Methode, wenn Sie nicht wissen, welcher Datentréger die
erforderlichen Daten enthalt, Sie aber im GroRen und Ganzen wissen,
welche Daten Sie wiederherstellen méchten und auf welchem Rechner sich
diese befunden haben. Es handelt sich hierbei um die Standardmethode
des Wiederherstellungs-Managers.
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Wiederherstellung nach Sitzung

Diese Methode zeigt eine Liste aller fur Sicherungen verwendeten
Datentrager und die auf diesen enthaltenen Dateien an. Bei der Methode
zum Wiederherstellen nach Sitzung kénnen Sie die Objekte fur
Wiederherstellungsjobs basierend auf Sicherungssitzungen auswahlen.

Wiederherstellung nach Abfrage

Diese Methode wird vom Agenten nicht unterstutzt.
Wiederherstellung nach Image/Serverless

Diese Methode wird vom Agenten nicht unterstutzt.
Wiederherstellung nach Sicherungsdatentrager

Diese Methode wird vom Agenten nicht unterstutzt.
Hinweis: Standardmafig werden die Daten bei allen Methoden in der

urspriunglichen Datenbank wiederhergestellt, sofern nichts anderes festgelegt
ist.

Wiederherstellungsoptionen von Lotus Domino

Die Wiederherstellungsoptionen fur den CA ARCserve Backup Agent fur Lotus
Domino werden im Dialogfeld "Backup Agent-Wiederherstellungsoptionen”
angezeigt. Um auf dieses Dialogfeld zuzugreifen, wahlen Sie den
entsprechenden Lotus Domino-Server aus, klicken mit der rechten Maustaste
und wahlen "Agent-Optionen".

Backup Agent-Wiederherstellungsoptionen L ﬂ

v Wiederherztellung durchfibren

v wiederherstellung zu einem bestimmten Zeitpunkt

Datum: 27052004 w] Uhzeit [152145 =

ok | .f-‘-.l:ul:urechenl
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Es sind folgende Optionen verfugbar:

Wiederherstellung durchfihren

Stellt die Datenbank zum aktuellen Datum und zur aktuellen Uhrzeit
wieder her (letzte Wiederherstellung).

Wiederherstellung zu einem bestimmten Zeitpunkt

Stellt die Datenbank zu einem bestimmten Zeitpunkt wieder her (Datum
und Uhrzeit). Bei der Wiederherstellung handelt es sich um den Vorgang,
bei dem Anderungen an der Datenbank angewendet werden, die nach dem
Sichern der Datenbank erfolgt sind. Bei der Wiederherstellung wird die
Datenbank in einen jungeren Status zuriickgesetzt. Die Wiederherstellung
zu einem bestimmten Zeitpunkt gibt Ihnen zusatzliche Flexibilitat, da sie
Ihnen ermdoglicht, die Datenbank auf den Stand zu bringen, den sie zu
einem bestimmten Zeitpunkt hatte.

Durchfuhren einer Wiederherstellung

Einem Wiederherstellungsjob muss eine Datenquelle zum Extrahieren der
Sicherungsdateien und ein Ziel zugewiesen werden, an dem die
Wiederherstellung der Sicherungsdateien erfolgen soll. Um Lotus Domino-
Daten wiederherzustellen, missen Sie mit Hilfe des Wiederherstellungs-
Managers einen Wiederherstellungsjob konfigurieren und tibergeben.

So stellen Sie gesicherte Daten wieder her:

1.

Klicken Sie auf der CA ARCserve Backup-Startseite auf das Symbol
"Wiederherstellungs-Manager"”. Das Hauptfenster des Wiederherstellungs-
Managers wird gedffnet.

Wichtig! Wenn Sie die Methode zum Wiederherstellen nach Baumstruktur
wéhlen, kdnnen Sie nicht den gesamten Inhalt des Lotus Domino-Servers
als Ganzes wiederherstellen, sondern mussen stattdessen alle
untergeordneten Objekte einzeln auswahlen. (Die entsprechende
Servermarkierung wird grau angezeigt oder ist deaktiviert.) Wenn Sie die
Methode zum Wiederherstellen nach Sitzung wéahlen, ist es maglich, den
gesamten Inhalt des Lotus Domino-Servers als Ganzes wiederherzustellen,
ohne hierzu alle untergeordneten Objekte einzeln auswahlen zu mussen.
(Die entsprechende Servermarkierung wird grin angezeigt oder ist
aktiviert.)
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Wahlen Sie auf der Registerkarte "Quelle” im Dropdown-Meni die
gewlnschte Wiederherstellungsmethode aus. Die in der entsprechenden
Baumstruktur fir die Quelle angezeigten Optionen hangen von der
ausgewahlten Methode ab.

Hinweis: Der CA ARCserve Backup Agent fur Lotus Domino unterstitzt
nur die Methoden zum Wiederherstellen nach Baumstruktur und zum
Wiederherstellen nach Sitzung.

Wenn Sie die Methode zum Wiederherstellen nach Baumstruktur
auswahlen, wird der folgende Bildschirm angezeigt:

T CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] =8 x]
<X Datei Schnellstart Ansicht Wiederberstelen  Fenster  Hife - (=%

Job  Band DE

TEST-28F4FF1E23 e
@ 00

Quelle | Ziel | Ablaufplan |

g 7

Optionen ~ Fiter

Ansicht

| ] Wiederherstellung nach Baumstruktur

)

Suchen |

Versionsiibersicht |

é’ Backup Agent

Eigenschaften

B Ll3* Windaws-Systeme Plame [ | Greke | Datum der letzken Anderung |
£ 0 L TEsT-2AF4FFIEZS 0 [F Activiey Trends (5) 1008 KB 02,0007 04136
o=0 O (B Administration Req... 2,06 MB 02,0107 04:36
L [ Lotus bomino Server-test-2af4ff1e29 0 (Z Administration Req... 1.63MB 02,0007 04:36
Bl Ll 5* Micrasoft Windows-Metzwerk, O (B3 4gent Log 109 KB 02.01.07 04:36
B Ll Netare-Dienste O [FarchiveLog (6) 265 KB 02.01.07 04:36
- £ NetWare-Systeme o (FBiling 165 KB 02.01,07 04:36
g E“f* UM Linies:Systemme 10 (Z5Boakmarks (7) 5.50 ME 02.01,07 04:36
E Ellﬁ m:;gz:jsteme o EaCatalg (7) 11318 02,0107 0436
[ £l 4% AS400-Systeme
Bl LIt WMs-Systeme
B Lot Windows 98/Me-Systeme =

Zusatzliche Informationen

Datentragemame F51
=) D638
Nummer ¥
Sitzungsnr. 11

Gesichert am

02.01.07 04:36

Quellpfad

WWTEST-2AF4FF1EZY

Siteungstyp

Backup Agent

-

|Standardserver: TEST-2AF4FF1EZD

Damnéne: TEST-2AF4FFLE23 04:38
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Wenn Sie die Methode zum Wiederherstellen nach Sitzung auswéhlen, wird
der folgende Bildschirm angezeigt:

T CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] " =18
&R Datei Schnelistert  Ansicht Wiederherstellen Fenster  Hife TS|
Job Band DB
TEST AFAFFIEZS = @ & .
@ D O | storen |cptinen Fiter | Ansicht
Quelle | Ziel | Ablaufplan |
| &5 widerherstellung nach Siteung |
B L Steungen Name [T [ refe [ Datum der letzten Anderung |
i L1 @ 06.12,07 07:29 [I0:A2Z0D] 0 [F Activiey Trends (5) 1008 KB 02,0007 04136
= ﬂ[@ 07.12.07 02:39 [ID: ASES] o (FAdministration Req... 2.06 MB 02.01.07 04:36
E- L@ F31[I0i0e3s] o [ Administration Req... 1.63MB 02,0007 0436
O Sitzung 00001 : WTEST-24P4FF1E290dbano | 1 (5 Agent Log 109 kB 02,01,07 04136
1 6% Stzung 00002 : {TEST-20F4FFIE2900des | 1 (2 avchive Lag (6) 265k 02.01.07 04136
1 Sitzung 00003 : |\ TEST-20F4FFIER94ban0 | 1y (Sypilng Les kB 020107 0436
@ soraien e i o
g ' o (Fcatalog (7) 113 MB 02.01.07 0436

£ % Sitzung 00006 : |\ TEST-2AF4FF1E29D:\dew
% Siteung 00007 : {\TEST-2AF4FF1E29dbano
o @Y Sitzung 00008 : |\ TEST-2AF4FFIE291D: | dew
O Sitzung 0000 : \|TEST-24F4FF1E231dbano
£ % Sitzung 00010 : |\ TEST-2AF4FF1E29D:\dew
% Situng 00011 : \\TEST-2AF4FF1E29dbann

T 115 5 - 68

6, wiederherstellungs-Manager (Sitzungsmethode: Vollstandig)

i agent-Option . Eigenschaften

Datentragemame Fs1

=) D638

Nurnmer 1

Sitzungsnr. 1t

Gesichert am 02,0107 04:36

Quellpfad dbanates@test-zaf4ff1e29 s

Sitzungsstatus Abgeschlossen

Sitzungstyp Backup Agent
il | ] Sitzungsmethods Vollstandig =
[ [Standardserver: TEST-2AF4FF 1E20 Doméne: TEST-2AF4FFIEZD o442

3. (Optional) Wenn Sie die Methode zum Wiederherstellen nach Baumstruktur
ausgewahlt haben, zeigt die Baumstruktur nur den zuletzt
abgeschlossenen Sicherungsjob an. Wenn Sie einen anderen
Wiederherstellungsjob als den letzten Job wiederherstellen méchten,
markieren Sie den entsprechenden Servernamen, um die Option
"Versionsubersicht" zu aktivieren und klicken anschlieend auf
"Versionsiubersicht", um das gleichnamige Dialogfeld anzuzeigen. Das
Dialogfeld "Versionsilbersicht" wird gedffnet und zeigt eine Liste aller
Versionen der Datenbank an, die zuvor gesichert wurden. Markieren Sie
die wiederherzustellende Version, und klicken Sie auf "Auswéhlen".
Nachfolgend ist ein Beispiel dargestellt:

x
Ni. ™ | Sicherungszeit D ateidatum Dateigribe | Datentragername Sitzungznr. | Tup Vo Augwihlen |
1 0201 02,01 . Fa1 [iD 1]
2 D2OIO7O430 0200070430 113MB FS1 D:DE3BSED] 3 Backup.. v _“bbrechen |
3 0201070429 0200070429 113MB FS1 IDDEIBSEDT] 7 Bsckp. Vg |
& D2OIOPO4T9 020070419 113MB FS1[D:DE3BSER] 5 Backup.. V
5 0201070416 0200070416 113MB FS1 ID:DEIBSER:] T Backup.. ¥ Duplkate |
B 201070414 0200070414 113MB FST IDDEIBSERT] 1 Backwp.. ¥

< 2
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Waéhlen Sie in der Baumstruktur der Quelle nach Bedarf die Ebenen aus,
und erweitern Sie diese, bis der entsprechende Lotus Domino-Server
angezeigt wird, der die wiederherzustellenden Objekte enthalt.
Informationen zu den einzelnen Datenbanken werden rechts im Browser
angezeigt.

Hinweis: Wenn bei der Sicherung die Lotus Domino-Option zur
Transaktionsprotokollierung in Form eines Archivs aktiviert war, wird in der
erweiterten Lotus Domino-Serverbaumstruktur als erstes das Symbol
"Transaktionsprotokoll" angezeigt. Wenn zuvor jedoch keine
Protokolldateien archiviert wurden, wird kein Symbol fur das
Transaktionsprotokoll angezeigt.

Wahlen Sie das wiederherzustellende Objekt aus, indem Sie auf die
entsprechende Markierung klicken, bis diese komplett griin angezeigt wird
(vollstandige Wiederherstellung).

Wenn die Methode zum Wiederherstellen nach Sitzung ausgewahlt wurde,
kann der Lotus Domino-Server als Ganzes wiederhergestellt werden,
indem Sie neben dem Servernamen auf die zugehoérige Markierung klicken,
bis diese gruin dargestellt wird. Um einzelne Datenbankdateien oder
Transaktionsprotokolldateien wiederherzustellen, missen diese durch
Klicken auf die entsprechende Markierung neben den einzelnen
Objektnamen ausgewahlt werden, bis deren Anzeige auf griin wechselt.

Klicken Sie mit der rechten Maustaste auf den Namen des Lotus Domino-
Servers, der die wiederherzustellenden Objekte enthélt, und wéhlen Sie
anschlieRend "Agent-Optionen”. Das Dialogfeld "Backup Agent-

Wiederherstellungsoptionen" wird gedffnet (siehe folgendes Beispiel):
T CA ARCserve Backup - [Wiederhe /] =8l x|

X Datel Schnelstart Ansicht Wi Fenster i =18l x|
Job Band DE (@ E:
TEST 2AFAFFIE2D - @ =B 7 .
@ O O | storten | oprionen Fibter | Ansicht
Quelle | Ziel | Ablautplan |
[ ) Wiedetharstelung nach Baumstiuktur B Suchen | [ vessionsiibersicht_|
B Ll v Windows-Systeme Mame [1ep [LcréBe | Diatum der letzten Anderung |
&1~ 0 B TEST-2AF4FFLEZS o [EyActivity Trends (6) 1008 kB 02,0107 0436
B0 D O [E3Administration Req... 2.06 MB 02,0107 04:36
G510 (J Letus Doming Server-test-2af4ff1ez3 o ([ Administration Req... 1.63 VB 020107 04:36
- L% Microsoft Windaws-Netzwerk o (Bagent Log 109 KB 02,0107 04:36
) f“ft NotWere-Dienste o Eanrchive Log (6) 265 KB 02,0107 04:36
15 j‘*f‘x Hotwore Suckems. o (Eiling 165 KB 02,01,07 04: 36
E jﬁ ;leég”:xs's‘fm'"e 1o (B4Bookmarks (7) 5.50 MB 02.01.07 04:36
=l lac 05 ¥-Systeme = =
B Bl M Server o (Eycatalag(7) 1.13MB 02,0107 04136
[l Ll o/t AS400-Systeme 5"
B L5/t UMS-Systeme
B L Windows 98(Me-Systeme v Wi duchihien =
I™ ‘Wiedarherstellung zu einem bestimmten Zeitpunkt
Datur [o2012007 =] Uhest [osoroo =
0k | Abbrechen | Hife [Fs1
_ 3 | pe3s
| Nummer |1
| Sitzungsnr. |11
Gesichsrt am | 02.01.07 04:36
Quellpfad WTEST-ZAF4FF1EZD
| sitzungstyp | Backup Agent
[Standardserver: TEST-2AF4FFIE2D [Doméne: TEST-2AF4FFIEZS o502
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7. Aktivieren Sie im Dialogfeld "Backup Agent-Wiederherstellungsoptionen™
die entsprechende Wiederherstellungsoption ("Wiederherstellung
durchfuhren" oder "Wiederherstellung zu einem bestimmten Zeitpunkt"),
und klicken Sie auf "OK".

Hinweis: Zum Auswahlen einer Wiederherstellung zu einem bestimmten
Zeitpunkt mussen Sie sowohl die Option "Wiederherstellung durchfuhren”
als auch die Option "Wiederherstellung zu einem bestimmten Zeitpunkt"
aktivieren. Zum Auswahlen einer vollstandigen Wiederherstellung
brauchen Sie nur die Option "Wiederherstellung durchfihren” zu
aktivieren. Die Backup Agent-Wiederherstellungsoptionen werden nur auf
einen Lotus Domino-Server angewendet, bei dem die
Transaktionsprotokollierung aktiviert ist.

8. Klicken Sie nach dem Auswéhlen der Wiederherstellungsmethode und der
Objekte im Hauptfenster des Wiederherstellungs-Managers auf die
Registerkarte "Ziel", um die gleichnamige Seite der Registerkarte
anzuzeigen.

Hinweis: Der CA ARCserve Backup Agent fur Lotus Domino bietet zwei
Zieloptionen, um die Daten entweder an den urspringlichen Positionen
wiederherzustellen (Standardoption) oder um fir die Wiederherstellung
der Daten an anderen Positionen eine entsprechende Objektbaumstruktur
zu verwenden. Daten eines Lotus Domino-Servers kdnnen am
urspringlichen Speicherort oder an einem anderen Speicherort
wiederhergestellt werden, jedoch ist die Wiederherstellung auf einem
anderen Lotus Domino-Server nicht moéglich.

Wichtig! Andern Sie den Namen des Lotus Domino-Servers nicht,
nachdem eine Sicherung durchgefuhrt wurde. Bei allen
Wiederherstellungsjobs wird immer versucht, die Einstellungen des
gesicherten Lotus Domino-Servers zu verwenden. Wenn der Name des
Lotus Domino-Servers geédndert wird, mussen Sie den
PreviouslnstanceName-Registrierungsschlissel zum Durchfuhren einer
Wiederherstellung manuell einstellen.

Hinweis: Ist der Name lhres Lotus Domino-Servers langer als 30 Zeichen,
schneidet CA ARCserve Backup automatisch die Zeichen, die das Limit von
30 Zeichen Uberschreiten, ab und ersetzt die beiden letzten Zeichen der
Zeichenfolge (29 und 30) durch 01. Ist ein weiterer Lotus Domino-Server
mit demselben Namen vorhanden, kiirzt CA ARCserve Backup auch diesen
Namen auf 30 Zeichen und ersetzt die letzten beiden Zeichen der
Zeichenfolge durch 02. Beispiel:

m Lautet der Name des Lotus Domino-Servers
"Benutzer1223334444555556666667777777" (32 Zeichen)

m  kirzt CA ARCserve Backup den Namen auf 30 Zeichen und &ndert die
letzten zwei Zeichen wie folgt:

"Benutzer12233344445555566666677701" (30 Zeichen)
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= Wenn Sie einen weiteren Lotus Domino-Server mit demselben Namen
erstellen, &ndert CA ARCserve Backup den Namen wie folgt:

"Benutzer12233344445555566666677702" (30 Zeichen)

Wahlen Sie ein Ziel fur die wiederhergestellten Daten aus. Sie kdnnen die
Daten entweder am urspriinglichen oder an einem anderen Speicherort
wiederherstellen.

a. Um Datenbankdateien am urspringlichen Speicherort
wiederherzustellen, aktivieren Sie das Kontrollkastchen "Dateien am
urspringlichen Speicherort wiederherstellen”. Im Zielfenster wird
automatisch ein Eintrag fir die Wiederherstellung der Dateien am
urspringlichen Speicherort angezeigt, wie im folgenden Beispiel

T CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] ==l x|

&} patel Schnelistart  Apsicht  Wisderharstellen Fenster e =81 x]
Jeb  Band DE (@) e

TEST-2AFAFFIEZD [ e e @ =2 P
@ @ @ Starten | Optionen  Filker Ansicht

Quelle Ziel | Ablaufplan |

¥ Dateien am urspringlichen Speicherart wiederherstellen

[<Urspriinglicher Standort> Ziel z

& Dateien am urspringlichen Speicherart wisderherstellen [ Name K [ Grone. | Datum der letzten Anderung | Erst: [ ateribute

Diese Ansicht enthalt keine Objekte zum Anzeigen.

« o
60 wiederherstellungs-Manager ]

< 112 =l
[ [Standardserver: TEST-ZAF4FFIEZD |Doméne: TEST-ZAF4FFIEZD oS08
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b. Um die Zielobjektbaumstruktur zum Wiederherstellen der
Datenbankdateien an anderen Speicherorten zu verwenden,
deaktivieren Sie das Kontrollkdstchen "Dateien am urspriinglichen
Speicherort wiederherstellen” und wahlen das Ziel fur die
Wiederherstellung der Daten aus. Nachfolgend ist ein Beispiel

dargestellt:

7 CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] =8 x]
<X Datei Schnellstart Ansicht Wiederberstelen  Fenster  Hife - (=%

@

Starten

Job  Band DE

[ 5 g 6.6 E

Optinen  Fiker

Ansicht

Quele 2 | ablaufplan |

I~ Dateien am wispriinglichen S peicherort wisderherstellen

[Vcmachine name>\dhanotest@cdomina server name> Ziel -
8 MAS-Gerver Mame [

7% Mac 0% %-Systeme
/% MetWare-Systeme Diese Ansicht enthalt keine Objekte zum Anzeigen,
g UND/Linue-Systeme
~f* AS400-Systems
/& YMS-Systeme
a7~ Windows 55/Me-Systeme
[=l-ag Windows-Systeme
-G TEST-2AF4FF1E29 { 0.0.0.0 )
- C
&
[ Lokus Doming Server-test-2afff1s29
| Microsoft SQL Server
‘% CA ARCserve Backup-Datenbark.
B Metzwerk

| raBe. [ Datum der letzten Anderung | [ Ateribute

K| |

I
3’ Wiederherstellungs-Manager }

Keine Eigenschaften verfigbar

|Standardserver: TEST-2AF4FF1EZD Doméne: TEST-ZAF4FFLEZS 0%:10
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10. Klicken Sie auf die Registerkarte "Ablaufplan”, und wéhlen Sie
entsprechend dem folgenden Beispiel in der Dropdown-Liste
"Wiederholungsmethode" die Option "Einmalig" oder die gewilinschte
Wiederholungsmethode ("Alle", "Tag(e) der Woche", "Woche(n) des
Monats", "Tag des Monats" oder "Benutzerdefiniert™) aus:

T CA ARCserve Backup - [Wiederherstellen - Unbenannt:1] _ (& x]
<% Datei Schnelstart Ansicht Wiederherstelen Fenster Hife _& x|

9 =

@
Starten | Cptionen  Filter

Job  Band DB

TEST-28F4FF1E2Y -
© 00

Ouelis | Zisl  Ablafplan |

<]

Ansicht

‘Wiederholungsmethode | Benutzerdefiniert =

Wiedstholungsinie

9] Monate] | Tanle) dertwoche
= Menetle] |, PR des Honats
05 Taglel  |Ton des bonais

=] Stunde(  EERERE
0= Minutefn) I Mittwoch
™ Donnerstag

I™ Eritag
¥ Samstag

[ [ |standardserver: TEST-2AF4FF1E2S [Doméne: TEST-ZAF4FFLIEZS [os:19
i start! J 28 ] 3172, 16.81.192\e$|E .. | [} C:\Dokumente und Ein... | ﬁﬁlBEE.pnng\nduwsu.I 5 81355,PNG - Hypersn... ||(Amll:serveﬂatku... J ‘ ‘E 05:19

11. Klicken Sie nach dem Festlegen aller Attribute fur den
Wiederherstellungsjob auf "Starten”, um den Wiederherstellungsvorgang
einzuleiten. Fur den Host, von dem Sie die Wiederherstellung ausfiihren
mdchten, wird ein Dialogfeld "Benutzername und Kennwort der Sitzung"
geodffnet.

Hinweis: Ein Sitzungskennwort ist nur erforderlich, wenn wéhrend der
Sicherung ein solches angegeben wurde.

12. Geben Sie die erforderlichen Sicherheitsinformationen fur den Zugriff
(Benutzername und Kennwort) des ausgewéhlten Server-Hosts und der
Sicherungssitzung ein (sofern zutreffend). Weitere Informationen zu
Sitzungsoptionen finden Sie in der Online-Hilfe. Fur einen lokalen
Wiederherstellungsjob sind keine Sicherheitsinformationen erforderlich.
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13. Klicken Sie auf "OK". Das Dialogfeld "Job in Warteschlange stellen™ wird
mit einer Ubersicht zum Jobtyp und zum Zielverzeichnis angezeigt. Geben
Sie in das Feld "Jobbeschreibung™ bei Bedarf eine Beschreibung des Jobs
ein.

14. Wéhlen Sie die Jobausfuhrungszeit aus, indem Sie entweder Jetzt
ausfuhren (um die Wiederherstellung sofort auszufiihren) oder Ausfiihren
am (zum Definieren eines Datums und einer Uhrzeit fur die
Wiederherstellung) auswahlen und auf "OK" klicken, um den
Wiederherstellungsjob zu tGibergeben. Der Bildschirm "Jobstatus"” mit der
Jobwarteschlange und den Jobdetails wird angezeigt. Sie kdnnen auch
detailliertere Informationen zu den Jobeigenschaften anzeigen, indem Sie
mit der rechten Maustaste auf den Servernamen klicken und Eigenschaften
auswahlen. Das Fenster "Jobeigenschaften™ wird mit den Details und dem
Status des Wiederherstellungsvorgangs angezeigt. Nachfolgend ist ein
Beispiel dargestellt:

™ CA ARCserve Backup - [Jobstatus:1] o 1= =i
gl Datei Schoelstart Ansicht Jobststus Fenster Hife i =1 |
Job  Band DB J . oo i ]
TEST-2AFAFFIEZS ~ I { @ : s = - -
D O O viefigen  Andern Heuckren  Stoppen Laschen  Akbuslisieren  Filker Diucken Fratofall
El & CA ARCserve Bacl e | dobubersicht | |
E%;S;:;F;;? Jobname [ Sicherungsserver | Jobre. | Job-ID [ status [ Ausfibrung. .. | Jobtyp [Letetes Erg... | |
Datenbankbereinigungsioh TEST-28F4FF1.., 1 1» BEREIT 02.01.2007... DE bereinigen
Epatenbankschutzioh TEST2AF4FFLL., 2 Ml AUSGESETZT  01.01.2007... SichernRo..,
] sichern [Benutzerdefiniert] TEST2AF4FFLL. 11 9 A Fermic <letztausf...  Sichern @ abgesc..,
% sichern [Benutzerdsfiniert] TEST-2AF4FFL... 13 11 ¥ FerTiG <letzt ausf...  Sichern @ pbgesc...
Ewiederherstellen am 2007-01-02  TEST-2AF4FFL.. 15 13 Dateien wie,.. ‘Wisderhers.., 0,00
[ Job-Monitor:: Jobname ="Wiederherstellen am 2007-01-02", Job-ID="13" o [=] 3]
43 Aktualisieren L Stoppen %
1 | Quelle [ Status [ Abgeschiossen | vergangene Zeit | vetbleibends Zeit | Datsien | MeMinute | v ———
Job |V TEST-2AF4FF1E29 P#Fs1, D D838, ... Datei.. 05 0 o, —
4| | | L
Statistik Ip,gtgkgn | =
Alle Jobstatusinformationen, einschlielich Master-Job und untergeardnete Jobs. =
Strieams insgesamt 1 Verarbeitele MB: 0,00
MB/Minute: Geschitzte MB: 0,98
Verarbeitete Dateien: 0 Vergangene Zeit:  0s
4 L
)L = . —
[ [Standardserver: TEST-2AF4FF1E2S Doméne: TEST-2AF4FFIEZS j05:29

[
i/ start ]@ 28 ] @\\172.15‘31‘192\‘.1 \"_:)C:\Dulmmanteunml ] 81356, png - Win... | ﬁﬁlaEE‘PNGrHyp‘.‘l 14 Unbenannt - Paint ||E(nnk[sarve B... J ‘ ‘[E 05:29

15. Nach Abschluss des Wiederherstellungsjobs wird ein Statusfenster
geodffnet, in dem der endgultige Status (“erfolgreich™ oder
"fehlgeschlagen™) des Wiederherstellungsjobs angegeben wird, wie im
folgenden Beispiel dargestellt. Klicken Sie auf "OK", um das Statusfenster
zu schlieRen.
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Wiederherstellen von Daten anhand einer Zuwachssicherung

So fuhren Sie einen kompletten Wiederherstellungsjob aus einer
vollstdndigen Sicherung anhand von Zuwachssicherungssitzungen
durch:

1. Stellen Sie alle Transaktionsprotokolle aus der vollstandigen
Sicherungssitzung wieder her.

2. Stellen Sie die Transaktionsprotokolle aus allen folgenden
Zuwachssicherungssitzungen bis zum gewunschten Zeitpunkt wieder her.

3. Stellen Sie alle Datenbankdateien (mit Ausnahme der
Transaktionsprotokolle) aus der vollstdndigen Sicherungssitzung wieder
her.

4. Stellen Sie alle Datenbankdateien (mit Ausnahme der
Transaktionsprotokolle) aus allen folgenden Zuwachssicherungssitzungen
bis zum gewulnschten Zeitpunkt wieder her.

Hinweis: Die Zuwachssicherungssitzung kann leer sein, wenn keine
archivierten Protokolldateien vorhanden sind und einem Lotus Domino-
Server mit aktivierter Option fur die Transaktionsprotokollierung in Form
eines Archivs keine neue DBIID zugewiesen wurde.

Wiederherstellen von Daten anhand einer Anderungssicherung

So fuhren Sie einen kompletten Wiederherstellungsjob aus einer
vollstandigen Sicherung anhand von Anderungssicherungssitzungen
durch:

1. Stellen Sie alle Transaktionsprotokolle aus der vollstandigen
Sicherungssitzung wieder her.

2. Stellen Sie die Transaktionsprotokolle aus der letzten
Anderungssicherungssitzung wieder her.

3. Stellen Sie alle Datenbankdateien (mit Ausnahme der
Transaktionsprotokolle) aus der vollstandigen Sicherungssitzung wieder
her.

4. Stellen Sie alle Datenbankdateien (mit Ausnahme der
Transaktionsprotokolle) aus der letzten Anderungssicherungssitzung
wieder her.

Verwenden des Agenten 49



Verwenden des Agenten zum Durchfuihren einer Wiederherstellung bei einem Systemausfall (Disaster

Recovery)

Verwenden des Agenten zum Durchflhren einer
Wiederherstellung bei einem Systemausfall (Disaster

Recovery)

Das Wichtigste, was Sie zum Minimieren der Gefahr eines Datenverlustes bei
einem Systemausfall tun kdnnen, ist, aktuelle Sicherungen aller Server und
Workstations anzulegen. Wenn Sie keine regelmafRiigen Sicherungen
durchfuhren, kann der CA ARCserve Backup Agent fur Lotus Domino lhre Lotus
Domino-Daten nach einem Systemausfall, z. B. nach dem Ausfall einer
Festplatte, nur begrenzt wiederherstellen. Erstellen Sie auf jeden Fall einen
Datentrager-Rotationsplan, damit Sie stets Uber aktuelle vollstandige
Sicherungen verfugen. Wenn es zu einem Systemausfall kommt, bietet der CA
ARCserve Backup Agent fur Lotus Domino Ihnen die Maglichkeit zum schnellen
und effizienten Wiederherstellen lhres Lotus Domino-Servers. Informationen
zum Wiederherstellen eines Windows-Systems bei einem Systemausfall finden
Sie im "Disaster Recovery Option — Benutzerhandbuch™.

Die Methode zur Verwendung des Agenten zum Durchfuhren einer
Wiederherstellung bei einem Systemausfall hangt von der Konfiguration des
Lotus Domino-Servers ab.

Durchfuhren einer Disaster Recovery bei aktivierter Transaktionsprotokollierung
in Form eines Archivs

Wenn es zu einem Systemausfall kommt und die Option zur
Transaktionsprotokollierung in Form eines Archivs aktiviert war, kdnnen Sie
die Datenbank lhres Lotus Domino-Servers anhand folgender Vorgehensweise
wiederherstellen.

So stellen Sie eine Lotus Domino-Serverdatenbank mit aktivierter
Transaktionsprotokollierung in Form eines Archivs wieder her:

1. Stellen Sie das Programmverzeichnis des Lotus Domino-Servers wieder
her, bzw. installieren Sie es neu. Eventuell muss der Server neu gestartet
werden.

Wichtig! Abhangig vom Ausmaf des Datenverlustes kann es notwendig
sein, einen neuen Lotus Domino-Server zu installieren und zu
konfigurieren. Stellen Sie sicher, dass die neue Installation genauso wie
der beschadigte Server konfiguriert ist und tber die gleiche
Verzeichnisstruktur und den gleichen Speicherort und
Protokollverzeichnispfad verfugt. Starten Sie den neuen Server zu diesem
Zeitpunkt aber noch nicht.

2. Stellen Sie die jingsten Versionen der Dateien NOTES.INI, CERT.ID und
SERVER.ID vor dem Datenverlust wieder her. Eventuell muss der Server
neu gestartet werden.
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3. Bereiten Sie das Protokollverzeichnis (LOGDIR) vor. Stellen Sie sicher,
dass das in der Datei NOTES.INI definierte Protokollverzeichnis (LOGDIR)
existiert und keine alten Dateien enthalt. Die von einer friheren
Installation moéglicherweise noch vorhandene Datei zur
Transaktionsprotokollsteuerung (NLOGCTRL.LFH) und vorhandene
Protokolldateien (.TXN) mussen entfernt werden, damit die
Wiederherstellung erfolgreich durchgefuhrt werden kann.

4. Stellen Sie die Datenbankdateien mit dem CA ARCserve Backup Agent fur
Lotus Domino im Lotus Domino-Datenverzeichnis wieder her (ohne
Transaktionsprotokoll). Aktivieren Sie die Option "Wiederherstellung
durchfuhren™ nicht.

Hinweis: Stellen Sie die Datenbankdateien zuerst unter einer
vollstandigen Sitzungssicherung und anschlielRend unter nachfolgenden
Zuwachssitzungssicherungen wieder her, oder fuhren Sie eine
Wiederherstellung aus der letzten Anderungssitzungssicherung durch.
Vergewissern Sie sich, dass die Option "Wiederherstellung durchfiihren”
deaktiviert ist.

5. Stellen Sie die archivierten Protokollereignisse wieder her. Sie kénnen die
Sicherungsdateien bis zur letzten festgeschriebenen Transaktion im zuletzt
archivierten Transaktionsprotokoll wiederherstellen.

Hinweis: Stellen Sie die Transaktionsprotokolldateien unter
nachfolgenden Zuwachssitzungssicherungen wieder her, oder fihren Sie
eine Wiederherstellung aus der letzten Anderungssitzungssicherung durch.
Unter der vollstandigen Sicherungssitzung muissen Sie keine
Protokolldateien wiederherstellen.

6. Prufen Sie das Protokollverzeichnis (LOGDIR).

a. Ist das Protokollverzeichnis leer, tberprifen Sie, ob die folgenden
Parameter in der Datei NOTES.INI eingestellt sind, und fahren Sie
anschlieBend mit Schritt 11 fort:

TRANSLOG Recreate Logctrl = 0

b. Ist das Protokollverzeichnis nicht leer, vereinfachen Sie die Erstellung
einer neuen Kontrolldatei, indem Sie die folgenden Parameter in der
Datei NOTES.INI einstellen:

TRANSLOG Recreate Logctrl =1
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10.

11.

Starten Sie den Lotus Domino-Server neu, und fahren Sie ihn anschlieBend
wieder herunter.

Deaktivieren Sie das Erstellen einer neuen Steuerungsdatei, indem Sie in
der Datei NOTES.INI den Parameterwert folgendermaRen andern:

TRANSLOG Recreate Logctrl = 0

Hinweis: Alternativ dazu kénnen Sie auch das Erstellen einer neuen
Kontrolldatei deaktivieren, indem Sie den folgenden Parameter aus der
Datei NOTES.INI entfernen:

TRANSLOG Recreate Logctrl =1

Wenn auch gemeinsam verwendete Mails wiederhergestellt werden
mussen, gehen Sie vor dem Wiederherstellen der gemeinsam verwendeten
Mails folgendermalRen vor:

a. Starten Sie den Lotus Domino-Server.
b. Schalten Sie die gemeinsam verwendeten Mails offline.
c. Fahren Sie den Lotus Domino-Server herunter.

Hinweis:Der Lotus Domino-Server muss heruntergefahren werden, bevor
Sie Datenbankdateien wiederherstellen.

Um die Datenbankdateien wiederherzustellen, stellen Sie diese mit dem CA
ARCserve Backup Agent fur Lotus Domino im Verzeichnis der Lotus
Domino-Datenbank wieder her, aktivieren nun aber die Option
"Wiederherstellung durchfihren™.

Hinweis: Stellen Sie die Datenbankdateien zuerst unter einer
vollstandigen Sitzungssicherung und anschlielend unter folgenden
Zuwachssitzungssicherungen wieder her, sofern nach dieser
Zuwachssicherung archivierte Protokolldateien gesichert wurden. Es ist
nicht erforderlich, die Datenbankdateien unter der
Anderungssitzungssicherung wiederherzustellen.

Starten Sie den neuen Lotus Domino-Server. Wenn die Wiederherstellung
abgeschlossen ist, kann der Lotus Domino-Server unbedenklich gestartet
werden, und Server-Tasks und -Funktionen kénnen ausgefiihrt werden.
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Durchfuhren einer Disaster Recovery bei aktivierter Umlaufprotokollierung fur

Transaktionen

Wenn es zu einem Systemausfall kommt und die Option zur
Umlaufprotokollierung fur Transaktionen aktiviert war, kbnnen Sie die
Datenbanken lhres Lotus Domino-Servers anhand folgender Vorgehensweise
wiederherstellen.

So stellen Sie eine Lotus Domino-Serverdatenbank mit aktivierter
Umlaufprotokollierung wieder her:

1.

Stellen Sie das Programmverzeichnis des Lotus Domino-Servers wieder
her, bzw. installieren Sie es neu. Eventuell muss der Server neu gestartet
werden.

Wichtig! Abhangig vom Ausmalf des Datenverlustes kann es notwendig
sein, einen neuen Lotus Domino-Server zu installieren und zu
konfigurieren. Stellen Sie sicher, dass die neue Installation genauso wie
der beschadigte Server konfiguriert ist und Uber die gleiche
Verzeichnisstruktur und den gleichen Speicherort und
Protokollverzeichnispfad verfugt. Starten Sie den neuen Server zu diesem
Zeitpunkt aber noch nicht.

Stellen Sie die jungsten Versionen der Dateien NOTES.INI, CERT.ID und
SERVER.ID vor dem Datenverlust wieder her. Eventuell muss der Server
neu gestartet werden.

Bereiten Sie das Protokollverzeichnis (LOGDIR) vor. Die von einer frUheren
Installation moéglicherweise noch vorhandene Datei zur
Transaktionsprotokollsteuerung (NLOGCTRL.LFH) und vorhandene
Protokolldateien (.TXN) miuissen entfernt werden, damit die
Wiederherstellung erfolgreich durchgefuhrt werden kann.

Legen Sie das Erstellen einer neuen Steuerungsdatei fest, indem Sie in der
Datei NOTES.INI folgenden Parameter einstellen:

TRANSLOG_PATH = LOGDIR

Stellen Sie die Datenbankdateien mit dem CA ARCserve Backup Agent fir
Lotus Domino im Lotus Domino-Datenverzeichnis wieder her. Aktivieren
Sie die Option "Wiederherstellung durchfihren" nicht.

Starten Sie den neuen Lotus Domino-Server. Wenn die Wiederherstellung
abgeschlossen ist, kann der Lotus Domino-Server unbedenklich gestartet
werden, und Server-Tasks und -Funktionen kdnnen ausgefihrt werden.
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Durchfuhren einer Disaster Recovery bei deaktivierter
Transaktionsprotokollierung

Wenn es zu einem Systemausfall kommt und die Option zur
Transaktionsprotokollierung nicht aktiviert war, kénnen Sie die Datenbanken
lhres Lotus Domino-Servers anhand folgender Vorgehensweise
wiederherstellen:

So stellen Sie eine Lotus Domino-Datenbank ohne aktivierte
Umlaufprotokollierung wieder her:

1. Stellen Sie das Programmverzeichnis des Lotus Domino-Servers wieder
her, bzw. installieren Sie es neu. Eventuell muss der Server neu gestartet
werden.

Wichtig! Abhangig vom Ausmalf des Datenverlustes kann es notwendig
sein, einen neuen Lotus Domino-Server zu installieren und zu
konfigurieren. Stellen Sie sicher, dass die neue Installation genauso wie
der beschadigte Server konfiguriert ist und Uber die gleiche
Verzeichnisstruktur und den gleichen Speicherort und
Protokollverzeichnispfad verfugt. Starten Sie den neuen Server zu diesem
Zeitpunkt aber noch nicht.

2. Stellen Sie die jungsten Versionen der Dateien NOTES.INI, CERT.ID und
SERVER.ID vor dem Datenverlust wieder her. Eventuell muss der Server
neu gestartet werden.

3. Starten Sie den CA ARCserve Backup Agent RPC-Server neu.

Hinweis: Der Lotus Domino-Server muss heruntergefahren werden, bevor
Sie Datenbankdateien wiederherstellen.

4. Stellen Sie die Datenbankdateien mit dem CA ARCserve Backup Agent fir
Lotus Domino im Lotus Domino-Datenverzeichnis wieder her.

5. Starten Sie den neuen Lotus Domino-Server. Wenn die Wiederherstellung
abgeschlossen ist, kann der Lotus Domino-Server unbedenklich gestartet
werden, und Server-Tasks und -Funktionen kdnnen ausgefihrt werden.
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Anhang A: Fehlerbehebung

Der CA ARCserve Backup Agent fir Lotus Domino enthalt ein
Aktivitatsprotokoll, in dem Informationen zum Status der einzelnen
Sicherungs- und Wiederherstellungsjobs aufgefihrt werden. Bei Windows NT-,
Windows 2000- und Windows 2003-Plattformen befindet sich die Backup
Agent-Protokolldatei (DBANOTES.LOG) im Stammverzeichnis des CA ARCserve
Backup Agent fur Lotus Domino. Werden in den CA ARCserve Backup-
Jobprotokollen Fehler gemeldet, missen Sie das Protokoll des Agenten
Uberprifen, um weitere Informationen Uber die Fehler zu erhalten.

Dieses Kapitel enthélt folgende Themen:

Aktivieren der Debug-Option (auf Seite 55)
Allgemeine Fehlermeldungen (auf Seite 57)

Aktivieren der Debug-Option

Der CA ARCserve Backup Agent fur Lotus Domino kann konfiguriert werden,
um weitere Debug-Informationen zu erfassen. Diese Konfiguration erfolgt Uber
den Registrierungs-Editor durch Aktivieren der Debug-Option und Einstellen
des entsprechenden Parameterwertes. Wenn die Debug-Option aktiviert ist,
erzeugt das Programm Verfolgungsdateien (im entsprechenden
Arbeitsverzeichnis). Der Name der Verfolgungsdatei lautet
DBANOTES@SEVERNAME.TRC, wobei es sich bei dem Servernamen um den
tatsachlichen Namen des ausgewahlten Lotus Domino-Servers handelt. Zum
Beispiel wird fur "server213" die Verfolgungsdatei
DBANOTES@SERVER213.TRC erzeugt.

Der Debug-Parameter kann eingestellt werden, um die Debug-Ebene oder den
Umfang der erzeugten Verfolgungsdateien festzulegen. Diese
Verfolgungsdateien kénnen alle Hinweise, Warnungen und Fehler enthalten,
die bei der Ausfihrung von CA ARCserve Backup auftreten. Die
Verfolgungsdateien kénnen verwendet werden, um die Mitarbeiter des
Technischen Supports von CA bei der Fehlerbehebung zu unterstutzen.
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So aktivieren Sie die Debug-Option und stellen den Parameterwert ein:

1.

Offnen Sie im Registrierungs-Editor das Verzeichnis
DBANOTES@SERVERNAME fur den entsprechenden Lotus Domino-Server.

Doppelklicken Sie auf die Option "debug:REG_DWORD". Das Dialogfeld
"DWORD-Editor" wird gedffnet. Nachfolgend ist ein Beispiel dargestellt:

¢ Registrierungs-Editor =181
Registrierung Bearbelten Ansicht  Favoriten 7
1 Adobe =] [Mame [Ty [ wert
(3 Classes [aB] (Standard) REG_SZ (Werk nichk gesetzt)
e dlents 2] buildrumber REG_SZ 3776
-] Computerhssociates [s5]CoKey REG_SZ HNTY-H1 4900 XKOIM-RIEGC
L3 aert 28] debug REG_DWORD 000000000 (1)
' ?_i‘lg:‘;t:’ ARCserve Backup 8] dI REG_S2 C:\ProgrammelCAlBrightstar ARCeerve Backup Agert ...
&3 Diagnostic |dsaob!ect1 REG_SZ serverid
{1 DiscoveryImplementationist dsaobject2 REG_S2
(21 DiscoveryTable ]em REG_DWORD 0x00000003 (3)
£ 0 DSAgent ft]es REG_BINARY 39 60 81 a4 42 82 1 2 63 b7 44 2F 44 81 4F da
52 Currentversion BE]ExcludeFile REG_DWORD 0x00000001 (1)
S agert 28] name REG_SZ Lotus Domino Server-DOMINGE
: 423 dbanotes@DOMINGS [|natesDatsPath  REG_SZ CilLotusiDaminiDats)
-] feature far Dir REG_52 CiLotusiDominag
(3 path [at i REG_S2 C:\LotusiDominol
-2 Products [ab]er .. REG_SZ
(0 smartReaction @&)pradsubtype REG_DWORD 000000003 (3)
(3 virkerMzpTable [R¥]secondaryServer  REG_DWORD 000000000 (1)
g iGateway ([2]security REG_DWORD 000000000 (1)
a ‘”“‘:5”;5 server REG_SZ Lokus Dorine Server
= :-Tec nolagy [2B]tvpe REG_52 database
-7 License
3 regetenT [aB]version REG_S5Z 1.5
{1 ScanEngine
88 RST‘:L”S”&M DWORD-Werk bearbeiten 2]
-2 RasperskyLab Name:
(0 Lotus [t
(0 MeAfes
-2 Microsoft Wt
2] 8 Hico Mak Computing l—g & Hexadezimal
-0 C0BC
-
(21 Policies [z
{1 Program Groups
- seaure fbbrechen
-] Techsmith
(2] Voice
63 (2 Windows 3.1 Migration Status
{0 SYSTEM

-] HKEY_USERS
#-(2] HKEY_CURRENT_CONFIG

ArbeitsplatziHKEY_LOCAL_MACHINE\SOF TWARE\Computer Associates\BrightStor ARCserve Backup|DSAgentiCurrent¥ersioniagentidbanates@Do

Stellen Sie den Debug-Parameterwert auf 2 ein, um detaillierte
Verfolgungsdateien zu erzeugen.

Hinweis: Wenn der Debug-Parameterwert auf 1 eingestellt ist, werden
allgemeine Verfolgungsdateien erzeugt. Ist der Debug-Parameterwert auf
0 eingestellt, werden keine Verfolgungsdateien erzeugt.

Klicken Sie auf "OK".
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Allgemeine Fehlermeldungen

E8601

Dieser Abschnitt enthélt allgemeine Informationen zur Fehlerbehebung fir den
CA ARCserve Backup Agent fir Lotus Domino auf Windows NT-, Windows
2000- und Windows 2003-Plattformen.

Verbindung zu Agent konnte nicht hergestellt werden. (AGENT =
Agentenname, FC = Fehlermeldung oder -code)

Ursache: 1

Der CA ARCserve Backup Agent-RPC-Server wird auf dem Zielserver nicht
ausgefiuhrt.

Aktion: 1

Stellen Sie sicher, dass der CA ARCserve Backup Agent-RPC-Server auf dem
Zielserver ausgefuhrt wird.

Ursache: 2

Der Zieldatenbankserver wurde angehalten oder auf ihn kann nicht zugegriffen
werden.

Aktion: 2

Stellen Sie sicher, dass der Zieldatenbankserver auf dem Zielserver ausgefiihrt
wird oder der Zieldatenbankserver fehlerfrei online geschaltet werden kann.
Ursache: 3

Der Zielserver ist mdglicherweise nicht tiber das Netzwerk erreichbar.

Aktion: 3

Uberpriifen Sie alle Netzwerkverbindungen.
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Ursache: 4

Windows-Fehler 1326: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil ein falscher Benutzername oder ein falsches Kennwort
eingegeben wurde, oder der Benutzername wurde ohne ID fir den Domanen-
oder Rechnernamen eingegeben. Diese ID ist jedoch fur diesen bestimmten
Benutzer auf dem Zielrechner erforderlich.

Aktion: 4

Uberpriifen Sie den Benutzernamen und das Kennwort fur die
Rechneranmeldung. Geben Sie eine Doméanen-ID fiir den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fur einen Doméanenbenutzer:

Domane\Benutzername

Ursache: 5

Windows-Fehler 1385: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der angegebene Benutzer nicht gentigend Rechte zum
Durchfihren einer Sicherung hat.

Aktion: 5

Priufen Sie, ob der Benutzer unter den lokalen Sicherheitsrichtlinien des
Datenbankservers Uber das Recht zum Sichern von Dateien und
Verzeichnissen verfiigt oder Mitglied einer Gruppe ist, die Uber dieses Recht
verfiigt. Dieses Recht haben normalerweise die Gruppen der Administratoren
und der Sicherungsoperatoren.

Ursache: 6

Windows-Fehler 1387: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der Benutzername oder das Kennwort fehlt.

Aktion: 6

Uberpriifen Sie den Benutzernamen und das Kennwort fur die
Rechneranmeldung. Geben Sie eine Domé&nen-ID fur den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fur einen Doméanenbenutzer:

Domane\Benutzername
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Ursache: 7

Windows-Fehler 1314: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der CA ARCserve Backup Agent-RPC-Server als Benutzer
ausgefuhrt wird, dessen Berechtigungen nicht zum Anmelden bei Windows
ausreichen.

Aktion: 7

Uberpriifen Sie in der Systemsteuerung unter "Dienste" (Windows NT) oder
unter "Verwaltung" > "Dienste" (Windows 2000, Windows XP oder Windows
2003), ob der CA ARCserve Backup Agent-RPC-Server als Lokales System oder
als Benutzer ausgefiihrt wird, der Mitglied der Gruppe der
Sicherungsoperatoren ist.

Wird der CA ARCserve Backup Agent-RPC-Server als Benutzer ausgefuhrt, der
Mitglied der Gruppe der Sicherungsoperatoren ist, vergewissern Sie sich, dass
diese Gruppe unter den lokalen Sicherheitsrichtlinien des Datenbank-Host-
Servers Uber das Recht "Als Teil des Betriebssystems handeln™ verfugt.

Hinweis: Hinweise zum Uberpriifen der Anmeldeinformationen des Host-
Servers fur Datenbanksicherungen auf einem NAS-Geréat oder freigegebenen
Netzwerkgerat finden Sie im Kapitel "Verwenden des Agenten" unter
"Vorbereiten einer Sicherung".

Ursache: 8

Eventuell konnte die DLL des Agenten nicht in den Arbeitsspeicher geladen
werden, weil nicht gentigend Speicher zur Verfugung steht, die Agent-DLL
nicht im Stammverzeichnis des Agenten vorhanden ist oder der DLL-Pfad in
der Registrierung falsch ist.

Aktion: 8
Vergewissern Sie sich, dass der Zielserver Uber ausreichend freien
Speicherplatz verfugt.

Ursache: 9

Beim Zugriff auf die Datei NOTES.INI tritt ein Fehler auf.

Aktion: 9

Uberpriifen Sie den Registrierungsschliissel "NotesIniDir" unter "CA", "CA
ARCserve Backup”, "DSAgent", "CurrentVersion", "agent",
"dbanotes@servername". Stellen Sie sicher, dass der Pfad gultig und ein

Zugriff méglich ist.
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E8602

Ursache: 10
Beim Starten der Datei DBANOTESAG.EXE tritt ein Fehler auf.

Aktion: 10

Uberpriifen Sie im Task-Manager, ob die entsprechende Datei
DBANOTESAG.EXE ausgefuhrt wird. Prufen Sie, ob der Lotus Domino-Server
ordnungsgemald ausgefuhrt wird oder ob er offline gestartet werden kann.
Starten Sie den CA ARCserve Backup Agent-RPC-Server neu.

Von Datenbank konnte nicht gelesen werden. (DB-NAME =
Objektname, FC = Fehlermeldung oder -code)
Ursache: 1

Es ist ein interner Fehler oder ein Kommunikationsfehler aufgetreten, als der
Agent ein Sicherungsobjekt vom Datenbankserver oder vom Datenbankserver
in CA ARCserve Backup lesen wollte.

Aktion: 1

Fuhren Sie auf dem Server, auf dem der Agent ausgefuhrt wird, folgende
Schritte durch:

1. Vergewissern Sie sich, dass der Datenbank-Agent ausgefuhrt wird.

2. Stellen Sie sicher, dass keine anderen Sicherungs- oder
Wiederherstellungsjobs auf der Datenbankinstanz ausgefuihrt werden, die
Sie zu sichern versuchen.

3. Starten Sie den Backup Agent-RPC-Server-Dienst neu.
4. Ubergeben Sie den Sicherungsjob erneut.

Wenn das Problem wiederholt auftritt, Uberpriufen Sie die
Netzwerkverbindungen. Bleibt das Problem bestehen, setzen Sie sich mit dem
Technischen Support von CA in Verbindung.

Ursache: 2

Ein Netzwerkfehler ist aufgetreten.

Aktion: 2

Prufen Sie alle netzwerkrelevanten Probleme, wie beispielsweise inkonsistente
Kommunikation, Zeitliiberschreitungen, Treiber und alle Einstellungen der
Netzwerk-Hardware.
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E8603

Ursache: 3

Das Laufwerk mit dem Lotus Domino-Datenverzeichnis ist nicht freigegeben.

Aktion: 3

Greifen Sie mit dem Windows-Explorer auf das Dialogfeld fur die
Freigabeeigenschaften fur das Laufwerk zu, das das Lotus Domino-
Datenverzeichnis enthalt, und stellen Sie sicher, dass das Laufwerk
freigegeben ist.

In Datenbank konnte nicht geschrieben werden. (DB-NAME =
Objektname, FC = Fehlermeldung oder -code)

Ursache: 1

Dieser Fehler tritt auf, wenn der Agent Daten-Streams auf dem
Datenbankserver von CA ARCserve Backup in ein Zielobjekt (DB-NAME =
Objektname) schreibt.

Aktion: 1

Entnehmen Sie die Einzelheiten der Protokolldatei des Agenten.

Ursache: 2

Eine Zuwachssicherungs- oder Anderungssicherungssitzung eines
Lotus Domino-Servers konnte nicht wiederhergestellt werden.

Aktion: 2

Stellen Sie die letzte mit der Option "Vollstandige Sicherung" erstellte
Sicherungssitzung wieder her, bevor Sie eine Zuwachs- oder Anderungssitzung
wiederherstellen.

Ursache: 3

Online-Wiederherstellung nicht maglich, Datenbank wird verwendet. Dieser
Fehler bezieht sich auf eine Freigabeverletzung und zeigt an, dass die
Datenbank getffnet ist.

Aktion: 3

Wenn der Fehler erneut auftritt, warten Sie etwa 30 Minuten, bevor Sie den
Wiederherstellungsjob erneut Ubergeben. Wenn das Problem dadurch nicht
behoben wurde, sollten Sie in Erwagung ziehen, den Lotus Domino-Server zu
beenden und die Datenbank offline wiederherzustellen. Gemeinsam
verwendete Mail muss vor dem Wiederherstellen vom Lotus Domino-
Administrator offline geschaltet werden.
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Ursache: 4

Der Agent konnte keine Named Pipe-Verbindung zur Schnittstelle des CA
ARCserve Backup-Managers herstellen.

Aktion: 4

Fuhren Sie auf dem Server, auf dem der Agent ausgefuhrt wird, folgende
Schritte durch:

1. Starten Sie den Backup Agent-RPC-Server-Dienst neu.

2. Deaktivieren Sie, sofern mdglich, Ihre Antiviren-Software, um
festzustellen, ob diese den Konflikt verursacht, und deaktivieren Sie die
Named Pipe-Untersuchung, um mdgliche Konflikte zu vermeiden.

3. Trennen Sie die Verbindung aller offener Freigaben mit dem Agenten-
Rechner (nach Name oder IP), und fuhren Sie die Sicherung erneut aus.
Um die Verbindung zwischen offenen Freigaben und dem Rechner, auf
dem CA ARCserve Backup-Manager installiert ist, zu trennen, klicken Sie
mit der rechten Maustaste auf "Arbeitsplatz" und wahlen "Netzlaufwerk
trennen” aus, oder geben Sie den Befehl "net use" an der Befehlszeile ein.

Sicherung konnte nicht gestartet werden (DB-NAME = Objektname, FC
= Fehlermeldung oder -code)

Ursache: 1

Windows-Fehler 1326: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil ein falscher Benutzername oder ein falsches Kennwort
eingegeben wurde, oder der Benutzername wurde ohne ID fir den Doméanen-
oder Rechnernamen eingegeben. Diese ID ist jedoch fur diesen bestimmten
Benutzer auf dem Zielrechner erforderlich.

Aktion: 1

Uberpriifen Sie den Benutzernamen und das Kennwort fur die
Rechneranmeldung. Geben Sie eine Doméanen-ID fir den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fur einen Doméanenbenutzer:

Domane\Benutzername
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Ursache: 2

Windows-Fehler 1385: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der angegebene Benutzer nicht gentigend Rechte zum
Durchfihren einer Sicherung hat.

Aktion: 2

Priufen Sie, ob der Benutzer unter den lokalen Sicherheitsrichtlinien des
Datenbankservers tUber das Recht zum Sichern von Dateien und
Verzeichnissen verfiigt oder Mitglied einer Gruppe ist, die Uber dieses Recht
verfiigt. Dieses Recht haben normalerweise die Gruppen der Administratoren
und der Sicherungsoperatoren.

Ursache: 3

Windows-Fehler 1387: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der Benutzername oder das Kennwort fehlt.

Aktion: 3

Uberpriifen Sie den Benutzernamen und das Kennwort fur die
Rechneranmeldung. Geben Sie eine Domé&nen-ID fur den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fur einen Doméanenbenutzer:

Domane\Benutzername

Ursache: 4

Windows-Fehler 1314: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der CA ARCserve Backup Agent-RPC-Server als Benutzer
ausgefuhrt wird, dessen Berechtigungen nicht zum Anmelden bei Windows
ausreichen.

Aktion: 4

Uberpriifen Sie in der Systemsteuerung unter "Dienste” (Windows NT) oder
unter "Verwaltung" > "Dienste" (Windows 2000, Windows XP oder Windows
2003), ob der CA ARCserve Backup Agent-RPC-Server als Lokales System oder
als Benutzer ausgefuhrt wird, der Mitglied der Gruppe der
Sicherungsoperatoren ist.

Wird der CA ARCserve Backup Agent-RPC-Server als Benutzer ausgefihrt, der
Mitglied der Gruppe der Sicherungsoperatoren ist, vergewissern Sie sich, dass
diese Gruppe unter den lokalen Sicherheitsrichtlinien des Datenbank-Host-
Servers Uber das Recht "Als Teil des Betriebssystems handeln™ verfugt.

Hinweis: Hinweise zum Uberprifen der Anmeldeinformationen des Host-
Servers fur Datenbanksicherungen auf einem NAS-Gerat oder freigegebenen
Netzwerkgerat finden Sie im Kapitel "Verwenden des Agenten™ unter
"Vorbereiten einer Sicherung".
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Ursache: 5

Sicherung einer aktuell gesicherten Datenbank fehlgeschlagen.

Aktion: 5

Dieser Fehler deutet darauf hin, dass die Datenbankdatei von einer
Anwendung gesperrt wurde. Planen Sie zum Vermeiden des Konflikts einen der
Sicherungsjobs neu, wenn zwei CA ARCserve Backup-Manager versuchen,
dieselbe Lotus Domino-Datenbank gleichzeitig zu sichern. Ansonsten muissen
Sie mdglicherweise den Lotus Domino-Server wiederherstellen.

Ursache: 6
Zwei CA ARCserve Backup-Manager versuchen, dieselbe Lotus Domino-
Datenbank gleichzeitig zu sichern.

Aktion: 6

Planen Sie einen der Sicherungsjobs neu, um den Konflikt zu vermeiden.

Ursache: 7

Lotus Domino-Datenbank oder -Verzeichnis konnte nicht getffnet werden. ID-
Datei kann nicht gedffnet werden.

Aktion: 7

Stellen Sie sicher, dass die richtige Server-1D-Datei (normalerweise
SERVER.ID) verwendet wird. Konfigurieren Sie den CA ARCserve Backup Agent
fur Lotus Domino gegebenenfalls neu. Weitere Informationen zum
Konfigurieren des Agenten finden Sie im Kapitel "Installieren des Agenten”
unter "Konfigurieren von Zugriffsrechten fir den Server".
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Wiederherstellung konnte nicht gestartet werden (DB-NAME =
Objektname, FC = Fehlermeldung oder -code)

Ursache: 1

Windows-Fehler 1326: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil ein falscher Benutzername oder ein falsches Kennwort
eingegeben wurde, oder der Benutzername wurde ohne ID fir den Doméanen-
oder Rechnernamen eingegeben. Diese ID ist jedoch fur diesen bestimmten
Benutzer auf dem Zielrechner erforderlich.

<s>1

Uberpriifen Sie den Benutzernamen und das Kennwort fur die
Rechneranmeldung. Geben Sie eine Doméanen-ID fir den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fur einen Doméanenbenutzer:

Domane\Benutzername

Ursache: 2

Windows-Fehler 1385: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der angegebene Benutzer nicht gentiigend Rechte zum
Durchfuhren einer Wiederherstellung hat.

<s> 2

Prufen Sie, ob der Benutzer unter den lokalen Sicherheitsrichtlinien des
Datenbankservers Uber das Recht zum Wiederherstellen von Dateien und
Verzeichnissen verflugt oder Mitglied einer Gruppe ist, die Uber dieses Recht
verflgt. Dieses Recht haben normalerweise die Gruppen der Administratoren
und der Sicherungsoperatoren.

Ursache: 3

Windows-Fehler 1387: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der Benutzername oder das Kennwort fehlt.

<s>3

Uberprifen Sie den Benutzernamen und das Kennwort fiir die
Rechneranmeldung. Geben Sie eine Doméanen-ID fir den Benutzernamen an,
der zum Anmelden bei der Datenbank verwendet wird. Verwenden Sie
folgendes Format fir einen Doméanenbenutzer:

Domane\Benutzername
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Ursache: 4

Windows-Fehler 1314: Der Authentifizierungsfehler des Rechners ist eventuell
aufgetreten, weil der CA ARCserve Backup Agent-RPC-Server als Benutzer
ausgefuhrt wird, dessen Berechtigungen nicht zum Anmelden bei Windows
ausreichen.

<s> 4

Prufen Sie in der Systemsteuerung unter "Dienste” (Windows NT) oder unter
"Verwaltung" > "Dienste"” (Windows 2000, Windows XP oder Windows 2003),
ob der CA ARCserve Backup Agent-RPC-Server als Lokales System oder als
Benutzer ausgefuhrt wird, der Mitglied der Gruppe der Sicherungsoperatoren
ist.

Wird der CA ARCserve Backup Agent-RPC-Server als Benutzer ausgefuhrt, der
Mitglied der Gruppe der Sicherungsoperatoren ist, vergewissern Sie sich, dass
diese Gruppe unter den lokalen Sicherheitsrichtlinien des Datenbank-Host-
Servers Uber das Recht "Als Teil des Betriebssystems handeln™ verfugt.

Hinweis: Hinweise zum Uberpriifen der Anmeldeinformationen des Host-
Servers fur Datenbanksicherungen auf einem NAS-Geréat oder freigegebenen
Netzwerkgerat finden Sie im Kapitel "Verwenden des Agenten" unter
"Vorbereiten einer Sicherung".

Wiederherstellung konnte nicht beendet werden (DB-NAME =
Objektname, FC = Fehlermeldung oder -code)
Ursache: 1

Der Agent konnte den Datenbankserver nach einem Wiederherstellungsjob
nicht wiederherstellen. Dies ist ein weiterer Hinweis darauf, dass ein interner
Fehler des Agenten oder Datenbankservers aufgetreten ist.

Aktion: 1

Entnehmen Sie die Einzelheiten der Protokolldatei des Agenten.

Ursache: 2

Wiederherstellung und Zuriickgewinnung zu einem bestimmten Zeitpunkt
fehlgeschlagen. Protokolldatei zur Durchfihrung der Wiederherstellung
erforderlich.

Aktion: 2

Stellen Sie zuerst die erforderliche Transaktionsprotokolldatei wieder her, und
fuhren Sie anschlielend die Zuriickgewinnung zu einem bestimmten Zeitpunkt
erneut durch.
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Ursache: 3

Bei der Datenbank handelt es sich nicht um die neueste Kopie.

Aktion: 3

Die Datenbankdatei DBIID wurde geandert. Eine Wiederherstellung zu einem
bestimmten Zeitpunkt ist bei Vorliegen dieses Fehlers nicht moglich. Bei jeder
Anderung der Datei DBIID sollte sofort ein vollstandiger Sicherungsjob geplant
werden.

Ursache: 4
Die Sicherung war alter als die angegebene Wiederherstellung zu einem
bestimmten Zeitpunkt.

Aktion: 4

Stellen Sie sicher, dass das Datum und die Uhrzeit fur die Wiederherstellung
zu einem bestimmten Zeitpunkt korrekt eingestellt sind. Die
Wiederherstellungsoption wird im Dialogfeld "Backup Agent-
Wiederherstellungsoptionen" angezeigt. Um auf dieses Dialogfeld zuzugreifen,
wahlen Sie den entsprechenden Lotus Domino-Server aus, klicken mit der
rechten Maustaste und wé&hlen "Agent-Option".

Datenbanken konnten nicht aufgezahlt werden.

Ursache:

Dieser Fehler zeigt an, dass der Lotus Domino-Server nicht ausgefuhrt wird.

Aktion:

Starten Sie den Lotus Domino-Server.
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