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Chapter 1: Introduction to CA IDMS VSAM
Transparency

Overview

This section contains the followingtopics:

Overview (see page 9)

Data Access Method Conversion Process (see page 10)
Integration with CA IDMS/DB (see page 11)
Implementation (see page 13)

General Architecture (see page 13)

Operating Requirements (see page 14)

What is CA IDMS VSAM Transparency?

CA IDMS VSAM Transparencyis a programinterfacethat allows VSAM-based
applicationstoaccess and update an CA IDMS/DB database. Through CA IDMS VSAM
Transparency, users can execute the followingagainst CAIDMS/DB data:

m  Batch VSAM programs
m  CICS VSAM programs

m  VSAM-based packaged software programs

Because CA IDMS VSAM Transparency supports all commonly used VSAM features,
modification or recompilation of the VSAM applicationisgenerally notrequired.

CA IDMS VSAM Transparency provides an easy and efficientway to migrate from a
non-CA IDMS/DB filestructureto CA IDMS/DB. CA IDMS VSAM Transparency allows you
to:

m  Run oldVSAM applications and new CA IDMS/DB programs againstthe same
database. This allows the conversionto CA IDMS/DB technology to occur gradually
and without loss of investment in existing application systems.

®m  Runthe same VSAM application againstboth the CA IDMS/DB databaseand VSAM
files. This prevents the disruption of normal data processing procedures duringthe
migration process.

Chapter 1: Introduction to CAIDMS VSAM Transparency 9



Data Access Method Conversion Process

About This Chapter

This chapter provides introductory information on the following:

m  How CA IDMS VSAM Transparency converts and integrates data to an CA IDMS/DB
format

m How CA IDMS VSAM Transparency processes requests usingcontrol information
m  The general architecture of CA IDMS VSAM Transparency

m  CAIDMS VSAM Transparency operating requirements

Data Access Method Conversion Process

Conventional Access Method

The followingdiagramillustrates theconventional access method conversion process.
Typically, conversion fromone data access method to another requires simultaneous
conversion of application programs and data files.

Old application Converted

programs - application
b e programs
PN
e N
- ~ A
- Al
N . 1 1
[ A |
: o New
I Oold - Converted application
1
! data o data programs
I files L files
P
N ;
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Integration with CAIDMS/DB

CA IDMS VSAM Transparency Access Method

The followingdiagramillustrates theaccess method conversion process with CA IDMS
VSAM Transparency. Existing VSAM applicationscanrunas theyare against CAIDMS/DB
files.Only the data must be converted to CA IDMS/DB format, not the programs.

VSAM
application
programs

CA-IDMS/VSAM

CA-OLQ

CA-ICMS

ASF

CA-IDMS/DB CA-ADS
database

Intedration with CA IDMS/DB

CA IDMS VSAM Transparency is totally integrated into the regular CA IDMS/DB
environment. This integration allows access to the following databaseservices and

facilities:

m  CA IDMS/DB central version (CV) and local mode operations
m  Integrated data dictionarycontrol

m  Record locking

m  Automatic recovery

= Journaling

m  Batch application execution

m  CICS onlineapplication execution

Chapter 1: Introduction to CAIDMS VSAM Transparency 11



Integration with CAIDMS/DB

m  Concurrent access to data by multiple programs that run simultaneously

m  CA application development tools, such as CA ADS, CA OLQ, CA ICMS, and the
Automatic System Facility (ASF)

Translating Requests

The interface between VSAM application programs and the CA IDMS/DB database
depends on user-defined control information. This information establishes a
correspondence between the data viewed by the VSAM program and the database
structures defined in the CA IDMS/DB schema. At run time, CA IDMS VSAM
Transparency uses the control information to translate VSAM processingrequests into
CA IDMS/DB databasecalls.

Processing Requests

Requests pass between the VSAM application and the databaseas follows:

1. CAIDMSVSAM Transparency accepts processingrequests from the calling program.

2. CAIDMS VSAM Transparency converts processing requests to CA IDMS/DB calls.

3. CA IDMS/DB accesses thedatabaseand performs requested updates and retrievals.

4. CA IDMS VSAM Transparency returns status information and data (as appropriate)
in VSAM format to the application program.

Flow Diagram

The followingdiagramillustrates how CA IDMS VSAM Transparency processes VSAM
requests againstan CAIDMS/DB database.CAIDMS VSAM Transparency acts as a
translator between VSAM and CA IDMS/DB, allowing VSAM application programs to
access an CAIDMS/DB database.

VSAM | | CA-IDMS/DB
CA-IDMS/VSAM CA-IDMS/DB database

program -
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Implementation

Database Environment

The CA IDMS/DB databaseusedinthe CA IDMS VSAM Transparency environment is a
standard CA IDMS/DB databasethat can be used by other CA IDMS VSAM Transparency
and CA IDMS/DB applications. Physical database detailssuch as areas, record location
modes, set orders, andindexingare transparentto the application program.You can
change the physical databasedetails to providefor better run-time performance
without affectingthe application programor the control information used to describe
VSAM and CA IDMS/DB correspondences.

Note that the Mixed Page Group Binds Allowed feature may not be used with CA IDMS
VSAM Transparency.

Implementation

To implement CA IDMS VSAM Transparency, followthese steps:

1. Prepare the database by followingthe procedures detailedin CA IDMS Database
Administration Guide.

2. Transfer data from VSAM files to the CA IDMS/DB database by usingthe CA IDMS
VSAM Transparency migration utility. This utilityisdescribed in Runtime
Operations.

3. Prepare the control tables that will be used by CA IDMS VSAM Transparency at
runtime. Instructions on preparingcontrol tables are presented in Preparing Control
Information.

4. Modify the application JCL. Sample JCL is presented in Chapter 5, Runtime
Operations.

General Architecture

CA IDMS VSAM Transparencyis a front-end to back-end designthat contains dedicated
modules and routines. The modules used by CA IDMS VSAM Transparency are
summarized below.

®  An operating system services manager interface module provides
operating-system-dependent open and closeservices for CA IDMS VSAM
Transparencyfiles. There is one system services manager for each operating system
that CA IDMS VSAM Transparency supports.

m  Front-end and back-end request processing modules perform:

— Openand closeprocessingthatis operatingsystem independent, such as the
acquisition of buffer spaceand BIND requests

- All simulation of VSAM functions, after an CA IDMS VSAM Transparencyfileis
opened or closed

Chapter 1: Introduction to CAIDMS VSAM Transparency 13



Operating Requirements

m  ACICS interface module (used inthe CICS environment only)allows communication
to occur between CICS transactions and the CA IDMS VSAM Transparency front-end
module.

m  Control tables define the correspondencebetween VSAM data structures and CA
IDMS/DB data sets. There are two types of control tables in CA IDMS VSAM
Transparency

- The file management table (FMT) maps each VSAM data structure used by the
application programtoan CA IDMS/DB databaserecord and set. This tableis
required for each VSAM data structure used, regardless of the processing
environment (batch or CICS).

— The transaction name table (TNT) maps the CICS onlineapplication transaction
names to CA IDMS/DB subschema names. This tableis optional for the CICS
environment and is notapplicableto the batch environment.

More information:

For more information on preparing control table information see Chapter 4, Preparing
Control Information.

For more detailed information on CA IDMS VSAM Transparency architecture, refer to
Appendix A, CA IDMS VSAM Transparency Architecture.

Operating Requirements

CA IDMS VSAM Transparency requires the following system components:

m  Operating system—CA IDMS VSAM Transparency runs under the various releases
supported for CA IDMS. Pleasesee the productinformation distributed with your
installation packagefor specific releaselevels.

® Memory requirements—CA IDMS VSAM Transparency requires the following
components:

— The front end requires approximately 20K, distributed in the followingareas:

m  For z/0S inthe Common System area (CSA). This release of CA IDMS
supports z/0OS 1.1 and above. However, we will always refer to z/OS in this
guide.

m For z/VSE, inthe System GETVIS area

Inaddition, the front end causes the loading of the IDMS external request unit
environment, which loads IDMS components that areneeded for the passingof
requests and data between the front end andthe backend.
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Operating Requirements

— The backend requires approximately 16K, distributed in the followingareas:
m For local mode, inthe user's region/partition
m  For central version,ineither a reentrant pool ora program pool

— Eachtaskwill requirespaceonthe CV storage pool,orinlocal storage, of
sufficientstorageneeded for processingan CAIDMS/DB run unit.

CA software—The release of CA IDMS VSAM Transparency mustbe the same as the
release of CA IDMS/DB with which CA IDMS VSAM Transparency is running.

Operating mode—CA IDMS VSAM Transparency runs in CAIDMS/DB local mode
and under the CA IDMS/DB central version. Use of the central version allows
concurrent use of the CA IDMS/DB database by multipleapplication programs,
includingbatch programs, CICS CA IDMS VSAM Transparency programs, and other
CA IDMS/DB applications.
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Chapter 2: CA IDMS/DB Schema and VSAM
File Correspondences

Overview

This section contains the followingtopics:

Overview (see page 17)

Key-Sequenced Data Set (see page 18)
Entry-Sequenced Data Set (see page 19)
Relative-Record Data Set (see page 21)
Alternate Index (see page 23)

Schema Definition Summary (see page 25)
Area and File Considerations (see page 26)

Relate VSAM Structures to CA IDMS/DB Structures

CA IDMS VSAM Transparency supports VSAM data structures by establishinga
one-to-one correspondence between a VSAM data structure andan CA IDMS/DB
non-SQL set. All VSAM data structuretypes aresupported, including:

m  Key-sequenced data set (KSDS)
m  Entry-sequenced data set (ESDS)
m  Relative-record data set (RRDS)

m  Alternate index (PATH)

Before CA IDMS VSAM Transparency can establish the correspondence between VSAM
and CA IDMS/DB, you must represent the VSAM data structures inan CA IDMS/DB
schema. Each VSAM data structurecorresponds to a record withina system-owned
indexed set. The record type, location mode used to store the data, and set order of the
indexed set vary for each VSAM data structure type.
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Key-Sequenced Data Set

About This Chapter

The remainder of this chapter presents:

The record definitions, setdefinitions, and location mode options that correspond
to each of the data structures that CA IDMS VSAM Transparency supports

General area andfileconsiderations for defining CAIDMS VSAM Transparency data
structures to the CA IDMS/DB schema

Note: Special considerations apply to KSDS, ESDS, and PATH data structures that contain
variable-length records. These considerations aredescribed in Appendix C, Length
Record Considerations.

Key-Sequenced Data Set

In VSAM, a key-sequenced data set (KSDS) contains records thatareindexed by a prime
key. When a KSDS is initially loaded, the physical sequence of the records may match
the logical key sequence. After updates are made, the physical sequenceand logical key
sequence may or may not be insync with each other.

The followingrules apply toa VSAM KSDS:

The prime key must be unique (duplicates arenot allowed).

The prime key must reside ata fixed displacementin the record-key field, even if
the records are of variablelength.

Record and Set Representations

Inan CA IDMS/DB database,a KSDS data set corresponds to a system-owned indexed
set sorted on prime key. To represent a VSAM KSDS inan CA IDMS/DB database, you
must includethe following definitions intheschema:

A record type whose description corresponds to the KSDS record

An indexed set whose owner is SYSTEM and whose member record is the record
type described above

A set order of SORTED (on the prime key)
A duplicates option of DUPLICATES NOT ALLOWED
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Entry-Sequenced Data Set

Location Mode Options

The location mode options for a KSDS data set are:

VIA (the indexed set)stores records in physical key sequence. This optionis
recommended.

CALC (on prime key) stores records by usinga randomizingalgorithmon the
prime-key field. This option may be used for directretrieval.

VIA (other set) stores records in physical key sequence near their owner records.
This option may be used ifthe majority of processingoccurs through CA IDMS/DB
programs that access the data through the specified set. VIA (other set) is not
recommended ifaccessis primarily through CA IDMS VSAM Transparency.

CALC (on other field) stores records by usinga randomizingalgorithmon a field
other than the prime-key field. This option may be used if the majority of
processingis through CA IDMS/DB programs that access the data through the
specified key field. This option is not recommended ifaccess is primarily through CA
IDMS VSAM Transparency.

DIRECT stores records on or near a user-specified database page. This option may
be used ifthe majority of processingoccurs through CA IDMS/DB programs that
access the data directly, by usingthe databasekey. Itis not recommended ifaccess
is primarily through CA IDMS VSAM Transparency.

Example of Schema Definition

The DDL statements necessaryto represent a KSDS department record inthe CA
IDMS/DB database might be as follows:

ADD RECORD NAME IS DEPARTMENT
LOCATION MODE IS VIA DEPARTMENT-NDX SET.

ADD SET NAME IS DEPARTMENT -NDX
ORDER IS SORTED
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS DEPARTMENT
ASCENDING KEY IS DEPARTMENT-ID
DUPLICATES NOT ALLOWED.

Entry-Sequenced Data Set

InVSAM, anentry-sequenced data set (ESDS) contains records thatare physically stored
inthe order in which they areentered. ESDS records can be deleted logically, butnot
physically;they can be updated onlyifthe length of the recordis not changed.
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Entry-Sequenced Data Set

Record and Set Representations

Inan CA IDMS/DB database,a VSAM ESDS data set corresponds to a system-owned
indexed set with a set order of SORTED (on db-key) or LAST. To represent a VSAM ESDS
inan CA IDMS/DB database, you must includethe followingdefinitions intheschema:

m  Arecordtype whose description corresponds to the ESDS record

®  An indexed set whose owner is SYSTEM and whose member record is the record
type described above

m  Asetorder of SORTED (on db-key) or LAST

Location Mode Options

The location mode options for an ESDS are:

m  VIA (the indexed set) stores records in physical key sequence. This option must be
used when the set order is SORTED (on db-key) and is recommended when the set
order is LAST.

m  VIA (otherset) stores records in physical key sequence near their owner records.
This option may be used when the set order is LAST, ifthe majority of processing
occurs through CA IDMS/DB programs that access the data through the specified
set. Itis notrecommended ifaccess is primarily through CA IDMS VSAM
Transparency.

m  CALC (on other field) stores records by usinga randomizingalgorithmon a field
other than the prime-key field. This option may be used when the set order is LAST,
if the majority of processingoccurs through CAIDMS/DB programs that access the
data through the specified key field. It is not recommended if access is primarily
through CA IDMS VSAM Transparency.

m  DIRECT stores records on or near a user-specified database page. This option may
be used when the set order is LAST, if the majority of processingoccurs through CA
IDMS/DB programs that access the data directly, by usingthe databasekey. Itis not
recommended ifaccessis primarily through CA IDMS VSAM Transparency.

20 VSAM Transparency User Guide



Relative-Record Data Set

Examples of Schema Definition

Sorted Set

The DDL statements necessaryto represent a VSAM ESDS employee record inthe CA
IDMS/DB databaseas a sorted set might be as follows:

ADD RECORD NAME IS EMPLOYEE
LOCATION MODE IS VIA EMPLOYEE-NDX SET.

ADD SET NAME IS BEMPLOYEE-NDX
ORDER IS SORTED
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS EMPLOYEE
ASCENDING KEY IS DBKEY.

Unsorted Set

The DDL statements necessaryto represent a VSAM ESDS employee record inthe CA
IDMS/DB databaseas anunsorted set might be as follows:

ADD RECORD NAME IS EMPLOYEE
LOCATION MODE IS VIA EMPLOYEE-NDX SET.

ADD SET NAME IS BMPLOYEE-NDX
ORDER IS LAST
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS EMPLOYEE.

Relative-Record Data Set

In VSAM, a relative-record data set (RRDS) is always preformatted into fixed-length slots
that containunique relative-record numbers. These numbers indicatea record's relative
position within the file. The RRDS record length is always fixed and equal to the length
of the RRDS slot, which may or may not containarecord. Records can be added,
updated, or deleted only withinthe predefined slots;no new slots can be added after
the RRDS is formatted. Direct access toan RRDS is by relative-record number.
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Relative-Record Data Set

Record and Set Representations

Inan CA IDMS/DB database,an RRDS data set corresponds to a system-owned indexed
set with a set order of SORTED (on anadded control field). To represent a VSAM RRDS in
an CA IDMS/DB database, you must includethe followingdefinitions in theschema:

A record type whose description corresponds to the RRDS record.

A four-byte control field added to the end of the record. This field will contain the
relative-record number. It must be included in the subschema definition of the
record for all applicationsthataccess the record.

Note: The control field will notbe passed backto the application program.

An indexed set whose owner is SYSTEM and whose member record is the record
type described above.

A set order of SORTED (on the CA IDMS VSAM Transparency control field thatholds
the relative-record number).

A duplicates option of DUPLICATES NOT ALLOWED.

Location Mode Options

The location mode options for an RRDS are described below:

VIA (the indexed set) stores records in control field sequence. This optionis
recommended.

CALC (on control field) stores records by usinga randomizing algorithmon the
control field. This option may be used for directretrieval.

VIA (other set) stores records in physical key sequence near their owner records.
This option may be used ifthe majority of processingoccurs through CA IDMS/DB
programs that access the data through the specified set. VIA (other set) is not
recommended ifaccessis primarily through CA IDMS VSAM Transparency.

CALC (on other field) stores records by usinga randomizingalgorithmona field
other than the prime-key field. This option may be used if the majority of
processingis through CA IDMS/DB programs that access the data through the
specified key field. It is not recommended ifaccess is primarily through CA IDMS
VSAM Transparency.

DIRECT stores records on or near a user-specified database page. This option may
be used ifthe majority of processing occurs through CA IDMS/DB programs that
access the data directly, by usingthe databasekey. Itis not recommended ifaccess
is primarily through CA IDMS VSAM Transparency.
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Alternate Index

Example of Schema Definition

The DDL statements necessaryto represent a VSAM RRDS department record inthe CA
IDMS/DB database might be as follows:

ADD RECORD NAME IS DEPARTMENT
LOCATION MODE IS VIA DEPARTMENT-NDX SET.

ADD SET NAME IS DEPARTMENT -NDX
ORDER IS SORTED
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS DEPARTMENT
ASCENDING KEY IS CONTROL-FIELD
DUPLICATES NOT ALLOWED.

Alternate Index

InVSAM, analternateindexis astructure that allows youto access datainanexisting
KSDS or ESDS data set by usingan alternatesymbolic key. Alternate keys may be
nonunique; the alternate key and prime key can overlap.The combinationofan
alternateindex and its base KSDS or ESDS data setis known as a PATH.

A VSAM alternateindex may or may not be a member of the UPGRADE set for the base
KSDS or ESDS. VSAM automatically maintainstheindex ifitis a member of this set.

Record and Set Representations

Inan CA IDMS/DB database,an alternateindex corresponds to a system-owned indexed
set sorted on the alternatekey. Index maintenance is performed automatically forall CA
IDMS VSAM Transparency alternateindexes. The VSAM UPGRADE setis not applicable
to CAIDMS VSAM Transparency.

To represent a VSAM alternateindex inthe CA IDMS/DB database, you must includethe
following definitions in theschema:

m  The record type whose description corresponds to the base KSDS or ESDS. Note that
the baseKSDS or ESDS must already be defined in the schema.

m  An indexed set whose owner is SYSTEM and whose member record represents the
baseKSDS or ESDS.

m  Asetorder of SORTED (on the alternate key).
m  For nonunique alternateindexes, a duplicates option of LAST.

m  For unique alternateindexes, a duplicates option of DUPLICATES NOT ALLOWED.
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Alternate Index

Location Mode Options

A record can have only one location mode in CAIDMS/DB. You canchoose one of the
location mode options described earlier in this section for the base KSDS or ESDS record.
Or, ifanalternate index exists, you can choose one of the followinglocation mode
options for the baserecord:

m  VIA (the alternate index set) stores records in physical alternate key sequence. This
option may be used for sequential processingthrough the alternate index.

m  CALC (on alternate key) stores records by usinga randomizingalgorithm on the
alternate key. This option may be used for directretrieval through the alternate
key.

Example of Schema Definition

Sample DDL statements that represent a VSAM KSDS with an alternateindex inthe CA
IDMS/DB databaseareshown below. In this example, the DEPARTMENT record is stored
via the alternateindex set.

Primary Index

ADD RECORD NAME IS DEPARTMENT
LOCATION MODE IS VIA DEPARTMENT-NDX SET.

ADD SET NAME IS DEPARTMENT -NDX <---- Primary index
ORDER IS SORTED
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS DEPARTMENT
ASCENDING KEY IS CONTROL-FIELD
DUPLICATES NOT ALLOWED.

Alternate Index

ADD SET NAME IS DEPARTMENT -NAME-NDX <---- Alternate index
ORDER IS SORTED
MODE IS INDEX
OWNER IS SYSTEM
MEMBER IS DEPARTMENT
ASCENDING KEY IS DEPARTMENT -NAME
DUPLICATES LAST.
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Schema Definition Summary

Schema Definition Summary

The followingdiagramillustrates theset orders that establish correspondences between
CA IDMS/DB and VSAM data structures. VSAM data structures correspond to
system-owned indexed sets.

KSDS
KSDS- primekey -NDX
I MA
ASC prime-key
KSDS RECORD
ESDS

N 2

ESDS- record -NDX ESDS- dbkey-NDX

I MA I MA

LAST ASC DB-KEY
ESDS RECORD ESDS RECORD

RRDS with control field
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ASC conirol-field

RRDS RECORD

Alternate index
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KSDS- primekey -NDX | KSDS- altkey -NDX ESDS- record -NDX ESDS- altkey -NDX
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ASC prime-key ASC alternate-key LAST ASC alternate-key
KSDS RECORD ESDS RECORD
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Area and File Considerations

Schema Definitions for VSAM Data Structures

The followingtableshows the CA IDMS/DB schema definitions for each VSAM data
structure type.

CA IDMS/DB schema

definitions KSDS data structure ESDS data structure RRDS data structure Alternate index data
structure
Record type and set  KSDS record definition ESDS record RRDS record
member definition definition
Set type System-owned index System-owned index System-owned index System-owned index
Set order Sorted on prime key Sorted on db-key or Sorted on the added Sorted on the
LAST control field alternate key

Duplicates Not allowed Not allowed Not allowed Not allowed or LAST
Location mode VIA indexed set VIA indexed set VIA indexed set VIA alternate

or other set or other set or other set key

CALC prime key CALC other field CALC control field CALC alternate

or other field or other field key

DIRECT DIRECT DIRECT

Area and File Considerations

To represent a VSAM data structure in the CA IDMS/DB database, you must specify the
areainwhichyou want the data to reside. Additionally,youmust associatethe area
with an CA IDMS/DB file,and assign thefileto an external ddname (z/OS) or filename
(z/VSE).

More information:

Instructions for definingareas andfiles arepresented in CA IDMS Database
Administration Guide.
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Area and File Considerations

Design Considerations

The followingdesign considerationsapply to schema area and filedefinitions for VSAM
data structures:

®  You canputany number of CAIDMS VSAM Transparency files inthe same CA
IDMS/DB area, as longas you have spacefor these files. If you put more than one
CA IDMS VSAM Transparencyfileinthe same area, each filewill bereadied in the
same usage mode.

Note: For optimal performance, you should put only one CA IDMS VSAM
Transparencyfileinanarea.

m  Each ddname (z/0S) or filename (z/VSE) must be uniquefor an application program.
This means that the external filename specifiedinthe ASSIGN TO clause of the
physical database DDL FILE statement must be different than the filename used in
the VSAM application.

For example, supposea VSAM application program containsthe following COBOL
SELECT statement:

SELECT CUSTFILE ASSIGN TO SYS030.
You could code the followingfileassignment:
ADD FILE CUSTOMER-FILE ASSIGN TO CSTFILE.

The JCL for runningthe VSAM applicationinlocal mode will includeone DD or DLBL
statement for each of the files described above:

//SYS030 DD SUBSYS=(ESVS, 'FMT=fmtname', 'SUBSCHEMA=ssname', ... )
//CSTFILE DD DSN=CUST-FILE,DISP=SHR

More information:

For more information on CA IDMS/DB databasedefinition, refer to CA IDMS Database
Administration Guide.
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Chapter 3: Record Access and Processing

This section contains the following topics:

Overview (see page 29)

Keyed Access (see page 29)

Addressed Access (see page 32)

DML Correspondences To VSAM Commands (see page 33)
Additional VSAM Options (see page 33)

Overview

Processing Options

Both VSAM and CA IDMS VSAM Transparency allow data access by key or by address.
VSAM canaccess and process records by relative byte displacementfrom the beginning
of the file (RBA), by relative-record number (RRN), or by prime or alternatekey. CA
IDMS/DB accesses and processes records through Data Manipulation Language (DML)
statements that operate on schema-defined records and sets.

At runtime, CA IDMS VSAM Transparency translates the most commonly used VSAM
processingoptions into DML statements. This translationis transparentto the VSAM
program.

About This Chapter

The remainder of this chapter discusses the VSAM processing modes and their DML
correspondences presented by:

m  Keyed access method

m  Addressed access method

These discussions arefollowed by a table that summarizes the correspondences

between VSAM commands and DML commands, and a discussion of additional VSAM
options.

Keyed Access

CA IDMS VSAM Transparency supports keyed access for key-sequenced data sets,
relative-record data sets, and alternate index paths.VSAM uses prime keys, alternate
keys, or relative-record numbers to locate records; CA IDMS VSAM Transparency
translates the VSAM keys into sortkeys for system-owned indexed sets.
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Keyed Access

Keyed Access Processing Methods

Keyed access can be used with:
m  Direct processing

m  Sequential processing

m  Skip-sequential processing

m  Backwardprocessing

Direct, sequential, skip-sequential and backward processingare discussed below.

Keyed Direct Processing
Processing Method

VSAM keyed direct processinglocates records by usinga GET call with a user-supplied
search argument. The search condition can be either equal to a whole key, or greater
than or equal to the leading portion of a key.

Keyed direct processing does not depend on any previously established position within
the VSAM file; however, it canset the position for subsequent requests.

DML Commands

CA IDMS VSAM Transparency translates VSAM calls for direct GETs into the OBTAIN
WITHIN SET USING SORTKEY DML command.

Keyed Sequential Processing

Processing Method

VSAM keyed sequential processing works as follows:

m  Apositioninthefilecanbe established witha POINT call thatuses a prime key,
alternate key, or relative-record number.

m  Records are then retrieved inascending, logical, keyed sequential order (GET NEXT).
DML Commands
CA IDMS VSAM Transparency translates VSAM calls for keyed sequential processinginto

the followingcommands:

m A POINTcallistranslated into the FIND WITHIN SET USING SORTKEY DML
command.

m A GET callis translated into the OBTAIN FIRST/NEXT WITHIN SET DML command.
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Keyed Access

Keyed Skip-Sequential Processing

Processing Method
VSAM keyed skip-sequential (SKP-sequential) processing works in a way similar to VSAM
keyed sequential processing:

m  Apositioninthefilecanbe established witha POINT call thatuses a prime key,
alternate key, or a relative-record number.

m  Records are then retrieved inascending, logical, keyed sequential order (GET NEXT).
User-specified skips to other positions inthe filecan be made to a key or relative-record

number thatis greater than the current key or relative-record number. Backward
SKP-sequential processingis notallowed.

DML Commands
CA IDMS VSAM Transparency translates VSAM calls for keyed SKP-sequential processing

into the following commands:

m A POINTcallistranslatedintothe FIND WITHIN SET USING SORTKEY DML
command.

m A GET callistranslated into the OBTAIN FIRST/NEXT WITHIN SET DML command.

Keyed Backward Processing

Processing Method

VSAM keyed backward processingaccesses records sequentiallyin descendingorder
from a specified positioninthefile. The starting positioninthefilecanbe established
with a POINT call either ona prime key or on a relative-record number. Backward
processingcannotbe used with SKP-sequential processing.

DML Commands
CA IDMS VSAM Transparency translates VSAM calls for keyed backward processinginto

the followingcommands:

m A POINTcallistranslated into the FIND WITHIN SET USING SORTKEY DML
command.

m A GET callistranslated into the OBTAIN LAST/PRIOR WITHIN SET DML command.
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Addressed Access

Addressed Access

CA IDMS VSAM Transparency supports addressed access for key-sequenced data sets
andentry-sequenced data sets. When addressed access is used, CA IDMS VSAM
Transparency uses the CA IDMS/DB db-key in place of the RBA.

Addressed access can be used with:
m  Direct processing
m  Sequential processing

m  Backwardprocessing

Direct, sequential,and backward processingarediscussed below.

Addressed Direct Processing

Processing Method

VSAM addressed directprocessingallows accesstoa record through specification of the
RBA. No generic partial keyis allowed. Although direct processingis independentof any
previously established position within the file,itcan set the position for subsequent
requests.

DML Commands

CA IDMS VSAM Transparency translates VSAM calls for addressed direct processinginto
the OBTAIN DBKEY DML command.

Addressed Sequential Processing
Processing Method
VSAM addressed sequential processingallows accesstorecords in physical order by
RBA. Access can be either from the beginning of the fileor from anestablished position
inthe file.Specification of the RBA ina call isnotallowed.

DML Commands

CA IDMS VSAM Transparency translates VSAM calls for addressed sequential processing
into the OBTAIN FIRST/NEXT WITHIN SET DML command.
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DML Correspondences To VSAM Commands

Addressed Backward Processing
Processing Method
VSAM addressed backward processingaccesses records in descending order from a
positioninthe filethat can be established with a POINT call onan RBA. Backward
processing cannotbe used with SKP-sequential processing.

DML Commands

CA IDMS VSAM Transparency translates VSAM calls for addressed backward processing
into the OBTAIN LAST/PRIOR WITHIN SET DML command.

DML Correspondences To VSAM Commands

CA IDMS VSAM Transparency converts VSAM commands to DML commands, which are
passedto the database management system for processing.

The followingtableshows the DML correspondences to VSAM commands.

VSAM Command CA IDMS/DB DML Command

READ BY KEY OBTAIN WITHIN SET USING SORTKEY
START/STARTBR FIND WITHIN SET USING SORTKEY
READ NEXT OBTAIN FIRST/NEXT WITHIN SET
READ PREVIOUS OBTAIN LAST/PRIOR WITHIN SET
WRITE STORE

REWRITE MODIFY

DELETE ERASE

Additional VSAM Options

Supported Options

Inaddition to the processing modes described above, CA IDMS VSAM Transparency
supports these options:

m  Chainedrequest parameter lists

m  Concurrentaccess

m  Reusablefiles
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Additional VSAM Options

Variable-length records

The followingz/OS VSAM exits:
— End of data (EODAD) exit

Logical error (LERAD) exit

Physicalerror (SYNAD) exit

— Journal (JRNAD) exit, which will be ignored by CA IDMS VSAM Transparency
— User wait (UPAD) exit, which will beignored by CA IDMS VSAM Transparency
The following z/VSE VSAM exits:

— End of data (EODAD) exit

Logical error (LERAD) exit

Physical error (SYNAD) exit

Journal (JRNAD) exit, which will be ignored by CA IDMS VSAM Transparency

— User wait (EXCPAD) exit, which will beignored by CA IDMS VSAM Transparency
User exits

Synchronous processing

Asynchronous processing

Unsupported Options

These less frequently used processingoptions arenotsupported by CAIDMS VSAM

Transparency:

®  Index-component-processing user buffering

m  User-buffering deferred writes andtransactionids
m  Deferred writes and transactionids

m  Shared resources

m  Control interval access

m  |SAM interface

m  VSAM error message area

m  The exception exit

m  The user security verification exit
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Chapter 4: Preparing Control Information

Overview

This section contains the following topics:

Overview (see page 35)

Compiler-Directive Statements (see page 36)
File Management Table (see page 38)
Transaction Name Table (see page 48)

FMT and TNT Tables

CA IDMS VSAM Transparency uses two control tables to establish the correspondences
between VSAM and the database:

m  The file management table (FMT) maps VSAM data structures to CA IDMS/DB
records and sets. CA IDMS VSAM Transparency requires one file management table
for each VSAM data set to be processed.

m  The transaction name table (TNT) maps CICS transactions to CA IDMS/DB
subschemas. The TNT is optional ifalltransactionsareto use the same subschema;
itis requiredifdifferent subschemas areto be used.

Before an application programcan berun with CA IDMS VSAM Transparency, you must
compile,assemble, and link editthe appropriate FMTs and TNTs. Only one FMT or TNT
canbe compiledina singleexecution of the corresponding compiler.

About This Chapter
This chapter describes howto execute filemanagement andtransaction nametables

and presents information as follows:

m  Compiler-directive statements specifyin-streamprocessor control information for
the FMT and TNT compilers.

m  FMT statements establish thecorrespondence between VSAM data structures and
CA IDMS/DB records and sets.

m  TNT statements establish thecorrespondence between CICStransactionnames and
CA IDMS/DB subschema names.
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Compiler-Directive Statements

Flow Diagram
The followingdiagramillustrates thecompilation,assembly, and link editing of the

user-supplied FMT or TNT statements that must occur before anapplication program
canbe runwith CA IDMS VSAM Transparency.

User-supplied FMT or TNT
statements o compiler

! '

FMT or TNT FMT ar TNT
assembly statements listing
/
Assembler

/

FMT or TNT

Link editor load

module

Compiler-Directive Statements

Purpose

Compiler-directive statements specify:

m  The amount of storage required to compilea control table

m  The range of input columns within which control table statements canbe coded
m  The sequence checkingof input to the compiler

m  The formatting of compiler report output
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Compiler-Directive Statements

Syntax

»h

L CORE size=nnnnn J

)

v

L ICTL=(start-column,end-column) ]

v

L OCTL=(17ne-count) —

v

L ISEQ=(start-column,end-column) —I

v

L%— SPACE space-count ‘IJ

v

|—V— EJECT —]—'

v

L *comments* ]

)4

Parameters

CORE size=nnnnnn

Specifies the amount of storage the compileris to acquire (by a GETMAIN
under z/OS or by a GETVIS or COMREG under z/VSE) for the VSAM CA IDMS
VSAM Transparency control tablebeing generated. Nnnnnn is a 1-to 6-digit
numeric value.

The amount of storage acquiredis rounded up to the next doubleword by the
compiler.|f CORE SIZE is notcoded, the compiler automatically acquires 48K of
storage.

ICTL=(start-column,end-column)

Identifies the columns within which control tableinput statements can be
coded. These columns must be inthe range 1 through 80. Default values arel
and 80, respectively. If coded, this statement must precede input for the CA
IDMS VSAM Transparency control table.

OCTL=(line-count)

Specifies the number of printed lines per page of printed output. The value
specified must be a number inthe range 1 through 66. The default valueis 60.
If coded, this statement must precede input for the CA IDMS VSAM
Transparency control table.

ISEQ=(start-column,end-column)

Causes the compiler to check the sequencing of all input. The start and end
columns of the sequence number generated for each inputstatement have
numeric values thatrange from 1 through 80. The maximum allowable
difference between entries is 10.If coded, this statement must precede input
for the CA IDMS VSAM Transparency control table.
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SPACE space-count

Causes the compiler to skip the specified number of lines on the output report.
Space-count is a number inthe range 1 through 9. One blankis allowed
between SPACE and space-count. Several SPACE statements canappearinthe
compilerinput.

EJECT

Directs the compiler to stop printingthe current page and to begin printinga
new page. This statement must occupya lineby itselfand can be inserted
between control tableinput statements.

*comments*

Directs the compiler to interpret as comments those characters placed after an
initial asterisk. Comments can be embedded in control table statements; they
are terminated automatically atthe end of the input line, unless the compiler
encounters a second asteriskinthe line. A second asterisk causes explicit
termination.

Note: Be sureto use aneven number of asterisks whenyou are writing
comments. An odd number of asterisks will turnthe comments backon.

Example

The following example illustrates entries for the compiler-directive statements:

CORE=16

ICTL=(1,72)

0CTL=(45)

ISEQ=(3,72)

SPACE 2

EJECT

* END OF STATEMENTS *

File Management Table

Purpose

The filemanagement tableis a control block that establishes a one-to-one
correspondence between the VSAM data set referenced by the application programand
the CA IDMS/DB databaserecord accessed by CA IDMS VSAM Transparency. Each CA
IDMS VSAM Transparencyfileis required to have a file management table.
User-supplied parameters are compiled with the FMT compiler and linked into the CA
IDMS/DB load library or z/VSE CA IDMS/DB library.
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You must define and compileone FMT for each CA IDMS VSAM Transparency data set
used by the VSAM application programs. FMT control statements must be entered in
the order presented in the syntax below.

See the tables located under Usage later in this section for VSAM data set definitions,
CA IDMS schema definitions and corresponding FMT compiler statements. See z/VSE
CICS SYSESVS Parameters later in this manual for z/VSE CICS SYSESVS file management
parameters.

Syntax

»»—— FMT NAME is f7le-management-table-name —.

v

ESDS
RRDS
PATH -

»—— FILE TYPE is —E KSDS >

L BasE T i KSDS <
cluster —E ESDS

Required for KSDS and a PATH Only

»»—— KEY LENgth is vsam-key-length —.

v

»—— KEY POSition is vsam-key-displacement —. >«
Required and Valid for RRDS Only
»»—— RELative RECord NUMber PQSition is control-field-displacement —.—»<
L BUFFERSPACE is front-end-buffer-space — . ]
> T >
L vsAM RECord LENgth is record-length variable — . —
L FILE is . —J
REUSABLE —_|
NOT REUSABLE « -
L CALL ex7it-name PROCessing REQuest — . -
E BEFORE }l
AFTER -
»—— RECord name is 7dms-record-name — . >
L SET name 1is 7dms-set-name — . —|
L ERASE option is ERASE ALL « — . —]

ERASE PERMANENT —
ERASE SELECTIVE —
ERASE RECORD —
DISCONNECT

Expansion of record-length variable:

[

|: vsam-record-length _||
VARiable UP TO MAXimum of maximum-record-length

v
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Parameters

You must enter FMT control statements in the order presented below.

FMT NAME is file-management-table-name

Specifies a 1- to 8-character user-defined FMT name. FMT NAME is a required
statement.

FILE TYPE is KSDS/ESDS/RRDS/PATH

Identifies the type of VSAM filethat you are definingto CA IDMS/VSAM
Transparency. FILE TYPE is a required statement.

More information:

For specific VSAM cluster statements thatindicatethe filetype, see Usage (see
page 42)

KEY LENgth is vsam-key-length

Specifies the length of the key of a KSDS record ora PATH. Vsam-key-length can
be a 1- to 3-digitvalueinthe range 1through 255. Note that the KEY LENGTH
statement is required for a KSDS and a PATH, and is invalid fora RRDS and an
ESDS.

KEY POSition is vsam-key-displacement

Specifies the location of the key ina KSDS or PATH record.
Vsam-key-displacement canbe 1to 5 digits inthe range 0 through 32,767. (The
firstbyte of a record is considered to be position zero.) This statement is
required fora KSDS and a PATH; itisinvalid for a RRDS and an ESDS.

BUFFERSPACE is front-end-buffer-space

Specifies the amount of buffer spaceto be reserved by the front-end module to
receive the results of VSAM LOCATE MODE requests. Buffer spacecanbe

allocated for any of the data set types. If not specified, this variable defaults to
the VSAM record length.

Front-end-buffer-space canbe a 1-to 5-digitvaluethat ranges from the
maximum VSAM record length to 32,767.

CA IDMS VSAM Transparency automatically reserves buffer space by usingthe
greatest of the followingvalues:

- The buffer spacevaluespecified inthe access method control block (ACB)

— The greater of the followingtwo values:

((String number or number of data buffers specifiedinthe ACB) *
maximum VSAM record length)

The buffer spacevaluespecifiedinthe FMT
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VSAM RECord LENgth is vsam-record-length

Specifies the length of the VSAM record for any of the VSAM data set types.
The length specified can be different from that of the CA IDMS/DB record. For a
RRDS, the length specified should notincludethe control -field length.

VARiable UP TO MAXimum of maximum-record-length

Optional.Specifies the size of the largest possiblerecord for a variable-length
record. The numeric valuecanbe 1to 5 digits intherange 1 through 32,768.

FILE is REUSABLE/NOT REUSABLE

Specifies whether the filecan be reset when opened. When a reusablefileis
opened RESET, all existingrecords areerased. The defaultis NOT REUSABLE.
FILE ISREUSABLE/NOT REUSABLE does not applyto a RRDS.

CALL exit-name BEFORE/AFTER PROCessing REQuest

Names the exit routine that will beinvoked either before or after DML callsare
issued by CA IDMS VSAM Transparency. Exit-name canbe 1 to 8 charactersin
length. Note that duplicatenames are allowed withina single FMT orin
different FMTs.

RELative RECord NUMber POSition is control-field-displacement

Specifies the position withinan CAIDMS/DB record of a user-defined
relative-record-number control field for an RRDS record.
Control-field-displacement canbe 1 to 5 digits inthe range 0 through 32,764.
(The firstbyte of arecord is considered to be position zero.) RELATIVE RECORD
NUMBER POSITIONis a required statement for RRDS data sets andis invalid for
KSDS, ESDS, and PATH data sets.

The user-assigned relative-record number constitutes an RRN control field that
requires four additional bytes in the schema record definition. The control field
must be placed at the end of the CA IDMS/DB record.

RECord name is idms-record-name

Names the CA IDMS/DB record that corresponds to a VSAM record of each data
set type used. RECORD NAME canbe 1 to 16 charactersinlength.

SET name is idms-set-name

Names the CA IDMS/DB system-owned indexed set. SET NAME is required for
all filetypes, with the exception of RRDS data sets. [dms-set-name canbe 1 to
16 charactersinlength.

ERASE option is ERASE ALL/ERASE PERMANENT/ERASE SELECTIVE/ERASE
RECORD/DISCONNECT

Identifies the type of ERASE that CA IDMS VSAM Transparency will perform
when processing VSAM ERASE requests. The defaultis ERASE ALL.
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Usage
Input Preparation

Parameters for the user-suppliedinputto the file management table are taken from two
sources:

m  The VSAM data set definition (from LISTCAT)

m  The schema record description

The table below presents the correspondences between VSAM data set definitions and
FMT compiler statements.

FMT compiler statement

Data set attribute VSAM data set definition

KSDS DEFINE CLUSTER INDEXED (IXD) FILE TYPE IS KSDS

ESDS DEFINE CLUSTER NONINDEXED  FILE TYPE IS ESDS
(NIXD)

RRDS DEFINE CLUSTER NUMBERED FILE TYPE IS RRDS.
(NUMD)

PATH DEFINE PATH PATHENTRY FILE TYPE IS PATH
(alternate index or base
cluster)

Key length DEFINE CLUSTER KEYS (length,  KEY LEN ISlength
displacement)

Key position DEFINE CLUSTER KEYS (length,  KEY POS ISdisplacement
displacement)

Buffer space DEFINE CLUSTER BUFSPC (size) BUFFERSPACE IS size

Record size DEFINE CLUSTER RECSZ (min VSAM REC LEN IS max

(fixed-length record) length, max length) length

Record size DEFINE CLUSTER RECSZ (min VSAM REC LEN IS VAR UP

(variable-lengthrecord) length, max-length) TO MAX max-length

Relative-record -number Not defined REL REC NUM POS IS

position position

Reusablefile REUSE FILE IS REUSABLE

Nonreusablefile NOREUSE FILE ISNOT REUSABLE
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The followingtable provides the correspondences between CA IDMS/DB schema
definitions and FMT compiler statements.

Sample FMT statement

Attribute CA IDMS/DB schema definition
Record name ADD RECORD NAME |S DEPARTMENT. REC IS DEPARTMENT.
Set name ADD SET NAME |S DEPARTMENT-NDX SET IS

DEPARTMENT-NDX

Examples

The followingtables showthe required FMT statements used for VSAM KSDS, VSAM
ESDS, VSAM RRDS, and VSAM PATH.

VSAM KSDS

Ina sampleemployee database, the required FMT statements for a VSAM KSDS and the
corresponding LISTCAT description mightbe as follows:

FMT statements LISTCAT description

FMT NAME IS EMPFMT

FILE TYPE IS KSDS INDEXED

KEY LENGTH 1S44 KEYLEN-----=mmmmemmmem. 44
KEY POSITIONIS O RKP 0
VSAM RECORD LENGTH 15805 MAXLRECL-----=-=--- 805
FILE ISNOT REUSABLE NOREUSE

RECORD NAME IS EMPLOYEE

SET NAME IS EMP-NDX

VSAM ESDS

The required FMT statements for a VSAM ESDS and the corresponding LISTCAT
description mightbe as follows:

FMT statements LISTCAT description

FMT NAME IS DEPFMT

FILE TYPE IS ESDS NONINDEXED
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FMT statements LISTCAT description
VSAM RECORD LENGTH 1S17 MAXLRECL------------- 17
FILE IS REUSABLE REUSE

RECORD NAME IS DEPARTMENT

SET NAME IS DEPT-NDX

VSAM RRDS

The required FMT statements for a VSAM RRDS and the corresponding LISTCAT
description mightbe as follows:

FMT statements LISTCAT description

FMT NAME IS EXPFMT

FILE TYPE IS RRDS NUMBERED

RELATIVE RECORD NUMBER POSITIONIS 9

VSAM RECORD LENGTH 1S9 MAXLRECL---emmmmmemmt 9

RECORD NAME IS EXPERTISE

SET NAME 1S EXP-NDX

VSAM PATH

The required FMT statements for a VSAM PATH and the corresponding LISTCAT
description mightbe as follows:

FMT statements LISTCAT description

FMT NAME IS MGTFMT

FILE TYPE IS PATH

BASE CLUSTER 1S KSDS

KEY LENGTH 1S8 KEYLEN----mmmmmem 8
KEY POSITIONIS 5 RKP=memmmmmmmmmmmmmeee 5
VSAM RECORD LENGTH 1S17 MAXLRECL----------- 17
FILE IS REUSABLE REUSE

RECORD NAME IS EMPLOYEE

SET NAME 1S MANAGES-NDX
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FMT JCL

The JCL used to compile,assemble,and linkeditan FMT is presented below.

FMT (z/0S)

//*******************************************************************
//* k3
/7% COMPILE FMT %
//* *

//*******************************************************************

//FMTC EXEC PGM=ESVSFMTC,REGION=512K
//STEPLIB DD  DSN=idns.dba. loadlib,DISP=SHR
DD DSN=idns.loadlib,DISP=SHR
//SYSLST DD  SYSOUT=A,DCB=BLKSIZE=133
//SYSPCH DD  DSN=&.&fmt.,DISP=(NEW,PASS)

// DCB=(RECFM=FB, LRECL=80, BLKSIZE=4560) ,
// SPACE=(CYL, (1,1)),
// UNIT=disk

//SYSIDMS DD  *

Input SYSIDMS parameters, as required
//SYSIPT DD *

Insert FMT input statements here

/*
] /RRRRRRRR Rk ROk R KRR R KRR R KRR KRR oK
//* *
/7* ASSEMBLE COMPILER OUTPUT *
//* *
[ /FFRRRRRR kR Rk Rk ok KRRk Rk KRR R R Rk KRR ok
//ASM EXEC PGM=ASMA90, PARM='NOLOAD,DECK" , COND=(4,LT,S1),

// REGION=512K

//SYSPRINT DD
//SYSUT1 DD
//SYSUT2 DD
//SYSUT3 DD
//SYSPUNCH DD

DUMMY

UNIT=disk,SPACE=(CYL, (2,2))
UNIT=disk,SPACE=(CYL, (2,2))

UNIT=disk, SPACE=(CYL, (2,2))
DSN=&.&fmtobj . ,UNIT=disk,DISP=(NEW, PASS),

// SPACE=(80, (400,40))

//SYSIN DD  DSN=&.&fmt.,DISP=(OLD,PASS)

[ [ FFFAAAAAAAAAAFAAAFFAAKFFFFFFFF A KAKKIAAAAAAAAAAAAAAAAAAKAAAAFFAAK
//* *
//* LINK FMT TO CA IDMS/DB LOAD LIBRARY *
//* *

//*******************************************************************

//LINK EXEC PGM=IBWL,PARM='XREF,LIST,LET,SIZE=(196K,12K) "',

//

//SYSPRINT DD
//SYSLIN DD
//SYSUT1 DD
//SYSLMOD DD

REGION=512K

SYSOUT=A
DSN=&.&fmtobj . ,DISP=(0LD,DELETE)
UNIT=disk, SPACE=(TRK, (20,5))
DSN=user. loadlib( fmtname),DISP=SHR
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FMT (z/VSE)

idms.dba.loadlib Data set name of the CA IDMS/DB load library containing CA
IDMS DMCL and databasename table load modules

idms.loadlib Data set name of the CA IDMS/DB load library containing
ESVSFMTC

&.&fmt. Temporary data set that contains outputfrom the compile
step

disk Symbolic device type for the diskfile

&.&fmtobj. Temporary data set that contains outputfrom the assembly
step

user.loadlib Data set name of the userload library wherethe FMT load

module will be placed

fmtname Name of the FMT load module

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.

>kokook ok ok ok ok ok ok ok ok ok okok sk ok ok ok ok Sk ok Skok sk ok sk ok ok ok ok sk kok >k ok ok ok >k Sk ok Skok sk ok sk ok ok sk ok skok ok ok ok ok ok >k sk kok sk ok sk ok sk sk k kok

* *
* COMPILE FMT *
* *

Kk ok ok ok ok ok ok ok ok ok ok kok K 3k >k Sk ok Sk >k Skok ok ok ok ok ok Sk ok sk kok >k Sk >k ok >k Sk >k Skok k ok k ok ok ok sk skok ok >k sk >k ok >k sk kok ok ok sk ok sk ok sk ok

// EXEC PROC=IDMSLBLS

// DLBL idmslib, 'idms.lib'

// EXTENT S XXXXXX

// LIBDEF  PHASE, SEARCH=idmslib.sublib
// DLBL IDMSPCH, 'work", ,SD

// EXTENT  SYS020,nnnnnn,,,ssss, L1111
// ASSGN SYS020, disk

// EXEC ESVSFMTC

Input SYSIDMS parameters, as required
Insert FMT input statements here

/*
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3Kk 3k ok ok ok ok ok ok ok ok ok kok Kk ok ok >k Sk ok Skok K sk ok sk ok sk ok sk kok K Sk ok ok >k Sk ok Skok K sk sk sk ok sk sk skok ok k sk ok ok >k sk kok sk sk sk sk sk kok ok

* E3
* ASSEMBLE COMPILER OUTPUT *
* E3

Skookook sk ok ok ok sk ok ok >k sk ko sk ok ok >k sk ok ok kok ok ok sk ok ok ok sk sk skok ok ok k ok sk ok sk ok sk ok ok ok sk ok sk kok ok ok sk ok ok ok sk kok sk >k sk ok sk k sk skk

// DLBL IJSYSIN, 'work"', ,SD

// EXTENT  SYSIPT,nnnnnn,,,ssss, 111
ASSGN SYSIPT,disk

// OPTION CATAL
PHASE fmtname,*

// EXEC ASMA90
CLOSE SYSIPT,SYSRDR

/*

3Kk ok oKk ok ok ok ok ok ok ok kok 5k Sk ok Sk >k Sk >k Skok ok sk ok sk ok sk ok sk kok K Sk ok ok >k Sk >k Skok k sk ok sk ok sk ok skok ok k Sk >k ok >k sk kok sk k sk sk sk sk sk kok

* *
* LINK FMT TO CA IDMS/DB LIBRARY *
* E3

Skookokk ok ok ok ok ok ok ok sk ko sk ok ok ok ok ok ok kok ok ok ok ok ok ok sk ok kok ok ok ok ok sk ok sk skok sk ok ok ok sk k sk kok ok ok sk ok ok ok sk kok sk >k sk ok sk >k sk skk

// EXEC LNKEDT

/&

IDMSLBLS Name of the procedure provided atinstallation containingthe
filedefinitions for CA IDMS dictionaries, database, SYSIDMS,
and other CA IDMS files.

nnnnnn Volume serial number of disk unit

idmslib Filename of the CA IDMS Library

cdmscl Filename of the CA IDMS/DB library

idms.lib File-id of the CA IDMS Library

work File-id of work file

SSSS Relative startingtrack of diskfile

[l Number of tracks required for diskfile

disk Device assignment of diskfile

fmtname Name of the FMT PHASE
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Transaction Name Table

Purpose

The transaction nametable (CICS only) specifies correspondences between a CICS
transaction and the CA IDMS/DB subschema that the transaction willuse. ATNT is
optional ifall CAIDMS VSAM Transparency CICStransactions usethe same subschema.
Itis requiredif different CA IDMS VSAM Transparency CICS transactions usedifferent
subschemas.

If no TNT is specified, CA IDMS VSAM Transparency uses the subschema named in the
ICL, or from the SYSESVS parameters (under z/VSE CICS only).

More information:

For more information aboutz/VSE CICS SYSESVS parameters, see z/VSE CICS SYSESVS
Parameters (see page 163)

Syntax

»»—— TNT NAME is transaction-name-table-name

v

>—¢— TRANSaction NAME is transaction-name -

v

—»—— SUBschema NAME is subschema-name

v

)4

L NODENAME 1is rnodename -—I L DBNAME is database-name ]

Parameters
TNT NAME is transaction-name-table-name
A user-defined TNT name of 1 to 8 characters.
TRANSaction NAME is transaction-name

Specifies a 1- to 8-character transaction codeor transaction name. There can
be several occurrences of this statement for each TNT. The transaction names
can be obtained from a CICS program control table (PCT) listing.

Ifthe transactionisnotspecified inthe TNT, CA IDMS VSAM Transparency uses
the subschema specified inthe application JCL, or from the SYSESVS
parameters (under z/VSE CICSonly).

More information:

For more information aboutz/VSE CICS SYSESVS parameters, see z/VSE CICS
SYSESVS Parameters (see page 163)Ifno default has been specified, the
transactionis notprocessed.

SUBschema NAME is subschema-name

Specifies a 1- to 8-character subschema name that will be used by CA IDMS
VSAM Transparency to process the named transaction.
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NODENAME is nodename

Specifies the node name that contains the databaseto be accessed by CA IDMS
VSAM Transparency for this transaction. Nodename can be from 1to 8
characters.

DBNAME is database-name

Specifies the name of the databaseto be accessed by CA IDMS VSAM
Transparency for this transaction. Database-name can be from 1 to 8
characters long.

Examples

Example 1

Inthe following example,all CAIDMS VSAM Transparency CICStransactions usethe
EMPSS01 subschema.Because this subschema is specifiedin the applicationJCL, no TNT
has been defined.

Example 2

In this example, the EMP1 transaction uses the EMPSS01 subschema. All other
transactions usethe subschema specified in the application JCL, or from the SYSESVS
parameters (under z/VSE CICSonly).

More information:

For more information aboutz/VSE CICS SYSESVS parameters, see num=G.z/VSE CICS
SYSESVS Parameters

TNT NAME IS EMPTNT.
TRANSACTION NAME IS EMP1
SUBSCHEMA NAME IS BEMPSSO1.
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Example 3

In this example, the EMP1 and EMP2 transactions usethe EMPSS0O1 subschema, the
EMP3 transaction uses the EMPSS02 subschema, the ORD1 transaction uses the
ORDSS01 subschema, and the ORD2 transaction uses the ORDSS02 subschema. All other
transactions usethe subschema specified in the application JCL, or from the SYSESVS
parameters (under z/VSE CICSonly).

More information:

For more information aboutz/VSE CICS SYSESVS parameters, see num=G.z/VSE CICS
SYSESVS Parameters (see page 163)

TNT NAME IS EMPTNT.
TRANSACTION NAME IS EMP1
SUBSCHEMA NAME IS EMPSSO1.
TRANSACTION NAME IS EMP2
SUBSCHEMA NAME IS EMPSSO1.
TRANSACTION NAME IS EMP3
SUBSCHEMA NAME IS EMPSS02.
TRANSACTION NAME IS ORD1
SUBSCHEMA NAME IS ORDSSO1.
TRANSACTION NAME IS ORD2
SUBSCHEMA NAME IS ORDSS02.
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TNT JCL

The JCL used to compile,assemble,and link edita TNT is presented below.

2/0S (TNT)

//*******************************************************************
//* k3
/7% COMPILE TNT %
//* *

//*******************************************************************

//TNTC EXEC PGM=ESVSTNTC,REGION=512K

//STEPLIB DD
// DD
//SYSLST DD
//SYSPCH DD
//
//
//
//SYSIDMS DD

DSN=idns. dba. loadlib,DISP=SHR
DSN=idns. loadlib,DISP=SHR
SYSOUT=A, DCB=BLKSIZE=133
DSN=&.&tnt. ,DISP=(NEW, PASS)
DCB=(RECFM=FB, LRECL=80, BLKSIZE=4560) ,
SPACE=(CYL, (1,1)),
UNIT=disk

*

Input SYSIDMS parameters, as required

//SYSIPT DD

*

Insert TNT input statements here

/*

] /RRRRRRRR Rk ROk R KRR R KRR R KRR KRR oK
//* *
/7* ASSEMBLE COMPILER OUTPUT *
//* *
[ /FFRRRRRR kR Rk Rk ok KRRk Rk KRR R R Rk KRR ok
//ASM EXEC PGM=ASMA90, PARM='NOLOAD,DECK" ,COND=(4,LT,S1),

// REGION=512K

//SYSPRINT DD
//SYSUT1 DD
//SYSUT2 DD
//SYSUT3 DD
//SYSPUNCH DD

DUMMY

UNIT=disk,SPACE=(CYL, (2,2))
UNIT=disk,SPACE=(CYL, (2,2))

UNIT=disk, SPACE=(CYL, (2,2))

DSN=&.&tntobj . ,UINIT=disk,DISP=(NEW, PASS),

// SPACE=(80, (400,40))

//SYSIN DD  DSN=&.&tnt.,DISP=(OLD,DELETE)

[ [ FFFAAHAAAAAAAFFAAFFAFAK KKK KAFAKAAAAKAAAIAAAAAAAAIAAAAAAAAAFFAAFFAAK
/1% *
//* LINK TNT TO CA IDMS/DB LOAD LIBRARY *
//* *

//*******************************************************************

//LINK EXEC PGM=IBWL,PARM='XREF,LIST,LET,SIZE=(196K,12K) "',
// REGION=512K

//SYSPRINT DD
//SYSLIN DD
//SYSUT1 DD
//SYSLMOD DD

SYSOUT=A

DSN=&.&tntobj . ,DISP=(0LD,DELETE)
UNIT=disk, SPACE=(TRK, (20,5))
DSN=user. loadlib(tntname),DISP=SHR
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2/VSE (TNT)

idms.dba.loadlib Data set name of the CA IDMS/DB load library containing CA
IDMS DMCL and databasename table load modules

idms.loadlib Data set name of the CA IDMS/DB load library containing
ESVSTNTC

&.&tnt. Temporary data set that contains outputfrom the compile
step

disk Symbolic device type for diskfile

&.&tntobj. Temporary data set that contains outputfrom the assembly
step

user.loadlib Data set name of the userload library wherethe TNT load

module will be placed

tntname Name of the TNT load module

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

A complete description of the SYSIDMS parameter file, see CA
IDMS Common Facilities Guide.

ok kKKK KoK oK oK oK KoK ok ok KKK Kok oK oK ok ok o o K KoK KoK oK oK oK ok ok ok KK oK oK sk oK ook ok ok KoK skok oK ok ok ok ok ok

* *
* COMPILE TNT *
* *

kK ok ok ok ok ok ok ok ok ok ok kok >k ok >k ok >k Sk >k Skok k ok ok ok ok ok ok sk kok >k Sk ok ok >k Sk >k Skok sk ok sk ok ok sk sk skok ok >k ok >k ok >k sk kok sk ok sk sk sk sk sk ok

//EXEC PROC=IDMSLBLS

//DLBL idmslib, 'idms.lib'
J//EXTENT  , XXXXXX

//LIBDEF  PHASE, SEARCH=idmslib.sublib
//DLBL IDMSPCH, 'work"', ,SD
//EXTENT  SYS020,nnnnnn, , ,ssss, L111
//ASSGN SYS020,disk

//EXEC ESVSTNTC

Input SYSIDMS parameters, as required
Insert TNT input statements here

/*
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3Kk 3k ok ok ok ok ok ok ok ok ok kok Kk ok ok >k Sk ok Skok K sk ok sk ok sk ok sk kok K Sk ok ok >k Sk ok Skok K sk sk sk ok sk sk skok ok k sk ok ok >k sk kok sk sk sk sk sk kok ok

* E3
* ASSEMBLE COMPILER OUTPUT *
* E3

Skookok ok ok ok >k sk ok ok ok sk kok sk ok ok >k sk ok ok kok sk >k sk ok ok >k sk ok kok ok ok k ok sk ok sk skok sk ok ok ok sk ok sk skek k sk sk sk >k sk sk skok sk sk ksksk ok kskek

//DLBL IJSYSIN, 'work', ,SD
//EXTENT  SYSIPT,nnnnnn,,,ssss, 1111
ASSGN SYSIPT,disk
//0PTION CATAL
PHASE tntname, *
//EXEC ASMA90
CLOSE SYSIPT,SYSRDR
/*

3Kk ok oKk ok ok ok ok ok ok ok kok 5k Sk ok Sk >k Sk >k Skok ok sk ok sk ok sk ok sk kok K Sk ok ok >k Sk >k Skok k sk ok sk ok sk ok skok ok k Sk >k ok >k sk kok sk k sk sk sk sk sk kok

* *
* LINK TNT TO CA IDMS/DB LIBRARY *
* *

Skookokk ok ok ok ok ok ok ok sk ko sk ok ok ok ok ok ok kok ok ok ok ok ok ok sk ok kok ok ok ok ok sk ok sk skok sk ok ok ok sk k sk kok ok ok sk ok ok ok sk kok sk >k sk ok sk >k sk skk

//EXEC LNKEDT

/&

IDMSLBLS Name of the procedure provided atinstallation containingthe
filedefinitions for CAIDMS dictionaries,database, SYSIDMS,
and other CA IDMS files.

cdmscl Filename of the CA IDMS/DB library

nnnnnn Volume serial number of disk unit

idmslib Filename of the CA IDMS Library

idms.lib File-id of the CA IDMS Library

work File-id of work file

SSSS Relative startingtrack of diskfile

[l Number of tracks required for diskfile

disk Device assignment of diskfile

tntname Name of the TNT PHASE

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

A complete description of the SYSIDMS parameter file, see CA
IDMS Common Facilities Guide.
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Chapter 5: Runtime Operations

This section contains the following topics:

Overview (see page 55)
DatabasePreparation (see page 55)
Application Preparation (see page 62)

System Execution (see page 79)
Application Execution (see page 82)

Overview

Preparing for CA IDMS VSAM Transparency

CA IDMS VSAM Transparency accesses the CA IDMS/DB databaseinthe same way that
CA IDMS/DB application programs access the database.As a result, most of the
preparationrequired to run CA IDMS VSAM Transparencyis standard for the CA
IDMS/DB databaseenvironment.

More information:

For general information on databasepreparationand operation, refer to CA IDMS
Database Administration Guide.

About This Chapter

This chapter discusses the operational considerationsthatarespecific to CA IDMS VSAM
Transparencyandarepresented as follows:

m  Databasepreparation

m  Application preparation

m  System execution

m  Application execution

Database Preparation

CA IDMS VSAM Transparency database preparation requires you to:

1. Install and preparethe CA IDMS/DB central version or DC/UCF system (unless all CA
IDMS VSAM Transparency applicationsareto be run inlocal mode).

2. Preparethe CA IDMS/DB database.
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3.

4.

Create and compilethe control tables that CA IDMS VSAM Transparency will useat
runtime.

Load the CA IDMS/DB database.

The above steps are described in the discussionsthatfollow.

Step 1: Install and Prepare the DC/UCF System

Unless all CAIDMS VSAM Transparency application programs areruninlocal mode, you
must prepare the central version or the DC/UCF system.

More information:

For information on system generation and startup, refer to CA IDMS System Generation
Guide and CA IDMS System Operations Guide.

Step 2: Prepare and Install the CA IDMS/DB Database

To prepare andinstallthe CA IDMS/DB database, you must define the following
databaseelements:

Schema— Define the records and sets that best represent the VSAM data setinthe
CA IDMS/DB schema.Schema definitions arediscussed in CAIDMS/DB Schema and
VSAM File Correspondences.

DMCL modules— Define and link edit DMCL modules into aload library sothese
modules areavailableatruntime. Information on loading DMCL modules can be
found in CA IDMS Database Administration Guide.

Subschemas— Define one or more subschemas, which canresidein either the
dictionaryloadarea oraloadlibrary.(Local mode requires the subschema to reside
inaloadlibrary.)

For information on defininga subschema, and on transferringload modules to a
load library, refer to CA IDMS Database Administration Guide.

Note: All areas that will beaccessed by CA IDMS VSAM Transparency must be given
a default usage mode. This usage mode must be defined in the subschema. Ifyou
are goingto update the databasethrough CAIDMS VSAM Transparency, be sure
the default usage mode is an update usage mode.
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Step 3: Create and Compile the Control Tables

CA IDMS VSAM Transparency requires user-defined control tables that translate VSAM
application programrequests into CA IDMS/DB databaserequests.

The FMT and TNT must be prepared, compiled, and linked as partof the preparationto
run CA IDMS VSAM Transparency.

More information:

For instructions on preparingand compiling the control tables can be found in Chapter
4, Preparing Control Information.

Step 4: Migrate Data to the CA IDMS/DB Database

Convert Data Structures Using the Migration Utility

You canusethe CAIDMS VSAM Transparency migration utility (ESVSMIGR) to migrate
VSAM data to an CA IDMS/DB database. This utility works with CA IDMS VSAM

Transparency to convert KSDS, ESDS, RRDS, and alternate index data structures to CA
IDMS/DB data.

Steps to Follow

To usethe CAIDMS VSAM Transparency migration utility:

1. Usethe FORMAT utility statement to initializethe area where the converted data
will reside. (The FORMAT utility statement is describedin CA IDMS Utilities Guide) If
the area has already been initialized, you do not have to follow this step.

Note: You canload VSAM data into any standard CAIDMS/DB area, includingan
existingarea that already contains data.

2. Runthe migration utility, usingthe FMT defined for the fileto be migrated. If you
have not already defined an appropriate FMT, refer to Preparing Control
Information (see page 35), forinstructions.
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Sample migration utility JCL— z/0S

The z/0S JCL used to migrate VSAM data to the CA IDMS/DB databaseunder the central
versionandinlocal modeis shown below.

Central Version ESVSMIGR (z/0S)

//STEPCONV EXEC PGM=ESVSMIGR,REGION=1024K

//STEPLIB DSN=idms. dba. loadlib,DISP=SHR
// DSN=idms. loadlib,DISP=SHR
//SYSCTL DSN=idms. sysctl,DISP=SHR

//INPUT DSN=vsam. file,DISP=SHR

//0UTPUT SUBSYS=(ESVS, 'FMT=fmtname' , ' SUBSCHEMA=ssname"' ,
// 'RBUFSZ=nnnnn")

//SYSLST DD SYSQUT=A

//SYSIDMS DD *

DD
DD
DD
//dcmsg DD DSN=idms. sysmsg. ddldcmsg,DISP=SHR
DD
DD

Insert SYSIDMS parameters, as appropriate

idms.dba.loadlib Data set name of the load library containingDMCLand
databasename table load modules

idms.loadlib Data set name of the load library containing the CA IDMS
executable modules

idms.sysctl Data set name of the CA IDMS/DB SYSCTL file

dcmsg DDname of the system message (DDLDCMSG) area

idms.sysmsg.ddldcmsg Data set name of the system message (DDLDCMSG) area

vsam.file Data set name of the VSAM fileto be migrated

fmtname Name of the file management tablefor the fileto be migrated
ssname Subschema name

nnnnnn Size of the buffer that CA IDMS VSAM Transparency will use

for communication between the front end and backend; if
not specified, the defaultis 512 bytes

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.
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Local Mode ESVSMIGR (z/0OS)

//STEPCONV  EXEC

//STEPLIB
//
//dcdml
//dclod
//dclog
//dcmsg
//SYSJIRNL
//userdb

BEEEBEEEEESE

PGM=ESVSMIGR, REGION=1024K

DSN=idms.
DSN=idms.
DSN=idms.
DSN=idms.
DSN=idms.
DSN=idms.
DUMMY

DSN=user.

dba. loadlib,DISP=SHR
loadlib,DISP=SHR

system. ddldml,DISP=SHR
system. ddldclod,DISP=SHR
system. ddldclog,DISP=SHR
system. ddldcmsg,DISP=SHR

userab,DISP=SHR

Additional DD statements as required

//INPUT
//0UTPUT
//
//SYSLST
//SYSIDMS

DD
DD

DD
DD

DSN=vsam.

file,DISP=SHR

SUBSYS=(ESVS, 'FMT=fmtname"' , ' SUBSCHEMA=ssname ' ,
'RBUFSZ=nnnnn")

SYSOUT=A

*

Insert SYSIDMS parameters, as appropriate

idms.dba.loadlib

Data set name of the CA IDMS/DB load library containing the
DMCL and databasename table load modules

idms.loadlib Data set name of the load library containing the CA IDMS
executable modules
dcdml DDname of the system dictionary definition (DDLDML) area

idms.system.ddldml

Data set name of the system dictionary definition (DDLDML)

area

dclod

DDname of the system dictionary definition load (DDLDCLOD)

area

idms.system.ddldclod

Data set name of the system dictionary definition load

(DDLDCLOD) area

dclog

DDname of the system log (DDLDCLOG) area

idms.system.ddldclog

Data set name of the system log (DDLDCLOD) area

dcmsg

DDname of the system message (DDLDCMSG) area

idms.sysmsg.ddldcmsg

Data set name of the system message (DDLDCMSG) area

userdb

DDname of the user databasefileto contain the migrated

data

user.userdb

Data set name of the user databasefileto containthe
migrated data
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vsam.file

Data set name of the VSAM fileto be migrated

fmtname

Name of the file management tablefor the fileto be migrated

ssnhame

Subschema name

nnnnnn

Size of the buffer that CA IDMS VSAM Transparency will use
for communication between the front end and backend; if
not specified, the defaultis 512 bytes.

The value must accommodate the sum of the longestrecord
length plusits key.

SYSIDMS

DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.

Sample migration utility JCL— z/VSE

The z/VSE JCL used to migrate VSAM data to the CA IDMS/DB databaseunder the
central versionandinlocal modeis shown below.

Central Version ESVSMIGR (z/VSE)

// EXEC PROC=IDMSLBLS
usercl, 'user.usercl'

// DLBL
// EXTENT
// LIBDEF
// DLBL
// EXTENT
// DLBL
// DLBL
// ASSGN
// EXEC

PHASE, SEARCH=idmslib.sublib
INPUT, 'vsam.file', ,VSAM

OUTPUT, ' FMT=fmtname',,VSAM, , CAT=ESVS
ESVS, 'SUBSCHEMA=ssname,RBUFSZ=nnnnn', , VSAM
SYSLST, PRINTER

Insert SYSIDMS parameters, as required

/&

IDMSLBLS

Name of the procedure provided atinstallation containingthe
filedefinitions for CA IDMS dictionaries, databases, SYSIDMS,
parameter fileand other files.

XXXXXX

Volume serial number of disk unit

idmslib

Filename of the CA IDMS Library

idms.lib

File-id of the CA IDMS Library
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vsam.file File-id of the VSAM fileto be migrated

fmtname Name of the file management tablefor the fileto be migrated

ssname Subschema name

nnnnnn Size of the buffer that CA IDMS VSAM Transparency will use
for communication between the front end and backend; if
not specified, the defaultis 512 bytes

SYSIDMS DDname of the parameter file provided by CA IDMS to specify

runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.

Local Mode ESVSMIGR (z/VSE)

// EXEC PROC=IDMSLBLS

// ASSGN
// DLBL
// EXTENT
// LIBDEF
// DLBL
// EXTENT

SYSnnn, IGN

idmslib, 'idms.lib'

3 XKXXXX

PHASE, SEARCH=idmslib.sublib
userdb, 'user.userdb',,SD

J XXXXXX

Additional DLBL statements as required

// DLBL
// EXTENT
// DLBL
// DLBL
// ASSGN
// EXEC

INPUT, 'vsam. file', ,VSAM

) XXXXXX

OUTPUT, ' FMT=fmtname" , ,VSAM, , CAT=ESVS

ESVS, 'SUBSMHEMA=ssname ,RBUFSZ=nnnnn', ,VSAM
SYSLST, PRINTER

ESVSMIGR

Insert SYSIDMS parameters, as required

/&

IDMSLBLS Name of the procedure provided atinstallation containingthe
filedefinitions for CA IDMS dictionaries, databases, SYSIDMS,
parameter fileand other files.

nnn Logical unitassignmentfor the SYSJRNL inthe DMCL

XXXXXX Volume serial number of disk unit

idmslib Filename of the CA IDMS Library

idms.lib File-id of the CA IDMS Library

Chapter 5: Runtime Operations 61



Application Preparation

userdb Filename of the user databasefileto contain the migrated
data

user.userdb File-id of the user databasefileto contain the migrated data

vsam.file File-id of the VSAM fileto be migrated

fmtname Name of the filemanagement tablefor the fileto be migrated

ssname Subschema name

nnnnnn Size of the buffer that CA IDMS VSAM Transparency will use

for communication between the front end and backend; if
not specified, the defaultis 512 bytes

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.

Application Preparation

CA IDMS VSAM Transparency application preparation requires you to:
1. Modify the JCL of each job that will be processed by CA IDMS VSAM Transparency.

2. Modify and recompile VSAM application programs ifany features used are not
supported by CA IDMS VSAM Transparency.

Step 1: Modify the Application JCL

Two DD or DLBL Statements for Each File
Each ddname (z/0S) or filename (z/VSE) must be uniquefor an application program.
This means thatinlocal mode, you will havetwo DD or DLBL statements for eachfile:

m  Onestatement must describethe ddname or filename specified in the assembler
ACB, COBOL SELECT statement, or PL/I DECLARE statement.

m  The other statement must describethe external filename specified inthe CA
IDMS/DB DMCL.
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Example

Suppose a VSAM application programcontains this COBOLSELECT statement:

SELECT CUSTFILE ASSIGN TO SYS030.

And supposethe DMCL definition of the VSAM data structure contains this file
assignment:

ADD FILE CUSTOMER-FILE ASSIGN TO CSTFILE.

The JCL used to runthe VSAM applicationinlocal modewill includeone DD or DLBL
statement for each of the files described above:

//SYS030 DD SUBSYS=(ESVS, 'FMT=fmtname', ' SUBSCHEMA=ssname', ... )
//CSTFILE DD DSN=CUST-FILE,DISP=SHR

Instructions for modifying the application JCLin z/OS and z/VSE are presented below.
Modify the application JCL— z/0S

SUBSYS Parameter

Inz/0S, CA IDMS VSAM Transparencyis a subsystemand each CA IDMS VSAM

Transparency fileis considered a subsystem data set. This means that each data

definition card for an CA IDMS VSAM Transparency file mustcontain the SUBSYS
parameter.
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Central Version

The JCL used to runa CICS CA IDMS VSAM Transparency application programunder the
central versionis shown below.

CICS (z/08)

//ESVSCICS EXEC PGM=DFHSIP

//STEPLIB DD DSN=cics.system. loadlibl ,DISP=SHR
//DFHRPL DD DSN=cics.system. loadlib,DISP=SHR

// DD DSN=cics.system. loadlib2,DISP=SHR

// DD DSN=idms. dba. loadlib,DISP=SHR

// DD DSN=idms. loadlib,DISP=SHR

// DD DSN=user. loadlib, DISP=SHR

//dcmsg DD DSN=idms. sysmsg. ddldcmsg,DISP=SHR
//sysctl DD DSN=user. sysctl,DISP=SHR

//userdd DD SUBSYS=(ESVS, 'FMT=fmtname' , ' SUBSCHEMA=ssname '
// '"MODE=CICS', 'RBUFSZ=nnnnn', ' TNT=tntname'
// 'CWADISP=disp"')

// DSN=dataset - name ,DISP=SHR

//SYSIDMS DD *

Insert SYSIDMS parameters, as appropriate

user.loadlib Data set name of the userloadlibrary

userdd DDname of the CA IDMS VSAM Transparency file, asit
appears inthe application

cics.system.loadlib, Names of the CICSsystem load libraries
loadlibl, loadlib2

idms.sysmsg.ddldcmsg Data set name of the system message (DDLDCMSG) area

idms.dba.loadlib Data set name of the load library containingthe DMCL and
databasename table load modules

idms.loadlib Data set name of the load library containing the CA IDMS
executable system modules

dcmsg DDname of the system message (DDLDCMSG) area

fmtname Name of the file management tablethat defines the escaped
file

ssname Subschema name

nnnnnn Buffer size

tntname Name of the transaction nametable; optional when only one

subschema exists for use with CA IDMS VSAM Transparency
programs;required if more than one subschema exists
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disp

Value equal to the CWADISP specifiedinthe assembly of
IDMSINTC

data set name

Name of a VSAM KSDS filedefined inthe VSAM catalog. This
dummy fileshould be a KSDS dataset, even ifthe filebeing
escaped was an ESDS file, to prevent VSAM catalog
management from doingspecial processingassociated with
ESDS datasets. It should contain one or more records to
prevent VSAM from opening the filel/O.CA IDMS VSAM
Transparency does not requireany special naming
convention. The DSNAME parameter is notneeded with CICS
Releases priorto Release 1.7.

SYSIDMS

DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file,see
CA IDMS Common Facilities Guide.

More information:

For more information onthese and additional CAIDMS VSAM Transparency parameters,
refer to CA IDMS VSAM Transparency parameters located later in this section.

Example

The following statements illustratethe JCL used to run a sample CICS system that uses
two CA IDMS VSAM Transparency files:

//ESVSCICS
//STEPLIB
//DFHRPL
//

//

//

//

//dcmsg
//sysctl
//SYSIDMS
//EMPFILE
//

//
//DEPFILE DD
//

EXEC

DD
DD
DD
DD
DD
DD
DD
DD
DD
DD

PGM=DFHSIP
DSN=CICS.SYSTEM.LOADLIB1, DISP=SHR
DSN=CICS.SYSTEM.LOADLIB, DISP=SHR
DSN=CICS.SYSTEM.LOADLIB2, DISP=SHR
DSN=IDMS.DBA.LOADLIB, DISP=SHR
DSN=IDMS.LOADLIB, DISP=SHR
DSN=USER.LOADLIB, DISP=SHR
DSN=IDMS.SYSMSG.DDLDCMSG, DISP=SHR
DSN=USER.SYSCTL, DISP=SHR

*

SUBSYS=(ESVS, 'FMT=EMPFMT ' , ' SUBSCHEMA=EMPSS01",

'MODE=CICS', 'RBUFSZ=500', 'TNT=CICSTNT', 'GWADISP=16'),
DSN=VSAM. ESVS .EMPFILE,DISP=SHR

SUBSYS=(ESVS, 'FMT=DEPFMT ")

DSN=VSAM. ESVS .DEPFILE,DISP=SHR

The JCL used to runa batch CA IDMS VSAM Transparency application programunder the
central versionandinlocal mode areshown below.
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Central Version (z/0S)

//userpgm
//STEPLIB
//

//
//dcmsg
//sysctl
//userdd
//
//SYSIDMS

EXEC
DD
DD

PGM=userpgm

DSN=user. loadlib,DISP=SHR

DSN=idms. dba. loadlib,DISP=SHR

DSN=idms. loadlib,DISP=SHR

DSN=idms. sysmsg. ddldcmsg,DISP=SHR

DSN=user. sysctl,DISP=SHR

SUBSYS=(ESVS, 'RMT=fmtname"' , ' SUBSCHEMA=ssname'

'MODE=modetype", 'RBUFSZ=nnnnn")
*

Insert SYSIDMS parameters, as appropriate

userpgm

Application programname

user.loadlib

Data set name of the user loadlibrary

cics.system.loadlib, Names of the CICS system load libraries

loadlibl, loadlib2

idms.sysmsg.ddldcmsg Data set name of the system message (DDLDCMSG) area

idms.dba.loadlib

Data set name of the load library containingthe DMCL and
databasename table load modules

idms.loadlib

Data set name of the load library containing the CA IDMS
executable system modules

dcmsg

DDname of the system message (DDLDCMSG) area

sysctl

DDname of the user SYSCTL file

user.sysctl

Data set name of the user SYSCTL file

userdd

DDname of the CA IDMS VSAM Transparency file, as it
appears inthe application

fmtname

Name of the file management tablethat defines the escaped
file

ssname

Subschema name

modetype

Optional indicator of BATCH or CICS mode; if not specified,
the defaultis BATCH

nnnnnn

Buffer size

SYSIDMS

DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file,see
CA IDMS Common Facilities Guide.
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More information:

For more information on these and additional CAIDMS VSAM Transparency parameters,
refer to CA IDMS VSAM Transparency parameters located later in this section.

Example

The following statements illustratethe JCL used to run a samplebatch CA IDMS VSAM
Transparency application programunder the central version; this programuses one file
and one subschema.

//EMPLIST EXEC
//STEPLIB DD
// DD
// DD
//SYSCTL DD
//DEPFILE DD
//

PGM=EMPLIST

DSN=user. loadlib, DISP=SHR

DSN=idms. dba. loadlib,DISP=SHR

DSN=idms. loadlib,DISP=SHR

DSN=IDMS.SYSCTL ,DISP=SHR

SUBSYS=(ESVS, ' FMT=EMPFMT ', ' SUBSCHEMA=EMPSSO@1 "',
'"RBUFSZ=nnnnn'

//dcmsg  DDDSN=idms. sysmsg.ddldcmsg,DISP=SHR

//SYSIDMS DD

*

Local Mode (z/0S)

//userpgm EXEC
//STEPLIB DD

// DD
// DD
//dcdml DD
//dclod DD
//dclog DD

//SYSJRNL DD
//userdb DD
//userdd DD

PGM=userpgm

DSN=user. loadlib,DISP=SHR

DSN=idms . dba. loadlib,DISP=SHR

DSN=idms. loadlib,DISP=SHR

DSN=idms . system. ddldml,DISP=SHR

DSN=idms . system. ddldclod,DISP=SHR

DSN=idms. system. ddldclog,DISP=SHR

DSN=idms. journal. local, DISP=(NEW, KEEP), unit=devtype
DSN=user. userdb. file,DISP=SHR

SUBSYS=(ESVS, 'EMT=fmtname"' , ' SUBSCHEMA=ssname" )

Additional database file specifications

//SYSIDMS DD

*

Insert SYSIDMS parameters, as appropriate

userpgm

Application programname

user.loadlib

Data set name of the userloadlibrary

idms.dba.loadlib

Data set name of the load library containing the CA IDMS
DMCL and databasename table load modules

idms.loadlib Data set name of the load library containing the CA IDMS
system executable modules
dcdml DDname of the system dictionary definition (DDLDML) area

Chapter 5: Runtime Operations 67



Application Preparation

idms.system.ddldml

Data set name of the system dictionary definition
(DDLDML) area

dclod

DDname of the system dictionary definition load
(DDLDCLOD) area

idms.system.ddldclod

Data set name of the system dictionary definition load
(DDLDCLOD) area

dclog

DDname of the system log (DDLDCLOG) area

idms.system.ddldclog

Data set name of the system log (DDLDCLOD) area

userdb

DDname of the user CA IDMS/DB file

user.userdb

Data set name of the user CA IDMS/DB file

userdd DDname of the CA IDMS VSAM Transparency file,as it
appears inthe application

fmtname Name of the file management tablethat defines the
escaped file

ssname Subschema name

nnnnnn Buffer size

devtype Disk ortape

SYSIDMS DDname of the parameter file provided by CA IDMS to

specify runtime directives and operating
system-dependent parameters.

For a complete description of the SYSIDMS parameter file,

see CA IDMS Common Facilities Guide.

More information:

For more information on these and additional CAIDMS VSAM Transparency parameters,

refer to CA IDMS VSAM Transparency parameters (see page 75)located later in this

section.
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Example

The following statements illustratethe JCL used to run a samplebatch CA IDMS VSAM
Transparency application programinlocal mode:

//EMPLIST EXEC PGM=EMPLIST
//STEPLIB DD DSN=user. loadlib,DISP=SHR

// DD DSN=idms. dba. loadlib,DISP=SHR
// DD DSN=idms. loadlib,DISP=SHR
// DD DSN=IDMS . EMPLOAD , DISP=SHR

//SYSJRNL DD DSN=idms. journal. local, DISP=(NEW, KEEP), unit=devtype
//MYDB DD DSN=MY. EMPDB . EMPFILE, DISP=SHR

//EMPFILE DD SUBSYS=(ESVS, ' FMT=EMPFMT ', ' SUBSCHEMA=EMPSS01" )
additional DD statements to run VSAM application

Modify the application JCL— z/VSE

Setting up DLBL Statements

The use of DLBL statements with CA IDMS VSAM Transparency has specific rules thatdo
not correspond to standard z/VSE DLBL statement rules:

First Statement

To set up the first DLBL statement:

1. Specify 'FMT=fmtname' in placeof the file-id. Fmtname is the name of the file
management table that defines the escapedfile.

2. Specify CAT=ESVS atthe end of the DLBL statement.

A sample DLBL statement is shown below:

// DLBL EMPESC, 'FMT=BMPFMT"', ,VSAM, , CAT=ESVS

Chapter 5: Runtime Operations 69



Application Preparation

Second Statement

To set up the second DLBL statement:

1.
2.

Specify ESVS in place of the filename.

Specify a string of CA IDMS VSAM Transparency parameters in placeof the file-id.
The parameters must be separated by commas; the stringmust be enclosed in
quotes and can contain no more than 44 characters (including the commas, but not
includingthe quotes).

Specify CAT=ESVS1 ifyou want to continue the string of CA IDMS VSAM
Transparency parameters on the third DLBL statement.

A sample DLBL statement is shown below:

// DLBL ESVS, 'SUBSCHEMA=EMPSSO1,MODE=BATCH" , , VSAM, , CAT=ESVS1

All Subsequent Statements

To set up all subsequent DLBL statements:

1.

Specify ESVSn in place of the filename, where n is a number from 1to 9. ESVSn
must be the same as the valuespecifiedinthe CAT parameter of the previous DLBL
statement.

Specify CAT=ESVSn+1 ifyou want to continue the string of CA IDMS VSAM
Transparency parameters on the next DLBL statement.

A sample DLBL statement is shown below:

// DLBL ESVS1, 'RBUFSZ=500",,VSAM, ,CAT=ESVS2

Example

The DLBL statements required to define one CA IDMS VSAM Transparency fileandits
associated parameters might be set up as follows:

// DLBL EMPESC, 'FMT=BMPFMT ', ,VSAM, , CAT=ESVS

// DLBL ESVS, 'SUBSCHEMA=EMPSS01,MODE=BATCH" , , VSAM, , CAT=ESVS1
// DLBL ESVS1, 'RBUFSZ=500",,VSAM, ,CAT=ESVS2

// DLBL ESVS2, 'TRACE=0500,WRAP'
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CICs

The JCL required to run a CICS system running CA IDMS VSAM Transparency application
programs is shown below.

CICS (z/VSE)

// DLBL userdd, 'IDMS.CICS.VSAMT', ,VSAM
// DLBL SYSESVS, 'sysesvs.parms'

// EXEC DFHSIP

/&

userdd Filename of the CA IDMS VSAM Transparencyfile,as it
appears inthe application

IDMS.CICS.VSAMT Name of a VSAM datasetthat is defined inthe VSAM catalog.
This dummy fileshould be a KSDS dataset, even ifthe file
being escaped was an ESDS file, to prevent VSAM catalog
management from doingspecial processingassociated with
ESDS datasets. It should contain one or more records to
prevent VSAM from opening the filel/O.

sysesvs.parms File 1D of the SYSEVS parameters file

More information:

For more information about CA IDMS VSAM Transparency parameters,see CA IDMS
VSAM Transparency parameters, later in this section. For more information about CICS
SYSESVS parameters, see z/VSE CICS SYSESVS Parameters.

Example

The following statements illustratethe JCL used to run a sample CICS system running CA
IDMS VSAM Transparency applications;this programuses two CA IDMS VSAM
Transparencyfiles:

// DLBL EMPFILE, 'IDMS.CICS.VSAMT', ,VSAM
// DLBL DEPFILE, 'IDMS.CICS.VSAMT', ,VSAM
// DLBL SYSESVS, 'sysesvs.parms'

// EXEC DFHSIP

/&

The JCL required to run a batch CA IDMS VSAM Transparency application programunder
the central versionandinlocal mode areshown below.
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Central Version (z/VSE)

// EXEC PROC=IDMSLBLS

// DLBL  idmslib, 'idms.lib’

// EXTENT , XXXXXX

// LIBDEF PHASE, SEAR(H=idmslib.sublib

// DLBL  userdd, 'FMT=fmtname', ,VSAM, ,CAT=ESVS

// DLBL  ESVS, 'SUBSCHEMA=ssname,MODE=modetype' , ,VSAM, ,CAT=ESVS
// DLBL  ESVS1, 'RBUFSZ=nnnnn'

// EXEC  userpgm

Insert SYSIDMS parameters, as required

/&

IDMSLBLS

Name of the procedure provided atinstallation containingthe
filedefinitions for CA IDMS dictionaries, databases, SYSIDMS,
parameter fileand other files.

XXXXXX

Volume serial number of disk unit

idmslib

Filename of the CA IDMS Library

idms.lib

File-id of the CA IDMS Library

userdd

Filename of the CA IDMS VSAM Transparencyfile,as it
appears inthe application

SESVS.FMT.FMTNAME

Name of a VSAM datasetthat is defined in the VSAM catalog.

You must specify ESVS.FMT. andthen replacefmtname with
your FMT name.

fmtname

Name of the file management tablethat defines the escaped
file

ssnhame

Subschema name

modetype

Optional indicator of BATCH or CICS mode; if not specified,
the defaultis BATCH

nnnnn

Buffer size

userpgm

Application programname

SYSIDMS

DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.
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More information:

For more information on these and additional CAIDMS VSAM Transparency parameters,
refer to CA IDMS VSAM Transparency parameters located later in this section.

Example

The following statements illustratethe JCL used to run a samplebatch CA IDMS VSAM
Transparency application programunder the central version; this programuses one file:

// EXEC PROC=IDMSLBLS

// DLBL  USRLIB, 'User.Library'

// EXTENT ,SYSWK4

// LIBDEF PHASE,Search=(IDMSLIB.sublib,USRLIB.sublib)
// DLBL EMPFILE, 'FMT=BMPFMT', ,VSAM, ,CAT=ESVS

// DLBL ESVS, 'SUBSCHEMA=EMPSS01,RBUFSZ=500"

// EXEC EMPLIST

dmcl=idmsdmcl
/&

Local Mode (z/VSE)

// EXEC PROC=IDMSLBLS

// DLBL  idmslib, 'idms.lib'

// EXTENT , XXXXXX

// LIBDEF PHASE, SEAR(H=idmslib.sublib

// DLBL userdd, 'FMT=fmtname', ,VSAM, ,CAT=ESVS

// DLBL ESVS, 'SUBSCHEMA=ssname, MODE=modetype',,VSAM, ,CAT=ESVS1
// DLBL ESVS1, 'RBUFSZ=nnnnn'

Additional database file specifications
// EXEC userpgm

Insert SYSIDMS parameters, as required

/&

IDMSLBLS Name of the procedure provided atinstallation containingthe
filedefinitions for CA IDMS dictionaries, databases, SYSIDMS,
parameter fileand other files.

nnn Logical unitassignmentfor the SYSJRNL inthe DMCL

XXXXXX Volume serial number of disk unit

idmslib Filename of the CA IDMS Library
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idms.lib File-id of the CA IDMS Library

userdd Filename of the CA IDMS VSAM Transparencyfile,as it
appears inthe application

fmtname Name of the file management tablethat defines the escaped
file

ssname Subschema name

Modetype Optional indicator of BATCH or CICS mode; if not specified,
the defaultis BATCH

nnnnnn Buffer size

userpgm Application programname

SYSIDMS DDname of the parameter file provided by CA IDMS to specify
runtime directives and operating system-dependent
parameters.

For a complete description of the SYSIDMS parameter file, see
CA IDMS Common Facilities Guide.

More information:

For more information on these and additional CAIDMS VSAM Transparency parameters,
refer to CA IDMS VSAM Transparency parameters (see page 75) located later in this
section.

Sample

The following statements illustratethe JCL used to run a samplebatch CA IDMS VSAM
Transparency application programinlocal mode:

// EXEC PROC=IDMSLBLS

// DLBL  idmslib, 'idms.lib'

// EXTENT , XXXXXX

// LIBDEF PHASE, SEAR(H=idmslib.sublib

// DLBL  EMPFILE, 'FMT=EMPFMT"', ,VSAM, , CAT=ESVS

// DLBL  ESVS, 'SUBSCHEMA=EMPSSO1,MODE=CICS', ,VSAM, ,CAT=ESVS1
// DLBL  ESVS1, 'RBUFSZ=500"'

Additional DLBL statements required to run VSAM application
// EXEC EMPLIST

dbname=empdb
/&
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CAIDMS VSAM Transparency parameters

The table below presents a detailed listof the CA IDMS VSAM Transparency parameters,
whichyou canuseinthe application programJCL.

Considerations

The following considerationsapply:

m  Unless otherwise specified, the parameters inthis tableare optional.

m  The FMT parameter must be includedinall CAIDMS VSAM Transparency DD or
DLBL statements for both z/OS and z/VSE.

m  All other parameters must be coded as follows:

- Inz/0S, the parameters can be includedinany DD statement, but must appear

onlyonce per application.

- Inz/VSE, the parameters must be included inthe DLBLfile statement that starts

with ESVS.

Parameter

Description

CWADISP=nnnn

Specifies a valueequal to the CWADISP
specifiedinthe assembly of IDMSINTC. The
CWADISP parameter is mandatory for CICS
processingandis invalid for batch processing.
It canbe up to 4 digits longandis typically
around 16.

DBNAME=database-name

Specifies the defaultdatabaseto be used with
the CA IDMS VSAM Transparency application
program (BATCH mode) or the default
databaseto be used with all CICS CA IDMS
VSAM Transparency transactions (CICS mode).
This parameter is usedin a multiple-database
environment. You can override this parameter
for each CICS CA IDMS VSAM Transparency
transaction by usingthe transaction name
table. The DBNAME parameter can be from 1
to 8 characters long.

FMT=fmt-name

Identifies the file management tablethat
defines the fileto be escaped. The FMT
parameter is mandatoryforall CAIDMS

VSAM Transparencyfiles.ltcanbefrom1to 8
characters longand must be includedin all file
statements.
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Parameter

Description

MSG=LOG/CONS/OFF

Displaysthe CA IDMS VSAM Transparency key
feedback (runtime) messages during program
execution. The options are:

m  LOG (the default) writes the key feedback
messages to the logfile.

m  CONS writes the key feedback messages
to the operator console.

m  OFF turns off the display of key feedback
messages.

CA IDMS VSAM Transparency writes key

feedback messages for any open call, close

call,or callthatisinerror.The format is as

follows:

FDBK=nnnnnnnn

Nnnnnnnn is an 8-byte field that contains the
key feedback message code.

MODE= BATCH/CICS

Indicates whether the CA IDMS VSAM
Transparency application programistorunin
BATCH or CICS mode. The defaultis BATCH.

NODENAME=nodename

Specifies the nodename to be used with the
CA IDMS VSAM Transparency application
program (BATCH mode) or the default
nodename to be used with all CICS CAIDMS
VSAM Transparency transactions (CICS mode).
This parameter is used in a multiple-database
environment. You can override this parameter
for each CICS CA IDMS VSAM Transparency
transaction by usingthe transaction name
table.

The NODENAME parameter can be from 1 to
8 characters long.

OCMSGS=ALL/ERROR

Specifies which messages you want displayed
on the console.The options are:

m  ALL indicates bothinformational and
error messages are displayed on the
console.

m ERROR indicates thatonly error messages
are displayed on the console.
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Parameter

Description

RBUFSZ=nnnnn

Indicates the size of the buffer that CA IDMS
VSAM Transparency will usefor
communication between the frontend and
the backend. The defaultis 512 bytes.

The RBUFSZ parameter canbe from1to 5
digits longandis valid for the central version
only.

The valuemust accommodate the sum of the
longest record length plus its key length. CA
IDMS VSAM Transparency adds the length of
its overhead to the RBUFSZ you specify.

STATS= ON/FILE

Requests that databasestatistics becollected
for all CAIDMS VSAM Transparency files
accessed either by the CA IDMS VSAM
Transparency application program (BATCH
mode) or by all CAIDMS VSAM Transparency
CICS transactions (CICS mode). The options
are:

m  ON places the statisticsfor all CAIDMS
VSAM Transparency files together on the
system log.

m  FILE places the statistics for each CAIDMS
VSAM Transparency fileseparately on the
system log.

The STATS parameter is notavailableinlocal
mode.

SUBSCHEMA=subschema-name

Identifies the subschema to be used with the
CA IDMS VSAM Transparency application
program (BATCH mode) or the default
subschema to be used with all CAIDMS VSAM
Transparency CICStransactions (CICS mode).
This parameter is mandatory for both BATCH
mode and CICS mode. You can override the
SUBSCHEMA parameter for each CICS CA
IDMS VSAM Transparency transaction by
usingthe transaction nametable.

The SUBSCHEMA parameter canbe from 1 to
8 characters long.
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Parameter

Description

TNT=tnt-name

Identifies the transaction nametablethat CA
IDMS VSAM Transparency will usefor
processing CICS transactions. This parameter
is optional ifalltransactions areto use the
same subschema. It is requiredif more than
one subschemais tobe used. The TNT
parameter isinvalidinthe batch
environment.

The TNT parameter canbe from 1 to 8
characters long.

TRACE=nnnn,WRAP/LOG

Requests that a trace of calls madebythe CA
IDMS VSAM Transparency application
program be displayed on the system log.
Nnnn is the number of fullwords allowed in
the trace tableand canbe from 1 to 4 digits
long. The TRACE options are as follows:

m  WRAP (the default) enables the trace
table to wrap aroundifthe fullword limit
is reached. This means that subsequent
program callswill berecorded over the
existingtracetable.

m LOG writes the tracetable to CDMSLOG
andthen clears thetracetable, ifthe
limitfor the trace tableis reached. This
means that subsequent program calls will
be recorded on the cleared trace table.
The LOG option is notavailableinlocal
mode.

Step 2: Modify and Recompile the Application Program

If any features used inthe application programarenot supported by CA IDMS VSAM
Transparency, you must modify and recompile the application program.To modify and
recompilethe application program, followthe instructions presented in the VSAM

documentation.
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System Execution

Requirements

CA IDMS VSAM Transparency system execution requires you to:

1. Runthe CA IDMS VSAM Transparency command interfacewith the proper
commands to startup CA IDMS VSAM Transparency.

2. Bringup the central version (unless runninginlocal mode).
You must perform these steps each time the operatingsystem is cycled, before you run

any CA IDMS VSAM Transparency jobs. You can perform these steps inany order, but
you must perform them before bringingup CICS.

Step 1: Run the CA IDMS VSAM Transparency Command Interface

A list of CA IDMS VSAM Transparency system commands is presented below, followed
by separateinstructions for runningthe CA IDMS VSAM Transparency command
interface in z/OS and z/VSE.

CAIDMS VSAM Transparency system commands
Considerations

The following considerationsapply to CA IDMS VSAM Transparency system commands:
m  Inz/0S, you enter these commands directly from an operator console.
®m  Inz/VSE, you canenter these commands inone of two ways:

- You canrunESVSINIT with these parameters. The END parameter must always
be the laststatement included in the job stream for ESVSINIT.

- You canenter these commands from the operator consoleifyou use the
CONSOLE command.

System Command Descriptions

The CA IDMS VSAM Transparency system commands are described below:

m  CONSOLE (z/VSE only)redirects the relay of operator commands from SYSIPT to the
operator console.

m  DISPLAY causes all active CAIDMS VSAM Transparency jobs to be displayed on the
operator console.

m  END causes the CA IDMS VSAM Transparency command interface to terminate
without affecting the status of CA IDMS VSAM Transparency.
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m SHUTDOWN prevents new users from accessing CAIDMS VSAM Transparency and
brings down CA IDMS VSAM Transparency when the lastcurrentuser is finished.

m  SHUTDOWN,I causes CAIDMS VSAM Transparency to terminate immediately. As a
result,any jobs that arecurrently using CA IDMS VSAM Transparency areaborted
andtheir updates backed out.

More information:

For more information aboutabnormal termination, see Application Execution, later
inthis manual.

m  START brings up CA IDMS VSAM Transparencyand causes itto be initialized. START
isvalid only when CA IDMS VSAM Transparencyis INACTIVE.

m  STATUS shows the current status of CA IDMS VSAM Transparency.

CAIDMS VSAM Transparency initialization— z/0S

Startup Procedure

For z/0OS, the CA IDMS VSAM Transparency command interface startup procedure must
residein SYS1.PROCLIB. For information onthe command interfacestartup procedure,
refer to num=B.CA IDMS VSAM Transparency Installation.

To runthe startup procedure in z/0S, perform these steps from an operator console:

Step 1
S esvs
[Enter]

nn ES227002: VSAM/T INACTIVE, ENTER REPLY

Step 2
R nn,start
[Enter]

nn ES227001: VSAM/T ACTIVE, ENTER REPLY

Step 3
R nn,end

[Enter]
More information:
A complete listof CA IDMS VSAM Transparency command interface messages for the

z/0S environment is presented in Appendix D, CA IDMS VSAM Transparency Return
Codes and Messages.
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CAIDMS VSAM Transparency initialization— z/VSE

Startup Procedure

For z/VSE, the CA IDMS VSAM Transparency command interface startup program may
be inany privatelibrary. CASAUTIL must be run prior to the startup program.

To initiatethe CA IDMS VSAM Transparency systemin z/VSE, execute the job stream
shown below:

ESVSINIT (z/VSE)

// DLBL  idmslib, 'idms.lib'

// EXTENT , XXXXXX

// LIBDEF PHASE, SEAR(H=idmslib.sublib
// ASSGN SYSLST, PRINTER

// ASSGN SYSRDR, READER

// EXEC  ESVSINIT

START

END

/*

/&

idmslib Filename of the CA IDMS Library

idms.lib File-id of the CA IDMS Library

XXXXXX Volume serial number of disk unit

Note that parameters specified as inputto ESVSINIT must startincolumn 1.

Return Messages

For a startup that proceeds normally, the CA IDMS VSAM Transparency command
interface will return the following messages:

ES227107: VSAM/T INITIALIZATION STARTED
ES227101: VSAM/T ACTIVE
VSAM/T ACTIVE, ENTER REPLY

A complete list of CA IDMS VSAM Transparency command interface messages for the
z/VSE environment is presented in Appendix D, CA IDMS VSAM Transparency Return
Codes and Messages.
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Step 2: Bring Up the DC/UCF System

You must bringup the DC/UCF system, unless all CAIDMS VSAM Transparency
applicationsareto be run inlocal mode.

More information:

For instructions on bringing up a DC/UCF system, refer to CA IDMS System Operations
Guide.

Application Execution

At this point, you can execute your VSAM application by usingtheJCL described earlier
inthis section. Information on CA IDMS VSAM Transparency programtermination and
recovery responses is presented below.

Normal Termination
Batch Application

For a batch application,all CAIDMS VSAM Transparency files areaccessed through a
singlerun unit. When the application terminates normallyor closesall CAIDMS VSAM
Transparency files, CAIDMS VSAM Transparency finishes therun unit. Normal
completion of a transaction results in updates being committed to the database.

Note: Ifthe samejob subsequently opens any CA IDMS VSAM Transparencyfile,a new
run unitwill begin.

CICS Processing

Under CICS, each transaction accesses all CAIDMS VSAM Transparency files throughiits
own rununit. When the transaction terminates normally or closes all CAIDMS VSAM
Transparency files, CAIDMS VSAM Transparency finishes therun unit. Normal
completion of a transactionresults in updates being committed to the database.
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Abnormal Termination

VSAM Error Codes

Any error that occurs in CAIDMS VSAM Transparencyis translated into a VSAM error
code and is returned to the application.

Data is Protected

Because CA IDMS VSAM Transparencyis integrated with the CA IDMS/DB database, data
integrity is protected by CA IDMS/DB's journaling and recovery services.

More information:

For more information on backup and recovery procedures can be found in CA IDMS
Database Administration Guide.

Considerations
The following considerationsapply to the abnormal termination of an CA IDMS VSAM

Transparency application program:

m  For aCICS transaction, all CAIDMS VSAM Transparency updates are rolled backto a
point before the CA IDMS VSAM Transparency files were processed.

m  Under central version, all recoveryis handled automatically by CA IDMS/DB
recovery procedures.

m  Inlocal mode, the databasethat contains the CA IDMS VSAM Transparency files
must be restored manually.

CAIDMS VSAM Transparency shutdown procedures— z/0S

To shutdown CA IDMS VSAM Transparency, perform the following steps from an
operator console:

Step 1
S esvs
[Enter]

nn ES227001: VSAM/T ACTIVE, ENTER REPLY

Step 2
R nn, shutdown
[Enter]

nn ES227002: VSAM/T INACTIVE, ENTER REPLY
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Step 3
R nn,end

[Enter]
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Appendix A: CA IDMS VSAM Transparency
Architecture

This section contains the followingtopics:

About This Appendix (see page 85)

CA IDMS VSAM Transparency Architecture— Batch Processing (see page 86)
System Services Manager (see page 86)

Request Processing Modules (see page 87)

CA IDMS VSAM Transparency Architecture— CICS Processing (see page 89)
Control Tables (see page 90)

About This Appendix

This appendix provides information about CA IDMS VSAM Transparency's components,
including:

m  The system services manager
m  Front-end and back-end request processing modules
m  The CA IDMS VSAM Transparency CICSinterface

m  Control tables
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CA IDMS VSAM Transparency Architecture— Batch Processing

The followingdiagramillustrates the CA IDMS VSAM Transparency components used for
batch processing.

Open/Close
VSAM
application
program

Operating
system

SSM

QOperating
system

dependent
module(s)

Front end

Open/{Close

IDMSIDMS

Batch interface

Communication

manager

IDMS
interface

CA-IDMS/VSAM

File
management
table load
module
{FMT)

requests

Data/Status

Updates

Back end

Data

CA-IDMS/DB

CA-IDMS/DB
database

The functions of each CA IDMS VSAM Transparency module are presented in detail

below.

System Services Manager

The CA IDMS VSAM Transparency systemservices manager provides

operating-system-dependent services for CA IDMS/VSAM Transparency files. When an
application programissues a requestto open or closean CA IDMS VSAM Transparency
file, the system services manager performs the appropriate operating-systemopen or

closefunction. The system services manager then transfers the request to the CA IDMS
VSAM Transparency front-end module.
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Request Processing Modules

CA IDMS VSAM Transparency processes VSAM requests by usingtwo modules: the front
end andthe backend. These modules simulate VSAM functions and are operating
system independent.

The CA IDMS VSAM Transparency Front End

The CA IDMS VSAM Transparency frontend is the application requestprocessing
module that does the following:

Initializes and terminates files through the open/close processingroutine. This
routine:

— Opens andcloses files

- Initializes and terminates the front-end control blocks atthe job level (for batch
processing), transaction level (for CICS processing), and filelevel (for either
batch or CICS processing)

— Callstheback-end module for back-end control blockinitialization or
termination

Interfaces with batch applications through the batch interfaceroutine. This
routine:

— Receives batch process calls (GET, PUT, POINT, ERASE, ENDREQ, CHECK)

Saves the user environment

Sets up the CAIDMS VSAM Transparency environment

Calls thecommunication manager routine

For CICS, the batch interfaceis functionally replaced by the CA IDMS VSAM
Transparency CICSinterface.

Handles all communication betweenthe VSAM application and the back end
through the communication manager routine. This routine:

- Validates application requests
— Transmits processingrequests to the back-end module

— Receives data and status information fromthe backend and transmits this
information backto the VSAM application
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The CA IDMS VSAM Transparency Back End

The CA IDMS VSAM Transparency back end accepts requests from the front end and
translates VSAM requests to CA IDMS/DB databasecalls.The back end does the
following:

m [nitializes the run unit. The backend:

Validates open and closerequests.

Initializes and terminates the back-end control blocks. This includes loading the
file management tables, which establish correspondences between VSAM
requests and the database,and loadingthe transaction nametable, which
establishes correspondences between CICS transactionsand CAIDMS/DB
subschemas.

m  Translates VSAM requests. The backend:

Processes VSAM request parameter lists (RPLs)

Uses the file management tableto convert VSAM requests to the
corresponding DML statements

m  Accesses the database.The backend:

Issues standard DMLcallsto access the database

Receives requested data from the database,including CAIDMS/DB status
codes

Converts databaseoutput to VSAM format

Sends the VSAM data and status information to the front-end communication
manager routine, which then returns the output to the application program
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CA IDMS VSAM Transparency Architecture— CICS Processing

The followingdiagramillustrates the CA IDMS VSAM Transparency components used for
CICS processing.
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CICS Uses Additional Components

CICS CA IDMS VSAM Transparency processinguses all of the request processingroutines
described above, except for the batch interface routine. CICS CA IDMS VSAM
Transparency processingalso uses theseadditional components:

The CA IDMS VSAM Transparency CICS interface communicates directly with the
front-end communication manager routine. Each CICS transaction uses its own CA
IDMS VSAM Transparency run unitfor efficient multithreaded processing, task-level
journaling,and recovery.

The CA IDMS CICS interface (IDMSINTC) establishes communication between the
CA IDMS VSAM Transparency frontend and backend. Requests are transmitted to
the back end; data and status code information arereturned to the front end.
IDMSINTC must be assembled with CA IDMS VSAM Transparency parameters.

The transaction name table maps the transaction names of CICS applications to CA
IDMS/DB subschema names. This tableis discussed laterin this appendix under
Control Tables (see page 90).
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CICS Interface Points

At runtime, CA IDMS VSAM Transparency interfaces with CICS atthe following points:

m  Open/Close—When IDMSINTC is started, the opens are processed and then CA
IDMS VSAM Transparency writes error messages showingthe feedback code.

m  Transaction start initialization—Transaction startis handled by the CA IDMS VSAM
Transparency CICSinterface. This interface:

— Uniquelyidentifies the transaction before passingcontrol to CA IDMS VSAM
Transparency

— Initializes the CA IDMS VSAM Transparency environment for the transaction at
the first VSAM request

— Enables each CICStransactiontorun as a separate CA IDMS/DB run unit

— Takes the placeof the front-end batch interface routine. The CA IDMS VSAM
Transparency CICSinterface:

] Saves the user environment

m  Sets up the CAIDMS VSAM Transparency environment for the individual
transactions

m Callsthefront-end communication manager routine

m  Transaction end—IDMSINTC contains codethat checks for normal or abnormal
termination of transactions.

More information:

For more information on the IDMSINTC macro and its parameters, refer to CA IDMS
installation guidefor your operating system

Control Tables

FMT and TNT Control Tables

There are two types of control tables in CAIDMS VSAM Transparency:

m  The file management table (FMT) defines the correspondences between VSAM
data structures and CA IDMS/DB records and sets.

m  The transaction name table (TNT) maps the transaction names of CICS applications

to CAIDMS/DB subschema names.

Each control tablemust be compiled separatelyand stored ina load library before
runtime.
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Table Requirements

The following requirements apply to these tables:
m  Control tables are compiled from user-supplied statements.
m  Control tables are linked into the CA IDMS/DB load library.

m  Control tables are specified by name inthe JCL.

File Management Table

Mandatory Control Table

The filemanagement table is a mandatory control table. One FMT is required for each
VSAM data set used, regardless of the processing environment (batch or CICS).

Contents

The FMT includes the followinginformation:

m  The table name

m  The VSAM data set type

m  The CA IDMS/DB record name that corresponds to the VSAM record

m  The CA IDMS/DB set name that will containthe CA IDMS/DB records

The FMT canalsoincludekeylength, key position, relative-record number, record
length, buffer size, and erase options.

More information:

For detailed information on the FMT, refer to Preparing Control Information (see
page 35).

Transaction Name Table
Use for Different Subschemas

The transaction nametable maps the CICS application transaction names to CA
IDMS/DB subschema names. Ifall CICS transactionsto be run under CA IDMS/VSAM
Transparencyareto use the same subschema,itis not necessaryto create a TNT.
Instead, CA IDMS VSAM Transparency will usethe subschema name coded inthe JCL. If
the CICS transactionsarenot to use the same subschema, a TNT must be created.
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Required Statements

The following user statements are required for a TNT:
m  The TNT name
m  The transaction name

m  The subschema name
More information:

For detailed information on the TNT, refer to Preparing Control Information.
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Appendix B: CA IDMS VSAM Transparency
Installation

This section contains the followingtopics:

About This Appendix (see page 93)
z/0OS Installation (see page 93)
z/VSE Installation (see page 96)

About This Appendix

This appendix provides detailed information on the installation of CA IDMS VSAM
Transparencyinconjunction with the following operating systems:

m z/0S

= z/VSE

CICS considerationsareaddressed under the correspondingoperating system.

z/0S Installation

Steps to Follow

To install CAIDMS VSAM Transparency under z/OS, complete the followingsteps:

1. Install the CA IDMS VSAM Transparency software into the CA IDMS/DB library by
usingintegrated installation procedures. These procedures are describedin CA
IDMS Installation and Maintenance Guide—z/0S.

2. Copy ESVSINIT, ESVSSBLD, and ESVSSSSM to an APF-authorized library that will be
used for the CA IDMS VSAM Transparency command interface startup procedure. (If
the libraryusedin Step 1 is APF authorized, you do not have to recopy these
modules.)
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Include an ADD PROGRAM statement for ESVSAMBE in the system definition of all
DC/UCF systems to be used with CA IDMS VSAM Transparency. Specify the ADD
PROGRAM statement as follows:

ADD PROGRAM ESVSAMBE
LANGUAGE IS ASSEMBLER
REENTRANT
RESIDENT.

Note: As partof the normal installation processfor CA IDMS VSAM Transparency,
your system definition will be updated with the definition ofall programs required
for this product. If you need to add these definitions to another system, source
module DLODEVSM invyour installed library contains the definition of all the CA
IDMS VSAM Transparency programs.

More information:

For more information onthe ADD PROGRAM statement, refer to CA IDMS System
Generation Guide.

Make additions to the CA IDMS system for variable length records, as detailedin
Appendix C, Variable-Length Record Considerations.

Set up an CA IDMS VSAM Transparency command interface procedure to startup
the CA IDMS VSAM Transparency system. The procedure must be a member of
SYS1.PROCLIB. (z/0S) requires all subsystemstartup procedures to bein
SYS1.PROCLIB.)

The name of this procedure is assumed to be ESVS in this manual. |fyou want to use
different versions, for example one to test and one for production, then the name
of the version on the PROC statement must match the name on the SUBSYS=
control statement.

Startup JCL
To set up a startup procedure, use the JCL exactly as shown below. ESVSINIT (z/0S)

//ESVS PROC

//STEPESVS EXEC PGM=ESVSINIT,TIME=1440

//STEPLIB DD DSN=idns.apf. loadlib,DISP=SHR,VOL=SER=nnnn,
// UNIT=unit

//APFLIB DD DSN=idns.apf. loadlib,DISP=SHR,VOL=SER=nnnn,
// UNIT=unit

idms.apf.loadlib Data set name of the APF-authorized CA IDMS/DB load library

thatincludes ESVSINIT and ESVSSSSM

nnnn Volume serial number for the APF-authorized CA IDMS/DB

loadlibrary

unit

Disk type
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6. Define CA IDMS VSAM Transparency as a subsystem in z/0S. You do this by adding
the subsystem name, ESVS, to member IEFSSNOO of SYS1.PARMLIB.

7. You can define ESVS as a subsystem by executing the program ESVSSBLD with
parm=(<ESVS>).. Inthis way, you don't need to waitfor a system IPL before using
VSAM/T. ESVSSBLD must be on an authorized library, where <ESVS> is the chosen
subsystemname. The job does not require dd statements. Ifthe subsystem name
has not been defined in SYS1.PARMLIB subsystem name member, then this
program must be executed whenever anIPL of z/0OS has been done.

8. Cycle the z/0S system to implement the definition of the CA IDMS VSAM
Transparency subsystem.

Note: It is not necessary to cyclethe system if you reinstall CAIDMS VSAM
Transparency.

Installing CA IDMS VSAM Transparency in the CICS Environment

Initial Installation

When installing CAIDMS VSAM Transparency in the CICS environment, CICSOPTS will be
assembled and IDMSINTC at CICS startup and shutdown. Additionally, besurethat PPT
link edited to create IDMSINTC. This is done automaticallyif CAIDMS VSAM
Transparencyis installed as partofanintegrated installation. All parameters for
CICSOPTS that are required for the VSAM Transparency will beautomatically generated
by the CAISAG installation utility when you indicatethe productis to be installed, either
as partof an integrated install or as a singleproductduring ADDON processing.

Modifying CICSOPTS

If you need to reassemble CICSOPTS to change any installation options, editthe
CICSOPTS member, re-assembleyour CICSOPTS module and linkeditIDMSINTC. Take the
job control to do this from the job control that was generated by CAIIJMP for your initial
basetape installation.

Note: For more information onthe CICSOPT macro and its parameters, refer to the CA
IDMS System Operations Guide.

Important

Be surethe PLT entries are created to execute entries for CA IDMS modules have been
added to you CICSsystem. These are used by IDMSINTC in setting up the CA IDMS
environment.

Files to be accessed through the VSAM/T must be defined through the FCT assemblies
to beinitially closed, enabled so that CICS does not attempt to open them until
IDMSINTC has been started.
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In order for VSAM/T to work when IDMSINTC is defined in the PLT to be executed at
startup, CAIDMS CV must be brought up. If CICSis brought up before CA IDMS CV is
brought up, IDMSINTC must be started through a transaction code. Before starting
IDMSINTC, take measures to prevent applications fromattempting to access the
VSAM/T files sothat you can avoid OPEN errors.

Note: For more information onadding PPT entries, see the CA IDMS Installation Guide
for your operating environment. For information on the IDMSINTC macroand its
parameters, refer to CA IDMS System Operations Guide.

z/VSE Installation

Steps to Follow

To install CAIDMS VSAM Transparency under z/VSEA, complete the followingsteps:

1. Install theCA IDMS VSAM Transparency softwareinto the CA IDMS/DB library by
usingthe integrated installation procedures.

These procedures aredescribedin CA IDMS Installation and Maintenance
Guide—z/VSE.

2. Install the CA IDMS SVC as described in CAIDMS installation guidefor your
operating system.

If usingvariable-length CA IDMS VSAM Transparency records, there are additional
installation considerations. See Variable-Length Record Considerations (see
page 99) for a list of these considerations.

3. Ifyou intend to reassemble ESVSSPVT without usingthe integrated installation
procedures, assembleand link edit ESVSSPVT as SVA eligible.

Sample JCL Link Edit ESVSSPVT (z/VSE)

// DLBL  idmslib, 'idms.lib"
// EXTENT , XXXXXX
// LIBDEF SEARCH=idmslib.sublib,CATALOG=idmslib.sublib
// OPTION CATAL
PHASE ESVSSPVT, *,SVA
// EXEC ASMA90
ESVSSPVT SVC=nnn

END
/*
// EXEC LNKEDT,SIZE=500K
/&
idmslib Filename of the CA IDMS Library
idms.lib File-id of the CA IDMS Library
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XXXXXX Volume serial number of disk unit

nnn This is the number of the Advantage CA IDMS SVC

4. Add the following phases to the System Directory List:
- ESVSDOSM,SVA
- ESVSCBMM,SVA
- ESVSSPVT,SVA

You canaddthese phasesinone of two ways:

— Issuea SET SDL command after the operatingsystem is cycled and prior to
executing CA IDMS VSAM Transparency startup.

— Add the phases to the automatic system initialization procedure (ASIPROC).

5. Include an ADD PROGRAM statement for ESVSAMBE in the system definition of all
DC/UCF systems to be used with CA IDMS VSAM Transparency. Specify the ADD
PROGRAM statement as follows:

ADD PROGRAM ESVSAMBE
LANGUAGE IS ASSEMBLER
REENTRANT
RESIDENT.

Note: As partof the normal installation processfor CA IDMS/VSAM Transparency,
your system definition will be updated with the definition ofall programs required
for this product. If you need to add these definitions to another system, source
module DLODEVSM inyour installed library contains the definition of all the CA
IDMS VSAM Transparency programs.

More information:

For more information onthe ADD PROGRAM statement, refer to CA IDMS System
Generation Guide.

6. Make additions to the CA IDMS system for variable length records, as detailedin
Variable-Length Record Considerations.

Installing CA IDMS VSAM Transparency in the CICS Environment

Initial Installation

When installing CAIDMS VSAM Transparency in the CICS environment, a CICSOPTS
module will be assembled and link edited as partof module IDMSINTC. All parameters
for CICSOPTS that are required for the VSAM Transparency will beautomatically
generated by the CAIIJMP installation utility when you indicatethe productis to be
installed, either as partof anintegrated solution or as a single productduring ADDON
install.
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Modifying CICSOPTS

If you need to reassemble CICSOPTS to change any installation options, editthe
CICSOPTS member, re-assembleyour CICSOPTS module and linkeditIDMSINTC. Take the
job control to do this from the job control that was generated by CAIIJMP for your initial
basetape installation.

Note: For more information on the CICSOPT macro and its parameters, refer to the CA
IDMS System Operations Guide

Important

Be surePLT entries are created to execute IDMSINTC at CICS startup and shutdown.
Additionally, besurethat PPT entries for CA IDMS modules have been added to your
CICS system. These are used by IDMSINTC in setting up the CA IDMS environment.

Files to be accessed through VSAM/T must be defined through the FCT assemblies to be
initially closed, enabled, so that CICS does not attempt to open them until IDMSINTC has
been started.

In order for VSAM/T to work when IDMSINTC is defined in the PLT to be executed at
startup, CAIDMS CV must be brought up before CICSis brought up. IfCICS is to be
brought up before CAIDMS CV is brought up, IDMSINTC must be started through a
transaction code. Before starting IDMSINTC, take measures to prevent applicationsfrom
attempting to access the VSAM/T files so that you can avoid "open" errors.

Note: For information onadding PPT entries, see the CA IDMS Installation Guide for
your operating environment.
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Appendix C: Variable-Lendth Record
Considerations

This section contains the followingtopics:

About This Appendix (see page 99)
UsingVariable-Length CA IDMS VSAM Transparency Records (see page 99)

About This Appendix

This appendix contains the procedure you need to follow when usingvariable-length CA
IDMS VSAM Transparency records.

Using Variable-Length CAIDMS VSAM Transparency Records

You must followthese steps to use a variable-length CA IDMS VSAM Transparency
record:

1. Define the VSAM data structure tothe CA IDMS/DB schema. In general, you define
this data structure inthe same way that you define a VSAM data structure that
does not containvariable-length records.

Additionally, youshould do the following when you define the VSAM data structure
to the CAIDMS/DB schema:

— Define the records as variable. You do this by usingthe MINIMUM ROOT
LENGTH and MINIMUM FRAGMENT LENGTH clauses of the schema ADD
RECORD Data Description Language (DDL) statement.

- Specify that the CA IDMS VSAM Transparency variable-length record
procedure (ESVSPVLR) will be called at runtime. You do this by usingthe CALL
clauseofthe ADD RECORD statement, as follows:

CALL ESVSPVLR AFTER GET
CALL ESVSPVLR BEFORE STORE
CALL ESVSPVLR BEFORE MODIFY

More information:

For a complete description of the ADD RECORD statement, refer to CA IDMS
Database Administration Guide.
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2. Specify the maximum length of the variable-length record to the FMT compiler.
You specify this valueby usingthe VARIABLE UP TO option of the VSAM RECORD
LENGTH ISstatement. The record length can be obtained from the MAXLRECL field
of the corresponding VSAM LISTCAT.

More information:
For more information on FMT syntax, refer to Preparing Control Information.

3. Include an ADD PROGRAM statement for ESVSPVLR inthe DC/UCF system
definition of all DC/UCF systems to be used with CA IDMS VSAM Transparency.
Specify the ADD PROGRAM statement as follows:

ADD PROGRAM ESVSPVLR
LANGUAGE IS ASSEMBLER
REENTRANT
RESIDENT.

Note: As partof the normal installation process for CA IDMS VSAM Transparency,
your system definition will beupdated with the definition ofall programs required
for this product. If you need to add these definitions to another system, source
module DLODEVSM invyour installed library contains the definition of all the CA
IDMS VSAM Transparency programs.
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Appendix D: CA IDMS VSAM Transparency
Return Codes and Messages

This section contains the followingtopics:

About This Appendix (see page 101)
Compiler Messages (see page 101)

Command Interface Messages (see page 107)
Run-Time Messages — z/0S (see page 113)
Run-Time Messages — z/VSE (see page 114)
Migration Messages (see page 115)

Run-Time Feedback Codes (see page 116)

About This Appendix

This appendix contains the return codes and messages issued by CA IDMS VSAM
Transparencyandarepresented as follows:

m  Compiler messages, whichinclude:
- Filemanagement table compiler messages
— Transactionnametable compiler messages
m  Command interface messages
m  Run-time messages for z/OS and z/VSE

m  Run-time feedback codes

Compiler Messages

For both FMT and TNT compiler messages, severity codes indicatethe significance of the
error. The following severity codes apply:

m W (Warning) alerts the user to potential problems; processing continues.
m  E (Error)indicates a nonfatal error; processing continues.

m  F(Fatal)indicates afatal error; processing terminates.

FMT and TNT compiler messages are presented separately below.
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FMT Compiler Messades

The FMT compiler canissuethe followingreturn codes and messages:

Return code

Message

225001

'‘EJECT' NOT ALONE ON CARD. TOKEN ASSUMED

EJECT must appear as the only entry on the card, unless the
function of the cardis to be other thanthat of a compiler directive.

Severity: W

225002

INVALID 'SPACE' COMMAND PARAMETER

SPACE must be followed by a blankand, optionally, a one-digit
number greater than zero indicatingthe number of lines to be
spaced.

Severity: W

225003

'SPACE' NOT ALONE ON CARD. TOKEN ASSUMED

SPACE must appear as the only entry on the card, unless the
function of the cardis to be other thanthat of a compiler directive.

Severity: W

225004

SEQUENCE ERROR. RUN ABORTED.
Statements must be insequential order.

Severity: F

225005

STRING EXCEEDS MAXIMUM OR AVAILABLE LENGTH

The number of characters inthe character string specified exceeds
the length thatis allowed for this particular parameter.

Severity: E

225006

HEX STRING EXCEEDS MAXIMUM OR AVAILABLE LENGTH

The number of characters inthe hexadecimal string specified
exceeds the length that is allowed for this particularparameter.

Severity: E

225007

HEX STRING CONTAINS INVALID CHARACTERS

Nonhexadecimal characters appear inthe hexadecimal string
specified.

Severity: E

225008

DIAGNOSTIC TABLE SIZE EXCEEDED. TOO MANY ERRORS.

Too many errors have occurred, causingan overflow of the
diagnostictable. Correctthe previous error.

Severity: F
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Return code Message

225009 INVALID ICTL PARAMETER SPECIFICATION
The input control parameter was specifiedincorrectly. Check the
syntax.
Severity: E

225010 INVALID OCTL PARAMETER SPECIFICATION
The output control parameter was specifiedincorrectly. Check the
syntax.
Severity: E

225011 INVALID ISEQ PARAMETER SPECIFICATION
The input sequence parameter was specified incorrectly. Check the
syntax.
Severity: E

225012 UNEXPECTED END OF FILE (PERIOD MISSING)
Invalid syntax hasbeen encountered. Check for missing periods.
Severity: F

225013 INVALID KEYWORD, SKIPPING TO NEXT STATEMENT

The keyword encountered is not valid. Compilation resumes with
the next statement.

Severity: E

225014 EXPECTED PERIOD, SKIPPING TO NEXT STATEMENT

A periodis missingafter a statement. Statements must end with a
period.

Severity: E

225015 INVALID FMT NAME

An FMT name must be specified as a 1-to 8-character alphanumeric
string.

Severity: E

225016 INVALID FILE TYPE
Filetype must be KSDS/PATH/ESDS/RRDS.
Severity: F

225017 INVALID NUMBER SPECIFIED

Buffer spacemust be specifiedas a 1-to 5-digitnumber thatranges
from 0 through 32,767.

Severity: E
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Return code Message

225018 INVALID STARTING POSITION

Key or relative-record-number position mustbe specifiedas a 1-to
5-digitnumber that ranges from 0 through 32,767.

Severity: E

225019 INVALID LENGTH SPECIFICATION

Key length must be specified as a 1-to 3-digitnumber that ranges
from 1 to 255.

Severity: E

225020 INVALID EXIT NAME

An exit name must be specifiedas a 1- to 8-character alphanumeric
string.

Severity: E

225021 INVALID RECORD NAME

A record name must be specifiedasa 1-to 16-character
alphanumeric string.

Severity: E

225022 INVALID SET NAME
A set name must be specifiedas a 1-to 16-character alphanumeric
string.
Severity: E

225023 MISSING KEY LENGTH FOR KSDS OR PATH
A key length statement is required for filetype KSDS or PATH.
Severity: E

225024 MISSING KEY POSITION FOR KSDS OR PATH
A key position statement is required for filetype KSDS or PATH.
Severity: E

225025 KEY LENGTH INVALID FOR ESDS OR RRDS
A key length statement is not allowed for file type ESDS or RRDS.
Severity: E

225026 KEY POSITION INVALID FOR ESDS OR RRDS
A key position statement is not allowed for filetype ESDS or RRDS.
Severity: E

225027 RRN POSITION INVALID FOR KSDS, PATH, ESDS
A relative-record-number position statement is used for filetype
RRDS only.
Severity: E
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TNT Compiler Messagdes

The TNT compiler canissuethe followingreturn codes and messages:

Return code Message

226001 '‘EJECT' NOT ALONE ON CARD. TOKEN ASSUMED

EJECT must appear as the only entry on the card, unless the
function of the cardis to be other thanthat of a compiler directive.

Severity: W

226002 INVALID 'SPACE' COMMAND PARAMETER

SPACE must be followed by a blankand, optionally, a one-digit
number greater than zero that indicates thenumber of lines to be
spaced.

Severity: W

226003 'SPACE' NOT ALONE ON CARD. TOKEN ASSUMED

SPACE must appear as the only entry on the card, unless the
function of the cardis to be other thanthat of a compiler directive.

Severity: W
226004 SEQUENCE ERROR. RUN ABORTED.
Statements must be insequential order.
Severity: F
226005 STRING EXCEEDS MAXIMUM OR AVAILABLE LENGTH

The number of characters inthe character string specified exceeds
the length thatis allowed for this particular parameter.

Severity: E

226006 HEX STRING EXCEEDS MAXIMUM OR AVAILABLE LENGTH

The number of characters inthe hexadecimal string specified
exceeds the length that is allowed for this particularparameter.

Severity: E

226007 HEX STRING CONTAINS INVALID CHARACTERS

Nonhexadecimal characters appear inthe hexadecimal string
specified.

Severity: E

226008 DIAGNOSTIC TABLE SIZE EXCEEDED. TOO MANY ERRORS

Too many errors have occurred, causingan overflow of the
diagnostictable. Correctthe previous error.

Severity: F
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Return code

Message

226009

INVALID ICTL PARAMETER SPECIFICATION

The input control parameter was specifiedincorrectly. Check the
syntax.

Severity: E

226010

INVALID OCTL PARAMETER SPECIFICATION

The output control parameter was specifiedincorrectly. Check the
syntax.

Severity: E

226011

INVALID ISEQ PARAMETER SPECIFICATION

The input sequence parameter was specified incorrectly. Check the
syntax.

Severity: E

226012

INVALID CORE SIZE PARAMETER SPECIFICATION
Severity: E

226013

UNEXPECTED END OF FILE (PERIOD MISSING)
Invalid syntax hasbeen encountered. Check for missing periods.
Severity: F

226014

INVALID KEYWORD, SKIPPING TO NEXT STATEMENT

The keyword encountered is not valid. Compilation resumes with
the next statement.

Severity: E

226015

EXPECTED PERIOD, SKIPPING TO NEXT STATEMENT

A periodis missingafter a statement. Statements must end with a
period.

Severity: E

226016

INVALID TNT NAME SPECIFICATION
A TNT name must be a 1- to 8-character alphanumeric string.

Severity: E

226017

INVALID SUBSCHEMA NAME SPECIFICATION
The subschema was specifiedincorrectly. Check the syntax.
Severity: E

226018

INTERNAL WORK AREA SIZE EXCEEDED
The work area is too small. Check the buffer sizespecification.

Severity: F
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Return code Message

226019 DUPLICATE TASK NAME
The task name must be unique.
Severity: E

226020 INVALID TASK NAME SPECIFICATION

The taskname was specified incorrectly. Check the syntax.

Severity: E

Command Interface Messades

The CA IDMS VSAM Transparency command interface messages for z/0OS and z/VSE are
described below.

Command Interface Messages— z/0S

The CA IDMS VSAM Transparency command interface canissuethe following messages

for z/0S:

Message ID Message

ES227001 VSAM/T ACTIVE, ENTER REPLY
The CA IDMS VSAM Transparency subsystemis initialized and ready
to acceptrequests.

ES227002 VSAM/T INACTIVE, ENTER REPLY
The CA IDMS VSAM Transparency subsystemis notactive and will
not acceptany requests.

ES227003 VSAM/T QUIESCING, ENTER REPLY
The CA IDMS VSAM Transparency subsystemis shutting down. All
jobs currently using CA IDMS VSAM Transparency will beallowed to
continue. No requests from new jobs will beaccepted.

ES227004 VSAM/T ABORTED, ENTER REPLY

The CA IDMS VSAM Transparency subsystemhas performed an
immediate shutdown. No requests from new jobs or jobsin
progress will beaccepted.
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Message ID

Message

ES227005

VSAM/T INVALID REPLY

The lastreply to the CA IDMS VSAM Transparency command
interface programwas not a valid CAIDMS VSAM Transparency
command. The current status of the CA IDMS VSAM Transparency
subsystemis redisplayed,alongwith a request to reply with
another command.

ES227006

VSAM/T STATUS ERROR, ENTER REPLY

The CA IDMS VSAM Transparency command interfaceis not ableto
determine the current status of the CA IDMS VSAM Transparency
subsystem. This could be due to a system internal error.

ES227007

VSAM/T INITIALIZATION STARTING

The CA IDMS VSAM Transparency command interfaceis startingthe
CA IDMS VSAM Transparency subsysteminitialization process.

ES227008

VSAM/T SSCT NOT FOUND

The CA IDMS VSAM Transparency command interface cannot locate
the subsystem communications table. Check that the CA IDMS
VSAM Transparency subsystem name has been specifiedin
SYS1.PARMLIB(IEFSSNxx) and that the operatingsystem has been
cycled sincethe subsystemname was added.

ES227009

VSAM/T SSSM BLDL FAILED

The CA IDMS VSAM Transparency command interface cannot locate
the CA IDMS VSAM Transparency subsystem manager inthe
authorized loadlibrary. Check the startup procedure (ESVS) in
SYS1.PROCLIB to ensure that the correct authorized loadlibraryis
specified for APFLIB and that the subsystem manager load module
(ESVSSSSM) is inthe authorized library.

ES227010

VSAM/T SSSM LOAD FAILED

The CA IDMS VSAM Transparency command interface cannot load
the CA IDMS VSAM Transparency subsystem manager (SSSM) from
the authorized load library. Check that the subsystem manager load
module (ESVSSSSM) has been linked or copied correctly.

ES227011

VSAM/T GETMAIN FAILED

The CA IDMS VSAM Transparency command interface request to
acquirestorageinthe z/0S common system area (CSA) for the CA
IDMS VSAM Transparency address spacevector table has failed.

ES227012

VSAM/T INVALID EAVT ENCOUNTERED

The CA IDMS VSAM Transparency address spacevector table has
been corrupted.

ES227013

VSAM/T CBMMEP1 NOT FOUND

System internal error.
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Message ID Message

ES227014 VSAM/T CBMMEP2 NOT FOUND

System internal error.

ES227015 VSAM/T INVALID SSVT ENCOUNTERED

System internal error.

ES227016 VSAM/T INVALID SSSM NAME

System internal error.

ES227017 VSAM/T ESVSINIT ALREADY RUNNING

An attempt was made to startthe CAIDMS VSAM Transparency
command interface program whileit was already running. Use the
command interface to enter CA IDMS VSAM Transparency
commands.

ES227018 VSAM/T nn ACTIVE JOB(S)

The CA IDMS VSAM Transparency command interface displaysthis
message inresponse to the DISPLAY command. If there are active
jobs using CAIDMS VSAM Transparency, nn will bethe number of
activejobs.A listof activejobs will follow the message. Ifthere are
no activejobs using CA IDMS VSAM Transparency, nn will be 00.

ES227019 VSAM/T EAVTVCBM IS EMPTY

The pointer on the CA IDMS VSAM Transparency vector tableto the
VSAM control block manager has not been filledin.
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Command Interface Messages— z/VSE

The CA IDMS VSAM Transparency command interface messages that areissuedinthe
z/VSE environment are presented below.

Note: Ifthe command interface programis readingits inputfrom the operator console
(inresponse to a CONSOLE command), the suffix ENTER REPLY will appear in some of
the messages.

Message ID Message

ES227101 VSAM/T ACTIVE
VSAM/T ACTIVE, ENTER REPLY

The CA IDMS VSAM Transparency systemis initialized and ready to
accept requests.

ES227102 VSAM/T INACTIVE
VSAM/T INACTIVE, ENTER REPLY

The CA IDMS VSAM Transparency systemis not activeand will not
accept anyrequests.

ES227103 VSAM/T QUIESCING
VSAM/T QUIESCING, ENTER REPLY

The CA IDMS VSAM Transparency systemis shuttingdown. All jobs
currently using CA IDMS VSAM Transparency will beallowed to
continue. No requests from new jobs will beaccepted.

ES227104 VSAM/T ABORTED
VSAM/T ABORTED, ENTER REPLY

The CA IDMS VSAM Transparency systemhas performed an
immediate shutdown. No requests from new jobs or jobsin
progress will beaccepted.

ES227105 VSAM/T INVALID INPUT
VSAM/T INVALID REPLY

The lastreply to the CA IDMS VSAM Transparency command
interface programwas not a valid CA IDMS VSAM Transparency
command. Ifthe command interfaceis readingits inputfrom
SYSIPT, itignores the invalid command and reads the next
command. Ifthe command interfaceis readingits inputfrom the
operator console,itdisplaysthe current status of the CA IDMS
VSAM Transparency system, along with a request to reply with
another command.
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Message ID

Message

ES227106

VSAM/T STATUS ERROR
VSAM/T STATUS ERROR, ENTER REPLY

The CA IDMS VSAM Transparency command interfaceis notableto
determine the current status of the CA IDMS VSAM Transparency
subsystem. This could be due to a system internal error.

ES227107

VSAM/T INITIALIZATION STARTING

The CA IDMS VSAM Transparency command interfaceis startingthe
CA IDMS VSAM Transparency systeminitialization process.

ES227108

CA IDMS VSAM Transparency SPVT NOT FOUND

Either the CA IDMS VSAM Transparency command interface
program could not load the CAIDMS VSAM Transparency SVA
phasevector table (SPVT), or the SPVT phasewas loaded but is not
inthe z/OS shared virtual area (SVA).

ES227109

VSAM/T DOSM NOT FOUND

The CA IDMS VSAM Transparency command interface cannot locate
the CA IDMS VSAM Transparency system manager (ESVYSDOSM) ina
library.Check the JCL used to run the command interface program
to ensure that the correct library has been specifiedandis included
inthe LIBDEF search chain. Also checkthat the CA IDMS VSAM
Transparency system manager phase (ESVSDOSM) is inthelibrary.

ES227110

CA IDMS VSAM Transparency DOSM LOAD FAILED

The CA IDMS VSAM Transparency command interface cannot load
the CA IDMS VSAM Transparency system manager.

ES227111

VSAM/T EAVT GETVIS FAILED

The CA IDMS VSAM Transparency command interface request to
acquirestorageinthe z/OS system GETVIS area for the CA IDMS
VSAM Transparency active partition vector table has failed.

ES227112

VSAM/T INVALID EAVT ENCOUNTERED

The CA IDMS VSAM Transparency active partition vector table has
been corrupted.

ES227113

VSAM/T SYSIPT/SYSLST ERROR, CODE: nnnn

The CA IDMS VSAM Transparency command interface encountered
anerror on SYSIPT or SYSLST. The codes are as follows:

m 2100-- Could not open SYSIPT
m 2101-- Couldnot open SYSLST
m 2102 -- Error reading SYSIPT
m 2103 -- Error writing SYSLST
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Message ID

Message

VSAM/T SVC FAILED

The CA IDMS VSAM Transparency command interface received a

nonzero return code from the IDMS SVC. The SVC number used is
the one specified inthe CA IDMS VSAM Transparency SVA phase

vector table (SPVT). Check the following:

m Thatthe correctSVC number has been specifiedinthe SPVT

m  That IDMSESVC was run once after the operating system was
cycled and before the CA IDMS VSAM Transparency command
interface programwas run

ES227115

VSAM/T PFIX FAILED

System internal error.

ES227117

VSAM/T ESVSINIT ALREADY RUNNING

An attempt was made to startthe CAIDMS VSAM Transparency
command interface program whileit was already running. If the
command interfaceis readingits inputfrom SYSIPT, waitfor it to
finish.Ifthe command interfaceis readingits inputfrom the
operator console, use the interfaceto enter CA IDMS VSAM
Transparency commands.

ES227118

VSAM/T nn ACTIVE JOB(S)

The CA IDMS VSAM Transparency command interface displaysthis
message inresponse to the DISPLAY command. If there are active
jobs using CAIDMS VSAM Transparency, nn will bethe number of
activejobs. A listofactivejobs will followthe message. If there are
no activejobs using CAIDMS VSAM Transparency, nn will be 00.

ES227119

VSAM/T CA IDMS SVC nnn ERROR

ES227120

VSAM/T CA SYSTEM/ADAPTER ERROR
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Run-Time Messages— z/0S

Front-end Messades— z/0S and z/VSE

The CA IDMS VSAM Transparency front-end can write the following messages to the job
logor console, depending on the MSG parameter value.

Message ID Message

ES227401 VSAM/T FILE DDname/DLBL name RPL RPL-address
FDBK=feedback-code

The message gives the DDname or DLBL name, the address of the
RPL, the IDMS status, and the feedback code.

ES227410 EXIT LIST module name not supported

The ACB exit listcontains a modulename where the address of a
module is expected to be.

Run-Time Messades— z/0S

Message ID Message
ES227200 VSAM/T FILE filename
FUNCTN

Indicates successful openor close.

ES227201 VSAM/T FILE filename
FUNCTN ERROR FDBK =
Indicates error occurred duringopen or close.

ES227202 VSAM/T INVALID PARM

Error found when reading DD statement.

ES227203 VSAM/T DUPLICATE PARM

Error found when reading DD statement.

ES227204 VSAM/T MISSING PARM

Error found when reading DD statement.

ES227205 VSAM/T IS NOT ACTIVE
VSAM/T must be initiated before applicationisstarted.

ES227206 VSAM/T FOUND INVALID EAVT

System internal error.

ES227207 VSAM/T FOUND INVALID EJCT

System internal error.
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Run-Time Messages— z/VSE

Message ID

Message

ES227208

VSAM/T GETMAIN FAILED

System internal error.

ES227210

VSAM/T CONVERT/INTERPRET FAILED

System internal error.

ES227211

VSAM/T ALLOCATION FAILED

Rerun the job. A prior VSAM/T job of the same name failed,
probablywith a JCL error. But the failure of this job reset the
subsystem control information;so when you rerun this job, it will
execute successfully.

Run-Time Messades— z/VSE

Message ID

Message

ES227300

VSAM/T FILE filename FUNCTION

Indicates successful open or close.

ES227301

VSAM/T FILE filename
FUNCTN ERROR FDBK =

Indicates error occurred duringopen or close.

ES227302

VSAM/T INVALID PARM

Error occurred whilereadingthe DLBL statement.

ES227303

VSAM/T DUPLICATE PARM

Error occurred whilereadingthe DLBL statement.

ES227304

VSAM/T MISSING PARM

Error occurred whilereadingthe DLBL statement.

ES227305

VSAM/T IS NOT ACTIVE
VSAM/T must be initiated before application can bestarted.

ES227306

VSAM/T FOUND INVALID EAVT

System internal error.

ES227307

VSAM/T FOUND INVALID EJCT

System internal error.

ES227308

VSAM/T EJCT GETVIS FAILED

System internal error.
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Migration Messages

Message ID Message

ES227309 VSAM/T FOUND INVALID EDWA

System internal error.

ES227310 VSAM/T LOCK GETVIS FAILED

System internal error.

ES227311 VSAM/T LOCK APPLY FAILED

System internal error.

ES227312 VSAM/T PARM GETVIS FAILED

System internal error.

ES227313 VSAM/T EDWA GETVIS FAILED

System internal error.

Midgration Messades

Midration Messages— z/0S

Message ID Message

ES229001 VSAM/T INPUT FILE OPEN FAILED
ES229002 VSAM/T OUTPUT FILE OPEN FAILED
ES229003 VSAM/T GETMAIN FAILED
ES229004 VSAM/T GET FAILED

ES229005 VSAM/T PUT FAILED FDBK CODE IS
ES229006 VSAM/T INPUT FILE CLOSE FAILED
ES229007 VSAM/T OUTPUT FILE CLOSE FAILED

Midration Messages— z/VSE

Message ID Message

ES229101 VSAM/T INPUT FILE OPEN FAILED
ES229102 VSAM/T OUTPUT FILE OPEN FAILED
ES229103 VSAM/T GETMAIN FAILED
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Run-Time Feedback Codes

Message ID Message

ES229104 VSAM/T GET FAILED

ES229105 VSAM/T PUT FAILED

ES229106 VSAM/T INPUT FILE CLOSE FAILED
ES229107 VSAM/T OUTPUT FILE CLOSE FAILED

Run-Time Feedback Codes

OPEN Codes

The followinglistdescribes all messages issued by CAIDMS VSAM Transparency atrun
time. The firstmessage ineach group is the VSAM message in the following format:

m  The firsttwo bytes are the contents of R15.

m  The second two bytes are the ACB feedback code.

CA IDMS VSAM Transparencyissues additional explanatory messages to document the
error. Run-time messages are issued for:

= OPEN

m  CLOSE/TCLOSE

®  REQUEST macros

The followingtablelists the codes issued for the OPEN command.

Feedback code Description

X'0804' THIS ACB IS ALREADY OPEN

X'01080004' ACB IS ALREADY OPEN - AMFE
X'01080008' ACB W/LOCAL SHARED RESOURCES - AMFE
X'0832' VSAM PHASES CANNOT BE LOADED
X'01080032' CAN'T LOAD TNT - AMBE

X'02080032' CAN'T LOAD BEFORE EXIT - AMBE
X'03080032' CAN'T LOAD AFTER EXIT _ AMBE
X'04080032' BAD LINK CICSINTERFACE - AMFE
X'05080032' FILE NOT DEFINED IN CICS FCT
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Run-Time Feedback Codes

Feedback code Description

X'0850' VOLUME NOT AVAILABLE

X'01080050' PREVIOUS FATAL ERROR - DOSM, SSSM OPEN
X'02080050' PREVIOUS FATAL ERROR - DOSM BIND
X'03080050' CAN'T BIND RUN-UNIT - AMBE
X'04080050' CAN'T BIND REQ-UNIT - AMFE

X'086E' INPUT FILE ISEMPTY

X'0108006FE' CAN'T OPEN FILE INPUT IF EMPTY-AMBE
X'0880' DLBL STATEMENT MISSING OR INVALID
X'01080080' DLBL STATEMENT INVALID FMT NAME - DOSM
X'02080080' DD STATEMENT [INVALID SUBSYS PARMS - SSSM
X'0884' PERMANENT 1/0 ERROR READING LABEL
X'01080084' BAD EJCT PASSED TO AMFE - AMFE
X'02080084' INVALID EJCT FUNCTION - AMFE

X'0888' NOT ENOUGH STORAGE AVAILABLE
X'01080088' CAN'T ACQUIRE EJCT, RWA, ETC. - AMBE
X'02080088' CAN'T ACQUIRE EAMB - AMBE
X'03080088' CAN'T ACQUIRE BUFFERS - AMFE
X'04080088' CAN'T ACQUIRE EJCT, RWA, ETC - DOSM
X'05080088' CAN'T ACQUIRE MORE EAMBS - DOSM
X'06080088' GETVIS FOR LOCK FAILED - DOSM
X'07080088' APPLY OF LOCK FAILED - DOSM

X'0890' ERROR WHILE ACCESSING THE CATALOG
X'01080090' BAD ACBID - AMFE, DOSM

X'02080090' BAD SEND/RECEIVE STATUS - AMFE
X'03080090' BAD EAMB OR EAMB POOL - AMFE
X'04080090' ONLY BATCH CAN RUN LOCAL - AMBE
X'0894' NO CATALOG ENTRY FOR THIS FILE
X'01080094' CAN'T LOAD THE FMT - AMBE

X'08A0' FILE TYPE VS. ACCESS MODE CONFLICT
X'010800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
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Feedback code Description

X'020800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'030800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'040800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'050800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'060800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'070800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'080800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'090800A0' FMT AND SUBSCHEMA CONFLICT - AMBE
X'08A4' PERMANENT |/O ERROR READING VOLUME LABEL
X'010800A4' INVALID EAVT - SSSM, DOSM OPEN
X'020800A4' INVALID EJCT - SSSM, DOSM OPEN
X'030800A4' INVALID EDWA - DOSM

X'08A8' FILE NOT AVAILABLE, ALREADY INUSE
X'010800A8' DDNAME ALREADY IN USE - AMFE
X'08B4' ERROR OPENING CATALOG

X'010800B4' VSAM/T INACTIVE - DOSM, SSSM OPEN
X'020800B4' VSAM/T INACTIVE - DOSM BIND
X'030800B4' VSAM/T QUIESCING - DOSM OPEN
X'040800B4' VSAM/T QUIESCING - DOSM BIND
X'050800B4' VSAM/T INACTIVE - SSSM C/I
X'060800B4' VSAM/T INACTIVE - SSSM ALLOC
X'070800B4' VSAM/T QUIESCING - SSSM (/I
X'048800B4' VSAM/T QUIESCING - SSSM ALLOC
X'08E8' RST SPECIFIED FOR NON-REUSABLE FILE
X'010800E8' OPEN RESET NOT ALLOWED - AMBE
X'020800E8' OPEN RESET FAILED - AMBE

X'030800E8' FMT HAS INVALID ERASE OPTION - AMBE
X'0O8FF' UNEXPECTED ERROR PROCESSING CATALOG
X'010800FF' CONTROL DLBL IN ERROR - DOSM OPEN
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Feedback code Description
X'020800FF' CONTROL DLBL IN ERROR - DOSM OPEN
X'030800FF' CONTROL DLBL IN ERROR - DOSM OPEN

CLOSE/TCLOSE Codes

The followingtablelists the codes issued for the CLOSE and TCLOSE commands.

R15 ACB Description

feedback

X'0802' FOUND INVALID CNTL BLOCKS THIS ACB
X'01080002' CAN'T FIND ACB FOR EAMB - AMFE
X'0804' ACB ALREADY CLOSED

X'01080004' ACB ALREADY CLOSED - AMFE

X'0890' ERROR WHILE ACCESSING THE CATALOG
X'01080090' CLOSE SEND/RCV FAILED - AMFE
X'02080090' CLOSE FINISH FAILED - AMFE
X'03080090' VSAM/T INACTIVE - DOSM, SSSM CLOSE
X'04080090' VSAM/T INACTIVE - DOSM FINISH
X'05080090' VSAM/T INACTIVE - DOSM ACLOSE
X'06080090' PREV. FATAL ERROR - DOSM, SSSM CLOSE
X'07080090' PREVIOUS FATAL ERROR - DOSM FINISH
X'08080090' PREVIOUS FATAL ERROR - DOSM ACLOSE
X'08E4' INVALID VRP FOUND DURING CLOSE
X'010800E4' INVALID EAVT - DOSM, SSSM CLOSE
X'020800E4' INVALID EJCT - DOSM, SSSM CLOSE
X'030800E4' INVALID EDWA - DOSM CLOSE
X'040800E4' JOB ROLLED BACK OR DB LOCKED - SSSM
X'050800E4' ACTIVE TRANSACTS. ROLLED BACK - SSSM
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Run-Time Feedback Codes

REQUEST Macro Codes

The followingtablelists the codes issued for the REQUEST macro.

CA IDMS/DB abend codes and minor codes arefully documented in CA IDMS Messages

and Codes Guide.

RPL feedback Description

X'00000008' NON-UNIQUE KEY IN ALT. INDEX

X'01000008' DUPL KEY FOUND IN PATH - DKCK

X'00080004' END OF FILE

X'01080004' KEY > LARGEST, DIRECT - PRPL

X'02080004' END OF FILE, SEQ. - PRPL

X'03080004' END OF FILE, SEQ. - PRPL

X'04080004' KEY > LARGEST, POINT - PRPL

X'00080008' DUPLICATE KEY ERROR

X'01080008' IDMS ERROR STATUS 0705 - duplicates violation
X'02080008' IDMS ERROR STATUS 0805 - duplicates violation
X'03080008' IDMS ERROR STATUS 1205 - duplicates violation
X'00080010' RECORD NOT FOUND

X'01080010' RECORD NOT FOUND, DIRECT - PRPL
X'02080010' RECORD NOT FOUND, POINT - PRPL
X'03080010' RECORD NOT FOUND, GENERIC GET -PRPL
X'04080010' RECORD NOT FOUND, GENERIC POINT-PRPL
X'00080018' RECORD ON AVOLUME OR EXTENT NOT AVAIL.
X'01080018' IDMS ERROR STATUS 0301 - area not readied
X'02080018' IDMS ERROR STATUS 0370 - area will notready
X'03080018' IDMS ERROR STATUS 0970 - area will notready
X'04080018' IDMS ERROR STATUS 1470 - area will notready
X'0008001C" NO MORE SPACE AVAILABLE

X'0108001C" IDMS ERROR STATUS 0811 - area full
X'0208001C' IDMS ERROR STATUS 1211 - area full
X'00080020' INVALID RBA HAS BEEN SPECIFIED
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RPL feedback Description

X'01080020' IDMS ERROR STATUS 1201 - area not readied
X'02080020' IDMS ERROR STATUS 1202 - invalid suggested dbkey
X'03080020' IDMS ERROR STATUS 0302 - invalid dbkey
X'00080028' NOT ENOUGH CONTIGUOUS MAIN STORAGE
X'01080028' IDMS ERROR STATUS xx56 - insufficient main memory
X'02080028' IDMS ERROR STATUS xx72 - insufficient main memory
X'03080028' COULD NOT ACQUIRE AN EPHD - AMBE
X'0008002C" AREALEN IN RPL LESS THAN RECORD LEN
X'0108002C' AREALEN LESS THAN RECLEN OR 4 - AMFE
X'0208002C" AREALEN LESS THAN RECLEN FOR VLR - PRPL
X'00080040' NO AVAILABLE STRING

X'01080040' NO AVAILABLE STRING - PRPL

X'02080040' NO AVAILABLE STRING - GETEPLH

X'00080044' TYPE OF ACCESS CONFLICT, ACB VS. RPL
X'01080044' FMT VS. SUBS CONFLICT - AMBE GETEPHD
X'00080048' KEYED ACCESS REQUESTED TO ESDS
X'01080048' KEYED ACCESS TO ESDS, DIR -PRPL

X'02080048' KEYED ACCESS TO ESDS, PNT -PRPL

X'0008005C" PUT(UPD) OR ERASE W/O PRIOR GET(UPD)
X'0108005C" PUT (UPD) W/O PRIOR GET(UPD) - PRPL
X'0208005C" ERASE W/O PRIOR GET(UPD) - PRPL
X'00080068' INVALID OR CONFLICTING RPL OPTIONS
X'01080068' INVALID TYPE OF REQUEST - AMFE

X'02080068' INVALID OR CONFLICT OPTIONS - AMFE
X'03080068' LRD WITHOUT BWD - PRPL

X'04080068' LRD WITHOUT BWD - PRPL

X'05080068' KEY REQUIRED, BUT NOT SPECIFIED

X'0008006C" INVALID RECLEN SPECIFIED IN RPL

X'0108006C' IDMS ERROR STATUS 0355 - invalid record length
X'0208006C" IDMS ERROR STATUS 0555 - invalid record length
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RPL feedback Description

X'0308006C' IDMS ERROR STATUS 0855 - invalid record length
X'0408006C' IDMS ERROR STATUS 1255 - invalid record length
X'0508006C" RPL RECLEN > FMT RECLEN

X'0008008C" VSAM ENCOUNTERED BAD SPANNED RECORD
X'0108008C' IDMS ERROR STATUS 0804

X'0208008C' IDMS ERROR STATUS 1204

X'00080090' AN INDEX POINTER —P AT NO BASE RECORD
X'01080090' IDMS ERROR STATUS xx61 - invalid dbkey
X'00080098' NO AVAILABLE BUFFER AT THIS TIME
X'01080098' NO BUFFER FOR LOCATE MODE - AMFE
X'000800C0' INVALID RELATIVE RECORD NUMBER
X'010800C0' IDMS ERROR STATUS 0304

X'000800C8' TRIED ADAC OR CNV THRU A PATH
X'010800cC8' ADAC OR CNV THRU A PATH - PRPL DIR
X'010800C8' ADAC OR CNV THRU A PATH - PRPL PNT
X'000C0004' READ DATA FAILED

X'010C0004' SEND/RECEIVE ERROR, FE

X'020C0004' P58 ERROR DETECTED, FE

X'030C0004' FINISH ERROR, FE

X'040C0004' STORAGE ERROR, FE

X'050C0004' BIND ERROR, FE

X'060C0004' BEFORE EXIT ERROR, PRPL

X'070C0004' INTERNAL ERROR, EPLHACT PRPL
X'080C0004' INTERNAL ERROR, RWAFUNC PRPL
X'090C0004' AFTER EXIT ERROR, PRPL

X'0A0C0004' INTERNAL ERROR, EPHDRCOD BCCK DIR
X'0BOCO004' INTERNAL ERROR, NATV+RRNF DIRECT
X'0cocooo4' INTERNAL ERROR, EPHDRCOD DIRECT
X'0E0C0004' INTERNAL ERROR, EPHDRCOD BCCK SEQ
X'0D0C0004' INTERNAL ERROR, EPHDRCOD SEQ.
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RPL feedback Description

X'0FOC0004' INTERNAL ERROR, EPHDRCOD BCCK PUT

X'100C0004' INTERNAL ERROR, EPHDRCOD PUT

X'110C0004' INTERNAL ERROR, EPHDRCOD BCCK PNT

X'120C0004' INTERNAL ERROR, NATV+RRNF PNT

X'130C0004' INTERNAL ERROR, EPHDRCOD PNT

X'140C0004' INTERNAL ERROR, EPHDRCOD BCCK ERASE
X'150C0004' INTERNAL ERROR, INVALID ERASE OPTION
X'160C0004' INTERNAL ERROR, EPHDRCOD ERASE

X'170C0004' INTERNAL ERROR, BCCK NO SR51

X'180C0004' INTERNAL ERROR, ERPLEPHD IS BAD

X'190C0004' INTERNAL ERROR, EPLHBUFL IS BAD

X'1A0C0004' N/A INTERNAL ERROR, EPLHBUFL IS BAD

X'1B0C0O004' INTERNAL ERROR, NO BIND ADDR (BCCK)

X'1Cocooo4' INTERNAL ERROR, P58SNO GOOD (SRCV)
X'1D0Co004' INTERNAL ERROR, DKCK FROM BCCK

X'1E0C0004' INTERNAL ERROR, DKCK FROM CIDMS

X'1FOC0004' INTERNAL ERROR, RPL—P» ACB NOT OPEN
X'200C0004' INTERNAL ERROR, ACB NOT-» EAMB

X'210C0004' INTERNAL ERROR, EAMB NOT-» EJCT

X'220C0004' INTERNAL ERROR, CAN'T FIND CSA

X'230C0004' INTERNAL ERROR, CAN'T FIND TCA

X'240C0004' INTERNAL ERROR, INRC GETSTG FAILED

X'250C0004' INTERNAL ERROR, EJCT NOT-» RWA

X'000C0008' READ INDEX SET FAILED

X'010C0008' IDMS ERROR STATUS 0208 - invalid record or setname
X'020€0008' IDMS ERROR STATUS 0308 - invalid record or setname
X'030c0008' IDMS ERROR STATUS 0508 - invalid record or setname
X'040C0008' IDMS ERROR STATUS 0608 - invalid record or setname
X'050€0008' IDMS ERROR STATUS 0708 - invalid record or setname
X'060C0008' IDMS ERROR STATUS 1108 - invalid record or setname
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RPL feedback Description

X'070C0008' IDMS ERROR STATUS 1208 - invalid record or setname
X'080C0008' IDMS ERROR STATUS 1408
X'090C0008' IDMS ERROR STATUS 1508
X'0A0C0008' IDMS ERROR STATUS 1608
X'0BOC0O008' IDMS ERROR STATUS 2008
X'0C0C0008' IDMS ERROR STATUS 0209
X'0D0C0008' IDMS ERROR STATUS 0709
X'0E0C0008' IDMS ERROR STATUS 0809
X'0F0C0008' IDMS ERROR STATUS 1109
X'100C0008' IDMS ERROR STATUS 1209
X'110c0008' IDMS ERROR STATUS 0210
X'120C€0008' IDMS ERROR STATUS 0310
X'130C0008' IDMS ERROR STATUS 0510
X'140C0008' IDMS ERROR STATUS 0610
X'150C0008' IDMS ERROR STATUS 0710
X'160C0008' IDMS ERROR STATUS 0810
X'170C0008' IDMS ERROR STATUS 0910
X'180C0008' IDMS ERROR STATUS 1110
X'190C0008' IDMS ERROR STATUS 1210
X'1A0C0008' IDMS ERROR STATUS 2010
X'1B0CO008' IDMS ERROR STATUS 1115
X'1C0Co008' IDMS ERROR STATUS 0221
X'1D0C0008' IDMS ERROR STATUS 0721
X'1E0C0008' IDMS ERROR STATUS 0821
X'1FOC0008' IDMS ERROR STATUS 1121
X'200C0008' IDMS ERROR STATUS 1221
X'210C0008' IDMS ERROR STATUS 0225
X'220C0008' IDMS ERROR STATUS 0325
X'230C0008' IDMS ERROR STATUS 1225
X'240C0008' IDMS ERROR STATUS 1725
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RPL feedback Description

X'250€0008' IDMS ERROR STATUS 0226

X'260C0008' IDMS ERROR STATUS 0331

X'270C0008' IDMS ERROR STATUS 0233

X'280C0008' IDMS ERROR STATUS 0833

X'290€0008' IDMS ERROR STATUS 1233

X'2A0C0008' IDMS ERROR STATUS 0260

X'2B0C0008' IDMS ERROR STATUS 0360

X'2C0C0008' IDMS ERROR STATUS 0860

X'2D0C0008' IDMS ERROR STATUS 1260

X'2E0C0008' IDMS ERROR STATUS 1467

X'2FOC0008' IDMS ERROR STATUS 0971

X'300C0008' IDMS ERROR STATUS 1480

X'310C0008' IDMS ERROR STATUS 1481

X'320C€0008' IDMS ERROR STATUS 1482

X'330C0008' IDMS ERROR STATUS 1483

X'340C0008' IDMS ERROR STATUS 1468

Xx'ooocoooc READ SEQUENCE SET FAILED

X'010cooo0cC' UNRECOGNIZED MAJOR/MINOR CODE
X'020coo0C' IDMS ERROR STATUS xx74 - load of module failed
X'030coooc IDMS ERROR STATUS xx75 - read error
Xx'o4ocoooc IDMS ERROR STATUS xx76 - write error
X'050coo00C' IDMS ERROR STATUS xx77 - run-unitnot bound
X'060C000C' IDMS ERROR STATUS xx79 - too many dbkey locks
X'070coooc UNRECOGNIZED IDMS MINOR CODE
X'o80coooc IDMS ERROR STATUS 0966 - area locked
X'000C0010' WRITE DATA FAILED

X'010C0010' IDMS ERROR STATUS xx60 - broken chain
X'020C0010' IDMS ERROR STATUS xx65 - bad DMCL or JCL
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Appendix E: CA IDMS VSAM Transparency
User Exits

This section contains the followingtopics:

About This Appendix (see page 127)
COBOL User Exit Program (see page 127)
Assembler User Exit Program (see page 142)

About This Appendix

This appendix provides information on how to write user exit programs in COBOL and
Assembler languages.

User exit programs

CA IDMS VSAM Transparency supports the use of user exit programs. You can define
two exits for each FMT:

m A before exit is issued before CA IDMS VSAM Transparency processing begins or
before the databaseis accessed. In a before exit, you can build the VSAM record
layoutfrom the CAIDMS/DB structure.

m  An after exit is issued after CAIDMS VSAM Transparency processingfinishes or
after the databaseis accessed.Inan after exit, you can build the CA IDMS/DB
structure from the VSAM record layout.

You canwrite the exits in either COBOL or Assembler.

COBOL User Exit Program

When programminga COBOL user exit for CAIDMS VSAM Transparency, fulfill the

requirements noted below. This discussionisfollowed by a description of the user exit
control block,anda sample COBOL user exit.
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COBOL User Exit Program

Program Requirements

Quasi-Reentrant Exit

The exit must be quasi-reentrant. Under central version, this requires no additional
processing. Under local mode, the exit mustinitializeall work fields programmatically. A
quasireentrantprogramretains the working storagevalues lastsetby a previous callto
the program. CA IDMS/DB and CA IDMS VSAM Transparency do not re-initializethe
fields when executing inlocal mode.

ENVIRONMENT DIVISION

Inthe ENVIRONMENT DIVISION, specify MODE IS BATCH, even ifthe exitis to run under
CA IDMS/DC.

LINKAGE SECTION

Inthe LINKAGE SECTION, include:

m  The user exit control block used to obtaininformation from CA IDMS VSAM
Transparency that the user exit requires.

m  The subschema control blockthat can be used by the user exit to perform its own
DML calls for databaseaccess.

m  The user record that the exitis buildingand storing. This is therecord used by the
VSAM program.

Example

LINKAGE SECTION.
01 USER-EXIT-CONTROL-BLOCK.

COPY IDMS SUBSCHEMA-CTRL.

01 USER-RECORD.

PROCEDURE DIVISION
USING USER-EXIT-CONTROL-BLOCK, SUBSCHEMA-CTRL, USER-RECORD.

128 VSAM Transparency User Guide



COBOL User Exit Program

PROCEDURE DIVISION

Inthe PROCEDURE DIVISION, do not copy SUBSCHEMA-BINDS. The rununitis bound
prior to the exit receivingcontrol. CA IDMS VSAM Transparency binds the record
defined in the FMT the firsttime it attempts to accessit. The exit must issuea bind only
for additional records it needs.

m  Ifthe exit attempts to access the record defined inthe FMT priorto CAIDMS VSAM
Transparency, the exit must bind this record.

m  The exit mustissuea GOBACK when itis complete. It must not issuea STOP RUN.
More information:

For more information on coding CA IDMS/DB and DC/UCF programs see CA IDMS
Navigational DML Programming Guide.

Compiling and Linking the Program

Compile andlinkthe program once the user exitis complete and you have run the
program through the DMLC preprocessor. Link the following modules with the exit:

INCLUDE 1libname (ESVSIDMS)
INCLUDE 1libname (IDMSBALTI)

Note: Libname is the DD name of the filein the JCL that contains the CA
IDMS/DB-supplied object modules.

Defining the Exit

Define the exit to CA IDMS/DB by includingan ADD PROGRAM statement for the exit
programinthe system generation. The ADD PROGRAM statement should appearas
follows:

ADD PROGRAM exitname
LANGUAGE IS COBOL
QUASIREENTRANT
NOPROTECT.

Note: The exit accesses DC/UCF system control blocks, therefore storage protection
must be off (NOPROTECT).
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COBOL User Exit Control Block

The user exit control block contains fieldsthatcan be used by the user exit. Some fields
canbe modified, some can not. The COBOL code describingthe record layoutfollows:

01 USER-EXIT-CONTROL-BLOCK.

05 EXB-ID PIC X(4).

05 EXB-USER PIC S9(8) COMP.
05 EXB-ADDR-RWA PIC S9(8) COMP.
05 EXB-ADDR-STACK PIC S9(8) COMP.
05 EXB-ADDR-SSC PIC S9(8) COMP.
05 FILLRR PIC S9(8) COMP.
05 EXB-ADDR-RPL PIC S9(8) COMP.
05 EXB-ADDR-ARGUMENT PIC S9(8) COMP.
05 EXB-ADDR-RECORD-BUFFER PIC S9(8) COMP.
05 EXB-MAX-KEY-LENGTH PIC S9(4) COMP.

05 EXB-REC-BUFFER-LENGTH PIC S9(4) COMP.
05 EXB-VSAM-REC-LENGTH PIC S9(4) COMP.
05 EXB-VSAM-KEY-LENGTH PIC S9(4) COMP.
05 EXB-VSAM-KEY-POSITION PIC S9(4) COMP.

05 EXB-FMT-NAME PIC X(8).
05 EXB-DD-NAME PIC X(8).
05 EXB-IDMS-REC-NAME PIC X(16).
05 EXB-IDMS-SET-NAME PIC X(16).
05 EXB-RESERVED PIC S9(2) COMP.
05 EXB-FEEDBACK PIC X(4).
05 EXB-RPL-REQUEST-TYPE PIC X(6).
88 GET-REQUEST VALUE 'GET'.
88 PUT-REQUEST VALUE 'PUT'.
88 POINT-REQUEST VALUE 'POINT'.
88 ENDREQ-REQUEST VALUE 'ENDREQ"'.
88 ERASE-REQUEST VALUE 'ERASE'.
05 EXB-RPL-OPTION-1.
10 EXB-DIRECT PIC X.
88 DIRECT-REQUEST VALUE 'X'.
10 EXB-SEQUENTIAL PIC X.
88 SEQUENTIAL-REQUEST VALUE 'X'.
10 EXB-SKIP PIC X.
88 SKIP-REQUEST VALUE 'X'.
10 EXB-KEY-GT-EQ PIC X.
88 KEY-GT-EQ-REQUEST VALUE 'X'.
10 EXB-GENERIC PIC X.
88 GENERIC-REQUEST VALUE 'X'.
10 FILLER PIC X(3).
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05 EXB-RPL-OPTION-2.
10 EXB-KEYED-ACCESS PIC X.
88 KEYED-ACCESS VALUE 'X'.
10 EXB-ADDRESS-ACCESS PIC X.
88 ADDRESS-ACCESS VALUE 'X'.
10 EXB-BACKWARD-ACCESS PIC X.
88 BACKWARD-ACCESS VALUE 'X'.
10 EXB-LAST-REC-ACCESS PIC X.
88 LAST-REC-ACCESS VALUE 'X'.
10 EXB-UPDATE-ACCESS PIC X.

88 UPDATE-ACCESS VALUE 'X'.
10 EXB-SET-POSITION PIC X.

88 SET-POSITION VALUE 'X'.
10 FILLERR PIC X(2).
EXB-VSAM-FILE-TYPE.
10 EXB-KSDS PIC X.

88 KSDS VALUE 'X'.
10 EXB-PATH PIC X.

88 PATH VALUE 'X'.
10 EXB-RRDS PIC X.

88 RRDS VALUE 'X'.
10 EXB-ESDS PIC X.

88 ESDS VALUE 'X'.

10 EXB-BASE-CLUS-ESDS PIC X.
88 BASE-CLUS-ESDS VALUE 'X'.
10 EXB-SET-DEFINED PIC X.

88 SET-DEFINED VALUE 'X'.
10 EXB-NATIVE-VSAM PIC X.

88 NATIVE-VSAM VALUE 'X'.
10 FILLERR PIC X.
EXB-EXIT-FLAGS.
10 EXB-EXIT-TYPE PIC X.

88 BEFORE-EXIT VALUE 'B'.

88 AFTER-EXIT VALUE 'A'.
10 EXB-SKIP-TO-AFTER  PIC X.

88 SKIP-TO-AFTER VALUE 'X'.
10 EXB-RETURN-IMMED PIC X.

88 RETURN-IMMED VALUE 'X'.

10 EXB-EXIT-SET-REC-LENGTH PIC X.
88 EXIT-SET-REC-LENGTH VALUE 'X'.
10 EXB-EXIT-SET-ARGUMENT PIC X.

88 EXIT-SET-ARGUMENT VALUE 'X'.
10 EXB-EXIT-SET-FEEDBACK PIC X.

88 EXIT-SET-FEEDBACK VALUE 'X'.
10 FILLERR PIC X(2).
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05 FILLER
05 FILLER
05 EXB-SAVE-AREA
05 FILLER

Field Descriptions

PIC X
PIC X
PIC X
PIC X

8).
2).
72).
12).

—_ -~ =~

The followingtablegives a detailed description of the fields in the exit control block.

Note: Inthe Type column, A means alphanumericand N means numeric (COMP).

Offset Name Type Len Description

0 EXB-ID A 4 Contains the literal 'EXB'.

4 EXB-USER N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

8 EXB-ADDR-RWA N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

12 EXB-ADDR-STACK N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

16 EXB-ADDR-SSC N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

20 FILLER N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

24 EXB-ADDR-RPL N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

28 EXB-ADDR- ARGUMENT N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

32 EXB-ADDR-RECORD -BUFFER N 4 Can not be used by the COBOL exit.
Reserved for the Assembler exit.

36 EXB-MAX-KEY- LENGTH N 2 Maximum key length.

38 EXB-REC-BUFFER- LENGTH N 2 Current length of record in the record
buffer.

40 EXB-VSAM-REC- LENGTH N 2 Contains the VSAM record length
obtained from FMT.

42 EXB-VSAM-KEY- LENGTH N 2 Contains the VSAM key length
obtained from FMT.

44 EXB-VSAM-KEY- POSITION N 2 Contains the VSAM key position
obtained from FMT.

46 EXB-FMT-NAME A 8 FMT name.

132 VSAM Transparency User Guide



COBOL User Exit Program

Offset Name Type Len Description

54 EXB-DD-NAME A 8 DD name.

62 EXB-IDMS-REC-NAME A 16 CA IDMS/DB record name.

78 EXB-IDMS-SET-NAME A 16 CA IDMS/DB set name.

94 EXB-RESERVED N 2 Reserved field.

96 EXB-FEEDBACK A 4 Allows you to set a feedback code
(return code) from the exit program.
By placinga valuehere (suchas
subschema control status) and by
moving an 'X' to EXIT-SET-FEEDBACK,
CA IDMS VSAM Transparency will
displayanerror messageon the job
logincludingthe feedback code you
set:
m Internal errorid
m  Return code
m  Component code
m  Error code

100 EXB-RPL-REQUEST A 6 Identifies the type of VSAM call
issued. Use this field in conjunction
with EXB-EXIT-FLAGS to determine
what type of processing will be
required. Valid values are:

100 GET-REQUEST A 6 'GET '

100 PUT-REQUEST A 6 'PUT '

100 POINT-REQUEST A 6 'POINT'

100 ENDREQ-REQUEST A 6 'ENDREQ/

100 ERASE-REQUEST A 6 'ERASE '

106 EXB-RPL-OPTION-1 A 8

106 EXB-RPL-OPTION-1 A 8 Further qualifies therequest type:

106 DIRECT-REQUEST A 1 Direct request

107 SEQUENTIAL- REQUEST A 1 Sequential request

108 SKIP-REQUEST A 1 Skip request

109 KEY-GT-EQ-REQUEST A 1 Key gt/eq request
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Offset Name Type Len Description

110 GENERIC-REQUEST A 1 Generic request

111 FILLER A 3 Filler

114 EXB-RPL-OPTION-2 A 8 Further qualifies therequest type:

114 KEYED-ACCESS A 1 Keyed access

115 ADDRESS-ACCESS A 1 Address access

116 BACKWARD-ACCESS A 1 Backward access

117 LAST-REC-ACCESS A 1 Lastrecordaccess

118 UPDATE-ACCESS A 1 Update access

119 SET-POSITION A 1 Set position

120 FILLER A 2 Filler

122 EXB-VSAM-FILE-TYPE A 8 Identifies the VSAM filetype:

122 KSDS A 1 KSDS

123 PATH A 1 PATH

124 RRDS A 1 RRDS

125 ESDS A 1 ESDS

126 BASE-CLUS-ESDS A 1 Base cluster ESDS

127 SET-DEFINED A 1 Set defined

128 NATIVE-VSAM A 1 Native VSAM

129 FILLER A 1 Filler

130 EXB-EXIT-FLAGS A 8 Exit flags thatcontrol CA IDMS VSAM
Transparency processing

130 EXB-EXIT-TYPE A 1 Indicates the exit type:

130 BEFORE-EXIT A 1 Before = 'B'

130 AFTER-EXIT A 1 After ='A'

The next 5 bytes describeexit processing. Put an X in the byte to turn the character switch on. The defaultis
blank.
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Offset Name Type Len Description

131 SKIP-TO-AFTER A 1 Tells CAIDMS VSAM Transparency to
invoke the after exitimmediately
after the before exit and bypass CA
IDMS VSAM Transparency
processing.

132 RETURN-IMMED A 1 Tells CAIDMS VSAM Transparency to
return immediately to the userand
bypass CAIDMS VSAM Transparency
processing.

133 EXIT-SET-REC-LENGTH A 1 Tells CAIDMS VSAM Transparency
that the exit modified the length of
the record in the buffer.

134 EXIT-SET-ARGUMENT A 1 Tells CAIDMS VSAM Transparency
that the exit set the argument.

135 EXIT-SET-FEEDBACK A 1 Tells CAIDMS VSAM Transparency
that the exit set the feedback code.
CA IDMS VSAM Transparency will
display a message with this feedback
code to the joblog.

136 FILLER A 2 Filler

138 FILLER A 8 Filler

146 FILLER A 2 Filler

148 EXP-SAVE-AREA A 72

218 FILLER A 12 Filler

Sample COBOL User Exit

Functions

This is a sample CAIDMS VSAM Transparency user exit written in COBOL. Itis
functionally equivalentto the sample Assembler exit located later in this section. The
sourcecode for this programis provided on the installation media with CA IDMS VSAM
Transparency (member name ESVSXITC).

This exit allows you to convert the VSAM structure into the CA IDMS/DB structure.
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VSAM Structure (Variable Length KSDS Record)

Policy info. | Coverage info. | Coverage info.| Coverage info. | Coverage info.

CA IDMS Structure

The user exit must navigatethe databaseand build the record that the VSAM
application programis expecting.

IX-POLICY
I MA
ASCENDING POLICY-KEY

POLICY
27 [F [1900]caic
POLICY-KEY
POLICY-AREA
POLICY-COVG SET
NPQ MA LAST
¥
COVERAGE
16 |F |1901]via
POLICY-COVG | oL
POLICY AREA

Functions as a Before Exit

This exit is invoked both before and after any DML processing. As a before exit, it
performs the followingfunctions:

m  Before a PUT, it moves zero to the control (OCCURS) field from a packed format to a
binaryformat.

m  Before a GET, itis notrequired.

m  Before an ERASE, it obtains the policyrecord and does an ERASE ALL, erasingthe
POLICY and all COVERAGE records. The exit then sets a flag (EXB-RETURN-IMMED)
to tell CA IDMS VSAM Transparency to bypass its processingand return
immediately to the user.
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Functions as an After Exit

As an after exit, it performs the followingfunctions:

m  After a PUT, itstores all thedependent (MEMBER) records inthe set.

m  After a GET, itobtains all thedependent (MEMBER) records inthe set and then
converts the control (OCCURS) field from a binary formatto a packed format.

m  After an ERASE, itis notrequired.

Note: The POLICY record is the record defined inthe FMT.

Sample COBOL Exit Program

IDENTIFICATION DIVISION.

PROGRAM-ID. ESVSXITC.

ENVIRONMENT DIVISION.
IDMS-CONTROL SECTION.

PROTOCOL .

*

INPUT-OUTPUT SECTION.

*

DATA DIVISION.

*

SCHEMA SECTION.

DB EXITSUB WITHIN EXITCHEM.

*

WORKING-STORAGE SECTION.

*

01 FILLER

*

COPY IDMS SUBSCHEMA-NAMES.

COPY IDMS SUBSCHEMA-RECORDS.

*

01 INDEX-1

*

LINKAGE SECTION.

01 USER-EXIT-CONTROL-BLOCK.

05
05
05
05
05
05
05
05

EXB-ID

EXB-USER
EXB-ADDR-RWA
EXB-ADDR-STACK
EXB-ADDR-SSC
FILLER
EXB-ADDR-RPL
EXB-ADDR-ARGUMENT

MODE IS BATCH
IDMS-RECORDS MANUAL.

DEBUG

PIC

PIC

PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC

X(8) VALUE 'WS START'.

9(1) VALUE 0.

X(4).
S9(8)
S9(8)
S9(8)
S9(8)
S9(8)
S9(8)
S9(8)

COMP.
COMP.
COMP.
COMP.
COMP.
COMP.
COMP.
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10

10

10

10

10

05
05
05
05
05
05
05
05
05
05
05
05

05

05

EXB-ADDR-RECORD-BUFFER

EXB-MAX-KEY -LENGTH
EXB-REC-BUFFER-LENGTH
EXB-VSAM-REC-LENGTH
EXB-VSAM-KEY - LENGTH
EXB-VSAM-KEY-POSITION
EXB- FMT-NAME
EXB-DD-NAME

EXB- IDMS-REC-NAME
EXB-IDMS-SET-NAME
EXB-RESERVED
EXB-FEEDBACK

EXB-RPL-REQUEST - TYPE

88
88
88
88
88

GET-REQUEST
PUT-REQUEST
POINT-REQUEST
ENDREQ-REQUEST
ERASE-REQUEST

EXB-RPL-OPTION-1.

10

EXB-DIRECT

88 DIRECT-REQUEST VALUE
EXB-SEQUENTIAL PIC X.

88 SEQUENTIAL-REQUEST VALUE
EXB-SKIP
88 SKIP-REQUEST VALUE
EXB-KEY-GT-EQ PIC X.

88 KEY-GT-EQ-REQUEST VALUE

EXB-GENERIC

PIC X.

PIC X.

88 GENERIC-REQUEST VALUE

FILLER

PIC X(3).

05 EXB-RPL-OPTION-2.

10 EXB-KEYED-ACCESS PIC X.
88 KEYED-ACCESS VALUE
EXB-ADDRESS-ACCESS PIC X.
88 ADDRESS-ACCESS VALUE
EXB-BACKWARD-ACCESS PIC X.
88 BACKWARD-ACCESS VALUE
EXB-LAST-REC-ACCESS PIC X.
88 LAST-REC-ACCESS VALUE

EXB-UPDATE-ACCESS  PIC X.

10

10

10

10

10

10

88 UPDATE-ACCESS VALUE
EXB-SET-POSITION PIC X.

88 SET-POSITION VALUE
FILLER PIC X(2).

PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC
PIC

PIC

PIC
X'

S9(
S9(
S9(
S9(
S9(

8
4
4
4)
4)
S9(4)

X(8).
X(8).

COMP.
COMP.
COMP.
COMP.
COMP.
COMP.

X(16).
X(16).

S9(2)
X(4).
X(6).

VALUE
VALUE
VALUE
VALUE
VALUE

X.

COMP.

'GET'.
'PUT"

'POINT" .
'ENDREQ .
'ERASE .
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05 EXB-VSAM-FILE-TYPE.

10 EXB-KSDS PIC X.

88 KSDS VALUE 'X'.
10 EXB-PATH PIC X.

88 PATH VALUE 'X'.
10 EXB-RRDS PIC X.

88 RRDS VALUE 'X"'.
10 EXB-ESDS PIC X.

88 ESDS VALUE 'X'.

10 EXB-BASE-CLUS-ESDS PIC X.
88 BASE-CLUS-ESDS VALUE 'X'.
10 EXB-SET-DEFINED PIC X.

88 SET-DEFINED VALUE 'X'.
10 EXB-NATIVE-VSAM PIC X.

88 NATIVE-VSAM VALUE 'X'.
10 FILLERR PIC X.

05 EXB-EXIT-FLAGS.

10 EXB-EXIT-TYPE PIC X.

88 BEFORE-EXIT VALUE 'B'.

88 AFTER-EXIT VALUE ‘'A'.
10 EXB-SKIP-TO-AFTER  PIC X.

88 SKIP-TO-AFTER VALUE 'X'.
10 EXB-RETURN-IMMED PIC X.

88 RETURN-IMMED VALUE 'X'.

10 EXB-EXIT-SET-REC-LENGTH PIC X.
88 EXIT-SET-REC-LENGTH VALUE 'X'.
10 EXB-EXIT-SET-ARGUMENT PIC X.

88 EXIT-SET-ARGUMENT VALUE 'X'.
10 EXB-EXIT-SET-FEEDBACK PIC X.
88 EXIT-SET-FEEDBACK VALUE 'X'.
10 FILLER PIC X(2).
05 FILLER PIC X(8).
05 FILLER PIC X(2).
05 EXB-SAVE-AREA PIC X(72).
05 FILLER PIC X(12).

*

COPY IDMS SUBSCHEMA-CTRL.
*
01 IO-RECORD.

05 POLICY-HEADER.

10 POLICY-KEY1 PIC X(11).

10 POLICY-TYPE PIC 9(4).
05 POL-DATA-1 PIC X(10).
05 POLICY-OCCURS PIC S9(4) COMP.
05 COV-DATA PIC X(10)

OCCURS 4 TIMES.
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PROCEDURE DIVISION
USING EXIT-DSECT, SUBSCHEMA-CTRL, IO-RECORD.
BEGIN SECTION.
IF BEFORE-EXIT AND PUT-REQUEST
PERFORM BEFORE-PUT-EXIT
ELSE
IF BEFORE-EXIT AND ERASE-REQUEST
PERFORM BEFORE-ERASE-EXIT
ELSE
IF AFTER-EXIT AND GET-REQUEST
PERFORM AFTER-GET-EXIT
ELSE
IF AFTER-EXIT AND PUT-REQUEST
PERFORM AFTER-PUT-EXIT.
GOBACK.
BEGIN-XIT.
EXIT.
BEFORE-PUT-EXIT SECTION.
MOVE @ TO POLICY-OCCLRS.
BEFORE-PUT-EXIT-XIT.
EXIT.
BEFORE-ERASE-EXIT SECTION.
BIND POLICY.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
MOVE POLICY-HEADER TO POLICY-KEY.
OBTAIN CALC POLICY.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
ERASE POLICY ALL.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
MOVE 'X' TO EXB-RETURN-IMMED.
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BEFORE - ERASE -EXIT-XIT.
EXIT.
AFTER-GET-EXIT SECTION.
MOVE O TO INDEX-1.
MOVE SPACES TO COV-DATA (1).
MOVE SPACES TO COV-DATA (2).
MOVE SPACES TO COV-DATA (3).
MOVE SPACES TO COV-DATA (4).
BIND COVERAGE.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
IF POLICY-TYPE = '1040'
PERFORM OBTAIN-COVERAGE-RECORDS 4 TIMES
ELSE
IF POLICY-TYPE = '1041'
PERFORM OBTAIN-COVERAGE-RECORDS 3 TIMES.
MOVE 'X' TO EXB-EXIT-SET-REC-LENGTH.
AFTER-GET-EXIT-XIT.
EXIT.
OBTAIN-COVERAGE-RECORDS SECTION.
ADD 1 TO INDEX-1.
OBTAIN NEXT COVERAGE WITHIN POLICY-COVG.
IF DB-STATUS-OK
MOVE COVERAGE TO COV-DATA (INDEX-1)
ELSE
PERFORM SET - FEEDBACK.
OBTAIN-COVERAGE-RECORDS-EXIT.
EXIT.
AFTER-PUT-EXIT SECTION.
MOVE O TO INDEX-1.
BIND COVERAGE.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
IF POLICY-TYPE = '1040'
PERFORM PUT-COVERAGE-RECORDS 4 TIMES
ELSE
IF POLICY-TYPE = '1041'
PERFORM PUT - COVERAGE-RECORDS 3 TIMES.
AFTER-PUT-EXIT-XIT.
EXIT.
PUT - COVERAGE -RECORDS SECTION.
ADD 1 TO INDEX-1.
MOVE COV-DATA (INDEX-1) TO COVERAGE.
STORE COVERAGE.
IF NOT DB-STATUS-OK
PERFORM SET - FEEDBACK.
PUT - COVERAGE -RECORDS - EXIT.
EXIT.
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SET-FEEDBACK SECTION.
MOVE ERROR-STATUS TO EXB-FEEDBACK.
MOVE 'X' TO EXB-EXIT-SET-FEEDBACK.
GOBACK.

SET - FEEDBACK-XIT.
EXIT.

Assembler User Exit Program

When programmingan Assembler user exit for CA IDMS VSAM Transparency, fulfill the
requirements noted below. This discussionisfollowed by the control block layout
(DSECT), a user exit template, a sample Assembler user exit, and a discussion of the CA
IDMS/DB-supplied macros availablefor usewith Assembler user exits.

Program Requirements
Parameter List Address

A parameter listaddress inregister 1 points to the followingaddresses:
m  The exit control block
m  The subschema control block

m  The record buffer
Reentrant Exit
The exit must be reentrant. You may elect to issuea #GETSTG to obtaina work area for

the program to use and a #FREESTG to releasethe storage prior to the end of the exit.
See Macros for more information.

@MODE Compiler Directive Statement

Inthe @MODE compiler directivestatement, specify MODE=BATCH even ifthe exitis to
run under the DC/UCF environment.

Subschema Control DSECT

Copy the subschema control DSECT (#SSCDS). In addition to this DSECT, an additional
fieldis required for expansion of DML macros. The field definitionis:

DMLSEQ DC F'o' DML SEQUENCE NUMBER FOR DEBUGGING
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Issue a @BIND

CA IDMS VSAM Transparency binds therecord defined in the FMT the firsttime it
attempts to accessit. The exit mustissuea bind onlyfor additional records it needs.
Issuea @BIND statement for the firstaccess of each additional record:

©@BIND REC=recname, I0OAREA=rec-location

Issue CA IDMS/DB Verbs

After the bindis complete you canissue CAIDMS/DB verbs to access the record. For a
complete descriptionofall DML verbs see CA IDMS DML Reference Guide for Assembler.

Assemble and Link Edit Requirements

INCLUDE 1libname (ESVSIDMS)
INCLUDE 1libname(IDMSBALI)

Note: Libname is the DD name of the filein the JCL that contains the CA
IDMS/DB-supplied object modules.

Defining the Exit to CA IDMS/DB

Includean ADD PROGRAM statement for the exit program inthe system generation. The
ADD PROGRAM statement should appear as follows:

ADD PROGRAM exitname
LANGUAGE IS ASSEMBLER
REENTRANT
NOPROTECT.

Note: The exit accesses DC/UCF system control blocks, therefore storage protection
must be off (NOPROTECT).

Assembler User Exit Control Block
Field Descriptions

Inthe Type column, C means character, F means fullword binary,and H means halfword
binary.The macrois providedinthe CA IDMS/DB macrolibrary.

Hex Offset

Name Type ength Description
0 EXBID C 4 Contains the literal 'EXB'
4 EXBUSER F 4 Can be used by the exit
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Hex Offset
Name Type ength Description

8 EXBARWA F 4 Exit must not modify this field

C EXBSTACK F 4

10 EXBSSCA F 4 Address of the Subschema Control

14 FILLER F 4 Filler

18 EXBRPLA F 4

1C EXBARGA F 4

20 EXBBUFA F 4 Address of the recordinthe buffer

24 EXBMXKL H 2 Maximum key length.

26 EXBBUFL H 2 Current length of record in the record buffer

28 EXBRECL H 2 Contains the VSAM record length obtained from
FMT

2A EXBKEYL H 2 Contains the VSAM key length obtained from
FMT

2C EXBKEYP H 2 Contains the VSAM key position obtained from
FMT

2E EXBFMTNM C 8 FMT name

36 EXBDDNM C 8 DD name

3E EXBRECNM C 16 CA IDMS/DB record name

4E EXBSETNM C 16 CA IDMS/DB set name

5E EXBRESV H 2 Reserved field

60 EXBFDBK C 4 Allows you to set a feedback code (return code)
from the exit program. By placinga valuehere
(such as subschema control status) and by
moving an'X' to EXIT-SET-FEEDBACK, CA IDMS
VSAM Transparency will displayan error
message on the joblog includingthe feedback
code you set.

60 EXBERID C 1 Internal errorid

61 EXBRTCD C 1 Return code

62 EXBCOMP C 1 Component code

63 EXBERCD C 1 Error code
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Hex Offset
Name Type ength Description

64 EXBRTYPE C 6 Identifies the type of VSAM call issued. Use this
field in conjunction with EXB-EXIT-FLAGS to
determine what type of processingwill be
required. Valid values are:
s 'GET'
s 'PUT'
m  'POINT'
= 'ENDREQ'
m 'ERASE'

6A EXBOPT1 C 8 Further qualifies therequest type:

6A EXBDIR C 1 Direct request

6B EXBSEQ C 1 Sequential request

6C EXBSKP C 1 Skip request

6D EXBKGE C 1 Key gt/eq request

6E EXBGEN C 1 Generic request

6F FILLER C 3 Filler

72 EXBOPT2 C 8 Further qualifies therequest type:

72 EXBKEYA C 1 Keyed access

73 EXBADDA C 1 Address access

74 EXBBWD C 1 Backwardaccess

75 EXBLRD C 1 Lastrecord access

76 EXBUPD C 1 Update access

77 EXBNSP C 1 Set position

78 FILLER C i Filler

7A EXBFTYPE C 8 Identifies the VSAM filetype:

7A EXBKSDS C 1 KSDS

7B EXBPATH C 1 PATH

7C EXBRRDS C 1 RRDS

7D EXBESDS C 1 ESDS

7E EXBBCES C 1 Base clusteris ESDS

7F EXBSET C 1 Set is defined
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Hex Offset
Name Type ength Description
80 EXBNVSAM C 1 Datais innative VSAM
81 FILLER C 1 Filler
82 EXBXFLAG C 8 Exit flags thatdescribeexit processing:
82 EXBEXIT C 1 The first byte identifies the exit type:

m Before=B

m  After =A

The next 5 bytes describeexit processing. Put an X in the byte to turn the character switch on. The defaultis

blank.

83 EXBSKPA C 1 Skip to after tells CAIDMS VSAM Transparency
to invokethe after exit immediately after the
before exit and bypass its processing.

84 EXBXRETN C 1 Return immediately tells CA IDMS VSAM
Transparency to return immediately to the user
and bypass its processing.

85 EXBSETLN C 1 Exit set record length tells CA IDMS VSAM
Transparency the exit modified the length of the
record inthe buffer.

86 EXBSETAR C 1 Exit set argument tells CA IDMS VSAM
Transparency the exit set argument.

87 EXBSETFB C 1 Exit set feedback tells CAIDMS VSAM
Transparency the exit set the feedback code. CA
IDMS VSAM Transparency will displaya
message with this feedback code to the job log.

88 FILLER C 2 Filler

8A FILLER C 8 Filler

94 EXBSAVE C 72 Exit savearea

DC FILLER C 12 Filler
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Assembler User Exit Template

Assembler exits for CA IDMS VSAM Transparency usestandard z/OS and z/VSE linkage.
Use the followingcodeas a template. Insertyour functional codeas indicated.

EXITNAME CSECT

#MOPT ENV=USER SET EXIT TO USER MODE
@1ODE MODE=BATCH, QUOTES=YES, DEBUG=YES
* DEFINE ENVIRONMENT
STM R14,R12,12(R13) SAVE CALLER'S REGISTERS
BALR R12,0 ESTABLISH R12 AS BASE
USING *,R12
B START BRANCH AROUND LITERAL
DC CL8'EXITNAME' EYECATCHER
USING SSC,R2 SUBSCHEMA CONTROL
USING EXBDS,R3 EXIT DSECT ADDRESSABILITY
USING RECORD,R8 USER RECORD ADDRESSABILITY
USING CSA,R10 COMMON SYSTEM AREA
START LR R7,R13 SAVE R13
L R3,0(R1) R3 -» EXB
L R2,4(R1) R2 » SSC
L R8,8(R1) R8 - RECORD BUFFER
LA R13, EXBSAVE R13 & USER SAVE AREA
ST R13,4(0,R13) BACKCHAIN SAVE AREA
*

insert your functional code here
*

*

RTN EQU *
L R13,4(0,R13) RESTORE ADDRESS OF R13 SAVE AREA
LM R14,R12,12(R13) RESTORE CALLER'S REGISTERS
SR R15,R15 ZERO RETURN CODE
BR R14 RETURN TO CALLER

Sample Assembler User Exit
Functions
Thisis a sample CAIDMS VSAM Transparency user exit written in Assembler. Itis
functionally equivalentto the sample COBOL exitin Sample COBOL User Exit. The source
code for this programis provided on the installation media with CA IDMS VSAM

Transparency (member name ESVSXITA).

This exit allows you to convert the VSAM structure into CA IDMS/DB structure.
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VSAM Structure (Variable Length KSDS Record)

Policy info. | Coverage info. | Coverage info.| Coverage info. | Coverage info.

CA IDMS Structure

The user exit must navigatethe databaseand build the record that the VSAM
application programis expecting.

IX-POLICY
I MA
ASCENDING POLICY-KEY

POLICY
27 [F [1900]caic
POLICY-KEY
POLICY-AREA
POLICY-COVG SET
NPQ MA LAST
¥
COVERAGE
16 |F |1901]via
POLICY-COVG | oL
POLICY AREA

Functions as Before Exit

This exitis invoked both before and after any DML processing. As a before exit, it
performs the followingfunctions:

m  Before a PUT, it moves zeroes to the control (OCCURS) field.

m  Before a GET, itis notrequired.

m  Before an ERASE, it obtains the POLICY record and obtains and erases all COVERAGE

records.

Functions as After Exit

As an after exit, it performs the followingfunctions:
m  After a PUT, itstores all thedependent (MEMBER) records inthe set.

m  After a GET, itobtains all thedependent (MEMBER) records inthe set and then
converts the control (OCCURS) field from a binary formatto a packed format.

m  After an ERASE, itis not required.
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Sample Assembler Exit

kkk *
Hork THIS EXIT IS INVOKED USING STANDARD z/0S LINKAGE; *
Aok BALR 14,15 (FROM CALLING PROGRAM) *
Aok STM 14,12,12(13) (FIRST THING IN CALLED PROGRAM) *
ok R 14 (TO RETURN) *
kkk *
Horx REGISTER USAGE CONVENTIONS ARE: *
kokx *
Hork RL - SET UP TO SSC FOR EXITIDMS *
Hork R2 - SUBSCHEMA CONTROL DSECT *
Hork RB - EXIT DSECT *
ok R& - COVERAGE RECORD DSECT/WORK REGISTER *
Hork RS - WORK AREA FOR MOVE OF RECORD *
Hork R6 - WORK REGISTER *
Hork R7 - WORK AREA FOR CONVERSION *
Hork RS - POLICY RECORD DSECT *
Hork RO - TCE *
ok RIO - CSA *
ok RI1  -—» SAVE AREA *
ok RI2  -—» BASE REGISTER *
ok RI3  -» SAVE AREA *
Aok RI4 - USED BY CALL CONVENTION *
Aok RI5 - USED BY CALL CONVENTIONS *
kkk *
ok INPUT: *
*kk *
Hork RL - PARAMETER LIST *
Hork R+ -  ADDRESS OF EXB *
Hork R+4 -—»  ADDRESS OF SSC *
Hork RI+#8 -  ADDRESS OF RECORD BUFFER *
koK ok ok ok ok ok ok ok ok ok ok kok >k ok >k ok >k Sk >k Skok ok ok sk ok ok ok ok sk kok >k Sk >k ok >k Sk >k Skok sk ok sk ok ok sk ok skok ok >k sk >k ok >k sk kok sk ok sk sk sk sk k kok
EJECT
ESVSXITA CSECT
#MOPT ENV=USER

@VODE MODE=BATCH, QUOTES=YES, DEBUG=YES
SPECIFY OPERATING ENVIRONMENT,
NOTATION CONVENTION, DEBUG OPTION

BEGIN STM R14,R12,12(R13) SAVE CALLER'S REGISTERS
BALR R12,0 ESTABLISH R12 AS BASE
USING *,R12
SPACE
B START BRANCH AROUND LITERAL
*
DC CL8'ESVSXITA' EYECATCHER
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USING SSC,R2 SUBSCHEMA CONTROL ADDRESSIBILITY
USING EXBDS,R3 EXIT DSECT ADDRESSABILITY
USING COVERAGE,R4 COVERAGE RECORD ADDRESSIBILITY
USING RECORD,R8 POLICY RECORD ADDRESSIBILITY
USING CSA,R10 COMMON SYSTEM AREA ADDRESSIBILITY
SPACE

START EQU *
LR R7,R13 SAVE R13
L R3,0(R1) R3 —» EXB
L R2,4(R1) R2 —» SSC
L R8,8(R1) R8 —» RECORD BUFFER
LA R13, EXBSAVE R13 » USER SAVE AREA
SPACE

kkk

***  ACQUIRE STORAGE FOR EXIT TO USE

kokk

GETSTG  #GETSTG TYPE=(USER,SHORT) ,PLIST=*,LEN=50,INIT=0,
ADDR=(R4) , ERROR=STGERROR

SPACE
*
EJECT
* CHECK TO SEE IF THIS IS A BEFORE EXIT WITH A PUT REQUEST
CHKBEFOR CLI ~ EXBXEXIT,C'B' CALLING BEFORE EXIT??
BNE CHKAFTERR NO, C(HECK FOR AFTER EXIT
CLC  EXBRTYPE,=CL6'PUT' IS THIS A PUT REQUEST??
BNE  CHKERASE NO, DON'T DO ANYTHING ELSE
SPACE

BEFORE EXIT - PUT REQUEST
* MOVE ZERO TO CONTROL FIELD

BEFORPUT MVC  CNTLFLD,=H'00' MOVE ZERO TO OCCURS FIELD
B RTN RETURN
EJECT

* CHECK TO SEE IF THIS IS AN BEFORE EXIT WITH A ERASE REQUEST

CHKERASE CLI  EXBXEXIT,C'B' YES, CALLING BEFORE EXIT??
BNE RTN NO, DON'T DO ANYTHING ELSE
CLC  EXBRTYPE,=CL6'ERASE' IS THIS AN ERASE REQUEST??
BNE RTN NO, DON'T DO ANYTHING ELSE
SPACE

BEFORE EXIT - ERASE REQUEST
GET POLICY RECORD AND ERASE ALL COVERAGE RECORDS WITHIN
* POLICY-COVG SET.
SPACE
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BEFORERA EQU *
CLC  POLTYP,=CL4'1040' IS RECORD TYPE 104077

BNE REC1041 NO, (HECK FOR TYPE 1041
LA R6,4 R6 - 4 COVERAGE RECORDS TO GET
B BINDPOL GO BIND POLICY RECORD

REC1041 CLC POLTYP,=CL4'1041' IS RECORD TYPE 104177
BNE RTN NO, DON'T DO ANYTHING ELSE
LA R6,3 R6 - 3 COVERAGE RECORDS TO GET
SPACE

***  BIND POLICY RECORD
BINDPOL EQU ©
@BIND REC=POLREC,IOAREA=(R4)  BIND COVERAGE RECORD TO R4
CLC  SSCSTAT,=CL4'0000'  STATUS ZERO
BNE  RTNERR NO, RETURN ERROR
SPACE
*#%k  OBTAIN POLICY RECORD
OBTPOLCY @FIND  CALC,REC=POLREC OBTAIN CALC POLICY RECORD
*
CLC  SSCSTAT,=CL4'0000'  STATUS ZERO??
BNE  RTNERR NO, RETURN ERROR
***  BIND COVERAGE RECORD
@BIND REC=COVGREC,IOAREA=(R4) BIND COVERAGE RECORD TO R4
CLC  SSCSTAT,=CL4'0000'  STATUS ZERO
BNE  RTNERR NO, RETURN ERROR
SPACE
***  OBTAIN COVERAGE RECORDS
0BTCOVG (@OBTAIN NEXT,SET=SETNAME,REC=COVGREC

* OBTAIN ALL COVERAGE RECORDS FOR
* THIS POLICY

CLC  SSCSTAT,=CL4'0000'  STATUS ZERO??

BNE RTNERR NO, RETURN ERROR

SPACE

***  ERASE COVERAGE RECORD
@ERASE ALL,REC=COVGREC ERASE COVERAGE RECORD FOR

* THIS POLICY
CLC  SSCSTAT,=CL4'0000'  STATUS ZERO??
BNE  RTNERR NO, RETURN ERROR
BCT  R6,0BTCOVG WALK THE SET, OBTAIN THE NEXT
SPACE
B RTN RETURN
EJECT
* CHECK TO SEE IF THIS IS AN AFTER EXIT WITH A GET REQUEST
CHKAFTER CLI ~ EXBXEXIT,C'A' YES, CALLING AFTER EXIT??
BNE RTN NO, DON'T DO ANYTHING ELSE
CLC EXBRTYPE,=CL6'GET' IS THIS A GET REQUEST??
BNE  CHKPUT NO, (HECK FOR PUT REQUEST
CLC  SSCSTAT,=CL4'0000'  STATUS OF LAST CALL = ZERO??
BNE RTN NO, RETURN
SPACE
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EEE 3

AFTERGET EQU
CLC
BNE
LA
B
CLC
BNE

TYP1041

SPACE
MvC
LA

SETUP

*

kokk

CLC
BNE
SPACE
kkk
GETREC
*
CLC
BNE
MvC
LA
BCT

AFTER EXIT - GET REQUEST
GET MEMBERS IN IDMS SET AND BUILD VSAM RECORD IN BUFFER
OBTAIN ALL MEMBERS WITHIN

POLICY-COVG SET, AND BUILD VSAM TYPE RECORD FOR PROGRAM.

WE HAVE THE OWNER RECORD.

*

POLTYP,=CL4'1040"
TYP1041

R6,4

SETUP
POLTYP,=CL4'1041"
NOTREC

R6,3

OCCURS,=CL40"
R5,27(0,R8)

BIND COVERAGE RECORD
@BIND REC=COVGREC,IOAREA=(R4)

SSCSTAT,=CL4'0000'
RTNERR

OBTAIN COVERAGE RECORD
@OBTAIN NEXT,SET=SETNAME

SSCSTAT,=CL4'0000'
RTNERR

0(10,R5) , COVERAGE
R5,10(0,R5)
R6,GETREC

* MOVE ZERO TO CONTROL FIELD

PACK MvC

MVI

B

EJECT

* CHECK TO

CHKPUT  CLI
BNE
CLC
BNE
CLC
BNE
SPACE

CNTLFLD,=PL2'00"
EXBSETLN, C'X'
RTN

IS RECORD TYPE 1040??

NO, CHECK FOR TYPE 1041

R6 - 4 COVERAGE RECORDS TO GET
GO OBTAIN THE RECORDS

IS RECORD TYPE 104177

NO, DON'T DO ANYTHING ELSE

R6 - 3 COVERAGE RECORDS TO GET

CLEAR OUT AREA TO STORE COVERAGE
R5 - START OF COVERAGE RECORDS
IN POLICY RECORD

BIND COVERAGE RECORD TO R4
STATUS ZERO
NO, RETURN ERROR

OBTAIN NEXT COVERAGE RECORD
WITHIN POLICY-COVG SET

STATUS ZERO??

NO, RETURN ERROR

MOVE COVERAGE REC INTO POLICY REC

R5 - LOC OF NEXT COVERAGE RECORD

WALK THE SET, OBTAIN THE NEXT

MOVE ZERO TO OCCURS FIELD
HAVE PRPL SET NEW RECORD LENGTH
RETURN

SEE IF THIS A PUT REQUEST AND CALLING AFTER EXIT

EXBXEXIT,C'A’

RTN

EXBRTYPE,=CL6 ' PUT"
RTN

SSCSTAT,=CL4'0000'
RTN

CALLING AFTER EXIT??

NO, DON'T DO ANYTHING ELSE
IS THIS A PUT REQUEST??

NO, DON'T DO ANYTHING ELSE
STATUS OF LAST CALL = ZERO??
NO

152 VSAM Transparency User Guide



Assembler User Exit Program

AFTER EXIT - PUT REQUEST

WE HAVE THE OWNER RECORD.
SET.
AFTERPUT EQU  *
CLC  POLTYP,=CL4'1040'
BNE TYPE1041

LA R6,4
B SETUPS
TYPE1041 CLC  POLTYP,=CL4'1041"
BNE RTN
LA R6,3
SPACE
SETUPS LA R5,27(0,R8)

*

***  BIND COVERAGE RECORD

@BIND REC=COVGREC,IOAREA=(R4)

CLC  SSCSTAT,=CL4'0000'
BNE RTNERR
SPACE
***  STORE COVERAGE RECORD
PUTREC MVC DATA,0(R5)
@STORE REC=COVGREC
SPACE
CLC  SSCSTAT,=CL4'0000'
BNE  RTNERR
LA R5,10(0,R5)
BCT  R6,PUTREC

B RTN
EJECT
NOTREC MvC  OCCURS,=CL40"' '

SPACE

RTNERR EQU *
MVI  EXBSETFB,C'X'
MVC  EXBFDBK, SSCSTAT

RTN EQU *
#FREESTG ADDR=(R4)
LR R13,R7
LM R14,R12,12(R13)
SR R15,R15
BR R14
SPACE
STGERROR EQU  *
DC H'O'
BR R14
SPACE
EJECT
STARS DC CL8 " Hoktobokrk !

*

* STORE COVERAGE (MEMBER) RECORDS WITHIN POLICY-COVG SET

* STORE ALL MEMBERS WITHIN POLICY-COVG
*

IS RECORD TYPE 1040??
NO, RECORD CHECK FOR TYPE 1041
R6 - 4 COVERAGE RECORDS TO STORE
GO STORE THE RECORDS

IS RECORD TYPE 104177

NO, DON'T DO ANYTHING ELSE

R6 - 3 COVERAGE RECORDS TO STORE

R5 & START OF COVERAGE RECORDS
IN POLICY RECORD

BIND COVERAGE RECORD TO R4
STATUS ZERO
NO, RETURN ERROR

MOVE POLICY/COVG INFO TO COVG REC
STORE COVERAGE RECORD

STATUS ZERO

NO, RETURN ERROR

R5 & LOC OF NEXT COVERAGE RECORD
STORE THE NEXT RECORD

RETURN

CLEAR OUT AREA TO STORE COVERAGE

TELL ESVS EXIT SET FEEDBACK CODE
MOVE SSCSTAT TO EXBFDBK

FREE ACQIURED STORAGE
RESTORE R13

RESTORE CALLER'S REGISTERS
ZERO RETURN CODE

RETURN TO CALLER

ABEND WITH 0C1
RETURN TO CALLER

END OF EXECUTABLE CODE
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DMLSEQ
SETNAME
COVGREC
POLREC

RECORD

POLICY
POLKEY
POLKEYDA
POLTYP
POLDAT
CNTLFLD
O0CCURS
CovGl
CovVG2
COVG3
CovG4

COVERAGE
DATA

Macros

DC F'o'

DC CL16'POLICY-COVG'
DC CL16' COVERAGE'
DC CL16'POLICY"
LTORG

DSECT

DS OF

DS 0CL27

DS 0CL15

DS CL11

DS CL4

DS CL10

DS CL2

DS 0CL40
DS CL10

DS CL10

DS CL10

DS CL10
SPACE

DSECT

DS CL10
EJECT

COPY #EVEXBDS
EJECT

COPY #SSCDS
EJECT

PRINT OFF
PRINT NOGEN
COPY #CSADS
PRINT GEN

END  ESVSXITA

NEEDED AT DML EXPANSION TIME
SET -NAME

RECORD -NAME

RECORD -NAME

POLICY RECORD LAYOUT

COVERAGE RECORD LAYOUT

There are three macros supplied with CAIDMS/DB that can be used in Assembler:

HGETSTG

HGETSTG acquires variablestoragefrom a storagepool or obtains the address of a
previouslyacquired storagearea.Syntaxis shown below:

{label} #GETSTG TYPE=(USER,SHORT),PLIST=*,
LEN=stg-len, INIT=init-val,
ADDR=(R1) , ERROR=error-label

m  TYPE isused to indicatethe type of storage acquired.

m  PLIST indicates where the 6-fullword #GETSTG parameter listwill bebuilt. *
indicates thatthe listwill bebuiltinline.
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m  LEN specifies thesize, in bytes, of a new storagearea. Stg-len is an absolute
expression.

m  INIT specifies aninitial valuefor the storage. Init-val is an absoluteexpression of the
initialvalue.

m  ADDR=(R1) specifies where CA IDMS/DC will return the address of the acquired
storage.

m  ERROR specifies the symbolic name of the routine to which control should be
returned to incaseof anerror.

Note: Ifthe userexitis acquiringstorage, a #fREESTG must be done before the end
of the program.

#FREESTG

HFREESTG requests CA IDMS/DC to releasea block of variablestorage. Syntax is shown
below:

{label} #FREESTG ADDR=(R1)

ADDR=(R1) specifies the address of the storage area to be released.

#MOPT

#MOPT sets up the options for the issuing module. The only code that should appear

prior to the #MOPT is 'TITLE', COMMENTS, or source macro definitions.Syntaxis shown
below:

#MOPT  ENV=USER
ENV=USER specifies thatthis is a DC/UCF user module.
Note: The #MOPT macro also equates register 0 through register 15 to RO through R15.

For a complete definition of these macros see CA IDMS DML Reference Guide for
Assembler.
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Appendix F: TSO File Allocation with CA
IDMS VSAM Transparency

This section contains the followingtopics:

About This Appendix (see page 157)
TSO FileAllocation Syntax (see page 158)

About This Appendix

This appendix provides the syntax and parameter descriptions used under TSO file
allocation.
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TSO File Allocation Syntax

Purpose

Under TSO, each CA IDMS VSAM Transparency file must be directed to the subsystem.
The ESVSALLO command allocates an CAIDMS VSAM Transparency fileunder TSO. It
establishes a connectiontothe CAIDMS VSAM Transparency subsystemand defines the
attributes of the CAIDMS VSAM Transparency file.

Syntax

»»—— ESVSALLO . FILE( 77 lename)
DDNAME (77 1ename) l

v

»—— FMT (fmtname)

v

»

v

L SSc (subschema-name) —'

v

L subsys ¢ [ ESVS < y

subsystem-name

A\ 4
v

L Rbufsz ( T 512 « T ) -J

nnnnn

v
v

L DBname (database-name) ]

v
v

L Nodename (nodename) |

v
v

L DICTNAme (dictionary-name) -

v
v

L DICTNOde (nodename) -

RS

L STats ( T SI{ILE_—I— ) ]

v
v

v
v

v
M

L Trace ( — mnnn -—E WRAP :[_ ) —
LOG -

Parameters
FILE(filename)/DDNAME (filena me)

Specifies the CAIDMS VSAM Transparencyfile. Filename is a 1- to 8-character
name that must be includedineachinvocation of the command.

FMT(fmtname)

Specifies the name of the file management tablethat defines the fileto be
escaped. Fmtname is a 1-to 8-character name that must be includedineach
invocation of the command.
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SSc(subschema-name)

Specifies the name of the subschema to be used with the CAIDMS VSAM
Transparency program. You must specify the subschema for the firstfile
allocated;itis optional for subsequentfiles. The subschema specified for the
firstfileallocatedis used for all subsequentfileallocations (whether or nota
different subschema is specified) unless all CAIDMS VSAM Transparency file
allocationsarefreed within TSO. Then, the lastsubschema defined on an
allocation will bethe one used.

SUBsys(subsystem-na me)

Specifies the name of the CAIDMS VSAM Transparency subsystem. The default
is ESVS.

Rbufsz(nnnnn)

Specifies the size of the buffer that CA IDMS VSAM Transparency uses for
communication between the front end and the backend. The defaultis 512.
Nnnnn is a 1- to 5-digitnumber thatis valid for central version only. RBUFSZ
must be specified before the firstfileis opened (readied). It may be re-specified
on subsequent fileallocation statements as long as all previously allocated files
have been closed.

DBname(database-name)

Specifies the name of the CAIDMS/DB database. DBNAME must be specified
before the firstfileis opened (readied). It may be re-specified on subsequent
fileallocation statements as longas all previously allocated files have been
closed.

Nodename(nodename)

Specifies the nodename of a DC/UCF system. NODENAME must be specified
before the firstfileis opened (readied). It may be re-specified on subsequent
fileallocation statements as longas all previously allocated files have been
closed.

DICTNAme(dictionary-name)

Specifies the name of the data dictionary containingthesubschema.
DICTNAME must be specified before the firstfileis opened (readied). It may be
re-specified on subsequent fileallocation statements as longas all previously
allocated files have been closed.

DICTNOde(nodename)

Specifies the location of the dictionary. DICTNODE must be specified before the
firstfileis opened (readied). It may be re-specified on subsequent file
allocation statements as longas all previously allocated files have been closed.
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MSg(LOG/CONS/OFF)

Specifies the destination of the CA IDMS VSAM Transparency key feedback
messages. LOG is the default. CONS writes the feedback messages to the
consoleand the log. OFF turns off the display of feedback messages.

MSG must be specified before the firstfileis opened (readied). It may be
re-specified on subsequent fileallocation statements as longas all previously
allocated files have been closed.

STats(FILE/ON)

Requests that databasestatistics be collected for all CA IDMS VSAM
Transparency files accessed. ON places statistics for all files together on the log
file. FILE places statistics for each fileseparately on the logfile. STATS must be
specified before the firstfileis opened (readied). It may be re-specified on
subsequent fileallocation statements as longas all previously allocated files
have been closed.

Trace(nnnn,WRAP/LOG)

Requests that a trace of calls madebythe CA IDMS VSAM Transparency
program be displayed on the system log.

Nnnn is the number of fullwords allowed inthe trace tableandcanbe a 1-to
4-digitnumber.

WRAP allows thetrace table to wrap around when the limitis reached.

LOG writes the tracetable to the logandclears the trace table when the limitis
reached. TRACE must be specified before the firstfileis opened (readied). It
may be re-specified on subsequent fileallocation statements as longas all
previously allocated files have been closed.

More information:

For more information on these parameters see Runtime Operations (see page 55).

Example

The following example allocates two files and their file management tables. Both files
use the same subschema.

ESVSALLO FILE(TESTFILE) FMT(TESTFMT) SSC(TESTSSC)
ESVSALLO DDNAME (TESTFIL2) FMT(TESTFMT2) MSG(CONS)
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Support

TSO fileallocation supportconsists of two modules:
m  Command processor (ESVSALLO)

The TSO fileallocation command (ESVSALLO) must be linked into SYS1.CMDLIB or
any other library concatenated to the SYS1.CMDLIB data set.

m  Help data set (ESVSALLH)

The help dataset (ESVSALLH) must be renamed to ESVSALLO and moved into
SYS1.HELP or anyother library concatenated to the SYS1.HELP data set usingthe
IEBUPDTE utility.
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Appendix G: z/VSE CICS SYSESVS
Parameters

This section contains the followingtopics:

About This Appendix (see page 163)
SYSESVS Parameter File (see page 163)

About This Appendix

This appendix provides information aboutz/VSE CICS SYSESVS parameters.

SYSESVS Parameter File

Purpose

At z/VSE CICS VSAM/T startup, CA IDMS reads a SYSESVS parameter file. The purpose of
this fileis toaccommodate all the VSAM/T parameters required to run VSAM/T
transactions in a z/VSE CICS environment.

What the File Contains

The SYSESVS parameter file consists of 80-character records which can containany
number of keyword operands and keyword values. The file contains the following types
of parameters:

m  Global parameters—Describe VSAM/T characteristicsthatwill bein affect for all
VSAM/T activity

m  File-specific parameters—Specify the file name and file management table for each
VSAM/T filedefined to the CICS system.

The table below provides the layoutof the SYSESVS record:

Cols Description
1-72 Keyword operands and keyword values
73-80 Reserved for record sequence numbers
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What to

Consider

Ifa '--' character stringis encountered in any positionina SYSESVS line, the rest of the
lineis treated as comments. Any number of blanks,commas, or semicolons can
separatethe keyword operands.

Global Parameters

The SYSESVS keyword operands and their values are:

CWADISP=nnnn

Specifies the 1-to 4-digitvalueequal to the CWADISP specified inthe assembly
of IDMSINTC. The CWADISP parameter is required and its valueis typically
around 16.

DBNAME=xxXXXXXXX

Specifies the 1-to 8-character name of the default databaseto be used with all
CICS VSAM/T transactions. This parameter is used in a multiple-database
environment. You canoverride this parameter for each CICS VSAM/T
transaction by usingthe transaction nametable (TNT).

NODENAME=xxxxxxxx

Specifies the 1-to 8-character default DDS node to be used with all CICS
VSAM/T transactions. This parameteris usedina multiple-database
environment. You can override this parameter for each CICS VSAM/T
transaction by usingthe transaction nametable (TNT).

DICTNAME=xxxxXXXX

Specifies the 1-to 8-character name of the data dictionary containingthe
VSAM/T SUBSCHEMA. This parameter is usedin a multiple-dictionary
environment. You can override this parameter for each CICS VSAM/T
transaction by usingthe transaction nametable (TNT).

DICTNODE=xxxxxxxx

Specifies the 1-to 8-character location of the data dictionary containing the
VSAM/T SUBSCHEMA. This parameter is usedin a multiple-dictionary
environment. You can override this parameter for each CICS VSAM/T
transaction by usingthe transaction nametable (TNT).

SUBSCHEMA=xxXXXXXX

Specifies the 1-to 8-character defaultsubschema name to be used with all CICS
VSAM/T transactions. This parameter is required. You can overridethis
parameter for each CICS VSAM/T transaction by usingthe transaction name
table (TNT).

164 VSAM Transparency User Guide



SYSESVS Parameter File

TNT=xxXXXXXX

Specifies the 1-to 8-character transaction nametablethat will be used when
processing CICS VSAM/T transactions.Ifalltransactionswill usethe same
subschema, this parameter is optional. If you use more than one subschema,
this parameter is required.

RBUFSZ=nnnnn

Specifies the 1-to 5-digitsize of the buffer that VSAM/T uses for
communication between the front end and the backend. The default buffer
sizeis 1024 bytes.

MSG=LOG/CONS/ALL/OFF

Displaysthe VSAM/T key feedback (run-time) messages during program
execution. Values are:

- LOG Writes the key feedback messages to the logfile (default)

— CONS Writes the key feedback messages to the operator console

— ALL Writes all RPLmessages to the logfile

—  OFF Turns off the display of key feedback messages and RPL messages

- VSAM/T writes key feedback messages for any open call, closecall, or call
thatisinerror, inthe followingformat:

- FDBK=nnnnnnnn
— Nnnnnnnn is an 8-byte field that contains the key feedback message code.
STATS=ON/FILE

Requests that databasestatistics be collected for all CICS VSAM/T transactions.
Values are:

— ONPlaces statistics for all VSAM/T files together on the system log

—  FILE Places the statistics for each VSAM/T fileseparately on the system log
OCMSGS=ALL/ERROR

Specifies which messages you want to appear on the console. Values are:

— ERROR Indicates thatonly error messages will appear on the console
(default)

— ALL Indicates thatboth informational and error messages will appear on
the console

TRACE=nnnn

Requests that a trace of calls made by the VSAM/T application programbe
displayed onthe system log, where nnnn is the 1- to 4-digitnumber of
fullwords allowed in the tracetable.
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TRACETYPE=WRAP/LOG

Specifies the traceoptions to be in affect when the TRACE parameter has been
specified. Values are:

—  WRAP Enables the trace tableto wraparoundifthe fullword limitis
reached (default). This means that subsequent program callswill be
recorded over the existingtracetable.

— LOG Writes the trace tableto CDMSLOG and then clears the trace table, if
the fullword limitfor the trace tableis reached. This means that
subsequent program calls will berecorded on the cleared trace table.

File-Specific Parameters
You must specify the following parameters for each VSAM/T filethatis to be processed
duringthe CICS session:

FILENAME=xXxXXXXXX

Specifies a 1- to 7-character FILENAME of a VSAM/T filethat is to be processed
duringthis CICS session.

FMT=xxxxxxxx

Specifies the 1to 8-character file management table that defines the VSAM/T
filecharacteristics for the file name specified in the FILENAME parameter,
where xxxxxxxx is the table name. This parameter is required and must follow
the associated FILENAME parameter immediately.

166 VSAM Transparency User Guide



Index

i

#FREESTG macroe 154
#GETSTG macro » 154
#MOPT macro ¢ 154

A

abnormal termination ¢ 83
addressed access #32, 33
addressed backward processing ¢33
addressed directprocessinge 32
addressed sequential processing ¢ 32
general discussion 32
alternateindex e 23, 24, 25, 26
general discussion e 23
location mode options ¢ 24,26
record and set representations ¢ 23, 25
schema definition example s 24
application execution ¢ 82
application preparation 62
architecturee 13, 163
asynchronous processing 33

B

back-end module e 13, 88
backup and recovery ¢ 83
batch processing 63, 69, 82, 83,86

C

CA IDMS VSAM Transparencye 11,13, 14,55,62,75,

79, 80,82, 83,163
abnormal termination « 83
application execution ¢ 82
application preparation ¢ 62
architecturee 13, 163
backup and recovery ¢ 83
command interface ¢ 79
databaseenvironment ¢ 11
databasepreparation 55
implementation ¢ 13
initialization « 80
installation ¢ 163
integration with CA IDMS/DB ¢ 11
normal termination ¢ 82
operating requirements ¢ 14

parameters ¢ 75
record access and processing ¢ 55
runtime operations ¢ 55
shutdown procedures ¢ 83
system commands ¢ 79
system execution ¢ 79
CA IDMS/DB e 23, 24, 25, 26,56,57,58, 60, 62, 63,
69, 82,83
area considerations 26,57
central version ¢ 56, 58, 60, 63, 69, 82,83
fileconsiderations ¢ 26
local mode ¢ 58, 60, 62, 63, 69, 83
location modes ¢ 24, 26
records andsets ¢ 23, 25
chained request parameter lists ¢33
CICS interfacemodule « 13
CICS processing ¢ 63, 69, 82, 83, 86,97
CICSOPTS » 97
command interface » 79
concurrentaccess ¢33
control interval access ¢33
control tables » 13, 36, 55,57,90, 91, 163
compiler-directive statements ¢ 36, 55
FMT ¢ 55,91,163
general discussion 13,90
preparationof e 55,57
TNT 55,91

D

databasepreparation 55

DC/UCF ¢ 56

DMCL » 56

DML commands ¢ 30,31, 32, 33,55

E

EODAD exit e 33
error codes » 116,120
OPEN ¢ 116
REQUEST macro » 120
ESDS e 19, 21,23, 24, 25, 26
general discussion 19
location mode options ¢ 24,26
record and set representations ¢ 23, 25
schema definition examples » 21
ESVSALLO command ¢ 158

Index 167



ESVSMIGR 57
ESVSPVLR 99
ESVSSPVT e 96
exception exit e 33
EXCPAD exit e 33

F

feedback codes ¢ 116
filee 158
allocation ¢ 158
FMT e 13, 42,45, 49, 55,57,90,91, 99, 102,163
compiler JCL ¢ 45
compiler messages ¢ 102
definition of « 13, 55, 90
examples 49
general discussion 57,91
syntaxe 91
Usage e 42
use with ESVSMIGR 57
variable-length record considerations 99
z/VSE CICS SYSESVS parameters » 163
front-end module » 13, 87

I

IDMSSSVC » 96
IDMSINIT e 57
IDMSINTC « 97
index component processing ¢33
initialization ¢80
installation #93, 96, 97
z/0S » 93
z/VSE ¢ 96
ISAM interface e 33

J

JCL (z/0S) » 45, 51,58, 62, 63,80, 93
application 62,63
ESVSMIGR ¢ 58
FMT compiler ¢ 45
initialization 80
installation 93
TNT compiler e 51
JCL (z/VSE) 45, 51,60, 62,69, 81, 96
application 62, 69
ESVSMIGR 60
FMT compiler ¢ 45
initialization ¢ 81
installation ¢ 96

TNT compiler e 51
JRNAD exit e 33

K

keyed access ¢ 29, 30, 31
general discussion ¢ 29
keyed backward processinge 31
keyed direct processing ¢ 30
keyed sequential processing ¢ 30
keyed skip-sequential processing ®31
KSDS e 18, 23, 24, 25, 26
general discussion ¢ 18
location mode options ¢ 24,26
record and set representations ¢ 23, 25
schema definition example e 24

L

LERAD exit e 33
location modes ¢ 24
CALC 24
DIRECT » 24
VIA ¢ 24

M

macros ¢ 154

N

normal termination ¢ 82

0]

operating requirements ¢ 14

P

PATH » 23
R

record access and processing 55
relative-record number ¢ 21
request processing modules ¢ 87
return codes and messages ¢ 101, 107
command interface messages ¢ 107
compiler messages ¢ 101
reusablefiles 33
RRDS e 21, 23, 24, 25, 26
general discussione21
location mode options ¢ 24,26
record and set representations ¢ 23, 25

168 VSAM Transparency User Guide



schema definition example * 24 error message area ® 33

run-time feedback codes ¢ 116 GET « 30, 31

runtime operations ¢ 55 POINT ¢ 30, 31
processing options 55

5 z/0S exits » 33

schema s 25, 26, 55, 56 z/VSE exits ¢ 33

area and filedefinitions * 26
definition summary ¢ 25
preparation of ¢ 56
VSAM filecorrespondences with ¢ 55
shared resources ¢ 33
shutdown procedures ¢ 83
subschema ¢ 56
SYNAD exit ¢ 33
synchronous processing ® 33
system commands ¢ 79
system execution e 79
system services manager e 13, 86

T

TNT 13,49,51,55,57,91, 105
compilerJCL e 51
compiler messages ¢ 105
definition of ® 13, 55
general discussion 57,91
syntaxe 91
usage examples 49

TSO considerations ¢ 158

U

UPGRADE set e 23
user exit ¢ 130
COBOL control block ® 130
user exits ¢ 33,127,130, 135,142, 143,147,154
assembler e 142
Assembler control block DSECT—H#EVEXBDS e 143
assembler macros ¢ 154
assembler sample s 147
assembler template ¢ 147
COBOL » 127
COBOL control blockfields « 130
COBOL sample® 135
user security verification exit e 33

vV

variable-length records * 33, 55
VSAM e 30, 31, 33,55,57
data migrationto CA IDMS/DB e 57

Index 169



	CA IDMS VSAM Transparency VSAM Transparency User Guide
	CA Technologies Product References
	Contact CA Technologies
	Documentation Changes
	Contents
	1: Introduction to CA IDMS VSAM Transparency
	Overview
	Data Access Method Conversion Process
	Integration with CA IDMS/DB
	Implementation
	General Architecture
	Operating Requirements

	2: CA IDMS/DB Schema and VSAM File Correspondences
	Overview
	Key-Sequenced Data Set
	Record and Set Representations
	Location Mode Options
	Example of Schema Definition

	Entry-Sequenced Data Set
	Record and Set Representations
	Location Mode Options
	Examples of Schema Definition

	Relative-Record Data Set
	Record and Set Representations
	Location Mode Options
	Example of Schema Definition

	Alternate Index
	Record and Set Representations
	Location Mode Options
	Example of Schema Definition

	Schema Definition Summary
	Schema Definitions for VSAM Data Structures

	Area and File Considerations

	3: Record Access and Processing
	Overview
	Keyed Access
	Keyed Direct Processing
	Keyed Sequential Processing
	Keyed Skip-Sequential Processing
	Keyed Backward Processing

	Addressed Access
	Addressed Direct Processing
	Addressed Sequential Processing
	Addressed Backward Processing

	DML Correspondences To VSAM Commands
	Additional VSAM Options

	4: Preparing Control Information
	Overview
	Compiler-Directive Statements
	Example

	File Management Table
	Usage
	Examples
	FMT JCL

	Transaction Name Table
	Examples
	TNT JCL


	5: Runtime Operations
	Overview
	Database Preparation
	Step 1: Install and Prepare the DC/UCF System
	Step 2: Prepare and Install the CA IDMS/DB Database
	Step 3: Create and Compile the Control Tables
	Step 4: Migrate Data to the CA IDMS/DB Database
	Sample migration utility JCL--z/OS
	Sample migration utility JCL--z/VSE


	Application Preparation
	Step 1: Modify the Application JCL
	Modify the application JCL--z/OS
	Modify the application JCL--z/VSE
	CA IDMS VSAM Transparency parameters

	Step 2: Modify and Recompile the Application Program

	System Execution
	Step 1: Run the CA IDMS VSAM Transparency Command Interface
	CA IDMS VSAM Transparency system commands
	CA IDMS VSAM Transparency initialization--z/OS
	CA IDMS VSAM Transparency initialization--z/VSE

	Step 2: Bring Up the DC/UCF System

	Application Execution
	Normal Termination
	Abnormal Termination
	CA IDMS VSAM Transparency shutdown procedures--z/OS



	A: CA IDMS VSAM Transparency Architecture
	About This Appendix
	CA IDMS VSAM Transparency Architecture--Batch Processing
	System Services Manager
	Request Processing Modules
	The CA IDMS VSAM Transparency Front End
	The CA IDMS VSAM Transparency Back End

	CA IDMS VSAM Transparency Architecture--CICS Processing
	Control Tables
	File Management Table
	Transaction Name Table


	B: CA IDMS VSAM Transparency Installation
	About This Appendix
	z/OS Installation
	Installing CA IDMS VSAM Transparency in the CICS Environment

	z/VSE Installation
	Installing CA IDMS VSAM Transparency in the CICS Environment


	C: Variable-Length Record Considerations
	About This Appendix
	Using Variable-Length CA IDMS VSAM Transparency Records

	D: CA IDMS VSAM Transparency Return Codes and Messages
	About This Appendix
	Compiler Messages
	FMT Compiler Messages
	TNT Compiler Messages

	Command Interface Messages
	Command Interface Messages--z/OS
	Command Interface Messages--z/VSE
	Front-end Messages--z/OS and z/VSE

	Run-Time Messages--z/OS
	Run-Time Messages--z/VSE
	Migration Messages
	Migration Messages--z/OS
	Migration Messages--z/VSE

	Run-Time Feedback Codes
	OPEN Codes
	CLOSE/TCLOSE Codes
	REQUEST Macro Codes


	E: CA IDMS VSAM Transparency User Exits
	About This Appendix
	COBOL User Exit Program
	Program Requirements
	COBOL User Exit Control Block
	Sample COBOL User Exit

	Assembler User Exit Program
	Program Requirements
	Assembler User Exit Control Block
	Assembler User Exit Template
	Sample Assembler User Exit
	Macros


	F: TSO File Allocation with CA IDMS VSAM Transparency
	About This Appendix
	TSO File Allocation Syntax

	G: z/VSE CICS SYSESVS Parameters
	About This Appendix
	SYSESVS Parameter File

	Index


