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Documentation Chandes

The following glossary entry was updated inthe 18.5.00, 2nd Edition release of this
documentation:

m  |DMSINFO serviceprovider (see page 62)

m  PassTicket(see page 88)

The following glossary entry was obsolete and removed in the 18.5.00, 3rd Edition
releaseof this documentation:

= DCPARM macro

The following new glossary entries were added inthe 18.5.00 release of this
documentation:

m  Universal time, coordinated (UTC) (see page 127)

m  Automatic system tuning (see page 17)

m  |DMSINFO serviceprovider (see page 62)

m  Health check (see page 59)

m  Heartbeat (see page 59)
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Chapter 1: Introduction

This glossary presents all terms that are used inthe CA IDMS™ system software
environment.

The terms are either of the following:
m  Terms thatare uniqueto CA IDMS products

m  Standardterms that have a specific meaninginthe CA IDMS environment

This glossary alsoincludes terms for the following facilities and tools:
m  Automatic System Facility (ASF)

m  Command Facility

= IDD

m  Logical Record Facility (LRF)

m  MappingFacility

m  OnlineDebugger
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3270 simulation facility
The DC/UCF tool that you use to simulate3270-type terminal operations at
non-3270-type terminals orin batch mode. See also batch simulation.

A

abend code
A four-character alphanumeric codeissued by CA IDMS system components to indicate
the abnormal termination of an operation.

above the bar
Under systems that support64-bitaddressing, usingstorageaddresses greater than 32
MB.

above theline
Under systems that supportextended addressing, usingstorageaddresses greater than
16 MB. Program, reentrant, storage, and buffer pools canresideabovethe line.See also
below the line.

ABRT checkpoint
A journal checkpointthat marks the abnormal completion of a transaction branch. An
ABRT checkpointis written to the journal fileduringa backoutoperation.

ACB
See application control block (ACB).
ACCEPT
1) The databaseaccess command that retrieves information pertainingto the status of
the database.
2) The DC/UCF function that retrieves task-related information.
access

Retrieval and/or update of data.

access mode
See area ready mode.

Chapter 2: Glossary for CAIDMS 9



access module

access privilege

access restriction

activity

ad hoc query

A load module that contains the executable form of the SQL statements thata program
issues.You create the access modulefrom one or more RCMs. When you create the
access module, the SQL optimizer determines the most efficientdatabaseaccess
strategy for each SQL statement contained inthe access module.Italsovalidates table
and column references inthe statements againstthe dictionary definition.See also
default access module.

Under centralized security, a type of privilegethat allows a userto access specified
resources at runtime. There are three types of access privileges: execution privilege
allows a user to execute anaccess module, activity, or category; table access privileges
allowa user to perform select, insert, update, and delete operations on a table; special
access privileges allowa user to signon to a DC/UCF system or to execute utilities
againsta databasearea.See alsoadministration privilege, definition privilege.

The security options that protect the databasefrom unauthorized or untimely access by
application programs. Access restrictions for areas, sets, and record types are defined in
the subschema. See also passkey.

Under centralized security,anapplication function defined as a resource to CA IDMS
security. You assign activity names and activity numbers to application functions with
the CREATE RESOURCE statement. You can define up to 255 discreteactivities foran
application.

A one-time request for information as opposed to a report that is run repeatedly.

adaptive query management

ADB

administration privilege

ADS/Batch

ADSA

A feature of the SQL option that automatically recompiles access modules inresponse
to changes in a databasedefinition or application program.

See application definition block (ADB).

Under centralized security, a type of privilegethat allows a user to grant and revoke all
privileges, DC/UCF system privileges, or databaseprivileges. See also definition
privilege, access privilege.

See CA ADS Batch.

See CA ADS application compiler (ADSA).
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ADSC

ADSL

ADSM

See CA ADS dialogcompiler (ADSC).

The task code thatinvokes the facility to display checkoutstatus for the ADSA, ADSC,
and MAPC compilers.See also checkout, ADSM.

The task code that invokes the facility to modify or cancel checkout status for the ADSA,
ADSC, and MAPC compilers. See also checkout, ADSL.

ADSO-APPLICATION-GLOBAL-RECORD

In CA ADS, the system record used to pass information between functions and the
runtime system. Fields defined in this record are addressableand can be modified by
dialogs and user programs. See also globalrecord.

ADSO-APPLICATION-MENU-RECORD

ADSO-STAT-DEF-REC

ADSOBCOM

ADSOBPLG

ADSOBSYS

ADSOBTAT

The CA ADS system menu record that is included in all menu functions (defined in the
application compiler). When the map for a menu functionis to be mapped out, the
runtime system moves values into the fields of this record.

In CA ADS, the system-supplied status definition record for use in testing the outcome of
databaseoperations.This record defines level-88-condition elements that identify the
most commonly tested CA IDMS/DB error-status codes.

In CA ADS, the batch dialog compiler. ADSOBCOM is the batch alternativeto the online
dialog compiler.See also CA ADS dialog compiler (ADSC).

In CA ADS Batch, the batch utility that allows users to formatand printthe contents of
CA ADS Batch application logfiles.

In CA ADS, the batch utility that supplies system-generation and execution parameters
for use when running both ADSOBCOM and CA ADS Batch applications. ADSOBSYS builds
aload module (ADSOOPTI) to contain the parameters.

In CA ADS, the batch utility that adds, modifies, and deletes entries inthe task
applicationtable (TAT). For example, ADSOBTAT can be used to update the TAT fora
dictionary when an applicationis migrated to that dictionary.See alsotaskapplication
table (TAT).

Chapter 2: Glossary for CAIDMS 11



ADSOCDRV

ADSOOPTI

ADSORPTS

ADSORUN1

ADSORUN2

ADSOTATU

after image

AFTR journal record

aggregate function

alternate picture

In CA ADS, the runtime program thatinitializes and updates the
ADSO-APPLICATION-GLOBAL-RECORD, performs system functions (for example, TOP,
POPTOP), processes responses entered on the HELP screen, and selects the valuefor the
AGR-CURRENT-RESPONSE field of the system global record.

In CA ADS, the load module that ADSOBSYS creates. ADSOOPTI supplies CA ADS
system-generation parameters and CA ADS Batch environment information for use
duringbatch operations. ADSOBCOM and the CA ADS Batch runtime system use
information specifiedin the ADSOOPTI module.

In CA ADS, the dialogand application reporter used to request batch reports about
dialogs and applications.

In CA ADS, the runtime program that loads the task activity table (TAT), creates an
onlineterminal block extension (OTBX), and loads the application definition block (ADB)
for the application being executed.

In CA ADS, the runtime program that allocates spacefor application globalrecords in the
record buffer block (RBB), builds menu records prior to mapping out application menus,
and builds and maps out the runtime HELP screen.

In CA ADS, the onlineutility thatadds, modifies,and deletes entries inthe task
application table (TAT). For example, ADSOTATU canbe used to update the TAT for a
dictionarywhen anapplicationis migrated to that dictionary.See also taskapplication
table (TAT).

See AFTR journal record.

The journal record thatcontains the image of a databaserecord after the record has
been updated.

In SQL programming, a function whose argument includes one or more columns and
which operates on one or more rows. The result of an aggregate function is asingle
value. This valueis derived from the sets of values inthe columns named in the
argument. Types of aggregate functions include AVG, MIN, MAX, SUM, and COUNT.

InIDD, an alternate format for an element. For example, the primaryformatis packed
decimal and an alternate formatis zoned decimal.
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alternate protect key

alternative map

alternative map table

animation

Animation Mode

One of two storage protect keys (provided by the operating system) that DC/UCF uses
to implement storage protection. When a program executes inuser mode, DC/UCF sets
all storageand nonreentrant pool pages used by the program to the alternate protect
key. This allows the program to modify only those pages set to the alternatekey. See
also primary protect key.

Inthe mappingfacility, an alternative copy of a map displayed to selected users based
on analternativemap table. For example, French-languagealternative maps can be
generated for French users of an international application.

Inthe mappingfacility,a tablethat associates standard application maps with
correspondingalternative maps. Alternative map tables aregenerated and associated
with users at DC/UCF system-generation time. See also alternative map.

An onlineview of actual CA ADS sourceexecution which allows you to test and debug
CA ADS dialogs using CAADS Alive.

In CA ADS Alive, one of two major animation modes: Interruptable Mode and
Non-Interruptable Mode. Within the Interruptable Mode, there are two additional
modes: STEP Mode and SKIP Mode.

Animation Runtime Session

Animation Setup Session

Animation Stop Points

API

application

The CA ADS Alive animation subsession during which the actual onlinedialog code
compiletakes place.

The CA ADS Alive animation subsession during which you define animation stop
(interrupt) points and specify various CAADS Alive operatingoptions.

A pointindialogsourceatwhich you tell CA ADS Aliveto interrupt (or stop)the dialog
animation.

See application programminginterface.

1) In CA ADS, a named set of functions or dialogs used to accomplish a specificbusiness
task (for example, general ledger, shop floor control, inventory control,and payroll). An
applicationisanalogous to a program. 2) In ASF, the screen formats (maps)and program
logic (dialogs) automatically generated to process a data table.

Chapter 2: Glossary for CAIDMS 13



application

application

application

application

application

application

application

application

application

application

activity
See activity.

components
The application functions and application responses defined by usingthe application
compiler.See alsodialogcomponents.

control block (ACB)
In CA ADS, a data area maintained by the runtime system to provideinformation on the
executing dialog's map and databaseaccessactivities. An application caninclude
process code to test certain fields in the ACB.

definition block (ADB)
In CA ADS, the applicationload modulegenerated by the application compiler for use by
the runtime system. The ADB contains the applicationinformation supplied on the
definition screens duringan ADSA session.

dictionary
An optional dictionary thatcontains information specificto a particularapplication,
group of applications, or development groups. It contains application development
objects, suchas maps and dialogs;itmayalsocontain non-SQLschemas and
subschemas,andinits catalog component, SQL-defined entities.
function
The basic structural component of an application defined usingthe application compiler.
Each function represents a unit of work to be performed by the application. Functions
can be defined as dialog, menu, menu/dialog, program, or system functions.
levels
In CA ADS, the runtime, hierarchical structureofanapplication. Levels, implemented by
dialog control commands, areused inthe maintenance of currencies and record buffers.
mode
In CA ADS, the runtime, hierarchical structureof anapplication. Levels, implemented by
dialog control commands, areused inthe maintenance of currencies and record buffers.
monitor

The part of the CA IDMS Performance Monitor that captures resource usageinformation
aboutindividual programs, tasks, and dialogs. The application monitor has bothan
onlineand a batch component.

programming interface (API)
A set of functions or methods provided to an application program for requesting
services from another software component.
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application response

application thread

archive

archive journal file

1) In CA ADS, the actiontaken by the user when pressinga key or entering a response
code while the runtime system is executingan application.2) The response that can
initiateanapplicationfunctionoradialog'sresponseprocess. Anapplication responseis
associated with a function duringan application compiler session.

In CA ADS, the sequence of operative dialogs inan application. The CA ADS runtime
system uses the application thread to manage the flow of control through functions at
runtime. See also menu stack, operative status.

To store data offline.

A journal filethathas been offloaded from disk to tape. See alsojournalfile.

ARCHIVE JOURNAL utility statement

The archivejournal utility. ARCHIVE JOURNAL offloads,to one or more archivejournal
files, the entries in one or more diskjournalfiles.

ARCHIVE LOG utility statement

area

area in-use lock

AREA journal entry

area ready mode

area sweep

The archivelogutility. ARCHIVE LOG offloads, to anarchivefile, the contents of the
DC/UCF system log.

A logical subdivision of the database. An area consists of a range of contiguous database
pages. Areas arestored in operating system files; each page correspondingto one or
more directaccess blocks.

See physical area lock.

The journal entry that marks the readying of anarea. This recordis written to the
journal filewhen an application programreadies thedatabaseeither explicitly witha
DML READY command or automatically by CA IDMS/DB.

The mode inwhich a databaseareais readied for access. Update mode allows the
readying databasesession to both update and retrieve data within the area. Retrieval
mode does not allowthe readying databasesessiontoupdate datainthe area.Each
area ready mode can be qualified with a shared, protected, or exclusiveoption to
control access to the area by concurrently executing databasesessions.

A process that consecutively retrieves every record inan area. A selective area sweep
retrieves every occurrence of a given record type inan area.

Chapter 2: Glossary for CAIDMS 15



area-file mapping

AREPORTs

ASF

ASF dictionary

attribute

attribute byte

authority

authorization identifier

1) The process by which the logical structure of a database, as defined inareas, is
related to the physicalstructure of the files in which the databaseresides.2) The
resultingrelationship of the process.

In CA ADS, reports that provideinformationaboutdialogs (and their components)
stored inthe data dictionary.

See Automatic System Facility (ASF).

A dictionary used by ASF to establish, maintain,and monitor databaseand catalog
definitions. Itcontains the ASF-DDLDML and ASF-DDLDCLOD areas.

1) InIDD, an entity type used to define characteristics thatcanthen be assigned to other
entities. Attribute entities are grouped into classes. For example, COBOL is an attribute
of a programand can be grouped into a classcalled LANGUAGE. See alsoclass.2)In
onlineprocessing,a characteristicofa map field. For example, the BRIGHT attribute is
assignedtofields that should be displayed atbrighter than normal intensity. 3) Inlogical
databasedesign,the smallestunitof data that describes an entity or a relationship.
Synonyms for attributes are: data item, data element, field,and column. 4) In profile
definitions, a keyword and valueassociated with a user or system profile.

In maps, a single-character, nondisplayable byte that begins each map field at runtime.
The contents of the attribute byte determine the characteristics of the field (such as
protection or intensity).

The abilitytoaccess a resourceina particularway. Within centralized security, authority
is classified as access, definition,and administration privileges. runtime, definition,and
administration.

Under CA IDMS centralized security,an ID that represents a user or group whichyou can
authorize to access resources.

automatic editing and error handling

Optional features in maps and applicationsthatcan be used to perform editing and
error-handlingservices for a dialogor programat runtime. When used, these features
cancompare input/output data with internal and external pictures, validate data against
edit tables,and encode/decode data through code tables.
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automatic file converter
A programthat accepts COBOL filedescriptions as inputand produces CA Culprit REC
and INPUT parameters.

AUTOMATIC membership
A membership option that determines how member record occurrences areconnected
to the set. When a record has automatic membership ina set, the STORE function
automatically connects occurrences of that record.

automatic program definition
The automatic definition of a subschema, map, edit table, code table, or CA ADS dialog
to DC/UCF. You enableautomatic programdefinition by allocating null program
definition elements (PDEs) during system generation. See also null PDE.

automatic rollback
A rollback performed automatically by CA IDMS/DB when a transaction failsoran
application requests recovery by means of the ROLLBACK command. CA IDMS/DB writes
an ABRT checkpoint for the transaction and automatically rolls outthe changes made to
the databaseby the transaction. The recovery occurs whilethe system continues to
process requests by other concurrently activetransactions.

Automatic System Facility (ASF)
An onlinefacility of CAIDMS/DB and CA ICMS used to create and manipulatenon-SQL
data tables. ASF is used by end users and data processing professionalsto create
standaloneapplications, and by databaseadministratorsto generate logical records
automatically.

automatic system tuning
An optional feature that enables optimizing the settings of certain performance-critical
startup parameters based on historicalinformation. Parameters areautomatically
overridden with values that arepresumed to be better at central version startup.

automatically connected session
An SQL sessioninitiated by a statement other than a CONNECT statement. See SQL
session.

autostatus facility
A runtime facility thatchecks for errors generated by database,logical-record, or queue
andscratchrecord processing.

autotask
1) At system startup or shutdown, a taskthat is initiated automatically by DC/UCF. 2) A
taskthat is initiated automatically when a user signs onto a logical terminal.

Chapter 2: Glossary for CAIDMS 17



back end

backlog

backout operation

backup

BACKUP utility statement

base table

basic mode

1) Under UCF, the portion of the system that performs DC/UCF tasks.The back end
receives control and data from the CA IDMS UCF front end, which can be CA IDMS/DC or
any of the other supported TP monitors. The backend then invokes the specified tas k
and, when the taskis finished, returns control and passes data back to the CA IDMS UCF
front end. 2) The CA IDMS central version that receives and processes a remote
databaserequest.

Inthe context of TCP/IP, a valuethat limits the maximum number of pending
connections.

The process of reversing the effects of a transaction. Duringa backoutoperation, all
databasechanges made duringthe lifeof the transactionarerolled back,and one or
more of the followingjournal checkpoints arewritten: ABRT, DBAK. See alsorollback.

A databasemaintenanceoperationthat produces a copy of the databasethat canbe
used to restore lostdata.

The backup utility. BACKUP copies one or more areas or files in a databaseto a backup
file,which can be used later as inputfor a restore operation.

A data table whichis not derived from other tables.See alsodata table, view.

1) In CA ADS, the mode of operation when the runtime system is executing an
application notcreated with the application compiler. The movement between dialogs
is determined solely by the inter-dialogcommands that have been coded inthe dialog
premap and response process modules. 2) In DML programming, the mode of operation
inwhich data and device control characters aretransferred by the application program
accordingtothe type of terminal inuse. See also application mode.

Batch Command Facility (IDMSBCF)

batch control event

The CA IDMS tool you use to submit Command Facility statements as partof a batch job
stream. See also Command Facility.

In CA ADS Batch, batch conditions,suchas EOFand /O error condition, that can occur
at runtime duringfileinput operations.To causespecial processingto occur based on
one of these events, either associatea dialogresponseprocess with the events or test
for the event indialogprocess statements.
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batch Mapping Facility (RHDCMAP1)
The batch component of the Mapping Facility. Use this component to define, generate,
modify, and delete maps ina batch environment.

batch program
A programthat executes inits own region or partition. A CA IDMS/DB batch application
program canrun either inlocal mode or under the central version.See alsoonline
program.

batch simulation
The simulation of the DC/UCF 3270 inputand output in batch mode. This capability
allows you to simulateeither single or multipleterminal DC/UCF configurationsina
singlebatch simulator job.

before image
See BFOR journal record.

below the line
Under systems that supportextended addressing, usingstorageaddresses lower than
16 MB. DC/UCF program, reentrant, and storage pools canresideeither below or above
the line.See alsoabovethe line.

BFOR journal record
The journal record thatcontains the image of a databaserecord before it has been
updated.

BGIN checkpoint
The checkpoint that marks the start of local work done by a transaction branch. This
checkpointis written to the journal filewhen the firstupdate occurs or when a database
transactionis initiated if JOURNAL RETRIEVAL is specified atsystem generation.

BID
See transaction branchidentifier.

bill-of-materials structure
A many-to-many relationship amongrecord occurrences of the same type. A
bill-of-materialsstructurein the databaseenables explosion and implosion of the
occurrence relationships for that record. See also nested structure, self-referencing
relationship.

BIND
1) The databaseaccess function thatinitiates a run unit. The BIND function establishes
addressabilityinvariablestorageto the IDMS communications block, to the record
types, and optionally to procedure control information.2) ADML command that
establishes addressability in variable storageto the map request block (MRB) and to the
record types used by the map.
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block

boolean selection criteria

border

branch identifier

breakpoint

buffer

buffer page

buffer pool

buffer utilization ratio

BUILD utility statement

builder code

1) Ina general databaseenvironment, a physical unitofstorageina file. A block
corresponds to a VSAM control interval or a BDAM record. 2) Ina CA IDMS DDS
environment, a physicalunitofdata that can be transmitted from one DDS node to
another.

See selection criteria.

Under CA IDMS Schema Mapper, the number of character spaces around the perimeter
of each record blockin the data structure diagram. A minimum border of two character
spaces is needed for set connections and arrows; the maximum is 50 character spaces. A
two-character border puts at leastfour character spaces between any two record
blocks.

See transaction branchidentifier.

A temporary program interruption set by the onlinedebugger. When a breakpointis
reached, control is passed from DC/UCF to the programmer.

A locationin memory used at runtime to hold databaseorjournal pages. Buffers
compensate for speed differences between the CPU and I/O devices. You define
databaseandjournal buffers inthe DMCL module by using physical DDLstatements. See
alsodatabasebuffer, journal buffer, record buffer, buffer page, buffer pool.

A buffer that is capableof holdinga singledatabaseorjournal page.

A collection of buffer pages capableof holdingdatabaseorjournal pages.

The ratio of pages requested to pages read by CA IDMS/DB. The ratio measures the
effectiveness of buffer-pool sizeand the databasedesign.

For an SQL-defined database, the utility that builds indexes and referential constraints
linked through an index on tables that are being loaded with a phased or stepped load

InIDD, a single-character codethatis stored with anentity occurrence. This code
indicates the CAIDMS component that created or owns the entity-occurrence
definition.
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built-in function
In CA ADS and CA OLQ, a routine that performs one of a variety of predefined string,
arithmetic, date conversion,and trigonometric operations. You canuse built-in
functions when codingexpressions in process code, selection criteria,and column
computations.

built-in table
For maps, an editor code table thatis defined inand only availableto a specific element
inthe data dictionary.See also standalonetable.

bulk external request unit
An external request unit that does not use a 3270-type device for input; rather ituses
bulk data transfer. See also external request unit (ERU).

bulk fetch
InSQL programming, a FETCH statement that retrieves multiplerows from a cursorinto
a hostvariablearray.

bulk insert
In SQL programming, an INSERT statement that adds multiplerows ina host variable
arrayto atableinthe database.

bulk processing
A CA IDMS/DB extension to ANSI-standard SQL that allows the program to select, fetch,

or inserta group of rows usinga hostvariablearray.

bulk PTERM
Ina DC/UCF system definition, a physical terminal devicetype that designates bulk data
transfer.You define a bulk PTERM on the UCFLINE statement for each external
application thatwill concurrently requestdata services from the DC/UCF system.

bulk select

InSQL programming, a SELECT statement that retrieves multiplerows from table(s)in
the databaseintoa hostvariablearray.

CA ADS
A general term that encompasses both CA ADS and CA ADS Batch. CA ADS is a
programming productivity tool (including a fourth-generation language) for applications.
CA ADS enables application developers to develop and execute applications thatcan
query and update a CA IDMS/DB database. CA ADS uses the same concepts and facilities
as CA ADS Batch.

CA ADS Alive

A source-level testing and debugging tool for CA ADS applications.
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CA ADS application compiler (ADSA)

CA ADS Batch

A flexible design and prototyping tool. The CA-supplied task code for the online
application compiler is ADSA. ADSA supplies definition screens thatprompt the
developer for names of functions, responses, records, task codes, and security and
menu specifications. This informationis storedinthe data dictionary as aload module
andis used atruntime to direct the flow of control inan executing application.

A programming productivity tool (includinga fourth-generation language) for batch
applications. CA ADS Batch enables application developers to develop and execute
batch applicationsthatcan query and update a CA IDMS/DB database. CA ADS Batch
uses the same concepts and facilities as CAADS.

CA ADS dialog compiler (ADSC)

CA ADS reports

CA ADS Trace

CA Culprit

CA EDP Auditor

CA Endevor/DB

In CA ADS, the onlinedevelopment tool used to define dialogs. The CA-supplied task
code for the dialog compileris ADSC. ADSC definition screens prompt the developer for
dialog, map, subschema, and process- module specifications. ADSC stores this
informationinthe data dictionary and generates load modules that are used by the
runtime system. See also ADSOBCOM, dialog.

See AREPORTs.

The CA IDMS product that allows tracing during execution of a CA ADS dialog. CA ADS
Trace produces anonlinetrace that can be replayed as often as necessary. By usingthis
trace utility, programmers and application developers can pinpointthe causes ofdialog
errors rightat their terminals.

A batch retrieval product designed to generate reports from CA IDMS/DB databases as
well as from other databases and conventional files. CACulpritcanalso beused to
create, load, modify, and delete data tables.

A tool for EDP auditors thatincludes a library of CA Culpritroutines which provide
algorithms and reports for confirmations, statistics sampling, statistics sampleanalysis,
and summary and graphical analysis.

CA Endevor/DB is a full-featured management facility thatcontrols and monitors change
processing within the z/0S CA IDMS/DC environment. CA Endevor/DB provides
automated facilities for performing change identification and management, and
promotion or migration of the data dictionaryinthe CA IDMS/DB environment. Italso
includes security management, information management, and the CA Endevor SCM
z/0OS Bridge.
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CA ICMS (Information Center Management System)
A corporateinformation server that distributes and manages information between the
corporate mainframe, departmental minicomputers,and personal computers.

CA IDMS DBOMP Transparency
A programinterface product that enables DBOMP databaseapplications toaccess a CA
IDMS/DB database. Use of CA IDMS DBOMP Transparency requires littleor norevision
to these application programs.

CA IDMS DDS
The CA IDMS software product that controls communication between nodes ina
distributed data processing network. Each node inthe network is a DC/UCF system.

CA IDMS Dictionary Loader
A CA IDMS software product used in conjunction with IDD. The CA IDMS Dictionary
Loader reads COBOL sourceprograms to convert file, record, and element descriptions
into the DDDL sourcestatements used to populatethe data dictionary.

CA IDMS Dictionary Migrator
A software product that automates the migration of entities from one dictionary to
another.

CA IDMS DLI Transparency
A programinterface product that enables DLI applications toaccess a CAIDMS/DB
database. Use of CA IDMS DLI Transparency requires littleor norevisiontothese
application programs.

CA IDMS DME

An onlinetool that simulates an ISPF editor for editing IDD source modules.
CA IDMS DMLO

A utility productthat executes DML commands interactively.
CA IDMS DQF

The CA IDMS product that gives you quickand easy onlineaccess to the contents of CA
IDMS dictionaries. The menu structure of CA IDMS DQF allows you to find whatever
information you need, without using complicated syntax. Cross-references arelisted on
the menus, eliminatinga need for knowledge of dictionary structure.

CA IDMS Enforcer
A utility productthatis implemented as a user exit to the DDDL compiler to enforce
namingstandards on all attempts to add entities to the dictionary.

CA IDMS Extractor
An onlinetool used to specify and generate test databases.
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CA IDMS interface module (IDMS)
The module thatinitially receives allrequests for CA IDMS services from batch and
DC/UCF application programs.CICSapplication programsuseDMSCINT as aninterface
module.

CA IDMS Journal Analyzer
A data analysis facility that produces journal reports on databaseactivity, journal
displays,and auditreports.

CA IDMS Log Analyzer
A tool that produces reports on DC/UCF system and database performance from
information contained in the logfile. These reports reflect task-level activity.

CA IDMS Masterkey
A taskinitiation control facility productfor CA IDMS/DC. For example, you can use this
product to assigntaskinitiation streams to a PF keys.

CA IDMS Online Log Display
The CA IDMS product that gives CA IDMS/DC and CA IDMS UCF users onlineaccesstoa
full-screen display of runtime events recorded inthe CA IDMS log (DDLDCLOG).

CA IDMS Performance Monitor
A diagnostic productthatprovides comprehensive statistical, performance, and
application data for DC/UCF systems. See also application monitor, interval monitor, and
realtime monitor.

CA IDMS Presspack
The compression productthat optimizes databaserecord or tablecompressionand
decompression by usinga data characteristic table (DCT) and Huffman compression
techniques. See also IDMSCOMP, IDMSDCOM.

CA IDMS SASO (Standards Administration System Online)
An online, full-screen editor that enables access to and maintenance of documents that
resideon the database.

CA IDMS Schema Mapper
A batch utility productthat produces databasestructurediagrams fromschema and
subschema information storedina CA IDMS/DB dictionary.

CA IDMS Server
The CA IDMS Server product provides client/server connectivity to CA IDMS databases
by implementing Microsoft's Open Database Connectivity (ODBC) protocol and Sun's
JDBC protocol. ODBC access is provided for Windows client platforms.JDBC access is
provided for Windows client platforms and z/OS Unix System Services.
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CA IDMS SQL
The CA IDMS product that allows use of the Structured Query Language (SQL) againsta
CA IDMS/DB databaseeither programmatically or through the CA IDMS Command
Facility.

CA IDMS SQL Quick Bridge
A graphical userinterface(GUI) tool that runs under Windows and generates the source
code for a tableprocedure.

CA IDMS SVC
The routine or module through which programs runningin other regions/partitions pass
central version databaserequests to DC/UCF. DC/UCF returns confirmations or database
information through the same SVC.

CA IDMS Task Analyzer
A CA IDMS/DC task report utility productthat gathers program, dialog, task,and other
statisticswhichitwriteto logand from which it generates reports.

CA IDMS TOTAL Transparency
A programinterface product that enables TOTAL databaseapplicationstoaccess a CA
IDMS/DB database. Use of CA IDMS TOTAL Transparency requires little or no revision to
these application programs.

CA IDMS UCF
The software product that offers TP-monitor independence to users of CA IDMS online
products. This facility enables CAIDMS/DB-based applications to run without
modification under teleprocessing monitors other than CA IDMS/DC. Additionally, the
distributed applications feature of CA IDMS UCF provides the capability of passingdata
between two systems. See also backend, front end.

CA IDMS Visual DBA
A tool that provides a graphical user interface-based facility for the CA IDMS database
administrator. Creation and maintenanceof all CA IDMS object definitions arepossible
from this single Windows-based tool. This tool is a component of the CA IDMS/DB
product.

CA IDMS VSAM Transparency
A programinterface product that enables applications thatuse VSAM fil estructures to
access a CAIDMS/DB database. Use of CA IDMS VSAM Transparency requires littleor no
revision tothese application programs.

CA IDMS/DB
A high-performance DBMS for the IBM mainframeand compatibleenvironments. CA
IDMS/DB includes the DBMS itselfand IDD, which stores information aboutdata and
applicationsina dictionary.
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CA IDMS/DB Analyzer

CA IDMS/DB Audit

CA IDMS/DB precompiler

CA IDMS/DB Reorg

CA IDMS/DB trace facility

CA IDMS/DC

CA IDMS/DC Sort

CAOLQ

CAISAG

CALC key

CALC location mode

A utility productthat analyzes the physical organization of a databaseand produces
reports that are useful for databaseplanningandtuning.

A software tool that examines the physical integrity of a CA IDMS database, suggests
correctiveaction, and fixes errors as directed. For example, this tool detects fragmented
records and disconnected sets as well as other maintenance problems.

See DML precompiler.

A software tool for physically reorganizinga CAIDMS database.

The CA IDMS/DB debugging tool that you use to trace databasecallsinbatch programs,
utilities, compilers,andreports.

The CA IDMS teleprocessing monitor. CA IDMS/DC controls the concurrentexecution of
onlineapplicationsand provides supportfacilities for the use of sophisticated terminals.
CA IDMS/DC is fullyintegrated with CA IDMS/DB.

An onlinesortutility for CICS and CA IDMS/DC environments that cansortinformation
onlineregardless of the filestructureor original sequence.

A product used by application developers and end users to view and report on the
contents of a CA IDMS/DB databasethrough either an English-like query language or
SQL.

The CA Specify and Generate program is aninstallation utility usedin the z/OS and
MSP/EX environments to create site-specific installation job control for CA IDMS, CA
IDMS Tools and CA Endevor/DB.

A record element, or series of concatenated elements, designated as the symbolic key
by which a record occurrenceis storedinand retrieved from the database.

A method of determining the target page for storage of a recordin the database.The
target pageis calculated by means of a randomizingroutine executed againstthe CALC
key inthe record.
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CALC overflow

CALC set

calculated storage

call level interface

catalog

catalog access passkey

catalog foundation

catalog reports

category

CcCcDB

See overflow.

A system-owned internal set used by CA IDMS/DB to keep track of all records with a
location mode of CALC.

See CALC location mode.

An APl specifiedinterms of function calls and parameter formats.

1) The component of the dictionary thatcontains theSQL SYSTEM tables, physical
databasedefinitions,and access module, databasename table, and DMCL load
modules. The catalogcomponent consists of the DDLCAT, DDLCATX, and DDLCATLOD
areas.See alsouser catalog. 2) The directory of all information stored in CA ICMS and of
the users who can access thatinformation.The catalogis implemented in the data
dictionaryandis shared with CA IDMS/DB when both CA ICMS and CA IDMS/DB are
installed.

In CA ICMS, a passkeythatallows accessto catalogentities, permitting users to access
or manipulatethe catalogstructure.See also data access passkey.

In CA ICMS, the core structure of the catalog, generated atinstallationtimeand when a
new dictionaryis created. The foundation establishes a fully functional catalog.

Eight standard reports that describethe contents of the CA ICMS catalog.See also
DREPORTSs.

Under centralized security, resources that you group for efficiencyin granting privileges.
For example, you can categorize all load modules, tasks,and queues associated witha
particularapplication and treat them as a single category for the purposeof assigning
privileges.

See Change Control Database (CCDB).
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ccl
CCl line
CDMSLIB

central version

central version mode

A CA Common Service communications facility, the Common Communications Interface,
CAICCI, that enables communications between CA solutions. DC/UCF systems use CCl to
enable communications between DC/UCF systems located on different mainframesina
communications network. CAICCl is also used by CA IDMS Server for communication to
the mainframe from the PC.

A communicationlinethat uses CCl as a communications access method. See
communicationline.

The ddname (z/0S), filename (z/VSE), or linkname (B52000/0SD) that identifies the CA
IDMS/DB load (core-image) library in the DC/UCF system startup JCL.

A CA IDMS system that enables multipleapplications to access thedatabase
concurrently. A central version controls accessto data at the individual record (or row)
level thus providingintegrity while maximizing concurrency. It also provides automatic
recovery inthe event of failure.

A mode inwhich the databaseis accessed through the services of a central version. This
enables multipleapplicationstoaccess and update the same databaseconcurrently. All
applications executing within a TP monitor (including DC/UCF) use central version
services to access CAIDMS data. Batch applicationscanaccessdataincentral version or
local mode. See alsolocal mode.

central version runtime components

The components needed for a central version runtime environment. These area system
dictionary, application dictionaries, user databases, journals,and the following runtime
areas:DDLDCLOG, DDLDCRUN, DDLDCSCR, SYSMSG.DDLDCMSG, and DDLSEC.

centralized security administration

chained set

An approachtosecurity that protects CA IDMS resources whether or not an external
security system is available, without using user exits to administer or enforce security. If
your siteuses CA ACF2, CA Top Secret, or RACF, centralized security interfaces with
these external security packages for the protection of all securable CA IDMS resources.

A linked liststructure where eachrecord contains a pointer for locatingthe next record
inlogical sequence. Optionally, each record can containa pointer to the priorrecordin
the chainand a pointer to the owner of the set.
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Change Control Database (CCDB)

change only

check constraint

check-user task

checkout

checkpoint

child

CKPT checkpoint

class

The Change Control Databaseis a facility of CA Endevor/DB used to maintaina complete
log of changes made to data dictionary entities as well as information aboutusers,
entities, projects, workflow status, migration activity and security. CA Endevor/DB
supports any number of data dictionaries,and a single CCDB can be viewed as a logical
extension of a particular dictionary.

The method of CA IDMS Dictionary Migrator execution which limits selection to changed
entities only.

A type of domain constraintthatrestricts the values of a table's column to a range that
satisfies a search condition.

A subtask started by DC/UCF to detect abnormally terminated batch external request
units running under the central version.

In ADSA, ADSC, and MAPC, the process that controls concurrentaccess toan
application, dialog, or map by multipleusers, sothat two users do not modify the same
entity at the same time. See also explicitcheckout, implicit checkout.

A recordinthe journal filethatdescribes the status of one or more database
transactions or transaction branches.

A logical databasedesign term that refers to a referencing table in SQL databasedesign
anda member record innon-SQL databasedesign.See also parent, member record,
referencing table.

A journal checkpointthat marks the simultaneous successful completion of multiple
branches of a local transaction. This record is used to coordinate the commit of a local
transactioninvolving multiple branches.

In1DD, an entity type used to document categories of attributes. See also attribute.

CLEANUP utility statement

CLIST

The utility that physically erases logically deleted records from all or some areasina
databasesegment.

A system taskthat invokes a command list module. See also command list.
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cloned system

close cursor

cluster overflow

clustering

code table

column

column header

Command Facility

command list

A central version that uses another system's definition. A cloned system does not exist
as a generated system definitioninthe dictionary.Itis created by CA IDMS when a CVis
started that has been identified as one that can be cloned, usinga CV number reserved
for cloning.

The act of closinga cursor;thatis, makingthe cursor unavailableto the program until it
is reopened. See also open cursor.

See overflow.

In CA IDMS/DB, the storage mode by whicharecord occurrenceis stored as closeas
possibleto another record occurrenceto whichitis logically related. The purpose of
clusteringis to minimizel/O by groupingrecord occurrences that are likely to be
accessed together. Clustering can be accomplished through: a relationship, anindex, the
CALC location mode.

A tableused at runtime to translateinternal codes in a record-to-screen display format
andvice versa.Code tables aredefined through the DDDL compiler.

A named collection of occurrences of a singledata element (field). See also attribute,
row, andtable.

A page with an easily-recognized format that you use as a reference to burstand align
pages for wallpaperingthe CAIDMS Schema Mapper data structure diagram. Column
headers separateeach column of the diagramwhen itis printed out on successive
pages.

A CA IDMS tool that you use to submit several types of CA IDMS statements, such as
physical DDL, SQL, and utility statements. See also Online Command Facility (OCF), Batch
Command Facility (IDMSBCF)

A module that contains a series of task statements. You can define command lists to
automate frequently used routines.You use DD to define a command list. You execute
the command listby usingthe CLIST system task. See also CLIST.
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COMMIT
1) A navigational DMLcommit statement that causes affected databasesessionsto
remain active after completion of the statement. 2) An SQL commit statement that may
or may not causethe issuing databasesession to terminate depending on the options
specified and the manner in which the SQL session was started. See commit statement.

commit operation
The process of makingthe effects of a transaction permanent. If the commit operation
is successful, all database changes madeduringthe life of the transactionaremade
permanent, and one or more of the following checkpoints arewritten: COMT, CKPT, or
DCOM.

commit statement
A statement thatinitiates a commitoperation. A successful commitoperationresultsin
making databasechanges permanent. The followingare examples of COMMIT
statements: COMMIT TASK, COMMIT RELEASE, and FINISH.

common system area (CSA)
The part of the DC/UCF nucleus that defines system-wide data values.

common work area (CWA)
The shared system storage, acquired during DC/UCF system startup, that has a storage
id of CWA. Any taskrunninginthe DC/UCF system can access this storage. The common
work areais used to store system -wide data that must be availableto all tasks.

communication line
A DC/UCF system entity representing a communications method through whicha
system communicates with external entities such as other DC/UCF systems, terminals,
or TCP/IP clientor server applications. Each lineis associated with a single
communication access method.

compiler options
Specificationsthatcontrol the operation of a given compiler or precompiler.

compiler-directive statements
Statements coded in a program to instructa compiler to perform a service(such as to
copy a sourcemodule from the data dictionaryinto the program). Compiler-directive
statements ina programare ignored at runtime when the program is actually executed.

complete access path
In CA ICMS, a path thatincludes the owner name of the entity to be accessed, the
names of all folders associated with the entity, and the entity name.
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compression

COMT checkpoint

concatenated key

condensed segment

conditional expression

CONNECT

connection

constraint

control block

control break

The process of removing repeating characters in data. Compression reduces the amount
of data stored inthe databaseandimproves data transportefficiency between
machines. CA IDMS/DB optionally compresses data stored on the database usingthe
IDMSCOMP databaseprocedure. Greater compression cangenerally be achieved by
usingthe CA IDMS Presspack product. See also decompression.

A journal checkpointthatmarks the successful completion of a transaction branch. A
COMT checkpointis written to the journal fileduringa commitoperation. Itis similarto
an ENDJ checkpoint record except that itenables work done after the commit operation
to berecorded on the journal fileusingthe sameLID value.See ENDJ, LID.

A key composed of multipleelements (that arenot necessarily contiguous). These
elements are used together to form a singlekey.

The portion of a CA IDMS/DB diskjournalfilethatcontains only before images for active
recovery units.Condensed segments are created by the ARCHIVE JOURNAL utility
statement.

See selection criteria.

1) The Command Facility or SQL statement that establishes a logical connection to the
named dictionary.2) The navigational databaseaccessfunction thatestablishes a record
occurrence as a member of a set occurrence. The object record must be defined as an
optional automatic, optional manual, or mandatory manual member of the set.

The linking of two CA IDMS DDS nodes so that data can be passed between the nodes.

A restriction placed on data values within a database. See also check constraint,
referential constraint,and unique constraint.

A logical collection of related data items used internally by CA IDMS products at
runtime; the piece of storage defined by a DSECT.

In CA Culpritand CA OLQ, anautomatic procedure that provides intermediate summary
information, such as subtotals, when the sort-key field changes.
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control commands

control key

control length

CONVERT PAGE

coordinate position

coordinated commit

coordinator

CORP

corporate catalog

In CA ADS, the CONTINUE, DISPLAY, EXECUTE NEXT FUNCTION, TRANSFER, INVOKE,
RETURN, LINK, and LEAVE process commands that instructthe runtime system to pass
control from one dialogtoanother orto a user programduringthe execution of an
application.

A programfunction (PF) key or program attention (PA) key defined to activatea
responseor process atruntime. [Enter] and[Clear] are also considered control keys. See
also programattention (PA) key, programfunction (PF) key.

That portion of a record up to and including thesymbolic key (CALC, sort, or index key).
When the symbolic key consists of two or more concatenated fields, the control length
extends through the end of the lastconcatenated field.

The Convert Page Utility changes the page range for anarea or the maximum number of
records that can be stored on a page of anarea.

In CA IDMS Schema Mapper, a combination of two numbers, which appearsinthe
Cross-Reference Report, thatis usedto find the exact location of a record blockina CA
IDMS Schema Mapper Diagram.The numbers refer to the position of the upper left
corner of eachrecord blockinthe diagram. The positionis numbered in units of
character spaces, with the upper left corner of the diagrambeingthe origin (0,0). The
firstnumber tells how many character spaces therecord blockis from the left side of
the diagram.The second number tells how many character spaces the record blockis
from the top of the diagram.

A commit operation involving multipletransactions or transaction branches (possibly
distributed across multipleresource managers)in which all changes arecommitted or
all changes arebacked out.

In a two-phase commit, the transaction manager that initiates the commit operation
andis responsibleforits overall outcome. A coordinator is sometimes referred to as an
initiator.See also participant.

In CA ICMS, the name of the catalog. CORP alsoserves as the catalogentity that
represents the corporationas a whole. See also corporatecatalog, privatecatalog.

In CA ICMS, the portion of the catalogthat contains data controlled by the corporation
(as opposed to data controlled by individual users).Seealso CORP, privatecatalog.
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corporate property

CREPORTSs

cross-reference processor

Cross-Reference Report

CSA

CTABGEN macro

currency

currency block

current of area

current of record

current of run unit

All objects and folders in CA ICMS owned by the corporation (thatis, stored inthe
corporate catalog).

Reports that provideinformation on DC/UCF systems and their associated entities, as
defined in the data dictionary.

A component of the Dictionary Loader that analyzes the output of the program
processor to track all references to data elements throughout a system of programs.
The cross-reference processor outputs cross- reference information about the system of
programs being analyzed.

A report that contains the descriptions of sets, the name of eachrecord, and location
(coordinateposition and page identifier) of each record blockinthe CA IDMS Schema
Mapper data structure diagram. The report includes thename and uniqueset number
of each setand indexinthe diagram. It also contains thenames andlocations,inthe
diagram, of the owner and member records of each set.

See common system area (CSA).

A macroyou use to assignactivity numbers to DCMT commands for the purpose of
securing DCMT commands.

A technique that maintains the databasekeys of the most recently accessed records to
indicaterun-unitpositioninginthedatabase.

The control blockthat maintains currencyinformation onall databaserecords used by
anapplication program.In CA ADS, a currency blockis created for each application level
that accesses the database.

The most recently accessed record occurrenceina given databasearea.The DBMS
maintains currentof area for each area accessed by the application program.

The most recently accessed record occurrence of a given record type. The DBMS
maintains currentofrecord for each record type accessed by the application program.

The record occurrence most recently accessed by the application program. The DBMS
maintains a currentof run unitfor each transaction.
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current of set

current schema

cursor

cursor position

The most recently accessed record occurrenceina given set. The DBMS maintains
current of set for each set accessed by the application program.

The SQL schema used inan SQL session.You can explicitly specify a schema in the SET
SESSION statement or use the default schema established by the user profile, system
profile, or a DCUF command.

An SQL-programming constructthat is used to process dataina resulttable. The cursor
defines the resulttable, and the program canretrieve each row of the resulttable one
atatime with a FETCH statement. See also global cursor, external cursor, shared cursor,
updatablecursor.

The cursor row whose values areavailableto the program.

CURSOR STABILITY isolation level

cv

CVNUMBER

CWA

data

data access passkey

data area

The isolation level of an SQL session thatguarantees read integrity. That is,all data
accessed by the sessionisinacommitted state and the most-recently accessed row of
anupdatablecursoris protected from update by other transactions whileitremains
current. See also TRANSIENT READ isolation level, isolation level.

See central version.

A parameter of the DC/UCF system-generation SYSTEM statement. CVNUMBER allows
you to specify a number that identifies the DC/UCF system to the CA IDMS SVC.

See common work area (CWA).

Facts and numbers that can be collected and processed. The processing of data yields
information thatis meaningful to an organization.

In CA ICMS, a passkeythatallows accessto objects.See alsocatalogaccess passkey.

See table data area.
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data characteristic table (DCT)
In CA IDMS Presspack, a tablethat contains either customized or generic information on
data. The tableis used to optimize record and table compression and decompression.

data communications administrator (DCA)
The individual and/or staff responsible for implementing and maintaining the DC/UCF
system.

Data Definition Language (DDL)
The statements that define the logical and physical components of a CA IDMS/DB
databasedefinition (thatis, the SQL schema or non-SQL schema, DMCL, subschema, and
databasenametable). DDL is also used for Data Description Language and the terms are
interchangeable.See Data Description Language (DDL).

Data Description Language (DDL)
The statements that define the logical and physical components of CA IDMS/DB
databasedefinition (thatis, the SQL schema or non-SQL schema, DMCL, subschema, and
databasename table). DDL is also used for Data Definition Language and the terms are
interchangeable.See Data Definition Language (DDL).

data dictionary
See dictionary.

data dictionary administrator (DDA)
The individualand/or staff responsible for implementing and maintainingthedata
dictionary.

Data Dictionary Definition Language (DDDL)
The IDD statements used to define the contents of the data dictionary.

data dictionary reports utility
See IDMSRPTS utility.

data dictionary schema
The schema (IDMSNTWK) that describes the data dictionary database.

data field
Inthe MappingFacility,a map field that displays thevalue (ifany) of a record element
associated with the map field and, optionally, allows theterminal operator to input
data.

data flow diagram (DFD)
A diagramthat shows the flow of data to and from a particular function or set of
functions. Data flow diagrams areused duringthe logical phase of databasedesign.

data item
See attribute, element.
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Data Manipulation Language (DML)

data model

data security

Statements by which application programsaccessand manipulatethe contents of a CA
IDMS/DB database. DML statements can be coded in COBOL, PL/I, and Assembler
application programs.See also path-DML commands, navigational DML, SQL DML.

The theoretical basis of a databasesystem.

The protection of data againstaccidental or intentional disclosureto unauthorized
persons, unauthorized modifications, or destruction.

data services interface (DSI)

data sharing

Data Sharing Group

data structure diagram

data table

An interfacebetween an applicationrequesting CA IDMS services and the component
providingthe services. If necessary the DSI layer will usethe data communications
architecturefor forwardingrequests to a separateaddress spaceor remote node.

The CA IDMS feature that allows multiple CAIDMS central versions to shareupdate
access tothe same databaseareas. This feature requires the IBM Parallel Sysplex
environment.

A named collection of CA IDMS systems inan IBM parallel sysplex environment. CA
IDMS systems that participatein a Data Sharing Group may shareupdate access toa
database, broadcastcommands to all members of the group, sharequeues and
enqueue common resources, and monitor and report on all members of the Data
Sharing Group.

A graphicrepresentation thatillustrates the components and relationships withina
database,includingrecords, sets,and areas. See alsorecord-typediagram.

Presentation of data as a series of rows and columns. A data table can be manipulated
with the three relational operations:select, project, andjoin.In CA IDMS/DB, a data
table can be physically stored inthe databaseorit canbe a view of other tables inthe
database.See alsotable, view.

data transfer services (DTS)

data type

A component of the CA IDMS databasecommunications architecturethatcalls thename
server to determine the location of the target resource and, if necessary, forwards the
request to the distributed node services (DNS) component for routing.

A set of values that share processing characteristics. For example, the set of all integers
is adata type.
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database

database

database

database

database

database

database

database

database

database

database

database

A storagefacilityinwhich alldata is centralized and arranged independently of
applications;a named collection of data tables.

administrator (DBA)

analysis utility

buffer

function

I/0

key (db-key)

The individual and/or staff responsible for implementing and maintainingthedatabase.

See IDMSDBAN utility.

The storage spacein memory that holds database pages while CAIDMS/DB accesses
information on those pages. You define a buffer as partof the DMCL. Each buffer is
associated with one or more databasefiles.See also buffer, journal buffer, and record
buffer.

Services requested by application programs and performed by the DBMS to access and
maintain the database.

The input/output operations performed by the DBMS on the physical database.

A uniqueidentifier assigned by CA IDMS/DB to each record occurrence when itis stored
inthe database.The databasekey consists of the record's database page number and
lineindex.

management system (DBMS)

name

name table

node

page

The software component that performs the physical databaseaccess, handlingall
databaseinput/output and space management functions.

An entity that identifies the segments to be accessed as partofthe logical database.
One or more databasenames comprisea databasenametable.

An entity associated with a DMCL that is used at runtime to map the logical database
definition to one or more segments in the DMCL. The definition of a databasename
table includes oneor more databasenames.

The node name of the DC/UCF system.

See page.
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database procedure
In CA IDMS/DB, a special-purposesubroutinedesigned to perform predefined
programming functions, such as data compression or data validation. The DBMS invokes
a databaseprocedure accordingtoa record's schema definition.

database record
A group of related data fields defined ina non-SQL schema and stored ina CA IDMS/DB
database. Databaserecords function as the building blocks of logical records.

database resource
Within centralized security, an entry associated with the definition oraccesstoa
database.See alsoglobal resource, systemresource.

database session
An association between an applicationand a CAIDMS databasethatcanbe used to
retrieve and update data.

database status code
See status code.

database transaction
A databasetransactionisa unitofrecovery representing work done by one or more
databasesessions. All accessto CA IDMS data from withina databasesessionisdone
under the control of a databasetransaction.See also databasesession, local
transaction, distributed transaction, transaction branch.

database-key format
The structure of the databasekeys thatidentify the recordsina given database. A
segment of a databasecanhave onlyone database-key format. A databasekeyisa
32-bitfieldthat contains two values:the record's page number and its lineindex. The
page number can occupy 20 through 30 bits of the databasekey. The lineindex can
occupy 2 through 12 bits of the databasekey. A synonym for database-key formatis

radix.
db-key

See databasekey (db-key).
DBA

See databaseadministrator (DBA).
DBA group

In CA ICMS, a catalog-foundation group entity whose members shareadministrative
authority over the catalog.

Chapter 2: Glossary for CAIDMS 39



DBAK checkpoint

DBCS

DBGROUP

DBMS

DBNAME

DBNODE

DBTBGEN macro

DC system

DC/UCF nucleus

DC/UCF system

DC/UCF system reports

DCA

A journal checkpointthatmarks the abnormal completion of a distributed transaction. A
DBAK checkpointis written to the initiator'sjournal fileduringthe firstphaseof a
two-phase commit operationas soon as itdetermines that the transaction'schanges
should be backed out. ADBAK checkpointis written to a participant's journal filewhen it
isinformed that its changes should be backed out. See coordinator, participant,and two
-phase commit.

See double-byte character set (DBCS).

A named collection of central versions that provide access toa common set of data. A
DBGROUP is used in conjunction with dynamic databaseroutingto facilitateload
balancingina parallel sysplex environment. A central versionis a group member if the
DBGROUP is defined inthe system's databasename table. See dynamic database
sessionrouting.

See database management system (DBMS).

See databasename.

See databasenode.

A macroused by onlinedebugger to assign activity numbers to online debugger
functions.

A database/data communications systemthatincludes CA IDMS/DB and CA IDMS/DC.

See nucleus.

A general term for a system that is either a CA IDMS/DC system ora CA IDMS UCF
system. A DC/UCF system provides both databaseand data communications services.

See CREPORTs.

See data communications administrator (DCA).
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DCE

DCMT task

DCOM checkpoint

DCPROFIL task

DCSYSTEM

DCT

DCUF task

DDA

DDDL

DDDL compiler

DDL

DDLCAT dictionary area

See dispatch control element (DCE).

A system task that invokes a DC master terminal (DCMT) function. DCMT functions are
used to monitor and control various aspects of the DC/UCF system at runtime.

A journal checkpointthat marks the successful completion of a distributed transaction.
A DCOM checkpoint is written to the initiator'sjournal fileatthe start of the second
phaseof a two-phase commit operation. A DCOM checkpointis written to a
participant'sjournal filewhen itis informed that its changes should be committed. See
alsocoordinator, participant,and two-phase commit.

A system taskthat displays systeminformation, such as installation options, system
resource usage, the system exits used, the ADSO and OLQ configurations,andthe
optional APARs currently applied.

The name that, when combined with a version number, uniquelyidentifies an
occurrence of a system added to the data dictionary through the system-generation
compiler.

See data characteristic table (DCT).

A system task that invokes a DC/UCF user function. User functions perform support
services for the terminal user atruntime, such as sending messages or altering profile
information.

See data dictionary administrator (DDA).

See Data Dictionary Definition Language (DDDL).

An IDD-supplied programthat stores DDDL descriptions inthedata dictionary.

See Data Description Language (DDL).

A dictionary area thatcontains definitions of physical databases (segments, DMCLs, and
databasename tables); at sites with the SQL option, contains definitions of SQLentities
(tables, constraints, indexes,and so on).
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DDLCATLOD dictionary area

DDLCATX dictionary area

DDLDCLOD area

DDLDCLOG area

DDLDCMSG area

DDLDCRUN area

DDLDCSCR area

DDLDML area

DDLOCSCR area

DDLSEC area

DDS line

DDS network

A dictionary area thatcontains DMCL load modules, database name table load modules,
andaccess modules at sites with the SQL option.

A dictionary area thatcontains indexes defined on entities stored inthe DDLCAT area.

A dictionary area thatcontains load modules associated with entities contained in the
DDLDML area; for example map load modules, subschema load modules, and dialog
load modules. See alsoloadarea.

The log runtime area. The logarea contains central version logrecords when the log file
for the central versionis assigned to the database.See alsolog,logfile.

The message area of the data dictionary. The DDLDCMSG area contains message text
identified by a message id. The area contains messages loaded atinstallationaswell as
user messages added through the DDDL compiler.

The queue runtime area.The DDLDCRUN area contains the queue work records used by
CA-supplied tools and onlineuser programs.

The central version scratch runtimearea. The DDLDCSCR area contains scratch work
records used for temporary storage of data that can be accessed by CA-supplied tools
andonlineuser programs.

The area of the dictionary thatcontains definitions of DC/UCF systems, non-SQL
schemas and subschemas, maps, dialogs, sourcemodules, records and el ements, I1DD
users,and classes and attributes.

The local mode scratch area that contains runtime scratch records used by CA-supplied
tools and user programs issuing SQLrequests inlocal mode.

The runtime area that contains user and group information.

A communicationlinethat allows one DC/UCF system to communicate with another.
See alsocommunicationline.

Multiple DC/UCF systems connected by CA IDMS SVCs or DDS lines.
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DDS node
A DC/UCF system that participates ina CAIDMS DDS network. See also hostnode,
target node, local node,and node.

deadlock
An unresolvablecontention for the use of resources.

deadlock prevention element (DPE)
Under DC/UCF, the control block used to detect deadlocksituations.

debug local block (DLB)
The control block used in a debugging session.

debugger
The onlinefacility used to detect, trace, and resolve programming errors in programs
that operate ina DC/UCF environment.

declaration module
Inthe CA ADS dialogcompiler,a module used under the SQL option to declarecursors
andto issueglobal WHENEVER statements. The statements ina declaration moduleare
not executed. They are compiler directives used by the CA ADS dialogcompiler atdialog
compilation.

decompression
The process of expanding compressed data. To decompress a databaserecord, you use
CA IDMS Presspack or the IDMSDCOM database procedure. See alsocompression.

default
A preset value for a given option. A defaultvalueis used automaticallyunlessan
overridingvalueis explicitly specified.

default access module
The access moduleassociated with the application programissuingthefirstSQL
statement executed withinthe SQL session.See alsoaccess module.

default dictionary
The dictionaryaccessed by CA IDMS tools if you do not specify a dictionary by other
means such as usinga DCUF SET DICTNAME command or CONNECT statement. To
define a default dictionary to the runtime environment, includea subschema mapping
inthe databasename table associated with the runtime DMCL for the IDMSNWK
subschemas.

default ready mode
A defaultready mode for an area specified in a subschema definition. The default mode
determines the mode in which the areais to be readied for programs usingthat
subschema. Therefore, the programs do not need to issuea READY command for the
area.However, ifthe programissues a READY command for one area, itmust issuea
READY command for all areas to be accessed.
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definition area

definition privilege

DELETE statement

derivation

described statement

destination

detail area

detail occurrence

DFD

DFGT checkpoint

See table definition area.

Under centralized security, a privilegethat allows a user to manipulatethe definition of
certainresources.See alsoaccess privilege,administration privilege.

1) An SQL databaseaccess statement that deletes one or more rows from a table. 2) A
DDDL command that removes one or more entity definitions fromthe dictionary.

The process of creatinga view of data tables inthe database.See alsodata table, view.

A dynamically-compiled SQLstatement for which the SQLDA contains information.

An IDD entity type used to document groups of users or logical terminalsasa single
logical destination within a teleprocessing system.

The portion of a pageablemap that is located across themiddle of the screen. The fields
inthe detail area define the detail occurrences for that map.

On a pageable map, each occurrence of the set of map fields defined in the detail area.
The runtime system determines how many detail occurrences of this set of fields canfit
inthe detail area of each page.

development center
An organizationalstructure, typically within an MIS department, geared toward the
development of high-speed, high-volume production applications.

See data flowdiagram (DFD).

A journal checkpointthatmarks the end of a distributed transaction. Itis written to a
coordinator's or participant'sjournal fileatthe end of a two-phase commit operation,
but only if some other distributed checkpoint(DCOM, DBAK, DIND, or DPND) had
previously been written for the transaction.
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dialog

dialog components

dialog function

dialog response process

dialog work record

dictionary

dictionary name

dictionary node

DICTNAME

DICTNODE

In CA ADS, anexecutable module that performs a unit of work in anapplication. Adialog
is constructed from other modules, such as subschema map, and process module
definitions. A dialogtypically handles all processing associated with a given online
transaction. This includes accessingand updating the databaseand handling mapout
and mapin operations.

The premap process module, response process modules, map, and subschema that
make up a dialog. Components areassociated with the dialogduringa dialogcompiler
session.

In CA ADS, anapplication function associated with a dialog. The dialog performs the
processingwork required by the function. For example, the dialogfor an employee
update functionretrieves and updates employee records inthe database.

Most functions ina typical CA ADS applicationaredialogfunctions.See also application
function, dialog.

See response.

Dictionaryrecords thataredirectly associated with a CA ADS or CA ADS Batch dialog.
Dialogworkrecords can be used as working storage during processing.See alsomap
work record.

The central repository used by CA IDMS products for data definitions, modules,
documentation, and runtime information. The dictionaryitselfisa CAIDMS/DB
database.See also ASF dictionary, defaultdictionary, session defaultdictionary, system
dictionary.

The name of the dictionary beingaccessed.

In your DC/UCF communications network, the logical name of the DC/UCF system that
controls the data dictionary being used.

See dictionary name.

See dictionary node.
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DIND checkpoint
A journal checkpointwritten to a participant's journalfileto note thatitis preparedto
commit its portion of a distributed transaction. The participantwill waitfor a directive
from the coordinator as to whether to complete the commit operation or to back out
changes. See also coordinator, participant,and two-phase commit.

DIRECT location mode
In CA IDMS/DB, the location mode that permits the user to suggest the actual database
page on which a record will beplaced.

directory load utility
See IDMSDIRL utility.

DISCONNECT
The databaseaccess function thatremoves a member record occurrence from a set but
does not delete the record from the database. DISCONNECT canonlybe issued fora
record thatis defined as an optional member of a particular set.

dispatch control element (DCE)
The DC/UCF control block that is used to manage the dispatching of tasks.

displacement
In CA IDMS/DB, a storage method inwhich records areclustered a specified distance
away from their owner records. Displacement can be used for both VIA set member
records and bottom-level index (SR8) records.

Distributed Database System (DDS)
See CA IDMS DDS.

distributed node services (DNS)
A component of the CA IDMS communications architecturethat manages
communications for remote data access.

distributed transaction
A transactioninwhich changes aremade to resources controlled by multipleresource
managers.

distributed transaction identifier (DTRID)
A 16-byte valuethat uniquely and globallyidentifies a distributed transaction. ADTRID is
composed of an 8-byte node name and an 8-byte hexadecimal value.

DLB
See debug local block (DLB).
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DMCL module

DMCL Syntax Generator

DML

DML precompiler

DMLA

DMLP

domain

domain constraint

domain integrity

The module that relates the logical structure of the databaseto the physicalfileson
whichitresides. The DMCL describes a CA IDMS/DB runtime environment. It includes
segment, journal,and buffer definitions and identifies the databasename tablethat the
DBMS uses at runtime to map a schema definition of the databaseto specific segments.

A program, IDMSDMCC, that generates release 12.0 physical databasedefinitions from
validated release 10.2 DMCL and schema definitions.

See Data Manipulation Language (DML).

A compiler that converts DML statements inthe sourceprogram to hostlanguage
statements, producinga sourcefilethatserves as input to the host language compiler.
For example, a COBOL program with embedded navigational or SQLDML statements is
submitted firstto the DMLC precompiler and then to the ANSI COBOL compiler.

The DML precompiler for Assembler programs.

DMLC
The DML precompiler for COBOL programs.

The DML precompiler for PL/I programs.

In CA IDMS/DB, the possiblevalues for a particular columnin a table; for example, the
50 2-character statecodes). See also security domain.

A constraintthatrestricts columnvalues. A column's data type restricts values to the
data type of the column.A check constraintrestricts columnvalues to a range of values
that satisfies a search condition.

In CA IDMS/DB, the data integrity rule that enables users to define a set of valid values
for a particular columninadata table.

double-byte character set (DBCS)

A 16-bit(double-byte) character set that allows representation of a large set of graphic
characters on the appropriatehardware. With DBCS, itis possibleto build applications
for Japanese, Chinese, and Korean users.
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download
The transfer of data from CA ICMS to a personal computer or minicomputer.

DPE
See deadlock prevention element (DPE).

DPND checkpoint
A journal checkpointthatmarks aninterim resultfor a distributed transaction. ADPND
checkpoint may be written for several reasons, such as when a participantis forced to
heuristically complete a transaction or when a coordinatoris unableto communicate
with one or more of its participants. See also coordinator, participant,and two-phase

commit.

DREPORTSs
Reports that provideinformation on entities stored inthe DDLDML area of the
dictionary.

DTRID

See distributed transactionidentifier.

duplicate names
Identical names assigned to two or more catalogentities.

duplicates options
Ina non-SQL schema, the options that determine how record occurrences with
duplicatekey values arestored.

duration
Inthe SQL option, a valuethat represents a time interval.These can be: label ed
durations, which represent a specific unitoftime (for example, 10 MINUTES represents
10 minutes); date duration, which denotes aninterval of years, months, and days; and
time duration, which represents an interval of hours, minutes, and seconds.

dynamic database session routing
A feature that allows thedynamic selection of the node to which a databasesessionis
to be connected. The selectionis made by determining which CV inthe DBGROUP has
the CPU cycles availableto servicethe request. This feature requires the IBM Parallel
Sysplex environment and must be used in conjunction with the Data Sharingfeature in
order to dynamically route update requests. See also DBGROUP.

dynamic program definition
The process of defininga program to DC/UCF at runtime through a DCMT VARY
DYNAMIC PROGRAM command. The definition exists only for the current execution of
the system.

dynamic SQL
An SQL statement that is not known to the program atprecompile time and therefore is
compiled dynamically when the program executes.
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dynamic system monitor

dynamic task definition

E

E-R diagram

ECB

edit table

element

ELEMENT selector

emulated APPC

encompassing session

An onlinefacility thatallows you to examine DC/UCF system activity based on a time
interval. The dynamic system monitor is invoked by the task code OPER.

The process of defininga task to the DC/UCF system atruntime by means of the DCMT
VARY DYNAMIC TASK command. The definition exists only for the current execution of
the system.

See entity-relationship (E-R) diagram.

See event control block (ECB).

A listof singlevalues or ranges of values that are valid for a data field. Edit tables are
defined through the DDDL compiler and are used duringautomatic editing of maps.

1) The smallest meaningful unitof data within an organization. Elements arealso known
as fields or data items. 2) An IDD entity type used to define group or elementary data
elements. Elements can participateinrecords builtbythe DDDL compiler, by the CA
IDMS/DB schema compiler, or in maps builtby the DC/UCF mapping compiler.They can
alsoexistindependently inthe data dictionary.3) The databaserecords thatparticipate
inalogical record.See alsorecord element.

In LRF, a SELECT clausedescriptor thatassociates a logical-record element with a
particularpath. At runtime, the path is selected when a program WHERE clauserequests
anyfieldinthe named element.

CA IDMS emulating software for the PC and mainframethat allows CAADS dialogs
executing on a PC with a 3270 emulator card to emulate advanced-program-to-program
communication (APPC) with the DC/UCF system.

A databasesession under which a subordinatesessionisinitiated. See also database
session,subordinatesession, peer session, top-level session.
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ENDJ checkpoint

entity

entity occurrence

entity type

A journal checkpointthatmarks the successful completion of a transaction branch. An
ENDJ checkpointis written to the journal fileduringa commitoperation. See also
COMT.

1) A particular category or type of item in the data dictionary (such as a record, user,
program, map, or dialog).2) An item oridea from an application environmentthatis
represented inthe databasebya record type.

A collection of data that conforms to the template provided by an entity type. For
example, user WXE is an occurrence of the USER entity type.

An IDD-defined category of informationinthe data dictionarythatprovides a template
for similar data. Examples of entity types are PROGRAMS, RECORDS, and USERS.

entity-relationship (E-R) diagram

entry point

entry sequencing

ERASE

ERASE logical record

ERASE path group

ERE

error-status code

A graphical description of two or more entities ina databasethat sharea relationship.

1) An IDD entity type that describes programentry points.2) The entity that serves as a
gateway for CA IDMS Dictionary Migrator to the entities that areto be extracted from
the sourcedictionary. You specify the entry pointinthe EXTRACT statement.

In CA IDMS/DB, a method for storingrows in sequential orderinthe database, basedon
anindex.

The navigational databaseaccess function thatdeletes a record occurrence from the
databaseand, where appropriate, deletes records subordinateto it.

The LRF databaseaccess function thatdeletes a logical-record occurrencefromthe
database.

A collection of paths (predefined in a logical-record subschema) designed to service
application programs thatrequest an ERASE logical-record function.

See external request element (ERE).

See status code.
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ERU

EUR date/time format

EVALUATE command

event control block (ECB)

exclusive lock mode

EXIT

See external request unit(ERU).

A date/time format that complies with the IBM European standard: DATE as
dd.mm.yyyy and TIME as hh.mm.ss.

In LRF, a command that determines whether anexpressionis true or false.Based on the
result, you can direct LRF to perform specific pathlogic.

A control block used to control the sequencing of events withinthe DC/UCF system. At
runtime, DC/UCF associates aninternal ECBwith each resourceinuse by a task.The ECB
is used when one taskrequests a resource in use by another task. The requesting task
must wait until the usingtask posts the ECB to indicatethatthe resourcehas been
freed. An external ECB is posted by the operating system.

A logicallockmodeplaced on both areas and record occurrences to protect transactions
from accessingdata thatis being updated by the issuingtransaction. An exclusivelock
placedon anareaimplies an exclusivelockonall records inthearea. See alsosharelock
mode, null-lock mode.

The debugger command that leaves the debugger control blocks intactwhen returning
control to DC/UCF.

EXPAND PAGE utility statement

explain

explicit checkout

explicit record locks

The utility thatincreases the page sizeof anarea by transferringa databasefiletoa new
filewith an expanded blocksize.

The act of describingthe strategy used to access datainanSQLtable by issuingan
EXPLAIN SQL statement againstanaccess module.

In ADSA, ADSC, and MAPC, a checkout that allows the application developer to control
anentity across repeated definition and compilation sessions. The checkout is not
released until this actionis explicitly taken by the developer. See also checkout,implicit
checkout.

Record locks set by anapplication programto preserve a lockthat would otherwise be
released followinga change in currency. See alsorecord lock.

explicitly connected session

An SQL sessioninitiated by a CONNECT statement. See alsoSQLsession.
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exploded structure

export

extended run unit

external cursor

external picture

external procedure

The expansion of a bill-of-materials structurethattraces all records under a given
record.

An IDMSRADM utility function that moves data from the databaseto a sequential file.

In CA ADS, arun unitthat is kept open (in certain cases)when a dialogpasses control to
another dialogorto a user program. See also run unit.

A global cursor declared in one programthat is shared by another program, where both
programs are includedinthe same access module. You define an external cursor using
the DECLARE EXTERNAL CURSOR statement. See also cursor, global cursor,shared
cursor,updatablecursor.

The format of data as displayed on the terminal screen or in printed output. An external
picturecan be defined inarecord element through the DDDL compiler, or defined
dynamically through CA OLQ or MAPC. Among other places, external pictures areused
duringautomatic editing of maps.

See external SQL procedure.

external request element (ERE)

Ina DC/UCF system, a control block used to handleprocessingrequests thatinitiate
from outside the DC/UCF region/partition. EREs are used by external request units, the
CA IDMS UCF front-end program, and nodes that communicate with the system through
a CA IDMS SVC.

external request unit (ERU)

external routine

external security

A request for DC/UCF system services thatoriginates outsidethe DC/UCF address space
and uses the SVC to communicate between the applicationand the DC/UCF system.
External request units areinitiated for: CA IDMS batch and CICS programs requesting
databaseservices, programs requesting DC/UCF services using CA IDMS UCF front end
modules, and DC applicationsrequestingservices froma different address spacewithin
the same mainframe (DC-to-DC communication).See also bulk external request unit.

An SQL routine written in PL/lI, COBOL, or assembler. All user-defined SQL routines are
external routines.See alsoSQLroutine.

In CA IDMS centralized security, an external security system, suchas CAACF2 and CA
Top Secret, to which you canroute a request for a security check. See alsointernal
security.
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external SQL procedure

external user session

external wait time

extract file

A procedure or a table procedure.

A logical connection between a DC/UCF system and an application executing outside
that DC/UCF system. An external user sessionis initiated when the applicationinitiates
the firstrequest for services within the DC/UCF system andis terminated when the last
serviceinitiated by the applicationis terminated. An external user session can usethe
following communication methods: external request units, DDS, or LU 6.2.

The amount of time the DC/UCF system waits for an external user sessiontoissuea
request before assumingthatthe application has terminated.

1) InCA ICMS, data selected from a non-CA IDMS/DB or non-CA ICMS file.2) The file
used by CA Culpritto store data selected for the report(s) ina given run.

Extract Journal utility statement

extract path

F

factotum task

FAST mode

fast mode threshold

The utility that extracts the most recent AFTR image for each dbkey recorded on an
archived journal fileand writes itto an extract file. The extract filecanlater be used as
input to a ROLLFORWARD command for a "quick" recovery of a databasearea orfile.

The route CA IDMS Dictionary Migrator follows through the dictionary's setconnections
from the entity specified inthe EXTRACT statement to all ofits related components.

A taskstarted by the DC/UCF system to perform a system servicefor a user task.
Examples are tasks that handle map pagingsessions and tasksthathandlelinel/O
sessions.

An optional mode of execution in ADSC, ADSA, MAPC, and user-written applicationsin
which control is passed directly to the next sequential screen when atransaction is
successful.See also STEP mode.

The point at which the CA ADS runtime system writes record buffer blocks (RBBs) and
statistics control blocks to the scratch (DDLDCSCR) area across a pseudo-converse. The
runtime system invokes this feature only when the number of bytes used by these
control blocks exceeds the specified threshold.See alsorelocatablestorage, and
relocatablethreshold.
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fastload

A service performed by the FASTLOAD utility statement. FASTLOAD loads user records
into the databaseaccordingto specifications of a user-written program.

FASTLOAD utility statement

FDB

FETCH statement

field

field level help

field mark

file

file organization

FIND

FINISH

Ina non-SQL defined database, the utility that loads data.

See fixed dialogblock (FDB).

An SQL databaseaccess statement that retrieves values from the resulttable associated
with a cursor and places them inhost variables or a bulk buffer.

See attribute, element.

Help text associated with a data field by means of the online or batch map compilers,
and which is displayed when the help key defined for the map is pressed either with the
cursor positionedina data field. See also help facility, map level help.

The default special character used on 3270-type terminals to define the beginningof a
map field.

1) In CA IDMS/DB, a logical unitof databasestoragethat has a one-to-one relationship
with a direct-access storagedevice. The relationshipisestablished with the ASSIGN TO
clauseofthe schema DDL definition. 2)In IDD, an entity type that represents card, tape,
and other nondatabasefiles.

A method of ordering records within a file. CA Culprithandles inputfrom
physical-sequential, indexed-sequential, card, and virtual storagefiletypes.

The navigational databaseaccess function thatlocates a record occurrencein the
database.Once the record occurrenceis found, the application programcaninitiatea
GET function to copy the contents of the record occurrence from the databaseto
variablestorage. See also GET.

A navigational DMLcommit statement that causes affected databasesessionsto
terminate. See also commitstatement.
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first functional call
The firstdatabaseaccess request passed by a databasesessionto CA IDMS/DB at
program execution time.

FIX ARCHIVE utility statement
The utility that rewrites a tape journal file; for example, to make the tape journal filein
use at the time of anabnormal system shutdown usable by the ROLLBACK utility.

FIX PAGE utility statement
The utility that verifies, and optionally modifies, thecontents of a database page.

fixed dialog block (FDB)
In CA ADS, the dialogload modulegenerated inthe dialogcompiler for use by the
runtime system when a dialogis executed.

fixed-length compressed record
A record of fixed length thatis compressed through a specified compression routine.
Although the length of the record is fixed from the pointof view of user programs,
compression makes it internally variable.

flow of control
In CA ADS, the way control is passed fromone application function or dialogto another
at runtime. Runtime flow of control is determined by user requests or runtime events,
based on specifications madeatdefinition time.

folder
In CA ICMS, a catalogentity used to represent a collection of related information.
Folders canincludeobjects and other folders.

footer
The final entry on each page of the database. The footer is 16 bytes longand contains
the page number and other information abouta given page.

footer area
The portion of a pageablemap that is located across the bottom of the screen. Fields in
the footer area are displayed whenever the map is displayed.

foreign key
Inlogical databasedesign,an attribute of an entity or relationship thatis alsoused as
the primary key of another entity. A foreign key is usedto relate two data entities. For
example, to relate the DEPARTMENT and EMPLOYEE entities, you might define the DEPT
ID attribute, whichis the primary key of the DEPARTMENT entity, as the foreign key of
the EMPLOYEE entity. See also primary key, secondary key.

forked set

See multiple-member set.
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format

The textual content and textual organization of record block, set, and index information
inthe Cross-Reference Report orin the CA IDMS Schema Mapper data structure
diagram. Also, the graphic components of the diagram, such as the characters used to
draw record blocks, set connections,and arrows. You can control the format with the
optional OPTIONS, CHARDEF, DRECLINE, XRECLINE, DSETLINE, and XSETLINE statements;
or CA IDMS Schema Mapper default format specifications can determine all or part of
the format.

FORMAT utility statement

formatting

fragment

fragment chain

fragment interval

free-form data

free-form object

front end

The utility that prepares a databasefile, area, segment, ora diskjournal filefor use by
CA IDMS/DB.

The action of initializingdatabaseor diskjournalfiles into database pages or blocks
accordingtoinformation provided by the DMCL. Use the FORMAT utility to format
databaseanddiskjournal files.

The portion of avariable-lengthrecord that is stored on a separate page from the root
segment.

In CA IDMS/DB, the fragments of a variable-length record. Each fragment is storedon a
separate page. Each fragment contains a pointer to the next fragment and a 4-byte
variable-length indicator that contains thelength of the data portion of the entire
record.

The frequency with which the DC/UCF system writes dummy segment (DSEG) records to
the journal file.If the system crashes, DC/UCF uses these dummy records to determine
the appropriateplacefor warmstartprocessing.

In CA ICMS, data (inanobject) that is not formatted as a data table. Free-form datais
produced through the useof personal computers andincludes text, graphs,and
procedures.

In CA ICMS, an object that contains free-form data (as opposed to a data table). A
free-form objectis also known as an unstructured object.

1) Under CA IDMS UCF, the host TP monitor. The CA IDMS UCF front end establishes the
connection to the CA IDMS UCF back end; passes data to the backend as necessary;and
transfers control to the back-end system. When back-end processingis finished, it
returns control and any necessary data to the CA IDMS UCF front end. 2) The
environment from which a remote databaserequest isissued.
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function

function code

G

generation

generic key

GET

global cursor

global DMCL

global locking

Inthe context of SQL, anSQL function.

See major code.

1) The process that creates and stores a load module inthe DDLDCLOD or DDLCATLOD
areas of the dictionary.Load modules can be generated by the application compiler, the
dialog compiler,the OCF compiler (DMCL, databasename table, and access moduleload
modules), the DDDL compiler (edit and code tables), the mapping facility (the map load
module), and the subschema compiler (the subschema load module). 2) In ASF, the
process that automatically creates one subschema definition, syntax module, and load
module per subschema. A subschema is automatically created for each table thatis
defined and generated. 3) Insystem generation, the process of validatingthe system
definition and updating the definition to make the system executable.

A partial symbolic key. A generic key is typically used to identify a group of related
record occurrences. For example, given a symbolic key based on a customer name field,
anappropriategeneric key might consistof onlythe firstletter of this field; the generic
key could be used to access record occurrences for all customers whose names begin
with a certain letter.

The navigational databaseaccess function thatretrieves a located record (thatis, the
record thatis currentof run unit) by copyingits contents from the databaseto variable
storage. Before issuing GET, anapplication programtypically issues the FIND function to
locatethe appropriaterecord occurrence inthe database.See also FIND.

A cursorthatcanbe used by other application programs sharingthe access modulethat
contains the cursor definition. You define a global cursor by including the GLOBAL
keyword inthe DECLARE CURSOR statement. See alsocursor, external cursor,shared
cursor,updatablecursor.

A DMCL module that defines all databaseareas accessed by all transactions executing
under the CA IDMS/DB central version.See also DMCL module.

The use of a lock structurein the Coupling Facilityinthe IBM parallel sysplex
environment for recording and managingglobal locks. CA IDMS/DB uses global locks to
control Data Sharing group inter-member access toshared resources.

Chapter 2: Glossary for CAIDMS 57



global record

global resource

global response

graphics literal

group

group element

grouped view

H

header

header area

In CA ADS, arecord thatis availabletoall functions of an ADSA-defined application. A
global record remains in the record buffer for the duration of the application,
unaffected by dialogcontrol commands. Global records for a given applicationare
named on the Global Records screeninthe application compiler.See also
ADSO-APPLICATION-GLOBAL-RECORD.

Within centralized security, an entity thatis defined in the user catalogandthatis
shared by all systems in the CA IDMS security domain. Types of global resources are
user, group, and user profile.See also user profile, system resource, databaseresource.

Inthe CA ADS application compiler,anapplicationresponsethatis automatically valid
for all application functions when the applicationis being defined or modified.

The application developer canselectively disablea global responsefrom specific
functions atdefinition time. At runtime, the response is availablefromall functions
except for those functions from which itis deselected. The opposite of a global response
isalocal response.

A double-byte character set stringinterpreted without shiftin and shiftoutcharacters.

In CA ICMS and in centralized security, a collection of related users.Groups caninclude
users and other groups.

InIDD, an element that contains subordinate elements. For example, the DATE element
is agroup element that contains elements MONTH, DAY, and YEAR.

A view thatincludes a GROUP BY or HAVING parameter inthe query specification.

The firstentry on each page of the database.The header is 16 to 28 bytes long and
contains the page number and other information abouta given page.

The portion of a pageablemap that is located across thetop of the screen. Fields inthe
header area are displayed whenever the map is displayed.
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health check

heartbeat

help facility

help load module

home page

host node

A programor routine that identifies potential problems before they causeissues or
outages. Checks cananalyzechanges in settings, threshold levels, single points of
failure, or unhealthy combinations of configurations.

A system status message that CA IDMS sends to CA OPS/MVS System State Manager at
regularintervals toindicatethat CA IDMS is “alive”. This status can be forwarded to
other Common Service components to simplify systemautomation.

The facility of the DC/UCF online Mapping Facility thatallows field and map level help to
be associated with a map. For maps with this system-defined help, help text is displayed
when the help key defined for the map is pressed, transparentto the application
program or dialogdisplayingthe map.

Inthe online mappingfacility of DC/UCF, a load module created by MAPC or RHDCMPUT
thatincludes the text of help messages to be displayed when the help key defined for
the map is pressed by the user. See also help facility, field level help, map level help.

The firstpage on which CA IDMS/DB stores an entire record or the root portion of a
variable-length record.

Ina DC/UCF communications network, the DC/UCF system actingas the front end. See
alsofrontend, server node, target node.

host teleprocessing monitor

host variable

host variable array

hot backup

The teleprocessing (TP) monitor that serves as the CA IDMS UCF front end. The CA IDMS
UCF front-end programexecutes as anapplication under the host TP monitor.

A programvariablethatis referenced inan SQL statement. Host variables areused to
receive data retrieved from the databaseandto supplydata to be added to the
database.

An arrayofhostvariables foruseinbulk processing.

The process of backingup the databasewhilethe databasearea(s)arebeing updated.
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IDB
See Information Database (IDB).

IDB Communications
The component of CA ICMS that links personaland departmental computers to the IBM

mainframe.
IDB Mail Facility
The component of CA ICMS that controls the exchange of electronic mail among
personal computer users.
IDB Manager
The component of CA ICMS thatis used to perform catalogadministrativefunctions.
IDBSYSTEM
In CA ICMS, a user entity inthe catalogfoundation. This entity represents the overall
system as the owner of system folders and objects.
IDD
The CA IDMS software product used to control and report on information stored
centrallyinthe data dictionary. DD uses the DDDL compiler to populateand maintain
the dictionary.
IDMS

See CA IDMS interface module.

IDMS access mode

In CA OLQ, anaccess mode that you use to access SQL defined tables.See also OLQ
access mode.

IDMS communications block
A communications block through which the DBMS communicates with a program issuing
navigational DMLrequests. The data description of the IDMS communications blockis
named SUBSCHEMA-CTRL.

IDMS module
See CA IDMS interface module.

IDMS-DC communications block
The control block through which DC/UCF communicates with a program that requests
navigational databaseand data communication services. The data description of the
control blockis named SUBSCHEMA-CTRL.
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IDMS-STATUS routine

IDMSBCF program

IDMSBSVC module

IDMSCALC utility

IDMSCOMP

IDMSDBAN utility

IDMSDBIO module

IDMSDBMS module

IDMSDCOM

IDMSDIRL utility

An error-checkingroutine containedinthe data dictionaryand copiedinto the program
by the DML compiler to abend the program ifa nonzero valueis presentinthe
ERROR-STATUS field.

See Batch Command Facility (IDMSBCF).

In BS2000/0SD systems, the module that performs CA IDMS SVC services.See also CA
IDMS SVC.

The CALC utility. IDMSCALC returns to a calling programa suggested page number for
storage of a CALC record.

In CA IDMS/DB, an installed database procedurethat compresses records to decrease
the amount of data stored in the database. IDMSCOMP replaces repeatingcharacters,
suchas blanks, with codes. IDMSCOMP is invoked by the DBMS accordingto
specifications in the CALL or PROCEDURE clauses of the schema AREA and RECORD
statements. See also IDMSDCOM, CA IDMS Presspack.

The databaseanalysis utility.IDMSDBAN examines and reports on areas, pages, line
indexes, records, and sets.

The module that performs all CAIDMS/DB databaseand journal input/output(l1/0).

The module that controls all CAIDMS/DB databaseaccess. IDMSDBMS controls access
both to your databases andtothe data dictionary.

InCA IDMS/DB, an installed database procedurethat restores a compressed record to
its uncompressed form for use by anapplication program.IDMSDCOM is invoked by the
DBMS accordingto specificationsinthe CALL or PROCEDURE clauses of the schema
RECORD statement. See also IDMSCOMP, CA IDMS Presspack.

The directoryload utility. IDMSDIRL loads into the dictionary the components required
to describethe dictionaryitselfas well as thecomponents that describethe security
information stored in the dictionary.
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IDMSIDDC syntax converter

A programthat reads a COBOL source program and/or one or more COBOL copy books
and converts FILE SECTION 01 and subsequent level statements to DDDL ADD RECORD
statements.

IDMSIDDP syntax converter

A programthat reads one or more PL/I copy books and converts the data structures in
the DECLARE statements to DDDL ADD ELEMENT and ADD RECORD statements.

IDMSINFO service provider

IDMSLBLS procedure

IDMSLOOK utility

IDMSNTWK

IDMSNWKA subschema

IDMSOCKI

IDMSOPTI module

IDMSPASS utility

A stand-alone, long-runningaddress spacethat provides IDMS performance and status
information, and IDMS resource manipulation to monitoring tools.

A procedure provided during CAIDMS installation ata VSE/ESA site. It contains the file
definitions for: dictionaries, sampledatabases, disk journalfiles, the SYSIDMS parameter
file.

The load module printutility.IDMSLOOK reports on the contents of selected load
modules.

The schema that describes the dictionary database. The IDMSNTWK schema is provided
atinstallation;unlikeuser schemas, itis not compiled through the schema compiler, but
is loaded by IDMSDIRL.

A dictionary subschema.IDMSNWKA is added to the data dictionary, alongwith the
IDMSNTWK schema, by the IDMSDIRL utility.

The CA IDMS socket programming call level interface module.

An optional modulethat supplies database-related information to the batch interface.
At runtime, the batch interface or TP-monitor interface module (for non-UCF programs)
reads parameters from the IDMSOPTI module. These parameters determine whether
the application can usecentral version databaseservicesand,ifitcan,the DC/UCF
system the applicationcanaccess.

In CA IDMS Presspack, the utility thatcollects statistics on the characteristics of your
data and builds a custom data characteristic table for usein data compressionand
decompression.
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IDMSR schema

IDMSR-AREA

IDMSR-AREA2

IDMSRPTS utility

IDMSRSTC utility

The schema that describes the databaseareas used by ASF. The IDMSR schema is
provided with the installation of CA IDMS/DB or CA ICMS. This schema is stored in the
ASF dictionary.

The ASF table definition area that is provided with the installation of CAIDMS/DB or CA
ICMS. ASF uses this area to store definitions of data tables.

The default name for the ASF data tablearea provided with the installation of CA
IDMS/DB or CA ICMS. ASF uses this area to store data associated with ASF data tables.

The data dictionary reports utility. IDMSRPTS produces reports on the contents of the
data dictionary (such as schema-related information).

The schema compare utility. IDMSRSTC generates IDMSRSTT macro statements that
describethe changes to be made when restructuringa database.

IDMSSCON utility program

IDMSUNPS utility

ump

implicit checkout

imploded structure

import

A utility programthat converts release 10.0 subschema load modules to release 12.0
subschema load modules.

In CA IDMS Presspack, the utility thatdecompresses journal images of records that were
compressed with CA IDMS Presspack.

An abbreviation for the CAIIJMP program. This programis used to generate the JCL
needed to install CAIDMS system software products under z/0S, z/VSE.

In ADSA, ADSC, and MAPC, a checkout thatis implied byanapplication developer
beginning work on an entity, and which terminates when the entity is successfully
compiled. See also checkout, explicitcheckout.

The expansion of a bill-of-materials structurethattraces all records abovea given
record.

In CA ICMS, the function that moves object definitions and data from a sequential fileto
the databaseand data dictionary. The import function is implemented through the
IDMSRADM utility.
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inactive interval

The amount of time the DC/UCF system permits anonlinetaskto waitfor a resource
before abendingthe task.

incremental lock acquisition mode

index entry

index ID

index key

indexed relationship

indexed set

indexing

indicator variable

information center

A lock acquisition mode for SQL sessions thatdelays placinga lockonan area until the
firststatement that requires access to the area is executed by the sessionwithina
transaction. See also preclaimlock acquisition mode.

In CA IDMS/DB integrated indexing, the portion of an SR8 system record that consists of
anindex pointer for a record occurrence (for an unsorted set) or of anindex pointer
either for a record occurrence or for another SR8 system record (for a sorted set). The
index pointeris the db-key of a member record occurrence.

A numericidentifier assigned toan SQL-defined index to uniquelyidentifyit withinan
area.

A symbolic key defined for an indexed setinthe databaseand usedto sortthe member
occurrences of the set.

An index structure that points each occurrence of a parent entity to the associated child
entity occurrences.

A databasestructurethat canbe used to physically link related record occurrences
together or to provide alternate access toa record. An indexed set, a pointer array
associated with each owner occurrence contains the db-keys of all related member
record occurrences. See also user-owned indexed set, system-owned indexed set.

A technique that uses a listof keys and pointers to determine the location ofarecord in
the database.Indexes allowfor quick access by exact-key or generic-key search.In CA
IDMS/DB, indexes can be defined as either system-owned indexes or as indexed sets.

A hostvariablethatis used to manipulatenull values.

An organizationalstructuregeared toward the management and supportof end-user
computing. An information center serves as a focal pointfor using, maintaining,and
distributinginformation throughout the corporation.

64 Glossary



Information Database (IDB)

initialize utility

INSERT statement

The component of CA ICMS that links computers to the IBM mainframe and creates the
information center environment. The Information Databaseis composed of IDB
Communications, IDB Manager, and the IDB Mail facility.

See FORMAT utility statement.

An SQL databaseaccess statement that adds one or more rows to a table.

INSTALL STAMPS utility statement

installation code

integrity

intent lock

intent-exclusive lock

intent-share lock

inter-CV-interest

inter-dialog commands

Inan SQL-defined database,the utility that stores synchronization stampsinanarea of
anSQl-defined databasethat was reformatted by file.

A code that you canuseto establish DC/UCF runtime security.You can assign
installation codes to users within a profile. Then, you canaccess these codes at runtime
to determine a user's authority to access various softwarecomponents.

The accuracy of data.See alsorecovery, referential integrity.

A logicallockmodeplaced on an area that allows certain types of logical locks to be
placed on records within the area.See alsointent-sharelock, intent-exclusivelock, and
update-intent-exclusivelock.

A logicallockplaced onanarea that allows exclusivelocksto be placed on records
withinthe area. See alsointent lock, intent-sharelock, and update-intent-exclusivelock.

A logicallockplaced onanarea that allows sharelocks to be placed on records within
the area. See alsointentlock, intent-exclusivelock, and update-intent-exclusivelock.

A stateinwhichan areais beingshared by at leastone Data Sharing Group member
with a status of UPDATE and more than one Data Sharing Group member with a status
of RETRIEVAL or UPDATE.

In CA ADS, the control commands (TRANSFER, INVOKE, RETURN, and LINK) thatinstruct
the runtime system to pass control from one dialogto another, or to a user program,
duringthe execution of anapplication.
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interface program specification block (IPSB)

internal picture

internal response

internal security

internal wait

The CA IDMS DL Transparency component that contains user-supplied control
information compiled by the IPSB compiler. The resulting module, loaded by the CA
IDMS DLI Transparency interface, describes the correspondence between the CA
IDMS/DB databasestructureand the simulated IMS databasestructureseen by the
application program.There can be one IPSB for each DL/ program, or s everal programs
canuseasinglelPSB.

The format of data as storedin variablestorageorinthe database. Internal pictures are
defined for elements through the DDDL compiler.

Inthe CA ADS application compiler,aresponsethat does notinvoke a function. An
internal responseis assumedto initiatea responseprocess of a dialog.

In CA IDMS centralized security, a system that allows privileges to be granted only to
those users and groups that have been defined to the user catalog.See also external
security.

The period of time that an external request unitwill waitfor a databaseresource(such
as alockedarea) ora system resource (such as storage space) before abending.

internet address (IP address)

internet protocol (IP)

Interruptable Mode

interval monitor

IP address

A valuethatidentifies a network interface, in most cases a single host.

A protocol defining a packet delivery servicefor higher level protocols, suchas TCP and
UDP.

The Animation Mode in which you specify animation stop (interrupt) points. See also
Non-Interruptable Mode.

The part of the CA IDMS Performance Monitor that provides system-wide wait statistics
on each type of wait by interval.The interval monitor has both anonlineanda batch
component.

See internet protocol (IP).

See internet address (IP address).
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IPSB

IPSB generator

IPv4

IPv6

ISO date/time format

isolation level

iteration

iterative command

Itree

JIS date/time format

join

See interface program specification block (IPSB).

In CA IDMS DLI Transparency, the interface programspecification block (IPSB) generator
that produces all of the source statements necessaryto define one IPSB. The IPSB thatis
generated is based on the contents of existing DL/I control blocks.

Internet protocol version 4.

Internet protocol version 6.

A date/time format that complies with the standard of the International Standards
Organization: DATE as yyyy-mm-dd and TIME as hh.mm.ss.

An attribute of an SQL session thatdetermines read integrity. An isolation level of
CURSOR STABILITY guarantees read integrity. An isolation level of TRANSIENT READ does
not. See also CURSOR STABILITY isolation level, TRANSIENT READ isolation level.

See path iteration.

A path-DML command that LRF recognizes as a potential point at which to begin path
iteration.

A data structure that contains the internal inputrepresentation of an SQL statement.

A date/time format that complies with the standard of the JapaneselIndustrial Standard
Christian Era: DATE as yyyy-mm-dd and TIME as hh:mm:ss.

The generic relational operationthatyields a resulttable comprised of columns from
two or more tables.Tables arejoined based on columns that the tables havein
common. See alsoouter join.
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journal buffer

journal file

journal fix utility

journal record entry

journal reporter

journaling

JREPORTSs

junction record

KEEP

kept storage

The storage spacein memory that holds the journal pages beingwritten to a journal file.
Each DMCL contains oneand only one journal buffer.See also buffer, database buffer,
andrecord buffer.

A fileon which databaseprocessingis automatically recorded. The information recorded
includes checkpoints and before and after images of databaserecords updated during
processing.Journal files allow recovery of the databasein the event of a program or
system failure.See also archivejournalfile.

See FIX ARCHIVE utility statement, PRINT JOURNAL utility statement.

An entry written to ajournal file by CAIDMS/DB to document changes to a record inthe
database.

A reporting facility thatenables users to analyzethe contents of the CA IDMS/DB
archivejournal file. The journal reporter is implemented through CA Culprit.See also
JREPORTSs.

In CA IDMS/DB, the process of writingjournal buffer information to the journal file.

Reports that provideinformation on the contents of an archivejournal file.See also
journal reporter.

In CA IDMS/DB, a member record representing the relationship between records that
own it.Junction records permit many-to-many relationships between record types.

The navigational databaseaccess function thatlocks a record occurrenceagainstaccess
or update by another transaction.

Storage that remains allocated by DC/UCF after a task ends. DC/UCF associates kept
storage with the logical terminal fromwhichit was requested. See alsoshared storage,
user storage.
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key

keys table

keyword

layout

LID

line

line drivers

line index

line mode

link

See CALC key, concatenated key, databasekey (db-key), foreign key, generic key,
primary key, symbolic key.

For each CAIDMS onlinetool, a table(defined at system generation) that describes the
terminal control keys and the functions they perform.

A word used inthe command syntax of a CA IDMS product. Keywords are recognized by
the system and must be typed exactly as shownin command syntax, which uses
uppercaseto displayrequired characters and lowercaseto display optional characters.

The arrangement of record blocks, sets,and indexes ina CA IDMS Schema Mapper data
structure diagram.

A 4-byte valuethatlocallyidentifies thework done by a transaction branch.AsingleLID
valueis carriedin BFOR, AFTR, COMT, ENDJ, and ABRT journal records to distinguishthe
work done by one branch from that of another. MultipleLID values can occurinthe
CKPT, DCOM, and DBAK records.

1) A communicationline.2) An IDD entity type used to document a method of
communication.

The software components that communicate with the access methods in useto move
data between mainstorage andteleprocessingl/O devices.

The item thatidentifies the location of a record occurrenceon a databasepage. A
databasepage contains onelineindex for every record occurrence on that page.

In DC/UCF programs, line-by-linetransfer of data to and from a program.

In CA IDMS/DB and CA IDMS/DC programming, the process of loadinga programor
dialogand passingcontrol toit.
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linkage options

linked constraint

linked relationship

literal field
LKG

LKS

LKW

load area
load list
load module

LOAD utility statement

local mode

In CA IDMS/DB, options that allowthe userto specify the types of pointers (next, prior,
and/or owner) to be used in relating member and owner occurrences of a set.

A referential constraintin which CAIDMS/DB maintains a physical linkage between the
rows in the referenced and referencing tables.See also unlinked constraint.

A relationshipinwhichrelated entity occurrences are linked to one another through
embedded pointers.Types of linked relationshipsare:chained orindexed. See also
unlinked relationship.

Inthe MappingFacility,a map field that displays a predefined literal string to be
displayed.

See lock grant control block (LKG)

See lock session block (LKS).

See lockwait block (LKW).

The DDLDCLOD or DDLCATLOD areas of the data dictionaryinwhichload modules are
stored. See also DDLDCLOD area, DDLCATLOD area,load module.

A path used by the DC/UCF system when searchingfor programs to load.Aloadlistcan
includeboth load libraries and data dictionaries. You define load lists during DC/UCF
system generation.

1) A programunit in executable code that can be loaded into main storage for
execution. CA IDMS products use load modules stored inthe load areas (DDLDCLOD or
DDLCATLOD) of the dictionaryorinaloadlibrary.2) An IDD entity type used to define a
load module. See alsoload area.

For an SQL-defined database, the utility that loads data.

A CA IDMS/DB mode of operationinwhicha batch program uses a dedicated copy of
the DBMS to access the database.Inlocal mode, only one application programcan
update the databaseatanygiven time. See also central version.
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local node

local response

local task

local transaction

location mode

lock acquisition mode

Ina DC/UCF communications network, the DC/UCF system that controls the terminal
you are using.In batch mode, the local nodeis the DC/UCF system with which your
program firstestablishes communication. This termis a synonym for host node.

In CA ADS, the type of responsethat is valid only when specifically associated with a
function. The concept of a local responseapplies specifically atapplication definition
time. The opposite of alocal responseis a global response.

Ina DC/UCF communications network, a DC/UCF task thatis requested and executed at
the host node. The resultingdatabasel/O can be performed by either the host node or
target node.

A transactionin which changes aremade to resources controlled by a singleresource
manager.

The manner inwhicharecord occurrenceis physically locatedinan area of the
database.The three availablelocation modes are CALC, DIRECT, and VIA.

For SQL sessions, the mode that determines when area locks areacquired. Preclaim
mode places locks onall areasthatspecify PRECLAIM when the firststatement that
requires access to the databaseis executed. Incremental mode delays placinga lockon
anarea until the firststatement that requires access tothe area is executed. See also
preclaimlockacquisition mode, incremental lock acquisition mode.

LOCK AREA utility statement

The utility that places a physical area lockonanarea or all areas ina databasesegment.

lock grant control block (LKG)

lock mode

lock session block (LKS)

The control block that identifies each resource in use by a task. All LKGs for the same
resource arechained together sothat all tasks sharingtheresource can be identified.

A mode associated with each logical lock that determines whether the lock conflicts
with other locks already held on the resource and with locks subsequently requested by
other transactions.See alsosharelock mode, exclusivelock mode, null-lock mode,
intent lock.

The control block that associates locks managed by the lock manager with the user
sessionrequestingthose locks. The LKS for a taskthat is waitingon a lock managed by
the lockmanager is chained to the LKW created to represent the wait.
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lock wait block (LKW)

locking

LOCKMON command

log area

log file

log service driver

logical area lock

logical database design

logical model

The control blockthatindicates a taskis waiting for a databaseresource. All LKWs for
the same resource arechained together sothat all tasks waiting on the resourcecanbe
identified.

In CA IDMS/DB, a facility thatmaintains theintegrity of the databaseby restricting
access byatransactiontorecords or areas thatare currentlyin use by another
transaction.

A system-defined task which you can use to displayandreactto locks beingheld for an
area or by aterminal. You canalsouselLock Monitor to free locks so that you can
change states for an area.

The runtime repository for DC/UCF system messages, snap dumps, trace information,
and statistics. Thelog can be assigned either to the DDLDCLOG area or to a sequential
disk or tape file.See also DDLDCLOG area, logfile.

See DDLDCLOG area.

A sequential disk or tape file defined for use as the DC/UCF system log. DC/UCF writes
the system log to a sequential file or to the DDLDCLOG area, depending on the
system-generation specification. CAOLQ Batch and CA ADS Batch users can specify their
own sequential logfiles for useat execution time. See alsolog.

The DC/UCF task that writes records to the CA IDMS/DC log area. Log servicedrivers
alsoopenthe logarea,initializethe CAIDMS/DC logwork area,and acquirelog buffers
at system startup.

A lock used by the central version to control concurrentaccess to areas by database
transactions running under the central version. Logical area locks arederived from the
mode inwhich anareais readied.See also physicalarea lock.

See logical model.

A logical mapping of data and data relationships, together with integrity rules, that
represents the inherent structure of the data relativeto a given set of business
functions. Typically, thelogical model is documented with the aid of data flow diagrams
representing the known set of all corporatefunctions. The logical model is not
application dependent; it represents all data entities and their relationships.
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logical network
A combination of databases and application programs thathandlean organization's
information and processingrequirements. See also physical network.

logical operators
The operators AND, OR, and NOT. These operators can be used inselection criteria to
help specify the rows to be accessed from a data table.

logical record
One or more databaserecords presented to the application programas a singlerecord.
Logical records provideaccess to multipledatabaserecords by a singlerequest. The use
of logical records issupported through the Logical Record Facility.

Logical Record Facility (LRF)
The software component that simplifies application programmingby allowingthe
databaseadministrator to predefine logical records and the processingsequences
necessary to access them.

logical terminal
1) DC/UCF's view of the events associated with a particular physical terminal. The logical
terminal is used by DC/UCF to communicate with the physical terminal. Atruntime, the
terminal operator's signoninformation (for example, password, and security codes), the
executing task,and resources are associated with the logical terminal. Alogical terminal
is defined by the LTERM statement at system generation. 2) An IDD entity type used to
document the logicalterminalsinanonlineenvironment.

logical terminal element (LTE)
The control block used by DC/UCF to manage and maintain the resources associated
with a particularlogical terminal.

logical-record element
A databaserecordthat forms partof alogicalrecord.

logical-record occurrence
The data returned inresponseto alogical-recordrequest. A logical-record occurrenceis
composed of one occurrence of each databaserecord that makes up the logical record.

logical-record request
A databaseaccess functionissued by anapplication programto request LRF services.
The four logical-record functions are OBTAIN, MODIFY, STORE, and ERASE.

logical-record request control (LRC) block
The control block through which LRF communicates with the program requesting
logical-record services.
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logically deleted record
A record flagged for deletion but not yet physically deleted from the database.CA
IDMS/DB physically deletes the record only after it has been disconnected from all sets
of whichitis a member.

logically deleted user/group
In centralized security,a user or group flagged for deletion but not yet physically
deleted from the user catalog. The security facility physically deletes the user or group
when you execute the SDEL taskineach system of the security domainandagainsteach
dictionaryinthe system that contains the security definitions.

longterm lock
A shared or exclusiverecord lockthatis maintained acrosstransactions.See also
locking, notify lock, record lock.

LOOK command
LOOK is a system-defined taskthat allows you to look at the contents of selected load
modules. See also IDMSLOOK.
LRC block
See logical-record requestcontrol (LRC) block.
LRF
See Logical Record Facility (LRF).
LTE
See logical terminal element (LTE).
LTERM

See logical terminal.

M

mail facility
See IDB Mail Facility.

mainline dialog
In CA ADS, adialogthatis designated as anentry pointto an applicationthread.Adialog

is specified as mainlinethrough the dialog compiler.

MAINTAIN INDEX utility statement
For a non-SQL defined database, the utility that builds, rebuilds, or deletes one or more
indexes.
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major code
The first partof the two-part valuereturned to the ERROR-STATUS field of the IDMS and
IDMS-DC communications blocks upon completion of a non-SQL DML function. The
major code, a two-byte value, identifies the DML function performed:
The value00 applies toall DML functions.
Values inthe range 01 through 20 identify databasefunctions, both onlineand batch.
Values inthe range 30 through 51 identify DC/UCF functions.
See alsominor code.

MANDATORY membership
A membership option that determines how member record occurrences are
disconnected from the set. When a record has mandatory membership ina set,
occurrences of that record are disconnected from the set with the ERASE function.

MANUAL membership
A membership option that determines how member record occurrences areconnected
to the set. When a record has manual membership ina set, occurrences of that record
are connected to the set with the CONNECT function.

map
1) A formatted layoutof a terminal screen. A map names the literal and variablefields
on the screen, identifies the location of each field on the screen, names the record
element associated with each variablefield, assigns display characteristics (attributes),
and defines editing criteria. Maps arecreated through the DC/UCF mappingfacility.2)
An IDD entity type that documents the maps (or tables) used by teleprocessing
monitors.

map level help
Help text associated with a map by means of the onlineor batch map compilers, and
whichis displayed when the help key defined for the map is pressed either with the
cursor positioned in a data field for which no field-specific helpis defined or outside of
anydata field.See also helpfacility, field level help.

map load module
The load module generated by the DC/UCF Mapping Facility. Programs and dialogs
execute map load modules to display and receive data.

map request block (MRB)
The control block used to perform mappingoperations.

map work record
A record associated directly with a map. The record is automatically availableto a dialog
or programthat uses the map. Map work records can be schema records or records
builtusingIDD. See alsodialogworkrecord.

MAPB
The task code for the onlinemap compiler for creating batch filemaps thatare used by
ADS/Batch. See also RHDCMAP1, RHDCMPUT.
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MAPC

mapin

mapout

mapping

mapping compilers

Mapping Facility

mapping mode

master terminal function

MDT

member record

membership

The task code for the onlinemap compiler for creatingonlinemaps. See also
RHDCMAP1 RHDCMPUT.

The mapping operationinwhichvalues entered by the terminal operator intovariable
map fields aremoved into program variablestorage. In CA ADS, each mapin operation
begins a new task.

The mapping operationinwhicha map is displayed atthe terminal. Literal fields are
moved to their assigned positions, and the contents of the associated data areasin
variablestorageare moved to the map's data fields.

The method used by CA IDMS onlinefacilities to transfer a complete screen of data
between application programs and a terminal.

Batch and onlinemappingtools:

The batch compiler (RHDCMAP1) and batch utility (RHDCMPUT) allowyou to define,
generate, decompile, report on, and delete maps in batch mode.

The onlinemapping compiler (also known as MAPC) allows you to define, generate, and
delete maps inonline mode.

A tool that you use to define the layoutof maps.

In CA IDMS/DC terminal management functions,the mode inwhich anentire screen of
datais transferred, field by field. Mapping mode can be used with 3270-type terminals
andalsowithglass TTYs that have associated deviceindependence tables.

See DCMT task.

See modified data tag.

A databaserecord type defined as subordinateto an owner record type ina
one-to-many relationship. For example, ina relationship defined between a DEPT owner
andan EMPLOYEE member, each department cancontain several employees.

In CA ICMS, the relationship between an entity and the folder or group in which that
entity is included. (Both objects and folders can be members of folders; both users and
groups can be members of groups.)
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membership options

menu

menu function

menu map

menu mode

menu stack

menu/dialog function

Ina non-SQL schema, the specifications thatindicate howa member record occurrence
is connected to or disconnected from a set occurrence. For a given record in a set, the
schema can specify one of the following membership options: MANDATORY
AUTOMATIC, MANDATORY MANUAL, OPTIONAL AUTOMATIC, or OPTIONAL MANUAL.

See menu map.

In CA ADS, anapplication functionthatdisplaysa system-defined menu map and
performs standard system-supplied menu processingactivities atruntime. See also
application function.

A map containinga listof valid responses the user canselect. In CA ADS, menu maps are
automatically builtfor an application defined by using the application compiler. A menu
map must be defined to coordinate with system-supplied menu processingfacilities. CA
ADS provides three system-defined menu maps for use in CA ADS applications. Users
canalsodefinetheir own menu maps. See also map, menu function.

The menu-driven version of the onlinedebugger, CAOLQ, and IDD.

In CA ADS, the sequence of menus and menu/dialogs that the user has executed but
through which the user has not yet returned. The CA ADS runtime system uses the
menu stackto manage the flow of control through menus at runtime.

In CA ADS, anapplication function defined as a menu function and also associated with
adialog.Like a menu function,the menu/dialogfunction uses system-supplied menu
processing facilities. However, the menu/dialogfunction canalso performany
processingdefined inthe associated dialog. See also application function, menu
function, and menu map.

Merge Archive utility statement

message

message area

The utility thatis used to merge the archived journal files of Data Sharing group
members that are sharingupdateaccess todata. Itcanalsobe used to merge archive
andlocal mode journal filesto simplify a subsequentrecovery operation.

An IDD entity type that documents informational messages to be used in DC/UCF
applications.

See DDLDCMSG area.
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message field
Inthe MappingFacility,a map field that displays messages generated by anapplication
program or by the automatic error-handlingfacility.

migration
1) The process of moving components from one system to another. 2) The process of
moving anapplication froma test system to a production system. 3) The conversion ofa
software system from one type of hardwareto another or from one type of software
architectureto another. 4) The process of upgradinganinstalled productto a new
releaseof that product. 5) The process of moving sourceand/or load modules from one
data dictionaryto another.

minimum fragment
The smallestportion of a variable-length record to be stored on a page other than the
record's home page. The minimum fragment specification, providedin the non-SQL
defined schema, is used when arecord's home page is too full to store the complete
record.

minimum path
In CA ICMS, the shortest path that uniquelyidentifies anentity inthe catalog.

minimum root
The smallestportion of a variable-length record to be stored on the record's home page.
The minimum root specification, provided in the schema, is used when a record's home
page is too full to store the complete record.

minor code
The second partof the two-part valuereturned to the ERROR-STATUS field of the IDMS
and IDMS-DC communications blocks upon completion of a non-SQL DML function. The
minor code, a two-byte value, describes the status of the functionidentified by the
major code. See also major code.

mixed page group feature
In CA IDMS/DB, the feature that allows a databasesessionto access data in different
page groups. Specifying MIXED PAGE GROUP BINDS ALLOWED when defininga DBNAME
activates this feature for all sessions connecting or binding to the DBNAME.

model dialog
In ASF, the defaultdialogusedto generate dialogs for data tables. The model dialogis
stored as a sourcemodule inthe DDLDML area of the ASF dictionary.

model map
In ASF, the defaultmap usedto generate screen displays for data tables. The model map
is storedinthe DDLDML area of the ASF dictionary.

model subschema
In ASF, the defaultsubschema used to generate subschemas for data tables. The model
subschema is stored as a sourcemodule inthe DDLDML area of the ASF dictionary.
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modified data tag
For avariablefield ona map, the internal tag that keeps track of whether or not the
valueinthat field has been changed by the terminal operator.

MODIFY
The navigational databaseaccess function thatreplaces the contents of a
database-record occurrence with the values inits correspondingvariablestorage.

MODIFY logical record
The LRF databaseaccess function thatreplaces the contents of a logical-record
occurrence with the values inits correspondingvariablestorage.

MODIFY path group
A collection of paths (predefined in a logical-record subschema) designed to service
application programs thatrequest a MODIFY logical-record function.

module
An IDD entity type used to define source code for processes, (files, edittables, code
tables, reports, and transactions.

MPMODE
See multiprocessing mode.

MRB

See map request block (MRB).

multihomed system
A system on which multiple network interfaces (instances of TCP/IP) are active.

multilevel hierarchy
A relationship formed when a member of a setis the owner of another set.

multiple membership
The relationship formed when a given record type is owned by more than one record
type and, thus, is a member in more than one set type.

multiple selectors
In LRF, two or more ELEMENT, FIELDNAME, FIELDNAME-EQ, or KEYWORD selectors
specifiedina single SELECT clause.Onlya programrequest whose WHERE clause
references all of the named selectors can be matched to this path.

multiple sets
The relationship formed when one record type is related to a second record type in
more than one way.

multiple-member relationship
A singlerelationship maintained for more than one child entity type.
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multiple-member set

multiple-set ownership

multiprocessing mode

multiprogramming

multitasking

multithreading

N

name server

native VSAM support

natural collating sequence

A setin which two or more record types participateas members.

A relationship formed when one record type owns more than one set.

The code lock that DC/UCF uses to enforce execution serialization in a multitasking
environment. Multiprocessing modes divide code into families. Certain families ensure
serial execution of all codethat has been assigned to that family while other families
allow concurrentcode execution. By serializing only that code which requires it, DC/UCF
isableto increasethroughput by exploiting multiple CPUs.

Under DC/UCF, the ability to execute several different tasks concurrently.
Multiprogrammingenables a system to run large-volumeonlineand batch programs
simultaneously.

Inthe DC/UCF environment, the ability to run multiple operating-system subtasks atthe
same time. DC/UCF supports multitaskingin a uniprocessingand multiprocessing
environment.

Under DC/UCF, the ability of two or more different tasks to execute a reentrant program
concurrently. Multithreading conserves storage and reduces CPU overhead.

A component of the CA IDMS databasecommunications architecturethatidentifies the
location of resources within the network.

The abilityto use CA IDMS/DB to access data froma file defined to VSAM and containing
VSAM records. The VSAM files mustbe defined to CA IDMS/DB by including specific
statements inthe schema and DMCL DDL. Once defined to CA IDMS/DB, the VSAM files
appear to the DBMS as CA IDMS/DB files and can be accessed by CA IDMS/DB
applications.

A collating sequence in which negative numeric values aresorted lower than positive
values.See also standard collating sequence.
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navigation

The process of searchingthe sets stored ina databaseand of following the member
record pointers (next, prior,or owner) to locatespecific record occurrences.

navigational database access

navigational DML

nested structure

next linkage

node

node name

Non-Interruptable Mode

non-sharable transaction

non-SQL defined schema

A databaseaccess method that requires knowledge of the physicalstructure of the
database. Navigational databaseaccessallows programmers precise control of the
database.See alsoSQL databaseaccess.

1) A data manipulation languagethatobtains and updates the databaseonerecord ata
time, usingcurrency and error checking to ensure correct results.2) Non-SQL DML
databaseand DC/UCF commands.

Any data processingstructurein which one component exists as a sublevel of another
component. See also bill-of-materials structure.

In CA IDMS/DB, the type of set linkagein which the owner and members of a set
occurrence arelinked by next pointers. Next pointers causethe owner to pointto the
firstmember, the firstmember to pointto the second member, andso on; the last
member points to the owner.

A system defined to a DC/UCF communications network.

The logical nameof a DC/UCF system.

The Animation Mode in which you do not specify animation stop (interrupt) points. CA
ADS Alive steps through dialoganimation oneline of code ata time, pausingfora
specified length of time. The Non-Interruptable Mode causes all CAADS Alive Animation
Runtime Session commands to be inoperative. See also Interruptable Mode.

A transactioninitiated by a databasesession for which transaction sharingis not
enabled. A non-sharabletransaction cannotbeshared by sessions thatarepeers of the
initiating session butcan be shared by sessions thataresubordinateto the initiating
session.See alsosharabletransaction, peer session, subordinatesession.

A schema defined with non-SQL DDL statements.
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non-terminating task data transfer

nonoperative status

nonterminal task

NOREADY

normalization

notify lock

nucleus

nucleus map

null PDE

null SELECT clause

A means of data transfer between program storage andaterminal that allows a
front-end application (for example,a CICS user task) to waitfor information from a CA
IDMS UCF back end without terminating. See also terminatingtask data transfer.

In CA ADS, the status of a dialog when control has passed from that dialogto another
dialogwith the TRANSFER or RETURN command (thatis, when the dialogis nolonger
part of the application thread).

A taskthatis notinitiated from a terminal.For example, a taskthat DC/UCF initiates
automaticallyatstartup or shutdown.

In CA ADS, anoption of the READY AREA compiler directivethat indicates thata dialog
will notuse the area and that the CA ADS runtime system should not ready itwhen a
databasetransaction begins.

The analysis of data structures based on a set of rules. The rules eliminateredundancy
andensure uniqueidentifiers. Under this approach, data can be normalized to varying
degrees (firstnormal form, second normal form, third normal form). Third normal form
is typically usedtodesign stabledata structures. Normalizationis partofthe database
design process.

A special form of the longterm lock established by usingthe LONGTERM NOTIFY option
of the KEEP DML command. Notify locks monitor databaseactivity for the record thatis
current of record type, set, or area.See alsolocking,longterm lock, record lock.

The group of modules that perform DC/UCF system functions,such as programloading
and storage management. Nucleus modules are stored inthe appropriateprogramand
reentrant pools.

A tablelistingthe name and address of each module inthe DC/UCF nucleus.

A generic programdefinition element thatis set asideduringsystem startup for later
use. You allocatenull PDEs to a system when you want DC/UCF to define programs
automatically. Null PDEs aredefined during system generation. See also automatic
program definition.

In LRF, a SELECT clausewithout any path descriptors.This clauseidentifies a path that
LRF can match with any logical-record request.
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null value

null-lock mode

object

object dictionary

object record

OBTAIN

OBTAIN logical record

OBTAIN path group

occurrence, logical-record

A constructthat denotes the absence of a value andis not the same as spaces or
numeric zeros, which are actual values.Inan SQL-defined database,a column,
regardless of data type, cancontaina null valueunless the column definition specifically
disallows them.

A special typeof logical lock whichis placed on a record to signify a notify lockand on an
area to signify transientretrieval access. Null-locks provide no protection against
concurrent access. See alsosharelock mode, exclusivelock mode.

The logical unitin which CAICMS maintains information. An object can be formatted as
a data table (the equivalent of a CA IDMS/DB data table) or can be stored ina free-form
format (to hold suchinformation as text, spreadsheets, and graphs).

In CA IDMS Dictionary Migrator, a dictionary thatacts as the destination for entities that
are moved duringthe migration process. Your object dictionaryis populated by entities
that are copied from your sourcedictionary(s). Only one object dictionary can beused
duringeach migration.See alsosourcedictionary.

1) A record occurrence that is the target of a databaseaccess request. 2) At system
generation, the dictionaryrecord representingan entity that participates ina DC/UCF
system. Objectrecords associatesourcerecords with DC/UCF systems. Only object
records are used when a DC/UCF system executes. See alsosourcerecord.

The navigational databaseaccess function thatcombines the FIND and GET operations
to retrieve a record occurrence.

The LRF databaseaccess function thatretrieves a logical-record occurrence.

A collection of paths (predefined in a logical-record subschema) designed to service
application programs thatrequest a MODIFY logical-record function.

See logical-record occurrence.
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occurrence, override
A specificationin the Security Resource Type Table (SRTT) for an occurrence of a
resource that overrides the SRTT specification for the resource type.

occurrence, record
See record occurrence.

OCF
See Online Command Facility (OCF)

OCFX task
An onlinetaskthat executes OCF-language modules; thatis, modules containing
Command Facility statements.

offline area status
The status for an area defined to the runtime DMCL in which databasetransactions
executing under the central version can neither retrieve nor update data in the area.

offload
The process of moving the contents of a diskfileto tape.

OoLM
The onlinemappingfacility of DC/UCF. Note that this term no longer refers to the online
map compiler (MAPC and MAPB).

oLP

The system task that invokes the online PLOG. See alsoonline PLOG.

OLQ access mode
In CA OLQ, anaccess mode that you use to access non-SQL defined (that is, ASF) tables
andrecords. See also IDMS access mode.

ON clause commands, path-DML
In LRF, commands that specify path branching, path iteration, or return control to the
programinresponseto a specific error-status valuereturned by the DBMS.

ON clause, program request
A clausethatcanbe coded inan application program, followinga logical-record request,
to test for a specific path status returned by LRF.

one-of-a-kind record
See OOAK record.

Online Command Facility (OCF)
The CA IDMS tool you use to submit Command Facility statements interactively and see
the resulting output on a display screen.See also Command Facility.
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online debugger

A facility to detect, trace, and eliminateerrors in programs runningunder the control of
a DC/UCF system.

online mapping (MAPC and MAPB)

online PLOG

online program

online task

The onlineversion of the facility for defining and generating maps for onlineuse (MAPC)
or batch (MAPB).

The onlineversion of the PRINT LOG utility that displaysthecurrent contents of the
DDLDCLOG area of the data dictionary.See also PRINTLOG utility statement

A programthat executes ina DC/UCF system. See also batch program, TP-monitor
program.

A task defined to the DC/UCF system either during system generation by means of the
TASK statement, oratruntime by means of the DCMT VARY DYNAMIC TASK command.

online terminal block (OTB)

In CA ADS, the control block used by the runtime system. Associated with a logical
terminal, this block exists acrosstasks,anchoringall other control blocks. The OTB
contains the name of the current dialogand the addresses of the current variabledialog
block (VDB) and the fixed dialogblock (FDB).

online terminal block extension (OTBX)

online work area (OWA)

OOAK record

open cursor

OPER

In CA ADS, an extension of the onlineterminal block (OTB) that is created when the
runtime system executes anapplication generated by the application compiler.The
OTBX contains pointers to the task application table (TAT) and to the record buffer block
(RBB) and application definition block (ADB) for the currently executing application.

In CA ADS, the work area that exists for the life of a task. The OWA contains fields for
communication between ADSORUN2 and ADSOCDRYV, the subschema control block, a
pointer to the current map request block (MRB), and aninternal stack.

A one-of-a-kind record type inthe database. An OOAK record is created when onlyone
occurrence will existfor a record type.

The act of opening a cursor;thatis, makingthe cursoravailableto the programto fetch
cursor rows.See alsoclosecursor.

The system task code that invokes the DC/UCF dynamic system monitor. See also
dynamic system monitor.
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operating mode

operative status

OPTF

OPTI module

optimizer

OPTIONAL membership

order option

orphan count

oTB

OTBX

outer join

See protocol.

In CA ADS, the status of a dialogthatis stillanactivepartof anapplication thread. See
alsoapplication thread.

See RHDCOPTF

See IDMSOPTI module.

A component of the SQL option that validates tableand columnreferences againstthe
dictionary andselects the most efficient databaseaccess strategy for an SQL statement.

The membership optionthat determines how member record occurrences are
disconnected from the set. When a record has optional membershipin aset,
occurrences of that record can be disconnected from the set without being erased.

Ina non-SQL schema, the specification thatindicates the logical order in which member
record occurrences areconnected withina set occurrence. The following order options
are available: FIRST, LAST, NEXT, PRIOR, and SORTED.

A count maintained by CA IDMS/DB when adding members to an unsorted indexed set.
The orphan countindicates the number of index entries that have been relocated when
an SR8 recordis splittoaccommodate new members.

See onlineterminal block (OTB).

See onlineterminal block extension (OTBX).

A SELECT statement operation that joins completetables; thatis,itincludes the rows
that have no match inanother table. The resultof an outer joinis a resulttablewith all
the rows from one of tables inthe join operation.See alsojoin.
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overflow

overflow run unit

OWA

owner linkage

owner record

ownership

P

PA key

In CA IDMS/DB, a condition occurringwhen records must contend for storage spacein
the database.The two types of overflow are CALC overflow and clustered (or VIA)
overflow. A CALC overflow condition occurs when the randomized page for a CALC
record is too full to accommodate the record; the record is stored on the next page. A
clustered (VIA) overflow condition occurs if the page size for the databaseareais too
small toholdall occurrences ofa clustered relationship.

A system run unitthat is initiated by DC/UCF when all predefined system run units arein
use. DC/UCF terminates overflow run units when they areno longer needed.

See onlinework area (OWA).

The type of set linkagein which the owner and members of a setare linked by owner
pointers. Owner pointers cause each member to pointto the owner.

The record type to which all other records ina set are subordinate.

1) An attribute of an SQL schema. The user who issues the CREATE SCHEMA statements
owns the schema and implicitly holds all access and definitions privileges on the tables,
views, and access modules associated with the schema. Ownership can be transferred
from one user to another. 2) In CA ICMS, the relationship between a user (or the
catalog)andanentity owned by that user. A user can own objects and folders;the
catalogcanown objects, folders, users, and groups.

See program attention (PA) key.

packet-data-movement buffer

page

The CSA (z/0S), the SVA (z/VSE version 2.1 or later), or the area ina storage pool that
DC/UCF uses to communicate with external request units.

A logicaldivision of the databasethat corresponds to a physicalblockina file.An areais
made up of a range of contiguous pages. All pages within anarea have the same ssize,
but page sizecanvaryfrom one area to another.
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page field

page group

page identifier

page lock

page number

page range

page reserve

pageable map

panel

parent

Inthe MappingFacility, a pageable-map field that displays the current page number and
permits the operator to select another page for display.

An attribute of a segment that uniquelyidentifies a collection of pageranges.Ina
multiple-databaseenvironment, a segment can be associated with only one page group,
whilea page group can be associated with more than one segment; thatis, page groups
allowa page range to occur more than once.

A uniquetwo-character (alphabetic)identifier thatspecifies the position of a (paper)
pageina CA IDMS Schema Mapper data structurediagram. The firstcharacteridentifies
the page's column (which runs down the length of the diagram), and the second
character identifies the page's row (which runs across the width of the diagram).

A logicallock used by CA IDMS/DB to protect the contents of a database page whileit
resides ina Data Sharing group member's buffer pool.

A unique, system-assigned number for a database page.

1) The range of pages, from beginning to end, ina databasearea.2) A subgroup of
pages ina databasearea.

The specified number of bytes per page designated specifically for expansion of
variable-length records. Page reserves minimizefragmentation of variable-length
records during update functions. The designation of a page reserve does not affect the
physical structure of the database.

In CA ADS, a map that can containunlimited occurrences of a set of map fields. A
pageablemap cancontain more detail occurrences than can fiton the terminal screen
at one time; the terminal operator can move from page to page to view all thedetaiil
occurrences.

An IDD entity type that associates documentational entries and users with maps used in
the 3270-type terminal environment. In DD, the terms panel and screen are
synonymous.

A logical databasedesign term that refers to a referenced table in SQL databasedesign
andan owner recordinnon-SQL databasedesign.See alsochild, owner record,
referenced table.
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participant

passkey

PassTicket

path

PATH

path group

path iteration

path selectors

path status

Ina two-phase commit, a resource or transaction manager other than the coordinator.
A participantis sometimes referred to as an agent. See also coordinator.

In CA ICMS, a catalogentity that represents permission for users to access information
or to perform administrativetasks.See also catalogaccess passkey, data access passkey.

A time-limited and single-usesubstitutefor a password. PassTickets aretypically usedin
situations whereitis desired to avoid sendinga multi-use password without any time
limitation acrossa computer network in clear text. An authorized program (not CA
IDMS) generates PassTickets explicitly for a particular user and application. Using
PassTickets requires thatan external security system such as CA ACF2, CATSS or IBM
RACF is employed.

1) InCA IDMS/DB, a route through the application databasethatis usedto access and
update data.2) In LRF, the subschema component that contains path-DML commands.
These commands perform the data manipulation necessarytofill a program's
logical-record request.

In CA Culprit, the parameter thatindicates the access path through the database.

In LRF, a collection of paths (defined in a subschema) designed to fulfill program
requests for specific logical recordsand specificdatabaseaccess functions. Up to four
path groups can be defined for each logicalrecord (thatis, OBTAIN, ERASE, STORE, and
MODIFY).

In LRF, the reexecution of all or partofa logical-record pathtoaccess all occurrences
that meet the selection criteria specifiedina programrequest orina path WHERE
clause.Pathiterationis implemented through FIND/OBTAIN EACH path-DML
commands.

The descriptors ina subschema SELECT clausethat LRF compares with the contents of a
program request's WHERE clause.

A literal provided by either LRF or the DBA to indicatethe outcome of a logical-record
program request.
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path-DML commands

peer session

permission

PF key

physical area lock

physical database

In LRF, the DML statements ina logical-record path (defined in a subschema) that
perform the databasenavigationandfunctions necessary to fulfilla program's request
for alogical record. See also Data Manipulation Language (DML).

A databasesessioninthesame session hierarchy as another session and neither of
whichis a subordinatesession of the other. See also databasesession, subordinate
session,encompassingsession, top-level session.

In CA ICMS, authority given to a user through passkeys.Users can be given permission to
manipulateinformationin CAICMS as well as to manipulatecatalogentities.

See program function (PF) key.

A lockset and examined by CAIDMS/DB whenever an areais opened in an update
mode. Physicalarea locks prevent concurrentupdates by multiplelocal database
transactions, multiplecentral versions, or both. Physical area locks also preventupdate
access toan area thatrequires rollback of databasetransactions. See alsological area
lock.

A collection of data that resides in operating system files; CA IDMS/DB uses information
provided at runtime to determine how to map the logical representation of the
databaseto one of perhaps many physicalimplementations of the database.See also
segment.

physical database definition

physical database design

physical DDL

physical network

The part of the databasedefinition thatdescribes the physical structure of the database,
including segments, the DMCL, and a databasename table.

The process of tailoring the logical model to specific application performance
requirements, the best use of computer resources, and efficient data access.

The databasedefinition language submitted to the Command Facility thatdefines a
physical database. Physical DDLstatements define DMCLs, databasename tables,
segments, and the components associated with these entities.

A combination of interconnected equipment (hardware) and programs
(telecommunications access methods) used to transmitdata between physical locations.
See alsological network.
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physical terminal

PLOG

pointer

populate

port

positioned delete

positioned update

POST OFFICE

1) A physicaldevice,such as a CRT (3270-type), TTY, or printer, that exists withina
teleprocessing system. In the DC/UCF environment, a physicalterminal is associated
with a logical terminal; physical terminals are defined with the PTERM statement at
system generation. 2) An IDD entity type that documents the physical CRT, TTY, and
printer devices in a teleprocessing system.

See online PLOG.

A databasekey stored in the prefix of a record occurrencethat indicates the physical
locationinthe database of another related record occurrence. When a set is defined
between related databaserecord types, CA IDMS/DB stores pointers to represent their
relationship.

To load a databasewith actual data values. A databasecan be populated only after it
has been defined.

1) Inthe context of TCP/IP, a 16-bitnumber that is used to distinguish different
application programs thatusethe same network interface. 2) In CA IDMS DDS, an access
point through which the node passes requestand response packets to another node.

Using SQL DML, deleting the row where the cursoris positionedinthe resulttable
associated with an updatablecursor. A positioned delete requires the WHERE CURRENT
OF clauseinthe DELETE statement. See alsosearched delete.

Using SQL DML, modifying one or more columnvalues ina row where the cursoris
positionedinthe resulttableassociated with an updatablecursor. A positioned update
requires the WHERE CURRENT OF clauseinthe UPDATE statement. See alsosearched
update.

In CA ICMS, a user entity that controls the distribution of letters through the mail
facility.

Post-Abort Browse Facility

POSTMASTER

Inthe event of an animation/execution abort, CA ADS Alive displays the Post-Abort
Browse Session screen showing the process containingtheerror. The lineof source
which causedthe abortis preceded by the associated error message.

In CA ICMS, a group entity whose members shareauthority over the mail facility.
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preclaim lock acquisition mode

predefined run unit

predicate

prefetch

prefix

premap process

prepared statement

primary key

primary protect key

A lock acquisition mode for SQL sessions thatplaces locks on all areas thatspecify
PRECLAIM when the firststatement that requires access tothe databaseis executed by
the session withina transaction. See alsoincremental lock acquisition mode.

A system run unitinitiated at DC/UCF system startup and maintained for the duration of
system execution. See alsosystemrun unit.

An operand of asearch condition. Itexpresses or implies a comparison operation. For
example, the BETWEEN predicate searches for all values within a range of values.

A CA IDMS/DB feature for z/0S that provides the capability for CAIDMS/DB to do full
trackreads. I/O requests arebundled sothat there is only one scheduling action for
multiple physical I/O's.

See pointer, record prefix.

An optional component of a CA ADS dialog. A premap process is executed before the
dialog's mapis displayed, unless ENTRY POINT IS MAP is specified. The premap process
performs anyspecial processingrequired by the map. A given dialogcan haveonlyone
premap process.

A premap process is defined as a standalone process moduleinthe data dictionary.You
make a process module the premap process for a dialog by using the dialogcompiler.
See alsoprocess module, response process.

An SQL statement that has been dynamically compiled atruntime.

1) The element or elements ina recordthat uniquelyidentify each occurrence of that
record type. 2) The column or columns ina table that define a unique constraintand
which are not null.The primary key uniquely identifies each row and prevents duplicate
rows from being stored. See alsoforeign key, secondary key.

One of two storage protect keys, provided by the operating system, that DC/UCF uses
to implement storage protection. When the system nucleus has control of the DC/UCF
region/partition, all storage pages in the region/partition areset to the primary protect
key. This allows thesystem nucleus to modify any page in the region/partition. See also
alternate protect key.
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primary storage pool
Storage pools 0and 255in a DC/UCF system. The primary (system) storage pool
contains systemstorage and, optionally, user storage. Storage pool 0 must be defined in
order for the DC/UCF system to startup. Storage pool 255 is the primary (system) pool
locatedin31-bit address space.

PRINT INDEX utility statement
The utility that reports on the structure of system-owned indexes and indexed sets.

PRINT JOURNAL utility statement
The utility that reports on transaction checkpointsinanarchivejournalfile.

PRINT LOG utility statement
The utility that prints all or selected portions of the DC/UCF system logor anarchivelog
filecreated by the ARCHIVE LOG utility statement.

PRINT PAGE utility statement
The utility that prints the contents of one or more databasepages indisplay(character)
and/or hexadecimal format.

PRINT SPACE utility statement
The utility that reports on space utilizationin oneor more areas or segments.

prior linkage
The type of set linkagein which the owner and members of a set occurrence are linked
by prior pointers. Prior pointers causethe owner to pointto the lastmember, the last
member to pointto the next-to-the-last member, andsoon; the firstmember points to
the owner.

privacy lock

See access restriction.

private catalog
In CA ICMS, a portion of the catalogthat contains data controlled by anindividual user
(as opposed to data controlled by the corporation).See also CORP, corporate catalog.

private property
All objects and folders in CA ICMS that are owned by a particularuser (thatis, stored in
a private catalog).

privilege
Under CA IDMS internal security, the right to access a particular resourceand perform a
particularoperation onthat resource. Types of privileges are:definition privileges,
access privileges, or administration privileges.

procedure

Inthe context of SQL, an SQL procedure.
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process

process command

process module

product code

profile

program

An IDD entity type used to define source code for CA ADS process modules.

In CA ADS, a command provided for use in coding process modules for dialogs.Process
commands areEnglish-like statements that are fully integrated with DC/UCF and CA
IDMS/DB facilities. See also process module.

In CA ADS, a module of process commands defined for useindialogs. Aprocess module
performs one or more processing options for the dialog. For example, a process module
might obtain and update employee records in the database.

You define a process module inthe data dictionary by usingthe DDDL compiler.You add
a process module to a dialogby usingthe dialogcompiler. When used by a dialog, a
process module is either a premap process or a response process.See also premap
process, response process.

The unique system-supplied name that identifies a DC/UCF development tool or online
compiler to the transfer control facility (TCF). For example, IDD is the product code for
onlinelDD; SSC is the product code for the onlinesubschema compiler.

A set of attributes and options associated with users ina CA IDMS environment. Profiles
used to set initial values for environmental variables in theuser session areprocessed at
signontime. See also user profile, system profile.

1) An IDD entity type used to document user application programs.2) Under DC/UCF, an
executable entity thatis stored and executed as a program; (for example, a subschema,
map, dialog, edit/code table, or DML program).

program attention (PA) key

A predefined control key that serves as analternativeto typing a certaininstruction.
When a PA key (PA1, PA2, or PA3) is pressed, no data is transmitted from the screen to
the record buffer. See also control key, program function (PF) key.

program definition element (PDE)

program directory list

The DC/UCF control block that specifies general programcharacteristics. The number of
PDEs used ina DC/UCF system is controlled by system-generation specifications.

An internal table of programs defined to the DC/UCF system. The programdirectory list
is builteither at system startup or as programs are loaded during system execution.
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program function

In CA ADS, anapplication function associated with a site-written program. This
site-written COBOL, PL/I, or Assembler program performs the processingactivities
required by the function. For example, the program might perform specialized data
cross-validation routines. See also application function.

program function (PF) key

program pool

program processor

program registration

project

prompt mode

propagation

A predefined control key that serves as analternativeto typing a certaininstruction.
When a PF key (PF1 through PF24) is pressed, data is transmitted from the screen to the
record buffer. See also control key, programattention (PA) key.

The storage spacein memory into which resident and nonresident programs are loaded
for execution. Typically programpools hold CAADS applications, dialogs, subschemas,
maps, databaseprocedures, edit/code tables,access modules, relational command
modules, and user programs. Program pool specificationsare partof a system's
definition.

A component of the Dictionary Loader that analyzes a single COBOLprogram and
outputs information about how the program uses data.

The CA IDMS/DB security feature that enables you to associate programs with
subschemas.Using programregistration, you can control compilation of DML programs
that use a particular subschema.

The generic relational operation through which only specific columns of a data tableare
accessed.

The line-oriented method of communicating with the debugger.

In CA ICMS, an ambiguous association thatcan occur when duplicatenames are used.

protected retrieval ready mode

A retrieval ready mode in which other transactions executing concurrently under the
central version canready the area onlyinsharedretrieval or protected retrieval modes.

protected update ready mode

An update ready mode in which other transactions executing concurrently under the
central version canreadythe area inshared retrieval mode only.
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protocol

prototype

proxy lock

pseudo column

pseudo-conve rse

1) InCA IDMS/DB, a set of sourcestatements that the DML compilers useas a model to
convert DML statements into calls for DBMS services. A protocol is stored as a module in
the data dictionary. 2) The formats and sequencing of communications between entities
duringthe performance of an operation. For example, IPis a communications protocol
that defines a packet deliveryservice.

In CA ADS, anearlyversionof anapplication usedto test and demonstrate the
functions, responses, and maps of the application. The production application can be
developed directly from the prototype.

A global lock used to represent a lock on each record within a given database page.
Proxy locks areacquired onlyina Data Sharingenvironment.

An automatically created column that does not physically existon the database.

The interval between mapout and mapin, duringwhich the system resources for a task
are freed.

pseudoconversational programming

PTERM

public access

PUNCH

PUNCH utility statement

An onlineprogrammingtechnique that frees resources being used by a task whilethe
system waits for completion of data entry by the operator. For exampl e, the runtime
system of CA ADS is pseudo-conversational.

See physical terminal.

In DD, the ability of unregistered users to access data dictionary entity occurrences.

When using CA IDMS compilers in batch mode, the functionthat directs informationto
the filedefined for punched output.

The utility that retrieves the DMCL or databasename table load module from the
dictionary,and writes them, in object module form, into the file defined for punched
output.
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gfile

QREPORTs

quasi-reentrant program

queue

queue area

queue record

quiesce point

radix

RBB

RCE

1) A module, stored inthe data dictionary, thatcontains a sequence of CA OLQ
commands. When a dfileis executed, all of the commands contained initare
performed. Qfiles can be created automatically through CA OLQ or manually through
IDD. 2) An IDD entity type used to define sourcecode for CAOLQ dfiles.

Reports that provideinformation on SQL-related entities stored inthe DDLCAT,
DDLCATX, and DDLCATLOD dictionaryareas.

A COBOL program that does not modify its own code, other than working storage.

1) A work area containing queue records shared by tasks on all DC/UCF terminals and by
batch programs. Queue records allowa task or application to pass data to another task
or application, or to transfer data from one terminal to another. The records ina queue
are preserved across systemshutdowns for a user-specified number of days.2) An IDD
entity type that documents the manner in which a teleprocessing system groups similar
requests. See also queue record.

See DDLDCRUN area.

A record stored inthe DDLDCRUN area. Queue records, once stored, are availabletoany
taskina system. Queue records aremaintained until explicitly deleted or until a
retention period elapses.

A quiescepointisa pointintime at which no transactions areaccessinga databasearea
inupdate mode.

See database-key format.

See record buffer block (RBB).

See resource control element (RCE).
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RCM module

READY

ready mode

realtime monitor

record

record block

record buffer

record buffer block (RBB)

record element

record ID

A module that contains theSQL statements embedded inanapplication program.You
create an RCM by precompilingthe program that contains the embedded SQL
statements. See alsoaccess module

The databaseaccess function thattells CA IDMS/DB which areas of the databasethe
application programwill accessandin which ready mode.

See area ready mode, default ready mode.

The component of the CA IDMS Performance Monitor that captures and displays
information describingthe use of specific systemresources atthe time of the request.

1) An IDD entity type used to document records, reports, and transactions. Typically,
records are collections of related elements. Reports are hard-copy records. Transactions
are collections of functions or processes. 2) A synonym for record type and for record
occurrence. 3) The internal implementation of the rows of an SQL table.

A representation of a CA IDMS record ina CA IDMS Schema Mapper data structure
diagram. Record block descriptions canalso belistedin the Cross -Reference Report. A
record block contains various record fields.

The spacein memory thatis allocated atruntime to hold the data values of a record.
The sizeand layout of a buffer correspond to the definition of that record inthe data
dictionary. See also buffer, database buffer, journal buffer.

In CA ADS, the storageblock dynamicallyallocated by the runtime system for
subschema, database, work, and map records used by a dialog. An application can have
one primary RBB and as many secondary RBBs as needed. The sizeof the RBB is
specified by the PRIMARY POOL and SECONDARY POOL parameters of the ADSO system
generation statement.

1) A logical subdivision of a record, also called an element or a field.2) InIDD, the entity
used to associatean element with a record. See also element.

A number that uniquelyidentifies each record type inthe database.Record IDs are
assigned explicitly by the DBA or automatically by the schema compiler.
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record lock

record occurrence

record prefix

record type

record-type diagram

recovery

recovery unit

reentrant pool

reentrant program

Under the central version,alock placed on a record occurrence to prevent access to
and/or update of that record occurrence. Record locks are used to protect the integrity
of databaserecords (for example, preventing concurrentupdating of an occurrence by
two or more transactions).Record locks are never maintained for transactions operating
inlocal mode sinceconcurrentupdate is prevented by physicalarealocks.Seealso
locking.

A collection of related data element values accessibleas a unitthrough CA IDMS/DB. A
record occurrencecorresponds to arow in a data table.

The part of arecord occurrencethat describes the set relationshipsfor the record. The
prefix contains pointers to the next, prior (ifapplicable),and owner (ifapplicable)
records inall sets in which the record participates.

In CA IDMS/DB, a defined category of information inthe database, representing a group
of similarrecord occurrences. (For example, the DEPT record type provides a template
for data about all departments within the organization.)

A graphicrepresentation used to define the characteristics ofa record type inthe
database. A record-type diagramcontains suchinformation as record name, id number,
and length. Record-type diagrams areused within a data structure diagramto define
the entire database.See also data structurediagram.

The process of restoring the contents of the databasewhen an error occurs that
corrupts the databaseor diskjournal file. Recovery procedures restore altered areas to
their original state.

The part of a transaction thatfalls between two checkpoints.

The storage spacein memory into which reentrant programs and tables areloaded for
execution. Reentrant pool specificationsarepartofa system's definition.

A programthat dynamicallyacquires all variable storageand does not modify its own
code.
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referenced table

referencing table

referential constraint

referential integrity

reflexive join

registered user

relational DBMS

relational key

relational model

relational table

The tableina referential constraintthatcontains the primary key. To assurereferential
integrity between two tables,arow inthe referenced table cannotbe deleted or have
its primary key altered if the primary key value exists as a foreign key in the referencing
table.

The table inareferential constraintthatcontains the foreign key. To assurereferential
integrity between two tables,arow canbeinserted inthe referencing table onlyifthe
valueof its foreign key exists as a valueinthe primarykey of the referenced table.

A constraintthatdefines a relationship between two tables. A referential constraint
identifies a foreign key in the referencing tablewhose valuemust existas a valueinthe
primary key of the referenced table.

In CA IDMS/DB, the data integrity rule that guarantees consistency between tables that
sharea common column value. For instance, referential integrity would ensure that
customer order informationis not added to the databaseunless the customer has
already been added. See alsointegrity, recovery.

A generic relational operation thatyields a resulttable comprised of columns from
different rows of the same table. Reflexive joins areused to implement bill -of-materials
structures.

A user who is permitted to access and/or update an entity occurrence inthe data
dictionary.

A database management system based on the relational model. See alsorelational
model.

InIDD, a user-defined keyword that relates entities of the same type. User-defined nests
areimplemented through relational keys.

A data model in which datais represented in data tables consisting of rows and
columns. Data tables can be manipulated with the three relational operations:select,
project, andjoin.See alsorelational DBMS.

See data table.
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RELOAD utility statement
Reloads the databaseusinginputcreated by the UNLOAD utility statement.

relocatable storage
Storage within the DC/UCF region/partition thatis eligibleto be written to scratch
across a pseudo-converse. In CA ADS, storage used for currency blocks, CA ADS control
blocks (OTBs), OTB extensions,and variabledialogblocks (VDBs) can be designated as
relocatable. Relocating storage makes more efficient use of the storage pool but
increases |/O tothe scratch area.See alsofastmode threshold, relocatablethreshold.

relocatable threshold
The point at which DC/UCF transfers CA ADS relocatablestorageto the scratch
(DDLDCSCR) area across a pseudo-converse. The relocatablethresholdis expressed as a
percentage. For example, ifthe relocatablethresholdis 75, DC/UCF only transfers
inactivestoragefrom the storagepool to the scratch area when the storagepoolis
more than 75% full.See alsofast mode threshold, relocatablestorage.

relocated record
In CA IDMS/DB, a record that is moved from its home page to another page by the
RESTRUCTURE SEGMENT utility statement, the migration utility (RHDCMIG1 and
RHDCMIG2), or as aresultof processingan SQL DDL statement. A relocated recordis
considered an SR3 system record and the lineindex created for the record on the new
page contains a recordid of 3. When CA IDMS/DB accesses therecord, it canreturn the
record to its home page ifthere is spaceavailable.See also SRn system record.

remote task
Ina DC/UCF communications network, a taskthat uses CA IDMS UCF to execute ata
target node rather than at the host node. The host node performs terminal I/0
operations.The target node executes the program and either performs databasel/O or
routes the request through CA IDMS DDS to yet another node. In this case, both the CA
IDMS UCF front end andthe CA IDMS UCF backend are DC/UCF systems.

requestor lock table (RLT)
In CA IDMS/DB, the locktable created for each transaction with longterm locks.

required field
A field for which the terminal operator must supplyinputdata.

reserved word
A keyword incommand syntax that cannot be used for any other purpose. Forinstance,
areserved word cannot be used where the syntaxcallsfora user-supplied value.

resident program
A programthat is loaded at DC/UCF system startup and remains inthe system
region/partition for as longas the systemis running. Resident programs areloaded into
the appropriateprogramor reentrant pool.You designate resident programs by using
the system-generation PROGRAM statement.
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resource
1) A component or service used by the DC/UCF system at runtime. Resources include
CPU time, program pools, storage pools, tasks, queues, buffers, journals, RLEs, RCEs,
DPEs, EREs, database-key locks, the log, the loader,and system servicecalls. 2) Within
the security facility, entities in your environment to which you control access.3) An
object to whichrequests arerouted. See alsodatabaseresource, global resource,
resource name table, system resource.

resource control element (RCE)
The control block created when ataskacquires a resource. The RCE contains pointers to
the taskidentifier and to the resource being used.

resource link element (RLE)
The control blockthat links all resources being used by a task.

resource manager
A software component that controls accessto and the state of one or more recoverable
resources such as a database. A central versionis an example of a resource manager.

resource manager interface (RMI)
A software component that facilitates communication between a transaction manager
anda resourcemanager. The RMI forwards requests from the transaction manager to
its correspondingresource manager and returns the results of the operation.

resource name table
A tablecreated by CA IDMS from the RESOURCE TABLE system generation statement.
The resource name table identifies the nodes on which resources inyour DC/UCF
communications network are located. DC/UCF uses the resource name table at runtime
to identify the location of resources required to satisfy databaserequests.

resource timeout interval
The amount of time the DC/UCF system permits a terminal to be inactivebefore it
invokes a resource timeout program. Terminal activity occurs when the user presses a
control key (suchas ENTER or PF1) that passes data to the system. See alsoresource
timeout program.

resource timeout program
The program invoked by the DC/UCF system when the resourcetimeout interval
expires.See alsoresourcetimeout interval.

resource type
Within the security facility, entities in your environment to which you control access.
See alsoglobal resource, systemresource, databaseresource.

resource, securable
A CA IDMS/DB entity to which you control access. For example, securableresources are
users and system profiles.
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response
See applicationresponse, global response,internal response,localresponse, valid
response.

response field
The special 1-to 32-character map field in which terminal operators canenter a
responsefield value(for a responseprocess or application response) to select the next
processingto be performed. The SRESPONSE map field or the AGR-MAP-RESPONSE field
of the ADSO-APPLICATION-GLOBAL-RECORD canbe used as the responsefield.

response field value
Ina dialog, the field valueassociated with a specific response process inthedialog. At
runtime, the user can enter the response field valueinthe map's responsefield to
execute that response process.

response process
An optional component of a CA ADS dialog. Aresponse process is executed after the
end user presses a control key (such as PF1 or ENTER) inresponse to the dialog's map.A
given dialogcan haveany number of responseprocesses.
A responseprocess is defined as a standalone process modulein the data dictionary.
You make a process module a responseprocess for a dialoghby usingthe dialog
compiler.

RESTORE utility statement
The utility that restores one or more areas in a databaseby copyingbackthe contents of
afilecreated by the BACKUP utility statement.

restructure
The process of reorganizingthe structure (records, sets, areas) of an existing non-SQL
defined database.Restructuring is usually performed to improve databaseefficiency or
to meet changing data management requirements.
See the RESTRUCTURE utility statement.

RESTRUCTURE CONNECT utility statement
The utility that connects new prior and owner pointers in existing sets.

restructure schema compare utility
See IDMSRSTC utility.

RESTRUCTURE utility statement
The utility that modifies record occurrences to match new schema specifications.

RESYNCHRONIZE STAMPS utility statement
Inan SQL-defined database,the utility that compares and updates synchronization
stamps.The comparisonis madebetween the stamps that resideinanarea of an
SQL-defined databaseand their counterparts that residein the catalog. The utility can
update either set of stamps.
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retrieval area status

retrieval path

retrieval ready mode

RHDCMAP1

The status of anarea defined to the runtime DMCL in which databasetransactions
executing under the central version canretrieve but not update data inthe area; a local
mode transaction or another central version can update the area.

The logical-record path (defined in a subschema) that carries outthe OBTAIN
logical-record function requested by an application program. See also OBTAIN path

group.

An areaready mode inwhichthe readying transaction canretrieve, but not update,
datainthe area.

A batch component of the MappingFacility. See also RHDCMPUT.

RHDCMIG1 and RHDCMIG2 utility programs

RHDCMPUT

RHDCOPTF

Utility programs that convert the DDLDML area of release 10.0 dictionaries to the
DDLDML area of a release12.0 dictionary.

A batch component of the MappingFacility.See also RHDCMAP1.

A module loaded at CA IDMS startup that identifies the optional functionality activated
for the system. This load moduleis created by assembling and linking the sourceversion
of the RHDCOPTF module. The specific optional functionality to be activatedis set by
using the #DEFOPT macro.

RHDCSMIG utility program

RLE

RLT

RMI

role

A utility programthat converts user, task, and program security definitions froma
release10.2 dictionaryto preliminaryrelease 12.0 security definitionsand
authorizations.

See resource link element (RLE).

See requestor locktable (RLT).

See resource manager interface.

Ina subschema, anidentifier used when a databaserecord occurs more than onceina
singlelogical-record definition. Roles aretypically used to process bill -of-materials
structures.
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ROLLBACK

rollback

rollback statement

See alsorollback statement.

The part of a backout process that restores the databaseto an earlier state. The rollback
process restores the databaseby using before images from a journal file.See also
backout, rollback statement, ROLLBACK utility statement, recovery.

A statement thatinitiates a backoutoperation. A backout operationresults in database
changes being backed out. The following are examples of BACKOUT statements:
ROLLBACK TASK, ROLLBACK.

ROLLBACK utility statement

rollforward

The utility that restores all or partof a databaseto a previous state by applying before
images from the journal file.

The process of restoring the database by using after images from a journal file(in
contrastto rollback, which uses before images). The rollforward process is performed
with the ROLLFORWARD utility.

ROLLFORWARD utility statement

root

root page

root segment

routine

row

row-level security

The utility that restores a databaseto a later state by applying after images from the
journalfile.

The portion of a variable-length record placed on the home page.

See home page.

See fragment.

Inthe context of SQL, an SQL routine.

A horizontal rowof dataina table.

The ability to control access to table rows depending on the data they contain.In ASF,
row-level securityacts in conjunction with passkey security, which controls accessto
entire tables. See also passkey.
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ROWID

RRS

RRS context

RRS context services

RRS context token

RRS UR

RRS UR state

RRS URID

Rtree

RTSV checkpoint

RUAL

run unit

A pseudo column associated with every base tableand view. The ROWID valuefor a row
of a basetableuniquelyidentifies that row, although the valuecan be assigned to
another table row if the original rowis deleted. The ROWID column for a view is the
ROWID column of the firstbasetable inthe decomposition of the view.

IBM's Resource Recovery Services.

The application contextin which a unit of recovery can exist.

The operating system component that manages RRS contexts.

A valuethat uniquelyidentifies an RRS context.

A UR managed by RRS.

An attribute of an RRS UR that identifies a stage of the two-phase commit process.

A valuethat uniquelyidentifies an RRS UR.

A data structure that contains the internal runtime representation of an SQL statement.
This representation directs the SQL runtime engine (module IDMSHLDB) in executing
the statement.

A checkpointwritten automatically to the journal file each time CA IDMS/DB encounters
anerror whileexecuting anSQL or physical DDLstatement that updated the database.
Duringrecovery, CA IDMS/DB rolls back to the journal record designated by the RTSV
checkpoint record.

An abbreviation for the DC/UCF nucleus module RHDCRUAL. RUAL allocates and
deallocates systemrun units for executing tasks.

A databasesessionthrough which a CA IDMS databasecanbe accessed using
navigational DMLrequests. See also extended run unit, system run unit, predefined run
unit, databasetransaction, databasesession,SQLsession.
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runaway interval

runtime phase

runtime system

S

scalar function

schema

schema compiler

The amount of time the DC/UCF system permits a task to execute without returning
control to the system. A taskreturns control to the system for each system servicecall
andeach databaseoperation.

The portion of the debugging process that takes placeduringthe execution of a
program.

A teleprocessing system that defines the operating environment for CA IDMS/DB. The
runtime system provides both central version services and teleprocessingservices.

InSQL programming, a function that returns a singlevalue. This valueis derived from
the expression or expressions in the arguments of the function invocation. For example,
the scalar function DATE obtains the date from a specified value expression.

The part of the databasedefinition thatdescribes the logical structure of the database,
includingthenames and descriptions of all tables, elements, records, sets, and areas.
One schema exists per database.

A CA IDMS/DB-supplied programthat converts source non-SQL schema DDL statements
into description of a databaseand stores this descriptionin the data dictionary.

schema Data Description Language

schema DDL

schema-owned record

scratch area

scratch record

The DDL that defines a non-SQL schema.

See schema Data Description Language.

A databaserecord defined through the schema compiler or copiedinto the schema.

See DDLDCSCR area, DDLOCSCR area.

A record stored inthe DDLDCSCR or DDLOCSCR area.Scratch records, once stored, are
availableto anytaskrunningon the same logical terminal.Scratch records are
maintained until system termination.
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screen

SDEL task

search condition

searched delete

searched update

secondary key

secondary storage pool

security domain

segment

select

SELECT clause

See panel.

In CA IDMS centralized security,a DC/UCF system task that deletes all privileges
associated with logically-deleted authorization identifiers.

A boolean expression that yields a truth value. The operands of a search conditionare
predicates,andthe operators arethe logical operators AND, OR, and NOT.

Using SQL DML, removing rows ina tableby deleting each row in the tablethat meets
the searchcriteria specified in the WHERE clause of the DELETE statement. See also
positioned delete.

Using SQL DML, modifying datainatable for any row that meets the searchcriteria
specifiedinthe WHERE clause ofthe UPDATE statement.

An attribute ina data entity that is used by certain business functions toaccess
occurrences of that entity. For example, an EMP-NAME might be the secondary key and
EMP-ID might be the primary key for the entity EMPLOYEE. See also primary key, foreign
key.

A DC/UCF storage pool other than pool 0 or 255. Secondary storage pools are numbered
from 1 through 254. DC/UCF uses secondary storage pools for user-type storage (rather
than system storage). Secondary storage pools are optional.

Under centralized security, the set of DC/UCF systems and local modejobs that sharea
set of user definitions.

A grouping of areas andfiles thatcontain the datainthe database. A segment
represents a physicaldatabase usually defined by a singleschema. For CA IDMS/DB to
access a segment at runtime, itmust be includedinthe definition of a DMCL.

The generic relational operation through which only specific rows of a data tableare
accessed.

In LRF, the sectionina PATH-GROUP clausethatdelimits a path and, optionally, contains
path selectors.
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SELECT statement
An SQL databaseaccess statement that retrieves values from one or more tables and
views and returns the values in the form of aresulttable.

selection criteria
An expression thatspecifies which rows of a data table are to be selected for
processing.Selection criteria canincludeboth arithmetic andlogical operations.

selectors, path
See path selectors.

self-referencing relationship
A relationship between different occurrences of the same entity. A bill-of-materialsis
anexample of a self-referencing relationship. See also bill-of-materials structure.

server node
Ina DC/UCF communications network, the DC/UCF system that actually services the
databaserequestinitiated by the hostnode. See also hostnode, target node.

service driver
A continuously activetask that provides system services. See logservicedriver.

session default dictionary
The dictionarythatwill beaccessed withina user sessionif noneother is explicitly
identified. The session defaultdictionary canbeestablished through profileattributes,
DCUF statements, SYSIDMS parameters, or the system defaultdictionary.

set
1) A synonym for set type. 2) A group of record blocks thatrepresent a CA IDMS set and
are connected to one another with set connection lines in the CA IDMS Schema Mapper
data structure diagram.Each set is numbered inthe diagramwith a unique set number.
Sets are alsolisted, with their descriptions,inthe Cross-Reference Report.

set connection
A physicallineorseries of lines, each with an arrow at the end that points toward a
member of a setinthe CA IDMS Schema Mapper data structure diagram. Set
connections connect an owner of a set and its members.

set junction character
Under the CA IDMS Schema Mapper, an uppercase letter O used at ajunction where a
multi-member set connection linesplitsinto more than one line.

set membership options
See membership options.
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set number

set occurrence

SET OPTIONS

set order options

set type

setup phase

sharable transaction

share lock mode

shared cache

shared cursor

A uniquenumber assigned by CA IDMS Schema Mapper to identify eachset andindex in
a schema or subschema. Set numbers appearinthe CAIDMS Schema Mapper data
structure diagramas partofset connection lines and index lines. For multi-member sets,
the set number appearsinthe diagramnext to the owner and each member. Set
numbers are cross-referenced inthe Cross-Reference Report.

An owner record occurrence and all ofits member record occurrences.

The statement or function that defines default processing options for the current
session of the command facility or a CA IDMS compiler.

See order option.

A structure representing a relationship between two or more record types, where one
record type is the owner and the others are members.

The preliminary partofthe debugging process when, typically, programs areidentified
to the debugger.

A transactioninitiated by a databasesession for which transaction sharingis enabled. A
sharabletransaction can beshared by other sessions thatarepeers of the initiating
sessionand by sessionsthatare subordinateto the initiatingsession.See also
non-sharabletransaction, peer session,subordinatesession.

A logicallockmodeplaced on areas and records that guarantees that no updates are
made to data while a transactionis accessingit. Asharelockplaced onan areaimplies a
sharelockon eachrecord withinthe area. See also exclusivelock mode, null-lock mode.

The Shared Cache feature allows multiple CA IDMS central versions to sharedatabase
buffers for one or more files through the use of the IBM Parallel Sysplex Coupling
Facility.

A cursorthatis declared and opened inone program and accessed inanother program,
where both programs areincluded inthe same access module. See alsocursor,
updatablecursor, global cursor, external cursor.
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shared retrieval ready mode

shared storage

A retrieval ready mode in which other transactions executing concurrently under the
central version canready the area inshared update, shared retrieval, protected
retrieval, or protected update modes.

Storage ina DC/UCF storage pool that, once allocated, is availableto all tasks in the
DC/UCF system. See also kept storage, user storage.

shared update ready mode

shiftin character

shiftout character

shutdown

signoff function

signon function

signon processing

signon profile

An update area ready mode in which other transactions executing concurrently under
the central versioncanreadythe areainshared update or shared retrieval ready
modes.

A hardware-dependent character thatindicates the beginningof a double-byte
character set string. A shiftin character can occupyfrom 1 to 3 bytes.

A hardware-dependent character thatindicates the end of a double-byte character set
string. A shiftoutcharacter can occupy from 1to 3 bytes.

The process of stopping DC/UCF system execution.

In CA ADS, a system function usedin conjunction with signon security. When selected at
runtime, the SIGNOFF function signs the user off the application, thenredisplays the
screen from which the function was selected.

In CA ADS, asystem function that validates a user's id and password when the user
invokes anapplication.

Under centralized security, processingthatidentifies and validates theuser requesting
CA IDMS services.ltalso processes user-related information such as thelist of groups to
which a user belongs and profileinformation.

1) A command list(CLIST) module associated with a particular user (through a system or
user profileattribute) and executed automatically when that user signs onto DC/UCF. 2)
In CA OLQ, aseries of CA OLQ commands saved as a gfilethatis executed automatically
when a user signs onto CA OLQ. A signon profilecan be associated with a particular
user to tailor the user's CAOLQ session.

Chapter 2: Glossary for CAIDMS 111



SKIP Mode

SME

SMi

SMP

socket

socket descriptor

sockets

sorted set

source dictionary

source record

space available count

An Animation Mode that you specify duringan Animation Runtime Sessionin
Interruptable Mode. CA ADS Aliveresponds by changingthe Animation Mode to STEP
Mode and a specified number of statements arebypassed before dialoganimationis
stopped again.See also STEP Mode.

See space management entry (SME).

See space management interval (SMI).

See space management page (SMP).

The end pointof an|IP communication.

A valuethat uniquelyidentifies a socket. The socket APl runtime assignsthesocket
descriptor.

An APl used by two application programs to communicate with each other. Itis most
commonly used in conjunction with TCP/IP.

In CA IDMS/DB, a setinwhich the member record occurrences canbe retrieved in order
by databasekey, symbolic key, or generic key.

In CA IDMS Dictionary Migrator, the dictionary which acts as a reservoir for enti ties that
are availablefor migrationinto another (object) dictionary. Your sourcedictionaryis not
changed duringthe migration process. Multiplesourcedictionaries can beused during
each migration.You canalsouseyour object dictionaryas a source dictionary.Seealso
object dictionary.

At DC/UCF system generation, the data dictionaryrecord thatrepresents an
independent entity. See also objectrecord.

The number of bytes of free spaceon a database page.
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space management entry (SME)
In CA IDMS/DB, a 2-byte item on the space management page of an area inthe
database. There is a one-to-one correspondence between the number of space
management entries and the number of pages inthe area. The SMEs indicatethe
amount of availablestorageonthe page.

space management interval (SMI)
The number of pages controlled by one space management page (SMP).

space management page (SMP)
A pageinan area reserved by CA IDMS/DB to keep trackof availablespaceoneach page
inthatarea. A space management page contains space management entries.

spanned record
1) A databaserecord whose occurrences span VSAM control intervals.2) A journal
record that spans journal blocks.

spawning
The process by which the DBMS creates a new index level to accommodate new
members added to a sorted indexed set.

special register
A system-supplied variable defined by CA IDMS/DB for use inan SQL session.You use
special registers in placeof literals primarily in SQLDML statements. For example, the
special register, CURRENT DATE, can be used in WHERE clauseselection criteria.

splitting
The process of creatinga new system index record (SR8) on the same level as the
original systemindex record.

SQL Communication Area (SQLCA)
A data structure to which the DBMS returns information about the execution of an SQL
statement.

SQL database access
A databaseaccess method that uses SQL DML to access data and that does not require
knowledge of the physicalstructure of the database.See also navigational database
access.

SQL DDL
A data definition languagethat defines SQL entities such as tables and views.

SQL Descriptor Area (SQLDA)
A data structure to which the DBMS returns information about a prepared SQL
statement. The SQLDA values describethe result of the prepared statement.
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SQL DML

SQL function

SQL procedure

SQL Quick Bridge

SQL routine

SQL schema

SQL session

SQL statement cache

SQL trace facility

SQLCODE

SR

A data manipulationlanguagethat obtains and updates the databaseby selecting,
updating, inserting, and deleting rows in data tables.

A builtinaggregateor scalar function ora scalarfunction created by a CREATE
FUNCTION statement.

The entity created by a CREATE PROCEDURE statement. See also SQL routine, external
SQL routine, table procedure.

See CA IDMS SQL Quick Bridge.

An SQL procedure, a table procedure, or an SQL function.

A named collection of tables, views, and access modules. You create an SQL schema
with the CREATE SCHEMA statement.

A databasesession through which a CA IDMS databasecanbe accessed using SQL DML
requests. See alsodatabasesession, rununit.

An areain memory used to store the output from the compilation of a dynamic SQL
statement inorder to reduce overhead by eliminating redundantcompilations.

A facility activated by the SQLTRACE SYSIDMS parameter that you can useto trace the
execution of SQL statements ina batch program.

A fieldin the SQLCA structure that contains a return code indicating the completion
status of an SQL statement.

In CA IDMS/DB, one of seven system record types used for space management:

SR1 — Owner of the system-owned CALC set. An SR1 record occurs oncefor each page
inanarea as bytes 5 through 16 inthe page header.

SR2 — A record that replaces records relocated by the RESTRUCTURE SEGMENT utility
statement, the migration utility (RHDCMIG1 and RHDCMIG2), and SQL processing
followingthe addition of a columnto atable.

SR3 — A record that identifies a relocated record.
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SREPORTSs

stack

standalone CA ICMS

standalone record

standalone table

SR4 — A record that identifies fragments of variable-length records.
SR6 — A dummy record that appears inthe subschema tables as a placeholder for
excluded owner or member record definitions insetrelationships.

SR7 — Owner record inanindex. An SR7 record is stored CALC under the name of the
indexed set and occurs oncefor each indexed setinthe databasethatdoes not have a
user-defined owner record.

SR8 — A record that contains index entries that pointto lower level SR8 records or to an
indexed set's member record occurrences.

Statistics reports that summarize data contained in the archived system log file.

The area at the end of a task control element (TCE) thatis used by DC/UCF duringtask
execution as a temporary work area and as a placeto saveregisters.

A CA ICMS environment in which CA IDMS/DB is not alsoinstalled.

A databaserecordthatis notrelated to any other record through aset.

For maps, an edit or code table defined independently inthe data dictionary (by using
the TABLE statement). A standalonetablecanbe used by any record element thatis
associated with a map. See also built-intable.

standard collating sequence

starting point

startup routine

statistics reports

A collating sequence based on the EBCDIC value of the data. See also natural collating
sequence.

Under CA IDMS Dictionary Migrator, this entity and all of its related entities are copied
into the object dictionary. You determine what the startingpointis by specifyingthe
entry pointand whatever option you chooseto includeinthe LEVEL parameter.

The module thatis executed to begin the DC/UCF startup process.The startup process
begins the execution of a DC/UCF system.

See SREPORTs.
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status code
A 4-digitcode returned by the system to anapplication programto describethe
completion status of a navigational DMLcommand. The firsttwo digits represent a
major code; the lasttwo digits represent a minor code.

status definition record
See ADSO-STAT-DEF-REC.

STEP mode
A mode of application executionin which the current screen is redisplayed with
messages describing the results of the transaction beforecontrol is passed to the next
sequential screen. STEP mode is the defaultin ADSA, ADSC, MAPC, and user-written
applications. See also FAST mode.

STEP Mode

An Animation Mode that you specify duringan Animation Runtime Sessionin
Interruptable Mode. CA ADS Alivestops at every line of code for the current process.
See also SKIP Mode.

storage cushion
Spacereserved ina DC/UCF storage pool for use by tasks thatare already executing.

storage mode
The characteristic of databaserecords thatindicates whether the length of a stored
record is fixed (F), variable(V), fixed compressed (FC), or variablecompressed (VC). See
alsolocation mode.

storage pool
The storage spacein memory thatis allocated for work areas and control blocks
required by DC/UCF system and by programs executing under the DC/UCF system.
Typically storage pools hold: programvariablestorage, COBOL working storage, variable
portions of CA ADS dialogs, subschema tables,and access modules, currency blocks,
databaselocktables, buffer pools, user trace buffers, and secondary allocations of null
PDEs. Storage pool specifications are partof a system's definition. See also primary
storage pool.

storage protection
A measure that protects pages inthe system region/partition from being overwritten.

STORE
The navigational databaseaccess functionthatadds a record occurrence to the
database.

STORE logical record
The LRF databaseaccess function thatadds a logical-record occurrenceto the database.
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STORE path group

stream

subarea

subordinate session

subschema

subschema compiler

A collection of paths (predefined in a logical-record subschema) designed to service
application programs thatrequest a STORE logical-record function.

An ordered sequence of bytes.

A subdivisionofanarea's page range.

A databasesessioninitiated while processinga requestfor another session. Most
commonly, a subordinatesessionisinitiated by an SQL routine invoked while processing
anSQL request. However, a subordinatesessioncanalsobeinitiated by a database
procedure invoked while processinga navigational DMLrequest. See alsodatabase
session,encompassingsession, peer session, top-level session, SQLroutine.

A programview of a non-SQL defined databaseusedat runtime, consistingofall ora
subset of the data elements, record types, set types, and areas defined inthe schema.
Logical-record components arealso defined in the subschema.

A CA IDMS/DB-supplied programthat converts sourcesubschema DDL into subschema
descriptions. The subschema compiler stores sourcedescriptions inthedata dictionary
andstores load modules in the DDLDCLOD area.

subschema Data Description Language

subschema DDL

subschema usage mode

SUBSCHEMA-CTRL

SUBSCHEMA-LR-CTRL

The DDL that defines a subschema.

See subschema Data Description Language.

The type of databaseaccess permitted to programs that use a particular subschema:
logical records only, databaserecords only, or mixed (both logical records and data base
records).

Names the IDMS communications block through which an application programand the
DBMS communicate.

Names the logical-record requestcontrol (LRC) block through which an application
program and LRF communicate.
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subsystem

suspense file

svC

sweep the database

symbol table

symbolic key

symbolic parameter

synchronization stamp

synonym

syntax converter

syntax files

An IDD entity type used to document automated or manual data processingsystems.
See alsosystem.

In CA ADS Batch, a filedefined to store inputrecords found to contain edit errors at
runtime.

See CA IDMS SVC.

See area sweep.

A dialoggeneration option used to specify whether or not a symbol tableis created for a
dialog.The symbol table facilitates the use of element names and process line numbers
by the onlinedebugger.

One or more user-defined record elements used to store or retrieve data, as
determined by application requirements.The key can be a primary key, foreign key, or
some other meaningful element inthe record. Under CA IDMS/DB, keys areused to
store data through the CALC location mode and/or to sort data inindexed and chained
sets. Databasekeys (db-keys) arenot symbolic keys.

A parameter that connects a generic logical definition of a subarea, displacement, or
index to a specific definitionin the physical database definition. With symbolic
parameters, multiple physical databases can usethe same schema definition.

An internally-generated timestamp used to ensure that the definition ofa table matches
the data being accessed.

An alternative name that is defined for an entity in the data dictionary.Synonyms are
defined in DDDL statements or inthe schema.

InIDD, the facility thatcaptures COBOL or PL/I record and element definitions and adds
them to the data dictionary.

Under CA IDMS Dictionary Migrator, a collection of files that contain source statements
used as inputto the CA IDMS utilities and compilers. The syntax files permitcompletion
of the movement of entities and entity components from one or more source
dictionaries to the object dictionary.
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SYSCA schema (SQL)

SYSCTL file

sysgen

SYSIDMS parameter file

system

system 90

system 99

system dictionary

system function

At sites with the SQL option, the schema that contains the CA-supplied views of the
SYSTEM tables and records inthe IDMSNWK schema. These views restrictaccess to
table definitioninformation based ona user's SELECT authority. See also SYSTEM
schema (SQL).

A fileused by a batch or CICS applicationtodirectits CA IDMS requests to a target
system and/or database. The SYSCTL file contains values that definethe DC/UCF system,
CA IDMS SVC, node, and databasethe program will use.

An abbreviation for system generation. See alsosystemgeneration.

A parameter fileadded to the JCL stream of batch jobs runninginlocal mode or under
the central version. It specifies: physical requirements of the environment, such as the
DMCL and databaseto use at runtime; runtime directives that assistinapplication
execution; operating system-dependent fileinformation.

1) A DC/UCF system or central version.2) An IDD entity type used to document
automated or manual data processingsystems. See also subsystem.

The executable demonstration system generated atinstallation time. This system
provides the batch simulator systemused to run demonstration jobs. Later in the
installation procedure, system 90 can optionally begenerated as an onlinesystem with
one terminal (the console) and any number of specified users.

A DC/UCF system that is generated at installation time. System 99 provides a sample
system configuration. This basesystem can be used to generate other DC/UCF systems.

The dictionarythatincludes allinformation required to establish, maintain, and control
the processingenvironment. It contains the DC/UCF system definition and physical
databasedefinitions. Each runtime environment must have a system dictionary named
SYSTEM which contains the followingareas: DDLDML, DDLDCLOD, DDLDCMSG, DDLCAT,
DDLCATX, and DDLCATLOD.

1) In CA ADS, a predefined function availableto ADSA-generated applications. The
system functions arePOP, POPTOP, TOP, RETURN, HELP, QUIT, ESCAPE, SIGNON,
SIGNOFF, FORWARD, and BACKWARD. A system function is incorporatedintoan
application when that function has been associated with a valid response. 2) A DC/UCF
system task (such as SIGNON, DCMT, and DCUF).
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system generation

system index

system log

system mode

system photo

system profile

system record

system reports

system resource

system run unit

SYSTEM schema (SQL)

system storage pool

The process of usingthe system-generation compiler to populate the data dictionary
with the definition of a DC/UCF system.

A standaloneindex structureprovidingalternateaccess to entity occurrences. The root
(or top index entity) is an SR7 entity occurrence. Thisis aninternal record type with a
location mode of CALC.

See log.

The execution mode inwhich a programcanaccess all storage pages inthe DC/UCF
region/partition.

The information atthe beginningof a system or task snap that shows all currently
executing tasks andtheresources allocated to each task.

A profilethat includes attributes thatapply to users of a specific DC/UCF system. For
example, a system profile might identify the name of a dictionarya user canaccess. See
alsouser profile.

In CA IDMS/DB, one of the nine system record types (for example, SR1 and KO). System
records are used internally by CA IDMS/DB to perform spacemanagement functions.

See CREPORTSs.

Within centralized security, an entity shared system-wide by CA IDMS processingunder
the central version.See also global resource, databaseresource.

A rununitinitiated by the DC/UCF system as partof providinga standard servicesuch as
writinga message. You can predefine system run units.See also predefined run unit.

At sites with the SQL option, the schema associated with the tables that comprisethe
catalogcomponent of the dictionary. See also SYSCA schema (SQL).

See primary storage pool.
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system task

system trace

A CA IDMS supplied task that performs one of a variety of DC/UCF system support
services atruntime. System tasks includethe DCMT, DCUF, SIGNON, and SIGNOFF tasks.

The DC/UCF debugging aid that records the system service modules used in processinga
DC/UCF request inatrace table. When a program issues a SNAP request, DC/UCF writes
the trace table to the log.

system-generation compiler

A CA IDMS/DB-supplied programthat accepts source statements defininga DC/UCF
system and stores the definitioninthe data dictionary.

system-owned indexed set

table

table data area

table definition area

table definition record

table ID

An indexed set in which the owner recordis a system-defined SR7 record. The location
mode of an SR7 record is CALC on the set name for non-SQL defined indexes or on an
internally-generated name for SQL- defined indexes. There is atmost one occurrence of
anSR7 record for each system-owned index. See also user-owned indexed set.

1) An IDD entity type used to define edit and code tables. Edit and code tables areused
during automatic editing to validateand encode/decode data values in map data fields.
2) A CAIDMS/DB data table. See alsodatatable.3) Any collection ofdataintabular
form.

In ASF, the areainwhichtable datais stored, as opposed to the table definitionareain
which table definitions arestored. Tabledefinitions and data should not be stored in the
same area.See alsoarea, IDMSR-AREA2.

In ASF, the area of a CA IDMS/DB databaseused to store definitions of data tables, as
opposed to the tabledata area in which tabledata is stored. Table definitions and data
should not be stored inthe same area.See also IDMSR-AREA.

In ASF, arecord, stored inthe table definition area of the database, that contains the
definition of a data table. The definitionrecordis stored separately from the actual data
for that data table.

A numericidentifierassignedtoa basetable to uniquelyidentifyits rows withinanarea.
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table procedure

tabular data

tailored diagram

target node

target page

task

The entity created by a CREATE TABLE PROCEDURE statement.

See data table.

A data structure diagramas itappears after you have used at leastone optional CA
IDMS Schema Mapper parameter statement to modify the layoutor format of the
diagramthatis generated by default (use of the PROCESS statement only).

Ina DC/UCF communications network, the DC/UCF system that is identified to servicea
databaserequest by the host node. See also hostnode, server node.

The databasepage that the DBMS uses when tryingto store or access a particular
record.

1) The basic unitof work under DC/UCF that consists of the execution of one or more
programs.A taskis identified to the system by its task code (such as MAPC). 2) An IDD
entity type used to document teleprocessingsystem tasks.

task application table (TAT)

task code

In CA ADS, the tablethat contains a listof all task codes and the applicationsthey
activate. The TAT is updated inthe data dictionary by the application compilerandis
used at runtime. The TAT can be builtand migrated by usingthe ADSOTATU utility. See
also ADSOBTAT, ADSOTATU.

The unique name that identifies a taskto DC/UCF. The user types the taskcode in
responseto the DC/UCF system prompt. Task codes aredefined at system generation or
by usinga DCMT VARY DYNAMIC TASK command.

task control element (TCE)

The control block that ties together all of the resources of a task, indicates the status of
the task, and provides a stack of system working storage and user registers.

task definition element (TDE)

task identifier

The DC/UCF control block that specifies general task characteristics. Task definition
elements are assigned either at system generation or by usingthe DCMT VARY
DYNAMIC TASK statement.

The unique identifier (numeric) assigned to the execution of a task or a task thread.
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task thread

TAT

TCE

TCF

TCP

TCP/IP stack

temporary table

terminal I/O

A particular execution of a task.

See task applicationtable (TAT).

See task control element (TCE).

See transfer control facility (TCF).

See transmission control protocol.

An instanceofa TCP/IP implementation.

A tablecreated by anSQL session thatexists only for the duration of the transactionin
whichitis created. The table can be populated and that tabledata can be manipulated
within the transaction.

The input/output operations between main storage and a user terminal. Terminal I/Ois
controlled by a teleprocessing monitor.

terminating task data transfer

test mode

third normal form

A means of data transfer from programstorage to a terminal or device using CAIDMS
UCF to pass the data and control serially between a CA IDMS UCF front end and back
end. The frontend initiates a taskon the back end system and waits until the taskis
complete to return the requested information.See also non-terminatingtaskdata
transfer.

The mode of DC/UCF that you use to execute test versions of programs. You specify test
modes by usingthe DCUF TEST command. For CA ADS Batch applications, you specify
test modes by includingthe test control parameters inthe job stream.

With test mode in effect, DC/UCF firstsearches for programs whose version number
matches that specified by the DCUF TEST command. You can specify version numbers
for dictionary load modules. Additionally, z/OS users can specify test load libraries in the
startup JCL by using Vnnnn DD statements, where nnnn corresponds to the test version
number.

See normalization.
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threshold task

ticker interval

TIME checkpoint record

top-level session

TP-monitor program

trace

trace facility

transaction

transaction branch

A taskto be invoked when a queue contains a certain number of entries (records).
When the specified number of entries is reached, the systeminitiates thetask, which
processes the records in the queue.

The frequency with which the DC/UCF system checks for time-related events (suchas
runaway tasks).

The checkpoint that marks the initialization of the journal buffer. The date and time
values for this checkpointare supplied when the journal bufferis written to the journal
file.

A databasesessionthathas noencompassingsession.See also databasesession,
encompassingsession, subordinatesession, peer session.

A programthat executes under a teleprocessing (TP) monitor other than CA IDMS/DC.
TP-monitor programs use central version operations to access CAIDMS/DB databases.

Under CA IDMS Dictionary Migrator, to identify an entity, its related entities, its related
components, and all of the connections among these entities and components.

Any debugging tool used to record a sequence of runtime commands, programs, or
modules. CA IDMS provides the followingtracefacilities: batch tracefacility, database
trace facility, systemtrace facility, user trace facility,and CA ADS batch tracefacility.

1) A databasetransaction.2) The series of tasks that perform one logical activity. For
example, a transaction typicallyincludes alltasks thatdisplay, retrieve, and process data
on asinglemap. Note, this type of transactionis differentthan a databasetransaction,
which CA IDMS/DB uses to manage resources and control recovery. See also database
transaction.3) An IDD entity type used to document collections of functions or
processes.

A portion of a transaction thatis a separatelyidentifiable unit of work within which
deadlocks cannot happen. Each databasesessionthatdoes not shareits transaction
with another session causes a newtransaction branch to be created. A hierarchy of
transaction branches can becreated. The target of a commit or backout operationis
always a singletransaction branch, butthe operation includes all subordinate branches
of the target.
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transaction branch identifier (BID)

transaction lock

transaction manager

transaction sharing

transaction state

transaction statistics

A 16-byte valuethat uniquely and globallyidentifies a transaction branch. Itis
composed of the 8-byte node name of the local central versionand an 8-byte
hexadecimal value.Once assigned to a transaction branch, the BID never changes even
ifthe branch participates inserially-executed transactions.

A lock set and examined by CAIDMS/DB in order to control access toindividual records
andareas. See locking.

A software component that directs commit and backout processing.Ina distributed
transaction, multipletransaction managers can beinvolvedina singlecommit or
backout operation. If so, their actions arecoordinated to achieve a consistentresult.
Every central version contains a transaction manager as a component.

A facility thatallows two or more databasesessionstoshareasingletransactionin
order to eliminateinter-session deadlocks.

The stateinwhich anSQL sessioncanaccessdata. READ ONLY means the sessioncan
read, but not update, data. READ WRITE means the sessioncanreadand update data.

Statistics collected by DC/UCF for a transaction.

transfer control facility (TCF)

Transfer File

The CA IDMS software tool that enables the terminal user to transfer from one CA IDMS
onlinetool to another without havingto return firstto DC/UCF.

An output filethat reflects the layout and format of a CA IDMS Schema Mapper data
structure diagram. The Transfer file contains parameter statements. You canuseitasa
time-saving device, as input, when recreating or modifyinga CA IDMS Schema Mapper
data structure diagram.

TRANSIENT READ isolation level

An isolation level in which CA IDMS/DB places no locks on rows accessed by the session
and prevents the transaction from performing updates. This isolation level provides no
protection from the effects of concurrent databasetransactions;thatis,itallowsa
sessiontoread uncommitted data and allows other transactions to update the data.See
also CURSOR STABILITY isolation level,isolation level.

transient retrieval area status

The status of anarea in which databasetransactions executing under the central version
retrieve data usingno recordlocks.A local modeapplication or another central version
canconcurrently update the area.
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transient retrieval ready mode

A retrieval ready mode set automaticallyifthe area has a transientretrieval status or
the isolation level of an SQL sessionis transientread. Under this ready mode, other
transactions executing concurrently under the central version canready the areainany
mode.

transmission control protocol (TCP)

transparency

TUNE INDEX

two-phase commit

U

UCF system

UDAS

ubpP

unique constraint

A reliable, connection-oriented IP protocol.

In IDBCOMM, a process of data transmission that prevents data from being mistaken for
control characters and from being converted improperly duringtransmission.

When transparencyis notrequested, data tables aresentasis andbinarydataissentin
4-bitformat. Data is grouped into 4-bitchunks duringthe conversion process.

When transparencyis requested and the type not specified, the defaultis 6-bitformat.
Datais grouped into 6-bitchunks duringthe conversion process.

The Tune Index Utility walks a sorted indexin order to causethe adoption of orphaned
indexed records. An orphaned indexed record is a record whose index pointer does not
point back to the index record (SR8) which contains the record's index entry.

1) A protocol thatis used to achievea coordinated commit for a distributed transaction.
2) A commit operation that uses a two-phase commit protocol.

A database/data communications systemthatincludes CA IDMS/DB and CA IDMS UCF. A
CA IDMS UCF system does not include CA IDMS/DC.

The CA IDMS UCF Distributed Application Support Feature. With this feature, an
application may be distributed between the front-end system and the back-end system
inanenvironment that consists of one of two CA IDMS/DC systems ora CA IDMS/DC
backend anda front end on a system using one of the TP-monitors supported by CA
IDMS/DC.

See user datagram protocol.

A constraintthatrequires each row of a table be uniquewith respect to the value of a
column or combination of columns. A unique constraintis defined when anindex or
CALC key is defined with the UNIQUE parameter. See alsoreferential constraint.
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unique key
Inlogical databasedesign,an attribute or combination of attributes whose value(s)
uniquelyidentifies an occurrence of an entity or relationship.

unit of recovery (UR)
A set of changes that is committed or backed out as a singleunit.

universal time, coordinated (UTC)
The international timestandard. All time zones aredefined as offsets from the central
UTC time.

unlinked constraint
A referential constraintfor which CA IDMS/DB does not maintain a physicallinkage
between the rows inthe referenced and referencing tables.Instead, the referencing
table must have a CALC key orindex key and the order of the columns inthe primary
key must match the order of columns of the foreign key. If usinganindex on the foreign
key, additional columns may be defined after the foreign key columns.

unlinked index
A system-owned index in which there areno index pointers inthe member records.

unlinked relationship
A relationship in which no embedded pointers are used to linkrelated entity
occurrences. See also linked relationship.

UNLOAD utility statement

The utility that unloads records fromone or more areas of the databasein preparation
for reloading.

unload/reload
The process of unloadingandreloadinga databaseor portion of a database.The
unload/reload process is performed with the CA IDMS/DB utility statement UNLOAD
and RELOAD, andis sometimes required when restructuringa database.

UNLOCK utility statement
The utility that removes the external lockon an area.

unsorted set
A setin whichthe member records arenot maintainedinsequence by a symbolic key
value.

unstructured object
See free-form object.

updatable cursor
A cursorthatallows the programto update or delete the row on which the cursoris
positioned. See also cursor, global cursor, shared cursor, external cursor.
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updatable view

update area status

update path

update ready mode

UPDATE statement

A view derived from a singletableor view through which you can update, insert,and
delete rows.

The status of anarea in which a databasesession executing under the central version
canretrieve and update data withinthe area; local mode applicationsand other central
versions canretrieve from, but not update, the area.

The logical-record path (defined ina subschema) that carries outthe ERASE, MODIFY, or
STORE logical-record function requested by an application program.

An areaready mode in whichthe readying transaction can both update and retrieve
data withinthe area.

An SQL databaseaccess statement that modifies the values in one or more rows of a
table.

UPDATE STATISTICS utility statement

For an SQL-defined database, the utility that updates statisticalinformation maintained
inthe dictionary for one or more tables.

update-intent-exclusive lock

upload

UR

USA date/time format

user

user catalog

A logicallockplacedonanarea that allows exclusivelocksto be placed on records
withinthe area by the issuingtransaction, butnot by other transactions.Seealsointent
lock, intent-share lock, intent-exclusive lock.

The transfer of data from a personal computer or minicomputer to CA ICMS.

See unit of recovery.

A date/time format that complies with the IBM USA standard:DATE as mm/dd/yyyy and
TIME as hh:mm AM and hh:mm PM.

Under centralized security,an entity created with the CREATE USER statement that
defines a user inthe user catalog.

Under centralized security, the repository that contains the definition of all
authorization IDs within the CA IDMS security domain, definitions of user profiles, and
privileges held by users and groups on global resources. See also global resource.
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user datagram protocol (UDP)

user exit

user function

user mode

user profile

user program function

user response

user storage

user trace facility

user-defined edit module

user-defined entity

An unreliable, connectionless |P protocol.

A predefined entry pointina DC/UCF system. User exits let you receive control at
specific times during system execution. You can use these exits to implement various
types of site-specificprocessing,includingstatistics collection and security checks.

See DCUF command.

The execution mode inwhicha programcanaccess only storage pages that itowns.

A profilethat includes attributes for a user session on any DC/UCF system inthe security
domain. For example, system-independent information such as the user's employee
number. See also system profile.

See program function.

In CA ADS, the combination of a control key and responsefield value (ifany) that a
runtime user enters on mapin.In anapplication, the user response must be a valid
applicationresponse.

Storage ina DC/UCF storage pool that, once allocated, is available for use by the
requesting task. See also kept storage, shared storage.

The DC/UCF debugging tool that saves information related to programs executing from
alogical terminal.Theuser trace facility is controlled by the DCUF SET USERTRACE
command. The facility captures the program name, request type, and system registers
for each program executed from a logicalterminal.

Inthe DC/UCF mappingfacility,an Assembler programthat can be coded to supplement
or replaceautomatic editingand error handlingon mapin and/or mapout. See also
automatic editing, error handling.

An IDD entity type used to document information that does not conform to any of the
standard entity types.
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user-defined nest

user-owned indexed set

user-written edit module

UTC

vV

valid response

validate

A relationship between occurrences of a singleentity type expressed interms that are
meaningful to IDD users.

An indexed set in which the owner of the setis a user-defined record. See also
system-owned indexed set.

See user-defined edit module.

See universal time, coordinated (UTC)

In CA ADS, a global orlocal responsethatis defined as valid for a particular application
function. More than one responsecan be validfor a singlefunction.

In system generation, the process used to verify and cross-reference relationships
among all components of the system definition.

VALIDATE utility statement

value

The utility that checks referential constraints for a referencing table, makingsure that
referenced rows existand containthe appropriatecolumnvalues.

Inlogical databasedesign,a singleoccurrenceofan attribute.

variable dialog block (VDB)

variable field

In CA ADS, a nonreentrant table used by the runtime system to obtain user-specified
informationabouta particular dialog. The VDB is dynamically created for each dialog
when the dialogis initiated. Itresides in the storage pool and contains header
information, the map request block (MRB) for the dialog(ifany),and avariablerecord
element (VRE) for each record used inthe dialog.

Inthe Mapping Facility,any map field whose value can be changed during map
execution. The followingtypes of fields arevariable: data fields, messagefields, page
fields,and responsefields.
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variable record element (VRE)

variable-length record

VDB

VECT

VIA location mode

VIA overflow

view

Visual DBA

VM/ESA option

Vnnnn

VRE

In CA ADS, a control blockthat contains variableruntimeinformationona record used
inadialog.One VRE is established for eachrecord ina dialog. Internally, CAIDMS/DB
alsotreats fixed-length compressed records as variable-length records.

In CA IDMS/DB, a record whose length depends on avariablefield (thatis, a record
defined with an OCCURS DEPENDING ON clause).

See variabledialogblock (VDB).

The DC/UCF symbol used to designate the debugger's vector table.

The location mode that clusters member records in the same physical location for
efficient databaseaccess. Optionally, VIAcan cluster member records with their owners.

See overflow.

1) A tablethatis not physically stored in the databasebut instead derives data from one
or more other tables eachtime the view is requested. 2) A subsetof a record definition
that, through the subschema, restricts the elements of the record that a given program
canaccess.Asubschema view for a record is defined through the DDDL or subschema
compiler.See alsotable, basetable, updatableview.

See CA IDMS Visual DBA.

In CA IDMS/DB installations,an option that allows a DC/UCF system to run ina VM/ESA
virtual machine. The VM/ESA option also makes communication possiblefromone
virtual machineto another ina VM/ESA environment.

The generic term for the ddname or linkname of a test load library. Nnnn indicates the
DC/UCF test version under which load modules from this library areused. For example,
ifa user specifies DCUF TEST 6, DC/UCF searches V0006 before searchingthe current
loadlist. Test load libraries areavailable under z/0S, z/VM and VM/ESA, and
BS2000/0SD.

See variablerecord element (VRE).
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W

walking a set

wallpapering

warmstart

wccC

weak entity

weight factor

WHERE clause, path-DML

A retrieval process in which a programusingnavigational DMLor the DBMS, in response
to anSQL request, canaccess all of the members of a set starting with the owner record
occurrence and accessing each member occurrence in the set until the program reaches
the owner record again.

The process of burstingand assemblinga CA IDMS Schema Mapper data structure
diagramand (probably) hangingiton a wall for viewing.

A method of automatic databaserecovery that occurs when CA IDMS/DB recognizes a
system failurewhen it restarts the system. It uses the journal files torollback all
transactions thatwere active when the system failed. To do this, itidentifies the disk
journal fileactiveatthe time of failure, locates the lastjournal record written before the
system failed,and rolls back and writes ABRT checkpoints for all incomplete
transactions.

See write control character (WCC).

An entity in the databasethatisidentified only byits relationship with another entity.
Typically a weak entity has a primary key that contains only one forei gn key.

A number assigned by the user to a DDS port and used by DC/UCF to select the path
between two CA IDMS DDS nodes when more than one path is available.

In LRF, the clauseina path-DML command that specifies selection criteriatoidentify the
desired database-record occurrences.

WHERE clause, program request

WHERE clause, SQL

wildcard

In LRF, the clauseina logical-record programrequestthat specifies selection criteriato
identify the desiredlogical-record occurrences.

InSQL, the clauseinan SQL DML statement (for example, SELECT and UPDATE) that
specifies selection criteriato identify the desired table rows.

A singlecharacter thatrepresents one or more characters ina string. An entity name
with a wildcard character identifies all theentities whose names match the pattern
established by the wildcarded name.
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window
In CA IDMS Performance Monitor, the portion of a screen that contains data fora
specific statisticor help topic. CA IDMS Performance Monitor windows allowyou to
control rows and columns of data that exceed the width and depth of the terminal
screen.

work record
See dialogwork record, map work record.

write control character (WCC)
Ina map, the internal character thatholds various mapoutspecifications for the display
of that map.

X

XA interface
A specification for the interaction between a transaction manageranda resource
manager that enables a two-phase commit operation to be performed.

XA XID
An identifier assigned to a transaction by a transaction manager usingthe XA interface.

XCTL
Partof the version of the Assembler DML transfer statement that requests DC/UCF to
pass control toa program, but not to return control to the program issuingthe transfer
statement.
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