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Chapter 1: Introduction

This guide provides the necessaryinformationtorun and use CA IDMS/DB Audit.

This section contains the followingtopics:

Syntax Diagram Conventions (see page 11)

Syntax Diagram Conventions

The syntax diagrams presented in this guide use the following notation conventions:

UPPERCASE OR SPECIAL CHARACTERS

Represents arequired keyword, partial keyword, character, or symbol that must be
entered completely as shown.

lowercase

Represents an optional keyword or partial keyword that, if used, must be entered
completely as shown.

italicized lowercase
Represents avaluethat you supply.
lowercase bold

Represents a portion of the syntax shownin greater detail at the end of the syntax
or elsewhere inthe document.

Points to the defaultina listof choices.

¥

Indicates the beginning of a complete piece of syntax.

]
»<4

Indicates the end of a complete piece of syntax.

»
»

Indicates thatthe syntax continues on the next line.

v

Indicates thatthe syntax continues on this line.

>
>

Indicates thatthe parameter continues on the next line.

A 4
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Syntax Diagram Conventions

Indicates thata parameter continues on this line.
»— parameter ———»
Indicates a required parameter.
T parameter T
parameter
Indicates a choiceof required parameters. You must select one.

»

v

|_ parameter J

Indicates an optional parameter.

v

parameter :|
parameter

Indicates a choice of optional parameters. Sel ect one or none.

- parameter ——»

Indicates thatyou canrepeat the parameter or specify more than one parameter.

'ameter — L5
»—V— parameter

Indicates thatyou must enter a comma between repetitions of the parameter.
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Syntax Diagram Conventions

Sample Syntax Diagram

The following sample explains howthe notation conventions are used:

Required portion of parameter

Beginning of  Required Optional portion of parameter

the syntax parameter Syntax continues

User-supplied value I on the next line
5

Syntax continues on this line Comma required between repetition

Required parameter Repetition allowed
Select one

I .
y— KEWDI\Q\D—{aHaﬂIe

varrable
wariabfle
varrable

Optional keyword
Select one or none
Portion of syntax End of the syntax
Default expanded elsewhere

» \ L ]
t KEYWORD variable
KEYWORD
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Chapter 2: General Information

CA IDMS/DB Auditis a software tool that allows you to examine the physicalintegrity of
all or partof a CA IDMS/DB. In addition, you candirect CAIDMS/DB Audit to fix most of
the errors found and to report the errors and the corrections. A report of simulated
corrections can be examined before actually updatingthe database. Elimination of
physicalinconsistenciesinyour databasesets the stage for smooth operations of
application programs.

This section contains the following topics:

PhysicalIntegrity of the Database (see page 15)

CA IDMS/DB Audit Finds Physical Integrity Errors (see page 16)
CA IDMS/DB Audit Fixes Physical Integrity Errors (see page 17)
When to Use CA IDMS/DB Audit (see page 19)

Reports (see page 19)

Control of CA IDMS/DB Audit (see page 22)

Unique Access to the Database (see page 23)

Operating Considerations (seepage 23)

Features (see page 24)

Physical Intedrity of the Database

The physical integrity of a databaseis a primary concern of the databaseadministrator.
Ifthere are physicalinconsistencies inthedata, the system programmers, internal
auditors, applications programmers,and data processing managers cannotuse
programs effectively, becauseapplication programs will notaccurately retrieve the
records from the database.
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CA IDMS/DB Audit Finds PhysicalIntegrity Errors

CA IDMS/DB Audit Finds Physical Intedrity Errors

CA IDMS/DB Audit finds physical integrity errors in your CA IDMS/DB. Several errors are
illustratedin Figure1.1. CA IDMS/DB Audit detects these problems:

Inconsistentpage headers and footers

Record occurrences that fall outside the page range for a record type
Set disconnections

Invalid pointers

Fragmented records that cannot be properly assembled
Orphanrecords not properly connected to a set

Integrated index structure errors

Set integrity errors

Logically deleted records (LDELs)
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CA IDMS/DB Audit Fixes Physical Integrity Errors

CA IDMS/DB Audit Fixes Physical Integrity Errors

CA IDMS/DB Audit can fix most of the errors it finds;itcanalso physically delete LDELs
andadoptintegrated index orphans.If you want to review the corrections before
actually updatingthe database, CA IDMS/DB Audit produces reports of simulated
changes.
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CA IDMS/DB Audit Fixes Physical Integrity Errors

Header-Footer Page Errors

3-1 3-2
JACKS JONES

o

Intergrated Indax Symbol Key Error

Orphan Records (Records Not Property Connected 1o a Sat)

Figure 1.1: Examples of Physical Integrity Errors
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When to Use CAIDMS/DB Audit

When to Use CA IDMS/DB Audit

CA IDMS/DB Audit is useful both for periodic maintenance and for detecting and fixing
errors that become apparentin special circumstances.

Periodic Maintenance

Special Situations

Logical Integrity

Reports

A database, likea car, will function more smoothlyif ithas periodic tune-ups. You can
use CA IDMS/DB Audit at regularintervals to examine the physicalintegrity of your
database, to report the errorsitfinds,and to correct errors of physicalintegrity.

If your carisinvolvedinanaccident,orifitis not performing efficiently, it needs testing
andrepairs. Likewise, special situations indicatea need for examination of your
database. Several conditions arelikely to causephysical integrity errors in a database:

m  Improper recovery from program, system, or hardwarefailures
m  Malfunctions inthe operation of a diskdrive, disk controller, or other hardware

m  Improper use of the CA IDMS utility IDMSBCF, FIX PAGE function

Ifyou know one of these conditions has occurred, you can use CA IDMS/DB Audit to
search for problems before runningapplication programs.

Even ifthere has not been a known failureinthe system, results of application programs
sometimes indicatebroken chains or other physical integrity errors.Ifanapplication
program terminates abnormally or if the output from a program indicates broken
chains, CAIDMS/DB Audit canfind and correct most of the physicalintegrity errors.

Once the physical integrity errors have been found and corrected by CA IDMS/DB Audit,
you canuse other means to find and correct logical errors inyour database. An example
of a logicalerroris showninthe sectionon the Fix Phasein Concepts (see page 27).

CA IDMS/DB Audit produces two types of reports: an Audit Report and an Integrity
Analysis Report. The Audit Report displays a summary of the CA IDMS/DB Audit run; the
Integrity Analysis Reportshows details of each physicalintegrity error, found and/or
corrected. See Figure 1.2.
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Reports

Audit Report

Every run of CA IDMS/DB Audit produces an Audit Report. The report contains these
sections:

m  Parameter Validation

m  Parameter Processing Option
m  Areas, Records, and Sets

m  Runtime Status and Statistics
m  Audit Statistics

m  FixStatistics.

Integrity Analysis Report

Report Formats

Generation of the Integrity Analysis Reportis controlled by the REPORTS parameter
statement. You can generate reports for the current auditand fix operations;you can
suppress the Integrity Analysis Report;or you can generate reports for a previous audit
from which you saved the extract file.

The Integrity Analysis Reportdisplayserrors foundinthe auditphaseand corrections
(simulated or actual) made in the fix phase. The reportis comprised of two sections:

Before Image Report--a report listingthedetails of all physical integrity errors found by
CA IDMS/DB Audit inthe auditphase.

After Image Report--a report showing the corrections madeto the databaseduringthe
fix phase. The After Image Report displays either simulated or actual corrections,
depending on whether the fix phasewas run insimulation or update mode.

If CA IDMS/DB Audit was run in the simulation mode, the report shows how the
corrections would affect the database. After reviewing the simulated corrections, if you
want to actually updatethe database, you canthen make a separatefix run of CA
IDMS/DB Audit, usingthe extract filesaved from the previous run. Updates should not
be performed on the databasebetween the auditphaseandthe fix phaseof CA
IDMS/DB Audit, because such updates could alter the results or causeabnormal
termination of the fix processing.

You canspecify the type of notation to be used on the Integrity Analysis Reportfor
displayofdata,andyou canselect a complete format or abbreviated format for display
of sets inerror.
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Reports

Errors withinsets can be displayedin only character notation (alphanumericand special
characters) or displayed in both character and hexadecimal notation.

Display of sets containingerrorsis availablein either of two formats: complete format,
which shows all of the members of eachset inerror; or abbreviated format, which
shows the owner of the set inerror, each member thatisinerror,and the next and
prior members surrounding each member inerror.

Audit Report
Processing Summary
AUDIT Statistics
FIX Statistics
Processing Options
Areas, Records, Sets Audited
AUDIT Statistics, by Area
FIX Statistics, by Area

Page headors and footers

Analysis R
After I (Shnuiatsdegrogeal)

List of errors comected, including:

Specific messages

Set names

Record names and identifiers
Db-keys

Record data

Page headers and footers
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Controlof CAIDMS/DB Audit

Figure 1.2: Reports

Control of CA IDMS/DB Audit

Operation of CA IDMS/DB Auditis controlled by parameter statements.

PROCESS Statement

AUDIT Statement

The PROCESS parameter statement allows you to specify how the databaseis to be
readied and which SORT messages to display onthe Audit Report. Additional options
initiateinclusive or exclusive processing, specify the audittype as either Standard or
QuickCheck, and enable you to check your parameters before auditingbegins.

The AUDIT parameter statement allows you to control the auditphase of CA IDMS/DB
Audit. You can specify whether you want to find physical integrity errors in CALC sets,
errors inuser-defined sets, page errors, disconnections in sets, orindex orphans (thatis,
records whose integrated index "up" pointer does not accurately pointto the correct
SR8 record). You canalsospecify any combination of thos e choices.

AREA, RECORD, and SET Statements

FIX Statement

Associated with the AUDIT statement are AREA, RECORD, and SET statements, which
allowyouto limitthe examinationto a partof the databasedefined by the subschema.

The FIX statement directs CA IDMS/DB Audit to simulatecorrections ortoactually
update the records inthe database. The errors to be corrected must be recorded inan
extract file, from either a current run or a previous run. If the auditwas made ina
previous run, you must be surethat the databasewas not updated between the audit
run and the fix run.

Corrections can be made to page headers and footers; next, prior,and owner pointers in
CALC sets, user-defined sets,and integrated index sets. Integrated index orphanrecords
canbe "adopted" andthe orphan counts decreased. Logically deleted records (LDELs)
canalsobephysically deleted from the database.
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Unique Access to the Database

REPORTS Statement

The REPORTS statement controls production of the Integrity Analysis Report.

Unique Access to the Database

CA IDMS/DB Audit uses a unique method to access the CA IDMS/DB database;it
provides these efficientfeatures:

m  CA IDMS/DB Audit canaccess the SR1 records and walk or fix the CALC set as itdoes
any user defined record or set

m  CAIDMS/DB Audit can examine an entire physical pageas well as anindividual data
record

m  When CAIDMS/DB Audit performs an area sweep ituses several buffers to reduce
the amount of I/0 wait time

Operating Considerations

Inorder to use CA IDMS/DB Audit to best advantage, you should consider several
operating procedures. Among these are backing up the database, selectingthe
readymode, selecting parameters that do not unduly lengthen the runtime, and
reviewing the logical integrity.

Back Up the Database

CA IDMS/DB Audit does not write before images and after images of changed datato a
journal file. Therefore, you should back up the databasebefore attempting fix
processing.You should also back up the databaseafter fix processing has been
performed.

Plan Space Allocation

If you areauditinglargesets, you canallocatestoragefor the processingtables to disk
instead of core.
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Features

Select Readymode

Plan Run Time

Ifyou areusing CA IDMS/DB Audit as a periodic maintenancetool, you canselect
RETRIEVAL mode. The databaseis readiedin SHARED RETRIEVAL mode, and CA
IDMS/DB Audit cansharethe databasewith other programs.Inthis mode, however, CA
IDMS/DB Audit canonly simulatecorrections;itcannotactually updatethe databasein
RETRIEVAL mode. Also,if you use RETRIEVAL mode, you should ensurethat no other
program updates the databasewhile CAIDMS/DB Auditis auditing or fixing the
database.

The total amount of time to run CA IDMS/DB Audit depends on which parameters you
specify. If the utilityis required toaccess record occurrences and set occurrences over
andover, the operating time is significantlyincreased. The most time consuming
features are DISCONNECT and WALKNEXT. You canrun CAIDMS/DB Audit without these
parameters, and then usethem inanother runifthere areindications onthe Audit
Report that there are disconnected or orphanrecords. The Standard audittype is
generally slower than the QuickCheck type and QuickCheck provides the added bonus of
orphan detection without WALKNEXT.

Review Logical Integrity

Features

Review the reports to understand the errors that were detected and the way the errors
have been fixed. It may be necessary to validatethe logical integrity of the corrected set
occurrences. CA IDMS/DB Audit finds and corrects only physical integrity errors.

CA IDMS/DB Audit uses the following features of CA IDMS/DB 1/0:
m XA databasebuffers and control blocks

m  ESA dataspacesupport

m  Dynamicdatabasefileallocation

m  Unrestricted SEGMENT name usageas databasenames

For more information on these CA IDMS/DB features, see CA IDMS Database
Administration Guide and CA IDMS System Operations Guide.

Additionally, features of the CAIDMS/DB engine and the SYSIDMS PREFETCH parameter
for read-ahead processingreplacethe read-ahead processing previously provided by
FASTSCAN and EXCP 1/0 level processing previously defined by the GSDTPARM
installation defaults.
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Chapter 3: Concepts

CA IDMS/DB Audit detects a number of different physical integrity errors. The first
section of this chapter describes each type of error and provides anillustrated example.
The conventions and the data structure diagramused for these examples are presented
on the following pages.

QuickCheck and Standard arethe two auditing methods CA IDMS/DB Audit provides.
The method you select determines the types of errors CA IDMS/DB Audit canlocate. The
auditing method also greatly affects processingtime.

Inthe auditphase, CA IDMS/DB Audit uses a variety of processes to find errors. This
section of the chapter describes each process, the parameter used to initiateeach
process,and the specific errortype it searches for. Set diagrams illustrate these
processes.

Inthe fix phase, CA IDMS/DB Audit fixes most error types located by the auditphase.
This section describes which errors can be fixed and also presents diagrammed
examples.

This section contains the followingtopics:

Conventions (see page 28)

Data Structure Diagram (see page 29)
Integrity Errors (see page 30)

Auditing Methods (see page 63)

Audit Phase (see page 65)

Specifying Database Auditing (see page 83)
Parameter Controlled Functions (see page 84)
Fix Phase (see page 85)
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Conventions

Conventions

The diagrams in this chapter usethe followingconventions.

m  Symbols--Figure 2.1 presents the symbols usedinthe diagrams for record types and
db-keys.

s This symbol represents a record type.

== This symbol represents an owner record ocCLETeNcS.

i The nuaTeIc vaie above the dotted kne indicates
1he record's db-key.

Figure 2.1: Record Symbols

m  Pointers--For simplicity, mostdiagrams in this chapterillustrate only the next
pointer and not the prior or owner pointers. Any examples with additional pointers

are labeled accordingly.

m  Terminology--The words record and set are used to mean record occurrence and set
occurrence.

m  Lettercase--The text of this chapter presents owner record occurrencesin
uppercase. Example: ENGLISH. The text of this chapter capitalizes member record
occurrences. Example: English Literature.
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Data Structure Diagram

Data Structure Diagram

Figure 2.2 presents the data structure diagram TESTSUB, the sampledatabaseused in
the examples in this chapter.

IX-TCHR-LNAME

TEACHER ROOM PERIOD
1001 [ £ 76 [ carc a1os|F[1z]cu.c 8104 | F |12 | cac
TCHR-ID DN ROOM-NO I pL PERIOD-NO | DN
DEPT-REGION LOC-REGION LOC-REGION
rzkusn-cuss noou.c] L
PERIOD-CLASS
TEACHER NPO OA NEXT NPO OA NEXT &%‘m
NPO OM LAST \ l / DN
bY
DEPT CLASS SCHEDULE
1ooo]|=’sz] CALC a1oa|t=|12[w\ s1or] F[ 24 [ W
DEPT-NAME [ DN SUBJECT-CLASS STUDENT-SCHEDULF
DEPT-REGION CLASS.REGION CLASS-REGION
I CLASS-SCHEDULE
DEPT-ACADEMIC SUBJECT-CLASS :SGO:SSTE-NO
NO MM NEXT NPO MA NEXT & oL 'S‘IUMADENT-SCHEDULE
NO MM NEXT IX-STUD-LNAME ASC. SCHED-PERIOD
L/ L
SUBJECT I1X-SUBJ-LNAME
1002 v | 220 cAlc
SUBJ-ID | on
DEPT-REGION
| I
PRERESQFOR PREREQSARE
NPG MA NEXT NPO MM NEXT
PREREQ GREPORT DREPORT
8103 [ F 4] waA 1oa|vc]m4| VIA a11olr-’c|ec| VIA
PAERESQFOR swum-nsroms] sruoem.nspon-rs|
DEPT-REGION STUDENT-REGION STUDENT-REGION

NOTE: All IX sets are system-cwned integrated index sets residing in INDEX-REGION.

Figure 2.2: Data Structure Diagram
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Integrity Errors

Integrity Errors

Pointer Errors

CA IDMS/DB Audit can detect the followingcategories of physical integrity errors when
auditinga database:

m  Pointer Errors

m  Set Errors

m  Integrated Index Errors

m  Userset Orphan Record Occurrences

m  Fragmented (variablelength)Record Errors

m  Compressed Record Errors

m  PageéErrors

All physicalintegrity errors arereported on the Integrity Analysis Report. For each error
encountered, the report lists the members of the set, plus anerror message justbelow
the error. If SETMBRS=ALL (default)is specified, every member of the setis listed. If

SETMBRS=ERRSONLY is specified, the onlyrecords displayed arethe owner, the member
inerror, and the prior and next records for each member inerror.

Pointer errors arerelated to anindividual record occurrencein a specific set. CA
IDMS/DB Audit can correct pointer errors in user-defined sets, integrated index sets,
and CALC sets. There are six types of pointer errors.

1. Next, prior, or owner db-key points outside area page ranges in the subschema

CA IDMS/DB Audit verifies that all member records of a multi-member set to be audited,
andthe areas where the records reside, are copied into the subschema used by CA
IDMS/DB Audit. (Except CA IDMS/DB Audit cannot verify that all CALC records are
copiedinto the subschema when CALCSET auditis requested.) Therefore, the page
number for a next, prior, or owner pointer must be for a page withinan area copiedinto
the subschema.
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Integrity Errors

For example, in Figure 2.3, assume that the onlyarea copied inthe subschema is
DEPT-REGION. As a result, only records withinthe DEPT-REGION area can be copiedinto
the subschema. In this case,John Allen's next db-key is not withinthe DEPT-REGION
page ranges andisinerror.CA IDMS/DB Audit will fix the error by correctingthe pointer
sothat itpoints to HISTORY.

DEPT

DEPT-TEACHER

TEACHER

AREA = DEPT REGION
LO PAGE NUMBER = 2500
HI PAGE NUMBER = 2600

LINKAGE=NEXT, PRIOR, OWNER

PAGE 2500

2500 | 2500 LINE
02 03 HISTORY o1

2500 | 2500 | 2500 LINE
03 o)) 01 HARRY DEAN 02

6001 | 2500 | 2500 LINE
02 02 o1 JOHN ALLEN 03
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Integrity Errors

Figure 2.3: Area Points to Area Outside Page Range
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Integrity Errors

2. Next, prior or owner db-key points to a non-readied area

CA IDMS/DB Audit verifies whether all member records of a set to be audited, and the
areas where the records reside, are copied into the subschema used by CA IDMS/DB
Audit. (Except CA IDMS/DB Audit cannotverify that all CALC records are copied into the
subschema when CALCSET auditis requested.) Therefore, the page number ina next,
prior,or owner pointer must be for a page withinanarea readied by CA IDMS/DB Audit.

For example, in Figure 2.4, assume that the DEPT-REGION area was readied and the
STUDENT-REGION area was not readied, because NOACCESS was specified by the user.
As aresult, Joan Brown's next db-key is invalid, becauseitpoints to a record thatisin
the non-readied area.CA IDMS/DB Audit corrects the next db-key to point to ENGLISH.
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DEPT

DEPT-TEACHER

TEACHER

AREA = DEPT REQGION

LO PAGE NUMBER = 2500
H! PAGE NUMBER ~ 2600
AREA = STUDENT REGION
LO PAGE NUMBER = 6000
HI PAGE NUMBER = 6100

LINKAGE~NEXT, PRIOR, OWNER

PAGE 2501

2501 2501 UNE
05 06 ENGLISH 02

2501 2501 | 2501 LINE
06 a2 02 CAROL. SMITH 05

6051 2501 | 2501 LINE
o3 05 02 JOAN BROWN 06

Figure 2.4: Record Points to Non-Readied Area
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Integrity Errors

3. Next, prior, or owner db-key points to a non-existent record

In Figure 2.5, Carol Smith's next db-key points withinthe DEPT-REGION area, but the
record for the specified db-key does not exist. Because the setis a user set, CA IDMS/DB
Audit corrects the next pointer sothat itpoints to the Joan Brown record.

AREA =~ DEPT REGION
LO PAGE NUMBER = 2500
DEPT HI PAGE NUMBER = 2800
DEPT-TEACHER
TEACHER
LINKAGE~NEXT, PRIOR, OWNER
PAGE 2601 PAGE 2502
2801 | 2802 LINE 2601 | 2501 | 2801 LINE
08 pp | ENGLSH o 02 Tns 102 T"o‘“ BROWN ()
2502 | 2501 | 2501 LINE
o ce | qz |CAROLSMTH 05
2501 | 2501 1 LINE
o % |82 | JOHN DOE ™

Figure 2.5: Record Points to Non-Existent Record
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4. Next, prior or owner db-key points to an invalid record type for the set

CA IDMS/DB Audit verifies whether all member records of a set arecopied into the
subschema used by CA IDMS/DB Audit. (Except CA IDMS/DB Audit cannotverify that all
CALC records arecopied into the subschema when CALCSET auditis requested.)
Therefore, a valid next, prior, or owner db-key must point to a valid record type for that
set.

For example, in Figure 2.6, the onlyvalidrecord types for the DEPT-TEACHER set area
DEPT record and a TEACHER record. Therefore, Jane Doe's next db-key isinerror

becauseitis pointingto SUBJECT record Creative Writing. CA IDMS/DB Audit corrects
the error by changing the next pointer so that it points to the MATH record.

DEPT - AGADEMIC
CREATIVE AMERICIAN
WRITING. LITERATURE
e

Figure 2.6: Record Points to Invalid Record Type

5. Next, prior or owner db-key is null

The next, prior, or owner db-key for this record is equal to HIGH-VALUES. Ifthe set is
user-defined, CA IDMS/DB Audit corrects the error by entering a valid pointer.

6. Db-key of record is outside the from/thru page range for record type

This type of error probably occurs becausea schema was compiled when the database
was originally developed, and a FROM/THRU page range was not specified for the
record type. As a result,the FROM/THRU page range defaulted to the
low-area-page/high-area-page number of the area.The schema was recompiled with a
different FROM/THRU page range for the record type. Some records stored before the
recompilation nowfall outsidethe new FROM/THRU page range.

This error does not affect the walkingof a set, butitcancauseCALC records stored
before the recompilation to be lost. This loss happens becausethe CA-IDMS CALC
routine uses the current FROM/THRU page range inits calculation of the randomized
CALC page number.
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InFigure 2.7, the FROM/THRU page range for the TEACHER record is pages 2500 thru
2550.The db-key of Charles Spencer falls outside this range. CA IDMS/DB Audit does not
fix this type of error.

DEPT

DEPT-TEACHER

AREA = DEPT REGION

LO PAGE NUMBER = 2500

HI PAGE NUMBER =~ 2600
TEACHER

FROM PAGE NUMBER =~ 2500
THRU PAGE NUMBER = 2550

LINKAGE=NEXT, PRIOR, OWNER

PAGE 2510 PAGE 2576

20 | B | scence LNE || %2 %8’ | %e° | cmamies spencen 'OF
el il

T [ [ B

Figure 2.7: Record Points to Db-key Outside Page Range
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Set Errors

Set errors are related to a set occurrence or to a group of record occurrences for a
specific set. There arefive major groups of set errors:

m  Disconnected Record

m  Sorted Sets

m  Multiple Owner Records
m  [nvalid Db-keys

m  CALC Sets

Disconnected Record

There are two types of disconnected records:
1. A fully disconnected record

A fully disconnected recordis one that is not connected to anyset occurrence. All of the
disconnected record's db-key values pointingto the specified set are HIGH-VALUES. CA
IDMS/DB Audit finds disconnected records when the AUDIT statement indicates
DISCONNECT=EXPLICIT (plus the DISCONNECT option in RECORD or SET statements), or
DISCONNECT=ALL.

Mandatory-automatic sets are searched for disconnections when you specify the ALL or
the EXPLICIT option. Because CA IDMS automatically connects mandatory-automatic
sets atstore time, and allows disconnectonly at ERASE, arecord belongingto a
mandatory automatic set should never appear disconnected. In Figure 2.8, David
Herman is anexample of a fully disconnected record because itis not connected to any

set.
DEPT SCIENCE
DEPT-TEACHER

CHARLES

SPENCER
TEACHER

DAVID
HERMAN
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Figure 2.8: Record Fully Disconnected from Set

2. A partially disconnected record

A partially disconnected recordis a record that points intoa set, but no recordinthe set
points to it. Figure 2.9 presents a partially disconnected record.

Partially disconnected records arealsoreferred to as orphanrecords.Orphans are
describedin greater detail later in this chapter.

DEPT
DEPT-TEACHER CHARLES
SPENCER
¥
SHARON
TEAGHER DEAN
DAVID
HERMAN

Figure 2.9: Record Partially Disconnected from Set
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Sorted Sets

There are two types of errorsinsorted sets:
1. Sorted set is out of sequence

Ina setthatis sorted indescendingorder, the sortkey of the previous record inthe set
is greater than the sortkey of the current record. Inaset thatis sortedinascending
order, the sort key of the previous recordis less than the sortkey of the currentrecord.
For example, in Figure 2.10, the DEPT-TEACHER set should be sorted inascendingorder
by last-name.Jane Doe is outof sequence, however; she should precede Harold Jones in
the set. CA IDMS/DB Audit corrects this set sothat ENGLISH points to Jane Doe, Jane
Doe points to Harold Jones, and Harold Jones points to Carol Smith.

DEPT

DEPT-TEACHER
ASC. LAST NAME DN CAROL

JONES

Figure 2.10: Sorted Set Out of Sequence
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2. Duplicates in a sorted set when duplicates are not allowed

The sort key of the current record equals the sortkey of the previous recordin the set
occurrence. For example, in Figure 2.11, duplicates arenot allowed within the
DEPT-TEACHER set. David Herman, however, is found to be in the set twice. CA IDMS/DB
Audit does not fix this type of error.

DEPT-TEACHER
ASC. LAST NAME DN

TEACHER

Figure 2.11: Sorted Set with Duplicates

Multiple Owner Records

There are two error situations thatcause CA IDMS/DB Audit to report a second owner in
aset. Only Standard auditing detects multipleowners ina set. The way CA IDMS/DB
Audit corrects multiple owner record errors is described in detail later in this chapter.
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1. Assingle set contains two owners

InFigure 2.12, the set occurrenceowned by the ENGLISH recordis a complete set chain.
As the set is walked from the ENGLISH record, however, another owner record (MATH)
is encountered.

DEPT

DEPT-TEACHER

TEACHER

Figure 2.12: One Set Contains Two Owners

2. A broken set points into a complete set

The set owned by the HISTORY recordin Figure2.13 is broken. When this setis walked
inthe next direction, a second owner record (CHEMISTRY) is retrieved. Carol Smith's
next db-key points to James Lyons' record, whichis inthe set occurrence owned by
CHEMISTRY.

DEPT

DEPT-TEACHER

TEACHER
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Figure 2.13: Broken Set Points to a Complete Set

Invalid Db-keys
CA IDMS/DB Audit reports three types of invalid db-keys:
1. Prior db-key does not point to the prior member of set
When walkinga set in the next direction, the prior db-key does not pointto the prior
record inthe set. For example, in Figure 2.14, walking next from the ENGLISH record,
Harry Dean is retrieved. Walking nextagain, Carol Smith is retrieved but her prior db-key

does not point back to Harry Dean; it points to another valid record occurrence (Joan
Brown).

DEPT-TEACHER

TEACHER

Carol Smith's PRIOR db-key does not paint back to Harry Dean

Figure 2.14: Prior Pointer Does Not Point to Prior Record
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2. Next db-key does not point to the next member of set

When walkinga setinthe priordirection, the next db-key does not pointto the next
record inthe set (the record justwalked from). For example, in Figure 2.15, walking
prior from the ENGLISH record, all next db-keys point backto the previous record until
Harry Dean is retrieved. Harry Dean's next db-key does not point to Jane Doe, but to
Carol Smith.

In both of these situations, CAIDMS/DB Audit evaluates the error by walkingthe set in
the next and prior direction and fixes the set such that Harry Dean's next db-key points
to Jane Doe.

When walking PRIOR, Harry Dean's NEXT db-key dees not point to Jane Doe

Figure 2.15: Next Pointer Does Not Point to Next Record
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3. Owner db-key does not point tothe owner of the set

InFigure 2.16, Jane Doe's owner db-key does not pointto the owner of the
DEPT-TEACHER set. Insteaditpoints to the HISTORY record, whichis an owner record of
another DEPT-TEACHER set occurrence.

CA IDMS/DB Audit corrects this error by making Jane Doe's owner db-key pointto

English.
ENGLISH
DEPT
DEPT-TEACHER
TEACHER

Figure 2.16: Owner Db-key Does Not Point to Set Owner
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CALC Sets

To identifyanyerrors inthe CALC set, CALCSETS must be specified onthe AUDIT
statement. There arefour types of CALC set errors:

1. The CALC set is out of sequence
The sequence of the CALC set is determined by the same rules that govern any
multi-member sorted set. This error is fully described intheearlier section on Sorted

Sets.

2. A VIA or DIRECT record is connected into the CALC set

This erroris fully described in the earlier section Pointer Errors. Next, prior,or owner
db-key points to an invalid record type for the set.

3. A CALCrecord is disconnected from the CALC set

This erroris fully described in the earlier section on Disconnected Record.
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4. A CALC record is connected to the CALC set on an incorrect page

Every page of an area contains a systemrecord (SR1) that is the owner of all CALC
records whose keys randomize to that page. The CALC set is the only set for which CA
IDMS/DB Audit can determine the accuracy of the set owner by invoking the IDMSCALC
(or IDMSCLCX) routine for each CALC record. CAIDMS/DB Audit ensures that each CALC
record is connected to the correct CALC set. (Ifa CALC record is not connected to the
correct CALC set, it cannotbe located by an OBTAIN CALC command.) In Figure2.17,
ART DEPARTMENT is an exampleof a CALC record connected to the CALC seton an
incorrect page. CAIDMS/DB Audit corrects this sothat ART DEPARTMENT is connected
to the CALC set on page 88,004.

SRt
C
DEPT
CREATE AREA DEPT-REGION ADD RECORD DEPT
PRIMARY SPACE 15 FROM 83001 LOCATION MODE CALC

WITHIN AREA DEPT-REGION

Figure 2.17: CALC Record Connected to an Incorrect CALC Set

Chapter 3: Concepts 47



Integrity Errors

Intedrated Index Integrity Errors

To detect integrated index errors, specify INDEX inthe AUDIT parameter statement. In
the diagrams of integrated index sets, each SR8 recordis shown with its db-key and
entries relevant to the illustrated physicalintegrity error. Entries not shownin the SR8

record arerepresented by the shaded portion. A thick blackarrowshows the location of
anintegrity error.

SR db-key

There are three major groups of integrated index errors:
m  Pointer errorsinthe SR7/SR8 structure
m  Integrated index orphans and orphan count

m  Miscellaneousintegratedindex errors
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Pointer Errors in Integrated Index SR7/SR8 Structure

Errors innext, prior,and owner pointersinintegrated index sets are detected when you
specify USERSETS inthe AUDIT statement, and arefixed when you specify USERSETS in
the FIX statement. CA IDMS/DB Audit generates the same messages for pointer errors in
other sets inthe database.Figure2.18 shows a typical integrated index structure with a
bad next pointer. The NEXT pointer inrecord 9000-03 points to the level above instead
of the next record.

$000-10

Figure 2.18: Next Pointer Error in Integrated Index Set
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Orphans Records in Intedrated Index Sets

CA IDMS/DB Audit detects integrated index orphanrecords. An integrated index orphan
occurs when the upper level pointer of an SR8 record or a member record of an
integrated index set does not point to the correct record inthe level above it. Integrated
index orphans arenot integrity errors becausethis condition can occur normally when
the databasespawns new SR8 records to accommodate the addition of new member
records. Their presence, however, can degrade performance.

For example, in Figure 2.19 upper level record 9000-06 points to record 9000-03 but
record 9000-03 points backto record 9000-05. To fix this condition, specify
INDEXORPHANS inthe FIX parameter statement. INDEXORPHANS also causes the
orphan counts in SR8 records to be corrected.

900001 |- 1 pGINTER
N 9000-05

Figure 2.19: Orphan Record in Integrated Index Set

Miscellaneous Integrated Index Errors

CA IDMS/DB Audit can detect, but not fix, seven other types of integrity errorsinan
integrated index.

1. Index entry db-key errorsdetectedin integrated index records

When checkingthe db-keys of records inan integrated index set, CA IDMS/DB Audit
either could not find the record pointed to by the db-key, or found errors within the
record.

m  Record not found. The record indicated by the db-key could not be found. For
example, inFigure2.20, the bottom level SR8 record points to a member record 6-7
that cannot be found.
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m  Record type incorrect. The db-key points to a record whose type does not belongin
the set. For example, the db-key ina TEACHER index set points to a CLASS record.

m  Record not within page range. The page where the SR8 record resides is not within
the designated page range. The page range for an SR8 is determined by the high
andlow pages of the set to whichit belongs. These pages can be defined inthe
schema. Ifthe pages are not specifically defined, the page range is the same as the
page range for the owner record.

m  Record located in non-readied area. An SR8 record points to a recordthatisina

non-readied area.

SR8 TABLE ENTRIES

DB
key
3-1

9000-01

DB

DB
key
6-7

DB
key
3-3

\ 4

|
|
|
|
1
|
|
1
!
|
|
|
Y

Figure 2.20: Integrated Index Entry Not Found
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2. SR8 upper level pointer is not high values

In a top level SR8 record, the upper level pointer should be null (equal to HIGH-VALUES).
Ifthe upper level pointer ina top level SR8 is not null, CAIDMS/DB Audit lists theerror
under db-key errors andindicates thatthe upper level pointer is not HIGH-VALUES.

Inthe example in Figure 2.21 the upper level pointer inrecord 9000-07 points to a
record inanother set.

R LEVEL |- clueeERLeVEL |- S UPPERLEVE. [ o LEVEL
1 PONTEM (- soooaz{ -] romTER 0] eosoos .| PONTER  [--] soooos |- ROINTER

Figure 2.21: Integrated Index Invalid Upper Level Pointer
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3. Level sequence errorsdetectedin integrated indexes

The level number of an SR8 record inanintegrated index setisinerror.For example, in
Figure 2.22 the level number inLevel 1 shouldbe 1, but the records contain Level 0 and
3.

(level 2)

s [ (evel 1)

Level 0

Figure 2.22: lIX Entry with Incorrect Level Numbers
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9000-01

4. Symbolic key errorsdetected in integrated index records in set

Ina set sorted by symbolic key, an SR8 record points to a member record, but the
symbolic key contained in the SR8 record does not match the symbolic keyin the
member record. In Figure 2.23 the db-key inthe SR8 record points to the JONES
member record, but the symbolic keyinthe SR8 recordis WHITE.

SR8 TABLE ENTRIES
7 ~ N\ - N -~ N
DB |sym DB | sym DB | sym
key |key key | key key | key
3-1|JACKS | 3-2| WHITE| 3-3 |KENT |

3-1
JACKS

Figure 2.23: Incorrect Bottom Level Symbolic Key
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5. Sort key sequence errors detected in integrated index records contained in set

Integrated index sets can be sorted either by db-key or by symbolic key, inascendingor
descending order.

Ina set sorted by db-key, the lastdb-key inan SR8 record should match the sortkey in
the upper level SR8 record justabove. For example, in Figure2.24, inthe SR8 record on
the rightinthe bottom level, the last db-key 3-6 does not match the sort key 4-8 in the
SR8 record above it.

Ina set sorted by symbolic key, the lastsymbolic keyinan SR8 record should match the
upper level symbolic key associated with the db-key. For example, in Figure 2.25, the
symbolic key CLIFF does not match the symbolic key JONES in the top level SR8 record
above.

®
®
D
D
®
®
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Figure 2.24: Incorrect Upper Level Db-key

*q8
g

Figure 2.25: Incorrect Upper Level Symbolic Key

6. Sort flag inconsistent with symbolic sort flag in integrated index record

An SR8 record has flags thatindicate whether the setis sorted and whether itis sorted
by symbolic key. The sorted set flagON and the symbolic key flag OFF indicates a set
sorted by db-key. The sorted set flagON and the symbolic key flagalso ONindicates a
set sorted by symbolickey. If the sorted set flagis OFF, the symbolic sortkey flagshould
be OFF. Figure 2.26 shows the combinations of flag settings with their meanings.

Sorted Set Flag ON ON OFF OFF
Symbolic Flag OFF ON OFF ON ‘
Set Sorted Sortad Unsorted _ Physical
bz bg Integrity
db-key symk olic Error
oy

Figure 2.26: Integrated Index Sorted Flag Settings
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7. Integrated index records disconnected from set

A member record is disconnected from anintegrated indexset. If INDEX is specifiedin
the AUDIT statement, CA IDMS/DB Audit sweeps the area and creates a tableof the
db-keys of set member records.Duringindex auditing, CAIDMS/DB Audit lists all the
db-keys of member records of each mandatory-automaticintegrated index set. Each
member record should havea pair of entries--one obtained during sweep processing,
and one obtained duringthe index auditing. If there is no pair, CA IDMS/DB Audit
reports the member as disconnected.

InFigure 2.27, for example, three of the records inthe SWEEP portion of the tableare
not paired with INDEX records,and two of the records inthe INDEX portion of the table
are not paired with SWEEP records. The five records are reported as disconnected.

DB-KEYS ENTERED DB-KEY'S ENTERED
DURING SWEEP DURING INDEX
PROCESSING PROCESSING
Pair
88,000-016 88,009-016
’ 88,009-017 88,009-018 ‘
8B,010-010 ; 88,030-010
* 88,012-015 £8,010-025 *
» 88,012-016

Figure 2.27: Integrated Index Disconnected Records

Orphan Record Errors in Non-Integrated Index Sets

A record designated as an orphanrecord points at another set or record, but neither the
owner of the set nor any member record in the set points backat the orphanrecord.
This type of integrity erroris detected duringwalknext and QuickCheck processing. Do
not confusean orphanrecord with an integrated index orphan (described earlier). An
orphanrecord is an integrity error.
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There are two types of orphanrecord errors:
1. Orphan string points into valid set

CA IDMS/DB Audit found a record that can not be retrieved when the setis walked from
the owner, even though the record points into the set.

For example, in Figure 2.28, records Carol Smith and Ron Barker are connected into the
set occurrence owned by the ENGLISH record. When the setis walked from the owner
record (ENGLISH), however, only Harry Dean, Jane Doe, and Robin Hayes areretrieved.
The Carol Smith and Ron Barker records canonly be retrieved if stored CALC, orif the
areais swept. CAIDMS/DB Audit corrects this situation by making Harry Dean pointto
Ron Barker.

The NEXT db-key of Carol Smith points into the set.

Figure 2.28: Orphan String Points into Valid Set
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2. Orphan string is fully disconnected

CA IDMS/DB Audit could not retrieve an owner record in a set occurrencethat was
entered either by retrieving one of the member recordsinan area sweep or by
retrieving a member record that was stored CALC. In addition, the member record chain
cannot be retrieved by walking from the owner of the set.

For example, in Figure 2.29, TEACHER records Ron Barker and Carol Smith are connected
together; however, no valid owner of a DEPT-TEACHER set points to the string. Also,
Carol Smith's next db-key is invalid. CAIDMS/DB Audit cannotcorrect this situation.

DEPT
ROBIN
HAYES

DEPT-TEACHER

/
TEACHER /
RON
BARKER SMITH

The NEXT db-key of Ron Barker points to Carol Smith, but neither record points
into a set, and records in the set do not point to them

Figure 2.29: Orphan String is Fully Disconnected
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Fragmented Record Errors

CA IDMS/DB Audit finds anyinstance of a fragmented (variablelength) record whose
fragments could not be properly assembled. For example, in Figure 2.30, the subject
record Biologyis variablelength and should consist of the root portion and one
fragment. The pointer within the root portion of the record, however, points to an SR4
record (fragment) that does not exist. CA IDMS/DB Audit cannot fix errors of this type.
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DEPT

DEPT-ACADEMIC

SUBJECT

LINKAGE=NEXT, PRIOR, OWNER

PAGE 2510 PAGE 2521
a2 2o 200 1210 | cHemisTRY LE BILL ALLEN ry
2]%0] somes S s 65
T e
CHARLES SPENCER e
SALLY SHEEHAN LINE

PAGE 2522
SHARON DEAN LINE

o

Figure 2.30: Fragmented Record Error
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Compressed Record Errors

Pade Errors

Ifthere are errors inthe compressed portion of arecord, it cannotbe successfully
decompressed. Improper decompression can causea fragmented recordto be
improperly assembled. CA IDMS/DB Audit cannotfix errors of this type.

CA IDMS/DB Audit detects one type of page error:

Invalid page number

When anareais beingswept, CAIDMS/DB Audit keeps track of the Page-Number of the
page that is to be retrieved. A check of the page number within the page header and
page footer is performed. For example, in Figure 2.31, the DEPT-REGION lowand high
page numbers are5001 and 5100, respectively. When the 12th page is retrieved within
the area, the page number of the returned page should be 5012; however, the page
footer for page 5012 shows number 5094. CAIDMS/DB Audit corrects the page footer
to be 5012.

5012
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Figure 2.31: Invalid Page Number

Auditing Methods

CA IDMS/DB Audit has two methods of auditing:
m  Standardaudit

m  QuickCheckaudit

Standard auditing examines your application databases and data dictionaryfor all types
of physical integrity errors. Although Standard auditingis the most comprehensive, it
requires numerous 1/Os and potentially long processing times.

QuickCheck is a much faster processingalternative for detecting common physical
integrity errors. QuickCheck requires significantly fewer 1/Os and less CPU time because
it does not walk every set occurrence to detect errors. Instead, duringarea sweeps
QuickCheck creates pointer extract records that are then sorted. If CA IDMS/DB Audit
detects any mismatched pointer extract records, it then walks onlythose sets thatarein
error. Finally, errors found by QuickCheck are reported and most can be corrected using
the same fix parameters specifiedin Standard auditing.

QuickCheck vs. Standard Audit

Deciding whether to use QuickCheck or Standard auditing depends upon the nature of
the audit. Use QuickCheck when time is limited and your main concernis locating next,
prior,or owner (N/P/O) pointer errors.Because Standard auditingis more thorough, it is
the preferred alternative when you need to search for all error types.

Figure 2.32 summarizes the major differences between QuickCheckand Standard
auditing. Features that are supported by one method or the other are marked with an X.
Several features aresupported under QuickCheck, but only under certain circumstances.
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These features are qualified by a brief explanation.

Features Standard Quickcheck

Detects N/P/O errors in user sets X X - faster
performance

Detects N/P/O errorsinliXsets X X - faster
performance

Detects ownerless sets X iflocatedin N/P/O
error set

Detects sets with 2 or more owners X iflocatedin N/P/O
error set

Detects sorted set sequence errors X iflocatedin N/P/O

error set

Detects fully disconnected records with WALKNEXT X - faster
and DISCONNECT performance
Detects incorrect CALC membership X
Detects |ogically deleted records X iflocatedin N/P/O
error set
Detects non-N/P/O lIXset errors X

Detects orphanrecords

with WALKNEXT

X - much faster

performance

Walks allsets X

Walks error sets only X

Supports partial pagerangeaudits X if neither USERSETS
nor CALCSETS is
specified

Supports fastscan buffering X X

Supports pre-auditscanning X X

Supports inclusive processing X X
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Audit Phase

Sweep Processing

Figure 2.32: Summary of Standard and QuickCheck Features

Inthe auditphase, CA IDMS/DB Audit searches through a databaselookingfor physical
integrity errors. It creates an extract filecontainingeach physicalintegrity error found
and each logically deleted (LDEL) record found. This extract fileis used by the fixand
reports phases for further processing.

CA IDMS/DB Audit uses several auditprocesses:

®  Sweep
m Set Walk
m Walknext

m  Set Disconnection
m  Integrated Index

m  PageAudit

The user initiates one or more of these processes through parameter statements and
options. Although Parameters (see page 91) all parameters in detail, this chapter
describes the audit processes in general and provides diagramed examples.

The primary method used by CA IDMS/DB Audit to access a user's databaseis sweep
processing. Using sweep processing, CA IDMS/DB Audit starts retrieving the records in
anarea defined by the subschema. It retrieves all records accordingto AREA, SET, and
RECORD parameter statements. After a record is retrieved, CA IDMS/DB Audit refers to
the parameters you specify to determine how to auditthe record andits sets.

Page headers andfooters are also audited during sweep processingifyou specify the
PAGES optioninthe AUDIT statement. When CA IDMS/DB Audit retrieves a new page
duringsweep processing,itexamines the header and footer before lookingatthe
records on the page.
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During sweep processing, CAIDMS/DB Audit retrieves records within an area by db-key,
innumerical order. For example, in Figure 2.33, assumethat the DEPT-REGION area,
DEPT and TEACHER record types, and DEPT-TEACHER sets have been copied into the
subschema.When sweeping the DEPT-REGION area, the records HISTORY, Harry Dean,
ENGLISH, Carol Smith, and John Doe will beretrieved inthat order.

TEACHER

UNKAGE=NEXT, PRIOR, OWNER

PAGE 2500 PAGE 2501
2500 | 2500 LINE

2501 | 2501

o) | 228" | EnausH LINe
2500 | 2500 | 2500 LINE
o1 p o1 |HARRY DEAN

2501 | 2501 | 2501

oF CAROL SMITH tRE

2507 | 1 E |

02 mosl [ ﬁ’m JOHN DOE Uo'g

Figure 2.33: Sweep Processing
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Set Walk Processing

USERSETS Option

During Standard auditing, once a record has been selected by the sweep process, CA
IDMS/DB Audit can perform set walk processing. The main function of set walk
processingis to ensure the integrity of a set occurrence. If the record retrieved by CA
IDMS/DB Audit is the owner of one or more set occurrences, CA IDMS/DB Audit walks
the set from the owner record until itreaches the end-of-set.

If CA IDMS/DB Audit encounters any physical integrity errors duringsetwalking, it
returns to the owner record and walks the setagain, creatingan extract record for each
record found inthe set. The file of extract records is saved for later use by the FIX phase
or the REPORTS phase.

The two options used to initiate set walkingare USERSETS and CALCSETS. The SETLIMIT
and DBKEYTBL options provideadditional controls on setwalking.

The USERSETS optioninitiates setwalking for user-defined sets and integrated index
sets.

During USERSETS processing, CAIDMS/DB Audit walks each set onlyone time ifit does
not detect any next, prior,or owner pointer errors. Ifarecord is retrieved that does not
own any set occurrences, itis bypassed.

InFigure 2.34, onlyrecords that areowners of sets initiatea set walk during the sweep
of the DEPT-REGION area. Carol Smith and John Doe do not initiatea set walk by CA
IDMS/DB Audit because they arenot owners of any sets. When the owner record
ENGLISH is retrieved, the DEPT-TEACHER set is walked (that is, ENGLISH, Carol Smith,
John Doe, and finally ENGLISH again).In addition, the DEPT-ACADEMIC set is walked
(thatis, ENGLISH, American Literature, English Literature, Remedial English,and
ENGLISH).

During QuickCheck auditing, USERSETS alsolooks for orphans.During Standard auditing,
orphans aredetected through WALKNEXT processing(discussedindetail laterin
Walknext Processing (see page 75).)
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CALCSETS Option

If you specify CALCSETS inthe AUDIT statement, each CALC set is walked to auditfor
next and prior pointer errors,ina manner similar towalkingall other sets. Also,during
STANDARD auditing, each CALC record is checked to ensure thatitis a member of the

correct CALC set.

DEPT
DEPT - ACADEMIC
DEPY - TEACHER
¥
TEACHER SUBJECT
ENGLISH REMEDIAL

ENGLISH

Figure 2.34: Set Walk Processing
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SETLIMIT Option

To prevent CA IDMS/DB Audit from entering into a set loop whileset walking, you can
specify a limitonthe number of records (in the set) that CAIDMS/DB Audit retrieves
before assumingthata setloop condition exists. For example, in Figure 2.35, assume
that SETLIMIT=5. When CA IDMS/DB Audit walks the DEPT-ACADEMIC set owned by
ENGLISH, the followingrecords areretrieved: ENGLISH, American Literature, English
Literature, Remedial English, American Literature, English Literature, and Remedial
English. CAIDMS/DB Audit terminates processing of the set occurrence atthis point
because six member records have been retrieved, one more than the SETLIMIT value.

Note: CA IDMS/DB Audit does not fix any sets during thefix phase ifthe SETLIMIT value
is reached for any one set occurrence. Specifying a SETLIMIT valuethat is too small can
cause CA IDMS/DB Audit to stop processinga set occurrence prematurely and thus
prevent fixing of any sets.
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DBKEYTBL Option

To detect a setloop and allowfixingof these errors, you can specify DBKEYTBL in the
AUDIT statement. CA IDMS/DB Audit maintains a tableofall member record db-keys
retrieved for each set occurrenceduringset walk processing. Whenever a record's next
db-key is foundinthe table already, CA IDMS/DB Audit stops processingthe set. In
Figure 2.35, when auditingthe DEPT-ACADEMIC set, the following member records are
retrieved and their db-keys placedinthe table: American Literature, English Literature,
and Remedial English.Since Remedial English's nextdb-key is alreadyinthe table, CA
IDMS/DB Audit recognizes that the set contains a loop and terminates the set-walk for
that set occurrence.

Note: Even if DBKEYTBL is not specifiedinthe AUDITstatement, CA IDMS/DB Audit
activates the DBKEYTBL function duringthe creation of extract records to determine
whether or not a next or prior db-key points to a record previouslyretrieved in the set.
Therefore, you must planstoragefor DBKEYTBL.
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DEPT-ACADEMIC Y~ =—7——-=7
IADEM'C ENGLISH

SUBJECT

DBKEYTBL

ENGLISH
LIT.

5003-09

5003-06

Figure 2.35: Set Loop
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Prior Pointers

When walkinga set containing prior pointers, if the prior db-key of a record occurrence
does not point backto its prior recordinthe set, CA IDMS/DB Audit saves the db-key of
the current record ina save tableand continues set walking. At end-of-set, CA IDMS/DB
Audit retrieves each saved db-key and attempts to walk prior from that point. This

process of walking,saving,and retrieving db-keys is continued until all saved db-keys
have been processed.

For example, in Figure 2.36, CA IDMS/DB Audit walks a set occurrence owned by
ENGLISH. No error is detected until the David Lee recordis retrieved: the prior db-key
does not point to John Doe.
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Sincethe David Lee record is the lastmember of the set and anintegrity error was
detected inthe set, CA IDMS/DB Audit returns to the owner record, ENGLISH, and walks
the set again, creating extract records for each record occurrence retrieved. When the
David Lee record is retrieved, the record db-key is placedinthe savetable. CA IDMS/DB
Audit continues set walkinguntil end-of-setis reached. CA IDMS/DB Audit then retrieves
the saved db-key and begins walking prior fromthe saved db-key to its prior record,
Joan Brown.

The followingsituations demonstratethe effect of specifying DBKEYTBL or not:

m When DBKEYTBL is specified: becauseJoan Brown's prior db-key (2501-08)is
alreadyinthe DBKEYTBL, CAIDMS/DB Audit stops walking prior atthis point

m  When DBKEYTBL is not specified: CA IDMS/DB Audit continues walking prior to the
records John Doe and Carol Smith until itreaches the owner record ENGLISH, or
until the SETLIMIT valueis reached

In either case, CA IDMS/DB Audit then checks the save tablefor additional saved
db-keys. After all saved db-keys have been processed, CA IDMS/DB Audit stops creating
extract records for the set.
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DEPT

DEPT-TEACHER

TEACHER

DBKEYTBL

2501-06
2501-08

2502-06

2501-02

Figure 2.36: Set Walk, Prior Pointers
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Walknext Processing

An orphanrecordis one type of error that cannotbe detected andadequately
diagnosed by simply walking each setonce from its owner. Ifa record pointsintoa set
of whichitis a member, but neither the owner nor any of the members point to the
record, then itis referred to as an orphan record.

One way to detect orphanrecordsis to walkeachset, not only when the owner record
is detected duringsweep processing, but alsowhen each member record of the set is
retrieved. In other words, as eachrecord is retrieved during sweep processing, not only
areall setoccurrences owned by the record walked, but all sets where the current
record is a member arewalked.
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For Standard auditing, you initiate walknext processing by specifying WALKNEXT in the
AUDIT statement. For QuickCheck auditing, orphan detection occurs when you specify
the USERSETS option. You cannot specify WALKNEXT with QuickCheck auditing.

Ifyou initiatewalknext processing, CAIDMS/DB Audit walks all sets of which the
retrieved recordis a member. If an owner recordis encountered, CA IDMS/DB Audit
begins walkingagain fromthe owner record until itreaches either the originalretrieved
record or the owner record for a second time. For example, in Figure 2.37, when record
GR 79-1isretrieved duringthe area sweep, CA IDMS/DB Audit walks forward until the
owner record (Bill Smith)is retrieved. Once the owner record is detected, CA IDMS/DB
Audit walks forward again until record GR 79-1is retrieved for a second time.

In order to understand the impact of using WALKNEXT, assume that there are 6,000
STUDENT records and 24,000 GREPORT records. If the STUDENT-GREPORT set is audited
using USERSETS, CAIDMS/DB Audit will access 30,000 records (6000 owners plus 24000
members; average set length is 4). When auditing with WALKNEXT, CA IDMS/DB Audit
will access 150,000records (30,000 set walking from the owners and 120,000 set
walking from each member record). If GREPORT members are not stored VIA the
STUDENT-GREPORT set, CA IDMS/DB Audit will generate 150,0001/0s,based on an
average of 4 member records per set times 30,000 record occurrences, plus 30,000 1/0s
for the set walk process.

Note: If you specify WALKNEXT, each setis walked as many times asthere are member
records. This multiplewalking causes a substantial increasein processingtime. You can,
however, search for orphans through QuickCheck with the USERSETS option and use
significantly less processing time.
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STUDENT

STUDENT-GREPORT

GREPORTS

Figure 2.37: Walknext Processing
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Ifan owner recordis obtained for the second time, the retrieved record is anorphan.
For example, in Figure 2.38, when the Creative Writingrecord occurrenceis retrieved,
CA IDMS/DB Audit detects an orphan record. CA IDMS/DB Audit walks from Creative
Writing to Remedial English back to ENGLISH. Then it walks from ENGLISH to American
Literature to English Literature to Remedial English backto ENGLISH. This sequence
indicates thatCreative Writingis connected into the set owned by ENGLISH, but cannot
be retrieved by walkingfromthe ENGLISH record. Therefore, Creative Writingis an
orphanrecord.
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NOSWEEP Option

Ifthe owner of the setisina NOSWEEP area, the set will notbe walked. In that case, CA
IDMS/DB Audit cannot determine whether records in another area areorphanrecords
of sets whose owners areinthe NOSWEEP area.

DEPT - ACADEMIC
DEPT - TEACHER

TEACHER SUBJECT

ENGUSH

Figure 2.38: Orphan Record (Partially Disconnected)

Chapter 3: Concepts 79



Audit Phase

Set Disconnection Processing

Verifying Pointers

Duringsweep processing, when eachrecord is retrieved, CA IDMS/DB Audit checks to
see ifthe recordis a member of asetto be audited for disconnections, orifthe record
type is to be audited for disconnections.Arecord is disconnected if no records thatare
members of aset pointtoitanditdoes not pointinto the set.

No search for disconnections is madeifyou specify DISCONNECT=NONE inthe AUDIT
statement.

When arecord is to be audited for set disconnections, each pointer is verified by finding
the indicated record. For example, ifthere are 24,000 GREPORT records with next, prior,
and owner pointers inthe STUDENT-GREPORT set, then CA IDMS/DB Audit verifies each
pointer (72,000 pointers) by finding 72,000 records.

Two disconnected records areillustratedin Figure2.39. Ifall of the pointers of a record
are null,the record is fully disconnected. 1fall of the pointers of arecord are a
combination of invalid and null pointers, therecord is partially disconnected. Because all
of the pointers of the Joan Brown record are null (indicated by -1), itis fully
disconnected. The David Lee recordis partially disconnected, becauseits only pointer
thatis not null does not pointinto a set.

Note: Because of the largenumber of I/Os and calls to DBIO,DISCONNECT canincrease
processingtime significantly. You can, however, reduce processingtimethrough
QuickCheck. QuickCheck DISCONNECT looks for fully disconnected records only.
QuickCheck USERSETS looks for partially disconnected records only.
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DISCONNECT

with WALKNEXT

WALKNEXT takes precedence over DISCONNECT when both are specified in the same
run. Ifan error is foundin both walknext processingandinsetdisconnection processing,
the record inerror will bereported as anorphanrecord. As in Figure 2.39, David Lee
would be reported as anorphan recordifyou specified WALKNEXT, as well as

Disconnect.

DEPT

DEPT-TEACHER

TEACHER

LINKAGE = NEXT, PRIOR, OWNER

PAGE 2501 PAGE 2502

2501 | 2501 LINE LINE

06 o5 | ENGLISH 0z -1 -1 1 | JOAN BROWN e
2502 LINE
o7 | - -1 | DAVID LEE 04

2501 | 2501 | 2501 UNE

02 e o2 | CAROL SMITH o8

2501 | 2501 | 2501 LNE |

e o % | JOHN DOE e

Figure 2.39: Orphan Record (Fully Disconnected)
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Integrated Index Processing

If INDEX is specifiedinthe AUDIT statement, CAIDMS/DB Audit verifies each integrated
index entry againstits databaserecord occurrence. You cannotspecify the INDEX option
with QuickCheck auditing.

To detect integrated index orphans, CAIDMS/DB Audit examines the upper level
pointers ineach SR8 record.

CA IDMS/DB Audit also verifies theentries inthe SR8 records of the integrated index set
by trying to retrieve anyrecords pointed to by the db-keys inthe entries.

CA IDMS/DB Audit verifies:
m  Upper level pointers
m  Db-keys:

- Record not found

Record type incorrect

Record not within page range

Record located in non-readied area

m  Symbolic keys

m  Sort key sequences (set sorted by db-key or symbolic key)

m  level numbers

m  Sortflags

A check for disconnections of member records is made when CA IDMS/DB Audit sweeps
the area looking for mandatory-automatic member records of integrated index sets. It

then compares the listof the member records with a listof member records found while
walking down from the owners of integrated index sets.

Page Audit Processing

CA IDMS/DB Audit performs page auditing when you specify PAGES inthe AUDIT
statement. Whenever a new page is retrieved during sweep processing, CA IDMS/DB
Audit checks the page-number withinthe page-header and page-footer againstthe
requested page number.

Note: Ifa test SUBSCHEMA/DMCL is usedto audita productiondatabase (or viceversa),
alargenumber of pages canbe incorrectly flagged as beinginerror. Make surethat the
correct SUBSCHEMA/DMCL and load/coreimagelibraryarespecified when requesting
PAGES.
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Specifying Database Auditing

Area Sweeping

Set Auditing

CA IDMS/DB Audit determines which parts of the databaseto auditby comparingthe
subschema and the parameters that you specify. The subschema must define these
entities:

m  Areas to be swept

m  Areas containingowners of sets to be audited

m  Areas containing members of sets to be audited
m  Set types to be audited

m  Owner recordtypes of sets to be audited

m  All member record types of sets to be audited

m  [ndex sets to be audited

Ifthere are no restrictions by AREA, SET, or RECORD statements, an area is sweptifany
of the following AUDIT parameters arespecified:

USERSETS, if owners of sets are in the area
WALKNEXT

PAGES

DISCONNECT

CALCSETS

INDEX

An areais not swept if only USERSETS is specified and no owners of sets to be audited
areinthe area.Access is still available, however, to member records of audited sets
whose owners areinother areas.

When you specify USERSETS, user-defined sets named inthe subschema areaudited if
the set types, their owner record types, all member record types, and areas containing
all of those record types are defined in the subschema.
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Limiting the Audit

You canincludeor exclude parts of the databasefor auditing by usingthe STARTWITH
option in conjunction with AREA, SET, and RECORD statements. Realize, however, thata
limitplacedonan area, record, or set may unintentionally affect the auditing of another
set. For example, ifan AREA is designated NOSWEEP, walknext processingis not
performed on any sets whose owners areinthe NOSWEEP area.

Parameter Controlled Functions

By specifying various parameters, you can direct CA IDMS/DB Audit to perform the
followingfunctions:

m  Report disconnections. Records disconnected from sets are detected and reported
when you specify either the ALL or the EXPLICIT option of the DISCONNECT
parameter.

m  Stop all processing after detecting a specified number of errors by usingthe
STOPAFTER option of the AUDIT parameter statement.

m  Audit the CA-IDMS CALC set, by specifying CALCSETS.
m  Audituser-defined sets andintegrated index sets by specifying USERSETS.
m  Verify each integrated index entry againstits databaserecord by specifying INDEX.

m  Restrictthe portionof anareato be swept by the auditphase, by usingthe BEGIN
and END options inthe AREA parameter statement. By usingthis facility,youcan
auditalargeareain sections. Fixing will notbe allowed, however, unless the
owners of all sets involved inintegrity errors are in the areas audited.

m  Restrictthe auditingof areas, records, and sets defined inthe subschema by using
NOSWEEP, NOACCESS, and NOAUDIT.

m  NOSWEEP prevents CA IDMS/DB Audit from accessingspecific records or all the
records stored inanarea during CA IDMS/DB Audit's sweep processing. |tdoes
not prevent CA IDMS/DB Audit from accessing member records as partof
USERSETS auditing. Ifowners of sets areina NOSWEEP area, however, those
sets arenot processed during walknext processing.

m  NOACCESS prevents CA IDMS/DB Audit from accessinga specified area or
record under any circumstances. Itwill notattempt to sweep anarea or access
arecord during sweep processing, nor will itaccess anyrecords storedinan
area, or any sets whose owners or members are inthe area,duringset walk
auditing.

m  NOAUDIT prevents CA IDMS/DB Audit from performing any of its audits on the
specified set.
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Fix Phase

CA IDMS/DB Audit fixes most physicalintegrity errors found in the auditphase. You can
specify either simulated fixing or actual updating of the database.

Errors Fixed

By usinginformation contained inthe extract file, CA IDMS/DB Audit fixes the following
physicalintegrity errors:

m  User-defined sets and CALC sets

Null db-keys

Db-keys that pointoutside of the subschema page range
— Next, prior,or owner db-keys that pointincorrectly
- Sort keys out of sequence
- Set loops
— Orphanrecords not properly connected to a set
— CALC records not properly connected to the CALC set
m  Pages:inconsistencies in header or footer page number

m  |DELs: CA IDMS/DB Audit canerasean LDEL ifitis not part of a set occurrencein
error or the owner of an empty set

m  Integrated indexsets
— Next, prior,and owner db-keys that pointincorrectly
—  Upper level pointers in orphanrecords

— Orphancount

Limits

If CA IDMS/DB Audit reaches any STOPAFTER, SETLIMIT or DBKEYTBL limits,itdoes not
fixany detected errors becausethe auditmay not be complete.
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Errors Only Detected

There are some types of physical integrity errors that CA IDMS/DB Audit cannot fix:
m  FROM/THRU page range errors

m  Duplicatesortkeys inaset occurrence where duplicates arenot allowed

m  Fullydisconnected record occurrences, including orphan strings

m  Fragmented (variablelength)records that could not be properly assembled

m  Compressed records that could not be properly decompressed

m  Integrated index errors other than orphans, orphan counts,and next, prior, or
owner pointers (upper level pointers, db-keys, symbolic keys, sortkey sequences,
level numbers, or sortflags)

You can fix many of these errors by using the information produced by CA IDMS/DB
Audit in conjunction with the CA IDMS utility IDMSBCF, FIX PAGE function. See individual
message descriptions in Messages (see page 203) for more information.
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Logical Integrity

CA IDMS/DB Audit fixes only physicalintegrity errors. Logical integrity errors cannotbe
fixed because CA IDMS/DB Audit does not know the logical basis used to store the data
on the database.

For example, in Figure 2.40, the STUDENT-REPORTS set contains two record types: GR
and DR. Each record type is sorted in descending order by year and grading period. DR
records are stored whenever necessaryand should occurinthe set after the GR records.

Assume that one of the next pointers is broken. CA IDMS/DB Audit fixes the set as
shown inFigure 2.41. Iflogically the DR records are to follow the GR records for the
same year and gradingperiod, then the "fixed" set occurrence is notinthe correct
logical sequence. Nevertheless, the physical integrity of the set is correct. Logical
integrity can be fixed by a user program--a correction that may not have been possible
before the physical integrity was fixed.
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Figure 2.40: Physical Integrity Error

Figure 2.41: Physical Integrity and Logical Integrity

Multiple Owner Fixing

When arecord is foundin more than one set, CA IDMS/DB Audit places the record in
the setindicated by its owner pointer, orinthe set where it appears closestto the
owner record. For example, in Figure 2.42, when walking from owner record ENGLISH,
member records John Doe, Joan Brown, James Jones, and Paul Cary are retrieved before
anerror is detected. Walking fromowner record MATH, member records David Kraft,
James Jones, and Paul Caryareretrieved. Record occurrences James Jones and Paul Cary
appearinboth sets.

If such a record has an owner pointer that matches the db-key of an owner record, the
member record is placedinthatowner's set.

Ifthe record does not have a valid owner pointer, the record is placedin the set where
itis nearestthe owner record. InFigure 2.42, James Jones and Paul Caryareclosestto
the MATH record (thatis, they are the 2nd and 3rd records inthe MATH set as opposed
to 3rd and 4th records inthe ENGLISH set). Figure 2.43 shows how the sets will be fixed
by CA IDMS/DB Audit, by placingJames Jones and Paul Caryinthe MATH set.

Ifa record does not have a valid owner pointer anditis equidistantfrom multiple owner
records,itis placedinthe set whose owner has the lowest db-key.
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The fixed sets are unbroken, but either James Jones or Paul Cary, or both, may belongin
the ENGLISH set. You should verify the logical integrity of the sets by examiningthe
After Image Report to see how the erroris corrected by CA IDMS/DB Audit.

DEPT
DEPT-TEACHER
TEACHER
Figure 2.42: Records with Multiple Owners (Before Fix)
DEPT ENGUSH
DEPT-TEACHER
JOAN DAVID
BROWN XRAFT
JAMES
TEACHER JONES

Figure 2.43: Records with Multiple Owners (After Fix)
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Chapter 4: Parameters

This chapter presents CA IDMS/DB Audit's parameter statements and options.
Conventions and syntaxare summarizedin figure format. Detailed discussionsofeach
parameter optionfollowa brief description of the parameter statements.

This section contains the followingtopics:

Notation Conventions and Syntax (see page 92)
Parameter Statements and Options (see page 95)
PROCESS Statement (see page 97)

AUDIT Statement (see page 100)

AREA, RECORD, and SET Statements (see page 107)
AREA Statement (see page 107)

RECORD Statement (see page 109)

SET Statement (see page 111)

FIX Statement (see page 112)

REPORTS Statement (see page 115)

Chapter 4: Parameters 91



Notation Conventions and Syntax

Notation Conventions and Syntax

Before using CA IDMS/DB Audit parameter statements, review the followingexhibits:
m  Figure 3.1 Notation Conventions

m  Figure 3.2 Parameter Syntax Rules

m  Figure 3.3 Parameter Syntax Summary

Example

Function

PROCESS

Keywords appearin UPPERCASE.

The minimum required portion of each
keyword is UNDERSCORED. Ifa portion of
or anentire keyword is notunderscored,
you canomit that portion or that keyword.

,AEA=area- name

Variables appearinlowercaseitalics. You
must substitute anappropriatevaluefor
each variable.

[ ,BEGIN=page -number]

Brackets indicate optional clauses.

/ CRITICAL \

Braces enclosetwo or more options.You
must select one of the options

PROCESS= < ALL >

\ NONE /
| , PAGES | A pairofdouble bars encloses two or more
| ,CALCSETS | options.You must select one or more of
| ,USERSETS | the options. Do not specify an option more
| ,LDEL | than once.

Figure 3.1: Notation Conventions

Item

Rule

Order of Parameter Statements

You must enter the PROCESS statement first. You
canenter all other parameter statements inany
order. Within a parameter statement you can enter
optionsinanyorder.

Continuing a Parameter
Statement

To continuea parameter statement onto the next
record, key inatrailingcomma. Do not splita
keyword phrasebetween two records.
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Item Rule
Entering Blanks In Parameter You canenter blanks (character spaces) between
Statements keywords to improve readabilityin a parameter

statement without affecting processing. Do not,
however, embed blanks within a keyword or value
field.

Entering Parameter Statements ~ On an 80-character inputrecord, you must enter all
parameter syntax between positions 1through 72.

Comments Enter an asterisk (*)incolumn 1, to indicatea
comment.

Figure 3.2: Parameter Syntax Rules

(U PDATE }

READYMODE= IRETRIEVAL

(QRITICALI
SORTMSGS= ALL
NONE J

N

[ A |
PROCESS SUBSCHEMA=  name | ,STARTWITH= LNONE ‘

,AUDITTYPE= [ sTanparD
= lgUICKCHECK

= ]

PAGES
JINDEX
( NONE
AUDIT DISCONNECT= EXPLICIT
L ALL
,CALCSETS
JUSERSETS
|:SETLIMIT— number-of-members ]
[DBKEYTBL ]
CORE
DISK
[ WALKNEXT }
|:STOPAFTER— number-of-errors ]

< Not applicable to QuickCheck
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Figure 3.3a: CA IDMS/DB Audit Parameter Syntax Summary

AREA=

RECORD=

SET=  set-name

[ sIMULATE
I UPDATE |

FIX=

[

REPORTS= L

1Q1Z 1=

O

area-name

record-name

=
=
<

m
%]
-~

,BEGIN=

page-number -«
LEND=  page-number  «g«q

]
,NOACCESS J

NOSWEEP
SWEEP

,DISCONNECT

,NOACCESS

SWEEP

—

f
,NOSWEEP J

,DISCONNECT I
AUDIT J

JNOAUDIT

PAGES
,INDEXORPHANS «
,CALCSETS
JUSERSETS

LLDEL

x|

H
RECDATA= |
= LCHARJ

<44 Mot applicable to QuickChedk if using USERSETS or CALCSETS

Figure 3.3b: CA IDMS/DB Audit Parameter Syntax Summary

SETMBRS=

(ALL
FRRSONLY

‘ ‘

J
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Parameter Statements and Options

As the syntax summary on the preceding pages displays, each CAIDMS/DB Audit
parameter statement contains a number of options.This section briefly describes the
function of these statements and their options.The next section presents a detailed
description of each statement andits associated options.

The function of a parameter option is the samefor both Standard and QuickCheck
processing, unless otherwise noted. Any differences areclearlyidentified and discussed
separately.

PROCESS Statement

AUDIT Statement

The PROCESS statement initiates CAIDMS/DB Audit processingand identifies the
subschema that describes the databaseto be audited. The PROCESS statement is the
only parameter statement thatis required,and itmust be entered first.In additionto
the PROCESS statement, you must alsoincludeatleastone AUDIT, FIX, or REPORT
statement with each run.

PROCESS statement options enableyou to specify the READYMODE for the database
andto indicatewhich SORT messages to display onthe Audit Report. Additional options
initiateinclusive or exclusive processing, specify the audittype as either Standard or
QuickCheck, and enable you to check your parameters before auditing begins.

The AUDIT statement specifies the scope of the audit.

AUDIT options provide exact instructions on types of errors or data structures to audit:
CALC sets, user-defined sets, index sets, pages, and record or set disconnections. By
specifyingadditional options with CALC sets or USERSETS, you canlimitprocessingeven
further.

AREA, RECORD, and SET Statements

The AREA, RECORD, and SET statements are used in conjunction with the AUDIT
statement to designate which parts of the databaseto process.

AREA, RECORD, and SET options direct CA IDMS/DB Audit to include or exclude entire
areas, parts of areas,and specific records or sets when auditing.
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FIX Statement

The FIX statement enables you to request either simulated or actual correction of most
types of errors.Simulated corrections allowyou to examine the Integrity Analysis Report
andreview the projected results without actually updating the database.

FIX options specify which types of errors to correct: CALC or set errors, integrated index
orphans, pointer errors, or page header and footer errors. You canapply corrections
either to errors found ina previous audit, or to errors found in the current audit.

You canalsouseone of the FIX options to physically delete logically deleted records
(LDELs).

REPORTS Statement

Every execution of CA IDMS/DB Audit results inan Audit Report of processing messages
and statistics. Thelntegrity Analysis Reportis optional, however.

The REPORTS statement allows you to specify whether or not to generate anIntegrity
Analysis Report. This report gives details of the physicalintegrity errors found in the
database.

REPORT options enable you to modify the format of the Integrity Analysis Report. You
candisplaythedataineither character form orin hexadecimal and character form.
Other options let you control how set errors aredisplayed. You canalso generate a
reporton a previous audit.
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PROCESS Statement

Inorder to run CAIDMS/DB Audit, you must enter the PROCESS statement first. The
PROCESS statement performs these functions:

®m |nitiates execution of CA IDMS/DB Audit

m  |dentifies the subschema

m  Indicates the mode in which the databaseis tobe readied for anauditor a fix
m  Indicates the type of SORT messages to be displayed on the Audit Report

m |nitiates inclusiveor exclusive processing

m  Specifies the audittype as either Standard or QuickCheck

m  Scans your parameters for errors before auditing begins
[, READYMODE=< (PDATE >:|
\ AETRIEVAL /

/ RITICAL \
[ SRTMSGS= < AL
\ AONE

AROCESS, S(BSCHEMA=name |: STARTWITH= § %L :|

/ STANDARD \
[AJDITTYPE < CUICKCHECK>

[,S(AN

Figure 3.4: PROCESS Statement Syntax

PROCESS Parameter

PROCESS, SUBSCHEMA=name

PROCESS initiates execution of CA IDMS/DB Audit andindicates that processing options
follow. CA IDMS/DB Audit accesses and loads thesubschema andits related DMCL from
the load/coreimage library.

SUBSCHEMA identifies the subschema that describes the databaseto be processed. If
you select an AUDIT, you can exclude specific areas, sets, or records by entering AREA,

SET, or RECORD statements.

Default: There is nodefault value. You must enter a valid subschema name.
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Rules:

m |fyou areauditinga multi-member set, you must includeall member records of
that set inthe subschema;do not exclude any members from the audit. The CALC
setisa multi-member set.

m  Allrecords andsets to be audited must allowthe DML commands FIND, GET,
MODIFY, and ERASE.

m  The subschema cannotcontain native VSAM records.

READYMODE Option

SORTMSGS Option

,READYMODE=< UPDATE >

\ RETRIEVAL /

READYMODE specifies the mode in which CAIDMS/DB Audit prepares the databasefor
processing.

UPDATE readies the databasein CA IDMS's exclusive update mode. This mode prevents
concurrent operations of any kind in the area. If you specify FIX=UPDATE, you mustalso
specify READYMODE=UPDATE.

RETRIEVAL readies the databasein CAIDMS's shared retrieval mode. Do not use this
mode if you arespecifying FIX=UPDATE. You can, however, run other jobs againstthe
area at the same time. If another job is updatingthe database, CAIDMS/DB Audit may

report errors that do not actually exist.

Default: UPDATE

/ CRITICAL \
,SORTMSGS= < ALL >

\ NONE /
SORTMSGS specifies which SORT program messages to display on the Audit Report.
CRITICAL displaysonly those messages that impede the execution of the SORT program.
ALL displaysall SORT messages.
NONE displays no SORT messages.

Default: CRITICAL
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STARTWITH Option

AUDITTYPE Option

SCAN Option

,STARTWITH= < ALL >

\ NONE /
STARTWITH initiates either inclusive or exclusive processing.
ALL presumes that the entire database, as defined by the subschema, is to be audited.
Optionally, you canthen excludedata from processing by specifying AREA, RECORD, and
SET statements.
NONE presumes that none of the database, as defined by the subschema,is to be
audited. You include data for processing with AREA, RECORD, and SET statements. Ifyou
specify STARTWITH=NONE, then you must specify AREA, RECORD, or SET statements.

Default: ALL

/ STANDARD \

,AUDITTYPE=< QUICKCHECK>
AUDITTYPE specifies theaudittype as either STANDARD or QUICKCHECK.

QUICKCHECK auditing finds mostcommon databaseerrors with much less overhead
than Standard auditing.

STANDARD auditingis the most thorough auditing method. It finds all physicalintegrity
errors,but italsorequires longer processingtime.

Default: STANDARD

,SCAN

The SCAN option gives you the opportunity to check and correctyour parameter
statements before processingbegins. When you specify SCAN, CA IDMS/DB Audit
performs parameter validationand reports on how areas, records,and sets aregoing to
be audited based on the options specified.

Default: There is nodefault value.
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AUDIT Statement

The optional AUDIT statement specifies thetypes of physicalintegrity errors for CA
IDMS/DB Audit to find.

You canenter only one AUDIT statement for each execution of CA IDMS/DB Audit. The
single AUDIT statement indicates which of the six types of auditingto perform. This
statement canalsoincludea limitonthe number of errors to be detected sothat CA
IDMS/DB Audit terminates processingwhen it finds the specified number of errors.

You canuseAREA, RECORD, and SET statements with the AUDIT statement to includeor
exclude parts of the databasedescribed inthe subschema. Descriptions and syntax of
these statements followthis section about the AUDIT statement.

PAGES
INDEX «
AUDIT JDISCONNECT= %?;‘Lﬁcn
AlL
(CALCSETS
JUSERSETS

_,§g1.mrr- number-of-members :I

[DBKEYTBL

{ cone
| DISK

WALKNEXT | «

STOPAFTER= number-of-emors ]

< Not applicable to QuickCheck

Figure 3.5: AUDIT Statement Syntax

100 Audit User Guide



AUDIT Statement

AUDIT Parameter

PAGES Option

INDEX Option

AUDIT

The AUDIT parameter initiates auditprocessingaccordingto the auditoptionsincluded
inthe statement. Ifyou specify the AUDIT parameter, you must selectone or more of its
options:PAGES, INDEX, DISCONNECT, CALCSETS, or USERSETS.

As aresultof audit processing, CAIDMS/DB Audit writes extract records to a general

extract fileand, optionally,toanindex extract file, depending on the parameters you
specify.

, PAGES

PAGES directs CA IDMS/DB Audit to auditthe page numbers inthe header and footer of
each databasepage encountered duringarea sweep processing.

, INDEX

INDEX verifies each integrated index entry againstits databaserecord occurrence,and
looks for index orphans by verifying each upper level node pointer.

INDEX does not check for next, prior, or owner (N/P/O) pointer errors inintegrated
index sets because this checkingis performed during USERSETS processing.

If CA IDMS/DB Audit finds pointer errors, you can fix them duringthe fix phase.

QuickCheck: Do not specify INDEX with QuickCheck.

DISCONNECT Option

/ NONE \
,DISCONNECT=< EXPLICIT >

\ ALL /

DISCONNECT specifies which member records are to be searched for set disconnections.
The Audit Report displays thosesets that areaudited for disconnections.

Chapter 4: Parameters 101



AUDIT Statement

CALCSETS Option

NONE prevents a search for set disconnections.

EXPLICIT searches for set disconnections in:

m member records of mandatory automatic sets

m  sets designated DISCONNECT ina SET statement

m  records designated DISCONNECT ina RECORD statement

ALL searches for set disconnections inrecords thatare members of OPTIONAL and
MANUAL sets as well as MANDATORY AUTOMATIC sets. You canuse the ALL option
instead of specifying DISCONNECT EXPLICIT for each individual setin the subschema.

DISCONNECT increases runtime significantly because CA IDMS/DB Audit generates a
large number of I/Os to verify set disconnection.

DISCONNECT is anoptioninboth the AUDIT, RECORD, and SET statements. In order for
the DISCONNECT option of the RECORD or SET statement to have any effect, you must
specify

DISCONNECT=EXPLICIT with the AUDIT statement.

QuickCheck: DISCONNECT processingidentifies fully disconnected records only. Partially
disconnected records are identified by QuickCheck USERSETS processing.

Standard: DISCONNECT processingidentifies both partially disconnected and fully
disconnected records.

Default: NONE

, CALCSETS

The CALCSETS option examines the CALC set for next and prior pointer errors. For CALC
set auditingto be complete, your subschema must contain a definition for all CALC
records thatresidein the area of the databasedesignated for sweep processing.|fyour
subschema does not contain definitions for all CALC sets, processing will beincomplete.
I1f AUDITTYPE=STANDARD is specified, CALC records will also be checked to ensure they
are connected to the correct CALC set.
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USERSETS Option

SETLIMIT Option

,USERSETS

USERSETS examines user-defined sets andintegrated indexsets for next, prior, or owner
(N/P/O) pointer errors.The upper level node pointerinintegrated index members is not
examined during USERSETS processing.

Standard: CA IDMS/DB Audit performs LDEL processingforall sets. CAIDMS/DB Audit
walks each set from the owner to determine whether the next, prior,and owner
pointers of each record arecorrect. If you performed a complete area sweep, you can
then physically deletethese logically deleted records by specifying the LDEL parameter
ina FIX=UPDATE statement.

QuickCheck: CA IDMS/DB Audit performs LDEL processingonly for sets that contain
N/P/O errors.Ifa set contains one or more N/P/O errors, CA IDMS/DB Audit
automatically creates extractrecords for logically deleted member records (LDELs).

, SETLIMIT=number-of-members

SETLIMIT specifies the maximum number of member records to retrieve from a set
occurrence before assumingthata set loop condition exists. Aset loop occurs when a
member record's next db-key points backto a previous member recordinthe set chain.

The SETLIMIT valuemust be aninteger from 1 through 9999999. For most efficient
performance, the valueshould equal the maximum number of member recordsinany
one set occurrence. Specifyingtoo large a valuecauses unnecessary processingwithina
set when a setloop exists. Another resultof specifyingtoo largea valueis unnecessarily
largestorage requirements for DBKEYTBL andthe db-key save table.

SETLIMIT causes CA IDMS/DB Audit to stop processinga setonly when it has retrieved
the number of members specified by the SETLIMIT value. For this reason, you can detect
a set loop much more quickly by specifying DBKEYTBL (explainedinthe next section).

CA IDMS/DB Audit does not perform any fixingifthe SETLIMIT value is reached for any
set occurrence.

Default: 3000
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DBKEYTBL Option

,DBKEYTBL

DBKEYTBL directs CA IDMS/DB Audit to build a table of the db-keys of all member
records when auditinga set occurrence. CA IDMS/DB Audit uses this tableto detect a
set loop. A set loop occurs when a member record's next db-key points backto a
previous member inthe set chain.

If you specify DBKEYTBL, CA IDMS/DB Audit stops processinga set under either of these
two circumstances:

m  When CAIDMS/DB Audit retrieves a set member whose db-key is alreadyinthe
db-key table

m When there isnoroom to store a db-key inthe table.

Ifyou do not specify DBKEYTBL, CA IDMS/DB Audit stops processinga setwhen it has
retrieved the number of members indicated by the SETLIMIT value.

The maximum number of entries DBKEYTBL canholdis 120% of the SETLIMIT value.80%
of SETLIMIT is allocated to the primary portion of the table and 40% of SETLIMIT is
allocated to an overflow portion of the table.

Because of the algorithmused for accessingthe db-key table, there may be no room for
a particular db-keyin the tableeven though the SETLIMIT value has not been reached.
Therefore, you may need to specify a SETLIMIT valueslightly larger than what appears
necessary.

CA IDMS/DB Audit always allocates storage for the db-key tableduring the auditphase
because this tableis required when creatingextract records for set errors.
Consequently, you should always specify DBKEYTBL when auditing CALCSETS or
USERSETS.

CORE and DISK Options

/ »CORE \

< ,DISK >

The CORE and DISK options indicate whether to allocate corestorage or disk storagefor
the db-key table and the db-key savetable.

Default: CORE
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Storage for the Db-key Table

The amount of storage used for the db-key table depends on the SETLIMIT value.The
size of the db-key tableis equal to 9.6 times the SETLIMIT value. For example, if the
SETLIMIT value is 3000 (the default), the storage sizeis:9.6 * 3000=28800 bytes.

Storage for the Db-key Save Table

The amount of storage used for the db-key savetableis equal to 8 times the SETLIMIT
value. For example, if the SETLIMIT valueis 3000 (default), the storage required for the
db-key savetableis:8 * 3000=24000 bytes.

Core storage for the db-key savetableis allocated whether or not itis used. The amount
of storage actually used depends on the number of next, prior,and owner errorsinthe
part of the databasebeingaudited. Disk storage for the db-key save tableis used only if
N/P/O pointer errors arefound.

When to Use Core Storage

Specify CORE whenever the amount of storage used by the db-key table and db-key save
table will beavailablein the CA IDMS/DB Audit region of your computer.

When to Use Disk Storage

If your system does not have enough core storage available, specify DISK. Very large
sets, includingintegrated index sets, require a large SETLIMIT and, therefore, large
amounts of storage for the tables. If you specify DISK, you must allocatespacefor two
directaccess files. These files arerequired for index processing whether or not you
specify the DBKEYTBL parameter. See Operations (see page 155) for more information.

Report of Allocated Storage

The amount of core storage allocated for each tableis reported on the Processing
Messages and Statistics section of the Audit Report. Ifyou specify DISK, the Audit Report
indicates thatzero bytes of core storage have been allocated.

WALKNEXT Option

, WALKNEXT

WALKNEXT searches for orphan records within sets that are defined for USERSET or
CALCSET processing. WALKNEXT examines each record encountered inan area sweep
andwalks all eligible sets of which the record is a member. If the owner does not point
at the record, and none of the members pointat the record, itis reported as an orphan
of the set. Thatis, walkingthe set does notleadto an owner and backto the record.
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The WALKNEXT parameter is usuallyusedina secondrun after a full-area auditthat
indicates orphanrecords. To determine the presence of orphanrecords, refer to the
Audit Report, Audit Statistics. Comparethe number reported for MBR RECORD
OCCURRENCES plus SET DISCONNECTIONS for each set to the number reported for AREA
SWEEP OCCURRENCES plus LOGICAL DELETIONS for each record that is a member of the
set. Any difference between these numbers represents a possibleorphanrecord. (If
DISCONNECT was specified, the difference proves the presence of orphans for the set.)

Walknext processingcauses an extraordinarily high number of 1/0s becauseevery set
occurrence is walked as many times as there are member records plus once more for
the owner. This type of processingincreases operating timesignificantly.

QuickCheck: Do not specify WALKNEXT with QuickCheck. For QuickCheck processing, CA
IDMS/DB Audit searches for orphans through the USERSETS option and uses significantly
less processingtime.

STOPAFTER Option

,STOPAFTER=number-of-errors

STOPAFTER specifies the maximum number of integrity errors which CA IDMS/DB Audit
canencounter before terminating all auditprocessing.

When CA IDMS/DB Audit performs more than one type of audit, it may detect a
particularintegrity error more than once andincrement the count for that error several
times. Make the STOPAFTER valuelargeenough to allowfor these duplications.

Note: If you reachthe STOPAFTER value during processing, do notattempt any type of
fixing becauseyou cannotassume that CA IDMS/DB Audit has detected all integrity

errors.

Default: 999999
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AREA, RECORD, and SET Statements

The AREA, RECORD, and SET statements are optional subsets of the AUDIT statement.
Do not specify one of these statements unless you also specify the AUDIT statement.

The followingsections describe each statement and its options.

‘ [BEGIN=page-number 4 H
SREA= areanams END= page-number e
<
b

NOACCESS
NOSWEEP
SWEEP

DISCONNECT 1

RECORD= record-name [ NOACCESS
NOSWEEP
SWEEP

DISCONNECT \{

AUDIT
NOAUDIT

SET= set-name

FE—

44 Mot applicable to QuickCheck if Lsing USERSETS or CALCSETS

Figure 3.6: AREA, RECORD, and SET Statement Syntax

AREA Statement

The AREA statement is used in conjunction with the PROCESS statement's STARTWITH
option to includeor exclude an area from being audited. You can also usethe AREA
statement to sweep less thanthe full pagerange of an area.

You must specify the AREA statement in conjunction with the AUDIT statement.

AREA Parameter

AREA=area-name

AREA defines the name of the area to includeor exclude in processing.
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BEGIN and END Options

NOACCESS Option

NOSWEEP Option

, BEGIN=page-number

BEGIN specifies the page where CA IDMS/DB Audit begins an area sweep.
Default: The firstpage number of the area.

, END=page-nunber

END specifies the page where CA IDMS/DB Audit ends an area sweep.

Default: The lastpagenumber of the area.

SWEEP is implied with either BEGIN or END. Therefore, if you specify BEGIN or END, do
not specify NOSWEEP or NOACCESS because doingso would create a conflict.

QuickCheck: You can specify BEGIN and END for QuickCheckas longas you are notalso
usingthe USERSETS or CALCSETS options. If you specify QuickCheck USERSETS or
CALCSETS, do not specify BEGIN or END pages because QuickCheckrelies on extracts
from a complete area.

,NOACCESS

The NOACCESS option omits from processingallrecords inthespecified area.Because
CA IDMS/DB Audit does not ready the specified area, it alsodoes not auditanysets
owned by the area records, nor any sets where those records are members.

You will get anerror message if you specify NOACCESS alongwith the DISCONNECT
option ineither:

m A RECORD statement for a record inthe NOACCESS area

m A SET statement for a set owned by arecord inthe NOACCESS area

Do not specify NOACCESS in conjunction with BEGIN or END.

,NOSWEEP

NOSWEEP prevents CA IDMS/DB Audit from processingsets owned by records in the
designated area.

NOSWEEP impacts set owners only; it does not affect set members. If access is initiated
from an area being swept, NOSWEEP allows eachrecordinthe area to be available.
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If you specify NOSWEEP with either USERSETS or CALCSETS, NOSWEEP prevents CA
IDMS/DB Audit from processingsets owned by NOSWEEP records.

Do not specify NOSWEEP in conjunction with BEGIN or END.

SWEEP Option
, SWEEP

SWEEP causes the ACCESS of each record type residinginthe area and the AUDIT of
each set owned by records inthe designated area.

SWEEP also causes the ACCESS of each set member record and, with QuickCheck, the
SWEEP of each area containing these members.

Do not specify SWEEP in conjunction with BEGIN or END.

RECORD Statement

The RECORD statement is usedin conjunction with the PROCESS statement's
STARTWITH option to include or exclude a record type from begin audited.

You canalsousethe RECORD statement to report a record disconnected from a set that

is not mandatory automatic. You must specify the RECORD statement in conjunction
with the AUDIT statement.

RECORD Parameter
RECORD=record-name

RECORD specifies the name of the record type to includeor exclude from auditing.

DISCONNECT Option

,DISCONNECT

DISCONNECT reports all records of the specified type that are disconnected from any set
thatis not mandatory automatic.

Inorder to use the RECORD,DISCONNECT option, you must specify
DISCONNECT=EXPLICIT inthe AUDIT statement. CA IDMS/DB Audit automatically reports
arecord thatis disconnected from a mandatory automatic set when you specify either
DISCONNECT=EXPLICIT or DISCONNECT=ALL.
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NOACCESS Option

NOSWEEP Option

SWEEP Option

Do not specify DISCONNECT and NOACCESS together inthe RECORD statement.

Specifying DISCONNECT=NONE inthe AUDIT statement and DISCONNECT inthe RECORD
statement produces a conflictand resultsinanerror message.

,NOACCESS

NOACCESS omits the designated record from auditing. Therefore, CA IDMS/DB Audit
does not auditany sets owned by this record nor anysets where the record is a
member.

Do not specify DISCONNECT and NOACCESS together inthe RECORD statement.

Do not specify NOACCESS in conjunction with BEGIN or END.

, NOSWEEP
NOSWEEP prevents CA IDMS/DB Audit from processingthe specified record when
sweeping the area where the record resides. Therefore, any sets owned by this record

arealsonotaudited. NOSWEEP, however, does allow each record of the specified type
to be audited if processingis initiated from another area being swept.

If you specify NOSWEEP with either USERSETS or CALCSETS, NOSWEEP prevents CA
IDMS/DB Audit from processingsets owned by NOSWEEP records.

Do not specify NOSWEEP in conjunction with BEGIN or END.

, SWEEP

SWEEP directs CAIDMS/DB Audit to ACCESS the designated record and SWEEP the area
inwhichitresides.Sets owned by these records are also audited.

SWEEP also causes the ACCESS of each set member record and, with QuickCheck, the
SWEEP of each area containingthese members.

Do not specify SWEEP in conjunction with BEGIN or END.
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SET Statement

The SET statement is usedin conjunction with the PROCESS statement's STARTWITH
option to includeor exclude a set from being audited. You must specify the SET
statement in conjunction with the AUDIT statement.

You canalsousethe SET statement to report a member record thatis disconnected
from a set occurrence that is not mandatory automatic. To do so, specify the SET
statement in conjunction with the AUDIT statement's DISCONNECT=EXPLICIT option.

SET Parameter

SET=set-name

SET specifies the name of the set to includeor exclude from auditing.

DISCONNECT Option

,DISCONNECT

DISCONNECT locates all records disconnected from the specified set. You must specify
DISCONNECT=EXPLICIT inthe AUDIT statement for the DISCONNECT option of the SET
statement to have any effect. Do not specify DISCONNECT for mandatory automatic sets
because records disconnected from mandatory automatic sets areautomatically
reported unless you specify DISCONNECT=NONE on the AUDIT statement.

Specifying DISCONNECT=NONE inthe AUDIT statement and DISCONNECT inthe SET
statement produces a conflictandresults inanerror message.

AUDIT and NOAUDIT Options

,AUDIT

AUDIT processes the specified setfor integrity errors. If you specify SET, DISCONNECT,
you must also specify AUDIT. AUDIT causes the ACCESS of the owner and members of
the set. AUDIT also causes SWEEP of the area containing the owner, and, with
QuickCheck, SWEEP of the area containingthe members.

,NOAUDIT

NOAUDIT prevents CA IDMS/DB Audit from processingthe specified set. If you specify
NOAUDIT, do not specify SET, DISCONNECT.
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FIX Statement

FIX Parameter

The FIX statement indicates thetypes of fix processing for CAIDMS/DB Audit to simulate
or perform.

Simulated fixing allows you to examine the projected results on the Integrity Analysis
Report without actually updatingthedatabase.

FIX options specify which types of errors to correct: CALC or set errors, integrated index
orphans, pointer errors, or page header and footer errors. You canalso usethe FIX
statement to physically delete logically deleted records (LDELs).

You canapply corrections either to errors found ina previous auditor to errors foundin
the current audit. You can specify the FIX statement without an AUDIT statement onlyif
your JCL specifies extractfiles thatwere created duringa previous run of the audit
phase. If CA IDMS/DB Audit is to fix integrated index orphans thatwere detected in a
previous run of AUDIT, you must alsoincludethe index extract filein your JCL.

You cannotspecify more than one FIX statement for each run of CA IDMS/DB Audit.

, AAGES
/ SIMULATE \ | , INDEXORPHANS
FIX = < (PDATE > | ,ALCSETS
, U(SERSETS
, [DEL

Figure 3.7: FIX Statement Syntax

/ SIMULATE \

,FIX = < UPDATE >
The FIX parameter initiates either simulated or actual corrections of the database.

SIMULATE displaystheintended corrections of detected integrity errors without actually
applyingthe corrections to the database.You caninspectthe corrections before
updatingthe databaseina subsequent auditrun.

UPDATE applies corrections tointegrity errors detected inthe auditphaseby updating
the database. Ifyou specify UPDATE in the FIX statement, you must also specify
READYMODE=UPDATE inthe PROCESS statement.
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PAGES Option

Itis bestto specify FIX=SIMULATE before using FIX=UPDATE. Ifthe proposed corrections
appear acceptable, you canthen correctthe detected errors by makinga follow-up run
usingthe extract files created duringthe audit phase.

Note: Be surenot to applyanyupdates to the database between runningthe auditand

fix phases.Such updates could change the results of the fix processing or causethe fix
phaseto terminate abnormally.

, PAGES

PAGES corrects errors detected withinthe page header and page footer. If you specify
PAGES inthe FIXstatement, you must also specify PAGES in the auditphase.

INDEXORPHANS Option

CALCSETS Option

, INDEXORPHANS

INDEXORPHANS corrects the upper level pointers inintegrated index orphans and
decreases the appropriateorphan counts. Each corrected upper level pointer points to
the correct SR8 record at the next height level. CA IDMS/DB Audit decreases the orphan
counts inupper level SR8 records, startingwith the upper level record designated by the
old db-key (the one inerror) and continuingto, but not including, the upper level record
designated by the corrected upper level pointer. INDEX must have been specified inthe
auditphase.

Ifyou specify INDEXORPHANS inthe FIX statement, but do not specifyan AUDIT
statement, then you mustincludeboth the general and the index extract files as input
files inthe JCL.

QuickCheck

Do not specify INDEXORPHANS with QuickCheck.

, CALCSETS

CALCSETS corrects integrity errors detected inthe CALC set. If you specify CALCSETS in
the FIX statement, you must also musthave specified CALCSETS inthe AUDIT statement.
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USERSETS Option

LDEL Option

,USERSETS

USERSETS corrects errors detected in all audited user-defined sets. In addition,
USERSETS corrects next, prior,and owner pointers of integrated index sets.

,LDEL

LDEL processinguses anylogically deleted (LDEL) extracts created by USERSETS
processingto physically delete LDELs if possible.

LDEL records arenot deleted insets where integrity errors are found unless youalso
specified USERSETS in both the AUDIT and FIX statements. LDEL records that arefully
disconnected are not deleted.

Ifyou perform a partial area audit, logically deleted records may be detected through an
area sweep, but not when walkinga set occurrence. Inthis case, logically deleted
records are not physically deleted during the fix phase.

QuickCheck

Both QuickCheck and Standard USERSETS processingcreate LDEL record extracts for
fixing. However, because QuickCheck does not walk sets that are free of error,
QuickCheck USERSETS produces LDEL record extracts only for those LDELs found in
user-defined sets with broken N/P/O pointers.
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Figure 3.8 summarizes each FIX option, the extract filerequired as inputfor the
correction, and the type of errors corrected.

FIX Options Extract Files Required Errors Fixed

PAGES General Page errors

INDEXORPHANS General and Index Integrated index orphans

CALCSETS General Integrity errors in CALC sets

USERSETS General N/P/O pointer errorsin
integrated index sets

USERSETS General Integrity errorsin
user-defined sets

LDEL General LDELs in user-defined sets
with no integrity errors

USERSETS General LDELs inuser-defined sets

LDEL with integrity errors

Figure 3.8: Summary of FIX Options

REPORTS Statement

The REPORTS statement allows you to specify whether or not to generate an Integrity
Analysis Report.You canalsoselectthe format in which record data is displayed on the
reports and the format in which set related integrity errors areto be displayed.

The REPORTS statement does not influencethe Audit Report, whichis generated
automatically with every auditrun. System Output (see page 119) describes the Audit

Report in detail.

/ ¥S \r / X \q . r / AL \ 711
[RER)RTS=< M > |,AECDATA= < (HAR >| |, ERMBRS= < ARRSONLY > | |
\ NLY / L d'L Jd'1

Figure 3.9: REPORTS Statement Syntax
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REPORTS Parameter

RECDATA Options

/ YES \
REPORTS= <M >

\ ONLY /

The REPORTS parameter indicates whether or not you want to generate an Integrity
Analysis Report.

YES causes CA IDMS/DB Audit to generate an Integrity Analysis Report.

NO prevents CA IDMS/DB Audit from generating an Integrity Analysis Report.

ONLY causes CA IDMS/DB Audit to perform only the report phase, but not to perform an
auditor afix, even if you specified an AUDIT or FIX statement. ONLY generates the
Integrity Analysis Reportand verifies the syntax of all other parameter statements.

You cangenerate a report of a previous auditby specifying either YES or ONLY. To do so,
includethe general extract fileas inputto the current CA IDMS/DB Audit job. Ifyou

specified INDEX in the previous audit,you must alsoincludethe index extract filein your
JCL. Then specify a PROCESS statement without any AUDIT, FIX, or REPORTS statements.

Default: YES

/ HEX \

,RECDATA= < (HAR >

RECDATA specifies the format of set related errors on the Integrity Analysis Report.
RECDATA does not affect the format of page error displays, which shows both
hexadecimal and decimal form.

HEX displaysdata in both hexadecimal and character display formats. Db-keys are
displayedin both decimal and hexadecimal formats. Three lines of data are generated
for eachrecord displayed.

CHAR displaysdata in character notation only (alphanumeric and special characters).
Binarydatais not correctly displayedin this format. Db-keys aredisplayedin decimal
only. One lineof data is generated for each record displayed.

Default: CHAR
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SETMBRS Options

/ ALL \

SERMBRS= < ERRSONLY >

SETMBRS specifies the report format of sets that containerrors.
ALL displaysall of the member recordsinaset, even if onlyonerecord isinerror.

ERRSONLY displays onlytheerror records in a set rather than every record in the set.
For each set that contains anintegrity error, ERRSONLY displays:
m  The owner record

m  Each set member thatisinerror

m  The priorand next member records for each member inerror

Default: ALL
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Chapter 5: System Output

This chapter describes the two types of reports produced by CA IDMS/DB Audit: the
Audit Report and the Integrity Analysis Report.Included inthe discussion of the Integrity
Analysis Reportis a step-by-step example showing how to diagrama setinerror.

This section contains the followingtopics:

CA IDMS/DB Audit Reports (see page 119)
Audit Report (see page 120)

Pre-Audit Scan (see page 127)

Integrity Analysis Report (see page 130)

CA IDMS/DB Audit Reports

Audit Report

CA IDMS/DB Audit produces two types of reports: an Audit Report and an Integrity
Analysis Report. The format of these reports is the same whether you use QuickCheck or
Standard auditing.

The Audit Report lists error,informative,and warningmessages. It consists of six
reporting sections thatsummarize all audit processing.

A variation of the Audit Report is availableto users through pre-auditscanning. Rather
than reporting on the processingthathas alreadytaken place, an Audit Report
produced by pre-auditscanning enables youto analyzeyour parameters before
processingbegins.

Intedrity Analysis Report

The Integrity Analysis Reportconsists of two report sections that detail all physical

integrity errors found and show the state of the databaseafter CA IDMS/DB Audit has
fixed those errors.
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Audit

Report

The Audit Report produces anaudittrail of all processingthrough six reportsections:
m  Parameter Validation

m  Parameter Processing Options

m  Areas, Records, and Sets

m  Runtime Status and Statistics

m  Audit Statistics

m  FixStatistics

Inadditionto processingstatistics, each sectionincludes error,informative, and warning
messages as needed.

Parameter Validation Report Section

The Parameter Validation reportsection contains the parameter statements you used to
generate anauditsession.Italsolists pertinentmessages. Figure 4.1 presents an
example of this report section.

ID

NKWPOO1I
NKwWPO921
PARSO041
NKWPOO1I
PARSOG2W
PARSO04T
NKwWPO91I
PARSOG41
NKWPOO1I
PARSOG41
NKWPO941
PARSO07I

PARMOO8I
PARMOO8T
PARMOGIT

RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn AUDIT REPORT mm/dd/yy hh :mm: ss 0001

L it ARt SR SRR P R SRR RS ey )

INPUT PARAMETER STATEMENT PROCESS ,SUBSCHEMA=DBRR1016, READYMODE=R ,STARTWITH=ALL,
CONTINUATION STATEMENT SORTMSGS=ALL ,AUDITTYPE=S

NO PARAMETER ERRORS DETECTED

INPUT PARAMETER STATEMENT AUDIT,USERSETS,CALC, I

ASSUME ALL CALC RECORDS COPIED INTO SUBSCHEMA
NO PARAMETER ERRORS DETECTED

INPUT PARAMETER STATEMENT FIX=S,USERSETS,I
NO PARAMETER ERRORS DETECTED
INPUT PARAMETER STATEMENT REPORTS=YES , SETMBRS=ALL ,RECDATA=HEX

NO PARAMETER ERRORS DETECTED
END OF PARAMETER INPUT
END-OF -FILE ON SYSIPT

0001 W LEVEL PARAMETER ERROR(S) DETECTED
0000 E LEVEL PARAMETER ERROR(S) DETECTED
END PARAMETER PROCESSING

Figure 4.1: Sample Parameter Validation Section
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Parameter Processing Options Section
The Parameter Processing Options reportsection listsallthe parameter options you
specified for a particular auditrun. Each option is listed on a separate line,and the

columnon the rightdescribes the option andits impacton processing.

Figure 4.2 presents an example of a Parameter Processing Options reportsection.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn AUDIT REPORT mm/dd/yy hh :mm: ss 0002

sk ok stk ok sk skok ok stok ok stok ok ok skok ok stok ok ok skok ok skok sk ok skok ok skok skok sk skok ok skok skok sk skok ok skok skok sk skok ok skok skok skok sk ok skok ok skok sk ok skok ok skok sk ok skok ok skok skok sk skok ok skok skok sk skok K

ook ok ok ok ok kok ko kb kkkokkokkkkdkkkk P A RAMETER PROCESSING OPTIONS IN EFFE CT ®erkkkkkokkkokkokkx
skokok skok skok sk ok skok skok skok skok sk ok ok skok skok sk ok ok ok sk sk skok ok ok ok ok s skok stk stk stk sk skok skok skok skok sk skok skok skok skok skok sk skok skok skok skok sk skok skok skok skok sk ok ok skok skok skok sk ok ok ok ok sk skok sk

OPTION ... SUBSCHEMA=DBRR1016 COMPILED mm/dd/yy hh:mm:ss DMCL=DDRR1016

OPTION ... READYMODE=RETRIEVAL- - - —-» READY DATABASE IN SHARED RETRIEVAL MODE
OPTION ... NOSCAN- - - - - - - - - - > RUN ALL CA IDMS/DB AUDIT PHASES
OPTION ... AUDITTYPE=STANDARD- - - - > AUDIT BY AREA SWEEP AND SET WALK
OPTION ... STARTWITH=ALL- - - - - - —» GLOBAL PROCESSING DEFAULTS FOR SUBSCHEMA ARE:
AREA=, SWEEP
RECORD=, SWEEP
SET=,AUDIT
OPTION ... STOPAFTER=9999999- - - - & MAX # INTEGRITY ERRORS BEFORE AUDITING TERMINATED
OPTION ... SETLIMIT=0003000- - - - - > MAX # MEMBERS WITHIN A SET OCCURRENCE BEFORE ASSUMING A SET LOOP
OPTION ... SORTMSGS=ALL- - - - - - - > DISPLAY ALL SORT MESSAGES ON AUDIT REPORT
OPTION ... AUDIT,CALCSETS- - - - - - > CALC SET AUDITING DONE BY SET WALK FROM OWNER
OPTION ... AUDIT,USERSETS- - - - - - > USER SET AUDITING DONE BY SET WALK FROM OWNER

IIX NEXT/PRIOR/OWNER POINTER AUDITING
NO USER RECORD TO IXDET AUDITING FOR MANDATORY AUTOMATIC SETS ONLY
CREATE LDEL EXTRACTS FOR ANY SETS AUDITED

OPTION ... AUDIT,DISCONNECT=NONE- - - NO AUDIT FOR SET DISCONNECTIONS

OPTION ... AUDIT,INDEX- - - - - - - & IIX BASIC AUDITING

OPTION ... AUDIT,NODBKEYTBL- - - - - > CHECK FOR SET LOOPS USING INCORE TABLE OR SETLIMIT

OPTION ... AUDIT,NODISK

OPTION ... AUDIT,CORE

OPTION ... AUDIT,NOWALKNEXT- - - - - > NO USER SET ORPHAN DETECTION
NO CALC SET ORPHAN DETECTION
OPTION ... AUDIT,NOPAGES- - - - - - - NO AUDIT PAGE HEADER AND FOOTER PAGE NUMBERS
OPTION ... FIX=SIMULATE- - - - - - - > SIMULATE INTEGRITY ERROR CORRECTIONS WITHOUT UPDATING DATABASE
OPTION ... FIX,NOCALCSETS- - - - - - > N/P/0 ERRORS DETECTED IN CALC SETS NOT CORRECTED
OPTION ... FIX,USERSETS- - - - - - - > CORRECT N/P/0 ERRORS DETECTED IN USER SETS
OPTION ... FIX,NOPAGES- - - - - - - & PAGE HEADER AND FOOTER PAGE NUMBERS NOT CORRECTED
OPTION ... FIX,NOLDEL- - - - - - - - > LOGICALLY DELETED RECORDS NOT PHYSICALLY DELETED
OPTION ... FIX,INDEXORPHANS- - - - - > UPLEVEL POINTERS IN IIX ORPHAN RECORDS CORRECTED
OPTION ... REPORTS=YES- - - - - - - & PRODUCE INTEGRITY ANALYSIS REPORT
OPTION ... REPORTS,SETMBRS=ALL- - - - DISPLAY ALL MEMBERS IN SETS WITH N/P/0 ERRORS
OPTION ... REPORTS,RECDATA=HEX - - - > INTEGRITY REPORT SET RELATED DATA SHOWN IN CHARACTER NOTATION & HEX

Figure 4.2: Sample Parameter Processing Options Section
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Areas, Records, and Sets Section

The Areas, Records, and Sets report section displaysonlythoseareas, records,and sets
that were audited. It alsoincludes thearea's lowand high page numbers and the page
numbers where the area sweep began and ended.

If you specified either the DISCONNECT or NOSWEEP parameter options, they also
appear on the report oppositethe appropriatearea, record, or set name.

Figure 4.3 presents an example of an Area, Record, and Set report section.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE

Rnn.nn AUDIT REPORT mm/dd/yy hh:mm: ss 0001

3k kok skok %Kok 5k ok skok 3ok ok dkok sk dkok koK %ok dkok %k skok skok dkok skok %k Kok Kok skok koK ok 3k dkok koK %ok skok sk skok ok Kok ko %k Kok Kok skok %ok ok 3k skok koK Xk dkok %k skok %ok Kok skok Xk koK ok skok %ok ok %k skok ok Xk skok %k kK Xk kok k
ook ok ok ok ok ok ok KR KoK KR KRR KRRk R k. A RE AS / RECORND S/ S E TS ewknkkkikiorkoorbk ook ok bk ok ok ok a0k ok ook
sk ok stok ok sk skok ok stok skok ok ok ok stok skok skok sk skok ok skok ok sk skok ok skok ok stk o ok skok ok stok ok ok skok ok stok sk ok stk ok stok skok sk stk ok stok skok sk stk ok stok skok sk stok skok stk skok skok ok ok stok skok ok ok skok ok skok

AREA . . . . . .CLASS-REGION LOPAGE(**#***x*89, 001) HIPAGE (******+*89 K 030) BEGIN(********89,001) END(*****k**89, 030)
READIED
AREA WILL BE SWEPT
RECORD . . . . . .ACTIVITY ACCESSED
SET. . . . . . . . . .ACTIVITY-TYPES USERSETS,NOWALKNEXT
RECORD . . . . . . ARTS ACCESSED
RECORD . . . . . . CLASS ACCESSED
SET. . . . . . . . . . CLASS-SCHEDULE  USERSETS,NOWALKNEXT
RECORD . . . . . . MUSIC ACCESSED
RECORD . . . . . . SR1 ACCESSED
SET. . . . . ... .. CLC CALCSETS ,NOWALKNEXT
AREA . . . . . .DEPT-REGION LOPAGE(**#***x*88, 001) HIPAGE (****+*+%88 015) BEGIN(********88,001) END(****+*k+*8g, 015)
READIED
AREA WILL BE SWEPT
RECORD . . . . . . DEPT ACCESSED
SET. . DEPT-TEACHER USERSETS ,NOWALKNEXT
SET. . DEPT-ACADEMIC USERSETS ,NOWALKNEXT
SET. . DEPT-GENERAL USERSETS ,NOWALKNEXT
SET. . . IX-TCHR-LNAME USERSETS, INDEX
RECORD . . PREREQ ACCESSED
RECORD . . SUBJECT ACCESSED
SET. . PREREQSFOR USERSETS ,NOWALKNEXT
SET. . PREREQSARE USERSETS ,NOWALKNEXT
SET. . . . . . SUBJECT-CLASS USERSETS ,NOWALKNEXT
RECORD . . TEACHER ACCESSED
SET. . . . . . .. . TEACHER-CLASS USERSETS ,NOWALKNEXT
RECORD . . . . . . SRl ACCESSED
SET. . . . .. .. .. CLC CALCSETS ,NOWALKNEXT

AREA. ... .INDEX-REGION LOPAGE (¥*****¥+k02 ,001) HIPAGE (********02 030) BEGIN (***¥k**x02 ,001) END (¥*****++92 030)

READIED

AREA WILL BE SWEPT

RECORD. . ....SR1 ACCESSED

SET.........CALC CALCSETS, NOWALKNEXT

AREA. ... .INDX2-REGION LOPAGE (¥*****¥*x02 ,101) HIPAGE (*¥*******02 130) BEGIN (***¥***x02 101) END (¥*******92 130)
READIED

AREA WILL BE SWEPT

RECORD. . ....SR1 ACCESSED

SET........CALC CALCSETS, NOWALKNEXT

RECORD. ... ..SR7 ACCESSED

SET.......IX-STUD- LNAME USERSETS, INDEX

AREA. ... .INDX3-REGION LOPAGE (******x+k02 201) HIPAGE (********Q2 230) BEGIN (*****k**x02 201) END (¥***+*+kQ2 230)
READIED

AREA WILL BE SWEPT

RECORD. .....SR1 ACCESSED

SET........CALC CALCSETS, NOWALKNEXT

RECORD. . ....SR7 ACCESSED
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Figure 4.3: Sample Areas, Records, and Sets Section

Runtime Status and Statistics Section

The Runtime Status and Statistics reportsection lists messages thatdetail the auditing
activity through each phase. These phases areinitiating CAIDMS/DB Audit, the Audit

Phase, Fix Phase, and the Report Phase.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE

Rnn.nn AUDIT REPORT mm/dd/yy hh:mm: ss 0001
sk stk skok skok sk skok skok sk skok Sk sk skok ok skok ok ok skok ok skak ok ok skak ok skak ok skak k Kok skak skok skok sk skok skok skok Skok ok skok ok skok ok skok sk ok skak ok skak sk ok skak ok skak sk Kok skok skok skok skok sk ok skok ok skok k ok

RUNTIME STATUS & STATISTICS

ko ok skok sk ok skok stok ok ok ok ok ok skok skok K Skok ok ok ok sk ok Skok skok ok ok o ok ok skok skok sk skok skok ok ok ok ok ok skok skok ok o ok ok ok skok sk koK skok Kok ok o ok ok Skok skok Kok K Skok ok ok Skok K ok

skook skok dkok ok ok ok ok ok ok sk ok ok ok ok k ok ok ok ok ok stk sk kok skok skok skok skok sk kok dkok Kok Kok ok ok

MAING10I ~ INITIATING CA IDMS/DB AUDIT mm/dd/yy hh:mm: ss
MAING11I ~ STORAGE-POOL SIZE = 59,728 BYTES
MAINGI2I  INITIATING RECORD/PAGE BINDS 6,928 BYTES OF STORAGE ALLOCATED
MAINGI3I  INITIATING READIES

READY SHARED RETRIEVAL SUCCESSFUL FOR AREA CLASS-REGION

READY SHARED RETRIEVAL SUCCESSFUL FOR AREA DEPT-REGION

READY SHARED RETRIEVAL SUCCESSFUL FOR AREA STUDENT-REGION
UDITO16I  INITIATING AUDIT PHASE mm/dd/yy hh:mm: ss
FSIRO14I  INITIALIZING DBKEYTBL 28,800 BYTES OF STORAGE ALLOCATED
FSIRO1SI  INITIALIZING DBKEY-SAVE TABLE 24,000 BYTES OF STORAGE ALLOCATED
UDSUOIST  BEGINNING SWEEP OF AREA CLASS-REGION mm/dd/yy hh:mm: ss
UDSUGI9T  END OF AREA SWEEP mm/dd/yy hh:mm: ss
UDSUO18T  BEGINNING SWEEP OF AREA DEPT-REGION mm/dd/yy hh:mm: ss
UDSUGI9T ~ END OF AREA SWEEP mm/dd/yy hh:mm: ss
VALDO65I ~ INITIATING SR8 DATABASE VALIDATION mm/dd/yy hh:mm: ss
VALDO66I  END SR8 DATABASE VALIDATION mm/dd/yy hh:mm: ss
UDITO17I  END AUDIT PHASE mm/dd/yy hh:mm: ss
STATO23I  IDMS STATISTICS FOR AUDIT PHASE .

CALLS TO IDMS-- - = = <= wm = cmcmamx-o - -2,609

PAGE REQUESTS-- - -- ----1,159

PAGES READ- -- -= = == == = =o = e ecam e oe 2= 2436

IDMS LINE REQUESTS-- - -« - - == -« = === -2,350

CURRENT OF R/U RECS- == == = === == == == - 2,227

DIRECT REQUESTS- ---=«- o= «mcmnmnn----1,509

—-----146

DIRECT WAITS ON WRITES-------=-=----=----0

PAGES MOVED FROM FS TO DIR---------------0

PAGES MOVED FROM DIR TO FS-- ceeeme--0

AREAS PAGE RETURNED- -- - ceeea--10

PAGES REQUESTED DIR/FS---------------2,807

PRIMARY DBKEYTBL ENT ALLOC-----------2,400

OVERFLOW DBKEYTBL ENT ALLOC- ----1,200

MAX PRIM DBKEYTBL ENT USED--- ------------4

MAX OVER DBKEYTBL ENT USED--- ------=-----0

MAX DBKEYTBL SYNONYMS- -- - -- - ceeeee-0

DBKEY SAVE TABLE ENT ALLOC-------------750

MAX DBKEY SAVE TABLE END USED------------1

Figure 4.4a: Sample Runtime Status and Statistics Section
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CA-TOOLS RELEASE CA IDMS/DB AUDIT
Rnn.nn AUDIT REPORT

FIXS016I INITIATING FIX PHASE

FIXS0171 END FIX PHASE

STATO231 IDMS STATISTICS FOR FIX PHASE .
CALLS TO IDMS--------mmmmmmmmmmmm e e e 27
DBMS PAGE REQUESTS-----------------------5
PAGES READ----------oommmmmc oo 4
IDMS LINE REQUESTS--------------=--------6
CURRENT OF R/U RECS---- --------6
DIRECT REQUESTS------------=-=-----------6
FIX CALCSET EXTRACTS SELECTED------------0
FIX USERSET EXTRACTS SELECTED-----------12
FIX LDEL EXTRACTS SELECTED---------------0
FIX PAGE EXTRACTS SELECTED- - --------0
FIX TOTAL EXTRACTS SELECTED-------------12
FIX GOOD SETS------------cccmmemaoaoooo-0
FIX GOOD EXTRACTS-------------cmcman-----0
FIX DUP XTRCS DELETED--------------------0
FIX DUP WALKNEXT XTRCS DLETD-------------0
FIX LONGEST ORPHAN CHAIN-----------------0
FIX EXTRACTS UTILIZED--------------------5

REPTO16I INITIATING REPORT PHASE
RPT EXTRACTS SELECTED--------------------3
RPT GOOD SETS-----------momcmcmceaeo o= -0
RPT GOOD EXTRACTS------------------------0
RPT DUP XTRCS DELETED------- c-------0
RPT DUP WALKNEXT XTRCS DLETD-------------0
RPT LONGEST ORPHAN CHAIN---- —m------0
RPT EXTRACTS UTILIZED-------------------18

REPTO17I END REPORT PHASE

MAINO28I END OF CA IDMS/DB AUDIT

MAINO22I AUDIT/FIX PHASE STATISTICS .
CALC SETS IN ERROR--------------uum------0
USER SETS IN ERROR----------------o---o--1
INTGR INDEX DB KEY ERRORS----------------0
INTGR INDEX SYMBL KEY ERRORS-------------0
INTGR INDEX SORT SEQ ERRORS--------------0
INTGR INDEX SEQ LEVEL ERRORS-------------0
INTGR INDEX SORT FLAG ERRORS-------------0
CALC SETS FIXED-------- R ')
USER SETS FIXED-------- R |
LDEL RECORDS ERASED----------------------0
ORPHAN REMAINING AFTER FIX---------------0
INTGR INDEX ORPHANS FIXED-- - --------0
DATABASE PAGES FIXED---------------------0
CA IDMS/DB AUDIT PROCESSING EXTRACTS----69
EXTRACTS WRITTEN------------------------99
MAX STG POOL USED (BYTES)-----------59,728
PSUB LENGTH (BYTES)-----------------14,872

DATE TIME
mm/dd/yy hh :mm: ss

mm/dd/yy hh:mm:ss
mm/dd/yy hh:mm:ss

mm/dd/yy hh:mm:ss

mm/dd/yy hh:mm:ss
mm/dd/yy hh:mm:ss

PAGE
0002

Figure 4.4b: Sample Runtime Status and Statistics Section
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Audit Statistics Section

The Audit Statistics reportsection lists theareas, records, and sets that have been

swept. It alsoidentifies which pages havebeen swept and whether or not it detected
anylogical deletions or setdisconnections.

Figure 4.5 presents an example of an Audit Statistics reportsection.
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CA IDMS/DB AUDIT

REPORT

DATE
mn/dd/yy

TIME

hh :mm: ss

PAGE
000

stk kok dkok ok ok ok ok sk ok sk ok ok ok ok dk ok ok ok ok sk stok stk stk stk stk ok stok stk stk stk sk kok skok skok stk sk ok dkok skok dkok skok ok ok skok skok dkok sk ok ok ok ok k ok ok ok ok ok kol stk ok ok ok skok

STATISTICS

sk ok sk skok ok stok ok sk skok ok stok ok stok sk ok stok ok stok ok skok

3k sk ok ok sk kok ok skok skok skok sk skok skok skok Skok sk kok skok skok skok sk skok skok skok Skok skok sk skok Skok Skok skok sk kok skok Skok Skok sk kok Skok Skok Skok skok sk skok Skok Skok skok ok Skok Skok Skok skok ok skok Skok dkok skok skok ok Skok Skok kok kok ok ok

CA-TOOLS RELEASE
Rnn.nn AUDIT
sk stk skok Kok sk ok skok ok skok ok ok skok ok skok ok ok skok ok skek ok ok Kok Kok koK K AUDIT
- - PAGES- -- -AREA SWEEP
----AREA NAME- -- ---SWEPT--- ---RECORD NAME-- OCCURRENCES
CLASS -REGION 30 ACTIVITY 3
ARTS 3
CLASS 29
MUSIC 3
SR1 30
DEPT-REGION 15
DEPT 6
PREREQ 7
SUBJECT 132
PREREQSFOR 17
PREREQSARE 17
SUBJECT- CLASS 29
TEACHER 35
SR1 15
INDEX-REGION 30
SR1 30
MISC1-REGION 20
SR1 20
MISC2-REGION 20
SR1 20
STUDENT - REGION 80
DREPORT 2
GREPORT 3
SCHEDULE 98
SPORTS 3
STUDENT 51
SR1 80
k%K TOTALS **% oo ooooooo oo e an
290 718
--IIX SET NAME- -
IX-TCHR- LNAME
STUDENT- SCHEDULE
IX-STUD- LNAME
IX-SUBJ-NAME
IX-DEPT-NAME
**¥*  TOTALS ok ok

--LOGICAL--
-DELETIONS-

0
0
0

[cNo]

[eloNo ol No)

o o0 oo

6

INDEX ENTRIES

35

-MBR RECORD
----SET NAME- - -- 0CCURRENCES

ACTIVITY-TYPES 9
CLASS-SCHEDULE 98
CALC 3
DEPT - TEACHER 14
DEPT - ACADEMIC 132
DEPT - GENERAL 132
IX-TCHR-LNAME 24
TEACHER-CLASS 29
CALC 167
CALC 0
CALC 0
CALC 0
STUDENT -SCHEDULE 51
STUDENT -REPORTS 5
STUDENT -ACTIVITY 3
CALC 54

916

MEMBER DISCONNECTS

oo oo

e oo SET-----
DISCONNECTIONS

0

SR8'S

SR8'S

Figure 4.5: Sample Audit Statistics Section
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Fix Statistics Section

The Fix Statistics reportsection lists only thoseareas, records, and sets that CA IDMS/DB
Audit fixed, regardless of which areas, records, and sets it audited.

Figure 4.6 presents an example of a Fix Statistics reportsection. Fix Statistics arenot
displayedifthe Integrity Analysis Reportis suppressed.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn AUDIT REPORT mm/dd/yy hh :mm: ss 0000

sk ok stok ok sk skok skok skok skok sk sk skok ok skok sk sk skok stk skok sk sk skok stk skok sk skok stk skok sk skok stk skok sk skok sk skok sk skok ok sk skok sk skok ok sk skok ok skok ok sk skok ok skok ok skok o ok skok ok stk o ok
sk ok stok ok sk skok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok ok Kok FIX STATISTI CS Hkkmkhkioksokskoksok ok ok ok sk ok ok ok ok ok

skskok skok skok sk ok sk skok skok skok sk ok sk skok skok sk skok skok skok skok sk skok skok skok skok skok sk ok skok skok skok sk ok ok ok skok sk ok ok ok ok skok sk stk stk ok ok sk stk stk stk stk sk skok skok skok skok skok sk skok skek skok skok ok ok

-- -PAGES- <-<-LDEL-----  ---LDELS--- -SET OCCUR- MBR RECORDS
----AREA NAME------FIXED--- RECORD NAME DISCONNECTIONS  -- -ERASED-- ----SET NAME- - ---- -= -FIXED- -- =- =- - -FIXED-- - --
DEPT-REGION 0

DEPT 0 0
DEPT - TEACHER 1 4
* koK TOTALS kKK Lo oo e e e e e e e e e e e e e e e
0 0 0 1 a

Figure 4.6: Sample Fix Statistics Section

Pre-Audit Scan

CA IDMS/DB Audit enables you to preview your auditinstructions before processing
begins. Pre-auditscanninganalyzes the parameters you specify and provides you with
the following feedback:

m  Complete parameter validation

m  Shortdescription of processing options in effect

m  Parameter-only processingandreporting

m |dentificationand matchingof subschema areas, records, and sets with the

processing options thataffect them

If you need to correct syntax errors or modify your parameters inany way, you cando
so before execution takes place.

To initiate pre-auditscanning, specify the SCAN option with the PROCESS statement.

The following section compares the sequence of events and the output if you generate
an Audit Report with or without pre-auditscanning.
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Processing Without SCAN

When you initiateauditprocessing withoutthe SCAN option, the sequence of events is:

1.
2.

User specifies parameters without the SCAN option

CA IDMS/DB Audit produces three Audit Report sections as output:
m  Parameter Validation

m  Processing Options

m Areas/Records/Sets

CA IDMS/DB Audit begins audit processingand simultaneously produces the Audit
Report section Runtime Status/Statistics

After processingends, CAIDMS/DB Audit produces the final two Audit Report
sections:

m Audit Statistics

m  FixStatistics

Processing With SCAN

The major advantage of processing with the SCAN option is that you have an
opportunity to review your parameters and make corrections before auditexecution
takes place. The SCAN option causes events to take placeinthe followingsequence:

1.
2.

User specifies parameters with the SCAN option

CA IDMS/DB Audit produces three Audit Report sections as output:
m  Parameter Validation

m  Processing Options

m Areas/Records/Sets

User modifies parameters as needed

User initiates parameter processingagain with SCAN to verify that all parameter
corrections have been properly made

If CA IDMS/DB Audit detects no further errors, user imitates actual auditprocessing
by specifying the same parameters without SCAN
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Figure 4.7 presents a simplified example of SCAN output. The firstreport section,
Parameter Validation, lists the parameters you specified and indicates if CAIDMS/DB
Audit detects any parameter errors. The Processing Options section individually
identifies each parameter option inthe left columnand provides a brief description of
that option on the right. Finally, the Areas/Records/Sets section describes the impact of
all parameters againstthedesignated parts of the subschema.

skokok ok skok ok ok ok ok ok ok sk ok ok skok skok sk ok skok dkok dkok ok ok sk sk sk ok sk ok ok ok ok sk stok ok ok ok kol stok stk stok ok sk stk stok stk stok sk kok skok skok stk sk ok dkok dkok dkok dkok ok ok

PARAMETER VALIDATION

sk ok stok ok sk skok ok stok skok stok ok ok stok skok stk ok ok stok skok stok ok ok stok skok stk skok sk stk skok ok skok sk stok skok stk skok sk stok skok stk skok ok sk skok stk skok ok sk skok stk skok ok sk skok ok skok ok skok o ok

PROCESS, SCAN ,AUDITTYPE=QUICKCHECK, STARTWITH=ALL. ..

AUDIT,USERSETS.. .

ko ok skok sk ok skok skok ok ok ok ok ok ok skok K skok ok ok ok ok ok ok skok ok ok o ok ok Skok skok sk skok skok ok ok ok ok ok skok skok Kok o skok ok ok skok sk ok skok skok ok Stk ok ok koK Kok K Kok

PARAMETER PROCESSING OPTIONS

skokok skok skok sk ok sk skok sk skok sk ok ok ok skok sk ok ok ok ok sk stok ok ok ok ok sk skok stk stk stk sk stk stk stk stk sk skok skok skok skok skok sk skok skok skok skok sk sk skok Skok Skok sk ok ok ok ok dkok sk ok

OPTION. . .SCAN- - -= = <o =x == <o s oo mcooem oo ey CHECK PARAMETER ONLY
OPTION. . .AUDITTYPE=QUICKCHECK —— & AUDIT TYPE AREA SWEEP AND SORT
OPTION. . .STARTWITH=ALL- == == = === == === ==-=-----=--—»  GLOBAL PROCESSING DEFAULTS FOR SUBSCHEMA ARE:
AREA=SWEEP
RECORD= , SWEEP
SET=,AUDIT
OPTION. . .AUDIT ,USERSETS -- <= = <= == == == == == oo o e oo USER SET AUDITING DONE BY QUICKCHECK

SORT AND MATCH

IIX NEXT/PRIOR/OWNER POINTER AUDIT
NO USER RECORD TO IXDET AUDITING
FOR MANDATORY AUTOMATIC SETS ONLY
CREATE LDEL EXTRACKTS FOR SETS IN ERROR ONLY

OPTION. . .NOINDEX -- - <= == == = = <= =c =o oo em e e ey NO IIX BASIC AUDITING

OPTION. . .NOWALKNEXT -- == == -mmcm e e e e e e e - - USER SET ORPHAN DETECTION DONE BY
QUICKCHECK SORT AND MATCH

NO CALC SET ORPHAN DETECTION

sk ok stok ok sk skok ok stok skok stk ok ok ok skok ok sk skof ok skok ok sk skok ok skok ok skok o ok skok ok stk o ok skok ok stk o ok skok ok stk skok sk skok ok stk skok sk skok ok stk skok sk skok ok stok skok ok ok ok
AREAS /RECORDS/SETS

ko ok ok sk ok skok skok ok ok ok ok ok skok skok K skok ok ok ok ok ok ok skok skok ok o ok ok ok skok sk skok skok ok ok o Kok ok Skok skok Kok K skok ok ok Skok sk ok skok skok K ok K Stk ok ok Kok Kok K Kok

AREA. .....DEPT-REGION “ee

READIED

AREA WILL BE SWEPT
RECORD. . .....DEPT ACCESSED
SET........................ .DEPT-TEACHER USERSETS, NOWALKNEXT
SET...........covivvve oo IX-TCHR- LNAME USERSETS, NOINDEX
RECORD. . .. ...TEACHER ACCESSED

Figure 4.7: Sample SCAN Output
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Integrity Analysis Report

The second report type produced by CA IDMS/DB Audit is the Integrity Analysis Report.
This report consists of two report sections:

m  Before Image Report Section

m  After Image Report Section

The Before Image Report Section lists all physicalintegrity errors found by CA IDMS/DB
Audit duringthe auditphase.

Before images are the extracts or record identifiers (db-key pointers, next, prior, or
owner (N/P/O) pointers,sortkeys) that appear on the Integrity Analysis Report.

The After Image Report Section shows the state of the databaseafter CA IDMS/DB
Audit has fixed all the physical integrity errors itcan fix.

After images also appear onthe Integrity Analysis Reportand are the same record
identifiers (db-key pointers, N/P/O pointers,sort keys) in fixed format--either the way
CA IDMS/DB Audit will fix them (simulate) or the way in which CA IDMS/DB Audit has
already fixed them (update).

To generate the After Image Report without actually performingthe fixes, specify
SIMULATE inthe FIX statement. You can have CA IDMS/DB Audit generate the Simulated
After Image Report inone run, and perform the fixes inanother separate run without
re-auditingthe database. To execute a separate fix run, you must save the extract file
(or files) created by the auditphaseto use laterinthe fix phase.

Diagramming Errors

The next several pages of this section contain step-by-step instructions thatshow how
to drawa diagramofaset inerror by using the information shown on a Before Image
Report.
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Followingthe discussion of diagrammingerrors, there are samplereports showing how
various types of errors arereported. The types of errors listedin Figure4.8 are
illustrated in the exhibits indicated.

Type of Error To find this error specify: Report Illustrated in Figure:
Before Image After Ima
ge
Pointer USERSETS 4.11
CALCSETS
Set Integrity USERSETS 4.12 4.13
Miscellaneous CALCSETS
Set Disconnections DISCONNECT = ALL 4.14

DISCONNECT = EXPLICIT

IIX Pointers INDEX 4.15 4.16
IIX Orphans INDEX 4.17 4.18
IIX Integrity INDEX 4.19, 4.20
Miscellaneous
From/Thru Page Range USERSETS 4.21
CALCSETS
Orphans of sets USERSETS, WALKNEXT 4.22

that are not IIX CALCSETS, WALKNEXT
AUDITTYPE = QUICKCHECK

Fragmented Records USERSETS 4.23
CALCSETS
Compressed Records USERSETS Not Illustrated Not Illust
rated
CALCSETS
LDEL USERSETS 4.24
Header PAGES 4.25 4.26
Footer

Figure 4.8: Integrity Analysis Report lllustrations
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In order to understand better how CA IDMS/DB Audit detected certainerrors,you can
draw a picture of the setinerror by usingthe information contained in the Before

Image Report. For the following example, see the Before Image Report in Figure 4.9, and
follow the step-by-step procedure for drawingthe setinerror.

m  Step 1. Message xxxx034l indicates integrity errors inthe DEPT-TEACHER set
occurrence.

m  Step 2. Startingwith the OWNER record (88,008-001) the NEXT (first) member is
listed as 88,010-001 and the PRIOR (last) member is 88,009-003.

m  Step 3. Message xxxx036! indicates that CA IDMS/DB Audit will walk next from the
OWNER record.

m  Step 4. The NEXT record (88,010-001) points to 88,002-001 as the NEXT member in
the set and points backto the OWNER record (88,008-001).
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0007

3k k3k skok %Kok 3K ok skok 3ok Xk Kok sk dkok ko %ok okok %k skok Kok dkok skok %k Kok ok koK koK 3k sk dkok skok %ok kok %k skok koK >kok skok %k koK 3k koK koK %k 3k dkok skok %ok ok 3k skok koK ok skok xk koK %k skok ko %k 5k 3k kok koK ok k kk
skstok shok skok sk ok stk stok skok skok sk ok ok stok stok sk ok kol okt oRk Rk Rk cRk ok B E F O R E T M A G E skskssoksiokskonskor sk stokskokstokskok sk ok ok ok stok stok sk ok ok ok ok sk ok
sk ok stok ok sk stk ok stk ok ok ok ok ok skok ok sk ok ok sk ok sk skok ok stok ok stok sk ok stk koK stok sk ok stok koK stk sk ok stok skok stk skok K stok skok stk skok K stk skok ok skok K stk skok ok skok ok ok skok ok skok ok ok Skok

Xxxx034I INTEGRITY ERRORS DETECTED IN SET...DEPT-TEACHER

- -OWNER RECORD-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY-- --=----=<c=c-zc=oo-c -2 --RECORD DATA- - -= <= =x - =x -z oo oxomconaos
DEPT 1000 88,008-001 88, 010-001 88,009-003 MATH DEPARTMENT DANNY DUDE 000000269

xxxx036I RECORDS DETECTED WALKING NEXT FROM OWNER .

--RECORD NAME-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -OWNER DBKEY---- = ------=-«-RECORD DATA-- - - - ccncemmmmomon-
TEACHER 1001 88,010-001  88,002-001 88,008-001 83,008-001 00002J0HN SMITH MATH MA/MATH
TEACHER 1001 88,002-001 88, 005-062 88,008-003 88,008-001 ©0004JACK WORD MATH BS/MATH

*%xxxx068E PRIOR DBKEY DOES NOT POINT BACK TO PRIOR RECORD IN SET
TEACHER 1001 88,005-002  88,009-003 88,002-001 88,008-001 ©00O7DANNY DUDE MATH BS/MATH
TEACHER 1001 88,009-003 88, 008-001 88, 005-002 88,008-001 ©0029CLARE CLIFFORD MATH BS,MS, P

xxxx038I RECORDS DETECTED WALKING PRIOR FROM 88,002-001 ...

TEACHER 1001 88,008-003 88,002-001 88,010-001 88,008-001 0O003THOMAS WHITE MATH BS/MATH
xxxx039I NEXT DBKEY POINTS TO PREVIOUSLY AUDITED RECORD IN SET

Figure 4.9:: Before Image Report

Diagramming Errors--Before Image Report

m  Step 5. Member 88,002-001 points to 88,005-002 as the NEXT member inthe set
and points backto record 88,008-003.

m  Step 6. Error message xxxx068Eindicates thatthe previous step isinerror. The
error is thatrecord 88,002-001's PRIOR pointer does not pointbackto record
88,010-001. At this point, CA IDMS/DB Audit saves db-key 88,002-001 for later
processing.See Concepts (see page 27).
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m  Step 7. Continuingwith the next member in the set (88,005-002), it points to
88,009-003 as the NEXT member inthe set and points backto record 88,002-001.

m  Step 8. Member 88,009-003 points to the OWNER record (88,008-001) as the NEXT
record inthe set, and points backto record 88,005-002. At this point, CA IDMS/DB
Audit stops walking the set in the next direction.

88,002-001
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Step 9. Message xxxx038l indicates that CA IDMS/DB Audit has retrieved db-key
88,002-001 and will startwalkingtheset inthe prior direction. The firstrecord
found is 88,008-003. This record points to record 88,002-001 as the NEXT recordin
the set, and points to record 88,010-001 as the PRIOR record in the set.

Step 10. Message xxxx039l indicates thatthis is as faras CAIDMS/DB Audit can

process this set occurrence because record 88,008-003 points to a record that was
already processed.

This step completes the diagramming of the indicated error.
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In Figure 4.10 is a Simulated After Image Report that shows how CA IDMS/DB Audit
would fix the error that was diagramed.

The followingdiagramshows how the fixed set occurrence will look. The physical
integrity erroris fixed. The logicalintegrity should now be examined. See Logical
Integrity (see page 87)for an example of a logical integrity error.

CA-TOOLS

TIME PAGE

RELEASE CA IDMS/DB AUDIT DATE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0019

sk ok stok ok sk stk ok stk ok Kok ok ok ok skok ok ok ok ok stk ok sk ko ok stk ok stok sk ok Stk ok stk sk ok stok koK stk ok oK stk koK stk skok K Stk Skok stk skok K stk Skok stk skok K stk skok ok skok ok ok skok Kok skok ok ok Kok
sk ok stok skok sk skok ok stok skok stok ok ok stk skok stk ok ok stok skok stk ok ok stok skok stk skok sk skok ok skok ok sk skok ok skok ok sk skok ok skok ok skok o skok skok ok skok stk skok ok skok o skok skok ok skok ok sk skok ok skok ok sk skok

xxxx035I FIXING PERFORMED ON SET...DEPT-TEACHER

- -OWNER RECORD- - -ID-

DEPT 1000

---RECORD NAME-- -ID-

TEACHER 1001
TEACHER 1001
TEACHER 1001
TEACHER 1001
TEACHER 1001

-DBKEY- - - -
88, 008-001
- -DBKEY - - -

88,010-001
88,008-003
88,002-001
88,005-002
88,009-003

-NEXT DBKEY-
88,010-001
-NEXT DBKEY-

88,008-003
88,002-001
88,005-002
88,009-003
88,008-001

-PRIOR DBKEY-
88,009-003
-PRIOR DBKEY-

88,008-001
88,010-001
88,008-003
88,002-001
88,005-002

R Y=lofo1: 0 Y. VS

MATH DEPARTMENT
-OWNER DBKEY- -

88,008-001
88,008-001
88,008-001
88,008-001

DANNY DUDE 0000000208

e-z<o- <o -RECORD DATA- <= - ----oemmcmons

00002JO0HN  SMITH MATH  MA/MATH
00003THOMAS WHITE MATH  BS/MATH
00004JACK WORD MATH  BS/MATH
0000 7DANNY  DUDE MATH  BS/MATH

88,008-00100029CLARE CLIFFORD MATH  BS,MS,P

Figure 4.10: Simulated After Image Report
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Pointer Errors

An example of a record that contains aninvalid prior db-keyis shownin Figure 4.11.
Records displayed on this section of the report aregrouped by set name.

Here is a description of the fields thatmake up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates the set found to contain pointer errors.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

NEXT DBKEY - Next pointer.

PRIOR DBKEY - Prior pointer (if present).

OWNER DBKEY - Owner pointer (if present).

RECORD DATA - First45 characters of data.

Error messages - Indicatethe types of errors detected.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0009

3k Kok skok %Kok 3k ok skok sk Xk dkok k skok %ok dkok skok k koK ok skok Kok 5k ok dkok sk Xk dkok %k skok ok dkok skok %k %Kok ok skok Kok 5k ok dkok ok ok dkok %k skok ok dkok koK %k Kok ok ok %Kok 5k Xk dkok Kk %k >k>k %k ok xkok kok kK Xk kk
sk ok stok ok sk skok ok stok ok stok ok ok skok ok stok sk ok stk ok stok sk ok skok ok stok skok sk skok ok stok skok sk skok ok stok skok sk skok ok skok ok stok ok ok skok ok stok sk ok skok ok skok sk ok skok ok skok skok sk skok ok skok skok sk skok
Xxxxx034I INTEGRITY ERRORS DETECTED IN SET...ACTIVITY-TYPES
- -OWNER RECORD- - -ID-- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -e------------------RECORD DATA-------------
ACTIVITY 8111 89,010-001 91,003-014 91,048-001 ACTIVITYO3TRACK AND FIELD
xxxx036I RECORDS DETECTED WALKING NEXT FROM OWNER . . .

---RECORD NAME-- -ID-- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -OWNER DBKEY - -----------------RECORD DATA----------
SPORTS 8112 91,003-014 91,019-001 89,010-001 89,010-001 BROADJUMP IWOMENS BROAD JUMP
SPORTS 8112 91,019-001 91,048-001  * kxk ki 89,010-001 BROADJUMP2MENS BROAD JUMP
**xxxx060E PRIOR DBKEY IS NULL
SPORTS 8112 91,048-001 89,010-001 91,019-001 89,010-001 TRACK  101HURDLES
xxxx0371 RECORDS DETECTED WALKING PRIOR FROM OWNER . . .
SPORTS 8112 91,048-001 89,010-001 91,019-001 89,010-001 TRACK  101HURDLES
SPORTS 8112 91,019-001 91,048-001  * ¥k ki 89,010-001 BROADJUMP2MENS BROAD JUMP

**xxxx060E PRIOR DBKEY IS NULL

Figure 4.11: Pointer Errors

Chapter 5: System OQutput 137



Integrity Analysis Report

Set Errors -- Before Imade Report

Examples of the Before Image Report fields for set errors are shown in Figure 4.12.
Here is a description of the fields thatmake up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.
Line 6 - Informative message--indicates the set found to contain pointer errors.

Line 7 - OWNER record information:

m OWNER RECORD - Name of the owner.

m D - Record identifier.

m  DBKEY - Db-key of the databaserecord.

m  NEXT DBKEY - Next pointer.

m  PRIOR DBKEY - Prior pointer (if present).

m  RECORD DATA - First59 characters of data.

Line 10 - Member record information:

m  RECORD NAME - Name of the record.

m D - Record identifier.

m  DBKEY - Db-key of the databaserecord.

m  NEXT DBKEY - Next pointer.

m  PRIOR DBKEY - Prior db-key (if present).

m  OWNER DBKEY - Owner pointer (if present).

m  RECORD DATA - First45 characters of data.

Error messages - Indicatethe types of errors detected.
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0007

3k K3k skok %Kok 3K ok skok 3ok Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k ok skok 3ok Xk dkok %k skok %ok dkok 3kok %k %Kok ok skok Kok 5k ok dkok 3k Xk dkok %k skok %ok dkok koK %k %ok >k dkok %Kk >k Xk dkok Kk %k >k>k %k ok kK >k kK Xk kk
skstok shok skok sk ok stk stok skok skok sk ok kol stok stok sk ok ok stk sk oRk kR oRk ok kkk - B E F O R E T M A G B stokssoksiokshon sk stok ok stokstok sk ok sk ok ok ok sk ok ok ok ok o skok
sk ok stok ok sk skok ok stk ok stok ok ok stk ok stok ok ok stk ok stok sk ok stk ok stok koK sk stk ok stk koK sk ko ok stk ok sk ko ok stk ok skok sk ok stk ok skok sk ok skok ok skok sk ok skok ok skok skok K skok oK skok ok oK skok
xxxx034I INTEGRITY ERRORS DETECTED IN SET...PREREQSFOR
- -OWNER RECORD-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -------------RECORD DATA---------mmmmommm oo
SUBJECT 1002 88,002-009 88,002-012 88,002-012 MU201ADV MUSIC APPREC 0304 MUSIC MASTERS 010696

xxxx036I RECORDS DETECTED WALKING NEXT FROM OWNER . . .
---RECORD NAME-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -OWNER DBKEY - ------RECORD DATA----------
PREREQ 8103 88,002-012 88,002-012 88,002-009 88,002-009

**xxxx071E SET LOOP DETECTED

xxxx039I NEXT DBKEY POINTS TO PREVIOUSLY AUDITED RECORD IN SET

xxxx037I RECORDS DETECTED WALKING PRIOR FROM OWNER . . .
PREREQ 8103 88,002-012 88,002-012 88,002-009 88,002-009
**xxxx069E NEXT DBKEY DOES NOT POINT BACK TO NEXT RECORD IN SET
xxxx0381 RECORDS DETECTED WALKING NEXT FROM 88,002-012 . . .
xxxx039I NEXT DBKEY POINTS TO PREVIOUSLY AUDITED RECORD IN SET

Figure 4.12: Set Errors -- Before Image Report

Set Errors -- After Image Report

Here is a description of the fields that make up the After Image Report. See Figure 4.13.

Lines 1 thru 5 - After Image Report header--this example shows a Simulated After Image
report banner. This report shows what the databasewill looklikeif the fixes are
performed by CA IDMS/DB Audit.

Note: The fixes shown on this report have not been performed.In order for the fixes to
be performed, submit another job that specifies FIX=UPDATE,USERSETS.

Line 6 - Informative message--indicates the set for which a fix was simulated.

Line 8 - OWNER record information:

m  OWNER RECORD - Name of the owner.
m  ID - Record identifier.

m  DBKEY - Db-key of the databaserecord.
m  NEXT DBKEY - Next pointer.

m  PRIOR DBKEY - Prior pointer (if present).

m  RECORD DATA - First59 characters of data.

Line 11 - Member record information:
m  RECORD NAME - Name of the record.

m ID - Record identifier.

m  DBKEY - Db-key of the databaserecord.
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m  NEXT DBKEY - Next pointer.
m  PRIOR DBKEY - Prior db-key (if present).

m OWNER DBKEY - Owner pointer (if present).
m  RECORD DATA - First45 characters of data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0018

3k kok skok %Kok 5k ok skok koK ok dkok k skok %ok dkok skok Xk %ok ok skok %Kok 5k %ok skok 3ok ok dkok %k skok ok dkok skok %k %ok ok skok Kok 5k ok dkok 3ok ok dkok %k skok %ok dkok koK %k %ok >k ok %Kok 5k Xk dkok K>k 3k >k>k %k ok %k >kok kK Xk kK X
3k sk skok Kok 5k ok skok skok skok skok sk skok ok skek skok >k skok ok skok skok Xk ok skok sk ok dkek k skok ok ek kk S I M U L A T E D A F T E R I M A G E 3k skok koK 5k Kok dksk skok koK k kk k
sk ok stok ok sk skok ok stok ok stok ok ok stk ok stok ok ok stok ok stok sk ok skok ok stok skok sk skok ok stok skok sk skok ok skok skok sk skok ok skok ok stok sk ok skok ok skok sk ok skok ok skok sk ok skok ok skok skok sk skok ok skok skok sk skok K

xxxx035I FIXING PERFORMED ON SET...PREREQSFOR

--OWNER RECORD-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- --------------RECORD DATA-------------oomm--
SUBJECT 1002 88,002-009 88,002-012 88,002-012 MU201ADV MUSIC APPREC 0304 MUSIC MASTERS 010696
---RECORD NAME-- -ID- --DBKEY--- -NEXT DBKEY- -PRIOR DBKEY- -OWNER DBKEY - ---------RECORD DATA----------
PREREQ 8103 88,002-012 88,002-009 88,002-009 88,002-009

Figure 4.13: Set Errors -- After Image Report

Set Disconnections

An example of a record that was fully disconnected from a setis shown in Figures 4.14a
and 4.14b. Records displayed on this section of the report are grouped by set name, and
are members of either a mandatory automatic or a DISCONNECT set.

Here is a description of the fields that make up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates the set name where record was disconnected.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

RECORD DATA - First88 characters of data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0004

3k Kok skok Kok 3k ok skok sk ok dkok %k skok %ok dkok skok %k ok ok skok %Kok 5k ok dkok sk Xk dkok %k skok ok dkok skok %k %ok ok skok Kok 5k ok dkok 3ok ok dkok %k skok %ok dkok koK %k %Kok ok dkok %Kok 5k Xk dkok kK %k >k>k %k ok xkok kok kK Xk kk
sk ok stok ok sk skok ok stk ok stok ok ok skok ok skok sk ok skok ok skok ok ok skok ok skok skok sk skok ok skok skok sk skok ok skok skok sk skok ok skok skok skok sk ok skok ok skok sk ok skok ok skok sk ok skok ok skok skok sk skok ok skok skok sk skok
xxxx032I RECORDS FULLY DISCONNECTED FROM SET...STUDENT -REPORTS
---RECORD NAME-- -ID- --DBKEY--- seeeeesece-eececececeneaneo o --RECORD DATA----ccmmmcme i e e
GREPORT 8109 91,002-028 120280 MA1019500002EXCELLENT STUDEN

Figure 4.14a: Set Disconnections
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0001

3k Kok skok %Kok 5k ok skok 3ok Xk dkok %k skok %ok dkok 3ok X %ok ok skok %Kok 5k ok skok 3ok ok dkok 5k skok %ok dkok 3kok Xk %Kok ok skok 5Kk 5k Kok dkok skok ok ook %k skok Kok dkok skok %k Kok 3k dkok kK >k %ok dkok ko %k k>k %k ko %Kok kk kK Xk kk
skstok shok skok sk ok stk stok skok skok sk ok ok stok stok sk ok kol okt oRk Rk Rk cRk ok B E F O R E T M A G E skskssoksiokskonskor sk stokskokstokskok sk ok ok ok stok stok sk ok ok ok ok sk ok
sk ok stok ok sk skok ok stok ok ok ok ok ok ok ok sk ok ok skok ok sk ok ok skok stk skok K stok skok stk skok sk stk skok ok skok sk stk skok stk skok skok sk skok stk skok sk sk sk skok ok skok ok sk skok ok skok ok skok stk skok ok skok K Kok

xxxx032I RECORDS FULLY DISCONNECTED FROM SET...DEPT-TEACHER

---RECORD NAME-- -ID- - -DBKEY--- a1 o I 1
TEACHER 1001 88,002-0002 000081 OHN SAMPLER ANY BS
TEACHER 1001 88,002-0003 00010J0F SAMPLER ANY BS
TEACHER 1001 88,002-0004 00015BRUCE BEEKER ANY BS
TEACHER 1001 88,002-0005 00017J0AN HADLY ANY BS
TEACHER 1001 88,002-0006 00024MARK DUDD ANY BS
TEACHER 1001 88,003 -0004 00012T0M SAMPLER ANY BS
TEACHER 1001 88,004-0002 00021JILL HENNY ANY BS
TEACHER 1001 88,011-0003 00013ARTHUR SAMPLER ANY BS
TEACHER 1001 88,011-0004 00014DON BELTMAN ANY BS
TEACHER 1001 88,011-0005 00018PAT HENRY ANY BS
TEACHER 1001 88,011-0006 00019J0F ENDRIK ANY BS
TEACHER 1001 88,012-0603 00009JEAN SAMPLER ANY BS
TEACHER 1001 88,012-0004 00022J0HN DRICK ANY BS
TEACHER 1001 88,012-0005 00023GARY RICKS ANY BS
TEACHER 1001 88,014-0001 0001 IMIKE SAMPLER ANY BS
TEACHER 1001 88,014-0002 00016KAREN GAVIN ANY BS
TEACHER 1001 88,015-0003 000203 IM KINK ANY BS

Figure 4.14b: Set Disconnections

Integrated Index Pointer Errors

An example of anintegrated index set that contains pointer errorsis showninFigure
4.15.

CA IDMS/DB Audit searches for this type of error if INDEX is specified inthe AUDIT
statement.

Here is a description of the fields thatmake up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates the set found to contain pointer errors.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of databaserecord.

NEXT DBKEY - Next pointer.

PRIOR DBKEY - Prior pointer (if present).

OWNER DBKEY - Owner pointer (if present).
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RECORD DATA - Firstportion of data.

Error message - Indicates the type of error detected.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh :mm: ss 0006

3k sk skok Kok 5k ok skok ok kok skok k skok skok skok skok >k skok ksk skok skok sk ok skok skok kok dkok k skok Kok skek skok k skok kok skok Kok ok kok skok skok kok skok 5k skok Kok dkek skok %k skok ksk 5k 5k dksk 5k skok ok sksk dkok Kok 5k %ok skok ok %k k kk
Kok ok skok sk otk ok stok skok skok sk ok ok ok ok sk ok kR kKRR KRk Rkkk - B E F O R E I M A G B kskskokskokskonshor sk stok ok stok skok sk ok ok ok stok stok sk ok ok ok ok sk ok
3k ok skok %Kok 5k ok skok skok ok dkok %k skok %ok dkok 3kok X %ok ok skok %Kok 5k ok dkok 3ok ok dkok %k skok ok dkok skok Xk %ok dkok skok %Kok 5k ok dkok Kok ok dkok %k skok %ok dkok koK Xk %ok dkok ko %Kok 5k ok dkok Kk ok skok %k kK X k kK %ok k *kk
xxxx0341 INTEGRITY ERRORS DETECTED IN SET...IIX-STUD-SCHED-1
- -OWNER RECORD- - -ID-- ----DBKEY--- -----NEXT DBKEY-- ---PRIOR DBKEY--- --------------RECORD DATA----------comcmman--
STUDENT 8108 91,017-0001 ¥k ok skxk kxook 91,017-0004 00017GARY LAWSON 10029 MAIN S

xxxx036I RECORDS DETECTED WALKING NEXT FROM OWNER . . .

**xxxx060E NEXT DBKEY IS NULL

Xxxxx037I RECORDS DETECTED WALKING PRIOR FROM OWNER . . .
---RECORD NAME-- -ID-- ----DBKEY--- -----NEXT DBKEY--  ---PRIOR DBKEY--- ---OWNER DBKEY---- - -- -RECORD DATA- - --
SR8 0008 91,017-0004 91,017-0001 91,017-0001 91,017 -0001

Figure 4.15: Integrated Index Pointer Errors

An example of a report thatillustrates a setwhose pointer errors have been fixedis
shown in exhibit4.16. CA IDMS/DB Audit fixes this type of errorif USERSETS is specified
inthe FIX statement. (Integrated index pointer errors were detected when INDEX was
specifiedinthe AUDIT statement.)

Here is a description of fields that make up the After Image Report.

Lines 1 thru 5 - After image header--this example shows a Simulated After Image report
banner. This report shows what the databaselooks likeifthe fixes are performed by CA

IDMS/DB Audit.

Note: The fixes shown on this report have not been performed.In order for the fixes to
be performed, submit another job that specifies FIX=UPDATE,USERSETS.

Line 6 - Informative message--indicates the set that had a simulated fix performed.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

NEXT DBKEY - Next pointer.

PRIOR DBKEY - Prior pointer (if present).
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OWNER DBKEY - Owner pointer (if present).

RECORD DATA - Firstseveral characters of data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0008

3k ks skok Kok 5k kok skok ok ok skok k skok skok skok skok >k skok sk skok Kok sk ok skok skok kok Skok 3k skok Kok skek skok >k skok skok skok Kok ok kok skok skok kok dkok 3k skok skok skok skok k skok skk skok Kok 5k ok skok Kok sk skok k sk skok skk koK k ok
stk ok ok sk ok skok skok stok ok ok ok ok ok skok sk skokstoklkookokkokokdkokkokk - G T M U L ATED AFTER IMA GE kokkokmkohiokksokiokksok ok ok ok sk ok

stk skok dkok ok ok ok ok ok ok dk ok ok ok ok dk ok ok ok ok sk skok stk stk stk ok ok stok stk stok stk sk kol skok stk skok sk ok skok skok skok skok ok sk Skok dkok dkok ok ok ok ok ok k ok ok ok ok ok sk skok stk stk ok o skok

xxxx035I FIXING PERFORMED ON SET...IIX-STUD-SCHED-1

--OWNER RECORD-- -ID-- ----DBKEY----  ----NEXT DBKEY-  ----PRIOR DBKEY- < eceseocosoooo-RECORD DATA--------=--=
STUDENT 8108  91,006-0001 91,006-0004 91,006 -0004 00018DAVID LAWSON 16029 MAIN S
---RECORD NAME-- -ID-- ----DBKEY----  ----NEXT DBKEY-  ----PRIOR DBKEY--  --OWNER DBKEY--- --RECORD DATA- -

SR8 0068  91,006-0004 91,006-0001 91,006-0001 81,006 - 6001

Figure 4.16: Integrated Index Pointer Errors

Intedrated Index Orphans
The report inFigure 4.17 shows a listofrecords detected as orphans ofintegrated index
sets. A recordis anorphanrecord of anintegrated indexset if the upper level db-key

does not point to the correctrecord inthe level aboveit.

CA IDMS/DB Audit searches for orphan records of integrated index sets if INDEX is
specifiedin the AUDIT statement.

Here is a description of the fields thatmake up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates thatintegrated index orphans were found.
SET NAME - Integrated index set name.

RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the record.

OWNER DBKEY - Owner pointer.
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UPPER DBKEY - Db-key of the correct SR8 record in the level above.

MEM-UPPER-DBKEY - Upper level pointer of orphanrecord (member or lower level
SR8)--the pointer inerror.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0013

3k ks skok Kok 5k kok skok ok ok skok k skok skok skok skok >k skok sk skok Kok sk ok skok skok kok Skok 3k skok Kok skek skok >k skok skok skok Kok ok kok skok skok kok dkok 3k skok skok skok skok k skok skk skok Kok 5k ok skok Kok sk skok k sk skok skk koK k ok
stk ok ok sk ok skok stok ok ok sk ok ok skok kol sk skok kol kokook ookl doklokkkkk - B E F O R E I M A G B kskokmokokokstorsk ok ook skokstok sk skok ok ok ok skok sk skok skok ok ok o ok
3k k3 skok Kok 3k ok skok skok ok dkok 5k skok %Kok skok 3kok >k skok sk skok Kok 5k ok skok 3kok kak Skok 5k skok Kok dkok skok >k 3ok sk skok Kok 5k ok skok 3Kk 3k dkok 3k skok kok dkok skok %k %Kok sk skok Kok 5k xkk dkok Kok sk skok %k skok xkk dkk kK Xk %k

Xxxxx059I INTEGRATED INDEX ORPHAN RECORDS DETECTED......

----SET NAME-- -RECORD NAME- - -1ID- ---DBKEY---  ---OWNER DBKEY- - ----UPPER DBKEY-- -MEM-UPPER-DBKEY -
IIX-STUD-ACT-1 SCHEDULE 8107 91,010-0007 91,018-0001 91,018-0013 91,010-0001
IIX-STUD-ACT-1 SCHEDULE 8107 91,010-0027 91,018-0001 91,018-0013 91,010-0001
IIX-STUD-LNAME SR8 0008 92,129-0005 92,129-0001 92,129-0029 92,129-0008
IIX-STUD-LNAME SR8 0008 92,129-0011 92,129-0001 92,129-0027 92,129-0007
IIX-STUD-LNAME SR8 0008 92,129-0012 92,129-0001 92,129-0024 92,129-0008
IIX-STUD-LNAME SR8 0008 92,129-0013 92,129-0001 92,129-0022 92,129-0003
IIX-STUD-LNAME SR8 0008 92,129-0017 92,129-0001 92,129-0032 92,129-0016
IIX-STUD-LNAME SR8 0008 92,129-0018 92,129-0001 92,129-0029 92,129-0008
IIX-STUD-LNAME SR8 0008 92,129-0019 92,129-0001 92,129-0024 92,129-0015
IIX-STUD-LNAME SR8 0008 92,129-0024 92,129-0001 92,129-0030 92,129-0017
IIX-STUD-LNAME SR8 0008 92,129-0025 92,129-0001 92,129-0036 92,129-0011
IIX-STUD-LNAME SR8 0008 92,129-0034 92,129-0001 92,129-0036 92,129-0026
IIX-STUD-LNAME STUDENT 8108 91,002-0001 92,129-0001 92,129-0012 92,129-0004
IIX-STUD-LNAME STUDENT 8108 91,002-0002 92,129-0001 92,129-0012 92,129-0005
IIX-STUD-LNAME STUDENT 8108 91,002-0003 92,129-0001 92,129-0019 92,129-0005
IIX-STUD-LNAME STUDENT 8108 91,002-0004 92,129-0001 92,129-0019 92,129-0014
IIX-STUD-LNAME STUDENT 8108 91,002-0005 92,129-0001 92,129-0038 92,129-0014
IIX-STUD-LNAME STUDENT 8108 91,002-0006 92,129-0001 92,129-0038 92,129-0023
IIX-STUD-LNAME STUDENT 8108 91,004-0001 92,129-0001 92,129-0014 92,129-0005
IIX-STUD-LNAME STUDENT 8108 91,007-0001 92,129-0001 92,129-0018 92,129-0004
IIX-STUD-LNAME STUDENT 8108 91,007-0002 92,129-0001 92,129-0018 92,129-0006
IIX-STUD-LNAME STUDENT 8108 91,007-0003 92,129-0001 92,129-0028 92,129-0006
IIX-STUD-LNAME STUDENT 8108 91,010-0001 92,129-0001 92,129-0025 92,129-0002

Figure 4.17: Integrated Index Orphans

Integrated Index Orphans Fixed
Here is a description of the fields thatmake up the After Image Report. See Figure 4.18.
Lines 1 thru 5 - After Image Report header--this example shows a Simulated After Image
report banner. This report shows what the databasewill look likeif the fixes are

performed by CA IDMS/DB Audit.

Note: The fixes shown on this report have not been performed.In order for the fixes to
be performed, submit another job that specifies FIX=UPDATE,INDEXORPHANS.

Line 6 - Informative message--indicates the set that had a simulated fix performed.
SET NAME - Integrated index set name.

RECORD NAME - Name of the record.
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ID - Record identifier.

DBKEY - Db-key of the databaserecord.

OWNER DBKEY - Owner pointer.

UPPER DBKEY - Db-key of the correct SR8 record inthe level above.

MEM-UPPER-DBKEY - Upper level pointer of record (member or lower level SR8)--the
pointer that was fixed.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0020

ko ok skok sk ok skok skok ok ok ok ok ok skok skok K skok ok ok ok ok ok ok skok ok ok o ok ok Skok skok sk skok skok ok ok ok ok ok skok skok Kok o skok ok ok skok sk ok skok skok ok o Stk ok ok skok Kok K skok Kok ok ok sk Kok
sk stok ok ok sk ok skok skok ok ok ok ok ok ok skok sk skokstokkk ook kkokokdkokkkk - G T M U L ATED AFTER IMA GE kokkkmkhkohksoriokksok ok ok ok sk ok
3k k3 skok Kok 3k ok skok 3ok ok skok 5k skok %Kok skok skok >k skok ok skok Kok 5k ok skok 3ok kk dkok 5k skok Kok dkok 3kok %k Kok sk skok Kok 5k Xk dkok 3ok 3k dkok k skok skok dkok ko %k Kok dkok skok %Kok 5k Xk dkok Kk %k ok>k %k skok xkk >k kK Xk kk

Xxxx067I INTEGRATED INDEX ORPHANS FIXED.....

----SET NAME-- --RECORD NAME- -1ID- - ---DBKEY - -- --OWNER DBKEY--  ---UPPER DBKEY---- -MEM-UPPER-DBKEY --
IIX-STUD-ACT-1 SCHEDULE 8107 91,010-0007 91,018-0001 91,018-0013 91,018-0013
IIX-STUD-ACT-1 SCHEDULE 8107 91,010-0027 91,018-0001 91,018-0013 91,018-0013
IIX-STUD-LNAME SR8 0008 92,129-0005 92,129-0001 92,129-0029 92,129-0029
IIX-STUD-LNAME SR8 0008 92,129-0011 92,129-0001 92,129-0027 92,129-0027
IIX-STUD-LNAME SR8 0008 92,129-0012 92,129-0001 92,129-0024 92,129-0024
IIX-STUD-LNAME SR8 0008 92,129-0013 92,129-0001 92,129-0022 92,129-0022
IIX-STUD-LNAME SR8 0008 92,129-0017 92,129-0001 92,129-0032 92,129-0032
IIX-STUD-LNAME SR8 0008 92,129-0018 92,129-0001 92,129-0029 92,129-0029
IIX-STUD-LNAME SR8 0008 92,129-0019 92,129-0001 92,129-0024 92,129-0024
IIX-STUD-LNAME SR8 0008 92,129-0024 92,129-0001 92,129-0030 92,129-0030
IIX-STUD-LNAME SR8 0008 92,129-0025 92,129-0001 92,129-0036 92,129-0036
IIX-STUD-LNAME SR8 0008 92,129-0034 92,129-0001 92,129-0036 92,129-0036
IIX-STUD-LNAME STUDENT 8108 91,002-0001 92,129-0001 92,129-0012 92,129-0012
IIX-STUD-LNAME STUDENT 8108 91,002-0002 92,129-0001 92,129-0012 92,129-0012
IIX-STUD-LNAME STUDENT 8108 91,002-0003 92,129-0001 92,129-0019 92,129-0019
IIX-STUD-LNAME STUDENT 8108 91,002-0004 92,129-0001 92,129-0019 92,129-0019
IIX-STUD-LNAME STUDENT 8108 91,002-0005 92,129-0001 92,129-0038 92,129-0038
IIX-STUD-LNAME STUDENT 8108 91,002-0006 92,129-0001 92,129-0038 92,129-0038
IIX-STUD-LNAME STUDENT 8108 91,004-0001 92,129-0001 92,129-0014 92,129-0014
IIX-STUD-LNAME STUDENT 8108 91,007-0001 92,129-0001 92,129-0018 92,129-0018
IIX-STUD-LNAME STUDENT 8108 91,007-0002 92,129-0001 92,129-0018 92,129-0018
IIX-STUD-LNAME STUDENT 8108 91,007-0003 92,129-0001 92,129-0028 92,129-0028
IIX-STUD-LNAME STUDENT 8108 91,010-0001 92,129-0001 92,129-0025 92,129-0025

Figure 4.18: Integrated Index Orphans Fixed

Additional Integrated Index Errors

Several examples of errors detected in integrated index sets are shown in Figures 4.19a,
4.19b, and 4.19c. These are errors other than orphan or pointer errors. CA IDMS/DB
Audit searches for these types of errors ifyou specify INDEX inthe AUDIT statement.
The specific type of error on eachreport is indicated by the error message.

Here is a description of the fields that make up the Before Image Reports.

Lines 1 thru 5 - Before Image Report header.
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Line 6 - Informative message--indicates the set found to contain errors.
RECORD NAME - Name of the record.

ID - Record identifier.

Record not found error:

DBKEY - SR8 tableentry db-key of a record not found.

UPPER DBKEY - Db-key of the SR8 record.

Record type incorrecterror:

DBKEY - SR8 tableentry db-key of a record of an incorrecttype.

UPPER DBKEY - Db-key of SR8 record whose table entry points to the record thatis an
incorrecttype for the set.

SR8 upper level pointer not HIGH-VALUES error:
DBKEY - Db-key of the record whose upper level pointer is incorrect.

UPPER DBKEY - Db-key of the owner of the SR8 record.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0005

ko ok skok sk ok skok stok ok ok ok ok ok skok skok K Skok ok ok ok sk ok ok skok ok ok o Kok ok Skok skok sk skok skok ok ok ok ok ok skok skok ok o Stk ok ok skok sk koK skok Kok ok o ok ok Skok skok Kok K skok ok ok Skok K ok
stk ok ok sk ok skok skok ok ok ok ok ok ok skok sk skokstokkokook okl ok ik okkk - B E F O R E I M A G B kskokomokokoksorsk ok ook skok stok s skok ok ok skok skok sk skok skok ok ok ok ok
3k 3k skok %Kok 3K ok skok 3ok Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k %ok skok 3ok Xk dkok %k skok %Kok dkok 3kok %k %Kok ok skok Kok 5k ok dkok 3ok ok dkok %k skok %ok dkok ko %k %ok >k dkok %Kk >k Xk dkok Kk Xk >k>k %k ok *kk >k kK Xk kk

Xxxxx061I INDEX ENTRY DBKEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED IN SET IX-DEPT-NAME

- -RECORD NAME-- -ID- ----DBKEY-- - - -UPPER DBKEY --
DEPT 1000 88,008-0023 92,223-0002
**xxxx088E RECORD NOT FOUND - RECORD NAME IS DEPT

Figure 4.19a: Additional Integrated Index Errors

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0006

sk ok stok ok sk stk ok ok ok ok ok ok ok skok ok ok ok ok ok ok sk ko ok stk ok skok sk ok stk koK skok ok ok stk koK stk ok ok stk skok stk skok K stk skok Kok skok K stk skok Kok skok K stk skok ok skok ok ok skok ok Kok ok ok koK
ko ok skok sk ok skok stk ok ok ok ok ok skok skok K Skok ok ok ok ok ok ok skok ok ok o ok ok ok ok sk ok ok skok Stk K skok ok ok ok skok sk Skok skok ok ok S Kok ok ok skok sk Kok Stk ok ok Skok sk ok skok ok ok K ok

xxxx061I INDEX ENTRY DBKEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED IN SET IX-STUD-LNAME

--RECORD NAME-- -ID- -----DBKEY--- - -UPPER DBKEY --
CLASS 8106 89,003-0001 92,129-0025
**xxxx089E RECORD TYPE INCORRECT - RECORD NAME IS CLASS

Figure 4.19b: Additional Integrated Index Errors
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0008

3k K3k skok %Kok 3K ok skok 3ok Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k ok skok 3ok Xk dkok %k skok %ok dkok 3kok %k %Kok ok skok Kok 5k ok dkok 3k Xk dkok %k skok %ok dkok koK %k %ok >k dkok %Kk >k Xk dkok Kk %k >k>k %k ok kK >k kK Xk kk
skstok shok skok sk ok stk stk skok ok sk ok ok ok stk kot ok Rtk Rk B E F O R E T M A G E skskskoksiokskonshor sk stok ok stokskok sk ok ok stk stk stok sk ok ok ok ok sk ok
sk ok stok ok sk skok ok stk ok stok ok ok stk ok stok ok ok stk ok stok sk ok stk ok stok koK sk stk ok stk koK sk ko ok stk ok sk ko ok stk ok skok sk ok stk ok skok sk ok skok ok skok sk ok skok ok skok skok K skok oK skok ok oK skok

Xxxxx061I INDEX ENTRY DBKEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED IN SET STUDENT-SCHEDULE

--RECORD NAME-- -ID- -----DBKEY---  --UPPER DBKEY---
SR8 0068  91,004-0008 91,003-0042
#4xxxx102E SR8 UPPER LEVEL POINTER IS NOT HIGH VALUES...

Figure 4.19c: Additional Integrated Index Errors

Here is a description of the fields that make up the Before Image Reports shown in
Figures 4.20a and 4.20b.

Symbolic key errors:

DBKEY - Db-key of the record named.

SYMBOLIC KEY - Symbolic key of the record named.

UPPER DBKEY - Db-key of the SR8 record whose table entries were examined.

UPPER SYMB KEY - Symbolic key inthe SR8 table entry. This symbolic key does not
match the symbolic key inthe SYMBOLIC KEY field.

Sort key sequence errors:
DBKEY - Db-key of SR8 record.
SORT KEY - Sort key entry inthe SR8 record

UPPER DBKEY - Db-key of the upper level SR8 record whose db-key tableentry points to
the SR8 record identified in DBKEY field.

PREV SORT KEY - Sort key inthe tableentry inthe upper level record identifiedin the
UPPER DBKEY field.The sequence error means that this sortkey does not match the sort
key inthe SORT KEY field.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE

Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0009
skkok koK koK ok oK ok ok ok koK ok ok ok ok ok sk ok ok ok ok 3 ok ok sk ok ok sk skok ok ok ok K koK skok koK Kok oK koK koK koK koK koK oK ok skok skok skok ok ok ok ok skok sk ok ok ok ok ok sk ok skok Kok Kok K FoK
ok stk ok sk stok ok ok ok ok ok ok ok ok ok ok ok ok ok ok Rk ok Rk kkkk % B E F O R E T M A G E #oxkkokrokkokokokok ko ok kokok ok stok ok stok ok stok ok ok ok
>k sk skok ok Sk kok ok skok ok ok sk ok ok skok ok Sk kok ok skok ok 3k skok ok ek skok ok Sk ok ok skok skok >k skok ok kk skok >k skeok skok ok kok skok >k skok ok skk skok sk kok skok ok kok sk kok skok ok skok skok sk skok skok ok kok ok kk

Xxxxx062I SYMBOLIC KEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED

--RECORD NAME-- -ID- -----DBKEY--  --SYMBOLIC KEY- --UPPER DBKEY--- --UPPER SYMB KEY- --
TEACHER 1001 88,003-0002  JONES 88,013-0017 WHITE
TEACHER 1001 88,014-0002  GAVIC 88,013-0003 GOBEL
TEACHER 1001 88,015-0004  GOBEL 88,013-0003 GAVIC

Figure 4.20a: Additional Integrated Index Errors
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0010

3k K3k skok %Kok 3K ok skok 3ok Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k ok skok 3ok Xk dkok %k skok %ok dkok 3kok %k %Kok ok skok Kok 5k ok dkok 3k Xk dkok %k skok %ok dkok koK %k %ok >k dkok %Kk >k Xk dkok Kk %k >k>k %k ok kK >k kK Xk kk
skstok shok skok sk ok stk stok skok skok sk ok ok stok stok sk ok kol okt oRk Rk Rk cRk ok B E F O R E T M A G E skskssoksiokskonskor sk stokskokstokskok sk ok ok ok stok stok sk ok ok ok ok sk ok
sk ok stok ok sk stk ok stk ok stk sk skok ok skok ok sk ko sk Skof ok sk ko ok ko ok kol o ok skok ok kol o ok ko ok stk o Kok skok ok stk ok sk Kok ok Stk ok sk kol ok stk ok sk kol ok stk ok stk ok ok stk ok ok ok ok
xxxx063I SORT KEY SEQUENCE ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED IN SET IX-STUD-LNAME
xxxx0641 SORT SEQUENCE ORDER IS DESCENDING

---RECORD NAME-- -ID- ----- DBKEY - -- - ----SORT KEY--- -UPPER DBKEY - ---PREV SORT KEY-

SR8 0008 92,129-0025 91,010-0036 92,129-0030 89,003-0048

Figure 4.20b: Additional Integrated Index Errors

Here is a description of the fields that make up the Before Image Reports shown in
Figures 4.20c and 4.20d.

Sort key sequence error--set sorted by symbolic key:
DBKEY - Db-key of the SR8 record.
SORT KEY - Sort key entry inthe SR8 record.

UPPER DBKEY - Db-key of the upper level SR8 record whose db-key tableentry points to
the SR8 record identifiedinitem 9.

PREV SORT KEY - Sort key inthe tableentry inthe upper level record identifiedin the
UPPER DBKEY field.The sequence error means that this sortkey does not match the sort
key in SORT KEY field.

Disconnected records:

Listof records disconnected from the indicated integrated index set.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0011

3k k3 skok Kok 5k ok skok skok ok skok k skok ok skok skok >k skok skok skok Kok ok kak skok 3ok ok dkok k skok skok dkok skok >k skok skok skok Kok 5k ok skok Kok dkok dkok %k skok kok dkok ko %k Kok sk skok skok 5k kk skok Kok sk skok %k sk %k k>k kK Xk %
sk stk ok ok sk ok skok stok ok ok ok ok skok kol ok kol ok ok skok sk ok skok ok ok ok kol ook otk ok ok iklkk - B EF O R E I M A G E wkokioksbokokokokok ok stok sk stok ok ok ok sk ok
3k 3k skok %Kok 5k ok skok 3ok Xk Skok %k skok %ok skok skok Xk 5ok ok skok 3Kk 5k kk skok 3ok ok Skok 5k skok Xk dkok 3ok %k %ok skok skok %Kok 5k ok skok Kok ok dkok %k 3kok %ok dkok 3ok Xk %ok dkok 3kok %Kok 5k kk ok Kok kk k> %k ok %k kok kK Xk Xk
xxxx063I SORT KEY SEQUENCE ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED IN SET IX-TCHR-LNAME

Xxxxx064I SORT SEQUENCE ORDER IS ASCENDING

---RECORD NAME-- -ID- ----DBKEY-----  ---SORT KEY--- ---UPPER DBKEY--  -----PREV SORT KEY---
SR8 0008  88,008-0082 CLIFF 88,008-0083 JONES
SR8 0008  88,013-0003 HARDI 88,013-0010 GOBEL

Figure 4.20c: Additional Integrated Index Errors
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CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0014

3k Kok skok %Kok 5k ok skok koK Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k ok skok 3ok ok dkok %k skok ok dkok 3ok Xk %Kok sk skok %Kok 5k Xk dkok ko %ok okok %k dkok Kok >k skok %k 3ok %k dkok kK Xk ok dkok koK %k k>k %k k> ok kk kK *k kk
ok ok ok sk ok ok stok ok ook o ok ok ko sk olok o lolkokokolkook ok lkk k- B E F O R E I M A G E Hkmkohiokiok ook ok ok ok ok ok ok skok skskok ok ok ok s ok
sk ok stok ok sk skok ok stok ok ok ok ok ok ok ok sk ok ok ok ok sk ok ok skok stk skok K stok skok stk skok sk stk skok ok skok K stk skok ok skok skok sk skok stk skok ok sk koK skok skok sk sk skok ok skok ok skok stk skok ok skok K ok

Xxxxx060I INTEGRATED INDEX RECORDS DISCONNECTED FROM SET IX-SUBJ-NAME

---RECORD NAME-- -ID- -----DBKEY---
SUBJECT 1062  88,009-0016
SUBJECT 1002 88,009-0017
SUBJECT 1062  88,010-0010
SUBJECT 1002 88,012-0015
SUBJECT 1002 88,012-0016
SUBJECT 1002 88,015-0022

Figure 4.20d: Additional Integrated Index Errors

From/ThruPade Range Errors

An example of a record that falls outsideits designated from/thru page range is shown
inFigure 4.21. The record does not participatein a set that was audited and that does
not contain other integrity errors.

Here is a description of the fields thatmake up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates a from/thru page range error.

RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

FROM PAGE - From page number.
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THRU PAGE - Thru page number.

RECORD DATA - First67 characters of data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0005

3k ks skok Kok 5k kok skok ok ok skok k skok skok skok skok >k skok sk skok Kok sk ok skok skok kok Skok 3k skok Kok skek skok >k skok skok skok Kok ok kok skok skok kok dkok 3k skok skok skok skok k skok skk skok Kok 5k ok skok Kok sk skok k sk skok skk koK k ok
stk ok ok sk ok skok skok stok ok ok ok ok ok skok sk skok ok kokolok ok okl ok ok kk k- B E F O R E I M A G B kkskokomokohokoskor sk ok ook skokstok s skok ok ok ok skok sk skok skok ok ok o ok
3k kok skok %Kok 5k ok skok koK ok dkok %k skok %ok dkok skok Xk %ok ok skok %Kok 5k ok dkok 3ok Xk dkok %k skok %ok dkok 3kok %k %ok ok skok %Kok 5k ok dkok 3Kk ok dkok %k skok %ok dkok skok %k %ok dkok ok %Kk >k Xk dkok Kk %k >k>k %k ok %k >k kK Xk kX

xxxx031I RECORD DBKEYS OUTSIDE SPECIFIED FROM/THRU PAGE RANGES .

---RECORD NAME-- -ID- --DBKEY---  FROM PAGE THRU PAGE - - -=-=-=-=-=-==<=<=<RECORD DATA-- -= - -=cccccocmcmman
TEACHER 1001 88,003 -004 88,002 88,002  00O12TOM SAMPLER  ANY BS 01040000
TEACHER 1001 88,003 -006 88,002 88,002  0OO34KEVIN SINGER ART BS 01059460
TEACHER 1001 88,003 -005 88,002 88,002  0OO26RONNIE  RHYME MUSIC  BS 01055000
TEACHER 1001 88,004-003 88,002 88,002  00029CLARENCE FORD MATH  BS,MS,PHD 91058000
TEACHER 1001 88,006 -062 88,002 88,002  00030J0HN SOSA ART BA 01059060
TEACHER 1001 88,004-002 88,002 88,002  00021JILL ENDRIC ANY BS 01049000
TEACHER 1001 88,015-005 88,002 88,002 0OOG3IMAUREEN  HARRIS SCIENCE BS 01659160
TEACHER 1001 88,005-062 88,002 83,002  0OO33ROGER CABE MUSIC  NOT ENOUGH 01659360
TEACHER 1001 88,006-003 88,002 88,002 00035TRACIE  LERNER MUSIC  TOO MUCH 01059500
TEACHER 1001 88,003-063 88,002 88,002  000O3THOMAS  BLACK MATH  BS/MATH 00956060
TEACHER 1001 88,012-001 88,002 83,002  00004IACK CORD MATH  BS/MATH 00966060
TEACHER 1001 88,015-062 88,002 88,002  0OOO7DANNY DUDLEY MATH  BS/MATH 00996060
TEACHER 1001 88,011-061 88,002 88,002 OGOOL3ARTHUR  AMBER ANY BS 01041060
TEACHER 1001 88,011-003 88,002 83,002  0OOL8PAT DRIER ANY BS 01046000
TEACHER 1001 88,011-062 88,002 88,002  0OOL4DON SELTER ANY BS 01642060
TEACHER 1001 88,011-004 88,002 88,002  00019J0E HENNY ANY BS 01047060
TEACHER 1001 88,012-003 88,002 88,002  G0009IEAN ABLE ANY BS 01010000
TEACHER 1001 88,012-006 88,002 88,002  000G27BURT NOLL SCIENCE NONE 01656060
TEACHER 1001 88,012-004 88,002 88,002  00022J0HN HENRY ANY BS 01049160
TEACHER 1001 88,012-005 88,002 88,002  00023GARY WEBB ANY BS 01049200
TEACHER 1001 88,012-067 88,002 88,002  0OO28VINCENT  RIDER MUSIC  BS 01657060
TEACHER 1001 88,014-001 88,002 83,002  0001IMIKE MOLER ANY BS 01636000
TEACHER 1001 88,014-002 88,002 88,002  0GOO16KAREN GAVIN ANY BS 01044000

Figure 4.21: From/Thru Page Range Errors

Orphans of Sets Other Than Integrated Index Sets

An example of arecord that could not be associated to any OWNER recordina userset
isshowninFigure 4.22. Records can fall into this category only if WALKNEXT was
requested.

Here is a description of the fields that make up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates thatrecords were detected as orphans.

SET NAME - Set name where record is an orphan.

RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.
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NEXT DBKEY - Next pointer.
PRIOR DBKEY - Prior pointer (if present).

OWNER DBKEY - Owner pointer (if present).

RECORD DATA - First28 characters of data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0011

3k kok skok %Kok 3k ok skok 3ok Xk dkok %k skok %Kok dkok 3kok X %ok ok skok %Kok 5k 3k skok 3ok ok Skok %k skok Xk dkok 3kok Xk %ok sk skok 3Kk 5k 3k skok 3Kk ok Kok %k 3ok %ok dkok koK Xk %ok dkok 3kok %Kok 5k ok Skok Kk %k k> %k kK %k >k>k kK Xk Xk k
ok shok skok sk ok stk stok skok skok sk ok stk stok stok sk fok ok ok ok kR Rk oRk Rk kkkk - B E F O R E T M A G B sokokskokskokskor sk stok ok stokskok sk ok ok stk stk stok sk ok ok ok ok sk ok
sk ok stok ok sk skok ok stok ok stok ok ok stok ok stok sk ok stk ok stok ok ok skok ok stok skok sk skok ok stok skok sk skok ok stok skok sk skok ok skok ok stok sk ok skok ok skok sk ok skok ok skok sk ok skok ok skok skok sk skok ok skok ok sk skok

xxxx043I1 ORPHANS NOT CONNECTED TO ANY OWNER RECORD . . .

----SET NAME---- --RECORD NAME---ID-  --DBKEY---NEXT DBKEY- -PRIOR DBKEY- -OWNER DBKEY- -----RECORD DATA------
CLASS-SCHEDULE SCHEDULE 8107 89,008-052 89,016-022 89,016-021 89,017-004 FAM102 D 0030000000005
CLASS-SCHEDULE SCHEDULE 8107 89,016-021 89,008-052 89,016-022 89,017-004 FAM102 D 0020000000005
CLASS-SCHEDULE SCHEDULE 8107 89,016-022 89,016-021 89,008-052 89,017-004 FAM102 D 0040000000005

Figure 4.22: Orphans of Sets Other Than Integrated Index Sets

Fragmented Record Errors

An example of a fragmented (variablelength)record that could not be properly
assembledis showninFigure 4.23. The record does not participateina set that was
audited andthat does not contain other integrity errors.

Here is a description of the fields that make up the Before Image Report.

Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates a fragmented record assemblyerror.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

RECORD DATA - First88 characters of the CONTROL portion of the data.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0003

sk ok stok ok sk skok ok stok skok stok ok ok stok skok stk sk ok stk skok ok sk skok ok skok skok stok sk ok stok skok stok sk ok stok skok stk sk ok stk skok stk skok k stok skok stk skok sk stok skok stk skok sk stok skok stk skok ok sk skok ok skok ok ok Sk
3k ks skok Kok 5k ok skok ok kok skok k skok skok skok skok >k skok sksk skok Kok dk kok skok ok ksk dkok k skok skok sksk kok >k skok skek skok kok sk sksk skok ok sksk skok >k skok ok skok skok 3k ok skek skok skok 5k kk skok ok dksk skok k skok xkk skok ok k %ok
Xxxxx0481 FRAGMENTED RECORDS NOT PROPERLY ASSEMBLED . . .

---RECORD NAME-- -ID- - --DBKEY-- eee-siiii-iiZi-CONTROL PORTION OF RECORD DATA-- -- - -x-cxcoamocaoann
DREPORT 8110 91,002-031
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Figure 4.23: Fragmented Record Errors

LDEL Records Physically Deleted

An example where a logically deleted (LDEL) record was physically deleted from two sets
isshowninFigure 4.24. The record was also erased sinceitwas physically deleted from
all sets where itparticipated as a member.

Here is a description of the fields thatmake up the After Image Report.
Lines 1 thru 5 - After Image Report header--this example shows a Simulated After Image
Report banner. This report shows what the databasewill looklikeifthe fixes are

performed by CA IDMS/DB Audit.

Note: The fixes shown on this report have not been performed. In orderfor the fixes to
be performed, submit another job that specifies FIX=UPDATE,LDEL.

Line 6 - Informative message--indicates physical deletion of LDEL records.

SET NAME - Indicates setname where record was physically deleted.

SET OWNER DBKEY - Db-key of the owner of the set where the record was deleted.
RECORD NAME - Name of the record.

ID - Record identifier.

DBKEY - Db-key of the databaserecord.

Informative message - Indicates record was erased.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE

Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0022
3k k3 skok Kok 3k ok skok 3ok ok Skok 5k skok koK skok skok >k skok sk skok Kok 5k ok skok 3ok kak dkok 5k skok Kok dkok ko >k koK skok skok Kok 5k ok skok 3kok kk dkok 3k skok Kok dkok skok %k Kok dkk skok Kok 5k 3k skok Kok sk dkok %k skok xkk dkk kK Xk ok
ook ok ok Rk ok ok ok ok kbR ok Rk kK Rk Rk xkkkkkx - S TMULATED AFTER I M A G E H¥sxskksksokkdokdok dok ok ok ok ok ok ok ok ok
3k kok skok %Kok 3k ok skok koK Xk dkok %k skok %ok dkok skok Xk %ok ok skok %Kok 5k ok dkok 3ok Xk dkok %k skok %ok dkok skok %k %ok ok skok %Kok 5k ok dkok 3ok ok dkok %k skok %ok dkok koK %k %ok >k ok kK >k Xk dkok K>k %k >k>k %k ok ok >k kK Xk kk

Xxxx0441 LDEL RECORDS PHYSICALLY DELETED FROM SET . . .

----SET NAME---- SET OWNER DBKEY ---RECORD NAME--  -ID- ----DBKEY----
STUDENT-REPORTS 91,002-006 GREPORT 8109 91,009-001
xxxx045I RECORD ERASED

Figure 4.24: LDEL Records Physically Deleted
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Pade Errors

Two examples of the Before Image Report fields for Page Errorsillustratinginvalid
Header/Footer page numbers are shown inFigures 4.25a and 4.25b. Page errors are
grouped by area name.

Note: The RECDATA operand does not affect the format of Page Errordisplays.

Here is a description of the fields that make up the Before Image Report.
Lines 1 thru 5 - Before Image Report header.

Line 6 - Informative message--indicates area where page errors were detected.

REQUESTED PAGE NUMBER - Requested page number in hexadecimal and requested

page number indecimal.

HEADER PAGE NUMBER - Header page number in hexadecimal and header page
number indecimal.

FOOTER PAGE NUMBER - Footer page number in hexadecimal and footer page number

indecimal.

Error message - Indicates the type of error detected.

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE

Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh :mm: ss 0001
3k 3k skok %Kok 3K ok skok 3ok Xk dkok %k skok %ok dkok 3kok Xk koK ok skok %Kok 5k %ok skok 3ok Xk dkok %k skok %Kok dkok 3kok %k %Kok ok skok Kok 5k ok dkok 3ok ok dkok %k skok %ok dkok ko %k %ok >k dkok %Kk >k Xk dkok Kk Xk >k>k %k ok *kk >k kK Xk kk
sk stk skok skok sk Kok skok sk skok ok sk skok ok skok ok ok skok ok skok ok ok skak ok skak ok skak sk Kok skok Kok skok sk skok sk skok ok sk skok ok skok ok skok sk ok skak ok skak sk Kok skak ok skak sk Kok skok skok Kok skok sk ok skok ok Kok k ok

Xxxxx029I PAGE INTEGRITY ERRORS DETECTED IN AREA...DEPT-REGION

REQUESTED PAGE NUMBER HEADER PAGE NUMBER FOOTER PAGE NUMBER
000157C2 88,002 000157C2 88,002 00015BA8 89,000

**xxxx058E FOOTER PAGE NUMBER DOES NOT MATCH REQUESTED PAGE NUMBER

000157C5 88,005 000157C4 88,004 000157C6 88,006

**xxxx058E HEADER PAGE NUMBER DOES NOT MATCH REQUESTED PAGE NUMBER
**xxxx058E FOOTER PAGE NUMBER DOES NOT MATCH REQUESTED PAGE NUMBER

Figure 4.25a: Page Errors

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0002

3k k3 skok Kok 5k ok skok skok ok skok 5k skok skok skok sk k skok sk skok Kok dk ok skok Kok kok dkok 3k skok Kok dkok 3k ok >k ok skok skok Kok sk sk skok skok sk skok >k skok ok skok 3kok >k %ok skok skok skok 5k kk skok ok sk ok %k ok Xk dkok Kok Xk %ok
stk ok ok sk ok ok stok ok ok o ok ok ok skok sk sk stolokkolokokokolokdok ok kk k- B EF O R E I M A G B kksokomkohiokorskoskokokokshok stok s skok ok ok ok skok sk skok skoke ok ok s ok
3k kok skok %Kok 5k ok skok koK Xk dkok %k skok %ok dkok skok Xk Kok ok skok Kok 5k %ok dkok 3ok %ok dkok %k skok %Kok dkok 3kok %k 3k ok Skok 3Kk >k %ok dkok 3ok X 5k >kk 5k dkok koK %k skok %k skok skok >kok koK %k Kk kk skok kK 3k 5k >k>k sk %k >k k kxk
xxxx0291 PAGE INTEGRITY ERRORS DETECTED IN AREA...STUDENT-REGION

REQUESTED PAGE NUMBER HEADER PAGE NUMBER FOOTER PAGE NUMBER

00016397 91,031 00C16760 2,674,912 00016397 91,031
**xxxx058E HEADER PAGE NUMBER DOES NOT MATCH REQUESTED PAGE NUMBER
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Figure 4.25b: Page Errors

Here is a description of the fields thatmake up the After Image Report. See Figures
4.26aand 4.26b.

Lines 1 thru 5 - After Image Report header--this example shows a Simulated After Image
Report banner. This report shows what the databasewill looklikeifthe fixes are
performed by CA IDMS/DB Audit.

Note: The fixes shown on this report have not been performed.In order for the fixes to
be performed, submit another job that specifies FIX=UPDATE,PAGES.

Line 6 - Informative message--indicates area where pages were fixed.

REQUESTED PAGE NUMBER - Requested page number in hexadecimal and requested
page number indecimal.

HEADER PAGE NUMBER - Header page number in hexadecimal and header page
number in decimal.

FOOTER PAGE NUMBER - Footer page number in hexadecimal and footer page number

indecimal.
CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
RAN. NN INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:m:ss 0016

ko ok skok sk ok skok skok ok ok ok ok ok skok skok K skok ok ok ok sk ok ok skok ok ok o ok ok Skok skok sk skok skok ok ok ok ok ok skok skok ok o stk ok ok skok sk ok skok Kok ok 3 Kok ok Skok skok Kok K skok ok ok Skok K ok
stk ok ok sk ok ok stok stok ok ok ok ok ok ok kkoktokokolkkkk - G T MU LATED AFTER I MAGE  ®kokrskoksokshkkhok ok ok ok stok sk ok ok ok ok sk ok
3k ok skok %Kok 3k Kok skok 3ok Xk dkok %k skok %ok dkok 3ok X ok ok skok %Kok 5k 3k skok 3ok ok Skok %k skok %ok dkok 3ok Xk %ok skok skok %Kok 5k 3k skok 3Kk ok dkok %k 3kok %ok dkok 3Kk Xk %ok dkok 3ok %Kok 5k ok kok Kok 3k k> %k Kok Xk kk Kk X ¥k

xxxx030I FIXING PERFORMED ON PAGES IN AREA...DEPT-REGION

REQUESTED PAGE NUMBER HEADER PAGE NUMBER FOOTER PAGE NUMBER
000157C2 88,002 000157C2 88,002 000157C2 88,002
000157C5 88,005 000157C5 88,005 000157C5 88,005

Figure 4.26a: Page Errors

CA-TOOLS RELEASE CA IDMS/DB AUDIT DATE TIME PAGE
Rnn.nn INTEGRITY ANALYSIS REPORT  mm/dd/yy hh:mm:ss 0017

3k ks skok ok 5k ok skok ok ok skok k skok skok skek skok >k skok sksk skok Kok sk ok skok skok kok Skok k skok skok skek skok >k skok skok skok Kok sk kok skok skok kok dkok 3k skok skok sksk skok >k skok skk skok Kok 5k ok skok Kok ksk skok k sk kok skk ok Xk ok
stk ok ok sk ok ok skok stok ok sk ok ok ok skokkkoktokklkk k- G T MU LATED AFTER I MAGE  skokkskoksokshkkhok ok ok ok stok sk skok ok ok ok sk ok
3k 3k skok %Kok 5k ok skok 3ok Xk dkok 5k skok %ok dkok 3kok %k koK ok skok Kok 5k ok skok 3ok Xk dkok 5k skok Kok dkok 3kok %k 3ok sk skok 3Kk 5k 3k dkok 3ok ok dkok %k skok %ok dkok skok %k %Kok sk ok koK >k Xk dkok 3Kk %k >k>k %k skok %k >k kK Xk kX
xxxx030I FIXING PERFORMED ON PAGES IN AREA...STUDENT-REGION

REQUESTED PAGE NUMBER HEADER PAGE NUMBER FOOTER PAGE NUMBER

00016397 91,031 00016397 91,031 00016397 91,031

Figure 4.26b: Page Errors
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Chapter 6: Operations

This chapter describes auditing methods and operational procedures. It provides
information for determining storagerequirements and for operating CA IDMS/DB Audit
efficiently. It also provides sample JCLfor executing CA IDMS/DB Audit ina z/0S, z/VSE ,
or z/VM environment.

This section contains the followingtopics:

DatabaseAccess (see page 155)

Functions (see page 155)

Modes of Operation (see page 156)

Inclusive and Exclusive Processing (see page 157)
Processing Examples (see page 158)

Operating Preparations (see page 164)
Performance Factors (see page 166)

Storage Requirements (see page 174)

CA IDMS/DB Audit Sample JCL and Key (see page 179)
z/0S Operations (see page 181)

z/VSE Operations (see page 191)

z/VM Operations (see page 195)

Database Access

CA IDMS/DB Audit does not use CA IDMS to access a user database. Instead, CA
IDMS/DB Audit uses an access method that was developed to provide for CA IDMS/DB
Audit's unique needs foraccessinga CAIDMS database.

All CA IDMS conventions regarding locking the databaseagainstaccessareobserved.
While CA IDMS/DB Audit is executing, you must ensure that no central version (CV) or
local CAIDMS update jobs access thedatabase.

Functions

CA IDMS/DB Audit performs three functions:
m  AUDITING - searchinga databasefor physicalintegrity errors

m  FIXING - usinginformation collected during auditing to correct specified types of
physicalintegrity errors
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m  REPORTING - displayingthephysical integrity errors found duringauditingand
displayingthecorrections if the errors were fixed

Corrections can be either simulated or real.You canselectsimulated fixingand examine
the corrections on the reports before actually updating the database.

Modes of Operation

CA IDMS/DB Audit performs auditing, fixing, and reporting functions. You can execute
CA IDMS/DB Audit to perform any one or combination of these functions:

m  Mode 1-AUDIT only
m  Mode 2 - AUDIT and FIX (Simulated or Real)

m  Mode 3 - FIXonly (Simulated or Real)
m  Mode 4 - REPORTS only

Modes 1, 2, and 3 produce an Integrity Analysis Reportunless you specifically suppress
it. Mode 4 always produces an Integrity Analysis Report.

All modes automatically producean Audit Report; you cannotsuppress it.

Using the Extract File

The AUDIT function of CA IDMS/DB Audit generates an extract file. This extract fileis
used duringthe FIXand the REPORTS phases.You canrun FIX and REPORTS either in the
same execution as AUDIT, orina later execution.

The recommended procedureis to run CAIDMS/DB Audit twice: firstin Mode 2 using
simulated FIX,and then in Mode 3 usingupdate FIX. This procedure allows you to
review the results of the auditwith proposed corrections before updatingthe database.
Itisimportantnot to change the databasebetween the auditandfixjobs andto retain
the extractfile.

Ina z/0S environment, you can catalogthe extract fileat the end of the auditand
simulated fix job.In all environments, do not delete the extract fileor write over it
before runningthe fix phase.
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Inclusive and Exclusive Processing

CA IDMS/DB Audit enables you to selectivelyincludeor exclude subschema areas,
records, or sets from anauditrun. You canalsomixinclusiveand exclusive processing.
For example, you canincludenamed areas and excluderecords or sets from those
areas.You canalsoincludea record and exclude particular sets thatthe record owns.

The following parameter options influenceinclusiveand exclusive processing. These
parameters arefully explainedinthe "Parameters" chapter.

PROCESS Statement: STARTWITH

AREA Statement: NOACCESS/SWEEP/NOSWEEP
BEGIN and END

RECORD Statement: NOACCESS/SWEEP/NOSWEEP
SET Statement: AUDIT/NOAUDIT

To understandinclusiveand exclusive processing, you must understand the relationship
between STARTWITH and the AREA, RECORD, and SET parameter options.

STARTWITH defines only the starting point of how much is to be audited based on the
subschema named inthe PROCESS statement. AREA, RECORD, and SET options further
identify the scopeof processingto be performed.

To initiateinclusive processing, firstspecify STARTWITH=NONE to exclude all portions of
the databasefrom processing. Then supply AREA, RECORD, and SET statements to select
portions of the databaseto beincludedin processing.

To initiate exclusive processing, firstspecify STARTWITH=ALL to includeall portions of
the databasefor processing. Then supply AREA, RECORD, and SET statements to select
portions of the databaseto be excluded from processing. Because STARTWITH=ALL is
the default parameter, itneed not be explicitly specified. For clarity, this guidealways
specifies STARTWITH=ALL for exclusive processing.

Mixed processing combines elements of inclusiveand exclusive processing to make very
select auditing possible. For example, you couldincludean area and exclude sets from
withinthat area.You canspecify either STARTWITH=ALL or STARTWITH=NONE
depending on which portions of the databaseareto be audited.
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Processing Examples

This section contains examples of parameter syntax used to initiatevarious kinds of
inclusive, exclusive,and mixed auditprocessing. The processing examples presented on
the followingpages are based on the subschema TESTSUB, presented as a data structure
diagraminthe "Concepts" chapter of this guide.

Parameter Guidelines

General guidelines on parameter syntax structure and auditprocessingfollow:

m  The STARTWITH option and AREA, RECORD, and SET statements are hierarchical:
STARTWITH has the broadestimpact, and SET has the narrowest. You canuse a
lower level parameter to reverse an effect caused by a higher level parameter,
thereby mixinginclusiveand exclusive processing.

m  AREA options propagate to logically related records and sets.
m  RECORD options propagate to logicallyrelated areas and sets.
m  SET options propagate to logicallyrelated areas and records.

m  Usethe positivesubparameters (AUDIT and SWEEP) in AREA, RECORD, and SET
statements to includeelements that were excluded through STARTWITH=NONE.

m  Specify negative subparameters (NOACCESS and NOAUDIT) to exclude elements
that were included through STARTWITH=ALL.

m  NOSWEEP isuniqueinthat itcanbe considered as either a positive (allowsaccess)
or negative (do not sweep) option, depending upon use.

m  Ifyou specify NOACCESS for either AREA or RECORD statements, do not specify
AUDIT for SET statements that are associated with the same area or record.

Similarly, if you specify NOACCESS on an AREA statement, do not specifya record
SWEEP or set AUDIT for records and sets that are associated with the area.

m  CAIDMS/DB Auditidentifies conflicting parameters as either errors or warnings.
Processingterminates ifany parameter presents a direct conflict between AREA,
RECORD, or SET parameters. Audit processing continues when conflicting options
produce warnings, but some options may be overridden, especially when conflicts
ariseduring propagation.

m  The Audit Report Areas/Records/Sets report section documents the processingthat
will occur.

m  |Inthe PROCESS statement, specifythe SCAN option to allowyouto review the
Areas/Records/Sets section of the Audit Report and verify what processingis to
take placebefore CA IDMS/DB Audit actually begins thatprocessing.
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Inclusive Processing Examples

The followingexamples arebased on the subschema TESTSUB and invoke inclusive
processing.

Example 1 - Audit one set only

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=NONE
AUDIT,USERSETS
SET=ROOM-CLASS, AUDIT

When you audita singleset, you do not have to specify the areas because CA IDMS/DB
Audit automaticallyaccesses theareas containingtheset. The area LOC-REGION
contains the set owner and is automatically setto SWEEP.

If you specify Standard as the audittype, the member area CLASS-REGION is made
accessible. If QuickCheckis the audittype, member area CLASS-REGION is setto SWEEP.

Example 2 - Sweep a single area

PROCESS, SUBSCHEMA=TESTSUB, STARTWLTH=NONE
AUDIT,USERSETS
AREA=DEPT-REGION, SWEEP

In this example, only those sets whose owners reside in DEPT-REGION are audited.
Specifically, thefollowingsets are audited:

DEPT-TEACHER
DEPT-ACADEMIC
DEPT-GENERAL
PREREQSFOR
PREREQSARE
SUBJECT-CLASS
TEACHER-CLASS

The index (I1X) sets would not be audited because their owners areinthe INDEX-REGION.

Example 3 - Sweep more than one area

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=NONE
AUDIT,USERSETS

AREA=DEPT -REGION, SWEEP
AREA=INDEX-REGION, SWEEP
AREA=CLASS-REGION, SWEEP
AREA=STUDENT-REGION, SWEEP
SET=PERIOD-CLASS, AUDIT

All index and user sets except ROOM-CLASS are audited. Inthis particularcase,
however, itwould be easier to use exclusive processing (STARTWITH=ALL) to exclude
the one set ROOM-CLASS.
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Example 4 - Audit all sets owned by a single record

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=NONE
AUDIT,USERSETS
RECORD=SUBJECT , SWEEP

Inthis case, the followingsets areaudited:

PREREQSFOR
PREREQSARE
SUBJECT-CLASS

To sweep arecord, you do not need to specify SWEEP for the area where the record
resides because CA IDMS/DB Audit handles that automatically. All sets thatthe record
owns are swept when you specify record sweep.

Under QuickCheck, sweeping anowned setimplies sweepingthe area containingthe
records that participatein the set. Multipleareas mayalso beswept if the record owns
cross-area sets. A cross-area set is a set whose owners and members residein different
areas.Under Standard auditing, sweeping all owned sets may also causemultipleareas
to be accessedifthe record owns cross-area sets.

Example 5 - Confine processing to specific pages

PROCESS, SUBSCHEMA=TESTSUB, STARTWLTH=NONE ,AUDITTYPE=STANDARD
AUDIT,USERSETS
AREA=STUDENT-REGION, BEGIN=00010,END=00030

Because BEGIN and END imply SWEEP, you do not need to specify SWEEP.

In this example, the audittype canonlybe Standard.You cannotspecify USERSETS with
QuickCheckifyou alsowant to perform partial pagerangeaudits with BEGIN and END.
For QuickCheck, the USERSETS option requires entire area page ranges to be swept in
order to detect errors properly. Therefore, you cannot specify BEGIN or END in
QuickCheck when USERSETS is also specified.

The same restriction againstspecifying BEGIN or END applies to QuickCheck CALCSETS
as well.
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Exclusive Processing Examples

The examples contained in this section represent parameter syntax for exclusive
processing. For clarity, the default STARTWITH=ALL is includedin all of the following
examples.

Example 1 - Sweep and audit all areas except CLASS-REGION

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=ALL
AUDIT,USERSETS
AREA=CLASS -REGION, NOACCESS

Any set whose owner or members residein CLASS-REGION is not audited. Specifically,
the followingsets are not audited:

SUBJECT-CLASS
TEACHER-CLASS
ROOM-CLASS
PERIOD-CLASS
CLASS-SCHEDULE
STUDENT -SCHEDULE

Example 2 - Do not sweep area CLASS-REGION, but access its member records from
cross-area sets

PROCESS , SUBS(HEMA=TESTSUB, STARTWLTH=ALL , AUDITTYPE=STANDARD
AUDIT,USERSETS
AREA=CLASS -REGION, NOSWEEP

A cross-area setis a setwhose owners and members residein different areas. In this
example, all sets whose owners reside outside of CLASS-REGION areaudited, even ifthe
members reside in CLASS-REGION. Consequently, the onlyset not auditedis
CLASS-SCHEDULE.

To satisfy theconditions of Example 2, the audittype must be Standard. Example 3,
which follows, demonstrates the effect of specifying QuickCheck as the audittype with
all other parameters being the same.
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Example 3 - Do not audit owned sets in area CLASS-REGION with QuickCheck

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=ALL , AUDITTYPE=QUICKCHEXK
AUDIT,USERSETS
AREA=CLASS -REGION, NOSWEEP

Again, inthis example, only the CLASS-SCHEDULE set is notaudited. Because the audit
type is QuickCheck, however, the sets with owner records that pointinto the NOSWEEP
CLASS-REGION from another area must be set either to AUDIT or NOAUDIT. This
parameter is required because, by definition, NOSWEEP does not impact member sets,
yet QuickCheck must sweep member records if their owners are swept and their sets
are audited. One way to auditowned sets that pointinto CLASS-REGION is toauditone
of the sets that pointintothe CLASS-REGION, thereby forcingthe CLASS-REGION to be
swept:

AREA=CLASS-REGION, NOSWEEP
SET=SUBJECT-CLASS, AUDIT

Example 4 - Audit an entire subschema except for sets IX-SUBJ-NAME and
IX-STUD-LNAME

PROCESS, SUBSCHEMA=TESTSUB, STARTWLTH=ALL
AUDIT,USERSETS

SET=IX-SUBJ-NAME, NOAUDIT
SET=IX-STUD-LNAME, NOAUDIT

Integrated index sets that are stored inthe same area page range must be audited--or
not audited--together. If IX-SUBJ-NAME and IX-TCHR-LNAME were inthe same page
range, you would have no choicebut to set them both to AUDIT orto NOAUDIT.

Mixed Processing Examples

Mixed processing combines elements of inclusiveand exclusive processing. The
following examples demonstrate a few ways mixed processingcan be used.

Example 1 - Sweep a single area, but do not audit the set TEACHER-CLASS contained
in area DEPT-REGION:

PROCESS , SUBS(HEMA=TESTSUB , STARTWLTH=NONE
AUDIT,USERSETS

AREA=DEPT -REGION, SWEEP
SET=TEACHER-CLASS, NOAUDIT
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In this example, the followingsets areaudited:

DEPT-TEACHER
DEPT-ACADEMIC
DEPT-GENERAL
PREREQSFOR
PREREQSARE
SUBJECT-CLASS

If QuickCheck is the audittype, then CLASS-REGION is additionally sweptfor CLASS
records becausethe set SUBJECT-CLASS is audited.

Example 2 - Sweep and audit all areas, but, within the area DEPT-REGION, audit only
the set DEPT-TEACHER

PROCESS, SUBSCHEMA=TESTSUB, STARTWLTH=ALL
AUDIT,USERSETS

AREA=DEPT-REGION, NOSWEEP
SET=DEPT-TEACHER, AUDIT

Although the AREA statement specifies NOSWEEP for the area DEPT-REGION, it must be
swept inorder to auditset DEPT-TEACHER. Other setsin DEPT-REGION arenot audited
because the auditset overrides the area NOSWEEP for records in DEPT-TEACHER only.
However, the area NOSWEEP accomplishesthe NOAUDIT for the other sets whose
owners are in DEPT-REGION.

Example 3 - Specify NOACCESS in DEPT-REGION and AUDIT DEPT-TEACHER in
DEPT-REGION

PROCESS , SUBSCHEMA=TESTSUB, STARTWLTH=ALL
AUDIT,USERSETS

AREA=DEPT -REGION, NOACCESS
SET=DEPT-TEACHER, AUDIT

The parameters inthis example create a more serious conflictthan those in Example 2.
In this case, CA IDMS/DB Audit cannot reasonably determine whether area NOACCESS
or set AUDIT is more importantto the user. Consequently, processingcannotcontinue
and CA IDMS/DB Audit displaysan error message.
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Operating Preparations

Before running CA IDMS/DB Audit, prepare for processingas follows:

Prevent additional updates - Duringthe time the databaseis beingaudited, CA
IDMS/DB Audit follows the normal CA IDMS conventions regardinglockingthe area
againstaccess.|fyou specify READYMODE=RETRIEVAL, you mustensure that no
other update jobs runagainstanarea being audited.

If you run CA IDMS/DB Audit twice (once for auditand once for fix), you must
prevent any CA IDMS updates from taking placein the audited areas until after you
applythe fixes.|fany updates are made between the time the auditis runandthe
time the fixes areapplied, the corrections may not be valid or new integrity errors
may be introduced. Similarly, do not perform any updates until you have completed
the REPORT function.

Back up the database - CA IDMS/DB Audit does not write before and after images
of changed data to ajournal file. Therefore, you should back up the database
before initiating fix processingand again after fix processing.

Perform the following preparations within CAIDMS/DB Audit:

Include index area in the subschema - If you specify AUDIT INDEX, you must copy
the index areas and associated records and sets into the subschema.

If you specify INDEX, copy the area containingthe index members and owners into
the subschema.

In the subschema, define all members of sets to be audited - You cannot
successfully audita set unless you define all the set's member record types inthe
subschema.This includes all members of the CALC set residingin areas for which
CALCSET processing will occur.

Specify correct SUBSCHEMA/DMCL and load/core image library - Be sureto
specify the correct subschema for the databaseyou wish to audit. If you specify the
wrong subschema, CA IDMS/DB Audit can incorrectly flaga large number of pages
as havingheader or footer errors. Because CA IDMS/DB Audit does not access the
subschema/DMCL from a dictionary, the correct copies must be inthe job's step
libraryor coreimage library.

Specify RETRIEVAL only for runs with no updates - In the PROCESS statement,
specify RETRIEVAL as the readymode for runs that do not update the database.
Legitimate runs are AUDIT, FIX=SIMULATE or AUDIT, REPORTS.

With READYMODE=RETRIEVAL, CA IDMS/DB Audit does not lock the database, so
you must ensure that no other job updates the database.Otherwise, ifthe database
being audited is inthe process of being updated, CA IDMS/DB Audit may incorrectly
indicatethat the databasecontains integrity errors.
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Specify UPDATE for actual fixing - When you are ready to fix the database, specify
READYMODE=UPDATE inthe job thatis to perform the fixing. Be sure that the
databaseto be fixed is not modified between the AUDIT and the FIX or REPORTS
jobs.

Allow sufficient time to audit the database - Because CA IDMS/DB Audit may
access every record and set occurrence inthe databaseseveral times, itcantake a
longtime to auditthe database.Recognize thatin most cases Standard processing
takes longer than QuickCheck processing.

Specify DISK if sets to be audited are large - Large sets, includingintegrated index
sets, require largeamounts of storagefor the tables used in processing. If you
specify DISK to contain these tables, you must allocatetwo VSAM files before
executing CA IDMS/DB Audit.

Allocate enough space for the DBKYWORK file - This step applies to Standard
auditingonly. The DBKEYWORK filecanrequire a substantial amountofspaceifyou
auditintegrated indexes whose areas contain many mandatory-automatic (MA)
index set members. For every MA index set member, CA IDMS/DB Audit writes two
30-byte records to the DBKEYWORK file.Ifa member record belongs to more than
one index set, two records arewritten for each set to whichitbelongs.

Allocate enough space for INDXEXTR and INDXWORK files - The INDXEXTR and
INDXWORK files areused forintegrated index orphan extract records and for other
integrated index error extract records.

For each index orphan found, CAIDMS/DB Audit writes one index orphan extract
record to the INDXEXTR file.Ifyou are fixing (simulate or update) index orphans, CA
IDMS/DB Audit also writes one index orphan extract record to the INDXWORK file.
Be sureto allocateenough sortwork spacefor integrated index orphans.

Include a sufficient area portion - CA IDMS/DB Audit allows partial area auditing
and fixing. CA IDMS/DB Audit does not allow fixing, however, when you perform a
partial area auditand either of the followingsituations exists:

— Asetcontaininganintegrity error points intoa second set with errors, and the
owner of the second setis outsidethe partial area being swept.

— Records are detected as orphans ofa set containingintegrity errors,and the
owner of the setis outsidethe partial area being swept.

Review the output - Review the reports CA IDMS/DB Audit generates to understand
the errors detected andthe way they have been fixed.

Validatethe logical integrity of anyset occurrences CAIDMS/DB Audit fixed. Because CA
IDMS/DB Audit cannot analyzelogicalintegrity conditions enforced by user programs,
you must correct any logical errors oncethe physical errors havebeen fixed. You can
use the CA IDMS utility IDMSBCF, FIX PAGE functionto fix errors that CA IDMS/DB Audit
does not fix. For a list of the types of integrity errors that CA IDMS/DB Audit does not fix,
refer to Concepts (see page 27).

Chapter 6: Operations 165



Performance Factors

Performance Factors

Several factors affectthe performance of CA IDMS/DB Audit:

m  Size of the database - The number of pages, the number of record occurrences, and
the number of set types affect the amount of time required to auditthe database

m  Record location mode - The more member records that are stored VIA the audited
set and the less VIA overflow count, the better the performance

m  Auditing method - QuickCheck auditingis faster than Standard auditingbecauseit
requires less databaseaccess.

Estimating USERSETS I/0s with Standard Auditing

You canusethe followingformula to calculatethe approximate number of 1/0s to audit
USERSETS inyour database(when you have not specified WALKNEXT or DISCONNECT).
Additional I/Os arerequired if CA IDMS/DB Audit detects integrity errors.

I/0s =p+n+ (s *v)

p — represents the number of pages swept

n — represents the number of CALC or DIRECT member record occurrences
for sets being audited

s — the number of set occurrences whose VIA members are stored in a different page
range than the set owner

v — represents the number of VIA member record types stored in different page

ranges than the set owner

Refer to Figure 5.1 for an example. If you were to audit USERSETS only in AREA-1
(AREA-2 is NOSWEEP), you would estimate the number of 1/Os as follows:

10,000 pages swept
+ 75,000 type E records for set F-E
+ 120,000 type G records for set E-G
+ 120,000 type G records for set H-G
+ 185,000 type D-B set occurrences
510,000 I/0s

(v=1, because all Brecords arein AREA-2.)
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Ifrecord type G were stored VIA set E-G, itwould take approximately 120,000 fewer
1/0s to auditthe databasefor a total of 390,0001/0s.1f, in addition, record type E were
stored VIA set F-E, it would take approximately 75,000 fewer |1/Os to auditthe database

for a total of 315,0001/Os.

|
|
F | A
CALC } CALC
|
|
AREA-1 \ AREA-2
325 } 110,000
|
\
F-E | A-B
|
|
|
|
|
E D | B
CALC |E-D via |DB| VIA
E-D } AB
AREA-1 AREA-1 | AREA-2
75,000 185,000 } 325,000
|
|
EG } C-B
|
|
|
|
H G \ c
calc [HG CALC } CALC
|
|
AREA-1 AREA-1 } AREA-2
20,000 120,000 | 45,000
|
|
|
|
AREA-1 } AREA-2
10,000 PAGES | 2,500 PAGES
|

Figure 5.1: AREA-1 and AREA-2, Estimating USERSETS 1/Os
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Estimating USERSETS I/0s with QuickCheck Auditing

The number of I/Os required to audit USERSETS during QuickCheck processingis
approximately equal to the number of pages swept.

Estimating CALCSETS 1/0s with Standard or QuickCheck Auditing

The approximate number of I/Os to auditonly CALCSETS should be equal to the number
of pages swept, because members of the CALC set are VIAthe SR1 record for the page
to whichthe record calculated.

Estimating WALKNEXT I/0s with Standard Auditing

WALKNEXT applies to Standard auditingonly;itdoes not applyto QuickCheck.

WALKNEXT causes eachrecordinthe areato be accessed several times. When you
specify WALKNEXT, eachset occurrenceis walked as many times as there are member
record occurrences plus oncemore for the owner. The resultis a significantincreasein
processingtime over normal set walk processing. WALKNEXT not onlyrequires
numerous 1/Os to complete the audit, but also exponentiallyincreases the number of
callsto DBIO regardless of whether or not members are stored VIA the sets being
audited.

Use the followingformula to calculatethe approximate number of 1/Os required to
audityour database with WALKNEXT. Additional I/Os areneeded if CAIDMS/DB Audit
detects integrity errors.

I/0s =p + (o *L(1))
p — represents the number of pages swept
o — represents the number of owner records for each CALC or DIRECT set

| — represents the average set length of the CALC or DIRECT set
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Figure 5.2 provides an example. If you are auditing USERSETS within AREA-1 with
WALKNEXT (set H-G is the only non-VIA set), you would estimate the number of 1/Os as

follows:

(1 = 120,000/20,000 = 6)

10,000 pages swept
+ 720,000 I/0s for set H-G (20,000 owner records * 36)

= 730,000 I/0s

Ifthe samearea were audited without WALKNEXT, the number of 1/Os would be
approximately:

10,000 pages swept
+ 120,000 type G records for set H-G
= 130,000 I/0s

Use the WALKNEXT option onlyifyou know or suspectthat there arerecord
occurrences that would not be found duringnormal set walking. To determine whether
your databasecontains orphanrecords, refer to Set Disconnections (see page 140).
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i
F : A
CALC | CALC
|
AREA-1 : AREA-2
325 I 110,000
|
F-E : A-B
|
|
|
£ D I B
via  [E-D VIA | VIA
F-E E-D : A-B
AREA-1 AREA-1 : AREA-2
75,000 185,000 : 325,000
|
E-G | c-B
|
|
H G : c
CALC | H-G VIA : CALC
E-G |
AREA-1 AREA-1 : AREA-2
20,000 120,000 I 45,000
|
AREA-1 I AREA-2
10,000 PAGES l 2,500 PAGES

Figure 5.2: AREA-1 and AREA-2, Estimating WALKNEXT 1/Os
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Estimating DISCONNECT I/0s with Standard Auditing

The DISCONNECT option slows performancebecause of the largenumber of records
retrieved. CA IDMS/DB Audit examines each record retrieved inanarea sweep to seeif
itis a member of asetthat is to be audited for disconnections. Ifall of sucharecord's
db-keys for the set being audited are null (equal to high-values), CAIDMS/DB Audit
indicates thatthe record is fully disconnected from the set. Ifa next, prior, or owner
pointer is not null, CAIDMS/DB Audit retrieves the record indicated by the pointer to
determine whether itis a valid owner or member of the set being audited.

DISCONNECT not only requires numerous |/Os to complete the audit, but also
exponentiallyincreases the number of callsto DBIO regardless of whether or not the
sets being audited are VIA or non-VIA (DIRECT or CALC).

You can calculatethe approximate number of I/Os required to audityour databasefor
set disconnections (assumingnointegrity errors are detected and most of the records
are not fully disconnected) using the following formula:

I/0s = p + (m * k)
p — represents the number of pages swept
m — represents the number of member records inthe area being swept

k — represents the number of non-VIA member record db-keys inthe record's prefix
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For example, in Figure 5.3, auditing for set disconnections in AREA-2 would take
approximately:

2,500 pages swept
+ 975,000 I/0s for set C-B (325,000 * 3)
= 977,500 I/0s

Disconnectprocessingis independent of CALCSETS and USERSETS auditing. The number
of I/Os generated by disconnectprocessingis inaddition to the number of 1/0s
generated by CALCSETS and USERSETS auditing (except for the number of 1/0s
generated by area sweeping).
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CALC

AREA-2

110,000

A-B
NPO

VIA

AREA-2

AREA-2

AREA-2
2,500 PAGES

Figure 5.3: AREA-2, Estimating DISCONNECT 1/Os
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Effect of Specifying Both WALKNEXT and DISCONNECT

When you specify both WALKNEXT and DISCONNECT, walknext processing takes
precedence over disconnectprocessing. During area sweeping, if CA IDMS/DB Audit
retrieves a record thatis a member of a set being audited for disconnections, it
examines the nextand prior db-keys. If either the next or the prior db-key is not null, CA
IDMS/DB Audit performs walknext processingrather than simply retrievingthe records
pointed to by the next, prior,and owner db-keys.

Improving Performance

CA IDMS/DB Audit provides several options for improving processing performance:

m  Omitone or more areas ifthe databasehas several areas.

m  Perform a partial area audit. Partial area audits alwaysrequireless processing time
than full area audits, although you must decide what action to take for any sets that
cross area boundaries.You can perform a partial area auditin oneof the following
ways:

- Select specificsettypes to auditby including or excluding other areas, records,
andsets.

— Specify BEGIN and END pages inan AREA statement ifthe databasehas only
one largearea (Standard auditingonly).You canfix errors inthe partial area if
the owners of all sets involved areincluded in the partial area.See Operating
Preparations (see page 164) for more information.

m  Perform a QuickCheck auditrather than a Standard audit.

Storade Requirements

Main Storage

You need to consider CAIDMS/DB Audit's storage requirements for both mainstorage
and external filestorage.

CA IDMS/DB Audit storage requirements vary depending on the size of the subschema
table being processed, the maximum database page size, the number of buffers, sort
storage requirements, whether or not VSAM is used, and the selected AUDIT options.
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After processinga valid PROCESS statement, CA IDMS/DB Audit loads the subschema
and DMCL load modules or phases into mainstorageand builds a pseudo-subschema
(PSUB) from the real CA IDMS subschema. Once the pseudo-subschema is built, the real
CA IDMS subschema and DMCL are deleted from main storage. After parameter
processingis completed, a BIND RUN-UNIT isissued.At this time, all of DBIO's work
areas areobtained.

CA IDMS/DB Audit then calculates the amount of storage required for its work areas and
issues a GETMAIN/GETVIS to obtain this amount from the region/partition. The amount
of mainstorage not obtained by CA IDMS/DB Audit (and DBIO) is availablefor operating
system use (such as CA IDMS/DB Audit's file buffers, VSAM, andsort).

Note: Ina z/VSE environment, all of CAIDMS/DB Audit's and DBIO'swork areas are
obtained from the GETVIS area, not from the Problem Program Area (PPA). Only the

SORT programand associated sortwork areas areallocated in the PPA.

Use the formula showninFigure 5.4 to estimate the amount of virtual storagerequired
to run CA IDMS/DB Audit.

VIRTUAL STORAGE =

CA IDMS/DB Audit SIZE 330K. Size of CA IDMS/DB Audit module.

+ CA IDMS/DB Audit Buffers Sum of block sizetimes the number of buffers for each
non-databasefile.

+ PSUB Approximately 3 times the total size of the subschema
and DMCL load modules or core image phases.

+ DatabaseBuffers Maximum page size times number of buffers specifiedin
the DMCL named in the subschema.

+ Sort Storage Use your installation's defaultsortsize.
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+ VSAM Storage Optional.Used if database has VSAM files or the DISK
option is used. Refer to the appropriatesystem manual
to determine the size of the ACB, EXT list,and RPL. Ifthe
DISK optionis used to store the db-key table and the
db-key savetable on VSAM disk, add two 4K buffers.

+ DBKEYTBL SETLIMIT value times 9.6 (resultis in bytes). Used onlyif
the CORE optionis used and auditing CALCSETS and/or
USERSETS and/or INDEX. Ifa SETLIMIT valueis not
specified, use 28K.

+ DBKEY Save Table SETLIMIT value times 8 (resultis in bytes). Used onlyif
the CORE optionis used and auditing CALCSETS and/or
USERSETS and/or INDEX. Ifa SETLIMIT valueis not
specified, use 24K.

+ Record Bind Area Total length of all audited records defined in the
subschema (including prefixes) plusan additional 64
bytes for each record being audited. If auditing
integrated index sets, add the largest page size of
containing SR8 records.

+ Sort Key Area Total length of the symbolic keys of all records with sets
being audited. This area is the work area required for
validatinga member record's symbolic key withina

sorted set.

+ Page Bind Area Used for page audit. Sum of number of areas audited
times 40.

+ [1X Level Save Area Ifauditingintegrated index sets, add the maximum SR8

sizetimes the maximum number of index levels.

Figure 5.4: Formula for Estimating Virtual Storage

External File Storage

CA IDMS/DB Audit makes use of five sequential files: EXTRACTS, WORKFILE, DBKYWORK,
INDXEXTR, and SORT. The followingsections explain howto estimate spaceallocation
for eachfile.

Allocatespaceonlyfor the files you need for a particular CAIDMS/DB Audit run. You
must always allocatespacefor EXTRACTS and WORKFILE. If you are processingindex
sets, allocatespacefor INDXEXTR and INDXWORK. If you are processing mandatory
automaticindex sets, allocate space for DBKYWORK.
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EXTRACTS File

WORKFILE File

DBKYWORK File

Space allocation for the EXTRACTS filedepends on the number of errors detected
duringthe auditphaseand the size of the extract record. Determine the size of the
extract record usingthis formula:

Record Size = 260 + length of longest symbolic key +
4 bytes for the record descriptor word (RDW)

Because itis difficultto estimate the number of errors, you canallocatethe EXTRACTS
fileto tape. In a typical situation,a DASD cylinder allocation of 10,2 should be adequate.

Space allocation for the WORKFILE fileshould be twice the spaceallocation of the
EXTRACTS file.Ina typical situation, a DASD cylinder allocation of 20,4 should be
adequate.

To estimate the total number of blocks for the DBKYWORK file, use the following
formula:

Record size = 30
Total Number of Blocks = (30 * (total # integrated index member records of MA sets))
* 2

block size

Ina typical situation, a DASD cylinder allocation of 5,2 should be adequate.

INDXEXTR and INDXWORK Files

Space for the INDXEXTR and INDXWORK files is primarily used for integrated index
orphanrecords and, secondarily, for integrated index errors.

If your databasecontains a small number of member records inintegrated index sets,
then you can estimate the total blocks usingthis formula:

Total Number of Blocks=((total # integrated index member records)*record size)*0.5
block size

Record Size = 76 + length of member symbolic key +
length of owner symbolic key +

4 bytes for the record descriptor word (RDW)
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SORT File

If your databasecontains a large number of member records inintegrated indexsets,
multiply the resultby 3. Ina typical situation, a DASD cylinder allocation of 20,4 should
be adequate.

Both INDXEXTR and INDXWORK should use the same spaceallocation.

For standard auditing, spaceallocation for the SORT filedepends on the number of error
extract records created inthe auditphase. If your database has numerous errors or the
sets containingerrors arelong, the extract file may alsobelarge. Inthat case, you may
need more than four sortwork datasets.

If you areauditingintegrated index sets and you have index orphans, then you need
enough sortspaceto accommodate twice the number of index orphans written to the
index extract file.

In most cases, the number of extracts created is small.Ina typical situation with
Standard auditing, four sort work files with a cylinder allocation of 5,2 should be
adequate. The total sortwork fileallocation should betwice the spaceallocation of the
EXTRACTS file.

For QuickCheck auditing, allocatespaceto sort26-byte records for every record swept
inthe database. For each record swept, CA IDMS/DB Audit creates a 26-byte extract
record and a 26-byte match record for each set in which the swept record participates.
Additionally, two 26-byte records are created for each SR7 and SR8 for index sets in the
swept area.

Total Number of Bytes to Sort = 26 * 2mn
m

Represents the number of records swept

Represents the number of sets of which those records are participants
2mn

Represents the number of records sorted
26

Represents the length of sort record
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CA IDMS/DB Audit Sample JCL and Key

Sample JCL and key for running CA IDMS/DB Audit in a z/0S, z/VSE, or z/VM
environment is listed belowand suppliedinsourcelibrary member USAEXEC. The
version of USAEXEC you receive is specificto your operating environment.

Sample IDCAMS control statements for allocatingworkfiles arecontainedinsource
library member USADEFN. This member is the same for all environments.

Allocating Work Files for the DISK Option

Ifyou specify DISKin the AUDIT statement, you must allocatetwo directaccess disk
files:one for the db-key hashtableand one for the db-key savetable. These direct
access files may be VSAM or, for z/0S and z/VM only, BDAM. Ifthese files areallocated
as VSAM, they must be defined through IDCAMS. This optional stepis identical for all
environments.
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Sample control statements for VSAM fileallocationareshowninFigure5.5 andare
containedinsource library member USADEFN. A key to the variables (shownin bold)is
shown inFigure 5.6.

DELETE (vsam.dbkhash) CLUSTER

DELETE (vsam.dbksave) CLUSTER

DEFINE CLUSTER (-
NAME (vsam.dbkhash) -
RECORDS (record.numbersh) -
NUMBERED -
RECORDSIZE (4084 4084) -
SPEED -
usetype -
FILE(dname) -
VOLUMES (volume.name) -
)_

DATA ( -

NAME (vsam. dbkhash .DATA) -
)_

DEFINE CLUSTER ( -
NAME (vsam. dbksave) -
RECORDS (record.numberss) -
NUMBERED -
RECORDSIZE (4064 4064) -
SPEED -
usetype -
VOLUMES (volume.name) -
) -

DATA ( -

NAME (vsam.dbksave .DATA) -
)

Figure 5.5: Control Statements for Allocating VSAM Work Files for the DISK Option

vsam.dbkhash — The datasetname of the VSAM filefor the db-key table. This fileis
needed onlyifyou specify DISK inthe AUDIT statement.

record.number — The number of records to be allocated in the VSAM work space for
the db-key table. The number of records is equal to:

1.2 * SETLIMIT-value
510 +1

For example, if the SETLIMIT valueis 3000 (default), you should allocate:

((1.2 * 3000/510) +1 =38

vsam.dbksave — The datasetname of the VSAM filefor the db-key savetable. This file
is needed if you specify DISK inthe AUDIT statement.
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record.numberss — The number of records to be allocated inthe VSAM work spacefor
the db-key savetable. The number of records depends on the number of next, prior, or
owner pointer errors that you expect CA IDMS/DB Audit to find whileset walking. Up to
127 pointer errors can be accommodated by one record. Therefore, you should allocate
1 primaryrecord with extra secondary space, unless you expect more errors. An
allocation of (1 10) should be adequate. The maximum number of records is equal to:

SETLIMIT-value
127 +1

usetype — The appropriatetype: REUSE or UNIQUE. If you specify UNIQUE, you must
DELETE and DEFINE this cluster prior to each execution of CA IDMS/DB Audit.

volume.name — Volume to containthe cluster or component.

dname — The DD name of the JCL statement definingthe file. Depending upon your
environment, the parameter is optional.

Figure 5.6: Key to Figure 5.5

z/0S Operations

Sample JCL for using CAIDMS/DB Auditina z/OS environment is presented below in
three parts:

1. (Optional)Allocating workfiles for the DISK option.
2. Allocating CAIDMS/DB Audit files.
3. Running CAIDMS/DB Audit.

An explanation of various restartoptions, showingthe use of files created in a previous
auditrun, follows the JCL.

z/0S JCL
1. Allocating Work Files for the DISK Option

(USADEFN) Ifyou specify DISK inthe AUDIT statement and decide to use VSAM for the
directaccess files,you must allocatetwo VSAM files to disk:one for the db-key hash
table and one for the db-key save table. See the Allocating Work Files for the DISK
Option (see page 179) and Figure 5.5 above for sample IDCAMS control statements for
fileallocation.
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2. Allocating Files

The samplez/0OS JCL shown below in Figures 5.7a and 5.7b deletes any previous files
andthen allocates spacefor the general files andindex files. Target or Distribution
sourcelibrary member USAEXEC contains similar sampleJCL. The key to the variables
(shown inbold) is showninFigures 5.8a and 5.8b.

/1* OPTIONAL: SAMPLE JCL TO DELETE
/7* PREVIOUSLY CREATED FILES
/7*

//DELETE EXEC PGM=IEFBR14
//EXTRACTS DD DSN=cbaudit.extract,

// DISP=(MOD,DELETE)

// UNIT=disk,

// SPACE=(TRK, 0)
//WORKFILE DD DSN=dbaudit.workfile,
// DISP=(MOD,DELETE),

// UNIT=disk,

// SPACE=(TRK, 0)
//DBKYWORK DD DSN=dbaudit.dbkywork,
// DISP=(MOD,DELETE),

// UNIT=disk,

// SPACE=(TRK, 0)
//INDXEXTR DD DSN=dbaudit.indxextr
// DISP=(MOD,DELETE),

// UNIT=disk,

// SPACE=(TRK, 0)
//INDXWORK DD DSN=dbaudit.indxwork,
// DISP=(MOD,DELETE),

// UNIT=disk,

// SPACE=(TRK, 0)

//* ALLOCATING GENERAL FILES
//*

//ALLOCATE EXEC PGM=LEFBR14
//EXTRACTS DD DSN=cbaudit.extract,

// DISP=(,CATLG,DELETE),
// \VOL=SER=volser,

// UNIT=disk,

// SPACE=(CYL, (pe,se)),
// DCB=BLKSIZE=blkse
//WORKFILE DD DSN=dbaudit.workfile,
// DISP=(,CATLG,DELETE),
// VOL=SER=volser,

// UNIT=disk,

// SPACE=(CYL, (pw,sw) ),
// DCB=BLKSIZE=blkse

Figure 5.7a: z/0S JCL for Allocating Files
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//* ALLOCATING INDEX FILES

//*

//DBKYWORK DD DSN=dbaudit.dbkywork,
// DISP=(,CATLG,DELETE),
// \VOL=SER=volser,

// UNIT=disk,

// SPACE=(CYL, (pd,sd)),
// DCB=BLKSIZE=blksd
//INDXEXTR DD DSN=dbaudit.indxextr,
// DISP=(,CATLG,DELETE),
// VOL=SER=volser,

// UNIT=disk,

// SPACE=(CYL, (pi,si)),
// DCB=BLKSIZE=blksi
//INDXWORK DD DSN=dbaudit,indxwork,
// DISP=(,CATLG,DELETE),
// VOL=SER=volser,

// UNIT=disk,

// SPACE=(CYL, (pi,si)),
// DCB=BLKSIZE=blksi

Figure 5.7b: z/0S ICL for Allocating Files
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/7* OPTIONAL: SAMPLE JCL TO DELETE & ALLOCATE
/7* THE 2 DIRECT ACCESS FILES AS BDAM
/7*

//DELETE2 EXEC PGM=IEFBR14
//DBKHASH DD  DSN=cbaudit.dbkhash,

// DISP=(MOD,DELETE),
// UNIT=disk,

// SPACE=(TRK, 0),
//DBKSAVE DD  DSN=dbaudit.dbksave,
// DISP=(MOD,DELETE),
// UNIT=disk,

// SPACE=(TRK, 0),

//ALLOCAT2 EXEC PGM=IEFBR14
//DBKHASH DD  DSN=dbaudit.dbkhash,

// DISP=(CATLG,DELETE),

// \VOL=SER=volser,

// UNIT=disk,SPACE=(4084, (blkcnt.hash)),
// DCB=DSORG=DA

//DBKSAVE DD DSN=dbaudit.dbksave,

// DISP=(CATLG,DELETE),

// VOL=SER=volser,

// UNIT=disk, SPACE=(4064, (blkcnt.save)),
// DCB=DSORG=DA

Figure 5.7c: z/0S JCL for Allocating Files

Key to Sample z/0S JCL for Allocating Files

dbaudit.extract — The dataset name assigned to your extract file.

disk — An appropriateunitdesignation for each file.

dbaudit.workfile — The datasetname assigned toyour work file.

dbaudit.dbkywork — The dataset name assigned to your db-key work file. This fileis
needed onlyifyou are auditingor fixingintegrated index sets, and you have

mandatory-automaticindex sets.

dbaudit.indxextr — The datasetname assigned to yourintegrated index extract file.
This fileis needed onlyifyou are auditingor fixingintegrated index sets.

dbaudit.indxwork — The dataset name assigned to your integrated index work file. This
fileis needed onlyifyou areauditingor fixingintegrated index sets.

dbaudit.dbkhash — The dataset name assigned to your BDAM db-key hash table. This
fileis only needed if you specify the DISK option of the AUDIT statement.
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dbaudit.dbksave — The datasetname assigned to your BDAM db-key save table. This
fileis only needed if you specify the DISK option of the AUDIT statement.

volser — The volume serial number of the diskthatwill containa particularfile.

pe,se — The primary/secondary spaceallocation for the EXTRACTS fileallocated to
DASD. Spaceallocation for a DASD filedepends on the number of errors detected during
the auditphasethe maximum recordsize is 512 bytes and must be blocked by the user
(as noted in blkse). Because itis difficultto estimate the number of errors, you can
allocatethis fileto tape. For most cases, DASD can be used. For example, ifyou are
usinga 3330 device with a blocksize of 6144, one cylinder can hold 456 extract records.
A primary/secondary specification of 10,2 should be adequate.

blkse — The block size of the EXTRACTS and WORKFILE files. The maximum recordsize
is 512 bytes. A blocksizeof 6144 is recommended for all devicetypes.

pw,sw — The primary/secondaryspaceallocation for the WORKFILE fileallocated to
DASD. Spaceallocationshould be twice the spaceallocation of the EXTRACTS file.

A primary/secondary allocation of 20,4 should be adequate.

pd,sd — The primary/secondary spaceallocation for the DBKYWORK fileallocated to
DASD. To estimate the total number of blocks, multiply the total number of integrated
index member records of mandatory-automatic sets by 30 (record length) times 2. The
resultis the total number of bytes. Divide by the blocksizeto get the total number of
blocks.

A primary/secondary allocation of 5,2 should be adequate.

blksd — The block size of the DBKWORK file. The recordsizeis 30 bytes. A block size of
6000is recommended for all devicetypes.

pi,si — The primary/secondaryspaceallocation for the INDXEXTR fileand for the
INDXWORK file, allocated to DASD. This spaceis primarily used for integrated index
orphanrecords and secondarily for integrated index errors. If you have inserted a small
number of member records inintegrated index sets inthe database,then you can
estimate the total blocks by multiplying the total number of integrated index member
records times the maximum record length (588) times 0.5, dividing by the blocksize.If a
large number of member records have been insertedinintegrated index sets, multiply
the resultby 3.
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A primary/secondary allocation of 20,4 should be adequate.

blksi — The blocksize of the INDXEXTR and INDXWORK files. The maximum record size
is 588 bytes. A blocksizeof 6144 is recommended for all devicetypes.

blkent.hash — The number of blocks for the BDAM db-key hash file.See Figure 5.6.
blkcnt.save — The number of blocks for the BDAM db-key save file. See Figure 5.6.

Figure 5.8: Key to Figure 5.7
3. Running CAIDMS/DB Audit

Sample z/OS or JCL to auditand simulatefixing the databasedescribed by your
subschema is shownin Figures 5.9a and 5.9b. A key to the variables (shownin bold)and
fileuseis shownin Figures 5.10a and 5.10b. Similar JCLis contained in Target or
Distribution sourcelibrary member USAEXEC.

//*

//* THIS JCL IS FOR AUDIT AND SIMULATED FIXING
//*

//DBAUDIT EXEC PGM=USADRVR,

// REGION=#K,

// PARM="'NOSPIE/"
//STEPLIB DD  DSN=your.loadlib,
// DISP=SHR

// DD  DSN=idms.loadlib,
// DISP=SHR

//SORTLIB DD DSN=sort.loadlib,
// DISP=SHR

//SORTWKO1 DD  UNIT=disk,

// SPACE=(CYL, (ps,ss))
//SORTWKO2 DD  UNIT=disk,

// SPACE=(CYL, (ps,ss))
//SORTWKO3 DD  UNIT=disk,

// SPACE=(CYL, (ps,ss))
//SORTWKO4 DD  UNIT=disk,

// SPACE=(CYL, (ps,ss))
//*

//dbfilel DD  DSN=user.dbfilol,
// DISP=SHR

//

//

// .

//dbfilnn DD DSN=user.dbfilnn,
// DISP=SHR

Figure 5.9a: z/0S JCL to Run CA IDMS/DB Audit
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//*GENERAL FILES NEEDED FOR ALL RUNS.

//*

//EXTRACTS DD  DSN=dbaudit.extract,

// DISP=0LD

//WORKFILE DD  DSN=dbaudit.workfile,

// DISP=0LD

//*

//sortmsg DD SYSOUT=a

//SYSLST DD  SYSQUT=a AUDIT REPORT
//SYSOUT DD  SYSQUT=a INTEGRITY ANALYSIS REPORT
//SNAPIT DD  SYSQUT=a

//SYSUDUMP DD  SYSQUT=a

//*

//*FILES NEEDED FOR AUDITING OR FIXING
//*INTEGRATED INDEX SETS.

//*

//DBKYWORK DD  DSN=dbaudit.dbkywork,
// DISP=0LD

//INDXEXTR DD  DSN=dbaudit.indxextr,
// DISP=0LD

//INDXWORK DD  DSN=dbaudit.indxwork,
// DISP=0LD

//*

//*FILES NEEDED ONLY IF DISK OPTION IS SPECIFIED
//*AND VSAM IS CHOSEN

//*

//DBKHASH DD  DSN=vsam.dbkhash,
// DISP=SHR
//DBKSAVE DD  DSN=vsam.dbksave,
// DISP=SHR

//*

//*THE INPUT STATEMENTS SHOWN HERE ARE EXAMPLES
//*FOR AUDIT AND SIMULATED FIX
//*
//SYSIPT DD
PROCESS, SUBSCHEMA=subschema-name,
READYMODE=RETRIEVAL , SORTMSGS=CRITICAL
AUDIT, PAGES, USERSETS, CALCSETS, INDEX,
CORE, SETLIMIT=3000,DBKEYTBL
FIX=SIMULATE, PAGES,USERSETS, CALCSETS,, INDEXORPHANS
REPORTS=YES, RECDATA=HEX, SETMBRS=ALL
/ *
//SYSIDMS DD
SYSIDMS PARAMETERS...

*

*

Figure 5.9b: z/0S JCL to Run CA IDMS/DB Audit
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/*
/7* FILES NEEDED ONLY IF DISK OPTION IS SPECIFIED
/7* AND BDAM IS CHOSEN

/7*

//DBKHASH DD  DSN=dbaudit.dbkhash,

// DISP=SHR

// DCB=DSORG=DA

//DBKHA@@ DD  DSN*.DBKHASH,VOL=REF=*.DBKHASH,

// DISP=SHR

// DCB=DSORG=DA

//DBKSAVE DD  DSN=cbaudit.dbksave,

// DISP=SHR

// DCB=DSORG=DA

//DBKSA@@ DD  DSN*.DBKSAVE, VOL=REF=*.DBKSAVE,

// DISP=SHR

// DCB=DSORG=DA

Figure 5.9c: z/0S JCL to Run CA IDMS/DB Audlit

Key to Sample z/0S JCL to Run CAIDMS/DB Audit

#K — The number of kilobytes of storage to be made availableto the program execution
phase. For more information, see the Storage Requirements (see page 174)section.

your.loadlib — The dataset name of the MVS/PDS libraryinto which you downloaded
CA IDMS/DB Audit.

idms.loadlib — The dataset name of the MVS/PDS library in which your DMCL and
subschema reside.

sort.loadlib — The datasetname of the MVS/PDS libraryinwhichyour sortmodules
reside.

disk — The unit address of the disk driveyou want to use for the CA IDMS/DB Audit
execution file, or a generic assignment to indicatea diskdriveallocation.
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ps,ss — Primary/secondary spaceallocation for the SORT. Space allocation depends on
the number of error extract records created inthe auditphase. In most cases, the
number of extracts created is small. Aprimary/secondary specification of 5,2 should be
adequate. The total sortwork spaceallocated should betwice the spaceallocated to the
EXTRACTS file.

If your databasehas numerous errors or the sets containingerrors arelong, the extract
filemay be large.Inthat case,you may need more thanfour SORTWK datasets.

If you areauditingintegrated index sets and you have index orphans, then you need

enough extra spaceto accommodate twice the number of index orphans written to the
index extract file.

dbfilo1/dbfilnn — The DDNAMEs of the databasefiles to be accessed.
user.dbfilo1/user.dbfilnn — The dataset names of the databasefiles to be accessed.
dbaudit.extract — The dataset name assigned to your extract file.

dbaudit.workfile — The datasetname assigned to your work file.

sortmsg — The DDNAME of the message filefor your SORT product.

a — The appropriate SYSOUT classfor your installation.

dbaudit.dbkywork — The dataset name assigned to your db-key work file. This fileis
needed onlyifyou are auditingor fixing integrated index sets, and you have

mandatory-automaticintegrated index sets.

dbaudit.indxextr — The datasetname assigned to yourintegrated index extract file.
This fileis needed onlyifyou are auditingor fixingintegrated index sets.

dbaudit.indxwork — The dataset name assigned to your integrated index work file. This
fileis needed onlyifyou areauditingor fixingintegrated index sets.

vsam.dbkhash — The datasetname of the VSAM filefor the db-key hashtable. This file
is needed onlyif you specify DISKinthe AUDIT statement. You must predefine this file
usingthe IDCAMS control statements shown in Figure5.5. Optionally, this file may be
defined as BDAM (see Figures 5.7c, 5.8a, and 5.9¢).

vsam.dbksave — The datasetname of the VSAM file for the db-key savetable. This file
is needed onlyif you specify DISKinthe AUDIT statement. You must predefine this file
usingthe IDCAMS control statements shown in Figure5.5. Optionally, this filemay be
defined as BDAM (see Figures 5.7c, 5.8a, and 5.9c¢).
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subschema-name — The name of the subschema that describes the databaseyou want
audited.

SYSIDMS— This fileis always required for the CA IDMS physical environment parameter
to beread. For instance, DMCL=xxxxxxxx must be specified, where xxxxxxxx is the
name of the specific DMCL.

dbaudit.dbkhash — The dataset name assigned to your BDAM db-key hashtable. This
fileis only needed ifyou specify the DISK option of the AUDIT statement.

dbaudit.dbksave — The datasetname assignedtoyour BDAM db-key save table. This
fileis only needed if you specify the DISK option of the AUDIT statement.

Figure 5.10: Key to Figure 5.9

Restarting CA IDMS/DB Audit

When anauditandsimulated fix have been successfully completed, you canrestartCA
IDMS/DB Audit and actually updatethe database.The JCL for the update runis the same
as the previous JCL, except for the parameter statements. Be surethat no other updates
are appliedtothe databasebetween the auditrun and the fix run.

Here are sample parameter statements:

PROCESS, SUBSCHEMA=subschema-name,
READYMODE=UPDATE , SORTMSGS=CRITICAL

FIX=UPDATE, PAGES,USERSETS , CALCSETS,, INDEXORPHANS

REPORTS=YES, RECDATA=CHAR, SETMBRS=ERRSONLY

Obtaining Reports for a Previous Run

You may want only the reports for a previous run of CA IDMS/DB Audit . Again, you can
use the same JCL and change only the parameter statements:

PROCESS, SUBSHEMA=subschema-name,
READYMODE=RETRIEVAL , SORTMSGS=CRITICAL
REPORTS=YES , RECDATA=HEX, SETMBRS=ALL
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z/VSE Operations

Sample JCL for using CAIDMS/DB Auditina z/VSE environment is presented below in
two parts:

1. (Optional)Allocatingwork files for the DISK option
2. Running CAIDMS/DB Audit

An explanation of various restartoptions, showingthe use of files created in a previous
auditrun, follows the JCL.

z/VSE File Assignments

Even ifyou use a storagemanagement tool such as CA-DYNAM, CA IDMS/DB Audit
requires an ASSGN statement for every file except SORTWKnn. This ASSGN is required
because CA IDMS/DB Audit has its own device-independent supportwhich dynamically
builds a DTF based on the device type indicated by the ASSGN. Unless the ASSIGN
specifies VSAM or BDAM, the filemay be defined with either DLBL or TLBL.

z/VSEJCL
1. Allocating Work Files for the DISK Option

(USADEFN) Ifyou specify DISK inthe Audit statement, you must allocatetwo VSAM files
to disk:one for the db-key tableand one for the db-key save table. See Allocating Work
Files for the DISK Option (see page 179)and Figure 5.5 above for sample IDCAMS
control statements for fileallocation.
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2. Running CAIDMS/DB Audit

Sample z/VSE JCL to auditand simulatefixingthe database described by your
subschema is showninFigures 5.11a and 5.11b. A key to the variables (shownin bold) is
shown inFigures 5.12a and 5.12b. Similar JCLis contained in TOOUCL library member
USAEXEC.

// JOB DBAUDIT
// OPTION LOG,PARTDUMP
*

* —— VSAM WORK FILE'S FOR AUDIT DISK OPTION

// DLBL  DBKHASH,'vsam.dbkhash',0,VSAM

// EXTENT SYSO14,volser,,,rel-trk-blk,amount
// ASSGN SYS014,DISK,VOL=volser,SHR

// DLBL  DBKSAVE,'vsam.dbksave',0,VSAM

// EXTENT SYSO15,volser,, ,rel-trk-blk,amount
// ASSGN SYS015,DISK,VOL=volser ,SHR

// EXEC IDCAMS,SIZE=AUTO

* See source library member USADEFN for IDCAMS control statements

/*

* —  SORT FILES

*

// DLBL SORTWK1, 'SORT.WORK1',0,SD SORT WORK #1

// EXTENT SYS001,volser,,,rel-trk-blk,amount

// ASSGN SYS001,DISK,VOL=volser,SHR

// DLBL SORTWK2, 'SORT.WORK2',®,SD SORT WORK #2
// EXTENT SYS002,volser,,,rel-trk-blk,amount

// ASSGN SYS002,DISK,VOL=volser ,SHR

// DLBL SORTWK3, 'SORT.WORK3',®,SD SORT WORK #3
// EXTENT SYS003,volser,,,rel-trk-blk,amount

// ASSGN SYS003,DISK,VOL=volser ,SHR

// DLBL SORTWK4, 'SORT.WORK4',0,SD SORT WORK #4
// EXTENT SYS004,volser,, ,rel-trk-blk,amount

// ASSGN SYS004,DISK,VOL=volser ,SHR

* — USER DATABASE FILES

// DLBL dbfil@l,'user.dbfil@l', DA USER DATADASE FILE #01
// EXTENT SYSnnn,volser
// ASSGN SYSnnn,DISK,VOL=volser,SHR

// DLBL  dbfilnn,'user.dbfilnn', DA USER DATADASE FILE #nn
// EXTENT SYSnnn,volser
// ASSGN SYSnnn,DISK,VOL=volser ,SHR

*¥ —— VSAM WORK FILE'S FOR AUDIT DISK OPTION ——

// DLBL  DBKHASH,'vsam.dbkhash',©,VSAM
// EXTENT SYS010,volser

// ASSGN SYS010,DISK,VOL=volser ,SHR
// DLBL  DBKSAVE, 'vsam.dbksave',0,VSAM
// EXTENT SYSO11,volser

// ASSGN SYS011,DISK,VOL=volser,SHR
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Figure 5.11a: z/VSE JCL to Run CA IDMS/DB Audit

*  ————————— DBAUDIT WORK FILES

*

// ASSGN SYS020,DISK,VOL=volser ,SHR

// DLBL  AFILEG4,'AUDIT.extract',®,SD EXTRACT OUTPUT FILE
// EXTENT SYS020,volser,1,0,rel-trk-blk,amount

// DLBL  AFILE®S5,'AUDIT.extract',@,SD EXTRACT INPUT FILE

// EXTENT SYS020,volser,1,0,rel-trk-blk,amount
// ASSGN SYS021,DISK,VOL=volser ,SHR

// DLBL  AFILE®@6,'AUDIT.workfile',®,SD WORK OUTPUT FILE
// EXTENT SYS021,volser,1,0,rel-trk-blk,amount
// DLBL  AFILEO7,'AUDIT.workfile',0,SD WORK INPUT FILE

// EXTENT SYSO21,volser,1,0,rel-trk-blk,amount
// ASSGN SYS022,DISK,VOL=volser ,SHR

// DLBL  AFILE®8,'AUDIT.indxwork',®,SD INDEX WORK INPUT FILE
// EXTENT SYS022,volser,1,0,rel-trk-blk,amount
// DLBL  AFILE®9,'AUDIT.indxwork',®,SD INDEX WORK OUTPUT FILE

// EXTENT SYS022,volser,1,0,rel-trk-blk,amount
// ASSGN SYS023,DISK,VOL=volser ,SHR

// DLBL  AFILE10,'AUDIT.indxextr',0,SD INDEX EXTR INPUT FILE
// EXTENT SYS023,volser,1,0,rel-trk-blk,amount
// DLBL  AFILE11,'AUDIT.indxextr',0,SD INDEX EXTR OUTPUT FILE

// EXTENT SYS023,volser,1,0,rel-trk-blk,amount
// ASSGN SYS024,DISK,VOL=volser ,SHR

// DLBL AFILE12,'AUDIT.dbkywork',®,SD DBKEY INPUT FILE

// EXTENT SYS024,volser,1,0,rel-trk-blk,amount

// DLBL  AFILE13,'AUDIT.dbkywork',®,SD DBKEY OUTPUT FILE

// EXTENT SYS024,volser,1,0,rel-trk-blk,amount

// ASSGN SYSIPT,SYSRDR INPUT PARAMETER FILE

// ASSGN SYS006,SYSLST AUDIT REPORT

// ASSGN SYS007,uuu INTEGRITY ANALYSIS REPORT
*

*  ———————  LIBRARY DEF'S

// DLBL TOOL, 'tool.loadlib’

// EXTENT ,volser

// DLBL IDMS, 'idms.loadlib'

// EXTENT ,volser

// LIBDEF PHASE,SEARCH=(TOOL.sublib,IDMS.sublib)

// DLBL SYSIDMS, '#SYSIPT',0,SD
// EXEC ~ USADRVR,SIZE=(AUTO,#K) ,PARM="'NOSPIE/'

* R14.1 OPTIONAL SYSIDMS PARAMETERS

PROCESS,SUBSCHEMA=subschema-name, . . ..

/&
* $$ EOJ

Figure 5.11b: z/VSE JCL to Run CA IDMS/DB Audit

Key to Sample z/VSE JCL to Run CAIDMS/DB Audit

vsam.dbkhash — The data set name of the VSAM filefor the db-key table. This fileis
needed onlyifyou specify DISK inthe AUDIT statement. You must pre-define this file by
usingthe IDCAMS control statements.

volser — The volume serial number or generic assignment of the disk volume on which
the file, as specified in the preceding DLBL statement, resides.
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rel-trk-blk — Relativetrackor relative block number: the starting position on the DASD
for storage of the work filespecifiedin the previous statement.

amount — The spaceallocation you need to store the filespecifiedinthe previous
statement. Refer to the specificinformation onestimatingspaceearlierin this chapter.

vsam.dbksave — The data set name of the VSAM filefor the db-key savetable. This file
is needed onlyif you specify DISKinthe AUDIT statement. You must pre-define this file
by usingthe IDCAMS control statements.

user.dbfilo1l/user.dbfilnn — The fileID of each of the databasefiles to be accessed.
SYSnnn — The programmer logical units of the databasefiles to be accessed.

extract — The data set name assigned to your extract file.

workfile — The data set name assigned to your work file.

indxwork — The data set name assigned to your integrated index work file. This fileis
needed onlyifyou are auditingor fixingintegrated index sets.

indxextr — The data set name assigned to your integrated index extract file. This fileis
needed onlyifyou are auditingor fixingintegrated index sets.

dbkywork — The data set name assigned to your db-key work file. This fileis needed
onlyifyou are auditing or fixingintegrated index sets,and you have
mandatory-automatic integrated index sets.

uuu — SYS007 must be assigned to a second SYSLST device (uuu).

tool.loadlib — The data set name of the coreimage libraryinwhich your DMCL and
subschema reside.

tool.sublib/idms.sublib — The sublibrary name of the z/VSE library specifiedin the
previous file name.

subschema-name... — The parameters you specify to execute CA IDMS/DB Audit.

Figure 5.12: Key to Figure 5.11
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Restarting CA IDMS/DB Audit

When anauditandsimulated fix have been successfully completed, you canrestartCA
IDMS/DB Audit and actually updatethe database.The JCL for the update runis the same
as the previous JCL, except for the parameter statements. Be surethat no other updates
are appliedtothe databasebetween the auditrun and the fix run.

Here are sample parameter statements:

PROCESS, SUBSHEMA=subschema-name,
READYMODE=UPDATE , SORTMSGS=CRITICAL

FIX=UPDATE, PAGES,USERSETS, CALCSETS, INDEXORPHANS

REPORTS=YES , RECDATA=CHAR, SETMBRS=ERRSONLY

Obtaining Reports for a Previous Run

You may want only the reports for a previous run of CA IDMS/DB Audit . Again, you can
use the same JCL and change only the parameter statements:

PROCESS, SUBSHEMA=subschema-name,
READYMODE=RETRIEVAL , SORTMSGS=CRITICAL
REPORTS=YES , RECDATA=HEX, SETMBRS=ALL

z/VM Operations

Sample EXEC for using CAIDMS/DB Auditina z/VM environment is shown below in two
parts:

1. (Optional)Allocatingwork files for the DISK option
2. Running CAIDMS/DB Audit

An explanation of various restartoptions, showingthe use of files created ina previous
auditrun, follows the EXEC.
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z/VM EXEC

1. Allocating Work Files for the DISK Option

(USADEFN) Ifyou specify DISK inthe Audit statement, you must allocatetwo direct
access diskfiles:onefor the db-key hashtableand one for the db-key save table. These
directaccess files may be VSAM or BDAM. Ifyou choose to allocatethese files as VSAM,
they must be defined through AMSERV. See Allocating Work Files for the DISK Option
(see page 179)and Figure5.5 above for sample AMSERV control statements for file
allocation.

If you chooseto allocatethese files as BDAM, you do not need to use AMSERV. Instead,
reviseyour EXEC (as shown inFigure5.13b) to contain the statements shownin Figure
5.13a.

* FILES NEEDED ONLY IF DISK OPTION IS SPECIFIED
* AND BDAM IS CHOSEN

*

FILEDEF  DBKHASH fn ft fm6 (DSORG DA
FILEDEF  DBKHA@@ fn ft fm6 (DSORG DA
FILEDEF  DBKSAVE fn ft fm6 (DSORG DA
FILEDEF  DBKSA@@ fn ft fm6 (DSORG DA

*

* DBKHA@@ MUST HAVE THE SAME FILEID AS DBKHASH
* AND DBKSA@ MUST HAVE THE SAME FILEID AS DBKSAVE

Figure 5.13a: z/VM EXEC to Run CA IDMS/DB Audit
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2. Running CAIDMS/DB Audit

Sample z/VM EXEC to auditand simulatefixingthe databasedescribed by your
subschemais showninFigure 5.13aand 5.13b. A key to the variables (shownin bold) is
shown inFigures 5.14. A similar EXECis contained inthe sourcelibrary member
USAEXEC.

TOOL_LOADLIB FN = 'toollib'
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IDMS LOADLIB FN = 'idmslib’
SORTLIB FN = 'sortlib’
/*

/* Link and access the Minidisks containing the required librarie(s)
/* and database file(s).
/*
'CP SPOOL PRINTER NOCONT CLOSE'
'CP SPOOL PRINTER TO * NOHOLD CONT FORM OFF DIST OFF'
'GLOBAL LOADLIB ' TOOL LOADLIB FN IDMS LOADLIB FN
'GLOBAL TXTLIB ' SORTLIB FN
/*
/* Insert FILEDEFS as needed to define all required database files.
/*
'"FILEDEF dbfil@l DIK fn ft fm6 ( dcb'
'FILEDEF dbfilnn DIK fn ft fm6 ( dcb'
/*
/* Files needed for all runs.
/*
'"FILEDEF SYSLST  PRINTER'
'FILEDEF SYSUDUMP PRINTER'
'FILEDEF SYSOUT  PRINTER'
'FILEDEF SNAPIT  PRINTER'
'FILEDEF EXTRACTS DISK USAEXEC EXTRACTS fm'
'FILEDEF WORKFILE DISK USAEXEC WORKFILE fm'
/*
/* You must create a file 'SYSIDMS PARMS A' containing the SYSIDMS
/* parameters you use to specify your runtime environment.
/*
'FILEDEF SYSIDMS DISK SYSIDMS PARMS A'
/*
/* You must create a file 'USAEXEC SYSIPT A' containing the input
/* parameter statements prior to executing this EXEC.
/*
'"FILEDEF SYSIPT  DISK USAEXEC SYSIPT A'
/*
/* Insert FILEDEF statements for SORT work space as required by
/* your SORT product.
/*
/* Files needed for auditing or fixing integrated index sets.
/*
'FILEDEF DBKYWORK DISK USAEXEC DBKYWORK fm'
'FILEDEF INDXEXTR DISK USAEXEC INDXEXTR fm'
'FILEDEF INDXWORK DISK USAEXEC INDXWORK fm'
/*
/* The remaining VSAM files are needed only if you specify DISK
/* option on the "AUDIT" parameter statement and VSAM is chosen.

/*
/* Remove the comments from around the next 4 statements.
/* 'DLBL IJSYSCT vsam_fm DSN vsamcat'
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'DLBL IJSYSUC vsam fm DSN vsamcat'

'DLBL DBKSAVE vsam fm DSN dbksave (VSAM'

'DLBL DBKHASH vsam fm DSN dbkhash (VSAM'
*/

Figure 5.13b: z/VM EXEC to Run CA IDMS/DB Audit

SAY 'START DATABASE AUDIT"
SIGNAL OFF ERROR
"EXECOS OSRUN USADRVR PARM=''NOSPIE/' "'
USADRVR RC = RC
IF USADRVR RC > 4
THEN DO
CALL ERROR
END
'CP SPOOL PRINTER NOCONT'
'CP CLOSE PRINTER NAVE DBAUDIT LISTING'
'CP SPOOL PRINTER OFF'
SAY 'USAEXEC FINISHED WITH A RETURN CODE OF' USADRVR RC
'GLOBAL LOADLIB'
'GLOBAL TXTLIB'
'FILEDEF * CLEAR'
EXIT USADR\R RC
/*
/ D Rt T o T I e e o T B B B N T I T i s e o o o SN S B O
ERROR:
/ * b
ERROR RC = RC
TRACE OFF; SIGNAL OFF ERROR
SAY 'NON-ZERO RETURN CODE ENCOUNTERED IN EXEC AT LINE' SIGL
'CP SPOOL PRINTER NOCONT'
'CP CLOSE PRINTER NAME DBAUDIT LISTING'
'CP SPOOL PRINTER OFF'
'GLOBAL LOADLIB'
'GLOBAL TXTLIB'
'FILEDEF * CLEAR'
EXIT ERROR RC
/*

Figure 5.13b (cont.): z/VM EXEC to Run CA IDMS/DB Audit

Keyto Sample z/VM EXEC to Run CAIDMS/DB Audit

toollib — The filename of the load libraryinto which you downloaded CA IDMS/DB
Audit.

idmslib — The filename of the load library containing your CAIDMS subschema and
DMCL modules.
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sortlib — The file name of the text library containing your sort modules.
dbfil01/dbfilnn — The name of each of the databasefiles to be accessed.

fn ft fm — The filename, filetype, and filemode of the relevant file. The file mode
number of your databasefile(s) mustbe 6.

dcb — The data control block (DCB) information for the files.

Note: The followingdefinitions arerequired if you specify theDISK option inthe AUDIT
statement. You must predefine these files usingIDCAMS control statements. See
Operations (see page 155) of the CA IDMS/DB Audit User Guide.

dbksave — The data set name of the VSAM filefor the db-key savetable.

dbkhash — The data set name of the VSAM filefor the db-key hashtable.

vsamcat — The data set name of the VSAM catalog.

vsam_fm — The file mode of the accessed minidisk containing your VSAM catalog(s)
andfile(s).

Figure 5.14: Key to Figure 5.13a

Restarting CA IDMS/DB Audit

When anauditandsimulated fix have been successfully completed, you canrestartCA
IDMS/DB Audit and actually updatethe database. The EXEC for the update runis the
same as the previous EXEC, except for the parameter statements. Be surethat no other
updates areapplied to the database between the auditrun andthe fix run.

Here are sample parameter statements:

PROCESS, SUBSHEMA=subschema-name,
READYMODE=UPDATE , SORTMSGS=CRITICAL

FIX=UPDATE, PAGES, USERSETS, CALCSETS, INDEXORPHANS

REPORTS=YES , RECDATA=CHAR , SETMBRS=ERRSONLY

Obtaining Reports for a Previous Run

You may want only the reports for a previous run of CA IDMS/DB Audit . Again, you can
use the EXEC and change only the parameter statements:

PROCESS, SUBSHEMA=subschema-name,
READYMODE=RETRIEVAL , SORTMSGS=CRITICAL
REPORTS=YES , RECDATA=HEX, SETMBRS=ALL
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Chapter 7. Messages

This chapter lists all messages thatappear on the CA IDMS/DB Audit reports. The
messages are listed in order, by code, along with reasons for their occurrences and
suggested actions.

CA IDMS/DB Audit messages are displayed as xxxxnnns. The xxxx is a four character
abbreviation of the module that generated the message, nnn is a three digitcode, and s
is the severity class.Inthis chapter, messages arelisted without the module
abbreviation.

As CA IDMS/DB Audit performs its various processes, itrecords three classes of
messages on the Audit Report.

m  Error

m  |nformative

m  Warning

This section contains the followingtopics:

Error Messages (see page 203)

Error Messages (see page 204)
Informative Messages (see page 243)

Warning Messages (see page 262)
Return Codes (see page 275)

Error Messades

Error messages are suffixed by an nnnE message number and report on the following:
m  Erroneous parameter data

m  Conflicting parameter data

m  Irrecoverableprocessingconditions

m  Physicalintegrityerrors
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Informative Messades

Informative messages aresuffixed by an nnnl message number and report on the
following:

m  Parameter information

m  Startand stop of each processingphase
m  Actions taken

m  Statisticalinformation

m  Physicalintegrity errors

Warning Messades

Error Messages

Warning messages aresuffixed by a nnnW message number and report on the
following:

m  Parameter information

m  Actions taken

CA IDMS/DB Audit error messages aresuffixed by an nnnkE number and include possible
causes for the message and actionto be taken to correct the problem.

001E NOTENOUGH STORAGE FOR PROCESSING. AMOUNT OF CONTIGUOUS STORAGE
REQUIRED = number-of-bytes BYTES

Reason:

The amount of availablestoragein the region or partition was not large enough for CA
IDMS/DB Audit's pseudo subschema table or other work areas. The required number of
contiguous bytes of storageis displayed.

Action:

See the "Operations" chapter for more details about CA IDMS/DB Audit storage
requirements. Increasethe GETMAIN/GETVIS area by changingthe REGION/SIZE
parameter on the EXEC statement or lower the SETLIMIT valuesothat less storageis
required.
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002E KEYWORD PROCESSOR TABLE (USAT0010) MISSING

Reason:

Module USATO010 was not link edited with CA IDMS/DB Audit. CA IDMS/DB Audit
terminates processing.

Action:

Contact Computer Associates ProductSupportfor assistance.
003E UNRECOGNIZABLE PARAMETER VALUE value

Reason:

An unrecognizable parameter value was returned by the keyword processor.CA
IDMS/DB Audit terminates abnormally.

Action:

Contact Computer Associates ProductSupportfor assistance.

005E EXPECTED CONTINUATION STATEMENT NOT RECEIVED

Reason:

An input parameter statement containinga comma followed the lastkeyword phrase
when end-of-file was reached on SYSIPT.

Action:

If continuationis desired, add an additional parameter statement to the parameter file.
If continuationis notdesired, delete the comma after lastkeyword phrase. Resubmit

the job.

006E MAJOR KEYWORD NOT FOUND

Reason:

The firstword inthe parameter statement was not a major keyword.

Action:

Check parameter statement for misspelled keywords. Correct the keywords and
resubmit the job.
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007E UNRECOGNIZABLE KEYWORD keyword

Reason:

An unrecognizable major or minor keyword was detected.

Action:
Check parameter statement for misspelled orinvalid keywords. Correct the keywords
andresubmit the job.

008E INVALID FORMAT FOR KEYWORD keyword

Reason:

The designated keyword was incorrectly specified. Absence of a keyword will notinvoke
this message.

Action:
Check the parameter statement for correct parameter syntax. Correct the keyword and

resubmit the job.

009E KEYWORD VALUE TOO SMALL/LARGE keyword

Reason:

Value for the designated keyword was smaller or larger than the valueallowed.

Action:

Correct the keyword valueand resubmit the job.

010E PROCESS PARAMETER MISSING OR INVALID

Reason:

PROCESS parameter not detected as firstnon-comment parameter statement. PROCESS
keyword misspelled.

Action:

Check the parameter fileand make sure the PROCESS statement is the first
non-comment parameter statement. Correct spelling of the keyword and resubmit the
job.
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011E MULTIPLE OCCURRENCES OF SAME PARAMETER STATEMENT

Reason:

More than one PROCESS, AUDIT, FIX or REPORTS parameter statement encountered.
Multiple AREA parameters specifyingidenticalarea nameencountered. Multiple
RECORD parameters specifyingidentical record name encountered. MultipleSET
parameters specifyingidentical setname encountered.

Action:

Delete all butone occurrence of multiple parameters and resubmit job. Delete extra
parameter statements or change area, set, or record name on duplicate parameter
statements. Resubmit the job.

012E NULL VALUE NOT VALID FOR KEYWORD keyword

Reason:

A required value was not entered for the designated keyword.

Action:

Specify a valuefor the keyword and resubmit the job.
013E INVALID VALUE SPECIFIED FOR KEYWORD keyword

Reason:

An invalid value was specified for the designated keyword.

Action:

Correct the keyword valueand resubmit the job.
014E NUMERIC VALUE NOT SPECIFIED FOR KEYWORD keyword

Reason:

A non-numeric valuewas specified for the designated keyword.

Action:

Correct the keyword valueand resubmit the job.
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015E AUDIT,CALCSETS SPECIFIED BUT SR1 RECORD/CALC SET IS NOACCESS/NOAUDIT

Reason:

Auditing of the CALC set cannotbe performed because a RECORD or SET statement, or
both, contained NOACCESS.

Action:

Delete NOACCESS from RECORD and SET statements and resubmitthe job.
016E AUDIT,CALCSETS SPECIFIED BUT SR1 RECORD IS NOSWEEP

Reason:

Auditing of CALC set cannotbe performed because a RECORD statement contained
NOSWEEP.

Action:

Delete NOSWEEP from the RECORD statement and resubmit the job.

017E AREA/RECORD/SET PARAMETER ENTERED WITHOUT AUDIT PARAMETER

Reason:

An AREA, RECORD, or SET statement was entered without also entering an AUDIT
statement.

Action:

Enter an AUDIT statement and resubmit the job. If only fixing or reportingis to be
performed, delete the AREA, RECORD, or SET statement.

018E AREA/RECORD/SET NOTIN SUBSCHEMA

Reason:

Incorrectsubschema specified. Area name, record name, or set name was misspelled.

Action:

Check that the correct subschema was specified and that subschema nameis spelled
correctly. Resubmit job. Correct area name, record name, or set name and resubmit the
job.
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019E BEGIN/END PAGE NUMBER OUTSIDE AREA PAGE RANGE

Reason:

The specified BEGIN or END page number inan AREA statement is outsidethe area page
range or a null valuewas entered. An incorrectarea name was entered inan AREA
statement.

Action:
Correct the page number valueand resubmit the job. Correct the area name and

resubmit the job.

020E BEGIN PAGE NUMBER GREATER THAN END PAGE NUMBER

Reason:

The specified BEGIN page number is greater than the specified END page number inan
AREA statement.

Action:

Correct the BEGIN and END page numbers and resubmit the job.
022E FIX OPERAND SPECIFIED WITH NO CORRESPONDING AUDIT OPERAND

Reason:

A fix option was specified for a portion of the databasefor which there was no
correspondingauditspecified.

Action:

Correct the fix request and resubmit the job.

023E ALL AREAS IN SUBSCHEMA ARE NOACCESS

Reason:

Auditing cannotbe performed because all areas inthesubschema were designated
NOACCESS in AREA parameter statements.

Action:

Delete NOACCESS from at leastone AREA statement andresubmit the job.
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024E ALLSETS IN SUBSCHEMA ARE NOAUDIT

Reason:

Auditing cannotbe performed because all sets inthe subschema were designated
NOACCESS in either AREA, RECORD, or SET parameter statements.

Action:

Delete NOACCESS from the appropriate AREA, RECORD, or SET parameter statements

andresubmit the job.

025E ready-mode NOT ALLOWED FOR AREA area-name

Reason:

The designated area cannot be audited becausethe area has a privacy lock of NO for
Ready Exclusive Update or Ready Shared Retrieval.

Action:

Specify another subschema that allows thearea to be readied inthe appropriate mode
andresubmit the job. Designate the area as NOACCESS usingan AREA parameter
statement and resubmit the job.

026E FIND/GET NOT ALLOWED FOR record-name

Reason:

The designated record cannotbe audited becauseithas a privacylock of NO for the
DML command FIND or GET in the subschema being used.

Action:

Specify another subschema that allows FIND and GET for all records to be audited.
Designate the record as NOACCESS, by usinga RECORD parameter statement. Resubmit
the job.

027E MODIFY NOT ALLOWED FOR RECORD record-name

Reason:

The designated record cannotbe fixed becauseithas a privacylock of NO for the DML
command MODIFY inthe subschema being used.

Action:

Specify another subschema that allows MODIFY for all records to be audited. Designate
the record as NOACCESS, by usinga RECORD parameter statement duringthe audit
phase. Rerun the auditand fix phases.
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028E ERASE NOT ALLOWED FOR RECORD record-name

Reason:

When LDEL record fixingwas requested, the designated record could not be fixed
becauseithad a privacylock of NO for the DML command ERASE inthe subschema
being used.

Action:

Specify another subschema that allows ERASE for all records to be audited. Designate
the record as NOACCESS, BY usinga RECORD parameter statement duringthe audit
phase. Rerun the auditand fix phases.

029E RECORD ID record-id NOT IN SUBSCHEMA FOR MULTI-MEMBER SET set-name

Reason:

The indicated member record was not copiedinto subschema being used for the
indicated set.

Action:

Specify another subschema that has copied the member record and resubmit the job.

Designate the set as NOACCESS by usinga SET statement and resubmitthe job.

030E DISCONNECT SPECIFIED FOR NOACCESS RECORD record-name

Reason:

The DISCONNECT option was specified for a record that was designated as NOACCESS in
either an AREA or RECORD parameter statement.

Action:

Delete the DISCONNECT optionand resubmit the job. Delete the NOACCESS option and
resubmit the job.

031E DISCONNECT SPECIFIED FOR RECORD record-name IN NOAUDIT SET set-name

Reason:

The DISCONNECT option was specified for a member record of a set designated as
NOACCESS ineither an AREA, RECORD, or SET statement.

Action:

Delete the DISCONNECT optionand resubmit the job. Delete the NOACCESS option and
resubmit the job.
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032E DISCONNECT SPECIFIED FOR NOAUDIT SET set-name

Reason:

The DISCONNECT option was specified for a set designated as NOACCESS in either an
AREA, RECORD, or SET statement.

Action:
Delete DISCONNECT optionand resubmitthe job.Delete the NOACCESS option and

resubmit the job.

033E DISCONNECT SPECIFIED FOR RECORD NOT A MEMBER OF ANY SETS

Reason:

The DISCONNECT option was specifiedina RECORD statement for a record thatis nota
member of a set.

Action:

Delete the DISCONNECT option from the RECORD statement and resubmitthe job.

034E NO AUDIT TYPE SPECIFIED ON AUDIT PARAMETER

Reason:

No options were specifiedinthe AUDIT statement to indicatethe type of auditingto be
performed.

Action:

Add the desired options to the AUDIT statement and resubmit the job.
035E DBKEYTBL/WALKNEXT SPECIFIED WITHOUT ALCSETS/USERSETS

Reason:

DBKEYTBL and/or WALKNEXT was requested inan AUDIT statement without CALCSETS
or USERSETS.

Action:

Add CALCSETS and/or USERSETS to the AUDIT statement and resubmit the job. Delete
DBKEYTBL and WALKNEXT from the AUDIT statement and resubmit the job.
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036E NO FIX TYPE SPECIFIED ON FIX PARAMETER

Reason:

No type of fixingwas specified in the FIX statement.

Action:

Add the desired fix options to the FIXstatement and resubmit the job.

037E FIX SUBSCHEMA DOES NOT MATCH AUDIT SUBSCHEMA

Reason:

Fixingwas requested usingan extract filecreated by a previous auditjob.The
subschema name used by the auditphase, however, does not match the subschema
name specifiedinthe PROCESS statement of the fix phase.

Action:
Correct the subschema name inthe PROCESS statement to match the subschema name

inthe extract file of the audit phase. Resubmit the job.

038E FIX NOT ALLOWED — AUDIT PHASE ABORTED

Reason:

Fix processing cannotbe performed because of anirrecoverableerror duringthe audit
phase.

Action:
Review messages displayed duringthe auditphaseand correctany errors. Rerun both

the auditand fix phases.

039E FIX NOT ALLOWED — STOPAFTER LIMIT EXCEEDED IN AUDIT PHASE

Reason:

Fix processingcannotbe performed because the STOPAFTER limitwas exceeded during
the auditphase.

Action:

Increasethe value of STOPAFTER. Rerun both the auditand fix phases.

Chapter 7: Messages 213



Error Messages

040E FIX NOT ALLOWED — SETLIMIT VALUE EXCEEDED IN AUDIT PHASE

Reason:

Fix processing cannotbe performed because the SETLIMIT value was exceeded during
the auditphase.

Action:

Ifthe DBKEYTBL option was not requested, a set loop condition may exist. Resubmit
both the auditand fix phases requestingthe DBKEYTBL option. If DBKEYTBL was
requested, increasethe value of SETLIMIT. Rerun both the auditand fix phases.

041E UNSUCCESSFUL OPEN OF file-name FILE

Reason:

CA IDMS/DB Audit could not successfully open the designated file. Processingis
terminated.

Action:
Check that all filenames arecorrectly spelled. Add the appropriatefilename to the JCL.

Resubmit the job.

042E EXTRACT RECORD MISSING OR INVALID

Reason:

The auditphasethat created the extract filewas canceled before the header or trailer
record was written. CA IDMS/DB Audit terminates processing. The file being read by the
report or fix phaseis not a CA IDMS/DB Audit extract file.

Action:

Rerun the auditand fix phases.Resubmit the job usingthe correct extract file.

043E MULTIPLE EXTRACT HEADER/TRAILER RECORDS DETECTED

Reason:

Extract files frommultiple CA IDMS/DB Audit jobs were concatenated. CA IDMS/DB
Audit terminates processing.

Action:

Resubmit the job usingonlyone extract file.
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044E UNSUCCESSFUL BIND RUN-UNIT

Reason:

A non-zero error status was returned when a BIND RUN-UNIT command was issued. CA
IDMS/DB Audit terminates processing.

Action:

See message 050I.
045E UNSUCCESSFUL BIND record-name/page-number

Reason:

A non-zero error status was returned when a BIND command for the designated record
or page was issued.CA IDMS/DB Audit terminates processing.

Action:

See message 050I.

046E UNSUCCESSFUL READY ready-mode area-name

Reason:

A non-zero error status was returned when the indicated ready mode was invoked for
the designated area.CA IDMS/DB Audit terminates processing.

Action:

See message 050I.
047E UNSUCCESSFUL FINISH

Reason:

A non-zero error status was returned after a FINISH command. CA IDMS/DB Audit
terminates processing.

Action:

See message 050I.
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049E UNSUCCESSFUL OBTAIN FIRST/NEXT RECORD/PAGE WITHIN AREA LAST GOOD
RECORD=record-name/PAGE=page-number
Reason:

A non-zero error status was returned after an OBTAIN command for a firstrecord, a
next record, or a page within the area displayed with the preceding message 1018.The
db-key is displayed for the lastrecord retrieved in the area, or the page number is
displayed for the lastpage retrieved inthe area sweep. If the record db-key or the page
number equals HIGH-VALUES, an OBTAIN FIRST command was issued;otherwise, an
OBTAIN NEXT command was issued. Message 0501 follows this message.

Action:

See message 050I.

050E UNSUCCESSFUL OBTAIN OF RECORD/PAGE - MAY RESULT FROM A VALID DBKEY
BUT NO DATA RECORD FOUND

Reason:

A non-zero error status was returned after an OBTAIN command for a record or page. In
the auditphase, CA IDMS/DB Audit terminates processingofthe area or set occurrence.
Inthe fix phase, CA IDMS/DB Audit terminates all processing. This situation may result
when a valid dbkeyis passedto IDMS but no data record is found at the location
specified by the dbkey.

Action:

Audit phase--see message 0501. Fix phase--contact Computer Associates Product
Support.

051E UNSUCCESSFUL MODIFY OF record-name/page-number

Reason:

A non-zero error status was returned when issuinga MODIFY command was issued
duringthe fix phase. CA IDMS/DB Audit terminates.

Action:

Audit phase--see message 050l for the error status. Contact Computer Associates
Product Support.
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052E UNSUCCESSFUL ERASE OF RECORD

Reason:

A non-zero error status was returned when an ERASE command was issued during the
fix phase. CAIDMS/DB Audit terminates.

Action:

Contact Computer Associates ProductSupport.

Note: Iferrors 050E, 051E, or 052E occur duringfix phase, thedatabase must be
restored to its state prior to running CA IDMS/DB Audit . A SNAP of appropriate CA

IDMS/DB Audit work areas will automatically be produced. Contact Computer
Associates Product Support for assistance.

053E STOPAFTER LIMIT EXCEEDED

Reason:

The STOPAFTER valuewas exceeded by one physicalintegrity error. CA IDMS/DB Audit
terminates the auditphase.

Action:

Increasethe STOPAFTER valueand resubmitthe job.

054E SETLIMIT EXCEEDED FOR SET set-name

Reason:

The SETLIMIT valuewas exceeded for the designated set. CA IDMS/DB Audit terminates
processingof the set occurrence.

Action:

I1f DBKEYTBL was not requested, a set loop may existinthe set occurrence. Resubmit the
jobrequesting DBKEYTBL. If DBKEYTBL was requested, increasethe SETLIMIT value.
Resubmit the job.

056E REPORT/FIX PHASE TERMINATED

Reason:
The SORT program returned a non-zero return code to the designated CA IDMS/DB
Audit phase. An error was detected that makes execution of the phaseimpossible.
Action:

Review the SORT messages and correctthe problem. Resubmit the job. Review the
associated error message and correct the problem. Resubmit the job.
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057E ORPHANS OR MEMBERS OF ANOTHER SET POINT INTO A SET WHICH WAS NOT
AUDITED set-name

Reason:

CA IDMS/DB Audit has performed a partial area auditand one of the following
conditions exists:

m  Asetcontaininganintegrity error points intoa second set containinganintegrity
error and the owner of the second setis outsidethe BEGIN/END page range for the
area where the owner resides.

m  Records are detected as orphans ofa set containingintegrity errors.The owner of
the setis outsidethe BEGIN/END page range for the area where the owner resides.
In either case,the indicated set was not audited. Information aboutthe owner of
the indicated set occurrencefollows this message. If this erroris displayed during
the fix phase, processingis terminated.

Action:

If Error 057E occurred duringthe fix phase, specify a BEGIN/END page range for the area
thatincludes the owner of the indicated set, and rerun both the auditand fix phases. If
the error occurred duringthe report phase, processingcontinues. The Before Images
Report does not, however, accurately display the sets involved.

058E header/footer PAGE NUMBER DOES NOT MATCH REQUESTED PAGE NUMBER

Reason:
One of the following conditions exists.

m  The page number within the page header or footer does not match the page
number that was read duringarea sweep processing.

m  The free spaceon the page, as indicated by the linespacesizein the footer and the
availablespacesizeinthe header, is notall low-values.
Action:

m  Review the associated messageand ensure that the correct SUBSCHEMA/DMCL and
load/coreimage library arespecified before attempting any fixing. Otherwise, a
large number of pages canbeincorrectly flagged as beinginerror.

®  Run FIX=UPDATE,PAGES to set the free spaceto low-values.
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059E RECORD DBKEY OUTSIDE SPECIFIED FROM/THRU PAGE RANGE

Reason:

The db-key of displayed record occurrence does not fall within the from/thru page
range specified for record type.

Action:

None. CA IDMS/DB Audit cannotfix this type of error.

Note: This type of error does not affect the walking of a setoccurrence. It can, however,
cause CALC records not to be found.

060E NEXT/PRIOR/OWNER/INDEX DBKEY IS NULL

Reason:

During USERSETS auditing, the displayed record occurrence contained a next, prior,or
owner db-key thatis null.

Action:

Review associated messages and determine iffixingshould be performed. Use the CA
IDMS utility IDMSBCF, FIX PAGE function to display the page where the record resides
and patch the bad page.

061E NEXT/PRIOR/OWNER/INDEX DBKEY OUTSIDE AREA PAGE RANGES FOR
SUBSCHEMA

Reason:

During USERSETS/CALCSETS auditing, the displayed record occurrence contained either
a next, prior,or owner db-key that did not pointinto any of the areas copiedinto the
subschema.

Action:

Review associated messages to determine if fixingshould be performed. Use the CA
IDMS utility IDMSBCF, FIX PAGE function to display the page where the record resides
and patch the bad page.
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062E NEXT/PRIOR/OWNER/INDEX DBKEY POINTS INTO NON-READIED AREA OF
SUBSCHEMA

Reason:
During USERSETS/CALCSETS auditing, the displayed record occurrence contained either
a next, prior,or owner db-key that pointed into an non-readied area of the subschema.

Action:

Review associated messages to determine if fixingshould be performed. Use the CA
IDMS utility IDMSBCF, FIX PAGE function to display the page where the record resides
and patch the bad page.

063E NEXT/PRIOR/OWNER/INDEX DBKEY POINTS TO NON-EXISTENT RECORD

Reason:

During CALCSETS auditing, the displayed record occurrence contained a next, prior, or
owner db-key thatis null.This error canoccurifall CALC records have not been copied
into the subschema being used. During USERSETS/CALCSETS auditing, the displayed
record occurrencecontained either a next, prior,or owner db-key that pointed to a
non-existent record.

Action:

Be certainthat all CALC records have been copied into the subschema being used.
Review associated messages to determine iffixing should be performed. Use the CA
IDMS utility IDMSBCF, FIX PAGE function to display the page where the record resides
and patch the bad page.

064E NEXT/PRIOR/OWNER/INDEX DBKEY POINTS TO INVALID RECORD TYPE FOR SET

Reason:

During USERSETS/CALCSETS auditing, the displayed record occurrencecontained either
a next, prior,or owner db-key that pointed to aninvalid record type for the set.

Action:

Review associated messages to determine iffixingshould be performed. Use the CA
IDMS utility IDMSBCF, FIX PAGE function to displaythe page where the record resides
and patch the bad page.
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065E SORT KEY OUT OF SEQUENCE

Reason:

When sorted inascendingorder, the displayed record's sortkey was less than the sort
key of the prior record (of the same record type) inthe set. When sorted in descending
order, the displayed record's sortkey was greater than the sortkey of the priorrecord
inthe set.

Action:

Review the associated messages and determine if fixing should be performed.

066E DUPLICATE SORT KEY DETECTED

Reason:

The displayedrecord's sortkey was equal to the sort key of the priorrecordinaset
where duplicates were not allowed.

Action:

None. CA IDMS/DB Audit cannotfix this type of error.
067E OWNER DBKEY DOES NOT POINT TO OWNER RECORD OF SET

Reason:

Owner db-key of displayed recordis invalid. Displayed recordis member of another set
occurrence pointed into by the current set occurrence.

Action:

Review associated messages and determine iffixingshould be performed.

068E PRIOR DBKEY DOES NOT POINT BACK TO PRIOR RECORD IN SET

Reason:

When walking next inthe set occurrence, the prior db-key of the displayed record did
not match the db-key of the prior recordinthe set occurrence.

Action:

Review associated messages and determine iffixing should be performed.
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069E NEXT DBKEY DOES NOT POINT BACK TO NEXT RECORD IN SET

Reason:

When walking priorinthe set occurrence, the next db-key of the displayed record did
not match the db-key of the next recordin the set occurrence.

Action:

Review associated messages and determine iffixing should be performed.
070E SECOND OWNER RECORD RETRIEVED

Reason:

When walking either next or prior,a second owner record occurrence was detected in
the set occurrence. This message canindicatea set occurrence that points into another
set occurrence.

Action:

Review associated messages and determine if fixingshould be performed.

071E SET LOOP DETECTED

Reason:

When walkingeither next or priorina set occurrence, the designated db-key of the
displayed record pointed to a member record previously retrieved, indicatinga setloop
condition.

Action:

Review associated messages and determine if fixing should be performed.
072E FRAGMENTED RECORD NOT PROPERLY ASSEMBLED

Reason:

All fragments of the record could not be successfully retrieved because of a bad SR4
chain pointer.The recordis either variablelength or compressed. (A compressed fixed
length record is stored on the databaseas avariablelength record. See message 080E.)
The Record Descriptor Word (RDW) length could also erroneouslyindicatethat there
should be more fragments for the record whilethe lastSR4 chain pointer points back to
the root of the fragmented record indicatingthatthere are no more fragments. Only the
control portion of the record datais displayed.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE to displaythe page where the designated
record resides and patch the bad page.
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077E CA IDMS/DB Audit TERMINATED

Reason:

Processing was terminated becauseof a previous error.

Action:

Review all displayed error messages.

078E AREA/RECORD/SET DESCRIPTOR BLOCK NOT FOUND IN SUBSCHEMA

Reason:

The extract fileused by the current fix/report phasewas created by another CA
IDMS/DB Audit job. The current subschema being used is notthe same subschema as
that used by the auditphase even though the subschema names match.

Action:

Check that the correct load/coreimagelibraryis beingused. Resubmit the job. Ifthe
problem recurs, save all outputlistingsand contact Computer Associates Product
Support for assistance.

079E INTERNAL PROCESSING ERROR

Reason:

An irrecoverableinternal error was detected by CAIDMS/DB Audit.

Action:

If CURRENCY/AREA-SWEEP isindicated,a page header may be invalid.Rerun, specifying
AUDIT=PAGES. Otherwise, save all outputlistings and contact Computer Associates
Product Support for assistance.

080E COMPRESSED RECORD NOT PROPERLY DECOMPRESSED

Reason:

The displayedrecordis a compressed record that could not be successfully
decompressed because of errors detected within the compressed portion of the record.
Improper decompression cancausea fragmented record to be improperly assembled.
See message 072E.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE to displaythe page where the designated
record resides and patch the bad page.
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081E NOT ENOUGH STORAGE FOR LOADING SUBSCHEMA/DMCL

Reason:

The amount of availablestoragein the region or partition was not largeenough for CA
IDMS/DB Audit to load the subschema or the DMCL named in the subschema, or both,
into virtual storage.

Action:

See the "Operations" chapter for details about CA IDMS/DB Audit storage requirements.
Increasethe GETMAIN/GETVIS area by changingthe REGION/SIZE parameter on the
EXEC statement. Resubmit the job.

082E SUBSCHEMA/DMCL NOT VALID

Reason:

The subschema and/or the DMCL named inthe subschema resides inthe load/core
image libraries allocated to the job. CA IDMS/DB Audit has determined, however, that
the subschema is not a valid subschema and/or the DMCL hamed inthe subschema is
not a valid DMCL.

Action:
Check the spelling of the subschema named inthe PROCESS statement. Check that the

correctload/coreimagelibraries were allocated. Resubmit the job.

084E AUDIT,DISCONNECT=EXPLICIT SPECIFIED BUT NO MEMBER RECORD IS M/A OR
DISCONNECT

Reason:

DISCONNECT=EXPLICIT was specified onthe AUDIT statement indicatingthatCA
IDMS/DB Audit should auditfor set disconnections of mandatory automatic or
DISCONNECT member records.There are no records, however, that are to be audited
that are mandatory automatic or specified as DISCONNECT.

Action:

Delete DISCONNECT=EXPLICIT from the AUDIT statement, or specify specific records or
sets as DISCONNECT, and resubmit the job.

224 Audit User Guide



Error Messages

085E DISCONNECT SPECIFIED FOR RECORD/SET BUT DISCONNECT=NONE WAS
SPECIFIED ON AUDIT STATEMENT

Reason:

DISCONNECT=NONE was specifiedinthe AUDIT statement, indicatingthatCA IDMS/DB
Audit should not auditfor set disconnections. However, at leastone RECORD or SET
statement specified DISCONNECT, and CA IDMS/DB Audit terminated processing.

Action:

Specify DISCONNECT=EXPLICIT inthe AUDIT statement. Delete DISCONNECT from all
RECORD and SET statements. Resubmit the job.

086E READYMODE=RETRIEVAL AND FIX=UPDATE WERE BOTH SPECIFIED BUT ARE
INCOMPATIBLE

Reason:

Retrieval mode and updatingthe databaseare mutually exclusive.

Action:

If you want to run inretrieval mode, change to FIX=SIMULATE. If you want to actually
update the database, changeto READYMODE=UPDATE. Resubmitthe job.

087E SR8 AUDITING TERMINATED

Reason:

Date andtime that SR8 auditing was terminated because of a processingerror.

Action:

Review associated messages to determine the reason for termination.

088E RECORD NOT FOUND - RECORD NAME IS record-name

Reason:

The record indicated by a db-key contained inan SR8 entry could not be found.

Action:

Use the CAIDMS utility IDMSBCF, FIX PAGE function to fix the SR8 record.
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089E RECORD TYPE INCORRECT - RECORD NAME IS record-name

Reason:

The record indicated by a db-key contained inan SR8 entry was found, butitis not the
correct record type for this integrated index set.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE functionto display the page where the

record resides and patch the bad page.

090E RECORD NOT WITHIN PAGE RANGE - RECORD NAME IS record-name

Reason:

The record indicated by a db-key in an SR8 entry was found, but its page rangeis not
within the page range indicated for that record type.

Action:

Use the CAIDMS utility IDMSBCF, FIX PAGE functionto displaythe page where the
record resides and patch the bad page.

091E RECORD LOCATED IN A NON - READIED AREA - RECORD NAME IS record-name

Reason:

The record indicated by a db-key in an SR8 entry resides inanarea that was not readied.

Action:

Remove the NOACCESS parameter for the area where the recordresides. Resubmit the
job.

092E INDEX ORPHAN NOT FIXED DUE TO AN INVALID NEXT POINTER

Reason:

The orphan countin the SR8 record was not fixed becausean invalid next pointer was
detected when tryingto decrease orphancounts.CA IDMS/DB Audit should have
detected andalready fixed this pointer.

Action:

Make surethe correct auditextract fileis beingused. Use the CA IDMS utility IDMSBCF,
FIXPAGE functionto correct the invalid next pointer inthe SR8 record and fix the
orphan counts.
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093E INVALID RETURN CODE RECEIVED FROM PROGRAM program-name RETURN
CODE IS return-code

Reason:

An erroroccurred duringthe execution of the indicated program.

Action:

Contact Computer Associates ProductSupport.
094E CURRENT SUBSCHEMA DOES NOT MATCH DATABASE

Reason:

The subschema specified inthe PROCESS statement does not match the database.The
databasecontains an SR7 record for a system owned integrated index set, but the
subschema does not contain a definition for that set, nor does the subschema indicate
thatitis a partial description of the database. The subschema for CA IDMS/DB Audit
must be created from a schema that has a complete description of the database.

Action:

Correct the subschema and resubmitthe job.

095E AN INTERNAL SORT IN PROGRAM program-name DETECTED A RETURN CODE OF
sort-return-code

Reason:

The sort programwas unable to complete a sort.

Action:

Examine the related messages from your sortutility. See the listof return codes
associated with the sort utility for appropriateaction.

096E UNSUCCESSFUL READ OF file-name FILE

Reason:

CA IDMS/DB Audit was unableto readthe indicated file.

Action:

See message 050I.
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097E UNSUCCESSFUL WRITE TO file-name FILE

Reason:

CA IDMS/DB Audit was unableto write to the indicated file.

Action:

See message 050I.

098E UNSUCCESSFUL CLOSE OF file-name FILE

Reason:

CA IDMS/DB Audit was unableto closethe indicatedfile.

Action:

See message 050I.

099E SET set-name FOUND ON INDEX DBKEY WORK FILE BUT NOT FOUND IN
SUBSCHEMA

Reason:

DISP=MOD on the index db-key work file (instead of DISP=0OLD, DISP=SHR, or
DISP=NEW) causes the output to be added to the existingfile. This problem canoccurif
CA IDMS/DB Auditis run with two different subschemas.

Action:

Run CA IDMS/DB Audit with DISP=0LD, DISP=SHR, or DISP=NEW.

100E AUDIT,INDEXES/USERSETS SPECIFIED BUT SR7 RECORD SET IS NOACCESS

Reason:

The integrated index set cannotbe audited because the set or a record of the set was
specified NOACCESS ina RECORD or SET statement.

Action:

Delete INDEXES from the AUDIT parameter statement or delete the RECORD or SET
statement that specifies NOACCESS. Resubmit the job.
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101E AUDIT,INDEXES/USERSETS SPECIFIED BUT SR7 RECORD IS NOSWEEP

Reason:

The integrated index set cannotbe audited because the SR7 record is designated
NOSWEEP ina RECORD parameter statement.

Action:
Delete INDEXES from the AUDIT parameter statement or delete the RECORD statement
that specifies NOSWEEP for the SR7 record. Resubmit the job.

102E SR8 UPPER LEVEL POINTER IS NOT HIGH VALUES

Reason:

Ina top level SR8 record, the upper level pointer is not null (High-Values).

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE function to patch the upper level pointer.
103E INVALID GSSCALL RETURN CODE DETECTED WHEN CALLING PROGRAM
program-name. RETURN CODE IS nnnn.

Reason:

A module call processorerror occurred.

Possiblereturn codes are:

m 4 —|mproper parameter list

m 8 — Module not found inload/coreimage library

m 12 — Not enough storage for internal table or module (DOS only)

m 16 — GSSANKR could not be loaded.

Action:

Contact Computer Associates ProductSupport.

104E INTGR INDEX ORPHAN COUNT NOT DECREMENTED. INVALID RECORD TYPE
ENCOUNTERED.

Reason:

INDEXORPHANS was specifiedinthe FIX statement. Because aninvalid record type was
encountered, the integrated index orphan count was not decreased.

Action:

Correct the invalidrecord. You canusethe CAIDMS utility IDMSBCF, FIX PAGE function
to decreasethe orphan count.
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105E INTGR INDEX ORPHAN COUNT NOT DECREMENTED. MEMBER RECORD UPPER
LEV DBKEY POINTS OUT OF SET.

Reason:

INDEXORPHANS was specifiedinthe FIX statement. Because of aninvalid pointer
pointing out of the index set, orphan counts could not be completely decreased.
Action:

Fix the erroneous pointer by usingthe CA IDMS utility IDMSBCF, FIX PAGE function.You
canuse IDMSBCF, FIX PAGE to decrease the orphancount.

106E DISK/CORE OPTIONS ARE MUTUALLY EXCLUSIVE.

Reason:

Both DISKand CORE were entered inthe AUDIT parameter statement.

Action:
Remove either DISK or CORE from the AUDIT statement and resubmit the job. If DISK is
specified, be sure that two VSAM files areallocated.

107E GSIDCOP UNABLE TO DECOMPRESS SR8 RECORD return code

Reason:

An SR8 record has been encountered where the decompressed record size exceeds
Max-SR8-sizeas calculated fromthe subschema. This calculationis based upon the
INDEX BLOCK CONTAINS n KEYS inthe schema description of the integrated index set.
Action:

Rerun usinga subschema created from a schema havinga larger value for INDEX BLOCK
CONTAINS n KEYS.

108E MUST USE THE DISK DBKEYTBL OPTION IF SETLIMIT OVER 300,000 - YOU ASKED
FOR number-of-bytes BYTES

Reason:

Setlimitis animportantfactorin determining the size of the db-key table. In this case,
setlimitis solargethat the db-key tablecannot resideincore.

Action:

Specify DISK on the AUDIT statement and resubmit the job. If DISK is specified, besure
that two VSAM files areallocated.
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109E ONLY 1 SWEEP/NOSWEEP/NOACCESS KEYWORD CAN BE ENTERED PER AREA
STATEMENT

Reason:

Only one of these keywords is allowed per AREA statement.

Action:

Determine which keyword is desired and resubmit job.
110E A1-A7 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

A record set to SWEEP resides inanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or change the AREA
statement to allowaccess, then resubmit the job.

111E A1-A8 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

A setthatis to be audited residesinanarea thatis set to NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or change the AREA statement

to allowaccess, then resubmit the job.

112E ONE SWEEP/NOSWEEP/NOACCESS SUBPARAMETER MUST BE ENTERED FOR
EACH AREA STATEMENT

Reason:

One of these subparameters must be specified on with the AREA statement.

Action:

Specify subparameter for area and resubmitthe job.
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113E R4-R3 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

A record set to SWEEP residesinanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or change the AREA
statement to allowaccess, then resubmit the job.

114E R4-R8 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

A record set to SWEEP resides inanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or change the AREA
statement to allowaccess, then resubmit the job.

115E R4-R10 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

A setthatis to be auditedresideinanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or change the AREA statement
to allowaccess, then resubmit the job.

116E R4-R11 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

A setthatis to be auditedresideinanarea that is setto NOACCESS.

Action:

Resolve the conflictby either deleting the SET statement or change the AREA statement
to allowaccess, then resubmit the job.
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117E S3-5S2 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

A setthatis to be auditedresideinanareathat is setto NOACCESS.

Action:
Resolve the conflictby either deleting the SET statement or change the AREA statement
to allowaccess, then resubmit the job.

118E S3-5S10 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

A record set to SWEEP resides inanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or change the AREA
statement to allowaccess, then resubmit the job.

119E S4-S2 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

A setthatis to be audited residesinanarea thatis set to NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or change the AREA statement

to allowaccess, then resubmit the job.

120E R11-R4 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

A setthatis to be audited residesinanarea thatis set to NOACCESS.

Action:

Resolve the conflictby either deleting the SET statement or changingthe AREA
statement to allowaccess, then resubmit the job.
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121E S4-510 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

A record set to SWEEP residesinanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or changingthe AREA
statement to allowaccess, then resubmit the job.

122E INDEX ORPHAN FIXING IS NOT AVAILABLE WITH QUICKCHECK

Reason:

Index orphan fixing was specified on the FIX statement ina QuickCheck type auditrun.

Action:
Remove INDEX ORPHAN FIX parameter or change audittype to Standard and resubmit
the job.

123E ONLY 1 SWEEP/NOSWEEP/NOACCESS KEYWORD CAN BE ENTERED PER RECORD
STATEMENT

Reason:

Only one of these keywords is allowed per RECORD statement.

Action:

Determine which keyword is desired and resubmit job.

124E R1-R10 NOACCESS RECORD AND SET AUDIT CONFLICT

Reason:

A record set to NOACCESS is a member of a setthat is to be audited.

Action:

Resolve the conflictby either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.
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125E R1-R11 NOACCESS RECORD AND SET AUDIT CONFLICT

Reason:

A record set to NOACCESS is a member of a setthat is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.

126E S7-S2 NOACCESS RECORD AND SET AUDIT CONFLICT

Reason:

A record set to NOACCESS is a member of a set that is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.

127E S8-S2 NOACCESS RECORD AND SET AUDIT CONFLICT

Reason:

A record set to NOACCESS is a member of a setthat is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD

statement to allowaccess, then resubmit the job.

128E ONE SWEEP/NOSWEEP/NOACCESS SUBPARAMETER MUST BE ENTERED FOR
EACH RECORD STATEMENT

Reason:

One of these subparameters must be specified onthe RECORD statement

Action:

Specify subparameter for record and resubmit the job.
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129E R3-R4 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

A record set to SWEEP residesinanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or changingthe AREA
statement to allowaccess, then resubmit the job.

130E A7-A1 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

A record set to SWEEP resides inanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or changingthe AREA
statement to allow access, then resubmit the job.

131E S10-S3 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

A record set to SWEEP resides inanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or changingthe AREA

statement to allowaccess, then resubmit the job.

132E S10-S4 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

A record set to SWEEP resides inan area that is setto NOACCESS.

Action:

Resolve the conflictby either deleting the RECORD statement or changingthe AREA
statement to allowaccess, then resubmit the job.

236 Audit User Guide



Error Messages

133E R8-R4 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

A record set to SWEEP residesinanarea that is setto NOACCESS.

Action:
Resolve the conflict by either deleting the RECORD statement or changingthe AREA
statement to allowaccess, then resubmit the job.

134E S2-S3 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

A setthatisto be auditedresidesinanarea thatis set to NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or changingthe AREA
statement to allowaccess, then resubmit the job.

135E S2-S4 AUDIT SET THE NOACCESS AREA CONFLICT

Reason:

A setthatis to be audited residesinanarea thatis set to NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or changingthe AREA

statement to allowaccess, then resubmit the job.

136E S2-S7 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

A record set to NOACCESS is a member of a setthat is to be audited.

Action:

Resolve the conflictby either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.
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137E S2-S8 AUDIT SET AND NOACCESS RECORD CONFLICT

Reason:

A record set to NOACCESS is a member of a setthat is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.

138E R10-R4 AUDIT SET AND NOACCESS RECORD CONFLICT

Reason:

A record set to NOACCESS is a member of a set that is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD
statement to allowaccess, then resubmit the job.

139E R10-R4 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

A setthatis to be audited residesinanarea thatis set to NOACCESS.

Action:
Resolve the conflict by either deleting the SET statement or changingthe AREA

statement to allowaccess, then resubmit the job.

140E A8-A1 AUDIT SET AND NOACCESS RECORD CONFLICT

Reason:

A setthatis to be audited resides inanarea thatis set to NOACCESS.

Action:

Resolve the conflictby either deleting the SET statement or changingthe AREA
statement to allowaccess, then resubmit the job.
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141E R11-R1 AUDIT SET AND NOACCESS RECORD CONFLICT

Reason:

A record set to NOACCESS is a member of a set that is to be audited.

Action:
Resolve the conflict by either deleting the SET statement or changingthe RECORD

statement to allowaccess, then resubmit the job.

142E ONE AUDIT/NOAUDIT SUBPARAMETER MUST BE ENTERED FOR EACH SET
STATEMENT

Reason:

One of these subparameters must be specified on each SET statement.

Action:

Specify subparameter for set and resubmit the job.
143E INTEGRITY ERROR ENCOUNTERED PROCESSING IIX SET index-set-name

Reason:

SR7 or SR8 record was found to have inconsistent next, prior,or owner pointers. This
error is reported during AUDIT INDEX processing when AUDIT USERSETS was not also
specific.

Action:

Use the CAIDMS utility IDMSBCF, FIX PAGE functionto displaythepage where the SR8
resides to determine problem with the index set pointers,and to patch the bad page.

144E INDEX AUDITING IS NOT AVAILABLE WITH QUICKCHECK

Reason:

Audit subparameter is specified with QuickCheck audit.

Action:

Index integrity checkingis not available with QuickCheck type audit.
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145E WALKNEXT ORPHAN DETECTION IS AUTOMATICALLY INCLUDED WITH
QUICKCHECK
Reason:

WALKNEXT subparameter is specified with QuickCheck type audit.

Action:

USERSET orphan detection is incorporated with QuickCheck type audit.

146E QUICKCHECK AUDIT PREVIOUSLY SPECIFIED - FIX PHASE MUST ALSO RUN WITH
QUICKCHECK

Reason:

QuickCheck type auditcreated the extract file but Standard type auditwas specifiedin
subsequent fix run.

Action:

Change audittype infixrunto Standardor rerun audittype Standardto create new

extract file.

147E STANDARD AUDIT PREVIOUSLY SPECIFIED - FIX PHASE MUST ALSO RUN WITH
STANDARD

Reason:

Standard type auditcreated the extract file, but QuickCheck type auditwas specifiedin
subsequent fix run.

Action:

Change audittype infix runto QuickCheck or rerun with audittype QuickCheck to

create new extract file.

148E QUICKCHECK USERSETS/CALCSETS NOT AVAILABLE WITH BEGIN/END PAGE
RANGE FOR AREA area-name

Reason:

BEGIN/END subparameter specified with AREA statement and QuickCheck audit
requires a sweep of all records inthe area.

Action:

If partial area auditis preferable, then change audittype to Standard or auditall records
inthe area as required with QuickCheck type audit.
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149E THE FOLLOWING INTEGRATED INDEX SETS MUST BE PROCESSED DUE TO AUDIT
INDEX SET index-set-name

Reason:

Ifany indexset is to be audited, all index sets in that page range must be audited.

Action:

Change parameters sothat all index sets that follow areaudited to ensure correctindex
processing.

150E SUBSCHEMA CONTAINS ONE OR MORE NATIVE VSAM FILES

Reason:

Native VSAM files arenot allowed by CA IDMS/DB Audit.

Action:

VSAM file must be removed from subschema in order for CA IDMS/DB Audit to be run.
164E SWEEP SR7 RECORD UNSUPPORTED

Reason:

SWEEP record type SR7 specified on RECORD statement.

Action:
SWEEP SR7 cannot be used to initiateauditofindex set.

167E INTG INDEX ORPHAN COUNT NOT DECREMENTED. MEMBER RECORD UPPER LEV
DBKEY WAS INVALID

Reason:

Index orphan has aninvalid upper level index record pointer.

Action:

Index orphanis connected to correct upper level index record but, the invalid pointer
valuecaused the counter not to be decremented.
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168E QUICKCHECK ERROR NOT FOUND WALKING FROM THE FOLLOWING DBKEYS:
db-key(s)

Reason:

Error found during QuickCheck sortand match, but no evidence of error could be found
when SETWALK process was invoked to determine the causeof the error.

Action:

Rerun auditwith process READYMODE set to UPDATE to assureno database update will
occur duringthe auditrun. If problem still exists, notify Computer Associates Product
Support.

169E QUICKCHECK POINTER EXTRACT MISMATCH WITH THE FOLLOWING EXTRACT:
extract(s)

Reason:

Pointer error(s) were found while QuickCheck was processinganintegrated index set.

Action:

QuickCheckis not ableto determine correctindex set sequence. Run Standard audit
with AUDIT INDEX option set on.

170E LOAD OF GSDTPARM OR GSDBLDP FAILED

Reason:

An internal error has occurred.

Action:

Contact Computer Associates ProductSupport.
171E INVALID USER WORK AREA SIZE PASSED

Reason:

The user work area sizemust be a value64 to 256 inclusive.

Action:

Correct the user work area sizeand resubmit the job.
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172E SUBSCHEMA AREA NOT FOUND IN THE DMCL

Reason:

All the areas inthe subschema arenot included inthe DMCL.

Action:

Use a DMCL that contains allthe areas in the subschema.

174E SUBSCHEMA CONTAINS AREAS WITH MIXED PAGE GROUPS OR MIXED RADIX -
NOT SUPPORTED

Reason:

Subschema contains areas with mixed page groups or mixed radix - not supported.

Action:

CA IDMS/DB Audit cannotbe run againsta subschema thatcontains mixed page groups
or mixed radix.

905E GSSFILE RETURNED AN ERROR DURING function WITH FILE ddname, RETURN
CODES are N1, N2, N3, N4

Reason:

The indicated filefunction could not be performed with the specifiedfile.

Action:

See Figure 6.2 for anexplanationandappropriateaction for the return codes indicated.

Informative Messages

Informative messages aresuffixed by an nnnl message number andincludepossible
causes for the message and any actions to be taken by the user.

0011 INPUT PARAMETER STATEMENT

Reason:

A CA IDMS/DB Audit input parameter statement has been read. The entire 80 byte
imageis displayed.

Action:

None.

Chapter 7: Messages 243



Error Messages

0021 PARAMETER STATEMENT CONTINUED

Reason:

The parameter statement listedin message 001l contains a comma after the last
keyword phrase.No processingis performed until a complete parameter statement is
read.

Action:

None.

0031 COMMENT STATEMENT IGNORED

Reason:

The parameter statement listedin message 001l contains anasterisk (*) or a dollar sign
(S) in position 1. The statement is not processed by CA IDMS/DB Audit.

Action:

None.

0041 NO PARAMETER ERRORS DETECTED

Reason:

A complete parameter statement was processed and no errors were detected.

Action:

None.

0051 PARAMETER STATEMENT NOT PROCESSED

Reason:

The parameter statement listedin message 001l was not processed because of
parameter errors.

Action:

Review the associated error messages. Correct the errors and resubmit job.
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0061 INPUT PARAMETER STATEMENT FLUSHED

Reason:

A previous error has made execution of CA IDMS/DB Audit impossible;all remaining
parameter statements aredisplayed but not processed.

Action:

Review the associated error messages. Correct any errors and resubmitthe job.
0071 END-OF-FILE ON SYSIPT

Reason:

The end of the input parameter filewas reached. All parameter statements were read.

Action:

None.
0081 number-of-messages ERROR/WARNING LEVEL PARAMETER ERRORS DETECTED

Reason:

The number of error or warning messages is shown. If any processingerrors were
detected, CA IDMS/DB Audit terminates processing.

Action:

Correct any errors and resubmit the job. Review all warning messages to determine if
the requested processingoptions were in effect. Ifrequired, correct the parameter
causingthe warning message and resubmit the job.

0091 END PARAMETER PROCESSING

Reason:

All parameter statements were processed and no errors were detected.

Action:

None.
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010! INITIATING CA IDMS/DB Audit--date time

Reason:

CA IDMS/DB Audit has successfully completed its parameter processing phase.CA
IDMS/DB Audit prepares to obtain the amount of storagerequired for processingand
initiate CAIDMS housekeeping functions atthe designated date and time.

Action:

None.

0111 STORAGE-POOL SIZE=number-of-bytes BYTES

Reason:

CA IDMS/DB Audit displaysthetotal amount of main storage obtained for its work areas
(record/page bind areas, symbolic sortkey areas, DBKEYTBL, and db-key savetable). See
the "Operations" chapter for more details about CA IDMS/DB Audit storage
requirements.

Action:

None.

012] INITIATING RECORD/PAGE BINDS--number-of-bytes BYTES OF STORAG E
ALLOCATED

Reason:

CA IDMS/DB Audit prepares to bind all records and pages thatare to be audited, fixed,
or reported. The amount of storage allocated from the storage pool for the BIND areas
andsymbolicsortkey work areas is displayed.

Action:

None.
0131 INITIATING READIES

Reason:

CA IDMS/DB Audit prepares to ready all areas to be audited, fixed, or reported for
EXCLUSIVE UPDATE or SHARED RETRIEVAL accordingtothe READYMODE parameter of
the PROCESS statement. The names of areas successfully readied follow this message.

Action:

None.
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0141 INITIALIZING DBKEYTBL--number-of-bytes BYTES OF STORAGE ALLOCATED

Reason:

CA IDMS/DB Audit initializes the DBKEYTBL thatis used for determining whether or not
a set occurrencecontains a loop. The amount of storage allocated from the core storage
pool is displayed. If DISKis specifiedin the AUDIT statement, the number of bytes is 0
(zero). See the "Parameters" chapter for more information aboutthe DBKEYTBL.

Action:

None.

0151 INITIALIZING DBKEY-SAVE TABLE--number-of-bytes BYTES OF STORAGE
ALLOCATED

Reason:

CA IDMS/DB Auditinitializes the db-key savetable thatis used for auditinga set
containing prior pointers. The amount of storageallocated from the storagepool is
displayed.If DISKis specified in the AUDIT statement, the number of bytes is 0 (zero).
See Set Walk Processinginthe "Concepts" chapter for more information about the
db-key savetable. This tableis also used when processingintegrated index sets.

Action:

None.
0161 INITIATING AUDIT/FIX/REPORT PHASE

Reason:

Displaysthedate andtime the designated phasebegan processing.

Action:

None.
0171 END AUDIT/FIX/REPORT PHASE, RC=nn

Reason:

Displaysthedate and time the designated phaseended processing,andits return code.

Action:

None.
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0181 BEGINNING SWEEP OF AREA area-name

Reason:

Displaysthedate andtime CA IDMS/DB Audit began sweeping the designated area
duringthe auditphase.

Action:

None.
0191 END OF AREA SWEEP

Reason:

Displaysthedate andtime CA IDMS/DB Audit ended the sweep of the area designated
inmessage 018I.

Action:

None.

0221 AUDIT/FIX PHASE STATISTICS

Reason:

Associated auditand fix phasestatistics follow this message.

Action:

See the "System Output" chapter for a description of the statistics.

0231 IDMS STATISTICS FOR AUDIT/FIX PHASE

Reason:

Associated CA IDMS and Computer Associates statistics follow this message. This
message follows informative message017I.

Action:

None.
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0241 UTILIZING INPUT EXTRACT FILE CREATED

Reason:

A FIX parameter statement was entered without an AUDIT parameter statement. CA
IDMS/DB Audit uses as inputan extract filecreated on the designated date and time by
a previous CA IDMS/DB Audit job.

Action:
None.

0251 NO FIXABLE ERROR/LDEL RECORDS DETECTED IN AUDIT PHASE OR NO EXTRACTS
FOUND FOR FIX REQUEST TYPE

Reason:

A request to physically delete LDEL records was made, but no LDEL records were
detected inthe auditphase. A request to fix CALCSETS, USERSETS, and/or PAGES was
made, but no physicalintegrity errors were detected duringthe auditphase.

Action:

Review the FIX parameter statement to verifyifthe correctFIX request was made.

0261 NO INTEGRITY ERRORS DETECTED DURING AUDIT PHASE

Reason:

No integrity errors were detected duringthe auditphase. No Integrity Analysis Report
will be produced, even though a REPORTS statement is present.

Action:

None.

0271 PROCESSING OPTIONS IN EFFECT

Reason:

Following this message, CA IDMS/DB Audit displaysall processingoptions in effect for
the current job.

Action:

None.
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0281 END OF CA IDMS/DB Audit

Reason:

CA IDMS/DB Audit successfully completed the requested processingphases (audit, fix,
or reports) at the indicated date and time.

Action:

None.
0291 PAGE INTEGRITY ERRORS DETECTED IN AREA area-name

Reason:

Duringthe auditphase, physicalintegrity errors were detected inthe designated area
when auditingthe PAGE header/footer.

Action:

Review the associated error messages and determine if fixing should be performed.

0301 FIXING PERFORMED ON PAGES IN AREA area-name

Reason:

Fixing was requested. CA IDMS/DB Audit has fixed the pages inthe designated area as
shown.

Action:

Refer to FIX Report banner to determine ifreal or simulated fixing was done. If
simulated fixing was done, review the fixes to determine ifreal fixes should be applied.

0311 RECORD DBKEYS OUTSIDE SPECIFIED FROM/THRU PAGE RANGES

Reason:

The db-keys of the displayed records do not fall within the from/thru page ranges
specified. The records do not participatein a set occurrencefound to contain other
integrity errors.

Action:

None. CA IDMS/DB Audit cannotfix this type of error.

Note: This type of error does not affect the walking of a setoccurrence. It can, however,
cause CALC records not to be found.
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0321 RECORDS ARE FULLY DISCONNECTED FROM SET set-name

Reason:

The auditphasehas determined that the designated record occurrences arefully
disconnected from a set occurrence. Either DISCONNECT=ALL or DISCONNECT=EXPLICIT
was specified.

Action:

Ifthe record(s)should be connected to a set, use the CA IDMS utility IDMSBCF, FIX PAGE
functionto displaythe page where the designated record resides and patch the bad

page.
0331 POINTER ERRORS DETECTED FOR RECORDS IN SET set-name

Reason:

The records displayed do not participatein a set occurrencefound to contain other
integrity errors. A partial area auditwas performed and the record occurrenceis a
member of a set occurrence whose owner record was never retrieved through the area
sweep. A full area auditwas performed and the record occurrenceis anorphanof aset
occurrence and WALKNEXT was not requested.

Action:

Execute anauditwith a full area sweep where the owner record of the indicated set
resides. Execute anauditrequesting WALKNEXT processing.In order for processingto
proceed quickly,allareas, records,andsets that do not participatein the errorset can
be designated as NOACCESS inthe appropriate AREA, RECORD, or SET parameter
statements.

0341 INTEGRITY ERRORS DETECTED IN SET set-name

Reason:

The auditphasehas determined that the designated set contains the followingintegrity
errors. Information about the owner record of the set follows this message.

Action:

Review the associated messages and determine if fixing should be performed.
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0351 FIXING PERFORMED ON SET set-name

Reason:

When fixingwas requested, CA IDMS/DB Audit fixed the designated set as shown.
Information about the owner record of the set follows this message.

Action:

Refer to the FIX Report banner to check ifreal or simulated fixing was performed. If
simulated fixing was performed, review the fixes to determine ifreal fixes should be
applied.

0361 RECORDS DETECTED WALKING NEXT FROM OWNER

Reason:

Information about every record occurrence detected while walking next from the owner
record of the set follows this message.

Action:

Review the associated messages.
0371 RECORDS DETECTED WALKING PRIOR FROM OWNER

Reason:

Information about every record occurrence detected while walking prior fromthe
owner record of the set follows this message.

Action:

Review the associated messages and determine if fixing should be performed.

0381 RECORDS DETECTED WALKING NEXT/PRIOR FROM record-db-key

Reason:

This message appears only for a set containing both next and prior pointers. While
walking next, the designated record's prior db-key did not point back to the prior record
inthe set. Whilewalkingprior, the designated record's next db-key did not pointback to
the next record inthe set. Once the chain containingtherecord with the mismatched
next/prior db-key is walked, CA IDMS/DB Audit begins walkingthe chain from the record
inthe opposite direction.See Set Walk Processinginthe "Concepts" chapter for more
information.

Action:

Review the associated messages and determine if fixing should be performed.
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0391 NEXT/PRIOR DBKEY POINTS TO PREVIOUSLY AUDITED RECORD IN SET

Reason:

Whilewalkinga set occurrencecontaininganintegrity error, CA IDMS/DB Audit
detected that the record's designated db-key pointed to a member recordthat was
alreadyaudited.

Action:

Review the associated messages and determine if fixing should be performed.

0401 RECORD IS LOGICALLY DELETED

Reason:

Information about a record occurrenceis displayed. The recordis logically del eted,
however, and does not have anyrecord data associated withiit.

Action:

None.

0411 RECORDS ARE ORPHANS OF SET record-name(s)

Reason:

The record occurrences displayed after this message were detected as orphanrecords
via walknext processing.

Action:

Review the associated messages and determine if fixing should be performed. Iffixingis

performed, the displayed orphanrecords willbeadded backintothe set.

0421 ORPHANS POINT INTO SET set-name

Reason:

CA IDMS/DB Audit has determined that the designated set contains no physicalintegrity
errors. During walknext processing, however, orphan records were found to be
associated with the set occurrence.

Action:

Review the associated messages and determine if fixing should be performed. If fixingis
performed, the orphanrecords will beadded backinto the set.
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0431 ORPHANS NOT CONNECTED TO ANY OWNER RECORD

Reason:

The records following this messagecould not be associated with any owner record
occurrences for the indicated set type.

Action:

None. CA IDMS/DB Audit cannotfix this type of error.
0441 LDEL RECORDS PHYSICALLY DELETED FROM SET set-name

Reason:

When fixingwas requested, CA IDMS/DB Audit successfully deleted the logically deleted
records from the indicated set occurrence. The deleted records arelisted followingthis
message.

Action:

Refer to the FIX Report banner to check ifreal or simulated fixing was performed. If
simulated fixing was performed, review the fixes to determine ifreal fixes should be
applied.

0451 RECORD ERASED

Reason:

When fixingwas requested, CA IDMS/DB Audit has determined that the displayed LDEL
record was physically deleted from all sets where itwas a member. CAIDMS/DB Audit
erases the LDEL record occurrence.

Action:

Refer to the FIX Report banner to check ifreal or simulated fixingwas performed. If
simulated fixing was performed, review the fixes to determine ifreal fixes should be
applied.
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0481 FRAGMENTED RECORDS NOT PROPERLY ASSEMBLED

Reason:

This message is displayed only for records that do not participateina set occurrence
found to contain other integrity errors. Two conditions can causethis message:

1. The SR4 chain pointer for a fragmented record does not point correctly to all of the
fragments of the record. The recordis either a variablelength record or a
compressed fixed length record (which is stored on the databaseas avariable
length record). The message can be caused by a compressed record not properly
decompressed (see message 0541).

2. The lastSR4 chain pointer points backto the root of the fragmented record while
the Record Descriptor Word (RDW) length indicates thatthere should be more
fragments.

Only the control portion of the record datais displayed.

Action:
Use the CAIDMS utility IDMSBCF, FIX PAGE functionto displaythepage or pages where
the designated records resideand to patch the bad page or pages.

0491 INITIATING ACTUAL FIXING OF SETS/LDELS/PAGES/INDEX ORPHANS

Reason:

CA IDMS/DB Audit prepared for correction of either SETS (CALCSETS and/or USERSETS),
LDELS, or PAGES at the designated date and time.

Action:

None.

0501 ERROR STATUS = error-code

Reason:

The displayed non-zero error status was returned after executing a CA IDMS DML
command. This message follows the error message that describes the type of CA IDMS
function requested.

Action:

Review the error status and take appropriateaction.See Figure 6.1 at the end of this
chapter for a description of error status codes not describedinthe CAIDMS CODES and
MESSAGES manual.

Chapter 7: Messages 255



Error Messages

0511 RECORD OBTAINED THROUGH AREA SWEEP record-name

Reason:

This message follows any error messages that caused CA IDMS/DB Audit to terminate
processingon a specific setoccurrence. The name of the lastrecord retrieved through
the area sweep is displayed.

Action:

None.

0521 hex-db-key decimal-db-key

Reason:

The displayed db-keyis associated with the previously displayed error message. Both
hexadecimal and decimal forms are displayed.

Action:

None.
0531 OWNER RECORD OF SET record-name

Reason:

CA IDMS/DB Audit displaystherecord name of the owner of the set occurrence where
CA IDMS/DB Audit terminated processing.

Action:

Review the associated informativeand error messages.
0541 COMPRESSED RECORDS NOT PROPERLY DECOMPRESSED

Reason:

This message appears onlyifthe records do not participateina set occurrencefound to
contain other integrity errors. The records displayed following this messageare
compressed records that could not be successfully decompressed because of errors
withinthe compressed portion of the records.Arecord that could not be properly
decompressed can causeCA IDMS/DB Audit to report that fragments could not be
properly assembled. See message 048l.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE functionto displaythe page or pages where
the designated records resideand to patch the bad page or pages.
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0551 DATABASE SUCCESSFULLY UPDATED

Reason:

CA IDMS/DB Audit has successfully completed fixing of SETS, LDELS, or PAGES displayed
inmessage 0491.A COMMIT DML has been successfullyissued and the database buffers
have been cleared.

Action:

None.

0561 number-of-records RECORD(S) NOT DISPLAYED

Reason:

SETMBRS=ERRSONLY was specifiedinthe REPORTS statement. Therefore, the display
shows only records containingerrors or records immediately preceding or following
them. The message indicates the number of records that are not displayed for this set.

Action:

None.
0571 INITIATING SR8 AUDITING

Reason:

Displaysthedate and time CA IDMS/DB Audit began integrated index processing.

Action:

None.
0581 END SR8 AUDITING

Reason:

Displaysthedate andtime CA IDMS/DB Audit ended integrated index processing.

Action:

None.
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0591 INTEGRATED INDEX ORPHAN RECORDS DETECTED

Reason:

The records displayed after this message areorphan records of the indicated integrated
index set. The upper level pointer does not point to the correct SR8 recordin the level
above.

Action:

Review the associated messages and determine if fixing should be performed. If fixingis
performed, for each orphanrecord listed, the upper db-key is modified to point to the
appropriaterecordinthe next higher level. Also, the orphan counts aredecreased.

0601 INTEGRATED INDEX RECORDS DISCONNECTED FROM SET set-name

Reason:

The records displayed after this message aredisconnected from the indicated
integrated index set. Db-keys obtained during sweep processingandindex processing
are not paired.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE functionto correct the situation.

0611 INDEX ENTRY DBKEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS
CONTAINED IN SET index-set-name

Reason:

When CA IDMS/DB Audit looked for a record indicated by the db-key pointers inan
integrated index set, iteither did not find the record or it found errors within the record.
Action:

Examine the associated messages to determine the specific nature of the error.

0621 SYMBOLIC KEY ERRORS DETECTED IN INTEGRATED INDEX RECORDS CONTAINED
IN SET index-set-name

Reason:

Ina set sorted by symbolic key, an SR8 record points to a member record, but the
symbolickey listedin the SR8 record does not match the symbolic key of the member
record.

Action:

Use the CAIDMS utility IDMSBCF, FIX PAGE functionto display the page where the
designated record resides and patch the bad page.
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0631 SORT KEY SEQUENCE ERRORS DETECTED IN INTEGRATED INDEX RECORDS
CONTAINED IN SET index-set-name
Reason:

Inan upper level SR8 entry, the sortkey isinerror.Inaset sorted by db-key, the upper
level SR8 db-key does not match the lastdb-key inthe record below. Ina set sorted by
symbolic key, an upper level symbolic key does not match the lastsymbolic keyinthe
record below. In a lower level SR8, the sequence of the table withinthe SR8 record isin
error.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE function to displaythe page where the
designated record resides and patch the bad page.

0641 SORT SEQUENCE ORDER IS ascending/descending

Reason:

The sequence order of a sorted set.

Action:

None.

0651 INITIATING SR8 DATABASE VALIDATION date time

Reason:

Date andtime integrated index disconnect processing began.

Action:

None.

0661 END SR8 DATABASE VALIDATION date time

Reason:

Date and time integrated index disconnect processingended.

Action:

None.
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0671 INTEGRATED INDEX ORPHANS FIXED

Reason:

The upper level db-keys of the listed records were corrected.

Action:

The report banner indicates whether real or simulated fixing was performed. If
simulated fixing was performed, review the changes to determine ifreal fixingshould be
performed.

0681 LEVEL SEQUENCE ERRORS DETECTED IN INTEGRATED INDEXES

Reason:

The level number inan SR8 record does not match the number of the level where the
record resides.

Action:

Use the CAIDMS utility IDMSBCF, FIX PAGE functionto displaythe page where the

designated record resides and patch the record.

0691 SORT FLAG INCONSISTENT WITH SYMBOLIC SORT FLAG IN INTEGRATED INDEX
RECORD record-name

Reason:

Inan integrated index record, the symbolicflagis on even though the sorted set flagis
off.

Action:

Use the CA IDMS utility IDMSBCF, FIX PAGE functionto displaythepage where the
designated record resides and patch the record.

0701 OWNER DBKEY db-key

Reason:

The displayed owner db-key is associated with previously displayed error message.

Action:

None.
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0711 X SET index-set-name

Reason:

The displayedindexsetname is associated with previously displayed error message.

Action:

None.

0721 SORT RECORD TYPE=sort-record-type SET=set-name POINTERS=pointer-type

Reason:

Indicates whether sortrecord was created from anactual databaserecord (type=sweep)
or a generated match record (type=dummy), shows the name of the set (for IIX sets the
name cannotbe determined), and shows what pointers the set has (NEXT, NEXT/PRIOR,
NEXT/OWNER, NEXT/PRIOR/OWNER).

Action:

When SET=UNKNOWN-IIX-SET, run AUDITTYPE=STANDARD.

0731 OWNER db-key CURRENT db-key NEXT db-key PRIOR db-key

Reason:

Displaysthedb-keys in the actual sortrecord.

Action:

None.

0741 INTEGRATED INDEX INTEGRITY ERRORS DETECTED DURING AUDIT PHASE - SEE
RUNTIME STATUS ON AUDIT REPORT

Reason:

Indicates errors were found while QuickCheck was processinganintegrated index set.

Action:

Refer to Audit Report for details of error. Run AUDITTYPE=STANDARD to correct the
error.
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0751 IDMS DML ERROR STATUS RETURNED WHILE EXECUTING A DML VERB - SEE
RUNTIME STATUS ON AUDIT REPORT

Reason:

An earlier step encountered a DML error.

Action:

Refer to Audit Report for details of error.
0761 ORPHANS RANDOMIZE INTO SET...CALC

Reason:

A record havinga location node of CALC was not a member of the CALC set. It's CALC
key indicates the CALC set owner to whichitshould be connected.

Action:

Review the associated messages and determine if fixing should be performed. If fixingis
performed, the orphanrecords will beadded backinto the set.

Warning Messades

Warning messages aresuffixed by a nnnW message number. They give information
about parameters that may lead to unexpected results.

001W NOACCESS/NOSWEEP SPECIFIED FOR area-name/record-name

Reason:

Both NOACCESS and NOSWEEP were requested for the designated area or record.
NOACCESS takes precedence and NOSWEEP is ignored.

Action:

If NOSWEEP is required, review all input parameter statements (listed onthe Audit
Report) to determine which statement specified NOSWEEP, or caused NOACCESS. |f
necessary, correct the parameter statements and resubmit the job.
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002W ASSUME ALL CALC RECORDS COPIED INTO SUBSCHEMA

Reason:

The CALCSETS operand was specifiedinthe AUDIT statement. CA IDMS/DB Audit cannot
ensure that all CALC records inall areasto be swept were copiedinto the subschema
being used. A successful auditrequires (and CA IDMS/DB Audit assumes) that they were
copied.

Action:

None.

003W ASSUME EXTRACT FILE BEING INPUT FROM PREVIOUS AUDIT

Reason:

A FIX parameter was entered without an AUDIT parameter statement. CA IDMS/DB
Audit assumes an extract filefrom a previous CA IDMS/DB Audit job is beinginput. CA
IDMS/DB Audit will open the extract filefor input.

Action:

If CA IDMS/DB Audit terminates abnormallyimmediately after this messageisissued,an
input extract filedoes not exist. Supply an AUDIT parameter statement or supplythe
correct extract file. Resubmit the job.

004W PARTIAL AREA AUDIT PERFORMED - AREA SWEEP IMPLIED

Reason:

CA IDMS/DB Audit has performed a partial area auditfor the area listingin the
preceding message 001W.

Action:

None.
005W ALL RECORDS IN AREA ARE NOACCESS/NOSWEEP

Reason:

An areathat was not designated as NOACCESS or NOSWEEP contains records thatwere
designated as NOACCESS or NOSWEEP by RECORD or SET parameter statements. The
area will notbe swept.

Action:

None.
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006W ALL MEMBER RECORDS FOR SET IN ERROR NOT RETRIEVED

Reason:

The db-key table filled when creating extracts for a set occurrencecontainingintegrity
errors. Information about the specific setoccurrence precedes this message. Not all
records for the setinerror were retrieved. Fixingis notallowed.

Action:

Review the associated informativeand error messages.

007W LDEL AN OWNER OF NON-EMPTY SET

Reason:

The displayed logically deleted record (LDEL) is an owner of a non-empty set occurrence.
CA IDMS/DB Audit did not delete the record. The set occurrenceowned by the LDEL is
displayed elsewhere on the Before Images Report.

Action:

You can perform the followingactions in sequenceto erasethe member records owned
by the LDEL and then erasethe LDEL:

1. Store afictional record of the same type as the LDEL inerror.

2. Usethe CAIDMS utility IDMSBCF, FIX PAGE function to connect the fictional record
to the firstmember record owned by the LDEL record, and the lastmember record
owned by the LDEL if there are prior pointers, in the non-empty set.

3. Usethe CAIDMS utility IDMSBCF, FIXPAGE function to change the next and prior
pointers (for the non-empty set) inthe LDEL, sothatit points backto itself (to
indicatean empty set).

4, Erasethe fictionalrecord with all of its member records.

5. Rerun the fix phaseof CA IDMS/DB Audit to erase the LDEL.

008W AUDIT/FIX/AREA/RECORD/SET PARAMETER STATEMENTS IGNORED SINCE
REPORTS = ONLY

Reason:

Inthis run, CA IDMS/DB Audit did not perform an auditor fixany errors,because a
REPORTS=ONLY statement was also entered. The statement indicates thatonlythe
report phaseis to be performed.

Action:

None.
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009W INTEGRATED INDEX SET NOT INCLUDED IN READIED AREA. SET NAME IS
index-set-name
Reason:

The databasecontains an SR7 or a system-owned integrated index set. The subschema
does not containa description for that set, but the subschema is a partial definition of
the databaseinregardto system owned integrated index sets.

Action:

None.

010W THIS UPPER LEVEL POINTER WAS CORRECTED PRIOR TO FIX PROCESSING

Reason:

An upper level pointer denoting anindex orphanwas found to beinerror duringthe
auditphaseand was fixed before the fix phasewas run.

Action:
Ensure that the correctversion of extract files produced duringthe auditphaseis being

used.

011W NO DISCONNECT AUDITING IS PERFORMED FOR INTEGRATED INDEXES

Reason:

The SETLIMIT valuewas exceeded for anintegrated indexset, as reported inthe
previous message, 054E. CA IDMS/DB Audit bypassed disconnectauditingon all
integrated index sets.

Action:

Choose anactionappropriatefor the conditions in your database:

1. Investigate the other errors that were found inthe CAIDMS/DB Audit run.

2. Increasethe SETLIMIT valueand resubmitthe job. You may alsowantto use the
DISK option to increasethe amount of storage available.

3. Keep the same SETLIMIT valueand designate the indicated integrated index set
NOACCESS. Resubmit the job.

012W A1-A5 NOACCESS AREA AND SWEEP AREA CONFLICT

Reason:

Member records of owned set insweep area resideina NOACCESS area.

Action:

Member records are not accessed.

Chapter 7: Messages 265



Warning Messages

013W A1-A15 NOACCESS AREA AND NOSWEEP RECORD CONFLICT

Reason:

RECORD statement is set to NOSWEEP, whichimplies access toarea, but area where
records resideis set to NOACCESS.

Action:

Records are not accessed.
014W A1-A6 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

Member records of owned set residein a NOACCESS area.

Action:

Records will not be accessed.
015W A1-A9 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

Member records of owned set to be audited reside inan area that has been set to
NOACCESS.

Action:

Records are not accessed.

016W R4-R2 NOACCESS AREA AND NOSWEEP RECORD CONFLICT

Reason:

RECORD statement is set to NOSWEEP, whichimplies access, butarea where records
resideis set to NOACCESS.

Action:

Records are not accessed.

017W R4-R7 NOACCESS AREA AND SWEEP AREA CONFLICT

Reason:

Member records of owned set residein a NOACCESS area.

Action:

Records are not accessed.
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018W R4-R9 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

Member records of owned set resideina NOACCESS area.

Action:

Records are not accessed.

019W S6-S4 SWEEP AREA AND NOACCESS AREA CONFLICT

Reason:

Member records of owned set insweep arearesideina NOACCESS area.

Action:

Member records are not accessed.

020W R7-R1 SWEEP AREA AND NOACCESS RECORD CONFLICT

Reason:

Member records of owned set insweep arearesideina NOACCESS area.

Action:

Member records are not accessed.

021W R7-R4 SWEEP AREA AND NOACCESS AREA CONFLICT

Reason:

Member records of owned set insweep arearesideina NOACCESS area.

Action:

Member records are not accessed.

022W R1-R7 NOACCESS RECORD AND SWEEP AREA CONFLICT

Reason:

Member records of owned set in sweep area have been set to NOACCESS.

Action:

Member records are not accessed.
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023W R1-R8 NOACCESS RECORD AND SWEEP RECORD CONFLICT

Reason:

Owner records that are flagged as sweep have set member records that are NOACCESS.

Action:

Member records are not accessed.

024W R1-R9 NOACCESS RECORD AND SWEEP RECORD CONFLICT

Reason:

Owner records that are flagged as sweep have set member records that are NOACCESS.

Action:

Member records are not accessed.

025W S$8-510 NOACCESS RECORD AND SWEEP RECORD CONFLICT

Reason:

Owner records that are flagged as sweep have set member records that are NOACCESS.

Action:

Member records are not accessed.

026W R2-R4 NOSWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Records set as NOSWEEP, which implies ACCESS, are flagged as NOACCESS due to area
being NOACCESS.

Action:

Member records are not accessed.

027W A5-A1 NOSWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Records set as NOSWEEP, whichimplies ACCESS, areinareathatis set to NOACCESS.

Action:

Member records are not accessed.
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028W S10-S8 NOSWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Records set as NOSWEEP, which implies ACCESS, areinareathatissetto NOACCESS.

Action:

Member records are not accessed.

029W R8-R1 SWEEP RECORD AND NOACCESS RECORD CONFLICT

Reason:

Owner records that are set to SWEEP have member records that are flagged as
NOACCESS.

Action:

Member records are not accessed.
030W R9-R1 SWEEP RECORD AND NOACCESS RECORD CONFLICT

Reason:

Owner records that are set to SWEEP have member records inanother area flagged as
NOACCESS.

Action:

Member records are not accessed.

031W R9-R4 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Owner records that are set to SWEEP have member recordinan area flagged as
NOACCESS.

Action:

Member records are not accessed.

032W A6-A1 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Owner records that are set to SWEEP have member records inanarea flagged as
NOACCESS.

Action:

Member records are not accessed.
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033W A9-A1 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

Set that is flagged to be audited has member recordsinan area flagged as NOACCESS.

Action:

Member records are not accessed.

034W S4-S6 NOACCESS AREA AND SWEEP AREA CONFLICT

Reason: Set that is flagged to audit has member records in an area flagged as
NOACCESS.

Action: Member records are not accessed.

035W INCONSISTENT NEXT/PRIOR/OWNER POINTER TYPES IN MULTI-MEMBER SET

Reason:

Pointer type flagged does not existinall member records inset.

Action:

Inconsistent pointer type isignoredinrecords where itexists.

036W A1-A10 NOACCESS AREA AND SWEEP AREA CONFLICT

Reason:

Owner recordsinanarea set to sweep have member recordsinan area flagged as
NOACCESS.

Action:

Member records are not accessed.
037W A1-A11 NOACCESS AREA AND SWEEP RECORD CONFLICT

Reason:

Owner records set to sweep have member records inanother area flagged as
NOACCESS.

Action:

Member records are not accessed.
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038W A1-A12 NOACCESS AREA AND AUDIT SET CONFLICT

Reason:

Set that is flagged to audithas member recordsinanarea flagged as NOACCESS.

Action:

Member records are not accessed.

039W A4-A1 SWEEP AREA AND NOACCESS AREA CONFLICT

Reason:

Owner records inanarea set to sweep have member recordsinan areaflagged as
NOACCESS.

Action:

Member records are not accessed.
040W A10-A1 SWEEP AREA AND NOACCESS AREA CONFLICT

Reason:

Owner recordsinanareato sweep have member recordsinanarea flagged as
NOACCESS.

Action:

Member records are not accessed.

041W A11-A1 SWEEP RECORD AND NOACCESS AREA CONFLICT

Reason:

Owner records that are set to sweep have member recordsinanarea flagged as
NOACCESS.

Action:

Member records are not accessed.

042W A12-A1 AUDIT SET AND NOACCESS AREA CONFLICT

Reason:

Set that is flagged to be audited has member records inan area flagged as NOACCESS.

Action:

Member records are not accessed.
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043W record-name RECORD IS NOACCESS. THIS CANCELED CALCSET PROCESSING IN
AREA area-name.

Reason:

Record that is setto NOACCESS is alsoa CALC record.

Action:

CALC setis not audited.
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045W FSBUFFERS KEYWORD WAS BYPASSED - REFER TO SYSIDMS PREFETCH
CAPABILITY

Reason:

FSBUFFERS parameter is nolonger valid.

Action:

Use SYSIDMS PREFETCH as analternativeto FSBUFFERS.
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FS
GP
PR

Al
A2
A3
A4
A5
A6
A7
A8

A9 =

Bl
B2

B3 =

B4
B5

B6 =

B7
B8

B9 =

Cl
2
3
c4
(65}
C6
c7

8

€9 =

D1
D4

D5 =

D7
D8

D9 =

DA

DBIO Major Error Status Codes
FAST-SCAN
FIND/OBTAIN PAGE
PAGE RETURN
DBIO Minor Error Status Codes
New page returned
Function not supported
Invalid page range
Invalid qualifier
Page not current of run unit
Area not bound
Page return not on
Page return already on
Fast scan not on
Fast scan already on
SR4 chain error
SR2/SR3 chain error
HDR/FTR page number mismatch
Error closing file
Record not logically deleted
SMP currency error with page return on
Bad 'line space used' length in footer
No space in page
Duplicate DBKEY
Invalid Store
Skipped index
Broken chain
IXDET member of multiple sets
Ignored page reserve
Invalid Length - discrepancy in RDW lengths encountered
during attempted MODIFY RECORD
DMCL/SCHEMA CA IDMS release mismatch
Decompress error
Invalid record length
Invalid page displacement
Invalid request
GSDTPARM cannot be loaded
Record not found in PSUB
Segment named in DBNAME table entry is mismatched with current DMCL
DBNAME not valid or segment name cannot be used as DBNAME

Minor retum codes prefixed with an I indicate an internal error:

I1 =

I2
I3
I4
15
16
I7
18

Invalid parameter list

Function not supported

File already open/close

Insufficient work space--record read is larger than subschema description
Invalid currency data

VSAM block error

Bad fast scan DMCL block

File not assigned
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Return Codes

Figure 6.1: DBIO Error Codes

Two types of errors can be reported by the return codes of n1, n2, n3, and
n4--non-VSAM fileerrors and VSAM fileerrors.The error is described by n2 and n4. For
VSAM fileerrors, n4 is always equal to 28.The error is described bynl, n2,and n3. A
general return code is given by n4 for both non-VSAM and VSAM errors. All return codes
aredecimal values.

n4 Reason Action

4 End-of-file Call Product Support.

8 Open error or fileis not open Look for JCL errors or for the use of

improper files.

12 An |/O error has occurred Find causefor |/O error.

16  Request not recognized Call Product Support.

20 Filewas already opened Call Product Support.

24  Parameter listerror Call Product Support.

28  VSAM error Usenl, n2,and n3 to check for
n1=R15 return code from VSAM possibleuser errors. Ifthere are no
n2=low order byte from RO user errors, call Product Support.
GENCB/MODCB type of error
n3=VSAM feedback byte errorinl/O
request

32 Insufficientstorage Increasestoragefor job step.

36  SYNAD error occurred For BDAM files.
nl=byte 1 of DECB
n2=byte 2 of DECB
N3=byte 3 of DECB

40 BPAM FIND error Usenl and n2 (as describedin Data
ni1=R15 Management Macro Instructions) to
n2=R0 check for errors.

44  BPAM STOW error Usenl and n2 (as describedin Data
nl=R15 Management Macro Instructions) to
n2=0 check for errors.

n2 Reason Action

0 n4=8, useof unopened file Call Product Support.

n4=24, parameter listerror

Call Product Support.
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1 JCL/label overrode parm list Remove DCB information from JCL and
ensure that the correctfiles are
referenced.

2 Parm listoverrode JCL/label Remove DCB information from JCL and
ensure that the correctfiles are
referenced.

3 Unrecognized request Call Product Support.

4 MVS x13 ABEND trapped at open Fix causefor x13 ABEND.

Tried to update seq. file Call Product Support.

6 VSAM write at other than load Call Product Support.

7 SOS table could not expand Call Product Support.

8 MVS DCB open failed Call Product Support.

9 SOS table buffer pointer lost Call Product Support.

10 SOStablefileCB not built Call Product Support.

11 MVS DD statement Missing Supply missing DD statement.

12 VSAM ACB open failed Call Product Support.

13  Record format invalid Call Product Support.

14  Macroformatinvalid Call Product Support.

15 Record length not numeric Call Product Support.

16  Record length too large Call Product Support.

17 Blocksizenot numeric Call Product Support.

18 Blocksizetoo large Call Product Support.

19 InvalidVSEsysnametable Assemble a valid sysnametable.

20  VSE sysnametable entry missing Assemble a sysnametablewith an
entry for the missingone.

21 VSE LU number too large Use an LU number withinrange.

22 VSE sysnameis not numeric or is Correct to avalidsysname.

misspelled

23 VSE sysnameblank Do not use blanksysname.

24  VSE LU not assigned Call Product Support.

25  VSE DTF prototype missing Call Product Support.

26 VSE logic module missing Generate missinglogic module.

27  VSE CCW mismatch Call Product Support.
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28  FileisnotaPDS Allocatefileto a PDS.

Figure 6.2: Return Codes
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