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Chapter 1: Introduction

This guide explains the messages that CA Configuration Automation can display. The
guide explains each message string, the reason for the message, and (where
appropriate) the suggested solution.

The guide includes messages that are useful to resolve configuration issues,
environment issues, and prerequisites. Messages that are internal to CA Configuration
Automation are excluded. You require CA Technical Support Assistance to resolve
internal messages.

Note: If the application displays a Security Violation error, log in as an Administrator or
Architect to complete the operation.
CA Configuration Automation displays the following message types:
Error

Informs you of a specific issue and how you can resolve it.
Warning

Alerts you to a potential error and can require you to act to avoid the error.
Informational

Displays information, but does not require you to act.

The messages are categorized depending on the operations CA Configuration
Automation operations you perform.
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Chapter 2: Error Messages

This section explains the error messages that you see while performing the change
detection and compare operation. Error messages tell you that an error has occurred
and the action you required to take to resolve the situation.

Agent Error Messages

This section explains the error messages that you see while performing the agent
operations in CA Configuration Automation.

CCA-AG-5701
Server Connection : Failed
Reason:
The target computer might not be reachable.
Action:
Ensure that you can ping the target computer from the CA Configuration Automation
Server.
CCA-AG-5702

Server Access : Not responding

Reason:

CA Configuration Automation Agent service might not be running on the target
machine, or firewall is enabled and blocking incoming connections on the target
machine.

Action:

Ensure that the CA Configuration Automation Agent service is running on the target
server and the agent port is open and accepting incoming requests.
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Blueprint Error Messages

CCA-AG-5704
Agent Could not be contacted since End Point <end point url> is not available.
Reason:
The CA Configuration Automation Agent service might not be running on the target
machine, or firewall is enabled and blocking incoming connections on the target
machine.
Action:
Ensure that the CA Configuration Automation Agent service is running and responding
to the test server.

CCA-AG-5729

WMI Remote execution failed: <error>

Reason:

Failed to execute a script on the remote server.

Action:

Ensure that the WMI services are running on the remote server and user has required
permissions to execute the scripts. If necessary, contact CA Technologies Technical
Support for further assistance.

Blueprint Error Messages

This section explains the error messages that you see while performing the blueprint
operations in CA Configuration Automation.

CCA-BP-4051

Component Version Required.

Reason:

Component version is missing while creating or updating a blueprint.

Action:

Provide a component version.
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Blueprint Error Messages

CCA-BP-4052

CCA-BP-4053

CCA-BP-4055

CCA-BP-4056

Blueprint Version Required.

Reason:

Blueprint version is missing while creating or updating a blueprint.

Action:

Provide a blueprint version.

Please choose one of the Component Grouping Options before continuing.

Reason:

The Component Grouping Options (nesting) is not selected while creating or updating
the blueprint.

Action:

Select one of the Component Grouping Options (Nesting).

Search From Required.

Reason:

Search From is missing while creating or updating a blueprint.

Action:

Specify a value for the Search From.

Name is required.

Reason:

Indicator Name is not provided while creating or updating the blueprint.

Action:

Specify the indicator Name.
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CCA-BP-4057
Either the path or the depth must be specified.
Reason:
Missing the path, or the depth information while adding or updating an indicator.
Action:
Specify either the path, or the depth information.
CCA-BP-4058
Either the path or the depth can be specified.
Reason:
Both the path and depth information is specified while adding or updating an indicator.
Action:
Either the path or depth information is required.
CCA-BP-4059
Path Required.
Reason:
Missing path information while adding or updating an indicator.
Action:
Specify the path information.
CCA-BP-4060

Depth Required.

Reason:

Missing depth information while adding or updating an indicator.

Action:

Specify the depth information.
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CCA-BP-4062

CCA-BP-4063

CCA-BP-4064

CCA-BP-4065

Indicator Name Invalid.

Reason:

Indicator Name contains wildcards like * or *.*.

Action:

Specify other characters along with the provided wildcards.

Cannot add a name that already exists.

Reason:

The specified name exists.

Action:

Provide a new name.

Primary Ports Required.

Reason:

Primary ports information is not provided.

Action:

Provide primary ports information.

Name is required.

Reason:

Name is not provided.

Action:

Provide a name.
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CCA-BP-4066
Query Required.

Reason:

Query is not provided.

Action:

Provide a query.

CCA-BP-4067

Port Required.

Reason:

No port information is provided for the Network Probe directive type.

Action:

Provide a port number.

CCA-BP-4068
User ID Required.

Reason:

User ID is not provided for the Get LDAP directive type.

Action:

Provide User ID information.

CCA-BP-4069

Password Required.

Reason:

Password is not provided for the Get LDAP directive type.

Action:

Provide the password information.
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CCA-BP-4070
Either the Parser or the Structure Class is required.
Reason:
The parser or structure class is not selected.
Action:
Select either the parser or structure class.
CCA-BP-4073
Only the Parser or the Structure Class can be specified.
Reason:
Both parser and structure class information are specified.
Action:
Select either the parser or structure class.
CCA-BP-4074
Version Required.
Reason:
Version is not specified.
Action:
Provide version information.
CCA-BP-4078

Name is required.

Reason:

Name is not provided.

Action:

Provide name.
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CCA-BP-4079

CCA-BP-4080

CCA-BP-4081

CCA-BP-4082

Search Depth must be a positive integer less than 100.

Reason:

Search depth is not in the range between 0 to 99.

Action:

Provide a value within the range between 0 to 99.

Depth From Root must be a positive integer less than 100.

Reason:

Depth from the root value is not in the range between 0 to 99.

Action:

Provide a value in the range between 0 to 99.

Search From must be a path that begins at file or registry root. For example,
\HKEY_LOCAL_MACHINE, /usr/local or C:\Program Files

Reason:

Incorrect Search From specified.

Action:

Search From must be a path that begins at the file or registry root. For example,
\HKEY_LOCAL_MACHINE, /usr/local or C:\Program Files.

Managed Depth must be a positive integer less than 100.

Reason:

Managed Depth is not in the range between 0 to 99.

Action:

Provide a value in the range between 0 to 99.
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CCA-BP-4083
Max Files must be an integer O or greater.

Reason:

Max Files value is not 0 or greater than 0.

Action:

Provide an integer value in the range between 0 or greater.

CCA-BP-4084
Max Elements must be an integer 0 or greater.

Reason:

Max Elements value is not 0 or greater than 0.

Action:

Provide an integer value in the range between 0 or greater.

CCA-BP-4085
Set the Blueprint Root before adding elements from the browser.

Reason:

Blueprint Root is not set in Browse Dialog while adding elements to the tree.

Action:

Set the Blueprint Root.

CCA-BP-4086
You must first add a database definition in the Data Management section.

Reason:

No database definition is added in the Data Management section.

Action:

Add a database definition in Data Management section.
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CCA-BP-4102

Translation <translation> cannot be deleted. It is currently used by this or another
blueprint.

Reason:

Translation <translation> is used by this blueprint or another blueprint.

Action:

Ensure that none of the blueprints are using the Translation <translation>, and perform
the operation.

CCA-BP-4103

Translate From Required.

Reason:

Translate From value is not provided.

Action:

Either delete the row or provide the Translate From.
CCA-BP-4104

Duplicate Translate From.

Reason:

Translate From already exists.

Action:

Provide a new Translate From or delete the row.

CCA-BP-4121

Invalid blueprint name. The following characters are not allowed: <>;:" " *+=\\/|
?

Reason:

Blueprint name contains unsupported characters.

Action:

Provide a blueprint name without the unsupported special characters.
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CCA-BP-4137
Blueprint already exists.

Reason:

The blueprint name already exists.

Action:

Provide a unique blueprint name.

CCA-BP-4138
Duplicate Option.

Reason:

The parser option name already exists.

Action:

Select other parser option names, or delete all the duplicate parser options.

CCA-BP-4141
Value must be an integer.

Reason:

The parser option value must be an integer.

Action:

Provide an integer value.

CCA-BP-4142
Value has a minimum of <n>.

Reason:

The parser option value is less than <n>.

Action:

Provide a parser option value which is either equal or greater than <n>.
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CCA-BP-4143

CCA-BP-4145

CCA-BP-4148

CCA-BP-4149

Value has a maximum of <n>.

Reason:

The parser option value is greater than <n>.

Action:

Provide a parser option value which is either equal or lesser than <n>.

Invalid name. Must be valid regular expression.

Reason:

Invalid regular expression.

Action:

Correct the regular expression.

Export cannot be performed. User is not authorized to perform this operation.

Reason:

You do not have permission to perform this operation.

Action:

Log in to CA Configuration Automation as an administrator or architect.

Error while getting all blueprints

Reason:

An exception occurred while getting all the blueprints using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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CCA-BP-4160

CCA-BP-4161

CCA-BP-4162

Cannot delete database <database>. It is used in a configuration data definition.

Reason:
The database <database> is used in the Configuration Data Definition, and cannot be
deleted.
Action:

Delete all the Configuration Data Definitions which uses this database, and try deleting
the database <database>.

Import Failed. Could not delete Managed Databases of the blueprint as they are in
use.

Reason:

Cannot import the blueprint because the Managed Database does not exist in the JAR
file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
Blueprint.

Import Failed. Could not delete Parameter Directive of the blueprint as they are in
use.

Reason:

Cannot import the blueprint because the Parameter Directive does not exist in the JAR
file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.
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CCA-BP-4163

CCA-BP-4164

CCA-BP-4165

Import Failed. Could not delete Verification Directive of the blueprint as they are in
use.

Reason:

Cannot import the blueprint because the Verification Directive does not exist in the JAR
file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.

Import Failed. Could not delete Executable Directive of the blueprint as they are in
use.

Reason:

Cannot import the blueprint because the Executable Directive does not exist in the JAR
file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.

Import Failed. Could not delete Managed Database Table of the blueprint as they are
in use.

Reason:

Cannot import the blueprint because the Managed Database does not exist in the JAR
file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.
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CCA-BP-4166

CCA-BP-4167

CCA-BP-4168

Import Failed. Could not delete Configuration Database Query of the blueprint as they
are in use.

Reason:

Cannot import the blueprint because the Configuration Database does not exist in the
JAR file but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.

Import Failed. Could not delete Configuration File of the blueprint as they are in use.

Reason:

Cannot import the blueprint because the Configuration File does not exist in the JAR file
but exists in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.

Blueprint already exists.

Reason:

Blueprint name already exists.

Action:

Provide a unique new blueprint name.
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CCA-BP-4169

CCA-BP-4170

CCA-BP-4171

CCA-BP-4172

Cannot delete parameter because discovery data exists.

Reason:

Cannot delete the parameter because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
parameter.

Cannot delete filter because discovery data exists.

Reason:

Cannot delete the filter because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
filter.

Cannot delete group because discovery data exists.

Reason:

Cannot delete the group because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
group.

Cannot delete file because discovery data exists.

Reason:

Cannot delete the file because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
file.
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CCA-BP-4173

CCA-BP-4174

CCA-BP-4175

CCA-BP-4176

Cannot delete database because discovery data exists.

Reason:

Cannot delete the database because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
database.

Cannot delete query because discovery data exists.

Reason:

Cannot delete the query because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
query.

Cannot delete blueprint because discovery data exists.

Reason:

Cannot delete the blueprint because the corresponding discovery data exists.

Action:

Delete all the discovered components corresponding to this blueprint, and delete the
blueprint.

Cannot delete blueprint because it is used in a Management Profile.

Reason:

Cannot delete the blueprint because it is used in a management profile.

Action:

Ensure that this blueprint is not used in any of the Management profiles, and delete the
blueprint.
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CCA-BP-4178

CCA-BP-4179

CCA-BP-4180

CCA-BP-4181

Invalid numeric value. The operation is applicable to numeric value only.

Reason:

Invalid numeric value is provided while creating or updating a Rule.

Action:

Provide a valid numeric value.

Invalid integer range. Both values must be positive integer or zero.

Reason:

Invalid integer range is provided while creating or updating a Rule.

Action:

The integer values must be equal to 0 or greater.

Cannot delete database table because discovery data exists.

Reason:

Cannot delete the database table because the corresponding discovery data exists.
Action:

Delete all the discovered components corresponding to this blueprint, and delete the
database table.

Invalid translation name. The following characters are not allowed: <>;:" " * +=\\/
| ?

Reason:

The following characters are not allowed as part of the translation name: <>;:" " * + =
\/1|?

Action:

Provide a translation name without containing the specified characters.
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CCA-BP-4182

CCA-BP-4183

CCA-BP-4203

CCA-BP-4204

Invalid component version. The following characters are not allowed: <>;:" " +=\\/
?

Reason:

The following characters are not allowed as part of the component version: <>;:" " + =

\/?

Action:

Provide a component version without containing the specified characters.

Invalid blueprint version. The following characters are not allowed: <>;:""+=\\/?

Reason:

The following characters are not allowed as part of the blueprint version: <>; : " " +=\\
/?

Action:

Provide a blueprint version without containing the specified characters.

Invalid Path: <path name>.

Reason:

The path <path name> is not valid.

Action:

Provide correct path <path name>, and perform the browse operation.

Import Failed. Could not delete Macros of the blueprint as they are in use.

Reason:

Cannot import the blueprint because the Macros does not exist in the JAR file but exists
in the discovered components.

Action:

Delete all the discovered components corresponding to this blueprint, and import the
blueprint.
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CCA-BP-4205

CCA-BP-4206

Primary Ports value must be a single integer value in the valid range of TCP ports
(1-65535), a comma-separated list of valid port numbers, or a range of ports specified
as <port_number>-<port_number>. Comma separated-values and ranges can be
combined, for example 21,22,30-40,100.

Reason:

Incorrect value is specified for the primary ports.

Action:

Specify the value as follows:

®m  asingle integer value in the valid range of TCP ports (1-65535)

® 3 comma-separated list of valid port numbers,

®m  arange of ports that are specified as <port_number>-<port_number>

The comma separated-values and ranges can be combined, for example,
21,22,30-40,100.

Alternate Ports value must be a single integer value in the valid range of TCP ports
(1-65535), a comma-separated list of valid port numbers, or a range of ports specified
as <port_number>-<port_number>. Comma separated-values and ranges can be
combined, for example 21,22,30-40,100.

Reason:

Incorrect value is specified for the alternate ports.

Action:

Specify the value as follows:

m  asingle integer value in the valid range of TCP ports (1-65535)

®m a3 comma-separated list of valid port numbers,

®m  arange of ports that are specified as <port_number>-<port_number>

The comma separated-values and ranges can be combined, for example,
21,22,30-40,100.
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CCA-BP-4210

CCA-BP-4213

CCA-BP-4215

CCA-BP-4216

Invalid parameter name. The following characters are not allowed: <> " &

Reason:

The parameter name has unsupported characters.

Action:

Provide a parameter name without the unsupported special characters.

Registry browsing is only available for Windows servers.

Reason:

Registry browsing is only available for the Windows Servers.

Action:

No action is required.

LOG Level

Relationship Type is required for relationship key 'yes'.

Reason:

Relationship Type is required when relationship key is selected as yes for value details in
Directory Detail Panel or FSC Parameter Detail or Parameter Detail Panel.

Action:

Provide a Relationship Type.

Relationship Type is not applicable for relationship key 'no'.

Reason:

Relationship Type is not required when relationship key is selected as no for the value
details in Directory Detail Panel or FSC Parameter Detail or Parameter Detail Panel.
Action:

Do not provide a Relationship Type.
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CCA-BP-4220

CCA-BP-4222

CCA-BP-4225

CCA-BP-4227

Security violation error while exporting the blueprints.

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.

Error while writing XML for the blueprint <blueprint name> into the file stream.

Reason:

Unable to write XML file for the blueprint <blueprint name> while exporting the
blueprint

Action:

Do the following:

®m  You have the required permissions to write to file system.
m  System has enough free disk space.

If necessary, contact CA Technologies Technical Support for further assistance.

Duplicate object exception while importing blueprint

Reason:

Parser already exists while importing the blueprint.

Action:

Ensure that you select Overwrite Existing blueprints to overwrite the existing blueprints.

Security violation while importing blueprint:

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.
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CCA-BP-4237

CCA-BP-4241

CCA-BP-4243

CCA-BP-4401

Security violation error while exporting the blueprint groups.

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.

Security violation while importing translation: <translation name>

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.

The length of Default Value must be less than or equal to 100 characters.

Reason:

The default value is more than 100 characters in length.

Action:

Ensure that the default value is less than, or equal to 100 characters.

Fill the parameter name before adding a new row

Reason:

Parameter name is missing in the Response Parsing Options while creating, or updating
a new row.

Action:

Provide a parameter name, or delete the row.
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CCA-BP-4402
Fill the xpath before adding a new row

Reason:

xpath missing in Response Parsing Options while creating or updating a row.

Action:

Provide an xpath name.

CCA-BP-4403
WSDL load failed, check the WSDL URL

Reason:

Failed to connect to the server, or the Endpoint URL is not available.

Action:

Ensure that the server is reachable and the Endpoint URL is accessible using a browser.
Verify exception stack trace in the cca.log file, and if the problem still exists contact CA
Technologies Technical Support for further assistance.

CCA-BP-4404
Unable to retrieve the list of services in the WSDL

Reason:

An error occurred while retrieving the list of services in the WSDL.

Action:

Open the Endpoint URL in a browser, and verify a service available in the result. Verify
exception stack trace in the cca.log file, and if the problem still exists contact CA
Technologies Technical Support for further assistance.
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CCA-BP-4405

CCA-BP-4406

CCA-BP-4407

Unable to retrieve the list of bindings for the service <service name>

Reason:

An error occurred while retrieving the list of bindings for the service <service name>.

Action:

Open the Endpoint URL in a browser and verify a binding available in the result. Verify
exception stack trace in the cca.log file, and if the problem still exists contact CA
Technologies Technical Support for further assistance.

Unable to retrieve the list of operations for the binding <binding name>

Reason:

An error occurred while retrieving the list of operations for the binding <binding name>.

Action:

Open the Endpoint URL in a browser and verify operations available in the result for the
binding <binding name>. Verify exception stack trace in the cca.log file, and if the
problem still exists contact CA Technologies Technical Support for further assistance.

Unable to retrieve the default URL for the binding <binding name>

Reason:

An error occurred while retrieving the default URL for the binding <binding name>.

Action:

Open the Endpoint URL in a browser and verify that the default URL is available in the
result. Verify exception stack trace in the cca.log file, and if the problem still exists
contact CA Technologies Technical Support for further assistance.
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CCA-BP-4409
WSDL URL is required.

Reason:

No WSDL URL is provided.

Action:

Provide a WSDL URL.

CCA-BP-4410
Step Name is required.

Reason:

No step name is provided while creating or the updating a Step.

Action:

Provide a step name.

CCA-BP-4411

Service is required.

Reason:

No service name is provided.

Action:

Select a service from the available services.

CCA-BP-4412
Binding is required.

Reason:

No Binding information is provided.

Action:

Select a binding from the available bindings.
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CCA-BP-4413
Operation is required.

Reason:

No operation information is provided.

Action:

Select an operation from the available operations.

CCA-BP-4414
Endpoint URL is required.

Reason:

No Endpoint URL is provided.

Action:

Provide an Endpoint URL.

CCA-BP-4415
SOAP Request XML is required.

Reason:

No SOAP Request URL is provided.

Action:

Provide a SOAP Request URL.

CCA-BP-4421
Step output parameter <parameter name> already exists.

Reason:

Step output parameter <parameter name> already exists.

Action:

Provide a new output parameter name, or delete the duplicate entries.
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Blueprint Group Error Messages

CCA-BG-4505

CCA-BG-4506

CCA-BG-4509

This section explains the error messages that you see while performing the blueprint
group operations in CA Configuration Automation.

Name is required.

Reason:

Name is not provided.

Action:

Provide Blueprint Group Name.

Blueprint Group <blueprint group> already exists.
Reason:

Blueprint group <blueprint group> already exists.
Action:

Provide a new Blueprint Group name.

Blueprint group cannot be deleted. It is used in one or more Management Profiles.

Reason:
Blueprint group cannot be deleted. The blueprint is used in one or more management
profiles.
Action:

Ensure that none of the management profiles are using this Blueprint Group, and
perform the operation.
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CCA-BG-4511

Blueprint Group <blueprint group> already exists.

Reason:

The Blueprint Group <blueprint group> already exists.

Action:

Provide a new name.

Compliance Jobs Error Messages

CCA-CM-9007

CCA-CM-9008

CCA-CM-9030

This section explains the error messages that you see while performing the compliance

jobs in CA Configuration Automation.

Compliance Job Name is required.

Reason:

Compliance Job name is not provided.

Action:

Provide a compliance job name.

Compliance Job <jobname> already exists.

Reason:

The compliance Job <jobname> already exists.

Action:

Provide a unique job name.

At least one Rule Group is required in a Compliance Job.

Reason:

No rule group is selected.
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CCA-CM-9031

CCA-CM-9032

CCA-CM-9033

CCA-CM-9034

Action:

Select at least one Rule Group while creating or updating the compliance Job.

User is not authorized to schedule compliance job <jobname>, error message -
<error>.

Reason:

User does not have permissions to run or schedule the compliance job.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to run or
schedule the compliance job <jobname>.

Cannot create compliance job <jobname> because of scheduling failure, error message
- <error>.

Reason:
The scheduling of the compliance job failed.

Action:

Verify the scheduling options.

Cannot update compliance job <jobname> because of scheduling failure, error
message - <error>.

Reason:

The scheduling of the compliance job failed.
Action:

Verify the scheduling options.

Error while getting compliance job/compliance history.
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CCA-CM-9035

CCA-CM-9036

CCA-CM-9037

Reason:

An exception occurred while retrieving the compliance job or the compliance history
details using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while running compliance job <jobname>.

Reason:

An exception occurred while running the compliance job <jobname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting compliance result.

Reason:

An exception occurred while retrieving the compliance result using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while adding/updating compliance job <jobname>.

Reason:

An exception occurred while adding or updating the compliance job <jobname> using
SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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CCA-CM-9038

CCA-CM-9039

CCA-CM-9040

CCA-CM-9041

Error while deleting compliance job <jobname>.

Reason:

An exception occurred while deleting the compliance job <jobname> using SDK.
Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

No Valid Rule Groups specified. At least one Rule Group is required in a Compliance
Job.

Reason:

No Valid Rule Groups specified.

Action:

Set at least one valid Rule Group while creating or updating the compliance Job.

No results found for the given result uuid.
Reason:

No results available for a compliance job
Action:

Ensure that the result uuid is valid and exists in CCA Server. If necessary, contact CA
Technologies Technical Support for further assistance.

Compliance Job Name is too long.

Reason:

The compliance Job Name is too long.
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Action:

Ensure that job name length should not exceed 200.

Component Error Messages

CCA-CM-3560

CCA-CM-9307

CCA-CM-9308

This section explains the error messages that you see while performing the component
operations in CA Configuration Automation.

This action applies to components in Inventoried or Managed state

Reason:

The components are not in managed state while performing the component refresh
operation.

Action:

Ensure that the selected blueprints are available in discover and manage section of
Blueprints tab in the management profile, so that all the components will be in manage
state after the discovery operation.

Error while getting components for Server/Service/Snapshot with UUID <
Server/Service/Snapshot uuid>
Reason:

An exception occurred while retrieving components for server through the SDK API.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

Error while getting folders for component with UUID <componentuuid>

Reason:

An exception occurred while getting the component folders with the component uuid.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

Chapter 2: Error Messages 43



Component Error Messages

CCA-CM-9311

CCA-CM-9313

CCA-CM-9314

Component <componentname> not found

Reason:

Component is not present to open in the launch in context.

Action:

Check the component availability in CA Configuration Automation server.

Error while getting component with UUID <componentuuid>

Reason:

An exception occurred while retrieving the component details from CA Configuration
Automation DB.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

Error while getting sub components for component with UUID <componentuuid>

Reason:

An exception occurred while getting the sub components details from CA Configuration
Automation DB.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.
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CCA-CM-9321

CCA-CM-9322

Scheduled component refresh on server <servername> failed. User <username> is not
authorized to perform this operation.

Reason:

You do not have permissions to perform the server component refresh operation.

Action:

Log in to CA Configuration Automation as an administration or architect to perform the
server component refresh operation.

CCA-CM-9322: Scheduled component refresh on service <servicename> failed. User
<username> is not authorized to perform this operation.

Reason:

You do not have permissions to perform service component refresh operation.

Action:

Log in to CA Configuration Automation as an administration or architect to perform the
service component refresh operation.

Change Detection and Compare Error Messages

CCA-DF-9101

CCA-DF-9102

This section explains the error messages that you see while performing the change
detection and compare operations in CA Configuration Automation.

Source date required.

Reason:

The source date is not provided.

Action:

Provide a source date.

Target date required.
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CCA-DF-9103

CCA-DF-9104

CCA-DF-9105

CCA-DF-9107

Reason:

The target date was not provided.

Action:

Provide a target date.

One or more folders required.

Reason:

The selected folders field is empty.

Action:

Select the required folders.

One or more categories required.

Reason:

The selected categories field is empty.

Action:

Select the required categories.

One or more weights required.

Reason:

The selected weights field is empty.

Action:

Select the required weights.

Invalid type of change.
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Reason:

An invalid type of change is provided while filtering the change detection or compare
results in the flat table.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-DF-9109

Select source component.

Reason:

The source component value is not provided.

Action:

Provide a source component.
CCA-DF-9110
Select target components.

Reason:

The target component is not selected.

Action:

Select a target component.
CCA-DF-9111
Invalid source date. The date provided is not in the format MM/DD/YYYY.

Reason:

The source date is invalid.

Action:

Provide the source date in MM/DD/YYYY format.

CCA-DF-9112

Invalid target date. The date provided is not in the format MM/DD/YYYY.

Chapter 2: Error Messages 47



Change Detection and Compare Error Messages

CCA-DF-9113

CCA-DF-9114

CCA-DF-9115

Reason:

The target date is invalid.
Action:

Provide the target date in MM/DD/YYYY format.

Error while performing Server compare (source server <servername>).

Reason:

An Exception occurred while performing the server compare operation using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while performing Service compare(source service <servicename>).

Reason:

An exception occurred while performing the service compare operation using SDK.
Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while performing Server change detection (servers <servernamelist>).

Reason:

An exception occurred while performing the server change detection operation using
SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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CCA-DF-9116

CCA-DF-9119

CCA-DF-9121

CCA-DF-9123

Error while performing Service change detection (services <servicenamelist>).
Reason:

An exception occurred while performing the service change detection operation using
SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Service change detection failed, error message — <error>.

Reason:

The change detection operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.

Server change detection failed, error message -<error>.
Reason:
The change detection operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.

Invalid source service, no change detection and compare operations will be performed
for service <servicename>.

Reason:
The source service <servicename> is not available.

Action:

Create the service, and discover service data.
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CCA-DF-9124

CCA-DF-9125

CCA-DF-9126

CCA-DF-9127

Missing service snapshot or no server in the snapshot, no change detection and
compare operations will be performed for service <servicename>.

Reason:

The service snapshot is missing to perform the change detection and compare
operations.

Action:

Create a snapshot for service <servicename>.

Invalid target service, no change detection and compare operations will be performed
for service <servicename>.

Reason:
The target service <servicename> is not available.

Action:

Create <servicename> service to discover the service data.

Invalid source server, no change detection and compare operations will be performed
for server <servername>.

Reason:
The source server <servername> is not available.

Action:

Create a server <servername> to discover the server data.

Missing server snapshot, no change detection and compare operations will be
performed for server <servername>.

Reason:

The server snapshot is missing.
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CCA-DF-9128

CCA-DF-9134

CCA-DF-9136

CCA-DF-9139

Action:

Create a snapshot for the server <servername>.

Invalid target server, no change detection and compare operations will be performed
for server <servername>.

Reason:
The target server <servername> is not available.

Action:

Create a server <servername> to discover the server data.

Found inconsistent file data. A difference detected in object UUID <uuid> but it does
not exist in directory hierarchy.

Reason:
The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.

Found inconsistent registry value data. A difference detected in object UUID <uuid>
but it does not exist in registry hierarchy.

Reason:
The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.

Found inconsistent configuration group in file data. A difference detected in object
UUID <uuid> but it does not exist in group hierarchy.
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Reason:
The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.

CCA-DF-9141

Found inconsistent configuration parameter in file data. A difference detected in

object UUID <uuid> but it does not exist in group hierarchy.

Reason:

The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-DF-9143

Found inconsistent configuration parameter in executable data. A difference detected

in object UUID <uuid> but it does not exist in directive hierarchy.

Reason:

The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-DF-9149

Cannot find data for registry key, UUID=<uuid>.
Reason:

The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.
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CCA-DF-9151

CCA-DF-9165

CCA-DF-9166

CCA-DF-9167

Cannot find data for configuration group key, UUID=<uuid>.
Reason:

The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.

For both source and target data, server snapshots are missing, no change detection or
compare operations will be performed for server <servername>.

Reason:
Server snapshots are missing for the selected source and target data.

Action:

Create snapshot for both the source and target data in the server <servername>.

For both source and target data, service snapshots or servers are missing, no change
detection or compare operations will be performed for service <servicename>.

Reason:
The service snapshots are missing for both selected source and target data.

Action:

Create snapshot for the source and target data in the service <servicename>.

For both source and target data, server snapshots are missing, no change detection or
compare operations will be performed for servers <servernamel> and
<servername2>.

Reason:

The server snapshots are missing for both selected source and target data.
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Action:

Create snapshot for server <servernamel>, and the server <servername2> for source
and target data.

CCA-DF-9168
For both source and target data, service snapshots or servers are missing, no change
detection or compare operations will be performed for services <servicenamel> and
<servicename2>.
Reason:
For both selected source and target data, service snapshots are missing.
Action:
Create snapshot for the service <servicenamel> and the service <servicename2> for
source and target data.
CCA-DF-9179
Server <servername> is in unmanaged state, no change detection or compare
operation will be performed.
Reason:
The server <servername> is in unmanaged state.
Action:
Change the server <servername> state to managed.
CCA-DF-9180

Both source server <servernamel> and target server <servername2> are in
unmanaged state, no change detection or compare operation will be performed.

Reason:

The source server <servernamel>, and target server <servername2> are in unmanaged
state
Action:

Change the state of source server <servernamel> and target server <servername2> to
managed.
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CCA-DF-9181

CCA-DF-9182

CCA-DF-9189

CCA-DF-9191

Source server <servername> is in unmanaged state, no change detection or compare
operation will be performed.

Reason:
The source server <servername> is in unmanaged state.

Action:

Change the source server <servername> state to managed.

Target server <servername> is in unmanaged state, no change detection or compare
operation will be performed.

Reason:
The target server <servername> is in unmanaged state.

Action:

Change the target server <servername> state to managed.

Missing hash values in keys of managed registry. Change detection and compare
operation cannot be performed.

Reason:
The discovered data is inconsistent.
Action:

Contact CA Technologies Technical Support for further assistance.

Cannot find directory UUID for file object <objectname>. Change detection and
compare operation cannot be performed.

Reason:

The discovered data is inconsistent.
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CCA-DF-9193

CCA-DF-9195

CCA-DF-9197

CCA-DF-9199

Action:

Contact CA Technologies Technical Support for further assistance.

Value is null in directory UUID mapping. Change detection and compare operation
cannot be performed.

Reason:
The discovered data is inconsistent.
Action:

Contact CA Technologies Technical Support for further assistance.

Value is null in registry UUID mapping. Change detection and compare operation
cannot be performed.

Reason:
The discovered data is inconsistent.
Action:

Contact CA Technologies Technical Support for further assistance.

Change detection on server <servername> between <servicenamel> and
<servicename2> completed with error.

Reason:
The change detection operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.

Compare server <servernamel> snapshot <snapshotnamel> to server <servrname2>
snapshot <snapshotname2> completed with error.
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Reason:
The change detection operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.

CCA-DF-9201

Change detection on service <servicename> between <snapshotnamel> and
<snapshotname2> completed with error.

Reason:
The change detection operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.

CCA-DF-9203

Compare service <servicenamel> snapshot <snapshotname1l> to service
<servicename2> snapshot <snapshotname2> completed with error.

Reason:
The compare operation failed.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-DF-9206

Cannot find data for configuration executable, executable UUID=<uuid>.

Reason:

The discovered data is inconsistent.

Action:

Contact CA Technologies Technical Support for further assistance.
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CCA-DF-9207

CCA-DF-9208

CCA-DF-9211

CCA-DF-9212

Invalid server <servername> in service <servicename>, no change detection
operations will be performed for server.

Reason:

The server <servername> is not available to perform the change detection operation.

Action:

Create the server <servername> as part of the service <servicename>, then rediscover
the service data.

For both source and target data, server snapshots are missing, no change detection
operations will be performed for server <servername> in service <servicename>.

Reason:

The components of the server <servername> are not available as part of the selected
source data and target data in the service <servicename>.

Action:

Ensure that the components of the server <servername> are available as part of the
selected source data and target data in the service <servicename>.

Invalid source server, no compare operations will be performed for server
<servername> in service <servicename>.

Reason:
The server <servername> is not available.

Action:

Create Server <servername> as part of the service <servicename>, then rediscover the
service data.

Invalid target server, no compare operations will be performed for server
<servername> in service <servicename>.
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CCA-DF-9213

CCA-DF-9214

CCA-DF-9218

Reason:

The server <servername> is not available to perform the compare operation.

Action:

Create the server <servername> as part of the service <servicename>, then rediscover
the service data.

For both source and target data, server snapshots are missing, no compare operations
will be performed between server <servernamel> in service <servicenamel> and
server <servernamez2> in service <servicename2>.

Reason:

The components of the server <servernamel> and <servername2> are not available as
part of the corresponding selected source and target data.

Action:

Ensure that the components of the server <servernamel> and <servername2> are
available as part of the corresponding selected source and target data.

Identical snapshots are used for server change detection.

Reason:

The selected snapshots for the change detection operation are same.

Action:

Select different snapshot types for the change detection operation.

Identical snapshots are used for service change detection.

Reason:

The selected snapshots for the change detection operation are same.

Action:

Select different snapshot types for the change detection operation.

Chapter 2: Error Messages 59



Catalyst Jobs Error Messages

CCA-DF-9177

No source snapshot selected.

Reason:

The source snapshot is not provided.

Action:

Provide a valid source snapshot.
CCA-DF-9178
No target snapshot selected.

Reason:

The target snapshot is not provided.

Action:

Provide a valid target snapshot.

CCA-DF-9204

Missing hash value in configuration file <file>. Change detection and compare
operation cannot be performed.

Reason:

The discovered data is inconsistent.
Action:

Contact CA Technologies Technical Support for further assistance.

Catalyst Jobs Error Messages

This section explains the error messages that you see while performing the catalyst jobs
in CA Configuration Automation.
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CCA-CJ-9904
Name is required.
Reason:
No name value is required.
Action:
Provide a name.
CCA-CJ-9908
Catalyst Job <job name> already exists.
Reason:
The <job name> already exists.
Action:
Provide another <job name>.
CCA-CJ-9910
Please select at least one service or server group or server.
Reason:
No services or servers or server groups are selected while saving the catalyst job.
Action:
Select any one or more servers, services, server groups.
CCA-CJ-9913

Name is too long.

Reason:

Name length is greater than 200 characters.

Action:

Ensure that the name length is not greater than 200 characters.
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CCA-CJ-9915
Opening Catalyst Web View failed. Please configure property <catalyst.server.name>
and <catalyst.server.httpport> in Administration > Configuration > Properties.
Reason:
Either or both the catalyst server name or server port is not provided.
Action:
Provide both the <catalyst.server.name> and <catalyst.server.httpport> values in
Administration, Configuration, Properties.

CCA-CJ-9931
Catalyst User Name required
Reason:
The catalyst username is not provided during the testing of the connector status.
Action:
Provide a valid catalyst user name.

CCA-CJ-9932

Password Required

Reason:

Catalyst password is not provided during the testing of the connector status.

Action:

Provide the catalyst password.
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CCA-CJ-9934

CCA-CJ-9935

CCA-CJ-9936

The node <node name> seems to be unreachable

Reason:

The application could not connect to the Catalyst container server to test the connector
status.

Action:

Verify the Catalyst server container connectivity through a server ping. Contact CA
Technologies Technical Support for further assistance.

Operation failed for the node <nodename> : <reason>

Reason:

The <reason> describes why the operation failed.

Action:

Respond according to the reported the reason. If the reason is unauthorized, ensure
that you provide valid credentials during the connector status testing.

No Connectors connected to CCA Server

Reason:

No connectors are installed for the CCA Server. To verify whether the connectors are
installed, view the CCA Integrations tab under the Administrator, Diagnostics tab.

Action:

Install CCA Connector for the CCA Server. Contact CA Technologies Technical Support for
further assistance.

Catalyst Profile Error Messages

This section explains the error messages that you see while performing the catalyst
profile operations in CA Configuration Automation.
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CCA-PL-3915

CCA-PL-3744

CCA-PL-3745

CCA-PL-3859

Cannot create Catalyst Job <job name> because of scheduling failure, error message -
<error>

Reason:

Scheduling error occurred while creating a catalyst job.

Action:

If the error message is similar to "The specified time has already passed. Schedule will
never trigger", correct the schedule and finish creating the catalyst job <job name>. For
any other errors, contact CA Technologies Technical Support for further assistance.

A target host name or IP address is required when engine type is CloudService.

Reason:

Provide the target hostname or IP Address when the engine type is CloudService.

Action:

Provide the target hostname or IP Address in the Inclusions tab when the scan policy is
either Cloud Service Scan with Softagent, or Cloud Service Scan without Softagent.

A target IP address is required when engine type is CloudService.

Reason:

Provide a Target IP Address when the engine type is CloudService.

Action:

Provide the IP Address in the Inclusions tab when the scan policy is either Cloud Service
Scan with Softagent or Cloud Service Scan without Softagent.

AWS EC2 End Point is Required.

Reason:

The AWS EC2 End Point is not provided to test the credentials.
Action:

Provide the AWS EC2 End Point (server name, or IP Address).
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CCA-PL-3860
Access Key ID is Required.

Reason:

Access Key ID is not provided.

Action:

Provide a Access Key ID.

CCA-PL-3861
Secret Access Key is Required

Reason:

Secret Access Key is not provided.

Action:

Provide a Secret Access Key.

CCA-PL-3862

Access Key ID with the same Secret Access Key already exists (see highlighted row
below).

Reason:

Access Key ID with the same Secret Access Key exists.

Action:

Provide a unique combination of Access Key ID and Secret Access Key.

CCA-PL-3904

Catalyst Attributes Profile <profile name> already exists.

Reason:

The profile <profile name> already exists.

Action:

Provide a new name.
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CCA-PL-3918

Cannot update Catalyst Job <job name> because of scheduling failure, error message -
<error>.
Reason:

A scheduling error occurred while updating the catalyst job.

Action:

If the error message is similar to "The specified time has already passed. Schedule will
never trigger", correct the schedule and finish updating the catalyst job <job name>. For
other errors, contact CA Technologies Technical Support for further assistance.

Common Schedule Error Messages

This section explains the error messages that you see while performing the common
schedule operations in CA Configuration Automation.

CCA-SH-9001
Schedule Time should be greater than current time.
Reason:
Schedule time is less than CCA server time.
Action:
The schedule time must be greater than the CCA server time.
CCA-SH-9002

Schedule End Date should be greater than or equal to Begin Date.

Reason:

Schedule End Date less than the begin Date.

Action:

The schedule end date must be greater than or equal to the begin date.
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CCA-SH-9003
The time provided is not in the format DD/MM/YYYY HH:mm:ssAM.

Reason:

The time is not in the DD/MM/YYYY HH:mm:ssAM format.

Action:

Provide time in DD/MM/YYYY HH:mm:ssAM format.

CCA-SH-9004
The begin date provided is not in the format DD/MM/YYYY.

Reason:

The begin date is not in the DD/MM/YYYY format.

Action:

Provide the begin date in DD/MM/YYYY format.

CCA-SH-9005
The end date provided is not in the format DD/MM/YYYY.

Reason:

The end date is not in the DD/MM/YYYY format.

Action:

Provide end date in DD/MM/YYYY format.

CCA-SH-9006
Days is required.

Reason:

Days are not selected after selecting frequency.

Action:

Select days for the given frequency.
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CCA-SH-9007

CCA-SH-9009

CCA-SH-9010

CCA-SH-9011

Frequency is required. The task is not scheduled.

Reason:

Frequency is not selected.

Action:

Select the frequency while scheduling the tasks later in the Tasks tab.

Job name supply is empty!

Reason:

The job name is empty.

Action:

Provide the job name.

Based on configured schedule, the given trigger will never fire.

Reason:

Based on the configured schedule days for frequency, the given trigger will never fire.

Action:

Provide the correct days for the given frequency. The select days should be less than or
equal to the end date, and greater than the begin date.

No days specified for trigger.

Reason:

No days are selected.

Action:

Specify days for trigger.
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CCA-SH-9012
No dates specified for trigger.

Reason:

No dates are selected.

Action:

Specify dates for trigger.

CCA-SH-9013
Invalid end date. Schedule will never trigger.

Reason:

The end date is not valid.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-SH-9016
The specified time has already passed. Schedule will never trigger.

Reason:

Schedule time is less than the current time.

Action:

The schedule time must be greater than the current time.

Discovery and Refresh Error Messages

This section explains the error messages that you see while performing the discovery
and refresh operations in CA Configuration Automation.
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CCA-DIS-8633

CCA-DIS-8510

CCA-DIS-8511

Invalid SSH Username

Reason:

SSH Username is not valid.

Action:

Provide a valid SSH username.

Blueprint <blueprintpname> is not found.

Reason:

The Blueprint name <blueprintname> in the URL does not exist in CA Configuration
Automation server.

Action:

Provide a valid blueprint name in the URL.

Component <componentname> is not found for refresh.

Reason:

The Component <componentname> in the URL does not exist in the given server.

Action:

Provide a valid component name in the URL.

70 Message Reference Guide



Discovery and Refresh Error Messages

CCA-DIS-8515

CCA-DIS-8518

Discovery cannot communicate with the <accessmode> on server <servername>.
Discovery has been terminated, Error message=<error>

Reason:

The possible reasons are as follows:

m  [nvalid details (for example, access mode, port) are provided in the access profile
that is assigned to the server

m  The service (Agent/SSH/Telnet/WMI) is not responding or running.

Action:
Do the following:

m  Ensure that the service (Agent/SSH/Telnet) corresponding to the assigned access
mode is running on the target server <servername>.

m  Provide the correct details in the access profile which is assigned to the server
<servername>.

m  Verify that the test server action is successful.

Discovery failed on Server <servername>, Error message=<error>.

Reason:
The possible reasons are as follows:
m  Invalid platform is set to the server.

m  Communication to the server <servername> is lost while doing the discovery
operation.

m  The service (Agent/SSH/Telnet/WMI) is not responding.

Action:
Do the following:
m  Provide a valid platform and ensure that the test server operation is successful.

m  Use the latest CA Configuration Automation agent version if the access mode type is
agent.

m  Verify the log data in the cca.log file. If necessary, contact CA Technologies
Technical Support for further assistance.
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CCA-DIS-8523

CCA-DIS-8547

Refresh failed on Server <servername>, error message - <error>.

Reason:
Possible reasons are as follows:

m  The communication to the server <servername> is lost while performing the refresh
operation.

m  The service (Agent/SSH/Telnet/WMI) is not responding.

Action:
Do the following:
m  Ensure that the test server operation is successful.

m  Verify the log data in the cca.log file. If necessary, contact CA Technologies
Technical Support for further assistance.

Component discovery failed on Server <servername>, Component root <rootpath>
and blueprint name <blueprintname>, Error message = <error>.

Reason:

The communication to the server <servername> is lost while performing the discovery
operation.

Action:

Do one of the following:

m  Ensure that the service (Agent/SSH/Telnet/WMI) corresponding to the assigned
access mode is running on the target server <servername>.

m  Verify that the test server operation is successful.
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CCA-DIS-8548

CCA-DIS-8563

CCA-DIS-8564

Component refresh failed on Server <servername>, Component root <rootpath> and
blueprint name <blueprintname>, Error message = <error>.

Reason:

The communication to the server <servername> is lost while performing the refresh
operation.

Action:

Ensure that the service (Agent/SSH/Telnet/WMI) corresponding to the assigned access
mode is running on the target server <servername>. Verify that the test server
operation is successful.

Caught 'Parser' exception during component discovery on Server <servername>,
Component Root: <rootpath>, File Name: <file>, Error Message: <error>,
Parser:<parsername>, Lexer: <lexername>, Blueprint Name: <blueprintname>. See
CCA log file on <hostname> for stream content that was passed to parser.

Reason:

An exception occurred while parsing file <file> is using a specified parser class.

Action:

View the CA Configuration log file on the <hostname> for the stream content that is
provided to the parser. If necessary, contact CA Technologies Technical Support for
further assistance.

Caught 'Parser' exception during component refresh on Server <servername>,
Component root <rootpath> and filename <file>, Error message = <error>.
Reason:

An exception occurred while parsing file <file> using a specified parser class.

Action:

See CA Configuration Automation log file on the <hostname> for the stream content
that is provided to the parser. If necessary, contact CA Technologies Technical Support
for further assistance.
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CCA-DIS-8569

CCA-DIS-8583

CCA-DIS-8584

CCA-DIS-8588

Discovery canceled for Server <servername> because it reaches time limit of
<minutes> minutes.

Reason:

The discovery operation exceeds the time limit configured in the management profile
assigned to the server <servername>.

Action:

Increase the Discovery Time Limit value in the management profile assigned to the
server <servername>.

Refresh failed on Service <servicename>, error message - <error>.

Reason:

The management profile that is assigned to service <servicename> is disabled.

Action:

Ensure that the management profile that is assigned to the service <servicename> is
enabled. If necessary, contact CA Technologies Technical Support for further assistance.

Discovery failed on Service <servicename>, error message - <error>.

Reason:

The management profile that is assigned to the service <servicename> is disabled.

Action:

Ensure that the management profile that is assigned to the service <servicename> is
enabled. If necessary, contact CA Technologies Technical Support for further assistance.

Server test failed for Server <servername>. No Access Profile Assigned to the Server

Reason:

Access Profile is not assigned to the server <servername>.

Action:

Assign access profile with proper access mode to the server <servername>.
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CCA-DIS-8589

CCA-DIS-8590

Server test failed for Server <servername>. Agent connection cannot be established

Reason:
The possible reasons are as follows:

m  Either that the CA Configuration Automation agent service is not running or using
the old CA Configuration Automation agent.

m  |nvalid ports are assigned in the access profile.

Action:
Do the following:

m  Ensure that the CA Configuration Automation agent service is running on the server
<servername> and set the valid port in the assigned access profile.

m  Use the latest CA Configuration Automation agent version.

Server test failed for Server <servername>. SSH username and password are wrong, or
SSH connection cannot be established

Reason:

The possible reasons are as follows:

m  |nvalid SSH user name and password are provided in the access profile that is
assigned to the server<servername>.

m  The SSH service is not running on Server <servername>

Action:

Provide a correct SSH username and password in the assigned access profile and ensure
that the SSH service is running on the server <servername>.
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CCA-DIS-8591

CCA-DIS-8592

Cannot communicate with the <accessmode> on server <servername>. Discovery has
been terminated.

Reason:

The possible reasons are as follows:

m  |nvalid details (for example, access mode, port) are provided in the access profile
assigned to the server

m  The service (Agent/SSH/Telnet) is not responding or running.

Action:
Do the following:

m  Ensure service (Agent/SSH/Telnet/ WMI) corresponding to assigned access mode is
running on the target server <servername>.

m  Provide valid details in the access profile which is assigned to the server
<servername>.

m  Verify that the status of the test server action is successful.

Cannot communicate with the <accessmode> on server <servername>. Refresh has
been terminated, Error message=<error>.

Reason:

The possible reasons are as follows:

m  Invalid details (for example, access mode, port) are provided in the access profile
that is assigned to the server

m  The service (Agent/SSH/Telnet) is not responding or running.

Action:
Do the following:

m  Ensure service (Agent/SSH/Telnet) corresponding to assigned access mode is
running on the target server <servername>.

m  Provide valid details in the access profile that is assigned to server <servername>.

m  Verify that the status of the test server action is successful.

76 Message Reference Guide



Discovery and Refresh Error Messages

CCA-DIS-8593

CCA-DIS-8594

CCA-DIS-8595

Cannot communicate with the <accessmode> on server <servername>. Refresh has
been terminated.

Reason:

The possible reasons are as follows:

m  |nvalid details (for example, access mode, port) are provided in the access profile
that is assigned to the server.

m  The service (Agent/SSH/Telnet) is not responding or running.

Action:
Do the following:

m  Ensure the service (Agent/SSH/Telnet/ WMI) corresponding to assigned access
mode is running on the target server <servername>.

m  Provide valid details in the access profile that is assigned to the
server<servername>.

m  Verify that status of the test server action is successful.

No access profile is assigned to server <servername>. Refresh has been terminated.

Reason:

Access profile is not assigned to the server <servername>.

Action:

Assign access profile with proper access mode to the server <servername>.

No access profile is assigned to server <servername>. Discovery has been terminated.

Reason:

Access profile is not assigned to the server <servername>.

Action:

Assign access profile with proper access mode to the server <servername>.
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CCA-DI1S-8596
Discovery failed for Service <servicename>
Reason:
No servers exist in service or cannot communicate to the servers in the service
<servicename> using corresponding assigned access profile. So discovery failed for all
servers.
Action:
Do the following:
m  Ensure that the servers exist in service and assign the access profile with proper
access mode and other required details to all servers in the service <servicename>.
m  Verify that the status of the test server operation is successful for all servers in
service.
CCA-DIS-8597

Refresh failed for Service <servicename>

Reason:

There are no servers in service <servicename> or cannot communicate to the servers in
service <servicename> using corresponding assigned access profile. So, refresh failed for
all servers.

Action:

Do the following:

m  Ensure that the servers exist in the service <servicename>.

m  Assign access profile with proper access mode and other required details to all
servers in service <servicename>

m  Verify that the status of the test server operation is successful for all servers in
service.
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CCA-DIS-8609

CCA-DIS-8616

CCA-DIS-8622

The Server Properties blueprint is missing.

Reason:

The Server Properties blueprint is deleted.

Action:

Get the Server Properties blueprint from the following location and import it to the CA
Configuration Automation server:

http://techweb.ca.com/r11ImpCD/CCA_Updates/CCA_Frame.htm

Verification Directive failed for the component

Reason:

The verification that is defined in the blueprint failed.

Action:

Correct the verification rule that is defined in the blueprint. If necessary, Contact CA
Technologies Technical Support for further assistance.

UnknownHostException

Reason:

Target Server is not responding during discovery operation using SSH or WMI.

Action:

Ensure target server is up and running. Also ensure service (SSH or WMI) is running on
the target server.
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CCA-DIS-8627

CCA-DIS-8629

Timeout error occurred in remote execution of directive <directivename> on target
server <servername> for blueprint <blueprintname>. To customize the timeout
value, increase current timeout setting of <timeout> seconds in the blueprint then
rerun discovery/refresh.

Reason:

The timeout error occurred while remote execution of the directive <directivename> on
the target server <servername> for a blueprint <blueprintname>.

Action:

Increase current timeout setting <timeout> seconds for the directive <directivename> in
the blueprint and rerun discovery or refresh.

Timeout error occurred in remote execution of command on target server
<servername>. Current timeout setting is <timeout>. See CCA log for command
content.

Reason:

The timeout error occurred while remote execution of the command on the target
server <servername>. Current timeout setting is <timeout>.

Action:

Increase the current timeout setting <timeout> seconds in the blueprint and rerun
discovery or refresh.
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CCA-DIS-8630

CCA-DIS-8632

Operation timed out.

Reason:

Time out error is thrown during the discovery or refresh operation of a server. Usually
this error is thrown with SSH, Telnet, WMI access mode of operation.

Action:

Based on the access profile, increase the timeout for the following properties in
administration configuration. These properties are used to increase the session time.

m  ssh.rexec.timeout.sec

®  wmi.script.exec.timeout.sec

m  directive.netprobe.timeout.msec

m  directive.rexec.timeout.sec

The common for the access modes of discovery and refresh operation is as follows. The
property is used to wait the specified time for the execution of the remote command:
m  directive.rexec.timeout.sec

If necessary, contact CA Technologies Technical Support for further assistance.

Error while performing stop discovery

Reason:

An exception occurred while performing the stop discovery operation using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Data Migration Error Messages

This section explains the error messages that you see while performing the data
migration operations in CA Configuration Automation.
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CCA-DM-7501
Select an Archive File.

Reason:

Archive File is not provided while importing the cohesion data to the CA Configuration
Automation database using archive file.

Action:

Provide Archive File which is exported from CA Configuration Automation.

CCA-DM-7502

Server Name is required.

Reason:

Database server name is not provided in the Cohesion Database Details tab while
exporting cohesion data to Archive File or importing cohesion data into the CA
Configuration Automation database.

Action:

Provide a cohesion database server name.

CCA-DM-7503
Database Name is required.

Reason:

The database name is not provided in the Cohesion Database Details tab while exporting
the cohesion data to Archive File or importing the cohesion data into the CA
Configuration Automation database.

Action:

Provide the cohesion database name.
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CCA-DM-7504

CCA-DM-7505

CCA-DM-7507

Database user is required.

Reason:

The database user name is not provided in the Cohesion Database Details tab while
exporting the cohesion data to archive file or the CA Configuration database.
Action:

Provide a cohesion database user name.

Database Password is required.

Reason:

The database password is not provided in the Cohesion Database Details tab while
exporting cohesion data to archive File or importing cohesion data into the CA
Configuration Automation database.

Action:

Provide the cohesion database password.

Failed to connect database. Please verify database details and try again.

Reason:

Failed to connect the database while exporting the CA Cohesion data to archive file or
import the CA Cohesion data into the CA Configuration Automation database. The
possible reasons are as follows:

m  Database details provided in the Cohesion Database Details tab are not correct.
m  The database server service is down.

m  The database server is not reachable with the server name

Action:

Verify the provided database details. Ensure that the database server service is up and
running and connect to the database server with the IP address.
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CCA-DM-7508

CCA-DM-7509

CCA-DM-7512

CCA-DM-7513

File Name is required.

Reason:

File name is not provided while exporting the cohesion data to archive File.

Action:

Provide a file name to create the archive file.

File Path is required.

Reason:

File path is not provided while exporting the cohesion data to archive File.

Action:

Provide file path where the archive file are copied after exporting data from cohesion.

Port Number is Required.

Reason:

The database server port is not provided in the Cohesion Database Details tab while
exporting the cohesion data to Archive File or importing the cohesion data into the CA
Configuration Automation database.

Action:

Provide cohesion database server port.

Please Select KeyStore File.

Reason:

The Key Store File is not selected while importing the cohesion security certificates into
CA Configuration Automation.

Action:

Select Key Store File from the cohesion server. The file can be found at the following
location:

COHESION-INSTALLATION-HOME\server\lib
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CCA-DM-7514

CCA-DM-7519

CCA-DM-7521

Please Select TrustStore File.

Reason:

The Trust Store File is not selected while importing the cohesion security certificates
into CA Configuration Automation.

Action:

Select Trust Store File from the cohesion server. The file can be found in at the following
location:

COHESION-INSTALLATION-HOME\server\lib

Import Certificates Failed.

Reason:

The possible reasons are as follows:

m  The Certificate Authority is not created in CA Configuration Automation

m  [nvalid CA Cohesion data or CA Configuration Automation data is provided while
importing certificates.

Action:

Ensure that the Certificate Authority is created in CA Configuration Automation, and
provide a valid Cohesion data and CA Configuration Automation data while importing
certificates. If necessary, contact CA Technologies Technical Support for further
assistance.

Cohesion Server Certificate Password is required.

Reason:

Cohesion Server Certificate Password is not provided while importing Cohesion security
certificates into CCA.

Action:

Provide a cohesion server certificate password.
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CCA-DM-7522

CCA-DM-7523

CCA-DM-7556

CCA-DM-7607

CCA Server Certificate Password is required.

Reason:

The CA Configuration Automation server certificate password is not provided while
importing the cohesion security certificates into CA Configuration Automation.
Action:

Provide a CA Configuration Automation server certificate password.

Cohesion Server Name is required.

Reason:

The cohesion server name is not provided while importing the cohesion security
certificates into CA Configuration Automation.

Action:

Provide a cohesion server name.

<objectname> not imported. <errrormessage>.

Reason:

The object <objectname> already exists.

Action:

No action is required if the object exists. Verify the <errormessage> and if necessary,
contact CA Technologies Technical Support for further assistance.

Database server cannot be resolved

Reason:

The database server provided in the Cohesion Database Details tab cannot be resolved.

Action:

Provide a valid database server name. Ensure that the server is up and running, and
then connect to the database server with the IP address.
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CCA-DM-7608

CCA-DM-7609

CCA-DM-7631

Database driver not found.

Reason:

The database driver is not found while connecting to the Cohesion Sybase Database.

Action:
Get driver from the Sybase database or web, and copy to the following directory:

<CCAlnstalledDirectory>\tomcat\webapps\ROOT\WEB-INF\lib.

Could not connect to the given database.

Reason:

The database server is not reachable with the server name while exporting the cohesion
data to Archive File or importing cohesion data into the CA Configuration Automation
database.

Possible reasons are as follows:
m  The database details provided in the Cohesion Database Details tab are not correct.

m  The database server service is down.

Action:

Verify the database details and ensure that the database server service is up and
running and then connect to database server with the IP address.

Connection to the Database Server was successful, but either the user is not
authorized to access the database or the database is not a valid Cohesion database.

Reason:

The cohesion database details are not valid.

Action:

Ensure to provide valid user and cohesion database details.
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CCA-DM-7632

CCA-DM-7638

CCA-DM-7639

CCA-DM-7567

Database Connected successfully, but migrating data from Cohesion Database with
version <version> is not supported.

Reason:

Data Migration is not supported for the cohesion Version <version>.

Action:

Ensure that the cohesion version is r5.0 or r5.0 sp1 for data migration.

Given file path does not exists, please give existing file path.

Reason:

The file path given in Archive File Details section does not exist.

Action:

Provide an existing file path.

Given path [<path>] is not a valid directory path.

Reason:

The file Path given in the Archive File Details section is not a valid directory path.

Action:

Provide a valid directory path.

Validation of JAR file failed.

Reason:

An invalid jar file is provided while importing the cohesion data into the CA
Configuration Automation database using the archive file.

Action:

Provide a valid JAR file which is created from CA Configuration Automation application.
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CCA-DM-7598

Import Security Certificates Failed. <errormessage>

Reason:

The possible reasons are as follows:

m  The Certificate Authority is not created in CA Configuration Automation

m  [nvalid CA Cohesion data or CA Configuration Automation data is provided while
importing the certificates.

Action:

Ensure that the Certificate Authority is created in CA Configuration Automation, and
provide a valid CA Cohesion data and CA Configuration Automation data while importing
certificates. If necessary, contact CA Technologies Technical Support for further
assistance.

Dashboard Error Messages

CCA-DB-9704

CCA-DB-9705

This section explains the error messages that you see while performing the dashboard
operations in CA Configuration Automation.

You are not the owner of dashboard <Dashboard Name>. You cannot update it.

Reason:

You cannot save changes to the dashboards created by another user.

Action:

To perform changes to the dashboard, log in as the owner of the dashboard.

You are not the owner of dashboard <Dashboard Name>. You cannot delete it.

Reason:

You cannot delete the dashboards created by another user.

Action:

To perform delete operations, log in as the dashboard owner.
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CCA-DB-9712

CCA-DB-9713

CCA-DB-9714

CCA-DB-9715

Dashboard <Dashboard Name> already exists.

Reason:

The dashboard with the same name exists.

Action:

Create a dashboard with a unique name.

You are not the owner of the dashboard. You cannot update it.

Reason:

You are trying to overwrite an existing dashboard that is created by a different user.

Action:

Log in as the owner of the dashboard to update the existing dashboard.

Please select at least one dashboard to perform this operation.

Reason:

No dashboards are selected while importing the dashboards using the Import On
Selection option.

Action:

Select at least one dashboard from the available dashboards for a successful import.

Select at least one virtualization filter.

Reason:

The virtualization filter is not selected. The virtualization filter is commonly available in
most of the dashboard charts.

Action:

Ensure that you select at least one virtualization filter.
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CCA-DB-9716

CCA-DB-9718

CCA-DB-9719

Select at least one severity filter.

Reason:

None of following severity filters are selected in the Management Profile Rule Violations
Over time and Compliance Profile Rule Violations Over time dashboards charts.

m  Information

®  Warning

®m  Error
m  Critical
Action:

Select at least one severity filter in the dashboard charts.

Dashboard <Dashboard Name> cannot be imported. A Dashboard with the same
name already created by another user but not shared.
Reason:

You are trying to import an existing unshared dashboard that is created by another user.

Action:

Log in as the owner of the dashboard.

Dashboard <Dashboard Name> cannot be saved. A Dashboard with the same name
already created by another user but not shared.

Reason:

You are trying to create an already existing unshared dashboard that is created by
another user.

Action:

Create a dashboard with a different name.
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Export and Import Error Messages

This section explains the error messages that you see while performing the export and
import operations in CA Configuration Automation.

CCA-EX-5804
Export cannot be performed. User is not authorized to perform this operation.

Reason:

You do not have permissions to export selected objects.

Action:

Log in to CA Configuration Automation as an administrator or architect to export the
profiles.

CCA-IM-5901
Select a JAR file to import.

Reason:

Jar file is not selected for the import operation.

Action:

Select the jar file for the import operation.

CCA-IM-5907
Error during import. Not a valid JAR file.

Reason:

JAR file is not valid, or the value is empty, or the object type mismatch.

Action:

Provide a valid jar file.
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CCA-IM-5917

CCA-IM-5923

CCA-IM-5925

Import cannot be performed. User is not authorized to perform this operation.

Reason:

You do not have permissions to perform the import operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect to perform the
import operation.

<objectType> not imported, Cause<incorrecttype>.

Reason:

The JAR file type is mismatched with the object type while importing the objects using
SDK and Command-Line utility.

Action:

Provide a valid JAR file type. For example, to import blueprints provide the exported
blueprint.jar and not the accessprofile.jar.

Select a CSV file to import.

Reason:

CSV File is not selected during Import Services.
Action:

Select the CSV File which has valid service definition.

Graph Error Messages

This section explains the error messages that you see while performing the graph
operations in CA Configuration Automation.
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CCA-GR-9804

CCA-GR-9805

CCA-GR-9807

CCA-GR-9812

You are not the owner of graph <graphname>. You cannot update it.

Reason:

Graph owner can only update the graph.

Action:

Log in as the graph owner to update the graph.

You are not the owner of graph <graphname>. You cannot delete it.

Reason:

Graph owner can only delete the graph. Current user is not the graph owner.

Action:

Log in as a graph owner to delete the graph.

Cannot delete default graph.

Reason:

Selected graph is a default graph.

Action:

Default graph cannot be deleted. Make the other graph as a default before you delete
the selected default graph.

Graph <graphname> already exists.

Reason:

Importing an already existing graph without selecting the overwrite flag.

Action:

Select the overwrite flag while importing the already available graph.
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CCA-GR-9813
You are not the owner of the graph. You cannot update it.
Reason:
Graph owner can only update the graph. Current user is not the graph owner while
importing the graph.
Action:
Log in as the graph owner to update the graph.
CCA-GR-9818
Graph Folder <graphfoldername> already exists.
Reason:
Graph Folder with this name is already available.
Action:
Provide a unique graph folder name.
CCA-GR-9819
You are not the owner of folder <graphfoldername>. You cannot delete it.
Reason:
Graph folder owner can only delete the graph. Current user is not the graph folder
owner.
Action:
Log in with graph folder owner credentials to delete the graph folder.
CCA-GR-9820

You cannot share a graph residing in an unshared folder. Please share folder first.

Reason:

Trying to share the graph when the graph folder is not shared.

Action:

Share the graph folder before sharing the graph inside the graph folder.
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CCA-GR-9821

CCA-GR-9822

CCA-GR-9825

CCA-GR-9826

You cannot delete folder <graphfoldername> because graphs exist. Please delete the
graphs first.

Reason:

Graph folder contains graphs.

Action:

Delete all the graphs before deleting graph folder.

You are not the owner of folder <graphfoldername>. You cannot update it.

Reason:

Graph folder owner can only update the graph. Current user is not the graph folder
owner.

Action:

Log in as the graph folder owner to update the graph folder.

Cannot stop sharing folder <graphfoldername> because it contains shared graphs you
do not own.

Reason:

Graph folder contains shared graphs that you do not own.

Action:

Log in as the graph owner and stop sharing the graphs that you do not own.

Cannot delete default graph.

Reason:

Selected graph is a default graph.

Action:

Default graph cannot be deleted. Make other graph as the default before you delete the
select default graph.
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CCA-GR-9829

CCA-GR-9833

Graph <graphname/id> not found.

Reason:

Graph name provided in launch in context not found in CA Configuration Automation, or
the graph name is invalid or incorrect.

Action:

Provide the correct graph name or ID.

Security Violation while exporting the graph.

Reason:

You do not have permission to export a graph.

Action:

Log in to CA Configuration Automation as an Administration or an Architect to export
the property.

General Error Messages

This section explains the error messages that you see while performing the general tasks
in CA Configuration Automation.
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CCA-GM-0008

CCA-AA-0000

CCA-GM-0010

Name is required.

Reason:

No name is provided while copying any one of the following:
®  Management profile

m  Access Profile

m  Network Profile

m  Credential Vault

m  Network Scan Policies

m  Notification profile.

m  Catalyst profile.

Action:

Provide appropriate name while making a copy of the Management profile, Access
profile, Network profile, Credential vault, Network Scan Policies, Notification profile,
Catalyst profile.

Login failed, please check credentials

Reason:

Unable to authenticate the user from SDK.

Action:

Provide valid user credentials to log in to CA Configuration Automation.

Server connection exception, message = <Exception Message>

Reason:

Exception occurred due to connectivity issues between CA Configuration Automation
server and agent.

Action:

Restart the agent and verify the agent communication by performing Test Servers. If
necessary, contact CA Technologies Technical Support for further assistance.
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CCA-GM-0011

CCA-GM-0014

CCA-GM-0015

exceptionClassMsg=CCA-GM-0011: Command execution failed on host <Server
Name>, exception class is <Exception Class>, message is "<Error Message>". See CCA
log for command content.
Reason:
Time out error is thrown during the discovery or refresh operation of a server in SSH,
Telnet, and WMI access mode of operation.
Action:
For SSH-based discovery or refresh operation, do the following:
m  [ncrease the timeout for the following configuration:
ssh.rexec.timeout.sec property
m  Set the file transfer as SCP in the SSH access profile.
For WMI-based discovery or refresh operation, do the following:
m  [ncrease the timeout for the following configuration:
wmi.script.exec.timeout.sec property

If necessary, contact CA Technologies Technical Support for further assistance.

Retry of database connection failed; SQL Exception: <Exception message>

Reason:

Database service may not be running or shutdown.

Action:

Verify if the database is up and running. If necessary, contact CA Technologies Technical
Support for further assistance.

Invalid database password.

Reason:

The database password is null.

Action:

Provide the correct password in the cca.properties file.
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CCA-GM-0020

CCA-GM-0021

CCA-AA-9201

Unknown database type:

Reason:

SQL exception occurred as the driver information is not specified.

Action:

Verify whether the database driver information is correct in the cca.properties file is
valid or not. If necessary, contact CA Technologies Technical Support for further
assistance.

Database context not found

Reason:

SQL exception occurred as the database context information is not specified in the
respective relational database blueprint.

Action:

Verify the User Input section of the respective relational database blueprint being used
for discovery. If necessary, contact CA Technologies Technical Support for further
assistance.

User Authentication Failed.

Reason:

Unable to authenticate the user.

Action:

Provide valid user credentials to log in to CA Configuration Automation.
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CCA-AA-9204
The password needs to be changed
Reason:
The password has expired.
Action:
Change the password.
CCA-AA-9206
The SDK login cache has reached its maximum capacity. No new SDK session can be
created.
Reason:
The SDK login cache has reached the maximum capacity.
Action:
Configure the property "sdk.session.cache.size" in Administration, Configuration,
Properties with a higher value, and restart the CA Configuration Automation server. If
necessary, contact CA Technologies Technical Support for further assistance.
CCA-AA-9207

Password already used, please provide different password.

Reason:

The password policy in CA EEM restricts you to use the already used password.
Action:

Provide a password that you have not used previously.
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CCA-GD-0047

CCA-SV-1000

CCA-SV-1001

wrong execution server, intended is uuid <execution server uuid>, actual is <server
uuid>

Reason:

Possible reason is CCA Server machine might be blocking the incoming requests on the
port specified.

Action:

Ensure that the port is open and accepting incoming requests.

Example:

If the CA Configuration Automation server is running on Linux platform, configure
iptables for the specific port. If the CA Configuration Automation server is running on

Windows platform, configure firewall to allow incoming request through the specified
port. If necessary, contact CA Technologies Technical Support for further assistance.

Security Violation: <error>

Reason:

User does not have privilege to run the operation.
Action:

Log in to CA Configuration Automation as an Administrator or Architect to run the
operation.

Security Violation: User operation is not authorized.

Reason:

You do not have permissions to run the operation.

Action:

Log in as a CA Configuration Automation Administrator to run the operation.
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CCA-MS-1001

Your user login session has expired. Please Log in again.

Reason:

The session has timed out.

Action:

Log in again.

Global Variable Error Messages

This section describes the error messages that you get while performing the global
variable operations.

CCA-GV-5507
Name is required
Reason:
Name is not provided while creating a global variable.
Action:
Provide a name while creating a global variable.
CCA-GV-5511

Select an XML OR CSV file to import.

Reason:
The possible reasons are as follows:
m  File name is not selected while importing the global Variables.

m  |nvalid file is selected to import the global Variables.

Action:

Select a valid XML, or CSV file to import the global Variables.
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CCA-GV-5513

CCA-GV-5514

CCA-GV-5515

CCA-GV-5516

Global Variable <variablename> already exists.

Reason:

The global variable <variable name> already exists.

Action:

Provide a unique global variable name.

Invalid input characters for name <name>. Do not use space and below characters
<characterlist>.

Reason:

Name contains invalid characters.

Action:

Provide valid characters for Name while creating a global variable.

File has no Global Variables

Reason:

The XML file provided to import the global variables does not contain global variables.

Action:

No action is required.

Provide a unique name for the global sub-variable and try adding it again.

Reason:

Global sub-variable name already exists.

Action:

Provide a unique global sub-variable and perform the addition task.
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CCA-GV-5517

CCA-GV-5518

Invalid file.

Reason:

The XML file that is provided to import Global Variables does not contain valid start tag
<GlobalRegistry> or end tag </GlobalRegistry>.

Action:

XML file should have a start tag <GlobalRegistry>, and an end tag </GlobalRegistry>.

File contains invalid characters.

Reason:

The XML file that is provided to import the global variables contains invalid character
‘&’

Action:

Remove invalid characters from the XML file and import it.

Notification Error Messages

CCA-NF-5602

This section describes the error messages that you get while sending notifications to
users.

Sending notification failed. Mail Server not configured, Please configure property
"mail.server" in Administration > Configuration > Properties.

Reason:

Sending notification failed. The Mail Server is not configured.

Action:

Configure property "mail.server" in Administration > Configuration > Properties.
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CCA-NF-5603
Sending notification failed. "From" mail address not configured, Please configure
property "mail.from" in Administration > Configuration > Properties.
Reason:
Sending of the notification failed. "From" mail address is not configured
Action:
Configure property "mail.from" in Administration, Configuration, Properties.
CCA-NF-5604
Sending notification failed. "To" mail address missing. Please set a valid mail address
in the "Send Email To" parameter in the Notification Profile.
Reason:
Sending notification failed. "To" mail address is not configured
Action:
Configure property "mail.to" in Administration, Configuration, Properties.
CCA-NF-5605
Sending notification failed. Mail address provided is invalid.
Reason:
"To" and/or "From" mail addresses are not configured with valid mail addresses.
Action:
Configure property "mail.to" and/or "mail.from" in Administration, Configuration,
Properties with valid mail addresses.
CCA-NF-5607
Sending notification failed. User <username> is not authorized to perform this
operation.
Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administrator or Architect.
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CCA-NF-5608

CCA-NF-5609

Formatting notification message failed. User <username> is not authorized to perform
this operation.
Reason:

You do not have permissions to perform the operation.

Action:

Log in to CA Configuration Automation as an Administrator or Architect.

Formatting notification message failed. Exception occurred - <error>.

Reason:

An error occurred while formatting the notification message.

Action:

Verify the properties "mail.to", "mail.from" and "mail.server" in Administration,
Configuration, Properties for correctness. If the issue still exists, Contact CA
Technologies Technical Support for further assistance.

NDG Error Messages

CCA-NR-1708

This section explains the error messages that you see while performing the NDG
operations in CA Configuration Automation.

Failed to delete existing schedule of network scan job <jobname> error message -
<errormessage>
Reason:

A job is currently running, or an exception occurred while deleting the scheduled job.

Action:

Try after the job completes. If necessary, contact CA Technologies Technical Support for
further assistance.
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CCA-NR-1709

CCA-NR-1710

CCA-NR-1711

Network Discovery Gateway is required

Reason:

Network Discovery Gateway server name is not provided while creating the network
discovery gateway.

Action:

Provide the NDG server name while creating the network discovery gateway.

Network Discovery Gateway port number is required

Reason:

Network discovery gateway port number is not provided while creating the network
discovery gateway.

Action:

Provide the NDG server port number while creating the network discovery gateway.

Failed to connect to the Network Discovery Gateway

Reason:

NDG test connection failed while creating the network profile.

Action:

Verify the NDG server connectivity with a ping, if necessary contact CA Technologies
Technical Support for further assistance.

NDG Discovery Error Messages

This section explains the error messages that you see while performing the NDG
discovery operations in CA Configuration Automation.
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CCA-ND-8053

CCA-ND-8054

CCA-ND-8056

CCA-ND-8057

Host <hosthname> does not respond to Network Discovery Gateway on node
<NDGservername> for reconciling server IP

Reason:

Hostname is not getting resolved while reconciling the server IP.

Action:

Verify whether the server is up and running; if necessary contact CA Technologies
technical support for further assistance.

Server Name,<servername>, cannot be reconciled due to unknown host name

Reason:

Unknown host exception occurred while reconciling the server IP.

Action:

Ensure that the target server with hostname is pingable.

Network Discovery Gateway connection error: <errormessage>.

Reason:

Incompatible version of the network discovery gateway is detected.

Action:

Install the NDG which is available in CA Configuration Automation image along with the
corresponding CA Configuration Automation server.

Network Discovery Gateway <servername> already exists

Reason:

The network discovery gateway with the server name already exists.

Action:

No action is required.
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CCA-ND-8058

CCA-ND-8059

CCA-ND-8063

Server Name, <servername> cannot be reconciled because it is not responding to
requests
Reason:

The server is not responding for the reconciliation operation.

Action:

Verify whether the target server is up and running.

SNMP Gateway IP address must be in either IPV4 or IPV6 format. No wildcards
allowed
Reason:

The SNMP gateway IP address contains wildcards.

Action:

Add SNMP gateway IP address without wildcards.

Communication error. Please validate that NDG is a compatible version and confirm
that Network Discovery Gateway service on node <servername> is running
Reason:

CA Configuration Automation server is unable to communicate with NDG.

Action:

Validate that the NDG is a compatible version, and confirm that the network discovery
gateway service on the node <servername> is running.
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CCA-ND-8064

The Scan Policy used for this NDG scan contains invalid parameters. Please re-check
the values in your Scan Policy and try again

Reason:

An Axis fault exception occurred while running the network scan policy with invalid
parameters.

Action:

Re-check the values in the scan policy and try again.

Profile Error Messages

CCA-PL-3517

CCA-PL-3522

This section explains the error messages that you see while performing the profile
operations in CA Configuration Automation.

Profile name is required

Reason:

The profile name is not provided while creating the management, or notification, or
access, or network, or credential vault profile creation.

Action:

Provide a profile name.

<proxyserver/SSHserverhost> is required

Reason:

The proxy server or SSH server host details are not provided while adding or updating
the proxy details of the access profile.

Action:

Provide proxy server or SSH server host details while adding or updating the proxy
details of the access profile.
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CCA-PL-3523

CCA-PL-3524

CCA-PL-3525

Enter a valid port number

Reason:

The port number contains invalid characters while creating or updating the access
profile.

Action:

Provide valid characters as the port number.

Enter server account

Reason:

The SSH server host account details are not provided while adding or updating the proxy
details of the access profile.

Action:

Provide SSH server host account details while adding or updating the proxy details of
access profile.

SSH password is required

Reason:

The SSH server host account password is not provided while adding or updating the
proxy details of the access profile.

Action:

Provide SSH server host account password while adding or updating the proxy details of
the access profile.
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CCA-PL-3526

CCA-PL-3527

CCA-PL-3530

SSH retype password is required

Reason:

The SSH server host account retype password is not provided while adding, or updating
the proxy details of the access profile.

Action:

Provide the SSH server host account retype password while adding, or updating the
proxy details of the access profile.

Enter a valid connection timeout

Reason:

The connection timeout contains alphabets while updating or adding the SSH access
profile.

Action:

Provide numeric values for the connection timeout field.

Invalid email address

Reason:

The email address is not provided or an invalid email address is provided while adding or
updating the notification profile.

Action:

Provide a valid email address while adding or updating the notification profile.

Chapter 2: Error Messages 113



Profile Error Messages

CCA-PL-3533

CCA-PL-3534

CCA-PL-3538

CCA-PL-3539

The default profile cannot be deleted. A new default profile must be assigned before
the selected profiles can be deleted

Reason:

One of the selected profiles is marked as default. You cannot delete a default profile.

Action:

Assign a new default profile before you delete the existing default profile or exclude the
default profile and delete the other profiles.

The passwords you entered do not match. Re-enter your passwords again in both
password fields

Reason:

The password and Re type password text varies.

Action:

Provide same value for the password and retype password fields.

Management Profile <managementprofilename> already exists

Reason:

The management profile with this name already exists.

Action:

Provide a unique name to the management profile.

Access Profile <accessprofilename> already exists

Reason:

The access profile with this name already exists.

Action:

Provide a unique name to the access profile.
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CCA-PL-3540

CCA-MP-3549

CCA-PL-3556

Notification Profile <Notficationprofilename> already exists

Reason:

The notification profile with this name exists.

Action:

Provide a unique name to the notification profile.

Scheduled Management Profile <jobname> execution failed. User <username> is not
authorized to perform this operation

Reason:

You do not have permissions to execute the schedule management profile, or refresh
operation, or scheduled server or service discovery operation.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to execute the
schedule management profile or refresh operation or scheduled server or service
discovery.

Management Profile <managementprofileuuid> does not exist

Reason:

The access profile or the management profile is not available in the CA Configuration
Automation while importing the server in data migration operation.

Action:

Create or import the access profile or management profiles before importing the server
in data migration operation.
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CCA-PL-3558

CCA-PL-3559

CCA-PL-3565

CCA-PL-3570

Selection contains Self Registered Access Profile. Cannot perform delete operation

Reason:

You cannot delete a Self Registered Access Profile.

Action:

Remove the Self Registered Access Profile from the selection list, and delete the access
profile.

Cannot edit <accessprofilename> Self Registered Access Profile.

Reason:

The details are auto populated so the Self Registered Access Profile cannot be edited.

Action:

Copy the profile and edit the access profile.

Cannot update management profile <managementprofilename> because of
scheduling failure, error message - <errormessage>

Reason:

Invalid days or time is provided for the selected frequency.

Action:

Provide valid days or time for the selected frequency.

Enter a valid file search depth

Reason:

The file search depth entered in the management profile discovery options is not
numeric value.

Action:

Enter a numeric value for the file search depth field.
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CCA-PL-3574

CCA-PL-3577

CCA-PL-3582

CCA-PL-3587

Required fields are missing.

Reason:

The required fields in the access modes tab of the access profile are not provided.

Action:

Provide all the details in the access modes tab while creating or updating the access
profile.

Invalid IP Address found: <ipaddress>

Reason:

The IP address that is provided while adding the server is invalid IPv4 or IPv6 address.

Action:

Provide a valid IPv4 or IPv6 address while adding the server.

An IP Address is a required field. Please provide a valid IP Address.

Reason:

The IPv4 or IPv6 address is empty.

Action:

Provide a valid IPv4 or IPv6 address while adding or updating the server.

Invalid IP Address Mask found: <IPaddressrange>

Reason:

IP address is not IPv4 or IPv6.

Action:

Provide a valid IP address
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CCA-PL-3589

CCA-PL-3590

CCA-PL-3599

CCA-PL-3605

Profile name is too long.

Reason:

The profile name contains more than 200 characters while creating or updating the
management profile or network profile.

Action:

Provide a profile name that is less than or equal to 200 characters.

Invalid profile name. The following characters are not allowed: " "

Reason:

"o

Invalid characters (",’) found in the management profile name while creating the
management profile.

Action:

Provide the management profile name without the double or single quotes.

Management Profile is not enabled

Reason:

The management profile is disabled.

Action:

Enable the management profile and re run the operation.

Network Scan Policy <policyname> already exists.

Reason:

The network scan Policy with the same name exists.

Action:

Provide a unique network scan policy name while creating a policy.

118 Message Reference Guide



Profile Error Messages

CCA-PL-3611
The selected policies cannot be deleted. One or more of the selected policies are
assigned to a Network Profile.
Reason:
Selected policies are assigned to the network profile.
Action:
Ensure that the selected network scan policies are not assigned to any other network
profile before you delete the selected policies.
CCA-PL-3615
CCA pre-built Network Scan Policies cannot be deleted.
Reason:
You cannot delete CCA pre-built Network Scan Policies.
Action:
No action is required.
CCA-PL-3631
Network Profile <profilename> already exists.
Reason:
The network profile with the same name exists.
Action:
Provide a unique network profile name while creating a network profile.
CCA-PL-3620

Failed to import

Reason:

An exception occurred while importing the policy. The exceptions are SQLException,
SecurityViolation, and XMLStream Exception.

Action:

If it is a security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.
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CCA-PL-3621

CCA-PL-3639

CCA-PL-3641

CCA-PL-3642

Inclusion and Exclusion list cannot have similar ports <list of ports>

Reason:

You have selected similar inclusion and exclusion ports.
Action:

Provide different ports in the inclusion or exclusion list.

Failed to communicate with the Network Discovery Gateway on port CA Portal on
node <servername>

Reason:

RemoteException occurred while connecting from NDG.

Action:

Check the NDG server status whether it is properly responding.

Could not find host <servername>. Please correct the host name or select a different
Network Discovery Gateway and try again.

Reason:

An unknown Host exception occurred while resolving new server.

Action:

Provide a valid host name or select a different Network Discovery Gateway.

Could not find host <servername>. Please correct the host name and try again.

Reason:

Unknown Host exception occurred while resolving new server.

Action:

Provide a valid host name.
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CCA-PL-3643

CCA-PL-3650

CCA-PL-3651

CCA-PL-3652

IP address <ipv4/ipv6> was not detected as a valid address for host <servername>.
Please correct the IP address and try again.

Reason:

The address that you specified is not available in the resolved address list.

Action:

Provide a valid IP address.

Scan type required.

Reason:

Scan type is not selected while creating or updating network profile.

Action:

Select IPV4 or IPV6 as the scan type.

Invalid characters found in hostname <hostname>

Reason:

Hostname contains invalid characters.

Action:

Provide a valid hostname.

Invalid characters found in TCP port.

Reason:

The TCP port contains invalid characters.

Action:

Provide a valid(numeric value) TCP port.
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CCA-PL-3653

CCA-PL-3654

CCA-PL-3655

CCA-PL-3656

A target host name or IP address is required when engine type is Pingsweep.

Reason:

Target host name or IP address is not provided while creating network profile with the
pingsweep engine type.

Action:

Provide a target host name or IP address in the inclusion list of the network profile while
creating the profile with the pingsweep engine type.

Global Routing Prefix length has a min value of <minvalue>

Reason:

Global Routing Prefix length value is less than the <minvalue>.

Action:

Ensure that the Global Routing Prefix length value is equal or greater than the
<minvalue>.

Global Routing Prefix length has a max value of <maxvalue>

Reason:

Global Routing Prefix length value is greater than the <maxvalue>.

Action:

Ensure that the Global Routing Prefix length value is equal or less than the <maxvalue>.

Global Routing Prefix length is required.

Reason:

Global Routing Prefix length is not provided while creating the network profile.

Action:

Provide the Global Routing Prefix length while creating the network profile.
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CCA-PL-3660

CCA-PL-3661

CCA-PL-3662

CCA-PL-3663

The sum of all levels in Subnet Hierarchy cannot exceed 64 - Global Routing Prefix
length: <value>

Reason:

The sum of all levels in Subnet Hierarchy is more than 64 <value>.

Action:

Ensure that the sum of all levels in Subnet Hierarchy is less than or equal to 64 <value>.

Subnet Hierarchy level has a min value of <minvalue>

Reason:

Subnet Hierarchy level value is less than <minvalue>.

Action:

Ensure that the Subnet Hierarchy level value is equal or greater than <minvalue>.

Subnet Hierarchy lower bound has a min value of <minvalue>

Reason:

The Subnet Hierarchy lower bound value is less than <minvalue>.

Action:

Ensure that the Subnet Hierarchy lower bound value is equal or greater than
<minvalue>.

Subnet Hierarchy lower bound has a max value of (2 to the power of Bits value) - 1

Reason:

Subnet Hierarchy lower bound value is greater than <maxvalue>.

Action:

Ensure that the Subnet Hierarchy lower bound value is equal or less than <maxvalue>.
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CCA-PL-3664

CCA-PL-3665

CCA-PL-3666

CCA-PL-3667

Subnet Hierarchy upper bound has a min value of specified lower bound value

Reason:

The Subnet Hierarchy upper bound value is less than <minvalue>.

Action:

Ensure that the Subnet Hierarchy upper bound value is equal or greater than
<minvalue>.

Subnet Hierarchy upper bound has a max value of (2 to the power of Bits value) - 1

Reason:

Subnet Hierarchy upper bound value is greater than <maxvalue>.

Action:

Ensure that the Subnet Hierarchy upper bound value is equal or less than <maxvalue>.

A target host name or IP address is required when engine type is TCP Connect Scan.

Reason:

Hostname or IP address is not provided in the inclusion tab while creating a network
profile with a TCP connect scan.

Action:

Provide Hostname or IP address in the inclusion tab while creating a network profile
with a TCP connect scan.

An IP address inclusion filter is required for this engine type.

Reason:

The IP address is not provided in the inclusion tab while creating network profile with a
netflow scan.

Action:

Provide IP address in the inclusion tab while creating a network profile with a netflow
scan.
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CCA-PL-3668

CCA-PL-3669

CCA-PL-3670

CCA-PL-3671

SNMP Retries has a min value of <minvalue>

Reason:

SNMP Retries value less is than the <minvalue> while creating or updating the network
scan policy.

Action:

Ensure that the SNMP Retries value is equal or greater than the <minvalue>.

SNMP Retries has a max value of <maxvalue>

Reason:

SNMP Retries value is greater than the <maxvalue> while creating or updating the
network scan policy.

Action:

Ensure that the SNMP Retries value is equal or less than the <maxvalue>.

SNMP Timeout has a min value of <minvalue>

Reason:

SNMP Timeout value is less than the <minvalue> while creating or updating the network
scan policy.

Action:

Ensure that the SNMP Timeout value is equal or greater than the <minvalue>.

SNMP Timeout has a max value of <maxvalue>

Reason:

SNMP Timeout value is greater than the <maxvalue> while creating or updating the
network scan policy.

Action:

Ensure that the SNMP Timeout value is equal or less than <maxvalue>.
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CCA-PL-3672

CCA-PL-3673

CCA-PL-3674

CCA-PL-3675

SNMP Engines has a min value of <minvalue>

Reason:

SNMP Engines value less than <minvalue> while creating or updating the network scan
policy.

Action:

Ensure that the SNMP Engines value is equal or greater than the <minvalue>.

SNMP Engines has a max value of <maxvalue>

Reason:

SNMP Engines value is greater than the <maxvalue> while creating or updating the
network scan policy.

Action:

Ensure that the SNMP Engines value is equal or less than the <maxvalue>.

DNS Server IP Address required.

Reason:

The DNS Server IP Address is not provided while adding or updating network profile with
DNS scan policy.

Action:

Provide DNS Server IP Address while adding or updating network profile with the DNS
scan policy.

CIDR (slash) notation not valid.

Reason:

Invalid CIDR (slash) notation.

Action:

Provide valid CIDR (slash) notation.
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CCA-PL-3676

CCA-PL-3677

CCA-PL-3678

CCA-PL-3679

Invalid characters found in IP address.

Reason:

IP address is not valid.

Action:

Provide valid IP address.

DNS Domain required.

Reason:

DNS domain is not provided in DNS scan policy.

Action:

Provide DNS domain in DNS scan policy.

Execution days has a min value of {0}

Reason:

The Execution days value is less than <minvalue> while creating or updating the network
scan policy.

Action:

Ensure that the Execution days value is equal or greater than the <minvalue>.

Execution days has a max value of {0}

Reason:

The Execution days value is greater than the <maxvalue> while creating or updating the
network scan policy.

Action:

Ensure that the SNMP Execution days value is equal or less than the <maxvalue>.
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CCA-PL-3680

CCA-PL-3681

CCA-PL-3682

CCA-PL-3683

Execution hours has a min value of {0}

Reason:

The execution hours value is less than the <minvalue> while creating or updating the
network scan policy.

Action:

Ensure that the Execution hours value is equal or greater than the <minvalue>.

Execution hours has a max value of {0}

Reason:

The Execution hours value is greater than the <maxvalue> while creating or updating
the network scan policy.

Action:

Ensure that the SNMP Execution hours value is equal or less than the <maxvalue>.

Execution minutes has a min value of {0}

Reason:

The Execution minutes value is less than the <minvalue> while creating or updating the
network scan policy.

Action:

Ensure that the Execution minutes value is equal or greater than <minvalue>.

Execution minutes has a max value of {0}

Reason:

The Execution minutes value is greater than the <maxvalue> while creating or updating
the network scan policy.

Action:

Ensure that the SNMP Execution minutes value is equal or less than <maxvalue>.
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CCA-PL-3684

CCA-PL-3685

CCA-PL-3686

CCA-PL-3687

Statistics reporting interval has a min value of {0}

Reason:

The Statistics reporting interval value is less than <minvalue> while creating or updating
the network scan policy.

Action:

Ensure that the Statistics reporting interval value is equal or greater than the
<minvalue>.

Statistics reporting interval has a max value of <n>

Reason:

The Statistics reporting interval value is greater than the max value <n> while creating
or updating the network scan policy.

Action:

Provide a value which is less than or equal to <n>.

Cache Purge Frequency has a min value of <n>

Reason:

Cache Purge Frequency is less than the min value <n> while creating or updating the
network scan policy.

Action:

Provide a value which is greater than or equal to <n>.

Cache Purge Frequency has a max value of <n>

Reason:

Cache Purge Frequency is greater than the max value <n> while creating or updating the
network scan policy.

Action:

Provide a value which is less than or equal to <n>.
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CCA-PL-3688

CCA-PL-3689

CCA-PL-3690

CCA-PL-3691

Relationship Packet Threshold Count has a min value of <n>

Reason:

Relationship Packet Threshold Count is less than the min value <n> while creating or
updating the network scan policy.

Action:

Provide a value which is greater than or equal to <n>.

Relationship Packet Threshold Count has a max value of <n>

Reason:

Relationship Packet Threshold Count is greater than the max value <n> while creating or
updating the network scan policy.

Action:

Provide a value which is less than or equal to <n>.

Port must be a numeric value

Reason:

Either no port value is provided or a non-numeric value is provided for Port while
creating or updating the network scan policy.

Action:

Provide a valid port value.

Aggregation Interval has a min value of <n>

Reason:

Aggregation Interval is less than the minimum value <n> while creating or updating the
network scan policy.

Action:

Provide a value which is greater than or equal to <n>.
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CCA-PL-3692

CCA-PL-3693

CCA-PL-3694

CCA-PL-3695

Aggregation Interval has a max value of <n>

Reason:

Aggregation Interval is greater than the maximum value <n> while creating or updating
the network scan policy.

Action:

Provide a value which is less than or equal to <n>.

Pingsweep Retries has a min value of <n>

Reason:

The Retries value is less than the minimum value <n> while creating or updating the
network scan policy.

Action:

Provide a value which is greater than or equal to <n>.

Pingsweep Retries has a max value of <n>

Reason:

Retries is greater than the maximum value <n> while creating or updating the network
scan policy.

Action:

Provide a value which is less than or equal to <n>.

Pingsweep Timeout has a min value of <n>

Reason:

Timeout is less than the minimum value <n> while creating or updating the network
scan policy.

Action:

Provide a value which is greater than or equal to <n>.
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CCA-PL-3696
Pingsweep Timeout has a max value of <n>
Reason:
Timeout is greater than the maximum value <n> while creating or updating the network
scan policy.
Action:
Provide a value which is less than or equal to <n>.
CCA-PL-3697
Pingsweep Engines has a min value of <n>
Reason:
Pingsweep Engines value is less than the minimum value <n> while creating or updating
the network scan policy.
Action:
Provide a value which is greater than or equal to <n>.
CCA-PL-3698
Pingsweep Engines has a max value of <n>
Reaosn:
Pingsweep Engines value is greater than the maximum value <n> while creating or
updating the network scan policy.
Action:
Provide a value which is less than or equal to <n>.
CCA-PL-3699

A target IP address is required when engine type is Pingsweep.

Reason:

No target IP address is provided in the inclusions page.

Action:

Provide a valid target IP address.
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CCA-PL-3700
A target IP address is required when engine type is TCP Connect Scan.

Reason:

No target IP address is provided in the inclusions page.

Action:

Provide a valid target IP address.

CCA-PL-3701
Error while adding <profilename> profile

Reason:

An exception occurred while adding a profile using SDK or command line utility. The
exceptions are SecurityViolation, DuplicateObjectException, SQLException, and
SDKExceptionException.

Action:

If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.

CCA-PL-3702
Error while getting <profilename> profile

Reason:

An exception occurred while retrieving a profile using SDK or command line utility. The
exceptions are SecurityViolation and SQLException.

Action:

If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.

CCA-PL-3704
Profile by UUID <profileuuid> not found

Reason:

Provided a wrong or invalid UUID for profile details fetch through SDK.

Action:

Provide a valid profile UUID.
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CCA-PL-3705

CCA-PL-3706

CCA-PL-3707

Error while getting all Profiles

Reason:

An exception occurred while retrieving a profile using SDK or command line utility. The
exceptions are SecurityViolation and SQLException.

Action:

If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.

Error while updating profile having id <profileuuid> and name <profilename>

Error:

An exception occurred while updating a profile using SDK or command line utility. The
exceptions are SecurityViolation, DuplicateObjectException, SQLException, and
SDKExceptionException.

Action:

If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.

Error while setting profile attribute (type=<profiletype>, name=<profilename>,
attribute name=<attributename>)
Error:

An exception occurred while updating a profile attribute using SDK or command line
utility. The exceptions are SecurityViolation, DuplicateObjectException, SQLException,
and SDKExceptionException.

Action:

If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.
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CCA-PL-3708
Error while getting profile attribute (type=<profiletype>, name=<profilename>,
attribute name=<attributename>)
Reason:
An exception occurred while getting a profile attribute using SDK or command line
utility. The exceptions are SecurityViolation and SQLException.
Action:
If it is security violation exception, then verify the user privileges. Contact CA
Technologies Technical Support for further assistance.
CCA-PL-3712
Port is a required value.
Reason:
Port is not provided while creating a communication mapping.
Action:
Provide port value while creating a communication mapping.
CCA-PL-3713
Communication Name is a required value.
Reason:
Communication Type is not provided while creating a communication mapping.
Action:
Provide a communication Type while creating communication.
CCA-PL-3715

Communication Mapping already exists.

Reason:

The communication mapping exists.

Action:

Provide a unique value for communication type.
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CCA-PL-3718

CCA-PL-3719

CCA-PL-3720

CCA-PL-3721

The valid range for port is 1 - 65535.

Reason:

The Port value that is provided is not in the range 1-65535 while adding a
communication mapping.

Action:

Provide a valid port value.

An Application Mapping with this application path already exists.

Reason:

The application mapping with this application path exists.

Action:

Provide a unique application path value while creating the application mapping.

Application Name is a required value.

Reason:

The application name is not provided while adding application mapping.

Action:

Provide an application name while adding application mapping.

Application Path is a required value.

Reason:

The application path is not provided while adding application mapping.

Action:

Provide application path while adding application mapping.
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CCA-PL-3726

CCA-PL-3734

CCA-PL-3736

CCA-PL-3737

Application Mapping with the same application path already exists.

Reason:

Application Mapping with the same application path exists.

Action:

Select Overwrite existing Application Mappings flag while importing the existing
application mapping.

Error while adding <profilename> Credential Vault

Reason:

An exception occurred while adding credential vault using SDK or command line utility.
The exceptions are SecurityViolation, DuplicateObjectException, SQLException, and
SDKExceptionException.

Action:

If it is security violation exception, verify the user privileges. Contact CA Technologies
Technical Support for further assistance.

Port must be a numeric value.

Reason:

The Port value entered in communication type or NDG server detail is not numeric
value.

Action:

Provide a valid port number.

The length of account must be less than 20 characters.

Reason:

The length of agent or ssh or proxy account is more than 20 characters.

Action:

Ensure that the length of agent or ssh or proxy account is less than 20 characters.
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CCA-PL-3740
Invalid target IP address - specify too many targets for a single scan: <n>
Reason:
The IP addresses with CIDR notation or wild-card characters comprises of too many
targets.
Action:
Ensure that the IP address comprises of lower number of targets when using CIDR
notation or wild-card characters.

CCA-PL-3741
Exclusion List Entry value of "*" is not allowed for Selected IP Addresses.
Reason:
When you specify the Exclusion List Entry value, the wildcard character * can be used
only as a part of a string such as 10.144.37.*. When you set the Exclusion List Entry
value to an independent *, the NDG network scan excludes all the discovered results.
Action:
Do not provide an independent * value for the Exclusion List Entry for the selected IP
addresses.

CCA-PL-3742

Exclusion List Entry value of "*" is not allowed for Selected Ports.
Reason:

When you specify the Exclusion List Entry value, the wildcard character * can be used
only as a part of a string such as 801*. When you set the Exclusion List Entry value to an
independent *, the NDG network scan excludes all the discovered results.

Action:

Do not provide an independent * value for the Exclusion List Entry for the selected
ports.
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CCA-PL-3800

CCA-PL-3801

CCA-PL-3802

Pingsweep Burst Size has a min value of <minvalue>

Reason:

The Pingsweep Burst Size value is less than the <minvalue> while creating or updating
the Network Scan Policy.

Action:

Provide Pingsweep Burst Size value equal greater than the <minvalue> value while
creating or updating the network scan policy.

Pingsweep Burst Size has a max value of <maxvalue>

Reason:

The Pingsweep Burst Size value greater is than the <maxvalue> while creating or
updating the network scan policy.

Action:

Provide Pingsweep Burst Size value equal or less than the < maxvalue> while creating or
updating the network scan policy.

Local Link Retries has a min value of <minvalue>

Reason:

Local Link Retries value is less than the <minvalue> while creating or updating the
network scan policy.

Action:

Provide Local Link Retries value equal or greater than the <minvalue> while creating or
updating the network scan policy.
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CCA-PL-3803
Local Link Retries has a max value of <maxvalue>
Reason:
You are updating the Local Link Retries value greater than the <maxvalue> while
creating or updating the network scan policy.
Action:
Provide Local Link Retries value equal or less than the <maxvalue> while creating or
updating the network scan policy.
CCA-PL-3804
Local Link Timeout has a min value of <minvalue>
Reason:
Local Link Timeout value is less than the <minvalue> while creating or updating the
network scan policy.
Action:
Provide Local Link Timeout value equal or greater than the <minvalue> while creating or
updating the network scan policy.
CCA-PL-3805

Local Link Timeout has a max value of <maxvalue>

Reason:

The Local Link Timeout value is greater than the <maxvalue> while creating or updating
the network scan policy.

Action:

Provide Local Link Timeout value equal or less than the <maxvalue> while creating or
updating the network scan policy.
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CCA-PL-3806
Gateway IP Address required.

Reason:

Gateway IP address is not provided.

Action:

Provide the valid gateway IP address.
CCA-PL-3807

TCP Connect Scan Engines has a min value of <minvalue>

Reason:

TCP Connect Scan Engines value is less than the <minvalue> while creating or updating
the network scan policy.

Action:

Provide TCP Connect Scan Engines value that is equal or greater than the <minvalue>
while creating or updating the network scan policy.

CCA-PL-3808

TCP Connect Scan Engines has a max value of <maxvalue>

Reason:

Local Link Timeout value is greater than the <maxvalue> while creating or updating the
network scan policy.

Action:

Provide a Local Link Timeout value that is equal or less than the <maxvalue> while
creating or updating the network scan policy.

CCA-PL-3809

Specified file does not contain the expected file header <servername/ipaddress>

Reason:

File header does not contain the header.

Action:

Ensure that the file is in the proper format.

Chapter 2: Error Messages 141



Profile Error Messages

CCA-PL-3811

CCA-PL-3817

CCA-PL-3818

CCA-PL-3819

Error occurred reading from the specified file.

Reason:

An Input Output exception occurred while adding the hosts from a file.

Action:

Check the file format and accessibility.

Invalid Install Directory.

Reason:

Invalid Install Directory is provided while creating or updating the access profile.

Action:

Provide a valid installation directory.

Access Profile <profilename> not found.

Reason:

The access profile is not found to display in the launch in context.

Action:

Verify the access profile availability in CA Configuration Automation server.

Management Profile <profilename> not found.

Reason:

Management Profile is not found to display in the launch in context.

Action:

Check the management profile availability in CA Configuration Automation server.
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CCA-PL-3824
Domain is required.

Reason:

Domain is not provided while creating the credential vault profile.

Action:

Provide a Domain name.

CCA-PL-3828
Invalid port value. The valid range for a port is 1-65535

Reason:

The SSH port value that you provided is not in the 1 to 65535 range.

Action:

Provide a valid port value.

CCA-PL-3855
Credential Vault Profile <profilename> already exists.

Reason:

The credential vault profile with the same name exists.

Action:

Provide a unique Credential vault profile name while creating a credential vault.

CCA-PL-3856

The selected profiles cannot be deleted. One or more of the selected profiles are
assigned to a Network Profile.
Reason:

One or more of the selected profiles are assigned to a network profile.

Action:

Ensure that the selected profiles are not assigned to any network profile before you
delete them.
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CCA-PL-3858
User Id with the same credentials already exists (see highlighted row below).
Reason:
User Id with the same credentials exists.
Action:
Provide a unique user ID and password combination.
CCA-PL-3920

Enter WMI account.

Reason:

The account information of the WMI proxy server is not provided.

Action:

Provide the account information of the WMI proxy server.

CCCA-PL-3921
WMI password is required

Reason:

The password for the WMI proxy server is not provided.

Action:

Provide a valid password for the WMI proxy server.

CCA-PL-3922
WMI retype password is required

Reason:

No value is provided in the Retype Password field, or the value that is entered does not
match the password.

Action:

Confirm the password that you have provided in the Password field.
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CCA-PL-3923
Enter FTP account

Reason:

The account information of the FTP server is not provided.

Action:

Provide the account details of the FTP server.

CCA-PL-3924
FTP Root is required

Reason:

The home directory information of the FTP server is not provided.

Action:

Provide the home directory details of the FTP server.

CCA-PL-3925
FTP password is required

Reason:

The password for the FTP server is not provided.

Action:

Provide a password for the FTP server.

CCA-PL-3926
FTP retype password is required

Reason:

The retype password value is not provided for the FTP server.

Action:

Confirm the password for the FTP server.
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Property Error Messages

CCA-PY-6504

CCA-PY-6505

CCA-PY-6506

CCA-PY-6507

This section explains the error messages that you see while performing the property
operations in CA Configuration Automation.

Value <value> in not numeric for Property <propertyname>.

Reason:

The value <value> is not numeric.

Action:

Provide a numeric value for the property <propertyname>.

Value <value> in not in range <min> through <max> for Property <propertyname>.

Reason:

The value <value> is not in the range between <min>and <max>.

Action:

Provide the value between <min> and <max> range.

Value <value> not in list <allowableValues> for Property <propertyname>.

Reason:

The value <value> is not in the <allowableValues> list.

Action:

Provide a value as one of the <allowableValues>.

The passwords you entered do not match.

Reason:

The password and the confirm password are not matching.

Action:

Ensure that the value of the password and the confirm password match.
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CCA-PY-6510

CCA-PY-6511

Security violation error while exporting the property.

Reason:

You do not have permissions to export the property.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to export the
property.

Property <propertyname> already exists.

Reason:

You are importing already existing property without selecting the overwrite flag.

Action:

Select the overwrite flag while importing the already available properties.

Rule Compliance Error Messages

CCA-RC-8102

CCA-RC-8103

This section explains the error messages that you see while performing the rule
compliance operations in CA Configuration Automation.

Date required.

Reason:

The date field is empty.

Action:

Provide date value, as it is mandatory for the selected rule compliance operation.

Error while populating rule compliance request.
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CCA-RC-8104

CCA-RC-8105

CCA-RC-8107

Reason:

An exception occurred while populating the rule compliance request using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while running Server rule compliance request.
Reason:
An exception occurred while running the server rule compliance operation using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while running Service rule compliance request.

Reason:

An exception occurred while running the service rule compliance operation using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while running rule compliance.

Reason:

An exception occurred while processing the rule compliance results using SDK.
Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

148 Message Reference Guide



Rule Compliance Error Messages

CCA-RC-8108

CCA-RC-8109

CCA-RC-8110

CCA-RC-8111

Error while adding failed rule to results.

Reason:

An exception occurred while adding the failed rule to results using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Missing service snapshot or no server in the snapshot, no rule compliance operation
will be performed for service <servicename>.

Reason:

The service snapshot is missing.

Action:

Create the required snapshot for the service <servicename>.

Invalid service name, no rule compliance operation will be performed for service
<servicename>.

Reason:

The service <servicename> is not available.

Action:

Create the service <servicename>.

Missing server snapshot, no rule compliance operation will be performed for server
<servername>.

Reason:
The server snapshot is missing.

Action:

Create the required snapshot for the server <servername>.
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CCA-RC-8112

CCA-RC-8114

CCA-RC-8125

CCA-RC-8126

Invalid server name, no rule compliance operation will be performed for server
<servername>.

Reason:

The server <servername> is not available.

Action:

Create server <servername>

Service rule compliance failed, error message - <error>.
Reason:

An exception occurred during the rule compliance operation.
Action:

Contact CA Technologies Technical Support for further assistance.

Server <servername> is in unmanaged state, no rule compliance operation will be
performed.

Reason:

The server <servername> is in unmanaged state.

Action:

Change the state of the server <servername> to managed.

Invalid server name, no rule compliance operation will be performed for server
<servername> in service <servicename>.

Reason:

Server <servername> is not available.

Action:

Create the server <servername> as part of the service <servicename>.
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CCA-RC-8127

CCA-RE-1625

CCA-RE-1634

Missing server snapshot, no rule compliance operation will be performed for server
<servername> in service <servicename>.

Reason:

Components of the server <servername> are not available as part of the service data.

Action:

Ensure that the components of the server <servername> are available as part of the
service data.

Rule Exception with rule <rulename> on blueprint <blueprint name with version>
already exists.
Reason:

The rule exception with the same rule name and blueprint name exists in the CCA
server.

Action:

Remove the existing rule from the selection list, and add the other rules.

Rule Exception with rule <rulename> on file structure class <filestructureclass name>
already exists.
Reason:

Rule exception with the same rule name and the File structure class name exists in the
CCA server.

Action:

Remove the existing rule from the selection list and add the other rules.
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CCA-RE-1642
Error occurred while executing custom script <scriptname> on Server <servername>.
Reason:
Possible reasons are as follows:
m  Syntax of the custom script is incorrect.
m  Variables used in the custom script are incorrect or not resolved.
Action:
Verify syntax and variables used in the script.
CCA-RE-1641

At least one Server or Service is required in a Rule Exception.

Reason:

Select a server or a service to create a rule.

Action:

Ensure that a server or service is added in a rule exception.

Rules Error Messages

This section explains the error messages that you see while performing the rule
operations in CA Configuration Automation.

CCA-RL-2509
Failed to get the Rules defined by blueprint <blueprintname>

Reason:

Exception occurred while retrieving the rules defined in blueprint using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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Rule Group Error Messages

CCA-RG-1604

CCA-RG-1606

CCA-RG-1619

This section explains the error messages that you see while performing the rule group
operations in CA Configuration Automation.

Rule Group <groupname> already exists.

Reason:

The rule group already exists with the same <groupname> name.

Action:

Ensure that the rule group name is unique. Provide a different name while adding or
updating the rule group.

Name is required.

Reason:

The rule group name is not provided while creating or updating the server group.

Action:

Provide a rule group name.

Rule Group cannot be deleted. It is used in one or more Management Profiles.

Reason:

The rule group is used in one or more Management Profiles.

Action:

Ensure that the rule group does not use any management profile before the run rule
groups delete operation.
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CCA-RG-1620
Rule Group cannot be deleted. It is used in one or more Compliance Jobs.

Reason:

The rule group is used in one or more compliance jobs.

Action:

Ensure that the rule group does not use any compliance job before the run rule group
delete operation.

CCA-RG-1622
Rule <rulename> already exists.

Reason:

The rule already exists with the same name <rulename >.

Action:

Ensure that the rule name is unique. Provide different name while adding or updating
the rule.

Remediation Jobs Error Messages

This section explains the error messages that you see while performing the remediation
jobs in CA Configuration Automation.

CCA-RJ-8002
Remediation Job Name is required

Reason:

Remediation job name is not provided.

Action:

Provide a remediation job name.
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CCA-RJ-8003

CCA-RJ-8014

CCA-RJ-8020

CCA-RJ-8022

Please select at least one Remediation Job to perform this operation

Reason:

No remediation job is selected to perform run/delete remediation job operation.

Action:

Select at least one remediation job.

Remediation Job <jobname> already exists.

Reason:

Remediation job <jobname> already exists.

Action:

Provide a new name for the remediation job <jobname>.

Server <server> already exists in remediation job <jobname>

Reason:

The <server> already exists in the remediation job.

Action:

As this <server> already exists in the remediation job, do not include this <server> again.

Server group <servergroup> already exists in remediation job <jobname>

Reason:

The <servergroup> already exists in remediation job.

Action:

As this <servergroup> already exists in the remediation job, do not include this
<servergroup> again.
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CCA-RJ-8024

CCA-RJ-8026

CCA-RJ-8027

Service <service> already exists in remediation job <jobname>

Reason:

The <service> already exists in the remediation job.

Action:

As the <service> already exists in the remediation job, do not include the <service>
again.

Fail to remove servers from remediation job <jobname>, error message - <error>

Reason:

An error occurred while removing the <server> from the remediation job.

Action:

Log in to CA Configuration Automation as a CCA Administration or CCA Architect to do
the operation. If necessary, contact CA Technologies Technical Support for further
assistance.

Fail to remove server groups from remediation job <jobname>, error message -
<error>
Reason:

An error occurred while removing <servergroup> from the remediation job.

Action:

Log in to CA Configuration Automation as a CCA Administration or CCA Architect to do
the operation. If necessary, contact CA Technologies Technical Support for further
assistance.
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CCA-RJ-8028

CCA-RJ-8029

CCA-RJ-8031

Fail to remove services from remediation job <jobname>, error message - <error>

Reason:

An error occurred while removing the <services> from the remediation job.

Action:

Log in to CA Configuration Automation as a CCA Administration or CCA Architect to do
the operation. If necessary, contact CA Technologies Technical Support for further
assistance.

User is not authorized to delete existing schedule of remediation job <jobname> error
message - <error>
Reason:

You do not have permissions to delete the existing schedule of the remediation job.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to delete the
existing schedule of the remediation job <jobname>.

User is not authorized to schedule remediation job <jobname>, error message -
<error>
Reason:

You do not have permissions to run or schedule the remediation job.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to run or
schedule the remediation job <jobname>.
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CCA-RIJ-8057

CCA-RJ-8058

CCA-RJ-8059

Notification for remediation job <jobname> failed, error message - <error>

Reason:

An error occurred while sending notification after running the remediation job.

Action:

Ensure the "mail.to", "mail.from" and "mail.server" properties are configured correctly
in the Administration, Configuration, Properties page. If necessary, contact CA
Technologies Technical Support for further assistance.

Notification for undo remediation history <jobname> failed, error message - <error>

Reason:

An error occurred while sending notification after running undo remediation job.

Action:

Ensure the "mail.to", "mail.from" and "mail.server" properties are configured correctly
in the Administration, Configuration, Properties page. If necessary, contact CA
Technologies Technical Support for further assistance.

Notification for rerun remediation history <jobname> failed, error message - <error>

Reason:

An error occurred while sending notification after rerunning the remediation job.

Action:

Ensure the "mail.to", "mail.from" and "mail.server" properties are configured correctly
in the Administration, Configuration, Properties page. If necessary, contact CA
Technologies Technical Support for further assistance.
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CCA-RJ-8067

CCA-RJ-8071

CCA-RJ-8075

Error while getting remediation job/remediation history.

Reason:

An error occurred while getting remediation jobs or history using SDK.

Action:

Verify the exception stack trace and the corresponding operation log details in the Log
tab. If security violation exception occurs, verify the login user privileges; or contact CA
Technologies Technical Support for further assistance.

Remediation job finished with failure.

Reason:

Remediation job <jobname> finished with failure.

Action:

Verify the corresponding operation log details in the Log tab which caused the failure.

Cannot create remedaition job <jobname> because of scheduling failure, error
message - <error>
Reason:

A scheduling error occurred while creating the remediation job.

Action:

If the error message is similar to "The specified time has already passed. Schedule will
never trigger", correct the schedule and finish creating the remediation job <jobname>.
For other errors, contact CA Technologies Technical Support for further assistance.
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CCA-RIJ-8076

CCA-RJ-8084

CCA-RJ-8085

Cannot update remedaition job <jobname> because of scheduling failure, error
message - <error>
Reason:

A scheduling error occurred while updating the remediation job.

Action:

If the error message is similar to "The specified time has already passed. Schedule will
never trigger", correct the schedule and finish updating the remediation job <jobname>.
For other errors, contact CA Technologies Technical Support for further assistance.

Error while adding/updating remediation job.

Reason:

An exception occurred while adding or updating the remediation job <jobname> using
SDK.

Action:

Verify the SDK exception stack trace, and the corresponding operation log details in the
Log tab. If necessary, contact CA Technologies Technical Support for further assistance.

Remediation Profile UUID is required.

Reason:

Remediation Profile UUID is required to add or update the remediation job using SDK.

Action:

Use the remediation profile UUID while creating or updating the remediation job using
SDK.
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CCA-RJ-8086

CCA-RJ-8087

CCA-RJ-8088

Error while deleting remediation jobs.

Reason:

An exception occurred while deleting the remediation job <jobname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Cannot delete profile because it is used in one or more remediation jobs.

Reason:

Remediation profile cannot be deleted, because it is used in one or more remediation
jobs.

Action:

Update the remediation jobs to use any other remediation profile and then delete the
profile.

Remediation Job Name is too long.

Reason:

Job name exceeded the job name column length.

Action:

Ensure that the job name length should not be greater than 200.

Remediation Profile Error Messages

This section explains the error messages that you see while performing the remediation
profile operations in CA Configuration Automation.
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CCA-RP-1003

CCA-RP-1010

CCA-RP-1028

CCA-RP-1035

Remediation Profile <profilename> already exists.

Reason:

The remediation profile <profilename> already available.

Action:

Provide a unique remediation profile name.

Remediation Profile Step <stepname> already exists.

Reason:

The remediation profile step <profilestep> already available.

Action:

Provide a unique remediation profile step name.

New Registry Name required.

Reason:

New Registry name is required while adding the job step.

Action:

Provide a new registry name.

Remediation Profile <profilename> not found.

Reason:

While doing the context launch for remediation profile, the <profilename> does not
exist. Profile might be deleted or incorrect Profile name is provided.

Action:

Provide a profile name which should exist in CCA.
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Remediation History Warning Messages

CCA-RH-1001

This section explains the warning messages that you see while performing the
remediation history operations in CA Configuration Automation.

Please select at least one Remediation History record to perform this operation.

Reason:

No Remediation History is selected.

Action:

Select at least one Remediation History.

Remote Agent Installation Error Messages

CCA-RI-1411

This section explains the error messages that you see while performing the remote
agent installation in CA Configuration Automation.

Remote Agent Install Failed. Error Message: Remote Agent Installation is timed out.
Install process is not responding.

Reason:

Possible reasons are as follows:

m  Communication to the target server is lost while performing the remote agent
installation

m  Due to the network latency, the agent build is taking time to copy at the target
server and the response did not reach the CA Configuration Automation server with
in the specified time.

Action:

Verify that the network settings. Ensure that the communication is properly happening
between the CA Configuration Automation server and the target machine where the
agent has to be installed.
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CCA-RI-1412

CCA-RI-1413

CCA-RI-1416

Remote Agent Install Failed. Error Message: Remote installation process timed out.
One possible cause is the absence of a Java VM on the remote system. Try repeating
the installation with the 'Install JVM' option set to 'Yes' in the Access Profile.

Reason:

Either the Java virtual machine is unavailable on the target machine, or is not included in
the "PATH" environment variable.

Action:

Add the JAVA_HOME\bin directory to the System PATH variable, if it is not already
added. Ensure that the JAVA_HOMIE variable points to a valid Java virtual machine.

Remote Agent Install Failed. Error Message: OS Platform not supported by Remote
Agent Installation.

Reason:

CA Configuration Automation does not support the operating system platform of the
target machine where the remote agent installation is attempted.

Action:

Ensure that CA Configuration Automation supports the operating system of the target
machine. For more information about the supported agent platforms, see the Release
Notes.

The Access Profile <AccessProfileName> does not have a 'System Account' specified.
'System Account' is required for the Remote Agent Install.

Reason:

The System Account field in the access profile that is assigned to the target server is
empty.

Action:

Verify the System Account field. Provide a valid user name for the target machine in the
System Account field in the access profile, and retry the installation.
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CCA-RI-1417

CCA-RI-1418

CCA-RI-1419

The Access Profile <AccessProfileName> does not have a 'System Password' specified.
'System Password' is required for the Remote Agent Install.

Reason:

The System Password field in the access profile that is assigned to the target server is
empty.

Action:

Verify the System Password text field in the access profile. Provide a valid password for
the target machine and retry the installation.

Remote Agent Install Failed. Error Message: No Java VM was found from the PATH
environment variable on the remote system. Make sure the Java VM can be found on
the remote system from the PATH environment variable for the user specified in the
Access Profile.

Reason:
Either Java virtual machine is not available on the target machine, or it is not included in
the PATH environment variable.

Action:

Add the JAVA_HOME\bin directory to the System PATH variable, if not already added.
Ensure that the JAVA_HOME variable points to a valid Java Virtual machine.

Remote Agent Install Failed. Error Message: Java VM version <version> was found on
the remote system, but does not meet the minimum requirements. Try repeating the
installation with the 'Install JVM' option set to 'Yes' in the Access Profile.

Reason:

The remote agent installation requires a java version of 1.4.2 or higher. If the java
version on the target machine is less than 1.4.2, this error message is thrown.

Action:

Install a Java virtual machine of 1.4.2 or higher version on the target machine and retry
the remote agent installation.
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CCA-RI-1420

CCA-RI-1421

Remote Agent Install Failed. Error Message : Cannot find Agent Installer
<InstallerFileName> for <PlatformName> platform on Grid Node <Grid Node Name>.
An invalid or inaccessible directory may have been provided for the Agent Installers
during the Server/Grid Node install.

Reason:

Possible reasons are as follows:

m  The agent Installers directory is not specified during the CA Configuration
Automation server installation.

m  Agent installers directory is currently not accessible.

Action:

Verify the <CCA Server Install path>\Agent_Installers directory on the CA Configuration
Automation server. Ensure whether the respective platform's agent installer is available
or accessible. The <CCA Server Install path>\Agent_Installers directory must have all the
agent installers for the remote agent installation to work.

Cannot install Agent remotely. Unable to put Agent installer on target server

Reason:

Issue while establishing an SFTP session due to insufficient privileges to the user or any
problem in the SFTP subsystem on the target machine.

Action:

Ensure that the user specified in the access profile can copy files to the target machine
through SFTP.
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CCA-RI-1422

CCA-RI-1423

CCA-RI-1424

Cannot install Agent remotely. Unable to establish SSH connection to the target server

Reason:

The SSH connection from the CA Configuration Automation server to the target server is
not working.

Action:

Ensure that the user specified in the access profile can connect to the target machine
using SSH.

Cannot Uninstall Agent remotely. Unable to execute Agent Uninstall on target server

Reason:

Issue while establishing an SFTP session due to insufficient permissions to the user, or
any problem in the SFTP subsystem on the target machine.

Action:

Ensure that the user specified in the access profile can copy files to the target machine
through SFTP.

Cannot Uninstall Agent remotely. Unable to establish SSH connection to the target
server
Reason:

The SSH connection from CCA Server to the target server is not working.

Action:

Ensure that the user specified in the access profile can connect to the target machine
using SSH.
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CCA-RI-1425
Install completed successfully, but test server failed for server <ServerName> during
Remote Agent Installation.
Reason:
The port specified in the agent access profile is in use or a firewall is running on the
target machine blocking the incoming request to an agent.
Action:
Verify the firewall. Ensure that the agent port is configured properly in the firewall
settings.

CCA-RI-1426
Remote Agent Uninstall Failed on Server <ServerName>. Error: No Agent has been
detected on the remote system.
Reason:
No agent is installed on the target machine, or if an incorrect access profile is assigned
to the server while performing the remote agent installation.
Action:
Ensure that the access profile is properly assigned to the server where the agent is being
uninstalled.

CCA-RI-1427

Remote Agent Install Failed on Server <ServerName>. Logon failure: unknown user
name or bad password.

Reason:

Incorrect username or password specified in the access profile is assigned to the target
server.

Action:

Provide a valid username or password in the access profile and retry the operation.
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CCA-R1-1428

CCA-RI1-1429

CCA-RI-1430

Remote Agent Install Failed on Server <ServerName>. Port number is already in use.

Reason:

Port number specified in the access profile is already in use on the target machine.

Action:

Change the port number to a different value in the access profile and retry the
operation.

Remote Agent Install Failed on Server <ServerName> Invalid port number.

Reason:

Port number specified in the access profile is invalid.

Action:

Change the port number in the access profile to a valid number. The available port
number must be greater than 1024.

Remote Agent Install Failed on Server <ServerName>. A newer verion of the Agent is
already installed. To install an older version, uninstall the existing version first.

Reason:

A newer version of the agent exists on the target machine.

Action:

Uninstall the older version manually and then retry the operation.
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CCA-RI-1431

CCA-RI-1432

CCA-RI1-1433

Remote Agent Install Failed on Server <ServerName>. Invalid installation location.

Reason:

The installation location specified in the access profile does not exist on the target
machine.

Action:

Provide a valid installation location which is available and accessible on the target
machine.

Remote Agent Install Failed on Server <ServerName>. Insufficient disk space at:
<Install Location>
Reason:

Not enough free space on the installation directory that is specified in the access profile.

Action:

Ensure that the installation directory specified in the access profile has enough free
space for the agent installation.

Remote Agent Install Failed. Error Message: A Java VM was found on the remote
system, but does not meet the installer requirements. Try repeating the installation
with the 'Install JVM' option set to 'Yes' in the Access Profile.

Reason:

The agent installer check for a Java virtual machine version which is compatible with
installAnywhere. If it finds a Java virtual machine incompatibility with the
installAnywhere, the error is thrown.

Action:

Change the Java virtual machine version on the target machine to a valid Java virtual
machine which is compatible with the agent installer. The Java virtual machine version
must be higher than 1.4.2.
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CCA-RI-1434

CCA-RI-1435

Could not authenticate <username> with provided password on host

Reason:

The user password specified in the access profile is incorrect.

Action:

Provide the correct password and retry the operation.

The Access Profile <Access Profile Name> has environment variable <Variable name>
specified in install directory. But this variable value could not be resolved on Server
<Target Server Name>.

Please make sure that the environment variable is defined on target server.

Reason:

Before installing the remote agent on the target server, the environment variables that
are mentioned in the access profile are resolved. If the environment variable is not
defined on the target machine, the remote agent installation fails.

Action

Ensure that the environment variable mentioned in the access profile is defined on the
target server, and available for remote agent installation process.

Reports Error Messages

CCA-RT-6011

This section describes the error messages that you get while performing the report
operations.

Report name required.

Reason:

Report name is not provided while creating or updating or running the report.

Action:

Provide a report name.
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CCA-RT-6019

CCA-RT-6020

CCA-RT-6023

CCA-RT-6025

User does not have the permissions to perform the operation : <operation>.

Reason:

Only instance owner can share or unshare the report instance.

Action:

Log in to CA Configuration Automation as the owner of report instance to share or
unshare the report instance.

Can not view a report instance with current status : <currentstatus>.

Reason:

Cannot view a report instance with failed as the current status.

Action:

Click the report instance with complete as the status.

Report parameters are invalid. Please contact the administrator.

Reason:

Invalid parameters are provided in launch in context URL.

Action:

Provide a valid report instance ID, and format.

Task submission failed for some of the selected reports. See Log tab for further details.

Reason:

The possible exception is security violation.

Action:

Log in to CA Configuration Automation as an Administrator or Architect to run the saved
report.
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CCA-RT-6031
Invalid Date Range.

Reason:

The date range field is empty.

Action:

Provide a numeric value in the date range field.

CCA-RT-6032
Service is required

Reason:

The service data is not provided while creating or updating or running the report.

Action:

Provide a service data.

CCA-RT-6033
Server is required.

Reason:

The server data is not provided while creating, or updating, or running the report.

Action:

Provide a server data.

CCA-RT-6034
Search text is required.

Reason:

Search text is not provided while creating or updating or running the Pattern search
service report.

Action:

Provide a search text.
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CCA-RT-6035

CCA-RT-6037

CCA-RT-6038

CCA-RT-6039

Blueprint is required.

Reason:

Blueprint name is not provided while creating or updating or running the Rule Definition
Blueprint Report.

Action:

Provide the blueprint name.

Password and Retype Password must be equal.

Reason:

Password and retype password value does not match in the destination folder.

Action:

Ensure that the password and retype password value match.

Server is required.

Reason:

Server data is not provided either in the target tab or destination tab while creating, or
updating, or running report.

Action:

Provide a server name.

Path is Required

Reason:

Path field is empty in the destination tab.

Action:

Provide path where the report result file has to be copied.
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CCA-RT-6040
File Name is Required

Reason:

File name field is empty in the destination tab.

Action:

Provide file name that is used to create a report result file.

CCA-RT-6042
Password required.

Reason:

Password is not provided in the Destination tab while running, or saving a report.

Action:

Provide a password.

CCA-RT-6041
User or Login is required.

Reason:

The User or Login field is empty in the destination tab.

Action:

Provide a user name.

CCA-RT-6043
Password and Retype Password must be equal.

Reason:

Password and Retype Password does not match in the destination folder.

Action:

Ensure that the value of the password and retype password values match.
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CCA-RT-6046

Report <reportname> already exists.

Reason:

The <reportname> already exists.

Action:

Provide different report name while creating a new saved report.
CCA-RT-6047

Failed to get the report instances. - <errormessage>

Reason:
Possible reasons are as follows:

m  |nvalid values are configured for the following properties in the BO group in the CCA
Properties tab:

m  http.port

m  http.server

m  admin.user

m admin.password

m  Services under Central Configuration Manager are not running where the CABI
server is installed.

m  Connection from CA Configuration Automation to the CABI server is not
established.
Action:
m  Ensure configured correct values to the following properties:
m  http.port
m  http.server
m  admin.user
m  admin.password
m  Ensure all the services under Central Configuration Manager are running.

m  Also verify the test connection from CCA to CABI server from Universe Designer,
ensure that the server is responding for CCA application. If the server is not
responding, contact CABI administrator.
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CCA-RT-6052

CCA-RT-6053

Snapshot is required

Reason:

Snapshot is not selected in the Target tab while creating, or updating, or running report.

Action:

Select a snapshot in the Target tab.

Execution of report <reportname> failed. - <errormessage>

Reason:
Possible reasons are:
m  |nvalid values are configured for the following properties:
m  http.port
m  http.server
m  admin.user
m admin.password

m  Services under Central Configuration Manager are not running where the CABI
server is installed.

m  Connection from CCA to the CABI server is not established.

Action:
m  Ensure that you configured correct values to the following properties:
m  http.port
m  http.server
m  admin.user
m admin.password
m  Ensure all the services under Central Configuration Manager are running.

m  Verify the test connection from the CA Configuration Automation to CABI server
from Universe Designer.

m  Ensure that the server is responding to the CA Configuration Automation
application. If the server is not responding, contact the CABI administrator.
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CCA-RT-6058
Report <reportname> has been saved. But scheduling of report failed. -
<errormessage>
Reason:
The specified schedule time is over. Schedule will never trigger
Action:
Change the schedule time, ensure that the schedule time is greater than current time.
CCA-RT-6061
Source Server is required.
Reason:
Source server is not selected in the target tab while running, or creating, or updating the
report.
Action:
Select source server in the target tab.
CCA-RT-6063
Target Server is required.
Reason:
Target server is not selected in the Target tab while running or creating or updating the
report.
Action:
Select target server in the target tab.
CCA-RT-6066

Error while adding report <reportname> of type <reporttype>

Reason:

An exception occurred while adding report using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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CCA-RT-6067

CCA-RT-6068

CCA-RT-6069

CCA-RT-6070

Error while deleting report <reportname>

Reason:

An exception occurred while deleting the saved report <reportname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting report <reportname>

Reason:

An exception occurred while getting the saved report <reportname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting reports

Reason:

An exception occurred while getting the saved report <reportname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while updating report <reportname>

Reason:

An exception occurred while updating the saved report <reportname> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.
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CCA-RT-6071
Remediation Job is Required.

Reason:

Remediation job is not selected or provided while creating or updating or running the
remediation Jobs (Service) repot.

Action:

Provide or select a remediation job.

CCA-RT-6072
Server or Server Group is required.

Reason:

Server or server group is not selected or provided while creating or updating or running
rule compliance server report.

Action:

Provide or select a server or server group.

CCA-RT-6073
Domain Name is required.

Reason:

Domain name is not selected or provided while creating or updating or running Server
Domain Membership Report.

Action:

Provide or select the domain name.

CCA-RT-6074
Patch Name is required.

Reason:

Patch name is not selected or provided while creating, or updating, or running the
Server Patch Distribution Report.

Action:

Provide or select a patch name.

180 Message Reference Guide



Reports Error Messages

CCA-RT-6078

CCA-RT-6082

Execution of scheduled report <reportname> failed. - <errormessage>.

Reason:

Possible reasons are:

Invalid values are configured for the following properties in the BO group in the CCA
Properties tab:

m  http.port

m  http.server

m  admin.user

m  admin.password

Services in the Central Configuration Manager are not running where the CABI
server is installed.

Connection from CA Configuration Automation to the CABI server is not
established.

Action:

Ensure configured valid values to the following properties:

m  http.port

m  http.server

m  admin.user

m admin.password

Ensure all the services under Central Configuration Manager are running.

Also verify the test connection from CA Configuration Automation to CABI server
from Universe Designer.

Ensure that the server is responding to the CA Configuration Automation
application. If the server is not responding, contact the CABI administrator.

"If 'From date' is entered then 'To date' is required."

Reason:

The From date is provided, but "To date" is not provided while creating or updating or
running report using SDK.

Action:

Provide From Date and To Date.
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CCA-RT-6083
"If 'To date' is entered then 'From date' is required."
Reason:
The To date value is provided, but the From date value is not provided while creating or
updating or running report using SDK.
Action:
Provide To date and From date values.
CCA-RT-6084
"To Date should be greater than or equal to From Date"
Reason:
The To date value is less than the From date value while creating, or updating, or
running the report using SDK.
Action:
Ensure that the To Date value is greater than, or equal to the From Date value.
CCA-RT-6088
Component is required.
Reason:
Component is not provided, or selected while creating, or updating, or running the
Component Details Server or Component Details Service report.
Action:
Provide or select the component data.
CCA-RT-6089

Report name is too long.

Reason:

Length of the Report name is greater than 200.

Action:

Ensure that the length of the report name is less than, or equal to 200.

182 Message Reference Guide



Reports Error Messages

CCA-RT-6090

CCA-RT-6091

CCA-RT-6097

CCA-RT-6098

Component is missing or does not exist.

Reason:

The component is deleted or does not exist while running the Component Details
Server, or Service report.

Action:

Ensure that the provided component exists in the corresponding server or service.

Blueprint or Blueprint Category or Blueprint Group is required.

Reason:

The Blueprint or Blueprint Category or Blueprint Group is not selected while creating, or
updating, or running the Blueprint Source Details Report.

Action:

Select Blueprint, or Blueprint Category, or Blueprint Group.

There is a problem with the selected report, it can not be loaded. Please select a
another report.

Reason:

The selected report cannot be loaded.

Action:

Select another report.

Retype Password required.

Reason:

No password is provided in the Retype Password filed of the Destination tab while
running, or a saving report.

Action:

Confirm the password in the Retype Password field.
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CCA-RT-6099

Target Server or Target Server Group is required..

Reason:

Informational only

Action:

Provide or select a target server or target server group.

Script Error Messages

CCA-SE-1004

CCA-SE-1006

This section explains the error messages that you see while performing the script
operations in CA Configuration Automation.

Script <scriptname> already exists.

Reason:

The script already exists with the same <scriptname> name.

Action:

Ensure that the script name is unique. Provide a different name while adding or
updating the script.

Name is required.

Reason:

The script name is not provided while creating or updating the script.

Action:

Provide a script name.
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CCA-SE-1008

CCA-SE-1010

CCA-SE-1011

Script required.

Reason:

The script is not provided while clicking on the validate or execute buttons in the script
editor

Action:

Ensure that the script is provided in the script text box before clicking on validate or
execute buttons in the script editor.

Exception occurred while parsing the script.

Reason:

The script is provided correctly while creating or updating the script.

Action:

Update a script.

Remediation script is required for selecting undo remediation script.

Reason:

The undo remediation script is selected without selecting a remediation script.

Action:

Provide a remediation script before selecting the undo remediation script.
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CCA-SE-1012

CCA-SE-1017

CCA-SE-1023

Invalid Variable name. Check whether the variable defined in Global variables or
Component parameter.
Reason:

The script has references to global or context variables which cannot be resolved.

Action:

If the variable is a global variable, make sure that the variable is defined under Global
variables. If it is a context variable, make sure that the script has been assigned to a rule
defined on the appropriate object( file/registry/service/group policy) for successful
resolution.

Script cannot be deleted. It is used in one or more Rules.

Reason:

Script cannot be deleted. The script is used in one or more rules.

Action:

Ensure that none of the rules are using this script, and perform the operation.

Error while writing XML for the script <scriptname> into the file stream.

Reason:

An error occurred while writing XML for the parser <scriptname> into the file stream.

Action:

Do the following:

®m  You have the required permissions to write to file system.
m  System has enough free disk space.

If necessary, contact CA Technologies Technical Support for further assistance.

186 Message Reference Guide



Script Error Messages

CCA-SE-1024

CCA-SE-1026

CCA-SE-1033

10 error while writing XML for the script <scriptname> into the file stream.

Reason:

An 10 error occurred while writing XML for the parser <scriptname> into the file stream.

Action:

Do the following:

®m  You have the required permissions to write to file system.
m  System has enough free disk space.

If necessary, contact CA Technologies Technical Support for further assistance.

Security violation error while exporting the scripts.

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an administrator.

Scripts with Global or Context Variables cannot be executed.
Reason:

The script has global or context variables which are not resolved to a value. Hence they
cannot be executed directly on a server.

Action:

Substitute actual value for the global or context variables in the script editor before
executing the scripts
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CCA-SE-1034
Please select a server to execute the script.
Reason:
No server is selected to execute the script.
Action:

Select a server from the dropdown to execute the script.

SDK Error Messages

This section explains the error messages that you see while performing the SDK
operations in CA Configuration Automation.

CCA-AU-9681
Error while scheduling ccautil job

Reason:

An exception occurred while scheduling job with the SDK scheduleAcmutillob API.

Action:

If it is a security violation, verify the user permissions; or contact CA Technologies
Technical Support for further assistance.

CCA-CI-9621
Error while getting item of type <Cltype>

Reason:

Exception occurred while retrieving the Configuration Item(Cl) details from CCA with
SDK APl or command-line Utility.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

188 Message Reference Guide



SDK Error Messages

CCA-CI-9622

CCA-CI-9624

CCA-CI-9625

CCA-CI-9626

Error while deleting item of type <Cltype>

Reason:

Exception occurred while deleting the Configuration Item(Cl) details from CCA with SDK
API or command-line Utility.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

Error while updating CI

Reason:

Exception occurred while updating the Configuration Item(server/serverGroup/service)
details with SDK APl or command-line Utility.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

value passed is null or invalid

Reason:

Values sent to the SDK APl or command-line Utility for invoking APIs are null or empty.

Action:

Provide the valid arguments for the SDK and command-line utility APIs.

Invalid server state, only New or Managed is allowed while adding Server

Reason:

Server is not in New or Managed State while adding the target server with SDK.

Action:

While adding a target server using the SDK, provide or set the target server state to
NEW or Managed.
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CCA-OP-9644

CCA-OP-9645

CCA-RT-9651

SDK feature is not enabled

Reason:

In the Administration properties tab Sdk.enabled flag is set to false.

Action:

Set the sdk.enabled flag value in the Administration properties tab to true to enable the
SDK API.

The <discovery/management/refresh> operation can be performed on servers in
Managed state only

Reason:

Running discovery, or refresh, or management operation on a server which is not in
managed state.

Action:

Change the server state as managed and run the discovery, or refresh, or management
operation.

Report target details are required

Reason:

Report Target details are not provided while adding or updating the customized report.

Action:

Provide the target (server or service) details while calling the addcustomizedreport API
or the updatecustomizedreport APl through the SDK.
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CCA-RT-9652

CCA-RT-9653

CCA-RT-9654

Snapshot date is required

Reason:

For the snapshot type Most recent snapshot on the specified date, source or target
snapshot date is not provided while adding or updating the customized report with SDK.
Action:

Provide a source or target snapshot date while calling the add or
updatecustomizedreport API through SDK for the snapshot type Most recent snapshot
on the specified date.

Invalid date <date>. The date provided is not in the format MM/DD/YYYY

Reason:

For the snapshot type Most recent snapshot on the specified date, the source or target
snapshot date is not provided in MM/DD/YYYY format while adding or updating the
customized report with the SDK or command-line utility API.

Action:

Provide a source or target snapshot date in the MM/DD/YYYY format while calling the
add or updatecustomizedreport APl through SDK or command-line utility API for the
snapshot type Most recent snapshot on the specified date.

Invalid date <date>. The date provided is not in the format MM/DD/YYYY HH:MM:SS

Reason:

The date range (fromDate or toDate) is not provided in MM/DD/YYYY HH:MM:SS format
while adding or updating the customized report with SDK or command-line utility API.

Action:

Provide a date range in MM/DD/YYYY HH:MM:SS format while calling the add or
updatecustomizedreport API through the SDK or command-line utility API.
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CCA-CR-9671
Error while getting relationships

Reason:

An exception occurred while retrieving the communication or configuration
relationships with the SDK or command-line utility API.

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

CCA-CR-9672
Error while getting public IP addresses for server <servername>

Reason:

An exception occurred while retrieving the public IP addresses for the given server with
SDK API .

Action:

If it is security violation exception, verify the user permissions; or contact CA
Technologies Technical Support for further assistance.

CCA-CR-9673
Error while getting storage system managers

Reason:

Exception occurred while retrieving the storage system managers with SDK.

Action:

If it is security violation exception, then check the user privileges. Contact CA
Technologies Technical Support for further assistance.

Server Error Messages

This section explains the error messages that you see while performing the server
operations in CA Configuration Automation.

CCA-SR-1009

Server <servername> already exists.

192 Message Reference Guide



Server Error Messages

Reason:

The server <servername> already available.

Action:

No action is.
CCA-SR-1011

Server cannot be deleted. It exists in a Service.

Reason:

Server exists in one or more services.

Action:

Remove the server from the services before you delete the server.
CCA-SR-1013

Name or IP Address is required.

Reason:

The Name or IP value is not provided.

Action:

Provide the server name or IP Address.
CCA-SR-1017

Select CSV file to add servers.

Reason:

The CSV file is not provided.

Action:

Select the CSV file to add servers.
CCA-SR-1024

A server with the same name or IP address already exists in the database.
Reason:

The server is already available in the database.
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CCA-SR-1047

CCA-SR-1049

CCA-SR-1053

CCA-SR-1054

Action:

No action is required.

Execution of Management profile for Server <servername> failed.
Reason:

Connection to the server <servername> cannot be established using the assigned access
profile.

Action:

Ensure to set the correct access mode and other required values in the assigned access
profile. Verify that status of the test server action is successful.

File has invalid format for servers add.

Reason:

The CSV file has invalid format.

Action:

Provide a valid CSV file.

One or more selected servers are part of services and cannot be unmanaged.

Reason:

One or more selected servers are part of the services.

Action:

Remove the servers from the services before performing the unmanaged operation.

One or more selected servers are part of server groups and cannot be unmanaged.

Reason:

One or more selected servers are part of the server group.
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CCA-SR-1060

CCA-SR-1061

CCA-SR-1067

CCA-SR-1068

Action:

Remove the servers from server groups before unmanaged.

Server cannot be deleted. It is used in one or more Management Profiles.
Reason:

The server is used in one or more management profiles.

Action:

Remove the server from management profiles before deleting it.

Server cannot be deleted. It is used in one or more Access Profiles.

Reason:

The server is used in one or more Access Profiles.

Action:

Remove the server from the Access Profiles before deleting it.

Connection to host <hostname> failed

Reason:

Not able to connect the host <hostname>.
Action:

Ensure that the host <hostname> is pingable.

Access mode <accessmode> for <hostname > is not responding.

Reason:

Notable to access the host <hostname> using the assigned access mode <accessmode>.
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CCA-SR-1069

CCA-SR-1070

CCA-SR-1071

CCA-SR-1072

Action:

Ensure to set the correct access mode and other required values in the assigned access
profile. Verify that the status of the test server action is successful.

Error while trying to test host <hostname>.

Reason:

Notable to access the host <hostname> using the assigned access mode <accessmode>.

Action:

Ensure that the host <hostname> is pingable. Set the correct access mode and other
required values in the assigned access profile. Verify that the status of the test server
action is successful.

Error while updating managed status of server.
Reason:
An exception occurred while updating the managed status of the server using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while assigning profile of type <profile type> to <Cl type>.

Reason:

An exception occurred while assigning profile of type <profile type> to <Cl type> using
SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while adding server <servername>.
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CCA-SR-1073

CCA-SR-1074

CCA-SR-1075

Reason:

An exception occurred while adding the server <servername> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting all servers.

Reason:

An exception occurred while retrieving all the servers using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting server <server>.

Reason:

Exception occurred while retrieving the server <servername> by server name or IP
Address using SDK.

Action:

Ensure that the server name or IP address is valid and exists in CCA Server. Verify the
SDK exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.

Error while getting server by UUID <uuid>.

Reason:

An exception occurred while retrieving a server by UUID <uuid> using SDK.

Action:

Ensure that the server UUID <uuid> is valid and exists in CCA Server. Verify the SDK
exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.
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CCA-SR-1076

CCA-SR-1077

CCA-SR-1078

CCA-SR-1079

Server by UUID <uuid> not found.
Reason:
The server <uuid> does not exist in CCA.

Action:

Provide a valid server UUID.

Error while getting server snapshots by UUID <uuid>.

Reason:
An exception occurred while retrieving the server snapshots using the server UUID
<uuid>.
Action:

Ensure that the server UUID <uuid> is valid and exists in CCA Server. Verify the SDK
exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.

Error while getting server activity for server <servername>.

Reason:

An exception occurred while getting server activity for the server <servername>.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while securing agents.

Reason:

Exception occurred while securing the agents.
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CCA-SR-1088

CCA-SR-1094

CCA-SR-1098

CCA-SR-1102

Action:

Ensure that the access mode type Agent or Secure Agent is assigned to the selected
servers and set the required values in the assigned access profile. Verify that the status
of the test server action is successful. Verify the SDK exception stack trace, and
corresponding operation log details in the Log tab. If necessary, contact CA Technologies
Technical Support for further assistance.

Invalid OS family.

Reason:

Found invalid operating system while installing the remote agent.

Action:

Contact CA Technologies Technical Support for further assistance.

Server cannot be deleted. It is used in one or more Network Profiles.

Reason:

Server is used in one or more network profiles.

Action:

Remove the server from network profiles.

Error creating Network Discovery Gateway: <error>.

Reason:

The Network Discovery Gateway service is not running, or incompatible version of
Network Discovery Gateway is detected.

Action:

Ensure that the compatible version of Network Discovery Gateway service is running. If
necessary, contact CA Technologies Technical Support for further assistance.

Malformed export file - Server Name not found.
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CCA-SR-1109

CCA-SR-1110

CCA-SR-1111

Reason:

The corrupted JAR file is used to import the servers.

Action:

Use the original JAR file which is exported from CA Configuration Automation to import
the servers.

Network Discovery Gateway <ndgservername> is currently assigned to at least one
server.
Reason:

Trying to delete the Network Discovery Gateway <ndgservernam> which is assigned to
one or more servers.

Action:

Ensure that the Network Discovery Gateway <ndgservername> is not assigned to any of
the servers. Assign other Network Discovery Gateways to all the servers before you
delete the Network Discovery Gateway <ndgservername>.

Network Discovery Gateway <ndgservername> is currently assigned to at least one
network profile.

Reason:

Trying to delete the Network Discovery Gateway <ndgservername> which is assigned to
one or more network profiles.

Action:

Ensure that the Network Discovery Gateway <ndgservername> is not assigned to any
network profile. Create and assign different Network Discovery Gateway to all the
network profiles before you delete the Network Discovery Gateway <ndgservername>.

The last Network Discovery Gateway cannot be removed.

Reason:

Only one Network Discovery Gateway exists and you cannot delete it.
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CCA-SR-1112

CCA-SR-1124

CCA-SR-1125

CCA-SR-1130

Action:

Create and use a new Network Discovery Gateway, and delete the old Network
Discovery Gateway.

Network Discovery Gateway cannot be assigned to itself.
Reason:
A Network Discovery Gateway cannot be assigned to itself.

Action:

Assign another Network Discovery Gateway.

Enter a valid port number.

Reason:

The agent port value that you provided while performing an auto locate operation is
either negative or a nonnumeric.

Action:

Provide a valid agent port value.

Server <servername> / <ipaddress> not found.

Reason:

An error occurred in launch in context operation. Server <servername> or <ipaddress> is
not available in CCA.

Action:

Provide a valid <servername> or <IPaddress> in the launch in context URL.

Remote Agent Install Failed. Error Message : Cannot install Windows agent from a
non-Windows server.
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CCA-SR-1131

CCA-SR-1132

CCA-SR-1134

Reason:

You are installing windows CCA agent from a CCA Server where the CCA Server is
installed on a non-windows server.

Action:

Install the windows CCA agent from a CCA server where the CCA server is installed on
the windows server.

Server <servernamel> is associated with IP <ipaddress> that is already being used by
server <servername2>. Please perform IP Reconciliation or Delete Server action on
server <servername2>, then retry Create Server operation.

Reason:

The server <servernamel> is associated with IP <ipaddress> that is used by the server
<servername2>.

Action:

Perform IP Reconciliation or Delete Server action on server <servername2>, then retry
the Create Server operation.

Invalid job name.
Reason:

Job name is invalid.
Action:

Provide valid job name.

Found duplicate IP address <ipaddress> in network realm <realmname>. Fail to set
network realm for server <servername>.
Reason:

Network realm <realmname> already has one server with same the IP address
<ipaddress>.
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Action:

Set another network realm for the server <servername>.

CCA-SR-1135
Found duplicate IP address <ipaddress> in network realm <realmname>. Fail to add
server <servername>.
Reason:
The network realm <realmname> already has one server with the same IP address
<ipaddress>.
Action:
Set another network realm for the server <servername>.
CCA-SR-1136
Found duplicate IP address <ipaddress> in network realm <realmname>.
Reason:
The network realm <realmname> already has one server with the same IP address
<ipaddress>.
Action:
Set another network realm for the server <ipaddress >.
CCA-SR-1140
Out-of-box self registered access profile is not available.
Reason:
The access profile Self Registered is not available.
Action:
Create access profile Self Registered with agent mode as Self Registered Agent, and
enable the Agent Logging and Server Ping options in it.
CCA-SR-1142

Discovery failed for Server <servername>, skip management option job execution.
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CCA-SR-1143

CCA-SR-1144

CCA-SR-1145

Reason:

Connection to the server <servername> cannot be established using the assigned access
profile.

Action:

Ensure that the access profile with proper access mode is assigned to the server
<servername>. Verify that the status of test servers operation is successful for the
server <servername>.

Refresh failed for Server <servername>, skip management option job execution.

Reason:

Connection to the server <servername> cannot be established using the assigned access
profile.

Action:

Ensure that the access profile with proper access mode is assigned to the server
<servername>. Verify that the status of test servers operation is successful for the
server <<servername>.

Discovery failed for Service <servicename>, skip management option job execution.

Reason:

Connection to one or more servers in the service <servicename> cannot be established
using assigned access profile to the servers.

Action:

Ensure that the access profile with proper access mode is assigned to the servers in the
service <servicename>. Verify that the status of test servers operation is successful for
the servers in the service <servicename>.

Refresh failed for Service <servicename>, skip management option job execution.

Reason:

Connection to one or more servers in the service <servicename> cannot be established
using the assigned access profile to the servers.
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Action:

Ensure that the access profile with proper access mode is assigned to the servers in the
service <servicename>. Verify that the status of test servers operation is successful for
the servers in the service <servicename>.

CCA-SR-1148
Change Detection/Compare/Rule Compliance failed for Server <servername>, skip
snapshot creation.
Reason:
Change Detection/Compare/Rule Compliance failed for Server <servername>.
Action:
Contact CA Technologies Technical Support for further assistance.
CCA-SR-1153
Server by UUID <uuid> cannot be deleted.
Reason:
The server UUID is not part of the service.
Action:
Ensure that the server <uuid> is part of the service.
CCA-SR-1154
Server cannot be deleted. It is part of a remediation job.
Reason:
Server is part of a remediation job.
Action:
Remove the server from the remediation job.
CCA-SR-1158

Job name is required.

Reason:

The job name is not provided.
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Action:

Provide the job Name.
CCA-SR-1159
Job name is too long.

Reason:

SDK validation error, Job name longer than job name column length.

Action:

Ensure that the job name length should not be greater than 200.
CCA-SR-1162

Reconciliation failed for server <servername>.

Reason:

Network Discovery Gateway is not responding.

Action:

Ensure that the Network Discovery Gateway service is running. Verify that the status of
test Network Discovery Gateway is responding.

CCA-SR-1163
OS Name is a required field. Please select a valid OS Name.

Reason:

Operating System Is not selected while adding server.

Action:

Select a valid operating system.
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CC-SR-1171

Server <ServerNmae> is already added in CCA Server with the alias name <Alias
hostname>. Please delete the existing alias host from server table to manage the
server with desired hostname.

Reason:

You are adding an existing server with the different alias names while creating a server
using the NDG option.

Action:

Do one of the following:

m  Delete the existing server which is available with the alias name, and add a server
with the actual host name.

m  Use the existing server with the alias name as it is already available in the server
table.

Structure Class Error Messages

CCA-SC-5007

CCA-SC-5012

This section explains the error messages that you see while performing the structure
class operations in CA Configuration Automation.

Name is required.

Reason:

File structure class name is not provided while creating a structure class.

Action:

Provide a file structure class name.

Cannot delete File Structure Class <fscname>. It is used in this blueprint.

Reason:

File structure class <fscname> is used in the blueprint.

Action:

Update the blueprint to use another FSC, or stop using the file structure class
<fschname>, and then delete the <fscname>.
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CCA-SC-5014
Cannot delete the selected File Structure Classes because it is used in one or more
blueprints.
Reason:
The file structure class <fscname> is used in one or more blueprints.
Action:
Update all the blueprints to use another file structure class, or stop using the file
structure class <fscname>, and then delete the <fschname>.
CCA-SC-5015
CCA pre-built File Structure Classes cannot be deleted.
Reason:
You cannot delete the pre-build file structure class.
Action:
No action is required.
CCA-SC-5020
Please save Structure Class before continuing. Or click "Cancel" to cancel without
making any changes.
Reason:
Save the structure class first before you click the Finish button.
Action:
Save the structure class before you select Finish.
CCA-SC-5022
Invalid enumeration values. Valid values should be comma separated (for example: 1,
4, 3).
Reason:

Invalid enumeration values are provided. The values should be comma-separated
integers.

Action:

Provide a valid enumeration value.
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CCA-SC-5023

CCA-SC-5026

CCA-SC-5027

CCA-SC-5028

Invalid integer range. Minimum and maximum valid values should be separated by a

dash (for example: 1-11).

Reason:

Integer range should be provided as Minimum and maximum valid values are separated

by a dash.

Action:

Provide a valid integer range.

Version is required.

Reason:

The structure class version is not provided.

Action:

Provide a structure class version.

Name is required.

Reason:

Structure class name is not provided.

Action:

Provide a structure class name.

Structure Class already exists. [Name, version] and [display name, version] must be

unique.

Reason:

Structure already class exists.

Action:

Use a different name or version, and save the structure class.
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CCA-SC-5032
Structure Class already exists.
Reason:
Structure class already exists.
Action:
Select Overwrite Existing Structure Classes while importing the structure classes to
overwrite an already existing structure class.
CCA-SC-5034
No Parser specified in selected File Structure Class.
Reason:
Missing parser information in the file structure class.
Action:
Close the Browse Server dialog window. Select a parser and browse it.
CCA-SC-5035
Invalid structure class name. The following characters are not allowed: <>;:" " =\\ |
?
Reason:
Structure class name should not contain these special characters: <>;:" " =\\| 2.
Action:
Avoid invalid characters in the structure class.
CCA-SC-5036
Invalid version. The following characters are not allowed: <>;:" "+=\\/|?
Reason:
Version should not contain these special characters: <>;:""+=\\/| 2.
Action:

Avoid invalid characters in the version.
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CCA-SC-5037
Cannot move parameter <parametername> up. It is already the first parameter.

Reason:

<parametername> is already the first parameter.

Action:

No action is required.

CCA-SC-5038
Cannot move group <groupname> up. It is already the first group.

Reason:

<groupname> is already the first group.

Action:

No action is required.

CCA-SC-5039
Cannot move parameter <parametername> down. It is already the last parameter.

Reason:

<parametername> is already the last parameter.

Action:

No action is required.

CCA-SC-5040
Cannot move group <groupname> down. It is already the last group.

Reason:

<groupname> is already the last group.

Action:

No action is required.
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CCA-SC-5051

Security violation while importing FSC: <fsc name>

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.
CCA-SC-5052

Duplicate object exception while importing FSC: <fsc name>

Reason:

File structure class already exists.

Action:

Ensure that you select Overwrite Existing Structure Classes to overwrite the existing

FSCs.
CCA-SC-5056

Error while writing XML for the parser <parser name> into the file stream.

Reason:

An error occurred while writing XML for the parser <parser name> into the file stream

Action:

Do the following:

Ensure that you required permissions to write to file system.

System has enough free disk space.

If necessary, contact CA Technologies Technical Support for further assistance.
CCA-SC-5057

Parser already exists

Reason:

Parser already exists while importing the Parser.

Action:

Ensure to select Overwrite Existing Structure Classes to overwrite the existing Parsers.
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CCA-SC-5058

Duplicate object exception while importing parser: <parser name>

Reason:

Parser already exists.

Ensure:

Ensure that the Overwrite Existing Structure Classes to overwrite the existing Parsers.
CCA-SC-5060

Security violation while importing parser:

Reason:

You do not have permissions to perform this operation.

Action:

Log in to CA Configuration Automation as an Administration or Architect.

Server Groups Error Messages

This section describes the error messages that you get while performing the server
groups operations.

CCA-SG-1504
ServerGroup <groupname> already exists.

Reason:

The server group already exists with the same name <groupname>.

Action:

The server group name should be unique. Provide a different name while adding or
updating the server group.
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CCA-SG-1506
Name is required.
Reason:
The server group name is not provided while creating or updating the server group.
Action:
Provide a server group name.
CCA-SG-1510
Error while adding server group <groupname>.
Reason:
A duplicate exception occurred while creating the server group using SDK.
Action:
The server group name should be unique. Provide different server group name. Verify
the SDK exception stack trace, If necessary, contact CA Technologies Technical Support
for further assistance.
CCA-SG-1515
Filter is required for Dynamic Server Group.
Reason:
The filter is not selected while creating the dynamic server group.
Action:
Select filter to create a dynamic server group.
CCA-SG-1517

Server Group by UUID <groupuuid> not found

Reason:

Invalid server group UUID <groupuuid> is provided while adding the server group to
service using SDK.

Action:

Provide a valid server group UUID available in CA Configuration Automation.
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CCA-SG-1518

CCA-SG-1519

CCA-SG-1520

CCA-SG-1521

Server Group by UUID <groupuuid> can not be deleted.

Reason:

Invalid server group UUID <groupuuid> is provided while deleting the server group from
service using SDK.

Action:

Provide a valid server group UUID available in CA Configuration Automation.

Failed to add a Server specified in the input to ServerGroup <groupuuid>. Server does
not exist.

Reason:

Adding invalid server object to the server group <groupuuid> using SDK.

Action:

Ensure to set valid server objects to the server group while updating the server group.

Failed to add a Server <servername> specified in the input to Server Group
<groupuuid>. Server does not exist.

Reason:

You are adding the server <servername> with the rejected state, or new server to the
group <groupid>. Server group only allows servers with managed state.

Action:

Change the state of the servers to managed before adding to the server group.

Server group cannot be deleted. It is part of a Service.

Reason:

The server group is part of service.

Action:

Remove the server group from service before you delete the server group.
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CCA-SG-1524

Security violation error while exporting the server groups.

Reason:

You are not authorized to run the export operation.

Action:

Log in to CA Configuration Automation as an administration or architect to run export
operation.

Security Certificate Error Messages

This section explains the error messages that you see while performing the security
certificate operations in CA Configuration Automation.

CCA-CT-9409
Server is required
Reason:
The server name is not provided to create a certificate.
Action:
Provide a server name to create a certificate.
CCA-CT-9410

Certificate Password is required

Reason:

Certificate password is not provided to create a certificate.

Action:

Provide certificate password to create a certificate.
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CCA-CT-9412
Certificate Authority Password is required

Reason:

Certificate authority password is not provided to create a certificate.

Action:

Provide certificate authority password to create a certificate.
CCA-CT-9413

Password is required

Reason:

Password is not provided.

Action:

Provide the password.

CCA-CT-9414
Password must be at least 6 characters

Reason:

Password length is less than six characters.

Action:

Provide password with six or more characters.

CCA-CT-9415

Agent Certificate Password is required

Reason:

The agent certificate password is not provided.

Action:

Provide the agent certificate password.
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CCA-CT-9427

CCA-CT-9428

CCA-CT-9434

CCA-CT-9436

Server Certificate Password is required

Reason:

The server certificate password is not provided.

Action:

Provide the server certificate password.

HTTPS Certificate Password is required

Reason:

The HTTPS Certificate Password is not provided.

Action:

Provide HTTPS certificate password.

Could not send certificate data to agent.

Reason:

An exception occurred while creating the certificate authority.

Action:

Contact CA Technologies Technical Support for further assistance.

Invalid certificate purpose.

Reason:

The certificate purpose is not valid.

Action:

Contact CA Technologies Technical Support for further assistance.

218 Message Reference Guide



Security Certificate Error Messages

CCA-CT-9438

CCA-CT-9440

CCA-CT-9441

CCA-CT-9443

Could not create agent certificate files. <errormessage>.

Reason:

An exception occurred while creating the agent certificate file.

Action:

Contact CA Technologies Technical Support for further assistance.

Failed to create some files in the certificate authority directory <CADirectoryname>.

Reason:

An exception occurred while creating the CA Directories.

Action:

Contact CA Technologies Technical Support for further assistance

Operation failed. Check certificate authority password

Reason:

The certificate authority password is not valid.

Action:

Provide a valid certificate authority password.

Failed to run openssl operation.

Reason:

An exception occurred while running the OpenSSL operation.

Action:

Contact CA Technologies Technical Support for further assistance.
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CCA-CT-9446

CCA-CT-9448

CCA-CT-9450

CCA-CT-9453

Keytool failed to run.

Reason:

The Keytool run failed.

Action:

Contact CA Technologies Technical Support for further assistance.

Keytool executable <executablenamewithpath> not present in installation

Reason:

The keytool executable is missing.

Action:

Copy the keytool.exe file from the available JRE library.

Failed to update Tomcat configuration file <configurationfilenamewithpath>.

Reason:

An exception occurred while updating the Tomcat configuration file.

Action:

Contact CA Technologies Technical Support for further assistance.

Failed to generate configuration file for OpenSSL.

Reason:

An exception occurred while creating the configuration file for OpenSSL executable.

Action:

Contact CA Technologies Technical Support for further assistance.
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CCA-CT-9454

CCA-CT-9456

CCA-CT-9457

Certificate file <certificatefilenamewithpath> not available anymore. Please
regenerate
Reason:

The certificate file <configurationfilenamewithpath> is not available.

Action:

Regenerate the certificate file.

OpenSSL executable <OpenSSLExecutablenamewithPath> missing from server
installation.

Reason:

The OpenSSL executable is not available in the path
<OpenSSLExecutablenamewithPath>.

Action:

Contact CA Technologies Technical Support for further assistance.

Failed to complete operation. Please make sure your Solaris installation supports
/dev/random. See
http://sunsolve.sun.com/search/document.do?assetkey=1-25-27606-1 for details.\n

Reason:

Solaris installation is not supporting /dev/random.

Action:

Ensure that the Solaris installation supports /dev/random. For more information about
the Solaris installation, see the Solaris installation documentation.
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CCA-CT-9458

CCA-CT-9461

CCA-CT-9462

CCA-CT-9463

Operation failed. Check certificate password

Reason:

The https password or trust store password is not provided.

Action:

Provide values for https or trust store password.

Reason:

Exception occurred while destroying Certificate Authority.

Action:

Contact CA Technologies Technical Support for further assistance.

Certificate Authority does not exists

Reason:

Certificate authority is not available and you are trying to create certificate.

Action:

Create a certificate authority before you create a certificate or enable https.

Failed to delete directory <content>

Reason:

Failed to delete the directory while destroying the certificate authority.

Action:

Delete the directory manually.
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CCA-CT-9464
Failed to delete file <content>
Reason:
Failed to delete the file while destroying the certificate authority.
Action:
Delete the file manually.
CCA-CT-9465
<certificatepurpose> Certificate for Server <servername> already exists
Reason:
The <certificatepurpose> certificate already exists for the server <servername>.
Action:
As the same certificate already exists, do not create new Certificate with the same
purpose.
CCA-CT-9466
The passwords you entered do not match
Reason:
The password and confirm password does not match.
Action:
Provide a same value for the password and confirm password.
CCA-CT-9468

Error while reading the file.

Reason:

An exception occurred while reading the keystore or truststore content.

Action:

Contact CA Technologies Technical Support for further assistance.
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CCA-CT-9470
Failed to secure <failurecount> agents

Reason:

The agent is not reachable or the agent is already secured .

Action:

Ensure that the agent is reachable and the agent is not secured. If necessary, contact CA
Technologies Technical Support for further assistance.

CCA-CT-9472
Invalid arguments

Reason:

ca or server password is not valid

Action:

Provide valid ca or server passwords.

CCA-CT-9474
Failed to load CCA Security certificates.

Reason:

Not able to find the required certificates in the installation folder. There might be an
issue with the certificates which you are trying to create or retrieve.

Action:

Contact CA Technologies Technical Support for further assistance.

CCA-CT-9487
EEM Admin Username is required

Reason:

Username is not provided.

Action:

Provide EEM Admin username.
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CCA-CT-9488
EEM Admin Password is required

Reason:

Password is not provided.

Action:

Provide EEM Admin password.

CCA-CT-9489
Invalid EEM Admin credentials. <errormessage>

Reason:

The EEM admin username or password is not valid.

Action:

Provide a valid EEM admin username and password.

CCA-CT-9490
Please select certificate of purpose "Client Authentication".

Reason:

The selected certificate purpose is not Client Authentication.

Action:

Select certificate purpose as Client Authentication.

CCA-CT-9492

Client Authentication is not supported with the EEM server. Please upgrade to the
latest EEM (version 12 or higher)

Reason:

The EEM server version is not 12.0 or higher.

Action:

Upgrade the EEM server to the latest EEM version (12 or higher).
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CCA-CT-9493

Client Authentication is not supported with the EEM SDK API. Please upgrade to the
latest EEM SDK API (version 12 or higher)

Reason:

The EEM SDK API version is not 12.0 or higher.

Action:

Upgrade the EEM SDK API to the latest EEM SDK API version (12 or higher).

CCA-CT-9495

User <username> does not exist in user store or user is not assigned to application
instance CCA, please verify application user details

Reason:

The user <username> does not exist in user store, or the user is not assigned to
application instance in CA Configuration Automation.

Action:

Create the user in EEM and provide the application instance as CCA for the user.

CCA-CT-9497
<certificatepurpose> Certificate for User <username> already exists

Reason:

The <certificatepurpose> certificate already exists for the server <servername>.

Action:

As same certificate already exists, do not create a certificate with the same purpose.

Service Error Messages

This section explains the error messages that you see while performing the service
operations in CA Configuration Automation.

CCA-SV-2008

Service <servicename> already exists.
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CCA-SV-2012

CCA-SV-2027

CCA-SV-2029

Reason:
The possible reasons are:
m  Trying to import service <servicename> from CA Cohesion that exists in CCA Server.

m  Trying to create new service <servicename> that exists in CCA Server.

Action:
Do one of the following actions:

m  Delete the existing service <servicename> or update the existing service name
<servicename> before you import the service <servicename>.

m  Use a different name while creating the service.

Name is required.

Reason:

Service name is not provided.

Action:

Provide a service name.

No servers assigned to service <servicename>.

Reason:

Trying to run discovery, or refresh the service <servicename> when there are no servers
are added.

Action:

Add servers to the service <servicename>.

Cannot perform discovery. Discovery is disabled on service <servicename>.

Reason:

Discovery is disabled for the service <servicename>.
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CCA-SV-2030

CCA-SV-2034

CCA-SV-2040

CCA-SV-2041

Action:

Enable the discovery option for the service <servicename>.

Cannot perform management operations. Management is disabled on service
<servicename>.

Reason:

Management option is disabled for service <servicename>.

Action:

Enable management option for the service <servicename>.

Service cannot be deleted. It is used in one or more Management Profiles.

Reason:

One or more selected services are used in one or more management profiles.

Action:

Remove the selected services from management profiles before deleting a service.

Error while adding service <servicename>.

Reason:

An exception occurred while adding the service<servicename> using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting service <servicename>.
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CCA-SV-2042

CCA-SV-2043

CCA-SV-2044

Reason:

An exception occurred while retrieving service by service name <servicename> using
SDK.

Action:

Ensure that the service exists in CCA Server. Verify the SDK exception stack trace, and
corresponding operation log details in the Log tab. If necessary, contact CA Technologies
Technical Support for further assistance.

Error while getting all services.

Reason:

An exception occurred while retrieving all the services using the SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting service by UUID <uuid>.

Reason:

An exception occurred while retrieving the service by UUID <uuid> using the SDK.

Action:

Ensure that the Service UUID <uuid> exists in CCA Server. Verify the SDK exception stack
trace, and corresponding operation log details in the Log tab. If necessary, contact CA
Technologies Technical Support for further assistance.

Service by UUID <uuid> not found.

Reason:

Invalid service UUID <uuid> which does not exist in CCA Server.

Action:

Provide valid Service UUID <uuid> which exists in CCA Server.
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CCA-SV-2045

CCA-SV-2046

CCA-SV-2047

CCA-SV-2048

Error while getting servers in service snapshot by UUID <uuid>.

Reason:

An exception occurred while retrieving the servers in the service snapshot by service
snapshot UUID <uuid> using the SDK.

Action:

Ensure that the service snapshot UUID <uuid> exists in CCA Server. Verify the SDK
exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.

Error while getting service <servicename> servers.

Reason:

An exception occurred while retrieving all the servers in <servicename> using SDK.

Action:

Ensure that the service <servicename> exists in CCA Server. Verify the SDK exception
stack trace, and corresponding operation log details in the Log tab. If necessary, contact
CA Technologies Technical Support for further assistance.

Error while getting service snapshots by UUID <uuid>.

Reason:

An exception occurred while retrieving the service snapshots by service UUID <uuid>
using SDK.

Action:

Ensure that the service UUID <uuid> exists in CCA Server. Verify the SDK exception stack
trace, and corresponding operation log details in the Log tab. If necessary, contact CA
Technologies Technical Support for further assistance.

Error while adding Servers to Service.

Reason:

An exception occurred while adding servers to service using the SDK.
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CCA-SV-2051

CCA-SV-2058

CCA-SV-2061

CCA-SV-2064

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Failed to unlock the Service <servicename>. Error occurred: <error>.

Reason:

An exception occurred while running management operations using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary contact, CA Technologies Technical Support for further assistance.

Malformed export file - Service Name not found.

Reason:

The corrupted JAR file is used to import the services.

Action:

Use the original JAR file which is exported from CA Configuration Automation.

Service <servicename>..not found.

Reason:

Provided the wrong service <servicename> in launch in context URL, which does not
exist in CA Configuration Automation.

Action:

Provide a valid service <servicename> in launch in context URL.

Execution of Management profile for Service <servicename> failed.

Reason:

No servers exist in the service, or connection to the server <servername> cannot be
established using the assigned access profile.
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CCA-SV-2065

CCA-SV-2066

CCA-SV-2067

CCA-SV-2068

Action:

Ensure that the servers exist in the service, and assign proper access mode to the access
profile. Verify that the status of test servers operation is successful.

Error while adding ServerGroups to Service.

Reason:

An exception occurred while adding the ServerGroups to Service using SDK.

Action:

Verify the SDK exception stack trace, and corresponding operation log details in the Log
tab. If necessary, contact CA Technologies Technical Support for further assistance.

Error while getting service <servicename> server groups.

Reason:

An exception occurred while getting the server groups of service <servicename> using
SDK.

Action:

Ensure Service <servicename> exists in CCA. Verify the SDK exception stack trace, and
corresponding operation log details in the Log tab. If necessary, contact CA Technologies
Technical Support for further assistance.

Servers in Service <servicename> can not be removed, <currentactiity>.

Reason:

Discovery or Management operations are running on Service <servicename>.

Action:

Wait until the activity <currentactivety> is complete on the service <servicename>.

Servers Groups in Service <servicename> can not be removed, <currentactiity>.
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CCA-SV-2073

CCA-SV-2074

CCA-SV-2078

Reason:

The discovery, or management operations are running on the service <servicename>.

Action:

Wait until the activity <currentactivety> is completed on the service <servicename>.

File has invalid format for services import.

Reason:

The Services.csv file which is being imported does not contain any data.

Action:

Ensure that the Services.csv file contains valid service definition data.

CSV File has invalid format for services import.

Reason:

The Services.csv file which is being imported contains more than the required column
headers.

Action:

Ensure that the Services.csv file contains valid column list.

Service name is too long.

Reason:

The service name has exceeded the maximum characters.

Action:

Ensure that the service name must not exceed 200 characters.

Service Profile Error Messages

This section explains the error messages that you see while performing the service
profile operations in CA Configuration Automation.
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CCA-SVCP-1004

Please select filter criteria other than Virtualization Filter and Server State

Reason:

Only Virtualization And Server State Filters are selected.

Action:

Select filters other than Virtualization And Server State Filters.

Snapshot Error Messages

CCA-ST-3023

CCA-ST-3031

This section explains the error messages that you see while performing the snapshot
operations in CA Configuration Automation.

Please enter value for Snapshot Name.

Reason:

No value is entered in the snapshot name field.

Action:

Enter a valid snapshot name.

Error while taking <snaptype> snapshot by name <snapshotname>.

Reason:

An exception occurred while taking the server or service snapshot using SDK.
Action:
Ensure that the server or service has discovered components. Verify the SDK exception

stack trace, and corresponding operation log details in the Log tab. If necessary, contact
CA Technologies Technical Support for further assistance.
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CCA-ST-3032

CCA-ST-3033

CCA-ST-3035

CCA-ST-3037

Error while getting <snaptype> snapshot by UUID <uuid>.

Reason:

An exception occurred while retrieving the snapshot by the snapshot UUID <uuid> using
SDK.

Action:

Ensure that the provided snapshot UUID <uuid> exists in CCA Server. Verify the SDK
exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.

Error while updating designation status of <snaptype> snapshot with UUID <uuid> to
<designation>

Reason:

An exception occurred while updating the designation of snapshot with the UUID <uuid>
using SDK.

Action:

Ensure that the snapshot with UUID <uuid> exists in CCA Server. Verify the SDK
exception stack trace, and corresponding operation log details in the Log tab. If
necessary, contact CA Technologies Technical Support for further assistance.

Snapshot cannot be imported. Server <servername> does not exist.

Reason:

The server <servername> does not exist.

Action:

Create the server <servername>.

Snapshot cannot be imported. Service <servicename> does not exist.

Reason:

The service <servicename> does not exist.
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Action:

Create the service <servicename>.

CCA-ST-3041

Unable to take snapshot on this Service <servicename> as another conflicting

operation is running on the Server.

Reason:

The service <servicename > is locked by another operation.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-ST-3043

Unable to take snapshot- Attempt to get a lock on Service <servicename> failed. Error

occurred: <error>.

Reason:

Unable to lock the service <servicename > because of a time-out or SQL exception.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-ST-3045

Failed to submit snapshot job on Server <servername>. Error occurred: <error>.

Reason:

An exception occurred during the snapshot creation.

Action:

Contact CA Technologies Technical Support for further assistance.
CCA-ST-3050

Import Failed. Blueprint of the Component <componentname> is not in sync.
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CCA-ST-3058

CCA-ST-3082

CCA-ST-3083

Reason:

Blueprint of the Component <componentname> is updated, and the updates are not in
sync with the component in the snapshot.

Action:

Use the old blueprint, or reset the blueprint changes.

Failed to submit snapshot delete job on Service <servicename>. Error occurred:
<error>.

Reason:

An exception occurred while deleting the snapshot.
Action:

Contact CA Technologies Technical Support for further assistance.

Selected snapshot "<snapshotname>" of Server “<servername>" has a designation
and cannot be deleted.\n Remove the designation and try delete.

Reason:

Error occurred while deleting the snapshot which has designation like gold standard,
baseline, silver standard, bronze standard.

Action:

Remove the designation of the snapshot before initiating the snapshot delete action.

Selected snapshot "<snapshotname>" of Service "<servicename>" has a designation
and cannot be deleted.\n Remove the designation and try delete.

Reason:

Error occurred while deleting the snapshot which has designation like gold standard,
baseline, silver standard, bronze standard.

Action:

Remove the designation of the snapshot before initiating the snapshot delete action.
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Tenant Error Messages

This section describes the error messages that you get while performing the tenant
operations.

CCA-TN-9971

Select at least one tenant.

Reason:

No tenant is selected.

Action:

Select one or more tenants.

CCA-TN-9980

Tenant alias <alias name> for product <product name> already exists.

Reason:

Tenant alias <alias name> for product already exists.

Action:

Provide a new tenant alias name.

CCA-TN-9983
Tenant alias name <alias name> for product <product name> not found.

Reason:

Unable to delete the tenant alias name.

Action:

Ensure that the tenant alias name exists, and perform the operation.
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CCA-TN-9984

CCA-TN-9985

CCA-TN-9987

Tenant UUID <tenant uuid> not found.

Reason:

The Tenant UUID does not exist. It is either deleted or an invalid tenant UUID is
provided.

Action:

Ensure that the tenant exists, and perform the operation.

Tenant <tenant name> already exists.

Reason:

The Tenant <tenant name> already exists.

Action:

Provide a unique tenant name.

Tenant Group name <group name> cannot be the same as a user name.

Reason:

The Tenant Group name and the user name cannot be the same.

Action:

Provide a new Tenant Group name.

Table View Error Messages

This section explains the error messages that you see while performing the Table view
operations in CA Configuration Automation.
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CCA-TV-7003

CCA-TV-7010

CCA-TV-7011

CCA-TV-7012

Table View <viewname> already exists.

Reason:

Table View with this name already exists

Action:

Provide a unique table view name.

Sort column is not a selected column.

Reason:

Selected column for Sort is not available in the table view

Action:

Add sort column to the table view or use another column for the sort column.

Name is required.

Reason:

Table view name is not provided.

Action:

Provide table view name.

Table view is a default view. It cannot be deleted.

Reason:

Table view is a current view.

Action:

Ensure that the table view as not default or current view before you delete the table
view.

240 Message Reference Guide



Task Wizard Error Messages

CCA-TV-7015
Table View <viewname> already exists.
Reason:
Table View with this name already available.
Action:
Select the Overwrite existing Table Views flag while importing the existing table view
Information.
CCA-TV-7018
Invalid table view name. The following characters are not allowed: <>; : " " * +=\\/
| 2.
Reason:
Table view name has invalid characters.
Action:
Provide the table view name without using these characters<>;:""*+=\\/| 2.
CCA-TV-7021

Security violation error while exporting the table views.

Reason:

You do not have permissions to export Table Views.
Action:

Log in to CA Configuration Automation as an administrator or Architect to export the
Table Views.

Task Wizard Error Messages

This section explains the error messages that you see while performing the task wizard
operations in CA Configuration Automation.
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CCA-TW-1011

Job Completed with Errors

Reason:

Error occurred while running the compliance job/discover network/discover service in
the task wizard.

Action:

Verify the error details in the corresponding operation Log tab. If necessary, contact CA
Technologies Technical Support for further assistance.
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You may encounter the following warning messages while performing with CA
Configuration Automation. Warning messages warn you of a potential error situation
and may require you to take some action.

Agent Warning Messages

CCA-AG-5707

CCA-AG-5708

This section describes the warning messages that you get while performing the agent
operations.

Agent unable to establish a database connection. TNS-listener does not currently
know of SID given in connect descriptor. Component Blueprint <blueprintname>.
Server <servername>

Reason:

Error occurred while connecting to the Oracle database. The related error in Oracle is as
follows:

ORA-12505: TNS listener does not currently know of SID given in connect descriptor

Action:

For more information about the Oracle database connection errors, see the Oracle
documentation.

Agent unable to establish a database connection. TNS-no listener. Component
Blueprint <blueprintname>. Server <servername>
Reason:

Error occurred while connecting to the Oracle database. The related message in Oracle
is as follows:

ORA-12541: TNS no listener

Action:

For more information about the Oracle database connection errors, see the Oracle
documentation.
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CCA-AG-5709
Agent unable to establish a database connection. Invalid username or password,
logon denied. Component Blueprint <blueprintname>. Server <servername>
Reason:
Error occurred while connecting to the database. The related database error is as
follows:
Invalid username or password, logon denied.
Action:
Ensure that you have permissions to make database connections.

CCA-AG-5710
Agent unable to establish a database connection. Invalid username or password,
logon denied. Component Blueprint <blueprintname>. Server <servername>
Reason:
Error occurred while connecting to the database. The related database error is as
follows:
Invalid username or password, logon denied.
Action:
Ensure that you have permissions to make database connections.

CCA-AG-5711

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>

Reason:

Unable to establish a database connection.

Action:

Ensure that you are able to connect to the database from an ODBC database client.
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CCA-AG-5712

CCA-AG-5717

CCA-AG-5719

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. Provide correct Database Context value

Reason:

Incorrect Database context value is provided in the Component Parameters section.

Action:

Provide correct Database Context Value. If the problem still persists contact CA
Technologies Technical Support for further assistance.

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. Could not connect or no database running
Reason:

Unable to establish a database connection.

Action:

Ensure that sure you are able to connect to the database from an ODBC database client.

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. TNS:could not resolve the connect identifier specified

Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-12514: TNS:listener does not currently know of service requested in connect
descriptor.

Action:

For more information about the Oracle database errors, see the Oracle documentation.
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CCA-AG-5720

CCA-AG-5721

CCA-AG-5722

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. TNS:listener does not currently know of service requested in
connect descriptor

Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-12514: TNS:listener does not currently know of service requested in connect
descriptor
Action:

For more information about the Oracle database errors, see the Oracle documentation.

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. Oracle immediate shutdown in progress - no operations are
permitted

Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-01089: immediate shutdown in progress - no operations are permitted

Action:

For more information about the Oracle database errors, see the Oracle documentation.

Agent connected to database for blueprint <blueprintname> on server <servername>.
Managed tables are missing, or character case (upper/lower) of table names not
matched

Reason:

Missing database tables on the target server.

Action:

If the discovered component is for the pre-build CA Configuration Automation blueprint,
then contact CA Technologies Technical Support for further assistance. Else, ensure that
the tables are present in the database on the target server.
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CCA-AG-5723

CCA-AG-5724

CCA-AG-5725

Agent connected to database for blueprint <blueprintname> on server <servername>.
One or more queries were not executed
Reason:

Failed to execute the query.

Action:

If the discovered component is for the pre-build CA Configuration Automation blueprint,
then contact CA Technologies Technical Support for further assistance. Else, ensure that
the queries are executed using an ODBC database client on the target server.

Agent connected to database for blueprint <blueprintname> on server <servername>.
No or partial results returned from Agent
Reason:

Unable to fetch some of the data from the database.

Action:

If the discovered component is for the pre-build CA Configuration Automation blueprint,
then contact CA Technologies Technical Support for further assistance. Else, ensure that
the queries are executed and the data is fetched using an ODBC database client on the
target server.

Agent connected to database for blueprint <blueprintname> on server <servername>.
The user account is locked
Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-28000: the account is locked

Action:

For more information about the Oracle database errors, see the Oracle documentation.
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CCA-AG-5726

CCA-AG-5727

Agent unable to establish a database connection for blueprint <blueprintname> on
server <servername>. TNS:protocol adapter not loadable
Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-12557: TNS:protocol adapter not loadable when access Designer

Action:

For more information about the Oracle database errors, see the Oracle documentation.

Agent connected to database for blueprint <blueprintname> on server <servername>.
Cannot access NLS data files or invalid environment specified. No data returned
Reason:

Error occurred while connecting to the Oracle database. The related database error in
Oracle is as follows:

ORA-12705: Cannot access NLS data files or invalid environment specified.

Action:

For more information about the Oracle database errors, see the Oracle documentation.

Blueprint Warning Messages

This section describes the warning messages that you get while performing on the
blueprint operations.
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CCA-BP-4048

CCA-BP-4049

Please select at least one blueprint to perform this operation.

Reason:

No blueprint is selected to perform the following operations:

®  |mport
m  Delete

= Enable

m  Disable
m  Export

Action:

Select at least one blueprint to perform the operations.

Please select a blueprint to perform this operation.

Reason:

No blueprint is selected to perform the copy operation.

Action:

Select a blueprint to perform the copy operation.
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CCA-BP-4050

CCA-BP-4184

CCA-BP-4185

CCA-BP-4186

Please select only one blueprint to perform this operation.

Reason:

Multiple blueprints are selected to perform the copy operation.

Action:

Select only one blueprint to perform the copy operation.

Cannot move file <file name> up. It is already the first file.

Reason:

The file <file name> is already at the first row.

Action:

No action is required.

Cannot move directory <directory> up. It is already the first directory.

Reason:

The directory <directory> is already at the first row.

Action:

No action is required.

Cannot move value <value> up. It is already the first value.

Reason:

The value <value> is already at first row.

Action:

No action is required.
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CCA-BP-4187
Cannot move key <key name> up. It is already the first key.

Reason:

The key <key name> is already at the first row.

Action:

No action is required.

CCA-BP-4188
Cannot move file <file name> down. It is already the last file.

Reason:

The file <file name> is already at the last row.

Action:

No action is required.

CCA-BP-4189
Cannot move directory <directory> down. It is already the last directory.

Reason:

The directory <directory> is already at the last row.

Action:

No action is required.
CCA-BP-4190
Cannot move value <value> down. It is already the last value.

Reason:

The value <value> is already at the last row.

Action:

No action is required.
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CCA-BP-4191

CCA-BP-4196

CCA-BP-4197

CCA-BP-4198

Cannot move key <key name> down. It is already the last key.

Reason:

The key <key name> is already at the last row.

Action:

No action is required.

Please select one or more filter to reorder.

Reason:

No filters are selected.

Action:

Select one or more filters, and perform the reorder (Move up or Move down) operation.

Please select one or more groups to reorder.

Reason:

No filters are selected.

Action:

Select one or more filters, and perform the reorder (Move up, or Move down)
operation.

Please select one or more parameters to reorder.

Reason:

No filters are selected.

Action:

Select one or more filters, and perform the reorder (Move up, or Move down)
operation.
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CCA-BP-4207

CCA-BP-4244

CCA-BP-4245

CCA-BP-4416

This is a product controlled blueprint. Copying this blueprint is not allowed.

Reason:

Copying this blueprint is not allowed as this is a product controlled blueprint.

Action:

No action is required.

Please select one or more directories to perform this operation.

Reason:

No directories are selected while performing set or remove filters from the Manage
Filters tab.

Action:

Select one or more directories to manage the file filters.

Please select one or more files to perform this operation.

Reason:

No files are selected while performing set or remove filters from the Manage Filters tab.

Action:

Select one or more files to manage the file filters.

Please select a step to delete.

Reason:

No step is selected.

Action:

Select a step to delete.
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CCA-BP-4417

CCA-BP-4418

CCA-BP-4422

CCA-BP-4426

Please select a step to edit.

Reason:

No step is selected.

Action:

Select a step to edit.

Please select a parameter to delete.

Reason:

No parameter is selected.

Action:

Select a parameter to delete the parameter.

Please select one blueprint to perform this operation.

Reason:

Either multiple blueprints or no blueprint is selected to perform the blueprint search
operation.

Action:

Select only one blueprint to perform blueprint search operation.

Discovery/Refresh job is in progress for this Component, blueprint references can not
be deleted.

Reason:

You cannot delete blueprint references when the discovery or refresh job is in progress
for a Component.

Action:

Delete blueprint references after completion of the discovery or refresh job.

254 Message Reference Guide



Blueprint Group Warning Messages

CCA-BP-4425

CCA-BP-4427

Please select at least one blueprint reference to perform this operation.

Reason:

No blueprint is selected while deleting the blueprint references operation.

Action:

Select at least one blueprint to perform the delete operation on blueprint references.

Test Discovery data found, please close the test discovery browser window and
perform Refresh.

Reason:

Test Discovery data found. Close the test discovery browser window.

Action:

Delete the blueprint references after closing the test discovery browser window.

Blueprint Group Warning Messages

CCA-BG-4512

This section describes the warning messages that you get while performing on the
blueprint group operations.

Blueprint <blueprint name> not found during import of Blueprint Group <blueprint
group>.

Reason:

The blueprint <blueprint name> which is available in the JAR file does not exist in CA
Configuration Automation application.

Action:

If a pre built CA Configuration Automation blueprint is missing. Download the blueprint
from the following location and import the blueprint:

http://techweb.ca.com/r1limpcd/cca_updates/cca_frame.htm
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CCA-BG-4508
Please select at least one Blueprint Group to perform this operation.

Reason:

No Blueprint Group is selected.

Action:

Select one or more Blueprint Groups, and perform the operation.

Compliance Jobs Warning Messages

This section describes the warning messages that you get while performing the
compliance jobs.

CCA-CM-9000
Please select at least one Compliance Job to perform this operation.
Reason:
No compliance job is selected.
Action:
Select at least one compliance job.
CCA-CM-9026

Please select at least one History record to perform this operation.

Reason:

No History record is selected.

Action:

Select at least one History record.

Catalyst Jobs Warning Messages

This section explains the error messages that you see while performing the rule catalyst
jobs in CA Configuration Automation.
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CCA-CJ-9900

Please select at least one catalyst job to perform this operation.

Reason:

No catalyst job is selected while performing the delete or run catalyst job operation.

Action:

Select one catalyst job and perform the operation.

Catalyst Profile Warning Messages

CCA-PL-3908

CCA-PL-3909

This section describes the warning messages that you get while performing the catalyst
profile operations.

Catalyst Attributes Profile already exists.

Reason:

The profile <profile name> already exists.

Action:

Select overwrite option, to replace the profile <profile name>.

Please select at least one Catalyst Attributes Profile to perform this operation.

Reason:

No Catalyst Attributes Profile is selected while importing the selected Catalyst Attributes
Profile operation.

Action:

Select one or more Catalyst Attributes Profiles.
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CCA-PL-3910

Selected profiles cannot be deleted. One or more of the selected profiles are assigned
to a management profile or catalyst job.

Reason:

The selected profiles cannot be deleted as one or more of the selected profiles are
assigned to a management profile or catalyst job.

Action:

Ensure that none of the management profiles or catalyst jobs are using the selected
profiles, and delete the profile.

Change Detection and Compare Warning Messages

This section describes the warning messages that you get while performing the change
detection and compare operations.

CCA-DF-9145

Identical snapshots are used for service change detection. No difference detected for
service <servicename>.

Reason:

Identical snapshots are used for service change detection.

Action:

No action is required.

CCA-DF-9146

Identical snapshots are used for service comparison. No difference found between
service <servicenamel> and <servicename2>.

Reason:

Identical snapshots are used for the service comparison.

Action:

No action is required.
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CCA-DF-9147

CCA-DF-9148

CCA-DF-9183

CCA-DF-9184

Identical snapshots are used for server change detection. No difference detected for
server <servername>.

Reason:

Identical snapshots are used for the server change detection.

Action:

No action is required.

Identical snapshots are used for server comparison. No difference found between
server <servernamel> and <servername2>.

Reason:

Identical snapshots are used for server comparison.

Action:

No action is required.

There is no managed component or all components are excluded from change
detection. No difference found for server <servername>.

Reason:

There is no discovered component in the selected source data and target data.

Action:

No action is required.

There is no managed component or all components are excluded from compare. No
difference found between server <servernamel> and <servername2>.

Reason:
There is no discovered component in the selected source data and target data.

Action:

No action is required.
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CCA-DF-9185

There is no managed component or all components are excluded on source snapshot
for server <Servername>.

Reason:

There is no discovered component in the selected source data.

Action:

No action is required.
CCA-DF-9186

There is no managed component or all components are excluded on target snapshot
for server <Servername>.

Reason:

There is no discovered component in the selected target data.

Action:

No action is required.

Common Schedule Warning Messages

This section describes the warning messages that you get while performing the common
schedule operations.

CCA-SH-9008

The current schedule is shown below.Changes to the schedule will be reflected in the
profile.

Reason:

Frequency is not selected. Updating the current schedule..

Action:

No action is required.
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CCA-SH-9017

CCA-SH-9018

Scheduled job <jobname> in group <jobgroup> on <nextfiretime> was skipped
because an instance of that job was already running.

Reason:

An instance of that job was already running.

Action:

No action is required.

Scheduled job <jobname> in group <jobgroup> on <nextfiretime> missed a scheduled
fire-time and was launched now.

Reason:

No reason.

Action:

No action is required.

Component Warning Messages

CCA-CM-9301

This section explains the warning messages that you see while performing the
component operations in CA Configuration Automation.

Please select at least one Component to perform this operation

Reason:

No component is selected to delete, or view, or refresh the component operation.

Action:

Select at least one component to perform the delete, or view, or refresh the component
operation.
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CCA-CM-9310

Discovery and

CCA-DIS-8543

CCA-DIS-8545

Unable to remove component <componentname,versionand currentactivity>

Reason:

Component refresh is going on.

Action:

After the refresh operation, delete the component.

Refresh Warning Messages

This section describes the warning messages that you get while performing the
discovery and refresh operations.

Failed to unlock on server <servername>

Reason:

An exception occurred while unlocking the server <servername>.

Action:

No action is required. The lock clears automatically after timeout is configured in the
"discover.lock.timeout" property.

Failed to unlock on service <servicename>

Reason:

An exception occurred while unlocking the service <serviename>.

Action:

No action is required. The lock will clear automatically after the timeout is configured in
the "discover.lock.timeout" property.
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CCA-DIS-8555

CCA-DIS-8556

Discovery completed with errors for Server <servername> - <0> components
discovered.

Reason:

Possible reasons are:

m  Aninvalid platform is set to the server.

m  The communication to the server <servername> is lost while performing the
discovery operation.

m  The service (Agent/SSH/Telnet/WMI) is not responding or running.

Action:
Do the following:
m  Ensure that the correct platform is set to the server <servername>

m  Ensure that the service (Agent/SSH/Telnet/WMI) corresponding to the assigned
access mode is running on the target server <servername>l.

m  Use the latest CA Configuration Automation agent version if the access mode type is
agent.

m  Verify that the test server operation is successful.

Refresh completed with errors for Server <servername> - <0> components Refreshed.

Reason:
Possible reasons are as follows:

m  The communication to the server <servername> is lost while performing the refresh
operation

m  The service (Agent/SSH/Telnet/WMI) is not responding or running.

Action:
Do the following:

m  Ensure that the service (Agent/SSH/Telnet/WMI) corresponding to assigned access
mode is running on the target server <servername>.

m  Use the latest CCA agent version if the access mode type is agent.

m  Verify the test server operation is successful.
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CCA-DIS-8577

CCA-DIS-8578

Discovery of component blueprint <blueprintname> on server <servername> requires
the JDBC driver <drivername>. Please install this driver.

Reason:

The JDBC driver <drivername> is not available in following location:

<CCAlnstalledDirectory>\tomcat\webapps\ROOT\WEB-INF\lib

Action:

Get the JDBC driver <drivername> from actual product or web, and copy to the
following location:

<CCAlnstalledDirectory>\tomcat\webapps\ROOT\WEB-INF\lib.

Refresh of component blueprint <blueprintname> on server <servername> requires
the JDBC driver <drivername>. Please install this driver.

Reason:

The JDBC driver <drivername> is not available in the following location:

<CCAlnstalledDirectory>\tomcat\webapps\ROOT\WEB-INF\lib.

Action:

Get the JDBC driver <drivername> from the actual product or web, and copy to the
following location:

<CCAlnstalledDirectory>\tomcat\webapps\ROOT\WEB-INF\lib.
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CCA-DIS-8579

CCA-DIS-8580

Failed to connect to remote database during discovery of the component blueprint

<blueprintname> on server <servername>, error message-<error>.

Reason:

The possible reasons are as follows:

m  The Server <servername> could not be pingable.

m  The database service is down.

m  |nvalid details like database server name, database name, user name and password
are provided to connect to the database.

Action:

Do the following:

m  Ensure the server <servername> is pingable and database server service is running.

m  Ensure that the database server name, database name, user name and password
are valid and re-run the discovery operation.

Failed to connect to remote database during refresh of the component blueprint

<blueprintname> on server <servername>, error message-<error>.

Reason:

The possible reasons are as follows:

m  The Server <servername> could not be pingable.

m  The database service is down.

m  The details like database server name, database name, user name and password
are invalid to connect to the database.

Action:

Ensure that the Server <servername> is pingable and database server service is running.
Verify that the database server name, database name, user name and password are
valid and run refresh operation.
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CCA-DIS-8581

CCA-DIS-8582

CCA-DIS-8587

Failed to execute query on remote database during discovery of the component
blueprint <blueprintname> on server <servername>, error message-<error>.
Reason:

The query data or syntax is invalid.

Action:

Verify the syntax of added queries in the blueprint if the customized blueprint is used. If
necessary, contact CA Technologies Technical Support for further assistance.

Failed to execute query on remote database during refresh of the component
blueprint <blueprintname> on server <servername>, error message-<error>.
Reasson:

The query data or syntax is incorrect.

Action:

Verify that the query string If using the customized blueprint. If necessary, contact CA
Technologies Technical Support for further assistance.

Component refresh completed with errors for server <servername> - <0> components
Refreshed.

Reason:

The possible reasons are as follows:

m  The communication to the server <servername> is lost while performing the
component refresh operation

m  The service (Agent/SSH/Telnet) is not responding or running.

Action:
Do the following:

m  Ensure that the service (Agent/SSH/Telnet/ WMI) corresponding to assigned access
mode is running on target server <servername>.

m  Verify that the status of the test server action is successful.

m  Use the latest CA Configuration Automation agent, If the access mode type as
agent. If necessary, contact CA Technologies Technical Support for further
assistance.
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CCA-DIS-8600

CCA-DIS-8606

CCA-DIS-8610

The blueprint <blueprintname> was managed by other server/service management
profiles. Discovery will bypass the component <blueprintname>(<path>) on server
<servername>.

Reason:

The blueprint <blueprintname> was managed by the other server/service management
profile.

Action:

No action is required.

sudo is not available on server <servername>. sudo will not be used.

Reason:

Sudo is not available on server <servername>.

Action:

Ensure sudo is available and properly configured on server <servername>. For more
information about the how to configure sudo, see the Configuring sudo for UNIX and
Linux Softagent Discovery section in the CA Configuration Automation documentation.

Component discovery unable to resolve the server <IPAddress> while populating the
relationship data.

Reason:

The server is not responding because the name may be changed, or server is not
available.

Action

No action is required.
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CCA-DIS-8611

CCA-DIS-8612

CCA-DIS-8643

Component discovery found relationship with ambiguous IP reference. IP address
<ipaddress>, has been found on the following servers: <serverlist>.
Reason:

Duplicate IP address are found on the servers <serverlist>

Action:

Run reconcile operation on the servers <serverlist>.

Component discovery found relationship with ambiguous IP reference within Network
Realm <networkrealm>. IP address <ipaddress>, has been found on the following
servers: <serverlist>.

Reason:

Duplicate IP address found on servers <serverlist> within Network Realm
<networkrealm>

Action:

Run reconcile operation on servers <serverlist> within the Network Realm
<networkrealm>.

Component Blueprint <Blueprint Name> will be discarded from current discovery job
as ambiguous File and Registry roots are found. Please modify this blueprint to define
either File Indicator or Registry Indicator but not both.

Reason:

The logs specify that a blueprint has ambiguous root and the discovery operation
discarded it.

Action:

Modify the blueprints to have either the File or Registry indicators.
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CCA-DIS-8644

CCA-DIS-8645

CCA-DIS-8654

Discovery job could not find File Indicator <File Indicator Name> for the Blueprint(s)
(<Blueprint names>) on the management server <Server Name>

Reason:

The log specify that the file indicator is not found. Either the component is not available
on the target machine, or one of the blueprint indicators is not found.

Action:

Install the software which discovers the blueprints, or update the blueprints.

Discovery job could not find Registry Indicator <Registry Indicator Name> for the
Blueprint(s) (<Blueprint names>) on the management server <Server Name>
Reason:

The logs specify that the registry indicator is not found. Either the component is not
available on the target machine, or one of the blueprint indicators is not found.

Action:

Install the software which discovers the blueprints, or update the blueprints.

Cannot communicate with the <Access Mode> on the server <Server Name>". The
specified user name and the password in Access Profile may be incorrect or if Access
Profile is WMI with the Proxy action verify the specified Proxy/FTP Server credentials
in Access Profile. Refresh is terminated.

Reason:

The server refresh operation could not connect to a target server with the specified
access profile details.
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CCA-DIS-8655

CCA-DIS-8653

Action:

Verify the following details:

m  Valid access profile credentials are provided in the access profile.

m  The Proxy, and FTP server credentials if the access profile is for WMI-Proxy.
m  The FTP home directory exists on the FTP server.

m  The FTP home directory is similar to the FTP home directory that is provided in an
access profile.

Cannot communicate with the <Access Mode> on the server <Server Name>". The
specified user name and the password in Access Profile may be incorrect or if Access
Profile is WMI with the Proxy action verify the specified Proxy/FTP Server credentials
that are in Access Profile. Discovery is terminated.

Reason:

The Server Discovery operation could not connect to a target server with the specified
access profile details.

Action:

Verify the following details:

m  Valid access profile credentials are provided in the access profile.

m  The Proxy, and FTP server credentials if the access profile is for WMI-Proxy.

m  The FTP home directory exists on the FTP server.

m  The FTP home directory is similar to the FTP home directory that is provided in an
access profile.

m  Only Read permission is set for FTP user.

No indicators found for the Blueprint(s) (<Blueprint Names>) on the management
server <Server Name> in the current discovery job.

Log statement indicating there were no indicators (File/Registry) found for the specified
blueprints in the current discovery job
Reason:

The logs specify the File or /Registry indicators are not found for a specified blueprint in
a discovery operation.
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Action:

Verify whether the blueprint specified indicators are available in the discovered target
servers. If the indicators are available, verify the blueprint and update it.

Data Migration Warning Messages

CCA-DM-7537

CCA-DM-7576

This section describes the warning messages that you get while performing the data
migration operations.

Blueprint <blueprintname> Version [<blueprintversion>] Component Version
<componentvesrion> not imported. Blueprint already exists.

Reason:

The blueprint <blueprintname>, Version <blueprintversion>,and the Component Version
<componentvesrion> already exists.

Action:

No action is required.

Global Variable <globalvariable> already exists.

Reason:

The global variable <globalvariable> already exists in CA Configuration Automation.

Action:

No action is required.

Global Variable Warning Messages

This section describes the warning messages that you get while performing the global
variable operations.
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CCA-GV-5505

Select one or more Variables to delete.

Reason:

No global variable is selected.

Action:

Select at least one global variable to perform the delete operation.

Graph Warning Messages

This section describes the warning messages that you get while performing the graph
operations.

CCA-GR-9814

Please select at least one graph to perform this operation.

Reason:

Graph is not selected from the available graphs in the JAR while importing the selected
operation.

Action:

Select at least one graph to perform the import on selection operation.

General Warning Messages

This section explains the warning messages that you see while performing the general
tasks in CA Configuration Automation.
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CCA-LN-1002

CCA-LA-1002

CCA-LA-1006

CCA-LA-1008

No converter found for the server <servername> for converting the results to UTF-8
encoding. Decoding the results using UTF-8 by default. Please check whether the
operating system details set for this server is correct.

Reason:

The operating system details that are set for this server is incorrect.

Action:

Set the correct operating system details in the Server tab manually. If necessary, contact
CA technologies technical support for further assistance.

Please select at least one log archive to perform this operation.

Reason:

No archive files are selected to perform the delete operation.

Action:

Select an achieved file and perform the delete operation.

Log Archive <archive file name> can not be deleted, file is in use.

Reason:

The <archive file name> is in use, and cannot be the deleted.

Action:

Close the archive file that is in use, and perform the delete operation.

Selected log archives were deleted except files are in use.

Reason:

One or more log archives are in use, and you cannot perform the delete operation.
Action:

Close all the archive files to delete them.
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NDG Discovery Warning Messages

This section explains the warning messages that you see while performing the NDG
discovery operations in CA Configuration Automation.

CCA-ND-8066

Network Discovery Gateway on node <NDGservername> discovered the following
servers with IP address conflict: <serverIP>
Reason:

Two servers with the same IP addresses are detected.

Action:

Reconcile the servers.

CCA-ND-8067

Network Discovery Gateway on node <NDGservername> discovered the following
servers with IP address conflict in network realm <networkrealm>: <serverlP>
Reason:

Two servers with same IP addresses are detected in a network realm.

Action:

By using different network realms, separate the conflicting IP addresses.

CCA-ND-8069

Network Discovery Gateway on node <NDGservername> found a Realm Integrity
problem. The following server(s) are already in network realm(s) that do not match
Network Profile Realm <networkrealm> in Network Profile<networkprofilename>:
<servermultirealm>

Reason:

Target server already present in one network realm and trying to add the same server
with other network realm.

Action:

Make sure one server available in one network realm.
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Network Scan Warning Messages

CCA-NS-7304

This section explains the warning messages that you see while performing the network
scan operations in CA Configuration Automation.

Please select one policy to perform this operation

Reason:

No policy is selected to perform delete ,or copy ,or export network scan policy.

Action:

Select at least one policy to perform the delete, or copy, or export network scan policy.

Profile Warning Messages

CCA-PL-3514

CCA-PL-3515

This section describes the warning messages that you get while performing the profile
operations.

Select one or more profiles to delete

Reason:

No profile is selected to perform the delete operation.

Action:

Select one or more profiles.

Select one profile to set as default

Reason:

No profile is selected to set as default.

Action:

Select one profile to set as default.
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CCA-PL-3516

CCA-PL-3520

CCA-PL-3521

Please select only one profile to set as default

Reason:

More than one profile is selected to set as default.

Action:

Select only one profile to set as default.

Selected profile <profilename> cannot be deleted. It is assigned to one or more
servers
Reason:

The selected profile is assigned to one or more servers.

Action:

Identify the servers to which the profile <profilename> is assigned, and change the
server profile, and delete the profile.

Selected profiles cannot be deleted. One or more of the selected profiles are assigned
to a server
Reason:

One or more selected profiles are assigned to a server.

Action:

Identify the server to which the profile is assigned, and change the server profile, and
delete the profile.
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CCA-PL-3528

CCA-PL-3529

CCA-PL-3542

Select one or more profiles to enable

Reason:

The management profiles or network profiles are not selected for the enable profile
operation.

Action:

Select one or more management profiles or network profiles to perform the enable
profiles operation.

Select one or more profiles to disable

Reason:

The management profiles or network profiles are not selected for the disable profile
operation.

Action:

Select one or more management profiles or network profiles to perform the disable
profiles operation.

Selected profiles cannot be deleted. One or more of the selected profiles is assigned

Reason:

The selected notification profile is assigned to one or more servers or operations.

Action:

Ensure that the selected notification profile is not assigned to any server or operation
before you perform the delete operation.
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CCA-PL-3552
Please select at least one profile to perform this operation

Reason:

No profile is selected to perform the delete or import or selection operations while
importing profiles.

Action:

Select a profile to execute delete credential vault or import or selection operations
while importing profiles.

CCA-PL-3557
Please select a profile

Reason:

The management or access or notification or network Profile is not selected to run the
discover network, discover service task wizard and remediation operations.

Action:

Select the corresponding profiles to run the discover network, discover service and
remediation operations.

CCA-PL-3562

Updated successfully. Please check the Agent port. Changes need to be made on agent
end as well otherwise the communication does not work.

Reason:

The port numbers in both profiles are varies while changing the server assigned access
profile from self-registered to not self-registered agent.

Action:

Verify the agent port. Change either on the agent end or in the new assigned access
profile for the communication to work.
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CCA-PL-3572
Please select one profile to perform this operation.
Reason:
More than one profile is selected for the copy operation.
Action:
Select one profile to perform the copy profile operation.
CCA-PL-3573
This action applies only to enabled profiles.
Reason:
The selected management profile is disabled.
Action:
Ensure that the selected management profile is enabled before you run the
management profile.
CCA-PL-3575
Selected Network Profile, <profilename> must be enabled before it can be run.
Reason:
The network profile is disabled.
Action:
Ensure that the selected network profile is in enabled state before you run it.
CCA-PL-3576

Only one network profile can be run at a time

Reason:

More than one network profiles are selected to run the network profile operation.

Action:

Select one network profile at a time to run this operation.
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CCA-PL-3579
Selected profile <profilename> cannot be deleted. It is assigned to one or more
network profiles.
Reason:
The selected access profile is assigned to one or more network profiles.
Action:
Ensure that the selected access profile is not assigned to any network profile before you
delete the selected access profiles.
CCA-PL-3580
Selected profiles cannot be deleted. One or more of the selected profiles are assigned
to network profile.
Reason:
One or more of the selected management or access profiles are assigned to the network
profile.
Action:
Ensure that the selected management or access profiles are not assigned to any
network profile before you delete the selected management or access profiles.
CCA-PL-3581

Selected profiles cannot be deleted. One or more of the selected profiles are assigned
to a server or service.

Reason:

One or more of the selected management profiles are assigned to a server or service.

Action:

Ensure that the selected management profiles are not assigned to any server or service
before you delete the selected management profiles.
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CCA-PL-3585

CCA-PL-3588

CCA-PL-3622

CCA-PL-3919

One or more selected profiles are disabled and cannot be run.

Reason:

One or more selected management profiles are disabled.

Action:

Enable the selected management profile and then execute the run management profile.

Selected profiles cannot be run. One or more selected profiles are not assigned to a
server or service.

Reason:

One or more selected profiles are not assigned to a server or service.

Action:

Assign the selected profile to a server or service before you run the management profile
discovery or refresh operation.

This action is only applicable to profiles having scan polices with soft agent.

Reason:

You are performing the rerun profiles action without the soft agent scan policies.
Action:

Select a soft agent scan policy profile before you rerun the network discovery.

The dynamic profile cannot be deleted. A new dynamic profile must be assigned
before the selected profiles can be deleted.

Reason:

The dynamic profile cannot be deleted.

Action:

Set a new dynamic profile and try deleting this profile.
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CCA-PL-3606

CCA-PL-3612

CCA-PL-3614

CCA-PL-3709

Select one or more policies to delete.

Reason:

No network scan policy is selected for the delete operation.

Action:

Select one or more policies to perform the delete operation.

Please select at least one network scan policy to perform this operation.

Reason:

No network scan policy is selected to perform the import.

Action:

Select at least one network scan policy to perform the import.

Please select only one policy to copy.

Reason:

More than one policy is selected.

Action:

Select only one policy to perform the copy operation.

Please select one communication mappings to perform this operation.

Reason:

Communication mappings are not selected to perform the delete operation.

Action:

Select one or more communication mappings to perform the delete operation.
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CCA-PL-3725
Please select at least one Application Mapping to perform this operation.

Reason:

Application mapping is not selected for delete or export operation.

Action:

Select at least one application mapping to perform delete or export operation.

CCA-PL-3730
Please select one or more application mappings to reorder.

Reason:

No application is selected.

Action:

Select one or more application mappings.

CCA-PL-3731

Cannot move application mapping <applicationname> up. It is already the first
application mapping.

Reason:

Selected application mapping is the first application mapping.

Action:

No action is required.

CCA-PL-3732

Cannot move application mapping <applicationname> down. It is already the last
application mapping.

Reason:

The selected application mapping is the last application mapping.

Action:

No action is required.
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CCA-PL-3649
Please select one Network Profile for cancellation.
Reason:
The network profile is not selected to cancel a job.
Action:
Select the network profile to cancel a job.
CCA-PL-3657
At least one subnet hierarchy level is required if Global Routing Prefix less than 64.
Reason:
You are removing all the levels when Global Routing Prefix Length is less than 64.
Action:
If Global Routing Prefix length value is less than 64 <value>, then there should be at
least one level in subnet filtering panel. You cannot delete the same.
CCA-PL-3658
The total number of levels in Subnet Hierarchy cannot exceed 64 - Global Routing
Prefix length: <value>
Reason:
You are adding more levels in the Subnet hierarchy than the default 64-<value>.
Action:
Ensure that the total number of levels in Subnet Hierarchy are less than or equal to 64
<value>.
CCA-PL-3659

The value for each level in Subnet Hierarchy cannot exceed 64 - Global Routing Prefix
length: <value>
Reason:

You are adding value of each level in Subnet Hierarchy that is more than 64-<value>.

Action:

Ensure that the value for each level in Subnet Hierarchy is less than or equal to 64
<value>.
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CCA-BP-4423

Are you sure you want to delete the selected blueprint references?

Reason:

Confirming the delete operation.

Action:

Your confirmation is required.

CCA-PL-3814
Please select only one Profile to copy.

Reason:

More than one profile is selected.

Action:

Select only one Profile to perform copy operation.

CCA-PL-3823
Notification profile already exists.

Reason:

Notification profile with the same name exists.

Action:

Select overwrite option to update the existing notification profile.

Remediation Jobs Warning Messages

This section describes the warning messages that you get while performing the
remediation jobs.
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CCA-RJ-8003
Please select at least one Remediation Job to perform this operation

Reason:

No remediation job is selected to perform run/delete remediation job operation.

Action:

Select at least one remediation job.

CCA-RJ-8064
Remediation Profile is required.

Reason:

Remediation profile is not provided while creating the remediation job.

Action:

Select an existing profile, or create a new remediation profile and select the same while
creating the new remediation job.

CCA-RJ-8069
No servers assigned to remediation job.

Reason:

No servers are selected while performing the Adhoc Remdiation Job.

Action:

Select one or more servers and perform the Adhoc Remedation Job.

Remediation Profile Warning Messages

This section describes the warning messages that you get while performing the
remediation profile operations.
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CCA-RP-1013
Please select one or more steps to delete.

Reason:

No remediation steps are selected.

Action:

Select at least one remediation step.

CCA-RP-1020
Please select one or more steps to reorder.

Reason:

No remediation steps are selected to reorder.

Action:

Select at least one remediation step to reorder.

CCA-RP-1021
Cannot move step <stepname> up. It is already the first step.

Reason:

The remediation step is already the first step.

Action:

No action is required.

CCA-RP-1022
Cannot move step <stepname> down. It is already the last step.

Reason:

The remediation step is already the last step.

Action:

No action is required.
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CCA-RP-1039

CCA-RP-1040

CCA-RP-1041

Cant find blueprint for component name: <component>; version: <version> during
import of Remediation Profile <profilename>: Step <stepname>. Step was not
imported.

Reason:

The Blueprint used for discover the <componentname> does not exist. The remediation
step is skipped while importing the remediation profile.

Action:

If a pre-built CCA blueprint is missing, download the same from the following location
and import the Remediation Profile:

http://techweb.ca.com/r1limpcd/cca_updates/cca_frame.htm

Cant find macro: <macro> during import of Remediation Profile <profilename>: Step
<stepname>. Step was not imported.

Reason:

Cannot find the macro <macro> during an import of the remediation profile. The
remediation step is skipped while importing the remediation profile.

Action:

If a pre-built CCA blueprint is missing, download the same from the following location
and import the Remediation Profile:

http://techweb.ca.com/r1limpcd/cca_updates/cca_frame.htm

Cant find file structure class parameter for parameter name: <parametername>; class
name: <classname> during import of Remediation Profile <profilename>: Step
<stepname>. Step was not imported.

Reason:

The file structure class used to discover the <componentname> does not exist. The
remediation step is skipped while importing the remediation profile.

Action:

If a pre-built CCA blueprint is missing, download the same from the following location
and import the Remediation Profile:

http://techweb.ca.com/r1limpcd/cca_updates/cca_frame.htm
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CCA-RP-1042

Cant find overlay: <overlay> during import of Remediation Profile <profilename>: Step
<stepname>. Step was not imported.

Reason:

Cannot find the overlay <overlay> during an import of the remediation profile. The
remediation step is skipped while importing the remediation profile.

Action:

If a pre-built CCA blueprint is missing, download the same from following location and
import the Remediation Profile:
http://techweb.ca.com/r1limpcd/cca_updates/cca_frame.htm

Rules Warning Messages

CCA-RL-2508

This section explains the messages that you see while performing the rules operations in
CA Configuration Automation.

Please select at least one rule to perform this operation.

Reason:

No rule is selected.

Action:

Select one or more rules to perform the delete operation.

Rule Compliance Warning Messages

CCA-RE-1628

This section explains the warning messages that you see while performing the rules
operations in CA Configuration Automation.

Please select at least one Rule Exception to perform this operation.

Reason:

No rule is selected to delete or manage a rule exception.
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Action:

Select at least one rule to delete or manage the rule exception.

CCA-RE-1630
No server and service selected to add in rule exception.

Reason:

No server or service is selected to add a rule exception.

Action:

Select a server or service to add the rule exception.

Rule Group Warning Messages

This section describes the warning messages that you get while performing the rule
group operations.

CCA-RG-1609
Please select at least one Rule Group to perform this operation.
Reason:
No rule group is selected while exporting or importing or deleting the rule groups.
Action:
Select one or more rule groups and run export or import or delete operation.
CCA-RG-1617

Rule <rulename> not found during import of Rule Group <groupname>.

Reason:

The rule <rulename> is not created or rule <rulename> is deleted.

Action:

No action is required.

290 Message Reference Guide



Reports Warning Messages

CCA-RG-1621

CCA-RG-1623

No rules selected to add.

Reason:

The category is selected, but no rules are selected while creating a rule group.

Action:

Select at least one rule.

<count> rules have been added to Rule Group <groupname> but <dupcount> duplicate
rules have been skipped.

Reason:

Some rules are skipped because the rules exist in the rule group <rulegroup>.

Action:

No action is required.

Reports Warning Messages

CCA-RT-6017

This section describes the warning messages that you get while performing the reports
operations.

At least one instance should be selected.

Reason:

No instance is selected to delete, or share, or unshare the report instance.

Action:

Select at least one instance to delete, or share, or unshare the report instance.
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CCA-RT-6044
At least one report selection is required to perform this action.
Reason:
No report is selected to perform the run or delete report operation.
Action:
Select at least one report to perform run or delete the report operation.
CCA-RT-6096

Report as an attachment is not supported for format <formattype>

Reason:

Attachment is not supported for format Crystal report.

Action:

Select format other than crystal report to attach the report.

Script Warning Messages

This section explains the warning messages that you see while performing the script
operations in CA Configuration Automation.

CCA-SE-1013
Please select one or more scripts to perform this operation.

Reason:

No script is selected.

Action:

Select one or more scripts.
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CCA-SE-1030
Please select a script to perform this operation.
Reason:
No script is selected to perform the copy operation.
Action:
Select a script to perform the copy operation.
CCA-SE-1031

Please select only one script to perform this operation.
Reason:

Multiple scripts are selected to perform the copy operation
Action:

Select only one script to perform the copy operation.

Server Warning Messages

This section describes the warning messages that you get while working the server
operations.

CCA-SR-1012
Please select at least one server to perform this operation.

Reason:

No server is selected.

Action:

Select at least one server.
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CCA-SR-1016
Please select two or more servers to perform this operation.
Reason:
At least two or more servers are required to perform the compare operation.
Action:
Select two or more servers to perform the compare operation.
CCA-SR-1023
This action applies to servers in Managed state.
Reason:
One or more selected servers are in unmanaged state.
Action:
Change the state of selected servers to managed.
CCA-SR-1048
Snapshot cannot be created for servers with no components.
Reason:
One or more selected servers have no discovered components.
Action:
Discover components for the servers.
CCA-SR-1055
The Agent Install Command does not apply to servers in access mode other than type
Agent.
Reason:

The access mode type of one or more selected servers is not Agent.

Action:

Change the access mode type to Agent for the selected servers.
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CCA-SR-1057

Discovery cannot be performed on Server <servername>. No Management Profile
assigned to the server.

Reason:
Management profile is not assigned to the server <servername>.
Action:

Assign management profile to the server <servername>.

CCA-SR-1058

Management Profile cannot be run on Server <server>. No Management Profile
assigned to the server.

Reason:

Management profile is not assigned to the server <servername>.

Action:

Assign management profile to the server<servername>.

CCA-SR-1059

Refresh cannot be performed on Server <servername>. No Management Profile
assigned to the server.

Reason:

Management profile is not assigned to the server <servername>.

Action:

Assign management profile to the server <servername>.

CCA-SR-1062

Discovery cannot be performed on Server <servername>. Assigned Management
Profile is disabled.

Reason:

Management profile which is assigned to Server <servername> is disabled.
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CCA-SR-1065

CCA-SR-1082

CCA-SR-1091

CCA-SR-1096

Action:

Enable management profile which is assigned to Server <servername>.

Secure Agents command only applies to servers with access mode "Agent" or "Secure
Agent".

Reason:

The access mode type of one or more selected servers is not Agent or Secure Agent.

Action:

Ensure that the access mode of selected servers is Agent or Secure Agent.

This action cannot be performed on server <servername> because it is not in Managed
state.

Reason:

The server <servername> is not in managed state.

Action:

Change the state of the server <servernamne> to managed.

This action cannot be performed on servers that are not in Managed state.

Reason:

The selected servers are not in Managed state.

Action:

Change the state of selected servers to Managed.

Refresh cannot be performed on Server <servername>. Assigned Management Profile
is disabled.

Reason:

Management profile assigned to the server <servername> is disabled.
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Action:

Enable the management profile assigned to the server <servername>.

CCA-SR-1097
Management Profile cannot be run on Server <servername>. Assigned Management
Profile is disabled.
Reason:
Management profile assigned to the server <servername> is disabled.
Action:
Enable the management profile assigned to the server <servername>
CCA-SR-1114
Discovery cannot be performed on Server <servername>. Server is not in "Managed"
state.
Reason:
The server <servername> is not in managed state.
Action:
Change state of the server <servername> to managed.
CCA-SR-1115
Management Profile cannot be run on Server <servername>. The server is not in
Managed state.
Reason:
The server <servername> is not in managed state.
Action:
Change the state of the server <servername> to Managed.
CCA-SR-1146
Refresh cannot be performed on Server <servername>. Server is not in "Managed"
state.
Reason:

The server is not in the Managed state.
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CCA-SR-1155

CCA-SR-1156

CCA-SR-1157

CCA-SR-1164

Action:

Change the state of the server to Managed.

Please select only one server for this operation.

Reason:

Selected more than one server.

Action:

Select only one server.

Please select only one application for this operation.

Reason:

More than one application is selected.

Action:

Select only one application to perform this operation.

Please select a server to perform this operation.

Reason:

Server is not selected.

Action:

Select a server.

Cannot communicate with the agent on server <servername> at IP address
<ipadderes>; however an agent running at IP address <newipaddress> is detected,
thus server discovery communication is set to that IP address.

Reason:

The Server <servername> cannot communicate with the agent on the specified IP
address <ipadderes>.
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Action:

Now the server discovery communication is set to a new IP address <newipaddress>, so
rerun the discovery operation.

Server Groups Warning Messages

CCA-SG-1509

This section describes the warning messages that you get while performing the server
groups operations.

Please select at least one Server Group to perform this operation.

Reason:

No server group is selected while exporting or importing or deleting the server groups.

Action:

Select one or more server groups to export or import or delete operation.

Structure Class Warning Messages

CCA-SC-5004

This section describes the warning messages that you get while performing the
structure class operations.

Please select a structure class to perform this operation.

Reason:

No structure class is selected while performing the delete, export, copy, or import
operation.

Action:

Select at least one structure class.
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CCA-SC-5005

CCA-SC-5024

CCA-SC-5025

CCA-SC-5043

Please select only one structure class to perform this operation.

Reason:

Multiple structure classes are selected to perform the copy operation.

Action:

Select only one structure class to perform the copy operation.

Please select a structure class to perform this operation.

Reason:

No structure class is selected while performing the copy operation.

Action:

Select one structure class and perform the copy operation.

Please select only one structure class to perform this operation.

Reason:

Multiple structure classes are selected to perform the copy operation.

Action:

Select only one structure class to perform the copy operation.

Cannot move parameter ".*" up. It must remain as lowest precedence.

Reason:

Parameter .* must always remain as lowest precedence.

Action:

No action is required.
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CCA-SC-5044

Cannot move group ".*" up. It must remain as lowest precedence.

Reason:

Group .* must always remain as lowest precedence.

Action:

No action is required.

CCA-SC-5045

Cannot move parameter <paramtername> down. Parameter ".*" must remain as
lowest precedence.

Reason:

Parameter .* must always remain as lowest precedence.

Action:

No action is required.

CCA-SC-5046

Cannot move group <groupname> down. Group ".*" must remain as lowest
precedence.

Reason:

Group .* must always remain as lowest precedence.

Action:

No action is required.

Security Certificate Warning Messages

This section explains the warning messages that you see while performing the security
certificate operations in CA Configuration Automation.
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CCA-CT-9416

CCA-CT-9417

CCA-CT-9421

CCA-CT-9422

Please select only one certificate

Reason:

More than one certificate is selected.

Action:

Select only one certificate.

Please select one or more certificates to delete

Reason:

No certificate is selected.

Action:

select one or more certificates to perform the delete action.

HTTPS enabled already

Reason:

You are trying to enable an already enabled HTTPS.

Action:

No action is required.

HTTPS disabled already

Reason:

You are disabling an already disabled HTTPS.

Action:

No action is required.
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CCA-CT-9423
There is no certificate authority set up in this installation
Reason:
Certificate Authority is not created.
Action:
Create a Certificate Authority.
CCA-CT-9424
Certificate authority has already been set up in this installation
Reason:
Certificate Authority has already been set up during the installation process.
Action:
No action is required.
CCA-CT-9425
HTTPS disabled already, requires server restart
Reason:
HTTPS disabled already.
Action:
Restart the CA Configuration Automation server to login in with with HTTP.
CCA-CT-9426

HTTPS enabled already, requires server restart

Reason:

HTTPS is already enabled.

Action:

Restart the CA Configuration server to login with HTTPS.
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CCA-CT-9429
Please select certificate of purpose "CCA Agent"

Reason:

Selected certificate purpose is not a CA Configuration Automation Agent.

Action:

Select certificate which is having a purpose as CA Configuration Automation Agent.

CCA-CT-9430
Please select certificate of purpose "CCA Server"

Reason:

Selected certificate purpose is not CA Configuration Automation server.

Action:

Select a certificate which is having a purpose as CA Configuration Automation server.

CCA-CT-9431
Please select certificate of purpose "HTTPS"

Reason:

Selected certificate purpose is not HTTPS.

Action:

Select a certificate which is having purpose as HTTPS.

CCA-CT-9478
Client Authentication enabled already

Reason:

You are trying to enable an already enabled client authentication.

Action:

No action is required.
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CCA-CT-9479

CCA-CT-9481

CCA-CT-9482

CCA-CT-9483

Client Authentication disabled already

Reason:

You are disabling an already disabled client authentication.

Action:

No action is required.

Client Authentication disabled already, requires server restart

Reason:

The client authentication is already disabled.

Action:

Restart the CA Configuration Automation server to login without client authentication.

Client Authentication enabled already, requires server restart

Reason:

The client authentication is already enabled.

Action:

Restart the CA Configuration Automation server to login with client authentication.

HTTPS enabled is required for client authentication

Reason:

HTTPS is disabled.

Action:

Enable HTTPS before enabling the client authentication.
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CCA-CT-9490
Please select certificate of purpose "Client Authentication"

Reason:

The selected certificate purpose is not client authentication.

Action:

Select a certificate purpose as client authentication.

Service Warning Messages

This section describes the warning messages that you get while performing the service
operations.

CCA-SV-2010

Please select at least one service to perform this operation.

Reason:

At least one Service is required to perform the change detection operation.

Action:

Select at least one service to perform the change detection operation.
CCA-SV-2016

Please select two services to perform this operation.

Reason:

Two services are required to perform the compare operation.

Action:

Select two services to perform the compare operation.
CCA-SV-2021
This action does not apply to services with discovery disabled.

Reason:

The discovery operation is disabled for one or more selected services.
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Action:

Enable the discovery option for selected services.
CCA-SV-2022
This action does not apply to services with management disabled.

Reason:

The Management option is disabled for one or more selected services.

Action:

Enable the management option for selected services.
CCA-SV-2023
Snapshot cannot be created for services with no components.

Reason:

One or more selected services have no components.

Action:

Discover the service components before creating a service snapshot.
CCA-SV-2028
This action does not apply to services without any server added to it.

Reason:

No servers are added to one or more selected services.

Action:

Ensure that the selected service has one or more servers added to it.

CCA-SV-2031

Discovery cannot be performed on Service <servicename>. No Management Profile
assigned to the service.

Reason:

The management profile is not assigned to the service <servicename>.

Action:

Assign the management profile to the service <servicename>.
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CCA-SV-2032
Management Profile cannot be run on Service <servicename>. No Management Profile
assigned to the service.
Reason:
The management profile is not assigned to the service <servicename>.
Action:
Assign the management profile to the service <servicename>.
CCA-SV-2033
Refresh cannot be performed on Service <servicename>. No Management Profile
assigned to the service.
Reason:
The management profile is not assigned to the service <servicename>.
Action:
Assign the management profile to the service <servicename>.
CCA-SV-2035
Discovery cannot be performed on Service <servicename>. Assigned Management
Profile is disabled.
Reason:
The management profile assigned to the service <servicename> is disabled.
Action:
Enable the management profile which is assigned to the service <servicename>.
CCA-SV-2036

Refresh cannot be performed on Service <servicename>. Assigned Management
Profile is disabled.

Reason:

The management profile assigned to the service <servicename> is disabled.
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CCA-SV-2037

CCA-SV-2038

CCA-SV-2070

Action:

Enable the management profile which is assigned to Service <servicename>.

Management Profile cannot be run on Service <servicename>. Assigned Management
Profile is disabled.

Reason:

Management profile assighed to the service <servicename> is disabled.

Action:

Enable management profile which is assigned to the service <servicename>.

Please select one service to perform this operation.

Reason:

No service is selected.

Action:

Select one service to perform this operation.

Management Profile <Management profile name> not found during import of Service
<Service Name> Default management profile set to Service <Service Name>.

Reason:
The imported service does not have the assigned management profile.
Action:

No action is required.
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CCA-SV-2071

Server <Hostname> not found or not in managed state during import of Service
<Service Name>.

Reason:

The imported service contains servers which are either unmanaged or do not exist in CA
Configuration Automation.

Action:

Do one of the following tasks:
m  Update the state of corresponding servers to Managed and import the service.

m  Create servers which are not present and import the service.

CCA-SV-2072

Server Group <ServerGroupName> not found during import of Service <ServiceName>.

Reason:

The server group which is part of the service definition does not exist in CA
Configuration Automation.

Action:

No action is required.

CCA-SV-2075
A service with the same name already exists in the database.
Reason:
Service definition with the same name exists.

Action:

Use the overwrite existing service option if require to update the existing service
definition.
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CCA-SV-2076

Service <Service Name> cannot be imported, <Current Activity>.

Reason:

The service cannot be imported as some current activity is in progress for it.

Action:

Import the service after the current activity gets completed.

Service Profile Warning Messages

CCA-SVCP-1005

This section describes the warning messages that you get when you perform the service
profile operations.

There are selections already in the list, please reselect.

Reason:

Duplicate selections in the list.

Action:

Ensure that the selected list is unique.

Snapshot Warning Messages

CCA-ST-3013

This section describes the warning messages that you get while performing the snapshot
operations.

Selected snapshots has a designation and cannot be deleted. Remove the designation
and try delete.

Reason:

Selected snapshots has a designation.
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CCA-ST-3017

CCA-ST-3018

CCA-ST-3020

CCA-ST-3046

Action:

Remove the designation to delete the snapshot.

Select at least one snapshot to perform this operation.

Reason:

Snapshot information is not provided.
Action:

Select at least one snapshot.

Please select only one snapshot to set as <snapshotdesignation>.

Reason:

More than one snapshot is selected.
Action:

Select only one snapshot.

Selected snapshot already designated as <snapshotdesignation>.

Reason:

The designated snapshot already exists.

Action:

No action is required.

Selecting more than two snapshots is not supported to perform this operation.

Reason:

Two or more snapshots are selected.
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CCA-ST-3052

CCA-ST-3053

CCA-ST-3054

Action:

Select only two snapshots to perform change detection operation.

Blueprint name <blueprintname> blueprint version <version> and component version
<version> not exists to import component.

Reason:

Blueprint does not exist.
Action:

No action is required.

Parameter <paramtername> not exists in the blueprint <blueprintname> to import.

Reason:

Parameter <paramtername> does not exist in the blueprint <blueprintname>.
Action:

No action is required.

Configuration file <file> not exists in component <componentname> configuration
bucket blueprint to import.

Reason:

Configuration file <file> does not exist in blueprint <blueprintname>.

Action:

No action is required.

Storage Area Network Warning Messages

This section describes the warning messages that you get while performing the storage
area networks operations.
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CCA-SS-1001
Please select at least one storage system to perform this operation.

Reason:

No storage systems are selected and you are trying to run either the Export Storage
Systems or Delete Storage Systems operations.

Action:

Select at least one storage system to perform export or delete operations.

Property Warning messages

This section describes the warning messages that you get while performing the property
operations in CA Configuration Automation.

Please select at least one property to perform this operation.

Reason:

No property is selected.

Action:

Select at least one property to export the properties.

Tenant Warning Messages

This section describes the warning messages that you get while performing the tenant
operations.

CCA-TN-9964
Please select at least one tenant to perform this operation.

Reason:

No tenant is selected while performing the view tenants, or delete tenants operation.

Action:

Select at least one tenant to perform this operation.
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CCA-TN-9969
Please select at least one tenant group to perform this operation.

Reason:

No tenant group is selected while performing the delete tenant groups operation.

Action:

Select at least one tenant group to perform this operation.

Table View Warning Messages

This section describes the warning messages that you get while performing the table
view operations.

CCA-TV-7006
Please select at least one Table View to perform this operation.
Reason:
Table view is not selected.
Action:
Select at least one table view to perform the delete or export operation.
CCA-TV-7007

Please select only one Table View to perform this operation.

Reason:

More than one table views are selected to set as the current view.

Action:

Select only one table view to set as a current view.

Task Wizard Warning Messages

This section explains the warning messages that you see while performing the task
wizard operations in CA Configuration Automation.
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CCA-TW-1004

CCA-TW-1015

CCA-TW-1017

Please select a policy

Reason:

The network scan policy is not selected.

Action:

Select a network scan policy.

No Network Discover Gateway was found. Please add one to continue

Reason:

Network discovery gateway is not available.

Action:

Add network discover gateway.

At least one server is required

Reason:

No server is available to perform operations like assign access profile, run compliance
job, and discover service and discover network.

Action:

Add at least one server to perform operations like assign access profile, run compliance
job, and discover service and discover network.

Ul Export-Import of Profiles Warning Messages

This section describes the warning messages that you get while performing the Ul
export and import of profile operations.

316 Message Reference Guide



Ul Export-Import of Profiles Warning Messages

CCA-MP-5604

CCA-MP-5605

Catalyst Attributes Profile <profilename> does not exists. It is not assigned to the
Management Profile <managementprofilename>. Please update the management
profile manually if it is required.

Reason:

The Catalyst Attributes Profile is available in the exported management profile JAR file,
and it is not available in CA Configuration Automation server during the import
operation.

Action:

If necessary, create the catalyst attribute profile, and update the management profile
manually.

Rule Group(s) <rulegrouplist> not found during import of Management Profile <
managementprofilename >.

Reason:

Rule Groups are available in the exported JAR file, but not available in the CA
Configuration Automation server during the import operation.

Action:

If necessary, create Rule Groups and update the management profile manually.
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Chapter 4: Information Messages

You may encounter the following information messages while performing with CA
Configuration Automation. Information messages display information and usually do not
require you to take any action.

Blueprint Informational Messages

This section describes the information messages that you get when you perform the
blueprint operations.

The following messages are for information only and do not require user action:

CCA-BP-4001: Blueprint <blueprintname> created successfully.

m  CCA-BP-4002: Blueprint <blueprintname> updated successfully.

m  CCA-BP-4003: Blueprint <blueprintname> deleted successfully.

m  CCA-BP-4005: Search Options <searchoptions> created successfully.

m  CCA-BP-4006: Search Options <searchoptions> updated successfully.

m  CCA-BP-4007: Search Options <searchoptions> deleted successfully.

m  CCA-BP-4008: Network Probe <networkprobe> created successfully.

m  CCA-BP-4009: Network Probe <networkprobe> updated successfully.

m  CCA-BP-4010: Network Probe <networkprobe> deleted successfully.

m  CCA-BP-4011: Discovery Verification Rule <verification rule> created successfully.
m  CCA-BP-4012: Discovery Verification Rule <verification rule> updated successfully.
m  CCA-BP-4013: Discovery Verification Rule <verification rule> deleted successfully.
m  CCA-BP-4016: Discovery successfully enabled for <blueprint name>.

m  CCA-BP-4017: Discovery successfully disabled for <blueprint name>.

m  CCA-BP-4018: File <file name> created successfully.

m  CCA-BP-4019: File <file name> updated successfully.

m  CCA-BP-4020: File <file name> deleted successfully.

m  CCA-BP-4021: Value <value> created successfully.

m  CCA-BP-4022: Value <value> updated successfully.

m  CCA-BP-4023: Value <value> deleted successfully.
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CCA-BP-4024:
CCA-BP-4025:
CCA-BP-4026:
CCA-BP-4027:
CCA-BP-4028:
CCA-BP-4029:
CCA-BP-4030:
CCA-BP-4031:
CCA-BP-4032:
CCA-BP-4033:
CCA-BP-4034:
CCA-BP-4036:
CCA-BP-4037:
CCA-BP-4038:
CCA-BP-40309:
CCA-BP-4040:
CCA-BP-4041.:
CCA-BP-4042:
CCA-BP-4043:
CCA-BP-4044:
CCA-BP-4045:
CCA-BP-4046:
CCA-BP-4047:
CCA-BP-4087:
CCA-BP-4088:

Key <key name> created successfully.

Key <key name> updated successfully.

Key <key name> deleted successfully.
Directory <directory> created successfully.
Directory <directory> updated successfully.
Directory <directory> deleted successfully.
File System Root updated successfully.
Registry Root updated successfully.
Parameter <parameter> created successfully.
Parameter <parameter> updated successfully.
Parameter <parameter> deleted successfully.
Executable <executable> created successfully.
Executable <executable> updated successfully.
Executable <executable> deleted successfully.
Database <database> deleted successfully.
Table <table> deleted successfully.

Database <database> created successfully.
Table <table> created successfully.

Database <database> updated successfully.
Table <table> updated successfully.

Query <query> created successfully.

Query <query> deleted successfully.

Query <query> updated successfully.
Blueprint details changes have been discarded.

Indicator changes have been discarded.
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CCA-BP-4089: Network Probe changes have been discarded.
CCA-BP-4090: Directive changes have been discarded.
CCA-BP-4091: File Management changes have been discarded.
CCA-BP-4092: Registry Management changes have been discarded.
CCA-BP-4093: Data Management changes have been discarded.
CCA-BP-4094: Parameter changes have been discarded.
CCA-BP-4095: File changes have been discarded.

CCA-BP-4096: Executable changes have been discarded.
CCA-BP-4097: Configuration Data changes have been discarded.
CCA-BP-4098: Grouping Options changes have been discarded.
CCA-BP-4099: Translation <translation> created successfully.
CCA-BP-4100: Translation <translation> updated successfully.
CCA-BP-4101: Translation <translation> deleted successfully.
CCA-BP-4108: Discovery on Server <server> started.
CCA-BP-4122: Selected blueprints were enabled.

CCA-BP-4123: Selected blueprints were disabled.

CCA-BP-4124: Selected blueprints were deleted.

CCA-BP-4147: Selected Blueprints were exported successfully.
CCA-BP-4150: Macro changes have been discarded.
CCA-BP-4151: Macro <macro> deleted successfully.
CCA-BP-4152: Macro <macro> created successfully.
CCA-BP-4153: Macro <macro> updated successfully.
CCA-BP-4154: Step changes have been discarded.
CCA-BP-4155: Step <step> deleted successfully.

CCA-BP-4156: Step <step> created successfully.

CCA-BP-4157: Step <step> updated successfully.
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m  CCA-BP-4158: Step <step> moved successfully.

m  CCA-BP-4159: Blueprint <blueprint> imported successfully.

m  CCA-BP-4192: Files were successfully reordered.

m  CCA-BP-4193: Directories were successfully reordered.

m  CCA-BP-4194: Values were successfully reordered.

m  CCA-BP-4195: Keys were successfully reordered.

m  CCA-BP-4424: Selected blueprint references successfully deleted.

m  CCA-BP-4246: Successfully updated filter "Time Variant" on selected folders, its sub
folders and files.

m  CCA-BP-4247: Successfully updated filter "Time Variant" on selected files.

m  CCA-BP-4248: Successfully updated filter "Never Run Change Detection" on selected
folders, its sub folders and files.

m  CCA-BP-4249: Successfully updated filter "Never Run Change Detection" on selected
files.

CCA-BP-4110
File <file name> added in tree. Please review and save to add to blueprint.

Reason:

The file <file name> is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
CCA-BP-4111
Directory <directory name> added in tree. Please review and save to add to blueprint.

Reason:

The directory <directory name> is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
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CCA-BP-4112
Key <key name> added in tree. Please review and save to add to blueprint.

Reason:

The key <key name> is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
CCA-BP-4113
Value <value name> added in tree. Please review and save to add to blueprint.

Reason:

The value <value name> is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
CCA-BP-4114

Search Option <search option> added in tree. Please review and save to add to
blueprint.

Reason:

The search option <search option> is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
CCA-BP-4115
File <file name> updated in tree. Please review and save to update in blueprint.

Reason:

The file <file name> is updated in the tree from Browse Dialog.

Action:

Review and save the contents to update in the blueprint.
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CCA-BP-4116

Directory <directory name> updated in tree. Please review and save to update in
blueprint.

Reason:

The directory <directory name> is updated in the tree from Browse Dialog.

Action:

Review and save the contents to update in the blueprint.
CCA-BP-4117
Key <key name> updated in tree. Please review and save to update in blueprint.

Reason:

The key <key name> is updated in the tree from Browse Dialog.

Action:

Review and save the contents to update in the blueprint.
CCA-BP-4118
Value <value name> updated in tree. Please review and save to update in blueprint.

Reason:

The value <value name> is updated in the tree from Browse Dialog.

Action:

Review and save the contents to update in the blueprint.
CCA-BP-4119

Search Option <search option> updated in tree. Please review and save to update in
blueprint.

Reason:

The search option <search option> is updated in the tree from Browse Dialog.

Action:

Review and save the contents to update in the blueprint.
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CCA-BP-4177

File <file name> parsed and contents added in tree. Please review and save to add to
blueprint.

Reason:

The file <file name> is parsed and the content is added in the tree from Browse Dialog.

Action:

Review and save the contents in the blueprint.
CCA-BP-4200
No components found.

Reason:

Test Discovery operation is completed successfully, but no components found.

Action:

No action is required.
CCA-BP-4201
Test Discovery canceled.

Reason:

Test Discovery action is successfully canceled.

Action:

No action is required.
CCA-BP-4209
Blueprint already exists. Cannot overwrite with a Cohesion blueprint.

Reason:

Cannot overwrite the existing blueprint with Cohesion blueprint.

Action:

No action is required.
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CCA-BP-4211
Items added in tree. Please review and save to add to blueprint.

Reason:

Items are added using the Browse Dialog.

Action:

Review and save the items added to the blueprint.

Blueprint Group Informational Messages

This section describes the information messages that you get when you perform the

blueprint group operations.

The following messages are for information only and do not require user action:

m  CCA-BG-4501: Blueprint Group <blueprint group> created successfully.

m  CCA-BG-4502: Blueprint Group <blueprint group> updated successfully.

m  CCA-BG-4503: Blueprint Group <blueprint group> deleted successfully.

m  CCA-BG-4504: Selected blueprint groups were deleted successfully.

m  CCA-BG-4510: Blueprint Group <blueprint group> was exported.

m  CCA-BG-4513: Blueprint Group <blueprint group> was imported.

m  CCA-BG-4514: Successfully removed the Blueprint "<Blueprintname>" references
from Blueprint Group "<Blueprintgroupname>".

CCA-BG-4515

Failed to remove the Blueprint <blueprint name> references from Blueprint Group
<blueprint group>.

Reason:

Information only. Either a previous error has caused this information message or 0
blueprint references got deleted.

Action:

If there are any previous error messages in the log which are related to deletion of
blueprint references, search this document for the same. Otherwise no action is
required.
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Compliance Jobs Informational Messages

This section describes the information messages that you get when you perform the
compliance jobs.

The following messages are for information only and do not require user action:

CCA-CM-9002:
CCA-CM-9003:
CCA-CM-9004:
CCA-CM-9005:
CCA-CM-9006:
CCA-CM-90089:
CCA-CM-9010:
CCA-CM-9020:
CCA-CM-9021:
CCA-CM-9022:
CCA-CM-9025:
CCA-CM-9028:
CCA-CM-9029:

Selected Compliance jobs deleted.

Compliance job <jobname> deleted.

Compliance job <jobname> created.

Compliance job <jobname> updated.
Compliance Job changes have been discarded.
Execution of compliance job <jobname> started.
Execution of compliance job <jobname> finished.
Compliance Jobs started successfully.
Compliance job <jobname> started.

Compliance job <jobname> finished successfully.
Compliance Job <jobname> was saved.

Selected Compliance history deleted.

Compliance History Job <jobname> deleted.

Components Informational Messages

This section explains the informational messages that you see while performing the
component operations in CA Configuration Automation. The following messages are for
information only and do not require user action:

CCA-CM-9302:
CCA-CM-9304:
CCA-CM-9306:

Selected components deleted
Component <componentname> deleted successfully

Component <componentname> is in Service <servicename>, and

cannot be deleted from Server <servername>

CCA-CM-9309:
CCA-CM-9316:

Component refresh job submitted for selected components

Component "<compname>" is successfully deleted for Server

"<servername>" from Service "<servicename>".
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Catalyst Jobs Informational Messages

This section explains the error messages that you see while performing the rule catalyst
jobs in CA Configuration Automation.

The following messages are for information only and do not require user action:

CCA-CJ-9901: Selected catalyst jobs were deleted.

CCA-CJ-9902: Catalyst Job \"{0}\" deleted successfully.

CCA-CJ-9903: Catalyst jobs started successfully.

CCA-CJ-9906: Catalyst job changes have been discarded.

CCA-CJ-9907: Catalyst Job <job name> created successfully.

CCA-CJ-9909: Catalyst Job <job name> updated successfully.

CCA-CJ-9911: Catalyst Job <job name> started.

CCA-CJ-9912: Catalyst Job <job name> finished.

CCA-CJ-9916: Clearing the Cls exported by the Catalyst job For Republishing started.

Catalyst Profile Informational Messages

This section describes the information messages that you get when you perform the
catalyst profile operations.

The following messages are for information only and do not require user action:

CCA-PL-3900: Catalyst Attributes Profile <profile name> created successfully.
CCA-PL-3905: Catalyst Attributes Profile <profile name> updated successfully.
CCA-PL-3906: Catalyst Attributes Profile changes have been discarded.
CCA-PL-3907: Catalyst Attributes Profile <profile name> deleted successfully.
CCA-PL-3911: Catalyst Attributes Profile <profile name> imported successfully.
CCA-PL-3912: Catalyst Attributes Profile <profile name> updated successfully.
CCA-PL-3913: Catalyst Job <job name> created successfully

CCA-PL-3916: Catalyst Job <job name> updated successfully.

CCA-TN-9951: Tenant <tenant name> added successfully.
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m  CCA-TN-9952: Tenant <tenant name> deleted successfully.

m  CCA-TN-9960: Tenant Group <group name> updated successfully.
m  CCA-TN-9961: Tenant Group <group name> added successfully.

m  CCA-TN-9962: Tenant Group <group name> deleted successfully.

m CCA-TN-9966: Selected tenants were deleted successfully.

m  CCA-TN-9968: Selected tenant groups were deleted successfully.

m  CCA-TN-9972: Tenant Administrator list successfully updated.

m  CCA-TN-9973: Tenant Viewer list successfully updated.

Certificate Informational Messages

This section explains the informational messages that you see while performing the
certificate operations, and do not require user action:

m CCA-CT-9498: <certificatepurpose> Certificate deleted for User <username>.

Change Detection and Compare Informational Messages

This section describes the information messages that you get when you perform the
change detection and compare operations.
The following messages are for information only and do not require user action:

m  CCA-DF-9152: Change detection on server <servername> between
<snapshotdesignation1> and <snapshotdesignation2> started.

m  CCA-DF-9153 : Change detection on server <servername> between
<snapshotdesignation1> and <snapshotdesignation2> completed. <resultURL>.

m  CCA-DF-9155: Change detection on service <servicename> between
<snapshotdesignation1> and <snapshotdesigantion2> started.

m  CCA-DF-9157: Change detection on service <servicename> between
<snapshotdesignation1> and <snapshotdesignation1> completed. <resultURL>
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CCA-DF-9158: Compare server <servernamel> snapshot <snapshotnamel> to
server <servername2> snapshot <snapshotname2> started.

CCA-DF-9160: Compare server <servernamel> snapshot <snapshotnamel> to
server <servername2> snapshot <snapshotname2> completed. <resultURL>.

CCA-DF-9161: Compare service <servicenamel> snapshot <snapshotnamel> to
service <servicename2> snapshot <snapshotname2> started.

CCA-DF-9163: Compare service <servicenamel> snapshot <snapshot1> to service
<servicename2> snapshot <snapshotname3> completed. <resultURL>.

CCA-DF-9164: The cleanup task found <1> compare/change detection records older
than <1> days.

CCA-DF-9169: Change detection task of <1> servers started.
CCA-DF-9170: Change detection task of <1> services started.
CCA-DF-9171: Compare task of server <servername> to <1> servers started.

CCA-DF-9172: Compare task between service <servicenamel> and service
<servicename2> started.

CCA-DF-9174: Change detection task of <1> services completed. <1> differences
found.

CCA-DF-9175: Compare task of server <servername> to <1> servers completed. <1>
differences found.

CCA-DF-9176: Compare task between service <servicenamel> and service
<servicename2> completed. <1> differences found

Global Variable Informational Messages

This section describes the information messages that you get when you perform the
global variables operations.

The following messages are for information only and do not require user action:

CCA-GV-5501: Global Variable <variablename> created successfully.
CCA-GV-5502: Global Variable <variablename> updated successfully.
CCA-GV-5503: Global Variable <variablename> deleted successfully.
CCA-GV-5504: Selected global variables were deleted.

CCA-GV-5509: Imported global variables successfully.

CCA-GV-5512: Global Variable changes have been discarded.
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Graph Informational Messages

This section describes the information messages that you get when you perform the
graph operations.

The following messages are for information only and do not require user action:

CCA-GR-9801:
CCA-GR-9802:
CCA-GR-9803:
CCA-GR-9806:
CCA-GR-9808:

CCA-GR-9809

CCA-GR-9810:
CCA-GR-9816:
CCA-GR-9817:
CCA-GR-9823:
CCA-GR-9830:
CCA-GR-9806:

Graph <graphname> deleted.
Graph <graphname> created.
Graph <graphname> updated.
Default graph set to <graphname>.

Graph <currentname> renamed to <newname>.

: Graph <graphname> exported.

Graph <graphname> imported.

Folder <graphfoldername> created.

Folder <graphfoldername> deleted.

Folder <graphfoldername> updated.
Selected clusters were deleted successfully.

Default graph set to <graphname>.

General Informational Messages

This section describes the information messages that you get when you perform the
general tasks in CA Configuration Automation.

The following messages are for information only and do not require user action:

CCA-GM-0031: Heap Dump started on all Grid servers

CCA-GM-0032: Heap Dump started on CCA Server <Hostname>

CCA-GM-0033: Heap Dump started on Grid Server <Hostname> (process id <id>)

CCA-GM-0035: Heap Dump for CCA Server <Hostname> created and zipped to file

<output file>
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CCA-GM-0036:

Heap Dump for Grid Server <Hostname> (process id <id>) created

and zipped to file <output file>

CCA-LA-1004: Selected log archives were deleted.

CCA-LA-1005: Log Archive <archive file name> deleted successfully

CCA-LA-1007: <number1> log entries and <number2> network discovery detail logs

are archived in file <archived file name>.

CCA-LOG-8202: Auto-Refresh was successfully turned on.

CCA-LOG-8203: Auto-Refresh was successfully turned off.

Data Migration Informational Messages

This section describes the information messages that you get when you perform the
data migration operations.

The following messages are for information only and do not require user action:

CCA-DM-7506:
CCA-DM-7510:
CCA-DM-7515:
CCA-DM-7524:
CCA-DM-7525:

completed.

CCA-DM-7526:
CCA-DM-7527:
CCA-DM-7528:
CCA-DM-7529:
CCA-DM-7530:

format.

CCA-DM-7531:
CCA-DM-7532:

CCA-DM-7533

CCA-DM-7534:
CCA-DM-7535:

Database connected successfully.

Data Migration successfully completed.

Certificates Imported Successfully, requires server restart.
Starting Data Migration from Cohesion database to CCA database.

Data Migration from Cohesion database to CCA database

Starting Data Migration from Cohesion database to archive file.
Data Migration from Cohesion database to archive file completed.
Creating a jar file...

Jar file creation completed.

Started exporting data from Cohesion database to common file

Exporting data to common file format completed.

Loading the data into CCA database started.

:Loading the data into CCA database completed.

Importing blueprints...

Importing blueprints completed.
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CCA-DM-7536:
CCA-DM-7538:

No blueprints to import.

Blueprint <blueprintname> Version [<blueprintversion>] Component

Version <componentvesrion> imported successfully.

CCA-DM-7541.
CCA-DM-7542:
CCA-DM-7543:
CCA-DM-7544:
CCA-DM-7545:

CCA-DM-7546:

Importing access profiles...

Importing access profiles completed.

No access profiles to import.

Importing management profiles...
Importing management profiles completed.

No management profiles to import.

CCA-DM-7547 Importing servers...

CCA-DM-7548:
CCA-DM-7549:
CCA-DM-7550:
CCA-DM-7551:
CCA-DM-7552:
CCA-DM-7553:
CCA-DM-7554:
CCA-DM-7555:
CCA-DM-7557:
CCA-DM-7558:
CCA-DM-7561:
CCA-DM-7562:

Importing servers completed.

No servers to import.

Importing server groups...

Importing server groups completed.

No server groups to import.

Importing services...

Importing services completed.

No Services to import.

<objectname> imported successfully.

<number> Blueprints selected for export using the filter criteria.
Total: <totalcount> Success: <successcount> Failed: <failedcount>

Importing Blueprint <blueprintname> Version [<blueprintversion>]

Component Version <componentversion> ....

CCA-DM-7566:
CCA-DM-7568:
CCA-DM-7569:

Data migration from an archive file to CCA Database completed.
Validation of JAR file succeeded.

Extracting JAR file.
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CCA-DM-7573
CCA-DM-7575
CCA-DM-7577
CCA-DM-7579

: Importing global variables completed.
: Exporting global variables completed.
: Total: <totalcount> Success: <successcount> Failed: <failedcount>

: Blueprint <blueprintname> Version(<blueprintvarsion>) Component

Version(<componentvarsion>) exported successfully.

CCA-DM-7582

CCA-DM-7583:
CCA-DM-7584:
CCA-DM-7585:
CCA-DM-7586:
CCA-DM-7587:
CCA-DM-7588:
CCA-DM-7589:

<serverid>.

CCA-DM-7590:
CCA-DM-7591:
CCA-DM-7592:
CCA-DM-7593:
CCA-DM-7596:
CCA-DM-7597:
CCA-DM-7599:
CCA-DM-7604:
CCA-DM-7605:
CCA-DM-7619:
CCA-DM-7620:
CCA-DM-7621:
CCA-DM-7622:
CCA-DM-7623:

CCA-DM-7624

: <Count> Servers selected for export using the filter criteria.

< Count> Services selected for export using the filter criteria.

< Count> Server Groups selected for export.

Service <servicename> exported successfully.

Server <servername> exported successfully.

Server Group <servergroupname> exported successfully.

Access Profile <profilename> export started for Server Id <serverid>

Access Profile <profilename> exported successfully for Server Id

Management Profile <profilename> export started.
Management Profile <profilename> exported successfully.
Notification Profile <profilename> export started.
Notification Profile <profilename> exported successfully.
Management Profile schedule export started.
Management Profile schedule exported Successfully.
Import Security Certificates Successfully.

Importing global variables...

No global variables to import.

Importing Server Snapshots...

No Server Snapshots to import.

Importing Server Snapshots Completed.

Importing Service Snapshots...

No Service Snapshots to import.

: Importing Service Snapshots Completed.
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m  CCA-DM-7625: <count> Server Snapshots selected for export using the filter
criteria.

m  CCA-DM-7626: Server Snapshot <snapshotname> exported successfully.
m  CCA-DM-7627: Service Snapshot <snapshotname> exported successfully.

m  CCA-DM-7628: <Count> Service Snapshots selected for export using the filter
criteria.

m  CCA-DM-7633: Invalid File search depth value <value>, It should be an integer.
CCA-DM-7641
Could not find host with the given name

Reason:

The server that is exported from the CA cohesion database is not resolved and is not
imported to CA Configuration Automation.

Action:

No action is required.

Dashboard Informational Messages

This section describes the information messages that you get when you perform the
dashboard operations.

The following messages are for information only and do not require user action:
m  CCA-DB-9701: Dashboard <Dashboard Name> deleted.

m  CCA-DB-9702: Dashboard <Dashboard Name> created.

m  CCA-DB-9703: Dashboard <Dashboard Name> updated.

m  CCA-DB-9706: Default dashboard set to <Dashboard name>.

m  CCA-DB-9707: Cannot delete default dashboard.

m  CCA-DB-9708: Dashboard <Old Name> renamed to <New Name>.

m  CCA-DB-9709: Dashboard <Dashboard name> exported.

m  CCA-DB-9710: Dashboard <Dashboard name> imported.
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Export and Import Informational Messages

This section describes the information messages that you get when you perform the
export and import operations.

The following messages are for information only and do not require user action:

m  CCA-EX-5805: Export operation initiated.

m  CCA-EX-5806: Export operation initiated for selected objects.
m  CCA-IM-5924: <objectname> imported successfully.

m  CCA-IM-5926: CSV File processed successfully.

Management Profiles informational Messages

This section describes the information messages that you get when you perform the
management profile operations.
The following message is for information only and do not require user action:

m  CCA-PL-3812: Successfully removed the Blueprint "<Blueprintname>" references
from Management Profile "<profilename>".

NDG Informational Messages

This section explains the informational messages that you see while performing the
NDG operations in CA Configuration Automation.

The following messages are for information only and do not require user action:

m  CCA-NR-1701: Network Discovery Gateway <NDGservername> added successfully

m  CCA-NR-1702: Network Discovery Gateway <NDGservername> updated successfully
m  CCA-NR-1703: Network Discovery Gateway <NDGservername> deleted successfully
m  CCA-NR-1704: Network Discovery Gateway changes have been discarded

m  CCA-NR-1707: Selected Network Discovery Gateways were deleted successfully

m  CCA-NR-1712: The Network Discovery Gateway for the selected servers has been
updated successfully

m  CCA-NR-1713: The Network Realm for the selected servers has been updated
successfully

336 Message Reference Guide



NDG Discovery Informational Messages

NDG Discovery Informational Messages

Discovery and

This section explains the informational messages that you see while performing the
NDG discovery operations in CA Configuration Automation.

The following messages are for information only and do not require user action:

CCA-ND-8050: Added Host <servername> discovered by Network Discovery
Gateway on node <NDGservername>

CCA-ND-8051: Updated Host <servername> discovered by Network Discovery
Gateway on node <NDGservername>

CCA-ND-8068: Network discovery with the following network profile is canceled:

Refresh Informational Messages

This section describes the information messages that you get when you perform the
discovery and refresh operations.

The following messages are for information only and do not require user action:

CCA-DIS-8516: Discovery started for Server <servername>.

CCA-DIS-8519: Discovery completed for Server <servername> - <0> components
discovered.

CCA-DIS-8521: <0> new components found. <1> components missing. <2>
components deleted on the server <servername>.

CCA-DIS-8522: Refresh started for Server <servername>.

CCA-DIS-8524: Refresh completed for Server <servername> - <0> components
Refreshed.

CCA-DIS-8525: Discovery started for Service <servicename>.
CCA-DIS-8526: Discovery completed on Service <servicename>.
CCA-DIS-8527: Refresh started for Service <servicename>.

CCA-DIS-8528: Refresh completed on Service <servicename>.
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m  CCA-DIS-8553: Discovery on Server <servername> interrupted.

m  CCA-DIS-8565: Length <length> of parameter <parametername> in file <file>
exceeded maximum.

m  CCA-DIS-8568: Discovery Options: [discoveryoptions]

m  CCA-DIS-8574: Default Discovery Time Limit (No Wait) taken for Management
Profile <profilename>

m  CCA-DIS-8575: Default Inventory Pruning Mode (Mark Missing Keep Inventory)
taken for <profilename>

m  CCA-DIS-8576: OS Family not set for the Server <servername>, blueprints chosen
will be irrespective of platform

m  CCA-DIS-8585: Component refresh started for server <servername>.

m  CCA-DIS-8586: Component refresh completed for server <servername> - <1>
components Refreshed.

m  CCA-DIS-8598: <1> components are currently in use solely by services and stay
intact on the server <servername>.

m  CCA-DIS-8599: No changes found in the discovered data. Discovery will bypass the
component <blueprintname> (<path>) on server <servername>.

m  CCA-DIS-8601: The component <blueprintname> <path> is not discovered in the
server <servername>. The component state will be marked as missing.

m  CCA-DIS-8602: The component <blueprintname> <path> is not discovered in the
server <servername>. The component will be deleted from CCA inventory.

m  CCA-DIS-8603: The <serverproperties> grid job started for server <servername>.
m  CCA-DIS-8604: The <serverproperties> grid job completed for server <servername>
- <1> component created.

CCA-DIS-8634:

Server components <Hardware, Network, Storage> are discovered for server
<ServerName>

Reason:

The logs display the discovered server components.

Action:

No action is required.
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CCA-DIS-8635
Blueprints part of current discovery job are : <Blueprint Name + Version>

Reason:

The Blueprints that are selected in the server management profile are logged during the
discovery operation.

Action:

No action is required.
CCA-DIS-8636
File Indicators part of current discovery job are : <File Indicators of Blueprints>

Reason:

The logs display the comma-separated list of the File indicators that are part of the
discovery job.

Action:

No action is required.
CCA-DIS-8637

Directories excluded from discovery job are : <Excluded Directories specified in
Administration properties>

Reason:

The logs specify the directories in the administration properties that are excluded from
the discovery job.

Action:

No action is required.
CCA-DIS-8638

Files excluded from discovery job are : < Excluded files specified in Administration
properties >

Reason:

The logs specify the files in the administration properties that are excluded from the
discovery job.

Action:

No action is required.
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CCA-DIS-8639

Discovery job will start the indicators search from : <Search From path> to the search
depth <Search Depth Value>

Reason:

The logs specify the starting point and the depth level of the indicator search.

Action:

No action is required.
CCA-DIS-8640

Registry Indicators part of current discovery job are : <Registry Indicators of
Blueprints>

Reason:

The logs specify the comma-separated list of file indicators that are part of the discovery
operation.

Action:

No action is required.
CCA-DIS-8641

Discovery job will start registry indicators search from : <Search From Key> to the
Search depth <Search Depth Value>

Reason:

The logs specify the registry indicators search, and the depth of the search during a
discover operation.

Action:

No action is required.
CCA-DIS-8642
No indicators found for the server <Server Name> in the current discovery job.

Reason:

The logs specify that no indicators are found for a server during a discovery operation.

Action:

No action is required.
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CCA-DIS-8646

File Search Roots found for the Indicator <File Indicator Name> during Discovery are :
<File Search Roots>

Reason:

The logs specify that the File search roots are found for a file indicator.

Action:

No action is required.
CCA-DIS-8647

Registry Search Roots found for the Indicator <Registry Indicator Name> during
Discovery are : <Registry Search Roots>

Reason:

The logs specify that the registry search roots are found for a file indicator.

Action:

No action is required.
CCA-DIS-8648

Effective Component Roots determined for the component blueprint <Blueprint
Name> are : <Effective component roots>

Reason:

The logs specify that the effective search roots are found for the file indicator. The
search roots are the qualifiers of the discovered component.

Action:

No action is required.
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CCA-DIS-8649

Verification directive failed for blueprint <Blueprint name >, <component root>, on
server <Server Name>, therefore this component will be discarded from the Discovery

Reason:

The logs specify that a verification rule failed for a component, and the discovery
operation excludes it.

Action:

Update the component version. Ignore this message if the new component version is
available.

CCA-DIS-8650
Server Properties component is discovered for server : <Server Name>
Log statement indicating that the Server properties component is discovered

Reason:

The logs specify that the server properties component is discovered for a server.

Action:

No action is required.
CCA-DIS-8651
Time taken for discovery on server <Server Name> is : <Number of Seconds>

Reason:

The logs specify the total time that is taken for discovering a server.

Action:

No action is required.
CCA-DIS-8652
Test Discovery started on server <Server Name>

Reason:

The logs specify the start of the test discovery.

Action:

No action is required.
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Profile Informational Messages

This section describes the information messages that you get when you perform the
profile operations.

The following messages are for information only and do not require user action:

CCA-PL-3501: Management Profile <managementprofilename> created successfully

CCA-PL-3502: Management Profile <managementprofilename> updated
successfully

CCA-PL-3503: Management Profile <managementprofilename> deleted successfully
CCA-PL-3504: Access Profile <accessprofilename> created successfully
CCA-PL-3505: Access Profile <accessprofilename> updated successfully
CCA-PL-3506: Access Profile <accessprofilename> deleted successfully
CCA-PL-3507: Notification Profile <notificationprofilename> created successfully
CCA-PL-3508:Notification Profile <notificationprofilename> updated successfully
CCA-PL-3509: Notification Profile <notificationprofilename> deleted successfully
CCA-PL-3510:<profilename> was set as default profile

CCA-PL-3511: Selected profiles were deleted

CCA-PL-3512: Selected profiles were enabled

CCA-PL-3513: Selected profiles were disabled

CCA-PL-3532: Profile <profilename>updated successfully

CCA-PL-3535: Management Profile changes have been discarded

CCA-PL-3536: Access Profile changes have been discarded

CCA-PL-3537: Notification Profile changes have been discarded

CCA-PL-3543: Assigned profiles to the selected servers

CCA-PL-3544: Assigned profiles to the selected services

CCA-PL-3555: Selected profiles were run

CCA-PL-3568: <n> Snapshots of Service <servicename> older than <maxAge> were
deleted.

CCA-PL-3569: <n> Snapshots of Service <servicename> exceeding the maximum
count <maxcount> were deleted.

CCA-PL-3578: Run action initiated for Management Profile <profilename>.
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m  CCA-PL-3578: Run action initiated for Management Profile <profilename>.

m  CCA-PL-3583: <snapsdeleted> Snapshots of Server <servername> older than
<maxage.agequalifier > and exceeding the maximum count <maxcount> were
deleted.

m  CCA-PL-3584: <snapsDeleted> Snapshots of Service <servicename> older than
<maxage.agequalifier> and exceeding the maximum count <maxcount> were
deleted.

m  CCA-PL-3586: Job submitted for selected management profiles.

m  CCA-PL-3601: Network Scan Policy <policyname> created successfully.

m  CCA-PL-3602: Network Scan Policy <policyname> updated successfully.

m  CCA-PL-3603: Network Scan Policy <policyname> deleted successfully.

m  CCA-PL-3604: Network Scan Policy changes have been discarded.

m  CCA-PL-3608: Selected policies were deleted.

m  CCA-PL-3616: Selected Network Scan Policies were deleted.

m  CCA-PL-3617: Network Scan Policy <policyname> imported successfully.

m  CCA-PL-3850: Credential Vault Profile <profilename > created successfully.
m  CCA-PL-3851: Credential Vault Profile <profilename > updated successfully.
m  CCA-PL-3852: Credential Vault Profile <profilename > deleted successfully.
m  CCA-PL-3854: Credential Vault Profile changes have been discarded.

m  CCA-PL-3853: Credential Vault Profile <profilename > was set as the default profile.
m  CCA-PL-3711: Communication Mapping deleted.

m  CCA-PL-3714: Communication Mapping created successfully.

m  CCA-PL-3733: Application Mappings were successfully reordered.

m  CCA-PL-3735: A request to validate credentials for User Id <username> on Server
<servername> has been issued.

m  CCA-PL-3626: Network Profile <profilename> created successfully.
m  CCA-PL-3627: Network Profile <profilename> updated successfully.
m  CCA-PL-3628: Network Profile <profilename> deleted successfully.
m  CCA-PL-3630: Network Profile changes have been discarded.

m  CCA-PL-3636: Network Profile <profilename> job started.

m  CCA-PL-3637: Network Profile <profilename> job finished. Click for details. <url>
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m  CCA-PL-3722: Application Mapping created successfully.

m  CCA-PL-3728: Application Mapping <applicationname> imported successfully.
m  CCA-PL-3727: Application Mapping <applicationname> updated successfully.
m  CCA-PL-3724: Application Mappings deleted.

m  CCA-PL-3816: Cancellation message successfully sent to Network Discovery
Gateway.

m  CCA-PL-3821: Notification profile <profilename> imported successfully.
m  CCA-PL-3822: Notification profile <profilename> updated successfully.

m  CCA-PL-3825: <n> Snapshots of Server <servername> older than <maxage> were
deleted.

m  CCA-PL-3826: <n> Snapshots of Server <servername> exceeding the maximum
count <maxcount> were deleted.

Property Informational Messages

This section describes the information messages that you get when you perform the
property operations.

The following messages are for information only and do not require user action:

m  CCA-PY-6501: Property <propertyname> saved successfully.

m  CCA-PY-6502: Property <propertyname> for host <servername> was deleted.

m  CCA-PY-6503: Property <propertyname> for host <servername> was saved.

Rules informational Messages

This section explains the error messages that you see while performing the rules
operations in CA Configuration Automation.

The following messages are for information only and do not require user action:
m  CCA-RL-2501: Rule <rulename> created successfully.

m  CCA-RL-2502: Rule <rulename> updated successfully.

m  CCA-RL-2503: Selected rules were deleted successfully.
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Rule Compliance Informational Messages

This section describes the information messages that you get when you perform the
rule compliance operations.

The following messages are for information only and do not require user action:

CCA-RC-8115: Rule compliance on server <servername> snapshot
<snapshotdesignation> started.

CCA-RC-8117: Rule compliance on server <servername> snapshot
<snapshotdesignation> completed. <resultURL>.

CCA-RC-8118: Rule compliance on service <servicename> snapshot
<snapshotdesignation> started.

CCA-RC-8119: Rule compliance on service <servicename> snapshot
<snapshotdesignation> completed. <resultURL>.

CCA-RC-8120: The cleanup task found <1> rule compliance records older than <1>
days.

CCA-RC-8121: Rule compliance task of <1> servers started.

CCA-RC-8122: Rule compliance task of <1> servers completed. <0> failures found.
CCA-RC-8123: Rule compliance task of <1> services started.

CCA-RC-8124: Rule compliance task of <1> services completed. <0> failures found.

CCA-RE-1627: Rule Exception with Rule <rulename> on blueprint <blueprint name
with version> deleted successfully

CCA-RE-1631: Rule Exception with <rulename> on blueprint <blueprint name with
version> created successfully.

CCA-RE-1632:Rule Exception with <rulename> on file structure class
<filestructureclass name> created successfully.

CCA-RE-1635: Rule Exception with rule <rulename> on blueprint <blueprintname
with version> updated successfully.

CCA-RE-1636: Rule Exception with rule <rulename> on file structure class
<filestructureclass name> updated successfully.

CCA-RC-8132: The cleanup task found <Exceptions Count> rule compliance
exceptions which does not have any servers/services associated.

CCA-RC-8133: The cleanup task found <Number of rules> rule compliance exception
rules which no longer exists.
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Rule Group Informational Messages

This section describes the information messages that you get when you perform the
rule group operations.

The following messages are for information only and do not require user action:

CCA-RG-1601:
CCA-RG-1602:
CCA-RG-1603:
CCA-RG-1605:
CCA-RG-1608:
CCA-RG-1610:
CCA-RG-1611:
CCA-RG-1612:
CCA-RG-1614:

Rule Group <groupname> created successfully.

Rule Group <groupname> updated successfully.

Rule Group <groupname> deleted successfully.

Selected rule groups were deleted.

Rule Group changes have been discarded.

<count> rules have been added to Rule Group <groupname>.
Rules have been updated in Rule Group <groupname>.

Rules have been deleted from Rule Group <groupname>.

Rule Group <groupname> already exists.

CCA-RG-1615:Rule Group <groupname> exported.

CCA-RG-1616:

Rule Group <groupname> imported successfully.

Reports Informational Messages

This section describes the information messages that you get when you perform the
reports operations.

The following messages are for information only and do not require user action:

CCA-RT-6001: Report <reportname> created successfully.

CCA-RT-6002: Report <reportname> updated successfully.

CCA-RT-6003: Report <reportname> deleted successfully

CCA-RT-6004: Report <reportname> was run.

CCA-RT-6005:Report <reportname> of this template created successfully.

CCA-RT-6007: <instancename> Report Instance deleted successfully.

CCA-RT-6009: <instancename> Report Instance share removed.
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CCA-RT-6010: <instancename> Report instance is sahred.
CCA-RT-6013: Selected instances were deleted successfully.
CCA-RT-6014:Selected reports were deleted successfully.
CCA-RT-6015: Selected instances were shared.
CCA-RT-6016: Selected instances share removed.
CCA-RT-6024: Selected reports tasks submitted successfully.
CCA-RT-6045: Report changes have been discarded.
CCA-RT-6086: Run report task submitted successfully.
CCA-RT-6087: Report Template <reporttemplatename> is saved as <reportname>.
CCA-RT-6093: Report <reportname> execution started.
CCA-RT-6094: Report <reportname> execution completed.

CCA-RT-6095:Report <reportname> attachment file size exceeds the default
attachment configuration property "mail.server.attachment.size". By default the
report result will be sent as hyper link in the notification.

Remediation Jobs Informational Messages

This section describes the information messages that you get when you perform the
remediation operations.

The following messages are for information only and do not require user action:

CCA-RJ-8001: Remediation Job changes have been discarded
CCA-RJ-8005: Selected remediation jobs deleted.

CCA-RJ-8006: Remediation Job <jobname> was created successfully.
CCA-RJ-8008: Remediation Job Step <jobstep> was saved.
CCA-RJ-8009: Remediation Job <jobname> was saved.

CCA-RJ-8015: Remediation Job <jobname> was updated.
CCA-RJ-8016: Remediation Job <jobname> was deleted.

CCA-RJ-8036: The cleanup task found <n> remediation history records older than
<n> days.
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m  CCA-RJ-8037: Server <server> was added to remediation job <jobname>

m  CCA-RJ-8038: Server group <servergroup> was added to remediation job
<jobname>

m  CCA-RJ-8039: Service <service> was added to remediation job <jobname>
m  CCA-RJ-8040: <n> servers removed from remediation job <jobname>

m  CCA-RJ-8041: <n> server groups removed from remediation job <jobname>.
m  CCA-RJ-8042: <n> services removed from remediation job <jobname>.

m  CCA-RJ-8044: Remediation Jobs started successfully.

m  CCA-RJ-8045: Remediation job <jobname> started at <time>

m  CCA-RJ-8046: Remediation job <jobname> finished successfully at <time>
m  CCA-RJ-8049: Undo remediation history <jobname> started.

m  CCA-RJ-8050: Undo remediation history <jobname> finished successfully.
m  CCA-RJ-8052: Rerun remediation history <jobname> started.

m  CCA-RJ-8053: Rerun remediation history <jobname> finished successfully.
m  CCA-RJ-8055: <n> remediation history of job <jobname> were deleted.

m  CCA-RJ-8060: Execute macro <macro> of component <component> started on
server <server>

m  CCA-RJ-8061: Execute macro <macro> of component <component> finished
successfully on server <server>

m  CCA-RJ-8070: Remediation job finished successfully.

m  CCA-RJ-8072: Remediation Jobs scheduled successfully.

m  CCA-RJ-8073: Remediation job started.

m  CCA-RJ-8074: Remediation Job Step changes have been discarded.

CCA-RJ-8047
Remediation job <jobname> finished with failure at <time>

Reason:

The remediation job <jobname> failed.

Action:

Verify the corresponding operation log details in the Log tab which caused the failure.
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CCA-RJ-8051:
Undo remediation history <jobname> finished with failure.

Reason:

Informational only.

Action:

Undo the remediation history <jobname> failed with failures. Verify the corresponding
operation log details in the Log tab which caused the failure.

CCA-RJ-8054

Rerun remediation history <jobname> finished with failure.

Reason:

Informational only.

Action:

Rerun the remediation history <jobname> failed with failures. Verify the corresponding
operation log details in the Log tab which caused the failure.

Remediation Profile Informational Messages

This section describes the information messages that you get when you perform the
remediation profile operations.

The following messages are for information only and do not require user action:
m  CCA-RP-1002: Remediation Profile <profilename> was created.

m  CCA-RP-1004: Remediation Profile <profilename> was updated.

m  CCA-RP-1005: Remediation Profile <profilename> was deleted.

m  CCA-RP-1006: Remediation Profile changes have been discarded.

m  CCA-RP-1014: Selected steps were deleted.

m  CCA-RP-1017: Remediation Profile Step <stepname> was created.

m  CCA-RP-1018: Remediation Profile Step <stepname> was updated.

m  CCA-RP-1019: Remediation Profile Step <stepname> was deleted.

m  CCA-RP-1023: Remediation Profile Steps were successfully reordered.

m  CCA-RP-1025: Steps were reordered for Remediation Profile <profilename>.
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m  CCA-RP-1026: <n> Remediation Profile Steps deleted.

m  CCA-RP-1027: A Remediation Profile Step is specified more than once in the request
to be deleted. The duplicate one will be ignored.

m  CCA-RP-1031: <n> Remediation Profiles deleted.

m  CCA-RP-1034: Remediation Profile Step <stepname> was added to Profile
<profilename>

m  CCA-RP-1036: Remediation profile <profilename> imported successfully.
m  CCA-RP-1037: Remediation profile <profilename> updated successfully.

m  CCA-RP-1038: Remediation profile already exists.

Remediation History Informational Messages

This section describes the information messages that you get when you perform the
remediation history operations.

The following messages are for information only and do not require user action:

m  CCA-RH-1003: Selected Remediation History records were deleted.

m  CCA-RH-1007: Jobs for the selected Remediation History records were successfully
ran again.

m  CCA-RH-1008: Jobs for the selected Remediation History records were successfully
submitted.

Remote Agent Installation Informational Messages

This section describes the information messages that you get when you perform the
remote agent installation.

The following messages are for information only and do not require user action:

m  CCA-RI-1401: Remote Agent Install Started for Server <servername>.

m  CCA-RI-1402: Remote Agent Uninstall Started for Server <servername>.

m  CCA-RI-1403: Remote Agent Installed Successfully on Server <servername>.
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m  CCA-RI-1404: Remote Agent Uninstalled Successfully on Server <servername>.
m  CCA-RI-1408: Remote Agent Installation Job is not posted for Server <Server Name>

m  CCA-RI-1410: Remote Agent Uninstallation Job is not posted for Server <Server
Name>

m  CCA-RI-1436: Remote Agent Install is using sudo account.
m  CCA-RI-1437: Remote Agent Uninstall is using sudo account.

m  CCA-RI-1438: Remote Agent Installation is failed by host name, now it is started
with ip address "<IP address>".

m  CCA-RI-1439: Remote Agent Uninstallation is failed by host name, now it is started
with ip address "<IP address>".
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Script Informational Messages

This section describes the information messages that you get when you perform the

script operations.

The following message is for information only and do not require user action:

m  CCA-SE-1001: Script <scriptname> created successfully.

m  CCA-SE-1002: Script <scriptname> updated successfully.

m  CCA-SE-1003: Script <scriptname> deleted successfully.

m  CCA-SE-1005: Selected scripts were deleted.

m  CCA-SE-1009: This script is assigned to one or more other rules.

m  CCA-SE-1015: Script changes have been discarded.

m  CCA-SE-1019: Script <scriptname> exported.

m  CCA-SE-1020: Script <scriptname> already exists.

m  CCA-SE-1021: Script <scriptname> imported successfully.

m  CCA-SE-1029: Script <scriptname> imported

m  CCA-SE-1035: Script <scriptname> has been executed on the server <servername>.
View CCA logs for script details.

CCA-SE-1007

Are you sure you want to delete the selected scripts?

Reason:

Confirming the delete operation.

Action:

Your confirmation is required.

CCA-SE-1027

Imported successfully. However, the script has some Global or Context variables
defined in it. Please make sure that either these variables are imported or explicitly

created. Please see CCA logs for the names of the variables.

Reason:

The script has references to Global or context variables

Action:
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If the variable is a global variable, please make sure that either these variables are
imported or explicitly created. If it is a context variable, make sure that the script will be
assigned to a rule defined on an appropriate object( file/registry/service/group policy)
for successful resolution.

CCA-SE-1028

Script <scriptname> imported successfully. However, the script has the following
variables defined in it: <variable List comma separated>. Please make sure that either
these variables are imported or explicitly created.

Reason:
The script has references to Global or context variables
Action:

If the variable is a global variable, please make sure that either these variables are
imported or explicitly created. If it is a context variable, make sure that the script will be
assigned to a rule defined on an appropriate object( file/registry/service/group policy)
for successful resolution

Server Informational Messages

This section describes the information messages that you get when you perform the
server operations.

The following messages are for information only and do not require user action:

m  CCA-SR-1001: Server <servername> added successfully.

m  CCA-SR-1002: User provided server name <servernamel> was resolved to
<servername2> and added successfully.

m  CCA-SR-1003: Server <servername> updated successfully.

m  CCA-SR-1004: Server <servername> deleted successfully.

m  CCA-SR-1005: Run Management Profile action initiated for Server <servername>.
m  CCA-SR-1007: Stop Discovery action initiated for Server <servername>.

m  CCA-SR-1008: Refresh Server action initiated for Server <servername>.

m  CCA-SR-1010: Selected servers were deleted successfully.

m  CCA-SR-1015: Server changes have been discarded.

m  CCA-SR-1018: Servers added successfully.
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CCA-SR-1021: Stop Discover Servers job submitted.

CCA-SR-1022: Management Profile job submitted for selected servers.
CCA-SR-1027: Selected servers state changed to "Managed".

CCA-SR-1028: Selected servers state changed to "Unmanaged".

CCA-SR-1044: Execution of Management profile for Server <servername> started.
CCA-SR-1063: File processed successfully.

CCA-SR-1064: Agent secured for Server <servername>.

CCA-SR-1066: Discovery canceled for Server <servername>.

CCA-SR-1080: Currently no adhoc discovery operation is running on Server
<servername>. Stop Discovery is only applicable to adhoc discovery.

CCA-SR-1045: Execution of Management profile for Server <servername>
completed.

CCA-SR-1052: Reconcile servers successful.

CCA-SR-1084: Server <servername> added to Service <servicename>.
CCA-SR-1085: Server <servername> deleted from Service <servicename>.
CCA-SR-1086: Management Options: [<selectedmanagementoptions>]
CCA-SR-1087: Server <servername> does not exist.

CCA-SR-1089:Install Agents action is initiated for Server <servername>
CCA-SR-1090: Uninstall Agents action is initiated for Server <servername>.
CCA-SR-1100: Discovery job submitted for selected servers.
CCA-SR-1101: Refresh job submitted for selected servers.

CCA-SR-1116: Agent Installation job submitted for selected servers.
CCA-SR-1117: Agent Uninstallation job submitted for selected servers.
CCA-SR-1118: Snapshot job submitted for selected servers.

CCA-SR-1121: Snapshot action initiated for Server <servername>.
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m  CCA-SR-1123: Could not resolve host <servername>, IP address <ipaddress>. Server
creation allowed by user.

m  CCA-SR-1126: No snapshot on server <servername> to perform change detection
operation for profile <managementprofilename>.

m  CCA-SR-1127: No snapshot (snapshotdesignation) on target server <servername> to
compare for profile <managementprofile>

m  CCA-SR-1137: Server <servername> has been removed from CCA database.

m CCA-SR-1138: Successfully added the server <servername> through self registration
agent request.

m  CCA-SR-1152: Selected servers were updated successfully.
m  CCA-SR-1160: Reconciliation started for server <servername>.
m  CCA-SR-1161: Reconciliation for server <servername> completed successfully.

m  CCA-SR-1173: A Script has been executed on the server <servername>. Please see
CCA logs for script details.

m  CCA-SR-1174: Incorrect access mode is used to connect to \"{O}\" server, please
assign correct access profile or correct the OS name of the server \"{1}\".

CCA-SR-1056:
Operation <operation> is not allowed.

Reason:

Except the add command, no other command is supported while adding servers using
the CSV file.

Action:

No action is required.
CCA-SR-1081
Server <servername> can not be deleted, <currentactivity>.

Reason:

Operation <currentactivity> is running on the server <servername>.

Action:

No action is required.
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Security Certificate Informational Messages

This section explains the informational messages that you see while performing the
security certificate operations in CA Configuration Automation.

The following messages are for information only and do not require user action:

m  CCA-CT-9401: Certificate Authority destroyed

m  CCA-CT-9402: HTTPS support disabled

m  CCA-CT-9403: HTTPS support enabled

m  CCA-CT-9404: <certificatepurpose> Certificate created for Server <servername>

m  CCA-CT-9405: Certificate Authority created successfully. The CCA Server must be
restarted for this Certificate Authority to become activated

m  CCA-CT-9407: Selected Certificates were deleted successfully
m  CCA-CT-9408: Selected Server Agents were secured successfully
m  CCA-CT-9432: <certificatepurpose> Certificate deleted for Server <servername>

m  CCA-CT-9475:<certificatepurpose> Certificate created for Server <servername>.
Perform \"Enable HTTPS\" action to enable https

m  CCA-CT-9476: Client Authentication enabled
m  CCA-CT-9477: Client Authentication disabled

m  CCA-CT-9496: <certificatepurpose> Certificate created for User <username>

Structure Class Informational Messages

This section describes the information messages that you get while performing the
structure class operations.

The following messages are for information only and do not require user action:

m  CCA-SC-5001: File Structure Class <fscname> created successfully.

m  CCA-SC-5002: File Structure Class <fscname> updated successfully.

m  CCA-SC-5003: File Structure Class <fscname> deleted successfully.

m  CCA-SC-5008: File Structure Class changes have been discarded.

m  CCA-SC-5009: Group <groupname> created successfully.

m  CCA-SC-5010: Group <groupname> deleted successfully.

m  CCA-SC-5011: Group <groupname> updated successfully.

m  CCA-SC-5016: Parameter <parametername> created successfully.
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CCA-SC-5017: Parameter <parametername> updated successfully.
CCA-SC-5018: Parameter <parametername> deleted successfully.
CCA-SC-5029: Structure Classes exported successfully

CCA-SC-5031: Structure Class <structureclass> imported successfully.
CCA-SC-5033: The selected File Structure Classes were deleted successfully.
CCA-SC-5041: Parameters were successfully reordered.

CCA-SC-5042: Groups were successfully reordered.

Server Groups Informational Messages

This section describes the information messages that you get when you perform the
server groups operations.

The following messages are for information only and do not require user action:

CCA-SG-1501: Server Group <groupname> created successfully.
CCA-SG-1502: Server Group <groupname> updated successfully.
CCA-SG-1503: Server Group <groupname> deleted successfully.
CCA-SG-1505: Selected server groups were deleted.
CCA-SG-1508: Server Group changes have been discarded.
CCA-SG-1511: Server Group <groupname> was exported.
CCA-SG-1512: Server Group <groupname> already exists.

CCA-SG-1514: Server Group <groupname> was imported.

Service Information Messages

This section describes the information messages that you get when you perform the
service operations.

The following messages are for information only and do not require user action:

CCA-SV-2001: Service <servicename> created successfully.
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CCA-SV-2002:
CCA-SV-2003:
CCA-SV-2004:
CCA-SV-2005:
CCA-SV-2006:
CCA-SV-2007:
CCA-SV-2009:
CCA-SV-2014:
CCA-SV-2015:
CCA-SV-2019:
CCA-SV-2020:
CCA-SV-2024:

CCA-SV-2025:
completed.

Service <servicename> updated successfully.

Service <servicename> deleted successfully.

Run Management Profile action initiated for Service <servicename>.
Run Discovery action initiated for Service <servicename>.

Stop Discovery action initiated for Service <servicename>.

Refresh Server action initiated for Service <servicename>.

Selected services were deleted successfully.

Service changes have been discarded successfully.

Service Snapshot changes have been discarded successfully.

Stop Discover Services job submitted.

Management Profile job submitted for selected services.

Execution of Management profile for Service <servicename> started.

Execution of Management profile for Service <servicename>

CCA-SV-2039:Discovery canceled for Service <servicename>.

CCA-SV-2049:

Currently no discovery operation is running on Service

<servicename>.

CCA-SV-2050:
CCA-SV-2052:
CCA-SV-2053:
CCA-SV-2056:
CCA-SV-2057:
CCA-SV-2059:

CCA-SV-2060:

CCA-SV-2063 :

Service <servicename> can not be deleted, <currentactivity>.
Server <servername> added to Service <servicename>.
Server <servername> deleted from Service <servicename>.
Discovery job submitted for selected services.

Refresh job submitted for selected services.

Snapshot job submitted for selected services.

Snapshot action initiated for Service <servicename>.

No snapshot <designatedsnapshot> on target service <servicename>

to compare for profile <managementprofile>.

CCA-SV-2062:

No snapshot on service <servicename> to perform change detection

operation for profile <managementprofile>.

CCA-SV-2077:

Service <Service Name> imported successfully.
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Service Profile informational Messages

This section describes the information messages that you get when you perform the
service profile operations.

The following messages are for information only and do not require user action:

m  CCA-SVCP-1001: Service Profile <Profile Name> created successfully.

m  CCA-SVCP-1002: Service Profile <Profile Name> updated successfully.

m  CCA-SVCP-1003: Service Profile <Profile Name> deleted successfully.

Snapshot Information Messages

This section describes the information messages that you get when you perform the
snapshot operations.
The following messages are for information only and do not require user action:

m  CCA-ST-3002: Snapshot <snapshotname> of Service <servicename> deleted
successfully.

m  CCA-ST-3003: Service Snapshot <snapshoname> created successfully.
m  CCA-ST-3004: Service Snapshot <snapshotname> updated successfully.
m  CCA-ST-3005: Service Snapshot <snapshotname> deleted successfully.

m  CCA-ST-3007: Snapshot <snapshotname> of Server <servername> deleted
successfully.

m  CCA-ST-3008: Server Snapshot <snapshotname> created successfully.

m  CCA-ST-3009: Server Snapshot <snapshotname> updated successfully.

m  CCA-ST-3010: Server Snapshot <snapshotname> deleted successfully.

m  CCA-ST-3011: Snapshot <snapshotname> saved successfully.

m  CCA-ST-3019: Snapshot <snapshotname> is designated as <snapshotdesignation>.

m  CCA-ST-3025: Server Snapshot changes have been discarded.
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m  CCA-ST-3028: Removed snapshots <snapshotdesignation> designation.

m  CCA-ST-3047: Server Snapshot <snapshotname> of Server <servername> imported
successfully.

m  CCA-ST-3048: Service Snapshot <snapshotname> of Service <servicename>
imported successfully.

m  CCA-ST-3051: Snapshot already exists.

m  CCA-ST-3055: Server Snapshot <snapshotname> started.

m  CCA-ST-3056: Snapshot delete operation initiated, check log for details.

m  CCA-ST-3059: Snapshot <snapshotname> of Service <servicename> delete started.
m  CCA-ST-3060: Snapshot <snapshotname> of Server <servername> delete started.
m  CCA-ST-3061: Snapshot delete operation initiated for Server <servername>.

m  CCA-ST-3062: Snapshot delete operation initiated for Service <servicename>.

m  CCA-ST-3063: Snapshot <snapshotname> of Server <servername> already deleted.
m  CCA-ST-3064: Service Snapshot <snapshotname> started.

m  CCA-ST-3081: Snapshot "<snapshotname>" of Service "<servicename>" already
deleted.

Storage Area Network Informational Messages

This section describes the information messages that you get when you perform the
storage area network operations.

The following messages are for information only and do not require user action:

m  CCA-SS-1002: The selected storage systems were deleted successfully.

m CCA-SS-1003: Storage system <Storage System Name> deleted successfully.

Table View Informational Messages

This section describes the information messages that you get when you perform the
table view operations.

The following message is for information only and do not require user action:

m  CCA-TV-7001: Table View <viewname> updated successfully

m  CCA-TV-7002: Table View <viewname> created successfully
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CCA-TV-7004: Selected table views were deleted successfully
CCA-TV-7005: Changes to the Table View have been discarded
CCA-TV-7013: Table View <viewname> deleted successfully
CCA-TV-7014: Table View <viewname> was exported
CCA-TV-7016: Table View <viewname> was imported

CCA-TV-7017: Number of records returned exceeded the allowed maximum. Please
use a filter to limit the number of records

Tenant Information Messages

This section describes the information messages that you get when you perform the
tenant operations.

The following message is for information only and do not require user action:

CCA-TN-9950: Tenant <tenant name> updated successfully.

Task Wizard Informational Messages

This section explains the informational messages that you see while performing the task
wizard operations in CA Configuration Automation.

The following messages are for information only and do not require user action:

CCA-TW-1006: Network Discovery has been started
CCA-TW-1007: Service Discovery has been started
CCA-TW-1010: Job Complete

CCA-TW-1012: Network Discovery was scheduled successfully
CCA-TW-1013: Agent installation was scheduled successfully
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Ul Export-Import of Profiles Informational Messages

This section describes the information messages that you get when you perform the Ul
export and import operations.

The following messages are for information only and do not require user action:

CCA-MP-5601: Management profile already exists.

CCA-MP-5602: Management profile <managementprofilename> imported
successfully.

CCA-MP-5603: Management profile <managementprofilename> updated
successfully.

CCA-AP-5604: Access profile <accessprofilename> imported successfully.
CCA-AP-5605: Access profile <accessprofilename> updated successfully.
CCA-PL-5611: Access profile already exists.

CCA-NP-5613: Network profile already exists.

CCA-NP-5614: Network profile <networkprofilename> imported successfully.

CCA-NP-5615: Network profile <networkprofilename> updated successfully.
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