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Chapter 1: Introduction

This section contains the following topics:

Scope of This Guide (see page 21)
Related Publications (see page 21)
Conventions (see page 22)

Scope of This Guide

This guide describes AutoShell, CA Server Automation CLI commands, and performance
metrics. A glossary explains specific terminology used in virtualization technologies.

AutoShell is the central command line interface of CA Server Automation that you can
use to automate complex recurring and management tasks. AutoShell provides a
standalone JavaScript implementation for object orientation, XML and regular
expression processing. AutoShell uses an out-of-the-box version of the Mozilla
Spidermonkey JavaScript interpreter which also provides JavaScript functionality to the
Mozilla Firefox web browser. The interpreter allows you to use JavaScript syntax directly
in the AutoShell, for example, for displaying a directory listing.

This guide provides you all AutoShell commands, examples, and best practices of this
user interface.

Related Publications

The CA Bookshelf provides the following CA Server Automation publications:

Administration Guide

Describes product architecture, troubleshooting, concepts, and configuration tasks
for administrators.

Installation Guide

Describes installation prerequisites, best practices, and procedures for CA Server
Automation.

Reference Guide

Provides detailed information about AutoShell, CLI scripting commands, log files,
and performance metrics.

CA Process Automation Connector Reference Guide

Provides detailed information about CA Process Automation connectors and use
cases.
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Conventions

Conventions

Online Help

Provides information to help you complete tasks using the CA Server Automation
user interface.

Reservation Manager Help

Provides information to help users and administrators complete tasks using the
Reservation Manager user interface.

Release Notes

Provides information about new and changed features and product implementation
information including operating system support, system requirements, and how to
contact Technical Support.

Service Response Monitoring User Guide

Provides installation and configuration details of SRM.
SystemEDGE User Guide

Provides end-user information about the SystemEDGE agent.
SystemEDGE Release Notes

Provides information about new and changed features and agent implementation
information including operating system support, system requirements, and how to
contact Technical Support.

In addition, the CA Bookshelf supplies the following Rapid Server Imaging (RSI) server
guides:

m  RSI Server Administration Guide

m  RSI Server Installation Guide

m  RSI Server for ApplLogic User and Installation Guide

m  RSI Server Release Notes

To view PDF guides, download and install Adobe Reader from the Adobe website if it is
not already installed on your computer.

This guide uses the following conventions:
Case-Sensitivity

All names of classes, commands, directives, environment parameters, functions,
and properties mentioned in this guide are case-sensitive and you must spell them
exactly as shown. System command and environment variable names may be
case-sensitive, depending on your operating system's requirements.
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Cross-References

References to information in other guides or in other sections in this guide appear
in the following format:

Guide Name
Indicates the name of another guide.
"Chapter Name"
Indicates the name of a chapter in this or another guide.
Synonyms

Terms such as attribute, object, object identifier (OID) are synonymous to the term
'variable' in this document.

Terms such as SystemEDGE Agent, CA SystemEDGE are synonymous to SystemEDGE
in this document.

Syntax
Syntax and user input use the following form:
Italic

Indicates a variable name or placeholder for which you must supply an actual
value.

{alb}
Indicates a choice of mandatory operands, a or b.

[ Torl[l]

Indicates optional operands.
Syntax Example
The following example uses these conventions:

modify -t ZONE [-m zoneserver] -p psetname {-min mincpu|-max maxcpu} pset -session
ssh

The operands -min and -max are mandatory, but you can only use one of them
depending on what you want to define, the minimum number of CPUs in the
processor set or the maximum number. The operand -m is not required for this
command to function. All other parts of the command must be entered as shown.

Default Directory

CASYSEDGE used in path statements indicates the directory in which SystemEDGE is
installed. Default: C:\Program Files\CA\SystemEDGE.
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Installation Path

Install_Path used in path statements indicates the directory in which CA Server
Automation or components of CA Server Automation are installed.

Defaults:

m  Windows x86: C:\Program Files\CA

m  Windows x64: C:\CA, C:\Program Files (x86)\CA, or C:\Program Files\CA
m  UNIX, Linux: /opt/CA
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Chapter 2: AutoShell

AutoShell is a command line and scripting environment that you can use to automate
complex recurring and management tasks.

This chapter details AutoShell and provides you many examples and best practices of
this user interface.

This section contains the following topics:

About AutoShell (see page 25)

Manager Shell and Client Shell (see page 27)

Valid AutoShell User (see page 27)

Accessing AutoShell (see page 28)

Common Information Model (CIM) Objects (see page 28)
Invoking AutoShell (see page 32)

Stringification (see page 37)

Writing Data to the Console (stdout) (see page 38)
Reading Data from the Keyboard (stdin) (see page 39)
Accessing the Operating System (see page 40)

Running Scripts (see page 41)

AutoShell Core Reference (see page 50)

AutoShell Loadable Modules' Command Reference (see page 165)

About AutoShell

AutoShell is a combination of a scripting language and a command line shell. It is based
on the standardized scripting language ECMA-Script, most commonly referred to as
JavaScript. While JavaScript is mostly known as a scripting language that is used on web
pages, it does not need to run in a browser. It is a standalone scripting language
implementing support for object orientation, XML and regular expression processing.
AutoShell uses an out-of-the-box version of the Mozilla Spidermonkey JavaScript
interpreter which also provides JavaScript functionality to the Mozilla Firefox web
browser. This allows you to use JavaScript syntax directly in the AutoShell, for example,
for displaying a directory listing.

Typically, strings must be surrounded by quotes, special characters must be escaped, or
function calls must be enclosed in parentheses. Entering instructions in this manner is
not efficient, so AutoShell implements a unique command translation layer on top of
the JavaScript language that accepts typical shell-type commands with mandatory and
optional arguments. These commands do not require strings to be placed in quotes and
translated into the underlying JavaScript syntax.
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Key AutoShell features include the following:

Operating system access to run child processes and capture their output.

Parallel remote script execution to permit efficient processing of tasks that cannot
be run centrally.

Remote file system access for advanced provisioning by copying files directly
between computers.

Support for common Application Programming Interface (APl) mechanisms typically
used by management APIs, such as library calls, Java, and COM, to permit access
from scripts to these APIs.

Remote registry access (Windows specific).

Ability to push and install its own client shell and arbitrary install packages to
remote Windows systems.

Note: For information about JavaScript language references and examples, see the
website https://developer.mozilla.org/en/JavaScript. AutoShell uses JavaScript version

1.7.

More Information

Manager Shell and Client Shell (see page 27)

Invoking AutoShell (see page 32)

Stringification (see page 37)
Running Scripts (see page 41)
AutoShell Core Reference (see page 50)
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Manager Shell and Client Shell

Manader Shell and Client Shell

AutoShell consists of two parts: the manager shell and the client shell. To enter
commands or start the execution of scripts, work with the manager shell to perform
local tasks on the manager system. The client shell is considered to be part of the
AutoShell remote execution infrastructure. To enable remote execution and remote file
system access, the client shell must be installed on all managed remote nodes. Other
than that you do not need to use the client shell. The manager shell invokes the client
shell for remote operations through secure SSH connections. The term AutoShell always
refers to the manager shell for this reason.

Manager Shell

Lets you interactively enter commands, start scripts and perform local tasks on the
manager computer.

Client Shell

Enables remote execution and remote file system access using Secure Shell (SSH)
connections, and must be installed on all managed server remote nodes.

AutoShell can be invoked in interactive mode or scripting (batch) mode.

Valid AutoShell User

During the CA Server Automation installation, you define a CA Embedded Entitlements
Manager (CA EEM) user identity and password in the Native Security User Information
screen of the installation wizard. The credentials are stored in the CA EEM database. The
user is assigned to the CA Server Automation administrator group and can be used to
log in to the CA Server Automation User Interface and AutoShell manager.

If CA Server Automation components that use CA EEM are installed on a local or remote
system, the AutoShell manager always validates the login credentials against the CA
EEM data. If not, the AutoShell manager validates the login credentials against Windows
authentication.
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Accessing AutoShell

You can access AutoShell from the CA Server Automation server.

To access AutoShell

1. Open the Windows Explorer and navigate to the following directory:
C:\Program Files\CA\SC\AutoShellClient

2. Double-click caaipaomautoshellclient.exe.
The AutoShell Command Prompt window opens.

3. Enter user name and password of a valid CA Server Automation user.

The AutoShell command prompt appears.
More Information

Valid AutoShell User (see page 27)

Common Information Model (CIM) Objects

CA Server Automation uses a CIM-based object model to store information about
managed objects. Managed objects can be retrieved, queried, and manipulated as
native objects inside the AutoShell scripting environment. For CIM detail, see the CIM
specification published by the Distributed Management Task Force (DMTF):
http://www.dmtf.org/standards/cim/. For DMTF CIM documentation format and
feature specifications, see

http://www.dmtf.org/standards/published documents/DSP0202 1.0.0.pdf.

To enable the optional AutoShell CIM feature during installation, select the AutoShell
CIM ALM (AutoShell Loadable Module).

Important! AutoShell provides full write access to the CA Server Automation object
store. Using improper AutoShell commands or scripts can invalidate the integrity of this

store, causing malfunction of other CA Server Automation components. Always perform
read-only operations on the object store from within AutoShell.

Retrieve CIM Classes

You can retrieve CIM classes in AutoShell.

To retrieve DMTF CIM classes, use the following command:
get-autoShellClasses CIM *
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Common Information Model (CIM) Objects

To retrieve CA-defined CIM extension classes, use the following command:
get-autoShellClasses CA *

Retrieve Antecedents and Dependents From CIM Objects

You can use getAntecedents() and getDependents() methods to retrieve CIM object
antecedents and dependents.

To retrieve CIM object antecedents, call the getAntecedents() method:
// Retrieve all computer systems

arr=CA ComputerSystem.getInstances()

// Continue working with the first computer system returned
cs=arr[0]

// retrieve the antecedents

arrAnt = cs.getAntecedents()

for(i=0; i<arrAnt.length; i++)

{

show-cimObject arrAnt[i]

To retrieve antecedents instances of a CIM class, call getAntecedents() method:
0s = cs.getAntecedents("CIM OperatingSystem");
show-cimObject os

To retrieve CIM object dependents, call the getDependents() method:
// Retrieve all computer systems,

arr=CA ComputerSystem.getInstances()

// Continue working with the first computer system returned
cs=arr[0]

// retrieve the dependents

arrAnt = c¢s. getDependents()

for(i=0; i<arrAnt.length; i++)

{

show-cimObject arrAnt[i]

To retrieve dependents instances of a CIM class, call the getDependents() method:
fs = c¢s. getDependents("CIM FileSystem");
show-cimObject fs
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Retrieve CIM Objects

Each CIM class has a static getinstances() method that returns an array of class objects.

To retrieve all systems managed by CA Server Automation, use the following command:
albjs = CA ComputerSystem.getInstances()
? "Query returned", oObjs.length

To retrieve a subset of systems managed by CA Server Automation, use one of the
following filter expressions:
albjs = CA ComputerSystem.getInstances("ElementName='Everest.local'")

or
albjs = CA ComputerSystem.getInstances("ElementName like 'Ev*'")

To retrieve system names and descriptions, use the following command:
albjs = CA ComputerSystem.getInstances();
for(i=0; i<albjs.length; i++)

? al0bjs[i].getElementName(),a0bjs[i].getDescription()

To retrieve CIM object properties and values, use the following command:
albjs = CA ComputerSystem.getInstances("ElementName='Debianl'")
show-cimObject aObjs[0]
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Example: Output for show-cimObject command

CA ComputerSystem

Caption: null

Description: null

ElementName: Debianl

Facets: 44

InstallDate: null

Name: 47332dal-e782-0308-d614-c2e99de989bc
OperationalStatus: undefined
StatusDescriptions: undefined
Status: null

HealthState: 5
PropagatedHealthState: null
IsPropagated: true

PrimaryStatus: null

DetailedStatus: null
OperatingStatus: null
CommunicationStatus: null
ManagementStatus: null
EnabledState: null
OtherEnabledState: null
RequestedState: null
EnabledDefault: null
TimeOfLastStateChange: null
AvailableRequestedStates: undefined
TransitioningToState: null
CreationClassName: CA ComputerSystem
NameFormat: null

PrimaryOwnerName: null
PrimaryOwnerContact: null

Roles: undefined
OtherIdentifyingInfo: undefined
IdentifyingDescriptions: undefined
Dedicated: undefined
OtherDedicatedDescriptions: undefined
ResetCapability: null
PowerManagementCapabilities: undefined
HostName: 192.168.1.119

IpAddress: null

SerialNumber: null

Version: null

CpuCount: 1

TotalVisibleMemorySize: 256
PatchLevel: null

BiosVersion: null

Fans: null

Chassis: null
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DrCapable: null
VendorId: null
MacAddress: null
ArchTypeUID: null
Available: null
LastUpdate: null
SnapshotType: null
TotalStorageCapacity: null
Model: null

CpuSpeed: null
SystemImageIld: null
HardwareClassId: null

Invoking AutoShell

You can invoke the AutoShell from a command line interface by using the following
command:

caaipaomautoshell.exe [-U usernamel [-P password] [-h host] [[-f] scriptfilel
[scriptargs]] [-e expr] [-i]

-U username

Specifies a valid CA Server Automation user. You can also set the user name by
using the CAASUSER environment variable.

-P password

Specifies the password for that user. You can also set the password by using the
CAASPASS environment variable.

-f scriptfile [scriptargs]

(Optional) Loads the specified script file with its optional script arguments. This
parameter can be used multiple times.

-e expr

(Optional) Evaluates the specified expression.

(Optional) Enters interactive mode after loading scripts.
-locale=locale

(Optional) Specifies an 1S0 639_3166 combination (for example: fr_FR for French) to
override the default English output. To use the locale of the command prompt,
specify "native".
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Examples

Run the hello.js script:
caaipaomautoshell.exe -U vaimuser -P topsecret -f hello.js
Calculate the value of 4*3:

caaipaomautoshell.exe -U vaimuser -P topsecret -e 4*3

Set the environment variables for username and password and calculate the value of
sin(P1/2):

set CAASUSER=vaimuser
set CAASPASS=topsecret
caaipaomautoshell.exe -e Math.sin(Math.PI/2)

More Information

Valid AutoShell User (see page 27)

Use Interactive Mode (see page 34)

Use Remote Interactive Mode (see page 35)
Batch Mode (see page 35)

Remote Batch Mode (see page 36)
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Use Interactive Mode

Use interactive mode to perform simple operations on a local or remote host or for
testing small code fragments when you create scripted command sequences.

To use interactive mode

1.

Run the following AutoShell executable in one of the following ways:

caaipaomautoshell.exe

AutoShell prompts you for a user name and password. AutoShell then either
performs an authentication check or stores the credentials for future use, such as
authenticating to remote clients. This decision depends on the type of product
integration.

caaipaomautoshell.exe —U bob —P mypassword
You specify the user name and password by using the —U and —P switches.

(Optional) Specify credentials by setting the environment variables CAASUSER and
CAASPASS as follows:

set CAASUSER=bob
set CAASPASS=mypassword

The AutoShell prompt appears after a successful logon.
asmgr::->
asmgr

Specifies the local host name.

Enter any valid JavaScript expression at the prompt because AutoShell uses
JavaScript as its underlying scripting language.

Example:
2+3 displays 5

AutoShell has an automatic result display that eliminates the need to use output
commands at the command prompt for simple expressions. However, displaying
the result of the expression in a script does require you to use an output command.
See also the run-local command (see page 42) section.

Enter one of the following commands to terminate the AutoShell interactive
session:

quit

exit
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Use Remote Interactive Mode

Batch Mode

You can start a remote interactive session to a managed system that has the AutoShell
client installed. AutoShell uses SSH for communication between manager and client
shells to connect to any SSH server system with user name and password as login
credentials. In this case, the available commands are not AutoShell commands, but the
commands of the SSH configured on the remote system.

To use remote interactive mode

1. Specify the remote host name with the —h switch:

caaipaomautoshell.exe —h ascll

The interactive command prompt displays and contains the name of the remote
host specified. Commands entered at the prompt are executed in the client shell on
the remote system. The result returns to the manager shell and displays in the
interactive session.

Note: When scripts are specified for execution in an interactive remote session,
they must reside on the remote system.

2. Enter one of the following options to terminate the AutoShell interactive session:

quit
exit

AutoShell scripts can be invoked from interactive mode, but they are typically run
without any manual intervention.

To use batch mode

Invoke AutoShell with the —f switch and the path name of the script to run:

caaipaomautoshell.exe —f hello.js

AutoShell runs the script and terminates when script execution finishes. Interactive
mode starts after the script finishes. Specify -i at the end of the command (order
matters) to enter interactive mode after processing the script:

caaipaomautoshell.exe —f hello.js -i

Note: In these examples, add —U / -P switches with credentials or set the CAASUSER /
CAASPASS environment variables. If credentials are not defined, AutoShell prompts for
them before starting script execution.
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You can also pass arguments to the script:

caaipaomautoshell.exe —f hello.js 1 abc "x y z"

Passes 1, "abc" and "x y z" to the script. These arguments can be accessed through the
arguments array which is a standard JavaScript mechanism.

Specify multiple scripts using multiple occurrences of the —f switch:

caaipaomautoshell.exe —f hello.js —f world.js

The scripts are executed in the order they are specified. When specifying arguments,
each script receives its own set of arguments, for example;

caaipaomautoshell.exe —f hello.js 1 —f world.js 2

In this case the hello.js script receives the actual parameter 1 and world.js the
parameter 2.

Expression evaluation is another variant. Instead of adding simple expressions to a script
and execute them using —f, they can be specified on the command line using the —e
switch:

caaipaomautoshell.exe -e Math.sqrt(2)
caaipaomautoshell.exe -e "for(i=1;i<1l;i++)qout(i)"

Remote Batch Mode

You can run one or multiple scripts on a remote system with remote batch mode.
To use remote batch mode

Specify the host name using the —h switch before specifying the script files. For example,
enter the following command:

caaipaomautoshell.exe —h ascll —f hello.js —f world.js

The script files reside on the manager system and are transferred to the remote client
for execution.
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Stringification

Stringification takes a sequence of characters and turns it into a JavaScript literal string.
For example, the AutoShell get-help command that takes a filter string as an optional
parameter:

get-help help

Because AutoShell uses an out-of-the-box JavaScript interpreter, any command entered
at the prompt or in a script file, is translated into valid JavaScript syntax. The AutoShell
command translation layer turns the command into a JavaScript function call:

help( "help" );

Literal strings in JavaScript must always be enclosed in quotes, therefore the command
translation layer automatically places quotes around the string specified in the
command. If quotes are found around a string, it is not stringified again.

Special characters inside literal JavaScript strings must be escaped. In particular,
backslash and quotes inside quote delimited strings. Escaping is done by prefixing these
special characters with a backslash. Consider the AutoShell dir command (1) that gets
translated to a function call (2):

(1) dir c:\Program Files\CA\*.*
(2) ca.aip.direct.directory("c:\\Program Files\\CA\\*.*" ,"" false,false, false,
false);

Quotes may be required when dealing with strings that contain spaces and take multiple
input parameters in one option. If a string with spaces inside is specified without quotes,
the space is interpreted as an argument delimiter until all input parameters a matched.
To prevent this behavior use quotes.

Instead of using a command without quotes (1), escape backslashes, and enclose the
path in quotes so that AutoShell correctly identifies arguments (2):

(1) copy c:\Program Files\CA\*.* c:\temp
(2) copy "c:\\Program Files\\CA\\*.*" c:\temp

Note: Because the command translation layer does not stringify the path, special
characters inside the string must be escaped manually.
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To keep a string including spaces together and still get automatic escaping of special
characters, you can also use the _S() macro:

copy S(c:\Program Files\CA\*.*) c:\temp

When using AutoShell commands to automate tasks, parts of the commands must often
accept input from JavaScript variables. In this case, prevent stringification. Otherwise,
the variable name is turned into a literal string and the command does not produce the
expected result. To prevent stringification of an expression, place the expression into
parenthesis:

var topic = "help";
get-help (topic)

Writing Data to the Console (stdout)

Scripts often display results or diagnostic messages. Use "?" and "??" commands to
write any type of output to stdout, which specifies the console screen when no
redirection is specified. To write output from within an expression to stdout, use the
gout() and ggout() functions. The function qout() is equivalent to "?" and gqqgout() to
"??". Both commands and functions accept lists of arguments.

?, qout

Writes the string representation of each argument in a list to stdout. A single space
is automatically placed between each displayed argument. The output is terminated
with a linefeed character.

??, qqout

Writes the string representation of each argument in a list to stdout. A single space
is automatically placed between each displayed argument.

Note: The "?" and "??" output commands can only be used at the beginning of a line.
Examples

The "?" command prints the specified value followed by a line feed:

? "Hello World"
Hello World

The "?" command also accepts a comma-separated list of arguments. The displayed
arguments are separated with a single space in the output:

? "Hello", "World"
Hello World

38 Reference Guide



Reading Data from the Keyboard (stdin)

The "??" command works like "?", but does not add the line feed at the end of the
output. Several "??" commands can be used in a script to construct a single-line output:

?? "Hello"

27 mom
?? "World"

Both commands accept any data type and combinations thereof:

? "Today is", new Date
? "The square root of 2 is", Math.sqrt(2)

Display the numbers from 1 to 10:

for(i=1;i<11;i++)qout(i);

Reading Data from the Keyboard (stdin)

If a script requires input while it is running, use one of the following commands:
wait

Waits for a key press and optionally stores the typed character in a variable.
accept

Reads a string from the keyboard (stdin) until enter is pressed:
Examples
Wait until an arbitrary key has been pressed:
wait "Press any key.."
Wait until one key has been pressed and store the resulting character in the variable ch.
wait ""Press any key" to ch
Read a string until an enter is encountered and store it to the variable str.
accept to str

Display the prompt message "Enter amount: ", read the input string until an enter is
encountered, and store it to the variable str.

accept "Enter amount: " to str
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Accessing the Operating System

Management shells often call operating system commands or other native utilities to
accomplish system-related tasks. From the interactive AutoShell prompt or from within
scripts, execute OS commands by prefixing them with an exclamation mark. The
exclamation mark must always be the first non-whitespace character of the input line.

By default, AutoShell writes the output of OS commands directly to the AutoShell
console. However, output that is written to the AutoShell console is not directly
accessible by AutoShell for further processing. Applications that process child process
output typically redirect the output to a file and read that file after the child process
terminates. AutoShell lets you directly assign child process output to a JavaScript object.
See the following examples.

You can launch any application from AutoShell using the OS access. When invoking OS
commands, AutoShell always waits for the command to complete before returning to
the command prompt or continuing script execution.

Examples

List the files in the current directory, print the version of the running OS, and start
Notepad. These sample commands run without any AutoShell interaction. The first of
the following commands uses the operating system dir command but not the built-in
Autoshell dir command. AutoShell waits until the Notepad application is closed.

I dir

! ver
! notepad

Concatenate commands by using an ampersand "&" and execute them with a single
child process:

! dir >t.txt & type t.txt

Using the OSRedirect Class

AutoShell uses the predefined OSRedirect class for output redirection when invoking
child commands. To redirect output and capture the child process return code, create
an OSRedirect object and pass it in the command invocation using the optional —output
clause:

out = new OSRedirect();
! dir —output out
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When you interactively execute this command in the AutoShell console, it does not
display any information in the console. It redirects the output to the specified object.
After completion, you can call a set of methods on the specified object to get
information about the command execution:

"Error occurred during command execution:", out.errorOccurred()
"Did command complete:", out.hasCompleted()

"Output produced by command:", out.output()

"Command return code (errorlevel):", out.result()

NN N N

The methods output() and result() return the required information. The output()
method returns a string with the complete directory listing. You can use the standard
JavaScript string functions to further process this output. For example, parse the lines
into an array and display them line-by-line:

lines=out.output().split("\n");
for(i=0;i<lines.length;i++)qout(lines[i]);

If you want to invoke the dir operating system command with the ! AutoShell command,
allocate an OSRedirect object before issuing the | command. To save this step, you can
also invoke OS commands using the !! command. The !! command creates an
OSRedirect object and assigns it to the specified variable if it does not exist.

The following command outputs the current directory listing to the variable out, even if
no OSRedirect object is explicitly allocated:

Il dir -output out

If you issue the !! command without the optional -output clause, it automatically writes
the directory information to variable $Sstdout:

1 dir
? $$stdout.output()

Running Scripts

This section covers the execution of scripts on the local host and on multiple remote
hosts.

More Information

Using the run-local Command (see page 42)
Using the run-remote Command (see page 44)
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Using the run-local Command

Use the run-local command to evaluate script expressions or to run script files locally.
The run-local command allows passing of parameters to the script code.

To evaluate an expression, specify the expression, for example:

run-local 1+1

The expression parameter is stringified, so you can specify expressions with or without
quotes.

To execute a script, specify the pathname of the script in the optional —file clause:

run-local —file scripts\primes.js

The run-local command with the —file option is the only way for a running script to
invoke another script. Specifying the pathname of a JavaScript file to invoke the script
only works at the interactive prompt. Pathname specification is not supported inside
script files. If you want to execute scripts from scripts, consider the following example:

// Begin of script file: hello.js
function hello()
{

? "Hello World!"

}
// End of script file

Use the following command to invoke this script:

run-local —file hello.js

This command makes the hello() function available in the current scripting context, but
it does not execute it, so nothing is visible on the console. After the run-local command
returns, the calling script can invoke the newly defined function to print the expected
greeting:

hello();

When invoking a script file, only code that is not contained in any surrounding scope
(like a function) is executed during the run-local command runs. Changing the script to
the following example, prints the greeting before the run-local command returns.

// Begin of script file: hello2.js
? "Hello World!"
// End of script file
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To make the function available to the call and still execute the code, the script file can
contain a call to the function itself:

// Begin of script file: hello3.js
hello();
function hello()
{
? "Hello World!"

}
// End of script file

Directly executable code in script files can appear anywhere outside function scopes.
Placing executable code in front of the first function declaration, as in the previous
example, is not necessary.

You can pass parameters in an expression or in a script being run with the run-local
command using the optional —with clause. The parameters are accessible in the
expression or script through the standard JavaScript arguments array:

// Begin of script file: args.js
var i, 1;
1 = arguments.length;
for(i=0; i < 1; i++)
{
? arguments[i]

}
// End of script file

The script prints all the arguments that are passed to it. For example, the following
command prints "1", "abc" and the current date and time.

run-local —file args.js —with 1, "abc", new Date()
More Information
Accessing the Operating System (see page 40)

Using the OSRedirect Class (see page 40)
run-local Command--Execute a Script on the Local System (Funclet) (see page 97)
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Using the run-remote Command

The run-remote command executes expressions or script files on one or more remote
AutoShell client systems. For remote execution to work, the remote target node must
have the AutoShell client installed and be configured.

The run-remote command supports specifying expressions, scripts and arguments in the
same way as the run-local command. Script files must reside on the manager system
and transfer to the target systems for execution. In addition, specify the remote clients
with the on clause. Specifying a server name is the simplest way of invoking the
run-remote command:

run-remote "1+2" on "ascll"

Note: Stringification is not supported for the host name.

You can specify multiple targets for remote execution by using a list:

run-remote "1+2" on "ascll", "ascl2"

Using run-remote this way does not get any information about the remote job that was
executed. The job runs or fails without any further indication. Remote commands
execute asynchronously which means run-remote commands return while the actual
remote command is still executing.

To wait until the remote command processes or until an error occurs, invoke
run-remote with the —wait option:

run-remote "1+2" on "ascll" -wait

More control over remote execution provides the predefined RemoteTarget AutoShell
class.

More Information

Using the RemoteTarget Class (see page 45)
run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
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Using the RemoteTargdet Class

Use the run-remote command with the RemoteTarget class in the following ways:

m  Work with RemoteTarget objects returned by the run-remote command.

m  Create RemoteTarget objects and pass them to the run-remote command.

The run-remote command always returns an array of RemoteTarget objects. The length

of this array is equal to the number of remote targets that have been specified in the on
clause. The array elements directly correspond to the remote targets by position:

arrRT = run-remote -file hello.js on "ascll", "ascl2"

The run-remote command returns an array with two RemoteTarget objects:

m  arrRT[0] contains a RemoteTarget object that corresponds to the execution of the
script hello.js on the remote host named ascl1.

m  arrRT[1] corresponds to the execution of the same script on ascl2.

RemoteTarget objects make status information of the script available, regarding its
execution process, output, or result. The following RemoteTarget methods retrieve this
status information:

hasCompleted()

Indicates if the command processing has been completed (true) or not (false). If
run-remote is invoked without the optional -wait switch, command execution runs
asynchronously. Call this method to verify if a command completes and if a result is
available. The method hasCompleted() returns true when the command
successfully completes or false when an error occurs that prevents further
processing.

Return values: true or false
errorOccurred()

Indicates whether the command finishes successfully and the output and result can
be verified (false), or if an error occurs (true).

Return values: true or false
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output()

Returns a string that contains the captured output produced by running the
specified script on the corresponding remote system.

Return value: string
result()

Returns an XML-encoded value of the specified script that has been executed on
the corresponding remote system.

Return value: XML

See the AutoShell Classes (see page 140) section for additional methods of the
RemoteTarget class.

Examples

Assuming the previously introduced hello.js script produces the "Hello World!" greeting,
the output() methods for both RemoteTarget objects return this string. The following
script puts this type of processing in a larger context:

var t;
var arrRT;
var i, 1;

arrRT = run-remote -file hello.js on "ascll", "ascl2"
1 = arrRT.length;

// Wait for completion, could use -wait clause above as well
// but this way we can bail out on our own timeout

t=0;
while(t<60)
{
for(i=0; i<l; i++)
{
if(!arrRT[1].hasCompleted())
break;
}
// Break if all invocations finished
if(i==1)
break;
sleep(500);
t++;
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for(i=0; i<l; i++)

{
if(arrRT[i].hasCompleted())
{
if(arrRT[i].errorOccurred())
{
? "Error occurred on ", arrRT[i].getHostName()
}
else
{
? arrRT[1].getHostName(), "returned output:"
? arrRT[1].output()
}
}
else
{
arrRT[i].abort();
}
}

Combining remote execution with OS command invocation enables access to OS
services or data on remote systems. For example, the following code queries and
returns the OS version string of the operating system running on server ascl1.

arrRT = run-remote ! ver on "ascll" -wait
? arrRT[0].output()

AutoShell only displays the remote command output in the previous examples.
Expressions or scripts processed remotely can also return a value:

arrRT = run-remote 2*21 on "ascll" -wait

In this case the expression "2*21" is sent to server ascl1 for remote calculation. When
the command completes, the result is available through the result() method of the
corresponding RemoteTarget object.

The result() method does not return the value directly, but an XML representation of it:

? arrRT[O].result()
<value type="number">42</value>

To turn this XML string into a regular JavaScript value, use get-remoteResult():

v = get-remoteResult(arrRT[0])
? typeof v, v
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AutoShell serialization also applies to remote scripts which return complex types like
arrays or objects. Serialization enables the transfer of large amounts of structured data
between remote servers without losing structural data. The following example shows a
remote execution that returns an array consisting of three elements:

arrRT = run-remote [1,"abc",new Date()] on "ascll" -wait
v = get-remoteResult(arrRT[0])
? typeof v, v

Another way of working with RemoteTarget objects is to create them before invoking
the actual remote command. A RemoteTarget object is constructed by specifying the
name of the target host in the object creation:

var rtl = new RemoteTarget("ascll");
var rt2 = new RemoteTarget("ascl2");

Explicitly creating RemoteTarget objects is useful when more than one command or
script is executed for the same remote host. In this case, the same RemoteTarget object
can be reused for each run-remote. Otherwise, run-remote creates a RemoteTarget
object for each invocation.

To use the RemoteTarget objects with run-remote, specify them instead of the host
names:

run-remote -file hello.js on rtl, rt2 -wait
? rtl.output()

? rt2.output()

run-remote Math.log(Math.E) on rtl, rt2

? get-remoteResult(rtl)

? get-remoteResult(rt2)

The usage of RemoteTarget objects does not require to store the array returned by
run-remote. The array only contains references to the RemoteTarget objects that were
initially passed to the command. So the explicitly created RemoteTarget objects can be
directly accessed to query results of the execution.

You can specify remote targets in a list like in the previous example or as an array.

arrRT = [new RemoteTarget("ascll"), new RemoteTarget("ascl2")];
run-remote -file hello.js on arrRT

RemoteTarget objects let you reuse objects in subsequent run-remote command
invocations, and also provide a way to manage remote client session creation.
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When AutoShell executes run-remote, it connects to the specified remote system
through SSH. By default, the SSH server on the remote system starts a new instance of
the client AutoShell. The newly created AutoShell process evaluates the passed script
and the process is destroyed after evaluation finishes. For multiple subsequent
command invocation, multiple client AutoShell processes are created and destroyed on
the remote system. Additionally, any context information created when running a script
is lost and is not available to subsequent remote scripts.

The RemoteTarget class implements an easy to use mechanism to control the client
AutoShell session creation on the remote host. Call createRemoteContext() on a
RemoteTarget object to create a permanent client AutoShell session on the remote host
for this RemoteTarget object:

var rt = new RemoteTarget("ascll");
rt.createRemoteContext()

Subsequent run-remote invocations do not allocate a temporary client AutoShell session
on the remote host, but rather use the permanent one created by
createRemoteContext(). Additionally, any context information that is created when
running a script is available to any remote scripts executed later. The permanent client
AutoShell session on the remote host is automatically destroyed when the
RemoteTarget object is collected. The session can also be explicitly destroyed by calling
destroyRemoteContext() on the corresponding object.

The effect of using createRemoteContext() can easily be verified using the following
example:

var rt = new RemoteTarget("ascll");
rt.createRemoteContext()

run-remote X=5 on rt -wait
run-remote X on rt -wait

? get-remoteResult(rt)
rt.destroyRemoteContext()
run-remote X=5 on rt -wait
run-remote X on rt -wait

? get-remoteResult(rt)

The second command invocation returns 5 because the variable X created in the first
call still exists in the permanent client AutoShell session. When the remote client session
is destroyed, the two remaining invocations trigger the creation of two temporary client
AutoShell sessions. The second command returns an empty result, because the variable
X was created in another session was already destroyed.

More Information

RemoteTarget Class (see page 151)
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AutoShell Core Reference

This section describes the commands, functions, and classes which are specific to the
AutoShell core. Further commands that belong to platform-specific extensions are
described in the ALM Command Reference (see page 165) section.

AutoShell commands are grouped into cmdlets and funclets:
Cmdlets

Specify command definitions that must start with the first non-whitespace
character in a line. Because of this restriction they can only be used standalone and
not as part of a broader JavaScript expression. Specifically, they cannot be used as
rvalues (right-hand side operand of an assignment operator). ? is an example of an
AutoShell cmdlet.

Funclets

Maintain verbose command-like syntax with optional clauses, stringification, and so
on, and can also return values. Often funclets, are used like cmdlets, that is,
standalone in a single line. They can however return a value that can be processed
as part of a broader expression.

Commands, Functions, and Classes According to Catedories

AutoShell provides the following CA Server Automation-specific commands (cmdlets,
funclets), functions, and classes. Use these commands to create appropriate AutoShell
applications to manage your virtual environment.

Cmdlet

1, 11,?,?? accept, arrdump, cat, cd, DBG_PROMPT, DBG_PROMPT_LINE, exit,
external, get-autoShellClassinfo, get-webServicelnfo, help, mkdir, objdump, pwd,
quit, set alternate to, set console, set result disp, start-java, type, wait, weak
external

Funclet

add, ASSERT, associate, chdir, clone, copy, cp, create, custom, del, dir, get-help,
get-remoteResult, install, Is, modify, move, mv, new-SSHSession, new-ZONESession,
new-comObject, new-webService, push-client, push-winRemote, push-winRemote,
PW_GET, query-service, reboot, rebuild, rem-client, remove, ren, rename, reset,
rm, rmdir, run-SSHCommand, run-SSHShell, run-ZONECommand, run-client,
run-local, run-remote, run-winRemote, show, shutdown, start, start-service, status,
stop, stop-service, uninstall
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Functions

base64Decode, base64Encode, curDir, delete, disable, enable, gete, memoRead,
memoWrit, platform, pute, qout, qgqout, regCreateKey, regCreateSubkeys,
regDeleteKey, regDeleteVal, regGetKeyValues, regGetSubKey, regGetVal, reglsKey,
reglsVal, reSetKeyValues, regSetVal, setProcExitCode, shellType, typeName

Classes

OSRedirect, RemoteTarget
AutoShell commands, functions, and classes can be categorized according to the
following criteria:
Arrays

arrdump
AutoShell deployment

exit, quit, push-client, rem-client, run-client, setProcExitCode, shellType
Classes and objects

new-comObject, get-autoShellClassInfo, get-remoteResult, objdump, OSRedirect,
RemoteTarget, run-local, run-remote, typeName

Command execution

I, 11, get-remoteResult, OSRedirect, push-winRemote, RemoteTarget, run-local,
run-remote, run-SSHCommand, run-SSHShell, run-winRemote, run-ZONECommand

Datatypes

typeName
Encryption

base64Decode, base64Encode
Environment variables

gete, pute
Files and directories

cat, cd, chdir, copy, cp, curDir, del, dir, Is, mkdir, mv, pwd, ren, rm, rmdir, type
Help

get-help, help
Input and output

?, ??, accept, DBG_PROMPT, DBG_PROMPT_LINE, PW_GET, qout, qqout, set
alternate to, set console, set result disp, wait

Mathematical expressions

ASSERT
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Miscellaneous
external, start-java, weak external
Platforms

push-winRemote, run-LPARCommand, run-winRemote, run-ZONECommand,
platform

Registry

regCreateKey, regCreateSubkeys, regDeleteKey, regDeleteVal, regGetKeyValues,
regGetSubKey, regGetVal, reglsKey, reglsVal, reSetKeyValues, regSetVal

Remote access

get-remoteResult, push-winRemote, RemoteTarget, run-remote,
run-SSHCommand, run-SSHShell, run-winRemote

Services

get-webServicelnfo, new-webService, query-service, start-service, stop-service
Sessions

new-SSHSession, new-ZONESession
Solaris Zones

associate, clone, create, custom, delete, disable, enable, install, modify, move,
reboot, rename, show, start, status, stop, uninstall

Strings

accept, PW_GET, memoRead, memoWrit, typeName
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General AutoShell Commands

This section details the general AutoShell core commands (cmdlets, funclets) in
alphabetic order. These general commands are not platform-specific to LPAR or Solaris
Zones. AutoShell defines a series of commands that simplify invoking the corresponding
tasks.

The following regular JavaScript function call obtains a detailed directory listing of C:\:
ca.aip.direct.directory("C:\\*.*" , "" false,false,false,true)

The corresponding AutoShell command looks like the following:
dir C:\*.* -1

Examples

Lists the content of the current directory in the console:
dir *.*

Assign the directory listing to an array:
arr = dir *.* -retval
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I Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet)

Run an operating system command or start an application as child process. A
user-specified OSRedirect object or a default system variable (S$stdout) automatically
captures child process output.

The command has the following syntax:

'l cmd [-output osRedirect]
cmd

Command to execute or application to run. Multiple commands can be
concatenated using a && sequence. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.

osRedirect

(Optional) Existing OSRedirect object to receive the output of the child process and
capture it in the specified variable.

Default: $Sstdout
Examples

Get DOS memory information about Windows OS with output redirected to a variable,
out, that is not initialized before the call:

'l mem -output out
// Output line by line

alLines = out.output().split(String.fromCharCode(10));
arrdump alines

Perform a DNS lookup and automatically capture the output to $Sstdout:

'l nslookup ca.com
? $$stdout.output()

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)
OSRedirect Class (see page 141)
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! Command--Invoke Command or Child Process (Cmdlet)

Run an operating system command or start an application as child process. The output
produced by the child process is written to the AutoShell console by default. Optionally,
redirect the output to an AutoShell OSRedirect object.

The command has the following syntax:

! cmd [-output osRedirect]
cmd

Specifies a command to execute or application to run. Multiple commands can be
concatenated using a && sequence. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code

into parenthesis.

osRedirect
(Optional) Existing OSRedirect object to receive the output of the child process.

Default: ""
Examples
Display the version string of a Windows OS:
! ver
Display the version string of a Windows OS display current directory:
! ver & cd
Ping a system on the network and capture output:
out=new OSRedirect();

! ping 192.168.0.100 -output out
if(out.result()==0)

{

? out.output();
}
else
{

? "Ping failed"
}
See also:

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)
OSRedirect Class (see page 141)
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?? Command--Write Output in a List to stdout (Cmdlet)

Writes the string representation of each argument in a list to stdout. A single space is
automatically placed between each displayed argument. Subsequent output calls using
?, ??, gout() or ggout() place their output immediately after the original output, so ?? or
ggout() are typically used to construct output lines using several invocations.

The command has the following syntax:

?? [x]
X

(Optional) List of arguments to output.
Examples

Print three column headers with separating spaces:

?? "Coll"
27w o
?? "Col2"
27w o
?  "Col3"

The third label is printed using the ? command to move the cursor to the beginning of
the next line.

See also:
Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see

page 54)
OSRedirect Class (see page 141)

? Command--Write Output to stdout (Cmdlet)

This command (cmdlet) writes the string representation of each argument in a list to
stdout. A single space is automatically placed between each argument. The set console
and set alternate commands can redirect or suppress the output. The output terminates
with a linefeed character.

The command has the following syntax:
? [x]
X

(Optional) List of arguments to output. If the list is empty, only a linefeed character
prints.
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Examples

Print "Hello World!":

? "Hello World!"
Print a list of numbers:
?71,2,3

Print an empty line:

?

Output the numbers from 1 to 10. The ? command can only be used at the beginning of
a line, to output text from within an expression the corresponding qout() function must
be used:

for(i=1;i<11;i++) qout(i);
See also:

?? Command--Write Output in a List to stdout (Cmdlet) (see page 56)
agout--Write Output to stdout (Function) (see page 123)

gout--Write Output Followed by Linefeed to stdout (Function) (see page 122)
set alternate to Command--Set Alternate Output File (Cmdlet) (see page 110)
set console Command--Suppress Console Qutput (Cmdlet) (see page 111)

accept Command--Read String From stdin and Assign it to a Variable (Cmdlet)

Optionally prompts for input, reads characters until an enter is encountered and assigns
the character string without the enter to a variable.

The command has the following syntax:

accept [prompt] to var [-hidden]
prompt
(Optional) Specifies a character string to display.
var
Name of variable to assign the string holding the read characters to.
-hidden

(Optional) Masks the input string to enter a password.
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Examples

Read a string and assign it to the variable name:
accept "Enter your name: " to name

Mask input to enter a password:

accept "Enter password:" to password -hidden

See also:

wait Command--Wait for a Key Press (Cmdlet) (see page 115)
PW_GET Command--Input Hidden Data (Funclet) (see page 89)

arrdump Command--Display an Array (Cmdlet)
This command lists all elements of a one-dimensional array.
The command has the following syntax:

arrdump arr
arr

Defines the array to display.
Example

Display an array:

a=[1,2,"a", true, new Date()];
arrdump a

See also:

objdump Command--Display Enumerable Properties of an Object (Cmdlet) (see page 85)
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ASSERT Command--Compare Mathematical Expressions (Funclet)

This command (funclet) checks if the statement or assertion that consists of two
mathematical expressions and an operation is true or false. The mathematical
expressions can be composed of the following elements:

®  Functions
®  Operations
m  Decimal fractions

m  Numerical values in decimal, octal, or hexadecimal format
If the statement or assertion is false, AutoShell raises a customizable error message.

To write numbers in octal format, precede the value with a 0, for example, 0123. To
write numbers in hexadecimal format, precede the value with a 0x, for example, 0x123.

The command has the following syntax:
ASSERT x relation v [-msg msg]
X
Defines a mathematical expression that is compared against the expression v.
relation
Specifies the relation used for the comparison. Options include the following:

eq (equal)

= ne (not equal)

m gt (greater than)

m It (less that)

m ge (greater or equal)

m le(less or equal)

Defines a mathematical expression.
-msg msg

(Optional) Defines an alternative error message instead of the default error
message raised when the comparison returns false.

Default: null
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cat, type Commands--

Examples

Show that the statement 6>7 is wrong:

ASSERT 6 gt 7 -msg "This is wrong."
This is wrong.

Verifies if the octal value 0123 is equal to Ox9e:

ASSERT 0123 eq 0x9%e
Failed: 0123==158, actual=83

Check if Pl is greater than 4.5*sin(P1/2):

ASSERT Math.PI gt 4.5*Math.sin(Math.PI/2)
Failed: Math.PI>4.5, actual=3.141592653589793

Display Text Files (Cmdlets)

These commands (cmdlets) write the content of one or more text files to the standard
output stream. Using with set alternate to concatenate multiple files.

The commands have the following syntax:

{cat|type} filelList
fileList

Defines a comma-separated list of absolute or relative file names display. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Examples

Display Windows boot options:
cat c:\boot.ini

Concatenate two files:

set alternate to output.txt
cat inputl.txt, input2.txt
set alternate to

See also:

memoRead--Read a Text File Into a String (Function) (see page 119)
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cd, chdir Commands--Changde Directory (Cmdlet, Funclet)

These commands change the current directory on the local system. If p is supplied, it
defines the new directory. If p is a relative path, the command uses the current path as
a prefix for the directory.

The command has the following syntax:

cd [p] (Cmdlet)
chdir [p] (Funclet)

p
(Optional) Defines the directory to change to. The separation character on Windows
can be a backslash (\) or a forward slash (/). For UNIX-like systems, it must be a
forward slash. For cross-platform script compatibility, only use the forward slash in
path specifications.
Default: ""

Examples

Change to root directory:

cd /

Change to directory c:/test

cd c:/test

Change to the parent directory:

cd ..
See also:

dir, Is Commands--Get File and Directory Information (Funclets) (see page 68)
mkdir Command--Create a Directory (Cmdlet) (see page 76)

pwd Command--Print Name of Working Directory (Cmdlet) (see page 90)
curDir--Retrieves the Current Directory (Function) (see page 117)
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copy, cp Commands--Copy Files and Directories (Funclets)

These commands (funclets) copy files or directories to another location. Either the
source or the target location must be on the local server. Operations between two
remote systems are not supported. To specify a remote host, prefix the pathname with
the hostname followed by two colons (::). The operation is performed through SFTP.
Thus the remote system does not necessarily have the client AutoShell installed, an SSH
server with SFTP access is sufficient. You can write the output to a file using the set
alternate command.

The command has the following syntax:

{copy|cp} src trg [-silent] [-retval] [-R] [-user username] [-pass password] [-key
key phrasel] [-port portnumber]

Src

Defines a search mask that specifies the directories or files to copy. The separation
character on Windows can be a backslash (\) or a forward slash (/). For UNIX-like
systems, it must be a forward slash. For cross-platform script compatibility, only use
the forward slash in path specifications.

Search masks use a simplified regular expression syntax that is compatible with DOS
wildcard matching:

m  * matches any sequence of characters, including zero characters.
m ? matches exactly one character.

m [abc] matches exactly one character which is a, b, or c.

m [a-f] matches anything from a through f.

m  ["a-f] matches anything except a through f.

m [-_] matches - or _; [*-_] matches anything else. The dash "-" is not a special
character when it occurs immediately after the opening bracket or after ~.

m [a"] matchesanaora”. (The caret "A" is not a special character when it does
not occur immediately after the opening bracket.

m \*%\?,\[, \l, \\ match the single characters *, ?, [, ], \.

All other characters are not special characters and match themselves.
trg

Defines the path of the target location.
-silent

(Optional) Suppresses output to the active output stream.
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-retval

(Optional) Creates an array representing the return value. The array contains
information about new file names. Each element consists of a string representing
the fully qualified name of one destination file.

(Optional) Copies directories recursively.

-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: SSPass
-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
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Examples

Copy file c:/test/testl.log to directory c:/testl

copy c:/test/testl.log c:/testl

Copy entire directory c:/test to directory c:/testl

cp c:/test c:/testl -R

Copy entire directory c:/test to the remote host remotesys into directory c:/test1

cp c:/testl/ remotesys::c:/testl/ -R
See also:

mv, ren Commands--Move Files and Directories (Funclets) (see page 78)

DBG_PROMPT Command--Break Script Execution for Inspection (Cmdlet)

The DBG_PROMPT command (cmdlet) interrupts script execution and displays an
interactive prompt to evaluate expressions in the current script context. Typically used
for inspecting current variable values, the debug prompt reoccurs until an empty input
line is entered.

The command has the following syntax:

DBG_PROMPT [prompt]
prompt

Specifies a string with optional prompt to display. When using several prompts, the
prompt can be used to indicate the location that triggered the interruption.

Default: "Dbg> "
Examples

Break during the last iteration of the loop:

for(i=0; i<11; i++)

{
if(i==10)
DBG_PROMPT
71

}
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Break using a custom prompt:

for(i=0; i<11; i++)

{
if(i==10)
DBG PROMPT "i==10> "
?1i

}

See also:

DBG PROMPT LINE Command--Break Script Execution for Inspection With Line
Numbers (Cmdlet) (see page 65)

DBG_PROMPT_LINE Command--Break Script Execution for Inspection With Line Numbers
(Cmdlet)

The DBG_PROMPT_LINE command (cmdlet) interrupts script execution and displays an
interactive prompt to evaluate expressions in the current script context. The prompt
automatically includes the current line number. Typically used for inspecting current
variable values, the debug prompt reoccurs until an empty input line is entered.

The command has the following syntax:

DBG_PROMPT LINE [prompt]
prompt

Specifies a string with optional prompt to display. When using several prompts, the
prompt can be used to indicate the location that triggered the interruption. If
prompt is specified, it displays "prompt(n)>"

Default: "Dbg(n)>"
n

Displays the line number as input prompt.
Examples

Break during the last iteration of the loop:

for(i=0; i<ll; i++)

{
if(i==10)
DBG_PROMPT LINE
71

}
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Break using a custom prompt:

for(i=0; i<11; i++)

{
if(i==10)
DBG PROMPT LINE "i==10> "
?1i

}

See also:

DBG_PROMPT Command--Break Script Execution for Inspection (Cmdlet) (see page 64)

del, rm Commands--Delete Files (Funclets)

These commands (funclets) delete files or directories. To specify a remote host, prefix
the pathname with the hostname followed by two colons (::). The operation is
performed through SFTP. Thus the remote system does not necessarily have the client
AutoShell installed, an SSH server with SFTP access is sufficient.

The command has the following syntax:

{del|rm} src [-silent] [-retval] [-R] [-user username] [-pass password] [-key key
phrasel [-port portnumber]

src

Defines the files or directories to delete.
-silent

(Optional) Suppresses output to the active output stream.
-retval

(Optional) Creates an array representing the return value. The array contains
information about new file names. Each element consists of a string representing
the fully qualified name of one destination file.

(Optional) Copies directories recursively.
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
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-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass
-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
Examples
Delete file c:/test/test1.log:
del c:/test/testl.log
Remove entire directory c:/test:
rm c:/test -R
Delete entire directory c:/test on the remote host remotesys:

del remotesys::c:/testl/ -R
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dir, ls Commands--Get File and Directory Information (Funclets)

These commands (funclets) list information about the contents in the specified directory
on a local or remote system. You can write the output to a file using the set alternate to
command.

They have the following syntax:

{dir|ls} mask [-silent] [-retvall [-1] [-user username] [-pass password] [-key key
phrasel [-port portnumber]

mask

Defines a string with a search mask optionally containing an absolute or relative
directory specification. The separation character on Windows can be a backslash (\)
or a forward slash (/). For UNIX-like systems, it must be a forward slash. For
cross-platform script compatibility, only use the forward slash in path specifications.

Search masks use a simplified regular expression syntax that is compatible with DOS
wildcard matching:

m  * matches any sequence of characters, including zero characters.
m  ? matches exactly one character.

m [abc] matches exactly one character which is a, b, or c.

m [a-f] matches anything from a through f.

m [*a-f] matches anything except a through f.

m [-_] matches-or _; [*-_] matches anything else. The dash "-" is not a special
character when it occurs immediately after the opening bracket or after A.

m [a*] matches an a ora . (The caret "A" is not a special character when it does
not occur immediately after the opening bracket.

m \5\?,\[, \], \\ match the single characters *, ?, [, ], \.
All other characters are not special characters and match themselves.
Default: ""

-silent

(Optional) Suppresses output to the active output stream.
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-retval

(Optional) Creates an array representing the return value. The array contains the
file information. Each element consists of a string representing the file name. If
argument -l is specified, each element consists of an array containing following
items:

m item[0] - string representing the file name

m  item[1] - number representing the file size

m item[2] - date representing the last modification time
m item[3] - Boolean value representing the directory flag

m item[4] - string representing fully qualified file name including path

(Optional) Use long listing format for output.

-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
Examples

Get file names of the current directory:
dir
Get file names of directory c:\test:

dir c:/test

Get file names of directory c:\test and c:\test\more as content of the file test.list:

set alternate to test.list
dir c:\test

dir c:\test\more

set alternate to

List the directory contents of c:\temp on the remote server asclil:

dir asclil::c:/temp
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Get file names of directory c:/test/more as an array for further processing and suppress
any output to stdout:

set result disp off
aRet = dir c:/test/more -silent -retval

Get extended information for files of directory c:/test/more as an array for further
processing:

aRet = dir c:/test/more -silent -retval -1
See also:
cd, chdir Commands--Change Directory (Cmdlet, Funclet) (see page 61)

pwd Command--Print Name of Working Directory (Cmdlet) (see page 90)
set alternate to Command--Set Alternate Output File (Cmdlet) (see page 110)

exit, quit Commands--Terminate an AutoShell Session (Cmdlets)

These commands (cmdlets) terminate the current Autoshell session. Issue the command
either at the interactive command prompt or inside a script.

The command has the following syntax:

exit
quit

See also:

setProcExitCode--Set AutoShell Exit Code (Function) (see page 137)

external Command--Declare a Native External Function (Cmdlet)
Declares a native external function.

The command has the following syntax:

external decl
decl

Specifies a native external function.
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det-autoShellClassInfo Command--Display Methods and Properties for Autoshell Native

Classes (Cmdlet)

This command (cmdlet) displays methods and properties for AutoShell native classes.
AutoShell defines a number of classes extending the standard Spidermonkey/JavaScript
scripting environment. Product-specific AutoShell loadable modules (ALMs) can register
additional classes. These classes contain type information for their constructors,
methods, variables and enumerations. This information can be displayed using the
get-autoShellClassinfo cmdlet.

Note: This information is not identical to the help information. AutoShell generates the
information solely based on internal class definitions.

The command has the following syntax:

get-autoShellClassInfo class [-super]
class

Specifies the AutoShell class for which to display information. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis. An object name can be passed instead of a
class name. In this case, the get-autoShellClassinfo command retrieves the class
name from the objects and attempts to query the class information. To prevent
stringification, the object expression must be passed in parenthesis.

Examples

Display details of RemoteTarget class:
get-autoShellClassInfo RemoteTarget
Display details of OSRedirect class from an object:

0s = new OSRedirect();
get-autoShellClassInfo (o0s)

See also:

help Command--Request Help Information (Cmdlet) (see page 75)
get-help Command--Get Help Information (Funclet) (see page 73)
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det-help Command--Get Help Information (Funclet)

This command (funclet) displays help information for AutoShell commands, functions
and classes and optionally redirects it to a file.

The command has the following syntax:

get-help [mask] [-output outFile]
mask

(Optional) Specifies the mask that is used to filter out the commands about which
help information is needed. You can use the asterisk "*" and the question mark "?"
as wildcards.

Default: "help"
outFile

(Optional) Specifies the absolute or relative path of the file to contain the help
information. Any existing file with the same name and path is overwritten.

Default: ""
Example
Display help for the run-remote funclet:
help run-remote
Display help for the RemoteTarget class including all constructors and methods:
help RemoteTarget*
List all help topics and write them to a file:
help * -output help.txt

See also:

help Command--Request Help Information (Cmdlet) (see page 75)
get-autoShellClassinfo Command--Display Methods and Properties for Autoshell Native

Classes (Cmdlet) (see page 72)
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det-remoteResult Command--Get Result from a Remote Target (Funclet)

This funclet retrieves the result of a remote execution from a RemoteTarget object. The
return value of a remote execution must be transferred over the network back to the
system that originated the request. The result is serialized into an XML representation
on the remote system and the RemoteTarget.result() method returns the result value in
its serialized representation.

Turn the serialized representation into a regular JavaScript value using the
get-remoteResult() funclet with the RemoteTarget object itself as a parameter. Typically
there is no need for script to call result() directly. Serialization maintains type
information, so when the remote node returns a number, get-remoteResult() returns a
value of type number. If the remote system returns a Date object, it also becomes a
Date on the originating system.

Return values from remote scripts are not limited to simple data types. Complex arrays
or data-only objects can also be returned, allowing remote execution to transfer large
amounts of date between servers. The only limitation is that the data structures must
not contain any circular references.

The command has the following syntax:

get-remoteResult remoteTarget

The funclet returns a polymorphic value from the remote execution process. If the
execution has not finished, the return value is of type undefined. If another error occurs,
an exception is created.

remoteTarget

Specifies the name of the remote target system.
Example

Get serialized representation and actual value of a remote execution:

rt = new RemoteTarget("asclil", "bob", "cal23456");
run-remote "new Date()" on rt -wait

? rt.result() // XML string

v = get-remoteResult(rt) // Calls result() internally
7V

? typeName(v) // Date

See also:

RemoteTarget Class (see page 151)
RemoteTarget.output Method (see page 162)
RemoteTarget.result Method (see page 164)
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det-webServiceInfo Command--Display WSDL Info (Cmdlet)

The get-webServicelnfo displays WSDL information.

get-webServiceInfo w [-detail]
w

Specifies the name of the web service.

help Command--Request Help Information (Cmdlet)

This command (cmdlet) displays help information for AutoShell commands, functions
and classes and optionally redirects it to a file.

The command has the following syntax:

help [mask] [-output outFile]
mask

(Optional) Specifies the mask that is used to filter out the commands about which
help information is needed. You can use the asterisk "*" and the question mark "?"
as wildcards.

Default: "help"
outFile

(Optional) Specifies the absolute or relative path of the file to contain the help
information. Any existing file with the same name and path is overwritten.

Default: ""
Example
Display help for the run-remote funclet:
help run-remote
Display help for the RemoteTarget class including all constructors and methods:
help RemoteTarget*
List all help topics and write them to a file:
help * -output help.txt
See also:
get-autoShellClassinfo Command--Display Methods and Properties for Autoshell Native

Classes (Cmdlet) (see page 72)
get-help Command--Get Help Information (Funclet) (see page 73)
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mkdir Command--Create a Directory (Cmdlet)

This command creates a directory on the local or a remote system, if it does not exist.

The function automatically creates path elements leading to the specified directory
location. To specify a remote host, prefix the pathname with the hostname followed by
two colons (::). The operation is performed through SFTP. Thus the remote system does
not necessarily have the client AutoShell installed, an SSH server with SFTP access is
sufficient.

The command has the following syntax:
mkdir d [-silent] [-user username] [-pass password] [-key key phrase] [-port
portnumber]
d
Defines the name of the new directory.
-silent
(Optional) The command suppresses any output to stdout.
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: SSPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
Examples
Create directory c:\temp\xyz:
mkdir c:\temp\xyz
Create a directory on the remote server ascl1:
mkdir ascll::/home/alice/data

Create directory temp as subdirectory of current working directory, but suppress any
output to stdout:

mkdir temp -silent
See also:

cd, chdir Commands--Change Directory (Cmdlet, Funclet) (see page 61)

dir, Is Commands--Get File and Directory Information (Funclets) (see page 68)
rmdir Command--Remove Directory (Funclet) (see page 94)

pwd Command--Print Name of Working Directory (Cmdlet) (see page 90)
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mv, ren Commands--Move Files and Directories (Funclets)

These commands move files or directories to another location. Either the source or
target location must be on the local server. Operations between two remote systems
are not supported. To specify a remote host, prefix the pathname with the hostname
followed by two colons (::). The operation is performed through SFTP. Thus the remote
system does not necessarily have the client AutoShell installed, an SSH server with SFTP
access is sufficient. You can write the output to a file using the set alternate command.

Moving or renaming is equivalent in this case.

The commands have the following syntax:

{mv|ren} src trg [-silent] [-retval] [-R] [-user username] [-pass password] [-key key
phrasel [-port portnumber]

Src

Defines a search mask that specifies the directories or files to move. The separation
character on Windows can be a backslash (\) or a forward slash (/). For UNIX-like
systems, it must be a forward slash. For cross-platform script compatibility, only use
the forward slash in path specifications.

Search masks use a simplified regular expression syntax that is compatible with DOS
wildcard matching:

m  * matches any sequence of characters, including zero characters.
m ? matches exactly one character.

m [abc] matches exactly one character which is a, b, or c.

m [a-f] matches anything from a through f.

m  ["a-f] matches anything except a through f.

m [-_] matches - or _; [*-_] matches anything else. The dash "-" is not a special
character when it occurs immediately after the opening bracket or after ~.

m [a"] matchesanaora”. (The caret "A" is not a special character when it does
not occur immediately after the opening bracket.

m \*%\?,\[, \l, \\ match the single characters *, ?, [, ], \.

All other characters are not special characters and match themselves.
trg

Specifies the path of the target location.
-silent

(Optional) Suppresses output to the active output stream.
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-retval

(Optional) Creates an array representing the return value. The array contains
information about new file names. Each element consists of a string representing
the fully qualified name of one destination file.

(Optional) Copies directories recursively.

-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: SSPass
-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
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Examples

Move file c:/test/testl.log to directory c:/testl:
mv c:/test/testl.log c:/testl
Move entire directory c:/test to directory c:/testl:

mv c:/test c:/testl -R

Move entire directory c:/test to the remote host remotesys into the directory c:/test1:

mv c:/testl/ remotesys::c:/testl/ -R
See also:

copy, cp Commands--Copy Files and Directories (Funclets) (see page 62)

new-comObject Command--Instantiate a COM Object (Funclet)

COM is a Windows-specific standardized API that allows application to expose services
for consumption by COM clients. COM client support allows access to a wide range of
COM servers like Internet Explorer, Microsoft Office, or various management-related OS
services, in particular WMI. The new-comObject command creates proxy client objects
that make the services exposed by a COM server available for scripting.

The command has the following syntax:

new-comObject progid [-locale lcid]
progid

Specifies a string that identifies the COM object to instantiate. The string can either
be the human readable program ID (PROGID) or the internal CLSID. When specifying
a CLSID, it must be contained in curly brackets.

Icid
Specifies an integer that defines the desired locale for COM servers supporting
multiple locales.
Default: 0

Return value

The new-comObject returns an object that represents a proxy between the
AutoShell and the COM server. The object mirrors the methods and properties
exposed by the COM server. For details about the public interface of a COM server,
refer to the programmer documentation of that particular server. The exposed
methods and properties are accessed using regular JavaScript syntax on the
returned AutoObiject.
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Examples

Open a web page in Internet Explorer and query its URL:

0 = new-comObject InternetExplorer.Application
// Make Internet Explorer visible

0.Visible = true;

o.navigate("www.ca.com");

// Get active document (another COM object)

doc = o.document

? doc.Url // for example http://www.ca.com/us

Get the computer name using the scripting object:

0 = new-comObject WScript.Network
? o.ComputerName

Retrieve some information about the operating system and logical drives using WMI:

loc=new-comObject WbemScripting.SWbemLocator

// Security is actually not required for localhost

loc.Security .AuthenticationLevel=0; // wbemAuthenticationLevelDefault
loc.Security .ImpersonationLevel=3; // wbemImpersonationLevelImpersonate
wmisrv=Lloc.connectServer("localhost", "root\cimv2");

items = wmisrv.ExecQuery("Select * from Win32 OperatingSystem");
// Returned collection has only one item,

// since there is just one 0S running

os = items[0];

"0S Type:", os.Caption;

"Service Pack:", os.CSDVersion;

"Computer name:", os.CSName;

"FreePhysicalMemory:", os.FreePhysicalMemory;
"RegisteredUser:", os.RegisteredUser;
"TotalVisibleMemorySize:", os.TotalVisibleMemorySize;
"Version:", os.Version;

"WindowsDirectory:", os.WindowsDirectory;

// Now for the disks

items = wmisrv.ExecQuery("Select * from Win32 LogicalDisk");

// Iterate over returned disks

for(i in items)

{
disk = items[i];
? "Description:", disk.Description;
? "DevicelID:", disk.DevicelD;
? "FileSystem:", disk.FileSystem;
? "FreeSpace:", disk.FreeSpace;
? "Name:", disk.Name;
? "Size:", disk.Size;
}

Chapter 2: AutoShell 81



AutoShell Core Reference

new-SSHSession Command--Create a new Secure SSH Session (Funclet)

The new-SSHSession command creates a session on an SSH server and returns a
CASSHELL object that represents the session. This object must be saved to perform any
future action on the session. Typically used with the run-SSHCommand or run-SSHShell
commands.

The command has the following syntax:

new-SSHSession -host hostname [-user username] [-pass password] [-key keyl
[-prompt prompt][-port portnumber]

-host hostname
The name of the SSH server.
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required when either password or public key authentication is used. If no user
name is specified, the user name entered during AutoShell login is used. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass
-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and password are specified,
AutoShell attempts a public key logon first, and if that fails, a password logon.
Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
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-prompt prompt

(Optional) Specifies the fixed portion at the end of the prompt string displayed by
the SSH server to indicate it is ready for input (for example: "::->" for AutoShell).
This information is required to determine the completion of commands executed
during the SSH session. Specify as many fixed characters as possible. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: "::->"

-port portnumber
(Optional) Port on which to connect to the target system.
Default: SSH standard port 22.

Return value

Returns a CASSHELL object. This object can be passed to the run-SSHCommand
funclet to execute commands or to run-SSHSession to run an interactive session on
the SSH server.

Example

Create an SSH session, assuming the server has AutoShell configured as SSH shell for the
specified account. Run a command and disconnect:

ssh=new-SSHSession -host client8 -user bob -pass xyz42 -prompt ::->
? run-SSHCommand -session ssh -command "! ver"
ssh.disconnect();

See also:
run-SSHCommand Command--Run a Remote Command Through SSH (Funclet) (see page

103)
run-SSHShell Command--Run an Interactive SSH Command Line (Funclet) (see page 106)
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new-webService Command--Create a Web Service Object (Funclet)
This command creates a web service object.

The command has the following syntax:

new-webService WSDLURI [-endpoint endpoint] [-user username] [-pass password]
[-proxy proxyname] [-proxyUser username] [-proxyPass password]

WSDLURI
Specifies the WSDLURI.
-endpointt endpoint
(Optional) Specifies the end point.
Default: ""
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required when password authentication is used. If no user name is specified, the
user name entered during AutoShell login is used. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: $SPass
-proxy proxyname
(Optional) Specifies the name of the proxy.
Default: ""
-proxyUser username
(Optional) Specifies the user name to use to log in to the proxy.
Default: SSUser
-proxyPass password
(Optional) Specifies password to use to log in to the proxy.

Default: SSPass
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objdump Command--Display Enumerable Properties of an Object (Cmdlet)

This command (cmdlet) lists the numerable properties of the specified object, their

types, and optionally the current value.

The command has the following syntax:
objdump obj [-detaill
obj

Specifies the object to display.

-detail

(Optional) When this option is specified, the command also displays the current

value of the listed properties.
Example

Display properties of an object:

0 = new Object();

o.num = 42;
o.str = "Hello";
objdump o

Display current values:
objdump o -detail
See also:

arrdump Command--Display an Array (Cmdlet) (see page 58)

push-client Command--Install the Autoshell Client on a Remote Windows System (Funclet)

This command installs the AutoShell client on a remote Windows system.

This command copies and executes on one or multiple remote Windows systems.

Available versions are:
m  Single-target version (1)

m  Multi-target version (2)

The command has the following syntax:

(1) push-client -host hostname [-localPath path] [-user username>] [-pass password]
(2) push-client [-localPath path] [-user username>] [-pass password] on remoteTargets

The single-target command returns true on success.
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The multi-target command returns an array of WinRemote objects. Each element of this
array corresponds by position to the remote Windows node listed in the remoteTargets
list. The WinRemote objects can verify if execution completes, if errors occur, and query
the output and the returned result if execution finishes. If a remote node had been
specified using an WinRemote object already, the array contains a reference to the
original RemoteTarget object. If a target system is specified by a string, a new
RemoteTarget object is created internally and assigned to the array.

-host hostname

(Optional) Specifies the name of the remote Windows host. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

-localPath path

(Optional) Specifies the path pointing to the AutoShell client to copy. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis. This parameter is only
required when creating an SSH session on the fly using public key authentication.

Default: ""
-user username

(Optional) Specifies the user name to log on to the remote Windows server. The
user must have rights to connect to the SADMIN share. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: SSPass
on remoteTargets

Specifies a comma-separated list of remote systems to run the specified script on.
The target nodes can be identified in two ways: By hostname/address or by
WinRemote objects. Specifying target systems by name or address while using
WinRemote objects offers more flexibility to control the execution process, for
example, different credentials for different hosts. WinRemote objects and strings
with hostname/address can be mixed in the remote target list. Elements of the
target list are not automatically stringified, so when using literal strings for
hostnames they must be placed in quotes.
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Examples

To install the AutoShell client on host1:

push-client -host hostl

To install the AutoShell client on host1 and host2:

x = push-client on "hostl", "host2";
? x[1].hasCompleted();

? x[1].result();

? x[1].output();

See also:

rem-client Command--Remove the Autoshell Client from a Remote Windows System
(Funclet) (see page 92)

run-client Command--Run the Autoshell Client on a Remote Windows System (Funclet)
(see page 96)

push-winRemote Command--Copy and Execute on Multiple Remote Windows Systems
(Funclet) (see page 87)

run-winRemote Command--Execute a Command on Multiple Remote Windows Systems

(Funclet) (see page 108)

push-winRemote Command--Copy and Execute on Multiple Remote Windows Systems (Funclet)

This command copies and executes on one or multiple remote Windows systems.
Available versions are:

m  Single-target version (1)

m  Multi-target version (2)

The command has the following syntax:

(1) push-winRemote -host hostname -localPath path [-cmd cmd] [-user username] [-pass
password]

(2) push-winRemote -localPath path [-cmd cmd] [-user username] [-pass password] on
remoteTargets

The single target version returns the result code of the executed command.

The multi-target version returns an array of WinRemote objects. Each element of this
array corresponds by position to the remote Windows node listed in the remoteTargets
list. The WinRemote objects can verify if execution completes, if errors occur, and query
the output and the returned result when execution finishes. If a remote node is
specified using an WinRemote object, the array contains a reference to the original
RemoteTarget object. If a target system is specified by a string, a new RemoteTarget
object is created internally and assigned to the array.
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-host hostname

Specifies the name of the remote Windows host. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

-localPath path

Specifies the path pointing to the AutoShell client to copy. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis. This parameter is only required when
creating an SSH session on the fly using public key authentication.

Default: ""

-cmd cmd

(Optional) Specifies the command to execute on the remote Windows system.
Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
-user username

(Optional) Specifies the user name to log on to the remote Windows system. The
user must have rights to connect to the SADMIN share. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions place the expression code into parenthesis.

Default: SSPass
on remoteTargets

Specifies a comma-separated list of remote systems to run the specified script on.
The target nodes can be identified in two ways: By hostname/address or by
WinRemote objects. Specifying target systems by name or address while using
WinRemote objects offers more flexibility to control the execution process, for
example, different credentials for different hosts. WinRemote objects and strings
with hostname/address can be mixed in the remote target list. Elements of the
target list are not automatically stringified, so when using literal strings for
hostnames they must be placed into quotes.
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Examples

To install myinstall.exe on host1:

push-winRemote -host hostl -localpath c:\installations\myinstall.exe -cmd
myinstall.exe

To install myinstall.exe on host1 and host 2 and verify the results on host1:

push-winRemote -cmd myinstall.exe -localpath c:\installations\myinstall.exe on
"hostl", "host2";

? x[0].hasCompleted();

? x[0].result();

? x[0].output();

See also:

run-winRemote Command--Execute a Command on Multiple Remote Windows Systems
(Funclet) (see page 108)

push-client Command--Install the Autoshell Client on a Remote Windows System
(Funclet) (see page 85)

run-client Command--Run the Autoshell Client on a Remote Windows System (Funclet)
(see page 96)

rem-client Command--Remove the Autoshell Client from a Remote Windows System

(Funclet) (see page 92)

PW_GET Command--Input Hidden Data (Funclet)

This command (funclet) optionally prompts for input and reads characters until a enter
is encountered. For each character typed, the command displays an asterisk (*) to hide
the input.

The command has the following syntax:
PW_GET (prompt)

The command returns a string holding the characters entered in clear text.
prompt

String to be display as input prompt. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code
into parenthesis.

Default: ""
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Example

Use this command to hide passwords, if the password cannot be typed in clear text as
part of a command:

run-remote Math.PI on "ascll" -user alice -pass PW GET(Enter password:)
See also:

accept Command--Read String From stdin and Assign it to a Variable (Cmdlet) (see page
57)

pwd Command--Print Name of Working Directory (Cmdlet)
This command prints out the name of the current working directory.

The command has the following syntax:
pwd
Example

When you have installed the AutoShell in its default location, the pwd command
displays C:\Program Files\CA\SC\AutoShellManager.
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query-service Command--Query the Status of a Windows Service (Funclet)

The query-service command queries the status of a Windows service on the local system
or a remote system. The query-service command returns the status of the service as a
string. Possible return values are:

m  stopped
m  starting
m  stopping
®  running

m  continue pending
®m  pause pending
m  paused On error

m  query failed

The command has the following syntax:

query-service -svcName sName [-host hostname] [-user username] [-pass password]
-svcName sName
Specifies the name of the service.
-host hostname
(Optional) The name of the remote Windows system.
Default: ""
-user username

(Optional) The user name used to log in to the remote Windows system. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: ""
-pass password

The password used to log in to the remote Windows system. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""
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Examples

To query the local Apache service

? query-service -svcName Apache2.2

To query the Microsoft SQL Server service on a remote server REMOTESYS

? query-service -svcName MSSQLSERVER -host REMOTESYS -user admin -pass notsecret

See also:

start-service Command--Start a Windows Service on a Remote or Local System (Funclet)
(see page 112)
stop-service Command--Stop a Windows Service on a Remote or Local System (Funclet)
(see page 113)

rem-client Command--Remove the Autoshell Client from a Remote Windows System (Funclet)

The rem-client command removes the AutoShell client from a remote Windows system.

The command has the following syntax:

rem-client -host hostname [-user username] [-pass password]

The command returns true on success.
-host hostname

Specifies the remote Windows host. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.
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-user username

(Optional) Specifies the user name to log on to the remote Windows system. The
user must have rights to connect to the SADMIN share. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies password to use when log in to the remote node. If no
password is specified, the password entered during AutoShell login is used. To enter
a hidden password after issuing this command, specify PW_GET() with an optional
prompt as argument. Unquoted argument tokens are automatically stringified.
Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: $SPass
Example

To uninstall the AutoShell client on host1.

rem-client -host hostl
See also:

push-client Command--Install the Autoshell Client on a Remote Windows System
(Funclet) (see page 85)

push-winRemote Command--Copy and Execute on Multiple Remote Windows Systems
(Funclet) (see page 87)

run-client Command--Run the Autoshell Client on a Remote Windows System (Funclet)
(see page 96)

run-winRemote Command--Execute a Command on Multiple Remote Windows Systems

(Funclet) (see page 108)

Chapter 2: AutoShell 93



AutoShell Core Reference

rmdir Command--Remove Directory (Funclet)

This command removes a directory. The specified directory must be empty and must
not contain files or subdirectories. To specify a remote host, prefix the pathname with
the hostname followed by two colons (::). The operation is performed through SFTP.
Thus the remote system does not necessarily have the client AutoShell installed, an SSH
server with SFTP access is sufficient.

The command has the following syntax:

rmdir d [-silent] [-user username] [-pass password] [-key key phrase] [-port
portnumber]

d

Defines the name of the directory to remove. To specify a remote host, prefix the
pathname with the hostname followed by two colons (::). The operation is
performed through SFTP. Thus the remote system does not necessarily have the
client AutoShell installed, an SSH server with SFTP access is sufficient. You can write
the output to a file using the set alternate command.

-silent
(Optional) The command suppresses any output to stdout.

-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the phrase is
not required. To enter a hidden password after issuing this command, specify
PW_GET() with an optional prompt as argument. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: ""
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
Examples

Remove the directory c:\temp:

rmdir c:/temp

Remove the directory temp as subdirectory of current working directory, but suppress
any output to stdout:

rmdir temp -silent
Remove a directory from the remote system ascl1:

rmdir ascll::/home/alice/data
See also:

dir, Is Commands--Get File and Directory Information (Funclets) (see page 68)
cd, chdir Commands--Change Directory (Cmdlet, Funclet) (see page 61)
mkdir Command--Create a Directory (Cmdlet) (see page 76)

del, rm Commands--Delete Files (Funclets) (see page 66)

pwd Command--Print Name of Working Directory (Cmdlet) (see page 90)
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run-client Command--Run the Autoshell Client on a Remote Windows System (Funclet)

The run-client command (funclet) runs the AutoShell client on a remote Windows
system. Input and output are redirected to the calling AutoShell.

The command has the following syntax:

run-client -host hostname [-user username>] [-pass password]

The command returns true or false.
-host hostname

Specifies the name of the remote Windows host. Unquoted argument tokens are
automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

-user username

(Optional) Specifies the user name to log on to the remote Windows system. The
user must have rights to connect to the SADMIN share. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass
Example

To run the AutoShell client on host1.

run-client -host hostl
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See also:

push-client Command--Install the Autoshell Client on a Remote Windows System

(Funclet) (see page 85)

push-winRemote Command--Copy and Execute on Multiple Remote Windows Systems

(Funclet) (see page 87)

rem-client Command--Remove the Autoshell Client from a Remote Windows System

(Funclet) (see page 92)

run-winRemote Command--Execute a Command on Multiple Remote Windows Systems
(Funclet) (see page 108)

run-local Command--Execute a Script on the Local System (Funclet)

The run-local funclet executes JavaScript code contained in a string or a disk file on the
local machine in the current AutoShell session and returns the result. Code that is not
contained in a surrounding function declaration is directly executed. Function
declarations are processed so that the functions become available for later execution
but are not called. While JavaScript file can be executed from the interactive command
prompt by simply entering their pathname, run-local is the only way to execute external
scripts from script files or to pass parameters to a script file when invoking it from the
interactive command prompt.

The command has the following syntax:
run-local [script] [-file file] [-with args,...]

The return value depends on the specified script.
script

(Optional) Specifies a string containing the JavaScript code to execute. The funclet
either executes a script from a string or from a file. Thus the script and file
arguments are mutually exclusive. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: ""
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file file

(Optional) Specifies the absolute or relative path to the script file to execute. The
funclet either executes a script from a string or from a file. Thus the script and file
arguments are mutually exclusive. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: ""
-with args,...

Specifies a comma-separated list of actual arguments to pass to the script. The
script code can access these arguments using the standard JavaScript arguments
array.

Examples

Evaluate a simple expression:

run-local 1+2

Evaluate an expression from memory passing an argument:

run-local "arguments[O]*arguments[0]" -with 2

Write a script file and execute it:

s = "var i;"

s +="for(i=0;i<arguments.length;i++)"

s +="qout(arguments[i]);"

s +="true;"

memoWrit("script.js", s);

run-local -file script.js -with 1, "abc", new Date()

Note: The script code is only directly executed when it is not contained in a function

definition. The script does not return the result (in this case true) using the return
statement, but by specifying it in the last expression executed.

See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
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run-remote Command--Execute a Script on Remote Systems (Funclet)

The run-remote command executes JavaScript code contained in a string or in a disk file
on one or more remote systems. For remote execution to work, the remote target node
must have the client AutoShell installed and be properly configured. Script files have to
reside on the manager system and transfer to the target systems for execution. By
default, script execution is asynchronous, meaning that local processing is continuing
before the remote execution completes.

The command has the following syntax:

run-remote [script] [-file file] [-wait] [-with args,...] [-user usernamel]
[-pass password] [-key key phrase] [-port portnumber] on remoteTargets

The run-remote command returns an array of RemoteTarget objects representing the
execution state of the script on the specified servers. Each element of this array
corresponds by position to the remote node listed in the remoteTargets list. The
RemoteTarget objects can verify several results, for example, if execution completes, if
errors occur, or if the execution finishes successfully. If a remote node had been
specified using an RemoteTarget object already, the array contains a reference to the
original RemoteTarget object. If a target system is specified by a string, a new
RemoteTarget object is created internally and assigned to the array.

script

(Optional) Specifies a string containing the JavaScript code to execute. The funclet
either executes a script from a string or from a file. Thus the script and file
arguments are mutually exclusive. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: ""
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-file file

(Optional) Specifies the absolute or relative path to the script file to execute. The
funclet either executes a script from a string or from a file. Thus the script and file
arguments are mutually exclusive. Unquoted argument tokens are automatically
stringified. Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: ""

-wait

(Optional) By default run-remote will return after kicking off remote execution and
remote processing is asynchronous. When the -wait option is specified, run-remote
waits until all remote tasks either finish successfully or abort with an error.

-with args,...

(Optional) Specifies a comma-separated list of actual arguments to pass to the
script. The script code can access these arguments using the standard JavaScript
arguments array.

-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication is used. If no user name is
specified, the user name entered during AutoShell login is used. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis. The specified user name is
only used for remote systems that are identified by hostname in the remoteTargets
list. When specifying a host using RemoteTarget objects, each host has its individual
user name set through the RemoteTarget object.

Default: $SUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis. The
specified password is only used for remote systems that are identified by hostname
in the remoteTargets list. When specifying a host using RemoteTarget objects, each
host has its individual user name set through the RemoteTarget object.

Default: SSPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

(Optional) Specifies the passphrase for a private key. If the key is not encrypted, the
passphrase is not required. To enter a hidden password after issuing this command,
specify PW_GET() with an optional prompt as argument. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""
-port portnumber

(Optional) Specifies the port on which to connect to the target system. The
specified port is only used for remote systems that are identified by hostname in
the remoteTargets list. When specifying host using RemoteTarget objects, each host
can have its individual port set through the RemoteTarget object.

Default: SSH standard port 22.
on remoteTargets

Specifies a comma-separated list of remote systems to run the specified script on.
The target nodes can be identified in two ways: By hostname/address or by
WinRemote objects. Specifying target systems by name or address while using
WinRemote objects offers more flexibility to control the execution process, for
example, different credentials for different hosts. WinRemote objects and strings
with hostname/address can be mixed in the remote target list. Elements of the
target list are not automatically stringified, so when using literal strings for
hostnames they must be placed into quotes.

Examples

Evaluate a simple expression and wait until execution completed:

aRT = run-remote "1+42" on "asclil" -wait
? "Error occurred:", aRT[0].errorOccurred()
? "Result:", get-remoteResult(aRT[0])
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Evaluate a script from a file on two remote systems, wait until execution completed and
display output ("Hello World!") and result (42):

s="? 'Hello World';42;"

// Create script file for illustration purpose only
// could also call:

// aRT=run-remote (s) on "asclil", "ascil2"
memoWrit("hello.js", s);

aRT=run-remote -file hello.js on "asclil", "ascli2"
for(i=0; i<aRT.length; i++)

{
? "Target:", aRT[i].getHostName()
? "Error occurred:", aRT[i].errorOccurred()
? "Output:", aRT[i].errorOccurred()
? "Result:", get-remoteResult(aRT[i])
}

Evaluate a script on two remote systems using RemoteTarget objects, specifying
different credentials for the target systems:

rtl = new RemoteTarget("asclil", "alice", "casogood42");
rt2 = new RemoteTarget("ascli2", "bob", "!secret!7");

// Get 0S version string from remote systems

aRT = run-remote "! ver" on rtl, rt2

// Perform wait ourselves

while(true)

{

// If an error occurs hasCompleted() will
// return true as well
if(rtl.hasCompleted() && rt2.hasCompleted())
break;
sleep(500);
}
// We can either use the original RemoteTarget objects
// (see above) or the references in the returned array

// (below).
for(i=0; i<aRT.length; i++)
{

? "Target:", aRT[i].getHostName()
? "Error occurred:", aRT[i].errorOccurred()
? "Qutput:", aRT[i].errorOccurred()

See also:
get-remoteResult Command--Get Result from a Remote Target (Funclet) (see page 74)

RemoteTarget Class (see page 151)
run-local Command--Execute a Script on the Local System (Funclet) (see page 97)
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run-SSHCommand Command--Run a Remote Command Through SSH (Funclet)

The run-SSHCommand executes a command within an existing SSH session or creates a
session for command execution. The session is destroyed after the specified command
is executed. Although AutoShell uses SSH as its primary remote communication conduit,
the remote node for this command does not require a running client AutoShell running.
The run-remote command is preferable for executing commands on remote nodes
running the client AutoShell because it returns more detailed information about the
command execution.

Commands can be executed on any system running an SSH server. The available
commands and their options depend on the configured shell on the remote node.

The command has the following syntax:

run-SSHCommand [-host hostname] [-user usernamel] [-pass password] [-key key phrasel
[-prompt prompt] -command cmd [-port portnumber] [-session ssh]

-host hostname
The name of the SSH server.
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies the password to use to log in to the remote node. If no
password is specified, the password entered during AutoShell login is used. To enter
a hidden password after issuing this command, specify PW_GET() with an optional
prompt as argument. Unquoted argument tokens are automatically stringified.
Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: $SPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the
passphrase is not required. To enter a hidden password after issuing this command,
specify PW_GET() with an optional prompt as argument. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""
-prompt prompt

(Optional) Specifies the fixed portion at the end of the prompt string displayed by
the SSH server to indicate it is ready for input (for example: "::->" for AutoShell).
This information is required to determine the completion of commands executed
during the SSH session. Specify as many fixed characters as possible. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: "::->"
-port portnumber
(Optional) Port on which to connect to the target system.

Default: SSH standard port 22.
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-cmd cmd

(Optional) Specifies the command to execute on the remote Windows system.
Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: cmd
-session ssh

A CASSHELL object as returned by new-SSHSession. When passing an existing SSH
session object, run-SSHCommand does not need to create an SSH session to
execute the specified command. When executing multiple commands session
negotiation and logon are only performed once typically resulting in improved
performance over multiple session allocations. If this parameter is specified, values
passed for host, user, pass, key, phrase, and port are ignored. This information is
already specified when creating the session.

Default: null
Examples

Run a directory listing on a remote node using an SSH session explicitly specifying user
name and password:

s=run-SSHCommand -host srv1l4 -user bob -pass xyz42 -prompt :> -command 1s

Run a directory listing on a remote node using an SSH session with user name and
password used for AutoShell login:

s = run-SSHCommand -host srvl4 -prompt ":>" -command "ls"

Execute two commands in an explicitly allocated SSH session:

ssh=new-SSHSession -host client8 -user bob -pass xyz42 -prompt ::->
? run-SSHCommand -session ssh -command "! ver"

? run-SSHCommand -session ssh -command "ls *.* -1"
ssh.disconnect();

See also:

new-SSHSession Command--Create a new Secure SSH Session (Funclet) (see page 82)
run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
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run-SSHShell Command--Run an Interactive SSH Command Line (Funclet)

The run-SSHCommand command accepts input lines, sending them to a remote system
through SSH and displays the output from the remote node. The command line can be
run within an existing SSH session or a new SSH session. The session is destroyed when
the input ends. Although AutoShell uses SSH as its primary remote communication
conduit, the remote node for this command does not require a running client AutoShell.
Commands can be executed on any system running an SSH server. The available
commands, their options and the way to end the input loop depend on the configured
shell on the remote node. Typically the input loop can be terminated by entering "quit"
or "exit".

The command has the following syntax:
run-SSHShell [-host hostname] [-user username] [-pass password] [-key key phrasel
[-prompt prompt] [-port portnumber] [-session ssh]
-host hostname
The name of the SSH server.
-user username

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: SSUser
-pass password

(Optional) Specifies the password to use to log in to the remote node. If no
password is specified, the password entered during AutoShell login is used. To enter
a hidden password after issuing this command, specify PW_GET() with an optional
prompt as argument. Unquoted argument tokens are automatically stringified.
Prevent automatic quoting for expressions by placing expression code in
parenthesis.

Default: $SPass
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-key key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote node. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon. Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: ""
phrase

Specifies the passphrase for a private key. If the key is not encrypted, the
passphrase is not required. To enter a hidden password after issuing this command,
specify PW_GET() with an optional prompt as argument. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""
-prompt prompt

(Optional) Specifies the fixed portion at the end of the prompt string displayed by
the SSH server to indicate it is ready for input (for example: "::->" for AutoShell).
This information is required to determine the completion of commands executed
during the SSH session. Specify as many fixed characters as possible. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: "::->"

-port portnumber
(Optional) Port on which to connect to the target system.
Default: SSH standard port 22.

-session ssh

Specifies a CASSHELL object as returned by new-SSHSession. When passing an
existing SSH session object run-SSHShell does not need to create an SSH session for
execution of the commands from the command line. If this parameter is specified,
values passed for host, user, pass, key, phrase, and port are ignored. This
information is specified when creating the session.

Default: null
Examples

Run an interactive command line shell on a host using an SSH session with password
authentication:

run-SSHShell -host svrl4 -user bob -pass xyz42 -prompt :>
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Explicitly allocate SSH session, run a command first and then drop into the command
line input loop:

ssh=new-SSHSession -host client8 -user bob -pass xyz42 -prompt ::->
run-SSHCommand -session ssh -command "cd /"

run-SSHShell -session ssh

ssh.disconnect();

See also:
new-SSHSession Command--Create a new Secure SSH Session (Funclet) (see page 82)

run-SSHCommand Command--Run a Remote Command Through SSH (Funclet) (see page
103)

run-winRemote Command--Execute a Command on Multiple Remote Windows Systems

(Funclet)

The run-winRemote command executes a command on one or multiple remote
Windows systems. The command comes in two flavors:

m  Single-target version

m  Multi-target version
The single-target version redirects input and output to the calling AutoShell.

The multi-target version of run-winRemote is asynchronous. See the sample code on
how to retrieve results.

The command has the following syntax:

(1) run-winRemote -host hostname [-cmd cmd] [-user username] [-pass password]
[-workDir workDir]

(2) run-winRemote [-cmd cmd] [-user username] [-pass password] [-workDir workDir] on
remoteTargets

The single targeted version of run-winRemote returns the result code of the executed
command.

The multi-target version returns an array of WinRemote objects. Each element of this
array corresponds by position to the remote Windows node listed in the remoteTargets
list. The WinRemote objects can verify several results, for example, if the execution
completes, if errors occur, or if the execution finishes successfully. If a remote node is
specified using an WinRemote object, the array contains a reference to the original
RemoteTarget object. If a target system is specified by a string, a new RemoteTarget
object is created internally and assigned to the array.
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-host hostname

(Optional) Specifies the name of the remote Windows host. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

-cmd emd

(Optional) Specifies the command to execute on the remote Windows system.
Unquoted argument tokens are automatically stringified. Prevent automatic
quoting for expressions by placing expression code in parenthesis. This parameter is
only required when creating an SSH session on the fly using public key
authentication.

Default: cmd
-user username

(Optional) Specifies the user name to log on to the remote Windows system. The
user must have rights to connect to the SADMIN share. If no user name is specified,
the user name entered during AutoShell login is used. Unquoted argument tokens
are automatically stringified. Prevent automatic quoting for expressions by placing
expression code in parenthesis.

Default: $SUser

-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. To enter a hidden
password after issuing this command, specify PW_GET() with an optional prompt as
argument. Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

Default: $SPass

-workDir workdir
Specifies the actual working directory.
Default: ""

on remoteTargets

Specifies a comma-separated list of remote systems to run the specified script on.
The target nodes can be identified in two ways: By hostname/address or by
WinRemote objects. Specifying target systems by name or address while using
WinRemote objects offers more flexibility to control the execution process, for
example, different credentials for different hosts. WinRemote objects and strings
with hostname/address can be mixed in the remote target list. Elements of the
target list are not automatically stringified, so when using literal strings for
hostnames they must be placed into quotes.
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Examples

To run cmd.exe (the command shell) on host1:

run-winRemote -host hostl -cmd cmd.exe

To run mybatch.bat on hostl and host 2 and verify the results of host2

X = run-winRemote -cmd mybatch.bat -localpath c:\installations\myinstall.exe on
"hostl", "host2";

? x[1].hasCompleted();

? x[1].result();

? x[1].output();

See also:

push-winRemote Command--Copy and Execute on Multiple Remote Windows Systems
(Funclet) (see page 87)

push-client Command--Install the Autoshell Client on a Remote Windows System
(Funclet) (see page 85)

run-client Command--Run the Autoshell Client on a Remote Windows System (Funclet)
(see page 96)

rem-client Command--Remove the Autoshell Client from a Remote Windows System

(Funclet) (see page 92)

set alternate to Command--Set Alternate Output File (Cmdlet)

This command (cmdlet) sets or resets an alternate output file, for example, for ?, ??,
gout(), or qqout(). When setting an alternate output file, any output from commands or
functions is not only written to stdout, but also to the specified file. To write to only the
alternate output file, suppress stdout using the "set console off" command.

The command has the following syntax:

set alternate to outFile [-append]
outFile

Specifies a string with an absolute or relative path of the alternate output file. If no
file name is specified, the command restores the alternate output stream to the
previous setting.

-append

(Optional) Appends the output stream to the specified file.
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Examples

Write numbers 1 through 10 to output.txt and the console:

set alternate to output.txt
for(i=1; i<1l; i++)

{

}

set alternate to

Append numbers 11 through 20 to output.txt and the console:

set alternate to output.txt -append
for(i=11; i<21; i++)

{

}

set alternate to

Write a directory listing to a file:

set alternate to dir.txt
dir -1
set alternate to

See also:

? Command--Write Output to stdout (Cmdlet) (see page 56)

gout--Write Output Followed by Linefeed to stdout (Function) (see page 122)
?? Command--Write Output in a List to stdout (Cmdlet) (see page 56)
ggout--Write Output to stdout (Function) (see page 123)

set console Command--Suppress Console Output (Cmdlet) (see page 111)

set console Command--Suppress Console Output (Cmdlet)

This command (cmdlet) is used to suppress any output to stdout which is the console in
interactive mode generated by ?, ??, qout(), or gqout(). Typically used with the set
alternate command when writing to a file.

The command has the following syntax:
set console {on|off}
on
Writes output to stdout.
off

Suppresses console output.
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Example

Suppress console output and write numbers 1 through 10 to output.txt:

set console off
set alternate to output.txt
for(i=1; i<1l; i++)

{

}
set alternate to
set console on

See also:

set alternate to Command--Set Alternate Output File (Cmdlet) (see page 110)

set result display on/off Command--Turn Automatic Result Display On or Off (Cmdlet)

This command turns the result display on or off.

The command has the following syntax:

set result disp {on|off}
See also:

dir, Is Commands--Get File and Directory Information (Funclets) (see page 68)

start-service Command--Start a Windows Service on a Remote or Local System (Funclet)

The start-service command starts a Windows service on the local or remote system.

The command has the following syntax:

start-service -svcName sName [-host hostname] [-user username] [-pass password]

The command returns 1 on success and 0 on failure.
-svcName sName

Specifies the name of the service.
-host hostname

(Optional) The name of the remote server.

Default: ""
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-user username

(Optional) Specifies the user name to use to log in to the remote node. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: ""
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""

Examples

To start the local Apache service:
? start-service -svcName Apache2.2
To start the Microsoft SQL Server service on a remote server REMOTESRV

? start-service -svcName MSSQLSERVER -host REMOTESRV -user admin -pass notsecret

stop-service Command--Stop a Windows Service on a Remote or Local System (Funclet)
The stop-service command stops a Windows service on the local or remote system.

The command has the following syntax:

stop-service -svcName sName [-host hostname] [-user username] [-pass password]

The command returns 1 on success and 0 on failure.
-svcName sName

Specifies the name of the service.
-host hostname

(Optional) The name of the remote server.

Default: ""
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-user username

(Optional) Specifies the user name to use to log in to the remote node. Unquoted
argument tokens are automatically stringified. Prevent automatic quoting for
expressions by placing expression code in parenthesis.

Default: ""
-pass password

(Optional) Specifies password to use to log in to the remote node. If no password is
specified, the password entered during AutoShell login is used. Unquoted argument
tokens are automatically stringified. Prevent automatic quoting for expressions by
placing expression code in parenthesis.

Default: ""

Examples

To stop the local Apache service:

? stop-service -svcName Apache2.2

To stop the Microsoft SQL Server service on a remote server REMOTESRV:

? stop-service -svcName MSSQLSERVER -host REMOTESRV -user admin -pass notsecret
start-java Command--Start Java Virtual Machine (Cmdlet)
This command starts the Java Virtual Machine.

The command has the following syntax:

start-java [-classpath cp]
cp
(Optional) Specifies the class path.

Default: ""
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wait Command--Wait for a Key Press (Cmdlet)

This command comes in the following versions:

m  Optionally displays a prompt, waits for a key press, and assigns the character
equivalent of the pressed key to a string variable.

m  Optionally displays a prompt and waits for a key press.

The command has the following syntax:
wait [prompt] to var

wait [prompt]

prompt

(Optional) String to be displayed as input prompt. If no prompt is specified, the
command automatically displays "Press any key...". To display no prompt, pass an
empty string (""). Unquoted argument tokens are automatically stringified. Prevent
automatic quoting for expressions by placing expression code in parenthesis.

var

Name of variable to assign the pressed key character to.
Examples

Wait for a key press and display a custom prompt message:

do
{

wait "Enter a number between 1 and 5:" to x
x = parselnt(x);

}
while(x<l || x>5)

See also:

accept Command--Read String From stdin and Assign it to a Variable (Cmdlet) (see page
57)

weak external Command--Declare Native External Function (Cmdlet)
This command declares a native external function.

The command has the following syntax:

weak external decl
decl

Specifies the declaration.
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AutoShell Functions

This section details the AutoShell core functions. Functions define a set of processing
instructions that receive a number of zero or more arguments and return no or exactly
one value. Function arguments are passed in parenthesis and must comply with
JavaScript language syntax. Literal strings must be placed in quotes and special
characters inside the string like backslashes must be escaped.

Example

// Concatenate s n times
function repeat(s,n)

{
var i;
var ret="";
for(i=0; i < n; i++)
ret += s;
return(ret);
}

? repeat("*", 10);
? repeat("\\", 25);

base64Decode--Decode a base64 Encoded String (Function)

This function performs the decoding of a base64 encoded string. The input string does
not require base64Encode(). Any valid base64 encoded string can be passed for
decoding.

The function has the following syntax:

base64Decode (sEncoded)

The function returns a string holding the decoded data. If an error occurs, for example,
in case of malformed input data, the function raises an exception.

sEncoded

Specifies the string to decode.
Example

Decode a string with error handling:

try
{
? base64Decode("SGVsbG8gV29ybGQh") ;
}
catch(ex)
{
? "Error decoding string"
}
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See also:

base64Encode--Perform a base64 Encoding of a String (Function) (see page 117)

base64Encode--Perform a base64 Encoding of a String (Function)
This function performs base64 encoding of the input data.

The function has the following syntax:

base64Encode(sData)

The function returns a string holding the base64 encoded data passed in sData. The
result string is formatted using a line length of 76 characters.

sData

Defines the string to encode.
Example

Encode "Hello World":

? base64Encode("Hello World!")
See also:

base64Decode--Decode a base64 Encoded String (Function) (see page 116)

curDir--Retrieves the Current Directory (Function)
This function retrieves the current directory.

The function has the following syntax:

curDir()
The function returns a string holding the absolute path of the current working directory.
Example

Change to parent directory and retrieve its path:

chdir ..
? curDir()
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See also:

cd, chdir Commands--Change Directory (Cmdlet, Funclet) (see page 61)

dete--Get Environment Variable (Function)

Retrieves the value of an environment variable. This function an alternative way of
getting environment variables apart from the standard JavaScript environment variable.

The function has the following syntax:

gete(sVar)

This function returns a string holding the current value of the environment variable
specified by sVar. If the variable does not exist, an empty string is returned.

sVar

Specifies the environment variable.

Example

Retrieve the current path setting:

? gete("PATH");
See also:

pute--Set an Environment Variable (Function) (see page 121)
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memoRead--Read a Text File Into a String (Function)
The memoRead() function reads a text file into a string.

Note: Using memoRead() on files containing binary information produces unpredictable
results.

The function has the following syntax:
memoRead (sFileName [,n0ffset] [,nCount])
The function returns the content of the text file as a JavaScript string.

sFilename

Specifies the name of a text file. If the specified file does not exist, the function
creates an exception.

nOffset

(Optional) Specifies the number of characters from the beginning of the text file to
the starting point of the read process.

nCount

(Optional) Specifies the number of characters that are read into a string.
Examples

Read Windows boot configuration:

s=memoRead ("c:\boot.ini");
?s

Read a text file from offset 10 to the end of file:

s = memoRead("file.txt", 10);

Read five characters from a text file starting at offset 10:

s = memoRead("file.txt", 10, 5);
See also:

memoWrit--Write a String to a File (Function) (see page 120)
cat, type Commands--Display Text Files (Cmdlets) (see page 60)
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memoWrit--Write a String to a File (Function)
The memoWrit() function writes the content of a JavaScript string to a file.

Note: If the file exists, it can either replace the existing file or append the string to the
existing string content.

The function has the following syntax:

memoWrit(sFileName, sString [, bAppend])
sString

Defines the string.
sFileName

Defines the name of a text file. If the specified file does not exist, the function raises
an exception.

, bAppend

If set to true, the function adds the string to the given file.
The function returns with the number of bytes written to the specified file.
Note: If there are problems accessing the file, the function creates an exception.
Examples

Write a single-line text file:

memoWrit("file.txt", "First line\");

Append a second line to the existing file:

memoWrit("file.txt","Second line\", true);
See also:

memoRead--Read a Text File Into a String (Function) (see page 119)

platform--Query Operating System Type (Function)
This function returns the type of operating system the script is currently running on.

The function has the following syntax:

platform()

The function returns the system type name in a string.
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Example

Verify that a script is being run on Windows:

if(platform() !="Windows")

{
? "This script uses Windows specific features!"
? "Please run on Windows only."
quit

}

start-service -svcName Apache2.2
See also:

shellType--Query AutoShell Type (Function) (see page 138)

pute--Set an Environment Variable (Function)

Sets the value of an existing environment variable or creates one with the specified
value if the variable does not exist. This function an alternative way of setting
environment variables apart from the standard JavaScript environment variable.

The function has the following syntax:
pute(sVar, sVal)

The function returns true or false indicating success or failure.
sVar

Specifies the name of the environment variable.
sVal

Defines the value of the environment variable.

Example

Append the current work directory to the path:

pute(gete("PATH")+";"+curDir());
See also:

gete--Get Environment Variable (Function) (see page 118)
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qgout--Write Output Followed by Linefeed to stdout (Function)

The gout function writes output followed by linefeed to stdout. The function writes the
string representation of each argument in a list to stdout. A single space is automatically
placed between each argument. The set console and set alternate commands can
suppress or redirect the output. The output terminates with a linefeed character.

The function has the following syntax:

qout([x,...1)
X

(Optional) Defines a list of arguments to display. If the list is empty, a linefeed
character is printed.

This function does not return a value.
Examples

Print "Hello World!":

? "Hello World!"

Print a list of numbers:

?71,2,3

Print an empty line:

?

Output the numbers from 1 to 10.

Note: The ? command can only be used at the beginning of a line. To output text from
within an expression, use the corresponding gout() function:

for(i=1;i<11;i++) qout(i);
See also:

?? Command--Write Output in a List to stdout (Cmdlet) (see page 56)
ggout--Write Output to stdout (Function) (see page 123)
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gqout--Write Output to stdout (Function)

The gqgout function writes the string representation of each argument in a list to stdout.
A single space is automatically placed between each argument. The set console and set
alternate commands can redirect or suppress the output. Subsequent output calls using
?, ??, gout() or gqout() will place their output immediately after the original output, so
?? or qqout() are typically used to construct output lines using several invocations.

The function has the following syntax:

qqout([x,...1)

X

(Optional) Defines a list of arguments to display. If the list is empty, a linefeed
character is printed.

This function does not return a value.
Examples

Print three column headers with separating spaces:

?? "Coll"
?? n n
??  "Col2"
?? n n

? "Col3"

The third label is printed using the ? function so the cursor moves to the beginning of
the next line.

See also:

? Command--Write Output to stdout (Cmdlet) (see page 56)

gout--Write Output Followed by Linefeed to stdout (Function) (see page 122)
?? Command--Write Output in a List to stdout (Cmdlet) (see page 56)

set alternate to Command--Set Alternate Output File (Cmdlet) (see page 110)
set console Command--Suppress Console Output (Cmdlet) (see page 111)
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redCreateKey--Create a Registry Key (Function)

The regCreateKey function creates a key or a key hierarchy under the registry key
specified by sKeyParent on the local system or a remote system.

This function has the following syntax:

regCreateKey (sKeyParent, sKey)
sKeyParent

Specifies the parent key.
sKey

Defines the new key

If the function fails, it raises an exception. Otherwise it returns true. The function
succeeds if the specified key or part of a key hierarchy exists.

Examples

Create key ACEM under the local machine SOFTWARE key with error handling:

try {
regCreateKey ("HKLM\\SOFTWARE", "ACME");
? "Success"

}
catch(e) {

? "Failure", e

}
Create a key hierarchy:

regCreateKey ("HKLM\\SOFTWARE", "ACME\\HOME");

Create key ACEM on remote machine client8:

regCreateKey("client8: :HKLM\\SOFTWARE", "ACME");
See also:

regSetVal--Set Registry Value (Function) (see page 136)
regDeleteKey--Delete a Registry Key or a Key Hierarchy (Function) (see page 126)
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redgCreateSubkeys--Create Subkeys From an Array (Function)

The regCreateSubKeys function creates a key subtree under a given key from an array
on the local system or a remote system. The array must contain the names of the keys
to be created as relative path strings starting at sKey. regGetSubKeys() returns this type
of array.

This function has the following syntax:

regCreateSubKeys (sKey, aSubKeys)
sKey

Specifies the registry key.
aSubKeys

Specifies the key subtree.
If the function fails, it raises an exception. Otherwise it returns true.
Examples
Create keys 'x', 'y' and 'z' under HKLM\Software\ACME:
regCreateSubKeys ("HKLM\\Software\\ACME", ["x", "y", "z"1);

Create nested subkey tree:

regCreateSubKeys ("HKLM\\Software\\ACME", ["a\b\c", "x\y\z"1l);

Get subkey tree from remote system client8 and apply it to remote system client9:

arr = regGetSubKeys("client8: :HKLM\\Software\\ACME", true);
regSetSubKeys ("client9: :HKLM\\Software\\ACME", arr);

Note: The key values must be handled separately.
See also:

regCreateKey--Create a Registry Key (Function) (see page 124)
regGetSubKey--Retrieve Sub Keys of a Registry Key (Function) (see page 130)
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regDeleteKey--Delete a Registry Key or a Key Hierarchy (Function)

The regDeleteKey function removes a key and all associated values from the registry on
the local system or a remote system. If the specified key contains subkeys, the removal
fails by default. However by passing true for fRecurse the function deletes sKey including
all nested subkeys.

The function has the following syntax:

regDeleteKey(sKey [, fRecursel)
sKey

Specifies the registry key
, fRecurse

Deletes nested subkeys.
If the function fails, it raises an exception. Otherwise it returns true.
Examples
Delete key named "Settings" from HKLM\Software\ACME with error handling:
try {
regDeleteKey ("HKLM\\Software\\ACME\\Settings");

? "Success"

}
catch(e) {
? "Failure:", e

}
Delete "Settings" key forcing recursive delete of subkeys:

regDeleteKey ("HKLM\\Software\\ACME\\Settings", true);

Delete "Settings" key on remote machine client8:

regDeleteKey("client8: :HKLM\\Software\\ACME\\Settings");
See also

regCreateKey--Create a Registry Key (Function) (see page 124)
regDeleteVal--Delete a Registry Value (Function) (see page 127)

126 Reference Guide



AutoShell Core Reference

regDeleteVal--Delete a Registry Value (Function)

The regSetVal function removes a value from the registry key specified by sKey on the
local system or a remote system.

The function has the following syntax:

regDeleteVal(sKey, sValName)
sKey

Specifies the registry key.
sValName

Specifies the value.
If the function fails, it raises an exception. Otherwise, it returns true.
Examples

Delete value named "Label" from HKLM\Software\ACME with error handling:

try {
regDeleteVal ("HKLM\\Software\\ACME", "Label");
? "Success"

}
catch(e) {
? "Failure:", e

}
Delete a value on remote machine client8:

regDeleteVal("client8: :HKLM\\Software\\ACME", "Name");
See also:

regDeleteKey--Delete a Registry Key or a Key Hierarchy (Function) (see page 126)
regSetVal--Set Registry Value (Function) (see page 136)
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regGetKeyValues--Get Registry Key Value Information (Function)

The regGetKeyValues function returns a two-dimensional array with name, actual value,
and type of registry values for a key on a local or remote system. The returned array can
be passed to regSetKeyValues() to copy value settings from one system to another.

The function has the following syntax:

regGetKeyValues (sKey)
sKey
Specifies the registry key.
The function returns a two-dimensional array. Each top-level element holds a three
element sub-array containing a string representing the value name, a polymorphic value

for the setting, and an integer for the value type. The type of registry value determines
the type of the return value.

m  REG_DWORD values are returned as numeric
m  REG_SZ and REG_EXPAND_SZ as string
m  REG_MULTI_SZ as an array of strings

m  REG_EXPAND_SZ values are already expanded using the current environment
variables

m  REG_BINARY values are returned as AutoShell CharArr objects because JavaScript
string variables cannot properly handle binary data.

If the function fails, it raises an exception.
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Examples

Retrieve and display value information for the key HKLM\Software\ACME\Settings:

arr = regGetKeyValues ("HKLM\\Software\\ACME\\Settings");
1 = arr.length;
for(i=0; i < 1; i++)
{
? "Name: ", arr[i][0]
? "Value:", arr[i][1]
?? "Type: "
switch(arr[i][2])
{
case REG SZ:
? "REG Sz"
break;
case REG_EXPAND SZ:
? "REG_EXPAND Sz"
break;
case REG BINARY:
? "REG_BINARY"
break;
case REG DWORD:
? "REG_DWORD"
break;
case REG MULTI SZ:
? "REG MULTI Sz"
break;
default:
? "Unknown"

Get values from remote system client8 and apply them to remote system client9:

arr = regGetKeyValues("client8: :HKLM\\Software\\ACME\\Settings");
regSetKeyValues ("client9: :HKLM\\Software\\ACME\\Settings", arr);

See also:

regGetVal--Get Registry Value (Function) (see page 132)
regSetKeyValues--Set Registry Key Values From an Array (Function) (see page 135)
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regGetSubKey--Retrieve Sub Keys of a Registry Key (Function)

The regGetSubKeys function returns the subkeys of a specified registry key on the local
system or a remote system in an array. By default only the direct subkeys are returned.
Optionally all subkeys can be retrieved recursively.

The function has the following syntax:

regGetSubKeys (sKey, fRecurse)
sKey
Specifies the registry key
, fRecurse
Retrieves nested subkeys.
This function returns an array holding the names of the subkeys of sKey. An individual

subkey name is returned as a relative path starting at sKey. The returned array can be
passed regCreateSubKeys() to copy a subkey tree from one system to another.

If the function fails, it raises an exception.
Examples

Get subkeys of HKLM\Software\CA with error handling:

try {
var arr, i, 1;
arr = regGetSubKeys ("HKLM\\Software\\CA");
1 = arr.length;
for(i=0; i < 1; i++)

{
? arr[i]
}
}
catch(e) {
? "Failure:", e
}
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Recursively get all subkeys of HKLM\Software\CA:

arr = regGetSubKeys ("HKLM\\Software\\CA", true);
1 = arr.length;
for(i=0; i < 1; i++)
{
? arr[i]

}
Get subkey tree from remote system client8 and apply it to remote system client9:

arr = regGetSubKeys("client8: :HKLM\\Software\\ACME", true);
regSetSubKeys ("client9: :HKLM\\Software\\ACME", arr);

Note: The key values must be handled separately.
See also:

regCreateKey--Create a Registry Key (Function) (see page 124)
regCreateSubkeys--Create Subkeys From an Array (Function) (see page 125)
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regGetVal--Get Registry Value (Function)

The regGetVal function retrieves the setting of the value valName under the registry key
specified by key on the local system or a remote system.

The function has the following syntax:

regGetVal(skKey, sValName)
sKey
Specifies the registry key.
sValName
Specifies the value.
If the specified value exists, the function returns a polymorphic value representing the

setting of the specified value. The type of the registry value determines the type of the
return value.

m  REG_DWORD values are returned as numeric
m  REG_SZ and REG_EXPAND_SZ as string
m  REG_MULTI_SZ as an array of strings.

m  REG_EXPAND_SZ values are already expanded using the current environment
variables.

m  REG_BINARY values are returned as AutoShell CharArr objects because JavaScript
string variables cannot properly handle binary data.

If the specified key or the value does not exist, the function raises an exception.

Examples

Get value named "Number" from key HKLM\Software\ACME:

regGetVal ("HKLM\\Software\\ACME", "Number");
Get value named "Label" from key HKLM\Software\ACME with error handling:

try {
regGetVal ("HKLM\\Software\\ACME", "Label");
? "Success"

}
catch(e) {
? "Failure:", e

}
Get value from remote machine client8:

regGetVal("client8: :HKLM\\Software\\ACME", "Name");
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See also:

regSetVal--Set Registry Value (Function) (see page 136)
regGetKeyValues--Get Registry Key Value Information (Function) (see page 128)

regIsKey--Check the Existence of a Registry Key (Function)

The reglsKey function checks if the specified registry key exists on the local or a remote
system.

The function has the following syntax:

regIsKey(sKey)
sKey
Specifies the registry key.

The function returns a Boolean value indicating the presence of sKey:
true

Indicates that the key exists.
false

Indicates that the key does not exist.
Examples

Locate an ACME key under HKLM\SOFTWARE on the local system:

if (regIsKey ("HKLM\\SOFTWARE\\ACME"))
? "Key was found!"

else

? "Key does not exist"

Perform the same check on the remote system ascl1:

if(regIsKey("ascll: :HKLM\\SOFTWARE\\ACME"))
? "Key was found"

else

? "Key does not exist"

See also:

regCreateKey--Create a Registry Key (Function) (see page 124)
reglsVal--Check the Existence of a Registry Value (Function) (see page 134)
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regIsVal--Check the Existence of a Registry Value (Function)

The reglsVal function checks if the specified registry value exists on the local or a remote
system.

The function has the following syntax:

regIsVal(sKey, sValName)
sKey

Specifies the registry key.
sValName

Specifies the name of the value.

The function returns a Boolean indicating presence of sValName:
true

Indicates that the value exists.
false

Indicates that the value does not exist.
Examples

Verify HKLM\SOFTWARE\ACME for a value, 'home':

if(regIsVal("HKLM\\SOFTWARE\\ACME", "home"))

{
? "Value was found"
}
else
{
? "Value does not exist"
}
See also:

regGetVal--Get Registry Value (Function) (see page 132)
reglsKey--Check the Existence of a Registry Key (Function) (see page 133)
regSetVal--Set Registry Value (Function) (see page 136)
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regSetKeyValues--Set Redistry Key Values From an Array (Function)

The regSetKeyValues() function creates or sets values for a key from a two-dimensional
array on the local or a remote system. Each top-level element in the array must contain
a sub-array with a string representing the name of the value, a polymorphic JavaScript

value to set, and optionally, an integer specifying the type of the value to create or set.

regGetKeyValues() returns this type of array.

The function has the following syntax:

regSetKeyValues (sKey, aVals)
sKey

Specifies the registry key.
sVals

Defines the array that contains the values.

If the function fails, it raises an exception. Otherwise it returns true.

Examples

Set values 'Number' and 'Label' for HKLM\Software\ACME:

vals = [["Number", 42],["Label", "Hello"]];

regSetKeyValues ( "HKLM\\Software\\ACME\\Settings", vals);

Set values explicitly specifying type:

vals = new Array(2);

val[0] = ["MyPath", "sPath%;c:\\MyDir", REG EXPAND SZ];

val[l] = ["Number", 42, REG DWORD];

regSetKeyValues ( "HKLM\\Software\\ACME\\Settings", vals);

Get values from remote system client8 and apply them to remote system client9:

arr = regGetKeyValues("client8: :HKLM\\Software\\ACME\\Settings");
regSetKeyValues ("client9: :HKLM\\Software\\ACME\\Settings", arr);

See also:

regGetKeyValues--Get Registry Key Value Information (Function) (see page 128)

regSetVal--Set Registry Value (Function) (see page 136)
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regSetVal--Set Registry Value (Function)

The regSetVal creates or sets a value for the registry key specified by sKey on the local
system or a remote system. If the value identified by sValName does not exist, it is
created, otherwise the existing setting is overwritten with the value.

The function has the following syntax:

regSetVal(skey, sValName, value, [type])
sKey
Specifies the registry key.
sValName
Specifies the name of the value.
value
Defines the value.
type
Specifies the type of the value.

If the function fails, it raises an exception. Otherwise it returns true.
Examples

Set REG_DWORD value for key HKLM\Software\ACME named "Number" to 42:

regSetVal ("HKLM\\Software\\ACME", "Number", 42);

Set REG_SZ value for key HKLM\Software\ACME named "Label" to "Hello" with error
handling:

try {
regSetVal ("HKLM\\Software\\ACME", "Label", "Hello");
? "Success"

}

catch(e) {
? "Failure:", e
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Set a REG_EXPAND_SZ value:
regSetVal ("HKLM\\Software\\ACME", "MyPath", "%Path%;c:\\MyDir", REG EXPAND SZ);
Set a REG_MULTI_SZ value:

arr=["Alice", "Bob", "Carol"l;
regSetVal ("HKLM\\Software\\ACME", "People", arr);

Set string value on remote machine client8:
regSetVal("client8: :HKLM\\Software\\ACME", "Name", "Bob");
See also:

regCreateKey--Create a Registry Key (Function) (see page 124)
regDeleteVal--Delete a Registry Value (Function) (see page 127)

regGetVal--Get Registry Value (Function) (see page 132)

regSetKeyValues--Set Registry Key Values From an Array (Function) (see page 135)

setProcExitCode--Set AutoShell Exit Code (Function)

This function sets the AutoShell exit from a user script overriding a possible AutoShell
defined exit code. On Windows systems, the exit code can be retrieved through the
%errorlevel% variable after AutoShell terminates.

The function has the following syntax:

setProcExitCode(iExitCode)
iExitCode

Specifies the exit code.
Example

Set the AutoShell exit code to -42 and exit AutoShell:

setProcExitCode(-42);
quit

See also:

exit, quit Commands--Terminate an AutoShell Session (Cmdlets) (see page 71)
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shellType--Query AutoShell Type (Function)

This function is used to determine if a script is currently being executed inside a
manager AutoShell or a client AutoShell. The client AutoShell does not provide all the
functionality of the manager AutoShell (for example, no remote execution). shellType()
can be used to verify that a script is being executed inside the intended AutoShell
version.

The function has the following syntax:

shellType()

The function returns a string indicating the type of AutoShell which is currently active:
®  manager

m  client
Example

Verify AutoShell type and quit when running inside a client shell:

if(shellType() !'="manager")

{
? "This script requires AutoShell manager!"
quit

}

See also:

platform--Query Operating System Type (Function) (see page 120)
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typeName--Get the Type Name of an Expression (Function)

This function retrieves the type name of an arbitrary expression. In particular, for
objects it returns the name of the defining class.

The function has the following syntax:

typeName(val)

The function returns a string holding the type name of the passed value. For simple
types, it returns one of the following strings:

®m  Boolean

m  function

= null

®  number
m  string
= void

m xml

For objects, it returns the name of the defining class.
val

Defines the expression.
Example

Get the type of some expressions:

? typeName(19) // number
d = new Date;

? typeName(d) // Date
a=["a","b","c"];

? typeName(a) // Array
?

typeName(a[0])// string
See also:

gete--Get Environment Variable (Function) (see page 118)
platform--Query Operating System Type (Function) (see page 120)
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AutoShell Classes

This section details the AutoShell class definitions. AutoShell is based on JavaScript, so
object orientation is achieved through function objects as in JavaScript. Functions can
serve as regular functions, classes, constructors, or methods.

Objects are created as function instances using the new operator, for example:
now = new Date();

AutoShell also implements its own classes that are instantiated using the new operator.
In many cases, there is no need to work directly with the AutoShell classes because they
are encapsulated using AutoShell command definitions.

Constructors are methods called when an object is created. There may be several
constructors for a class. In this case, it depends on the actual arguments in the object
instantiation which constructor is called.

Methods are a set of associated functions called on an object using the '.' operator and
access or manipulate object data using the "this" property.

See also a JavaScript language reference.
Example

Calculate the date/time ten hours from the current time. Day wrapping at midnight is
handled properly.

d = new Date();
d.setHours(d.getHours()+10)

More Information

OSRedirect Class (see page 141)
RemoteTarget Class (see page 151)
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OSRedirect Class

OSRedirect is a utility class that is used with the run-local command running scripts
locally. Its primary use is to redirect the output of child processes into JavaScript strings.
The system variable $Sstdout, used by the !! command, is also an instance of the
OSRedirect class.

Constructor
OSRedirect()

Methods
bool clear()
bool errorOccurred()
string errout()
bool hasCompleted()
string output()
int result()

Event Handlers
void onCompleted(fCompleted)
void onError(fError)
void receivedErrOutput(s)
void receivedOutput(s)

void receivedResult(rc)
See also:

OSRedirect.OSRedirect Constructor (see page 142)
OSRedirect.clear Method (see page 142)
OSRedirect.errorOccurred Method (see page 143)
OSRedirect.errout Method (see page 144)
OSRedirect.hasCompleted Method (see page 145)
OSRedirect.onCompleted Method (see page 146)
OSRedirect.onError Method (see page 146)
OSRedirect.output Method (see page 147)
OSRedirect.receivedErrOutput Method (see page 148)
OSRedirect.receivedOutput Method (see page 148)
OSRedirect.receivedResult Method (see page 149)
OSRedirect.result Method (see page 150)

run-local Command--Execute a Script on the Local System (Funclet) (see page 97)
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OSRedirect.0SRedirect Constructor
The constructor called when creating an object.

The constructor has the following syntax:

OSRedirect()
A constructor does not return a value. If an error occurs, it raises an exception.
Example

Create an OSRedirect object and use it in an invocation.

out = new OSRedirect();
! ping asclil -output out
? out.output();

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

OSRedirect.clear Method

This method resets the output and error output buffers of OSRedirect() objects. The
method is called internally by the ! and !! commands, so there is no need to call it
explicitly when using the same OSRedirect() instance in multiple OS invocations.

This method has the following syntax:

clear()
The method does not return a value.

Example

out = new OSRedirect();

! ping asclil -output out

? out.output();

out.clear();

? out.output(); // Empty output

See also:
| Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)
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OSRedirect.errorOccurred Method

This method checks if an error occurs during remote execution. If an error occurs,

errout() may provide an error description.

This method has the following syntax:

errorOccurred()

The method returns the following values:
true

Indicates that an error occurred.
false

Indicates that no error occurred.

Example

Execute invalid command with error check:

'l asdfghjk
if($$stdout.errorOccurred())

? "Error:", $$stdout.errout()
else

? $$stdout.output()

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see

page 54)
OSRedirect.errout Method (see page 144)
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OSRedirect.errout Method

Child processes produce the following types of result information.
m  Regular output written to the screen
m  Error output written to the screen

m  Final exit code ("errorlevel")

This method has the following syntax:

errout()
This method returns a string with the output written by the child process to stderr.
Example

Invoke a nslookup and display regular and error output:

'l nslookup asclil
? $$stdout.output()
? $$stdout.errout()

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.errorOccurred Method (see page 143)

OSRedirect.output Method (see page 147)
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OSRedirect.hasCompleted Method

This method checks if the execution of a remote command has completed. If
run-remote is invoked without the optional -wait switch, the execution runs
asynchronously. Call this method to verify if a command completes and a result is
available. The method hasCompleted() returns true when the command successfully
completes, or false when an error occurs that prevents further processing.

This method has the following syntax:

hasCompleted()

The method returns the following values:
true
Indicates if the command processing has been completed.
false
Indicates if the command processing has not been completed, for example, host not

found.

Example

I dir c:\*.* /s
? $$stdout.hasCompleted() // true

See also:
I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)
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OSRedirect.onCompleted Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called after the
child process finishes.

This method has the following syntax:
onCompleted(fCompleted)

Note: The AutoShell ignores event handler return values.
Example

Specify completion event handler:

out = new OSRedirect();
out.onCompleted = function(f){if(f)qout("ret=", this.result());};
! ver -output out

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.result Method (see page 150)

OSRedirect.onError Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called when the
error state of the OSRedirect object changes.

This method has the following syntax:

onError(fError)

Note: The AutoShell ignores event handler return values.
Example

Specify completion event handler:

out = new OSRedirect();
out.onError = function(f){if (f)qout("An error occurred!");};
! ver -output out
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See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.errorOccurred Method (see page 143)

OSRedirect.output Method

Child processes produce three types of result information. The regular output typically
written to the screen, error output typically written to the screen, and a final exit code
("errorlevel"). This method returns a string with the output written by the child process
to stdout.

This method has the following syntax:

output()

The method returns a string that contains the command output.
Example

Get Windows OS version string:

' ver
? $$stdout.output()

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.errout Method (see page 144)

OSRedirect.result Method (see page 150)
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OSRedirect.receivedErrOutput Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called when the
child process writes to stderr. You can call this handler multiple times.

This method has the following syntax:
receivedErrOutput(s)

Note: The AutoShell ignores event handler return values.
Example

Display error output while being received:

out = new OSRedirect();
out.receivedErrQutput = function(s){qout(s);};
! ver -output out

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.receivedOutput Method (see page 148)

OSRedirect.receivedOutput Method

Event handlers are optional functions that can be implemented in user scripts called by
AutoShell when certain events occur. If present, the event handler is called when the
child process writes to stdout. You can call this handler multiple times.

This method has the following syntax:

receivedOutput(s)

Note: The AutoShell ignores event handler return values.
Example

Display output while being received:

out = new OSRedirect();
out.receivedOutput = function(s){qout(s);};
! ver -output out
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See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.receivedErrOutput Method (see page 148)

OSRedirect.receivedResult Method (see page 149)

OSRedirect.receivedResult Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called when the
exit code of the child process is set.

This method has the following syntax:
receivedResult(rc)

Note: The AutoShell ignores event handler return values.
Example

Display exit code from event handler:

out = new OSRedirect();
out.receivedResult = function(rc){qout("Exit code", rc);};
! ver -output out

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.receivedOutput Method (see page 148)
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OSRedirect.result Method

Child processes produce three types of result information. The regular output typically
written to the screen, error output typically written to the screen, and a final exit code
("errorlevel").

This method has the following syntax:

result()
This method returns the child process exit code.
Example

On Windows ping sets the exit code to 0 if the specified host responded otherwise to 1.
Check and display result:

'l ping asclil
if($$stdout.result()==0)
? "Ping successful"
else
? "Ping failed"

Note: An application-specific failure does not cause the errorOccurred() flag of
OSRedirect() to be set.

See also:

I Command--Invoke Command or Child Process (Cmdlet) (see page 55)

Il Command--Invoke Command or Child Process and Auto-capture Output (Cmdlet) (see
page 54)

OSRedirect.output Method (see page 147)
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RemoteTarget Class

RemoteTarget is a utility class that is used with the run-remote command in remote
script execution. RemoteTarget specifies details of the target system, like host name
and address, credentials to use for authentication, or retrieves status and result
information, like error condition, output, and final result.

Constructor
RemoteTarget(host [,user] [,pass] [,key] [,phrase] [, port])
Methods
void abort()
int createRemoteContext()
int destroyRemoteContext()
bool errorOccurred()
bool execute(strScript)
int getError()
string getHostName()
bool hasCompleted()
string output()
string result()
bool wasAborted()
Event Handlers
int onError(e)
int receivedOutput(s)
int receivedResult(s)
Variables
static readonly REM_ERR_NONE
static readonly REM_ERR_CON
static readonly REM_ERR_AUTH
static readonly REM_ERR_CHN
static readonly REM_ERR_READ
static readonly REM_ERR_EXEC
static readonly REM_ERR_ABORT
static readonly REM_ERR_DISC
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See also:

RemoteTarget.RemoteTarget Constructor (see page 152)
RemoteTarget.abort Method (see page 154)
RemoteTarget.createRemoteContext Method (see page 154)
RemoteTarget.destroyRemoteContext Method (see page 155)
RemoteTarget.errorOccurred Method (see page 156)
RemoteTarget.execute Method (see page 157)
RemoteTarget.getError Method (see page 158)
RemoteTarget.getHostName Method (see page 160)
RemoteTarget.hasCompleted Method (see page 160)
RemoteTarget.onError Method (see page 161)
RemoteTarget.output Method (see page 162)
RemoteTarget.receivedOutput Method (see page 162)
RemoteTarget.receivedResult Method (see page 163)
RemoteTarget.result Method (see page 164)
RemoteTarget.wasAborted Method (see page 165)
run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)

RemoteTardet.RemoteTardet Constructor

The constructor called when creating an object. A constructor does not return a value. If
an error occurs, it raises an exception.

The constructor has the following syntax:

RemoteTarget (host [,user] [,pass] [,keyl [,phrasel [, portl])
host

Specifies the name of the remote host.
user

(Optional) Specifies the user name to use to log in to the remote node. A user name
is required for password or public key authentication. If no user name is specified,
the user name entered during AutoShell login is used.

Default: SSUser
pass

(Optional) Specifies password to use to log in to the remote host. If no password is
specified, the password entered during AutoShell login is used.

Default: SSPass
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key

(Optional) Specifies an absolute or relative path to a file containing a private RSA
key to use to log in to the remote host. If a private key and a password are
specified, AutoShell attempts a public key logon first, and if that fails, a password
logon.

Default: ""
phrase

(Optional) Specifies the passphrase for a private key. If the key is not encrypted, the
passphrase is not required.

Default: ""
port
(Optional) Specifies the port on which to connect to the remote host.

Default: SSH standard port 22.
Examples

Create a RemoteTarget object using password authentication:

rt = new RemoteTarget("asclil", "bob", "cal23456");

Create a RemoteTarget object attempting public key authentication followed by
password if public key authentication fails:

rt = new RemoteTarget("asclil", "bob", "cal23456", "bob rsa.key");
In this case the file bob_rsa.key contains the private RSA key.
See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
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RemoteTarget.abort Method

Remote script execution by default is performed asynchronously. If an outstanding
operation must be aborted, call abort() on the RemoteTarget object associated with the
remote operation.

This method has the following syntax:
abort ()

This method does not return a value.
Example

Abort a remote operation:

rt = new RemoteTarget("asclil");
run-remote Math.sin(Math.PI/2) on rt
if(!rt.hasCompleted())

{

rt.abort()

? "Operation aborted:", rt.wasAborted()
}
See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
RemoteTarget.wasAborted Method (see page 165)

RemoteTarget.createRemoteContext Method

By default, a new Autoshell session is created for each command run on a RemoteTarget
object. When running multiple commands on the same target, it is preferable to use a
single persistent session to execute multiple scripts. Additionally a persistent session
maintains state. For example, a variable created during one execution is still available
during subsequent evaluations.

Calling createRemoteContext() on a RemoteTarget object creates a new Autoshell
session on the remote system, and keeps it open until either destroyRemoteContext() is
called, or the RemoteTarget object is collected. Calling createRemoteContext() when a
context exists destroys the existing context and creates a new one.

This method has the following syntax:

createRemoteContext ()
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The method returns one of the following error codes:
RemoteTarget.REM_ERR_NONE

Indicates success.
RemoteTarget.REM_ERR_CON

Indicates a connection error, for example, host unknown.
RemoteTarget.REM_ERR_AUTH

Indicates an authentication error.
Example

Create a persistent session, define a variable in the first evaluation and retrieve it in the
second one:

rt=new RemoteTarget("asclil");
if(rt.createRemoteContext ()==RemoteTarget.REM ERR NONE)

{
run-remote x=42 on rt
run-remote x on rt -wait
? get-remoteResult(rt) // 42
rt.destroyRemoteContext();
? get-remoteResult(rt) // empty
}
else
{
? "Error occurred!";
}
See also:

RemoteTarget.destroyRemoteContext Method (see page 155)

RemoteTarget.destroyRemoteContext Method

This method destroys a context previously created by createRemoteContext(). After
destroying a persistent context the RemoteTarget object can still be used in remote
execution. Until another context is created, it creates and destroys a context internally
for each script evaluation.

This method has the following syntax:

destroyRemoteContext ()
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The method returns one of the following error codes:
RemoteTarget.REM_ERR_NONE

Indicates success.
RemoteTarget.REM_ERR_DISC

Indicates a disconnection from the remote system.
Example

Create a persistent session, define a variable in the first evaluation and retrieve it in the
second one:

rt=new RemoteTarget("asclil");
if(rt.createRemoteContext ()==RemoteTarget.REM ERR NONE)

{
run-remote x=42 on rt
run-remote x on rt -wait
? get-remoteResult(rt) // 42
rt.destroyRemoteContext();
? get-remoteResult(rt) // empty
}
else
{
? "Error occurred!";
}
See also:

RemoteTarget.createRemoteContext Method (see page 154)

RemoteTarget.errorOccurred Method

This method checks if an error occurs during remote execution. If an error occurs,
getError() provides further information.

This method has the following syntax:

errorOccurred()

The method returns the following values:
true

Indicates that an error occurred.
false

Indicates that no error occurred.
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Example

Check for error after remote execution finishes:

rt = new RemoteTarget("asclil");
run-remote Math.cos(0) on rt -wait
if(rt.errorOccurred())

{
? "Error occurred!"
}
else
{
? get-remoteResult(rt)
}
See also:

RemoteTarget.getError Method (see page 158)

RemoteTarget.execute Method

This method is the core method invoked by the run-remote command. This method
should not be called directly because run-remote performs certain processing on the
specified script before passing it to this method.

This method has the following syntax:

execute(strScript)

The method returns the following values:
true

Indicates that the asynchronous execution kicked off successfully.
false

Indicates that a failure occurs when starting the remote execution.
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Examples

Evaluate an expression (recommended):

rt = new RemoteTarget("asclil");
run-remote Math.sqrt(1) on rt
? get-remoteResult(rt);

Evaluate an expression (not recommended):

rt = new RemoteTarget("asclil");
rt.execute("Math.sqrt(1)");
? get-remoteResult(rt);

See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)

RemoteTarget.getError Method

This method returns detailed error information after a remote execution attempt fails.

This method has the following syntax:

getError()

The method returns one of the following error codes:
RemoteTarget.REM_ERR_NONE

Indicates success.
RemoteTarget.REM_ERR_CON

Indicates a connection error, for example, host unknown.
RemoteTarget.REM_ERR_AUTH

Indicates an authentication error.
RemoteTarget.REM_ERR_CHN

Indicates an error when establishing a channel.
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RemoteTarget.REM_ERR_READ

Indicates an error when reading from a remote system.
RemoteTarget.REM_ERR_EXEC

Indicates an error when evaluating expressions.
RemoteTarget.REM_ERR_ABORT

Indicates when a user aborts an operation.
RemoteTarget.REM_ERR_DISC

Indicates an error when disconnecting from a remote system.
Example

Display detailed error information:

rt = new RemoteTarget("asclil");
run-remote Math.sqrt(1) on rt -wait
switch(rt.getError())
{
case RemoteTarget.REM ERR NONE:
? "Success"
break;
case RemoteTarget.REM ERR CON:
? "Error connecting"
break;
case RemoteTarget.REM ERR AUTH:
? "Error authenticating"
break;
case RemoteTarget.REM ERR CHN:
? "Error establishing channel”
break;
case RemoteTarget.REM ERR READ:
? "Error reading from remote system"
break;
case RemoteTarget.REM ERR EXEC:
? "Error evaluating expression"
break;
case RemoteTarget.REM ERR ABORT:
? "Operation aborted by user"
break;
case RemoteTarget.REM ERR DISC:
? "Error disconnecting from remote system"
break;
default:
? "Unknown error"
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See also:

RemoteTarget.errorOccurred Method (see page 156)
RemoteTarget.onError Method (see page 161)

RemoteTarget.getHostName Method

This method returns the host name or address that was specified when creating the
RemoteTarget object.

This method has the following syntax:

getHostName()
The method returns a string with the hostname or address of the target node.
Example

Implicitly create a RemoteTarget object and retrieve the hostname:

aRT = run-remote "! ver" on "asclil"
? aRT[0].getHostName()

See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
RemoteTarget.RemoteTarget Constructor (see page 152)

RemoteTarget.hasCompleted Method

This method checks the execution state of a remote script evaluation. Execution is
considered complete if the abort() call ends execution, if an error occurs during
processing, or if the script is successfully run on the target node. Find out if execution
completes successfully or an error occurs using the errorOccurred() and getError()
methods.

This method has the following syntax:

hasCompleted()

The method returns the following values:
true

Execution complete.
false

Execution is not complete.
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Example

Manually implement a wait for completion.

aRT = run-remote "! ver" on "asclil"
while(!'aRT[0].hasCompleted())

{

sleep(500);
}
if(aRT[0].errorOccurred())
{

? "Error"
}
else
{

? "Result:", get-remoteResult(aRT[0])
}

Usually scripts only use the -wait option of the run-remote command.
See also:

run-remote Command--Execute a Script on Remote Systems (Funclet) (see page 99)
RemoteTarget.abort Method (see page 154)

RemoteTarget.errorOccurred Method (see page 156)

RemoteTarget.getError Method (see page 158)

RemoteTarget.onError Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called when an
error occurs during remote execution.

This method has the following syntax:

onError(e)

Note: The AutoShell ignores event handler return values.
Example

Specify error handler for a RemoteTarget:

rt = new RemoteTarget("asclil");

// Assign event handler

rt.onError = function(e){qout("Error occured, code=", e);};
run-remote "2*2" on rt
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See also:

RemoteTarget.errorOccurred Method (see page 156)
RemoteTarget.getError Method (see page 158)

RemoteTarget.output Method

Scripts produce two types of result information. The output that is typically written to
the screen and a final return value. This method returns a string with the output
generated by the script running on the remote system. The output is accumulated while
the script is running, so this method can return a non-empty result before script
execution completes.

This method has the following syntax:

output()

The method returns a string with the date written to stdout by the script.
Example

Remotely query list of running services on a Windows host:
rt = new RemoteTarget("asclil", "bob", "casogood42");

run-remote "! sc query" on rt -wait
? rt.output()

See also:

RemoteTarget.result Method (see page 164)

RemoteTarget.receivedOutput Method
Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, the event handler is called when
output is received from the remote target. This handler can be called multiple times.
This method has the following syntax:

receivedOutput(s)

Note: The AutoShell ignores event handler return values.
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Example

Specify output handler for a RemoteTarget and access associated object in the event
handler:
rt = new RemoteTarget("asclil");
// Assign output handler
rt.receivedOutput = function(s){
qout("Output received=", s);
gout("Originating host=", this.getHostName());
b

run-remote "! ver" on rt
See also:

RemoteTarget.output Method (see page 162)

RemoteTarget.receivedResult Method

Event handlers are optional functions that can be implemented in user scripts and called
by AutoShell when certain events occur. If present, this event handler is called when the
final result value is received from the remote target.

This method has the following syntax:

receivedResult(s)

Note: The AutoShell ignores event handler return values.
Example

Specify result handler for a RemoteTarget and access associated object in the event
handler:
rt = new RemoteTarget("asclil");
// Assign output handler
rt.receivedResult = function(s){
gout ("Result received=", s);
gout("Originating host=", this.getHostName());
¥
run-remote "Math.SQRT2" on rt

See also:

RemoteTarget.result Method (see page 164)
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RemoteTarget.result Method

Scripts produce two types of result information. The output typically written to the
screen and a final return value. This method retrieves a representation of the return
value of a remote execution process. Because returning a result is the last step in script
evaluation, this method only returns a valid value if script execution successfully
completes. hasCompleted() returns true and errorOccurred() returns false. Because the
return value of a remote execution must be transferred over the network to the system
that originated the request, it is serialized into an XML representation on the remote
system and the RemoteTarget.result() method returns the result value in its serialized
representation.

Turn the serialized representation into a regular JavaScript value using the
get-remoteResult() funclet with the RemoteTarget object itself as a parameter. Typically
there is no need for scripts to call result() directly. Serialization maintains type
information. for example, if the remote node returns a number, get-remoteResult()
returns a value of type number. If the remote system returns a Date object, it also
becomes a date on the originating system.

Return values from remote scripts are not limited to simple data types. Complex arrays
or data-only objects can also be returned, allowing remote execution to transfer large
amounts of date between servers. The only limitation is that the data structures must
not contain any circular references.

This method has the following syntax:
result()

The remote script returns a string with a serialized XML representation of the value.
Example

Get serialized representation and actual value of a remote execution:

rt = new RemoteTarget("asclil", "bob", "cal23456");
run-remote "[1,2,3]" on rt -wait

? rt.result()

v = get-remoteResult(rt) // Calls result() internally

? typeof v // Array
? typeof v[0] // number
arrdump v
See also:

get-remoteResult Command--Get Result from a Remote Target (Funclet) (see page 74)
RemoteTarget.output Method (see page 162)
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RemoteTarget.wasAborted Method

This method checks if remote script execution is aborted programmatically an abort()
call.

This method has the following syntax:

wasAborted()

The method returns the following values:
true

Indicates that the execution has been aborted.
false

Indicates that the execution has not been aborted.
Example

Check if a remote operation is aborted:

rt = new RemoteTarget("asclil");
run-remote Math.sin(3/2*Math.PI) on rt
if(!rt.hasCompleted())

{

rt.abort()

? "Operation aborted:", rt.wasAborted()
}
See also:

RemoteTarget.abort Method (see page 154)

AutoShell Loadable Modules' Command Reference

This section describes the commands which belong to the following optional
platform-specific AutoShell Loadable Modules:

m  Microsoft Hyper-V
m  QOracle Solaris Zones

®m  VMware vCenter Server
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More Information

CA IBM LPAR AutoShell Commands (see page 306)

CA Microsoft Hyper-V AutoShell Commands (see page 206)

CA Oracle Solaris Zones AutoShell Commands (see page 333)

CA VMware vCenter Server AutoShell Commands (see page 166)

CA VMware vCenter Server AutoShell Commands

You can use the AutoShell to script and automate CA VMware vCenter Server
commands and run actions based on the command results. Corresponding commands
are also available in the CLI.

dpmvc-addesxhost Command--Add an ESX Host (Funclet)
The dpmvc-addesxhost command adds an ESX host to a vCenter Server.

This command has the following format:

dpmvc-addesxhost

-esx_host _name esxhostname
-vC_server vcservername

-esx_host _user esxhostuser
-esx_host _password esxhostpassword
[-management ip managementip]

[-host _connect port hostconnectport]
[-folder name foldername]
[-datacenter name datacentername]
[-cluster name clustername]

[-vim account user vimaccountuser]
[-vim account password vimaccountpassword]

-esx_host_name esxhostname
Specifies the name of the ESX server that hosts a VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-esx_host_user esxhostuser
(Optional) Specifies the user name to access the ESX host.
-esx_host_password esxhostpassword

Specifies the password used to access the ESX host.
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-management_ip managementip

(Optional) Specifies the management IP.
-host_connect_port hostconnectport

(Optional) Specifies the port used by ESX host to communicate with vCenter Server.
-folder_name foldername

(Optional) Specifies the name of the folder where you can add the ESX host.
-datacenter_name datacentername

(Optional) Specifies the data center where the VM is located.
-cluster_name clustername

(Optional) Specifies the name of the cluster where you can add the ESX host.
-vim_account_user vimaccountuser

(Optional) Specifies the username of the VIM account.
-vim_account_password vimaccountpassword

(Optional) Specifies the password to access the VIM account.
Example: Add an ESX Host

This example adds an ESX host, "esx1" to the vCenter Server "myvcenter."

dpmvc-addesxhost -esx host name esxl -vc server myvcenter -esx host user admin
-esx_host password topsecret

dpmvc-addvmvdisk Command--Add Virtual Disk (Funclet)
The dpmvc-addvmvdisk command adds a virtual disk to a VM.

This command has the following format:

dpmvc-addvmvdisk

-datastore name datastorename
[-datacenter name datacentername]
-Vm_name vmname

-VC_server vcservername
-capacity in mb disk capacity
[-controller key controllerkey]
[-disk mode

{append|independent nonpersistent|independent persistent|nonpersistent|persistent
|undoable}]

-thin _provisioning {no|yes}
[-unit number unitnumber]
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-datastore_name datastorename

Specifies the name of the data store where the new VM is located.
-datacenter_name datacentername

(Optional) Specifies the data center where the VM is located.
-vm_name vmname

Specifies the VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-capacity_in_mb disk_capacity

Specifies the capacity of the virtual disk in MB.
-controller_key controllerkey

(Optional) Specifies the controller key of the disk.

-disk_mode {append | independent_nonpersistent | independent_persistent |
nonpersistent | persistent | undoable}

(Optional) Specifies the mode of the disk.
-thin_provisioning {no | yes}

(Optional) Indicates whether the disk must be thin provisioned.
-unit disk_unitnumber

(Optional) Specifies the unit number of the disk.
Example: Add a Virtual Disk

This example adds a virtual disk to the VM, "myvm."

dpmvc-addvmvdisk -datastore name diskl -vm name myvm -vC_server myvcenterserver
-capacity in mb 20000 -thin provisioning no

168 Reference Guide



AutoShell Loadable Modules' Command Reference

dpmvc-addvmvnic Command--Add Virtual NIC (Funclet)
The dpmvc-addvmvnic command adds a virtual NIC to a VM.

This command has the following format:
dpmvc-addvmvnic

[-datacenter name datacentername]
-vm_name vmname

-vC_server vcservername

-devicetype {el000 | vmxnet}

-network name networkname
[-mac_address macaddress]
-wake_on_lan_enabled {no | yes}

-datacenter_name datacentername

(Optional) Specifies the data center where the VM is located.
-vm_name vmname

Specifies the VM.
-vVC_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-devicetype {€1000 | vmxnet}
Indicates the type of network device.
-network_name networkname

Specifies the virtual network the NIC must be connected to. You can distinguish the
names of Standard Switches and Distributed Virtual Switches based on the
following naming convention:

m For Standard Switches, the name is the network name.

m For Distributed Virtual Switches, the name is a concatenation of the dvPort
group name followed by the Distributed Virtual Switch name enclosed in
parentheses: dvPortGroupName (dvSwitchName)

-mac_address macaddress
(Optional) Specifies the MAC (Media Access Control) address of the network device.
-wake_on_lan_enabled {no | yes}

Indicates whether to start the VM when LAN is enabled.
Example: Add a vNIC
This example adds a virtual NIC to a VM.

dpmvc-addvmvnic -vm name myvm -vC_server myvcenterserver -devicetype vmxnet
-network name netl -wake on lan enabled no
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dpmvc-clone Command--Clone a VM (Funclet)
The dpmvc-clone command lets you clone a VM.

This command has the following format:

dpmvc-clone

{-template name templatename | -cloned from vmname}

{-datacenter name datacentername | -vc vcenterservername}

-VMm_name vmname

-esx_host _name esxhostname

-datacenter name datacentername

-data store name datastorename

-compute_resource_name name

-resource_pool_name resourcepool

-spec_name specificationname

[-auto deploy valuel

[-deploy template templatenamel

[-network connection

"nic=sequence_number,network name=name,ip address=ip address,def gateway=default
gateway,alt gateway=alt gateway,subnet mask=subnet mask[,win dns server=wins dns_
server,win_alt dns=wins alt dns,wins primary=wins primary,wins secondary=wins_sec
ondary"]1]

[-global dns search suffix suffixl1[,suffix2,suffix3,..]1]

[-linux domain name domain name]

[-linux dns_servers primary dns=value,secondary dns=value,tertiary dns=value]
[-create disk MB,datastorename, controller]

[-modify disk key, datastorename]

[-set _memory number]

[-set cpu number]

-VMm_0S_username username

[-vm_os password password]

[-auth file authorizationfilename]

[-auth comp componentID]

[-scalability server scalabilityservernamel]

-datacenter_name datacentername

Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
-compute_resource_name name

Specifies the cluster or VMware ESX host where the VM is created.
-esx_host_name esxhostname

Specifies the VMware ESX server where the VM resides.
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-datastore_name datastorename

Specifies the name of the data store where the new VM is located.
-vm_name vmname

Specifies the VM.
-resource_pool_name resourcepool

Specifies the name of the resource pool from which you want to select the VM for
cloning.

-spec_name specificationname

(Optional) Specifies the name of the specification you want to use for the cloned
virtual machine.

-auto_deploy {yes|no}

Specifies whether CA Server Automation agents are deployed automatically.
Options include the following:

yes

Deploys CA Server Automation agents automatically.

Prevents CA Server Automation agents from being deployed automatically.

Default: no
-deploy_template templatename

(Optional) Specifies the name of the generic template created in CA Server
Automation.

Note: Do not confuse this template with the templates created and managed by
VMware vCenter.

-network_connection
"nic=sequence_number,network_name=name,ip_address=ip_address,def_gateway=d
efault_gateway,alt_gateway=alt_gateway,subnet_mask=subnet_mask,win_dns_serv
er=wins_dns_server,win_alt_dns=wins_alt_dns,wins_primary=wins_primary,wins_sec
ondary=wins_secondary"

Windows:

(Optional) Creates network connections for a VM. This parameter can be specified
multiple times. Sequence number is the integer value starting with one (1) that
identifies the network connection. The full set of parameters must be enclosed in
parentheses if it includes any spaces. All values except nic, network_name,
ip_address, def _gateway and subnet_mask; can be reset by entering the name
without a value (for example, "nic=123,alt_gateway=").
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-network_connection
"nic=sequence_number,network_name=name,ip_address=ip_address,def_gateway=d
efault_gateway,alt_gateway=alt_gateway,subnet_mask=subnet_mask"

Linux:

(Optional) Creates one or more network connections. This parameter can be
specified multiple times. The sequence number is the integer value starting with
one (1) that identifies the network connection. The full set of parameters must be
enclosed in parentheses if it contains any spaces. Only alt_gateway can be reset by
entering the name without a value (for example, "nic=123,alt_gateway=").

-global_dns_search_suffix suffix1{,suffix2,suffix3,...}
Linux:
Specifies one or more DNS search suffixes.
Windows:
(Optional) Specifies one or more DNS search suffixes.
-linux_domain_name domain_name
Linux:
(Optional) Specifies the domain name for a Linux VM.
-linux_dns_servers primary_dns=value{,secondary_dns=value,tertiary_dns=value}
Linux:

(Optional) Specifies the IP addresses of DNS servers for a Linux VM. One or more of
the values can be omitted (for example,
primary_dns=123.123.123.13,secondary_dns=,tertiary_dns=123.123.123.15) to
unset the value.

-create_disk MB,datastore_name,controller

(Optional) Creates one or more additional hard drives. This parameter can be
specified multiple times.

MB
Defines the size in megabytes of the hard drive.
Datastore_name

Specifies the name of the data store for this hard drive. Currently only one data
store is supported per VM.

Controller

Specifies the controller key for this hard drive.
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-modify_disk {key,datastore_name}

(Optional) Specifies the data store where the hard drive resides. Can be specified
multiple times.

key
Specifies an existing disk.
datastore_name
Specifies the name of the data store that this disk moves to.
-set_memory number

(Optional) Defines the amount of memory in megabytes (MB) for the cloned VM.
This value overrides the value specified in the template.

-set_cpu number

(Optional) Define the number of CPUs for the cloned VM. This value overrides the
value specified in the template.

-Vvim_o0s_username user name

Specifies the user for the cloned VM. This user name is also used for authentication
when you auto-deploy the image.

Windows: Must be the user name defined in the customization specification.
Linux: Must be the user name defined in the template.
-vm_os_password password

(Optional) Specifies the password for the user for the cloned VM. This password is
also used for authentication when you auto-deploy the image.

Windows: Must be the same password defined in the customization specification.
Linux: Must be the same password defined in the template.
-auth_file authorizationfilename

(Optional) Specifies the full path name of the authorization file to use to retrieve
the encrypted password. This file contains the CA Server Automation administrator
credentials that were generated using the dpmutil set auth command. When this
option is not specified, the default authorization file is used.

-auth_comp componentID
(Optional) Specifies a component ID that you can use to group hosts and users.

-template_name templatename

Specifies the name of the template you want to use for the cloned virtual machine.
This parameter replaces -vm_name_cloned_from and you cannot specify both
together.
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-vm_name_cloned_from vmname

Specifies the name of the virtual machine to use as a template for the cloned virtual
machine. This parameter replaces -template_name and you cannot specify both
together.

-resource_pool_name resourcepool

Specifies the name of the resource pool from which you want to select the VM for
cloning.

-scalability_server servername
(Optional) Specifies the CA ITCM scalability server for software distribution.
-spec_name specificationname

(Optional) Specifies the name of the specification you want to use for the cloned
virtual machine.

-compute_resource_name name

Specifies the cluster or VMware ESX host where the VM is created.
Example: Clone a VM using Global Credentials

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, Specifies VAS/MyCity. When the clone operation is complete, CA Server
Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VPMCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword

Example: Clone a VM using Authorization File and Component

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, VAS/MyCity. When the clone operation is complete, CA Server Automation
agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name Specifies VAS/MyCity -datastore name
storagel

-compute resource name VPMCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -auth file c:\localauth.dat -auth comp Imaging
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Example: Clone a VM using Global Credentials and Create 2 CPUs

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, VAS/MyCity and creates 2 CPUs for the VM. When the clone operation is
complete, CA Server Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VPMCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -set cpu 2

Example: Clone a VM using Default Authorization File and Set Memory to 4096 VB

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, VAS/MyCity and sets the memory to 4096. When the clone operation is
complete, CA Server Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VPMCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -set memory 4096

Example: Clone a VM using Default Authorization File and Create Two Hard Disks

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, VAS/MyCity and creates two hard disks for data store storagel. When the clone
operation is complete, CA Server Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VASCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -create disk 10000,storagel, 1000

-create disk 10000,storagel, 2001

Example: Clone a VM and Create a Network Connection

This example creates a VM, "testvm01", a network connection using the template
"BaseW2k3" on the data center, VAS/MyCity, and sets the initial values. When the clone
operation is complete, CA Server Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VASCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -network connection "nic=1,network name=VM
Network,ip address=123.321.5.22,def gatewat=123.321.1.108,subnet mask=255.255.255
.0,win _dns server=123.321.42.1,win alt dns=123.321.3.101,wins primary=123.321.3.3
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Example: Clone a VM using Default Authorization File from a Powered off VM

This example creates a VM, "testvm01" using VM “testvm02” in place of a template on
the data center, VAS/MyCity. When the clone operation is complete, CA Server
Automation agents are automatically deployed.

dpmvc-clone -datacenter name "VAS/MyCity" -vm name testvmOl -datastore name storagel
-esx_host _name vcl.ca.com -resource pool name Resources/DPMTest

-compute resource name DPMCluster/ussdCluster -vm name cloned from testvm02

-auto deploy yes -spec name w2k3 spec 01 -vm os username administrator
-vm_os_password mypassword

Example: Clone a VM using Default Authorization File and Modify an Existing Hard
Disk

This example creates a VM, "testvm01" using the template "BaseW2k3" on the data
center, VAS/MyCity and creates two hard disks for data store storagel. When the clone
operation is complete, CA Server Automation agents are automatically deployed.

dpmvc-clone -vm name testvmOl -template name Templates/BaseW2k3 -auto deploy yes
-spec_name w2k3 spec 01 -datacenter name VAS/MyCity -datastore name storagel
-compute resource name VPMCluster/ClusterServerA -vm os username administrator
-vm_os_password testpassword -create disk 10000,storagel, 1000 -modify disk

2000, storage2
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dpmvc-createdatastore Command--Create a Datastore (Funclet)
The dpmvc-createdatastore command creates a datastore.

This command has the following format:
dpmvc-createdatastore

-datastore name datastorename
-esx_host _name esxhostname

-vVC_server vcservername

[-ws _user wsuser]

[-ws_password wspassword]

[-prompt {yes|no}]

-datastore type {local|nas|vmfs}
[-vmfs device path path]

[-vmfs block size mb blocksizel
[-local path lpath]

[-nas_user name nasuser]
[-nas_password naspasswd]
[-nas_remote hostname nasremhost]
[-nas_remote path nsarempath]
[-nas_access mode {read-only|read-write}]
[-sc sc url]

-datastore_name datastorename

Specifies the name of the data store where the new VM is located.
-esx_host_name esxhostname

Specifies the name of the ESX server that hosts a VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-Ws_user wsuser

(Optional) Specifies the web service user name to connect to the VC Platform
Management Module (PMM).

-ws_password wspassword

(Optional) Specifies the password for the web service user to connect to the VC
Performance Management Module (PMM).

-prompt {yes|no}

(Optional) Specifies whether you are prompted for the web service user ID and
password.

Default: Yes
-datastore_type {vmfs|nas|local}

Specifies the type of datastore to create, VMFS, NAS, or local.
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-vmfs_device_path path

(Optional) Specifies the device path of the VMFS disk to use when creating a
datastore. You can obtain the path using the "getavailablescsidisks" command.

-vmfs_block_size_mb blockzize

(Optional) Specifies the block size to use when creating a datastore, in MB.
Blocksizes available are 1, 2, 4 and 8. Blocksizes enable VM disk files to reach a
maximum of 256GB, 512GB, 1024GB, and 2048GB respectively.

-local_path Ipath

(Optional) When creating a local datastore, this path specifies the ESX host local file
system path that used to create the datastore.

-nas_user_name nasuser

(Optional) Specifies the remote host user name for NAS datastore creation.
-nas_password naspasswd

(Optional) Specifies the remote host password for NAS datastore creation.
-nas_remote_hostname nasremhost

(Optional) Specifies the hostname of the server hosting the network-based storage.
-nas_remote_path nasrempath

(Optional) Specifies the file system path on the remote server used for the NAS
datastore

-nas_access_mode nasaccmode

(Optional) Specifies the desired access to the network-based storage used for the
NAS datastore. Available modes are "read-only" and "read-write".

Default: "read-write"
dpmvc-cycle Command--Cycle a VM (Funclet)

The dpmvc-cycle command powers on, powers off, resets, or suspends a VM.

This command has the following format:

dpmvc-cycle

-powerop {poweron|poweroff|reset|suspend|shutdown guest}
{-datacenter _name datacentername | -vc vcenterservername}
-vm_name vmname

-powerop {poweron | poweroff|reset|suspend |shutdown guest}
Specifies the power operation to perform on the VM. Options include the following:
poweron

Powers on the VM.
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poweroff
Powers off the VM.
reset
Resets the VM.
suspend
Temporarily suspends the VM.
shutdown guest
Shuts down the guest OS gracefully.
-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-vm_name vmname

Specifies the VM.
Example: Turn off a VM when there are Multiple vCenter Servers in the Data Center
This example powers off a VM from a specific vCenter Server.
dpmvc-cycle —powerop poweroff —vc my serverl —vm name my vm
Example: Turn on a VM in Single vCenter Server Environment

This example powers off the VM, "testvm" that belongs to the data center
"VAS/MyCity."

dpmvc-cycle -vm name testvm -powerop poweron -datacenter name VAS/MyCity

dpmvc-datastore Command--Get Data Store Properties (Funclet)

The dpmvc-datastore command retrieves the free space and capacity settings for a
specific VMware vCenter data store.

This command has the following format:

dpmvc-datastore

{-datacenter _name datacentername | -vc vcenterservername}
-datastore name datastorename

[-getproperty {all|capacity|freespace}]
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-getproperty {all| capacity|freespace}
(Optional) Specifies which property to retrieve. Options include the following:
all
Retrieves capacity and free space in the data store.
capacity
Retrieves the capacity in the data store.
freespace
Retrieves the free space in the data store.
-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-datastore_name datastorename

Specifies the name of the data store where the new VM is located.
Example: Get all Properties for the Data Store

This example retrieves both free space and capacity for the data store.

dpmvc-datastore -getproperty all -datacenter name VAS/MyCity -datastore name
storagel

dpmvc-delete Command--Destroy a VM (Funclet)

The dpmvc-delete command deletes a VM that is in a powered off state. Use this
command to clean up and free unused resources.

Important! Verify that you back up any important data before you issue this command.
This command deletes the VM data store and data files for the VM, including the disk
image.

This command has the following format:

dpmvc-delete
{-datacenter name datacentername | -vc vcenterservername}
-vm_name vmname

-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
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-vm_nhame vmname

Specifies the VM.
Example: Delete a VM in a Single vCenter Server Environment
This example deletes the VM "vm11."
dpmvc-delete -vm name vmll -datacenter name lab444

Example: Delete a VM in a Multiple vCenter Server Environment

This example deletes the VM "vm11."

dpmvc-delete -vm name vmll -datacenter name lab444 -vc vc server 1
dpmvc-distributedswitch Command--Manade Virtual Distributed Switches (Funclet)

The dpmvc distributedswitch command lets you manage virtual distributed switches.
®m  Add a new virtual distributed switch to the datacenter

m  Update the properties of a virtual distributed switch

m  Delete a virtual distributed switch

m  Create a new distributed port group to a virtual distributed switch

m  Update the port group properties of a virtual distributed switch

m  Remove a distributed port group from a virtual distributed switch

m  Rename a distributed port group of a virtual distributed switch

The command has the following formats:

dpmvc-distributedswitch {-vds add | -vds update}

-VC_server vcservername

-datacenter_name datacentername

-vds_folder vdsfolder

-switch name switchname

[-hostnics hostnamel:nicl,nic2,..nicn [;hostname2:nic2,..nicn >]*]
[-uplink port names uplink1[,uplink2,..,uplinkn]]

[-maxports maxports]

dpmvc-distributedswitch -vds remove
-VC_server vcservername
-switch name switchname
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dpmvc-distributedswitch -add portgroup

-VC_server vcservername

-switch name switchname

-portgroup name portgroupname

[-bindtype earlyBinding | ephemeral | lateBinding]
[-vlan vlanID]

[-numports numberofports]

dpmvc-distributedswitch -update portgroup
-vVC_server vcservername

-portgroup name portgroupname

[-portgroup newname portgroupnewname]

[-bindtype earlyBinding | ephemeral | lateBinding]
[-vlan vlanID]

[-numports numberofports]

dpmvc-distributedswitch -remove portgroup
-VC_server vcservername
-portgroup name portgroupname

dpmvc-distributedswitch -rename portgroup
-VC_server vcservername

-portgroup name portgroupname

-portgroup _newname portgroupnewname

-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-datacenter_name datacentername
Specifies the datacenter to which the virtual distributed switch belongs.
-vds_folder vdsfolder

Specifies the folder of the virtual distributed switch in the CA Server Automation
Explorer pane.

-switch_name switchname

Specifies the switch name to perform the operation on.

182 Reference Guide



AutoShell Loadable Modules' Command Reference

-hostnics hostnamel:nic1,nic2,...nicn [;hostname2:nic2,...nicn >]

(Optional) Specifies lists of NICs associated with the ESX host members.
-uplink_port_names uplink1[,uplink2,...,uplinkn]

(Optional) Specifies a comma-separated list of uplink port names to use.
-maxports maxports

(Optional) Specifies the maximum number of ports for the switch. This number
limits the total number of ports (numports) from all of the portgroups on the
switch.

-bindtype earlyBinding | ephemeral | lateBinding
(Optional) Specifies the bind type of the port group. Valid values are:
earlyBinding

Assigns the ports when the VM binds to the portgroup. This type of binding
ensures connectivity at all times, but permanently reserves the port. This
binding type is the default.

lateBinding

Assigns a port to a VM if the VM is powered on and its NIC is in connected
state. This binding type reassigns the port when the VM is powered off or its
NIC is disconnected. LateBinding is configurable through vCenter.

ephemeral

Assigns a port to a VM if the VM is powered on and its NIC is in connected
state. This binding type reassigns the port when the VM is powered off or its
NIC is disconnected. Ephemeral binding is configurable through the ESX Host
and vCenter.

-numports numberofports

(Optional) Specifies the number of ports of the port group.
-portgroup_name portgroupname

Specifies the port group name.
-portgroup_newname portgroupnewname

Specifies the new port group name.
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-vlan vlaniD
(Optional) Specifies an Integer value (vlan ID) used for the virtual portgroup
operations.

Example: Create a New Virtual Distributed Switch

This example creates a new virtual distributed switch.

dpmvc-distributedswitch -vds add -vc server vcSmaster -datacenter name dc3
-vds folder vds -switch name vdswitchl

Example: Updates an Existing Virtual Distributed Switch

This example updates a virtual distributed switch. It specifies NICs for MYSERVER1, and
removes MYSERVER2 from the virtual distributed switch. When you want to delete a
host from a virtual distributed switch, specify the servername without NICs assigned to
it (server name followed by colon, for example, MYSERVER2:).

dpmvc-distributedswitch -vds update -vc server VAS-VC5 -datacenter name VC5
-switch name vdistSwitch -hostnics MYSERVERL:nxmgt2,tmp2;MYSERVER2:

The command updates vdistSwitch:
®  Host MYSERVER1 is using NICs nxmgt2 and tmp2
m  Host MYSERVER2 is removed from the switch

dpmvc-entermaintenancemode Command--Set to the Maintenance Mode (Funclet)

The dpmvc-entermaintenancemode command sets an ESX host to the maintenance
mode

This command has the following format:

dpmvc-entermaintenancemode

-esx_host _name esxhostname
-VC_server vcservername

-timeout timeout

[-evacuate powered off vm {no | yes}]

-esx_host_name esxhostname
Specifies the VMware ESX server where the VM resides.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-timeout timeout

Specifies the timeout time to enter or exit the maintenance mode in seconds.
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-evacuate_powered_off_vm {no | yes}

(Optional) Specifies whether to exit after the VM stops.
Example: Enter Maintenance Mode

This example sets an ESX host into maintenance mode.

dpmvc-entermaintenancemode -esx host name esxl -vc server myvcserver -timeout 60
dpmvc-exitmaintenancemode Command--Exit the Maintenance Mode (Funclet)

The dpmvc-exitmaintenancemode command sets the ESX host out of the maintenance
mode.

This command has the following format:

dpmvc-exitmaintenancemode
-esx_host _name esxhostname
-vVC_server vcservername
-timeout timeout

-esx_host_name esxhostname
Specifies the VMware ESX server where the VM resides.
-vVC_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-timeout timeout

Specifies the timeout time to enter or exit the maintenance mode in seconds.
Example: Exit the Maintenance Mode

This example sets the esx1 ESX host out of maintenance mode.

dpmvc-exitmaintenancemode -esx host name esxl -vc server myvcserver
-timeout 60
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dpmvc-faulttolerance Command--Specify Fault Tolerant Operations (Funclet)

The dpmvc-faulttolerance command turns on, turns off, enables, disables, tests fault
tolerance, or migrates the secondary VM.

This command has the following format:

dpmvc-faulttolerance

-turn_on -vm name <value> [-esx host name <value>]|
-turn_off -vm_name <value>|

-enable -vm name <value>|

-disable -vm name <value>|

-test ft -vm name <value>|

-migrate secondary -vm name <value> -esx_host name <value>

-turn_on

Turns on fault tolerance for the specified VM.

(Optional) Specifies the ESX host name of the secondary VM.
-turn_off

Turns off fault tolerance for the specified VM.

Note: This operation deletes the secondary VM.
-enable

Enables fault tolerance for the specified VM.
-disable

Disables fault tolerance for the specified VM.
-test_ft

Tests fault tolerance on the specified VM.
-migrate_secondary

Migrates the fault tolerance secondary VM to another ESX server. The
-esx_host_name option is required.

-vm_name

Defines the name of computer resource.
-esx_host_name

Specifies the ESX server where the VM resides.
-vc_server

Specifies virtual center server host name.
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dpmvc-getavailablescsidisks Command--Get Available SCSI Disks (Funclet)
The dpmvc-getavailablescsidisks command lists the available SCSI disks.

This command has the following format:
dpmvc-getavailablescsidisks
[-datastore name datastorename]
-esx_host _name esxhostname

-vC_server vcservername

[-ws _user wsuser]

[-ws_password wspassword]

[-prompt {yes|no}]

-datastore_name datastorename

Specifies the name of the data store where the new VM is located.
-esx_host_name esxhostname

Specifies the name of the ESX server that hosts a VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-Ws_user wsuser

(Optional) Specifies the web service user name to connect to the VC Platform
Management Module (PMM).

-ws_password wspassword

(Optional) Specifies the password for the web service user to connect to the VC
Performance Management Module (PMM).

-prompt {yes|no}

(Optional) Specifies whether you are prompted for the web service user ID and
password.

Default: Yes
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dpmvc-gethosthba Command--Get Host Bus Adapters (Funclet)

The dpmvc-gethosthba command retrieves the list of host bus adapters configured on
the specified ESX host.

This command has the following format:

dpmvc-gethosthba

-esx_host _name esxhostname
-vVC_server vcservername
[-ws_user wsuser]
[-ws_password wspassword]
[-prompt {yes|no}]

-esx_host_name esxhostname
Specifies the VMware ESX server where the VM resides.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-Ws_user wsuser

(Optional) Specifies the web service user name to connect to the VC Platform
Management Module (PMM).

-ws_password wspassword

(Optional) Specifies the password for the web service user to connect to the VC
Performance Management Module (PMM).

-prompt {yes|no}

(Optional) Specifies whether you are prompted for the web service user ID and
password.

Default: Yes
dpmvc-getresources Command--Get VM Resources (Funclet)

The dpmvc-getresources command retrieves CPU or memory share limits or
reservations.

This command has the following format:

dpmvc-getresources

-vm_name vmname

{-datacenter name datacentername | -vc vcenterservername}
[-resource {all|vm cpulimit|vm cpureserv|vm memlimit|vm memresrv}]

-vm_nhame vmname

Specifies the VM.
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-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-resource {all[vm_cpulimit|vm_cpureserv[vm_memlimit[vm_memresrv}

Specifies whether a specific resource is retrieved or all resources. Options include
the following:

all

Retrieves all CPU and memory share limits and reservations for the VM.
vm_cpulimit

Retrieves the limit for the number of shares of CPU for the VM.
vm_cpureserv

Retrieves the number of shares of CPU reserved for the VM.
vm_memlimit

Retrieves the limit for the number of shares of memory for the VM.
vm_memresrv

Retrieves the number of shares of memory reserved for the VM.

Example: Get all Resources for a VM in a Single vCenter Server Environment

This example retrieves all resources for usa-vm2.

dpmvc-getresources -resource all -datacenter name MyCity -vm name usa-vm2
dpmvc-getshares Command--Get VM Shares (Funclet)

The dpmvc-getshares command lets you view how many shares of CPU or memory are
allocated to a VM.

This command has the following format:

dpmvc-getshares

{-datacenter name datacentername | -vc vcenterservername}
-vm_name vmname

[-share {cpu | memory}]
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-share {cpu | memory}

Displays how many shares of CPU or memory are allocated to a VM. Shares are
used to determine which VMs are given more of the available physical resources
proportionally to other running VMs. If you allocate more shares to a VM, more
physical resources are given to that VM. If you allocate fewer shares to a VM, fewer
physical resources are given to that VM.

cpu
Specifies that CPU values are being retrieved.
memory
Specifies that memory values are being retrieved.
-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-vm_name vmname

Specifies the VM.
Example: Get the CPU Values for a VM

This example retrieves CPU values for usa-vm2.

dpmvc-getshares -resource cpu -datacenter name MyCity -vm name usa-vm2
dpmvc-getsnapshots Command--List Snapshots of a VM (Funclet)
The dpmvc-getsnapshots command lists the snapshots of a VM.

This command has the following format:

dpmvc-getsnapshots

{-datacenter name datacentername | -vc vcenterservername}
-vm_name vmname

[-name_only]

-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
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-vm_name vmname
Specifies the VM.
-name_only

(Optional) Provides snapshot names only.
Example: List Snapshots

This example lists the snapshots of a VM.

dpmvc-getsnapshots —vc my serverl —vm name my vm
dpmvc-imgjobcheck Command--Get Clone Job Status (Funclet)

The dpmvc-imgjobcheck command obtains the cloning job status for a specific CA Server
Automation job ID or a specific vCenter task ID. The job ID is provided for certain dpmvc
commands. Use this command to check the status on vCenter.

This command has the following format:

dpmvc-imgjobcheck
-status job ID
[-vc vcenterservername]

-status jobID
Specifies the job ID used to obtain the job status.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.

Example: Get the Cloning Job Status Using the Job ID in a Single vCenter Server
Environment

This example obtains the cloning job status using a CA Server Automation job ID.

dpmvc-imgjobcheck -status 42
dpmvc-migrate Command--Migrate a VM (Funclet)

The dpmvc-migrate command migrates a VM from one host server to another host
server.

This command has the following format:

dpmvc-migrate

{-datacenter name datacentername | -vc vcenterservername}
-vm_name vm

-migrate to target host name

-migrate to target resource pool name name

-migrate to compute resource name name
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-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-vm_name vmname
Specifies the VM.
-migrate_to_target_host name
Specifies the name of the host to which you are migrating the VM.
-migrate_to_target_resource_pool_name name
Specifies the target resource pool.
-migrate_to_compute_resource_name name
Specifies the name of the cluster or VMware ESX host to which you are migrating
the VM.

Example: Migrate a VM

This example migrates the VM, "MyVM1", from the data center VPM/MyCity to
ServerC-dcavc.

dpmvc-migrate -vm name MyVMl -datacenter name VAS/MyCity
-migrate to compute resource name VASCluster/ClusterA
-migrate to target resource pool name Resources/VASTest
-migrate to target host ServerC-dcavc.MyCompany.com

dpmvc-removedatastore Command--Remove a Datastore (Funclet)

The dpmvc-removedatastore command deletes a datastore.

This command has the following format:
dpmvc- removedatastore

-datastore name datastorename
-esx_host _name esxhostname

-VC_server vcservername

[-ws_user wsuser]

[-ws_password wspassword]

[-prompt {yes|no}]

-datastore_name datastorename
Specifies the name of the data store where the new VM is located.
-esx_host_name esxhostname

Specifies the name of the ESX server that hosts a VM.
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-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-Ws_user wsuser

(Optional) Specifies the web service user name to connect to the VC Platform
Management Module (PMM).

-ws_password wspassword

(Optional) Specifies the password for the web service user to connect to the VC
Performance Management Module (PMM).

-prompt {yes|no}

(Optional) Specifies whether you are prompted for the web service user ID and
password.

Default: Yes
dpmvc-removevmvdisk Command--Remove Virtual Disk (Funclet)

The dpmvc-removevmvdisk command removes a virtual disk from a VM.

This command has the following format:
dpmvc- removevmvdisk

[-datacenter name datacentername]
-Vm_name vmname

-VC_server vcservername

-disk device key diskdevicekey
-delete data {yes | no}

-datacenter_name datacentername

(Optional) Specifies the data center where the VM is located.
-vm_name vmname

Specifies the VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-disk_device_key diskdevicekey
Integer that specifies the device key of the disk, for example, 2000.
-delete_data {yes | no}

Indicates whether to delete data while deleting a disk.
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Example: Remove a Virtual Disk

This example removes virtual disk with the device key of 2000 from the myvm VM.
dpmvc-removevmvdisk -vm name myvm -vc_server myvcserver -disk device key 2000
-delete data yes

dpmvc-removevmvnic Command--Remove Virtual NIC (Funclet)

The dpmvc-removevmvnic command removes a virtual NIC from a VM.

This command has the following format:
dpmvc removevmvnic

[-datacenter name datacentername]
-vm_name vmname

-vC_server vcservername

-device key devicekey

-datacenter_name datacentername

(Optional) Specifies the data center where the VM is located.
-vm_name vmname

Specifies the VM.
-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-device_key devicekey

Integer that specifies the device key of the network interface, for example, 3000.
Example: Remove a vNIC

This example removes a vNIC from a VM.
dpmvc-removevmvnic -vm name myvm -vC_server myvcserver -device key 3000

dpmvc-setresources Command--Set VM Resources (Funclet)

The dpmvc-setresources command lets you adjust CPU or memory share limits or
reservations.

This command has the following format:

dpmvc-setresources

-resource {setcpulimit|setcpureserv|setmemlimit|setmemresrv}
-value value

{-datacenter _name datacentername | -vc vcenterservername}
-vm_name vmname
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setcpulimit

Defines the limit for the number of shares of CPU for the VM.
setcpureserv

Defines the number of shares of CPU reserved for the VM.
setmemlimit

Defines the limit for the number of shares of memory for the VM.
setmemresrv

Defines the number of shares of memory reserved for the VM.
-datacenter_name datacentername

Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
-vm_name vmname

Specifies the VM.
-value value

Specifies the value for the resource parameter.

Example: Set Resource CPU Limit to 1000 Shares in a Single vCenter Server
Environment

This example adjusts the CPU share limit for the virtual machine "MyVM1" to 1000.

dpmvc-setresources -resource setcpulimit -value 1000 -vm name MyVM1 -datacenter name
VAS/MyCity

dpmvc-setshares Command--Set VM Shares (Funclet)

The dpmvc-setshares command lets you set how many shares of CPU or memory are
allocated to a VM.

This command has the following format:

dpmvc-setshares

{-datacenter _name datacentername | -vc vcenterservername}

-Vvm_name vmname

-setshare {cpu_add prop value | cpu subtract prop value |
cpu_overwrite prop value |mem add prop value |mem subtract prop value |
-mem overwrite prop value}

-value value
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-setshare {cpu_add_prop_value | cpu_subtract_prop_value |
cpu_overwrite_prop_value | mem_add_prop_value | mem_subtract_prop_value |
mem_overwrite_prop_value}

Defines how many shares of CPU or memory to add, subtract, or change. Shares are
used to determine which VMs are given more of the available physical resources
proportionally to other running VMs. If you allocate more shares to a VM, more
physical resources are given to that VM. If you allocate fewer shares to a VM, fewer
physical resources are given to that VM.

cpu_add_prop_value
Defines the number of shares of CPU to add to the VM.
-cpu_subtract_prop_value value
Defines the number of shares of CPU to subtract from the VM.
-cpu_overwrite_prop_value value
Defines the number of shares of CPU to use for the VM.
-mem_add_prop_value value
Defines the number of shares of memory to add to the VM.
-mem_subtract_prop_value value
Defines the number of shares of memory to subtract from the VM.
-mem_overwrite_prop_value value
Defines the number of shares of CPU to use for the VM.
-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername
Specifies the vCenter Server where the VM is located.
-vm_name vmname
Specifies the VM.
-value value

Specifies the value for the resource parameter.
Example: Increase CPU Shares for a VM in a Single vCenter Server Environment

This example increases the CPU shares for the virtual machine "MyVMO01" by 1000 in
the data center "VAS/MyCity."

dpmvc-setshares -vm name MyVMO1l -datacenter name VAS/MyCity -setshare
cpu_add prop value -value 1000
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dpmvc-snapshot Command--Manade Snapshots (Funclet)

The dpmvc-snapshot command lets you manage snapshots for a VM. You can create
snapshots, delete one or all snapshots, or revert to a snapshot using this command.

This command has the following format:

dpmvc-snapshot

-Create

{-datacenter name datacentername | -vc vcenterservername}
-vm_name vmname

-vm_snapshot_name vmsnapshotname

[-vm_snapshot desc description]

[-withmemory {true|false}]

[-poweron]

dpmvc-snapshot

-remove

{-datacenter_name datacentername | -vc vcenterservername}
-vm_name vmname

[-vm snapshot name vmsnapshotname [-withchildren]]

dpmvc-snapshot

-revert

{-datacenter name datacentername | -vc vcenterservername}
-vm_name vmname

-vm_snapshot_name vmsnapshotname

-operation {create |remove|revert}

Specifies to create, remove, or revert a VM snapshot.
-datacenter_name datacentername

Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
-vm_name vmname

Specifies the VM.
-vm_snapshot_name vmsnapshotname

Defines a name for the VM snapshot.
-vm_snapshot_desc description

(Optional) Defines a description for the VM snapshot.
-withmemory {true | false}

(Optional) Specifies that the snapshot includes memory. This parameter is invalid
for -remove or -revert.
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-withchildren

(Optional) Specifies that you want to remove all children of the snapshot. This
parameter is invalid for -create or -revert.

-poweron

(Optional) Specifies that you want to power on the VM. This parameter is invalid for
-remove or -revert.

Example: Create a VM Snapshot in a Single vCenter Server Environment

This example creates a snapshot named "Hello world" with a description of "This is my
first snapshot" for the VM system named MyVMOL1.

dpmvc-snapshot -create -vm snapshot name "Hello world" -vm snapshot desc "First

snapshot"
-vm_name MyVMO1 -datacenter name VAS/MyCity

Example: Revert to a VM Snapshot in a Single vCenter Server Environment

This example reverts MyVMO1 to the snapshot named "Hello world".

dpmvc-snapshot -revert -vm snapshot name "Hello world" -vm name MyVMO1l
-datacenter name VAS/MyCity

Example: Remove a VM Snapshot in a Single vCenter Server Environment

This example deletes the snapshot named "Hello world" from a VM system named
MyVMO1.

dpmvc-snapshot -remove -vm snapshot name "Hello world" -vm name MyVMO1l
-datacenter name VAS/MyCity

dpmvc-templatetovm Command--Convert Template to VM (Funclet)

The dpmvc-templatetovm command converts virtual machine templates back to VMs.
This capability allows you to apply patches or software updates to the converted VM
and then convert it back to a template, for example.

This command has the following format:

dpmvc-templatetovm

-template name templatename

{-datacenter _name datacentername | -vc vcenterservername}
-compute resource name hostname

-resource _pool name resourcepool

-esx_host_name hostname

-template_name templatename

Defines the name of the template.
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-datacenter_name datacentername

Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.
-compute_resource_name name

Specifies the cluster or VMware ESX host where the VM is created.
-resource_pool_name resourcepool

Specifies the name of the resource pool from which you want to select the VM for
cloning.

-esx_host_name esxhostname

Specifies the VMware ESX server where the VM resides.
Example: Convert a Template into a VM in a Single vCenter Server Environment

This example converts the template named convertTest into a VM.

dpmvc-templatetovm -datacenter name VAS/MyCity -template name convertTest
-compute resource name onDemand/myhost.myco.com -esx host name myhost.myco.com
-resource _pool name Resources/QA
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dpmvc vapp Command--Manade vApp

The dpmvc vapp command supports the following operations on vApps:
m  Create New vApp

= Clone

m PowerOn

= Power Off

m  Suspend

m  Delete vApp from VMware vCenter
m  Unregister from VMware vCenter
= Add VMs to vApp

m  Add resource pool to vVApp

m  Add vApps to a vVApp

m  Update vApp configuration

The command has the following formats:
dpmvc-vapp -create

-VC_server vcservername

-vapp_path vapppath

[-vapp_name vappname]

[-cpu_allocation isExpandableReservation, limit, reservation, sharesLevel, shares]
[-mem allocation isExpandableReservation, limit, reservation, sharesLevel, shares]

dpmvc-vapp -clone

-VC_server vcservername

-vapp_path vapppath

[-target vapp path targetvapppath]
[-vapp_name vappname]

[-target vapp host targetvapphost]
[-target vapp datastore targetvappdatastore]

dpmvc-vapp [-power on | -power off | -suspend | -delete | -unregister ]

-VC_server vcservername
-vapp_path vapppath

dpmvc-vapp -add vms_ to vapp

-VC_server vcservername
-vapp_path vapppath
[-vapp_name vappname]
[-vms vms]
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dpmvc-vapp -add rps to vapp

-vVC_server vcservername
-vapp_path vapppath
[-vapp_name vappname]
[-rps resourcepool]

dpmvc-vapp -add vapps to vapp

-vVC_server vcservername
-vapp_path vapppath
[-vapp_name vappname]
[-vapps vapps]

[-locale iso639valuel

dpmvc-vapp -update vapp config

-VC_server vcservername
-vapp_path vapppath
[-vapp_name vappname]
[-config settings

vappName, objecType, startAction, startDelay, startOrder, stopAction, stopDelay,waitFor

Guest]

[-cpu_allocation isExpandableReservation, limit, reservation, sharesLevel, shares]
[-mem allocation isExpandableReservation, limit, reservation, sharesLevel, shares]

[-locale iso639value]

-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-vapp_path vapppath
Specifies the vApp path.

-vapp_name vappname

(Optional) Specifies the vApp name.
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-cpu_allocation isExpandableReservation, limit, reservation, sharesLevel, shares

(Optional) Specifies the CPU allocation settings when updating a vApp
configuration.

isExpandableReservation
Specifies if the allocation is expandable. Possible values: true or false.
limit
Specifies the allocation limit.
reservation
Specifies the reservation allocation.
sharesLevel

Specifies the shares level that is O for low, 1 for normal, 2 for high and 3 for
custom. e.g. true,-1,1000,1,4000

shares
Specifies the allocation shares.

-mem_allocation isExpandableReservation, limit, reservation, sharesLevel, shares
Specifies the memory allocation settings when updating a vApp configuration.
isExpandableReservation

Specifies if the allocation is expandable. Possible values: true or false.
limit

Specifies the allocation limit.
reservation

Specifies the reservation allocation.
sharesLevel

Specifies the shares level that is O for low, 1 for normal, 2 for high and 3 for
custom. e.g. true,-1,1000,1,4000

shares
Specifies the allocation shares.
-vms vms
(Optional) Specifies the VMs you want to add to vApp.
-rps resourcepool

(Optional) Specifies the name of the resource pool which you want to add to a
VApp.

-vapps vapps
(Optional) Specifies the vApps you want to add to a vApp.
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-config_settings
vappName,objecType,startAction,startDelay,startOrder,stopAction,stopDelay,waitFor
Guest

(Optional) Specifies the configuration settings of the vApp. Proper format is "
startAction none [powerOn

Specifies the start action. The available options are none or powerOn
stopAction none[powerOff|guestShutdown [suspend

Specifies the start action. The available options are none or powerOff or
guestShutdown or suspend.

-target_vapp_path targetvapppath

Specifies the target vApp path of the vApp you want to create.
-target_vapp_host targetvapphost

(Optional) Specifies the host where the new vApp is to reside on.
-target_vapp_datastore targetvappdatastore

(Optional) Specifies the name of the data store where the vApp is to reside on.
dpmvc-virtualswitch Command--Manage Virtual Switches (Funclet)

The dpmvc-virtualswitch command lets you manage virtual switches.
m  Create a virtual switch

m  Update the properties of a virtual switch

m  Delete a virtual switch

m  Create a port group for a virtual switch

m  Update the port group properties of a virtual switch

m  Remove a port group from a virtual switch

m  Rename a port group of a virtual switch

The command has the following formats:

dpmvc-virtualswitch {-vs add | -vs update}
-vC_server vcservername

-esx_host _name esxhostname

-switch name switchname

-nic_names nicnamel [,nicname2, ...]

dpmvc-virtualswitch -vs remove
-VC_server vcservername
-esx_host _name esxhostname
-switch name switchname
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dpmvc-virtualswitch -add portgroup
-VC_server vcservername

-esx_host name esxhostname

-switch name switchname

-portgroup name portgroupname
[-vlan vlanID]

dpmvc-virtualswitch -update portgroup
-VC_server vcservername

-esx_host name esxhostname
-switch_name switchname

-portgroup name portgroupname
[-portgroup newname portgroupnewname]
[-vlan vlanID]

dpmvc-virtualswitch -remove portgroup
-VC_server vcservername

-esx_host _name esxhostname

-portgroup name portgroupname

[-vlan vlanID]

dpmvc-virtualswitch -rename_portgroup
-VC_server vcservername

-esx_host name esxhostname

-switch _name switchname

-portgroup name portgroupname
-portgroup _newname portgroupnewname

-vc_server vcservername

Specifies the vCenter Server to access when you have multiple vCenter Servers.
Optional for single vCenter Server environments.

-esx_host_name esxhostname

Specifies the name of the ESX server that hosts a VM.
-switch_name switchname

Specifies the switch name to perform the operation on.
-nic_names nicnamel [,nicname2, ...]

Specifies a list of physical NICs seperated by a comma. If you specify multiple NICs,
use double quotes to escape the argument, for example: "sc1,nfs1,mnicl,mnic2".

-portgroup_name portgroupname
Specifies the port group name.
-portgroup_newname portgroupnewname

Specifies the new port group name.
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-vlan vianiD

(Optional) Specifies an Integer value (vlan ID) used for the virtual portgroup
operations.

Example

This example creates a new virtual switch.

dpmvc-virtualswitch -vs add -vc server vcbSmaster -esx host name esx5
-switch name switchl -nic names "scl,nfsl,mnicl,mnic2"

dpmvc-vmtotemplate Command--Convert VM to Template (Funclet)

The dpmvc-vmtotemplate command converts virtual machines to templates. This
capability helps you to enforce consistency across multiple servers in the data center.

This command has the following format:

dpmvc-vmtotemplate
-vm_name vmname
{-datacenter name datacentername | -vc vcenterservername}

-vm_nhame vmname

Specifies the VM.

-datacenter_name datacentername
Specifies the data center where the VM is located.
-vc vcenterservername

Specifies the vCenter Server where the VM is located.

Example: Convert a VM into a Template in a Single vCenter Server Environment

This example converts the VM named convertTest test into a template.

dpmvc-vmtotemplate -datacenter name VAS/MyCity -vm name convertTest
dpmvc-wait Command--Time to Wait for a Job (Funclet)

The dpmvc-wait command specifies the time to wait until a job is performed. This
command does not return the status until the job is complete or timeout occurs.

This command has the following format:
dpmvc-wait

-job <jobid>

[-timeout timeout]

Chapter 2: AutoShell 205



AutoShell Loadable Modules' Command Reference

-job jobid
Specifies the Job Id.
-timeout timeout

Specifies the timeout value to specify the job status.
Example: Status of Job

This example specifies that job 125635 waits 20 seconds until it is performed.

dpmvc-wait -job 125635 -timeout 20

CA Microsoft Hyper-V AutoShell Commands

You can use the AutoShell to script and automate CA Hyper-V AutoShell Commands and

run actions based on the command results. Corresponding commands are also available
in the CLI.

Note: The vmname option is not unique in the Hyper-V server environment. You can
specify a VM by vmname for convenience. However, if the vmname is not unique, the
command fails. In this case you must use the vmid option instead. You cannot use the
following parameter pair in an AutoShell command: vmname, vmid and template,
templateid. For example, if you use vmname, you cannot use vmid.

dpmhv-addVMNic (Cmdlet) Command--Add a Network Interface Controller to a VM

The dpmhv-addVMNic command lets you add network adapter to a VM and provides an
option to connect it to a virtual switch.

This command has the following format:

dpmhv-addVMNic

-host hostname

-vm vmname | -vmid vmguid
[-mac_address macaddress]
[-switch switchnamel
[-legacy]

[-retval]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname

Specifies the name of the VM.
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-vmid vmguid
Specifies the unique ID of the VM.
-mac_address macaddress

(Optional) Defines the MAC address of the new network adapter. Valid entry: 12
digit hexadecimal values (for example, A-F, 0-9, a-f) in the format: 0013724C2140 or
00:13:72:4C:21:40.

Note: If the macaddress is not specified, Hyper-V automatically generates it.
-switch switchname

Specifies the virtual network switch name to connect the network adapter of the
VM. If you do not specify this option, the network adapter of the VM is not
connected to the virtual network.

Default: None
-legacy
(Optional) Creates legacy network adapter instead of Hyper-V synthetic adapter.

Note: Use this option when installing operating systems that do not have Hyper-V
integration services.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Example: Add a Network Interface Controller to a VM

This example adds NIC to a VM," TestVM."

dpmhv-addVMNic

-host hvserver

-vm TestVM

-switch "Local Area Connection
- Virtual Network"
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dpmhv-addVMSCSIController (Cmdlet) Command--Add SCSI Controllers to a VM

The dpmhv-addVMSCSIController command lets you add up to four SCSI Controllers to a
VM. You can add up to 64 disks to a SCSI controller.

This command has the following format:

dpmhv -addVMSCSIController
-host hostname

-vm vmname | -vmid vmguid
[-retvall

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Example: Add SCSI Controllers to a VM

This example adds a SCSI Controller to the VM, " TestVM."

dpmhv-addVMSCSIController -host hvserver -vm TestVM
dpmhv-changeVMState (Cmdlet) Command--Change the State of a VM

The dpmhv-changeVMState command changes the state of the VM. The various states
are: start, suspend, stop, pause, shutdown, and reboot.

This command has the following format:

dpmhv - changeVMState

-host hostname

-vm vmname | -vmid vmguid

-state {start,suspend,stop,pause, shutdown, reboot}
[-retval]

[-silent]
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-host hostname
Specifies the name of the Hyper-V server host.

-vm vmname
Specifies the name of the VM.

-vmid vmguid
Specifies the unique ID of the VM.

-state {start,suspend,stop,pause,shutdown,reboot}
Specifies the state of the VM. State options are the following:
start

Starts or resumes the VM.
suspend

Suspends the VM temporarily.
stop

Stops the VM.
pauses

Stops the VM temporarily.
shutdown

Shuts down the VM.
reboot

Restarts the VM.
Note:
If you specify an invalid state change, the system reports an exception.

-retval
Returns a value for further processing.

-silent

Specifies not to direct the output to the screen.
Example: Change the state of a VM

This example starts the VM, "TestVM."

dpmhv-changeVMState -host hvserver -vm TestVM -state start
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dpmhv-createTemplateFromVM (Funclet) Command--Create a Template from a VM

The dpmhv-createTemplateFromVM command creates the template using an existing
VM. You can use the template to create multiple VMs.

The template copies the VM specifications and virtual hard disks attached to the VM. If
you create a template using the VM with snapshots, only the current state is exported
without snapshots. This command creates a template catalog for each Hyper-V server.
The template catalog is maintained and can be queried from the following location:
%ALLUSERSPROFILE%\ca\vpm\Hyper-V_Templates\TemplateCatalog.xml

This command has the following format:

dpmhv - createTemplateFromvM
-host hostname

-vm vmname | -vmid vmguid
-template templatename
[-async]

[-path pathname]
[-description description]
[-retvall]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-template templatename
Specifies the name of the generic template created in the template catalog.
Note: The template name must be unique in the local template catalog.
-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.
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-dest pathname

(Optional) Specifies the path of the VM that you want to create (template is stored).
If this option is not specified, VM is created in the Hyper-V Server default location.
The name of the template created is stored in the following location:
%ALLUSERSPROFILE%\ca\vpm\Hyper-V_Templates.

Note: We recommend not creating VMs in the Hyper-V default location. It conflicts
with virtual disk image file names that do not change when creating VMs using
templates.

-description description

(Optional) Specifies the template description.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Return Value

When the dpmhv-createTemplateFromVM command is executed synchronously, it
returns an empty string. If executed asynchronously, a string representing job ID is
passed to dpmhv-getiobErrorinfo, domhv-getiobinfo, or domhv-getJobStatus. If an
error occurs during execution, the command reports an exception.

Example: Create a Template from a VM

This example creates the template, "MyTemplate" from the VM, "TestVM."

dpmhv-createTemplateFromVM -vm TestVM -template MyTemplate -host hvserver
dpmhv-createVirtDisk (Funclet) Command--Create a Virtual Disk
The dpmhv-createVirtDisk command lets you create virtual disk.

This command has the following format:

dpmhv-createVirtDisk
-host hostname

-path pathname
-type{fixed,dynamic}
-sizeGB size
[-async]

[-retval]

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
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-path pathname
Specifies the path of the virtual disk that you want to create.
-type {fixed, dynamic}

Specifies the type of the virtual disk that you want to create. Options include the
following:

fixed
Specifies the virtual disk type as fixed.
dynamic
Specifies the virtual disk type as dynamic.
-sizeGB size
Specifies the size of the virtual disk in gigabytes.
-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Example: Create a Virtual Disk

This example creates the virtual disk of size 1 GB.

dpmhv-createVirtDisk -host hvserver -path C:\data\Disks\0l.vhd -type fixed -sizeGB
1

dpmhv-createVirtFloppy (Cmdlet) Command--Create a Virtual Floppy

The dpmhv-createVirtFloppy command lets you create virtual floppy disk image file. The
virtual floppy can be attached to a VM using the domhv-setVMVirtFloppy command.

This command has the following format:

dpmhv - createVirtFloppy
-host hostname

-path pathname[-retval]
[-silent]
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-host hostname
Specifies the name of the Hyper-V server host.
-path pathname

Specifies the path of the virtual floppy disk image file that you want to create. If not
specified, the image file is created in the default directory of Hyper-V virtual hard
disk.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Example: Create a Virtual Floppy

This example creates a virtual floppy disk image file, "fdd.vfd."
dpmhv-createVirtFloppy -host hvserver -path C:\VMDisks\fdd.vfd

dpmhv-createVM (Funclet) Command--Create a VM

The dpmhv-createVM command lets you create a VM. This command creates VM
without system components such as network adapter or hard disks. Upon creating VM,
you can create system components using respective commands.

This command has the following format:

dpmhv-createVM

-host hostname

-name name

[-path pathnamel]

[-template templatenamel
[-templateid vmguid]

[-mem mem]

[-cpus cpus]

[-cpuidlimit limit]

[-cpureserve reservel

[-cpulimit Timit]

[-cpuweight weight]

[-startAction {none|auto|always}]
[-startDelay delay]

[-stopAction {save,off,shutdown}]
[-recoveryAction {none, restart,revert}]
[-retval]

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
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-name name
(Optional) Specifies the name of the VM.
Note: The name of the VM must be unique.

-dest pathname

(Optional) Specifies the path of the VM that you want to create (template is stored).
If this option is not specified, VM is created in the Hyper-V Server default location.
The name of the template created is stored in the following location:
%ALLUSERSPROFILE%\ca\vpm\Hyper-V_Templates.

Note: We recommend not creating VMs in the Hyper-V default location. It conflicts
with virtual disk image file names that do not change when creating VMs using
templates.

-template templatename

(Optional) Specifies the name of the existing VM. This option is used to copy the
configuration settings of existing VMs to create new VMs. We recommend not
creating VMs from existing VMs. Two VMs share resources such as virtual disk and
cannot be run at the same time.

Note: The template name must be unique in the local template catalog.
-templateid vmguid

(Optional) Specifies the unique ID (GUID) of the existing VM. This option is used to
copy the configuration settings of the existing VMs to create new VMs. We
recommend not creating VMs from existing VMs. Two VMs can share resources
such as virtual disks and cannot be run at the same time.

Default: -1

Note: This option does not represent the template ID from VM catalog, but it
represents the existing VM in Hyper-V environment.

-mem mem

(Optional) Specifies the RAM memory in megabytes (MB) for the VM that you want
to create.

Default: -1
-cpus cpus

(Optional) Specifies the number of CPU core that you want to assign to the VM.
-cpuidlimit limit

(Optional) Specifies the limit of CPU ID functionality of VM. This option improves
the compatibility with legacy operating systems such as Windows NT.

Default: -1

214 Reference Guide



AutoShell Loadable Modules' Command Reference

-Cpureserve reserve

(Optional) Specifies the percentage of the CPU that you want to reserve for the VM.
If this option is not specified, Hyper-V server assigns CPU cycles based on the
overall system usage.

Default: -1
-cpulimit limit

(Optional) Specifies the limit for the number of CPU resources used by a VM. This
option improves the compatibility while moving VMs between physical hosts with
different CPU capabilities.

Default: -1
-cpuweight weight

(Optional) Specifies the relative weight of the virtual machine. This option controls
resource allocation when more than one VM is running. Valid entry: integer,
1-10000.

Default: -1
-startAction {none,auto,always}

(Optional) Specifies the action that you want to perform on the VM when the
Hyper-V host starts up. Options include the following:

none
Performs no action.
auto
Starts the VM automatically.

Note: Use this option if the VM was running before the Hyper-V host is shut
down.

always
Starts the VM always.
-startDelay delay

(Optional) Specifies the delay in seconds to start the VM after the Hyper-V host is
up and running.

Default: -1
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-stopAction {save,off,shutdown}

(Optional) Specifies the action that you want to perform on the VM when the
physical Hyper-V shuts down. Options include the following:

save
Suspends the VM.
off
Power offs the VM.
shutdown
Shuts down the system.
-recoveryAction {none,restart,revert}

(Optional) Specifies the action to perform on the VM after the Hyper-V host restarts
from unexpected shutdown. Options include the following:

none
Performs no action.
restart
Restart the VM.
revert
Reverts to the last snapshot of the VM.
-retval
Returns a value for further processing.
-silent
Specifies not to direct the output to the screen.
Return Value

This command returns a string with the unique identifier (GUID) of newly created
VM.

Example: Create a VM with default settings

This example creates VM, "TestVM" with default settings.
dpmhv-createVM -host hvserver -name TestVM

Example: Create a VM with default settings in user-defined directory

This example creates VM, "TestVM" with default settings in user-defined directory.
dpmhv-createVM -host hvserver -name TestVM -path c:\VMs\TestVWM
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Example: Create a VM with custom memory and CPU core values

This example creates VM, "TestVM" with custom memory and CPU core values.
dpmhv-createVM -host hvserver -name TestVM -mem 1024 -cpus 2

dpmhv-createVMFromTemplate (Funclet) Command--Create a VM Using a Template

The dpmhv-createVMFromTemplate command creates a VM from a previously created
Microsoft System Center Virtual Machine Manager (SCVMM) template and optionally
customizes settings for Windows images.

The template is left untouched, so that a single template can be used to create any
number of virtual machines. The command supports (SCVMM) hosted templates only.
See dpmhv-createVMFromTemplateEx for local template support without SCYMM.

This command has the following format:

dpmhv - createVMFromTemplate
-host hostname

-vm vmname

-template templatename
-dest pathname

-scvmmHost  scvmmHostname
-adminPass adminPW

[ -computerName computerName]
[-ipdaddr ip4addr]
[-ip4dhcp ip4dhcpInt]
[-ipdmask ip4mask]

[-ip4gw ip4gw]

[-ipdmetric ip4metric]
[-ip4dns ip4dns]
[-productKey key]
[-userName UseriName]
[-organization orgname]
[-domain domainname]
[-domainAdmin domad]

[ -domainAdminPass dompw]
[-workgroup wgname]
[-adminUser adminUser]
[-adminUserPass adminUserPW]
[-mem mem]

[-cpus cpus]
[-hardwareProf hwprof]
[-guestOSProf osprof]
[-startVM]

-host hostname

Specifies the name of the Hyper-V server host.
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-vm vmname

Specifies the name of the VM.

-template templatename
Specifies the name of the source template that you want to use to create the VM.

Note: The template name must be unique in the local template catalog.

-dest pathname

(Optional) Specifies the path of the VM that you want to create (template is stored).
If this option is not specified, VM is created in the Hyper-V Server default location.
The name of the template created is stored in the following location:
%ALLUSERSPROFILE%\ca\vpm\Hyper-V_Templates.

Note: We recommend not creating VMs in the Hyper-V default location. It conflicts
with virtual disk image file names that do not change when creating VMs using
templates.

-scvmmHost scvmmHostname

(Optional) Specifies the host name of the Microsoft System Center Virtual Machine
Manager (SCVMM) library server. This parameter is valid when you use SCYMM
integration to provision VMs.

-adminPass adminPW

(Optional) This option is used to set the default administrator account password for
the VM. Support for this parameter requires a Windows image created using
Sysprep tool. This parameter is ignored in asynchronous execution.

Note: To set this option successfully, set the Windows Server administrator
password which is created using Sysprep tool as empty.

-computerName computerName

(Optional) Specifies the computer name of the VM. Support for this parameter
requires an image using Sysprep tool. This option is invalid for asynchronous
execution of the command.

-ipdaddr ip4addr

(Optional) Specifies the static IPv4 address that you want to assign to an interface
of the VM. To set an IP address for a specific interface, the IP address is prefixed
with known interface name and '#' as separator. For example,

-ip4addr "Local Area Connection#192.168.1.200". If the template image has more
than one network adaptor, the IP address is assigned to the first interface. This
option is invalid for asynchronous execution of the command.
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-ipddhcp ip4dhcpint

(Optional) Specifies an option to turn on DHCP of a particular interface of the VM.
You can also specify the interface name for this option. For example,

-ip4dhcp "Local Area Connection." If the template image has more than one
network adaptor, DHCP is turned on for the first interface. This option is invalid for
asynchronous execution of the command.

Default: local
-ipdmask ipdmask

(Optional) Specifies the subnet mask that you want to assign for the VM. This
option is used with

-ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of the command.

-ipdgw ipdgw

(Optional) Specifies the option to set the gateway for VM. This option is used with
-ip4ddr option. Support for this parameter requires a Windows image created using
Sysprep tool. This option is invalid for asynchronous execution of command.

Note: If an interface name is specified in the
-ip4addr option, same interface name must be used in this option.

-ipdmetric ipdmetric

(Optional) Specifies the interface metric that you want to set for the VM. This
option is used with -ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default: 1
-ip4dns ip4dns

(Optional) Specifies the DNS server that you want to set for the VM. This option is
used with -ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

-adminPass adminPW

(Optional) This option is used to set the default administrator account password for
the VM. Support for this parameter requires a Windows image created using
Sysprep tool. This parameter is ignored in asynchronous execution.

Note: To set this option successfully, set the Windows Server 2003 administrator
password which is created using Sysprep tool as empty.
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-productKey key

(Optional) Specifies the Windows product activation key for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

-userName UserName

(Optional) Specifies the user name of the Windows image (created using sysprep
tool) which is installed on the new VM. Support for this parameter requires a
Windows image created using Sysprep tool. This option is invalid for asynchronous
execution of command.

-organization orgname

(Optional) Specifies the organization name of the Windows image (created using
sysprep tool) which is installed on the new VM. Support for this parameter requires
a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

-domain domainname

(Optional) Specifies the domain name for the VM. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command. Domain and workgroup specifications are
mutually exclusive.

-domainAdmin domad

(Optional) Specifies the user account as Domain Administrator that you want to
create in the domain. Support for this parameter requires a Windows image
created using Sysprep tool. This option is invalid for asynchronous execution of
command.

-domainAdminPass dompw

(Optional) Specifies the password for Domain Administrator user account that you
want to create in the domain. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.

-workgroup wgname

(Optional) Specifies the workgroup that you want to create for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. Domain and
workgroup specifications are mutually exclusive. This option is invalid for
asynchronous execution of command.

-adminUser adminUser

(Optional) Specifies the administrator user name that you want to create as a part
of the default Administrators group. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.
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-adminUserPass adminUserPW

(Optional) Specifies the password of the administrator user account that you want
to create as a part of the default Administrators group. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

-mem mem

(Optional) Specifies the RAM memory in megabytes (MB) for the VM that you want
to create.

Default: -1

-cpus cpus
(Optional) Specifies the number of CPU core that you want to assign to the VM.
Default: -1

-scvmmHost scvmmHostname

(Optional) Specifies the host name of the Microsoft System Center Virtual Machine
Manager (SCVMM) library server. This parameter is valid when you use SCVMM
integration to provision VMs.

-hardwareProf hwprof

(Optional) Specifies the name of the hardware profile defined by the Microsoft
System Center Virtual Machine Manager (SCVMM) library server. This parameter
overwrites the hardware configuration settings stored in the SCYVMM template. This
parameter is valid when you use SCVMM integration to provision VMs.

-guestOSProf osprof

(Optional) Specifies the name of the guest operating system profile defined by the
Microsoft System Center Virtual Machine Manager (SCVMM) library server. This
parameter overwrites the operating system configuration settings stored in the
SCVMM library server. This parameter is valid when you use SCVMM integration to
provision VMs.

-startVM

(Optional) Specifies the option to start the VM automatically after it is created. By
default, the new VM is in powered-off state. You must customize the IP
configuration options required to start the VM.

Return Value

The dpmhv-createVMFromTemplate command returns an empty string when it is
executed synchronously. If executed asynchronously, a string representing job ID is
passed to dpmhv-getjobErrorinfo, domhv-getiobinfo, or dpmhv-getiobStatus. If an
error occurs during execution, the command reports an exception.
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Example: Create a VM from an SCVMM Template

This example lets you create VM from an SCVMM template with options to specify the
hardware and guest OS profiles:

dpmhv-createVMFromTemplate -host hvserver -vm NewVM -dest c:\VMs\NewBox -template
Win2k3Clean

-scvmmHost SCVMMLibSrv -hardwareProf hw def -guestOSProf os def -async -adminPass

#admin#

See also:

dpmhv-createVMFromTemplateEx (Funclet) Command--Create a VM Using a Template
(see page 223)
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dpmhv-createVMFromTemplateEx (Funclet) Command--Create a VM Using a Template

The dpmhv-createVMFromTemplate command lets you create VM using existing
templates. If the original template is created in Sysprep state, you can customize the
(Windows) settings of the VM created (image) using the command parameters. Upon
the creation of the VM, you can create system components using respective commands.
You can use one template to create multiple virtual machines.

Note: You can customize the Windows Settings image when the command is run
synchronously. For asynchronous execution, you can use dpmhv-setSysprepProperties

command to customize the image after the execution is complete.

This command has the following format:
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dpmhv - createVMFromTemplateEx
-host hostname

-vm vmname

-template templatename

-dest pathname

[ -computerName computerName]
[-ipdaddr ip4addr]

[-ip4dhcp ip4dhcpInt]
[-ipdmask ip4mask]

[-ip4gw ip4gw]

[-ipdmetric ip4metric]
[-ip4dns ip4dns]
[-disableAdmin]

[-adminPass adminPW]
[-autoLogon alcnt]
[-duplicatorString dupstr]
[-timeZone timezone]
[-productKey key]

[-userName UserName]
[-organization orgname]
[-domain domainname]
[-domainAdmin domad]
[-domainAdminPass dompw]
[-workgroup wgnamel
[-adminUser adminUser]
[-adminUserPass adminUserPW]
[-custom custom]

[-async]

[-mem mem]

[-cpus cpus]

[-cpuidlimit limit]
[-cpufeatlimit limit]
[-cpureserve reservel
[-cpulimit Timit]
[-cpuweight weight]
[-startAction {none,auto,always}]
[-startDelay delay]
[-stopAction {save,off,shutdown}]
[-recoveryAction {none, restart,revert}]
[-scvmmHost scvmmHostname]
[-hardwareProf hwprof]
[-guestOSProf osprofl]
[-startVM]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname

Specifies the name of the VM.
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-template templatename
Specifies the name of the source template that you want to use to create the VM.

Note: The template name must be unique in the local template catalog.

-dest pathname

(Optional) Specifies the path of the VM that you want to create (template is stored).
If this option is not specified, VM is created in the Hyper-V Server default location.
The name of the template created is stored in the following location:
%ALLUSERSPROFILE%\ca\vpm\Hyper-V_Templates.

Note: We recommend not creating VMs in the Hyper-V default location. It conflicts
with virtual disk image file names that do not change when creating VMs using
templates.

-computerName computerName

(Optional) Specifies the computer name of the VM. Support for this parameter
requires an image using Sysprep tool. This option is invalid for asynchronous
execution of the command.

-ipdaddr ip4addr

(Optional) Specifies the static IPv4 address that you want to assign to an interface
of the VM. To set an IP address for a specific interface, the IP address is prefixed
with known interface name and '#' as separator. For example,

-ip4addr "Local Area Connection#192.168.1.200". If the template image has more
than one network adaptor, the IP address is assigned to the first interface. This
option is invalid for asynchronous execution of the command.

-ip4dhcp ip4dhcpint

(Optional) Specifies an option to turn on DHCP of a particular interface of the VM.
You can also specify the interface name for this option. For example,

-ip4dhcp "Local Area Connection." If the template image has more than one
network adaptor, DHCP is turned on for the first interface. This option is invalid for
asynchronous execution of the command.

Default: local

-ipdmask ip4mask

(Optional) Specifies the subnet mask that you want to assign for the VM. This
option is used with

-ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of the command.
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-ipdgw ip4dgw

(Optional) Specifies the option to set the gateway for VM. This option is used with
-ip4ddr option. Support for this parameter requires a Windows image created using
Sysprep tool. This option is invalid for asynchronous execution of command.

Note: If an interface name is specified in the
-ipd4addr option, same interface name must be used in this option.

-ipdmetric ipdmetric

(Optional) Specifies the interface metric that you want to set for the VM. This
option is used with -ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default: 1
-ip4dns ip4dns

(Optional) Specifies the DNS server that you want to set for the VM. This option is
used with -ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

-disableAdmin

(Optional) Specifies an option to disable default administrator account for the VM.
Support for this parameter requires a Windows image created using Sysprep tool.
This option is invalid for asynchronous execution of command.

-adminPass adminPW

(Optional) This option is used to set the default administrator account password for
the VM. Support for this parameter requires a Windows image created using
Sysprep tool. This parameter is ignored in asynchronous execution.

Note: To set this option successfully, set the Windows Server administrator
password which is created using Sysprep tool as empty.

-autolLogon alent

(Optional) Specifies an option to set the number of accounts that you want to
create to log in automatically with default administrator account. The accounts are
created after the completion of Sysprep process. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

Default:
-1
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-duplicatorString dupstr

(Optional) Specifies the name of the system duplicator that you want to set in the
registry of the VM. Support for this parameter requires a Windows image created
using Sysprep tool. This option is invalid for asynchronous execution of command.

-timeZone timezone

(Optional) Specifies the time zone used by the VM that are created using the
template. Support for this parameter requires a Windows image created using
Sysprep tool. This option is invalid for asynchronous execution of command.

Default:
-1

-productKey key

(Optional) Specifies the Windows product activation key for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

-userName UserName

(Optional) Specifies the user name of the Windows image (created using sysprep
tool) which is installed on the new VM. Support for this parameter requires a
Windows image created using Sysprep tool. This option is invalid for asynchronous
execution of command.

-organization orgname

(Optional) Specifies the organization name of the Windows image (created using
sysprep tool) which is installed on the new VM. Support for this parameter requires
a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

-domain domainname

(Optional) Specifies the domain name for the VM. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command. Domain and workgroup specifications are
mutually exclusive.

-domainAdmin domad

(Optional) Specifies the user account as Domain Administrator that you want to
create in the domain. Support for this parameter requires a Windows image
created using Sysprep tool. This option is invalid for asynchronous execution of
command.

-domainAdminPass dompw

(Optional) Specifies the password for Domain Administrator user account that you
want to create in the domain. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.
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-workgroup wgname

(Optional) Specifies the workgroup that you want to create for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. Domain and
workgroup specifications are mutually exclusive. This option is invalid for
asynchronous execution of command.

-adminUser adminUser

(Optional) Specifies the administrator user name that you want to create as a part
of the default Administrators group. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.

-adminUserPass adminUserPW

(Optional) Specifies the password of the administrator user account that you want
to create as a part of the default Administrators group. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

-custom custom

(Optional) Specifies the list of comma-separated custom commands that you want
to execute at the end of Sysprep process. This parameter requires Windows image
of Sysprep. This parameter is ignored in asynchronous execution.

-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-mem mem

(Optional) Specifies the RAM memory in megabytes (MB) for the VM that you want
to create.

Default: -1

-cpus cpus
(Optional) Specifies the number of CPU core that you want to assign to the VM.
Default: -1

-cpuidlimit limit

(Optional) Specifies the limit of CPU ID functionality of VM. This option improves
the compatibility with legacy operating systems such as Windows NT.

Default: -1
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-cpufeatlimit limit

(Optional) Specifies the limit for the functionality of the CPU resources used by a
VM. This option improves the compatibility while moving VMs between physical
hosts with different CPU capabilities.

Default: -1
-cpureserve reserve

(Optional) Specifies the percentage of the CPU that you want to reserve for the VM.
If this option is not specified, Hyper-V server assigns CPU cycles based on the
overall system usage.

Default: -1
-cpulimit limit

(Optional) Specifies the limit for the number of CPU resources used by a VM. This
option improves the compatibility while moving VMs between physical hosts with
different CPU capabilities.

Default: -1
-cpuweight weight

(Optional) Specifies the relative weight of the virtual machine. This option controls
resource allocation when more than one VM is running. Valid entry: integer,
1-10000.

Default: -1
-startAction {none,auto,always}

(Optional) Specifies the action that you want to perform on the VM when the
Hyper-V host starts up. Options include the following:

none
Performs no action.

auto
Starts the VM automatically.

Note: Use this option if the VM was running before the Hyper-V host is shut
down.

always
Starts the VM always.
-startDelay delay

(Optional) Specifies the delay in seconds to start the VM after the Hyper-V host is
up and running.

Default: -1
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-stopAction {save,off,shutdown}

(Optional) Specifies the action that you want to perform on the VM when the
physical Hyper-V shuts down. Options include the following:

save
Suspends the VM.
off
Power offs the VM.
shutdown

Shuts down the system.

-recoveryAction {none,restart,revert}

(Optional) Specifies the action to perform on the VM after the Hyper-V host restarts
from unexpected shutdown. Options include the following:

none
Performs no action.
restart
Restart the VM.
revert

Reverts to the last snapshot of the VM.

-scvmmHost scvmmHostname

(Optional) Specifies the host name of the Microsoft System Center Virtual Machine
Manager (SCVMM) library server. This parameter is valid when you use SCVMM
integration to provision VMs.

-hardwareProf hwprof

(Optional) Specifies the name of the hardware profile defined by the Microsoft
System Center Virtual Machine Manager (SCVMM) library server. This parameter
overwrites the hardware configuration settings stored in the SCYMM template. This
parameter is valid when you use SCVMM integration to provision VMs.

-guestOSProf osprof

(Optional) Specifies the name of the guest operating system profile defined by the
Microsoft System Center Virtual Machine Manager (SCVMM) library server. This
parameter overwrites the operating system configuration settings stored in the
SCVMM library server. This parameter is valid when you use SCVMM integration to
provision VMs.

-startVM

(Optional) Specifies the option to start the VM automatically after it is created. By
default, the new VM is in powered-off state. You must customize the IP
configuration options required to start the VM.
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Return Value

The dpmhv-createVMFromTemplateEX command returns an empty string when it is
executed synchronously. If executed asynchronously, a string representing job ID is
passed to dpmhv-getiobErrorinfo, domhv-getiobinfo, or domhv-getJobStatus. If an
error occurs during execution, the command reports an exception.

Example: Create a VM from a Template

This example lets you create VM, "TestVM" using a template setting as complete static
IPv4 configuration:

dpmhv - createVMFromTemplateEx -host hvserver -vm NewVM -dest c:\VMs\NewBox -template
Win2k3SysPrepped

-ipdaddr 192.168.1.25 -ipdmask 255.255.255.0 -ip4gw 192.168.1.1 -ip4dns 192.168.1.1
-computerName NewBox

See also:

dpmhv-createVMFromTemplate (Funclet) Command--Create a VM Using a Template
(see page 217)

dpmhv-destroyTemplate (Cmdlet) Command--Delete a Template

The dpmhv-destroyTemplate command lets you delete existing templates from the
template catalog.

This command has the following format:

dpmhv-destroyTemplate
-template templatename
-host hostname

-template templatename
Specifies the name of the generic template created in the template catalog.
Note: The template name must be unique in the local template catalog.
-host hostname

Specifies the name of the Hyper-V server host.

Example: Delete a Template

This example deletes a Template from the template catalog.
dpmhv-destroyTemplate -host hvserver -template MyTemplate
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dpmhv-destroyVM (Cmdlet) Command--Delete VM

The dpmhv-destroyVM command lets you delete existing VM specifications, virtual
disks, floppy images, and its related snapshots.

This command has the following format:

dpmhv-destroyVM

-host hostname

-vm vmname| -vmid vmguid
[-delvhd]

[-delvfd]

[-deliso]

[-retvall]

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
-vm vmname

Specifies the name of the VM.
-vmid vmguid

Specifies the unique ID of the VM.
-delvhd

(Optional) Deletes the virtual hard disk assigned to the VM.
-delvfd

(Optional) Deletes the virtual floppy disk assigned to the VM.
-deliso

(Optional) Deletes the I1SO image assigned to the VM.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Example: Delete a VM

This example deletes VM with the virtual hard disk and floppy disk attached to the VM.
dpmhv-destroyVM -host hvserver -vm TestVM -delvhd -delvfd
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dpmhv-expandVirtDisk (Funclet) Command--Expand Virtual Disk

The dpmhv-expandVirtDisk command lets you increase the virtual disk size. To use the
expanded virtual disk space, you must partition the virtual disk in the guest operating
system running on a virtual machine.

This command has the following format:

dpmhv -expandVirtDisk
-host hostname

-path pathname
-sizeGB size
[-async]

[-retvall

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-path pathname
Specifies the path name of the virtual disk that you want to expand.
-sizeGB size
Specifies the size of the virtual disk in gigabytes.
-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Return Value

The dpmhv-expandVirtDisk command returns an empty string when it is executed
synchronously. If executed asynchronously, a string representing job ID is passed to
dpmhv-getjobErrorinfo, domhv-getjobinfo, or domhv-getiobStatus. In synchronous
mode, if an error occurs during execution, the command returns the error code and
reports the error.

Chapter 2: AutoShell 233



AutoShell Loadable Modules' Command Reference

Example: Expand Virtual Disk

This example expands the size of the virtual disk to 4 GB.
dpmhv-expandVirtDisk -host hvserver -path C:\VMDisks\hdd.vhd -sizeGB 4

dpmhv-exportVM (Funclet) Command--Export a VM

The dpmhv-exportVM command lets you export VM specifications, including their
related virtual disks and floppy disks. This command is deprecated, use
dpmhv-exportVMEXx instead.

This command has the following format:

dpmhv -exportVM

-host hostname

-vm vmname| -vmid vmguid
-dest dest

[-nostate]

[-async]

[-retvall]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-dest dest
Specifies the destination path of the VM that you want to export.
-nostate

(Optional) Specifies that only the VM specification is exported. This option prevents
the exported VM from referring to the original VM disk images.

-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval

Returns a value for further processing.
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-silent
Specifies not to direct the output to the screen.
Return Value

The dpmhv-exportVM command returns an empty string when it is executed
synchronously. If executed asynchronously, a string representing job ID is passed to
dpmhv-getjobErrorinfo, domhv-getJobinfo, or domhv-getiobStatus. In synchronous
mode, if an error occurs during execution, the command returns the error code and
reports the error.

Example: Export a VM

This example you export VM specifications, including its related virtual disks and floppy
disks.
dpmhv-exportVM -host hvserver -vm VM 0000001 -dest c:\DATA\Export\

dpmhv-exportVMEx (Funclet) Command--Export a VM

The dpmhv-exportVMEx command lets you export VM specifications, including its
related virtual disks, floppy disks and snapshots.

This command has the following format:

dpmhv -exportVMEx
-host hostname

-vm vmname | -vmid vmguid
-dest dest
[-noruntimeInfo]
[-nosnapshots]
[-nostorage]
[-nosubdir]
[-snapshot ss]
[-snapshotid ssguid]
[-async]

[-retval]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-dest dest

Specifies the destination path of the VM that you want to export.
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-noruntimelnfo
(Optional) Specifies not to export runtime information of the VM.
-nosnapshots

(Optional) Specifies not to export snapshots of the VM. This option exports only the
current state of the VM.

-nostorage

(Optional) Specifies not to export the virtual disk of the VM.

Note: Do not use this option when you export the snapshot of the VM.
-nosubdir

(Optional) Specifies not to create a sub directory with the VM display name
underneath the directory specified as the export path.

-snapshot ss

(Optional) Specifies the display name of the snapshot of the VM. The exported VM
is in the state (snapshot) similar to the source VM. The exported VM does not
include snapshot.

Note: Use
-ssid option as snapshot display name is not unique in the Hyper-V environment.

-snapshotid ssguid

(Optional) Specifies the unique ID (GUID) of the snapshot of the VM. The exported
VM is in the state (snapshot) similar to the source VM. The exported VM does not
include snapshot.

-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Return Value

The dpmhv-exportVMEx command returns an empty string when it is executed
synchronously. If executed asynchronously, a string representing job ID is passed to
dpmhv-getJobErrorinfo, domhv-getiobinfo, or domhv-getJobStatus. In synchronous
mode, if an error occurs during execution, the command returns the error code and
reports the error.
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Example: Export a VM Without Snapshots

This example exports a VM without snapshots.
dpmhv -exportVMEx -host hvserver -vm TestVM -dest c:\Ex\TestVM1 -nosubdir -nosnapshots

dpmhv-dgetHostSwitches (Funclet) Command--Show Host Switches on a Hyper-V Host

The dpmhv-getHostSwitches command displays host switches (virtual networks) defined
on a Hyper-V host.

This command has the following format:

dpmhv -getHostSwitches
-host hostname
[-retvall

[-silent]

[-detail]

-host hostname

Specifies the name of the Hyper-V server host.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
-detail

(Optional) Displays the details of the virtual networks (host networks).
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Return Value

The dpmhv-getHostSwitches command returns an array of objects with each object
representing one virtual switch (virtual host) on the specified host.

The following properties are returned in regular mode:

The following properties are returned in detail mode:

BytesReceivedPersec
BytesSentPersec
Caption
ElementName

Name

StatusDescriptions

BroadcastPacketsReceivedPersec
BroadcastPacketsSentPersec
BytesPersec
BytesReceivedPersec
BytesSentPersec

Caption

CreationClassName
Dedicated

Description
DirectedPacketsReceivedPersec
DirectedPacketsSentPersec
ElementName
EnabledDefault

EnabledState

HealthState
IdentifyingDescriptions
InstallDate
LearnedMacAddresses
LearnedMacAddressesPersec
MaxChimneyOffloads
MaxVMQOffloads
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MulticastPacketsReceivedPersec
MulticastPacketsSentPersec
Name

Namel

NameFormat
NumLearnableAddresses
OperationalStatus
OtherDedicatedDescriptions
OtherEnabledState
Otherldentifyinginfo
PacketsFlooded
PacketsFloodedPersec
PacketsPersec
PacketsReceivedPersec
PacketsSentPersec

Path
PowerManagementCapabilities
PrimaryOwnerContact
PrimaryOwnerName
PurgedMacAddresses
PurgedMacAddressesPersec
RequestedState
ResetCapability

Roles

ScopeOfResidence

Status

StatusDescriptions

TimeOfLastStateChange

Example: Show Host Switches

This example displays the list of host switches on a Hyper-V host.
dpmhv-getHostSwitches -host hvserver
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dpmhv-dgetJobInfo (Funclet) Command--Show Job Information

The dpmhv-getJobinfo command retrieves all the information pertaining to an
asynchronous job such as completion percentage, error information, and start time.

This command has the following format:

dpmhv-getJobInfo
-jobref job
[-silent]
[-retvall]
[-detail]

-jobref job
Specifies the job ID of an asynchronous job.

Note: Upon the complete execution of asynchronous job, Hyper-V holds the job
information for few minutes (five) only, beyond which it becomes invalid.

-silent

Specifies not to direct the output to the screen.
-retval

Returns a value for further processing.
-detail

(Optional) Displays the information details of the asynchronous job.
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Return Value

The dpmhv-getJobinfo command returns objects where each object represents the

current job state.

Hyper-V Jobs:

The following properties are returned for local Hyper-V in regular mode:

Caption
ElementName
ErrorCode
ErrorDescription
JobStatus
PercentComplete
ResultVMName
Status

StatusDescriptions

The following properties are returned for local Hyper-V in detail mode:

Cancellable

Caption
DeleteOnCompletion
Description
ElapsedTime
ElementName
ErrorCode
ErrorDescription
ErrorSummaryDescription
HealthState
InstallDate
InstancelD
JobRunTimes
JobState

JobStatus
LocalOrUtcTime

Name
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m  Notify

m  Oll- OperationalStatus
m  OtherRecoveryAction
m Owner

m Path

m PercentComplete

m  Priority

m  RecoveryAction

m  ResultVMName

m  RunDay

m  RunDayOfWeek

= RunMonth

m  RunStartinterval

m  ScheduledStartTime
m  StartTime

m  Status

m  StatusDescriptions

m  TimeBeforeRemoval

m  TimeOflLastStateChange
m  TimeSubmitted

m  UntilTime

Microsoft System Center Virtual Machine Manager (SCVMM) Jobs:
Properties returned for SCVMM in regular mode:

m  CurrentStep

m  Description

m  Errorinfo

m IsCompleted

s Oll

m  ProgressValue

m  ResultVMName

m  Status

m  StatusString
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Properties returned for SCVMM in detail mode:

AdditionalMessages|]
AreAuditRecordsAvailable
AuditRecords[]
CmdletName
CurrentStep
Description

EndTime

Errorinfo

ID

IsCompleted
IsFullyCached
IsRestartable
IsStoppable

IsVisible
MarkedForDeletion
Name

ol

Owner

OwnerSID

PROTipID

Progress
ProgressValue
ResultName
ResultObjectID
ResultObjectType
ResultObjectTypeName
ResultVMName
ServerConnection
Source

StartTime

Status
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m  StatusString

m  Steps|]

m Target

m TargetObjectID

m TargetObjectType

m  WasNotifiedOfCancel

Example: Show Job Information

This example displays status of completion of an export job.
jref = dpmhv-exportVMEx -host hvserver -vm TestVM -dest c:\Ex-async
do
{
sleep(5000)
job = dpmhv-getJobInfo -jobref (jref) -silent -retval
? "Completion:", job.PercentComplete+"%"
} while(job.ErrorCode==0 && job.PercentComplete<100)
? job.StatusDescriptions
if(job.ErrorCode!=0)
{
? job.ErrorDescription

}
Example: Show SCVMM Job Information

This example displays the status of the completion of new VM created using an SCVMM
template.
jref=dpmhv-createVMFromTemplate -host hvserver -vm NewVM -dest c:\VMs\NewBox
-template Win2k3Clean -scvmmHost SCVMMLibSrv -async
do
{
sleep(5000)
job = dpmhv-getJobInfo -jobref (jref) -silent -retval
? "Completion:", job.ProgressValue+"%"
} while(!job.IsCompleted)
? job.StatusString
s = job.ErrorInfo;
errorCode = parselnt(s.substr(s.lastIndexOf('(')+1).left(-1));
if(errorCode!==0)
{

? job.ErrorInfo

}
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dpmhv-dgetJobStatus (Funclet) Command--Show Job Status
The dpmhv-getJobStatus command retrieves the status of an asynchronous job.

This command has the following format:

dpmhv-getJobStatus
-jobref job

-jobref job
Specifies the job ID of an asynchronous job.

Note: Upon the complete execution of asynchronous job, Hyper-V holds the job
information for few minutes (five) only, beyond which it becomes invalid.

Return Value

The dpmhv-getJobStatus command returns the following status information of the
specified job:

m  Canceled

m Created

m  Failed

m  Progressing
m  Succeeded
m  Unknown

m  Waiting
Example: Show Job Status

This example displays the status of an export job.
jref = dpmhv-exportVMEx -host hvserver -vm TestVM -dest c:\Ex -async
dpmhv-getJobState -jobref (jref)

dpmhv-getPhysDisks (Funclet) Command--Show all Physical Disks

The dpmhv-getPhysDisks command lists the physical disks to attach to virtual machines
on a Hyper-V server. The physical disks should be displayed in offline status in Windows
Disk Manager.

This command has the following format:

dpmhv -getPhysDisks
-host hostname
[-silent]

[-retval]

[-detail]
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-host hostname

Specifies the name of the Hyper-V server host.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
-detail

(Optional) Displays the details of the physical disks attached to a virtual machine.
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Return Value

The dpmhv-getPhysDisks command returns an array of objects representing the
SCSI controllers of the specified virtual machine.

The properties returned in regular mode are:
m Caption

m  DriveNumber

m  ElementName

s Name

m Path

m  StatusDescriptions

The properties returned in detail mode are:
m  AdditionalAvailability
m  Availability

m  Capabilities

m  CapabilityDescriptions
m Caption

m  CompressionMethod
m  CreationClassName

m  DefaultBlockSize

m  Description

m  DevicelD

m  DriveNumber

m  ElementName

m  EnabledDefault

m  EnabledState

m  ErrorCleared

m  ErrorDescription

m  ErrorMethodology

m HealthState

m ldentifyingDescriptions
m InstallDate

m LastCleaned

Chapter 2: AutoShell 247



AutoShell Loadable Modules' Command Reference

LastErrorCode

LoadTime
LocationIndicator
MaxAccessTime
MaxBlockSize
MaxMediaSize
MaxQuiesceTime
MaxUnitsBeforeCleaning
MedialsLocked
MinBlockSize

MountCount

Name

NeedsCleaning
NumberOfMediaSupported
OperationalStatus
OtherEnabledState
OtherldentifyingInfo

Path
PowerManagementCapabilities
PowerManagementSupported
PowerOnHours
RequestedState

Security

Status

StatusDescriptions
Statusinfo
SystemCreationClassName
SystemName
TimeOfLastMount
TimeOfLastStateChange
TotalMountTime
TotalPowerOnHours

UncompressedDataRate
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m  UnitsDescription
m  UnitsUsed

m  UnloadTime

Example: Show all Physical Disks

This example displays the basic information about the physical disk attached to a virtual
machine.

dpmhv-getPhysDisks -host hvserver
dpmhv-getVersion (Funclet) Command--Show the Web Service Version

The dpmhv-getVersion command retrieves the version of the Web Service of the CA
Server Automation.

This command has the following format:

dpmhv-getVersion
[-retvall]
[-silent]

-retval
Returns a value for further processing.
-silent
Specifies not to direct the output to the screen.
Return Value
The dpmhv-getVersion command returns a string indicating the web service version

of the CA Server Automation.

Example: Show the Web Service Version

This example displays the version of the Web Service of the CA Server Automation.
ver = dpmhv-getVersion -retval -silent
? ver
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dpmhv-dgetVMInfo (Funclet) Command--Show all VMs

The dpmhv-getVMInfo command retrieves the information and settings of a virtual
machine.

This command has the following format:

dpmhv-getVMInfo

-vm vmname | -vmid vmguid
-host hostname
[-retvall

[-silent]

[-detail]

-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-host hostname
Specifies the name of the Hyper-V server host.
-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
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Return Value

The dpmhv-getVMInfo command returns objects with information of virtual
machine.

The following properties are returned in regular mode:

vm
Caption

ElementName

Name

OperationalStatus
StatusDescriptions

vminfo

MemoryUsage
ProcessorLoad
ProcessorLoadHistory
vmsettings

AutoActivate
AutomaticRecoveryAction
AutomaticShutdownAction
AutomaticStartupAction
AutomaticStartupActionDelay
Description

ElementName
ExternalDataRoot
SnapshotDataRoot
SystemName
vmcursettings
BaseBoardSerialNumber
BIOSGUID
BlIOSSerialNumber
ChassisAssetTag
ChassisSerialNumber

SystemName

The following properties are returned in detail mode:
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vm
AssignedNumaNodelist
Caption
CreationClassName
Dedicated

Description
ElementName
HealthState
IdentifyingDescriptions
InstallDate

Name

NameFormat
OnTimelnMilliseconds
OperationalStatus
OtherDedicatedDescriptions
OtherEnabledState
OtherldentifyingInfo
PowerManagementCapabilities
PrimaryOwnerContact
PrimaryOwnerName
ProcessID
RequestedState
ResetCapability

Roles

Status
StatusDescriptions
TimeOfLastConfigurationChange
TimeOfLastStateChange
vminfo
AsynchronousTasks
CreationTime
ElementName

EnabledState
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GuestOperatingSystem
HealthState

Heartbeat

MemoryUsage

Name

Notes
NumberOfProcessors
OperationalStatus

Path

ProcessorLoad
ProcessorLoadHistory
Snapshots
StatusDescriptions
Thumbnaillmage

UpTime

vmsettings
AdditionalRecoveryInformation
AllowFullSCSICommandSet
AutoActivate
AutomaticRecoveryAction
AutomaticShutdownAction
AutomaticStartupAction
AutomaticStartupActionDelay
Caption

CreationTime
DebugChannelld
Description

ElementName
ExternalDataRoot
InstancelD
OtherVirtualSystemType
Path

ScopeOfResidence
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m  SettingType

m  SnapshotDataRoot

m  SystemName

m  Version

m  VirtualSystemType

m  vmcursettings

= BIOSGUID

m  BlOSSerialNumber

m  BaseBoardSerialNumber
m  ChassisAssetTag

m  ChassisSerialNumber

m  SystemName

Example: Show all VMs

This example displays the information of a virtual machine.
dpmhv-getVMINfo -host hvserver -vm TestVM

dpmhv-getVMProperties (Funclet) Command--Show VM Properties

The dpmhv-getVMProperties command retrieves the properties of the VM such as CPU,
memory, and actions settings.

This command has the following format:

dpmhv-getVMProperties
-vm vmname | -vmid vmguid
-host hostname
[-retval]

[-silent]

-vm vmname

Specifies the name of the VM.

-vmid vmguid

Specifies the unique ID of the VM.
-host hostname

Specifies the name of the Hyper-V server host.
-retval

Returns a value for further processing.
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-silent
Specifies not to direct the output to the screen.
Return Value

The dpmhv-getVMProperties command returns objects where each object
represents the VM properties as follows:

m  memory
= Cpu

m  cpuSocketCount
m  cpuidLimit

m  cpuReserve

m  cpulimit

m  cpuWeight

m  actions

m  startAction

m startDelay

m  stopAction

m recoveryAction

Example: Show VM Properties

This example displays the following VM properties: VM CPU and memory allocation.
dpmhv-getVMProperties -host hvserver -vm TestVM

Example: Show CPU and Memory Allocation of VM

This example displays the CPU and the memory allocation of the VM, "TestVM."
props=dpmhv-getVMProperties -host hvserver -vm TestVM -retval -silent

? "Memory:", props.memory+"MB"

? "CPU cores:", props.cpu.cpuSocketCount

dpmhv-getVMState (Funclet) Command--Show the VM State
The dpmhv-getVMState command retrieves the power state of the VM.

This command has the following format:

dpmhv-getVMState

-vm vmname | -vmid vmguid
-host hostname
[-retval]

[-silent]
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-vm vmname

Specifies the name of the VM.
-vmid vmguid

Specifies the unique ID of the VM.
-host hostname

Specifies the name of the Hyper-V server host.

-silent

Specifies not to direct the output to the screen.
-retval

Returns a value for further processing.
Return Value

The dpmhv-getVMState command returns a string indicating the power state of the
VM. The values returned are:

- disabled: VM is turned off

- enabled: VM is running

- paused: VM is paused

- suspended: VM is suspended

Example: Show the VM State

This example checks whether the VM is running.

s = dpmhv-getVMState -host hvserver -vm TestVM -retval -silent
if(s=="enabled")

? "WM is running"

else

? "WM is not running"
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dpmhv-importVM (Funclet) Command--Import a VM

The dpmhv-importVM command imports an exported VM, which was exported using
dpmhv-exportVM command. You can import VM for only one time as it is imported to a
location similar to the exported VM.

This command has the following format:

dpmhv - importVM
-host hostname
-path pathname
[-vm vmname]
[-nonewid]
[-async]
[-retvall
[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-path pathname
Specifies the path of the VM that you want to import.
-vm vmname
Specifies the name of the VM.
-nonewid

(Optional) Specifies not to generate a unique GUID for the VM that you want to
import. The imported VM has the GUID similar to the source VM (exported VM).
Two VMs with same GUID creates conflicts and is not recommended.

-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
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Return Value

The dpmhv-importVM command returns an empty string when it is executed
synchronously. If executed asynchronously, a string representing job ID is passed to
dpmhv-getlobErrorinfo, dpmhv-getlobinfo, or dpmhv-getJobStatus. In synchronous
mode, if an error occurs during execution, the command returns the error code and
reports the error.

Example: Import a VM

This example imports a VM which is exported using dpmhv-exportVM command.
dpmhv-exportVM -host hvserver -vm TestVM -dest c:\Ex\MyVM dpmhv-importVM
-host hvserver -path c:\Ex\MyVM -vm TestVM1

Additionally, you can issue dpmhv-importVM command to create multiple VMs from the
originally exported VM.

dpmhv-importVMEXx (Funclet) Command--Copy and Import VM

The dpmhv-importVMEx command lets you import and copy an exported VM, which
was exported using dpmhv-exportVMEx command. You can import VM for multiple
times as it is imported to a location different to the exported VM.

This command has the following format:

dpmhv - importVMEx
-host hostname
-path pathname
[-dest dest]
[-vm vmname]
[-nonewid]
[-async]
[-retvall]
[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
-path pathname

Specifies the path of the VM that you want to import and copy.
-dest dest

Specifies the destination path to import and copy the VM to.
-vm vmname

Specifies the name of the VM.
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-nonewid

(Optional) Specifies not to generate a unique GUID for the VM that you want to
import. The imported VM has the GUID similar to the source VM (exported VM).
Two VMs with same GUID creates conflicts and is not recommended.

-async

(Optional) Specifies the option to execute the command asynchronously. By
default, this command is executed synchronously.

Note: If this command completes the execution before executing this option, it
returns a job ID that is used to view the operation status.

-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Return Value

The dpmhv-importVMEx command returns an empty string when it is executed
synchronously. If executed asynchronously, a string representing job ID is passed to
dpmhv-getjobErrorinfo, dpomhv-getJobinfo, or domhv-getiobStatus. In synchronous
mode, if an error occurs during execution, the command returns the error code and
reports the error.

Example: Import VM

This example imports a VM which is exported using dpmhv-exportVMEx command.
dpmhv-exportVMEx -host hvserver -vm TestVM -dest c:\Ex\MyVM -nosubdir
dpmhv-importVMEx -host hvserver -path c:\Ex\MyVM -dest C:\VMs\TestVMl -vm TestVM1l

Additionally, you can issue dpmhv-importVMEx command to create multiple VMs from
the originally exported VM.
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dpmhv-setSysprepProperties (Cmdlet) Command--Create a Virtual Disk
The dpmhv-setSysprepProperties command lets you create a virtual disk image.

This command has the following format:

dpmhv -setSysprepProperties
-host hostname

-vm vmname | -vmid vmguid|-jobref job
[ -computerName computerName]
[-ipdaddr ip4addr]

[-ip4dhcp ip4dhcpInt]
[-ipdmask ip4mask]

[-ip4gw ip4gw]

[-ipdmetric ip4metric]
[-ip4dns ip4dns]
[-disableAdmin]

[-adminPass adminPW]
[-autoLogon alcnt]
[-duplicatorString dupstr]
[-timeZone timezonel
[-productKey keyl

[-userName UserNamel
[-organization orgname>]
[-domain domname]
[-domainAdmin domad]

[ -domainAdminPass dompw]
[-workgroup wgnamel
[-adminUser adminUser]
[-adminUserPass adminUserPW]
[-custom custom]

-host hostname
Specifies the name of the Hyper-V server host.
Default: SSHVHost
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-jobref job
Specifies the job ID of an asynchronous job.

Note: Upon the complete execution of asynchronous job, Hyper-V holds the job
information for few minutes (five) only, beyond which it becomes invalid.
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-computerName computerName

(Optional) Specifies the name of the computer. Support for this parameter requires
an image using Sysprep tool. This option is invalid for asynchronous execution of
the command.

Default: Null

-ip4addr ip4addr

(Optional) Specifies the static IPv4 address that you want to assign to an interface
of the VM. To set an IP address for a specific interface, the IP address is prefixed
with known interface name and '#' as separator. For example,

-ip4addr "Local Area Connection#192.168.1.200". If the template image has more
than one network adaptor, the IP address is assigned to the first interface. This
option is invalid for asynchronous execution of the command.

Default: ""
-ip4dhcp ip4dhcpint

(Optional) Specifies an option to turn on DHCP of a particular interface of the VM.
You can also specify the interface name for this option. For example,

-ip4dhcp "Local Area Connection." If the template image has more than one
network adaptor, DHCP is turned on for the first interface. This option is invalid for
asynchronous execution of the command.

Default: local

-ipdmask ip4dmask

(Optional) Specifies the subnet mask that you want to assign for the VM. This
option is used with

-ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of the command.

Default: ""
-ipdgw ipdgw

(Optional) Specifies the option to set the gateway for VM. This option is used with
-ip4ddr option. Support for this parameter requires a Windows image created using
Sysprep tool. This option is invalid for asynchronous execution of command.

Note: If an interface name is specified in the
-ip4addr option, same interface name must be used in this option.

Default: ""

Chapter 2: AutoShell 261



AutoShell Loadable Modules' Command Reference

-ipdmetric ipdmetric

(Optional) Specifies the interface metric that you want to set for the VM. This
option is used with -ip4ddr option. If an interface name is specified in the

-ipd4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default: 1

-ipddns ip4dns

(Optional) Specifies the DNS server that you want to set for the VM. This option is
used with -ip4ddr option. If an interface name is specified in the

-ip4addr option, same interface name must be used in this option. Support for this
parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default: ""

-disableAdmin

(Optional) Specifies an option to disable default administrator account for the VM.
Support for this parameter requires a Windows image created using Sysprep tool.
This option is invalid for asynchronous execution of command.

-adminPass adminPW

(Optional) This option is used to set the default administrator account password for
the VM. Support for this parameter requires a Windows image created using
Sysprep tool. This parameter is ignored in asynchronous execution.

Note: To set this option successfully, set the Windows Server 2003 administrator
password which is created using Sysprep tool as empty.

Default: Null

-autolLogon alcnt

(Optional) Specifies an option to set the number of accounts that you want to
create to log in automatically with default administrator account. The accounts are
created after the completion of Sysprep process. hyperv_sp_dupstr. Support for
this parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default:
-1

-duplicatorString dupstr

(Optional) Specifies the name of the system duplicator that you want to set in the
registry of the VM. Support for this parameter requires a Windows image created
using Sysprep tool. This option is invalid for asynchronous execution of command.

Default: Null
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-timeZone timezone

(Optional) Specifies the time zone used by the VM that are created using the
template. Support for this parameter requires a Windows image created using
Sysprep tool. This option is invalid for asynchronous execution of command.

Default:
-1
-productKey key

(Optional) Specifies the Windows product activation key for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. This option is
invalid for asynchronous execution of command.

Default: Null

-userName UserName

(Optional) Specifies the user name of the Windows inside the VM is licensed to.
Support for this parameter requires a Windows image created using Sysprep tool.
This option is invalid for asynchronous execution of command.

Default: Null

-organization orgname

(Optional) Specifies the organization the Windows copy inside the VM is licensed to.
Support for this parameter requires a Windows image created using Sysprep tool.
This option is invalid for asynchronous execution of command.

Default: Null

-domain domainname

(Optional) Specifies the domain name for the VM. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command. Domain and workgroup specifications are
mutually exclusive.

Default: Null

-domainAdmin domad

(Optional) Specifies the user account as Domain Administrator that you want to
create in the domain. Support for this parameter requires a Windows image
created using Sysprep tool. This option is invalid for asynchronous execution of
command.

Default: Null
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-domainAdminPass dompw

(Optional) Specifies the password for Domain Administrator user account that you
want to create in the domain. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.

Default: Null

-workgroup wgname

(Optional) Specifies the workgroup that you want to create for the VM. Support for
this parameter requires a Windows image created using Sysprep tool. Domain and
workgroup specifications are mutually exclusive. This option is invalid for
asynchronous execution of command.

Default: Null
-adminUser adminUser

(Optional) Specifies the administrator user name that you want to create as a part
of the default Administrators group. Support for this parameter requires a Windows
image created using Sysprep tool. This option is invalid for asynchronous execution
of command.

Default: Null
-adminUserPass adminUserPW

(Optional) Specifies the password of the administrator user account that you want
to create as a part of the default Administrators group. Support for this parameter
requires a Windows image created using Sysprep tool. This option is invalid for
asynchronous execution of command.

Default: Null
-custom custom

(Optional) Specifies the list of comma-separated custom commands that you want
to execute at the end of Sysprep process. This parameter requires Windows image
of Sysprep. This parameter is ignored in asynchronous execution.

Default: Null
Return Value

The dpmhv-setSysprepProperties command returns an empty string when it is
executed synchronously. If executed asynchronously, a string representing job ID is
passed to dpmhv-getlobErrorinfo, dpmhv-getlJobinfo, or dpmhv-getJobStatus. If an
error occurs during execution, an exception is reported.

Example: Create a Virtual Disk

This example creates a dynamic virtual 2GB disk.
dpmhv-createVirtDisk -host hvserver -path C:\VMDisks\hdd.vhd -type dynamic -sizeGB
2
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dpmhv-setVMClustered (Cmdlet) Command--Set a VM in a Cluster

The dpmhv-setVMClustered command lets you add or remove a VM from the shared
cluster resources. In Hyper-V server environment, the VMs in a cluster can either be a
shared cluster resource or private resource of the Hyper-V server. If the VM is a cluster
shared resource, you cannot enable it for Quick or Live Migration between cluster
nodes. Also, you cannot migrate the VM resources located on private storage such as
virtual disk on a local hard drive, instead of cluster shared storage.

This command has the following format:

dpmhv-setVMClustered

-host hostname

-vm vmname | -vmid vmguid
-clustered {on,off}[-retvall
[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
-vm vmname

Specifies the name of the VM.
-vmid vmguid

Specifies the unique ID of the VM.
-clustered {on, off}

Specifies the sharing mode of the cluster.

on

VM is a shared cluster resource.

off

VM is a private resource of the Hyper-V server.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Example: Set a VM in a Cluster

This example adds a VM to the shared cluster resources.
dpmhv-setVMClustered -host hvserver -vm TestVM -clustered on
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dpmhv-setVMDisk (Funclet) Command--Create a Drive or Disk on a Drive Controller

The dpmhv-setVMDisk command lets you create a drive or disk on a drive controller.
You can use the option to connect/disconnect an image.

This command has the following format:

dpmhv - setVMDisk

-host hostname

-vm vmname | -vmid vmguid
[-path pathnamel]
-drive{HDD,DVD}
-type{scsi,ide}[-id id]
[-lun Tun]

[-retvall]

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.

-vm vmname

Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-path pathname
(Optional) Specifies the path where the drive or disk is created on a drive controller.
-drive {HDD, DVD}

Specifies the drive type that you want to assign to the VM. You can assign the
following drive types:

HDD
Represents the hard drive
DVD

Represents the drive of either Compact Disk (CD) or Digital Video Disk (DVD).
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-type {scsi, ide}

Specifies the controller type that you want to attach to the virtual hard disk of the
VM. Hyper-V supports the following two types:

ScsI
Specify the controller type as SCSI.
IDE
Specify the controller type as IDE.
-id id
(Optional) Specifies the ID of the controller mentioned in the controller type. For
controller type IDE, the value is 0 or 1. For SCSI, the value is 0,1,2, or 3 based on the
number of SCSI controllers added to the VM. If no id (or -1) is specified the

command chooses the first controller of the specified type that has a channel
available.

Default:
-1

-lun lun

(Optional) Specifies the logical unit of the controller in the form of <type> and <id>.
For IDE, value is 0 or 1, for SCSl it is including the limit [0, 63]. If no unit number (or
-1) is specified, the command chooses the available channel on the specified
controller.

Default:
-1

-retval

Returns a value for further processing.

-silent

Specifies not to direct the output to the screen.

Example: Create a Virtual Drive on a SCSI Controller

This example attaches a virtual hard drive image file to the first channel on the first SCSI
controller.

dpmhv-setVMDisk -host hvserver -vm TestVM -type scsi -id @ -lun O -drive HDD
-path c:\VHDs\disk.vhd

Example: Attach a DVD to a VM

This example attaches a physical DVD-ROM drive to the VM, "Test VM."

dpmhv-setVMDisk -host hvserver -vm TestVM -type ide -id © -lun 1 -drive DVD
-path D:
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Example: Attach a Physical Host Disk to a SCSI Controller

This example gets the physical host disks and attaches them to the first available SCSI

channel.

pd=dpmhv-getPhysDisks -host hvserver -retval -silent

dpmhv-setVMDisk -host hvserver -vm TestVM -type scsi -drive HDD -path (pd[0].Path)

dpmhv-setVMProperties (Cmdlet) Command--Set VM Properties

The dpmhv-setVMProperties command lets you set the properties of the VM.

This command has the following format:

dpmhv-setVMProperties

-host hostname

-vm vmname | -vmid vmguid

[-name name]

[-mem mem]

[-cpus cpus]

[-cpuidlimit limit]

[-cpureserve reservel

[-cpulimit Timit]

[-cpuweight weight]

[-startAction {none,auto,always}]
[-startDelay delayl]

[-stopAction {save,off,shutdown}]
[-recoveryAction {none, restart,revert}]
[-retvall]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-name name
Displays the name of the VM.

-mem mem

(Optional) Specifies the RAM memory in megabytes (MB) for the VM that you want

to create.

Default: -1
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-cpus cpus
(Optional) Specifies the number of CPU core that you want to assign to the VM.
-cpuidlimit limit

(Optional) Specifies the limit of CPU ID functionality of VM. This option improves
the compatibility with legacy operating systems such as Windows NT.

Default: -1
-cpureserve reserve

(Optional) Specifies the percentage of the CPU that you want to reserve for the VM.
If this option is not specified, Hyper-V server assigns CPU cycles based on the
overall system usage.

Default: -1
-cpulimit limit

(Optional) Specifies the limit for the number of CPU resources used by a VM. This
option improves the compatibility while moving VMs between physical hosts with
different CPU capabilities.

Default: -1
-cpuweight weight

(Optional) Specifies the relative weight of the virtual machine. This option controls
resource allocation when more than one VM is running. Valid entry: integer,
1-10000.

Default: -1
-startAction {none,auto,always}

(Optional) Specifies the action that you want to perform on the VM when the
Hyper-V host starts up. Options include the following:

none
Performs no action.

auto
Starts the VM automatically.

Note: Use this option if the VM was running before the Hyper-V host is shut
down.

always
Starts the VM always.
-startDelay delay

(Optional) Specifies the delay in seconds to start the VM after the Hyper-V host is
up and running.

Default: -1
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-stopAction {save,off,shutdown}

(Optional) Specifies the action that you want to perform on the VM when the
physical Hyper-V shuts down. Options include the following:

save
Suspends the VM.
off
Power offs the VM.
shutdown
Shuts down the system.
-startDelay delay

(Optional) Specifies the delay in seconds to start the VM after the Hyper-V host is
up and running.

Default: -1
-recoveryAction {none,restart,revert}

(Optional) Specifies the action to perform on the VM after the Hyper-V host restarts
from unexpected shutdown. Options include the following:

none
Performs no action.
restart
Restart the VM.
revert
Reverts to the last snapshot of the VM.
-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Example: Change number of Core CPUs
This example changes the number of CPU cores assigned to the VM to two. To run the

command successfully, turn off the VM.
dpmhv-setVMProperties -host hvserver -vm TestVM -cpus 2
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dpmhv-SetVMVirtFloppy (Cmdlet) Command--Connect a Virtual Floppy Image to the VM
Floppy Drive

The dpmhv-SetVMVirtFloppy command lets you connect a virtual floppy image to the
specified VM floppy drive on the Hyper-V host.

This command has the following format:

dpmhv - setVMVirtFloppy
-host hostname

-vm vmname | -vmid vmguid
[-path pathnamel
[-retvall

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.

-vm vmname

Specifies the name of the VM.
-vmid vmguid

Specifies the unique ID of the VM.
-path pathname

(Optional) Specifies the path of the virtual floppy image (*.vfd) file that you want to
create.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
Example: Attach a Floppy Image to VM Floppy Drive on Hyper-V Host

This example attaches a floppy image, "floppy.vfd" to the VM floppy drive on the
Hyper-V host, "TestVM."

dpmhv - setVMVirtFloppy

-host hvserver

-vm TestVM

-path c:\img\floppy.vfd

Example: Detaches a Floppy Image from VM Floppy Drive on Hyper-V Host

This example detaches a floppy image from the VM floppy drive on the Hyper-V host.
dpmhv-setVMVirtFloppy -host hvserver -vm TestVM
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dpmhv-ShowClusterSharedVolumes (Funclet) Command--Show all Cluster Shared Volumes

The dpmhv-ShowClusterSharedVolumes command displays all cluster shared volumes
on a Hyper-V server.

This command has the following format:

dpmhv - showClusterSharedVolumes
-host hostname

[-retvall]

[-silent]

-host hostname

Specifies the name of the Hyper-V server host.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

Return Value

The dpmhv-ShowClusterSharedValumes command returns the current key and value
pair from an array of objects.

Example: Show all Cluster Shared Volumes

This example returns a list of shared volumes on the host, "hvserver."
dpmhv - showClusterSharedVolumes -host hvserver

dpmhv-ShowDirectories (Funclet) Command--Show all Directories

The dpmhv-ShowDirectories command displays all subdirectories under a specified
directory within a system. The specified system can be Hyper-V server or a Windows
system with remote WMI enabled.

This command has the following format:

dpmhv - showDirectories
-host hostname

-dir dir

[-retval]

[-silent]

[-detail]

-host hostname

Specifies the name of the Hyper-V server host.
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-dir dir
Specifies the name of the directory.
-retval
Returns a value for further processing.
-silent
Specifies not to direct the output to the screen.
-detail

(Optional) Displays the details of the list of directories.
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Return Value

The dpmhv-ShowDirectories command returns an array of objects which represents
a subdirectory under the specified parent directory.

The following properties are returned in regular mode:
m Caption
m  Drive
m  FileName
s Name
m Path
m  Writeable S<<prop_detail
m  AccessMask
m  Archive
m  CSCreationClassName
m CSName
m Caption
m  Compressed
m  CompressionMethod
m  CreationClassName
m  CreationDate
m  Description
m Drive
m EightDotThreeFileName
m  Encrypted
m  EncryptionMethod
m  Extension
m  FSCreationClassName
m  FSName

m FileName

m FileSize
m FileType
m Hidden

m  InUseCount

m InstallDate
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m  LastAccessed
m LastModified
m  Name

m Path

m Readable

m Status
m  System
m  Writeable

Example: Show all Directories

This example displays the subdirectories under the root directory (c: drive) of the host
hvserver.

dpmhv-showDirectories

-host hvserver

-dir c:\

Example: Show all Directories under Program Files

This example displays the subdirectories of "C:\Program Files".
function walkDir(sPath)

{
dirs = dpmhv-showDirectories -host hvserver -dir (sPath) -retval -silent
for each (subdir in dirs)

{
? subdir.Name
walkDir(subdir.Name);
}

}
walkDir("C:\Program Files");

dpmhv-ShowHosts (Funclet) Command--Show all Hyper-V Servers
The dpmhv-ShowHosts command displays all Hyper-V Servers.

This command has the following format:
dpmhv - showHosts

[-detail]

[-retval]

[-silent]

-detail

(Optional) Displays the details of the virtual networks (host networks).
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-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

276 Reference Guide



AutoShell Loadable Modules' Command Reference

Return Value

The dpmhv-ShowHosts command returns an array of objects representing Hyper-V
Servers. The property, "Name" is returned in the regular mode.

The following properties are returned in detail mode:

AssignedNumaNodelist
CIMV2_AdminPasswordStatus
CIMV2_AutomaticManagedPagefile
CIMV2_AutomaticResetBootOption
CIMV2_AutomaticResetCapability
CIMV2_BootOptionOnLimit
CIMV2_BootOptionOnWatchDog
CIMV2_BootROMSupported
CIMV2_BootupState
CIMV2_Caption
CIMV2_ChassisBootupState
CIMV2_CreationClassName
CIMV2_CurrentTimeZone
CIMV2_DNSHostName
CIMV2_DaylightInEffect
CIMV2_Description
CIMV2_Domain
CIMV2_DomainRole
CIMV2_EnableDaylightSavingsTime
CIMV2_FrontPanelResetStatus
CIMV2_InfraredSupported
CIMV2_lnitialLoadInfo
CIMV2_lInstallDate
CIMV2_KeyboardPasswordStatus
CIMV2_LastLoadInfo
CIMV2_Manufacturer
CIMV2_Model

CIMV2_Name
CIMV2_NameFormat
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m  CIMV2_NetworkServerModeEnabled
m  CIMV2_NumberOfLogicalProcessors
m  CIMV2_NumberOfProcessors

m  CIMV2_OEMLogoBitmap

m  CIMV2_OEMStringArray

m  CIMV2_PCSystemType

m  CIMV2_PartOfDomain

m  CIMV2_PauseAfterReset

m  CIMV2_PowerManagementCapabilities
m  CIMV2_PowerManagementSupported
m  CIMV2_PowerOnPasswordStatus

m  CIMV2_PowerState

m  CIMV2_PowerSupplyState

m  CIMV2_PrimaryOwnerContact

m  CIMV2_PrimaryOwnerName

m  CIMV2_ResetCapability

m  CIMV2_ResetCount

m  CIMV2_ResetLimit

m  CIMV2_Roles

m  CIMV2_Status

m  CIMV2_SupportContactDescription
m  CIMV2_SystemStartupDelay

m  CIMV2_SystemStartupOptions

m  CIMV2_SystemStartupSetting

m  CIMV2_SystemType

m  CIMV2_ThermalState

m  CIMV2_TotalPhysicalMemory

m  CIMV2_UserName

m  CIMV2_WakeUpType

m  CIMV2_Workgroup

m  Caption

m  ClusterName

m CreationClassName
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Dedicated

Description

ElementName
EnabledDefault
EnabledState

HealthCritical

HealthOk

HealthState
HostCPUUtilisationPercent
HostMemoryAvailableMB
IdentifyingDescriptions
InstallDate
IsHyperVClusterNode
NET_ArpAlwaysSourceRoute
NET_ArpUseEtherSNAP
NET_Caption
NET_DHCPEnabled
NET_DHCPLeaseExpires
NET_DHCPLeaseObtained
NET_DHCPServer
NET_DNSDomain
NET_DNSDomainSuffixSearchOrder
NET_DNSEnabledForWINSResolution
NET_DNSHostName
NET_DNSServerSearchOrder
NET_DatabasePath
NET_DeadGWDetectEnabled
NET_DefaultIPGateway
NET_DefaultTOS
NET_DefaultTTL
NET_Description
NET_DomainDNSRegistrationEnabled

NET_ForwardBufferMemory
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NET_FullDNSRegistrationEnabled
NET_GatewayCostMetric
NET_IGMPLevel
NET_IPAddress
NET_IPConnectionMetric
NET_IPEnabled
NET_IPFilterSecurityEnabled
NET_IPPortSecurityEnabled
NET_IPSecPermitIPProtocols
NET_IPSecPermitTCPPorts
NET_IPSecPermitUDPPorts
NET_IPSubnet
NET_IPUseZeroBroadcast
NET_IPXAddress
NET_IPXEnabled
NET_IPXFrameType
NET_IPXMediaType
NET_IPXNetworkNumber
NET_IPXVirtualNetNumber
NET_Index
NET_Interfacelndex
NET_KeepAlivelnterval
NET_KeepAliveTime
NET_MACAddress

NET_MTU
NET_NumForwardPackets
NET_PMTUBHDetectEnabled
NET_PMTUDiscoveryEnabled
NET_ServiceName
NET_SettingID
NET_TcpMaxConnectRetransmissions
NET_TcpMaxDataRetransmissions

NET_TcpNumConnections
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NET_TcpUseRFC1122UrgentPointer
NET_TcpWindowsSize
NET_TcpipNetbiosOptions
NET_WINSEnableLMHostsLookup
NET_WINSHostLookupFile
NET_WINSPrimaryServer
NET_WINSScopelD
NET_WINSSecondaryServer
Name

NameFormat
OnTimelnMilliseconds
OperationalStatus
OtherDedicatedDescriptions
OtherEnabledState
OtherldentifyingInfo

Path
PowerManagementCapabilities
PrimaryOwnerContact
PrimaryOwnerName

ProcessID

RequestedState

ResetCapability

Roles

Status

StatusDescriptions
TimeOfLastConfigurationChange
TimeOfLastStateChange
VSMS_BiosLockString
VSMS_Caption
VSMS_DefaultExternalDataRoot
VSMS_DefaultVirtualHardDiskPath
VSMS_Description
VSMS_ElementName
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m  VSMS_InstancelD

m  VSMS_MaximumMacAddress
m VSMS_MinimumMacAddress

m  VSMS_NumaSpanningEnabled
m  VSMS_PrimaryOwnerContact

m  VSMS_PrimaryOwnerName

m  VSMS_ScopeOfResidence
Example: Show all Hyper-V Servers

This example returns a list of Hyper-V Servers.
dpmhv - showHosts

Example: Show all Hyper-V Servers and VMs on a Host

This example displays a list of Hyper-V Servers and displays VMs on each host.
a = dpmhv-showHosts -retval -silent
for each(h in a)
{
?
? "Host:", h.Name
dpmhv-showVMs -host (h.Name)
}

dpmhv-ShowLogicalDisks (Funclet) Command--Show all Logical Disks

The dpmhv-ShowLogicalDisks command displays all logical disks attached to a Windows
system. The specified system can be Hyper-V server or a Windows system with remote
WMI enabled. This command determines the location of a VM in the Windows file
system of a remote Hyper-V server.

This command has the following format:

dpmhv - showLogicalDisks
-host hostname
[-retval]

[-silent]

[-detail]

-host hostname
Specifies the name of the host.
-retval

Returns a value for further processing.
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-silent

Specifies not to direct the output to the screen.

-detail

(Optional) Displays the details of the list of logical disks.
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Return Value

The dpmhv-ShowlLogicalDisks command returns an array of objects which
represents the logical disk attached to a specified host.

The following properties are returned in regular mode:

The following properties are returned in detail mode:

Caption
DevicelD
FreeSpace
Name
Path

Size

Access

Availability

BlockSize

Caption

Compressed
ConfigManagerErrorCode
ConfigManagerUserConfig
CreationClassName
Description

DevicelD

DriveType

ErrorCleared
ErrorDescription
ErrorMethodology
FileSystem

FreeSpace

InstallDate

LastErrorCode

MaximumComponentLength

MediaType
Name

NumberOfBlocks
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m  PNPDevicelD

m Path

m PowerManagementCapabilities
m PowerManagementSupported
m  ProviderName

m  Purpose

m  QuotasDisabled

m  Quotasincomplete

m  QuotasRebuilding

m Size

m  Status

m  Statusinfo

m  SupportsDiskQuotas

m  SupportsFileBasedCompression
m  SystemCreationClassName

m  SystemName

m  VolumeDirty

m  VolumeName

m  VolumeSerialNumber

Example: Show all Logical Disks

This example returns the list of logical disks attached to the host.
dpmhv-showLogicalDisks -host hvserver

dpmhv-ShowSCVMMHardwareProfiles (Funclet) Command--Show all SCVMM Hardware
Profiles

The dpmhv-ShowSCVMMHardwareProfiles command displays a list of hardware
profiles, defined by Microsoft System Center Virtual Machine Manager (SCVMM), that
are available for a VM when creating a VM using an SCVMM template.

This command has the following format:

dpmhv - showSCVMMHardwareProfiles
-scvmmHost scvmmHostname
[-retval]

[-silent]

[-detail]

Chapter 2: AutoShell 285



AutoShell Loadable Modules' Command Reference

-scvmmHost scvmmHostname

(Optional) Specifies the host name of the Microsoft System Center Virtual Machine
Manager (SCVMM) library server. This parameter is valid when you use SCVMM
integration to provision VMs.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

-detail

(Optional) Displays the details of the list of directories.
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Return Value

The dpmhv-ShowSCVMMHardwareProfiles command returns an array of objects
which represents a hardware profile defined under specified library server.

The following properties are returned in regular mode:

The following properties are returned in detail mode:

CPUCount
Description
Memory

Name

Accessibility
AddedTime
BootOrder(]
Connection
CPUCount

CPUMax
CPUReserve
CPUType

ID

IsFullyCached
MarkedForDeletion
Name
ServerConnection
Description

DisklO

Enabled
ExpectedCPUUtilization
HostDrive

ID

IsFullyCached
IsHighlyAvailable
LimitCPUForMigration
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LimitCPUFunctionality
MarkedForDeletion
Memory

ModifiedTime
MostRecentTask

Name

NetworkUtilization
NumLockEnabled
ObjectType

Owner

RelativeWeight
ServerConnection
CEIPOptIn

CPUPriority

Channel

CompanyName
DatabaselnstanceName
DatabaseName
DatabaseServerName
DisklOPriority
EvaluationDaysLeft

FQDN
FullyQualifiedDomainName
IsConnected
IsEvaluationVersion
IsWorkgroupEdition
LibraryRefresherEnabled
LibraryRefresherFrequency
MOMReportingEnabled
MOMReportingServerURL
MemoryPriority
MinimumSupportedAgentVersion

NetworkPriority
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m  ObjectCache

m  OpsMgrReportingEnabled
m  OpsMgrReportingServerURL
m  OpsMgrServer

m  PROAutomationLevel

m  PROMonitoringlLevel

m  PhysicalAddressRangeEnd
m  PhysicalAddressRangeStart
m  PlacementGoal

m  ProductiD

m  ProductVersion

m  Profile

m  SelfServiceContactEmail
m  ServerinterfaceVersion

m  UserName

m  VMConnectDefaultPort

m  VMRCAccessAccount

m  VMRCDefaultPort

m  ShareSCSIBus

m  UndoDisksEnabled

m VirtualCOMPorts]]

m  VirtualDVDDrives]]

m  VirtualFloppyDrive

m  ServerConnection

m  VirtualFloppyDisk

m VirtualNetworkAdapters(]
m  VirtualSCSIAdapters|]

Example: Show all SCVMM Hardware Profiles

This example displays the hardware profiles on the SCVMM library server SCVMMLibSrv.

dpmhv - showSCVMMHardwareProfiles
-scvmmHost SCVMMLibSrv
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Example: Show Hardware Profiles for more than one CPU

This example displays all hardware profiles defined for more than one CPU core.
profs = dpmhv-showSCVMMHardwareProfiles -scvmmHost SCVMM -retval -silent
for each(prof in profs)
{
if(prof.CPUCount > 1)
? prof.Name, "has more than 1 CPU cores"

dpmhv-ShowSCVMMOSProfiles (Funclet) Command--Show all Guest OS Profiles

The dpmhv-ShowSCVMMOSProfiles command displays all guest operating system (OS)

profiles that are available for a VM while creating a VM using the SCVMM template.

This command has the following format:

dpmhv - showSCVMMOSProfiles
-scvmmHost scvmmHostname
[-retvall

[-silent]

[-detail]

-scvmmHost scvmmHostname

(Optional) Specifies the host name of the Microsoft System Center Virtual Machine
Manager (SCVMM) library server. This parameter is valid when you use SCVMM
integration to provision VMs.

-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

-detail

(Optional) Displays the details of the list of directories.
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Return Value

The dpmhv-ShowSCVMMOSProfiles command returns an array of objects which
represents a guest OS profile on the specified SCVMM library server.

The following properties are returned in regular mode:

Admin
AdminPasswordHasValue
ComputerName
Description
DomainAdmin
DomainAdminPasswordHasValue
JoinDomain
JoinWorkgroup

Name

OperatingSystem
OrgName

ProductKeyHasValue

The following properties are returned in detail mode:

Accessibility
AddedTime
Admin

AdminPasswordHasValue
ComputerName
Description
DomainAdmin
DomainAdminPasswordHasValue
Enabled

FullName
GuiRunOnceCommands
ID

IsFullyCached
JoinDomain
JoinWorkgroup

MarkedForDeletion
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m  MergeAnswerFile

m  ModifiedTime

m  MostRecentTask

m  Name

m  ObjectType

m  OperatingSystem

m  AllowsOrgNamelnSysprep

m  Architecture

m  Description

m  Edition

s ID

m IsCustomizationAllowed

m IsFullyCached

m  MarkedForDeletion

m  Name

m  ProductType

m  RequiresAdministratorAccountNamelnSysprep
m  RequiresPIDInSysprep

m  RequiresXMLSysprepFormat

m  ServerConnection

m Version
m OrgName
m  Owner

m  ProductKeyHasValue

m  ServerConnection

= CEIPOptin

m  CPUPriority

m  Channel

m  CompanyName

m DatabaselnstanceName
m DatabaseName

m DatabaseServerName

m  DisklOPriority
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EvaluationDaysLeft

FQDN
FullyQualifiedDomainName
IsConnected
IsEvaluationVersion
IsWorkgroupEdition
LibraryRefresherEnabled
LibraryRefresherFrequency
MOMReportingEnabled
MOMReportingServerURL
MemoryPriority
MinimumSupportedAgentVersion
Name

NetworkPriority
ObjectCache
OpsMgrReportingEnabled
OpsMgrReportingServerURL
OpsMgrServer
PROAutomationLevel
PROMonitoringLevel
PhysicalAddressRangeEnd
PhysicalAddressRangeStart
PlacementGoal

ProductID

ProductVersion

Profile
SelfServiceContactEmail
ServerinterfaceVersion
UserName
VMConnectDefaultPort
VMRCAccessAccount
VMRCDefaultPort

SysprepScript
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m TimeZone
Example: Show all Guest OS Profiles

This example displays the guest OS profiles on the SCVMM library server SCVMMLibSrv:
dpmhv - showSCVMMOSProfiles
-scvmmHost SCVMMLibSrv

Example: Show all Guest OS Profiles without Password

This example displays all guest OS profiles without an Administrator password.
profs = dpmhv-showSCVMMOSProfiles -scvmmHost SCVMMLibSrv -retval -silent
for each(prof in profs)
{
if (prof.AdminPasswordHasValue=="false")
? prof.Name,"does not have an Admin password defined"

}

dpmhv-ShowTemplates (Funclet) Command--Show Templates on a Hyper-V Host

The dpmhv-ShowTemplates command returns a list of templates on the Hyper-V host or
a Microsoft System Center Virtual Machine Manager (SCVMM) library server. The
templates are the exported VMs which are managed in a template catalog and are used
to provision new VMs.

This command has the following format:

dpmhv - showTemplates
[-host hostname]
[-scvmmHost scvmmHost]
[-detail]

[-retval]

[-silent]

-host hostname
Specifies the name of the Hyper-V server host.
-scvmmHost scvmmHost

(Optional) Specifies the name of the SCVMM library server. This parameter returns
the templates created and maintained externally using SCVMM on the specified
library server. This parameter is valid when you use SCVMM integration to provision
VMs.

-detail
(Optional)Displays the details of the list of templates.
-retval

Returns a value for further processing.
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-silent
Specifies not to direct the output to the screen.
Return Value

The dpmhv-ShowTemplates command returns an array of objects representing the
templates.

The following properties are returned in regular mode:
m  ElementName
s Name
The following properties are returned in detail mode:
m  DiskspaceRequired
m  ElementName
m  MemoryAllocation
m  Name
m  NetworkinterfaceAddresses
m  Networkinterfaces
m  NumberOfProcessors
m  TemplateCreationDate
m  TemplateDescription
m  TemplateFileSystemPath

m  TemplateSourceVM
Example: Get a List of VM Templates

This example returns the list of VM templates.
dpmhv-showTemplates
-host hvserver

Example: Get detailed information of templates and process

This example returns a list of template with detailed information of templates and
process.

tt = dpmhv-showTemplates -host hvserver -silent -retval

for each(t in tt)

? t.ElementName, t.Description
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dpmhv-ShowVMDisks (Funclet) Command--Show all Virtual Disks

The dpmhv-ShowVMDisks command displays all virtual disks in a VM on a Hyper-V host
server.

This command has the following format:

dpmhv - showVMDisks

-vm vmname | -vmid vmguid
-host hostname
[-retvall

[-silent]

[-detail]

-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-host hostname
Specifies the name of the Hyper-V server host.
-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.

-detail

(Optional) Displays the details of the list of virtual disks.
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Return Value

The dpmhv-ShowVMDisks command returns an array of objects which represents
the disks attached to a VM.

The following properties are returned in regular mode:

Caption
Connection
ElementName
HostResource

ResourceSubType

The following properties are returned in detail mode:

Address
AllocationUnits
AutomaticAllocation
AutomaticDeallocation
Caption

Connection
ConsumerVisibility
Description
ElementName
HostResource
InstancelD

Limit
MappingBehavior
OtherResourceType
Parent

Path

PoollD

Reservation
ResourceSubType
ResourceType
VirtualQuantity
VirtualSystemldentifiers

Weight
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Example: Show all Virtual Disks of a VM

This example returns the list of virtual disks attached to the VM.
dpmhv - showVMDisks

-host hvserver

-vm TestVM

Example: Show all Disks and Virtual Hard Drive Image Files

This example returns the list of disk and virtual hard drive image files attached to the
VM.

dd = dpmhv-showVMDisks -host hvserver -vm TestVM -detail -retval -silent

for each(d in dd)

{
if(d.ResourceSubType=="Microsoft Virtual Hard Disk")
{
? d.Connection
}
}

dpmhv-showVMFloppy (Funclet) Command--Show the Properties of Floppy Drive

The dpmhv-showVMPFloppy command lets you retrieve information about all floppy
drives attached to every VM on the Hyper-V host.

This command has the following format:

dpmhv - showVMFloppy

-vm vmname | -vmid vmguid
-host hostname
[-retval]

[-silent]

[-detail]

-vm vmname
Specifies the name of the VM.
-vmid vmguid
Specifies the unique ID of the VM.
-host hostname
Specifies the name of the Hyper-V server host.
-retval
Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
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-detail

(Optional) Displays the information details of the floppy drive of the VM.

Return Value

The dpmhv-showVMPFloppy command returns the objects representing the
information details of the VM floppy drive properties.

The following properties are returned in regular mode:

Caption
Connection

ElementName

The following properties are returned in detail mode:

Address
AllocationUnits
AutomaticAllocation
AutomaticDeallocation
Caption

Connection
ConsumerVisibility
Description
ElementName
HostResource
InstancelD

Limit
MappingBehavior
OtherResourceType
Parent

Path

PoolID

Reservation
ResourceSubType
ResourceType
VirtualQuantity
VirtualSystemldentifiers

Weight

Chapter 2: AutoShell 299



AutoShell Loadable Modules' Command Reference

Example: Show all Floppy Drives of a VM

This example returns the list of floppy drives attached to the VM.
dpmhv - showVMFloppy -host hvserver -vm TestVM

dpmhv-showVMNICs (Funclet) Command--Show all Network Interface Cards

The dpmhv-showVMNICs command displays all Network Interface Cards (NIC) in the VM
on a Hyper-V host.

This command has the following format:

dpmhv - showVMNICs

-vm vmname | -vmid vmguid
-host hostname
[-retvall]

[-silent]

[-detail]

-vm vmname

Specifies the name of the VM.
-vmid vmguid

Specifies the unique ID of the VM.
-host hostname

Specifies the name of the Hyper-V server host.
-retval

Returns a value for further processing.
-silent

Specifies not to direct the output to the screen.
-detail

(Optional) Displays the details of the list of NICs.
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Return Value

The dpmhv-showVMNICs command returns the objects.

The following properties are returned in regular mode:

Address
ElementName

StaticMacAddress

The following properties are returned in detail mode:

Address
AllocationUnits
AutomaticAllocation
AutomaticDeallocation
Caption

Connection
ConsumerVisibility
Description
ElementName
HostResource
InstancelD

Limit
MappingBehavior
OtherResourceType
Parent

Path

PoollD

Reservation
ResourceSubType
ResourceType
StaticMacAddress
VirtualQuantity
VirtualSystemldentifiers

Weight
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Example: Show VM NIC Information

This example shows the information of the NICs of the VM, "TestVM" on the host
"hvserver."
dpmhv-showVMNICs -host hvserver -vm TestVM
//Find virtual network the first adapter of a VM is connected To
anic dpmhv-showVMNICs -host hvserver -vm TestVM -detail -silent -retval
lines = anic[0].Connection.split(",");
for each(line in lines)
{
if(line.startsWith("SystemName="))
{

nsw = line.substr(11);
nsw = nsw.trim('"");
break;

}

}
// Get switches

asw = dpmhv-getHostSwitches -host hvserver -silent -retval
// Find match
for each(sw in asw)
{
if(sw.Name == nsw)
{
?? "NIC",anic[0].ElementName
? " is connected to switch", sw.ElementName
}
}

dpmhv-showVMSCSI (Funclet) Command--Show all SCSI Controllers

The dpmhv-showVMSCSI command displays all SCSI controllers in the VM on a Hyper-V
host. You can assign up to four SCSI controllers to a Hyper-V server.

This command has the following format:

dpmhv - showVMSCSI

-vm vmname | -vmid vmguid
-host hostname
[-retval]

[-silent]

[-detail]

-vm vmname

Specifies the name of the VM.

-vmid vmguid

Specifies the unique ID of the VM.
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-host hostname

Specifies the name of the Hyper-V server host.

-retval

Returns a value for further processing.

-silent

Specifies not to direct the output to the screen.
-detail

(Optional) Displays the details of the list of SCSI Controllers.
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Return Value

The dpmhv-showVMSCSI command returns an array of objects representing the
SCSI controllers of the specified VM.

The following properties are returned in regular mode:
m Caption
m  ElementName
The following properties are returned in detail mode:
m  Address
m  AllocationUnits
m  AutomaticAllocation
m  AutomaticDeallocation
m Caption
m  Connection
m  ConsumerVisibility
m  Description
m  ElementName
m  HostResource
m  InstancelD
m Limit
m  MappingBehavior

m  OtherResourceType

m Parent
m Path
m PoollD

m  Reservation

m  ResourceSubType

m  ResourceType

m VirtualQuantity

m VirtualSystemldentifiers

m  Weight
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Example: Show all SCSI Controllers

This example displays the basic details of all SCSI controllers of the VM, "TestVM" on the
host, "hvserver."

dpmhv - showVMSCSI

-host hvserver

-vm TestVM

Example: Show all SCSI Controllers in Detail

This example displays the details of the SCSI controllers of the VM, "TestVM" on the
host, "hvserver."
dpmhv-showVMSCSI -host hvserver -vm TestVM -detail

dpmhyperv ShowVMs (Funclet) Command--Get all VMs

The dpmhv-showVMs command returns a list of VMs on a Hyper-V host server. The
command gets the names and corresponding GUIDs of the specified VM.

This command has the following format:

dpmhv - showVMs
-host hostname[ -retval]
[-silent]

-host hostname

Specifies the name of the Hyper-V server host.

-retval

Returns a value for further processing.

-silent

Specifies not to direct the output to the screen.
Return Value

The dpmhv-showVMs command returns an array of objects representing the VMs
on the specified host.

The objects include the following properties:
guid

Represents the unique ID of the VM.
name

Represents the display name of the VM.
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Example: Get all VMs

This example returns a list of VMs and their corresponding GUIDs on the host,
"hvserver."

dpmhv - showVMs

-host hvserver

Example: Show VM Properties for all VMs

This example returns displays the properties of all VMs on the host, "hvserver."
a = dpmhv-showVMs -host hvserver -retval -silent
for each(vm in a)
{
?
? "WM:", vm.ElementName
dpmhv-getVMProperties -host hvserver -vmid (vm.Name)

}

CA IBM LPAR AutoShell Commands

You can use the AutoShell to script and automate CA IBM LPAR commands and run
actions based on the command results. Corresponding commands are also available in
the CLI.

dpmlpar-cycle Command--Cycle a Logical Partition (Funclet)

The dpmlpar-cycle command powers on, powers off, resets, or suspends a logical
partition.

This command has the following format:

dpmlpar-cycle

-powerop {activate|restart|shutdown}

-hmc name

-managed system managedsystemname
-partition name partitionname

[-type {delayed|immediate|os shutdown|immediate os shutdown}]
[-profile name profilename]

[-activate bootmode {normal|open firmware}]
[-activate keylock {normal|manual}]
[-verbose add commandinfo]

[-sc URL]

[-ws _remote user username]

[-ws_remote password password]

[-pre]

[-post]
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-powerop {activate | restart|shutdown}

Specifies the power operation to perform on the LPAR. Options include the
following:

activate
Turns on the LPAR.
restart
Turns off the LPAR, if necessary, and then turns it on.
shutdown
Turns off the LPAR.
-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition to which the resources are going to be applied. The
partition must exist on the managed system.

-type {immediate | os_shutdown |immediate_os_shutdown}

Specifies to use the imaging operation type resource group (res_group) or
individual resources (individual_res). Options include the following:

immediate

Shuts down the partition immediately. This option can cause undesirable
results if the data has only been partially updated.

os_shutdown

Shuts down the partition by issuing the command for a typical shutdown. The
partition must be imaged for this option to succeed.

immediate_os_shutdown

Shuts down the partition by issuing the operating system command to shut
down the system as soon as possible. This command bypasses typical shutdown
activities including sending messages to other users. The partition must be
imaged for this option to succeed.

Chapter 2: AutoShell 307



AutoShell Loadable Modules' Command Reference

-profile_name Iparprofile (HMC only)
[-profile_name Iparname] (IVM only)

Specifies the partition profile to use when you activate the logical partition.
Required for HMC. Optional for IVM, and if specified the name must match the
partition name.

-activate_bootmode {normal|open_firmware}

(Optional) Specifies the keylock mode for the activate operation. Options include
the following:

normal
Starts the partition in the typical manner.
open_firmware
Starts the partition and opens the open firmware prompt.
-activate_keylock {normal|manual|bypass}

(Optional) Specifies the keylock mode for the activate operation. Options include
the following:

normal

Starts the partition in unattended mode and requires no user interaction
during activation.

manual

Starts the partition in attended mode and requires user interaction during
activation.

bypass
Does not activate the keylock mode.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.
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-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Activate a Logical Partition with the Default Profile

This example activates the logical partition, "testlpar," using the default profile.

dpmlpar-cycle -powerop activate -hmc uslihmc -managed system testComputer
-partition name testlpar -profile name testlparprofile

Example: Activate a Logical Partition with a Specified Profile

This example activates the logical partition, "testlpar," using the profile testlparprofile.

dpmlpar-cycle -powerop activate -hmc uslihmc -managed system testComputer
-partition name testlpar -profile name testlparprofile

Example: Activate a Logical Partition to Open Firmware Prompt

This example activates the logical partition "testlpar" using the profile testlparprofile
and opens to the open firmware prompt.

dpmlpar-cycle -powerop activate -hmc usliivm -managed system testMS
-partition name testlpar -activate bootmode open firmware

Example: Delayed Shut Down of a Logical Partition

This example performs a delayed shutdown of the logical partition, "testlpar."

dpmlpar-cycle -hmc testivm -powerop shutdown -managed system managedsysl
-partition testlpar -type delayed
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dpmlpar-delete Command--Delete a Logical Partition (Funclet)

The dpmlpar-delete command deletes a logical partition that is deactivated.

Important! Verify that you back up any important data before you issue this command.
This command deletes the LPAR and the data files for the LPAR. The LPAR must be
powered off when you issue this command.

This command has the following format:

dpmlpar-delete

-hmc name

-managed_system managedsystemname
-partition name partitionname
[-verbose add commandinfo]

[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-prel

[-post]

-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the name of a logical partition to delete. This partition must exist on the
managed system.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
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-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Delete a Logical Partition

This example deletes the logical partition Ipar01.

dpmlpar-delete -hmc hmcO2 -managed system system@5 -partition name 1lpar0l

dpmlpar-getresources Command--Get LPAR Resources (Funclet)

The dpmlpar-getresources command retrieves memory units, processor units, or
processors for IBM AIX LPARs.

This command has the following format:

dpmlpar-getresources

-resource {all|memory|processors|processor units}
-hmec name

-managed_system managedsystemname
-partition name partitionname
[-verbose add commandinfo]

[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-prel

[-post]

-resource {all| memory| processors|processor_units}

Specifies whether a specific resource is retrieved or all resources. Options include
the following:

all

Retrieves and displays all partition resources.
memory

Retrieves and displays only the memory resources for the partition.
processors

Retrieves and displays only the processor resources for the partition.
processor units

Retrieves and displays only the processor unit resources for the partition.
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-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition for which resources are being listed. The partition
must exist on the managed system.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Get all Resources for an LPAR

This example retrieves all resources for Ipar06.

dpmlpar-getresources -resource all -partition name lpar06
-hmc hmc_02 -managed system abcsystemd

Example: Get the Memory Resources for an LPAR

This example retrieves the memory resources for Ipartest01.

dpmlpar-getresources -resource memory -partition name lpartestOl
hmc ivm 02 -managed system abcsystem2
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dpmlpar-image Command--Create an IBM AIX LPAR (Funclet)

The dpmlpar-image command creates an IBM AIX LPAR using the HMC and a target IBM
AIX managed system. You can optionally deploy the IBM AIX operating system after you
create the LPAR.

This command has the following format:

dpmlpar-image

-hmc name -managed system managedsystemname
-partition name partitionname

-profile name profilename

-min_mem size

-desired mem size

-max_mem size

-proc_mode {shared|dedicated}
-min_proc_units units
-desired proc_units units
-max_proc_units units
-min_procs number

-desired procs number
-max_procs number

-max_virtual slots number
-share_mode {capped |uncapped}
[-uncap weight weight]

[-io slot DRC index, {true|false}]
[-lpar_io pool id id {,id, ..}]

[-virtual serial adapter slot num, remote lpar name, remote slot num, is required]
[-virtual scsi client adapter slot num, remote lpar name, remote slot num,

is required] |

[-virtual scsi server client adapter virtual io server name, backing device name,
client slot num, is required]

[-virtual eth adapter slot num, is IEEE, port vlan id, (additional vlan id,
additional vlan id, ..), trunk priority, is required]

[-virtual fc server client adapter virtual io server name, physical fc port name,
client slot num, is required

[virtual io server name,physical fc port name,client slot num,is required;...]]
[-verbose add commandinfo]

[-create logical volume <false|true>]
[-logical volume size <value>]

[-volume group names <value>]

[-logical volume name <value>]

[-use logical volume name as prefix {no|yes}]
[-default vio server name vioserver]
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[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-pre]

[-post]

Additional parameters for provisioning AlX using a resource group

-provision_aix true

-type res_group

-res_group_name resourcegroupname
-machine_res name machineresourcename
-target username targetusername
[-target password targetpassword]
[-auth _file authorizationfilename]
[-auth_comp componentID]

-nim master host name nimmasterhostname
[-scalability server servername]
[-deploy template templatename]
-auto_deploy {yes|no}

[-wait [timeout]]

Additional parameters for provisioning AlX using individual resources

-provision aix true

-type individual res

-machine res name machineresourcename
-lpp lppresource

-spot spotresource

-bosinst data bosdata

-resolv_conf resolveconf

-fb_script fbscript

-post_inst scripts scriptl,script2,script3
-target _username targetusername
[-target password targetpassword]
[-auth file authorizationfilename]
[-auth comp componentID]

-nim master host name nimmasterhostname
[-scalability server servername]
[-deploy template templatenamel
-auto_deploy {yes|no}

[-wait [timeout]]

-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.
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-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the name of the logical partition to create.
-profile_name Iparprofile (HMC only)
[-profile_name Iparname] (IVM only)

Specifies the partition profile to use when you activate the logical partition.
Required for HMC. Optional for IVM, and if specified the name must match the
partition name.

-min_mem size

Defines the minimum amount of memory for the partition.
-desired_mem size

Defines the desired amount of memory for the partition.
-max_mem size

Defines the maximum amount of memory for the partition.
-proc_mode {shared|dedicated}

Specifies the type of processor mode for the partition. Options include the
following:

shared
Shares processor resources with other partitions.
dedicated
Specifies that the partition has dedicated processor resources.
-min_proc_units units
Defines the minimum number of processing units for this partition.
Limits: .01 increments
Note: This option can only be used with shared processors.
-desired_proc_units units
Defines the assigned number of processing units for this partition.
Limits: .01 increments

Note: This option can only be used with shared processors.
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-max_proc_units units

Defines the maximum number of processing units for this partition.

Limits: .01 increments

Note: This option can only be used with shared processors.
-min_procs number

Defines the minimum number of virtual processors for this partition.

Note: This option can only be used with shared processors.
-desired_procs number

Defines the assigned number of virtual processors for this partition.

Note: This option can only be used with shared processors.
-max_procs number

Defines the maximum number of virtual processors for this partition.

Note: This option can only be used with shared processors.
-shared_mode {capped|uncapped}

Specifies whether the managed system allows the logical partition to use idle
processing units that are not committed to another partition from the shared
processor pool.

Note: This option can only be used with shared processors.
Options include the following:
capped

Specifies that the partition can only use the number of processing units that are
committed to it.

uncapped

Specifies that the partition can use idle processor units from the shared
processor pool when they are available.

-uncap_weight weight

(Optional) Defines a weighted average of processing priority when you select
uncapped sharing mode.

Limits: O - 255
-max_virtual_slots number
Defines the maximum number of virtual adapters for this partition.
Default: 2
Limits: 2 - 65,536
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-io_slot DRC-Index,{true|false}

(Optional) Specifies the 1/0 slot for a physical component. You can specify this value
multiple times for different 1/O devices.

DRC-Index
Specifies the slot dynamic reconfiguration connector (DRC) index.
true
Specifies that a DRC index is required for the 1/0 slot.
false
Specifies that a DRC index is not required for the I/0 slot.
-io_pool_id id {,id ...}

(Optional) Defines the group of 1/0 adapters that can be taken over and used by any
of a specified group of logical partitions without any active intervention from the
HMC. The group of partitions can be a comma-separated list of 1/O pool IDs.

-virtual_serial_adapter slot_num, remote_Ilpar_name, remote_slot_num, is_required

(Optional) Defines the virtual serial adapters for this logical partition. The variable
is_required can be set to true or false. Only client serial adapter is supported, but
can be specified multiple times.

Default: Two server serial adapters created in slots 1 and 2.

Note: Not supported for creating an LPAR on IVM.

-virtual_eth_adapter_client slot_num, is_IEEE, port_vlan_id1 (vianid2,vianid3,...),
trunk_priority, is_required

(Optional) Defines the virtual ethernet adapters for this logical partition and can be
specified multiple times. Optional values are vian_idn and trunk_priority. The
variables is_IEEE and is_required can be set to true or false. Additional vlan_ids
must be comma-separated and enclosed in parentheses.

Note: When creating an LPAR on IVM, slot_num must be greater than or equal to 4.

Example: 4,false,1,,,true

-virtual_scsi_client_adapter slot_num, remote_Ipar_name, remote_slot_num,
is_required

(Optional) Defines the virtual client SCSI adapters for this logical partition and can
be specified multiple times. The variable is_required can be set to true or false.
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-virtual_scsi_server_client_adapter virtual_io_server_name, backing_device_name,
client_slot_num, is_required

(Optional) Defines a virtual SCSI server device and virtual SCSI client device, which is
automatically linked after the server device is created and the server slot number is
identified. This parameter can be specified multiple times. The variable is_required

can be set to true or false.
Example: CUST-VIOSERVER,hdisk5,3,true

Note: If you create Logical Volume using the dpmlpar image command and set the
-create_logical_volume option to 'yes', the -virtual_scsi_server_client_adapter
option is not required and shall be omitted.

-virtual_fc_server_client_adapter virtual_io_server_name, physical_fc_port_name,
client_slot_num, is_required [;virtual_io_server_name, physical_fc_port_name,
client_slot_num, is_required,;...]

(Optional) Defines a virtual Fibre Channel (FC) client adapter, FC server adapter on

VIO server, and associates the FC server adapter to the physical FC port. This option

is not valid when the -provision_aix option is set to true. This parameter can be
specified multiple times. The variable is_required can be set to true or false.

-create_logical_volume {no|yes}
(Optional) Specifies whether to create Logical Volume.
Default: no

Note: If you create Logical Volume using the dpmlpar image command and set the
-create_logical_volume option to 'yes', the -virtual_scsi_server_client_adapter
option is not required and shall be omitted.

-logical_volume_size logical_volume_size

(Optional) Defines the size of the Logical Volume in MB.
-volume_group_names volume_group_1, volume_group_2, volume_group_3

(Optional) Specifies the Logical Volume group names as a comma-separated list.
-logical_volume_name logical_volume_name

(Optional) Defines the name of the Logical Volume.
-use_logical_volume_name_as_prefix {no|yes}

(Optional) Specifies whether to use the Logical Volume Name as a prefix.

Default: no
-default_vio_server_name vioserver

(Optional) Specifies the VIO server that is used for creation of Logical Volumes.
-itcm_server itcm_servername

(Optional) Specifies the name of the CA ITCM Server.
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-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Required parameters for provisioning
-auth_file authorizationfilename

(Optional) Specifies the full path name of the authorization file to use to retrieve
the encrypted password. This file contains the CA Server Automation administrator
credentials that were generated using the dpmutil set auth command. When this
option is not specified, the default authorization file is used.

-auth_comp componentID
(Optional) Specifies a component ID that you can use to group hosts and users.
-auto_deploy {yes|no}

Specifies whether CA Server Automation agents are deployed automatically.
Options include the following:

yes

Deploys CA Server Automation agents automatically.

Prevents CA Server Automation agents from being deployed automatically.
Default: no
-bosinst_data bos_install_data_resource

Specifies a file that contains information for the base operating system (BOS)
installation program. Optional if —install_type is mksysb. Required if -install_type is
rte.
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-deploy_template templatename

(Optional) Specifies the name of the generic template created in CA Server
Automation.

Note: Do not confuse this template with the templates created and managed by
VMware vCenter.

-fb_script fbscript

(Optional) Defines the name of the file to use to configure devices when a NIM
client is initially booting after the BOS installation process is complete.

-lpp Ipp_resource

Specifies the licensed program product files to use for an imaging request. Optional
if —install_type is mksysb. Required if -install_type is rte.

-machine_res_name machineresourcename

Defines the name of the machine resource. This name must be predefined at the
NIM Master.

-nim_master_host_name nimmasterhostname

Defines the NIM master host name to perform the image deployment.
-post_inst_scripts script1,script2,script3

(Optional) Specifies a comma-separated list of scripts to run after installation.
-provision_aix {true|false}

Indicates whether the partition is imaged using NIM, after you create it.

true

Uses NIM to image the partition that you created. If you set to true, the NIM
resource group or NIM individual resource parameters are used. See the
dpmnim image Command | Deploy an IBM AIX Image Using a Resource Group
and dpmnim image Command | Deploy an IBM AIX Image Using an Individual
Resource. The job ID is returned when NIM provisioning starts.

false

Does not use NIM to image the partition that you created. No job ID is
returned.

-res_group_name resource group name
Defines the name of the resource group.
-resolve_conf resolveconf

(Optional) Defines a file that contains valid /etc/resolv.conf entries that define
Domain Name Protocol name-server information for local resolver routines.

-scalability_server servername

(Optional) Specifies the CA ITCM scalability server for software distribution.

320 Reference Guide



AutoShell Loadable Modules' Command Reference

-spot spotResource [mksysbResource]
Defines the shared product object tree to use for an imaging request.
-target_password targetpassword

(Optional) Defines the user password used for deploying agents to the target host
server to which you are deploying the image. If you do not specify the password, it
is retrieved from the authorization file.

Note: Use the dpmutil CLI to set up the authorization file.
-target_username targetusername

Defines the user name used for deploying agents to the target host server to which
you are deploying the image.

-type {res_group|individual_res}
Specifies to use the imaging operation type resource group or individual resources.
res_group
Specifies to use the resource group for imaging.
individual_res
Specifies to use individual resources for imaging.
-wait timeout

(Optional) Indicates whether to display the status of the job and not return until the
operation completes, fails, or the timeout period is met (if you specify a timeout
value). If you do not specify this option, the CLI returns without waiting for
completion. If there is no response, the optional timeout value defines the timeout
period in minutes. If you enter the wait option with no timeout value, the CLI uses
the default wait time from the caimgconf.cfg file or defaults to 120 minutes. In
addition to any positive integer, the following timeout values are also possible:

No timeout value.

Wait indefinitely.
-verbose add_commandinfo

Provides additional information about how to execute the command.
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Example: Create an IBM AIX Logical Partition

This example creates a logical partition, but does not provision it.

dpmlpar-image -hmc ivm@l -managed system testMS -partition name lpartest0l
-profile name Default -max virtual slots 10 -min mem 128 -desired mem 256
-max_mem 2048 -min procs 1 -desired procs 2 -max _procs 5 -proc_mode shared
-share _mode uncapped -uncap weight 123 -min proc units .5 -max proc units 3.25
-desired proc units 1.75 -virtual serial adapter 2,serial partition,1,true
-virtual scsi client adapter 3,scsi partition,7,true

-virtual eth adapter 4,true,1,(22,35,54),,true -io slot 21020003, false

Example: Create an IBM AIX Logical Partition and Image it Using Individual Resources

This example creates a logical partition and provisions it using individual resources.

dpmlpar-image -hmc hmcO1 -managed system testMS -partition name IRTEST

-profile name Default -max virtual slots 10 -min _mem 128 -desired mem 256
-max_mem 2048 -min procs 1 -desired procs 1 -max procs 1 -proc_mode dedicated
-virtual serial adapter 2,SerialPartition,1,true

-virtual scsi client adapter 3,SCSIPartition,7,true

-virtual eth adapter 4,true,1,(22,35,54),0,true -io slot 21020003, false
-provision aix true -type individual res -1lpp 530lpp res -spot 530spot res
-bosinst data 530 bid ow -resolv_conf master net conf -post inst scripts piScript
-machine res name MachineName -nim master host name machine.mydomain.com
-auto_deploy no -target username root -target password password

Example: Create an IBM AIX Logical Partition and Image it Using a Resource Group

This example creates a logical partition and provisions it using a resource group.

dpmlpar-image -hmc hmcOl -managed system testMS -partition name RGTEST
-profile name Default -max virtual slots 10 -min mem 128 -desired mem 256
-max_mem 2048 -min procs 1 -desired procs 2 -max_procs 5 -proc_mode dedicated
-virtual serial adapter 2,SerialPartition,1,true

-virtual scsi client adapter 3,SCSIPartition,7,true

-virtual eth adapter 4,true,1,(22,35,54),,true -io slot 21020003, false
-provision aix true -type res group -res group name Res grp -machine res name
Machine

-nim master host name machine.mydomain.com -auto deploy no

-target _username root -target password password

dpmlpar-imgjobcheck Command--Retrieve Status of IBM AIX Imaging Job (Funclet)

The dpmlpar-imgjobcheck command retrieves the status of the IBM AlX logical partition
imaging job for a specific CA Server Automation job ID.

This command has the following format:

dpmlpar-imgjobcheck -status jobID [-verbose add commandinfo]
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-status jobID
Specifies the CA Server Automation job ID used to obtain the job status.
-verbose add_commandinfo

Provides additional information about how to execute the command.
Example: Retrieve the Status of the IBM AIX Imaging Job Using the Job ID

This example obtains the job status of the IBM AIX logical partition imaging job using the
CA Server Automation job ID 42.

dpmlpar-imgjobcheck -status 42
dpmlpar-list Command--List HMC Resources (Funclet)
The dpmlpar-list command lists information from the Hardware Management Console.

This command has the following format:

dpmlpar-list

-hmec name

-managed_system managedsystemname

-partition name partitionname

-display {managed systems | managed system details | partitions | io components |
backing devices | scsi adapters | partition details | profiles | wwpns}
[-verbose add commandinfo]

[-sc URL]

[-ws_remote user username]

[-ws_remote password password]

[-prel

[-post]

-display
{managed_systems|managed_system_details | partitions |io_components|backing_de
vices |scsi_adapters | partition_details | profiles | wwpns}

Specifies which resources to list. Options include the following:
managed_systems

Lists the managed systems controlled by the management hardware console.
managed_system_details

Provides detailed information about a managed system.
partitions

Lists the partitions on a managed system.
io_components

Lists the I/O components of a managed system.

Chapter 2: AutoShell 323



AutoShell Loadable Modules' Command Reference

backing_devices

Lists the devices that are available to be attached as backing devices to the
Server Virtual SCSI Adapter.

scsi_adapters
Lists the SCSI adapters of a managed system.
partition_details
Lists the details for a partition.
profiles
Lists the list of profiles for a partition.
wwpns
Displays the worldwide port names for a partition.
-hmc name
Specifies the HMC/IVM for which to list information.
-managed_system managedsystemname

(Optional) Specifies the managed system on which the logical partition resides for
which you want to list information.

Note: Do not use with managed_systems option.
-partition_name partitionname

(Optional) Specifies the logical partition for which you want to list information.

Note: Do not use with managed_systems option.
-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.
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Example: Display the List of Managed Systems

This example displays the managed systems for the hardware management console
"labhmc."

dpmlpar-list -display managed systems -hmc labhmc
Example: Display the SCSI Adapters

This example displays the SCSI adapters for the managed system "testMS."

dpmlpar-list -display scsi adapters -hmc labhmc
-managed_system testMS

Example: Display Partition Details

This example displays the details for the logical partition "testlpar."

dpmlpar-list -display partition details -hmc uslihmc
-managed system testMS -partition name testlpar

dpmlpar-setresources Command--Add Memory Resources (Funclet)

The dpmlpar-setresources command adjusts memory units for IBM AIX LPARs.

This command has the following format:

dpmlpar-setresources

-add memory value

-hmc name

-managed_system managedsystemname
-partition name partitionname
-type {dynamic|all}

[-verbose add commandinfo]
[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-pre]

[-post]

-add_memory value
Defines the amount of memory to add to the partition.
-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

Chapter 2: AutoShell 325



AutoShell Loadable Modules' Command Reference

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition to which the resources are going to be applied. The
partition must exist on the managed system.

-type {dynamic|all}

Specifies whether the adjustment is temporary or permanent. Options include the
following:

dynamic

Adjusts the current resources only and the adjusted values are lost when you
shut down the partition.

Adjusts the current resources and the current profile value. The adjusted values
are saved for the partition.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Add Memory to a Logical Partition

This example adds 128 MB of memory to the logical partition "lpartest01."

dpmlpar-setresources -add memory 128 -partition name lpartest0l
-hmc uni@2 -managed system usilO@lsysteml -type dynamic
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Example: Add Memory to a Logical Partition and Update a Profile

This example adds 128 MB of memory to the logical partition "Ipartest01" and updates
the partition profile file.

dpmlpar-setresources -add memory 128 -partition name lpartest0l
-hmc uni®2 -managed system usilOlsysteml -type all -profile name lpartest0l

dpmlpar-setresources Command--Add Processor Resources (Funclet)

The dpmlpar-setresources command adds processors and processor units for IBM AIX
LPARs.

This command has the following format:

dpmlpar-setresources

{-add processors|add processor units} value
-hmc name

-managed system managedsystemname
-partition name partitionname
-type {dynamic|all}

[-verbose add commandinfo]

[-sc URL]

[-ws remote user username]
[-ws_remote password password]
[-pre]

[-post]

-add_processors value
Defines the number of processors to add to the partition.
-add_processor_units value
Defines the processor units to add to the partition.
Limits: .01 increments
-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition to which the resources are going to be applied. The
partition must exist on the managed system.
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-type {dynamic|all}

Specifies whether the adjustment is temporary or permanent. Options include the
following:

dynamic

Adjusts the current resources only and the adjusted values are lost when you
shut down the partition.

all

Adjusts the current resources and the current profile value. The adjusted values
are saved for the partition.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Add Processors for a Partition and Update Profile

This example adds a processor to the partition "lpartest01" and updates the partition
profile.

dpmlpar-setresources -add processors 1 -partition name lpartest0l
-hmc unif2 -managed system MSsysteml -type all -profile name lpartest0l

Example: Add Processors and Processor Units for a Partition

This example temporarily adds the processor and processor unit resources for the
partition "Ipartest01."

dpmlpar-setresources -add processors 1 -add processor units 4.5
partition name lpartest0l -hmc uni@2 -managed system MSsysteml -type dynamic
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dpmlpar-setresources Command--Subtract Memory Resources (Funclet)
The dpmlpar-setresources command removes memory units for IBM AIX LPARs.

This command has the following format:

dpmlpar-setresources

-subtract _memory value

-hmc name

-managed_system managedsystemname
-partition name partitionname
-type {dynamic|all}

[-verbose add commandinfo]
[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-prel

[-post]

-subtract_memory value
Defines the amount of memory to remove from the partition.
-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition to which the resources are going to be applied. The
partition must exist on the managed system.

-type {dynamic|all}

Specifies whether the adjustment is temporary or permanent. Options include the
following:

dynamic

Adjusts the current resources only and the adjusted values are lost when you
shut down the partition.

Adjusts the current resources and the current profile value. The adjusted values
are saved for the partition.
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-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Subtract Memory from a Logical Partition

This example subtracts 128 MB of memory from the logical partition "Ipartest01."

dpmlpar-setresources -subtract memory 128 -partition name lpartest0l
-hmc con@2 -managed system MSsysteml -type dynamic

Example: Subtract Memory from a Logical Partition and Update a Profile

This example subtracts 128 MB of memory from the logical partition "lpartest01" and
updates the partition profile file.

dpmlpar-setresources -subtract memory 128 -partition name lpartest0l
-hmc con@2 -managed system MSsysteml -type all
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dpmlpar-setresources Command--Subtract Processor Resources (Funclet)

The dpmlpar-setresources command removes processors and processor units from IBM
AIX LPARs.

This command has the following format:

dpmlpar-setresources

{-subtract processors|subtract processor units} value
-hmc name

-managed_system managedsystemname
-partition name partitionname
-type {dynamic|all}

[-verbose add commandinfo]

[-sc URL]

[-ws_remote user username]
[-ws_remote password password]
[-prel

[-post]

-subtract_processors value
Defines the number of processors to remove from the partition.
-subtract_processor_units value
Defines the processor units to remove from the partition.
Limits: .01 increments
-hmc name

Specifies the Hardware Management Console (HMC) or Integrated Virtualization
Manager (IVM) that controls the managed systems where the logical partition
resides.

-managed_system managedsystemname

Specifies the managed system on which the logical partition resides. The managed
system must exist on the HMC/IVM.

-partition_name partitionname

Specifies the logical partition to which the resources are going to be applied. The
partition must exist on the managed system.
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-type {dynamic|all}

Specifies whether the adjustment is temporary or permanent. Options include the
following:

dynamic

Adjusts the current resources only and the adjusted values are lost when you
shut down the partition.

all

Adjusts the current resources and the current profile value. The adjusted values
are saved for the partition.

-verbose add_commandinfo

Provides additional information about how to execute the command.
-sc URL

(Optional) Specifies the URL of the service controller.
-ws_remote_user username

(Optional) Specifies the CA Server Automation remote user name.
-ws_remote_password password

(Optional) Specifies the CA Server Automation remote password.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post

(Optional) Specifies whether to generate an event after the operation is performed.

Example: Subtract Processors From a Partition and Update Profile

This example subtracts a processor from the partition "lpartest01" and updates the
partition profile

dpmlpar-setresources -subtract_processors 1 -partition_name lpartest01
-hmc hmc02 -managed_system MSsystem1 -type all

Example: Subtract Processors and Processor Units From a Partition

This example temporarily adjusts the processor and processor unit resources for the
partition "lpartest01."

dpmlpar-setresources -subtract processors 1 -subtract processor units 4.5
-partition_name lpartestOl -hmc ivm@2 -managed system MSsysteml -type dynamic
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CA Oracle Solaris Zones AutoShell Commands

You can use the AutoShell to script and automate CA Oracle Solaris Zones commands
and run actions based on the command results. Corresponding commands are also
available in the CLI.

dpmzone-associateproject Command--Associate a Task with a Project (Funclet)

The dpmzone-associateproject command associates a task with a project. Projects and
tasks are the basic entities used to identify workloads in a Solaris 10 operating system.
Projects are collections of tasks, which are collections of processes. Each process
belongs to only one task, and each task belongs to only one project.

This command has the following format:

dpmzone-associateproject
-host hostname -name zonename
-proj _name pname -task id tid

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename
Specifies the zone that provides the project.
-proj_name pname
Specifies the project.
-task_id tid

Specifies the ID number of the task.
Example

Associate a task with a project:

dpmzone-associateproject -host SolarisServer2 -name myzonel -project name myprojectl
-task id 1954
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dpmzone-clonezone Command--Clone a Zone (Funclet)

The dpmzone-clonezone command creates a duplicate zone from an existing zone. The
source zone must be halted to start the cloning process. Cloning occurs on the Solaris 10
server and may take some time.

This command has the following format:

dpmzone-clonezone
-host hostname
-name zonename
-new_name nzonename
-new_path npath

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename
Specifies the zone that you want to clone.
-new_name nzonename
Defines the new zone name.
-new_path npath

Defines the name of the path from the global zone to the current zone.
Example

Clone a zone on host SolarisServer2:

dpmzone-clonezone -host SolarisServer2 -name myzonel -new name myzone2
-new _path /opt/zones/myzone2

334 Reference Guide



AutoShell Loadable Modules' Command Reference

dpmzone-createandinstallzone Command--Create and Install a Zone

The createandinstallzone command creates and installs a zone with custom parameters
on the Solaris host.

This command has the following format:

dpmzone-createandinstallzone
[-sc sc host]

-host hostname

-name zonename

-path zonepath

-type type

[-archive path path]
[-autoboot]

[-if type name]

[-ip ip]

[-pool name pool]
[-sched type sched]
[-phy mem pmem]
[-swap_mem smem]
[-lock mem Umem]
[-desc desc]

[-pre]

[-post]

[-locale iso639value]

-sc sc_host
(Optional) Specifies the host name of the Service Controller.
-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename
Defines the name of the new zone.
-path zonepath

Defines the path of the new zone.
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-type type
Specifies the type of the new zone. Options include the following:
native

Creates a non-global zone with a Solaris 10 operating environment for running
applications.

whole-root
Creates a whole root zone that does not inherit packages.
branded

Creates a non-global zone that contains a non-native operating environment
for running applications.

Default: native
-archive_path path

(Optional) Specifies the path of the operating environment installer for a branded
zone.

Limits: This argument is required for branded zones, but not required for native
zones.

-autoboot
(Optional) Specifies that a zone boots automatically at system boot.

Note: If the zones service is disabled on the server, the zone does not autoboot,
regardless of the setting of this property. You can enable the service by using the
following command:

svcadm enable svc:/system/zones:default
-if_type name

(Optional) Specifies the type of the network interface used by the zone, for
example, erio0.

-ipip
(Optional) Defines the IP address of the zone.
-pool_name pool

(Optional) Specifies the name of the pool with which you associate the zone.
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-sched_type shed

(Optional) Specifies the type of scheduler used to allocate CPU time based on
shares. Shares are the portion of the system CPU resources allocated to a project.
Valid values include the following:

ts
Specifies the Time Share Scheduler which fairly allots CPU resources to every
process and does not concentrate CPU resources on a particular process. ts is
the default scheduler for the Solaris operating environment.

fss

Specifies the Fair Share Scheduler which allows you to allocate CPU time based
on shares.

-phy_mem pmem

(Optional) Defines the physical memory that is assigned to the zone. A scale (K, M,
G, T) can be applied to the value of this number, for example, 1M is one megabyte.

-swap_mem smem
(Optional) Defines the swap memory that is assigned to the zone.
-lock_mem Imem

(Optional) Defines the locked memory that is assigned to the zone. Locked memory
cannot be paged.

-desc description
(Optional) Defines a description for the zone.
-pre

(Optional) Specifies whether to generate an event before the operation is
performed.

-post
(Optional) Specifies whether to generate an event after the operation is performed.
-locale iso639value

(Optional) Specifies an IS0 639_3166 combination to override the default English
output, for example, fr_FR for French. To use the locale of the command prompt,
specify "native".
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dpmzone-createpool Command--Create a Resource Pool (Funclet)

The dpmzone-createpool command creates a resource pool on a Solaris 10 host.

This command has the following format:

dpmzone-createpool
-host hostname
-pset_name pset
-cpu_min mincpu
-Cpu_max maxcpu
-pool_name pool
-sched type sched

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-pset_name pset

Defines the processor set. Each processor set (grouping of CPUs) can contain zero
or more CPUs.

-cpu_min mincpu

Defines the minimum number of CPUs in the processor set.
-cpu_max maxcpu

Defines the maximum number of CPUs in the processor set.
-pool_name pool

Defines the name of the pool with which you associate the zone.
-sched_type shed

Specifies the type of scheduler used to allocate CPU time based on shares. Shares
are the portion of the system CPU resources allocated to a project. Options include
the following:

ts
Specifies the Time Share Scheduler which fairly allots CPU resources to every
process and does not concentrate CPU resources on a particular process. ts is
the default scheduler for the Solaris operating environment.

fss

Specifies the Fair Share Scheduler which allows you to allocate CPU time based
on shares.
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Example

Create the resource pool POOL1 on host SolarisServer2.

dpmzone-createpool -host SolarisServer2 -pset name PSET1 -cpu min 1 -cpu max 20
-pool _name POOL1 -sched type FSS

dpmzone-createproject Command--Create a Project (Funclet)

The dpmzone-createproject command creates a project in a zone.

This command has the following format:

dpmzone-createproject

-host hostname -name zonename
-user _id uid

[-project id pid]

-proj_name pname

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename
Specifies the zone name.
-user_id uid
Specifies one of the users of the zone.
Example: root
-project_id pid

(Optional) Defines the project ID. You can assign the ID or let the system
automatically generate one.

-proj_name pname

Defines the name of the new project.
Example

Create a project in a zone:

dpmzone-createproject -host SolarisServer2 -name myzonel -user id root
-proj_name myProject
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dpmzone-createzone Command--Create a Zone (Funclet)

The dpmzone-createzone command creates a zone with custom parameters on the
Solaris 10 host.

This command has the following format:

dpmzone-createzone
-host hostname
-name zonename
-path zonepath

-type type
[-autoboot]

[-if type name]
[-ip ip]

[-pool name pool]
[-sched type sched]
[-phy mem pmem]
[-swap_mem smem]
[-lock mem Umem]
[-desc desc]

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename
Defines the name of the new zone.
-path zonepath
Defines the pathname from the global zone to the current zone.
-type type
Specifies the type of the new zone. Options include the following:
native

Creates a non-global zone with a Solaris 10 operating environment for running
applications.

whole-root
Creates a whole root zone that does not inherit packages.
branded

Creates a non-global zone that contains a non-native operating environment
for running applications.

Default: native
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-autoboot
Specifies that a zone boots automatically at system boot.

Note: If the zones service is disabled on the server, the zone does not autoboot,
regardless of the setting of this property. You can enable the service by using the
following command:

svcadm enable svc:/system/zones:default
-if_type name
Specifies the network interface used by the zone, for example, eri0.
-ipip
(Optional) Defines the IP address of the zone.
-pool_name pool
Specifies the pool with which you associate the zone.
-sched_type shed

Specifies the type of scheduler used to allocate CPU time based on shares. Shares
are the portion of the system CPU resources allocated to a project. Options include
the following:

ts
Specifies the Time Share Scheduler which fairly allots CPU resources to every
process and does not concentrate CPU resources on a particular process. ts is
the default scheduler for the Solaris operating environment.

fss

Specifies the Fair Share Scheduler which allows you to allocate CPU time based
on shares.

-phy_mem pmem

Defines the physical memory that is assigned to the zone. A scale (K, M, G, T) can be
applied to the value of this number, for example, 1M is one megabyte.

-swap_mem smem
Defines the swap memory that is assigned to the zone.
-lock_mem Imem

Defines the locked memory that is assigned to the zone. Locked memory cannot be
paged.

-desc description

(Optional) Defines a description of the zone.
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Example

Create a zone called WebServer4:

dpmzone-createzone -host MySolarisServer -name WebServer4 -path /Zones/Apache
-type native -autoboot -if type eri® -ip 192.168.100.100 -pool name WebServer
-sched type fss -phy mem 1024M -swap mem 2048M

dpmzone-customcommand Command--Run a Custom Command (Funclet)

The dpmzone-customcommand command lets you run external commands or scripts on
the Solaris server.

Note: For information about restricted external commands, see the Custom Commands
appendix in this guide.

This command has the following format:

dpmzone- customcommand
-host hostname
-cmd command

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-cmd command

Defines which program or script to run.
Example

Run a command on host SolarisServer?2.

dpmzone-customcommand -host SolarisServer2 -cmd
/usr/local/lab/scripts/test connections.pl

dpmzone-deleteproject Command--Delete a Project (Funclet)
The dpmzone-deleteproject command deletes a project from a zone.

This command has the following format:

dpmzone-deleteproject
-host hostname

-name zonename
-proj_name pname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
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-name zonename
Specifies the zone that is associated with the project.
-proj_name pname

Specifies the project that you want to delete.

Example

Delete a project:

dpmzone-deleteproject -host SolarisServer2 -name myzonel -project name myprojectl
dpmzone-deletezone Command--Delete a Zone (Funclet)
The dpmzone-deletezone command lets you delete a zone on the Solaris server.

This command has the following format:

dpmzone-deletezone
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to delete.

Example

Delete a zone on host SolarisServer2.

dpmzone-deletezone -host SolarisServer2 -name myzone
dpmzone-installzone Command--Install a Zone (Funclet)

The dpmzone-installzone command starts the installation command on the Solaris 10
server. The installation process may take some time. Check the status of the zone with
the showprocesses command to confirm that the installation process is running.

This command has the following format:

dpmzone-installzone
-host hostname
-name zonename
[-archive path path]

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.

Chapter 2: AutoShell 343



AutoShell Loadable Modules' Command Reference

-name zonename
Specifies the zone that you want to install.
-archive_path path

(Optional) Defines the path of the operating environment installer for a branded
zone.

Limits: This argument is required for branded zones, but not required for native
zones.

Examples

Install a native zone:

dpmzone-installzone
-host SolarisServer
-name MyZone3

Install a branded zone with Solaris 8 on SolarisServer:

dpmzone-installzone -host SolarisServer -name MyZone4
-archive path /opt/zoneos/branded/Solaris8Installer

dpmzone-movezone Command--Move a Zone (Funclet)
The dpmzone-movezone command lets you move a zone from one path to a new path.

This command has the following format:

dpmzone-movezone
-host hostname
-name zonename
-new_path path

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to move to a new location.
-new_path path

Defines the new path for the zone to move.
Example

Move a zone on host SolarisServer2:

dpmzone-movezone -host SolarisServer2 -name myzonel
-new_path /opt/zones/myzonel
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dpmzone-rebootzone Command--Reboot a Zone (Funclet)

The dpmzone-rebootzone command lets you reboot a zone on an Oracle Solaris server.

This command has the following format:

dpmzone- rebootzone
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to reboot.
Example

Reboot a zone on host SolarisServer2:

dpmzone-rebootzone -host SolarisServer2 -name myzone
dpmzone-renamezone Command--Rename a Zone (Funclet)

The dpmzone-renamezone command lets you rename a zone on the Oracle Solaris
server.

This command has the following format:

dpmzone- renamezone
-host hostname
-name czonename
-new_name nzonename

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
-name czonename

Specifies the current zone name.
-new_name nzonename

Defines the new zone name.
Example

Rename a zone on host SolarisServer2:

dpmzone- renamezone -host SolarisServer2 -name myzone -new_name yourzone
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dpmzone-setpoolscheduler Command--Set the Pool Scheduler (Funclet)

The dpmzone-setpoolscheduler command sets the type of scheduler to use for the
resource pool. Resource pools can have two scheduler types, the Fair Share Scheduler
(FSS) and the Time Share Scheduler (TS).

This command has the following format:

dpmzone-setpoolscheduler
-host hostname
-pool_name poolname
-sched type sched

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
-pool_name poolname

Specifies an associated group of resources that can be partitioned.
-sched_type shed

Specifies the type of scheduler used to allocate CPU time based on shares. Shares
are the portion of the system CPU resources allocated to a project. Options include
the following:

ts
Specifies the Time Share Scheduler which fairly allots CPU resources to every
process and does not concentrate CPU resources on a particular process. ts is
the default scheduler for the Solaris operating environment.

fss
Specifies the Fair Share Scheduler which allows you to allocate CPU time based
on shares.

Examples

Set the scheduling for the Resource Pool to the Fair Share Scheduler:

dpmzone-setpoolscheduler
-host SolarisServer
-pool_name test pool
-sched type FSS

Set the scheduling for the Resource Pool to the Time Share Scheduler.

dpmzone-setpoolscheduler
-host SolarisServer
-pool name test pool
-sched type TS
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dpmzone-setprocessorset Command--Set the Maximum Number of CPUs for a Processor Set
(Funclet)

The dpmzone-setprocessorset command sets the maximum number of CPUs for a
processor set.

This command has the following format:

dpmzone-setprocessorset
-host hostname
-processor_set name psetname
-Cpu_max maxcpu

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-processor_set_name psetname

Specifies the processor set. Each pset (grouping of CPUs) can contain zero or more
processors.

-cpu_max maxcpu

Defines the maximum number of CPUs in the processor set.
Example

Set the maximum number of CPUs for a processor set:

dpmzone-setprocessorset -host SolarisServer -processor set name test pset -cpu max
64

dpmzone-showinterfaces Command--Show Network Interfaces (Funclet)

The dpmzone-showinterfaces command lists all the network interfaces present on the
Solaris 10 host.

This command has the following format:

dpmzone-showinterfaces
-host hostname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
Example

List all network interfaces on the host SolarisServer2:

dpmzone-showinterfaces -host SolarisServer2
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dpmzone-showpools Command--Show Resource Pools (Funclet)

The dpmzone-showpools command lists all the resource pools present on the Solaris 10
host.

This command has the following format:

dpmzone-showpools
-host hostname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
Example

List all resource pools on the host SolarisServer2:

dpmzone-showpools -host SolarisServer2
dpmzone-showprojects Command--List the Properties of a Project (Funclet)
The dpmzone-showprojects command lists the properties of a project.

This command has the following format:

dpmzone-showprojects
-host hostname
-name zonename
-proj_name pname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone.
-proj_name pname

Specifies the project.
Example

List the properties of a project:

dpmzone-showprojects -host SolarisServer2 -name myzonel -project name myprojectl
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dpmzone-showresourceset Command--Show Resource Sets (Funclet)

The dpmzone-showresourceset command lists the resources of a resource pool.

This command has the following format:

dpmzone-showresourceset
-host hostname
-pool_name poolname

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-pool_name poolname

Specifies an associated group of resources that can be partitioned.
Example

List the resource sets in MyZonesResourcePool:

dpmzone-showresource set -host SolarisServer2 -pool name MyZonesResourcePool
dpmzone-showtasks Command--List the Tasks of a Project (Funclet)
The dpmzone-showtasks command lists the tasks of a project.

This command has the following format:

dpmzone-showtasks
-host hostname
-name zonename
-proj_name pname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone.
-proj_name pname

Specifies the project.
Example

List the tasks of a project:

dpmzone-showtasks -host SolarisServer2 -name myzonel -project name myprojectl
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dpmzone-showzoneinterfaces Command--Show Network Interfaces of a Zone (Funclet)

The dpmzone-showzoneinterfaces command lists all the network interfaces on a zone.

This command has the following format:

dpmzone-showzoneinterfaces
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone.
Example

List all network interfaces on the zone MyZone3 on SolarisServer2:

dpmzone-showzoneinterfaces -host SolarisServer2 -name MyZone3
dpmzone-showzoneprocess Command--Show Processes of a Zone (Funclet)

The dpmzone-showzoneprocess command lists all processes on a zone.

This command has the following format:

dpmzone-showzoneprocess
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone.
Example

List the processes of zone MyZone3 on SolarisServer2:

dpmzone-showzoneprocess -host SolarisServer2 -name MyZone3
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dpmzone-showzoneprojects Command--Show Projects of a Zone (Funclet)
The dpmzone-showzoneprojects command lists all the projects on a zone.

This command has the following format:

dpmzone-showzoneprojects
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone.
Example
List all projects of zone MyZone3 on SolarisServer2:
dpmzone-showzoneprojects -host SolarisServer2 -name MyZone3
dpmzone-showzones Command--Show Zones (Funclet)
The dpmzone-showzones command lists all the zones present on the Solaris host.

This command has the following format:

dpmzone-showzones
-host hostname

-host hostname

Specifies the Solaris Zones server. This parameter is case-sensitive.
Example

List all zones on host SolarisServer2:

dpmzone-showzones -host SolarisServer2
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dpmzone-startzone Command--Start a Zone (Funclet)

The dpmzone-startzone command lets you start a zone on the Solaris server.

This command has the following format:

dpmzone-startzone
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to start.
Example

Start a zone on host SolarisServer2:

dpmzone-startzone -host SolarisServer2 -name myzone
dpmzone-stopzone Command--Stop a Zone (Funclet)

The dpmzone-stopzone command lets you stop a zone on the Solaris server.

This command has the following format:

dpmzone-stopzone
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to stop.
Example: Stop a Zone on the Host

Stop a zone on host SolarisServer2:

dpmzone-stopzone -host SolarisServer2 -name myzone
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dpmzone-uninstallzone Command--Uninstall a Zone (Funclet)

The dpmzone-uninstallzone command lets you uninstall a zone on the Solaris server.

This command has the following format:

dpmzone-uninstallzone
-host hostname
-name zonename

-host hostname
Specifies the Solaris Zones server. This parameter is case-sensitive.
-name zonename

Specifies the zone to uninstall.
Example

Uninstall a zone on host SolarisServer2:

dpmzone-uninstallzone -host SolarisServer2 -name myzone

Deployment and Policy Configuration AutoShell Commands

This section details the Deployment and Policy Configuration AutoShell commands in an
alphabetic order. You can access ISM functions from the AutoShell command line. You

can display the full list of functions using the command, help ism-* from the AutoShell
command line prompt.

ism-applyPolicyForService Command--Apply a Policy to all Systems (Funclet)

The ism-applyPolicyForService command applies a policy to all computer systems in a
managed service.

This command has the following format:

ism-applyPolicyForService
-policyName policy name
-policyType policy type
-serviceName service name
-templateName templateName
-templateOs templateOs

-policyName policy_name
Specifies the policy name to apply.
Default: Null
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-policyType policy_type
Specifies the policy type.
-serviceName service_name
Specifies the name of the managed service.

Note: In the service name, use double backslash as a delimiter. Using single
backslash as a delimiter is interpreted as an escape sequence. For example, specify
service name as “Enterprise\\Data Center\\servicename”, instead of
“Enterprise\Data Center\servicename”.

-templateName templateName
Specifies the name of the template.
-templateOs templateOs

Specifies the policy template operating system.
Example: Apply a Policy to all Systems

This example applies the policy, SystemEDGE to the managed service, CA Virtual
Assurance.

ism-applyPolicyForService -policyName policy5 -policyType SystemEDGE -serviceName
"Enterprise\\Data Center\\CA Virtual Assurance Services" -templateName template2
-templateOs windows

ism-applyPolicies Command--Apply Policies to a Group of Hosts (Funclet)

The ism-applyPolicies command applies the specified policy to a group of hosts.

This command has the following format:

ism-applyPolicies
-policyName policy name
-policyType policy type
-hostName host name
[-timeout time]

-policyName policy_name

Specifies the policy name to apply.
-policyType policy_type

Specifies the policy type.
-hostName host_name

Specifies the name of the host computer.
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-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.

Note: If you specify zero, the default system wide timeout occurs.

Example: Apply Policies to a Group of Hosts

This example applies the specified policy to a group of hosts.

ism-applyPolicies -policyName policy5 -policyType SystemEDGE -hostName "s1"-timeout
30

ism-applyPolicyWait Command--Apply a Policy and Wait (Funclet)

The ism-applyPolicyWait command applies a policy to a host and returns the host name
on which the policy is applied. This command does not return the host name until the
policy is applied or timeout occurs.

This command has the following format:

ism-applyPolicyWait
-policyName policy name
-policyType policy type
-hostName host name
[-timeout time]

-policyName policy_name

Specifies the policy name to apply.
-policyType policy_type

Specifies the policy type.
-hostName host_name

Specifies the name of the host computer.

-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.
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Example: Apply a policy and Wait
Apply a policy, policy5 to the host, hvserver.

ism-applyPolicy -policyName policy5 -policyType SystemEDGE.SRM.Policies
-hostname hvserver -timeout 400

ism-applyPolicyTemplates Command--Apply Policy Templates to a Group of Hosts (Funclet)

The ism-applyPolicyTemplates command applies the specified policy templates to a
group of hosts.

This command has the following format:

ism-applyPolicyTemplates
-templateName templateName
-templateOs templateOs

-hostName hostname

[-timeout time]

[-replaceExisting replaceExisting]

-templateName templateName

Specifies the name of the template.
-templateOs templateOs

Specifies the policy template operating system.
-hostName host_name

Specifies the name of the host computer.
-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.

Note: If you specify zero, the default system wide timeout occurs.
-replaceExisting replaceExisting

(Optional) Replaces the existing configuration of the host with the new

configuration.

Example: Apply policy templates to a Group of Hosts

Apply policy templates to a group of hosts.

ism-applyPolicyTemplates -templateName template2 -templateOs windows -hostName
"s1","s2","s3"-timeout 400 -replaceExisting yes
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ism-applyPoliciesAndTemplates Command--Apply Policies and Templates to a Group of Hosts
(Funclet)

The ism-applyPoliciesAndTemplates command applies both policies and templates to a
group of hosts.

This command has the following format:

ism-applyPoliciesAndTemplates
-policyName policyName
-policyType policyType

-hostName hostname

-templateName templateName
-templateOs templateOs

[-timeout time]

[-replaceExisting replaceExisting]

-policyName policy_name

Specifies the policy name to apply.
-policyType policy_type

Specifies the policy type.
-hostName host_name

Specifies the name of the host computer.
-templateName templateName

Specifies the name of the template.
-templateOs templateOs

Specifies the policy template operating system.
-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.
Note: If you specify zero, the default system wide timeout occurs.
-replaceExisting replaceExisting

(Optional) Replaces the existing configuration of the host with the new
configuration.
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Example: Apply policies and templates to a group of Hosts

Apply policies and templates to a group of hosts.

ism-applyPoliciesAndTemplates -policyName policy6 -policyType
SystemEDGE.SRM.Policies -hostName "s4","s5","s6" -templateName template2
-templateOs windows -timeout 400 -replaceExisting yes

ism-applyPoliciesForService Command--Apply Policies to all Systems (Funclet)

The ism-applyPoliciesForService command applies the policies to all computer systems
in a managed service.

This command has the following format:

ism-applyPoliciesForService
-policyName policy name
-policyType policy type
-serviceName service name
[-timeout time]

-policyName policy_name
Specifies the policy name to apply.
Default: Null
-policyType policy_type
Specifies the policy type.
-serviceName service_name
Specifies the name of the managed service.

Note: In the service name, use double backslash as a delimiter. Using single
backslash as a delimiter is interpreted as an escape sequence. For example, specify
service name as “Enterprise\\Data Center\\servicename”, instead of
“Enterprise\Data Center\servicename”.

-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.

Note: If you specify zero, the default system wide timeout occurs.
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Example: Apply Policies to all Systems

This example applies the policies to the managed service, CA Virtual Assurance.

ism-applyPoliciesForService -policyName policy7 -policyType SystemEDGE -serviceName
"Enterprise\\Data Center\\CA Virtual Assurance Services" -timeout 400

ism-applyPolicyTemplatesForService Command--Apply Policy Templates to all Systems
(Funclet)

The ism-applyPolicyTemplatesForService command applies a policy templates to all
computer systems in a managed service.

This command has the following format:

ism-applyPolicyTemplatesForService
-templateName templateName
-templateOs templateOs
-serviceName serviceName

[-timeout time]

[-replaceExisting replaceExisting]

-templateName templateName

Specifies the name of the template.
-templateOs templateOs

Specifies the policy template operating system.
-serviceName service_name

Specifies the name of the managed service.

Note: In the service name, use double backslash as a delimiter. Using single
backslash as a delimiter is interpreted as an escape sequence. For example, specify
service name as “Enterprise\\Data Center\\servicename”, instead of
“Enterprise\Data Center\servicename”.

-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.
Note: If you specify zero, the default system wide timeout occurs.
-replaceExisting replaceExisting

(Optional) Replaces the existing configuration of the host with the new
configuration.
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Example: Apply Policy Templates to all Systems

This example applies policy templates, SystemEDGE to the managed service, CA Virtual
Assurance.

ism-applyPolicyTemplatesForService —templateName template3 -templateOs windows
-serviceName "Enterprise\\Data Center\\CA Virtual Assurance Services" —timeout 200
-replaceExisting yes

ism-applyPoliciesAndTemplatesForService Command--Apply Policies and Templates to all

Systems (Funclet)

The ism-applyPoliciesAndTemplatesForService command applies both policies and
templates to all computer systems in a managed service.

This command has the following format:

ism-applyPoliciesAndTemplatesForService
-policyName policy name

-policyType policy type

-serviceName service name

-templateName templateName

-templateOs templateOs

[-timeout time]

[-replaceExisting replaceExisting]

-policyName policy_name
Specifies the policy name to apply.
Default: Null
-policyType policy_type
Specifies the policy type.
-serviceName service_name
Specifies the name of the managed service.

Note: In the service name, use double backslash as a delimiter. Using single
backslash as a delimiter is interpreted as an escape sequence. For example, specify
service name as “Enterprise\\Data Center\\servicename”, instead of
“Enterprise\Data Center\servicename”.

-templateName templateName
Specifies the name of the template.
-templateOs templateOs

Specifies the policy template operating system.
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-timeout time

(Optional) Specifies the time limit in seconds for this command to wait until the
hosts are successfully configured after which the timeout occurs. If not specified,
this command does not wait for the hosts to be successfully configured.

Default: 30 seconds.
Note: If you specify zero, the default system wide timeout occurs.
-replaceExisting replaceExisting

(Optional) Replaces the existing configuration of the host with the new
configuration.

Example: Apply Policies and Templates to all Systems

This example applies both policies and templates to the managed service, CA Virtual
Assurance.

ism-applyPoliciesAndTemplatesForService -policyName policy5 -policyType SystemEDGE
-serviceName "Enterprise\\Data Center\\CA Virtual Assurance Services" -templateName
template2 -templateOs windows -timeout 400 -replaceExisting yes

ism-cancelJob Command--Cancel a Job (Funclet)

The ism-cancellob command cancels any pending tasks in a job. You can specify either
the job UUID or friendly ID.

Note: The command cannot cancel active tasks.

This command has the following format:
ism-cancelJob -jobID job ID
-joblD job_ID

Specifies the job UUID or friendly ID.

Example: Cancel a Job

This example cancels all the pending tasks in the job, J00004.

ism-cancelJob -jobID JOO004
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ism-copyPolicy Command--Copy a Policy (Funclet)

The ism-copyPolicy command creates a policy by copying from an existing policy.

This command has the following format:

ism-copyPolicy -policyName policy name
-policyType policy type

-policyVersion [policy version]
-newName new policy name

-policyName policy_name
Specifies the policy name to apply.
-policyType policy_type
Specifies the policy type.
-hostName host_name
Specifies the name of the host computer.
-policyVersion policy_version
(Optional) Specifies the version of the policy to apply.
Default: Null
-newName new_policy_name

Defines the name of the copied policy.

Example: Copy a Policy

The following example creates a policy, testlverl using the existing default policy.

ism-copyPolicy -policyName default -policyType SystemEDGE -policyVersion 1 -newName

testlverl

ism-createJobTemplate Command--Create a Job Template (Funclet)

The ism-createlobTemplate command creates a job template from an existing job. This

command returns the template ID of the created job.

This command has the following format:

ism-createJobTemplate -name new template name
-jobID existing job ID

-name new_template_name

Defines the name of the template.
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-joblD job_ID existing_job_ID
Specifies the existing job UUID or friendly ID.

Example: Create a Job Template

The following example creates a job template, Job_template_08 from the existing job
ID, JOO0O04.

ism-createJobTemplate -name Job template 08 -jobID JO0004
ism-deleteJobTemplate Command--Delete a Job Template (Funclet)

The ism-deleteJobTemplate command deletes an existing job template. If you specify a
duplicate name, the command returns an error.

This command has the following format:
ism-deletejobTemplate job template name

job_template_name

Specifies the template name to delete. You can also specify the template UUID.

Example: Delete a Job Template

This example deletes an existing job template, Job_template_08.

ism-deleteJobTemplate Job tempate 08
ism-deletePolicy Command--Delete a Policy (Funclet)

The ism-deletePolicy command deletes an existing policy. If you do not specify the
policy version, the latest version is selected.

This command has the following format:

ism-deletePolicy -policyName policy name
-policyType policy type [-policyVersion policy version]

-policyName policy_name
Specifies the policy name to apply.
-policyType policy_type
Specifies the policy type.
-policyVersion policy_version
(Optional) Specifies the version of the policy to apply.
Default: Null
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Example: Delete a Policy

This example deletes an existing policy, policy5.

ism-deletePolicy -policyName policy5 -policyType SystemEDGE.SRM.Policies
-policyVersion 3.2

ism-deployPackageToHost Command--Deploy a Packade to a Host (Funclet)

The ism-deployPackageToHost command deploys a specified package wrapper to a host.
This command returns the UUID of the deployment job.

This command has the following format:

ism-deployPackageToHost
[-jobName job namel]
-package package name

[ -packageVer package version]
[-wrapper wrapper name]
-hostName host name
-user user_name
-password password
-acceptEula
[-encrypted]

[-redeploy]
[-ignoreDepends]

-jobName job_name

(Optional) Specifies the job name that is used in the deployment job list and audit
trail.

-package package_name

Specifies the name or ID of the deployment package.
-packageVer package_version

(Optional) Specifies the deployment package version.
-wrapper wrapper_name

(Optional) Specifies the name package wrapper to use. If the wrapper is not
specified, the default wrapper is used.

-hostName host_name
Specifies the name of the host computer.
-user user_name

Specifies the user name to log on.
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-password user_passsword
Specifies the user password to log on.
-acceptEula

Indicates to accept all End User License Agreements (EULAs) for all deployed
packages.

-encrypted
(Optional) Indicates that the username and password are encrypted.
-redeploy

(Optional) Indicates forced redeployment of existing packages.

-ignoreDepends

(Optional) Indicates forced deployment even when there are missing package
dependencies.

Example: Deploy a Package to a Host

This example deploys the package, SystemEDGE on the host, hvserver.

ism-deployPackageHost
-package "CA SystemEDGE"
-hostName hvserver

-user admin

-password #test#
-acceptEula

-redeploy

-ignoreDepends

ism-deployTemplate Command--Deploy Packades from a Template (Funclet)

The ism-deployTemplate command deploys all packages defined in a template to all
computers. This command returns the UUID of the deployment job.

This command has the following format:

ism-deployTemplate
[-jobName job namel]
-template template name
-user user_name
-password password
-acceptEula
[-encrypted]

[-redeploy]
[-ignoreDepends]
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-jobName job_name

(Optional) Specifies the job name that is used in the deployment job list and audit
trail.

-template template_name

Specifies the name or UUID of the job template used as a source for the
deployment. Use the template UUID if there are more than one template with the
same name.

-user user_name

Specifies the user name to log on.
-password user_passsword

Specifies the user password to log on.
-hostName host_name

Specifies the name of the host computer.
-acceptEula

Indicates to accept all End User License Agreements (EULAs) for all deployed
packages.

-encrypted
(Optional) Indicates that the username and password are encrypted.
-redeploy

(Optional) Indicates forced redeployment of existing packages.

-ignoreDepends

(Optional) Indicates forced deployment even when there are missing package
dependencies.

Example: Deploy all Packages from a Template

This example deploys all packages defined in the template, SysTemplate to all
computers.

ism-deployTemplate
-template SysTemplate
-user admin

-password #test#
-hostName hvserver
-acceptEula

-redeploy
-ignoreDepends
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ism-deployTemplateForService Command--Deploy Template Packages in a Service (Funclet)

The ism-deployTemplate command deploys all packages defined in a job template to all
computers listed in a service. This comma