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& 1&. CARisk Authentication H— "% R UL AT AZA A F—/L LET,
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TAERmDDLD, BEIXZOFENMERESNET, FEHICOWVLTIE,
TV r—vary =D RFa2 A R ESHRLTITEE0,

Web H—E X

UUTORIL, BH—3 27 5 _E® CARisk Authentication $—/33 X T Web
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Koo Hr7vay bL—ERTFRESND LEWVE GHEEORY —izk -
THE) ZATEE. =N AV AZ U ZAEBINTANENL Y 5,
LLF @ CARisk Authentication 2> A R—x% > MZ LV, 1ZELA OGS, #
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m CARisk Authentication %—/N : @A A X ARYR—FEh
TWET, L, BEO N F I v ay b—MIEoTHRARD
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A A= ATHENS, 2—WER, b= RET—#, BEhAn T 7—
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a. SQL Server Management Studio C. <SQL_Server Name> (ZHE) L |
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'NLS_CHARACTERSET')
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Java i RBFEaAVR—RULDEH

PRS2 2 FEFLET.

W ® N o Uk~ W N PR

N e O
w N Pk O

14.
15.
16.

Complete £ A ks —/LD 31T (P. 46)

T—=BEX=Z2ADt v 8T v T DR (P.55)
T—H XA AT VT FDFELT (P.54)
TV r—3a v = "D (P.56)
EHo ) — VDR (P. 66)

BHaL Y —~Da s A (P.67)

VAT LEDT — AT v T XA DT (P.68)
CA Risk Authentication #—/X #-—E 2 D44 (P. 70)
CA Risk Authentication 77— Z & B — & 2 DO EHLE (P. 71)

. UDS ®JEEBH (P.72)
L aA—WITE T e 7y AV T =2 g VOER (P.74)
YT T ) r— g o DJERR (P.76)

(AFvay) a—WITE Ty A VT T TV =23 VOER

(P.74)

A A D=L DR (P.77)

P INT IV = a vk Y A7 FHICEA T 2 51E (P.78)
AVARN—NEOTF =7 VA O (P.82)

FE:

CA Risk Authentication ZH.— 3 AT AITA VA =)L T 58551%, LLTFD
SIZHEBE L TLIEEW,

<install_location> \ZFFER L T-IN Z FA TR NI EHfERL T EE
W (@ #S%N&* () _+={})]1"" 7R E)

MySQL T —HF RX—ZAZIZ Ry b () XFEEHLTEITTEEEA,

IR ClX, A > A h—7 &£ H L T CARisk Authentication =2 > 7" —
I N EEREIIEE TS LI TEER A, BT R—3% b
BT A VA RV LTRL, AU A =L LTLTIEEN,

44 A2 X+—JL 74 F (Windows F)



Java IRFIVR—R LD EH

m A UANVOFEITHIE, A VA M—=T U0 U RUEAURNTLE
SV, A A=V (FFICREDEE) (2 [Cancel] R &7 ) v
7 LTA VA M= vEHRIELIESAE, TETIERS T 4 LY
X T RTRHEIBRESND EIXRY A, f A=V T 4 L7 b
U . <install_location>¥Arcot Systems¥, BILOZFDH 75 4 L7 h UL
FEITI/ V=0T v I THLERHY £,

n  BETFD ARCOT_HOME DA » AHX LV ANRT TIZEEFNTWND AT A
ETA R N—=TEFETT DA,
m A AR— VT4 L7 N EERINLERA,

n T HAR—ADEy NT v T EERISNERA, A VAT
BEAF DT — 5 R—=A%HEHLET,

n S ket y 775 L0 ICERENEE A,

m CA Strong Authentication (%, CA Risk Authentication & (21 &
=V LTHERTZENTEES, MFORMIL, FFEDIA
arvR—x hEFEALET, Zhbid, £/EOA A =
22 B — &3 ¥ 9, CAStrong Authentication 29 CTIZA ' A h—
JLLTE DY, CARisk Authentication f > A b —/LFEZBIAEL XL 5
L L TCWAHA. CARisk Authentication -f > A b — 7 X CA Strong
Authentication DA A h— LEfIZa B —In7-@o o R —F
v ORI TCE £, M9 5 &, CARisk Authentication
A h—F 1 Custom A A k—/L&EIT$ 5 726 O H & For
L%,

IO vaZiE UFO My 2 REENTVET,

Complete £ > A b —/LDFELT (P. 46)

77V = v N EUHEET 5 5k (P. 56)

BELo ) — LD (P. 66)

VAT DT — AT T E AT DFEAT (P. 68)

a—H% F—& H—t % (UDS) DIERH (P.72)

a—PITE T a7y AV T T r— a U OJER (P. 74)
TN T T r— a3 DR (P. 76)

Y TINT IV r—va i) A7 MBI T % 5k (P. 78)
AVAN—NHEDOF =y 7 A NOmEH (P.82)
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Complete 1 > A— )LD ELT

Complete 12 A—JLDELT

CA Risk Authentication 1 > A b —/LEB L OGRET HIZ1%. Administrators
ITN—TOHR—Da—YFT7THy o M LET, £5LRnE, 1
A=A PTT =72 LTHET LIZGETH, A VA M—/LOEELRFNEN
EFIZET LERA,

CA Risk Authentication /X 7 —DFT X TD AL R—FR L "o A VA h—
LB, Complete f VA h— L EFEITLET, ZNbHDOIKR—F
> MZiE. CARisk Authentication H—/3, B X OT — X X— XD EITH
ERA7 VT SR EENET,

IROFIEIZRE > T EEV

1. CA Risk Authentication-8.0-Windows-Installer.exe 7 7 f /LD &H 5T 4 L
J NVIZBEIL, 2077 ANEX T Y v LET,

2. [R~] #2 0w 7 LET,

3. AR EL T, [l accept the terms of the License Agreement]
FFvasEBR L, [Next] #27 VU v 7 LET,

A UA =T XZ O T, ZOMD CARLEN T AT DAFAET D
EYMEHRLET,

A A — 7#%ﬁ@mA@ hA > A b=/ (BEf£D ARCOT_HOME)
R L=

. 4Vxﬁ~w?4v&k9%%ﬁéhiﬁho

n T AR—ZABLOE Oy Ty I EEREINEY A, A
VAR =TI GEOT A RXR— 2B IO SR ELXEHALET,
FOI, REITENZ 2> TWETR, FlE6 IBENTx £,

FhE 10 OBEHEITFR S NRNWZD, TOFIEZFEITT L 0EITH
nEEA,

4, [k~ 2207 LFET,
5. [CompletetoInstall] ZiERN L. [Next] #27 Vv 27 LET,

6. T—HRN—=ZADZA TG LT, LFOWTNZEIR L, [Next]
IV w7 LET,

m  Microsoft SQL Server

E:SQLT —H N—AEHEHALTWD5EE, AL TW5 opBC B
TANDN=V g ) T A F—/LOEf] IR S TS
N=Va AL THLI EZMRLTIZSN,

46 A2 A—I)L 4K (Windows F)



Complete 1 > A—ILDEIT

m Oracle 7 —#% ~X— 2

;¥ : CA Risk Authentication Id Oracle Real Application Clusters (Oracle
RAC) TENMET 5 Z & MR I 4L TV EJ, CARisk Authentication -
> A h—/VEHE T Oracle RAC i 95 121%, Z @O FJIET Oracle
T A= 2 EFIR L IROFIE(FIET7) 2 FEITLTHh B, [Oracle
RAC ffl @ CA Risk Authentication D% & | O FIEZFEITL £9,

= MySQL
BRULIT =2 _X—=2 ST, LTOREAERRINET,
7. UUTFOEHREATILET,
m  Microsoft SQL Server
ODBC DSN

A VA RM—=FD DSN DIERRIZHER T 2L ER L £T, CA
Risk Authentication ¥-—/X(%, Z ¢ DSN % fi# F§ L C CA Risk
Authentication 7 — & N— R (Tt L £ 9, #ELE S LB ATIE
IX arcotdsn T,

H—/\

CA Risk Authentication 7—% A R 7 DR A M E721X 1P T KL
AzxtEELET,

TIFNVE A RE R

FESC : <server_name>

i : demodatabase
ARift&E AV RAE VR

5L : <server_name>¥<instance_name>
5] : demodatabase¥instancel

User Name

T—HRXR—=2 22— EEELET, = —IX CREATE
SESSION #E[RFS KL TN DBAMEMR &£ > TWAMENRH Y £,

F: 2 —PHIET T A~ U DSN &Ny 7T T DSN & TH
2o TWDMENRD Y £,

Password

=Y HICEEMNT LN TWAE AT — REZEELET, 20
NRAT — RET— I R=2AEHEIC L > THESNE T,

T—AR—ZR

% 4F: B—3 XT LIZ CARisk Authentication BT B A% 47



Complete 1 > A—ILD

= 4=

=1T

MSSQLT — X N—R f VAR LV ADLFIERRELET,
Port Number

T A NR—=ANZFEV VA e ) AT HR— NESZE

ELET,

T 7V N AR—b 1 1433

Oracle Server
ODBC DSN

A VA N—F ) DSN DAERKICHE 3 A B E L E£7 ., CA
Risk Authentication %-—/ 3%, Z ® DSN % {# L T CA Risk
Authentication 7 — & N— R (Tt L £ 9, #ELE S D ATIE
IX arcotdsn T,

User Name

CA Risk Authentication N7 —Z X— 2|27 7 B AT HEEDOT —
HR—=A 2—HPLERELET, ZO4FNE. T—FX—2X
BHEICL->THREINET,
. — % CREATE SESSION FEFR 35 K OF DBA FERR & Hf > TV B 0k
EWNHY E9,
F a2 —YP4ILTT T4~V DSNs &3y 7 7w 7 DSN & TH
RO TWDMLENRH Y 9,

Password
Fio 7 40—V FTHRE L=V ICEEMN TN TWD
PNRAT— REBELET, 2O/ — RNEF —F _X— &
HiZL-oTHEINET,

Service ID

P — N ETETEIND Oracle 77— X _X—ADA VAR A%
#7 Oracle ¥ A7 LilkHIl 7 (SID) Z#HELET,

Port Number

T =B R=ANZEN V2 A &) AT HR— MET &R
ELET,

F74/ b 1521
RAN

CA Risk Authentication 7—% A 7T DR A ML FEZIXIPT KL
AxtEELET,

48 A2 AM—)L A F (Windows F)



Complete 1 > A—ILDEIT

3L . <server_name>

5] : demodatabase
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Complete 1 > A— )LD ELT

»  MysQL H—
DBC DSN

A A =T M DSN DIERRICHERAT A EEfEELET, CA
Risk Authentication J-—/ 3%, Z ® DSN % {# F L T CA Risk
Authentication 7 — % X— R [ ZHEe L £9°, #EE XD ATME
I arcotdsn T3,

H—/\

CA Risk Authentication 7—% A R 7 DR A ML 721X 1P T KL
AzfEELET,

TIZFN ML RE R
3L . <server_name>
5 : demodatabase
ARift&EA LV RAE VR
15 3C . <server_name>¥<instance_name>
5] : demodatabase¥instancel

User Name

CA Risk Authentication 37 —Z X—R|ZT 7 B AT HEEDT —
BR—2 a—YHERELET, ZOLAFNE, T—FX—X
BHEICL--THEEINET,

. — % CREATE SESSION FEFR 35 K OF DBA FERR & Hf > TV B 0k

TWRH Y E9,
F a2 —HP4IT T T4~ Y DSNs &3> 7 7~ 7 DSN & TH
o TWDHMENRHD 9,

Password

FEOT 4 —V RTHRE L2 —FL4ICBEE T b TS
NRAT—RERELET, ZO/NRAT— REIT —F _X— 2 EH
FloroTHREENET,

T—HR—ZX
MySQL T — X RXR—R A VAKX L ADL4HIERELET,
Port Number

T—=HN=ANZEY V2R N2 AT HR— ML
ELET,

F74/ b : 3306

50 412 A—I)L H 4K (Windows F)



Complete 1 > A—ILDEIT

8.

10.

T— A X—ZADFEM AR E L7-1%., [TestDataSource| "% %7 U v
J LT, T—EAN—RZEFIZHEHTELNT AR L, RF¥DTFOD
74—V RN ERUDER AR L ET,

[(R~] #2710 v 7 LET,
Ea e — RABIRL., Bt SN ERE A LET,
YRR F—

T =B R—= A MRFEND T =X b AR I NS
2 AR X—HONNAT— REEELET,

7 7 %V ME : MasterKey

EAVA PN ABICYAE F—OEEEFET AT, LD
< AH X—DOE A LT securestore.enc Z AL L E1, FEAH
WZoWnWTiE, M A =N EBDNN—FRy =7 tFxF=2UT 4 E
Va—/VEROEF ] ST &0,
HSM DEETE

(AFvay) "~RuxzT7 X274 EYa2—/L (HSM) %
AL CHET — 2 25t 288 ELET, 2ot
VarvEBIRLWES, 774V 8TIE, Y7 b7 E—F
PR LT — 2B b S ET,

PIN

HSM IS4 5 8 AT — RE AN LET,
Choose Hardware Module

LU OWTHLND HSM & 457E L E 7,

- Luna HSM

- nCipher netHSM
HSM /35 A—4

LIF @ HSM iz i iE L £77

Shared Library : HSM (Z5f)i9™ % PKCS#11 3265 5 A 75 U ~Diffaxt
INR

Luna (cryptoki.dll) 35 J U8 nCipher netHSM  (cknfast.dll) D& 13,
7 7 A IVORERE SR L ARTEEE LE T,

Storage Slot Number : 7 — % O SALIZfEH S 415 3DES F — A3 if
FFTHEZ2 HSM 2 & |,

- Luna DE. T 7 4V MEIZ0 TY,
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Complete 1 > A— )LD ELT

- nCipher netHSM D54, 7 7 /L ML 1 T,

¥ HSM D /3F X — 2 fE[, <install_location>¥Arcot
Systems¥conf¥ (23 % arcotcommon.ini 7 7 A JMZELEk SNV E T,
AR NBRICINDDEEEL T H551%, TREZ 7 AL
BLXOA Ty a ) OFHICKEST, 2077 A L ERELET,
(kR~] 227 Vw7 LET,
11. [Pre-Installation Summary] EHANDOEHRZ MR L, [Next] #27 U v
7 LET,
12. [Installl] #7 Vw7 L, f VA=V Tt AZBMBELET,

[ Microsoft Visual C++ 2010 x86 Redistributable Setup ] H[f 23 F /R S E
I, T DiEIlE, CA Risk Authentication -1 > X h—/L L T SHHE
DX 7 A Microsoft Visual C++ 2010 x86 731 >R p—/L X4 T2
WM DHR LR IIE T,

13. [Microsoft Visual C++ 2010 x86 Redistributable Setup] & C. A FDOTF
IHA 4T L £ 7
a. [l haveread and accept the license terms] % EEfR L C, [Install]
7 Vv LET,

[Installation Progress] BN ERINET, BHERRINLS
N0 ET, LiIFs<35E&, [nstallation Is Complete] [Hif A3
RRINFET,

b. [Finish] 227 U > 27 L [Microsoft Visual C++ 2010 x86
Redistributable Setup] %A 7 22/ Ry 7 A%ZAL, A A h—/b
s TADIE I IS

[Installing CA Risk Authentication] 23K RSVE T,
LIZ6< 35 &, [installation Complete] 2N E RSN ET,
14. [Done] %7 U w7 LT, CARisk Authentication DA > A h—/)L % 5%
TLET,

FAVAPMADRET LES, [ 42X p— I BEDEEDETT] DA
WP TA VA M= NBEDX AT ZFITLTLIEEN,

AV RA—)L OY

52 412 Ab—JL HAK (Windows FH)



Complete 1 > A—ILDEIT

A A M=% <install_location>T 4 V7 NUDA L A=) d Ty
A )L (CA_CA Risk Authentication_Install_<timestamp>.log) (27 7 Z A C& &
o TERFE A A= T 4 L7 U L LT C¥Program Files 7 o L
7 MU ERELESGAE. A A M=) v 7 7 A )L C:¥Program Files
T4 L7 P VIR SNET,

A UA NIV ENOBEBTRIELEZSES, 27— A vb—I1320
0y 7y ARSI NE T,
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Complete 1 > A— )LD ELT

F—RR—Z ZH)TFDET

T —=HRXR—=A T —T)NVENERT DI, BERT —H_X—A A7 )7 |
ZEITLET,

ROFIEIZHED TSN

BE: 27 )P EFITTIHRHIC, [T R—=A P —_DORE| &7
Va TR LI ELRILT—ZR_R—R a—H L L Tual A4 LT
HZ LR LTSN,

1. UFoT 4L 27 NUIZBEILET,

<install location>¥Arcot Systems¥dbscripts¥

2. AL TVEF = ~— 2SO TUFOVThHOF 7T 4 L2
FUIZEBEI L £,

m Oracle ¥4 : Oracle¥
= Microsoft SQL DIF A : mssql¥
. MySQL DA © mysql¥
3. A7 V7 FERITRINEFTIFITLET,
a. arcot-db-config-for-common-8.0.sql

EE: CAStrong Authentication &1 A h—/LiFA DAL, CA
Strong Authentication D1 > A M —/LEFIZ T TIZFEITL TWDHT28,

I

arcot-db-config-for-common-8.0.sql 34T L72 W TL 72 &0,

b. arcot-db-config-for-riskfort-8.0.sql

c. @DEF2T F¥ANElENTDMENDLHEIIDOHR, 47
7 2) arcot-db-config-for-3dsecure-8.0.sq|

d. (F7>=z2) a—VPiiEh7a 7740 T EERTLHEICO
I, LT a<wr REEITLET,
arcot-db-config-for-userprofiling-2.0.sql

F AT VT NOFATIZ—ERLTOY a7 TY, @mEAZ Y S FEHE

IT9%&, La—RFOEEFICLY ., BIFET — 7 ARMAO KK 8%

R T —DRRRIND RN H Y 5,

54 A2 A=) H 4K (Windows F)



Complete 1 > A—ILDEIT

F—RR—ZADIrT VT DHER

W2 T —H_—2 27 U7 N T L721%. CARisk Authentication A
F—vriERLET,

ROFIEIZHED TSN

1. T—H_X—=RA% A A =)L L7=z—H% L L T CARisk Authentication
T N—=Rlcu A4 LET,
F T T — R ARRE S TV AR, T R—2ET v
T —RLlza—H L L TCTF—4_X—R|Zuns/ A LE7,

2. T 23T LET,
SELECT SERVERNAME, VERSION FROM ARRFSERVERS;

EREO7 =Y OfR, UTOHNBPERIRSNET,
SERVERNAME VERSION

CA Risk Authentication
CA Risk Authentication CaseManagement

3 P BN m b n ST kL
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PV —ay Y NEEET Dk

TIVr—ay Y—n\e&HmT5A%

a—H F—% P—1E 2 (UDS) BB L OVEFL =V —/ LT Risk Authentication
D Web _X—ZADaALHR—=F FTHY, UTFOVR—F{H7 7V r—
ary = NOWNTINZERTAMLENRNDH Y £77,

m  Apache Tomcat

= |[BM WebSphere

m  Oracle Weblogic

m JBoss 7Y r—T g =

TV —vary =N INHEDO Web 7Y — 3 D WAR 7 7
ANERBT DRI, UDS B X OEEa L Y — VW IHBR T 7 A NV ET
Vor—gr —_"OmiRgAricar—1r%4, 2ok a T,
TV = a =N BERIEEL T 7 AV Eae—L, ZhbD
Web 7 7V /77— 3 > O WAR 7 7 A /L& BEIT 2 FIEICOW TR L
R

1. Java R— AL DOHIE

2. TV r—ay =R DF—EZRXR—A T ITEAT7 ()LD
B—

3. 77U —3 g2 B —3~DDBCIJAR 7 7 A /LD E'—
4. Enterprise Archive 7 7 A /L DAERK

Java R—LDERTE
OB varTiE Javalh—ABREOE Yy N7 v ST OWTEH L £9,

WDOFNRIZHE> TSV

1. JAVA_HOME BRESZB AR EL TWAH Z & 2R L £ 7., JAVA_HOME
X, 77U —3 3 =30 JAVA_ HOME TH DR H D £97,

2. %JAVA_HOME%¥bin¥ % PATH 20T EM L £ 97,

56 A2 Ah—IL A4 K (Windows F)



TIVr—ay —n\E£HFETH5HE

TI)r—230 Y—N\ADT—ER—X 7R T7A4)ILDAE—
UDS B L V& FL =1V — /)L TlL. CARisk Authentication 7 — & X — R |Z%
BTV EBATEHLEDIZULTO 7 7 A VEFEHLET,

m  arcot-crypto-util.jar, LA FDGATICH Y £9°,
<install location>¥Arcot Systems¥java¥lib¥

m  ArcotAccessKeyProvider.dll, L FDGATIZH Y £97,
<install location>¥Arcot Systems¥native¥win¥<32bit-or-64bit>¥

F M7=, CARisk Authentication = > R—% > "R LT 7V 7 —
Vary Y —AN"EOmURGRIIINN D7 r ANV EaE—1LET, T
OV T a T UTOY—"H77A4LOat’—|ZOWTHHLE
R

Apache Tomcat

ROFIEZHE> T LS

1. arcot-crypto-util.jar 2 <Tomcat_JAVA_HOME>¥jre¥lib¥ext¥ (Z 2 t"— L %
ER

<Tomcat_JAVA_HOME>

Apache Tomcat 1 > A% > AT L » Tl &35 JAVA_HOME % #§
ELET,

2. ArcotAccessKeyProvider.dll - <Tomcat_JAVA_ HOME>¥jre¥bin¥ |2 =2 t'—
LEY,

3. 77U r—vary =L ET,
IBM WebSphere

WOFIEIZPES T FFE W :
1. WebSphere Administration Console |22 71 > L £ 7,
2. [Environment] - [Shared Libraries] #7 U v 7 L%,

a. [Scope]l Ka v X o G AR altiMEEgBEz2 RN ET, 7
TV r—varERERTAX =Ty N = N"ERE ) —FEED
e I

b. [HH] 227V 7 LFET,
c. 4HEIZANILET,
1 : ArcotINI

% 4F: B—3 XT LIZ CARisk Authentication B4 A A% 57



PV —ay Y NEEET Dk

Oracle Weblogic

3.

d 753 ARXZEZ AN LET,

Z D/RAVX, arcot-crypto-util.jar 7 7 A VIFEL, T ANELD
EENDLIGITEIR L TCWAMNENDH Y £,

5 : C:¥Program Files¥Arcot Systems¥java¥lib¥arcot-crypto-util.jar
e. INNTATF7U R2REAHLET,

Z DAL, ArcotAccessKeyProvider.dll 7 7 A IV BFIET DT A
FBLTWARERDY 7,

EH] #2270 v 7 LET,
=R XV DI TFTAu—HERHELET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] (2%
#LET,

b. [Application Servers] T, ¥ — _OREX—IICT 7 AL F T,

c. [Javaand Process Management] #2 U » 2 L%, [Class Loader]
7y 7 LET,

d. DFR] 2270 v LET,

e. 7 74/ D [Classes loaded with parent class loader first] % & L
<, [oK] 27Uy 7 LET,

f. HEVERSNZI7A =X IDE27 ) y7 LET,
g.  [Shared Library References] #7271V v 7 L %7,

[Add] ZZ7 Vw27 L., [ArcotINI] ZiBIRL 4, [EH] 27
Vw7 LET,

. EHEERGFLET,

ArcotAccessKeyProvider.dll 2 <WebSphere JAVA_HOME>¥jre¥bin¥ |2 =
v—LE7,

Z Z T, <WebSphere_JAVA_HOME> X, 1BM WebSphere { > A% > AT
KXo TEHA S5 JAVA_HOME %# 3% L $£ 7,

TV r—=vary ="z HEEHLET,

=

WDOFNRIZHE> TSV

1.

ArcotAccessKeyProvider.dll 2 <WebLogic JAVA HOME>Y¥jre¥bin¥ (Z =
I:o‘_" L/ jﬁ ‘a—o

58 412 AL—IL A4 K (Windows F)



PV =y Y ER T B

o v MW

8.
9.

Z Z T, <Weblogic_JAVA HOME> (X, Oracle Weblogic - > A X > X |Z
Ko T &S5 JAVA_HOME #3& L 7,

arcot-crypto-util.jar 2 <WeblLogic_JAVA_HOME>¥jre¥lib¥ext¥ (Z = &™— L
EJUaN

¥ M7 Weblogic (2 L » CEH &35 Y] 72 <JAVA_ HOME> ZfEFH L
TLIE&EW,

WebLogic Administration Console (212 71 > L £,
[Deployments] (ZFEI L £9°,
[Lock and Edit] A7 > a v ZAMT L £,

[f A =] %27 Y27 LET, arcot-crypto-util.jar 7 7 A /L3 H
L2747 FUICBEILET,

(R~] #7V w7 LET,
[Next] #7 VU > 27 LT, [Summary] _X—T%2FRLFET,
(72 T] 227V v LET,

10. BEAZHIMZ L ET,
11. 7V r—y g v —_"2HEd L E4,

JBoss 7T r—a> H—n

ROFIRIZHE>TZSLY:

1.

ArcotAccessKeyProvider.dll % <JBoss_JAVA_HOME>¥jre¥bin¥ |Z 2 E°— L
£

Z ZC. <JBoss_JAVA_HOME> X, JBoss 77U r—3 a v Hh—s_ A
AL ALK S5 T E 405 JAVA_HOME 2% L £ 7,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ &\ 9 7 # )V Xt
& VER L, <ARCOT_HOME>Yjava¥lib 7> 5 LU D JAR & 2 D7 4 )L A
iZar—LET,

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[ U7 4 /v4 (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main) PNIZ
modulexml & W) ZHTC LA FDa— REE>T7 7 A VE{ERR L £,

<?xml version="1.0" encoding="UTF-8"?>

<module xmlns="urn:jboss:module:1.1" name="advauth-admin-1libs">
<resources>

<resource-root path="arcot-crypto-util.jar"/>
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TV r—ar Y—n\EEKT A%

<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>
<dependencies>
<module name="javax.api"/>
</dependencies>
</module>

4, 77XV r—ar —R"EEEE L £,
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TIVr—ay —n\E£HFETH5HE

T I)5r—32 H—/NAD IDBCJAR T7A)LDaE—

Apache Tomcat

IBM WebSphere

CA Risk Authentication I%, UL F® IDBCIAR 7 7 A V&V IR— hxf& DT —
&“\“_‘;W:le‘gk Li‘a‘o

m  Oracle 10g : Oracle JDBC Driver (10.2.0.1.0)

m  Oracle 11g : Oracle JDBC Driver (11.2.0.2.0)

= Microsoft SQL Server : MSSQL JDBC Driver (1.2.2828)
=  MySQL : MySQL JDBC Driver (5.1.22)

PITFo®r v arClE . F—2_— 2N IDBCJAR # a2 B —F 3729
DOFNEIZOWTERH L £,

ROFIEIZHES T TEZ W

1. <Database JAR> 7 7 A /W& X U — KLU BEI L9,

2. <Database JAR> 7 7 A NELLFDT 4 L7 hUIZabt—LET,
m Apache Tomcat 5.5.x DIFE : <TOMCAT_HOME>¥common¥lib¥
m Apache Tomcat 6.x B XN 7.x DIFE : <TOMCAT_HOME>¥lib¥

3. —rZHEHLET,

WRDOFIEIZHE-TL XV
1. WebSphere Administration Console |27 71 > L £ 7,

2. [Environment] - [Shared Libraries] Z#27 V v 7 L%¥9, LLFOFIEE
FEITLET,

a. [Scope] VA Rt Ah7e riME#IPHA RN L 5, 77V 7r—
varERERTALX =Ty N = A"EF ) —FEEOET,

b. [HM] 22V vr LET,
c. AHIZEANLET,

% : JDBCIAR
d. 77 ARAEZRELET,

BE: ZDO/NAL, <Database JAR> 7 7 A IVINFIEL., 7 7 A V4
DEENDEGERR L CWDLERD D FT,
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PV —ay Y NEEET Dk

e. M 27V vy27 LET,
3. =R L_XNDITAu—LEFREL, LFOFINEIZHENFET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] (2%
#BLET,

b. [Application Servers] T, EX—IIZT7 7 ALET,

c. [Javaand Process Management| #7 U » 2 L%, [Class Loader]
Vv LET,

d. DFR] 220 v LET,

e. 7 7%/ D [Classes loaded with parent class loader first] % &R L
7., [0K] 227V v 7 LET,

f. HEVERENEZF A —XIDE 7Y v 7 LET,
g. [Shared Library References] #27 VU v 7 LE7,

[Add] #7 V27 L. [IDBCIAR] Z@ERL £9, [#EH] 27
Vw7 LET,

i AEAERFLET,
4. TV r—var =" HEELET,

=

Oracle Weblogic
KDFIFZR> T IEE

3¥: Oracle 77— % _X— 2% L T\ 54, Weblogic (X7 7 4/ h T
Oracle 7—H# X—ZA%HR—HKLTWVWDHDOT, ZOkrvarTitAIh
TWAHREETORNTI I,

1. <Database JAR> 7 7 A V7% <Weblogic_JAVA_HOME>¥lib¥ext¥ |Z = &°'—
LE7,

Z Z TC. <WebLogic JAVA_HOME> &, Oracle Weblogic { > A% > AT
KXo TEHA S5 JAVA_HOME %# 3% L $£ 7,

WebLogic Administration Console (27 71 > L ¥ 77,
[Deployments] (Z&8E) L £7,
[Lock and Edit] 47> a v ZHMZLET,

[Install] 227 U v 27 L, 37 <Database JAR> 7 7 A LN G E
L7 47 MUICBEILET,

(k~] 22710y 7 LET,

vk~ wN

o
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TIVr—ay —n\E£HFETH5HE

7.
8.
9.

[Next] #27 VU > 27 LT, [Summary] _X—T%FRLET,
[(E£T] 227V v 7 LET,
EHREZGHZLET,

10. 77 r—a v = _"EHEEE L £,

JBoss 7T r—3> H—\

RDFIEIZHE> TSN

1.

5.

Z DT FIVHIZ <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W) T VAR EERR L. £ DT 4V 2T IDBClar 7 7 A LA 3
v—LET,

<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ (Z module.xml &
IZEITT 7 ANEERLET,

Ty AN, UFOa—REZBNMLE1T,

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>
JDBClar 7 7 A WA ZFEE L CW\W5H X 7T [<IDBC Jar Name>] Zmte
LET,

#i : sqlidbc.jar
TV r— gy = _"EHEH L ET,
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PV —ay Y NEEET Dk

Enterprise Archive 774 JLDYERL
Oracle Weblogic 10.1 THE%h

FEAEDOZ L H—TTFTA XTI r— g = "TlE, BH—Dx
H—TFGART TV r—ay (5037 —A7) 12100 Z—
(5] : cA) HRET S IAR F7-IXWAR 7 7 A LA NN RLT5HZ L%
PAR—FLTWET,

ZORER, Bh#ET 53 _TO JAR 721X WAR 2 —fEIZEB LT, 7 7 &
n—4XCTon—RCT&xFE9, /o, ZDOT —IA 712 application.xml 7 7
ANBEENET, ZO7 7 A /VITHBIPIZERK S L, N> RV EaNTZ4
EY a2 — /VOREBFIENTEHE I TWET,

UDS L EH L Y — LV EZ BT AH7-0DTFT 7 /L h D WAR 7 7 A VDT
BLTWET, =77 L, BEIZSUT, 2ThbD 77 A ILDERET
B =TT A4 X T —5A7 (EAR) ICZEH L . EAR 7 7 A VZ B Tx £17,

UTFoOHT7Evr7v 301> TiEL, UDS EEHa L Y — /)LD J7D EAR
Ty ANEEBNCAR TEE T, 20T, WTO Web T —H A T EHETe
H—OEAR 77 A NVEAERTHZ L TEET,

UDS B L OV&EH = o ) — L%t L CTERBND EAR 7 7 A IV EAERKT A 121,
VL FOFNEIZRENFE T,

1. a~ry K77 b Rzl £,

2. <install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 ¢ L

7 NUICBEIL £,
3. EAR7 7 ANEEKTDIZIE, AT a~vr REEITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<filename.war>

FiEoa~<r Rk - T, LLFOEARICERID EAR 7 7 A IV INERE S
nEJ,

<install location>¥Arcot Systems¥java¥webapps¥
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TV r—ay H—n\E2EHET A E

UDS L EFIa L Y — LD Web 7T —HA T2 EGNT"H—DEAR 7 7 A V&
VERE T 2 12iE, LLFOFNEICHEVE T,

1. a~r K77y RUuEEET,

2. <install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 5 -1 L
7 FUICBEILET,

3. EARZ 7 A NVEAERT DIZIX, LD a~r REFITLET,
java -jar bundle-manager.jar -ear <filename.ear> -warlList
arcotadmin.war arcotuds.war
Fioa<wr Rk -oT, ATFOBATIZEH —~O EAR 7 7 A /L ERL &
WET,

<install location>¥Arcot Systems¥java¥webapps¥
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EHEIY—ILDREE

SO Y—ILDREH

Bla L ) — LT, = RBEOHT AT~ A ARRE LTV AT LOEH
EFITCEDLT T I R—ADA LV H—T 2—ATT,

5¥: IBM WebSphere 7.0, 8.0, £7-1L 85 ICEH o Y — /L& BT 54
I%. 8% TIBM WebSphere ~D%&H o1V — /LR ICR#i&h T\ 5
FlEZZR LTIV,

B o — L% i ] L T CA Risk Authentication Z & #L9- 5 7= 121, CA
Risk Authentication %"—/ 3234 V' A b — /L EFILTWAH VAT AIEH
V—ILWRA R TT IV BATELZ L 2R LET,

ROFNAZAGE > TS ES W -

1

TV r—a =077 + L7 b U IZ arcotadmin.war %
B L ET,

E:RAFIEL, AL THLST 7V r—va sy =Nk > TER
DET, FEMARFIEICOWTE, 77—y a s N R H—
DRFaA ML TIZIN,

#1 : Apache Tomcat D& 1%, <APP_SERVER_HOME>¥webapps¥ |2 WAR
Ty ANERERTALENDY £,

(32 E"> N WebSphere DLGF45DA)T 7'V r—ay 77 A/VHE
FIndE, Admin 7 72 %&Hr—FT5 L5 ELET, LLTFOD
FNEIZPENE T,

a. [Application] - [Enterprise Applications] (Zf5@) L. [Admin settings]
R=VWIZT 7 ALET,

b. [Class loaderorder] T. [Classes loaded with local class loader first
(parentlast)] 47 a &R LET,

c. [WARclass loader policy] C. [Single class loader for application]
IR ET,

d. [WH] 27UV y7 LET,

e. Admin 77U —T g o EFEEILE T,

TV =y ay = _"EHEEE LT,

Y= ARNEFICERINTWD Z L 2R T 5121L, LFOFIE
IZIEVE T,

a. UToOLFcBEELET,

<install location>¥Arcot Systems¥logs¥
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BEHIAVY—ILORER

b. fEEMD=TF (¥ T arcotadmin.log 7 7 A VZBR& ., LLFDIT% 7o
JET

s 203
m Arcot Administration Console Configured Successfully.

. oNBOTIE. B oy VAR EFICEBRISNTWA D LA
A LTWET,

c. £7-.02 77 AT FATAL L CPWARNING D A v —URE %
NTH2z2nZ LR LET,

d. 77 A VaEHLET,

EEOVY—ILADORST (Y

PO TEEa Y —izu A o35 & &iE, BT — ¥ X—X|ZH
IR E I NND MA (A X EBE) SBFEEREZERH L E7,
IROFIEIZR - TLFEW :

1. Web 77 UH¥ 74 RuT, Bfaryy— L Z2E8LE£4, Ea
VY=V DF 7 4 FURLIZLL T D EBY T,

http://<host>:<appserver_port>/arcotadmin/masteradminlogin.htm
$i . Apache Tomcat D& 1L, 7 7 4/ b # X ;i localhost TH U |
A¥— M3 8080 T,

2. UTFTDOXHC, TTHN MO~ RARERET B N ORGSR % F
ALTr s A LET,

s —H4 : masteradmin

m /NAU— K : master1234!
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AT LDT—hRNZYT BRI DEST

DARATLDT—FANSYT Z3RTDEST

T FX P72 7F IhEDE Yy N T v T ZATIZOWTHIT S
VAP — REEOTREATY, INOFERY L 7E, ZhbDX RS
EFEITLIEZTAEDNC D 3, FHar Y —/L &2 LT CARisk
Authentication DEBLZ4H®H H121L, LN OMEADFIRZFATL T AT
LENEET D ERH D FT,

m T HIN DOV AFERENAT — ROEH

n To— L F— TULDORTE

n T 74/ NOMBROREEEE

BV —VERET D L, S 1 EEIICER S E T, 2o
Wl 77 71 F O#Mi#% (DEFAULTORG) & FRIENE T, H—ffks 27

LELT, 7740 FOMMEIT, M6 OMEEEERETIC T B S TH
HATEET,

MA (FRAEFE) L LTI TEHa Y — a4 045 L,
[T— b AT 7] U4V —F @O [~V ] MEIERIILET,

WOFNEIZHE->TLIFE N :
1. [BEt] 220 Vv o325, TubvANnEELET,
[(NAT— ROEF] BENPFRINET,

2. [BEDOR2ZRU—R] | [HHEA2U—R] | R T— RORER
ZEEL, WKk~ 27V v 7 LT,

3. [/a— 0 F— FLORE] N—T T, LTFOFIEIZHENET,
n =L X— TULEASLT, (R~ B2 Y w7 LET,

CA Risk Authentication TliZ, N— KU =7 F721XV 7 b7 =27 X—
ADWET — 2 O S bEfERTEES, (FT7HNVITEY T
hT =7 R—=ZADWF AL [N TI A3, arcotcommon.ini 7 7 A IV
EEHL A=Y =7 X=2OB AL AMTEES,) ~—
R =7 OWEZALY 7 8D = 7 OB BfR72 <, =—H%
BIXOMEET — % Obsfbic 2z — 3 F— ZULMER S
£7,
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AT LDT—hRNZYT BRI DEST

N—= R =T OB ZFH L TWADE5EE, 2071, HSM T
INA ZNTHEAN STV D EFED 3DES F—~DBM (KA %) &
LTCOHRERELET, ZTD=D, HM F— TUL & —d 5 22
B FT, -7, V7 hTxT R—ZADKELDOEE. =
TR —E L THEREL 97,
FE:. 7 AT FOBRAOETHRIC, ZOF— 5Lk
B4+ 25Z 13 TEERA,

n [FE LA N L= XA 7] 2, B b =BT —F_X—2 (Y
TR 2T) IS ILTWDED, FZEHM (ON—FRo=7)
IS TV D E AN LET,

4, [Wk~] %271V v 7 LCHAITLET,

5. [F7 40 MEFEkRE] B2 a T, UTONRTA—FE2 AN LE
‘é—o
KRT%

MEO DN RT WARIEZRE LET, ZO4RNL, BHa Y —
NOMDFTXTON=VBLIPLAR—  RIZRRENET,

EHERMAN=K L

T 7 4V N ORI BT HEHE ZRIET D7D I D A
H= A LDOWTNNEIRELET, EHar Yy —, EFHEIC
L CLATF O 3FEOBIESF X E R —F L TWET,

LDAP 2 — NI I7— N Z DA T g o EAERT L L EHEIT
F A4 L7 MY =R EN TV D ENEN ORI R A £
AL CRIEENE T,

FZOAB= XA%h&ﬁ%‘@wun :{ﬁﬁﬁjﬂé%/ﬁ\\ [z —
F—& H— "X (UDS) DM OFIZAHE, UDS & B L £7,

HA: ZoF7va @Ry LHE, BHar Y — L TRfits
ZD‘fﬂﬁJi\y?’\@wu nEji_tz))r@E%%@wu M. :'ﬁfﬁﬁ = nE ‘é—o

CA Strong Authentication /XA U — R : =—#73Z Z T [CA Strong
Authentication /XX 7 — N 47 q U &EEIRT S L. AuthMinder
PR IR NE-Y rﬁi&ﬁ)%\éfj‘énfumnﬁéﬂi‘é— :O)%/El\\
CA AuthMinder %F— N34 VA h—/L SN TWVWAXLENH D F97,

;¥ : CA Strong Authentication DA > A h—/ L L FRIEDFERIZ DUV T
IZ. [CA Strong Authentication f > A h— /LB L OVEBTA F] %
ZHLTLEIN,

6. [F— T~ULRE] B> a T, UToEEEEELET,
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AT LDT—hRMZYT BRI DEST

Jao—nI)L F—nER

TN DT =) X —FEELET, ERROFIETHEEL
=7 a— )L e TAULZEENC LT, i S LT L A fE
ETHEEIT. 207> g AR L ET,

F—3R)

[ a— L F—DfH] A7 a7 LEBAIc, Bl
WEk— TULEFEELET,

FEIERL—D 24T

Bt —NT —H X=X (VY7 b7 =T) [ZEMNSILDH 0 HSM
(N—FRo=7) I HEINDnERLET,

7. [T %227Vy27 LT, 7= MR T x &% T LET,

8. [HT] 227 Vv LT, oy V— & HEHTAIEOREICHE
ﬁi‘é—o

CA Risk Authentication H—/\ H—E X D R4

KDFIFZR> T IEE
1. Sz ]\\\/7°|7/])‘/]\“17J:0) [X&“—‘}\] ﬂi&\/%&u“/&biﬁ—o

2. [RE] - [avrbu— xXx] - [FEHY—)V] - [#F—EX] I
L ET,

3. [ CARisk Authentication Service] % J DO THXT7N7 U v 7 LET,
4, Y=Y RAOU 4 NUT, [BE #7Vv 7 LET,

;¥ : CARisk Authentication %r— 212 LT 5 551X, FINE 1~ 3 IZ9EV,
P—ER T4 RUT [E] 2707 LET,
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SRATLDT—rRSYT BRI DEST

CA Risk Authentication ¥ — X EHEH—E X

WRDFNEIZRE-TLEEV

1. [AF—F]-[FRE]-[arba— ] - [FEHY—L] - [#—
EX] #7027 LET,

2. [CARisk Authentication Case Management Service] =% 7 /v 7 U v 7 L
7,

3. v—vROU L RUT, [H4r #7V v 7 LET,

3¥: CARisk Authentication 77— A&l — 2 242 (L A851%. FIE 1 ~
3ITHEV, —ER U4 RUT [Ei] 270y 27 LET,
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1—4% F—4 H—E X (UDS) D ERH

1—%

—

R

—4& H—E X (UDS) M EERd

CA Risk Authentication I%, RDBMS 7» 5, E£7/-iiz—% 5 —% F—t &
(UDS) %M L CLDAP — "\ EE—Y T —XIZT7 78 ATEE

USD IZ. CA Risk Authentication (25 L C, #fkic k> CEBR SNV — K
R—=F f F—=H VRV RN ~D D — MV ART 7 & AL+ 2%
L)@ <cJ,

IROFIEIZRE > TLTEEIV

T r— g Y —|Tarcotuds.war IR LEST, ZOT AL
IFLL B AT TEET,

<install location>¥Arcot Systems¥java¥webapps¥

#5 : Apache Tomcat D& 1%, <APP_SERVER_HOME>¥webapps¥ (Z WAR
TrANVERBRLET,

FRBREFIEX, AL WA T U r— g =2k o T
DFEJ, FHRFEIECOWTIE, 77 r—va sy = RN H—
DRFX2 A FEZBLTIEIN,

(WebSphere D%)T7 7V /r—a 77 AN EHFEND & UDS 7
TAEFHE—RTHEICRELET, ROFMEIZHES TS ES W

a. [Applications] - [Application Types] - [WebSphere Enterprise
Applications] (28I L. [UDS settings] HHIZT 7 AL E7,

b. [Class loader order] . [Classes loaded with local class loader first
(parentlast)] A7 a &L £,

c. [WARclass loader policy] C. [Single class loader for application ]
IR ET,

d [#EM] 27V v7 LET,
TV r—vary =" EEHLET,

UDS WIEFIZEAIN TS Z LA MRLET, ROFIEICHE-TL
7EE

¥ UDS BEE O 1 7 5EkIT 1T arcotuds.log 7 7 A AV MER S E
7

a. UUTOSGCBE L £,

<install location>¥Arcot Systems¥logs¥
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1—H F—4 9 —EX(UDS) DER

b. fEED=TF (¥ Tarcotuds.log 7 7 A VZBAE . LLFDIT% Ao
£7,

m User Data Service (Version: 2.0.3) initialized successfully.
ZOATIE, UDS MIEFIZE SN/ Z 2R L TWET,

c. 77 757 A FATAL B L CFWARNING DA v —U 0" EaENT
W EERRERLET,

d 77ANVELCET,
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A—HTE8ITAT74)T 7T ) r—a DR

1—HEFETOTFAILT T r—ar DR

—WITE T 17 7 A U7 (UBP) BT /ML, T — X BARTGRIGAEIT,
FALa—YEZIIZ0ET S —70a—FIZ L HLURTDOT 7 2 LH
EDORNT YT v a b OFEP R I3MESZHELET, CARisk
Authentication X UBP 7 /U & — g L L@ L CHEEMEZ a7 285G L.,
ZTNEIVAIFMAaTICEDE T,

UBP Z#JEPA3 511X, ca-userprofiling-2.0-application.war 7 7 A /L3 LEE T
7

IKDFEIBZR > T IZE

1. 77U r—3 a3 %— [T ca-userprofiling-2.0-application.war % J& [
LET, ZOT7 7AWV TOREFICH Y £7,
<install location>¥Arcot Systems¥java¥webapps¥
$il : Apache Tomcat D334 1%, <APP_SERVER_HOME>¥webapps¥ |Z WAR
T ANVERELET,
D EBATFIRIE, EHL WA T Y r—v g v =L o TR
DET, i OWTIE, TV g NN F—D R o
AU NEZRLTITEIN,

2.  (WebSphere D54 77V r—a v 77 ANBEHEIDH L, UDS
77 AR —RT5E5ICRELET,
a. [Application] - [Enterprise Applications] - [UDS Settings] (Zf&8E) L

£

b. [Class loaderorder] T. [Classes loaded with local class loader first
(parentlast)] 47> a &R LET,

c. [WARclass loader policy] C. [Single class loader] Z &R L £7°,

d. bcprov-jdk15-146 jar 7 7 A /L %
<ARCOT_HOME>/sdk/java/lib/external 7> HLL FDGATIC 2 B — L &£
7,

<JRE_HOME>/lib/ext 7+ N4

3¥: & ZC. JRE_HOME L WebSphere 7 7’ /r— 3 > $—\(Z
FoTHERAENS jre A A h—/LTT,

e. [WH] #27Vvy27 LET,

(Weblogic D5 : V— FNoN—7 ¢ DIDBC N Z 4 Ne /75 0%
IZOUVTlE, Weblogic D N =2 X2 fERMEL TS ZESX0)
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A—HYFETaIrAI T TI)r—a D REM

TV =gy = "EHEER L FET,
UDS WIEFICEBEIN TWA Z & 2R L £7,

7 UDS B SR O 1 Z5EkIZIX arcotuds.log 7 7 A L MER S v E
T,

a. UUTOSCBEL £,
<install location>¥Arcot Systems¥logs¥

b. fEED=TF (¥ T ubp_logfilelog 7 7 A NV ZBIE, LLFD AT — K
A BT ET,

c. B 77 AT FATALE L OXWARNING D A v —I NG En T
WRWZ ERRER L £,

d 77ANVELCET,
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YT TV r—ar O ERH

BT I r—ar D ER
TN T T r—va &R LT, CARisk Authentication 73 IE 512 A
VARV BIOERESN TSI EEMRELET,
F72. UTOBEDOHZ R L ET,
s — &7 CA Risk Authentication DV — 7 7 11—
m CARisk Authentication APl D ZEAERE (FFOVH L & 12 4LE)
m CARisk Authentication &7 7' U 77— 3 VOE
BE:. VN TV r—va ryAEARBECHERA LW T EEn,

YINT TV —arOa— RERZIZL T, MEDO Web 77V &r—
varvEERT AL EBEIO L E T,

Yo7 T 7Y r—3 3 %, CARisk Authentication @ Complete -f > A
F—=DO—# L LTHBIIZA VA b=/ SN ET,

ROFNAUZAGE > TS TES W -

1. LLUFDOEHETA S ca-riskauth-8.0-sample-application.war 7 7 1 /L % B
LET,

<install location>¥Arcot Systems¥samples¥java¥
2. MEINLT, 7V r—vay h—_"2HEE L £,

3. Web 77 UWTHL TN T r—vaAl778ALET, U
DURLBYT > TN T TV r—a D7 74/ b URL T,
http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp
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YT T TV r—ar DR

AAR—ILDFER

WROFNRIZHE> T TZS 0
1. UTOLRAIBE LET,

<install location>¥Arcot Systems¥logs¥

2. fEEDxTF ¢ # T arcotwebfortstartup.log 7 7 A V&R, I FTOIT%
AOTET,

m STARTING CA Risk Authentication 8.0
m CA Risk Authentication Service READY

3. fEE DT ¢ X T arcotriskfortcasemgmtserverstartup.log 7 7 - /L % B
., UTOITZRDOITET,

m  STARTING CA Risk Authentication Case Management Service 8.0
m CA Risk Authentication Case Management Service READY

F:u s 77 A LIZ FATALEB LTOVWARNING D A v —U RN &R TV
WZ EERMERLET,
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YTV TITVr—a g ) RFHEICERY 55 F

YT TV r—a0E) RFHEICERT A&

ORI arTiE, YT T =g v E ) AT GBI
AT 5 HECOWTMHLEST, o7V 77— a » TOREE
I, CARisk Authentication 23 > A h—/L & 41, BEEEL TW iU, =T —
R FATEIND L ITEREF SN TV ET,

TV T TV r— 3 Tk, CARisk Authentication H— 33T T &
LU T OBIEIZHOWT, £DflZ R LET,

n GO TO—HDY 27 M L OO EST

w2 — DMK

. O —F DY R 7S L O Rl O £ T

. T4 TaT A NVOREL IO A 7D FAT

MHTHA—H DRV S VLI DEST

WROFIEIZR - TLFEW :

1. YoV T 7V r— a0 (Web 7709 T) BHNTWASZ L 2
BLET, UFOURLYBY I T Y r—aDF 740 D
URL T,

http://<host>:<appserver port>/CA Risk
Authentication-8.0-sample-application/index. jsp

2. [EvaluateRisk] Z#27 U v 7 L¥79,

3. [UserNamel] 7 4 —/L RiZzx—Y% GHEXER) OLFiZ AT LET,

4, LEEUT, 2—YDFTET 24k D4 1% [User Organization]
74—V RIZ A LET,

5. MEEIZSUT, "I 7o arBDRBELEF vy 2L EATTLET,

6. [EvaluateRisk] 227 U >~ Z L. [Risk Evaluation Results] ~=X—"% Bf
%9,
ZOR=VIE VA7 2aT7BLOEEMITLNTWHY X7 TR
A APFRR S, FBE LTI RRE SNTo—vin U A M ROR
SNET, MOTOZ—FOHE, fERILALERT 2720 7,

7. [NextStep] #Z7 U > 27 L. [PostEvaluation] ~<— T Z#HWT, {E
Liza—% a7 7 A st U TR 2 31T L £,
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10.

TV =g KM E LT, BUEO 22— — AR L
TWBT A AZBET % 7 «— K N 7 % CARisk Authentication ¥ —
NIZHEE L £97,  CARisk Authentication TlX, Z D7 4 — KXw 7 (Z
EONWT, =P RMEST A ZAEME, = —F & T ZOBEA T
EEHL, TO®BRI—FDRNT P T g AlfEb) Y A7 & Hal
| =

[Result of Secondary Authentication] U A N GiEb) 47"y 3 > & 3k
WLUT, 2KFBFEOFRERZIBIN L £7,

Z—HL L F RS ZOBEAT T D4 A [Association Name] (2 A L
i‘é—o

[PostEvaluate] #7 U v 7 LTt RA&58T35L, [Post
Evaluation Results] &7 > 3 VICHENERINE T,

A—HDERK

ROFIEZHE> T LS

1.

GAT By NEfERT 52X, LLFTOFIEICENET,

a. MALLCTEHa Y- ZurZ A4 LET,

b. [—VLEHE] ¥TNT I/ T 47 THDHIEEMHERLET,

c. ElOA=a—7T, [EFEHEOER] Va2 vr LET,

d. BEREHREBEL., R~ 270 v 27 LET,

e. [EBEOEM] ~—T T, [Zu—VUEHE] 2R £,

f. [RNRAU—F] & [NRAU—FROMER] AN LET,

g [BHETZ] €7 arT [ A7 a2 RIRLET,
[fEpk] 227V v 7 LET,

. N=YOLEMO (v T7U RN 227y LT MALELTRY
T MLET,

GA (Z/m— VVEHE) £7213 0A (FHiREEE) & LCEHa Y —

Mza 74 LET, URLIZBLFOEEBY T,

http://<host>:<appserver port>/arcotadmin/adminlogin.htm

INAT— R BET DI DITFRR SN D FIRIZIENE T,

(=YL ERE] 27D (22— LEHEDEH] Y752 T%T 7
T4 TIZLET,

[2—PERAFEOEHR] (EADOA==—) ZBHL, [=—F0
TERk] 270 v 7 LET,

% 4F: B—3 AT LIZ CARisk Authentication B4 5 A% 79
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6.

7.

[Z—HFDOMER] _—T T, UTFOFRIEIZEVE T,

a. [Z—WiEM] B v a e —Boa—W4, Th b O/,
BIOKEIZS U CEOMO 2 —FFREATILET,

b. MBS LT, ¥IET D7 4 —/b RIZZDMO 2 — Y iEHRE AT
LET,

c. MEjpa—W XTF—L AEBIRLET,
d. [Z—VfEk] 227V 27 LET,

BELEZa—RT—2X—22BN&hbd &, [2—VZ2ERIC/E
MLELE] VI Avb—URERENET,

Yo TN T TN r— g R=JIZREY £97,

BRI D 1—H DY RYFHEE SR D EAT

WDOFNEIZHE- T IFE W :

1.

v o c wN

VoI T TN =g D AA L _X—TC [Evaluate Risk] #27 U v
7 LET,

(22— DRk 27 v a TR LIca—V DA Z AT LET,
22—V OMMEE AT LET,
VIR T, oo va MR ELETF Yy 2L EANLET,
[Evaluate Risk] #7 U v 7 L7,
YR 7 7 R34 A|LiE% INCREASEAUTH T,

[Store DevicelD] Z#7 V w27 LT, =¥ K a—HFDF A AT A
A IDHEHROFFESINT XA T ERGFLET,

[NextStep] #2 U > 27 LT, LLFDO LD ICHEeHEZFAT L £7°

s U A )5 [Result of Secondary Authentication] %% L £ 97,

s MEZJS U T [Association Name] %t L £7,

[Post Evaluate] Z#2 U v 7 LT, H&M&H7RT FAA ZAEFRLET,

FNE 1 ~TFNES5 Z# 0 kX,  [Risk Evaluation Results] ~X— DY &
7 7 AL RIZALLOW [ZZE DY £,

TI4IWE TOT7MILDTRES LIV RVFEHEDETT
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VoI T TV r—rvarEEALT FHL WS a Ly Ea—FD
DeviceDNA, IP7 KL A, BIXOT AL AIDEET LT, SEFIERM
ZVIal—hTEET, 2—HFOTFT 73V T 77 A VEtRETD
WZiE. RO FNEIZHES TS 7 E 0

1. Yo IV 7N r—va DA A =T [Evaluate Risk] & 27 U
7 LET,

2. [UserNamel 7 4 —/V RiIZ7 a7 7y A NVafmET H2—VFHE AT L
i‘é"o

3. [User Organization] 7 4 —/L RiC2—HF DOffkE AT LET,
4. [Editinputs] 227 U v 7 LET,

5. ERENTZY A MMNOMEIZSUT, 128 EOT 40— ROEEE
BLET,

6. [EvaluateRisk] 27 U v 7 L ¥,

7. [NextStep] #Z7 VU >~ L. [PostEvaluation] ~_*—&BAVT, $5E
Lica—Y a7y A Mkt LTl 2 34T L9,

8.  [Result of Secondary Authentication] U A F Dt 7e 47 L g v &%
RLUT, 2 KGEAEDOFERZ IR L F 9,

9. [PostEvaluate] #27 VU v 7 L, iM77' 2B RA L% T35 L, R L%
Pl 2 A DFERDFRSNET,

FE AR NEOREIEE R T H729I1Z, SSL (Secure Socket
layer) R 7 AR— K ET—FEHVR—-FFTHEIFETEET, FHMIC
DUWTIE,  TCARisk Authentication ‘¥ A K| @ [SSL DOF&E] ML
TLIEE,

BE: INOLDA VA= NVEDOX AT 58T LTz6,  [CARisk
Authentication SDK 38 . O Web ¥-— B Z DR E | OFHIZHES T, SDK B
SO Web H—EZROREEITVET,
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AV A=V EDF V) ALDEA

AV A= ILIEDFTYI)A+DE

CA Risk Authentication DA > A h—ABI Nty N7 v P EHREHEH LT
UTFOF =7 ANMIGALET, FHEEHY ZT 2FITTHERI,
TS DIERPEN B ET,

&R A S5l LA
ARCOT_HOME C:¥Program Files¥Arcot Systems
VAT LEH

RA N4 my-bank

User Name (cgiia

Password password1234!

RIEWEHD AL R—R 2k CA Risk Authentication #—/

oY —)L
W F—H - R

BHE o Y — R

A R localhost

A=k 8080

VAL EPFENAT — R mypassword1234!
a—W F—H — B RIEHR

RA R localhost

A=k 8080

T — gy aryTxRA R arcotuds
Jb— |

82 A Ak—IL ALK (Windows F8)
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Authentication ZE B9 5 A%
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AV A=V EDF V) ALDEA

CA Risk Authentication =2 > 7R —% > F DA > A h—/L{L, CARisk
Authentication 8.0 InstallAnywhere 7 4 %"— R&ZHH L TFEITLET, ZD
7 4 % — K TlX Complete & Custom DA A h—)L XA T HVR—FL
TWET, HKERBEIZ CA Risk Authentication &4 > A h— /L L TRET D
e, A A M= %F 7T DR [Custom] A7 a i LET,

LA F @K%, CARisk Authentication 8.0 %A A h—/L 3572 0OIZFEITT D
HAY Zm L CVET,

84 A2 A+—IL HAF (Windows F)



AV A= EDF VI ADEA

Risk Authentication ZH#VATLICEMTEHE

1 DBQVATLADA YA =)L

VATLERE +

TAN-A ADUT b ORIT

'

FRIT—taw =)\ ERETEHE

¥

EEIY-ILORAE

'

BFEI—IAOOT LY

'

T=rAMSYT BADDEAT

¥

Risk Authentication #—J{ H—E 0B

'

Risk Authentication 77— A& EY—E ADMA

'

Risk Authentication tt—/iD1 2 F—ILOFER

v

14 75 H-LA0RM

t

A-HIFETOIPIT PIVT—av O R

t

2 2EHDYATLAD
Risk Authentication 0 A R—JL

'

2 2HOYATLADOY T
TV DG

'

Risk Authentication t#—/ILiB{ET B7H®
BT PAVT— a3y OBE

'

HUTN PIVT—an ) AR AFICE R

L

A YA =& OF D) A DB R
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AV A=V EDF V) ALDEA

PRS2 2 FEFLET.

W ® N o Uk~ W N PR

L = S S G Y
2 W N L, O

15.
16.

1S5HDY AT h~DA A ~—/L (P. 88)

T —=H =2 A7 )7 FDFELT (P.97)

T =gy =R 5 51 (P.98)

eEli o — LD ER (P. 107)

P o) — )L~D 1 7 A 2 (P.109)

T — AT v 2 A7 DEFT (P.109)

CA Risk Authentication tF— N +—E X D45 (P. 112)

CA Risk Authentication /77— A& FEH— & 2 DO LG (P. 112)

CA Risk Authentication — 3D A > 2 h— /L OEZR (P. 113)

La—Y T = —E 2D ER (P.113)

L A—YTE T A VT T T = 3 VDR (P.74)

.2 O HDY AT A~D CARisk Authentication DA A ~—/L (P. 116)

D2OHDYV AT AA~DY TV TS r— 9 OB (P.117)

. CA Risk Authentication & —/NLJEE T H 720DV TN T 7 r—

v a rOFE (P.117)

Yo INT T = a k) A7 ERECAE T (P. 119)

AVAMNEDOF =7 ) A LOiEH (P.82)

FE:

N7

D AT NFE TS5 B EREEIC CA Risk Authentication 2 A > A h—/L9°

BT DUFORICER LTS,

<install_location> \ZIFRFEA LT 5 FAL 200 X O LT IEEW ()
@H#SHN&*()_+={}]""72&) .

MySQL T —HF RX—ZAZIZ Ry b () XFEEHLTEITTEEEA,

IR ClX, A > A h—7 &£ H L T CARisk Authentication =2 > 7" —
I N EEREIIEE TS LI TEER A, BT R—3% b
BT A VA RV LTRL, AU A =L LTLTIEEN,

86 A AL—JL A4 K (Windows F)



AV A= EDF VI ADEA

m A UARN—VDOFEITHIE, A VA —=T U4 RUEALZRNWTL
SV, A A M= (EHCREDEED T [Cancel]l REZ &7 >
JLTA VA M= vZdik LA, FNETIER ST o LY
NUIX T NTHHEIBRESND LIIRY A, f VA= T L7 L
. <install_location>¥Arcot Systems¥, B L ONEDOY 75 ¢ L7 F U X
FEITI/ V=0T v I THLERHY £,

n  BETFD ARCOT_HOME DA » AHX LV ANRT TIZEEFNTWND AT A
ETA R N—=TEFETT DA,

m A VAM=T 4L M) EFRINEH A,

n T HAR—ADEy NT v T EERISNERA, A VAT
BEAF DT — 5 R—=A%HEHLET,

n S ket y 775 L0 ICERENEE A,

OB Va Al LTFO Ry I REENTWET,
1OHDY AT L~DA A —/L (P. 88)

T H =R A7 )T NDIELT (P.97)

TV = ay =AU 5 5 (P. 98)
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1D2BDUVATLADAV AL

B AT A A VA M—=/LTIE, 1 2HDY AT AT CARisk
Authentication %— %A A h—/L L £,

=i, 2R =R FEERLTA A h—/LTX 5 Custom
SR =B LET,

A VA M=V EEFICFATTHINE, A A M—NMIERATH—F T
#17 b3 Administrators 7 L — 2@ L CW D L2555 ) F 7

(A A M=V DY OFBAIHE> T OHAA VA =L YT F U=
T A= hRITRTA VA =L ER, T—F =2k k
Ty T ENTNWAHEZ EaMERL T TIEEN,
WROFINEIZHRES T TEIV

1. CA Risk Authentication-8.0-Windows-Installer.exe 7 7 f /LD &H 5T 4 L
7 MVIZBEIL, ZOT7 7 ANEX TNV v I LET,

2. [k~ %7V LTHRIMTLET,
3. [laccept the terms of the License Agreement] 473 a Vi8I L £7°,
(k~] 27V w7 LET,
FAVAP—TIZEoT, @O CCAREN A Ea—H (TSR
F—=LENTWENE I DPERSNES, A A M=V SNT=BEF
DO CAREREONERITE, A > A =T L7 NUDAN%E
RHDHTH T EINFERINET,
A A= NEEFEDO AL A X h—v (BEfF®D ARCOT_HOME)
R LT 5E
m VA=A T L7 M) EERINERA,
n T AAR—ZABLOM DT Y T v T RER SNV S
A VA N=FEBEGFEOT = _XN—AB LU LR ELHEHA L £
I, ZO», FIES OMmmNFRINET,
4. A A=V T4 LT N)DGFHREATIL, [Next] 7V v 7 L&
ﬁ‘o

5. [Custom] ZEIRL T, [Next] 27V v/ LET,

6. UTDarsR— b D5, LEORWNEDOEZRIFERLET, 7
THINVRTIE, TRTOa sy R—F FREREINTWET,

88 A2 A+—IL HA K (Windows F)
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5] : CARisk Authentication %— 3, 77— R EH X o — $— \ FHE o
V=)L (SDKBLIOY I T ) r—rarzl) B0z —
VBT 77 A V7 7TV =V a vk VA M—AT 2858
1. LFOA 7> g U2 RIRL £17,

a. U RZFHEH—

b. 7 —AFHF 22— F—

c. BHayY—L

d a2—%75F—%F—t'x

e. 2—PITET 0T AV T T T r—va

FE VTN T TV = a2 A =T 5T, [CARisk
Authentication SDKs and Sample Application] 73 3 » Z®IRL T, A
VANV ERFITLUET,

aR—F 2 MZBETAHERELLTORIIRLET,

[Component]

Description

U A7 RHEY—3

BEa Y= BDOLUTOY 7 T A NS D a7 Y

> (CARisk Authentication %—/3) A A A h—LINE T,

s U AT

= Configuration

Fo, ZOarAR—3% TR, = ANHBAENLTWDLLFD

Web —EZ2H A A h—LENET,

s U A7 Web ¥ — E R : CARisk Authentication — N2 1 5 U
27D Web R—2DF 0 S5 IS A B —T = — A%
Pt L ¥,

s T—YPHEHE Web ¥ —E R 22—V DIERL & E PO Web _— 2
Ta I I A =T 2 — AL E T,

s BHWeb YV —vVR: BHa Y=L THEAINS Web X—2AD
Ta I I A =T 2 — AL ET,

= AR 2 — Y—

7\

I — ZNCHKIGT BT 7 = h v BR— AN (CSR) (27— R & E| D
WCTHay Fa—x Py (F—AEHF2— P —N) AR
F— LET,

EEHE YLD T NTOA L AZ AL, DR TIE

P AEHR 2 — P — RNOHE DA L AF RO BEG TE E

R
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[Component]

Description

CA Risk Authentication
SDKB L7 v 7
IV r—a v

CA Risk Authentication F— N2 U XA 73 Y) 7 = A R 2Rk 3 5 7=
WIZT TV =2 a VbR 2N TEL v 7307 A
VH =T —RA% (APLBLOWeb —E2DENT) #BEEL F 9,
ORI —VlE, LTV T ariR—xr F THRESNET,

n U R 7 SDK : CA Risk Authentication %— N2 X 2 U A 7 4
HDlava 7 v 77307 4 02 —Tx— A% L F T,

n VN T Y — a3 CARisk Authentication Java APl D&
A J7EDH| 277 L E3, CARisk Authentication 23 IEF (2 A A
F—= L ENTWENE I DORER., BLOY XA 75U 7 =& |k
FFEITTEDEINE I DOWRIZHEATE £,

FEMIZ DWW TTIX,  [CA Risk Authentication SDK 35 &L O Web #-—E 2 D

RIE| BB LTSN,

T o) —)L

CA Risk Authentication —/ 38 XN A 7 FEHBEOFR E 2 & F T
HI2HD Web R—ADA L H—T x— A& L 9,

D= F— g PR

VL —y g F—Z~_—2Z (RDBMS) °FT 4 L7 I $—n
(LDAP) 72 &, K2 —H URY MVIZT 7 AT 5= 0h%tb
JEE LU THRETAUDS A v A R—L L E T,

ST BT 7 A
vy

F =B NSRS, FILa—FE-3For Ty Z—7F0
A—PIZKBLUROT 7B ALBED T V7 Vg v L OFELLS
FTHEESARIE L E T,
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1D2BDVATLADAV AL

3¥: Z O T [Evaluation Server] 47> g U EREIR L 2o T2 A
FIE7 225 FNE9 OBEEITFR RINEE A,

[Next] ZEIR L CTHATL E7,

1. 5T —HX_X—2RZ % A (Microsoft SQL Server, Oracle 7 —X% X— A *
72l Mysal) ZIIRL £97,

[(k~1 22V v 7 LET,

3¥ : Microsoft SQL Server & — % X— X 2 L T\ 5844, ODBC R
ANRON=Y g VIR [ F=F N X P —NDFE| DEICFEH SN T
WHLEDLERUTHDZ L HMERLTLIEEN,

2. BIRLET—HR—RIE LT, T—F_XR—2ADFEMEASI LET,
= Microsoft SQL Server Z Bk L 725513, L FORITR SN TV DHEE

MAEANTTLET,
INDA—7H Description
ODBC DSN ALA =T XZDOfEZEFEH L TDSN Z1ERk LEd, CARisk

Authentication —/N{X, ZDDSN ZfHEH L TF — & X— R |Z
Pae L9, HELES D AJIMEIT arcotdsn T,

F T R_—2 V—24 (DSN) 12X > T, ODBC KT A "%
R L CTF — =R DBRIC L E R G HWEE S 4

EFT, ZOHERIITT —FRXR—RAAL T4 LVI M) T—HX—
A RTZAN, 2—HFID, BLUORAT—RKREENET,

H— R CA Risk Authentication 7—4% A N7 DR A ML EZIXIPT R
Ao

TITFIVE A AK A
n W : <server name>
s 1 : demodatabase
LRIfTEA AL R

s 3L : <server_name>¥<instance_name>

s # : demodatabase¥instancel

% 5% 8> X LIZ CARisk Authentication BRI 5 5% 91



1 DBDUVATLADAVAN—)L

INTGA—A

Description

User Name

CA Risk Authentication 237 — X X— R |27 7 B AT HEEDT —
A RX—2 a—HL, ZOHRNE. T —F_X—2AFHFITL -
THREINET, (MSsaLServer TIE—fxHIIZ, ZD2—
S Tarz A EEOET)

ZO—WIE, B v v a COVERMER & DBA HERR M5 &
TWDLERD ) E T,

E 2 —Y4IXTT T A~V DSN &Ny 77w 7 DSN & TH
72 TCNDLERWH D FET,

Password

ERRDOT 4 — )V RTHRE L2 —FAIZBEEM T 5TV D
/XA T — K, CARisk Authentication 737 — # X— A |27 7 & A
THRIMHEHSINE T, ZONRRAT— RET —HF _X— REHE
WX o THRESINET,

T = A

MSSQL T — & R—A A A K L ADL I,

Port Number

T A R—=ANZE) VAN ) AT DHR—b, T 74V
rDOR—RE 1433 TF, =77 L. BIOR— NE2IEETHHEE
X, 207 40—V RIZR—MEEZATTLET,

m Ora

cle 7 — % _R— 25BN L= AT, 7 4 — /L RICLL FolE#R %

AN LET,

INTGA—AH

Description

ODBC DSN

AVARN—=FIXZOEZEHEM L TDSN Z{ER LEF, CARisk
Authentication ¥— /X, Z ¢ DSN % i il L T CA Risk
Authentication 7 — & N— X (ZHe L £ 9, #ELEI B AT
IX arcotdsn T,

F: T —H#_R—2 Y —24 (DSN) (2L~ T, ODBC KT A %
LT —#_X— R D BRI LB B E S 4L
FT, ZOBERITIEIT —FX—RL. T4 VI NI T —HF—
A RTAN, 2—HID, BIONNRTU—RFRREGENET,

User Name

CA Risk Authentication 37 —Z X—Z|ZT 7 AT HERDT —
HBR—=R 2—WH, ZOXLENE, T—F_XR—=2AEHEICL -
THEEINET, (MssaLServer TIE—fxHIIZ, ZDa—H
S TarzAr) EERNET)

ZO2—WIZE, By v a COERRMER & DBAMERRDMT 5 S i
TWB LB ) FE T,

2 —W4IXTF A~ Y DSN &8y 77w FH DSN & TR
IR CNWD BN D FE T,
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INTGA—A Description

Password o7 4 — L RTHELZ2—TLIZEEM T O TN S
XA — K, CARisk Authentication 237 —Z X— X |27 7 & A
TAHRICHERSNET, ZONRAT— REF—Z R— G
ko THRESNET,

Service ID P — N ETETEINS Oracle 77— X RX—ADA VAKX A%

#7 Oracle & 27 LB+ (SID)

Port Number

T R—=ANZE) VJ A N& ) A958R — bk, Oracle
T RX—=ZANY R 5T 74/ k FA— ME 1521 TT, 7=
L. BoFR— M EeRET 58T, 207 4 —/L RIZAR—h
EE AL ET,

RA N

CA Risk Authentication 7—% A R 7 DR A N7 1P T KL
Ao

m WX : <server_ name>

s #]: demodatabase

MysQL ZER L7561, R OEmEASI LET,

INTA—A

Description

ODBC DSN

A VA RN—=FITZOfEZHEM L TDSN Z{ER LEF, CARisk
Authentication J-— 3%, Z ® DSN Zfifi H L T CA Risk
Authentication 7 — & X— X (ZHe L £ 9, #ELEI LB AT
X arcotdsn T,

F T —H =R Y —2% (DSN) (ZXL - T, ODBC KT A %
L CT — 2 _X— AT DR IC LB B E S 4L
F9, ZOBMIIIT —FX—=A4L T4 L7 N T —HN—
A RTANR 2—HFID, BLOSRAT—RKREENET,

P—

CA Risk Authentication 7—4% A 7 DR A ML FETZI1XIPT KL
Ao

T F IV A VAR A

m &3 : <server_name>

s fi : demodatabase
AT EA AL A

s 3L : <server_name>¥<instance_name>

s # : demodatabase¥instancel
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INTGA—A

Description

User Name

CA Risk Authentication 237 — X X— R |27 7 B AT HEEDT —
A RX—2 a—HL, ZOHRNE. T —F_X—2AFHFITL -
THESNET,
ZOa—PIZIE, By v a  OIERHEIR & DBAMEIR T 5 S 4
TWD LR s D F T,

Er a2 —Y4IXTT T A~V DSN &Ny 77w 7 DSN & TH
T2 TCWDLER D FT,

Password

FEROT 4=V RTHRE L2 —4ICBEEM T BTV D
/XA T — K, CARisk Authentication 237 — % _X— |27 7 & &
THERIEAEINE T, 2ONRNRT— RET —Z_X—REHHE
WX THRESINET,

TP R

MySQL 7 — & N— A& A A K U ADLTH,

Port Number

T—=HR—=ANZGV VA2 AT 5HHR— T, MysQlL
T—BRXR—=ZANY AT 5T 74V~ A— I 3306 T, 7=
7L, MoOR—=FERETLIHAIT. 207 4 —/L RIZHAR—k
BEATTLET,
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1D2BDVATLADAV AL

1. T—HXR—RZIEFIZHERHR TE L0 E DT A T 5HI121E,  [Test
DataSource] ™"¥ &7V w7 L THREREEZMIELET,

(k] 227V v 7 LCRITLET,
2. Skt N7 v T, LLTFOIEREZEE L E7,
TRE F—

<install_location>¥Arcot Systems¥conf¥securestore.enc (ZF&#l S 41,
T AR A SN T — 2 B LT 57D SN D
YAL F—DNRAT = REHELET, 774/ TR ZOfE
IE MasterKey [ZREE SNV TWET,

F A VAP NRICY AL F—DEEEFETHHAE. Ly
~ AKX —DfEA#H L T securestore.enc Z AT HMLENRH
DET, MOV TE, M A=A BEON—KRT =T &
FalT 4 BEVa—MEROEE] 22 LTSV,

HSM D EXTE
W — 2 ORI~ R =27 X2 VT 4 TV 2—/b
(HSM) ZfEFHT A0 E I AR ELET,

IOF T arERIRLREWVEGES, 7 74/VRTHEE, Y7 o=
T = REHEHAL TR b S ET,

PIN
HSM ICHERe T D700 DA T — RERE L £ 1,
Choose Hardware Module

Luna HSM & nCipher netHSM D 2 SO A7 a vk 5
HSM Z8E L £7,

HSM /35 A—4
IO HSM IR &2 EL £7,

m Shared Library : HSM [Zx%fii~9" % PKCS#11 2657 4 7 F U i
P PAPZN

Luna (cryptoki.dll) 33 J X nCipher netHSM  (cknfast.dll) D3GE
%, 7 7 A NVORERI AN L ARTEFRE L ET,

= Storage Slot Number : 7 — % OWF 5L H 412 3DES F—
ME I RIREZR HSM A 2 |,

Luna DA, T 7 4V MEIZ 0 T,
nCipher netHSM D54, 7 7 4 /L MEIX 1 TT,

% 5% 8> XT LIZ CA Risk Authentication ZBEIT 2 5%E 95



1 DBDUVATLADAVAN—)L

3. [W&k~] #27 Vv LET,
4. [Install] 22Uy L. A A =)L T2 %2HEL ET,

3¥: CARisk Authentication A > A h—/L L TWABEBIED S 2T AT
Microsoft Visual C++ 2010 x86 2372 545 1%. [ Microsoft Visual C++ 2010
x86 Redistributable Setup] HHNERINET,

[ Microsoft Visual C++ 2010 x86 Redistributable Setup] i C, LA FOF
JEZRAT L ET,

a. [l haveread and accept the license terms] F 73 3 » Z®IR L T,
[Install] 227U > 27 L%ET,

b. [%T] #7Vvy7LET,
CA Risk Authentication DA > A b—/)LZ#ifT LE T,
5. [KT] 22027 LFET,

F A VARN—ARET LIS, UBOE 7 v a OFBHICE-TA A
M=% DH A7 FLTLTLTEEN,

A RA—)L a5y

A VA M=)V D5E T, <install_location>5 4 L7 U DA A h—)L 1
7" 7 7 A )V (Arcot_RiskFort_Install_<timestamp>.log) |27 7 A TCXx £,

Bl: £ AR—T 4127 KU &LTCY¥ProgramFiles7 ¢+ L' 7 KU %
ELESAE. AV A=l 75 A )LiL CY¥ProgramFiles T 4 L7 K~V
WZAER S L E T,

A A R= DM LPOBBETRILZGE, =7 — A vy®—UFZ0
0y 7y A IEEINNET,
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T—AR—X XY TrDEFT

T—HAR—Z RYYTrDEFT
T—=HRX—=A A7 VT NeFITT D%, LFORIEICHENET,

BE: 71500, [F—FR_R—X Y —RORE] BV ¥ a TIERL
FFLELRILT—R—2a—PL L Trl A LTWNWAI EAMERL
TLTEE,

WOFIBIZRE-TLFFE W :

1. UFoT 4L 27 NUIZBEILET,

<install location>¥Arcot Systems¥dbscripts¥

2. LTS T = _"—=XZG LT, UFDOH 7T 4 L7 b UICBE)
LEY,

m Oracle ¥} : Oracle¥
m  Microsoft SQL Server DA : mssql¥
s MySQL DA mysql¥
3. A7 VT FERITRINEF TIITLE T,
a. arcot-db-config-for common-2.0.sql

EE: CA Strong Authentication 8.0 %1 > A h—/LiFE L DLA X,
arcot-db-config-for-common-2.0.sql #3217 L 72T 72 &0,

b. arcot-db-config-for-riskfort-8.0.sql

c. BDEFa7 FrRNVElERT DUENDDGEIIDHR, 47
> .2°) arcot-db-config-for-3dsecure-8.0.sq|

d. (7> z2) =P8 7740 72T 258100
I, LT a<ws REFEITLET,

arcot-db-config-for-userprofiling-2.0.sql
F—BR—RDEINT T DR
WBIRT —H =2 27 U7 N& 34T LTI-t%, CARisk Authentication A
F—vDIELHEEL TS Z LM LE T,
WROFIRICHE> TSV

1. T—HRXR—R% A A =)L L7T-z2—H% & L T CARisk Authentication
T—ERX—RZu A4 LET,

% 5% 8> XT LIZ CARisk Authentication BRI 5 5% 97



TV r—ar Y—n\EEKT A%

F T T — R XA S TWAERIT. T—FR—2A5%T v/
T —RLlza—HL L TCTF—4_X—R|Zar/ A LET,

2. UTFOr7x) 2T LET,
SELECT SERVERNAME, VERSION FROM ARRFSERVERS;

faik e LT, LTFTOHANERFISNET,

SERVERNAME VERSION
RiskFort 8.0
RiskFortCaseManagement 8.0

3. 5‘*\—‘&/\\\‘_‘;{ :\/y_,l/yj)gmeW}\LiTo

TIVr—ay Y NEEET B

CA Risk Authentication D 2 > R—FR > h ThHDH2—W T —X $—E R
(UDS) BLOEH a2 Y —/LE, Web X—Z2D ALY R—32 hTHY,

UTOVRE— BT T r—ay =0T NICEBE L £,

m  Apache Tomcat

= |[BM WebSphere

m  Oracle Weblogic

m JBoss 7Y r—T g =

BIRLIET 7TV =gy =N ZNHDOWeb 7 ) r—2a0d
WAR 7 7 A V& BT AR UDS B L OEH o v ) — VLB 7 7 A
NaT ) r—va = "omRganicat—1LFEd, Zoks
YarTiE, TV =Ygy =N IBERE ST 7 A Ve o —
L. AFDOWeb 77V r—3 a3 ®WAR 7 7 A /L& BT 2 FINEIZ OV
T LET,

1. Java h— 2D EE (P.99)

2. TV =g ~"DT—HRX—=A T ITEA 77Dzt — (P,
99)

3. 77U —3 52— 3~D IDBCIAR 7 7 A /LD = E°— (P. 103)

4. Enterprise Archive 7 7 A /LD {EEL (P. 106)
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FIVr—Lay —NERRT BFE

Java IR— LD

1 —

a3 JE

ROFNECHE> T TZE 0

1.

JAVA_HOME BRBEAH AR E L TWDH Z L 2R LET, D
JAVA_HOME |X, =—H¥F D7 7Y rr—3 3 > % —/3 JAVA_HOME TH 5
‘/[Z‘gﬁ§g?) D i‘a‘o

%JAVA_HOME%¥bin¥ % PATH ZXUZEMLE T, &R0 T25E,
BHlo Y — L, UDS, BLUZDMOD IDK fFz iR —3 > F i
B LRWAREERH Y £77,

ToI)r—ay Y—I\ADT—ER—X TR IT7/I)LOAE—

Apache Tomcat

UDS BLOVEH o Y — )L T, T—HRXR—=RIERBIZT 78 AT 57D
WCULTO7 7 ANVEMEAHLET,

arcot-crypto-util.jar, LA FOBATIZH D 97,
<install location>¥Arcot Systems¥java¥lib¥

ArcotAccessKeyProvider.dll, LA TFOEGETIZH Y £,
<install location>¥Arcot Systems¥native¥win¥<32bit-or-64bit>¥

CA Risk Authentication = > R—% > FE BB LT 7Y 7r— 3 > —
ORISR INSD T A at — LET,

T AN At =452, LLTOFMEICHENET,

1.

arcot-crypto-util.jar 2 <Tomcat_JAVA_HOME>¥jre¥lib¥ext¥ (Z 2 &' — L &
R

¥: 2 ZC. <Tomcat_JAVA_HOME> L. Apache Tomcat 1 > A& > AT
KXo THEHA S5 JAVA_HOME =3 L7,

ArcotAccessKeyProvider.dll 2 <Tomcat_JAVA_HOME>Y¥jre¥bin¥ |2 = &'—
LEY,

TV =Ygy =" HREEHLET,

Padasd
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TV r—ar Y—n\EEKT A%

IBM WebSphere

T ANE A —F512%, LFOFIRICENET,
1. WebSphere Administration Console {272 71 > L £9°,

2.

a.

[Environment] - [Shared Libraries] #27 U v 27 L¥9,

A ATARMERGPR 2 IR L £, #HICIE, 77 r—va v
BT 52—y b = "EIT ) — FE2E050ERH ) £,

Cogl) 220 v 7 LET,
Az AN LET,
Bl : ArcotINI,

7T ANAEIRELET,

Z DsRAVX, arcot-crypto-util.jar 7 7 A VIFEL, T 7 A AN
GENDEGI AR L TV ALERH Y 97,

] : C:¥Program Files¥Arcot Systems¥java¥lib¥arcot-crypto-util.jar
INIGATFY R2EAHLET,

Z DAL, ArcotAccessKeyProvider.dll 7 7 A L INMFLET BT &
FBLTWORERH Y £7,

[Apply] 27V v 7 LT, BHEERGFLET,

4. Y—NRL_)VD7 FTAO—HERELET,

[Servers] - [Server Types] - [WebSphere Application Servers] (2%

LETS

a.

b.

o

[Application Servers] T, % — SOFBE—IIZT 7 EBALET,
[Java and Process Management]-[Class Loader]| %27 U v 7 L £,
Gl #2707 LET,

7 7 4V k@ [Classes loaded with parent class loader] % &R L C,
[oK] 227 U v 27 LET,

HEAEksn/i-7 7 A2Aa—X1Du7 ) v7 LET,

7 Z A a—H® [Configuration] ~—"C, [Shared Library
References] Z#7 U v 7 LE7,

[Add] - [ArcotINI] - [Apply] #27 U v 7 LET,
EHERFLET,
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Oracle Weblogic

ArcotAccessKeyProvider.dll 2 <WebSphere JAVA_HOME>¥jre¥bin¥ (Z =
I:O e L i ‘a‘o

Z Z T, <WebSphere_JAVA_HOME> X, IBM WebSphere f > A % >/ AZ
Ko T &5 JAVA_HOME #3%& L 7,

WebSphere % i #E) L £79°,

T AN At =452, LTOFIEICHENET,

1.

o v o~ W

8.
9.

ArcotAccessKeyProvider.dll Z <WebLogic JAVA_ HOME>¥jre¥bin¥ (Z =
E—LE7,

Z ZTC. <Weblogic JAVA_HOME> L. Oracle Weblogic -/ > A ¥ AT
Ko T &N 5 JAVA_HOME 2% L £7°,

arcot-crypto-util.jar 2 <WebLogic JAVA_HOME>¥jre¥lib¥ext¥ (Z =2 E°— L
EJURN

7 9 Weblogic 12 X » Tl &4 5 )72 <JAVA_HOME> Z i L
TLEE N,

WebLogic Administration Console (272 71 > L £ 77,
[Deployments] (ZFEI L £9°,
[Lock and Edit] 47> a v &H&ZLET,

[Install] 227 U » 7 L C, arcot-crypto-util.jar 7 7 A LINGENDT 4
L7 RUICBEILET,

(Next] Z#27 Vw7 L. 77V —a b A VA=V TVAZL K
ZhEET,

[Next] 227 VU > 27 LT, [Summary] X—T %R FT,
[(5¢T] 227 Vv 7 LET,

10. EHEADTLET,
11. —_"EFEE L F T,

% 5 & 8> XT LIZ CARisk Authentication BRI %A% 101



TV r—ar Y—n\EEKT A%

JBoss 7 ) —i 3> H—N

T AN At =452, LTOFMEICHENET,

1

ArcotAccessKeyProvider.dll Z <JBoss_JAVA_HOME>Y¥jre¥bin¥ (Z=2 E°— L
£

7¥: 2 2 C.<JBoss_JAVA_HOME> [+, JBoss 7 /' U 7r— g v H—s3 A
VAL ALK S THEH E IS JAVA_HOME 2% L £7°,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ & V95 7 o /L & 4
% ER L, <ARCOT_HOME>¥java¥lib 2> 5 LU R D JAR & 2D 7 4 )L A
iZav—LET,

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[ U7 /L4 (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥)
(\Z modulexml & WO ZHTT, LFDa— REROY7 7 A VEERR L E
7,

<?xml version="1.0" encoding="UTF-8"7>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV r—=Yar ="l LET,
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FIVr—Lay —NERRT BFE

T I)5r—32 H—/NAD IDBCJAR T7A)LDaE—

Apache Tomcat

IBM WebSphere

CA Risk Authentication I%, UL F® IDBCIAR 7 7 A V&V IR— hxf& DT —
&“\“_‘;W:le‘gk ]\/jz‘j‘o

m  Oracle 10g : Oracle JDBC Driver (10.2.0.1.0)

m  Oracle 11g : Oracle JDBC Driver (11.2.0.2.0)

= Microsoft SQL Server : MSSQL JDBC Driver (1.2.2828)
=  MySQL : MySQL JDBC Driver (5.1.22)

DFDt®Z v arTlE, 7—2_—Z 2872 IDBCJAR L FDO T 7Y
r—ary =N abt—F 570D FNEICOWTEIH L £,

WVEL72 IDBCIAR 7 7 A /v 2 B —F 2 121%, LT OFNEICIENE T,
1. <Database JAR> 7 7 A /W& X U — KLU BEI L9,
2. <Database JAR> 7 7 A WELLTFDOT 4 L7 FJIZab— L%,
m Apache Tomcat 5.5.x DIFH : <TOMCAT_HOME>¥common¥lib¥
m Apache Tomcat 6.x B XN 7.x DIFE : <TOMCAT_HOME>¥lib¥
3. 77U r—vary =L ET,

VB2 IDBCIAR 7 7 A V& A B —9 5121, L FOFIEIZHENE T,
1. WebSphere Administration Console |27 71 > L 7,

2. [Environment] - [Shared Libraries] Z#7 V v 7 L%¥9, LLFOFIEIZ
EWNET,

a. [Scopel U A MDA Zh7p al R PEEIH 2580 L £ 97, I,
TV r—ya U ERBHTAX =Ty b —REIT ) —FEE
OAHMEENH Y F9,

b. [HH] 227V vy 7 LET,
c. ZHiZAJILET (I : JDBCIAR) .
d 7I7ARRERELET,

FEE: Z D/NA|L, <Database JAR> 7 7 A VINTFIEL., 7 7 A V4
DEENDLIEGER L TOAMENRHY 7,

% 5% 8> XT LIZ CA Risk Authentication ZBEId 5 5% 103
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e. [LEM] #27Vy27L%ET,
3. =RV DI TR —FERET DX LLTOFIRICENET,
a. [Servers] - [Server Types] - [WebSphere Application Servers] |2

#LFET,

b. [Application Servers] T, &XEZ1T O T —"OWEX—VICT /&
ALFET,

c. [Javaand Process Management| %7 U >~ 7 L, [Classloader] %
7V w7 LET,

d. DI#] 227U vy 7 LET,

e. 7 7 # /L KD [Classes loaded with parent class loader first] % %4 L
£

[ok] #7 Vv 7 LET,
f. HEVEREINEZFA—XIDE7 Y v 7 LET,
g. [Shared Library References] #27 V v 27 LE7,

[Add] Z727 Vw27 L7 [IDBCIAR] Z#EIR L. [Applyl #7 V v
7 LET,

i REEZRGFLES
4. 7TV r—var —"EHEHLET,

Oracle Weblogic
V72 IDBCIAR 7 7 A )& 2B —3 H1Z1E, L TOFRIEIZEVET,

i¥: Oracle 77— % R_X— 2 & L CW 54, Weblogic 137 7 # /L T
Oracle 7—# RXR—Z %Y R— KL TWVWELEDT, 2Ok 7 a rTHPAEIN
TWAREETORNTI N,

1. <Database JAR> 7 7 A /L% <Weblogic JAVA_HOME>¥lib¥ext¥ |Z = &°—
LET,

Z Z . <Weblogic_JAVA_HOME> [X, Oracle WebLogic f > A% > A|Z
KXo THEHA S5 JAVA_HOME =3 L7,

2. WebLlogic Administration Console (Z &2 7' > L £,
3. [Deployments] (ZENL F 9,
4., [lockandEdit] &7 v a r#HZLET,
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TIVr—ay —n\E£HFETH5HE

g

7.
8.
9.

[Install] #27 Vw27 L, #%7 <Database JAR> 7 7 A /LINE F 4L
L5747 MUICBEILET,

[Next] #27 U > 27 L. [Application Installation Assistant] ~<—3" % [f
TET,

[Next] #27 Vw27 LT, [Summary] _X—T%F/rLFET,
(52 T] 227 V> 27 LET,
EREANMZLUET,

10. 77V r—y gy —R"EHEE L F9,

JBoss 7T r—a> H—N

Vo872 IDBCIAR 7 7 A V& a B —3 5 (21E. LLFOFRNEIZHEVE T,

RDOFIRIZHE-> T =LY

1.

Z DT FIVHIZ <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W T VAR EERR L. £ DT 4V X IDBClar 7 7 A L& 3
v—LET,

<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ (Z module.xml & >
IHHTT 7 A NVEER L ET,

T AN, LLFODa— REBMLET,

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>

IDBClar 7 7 A W4 Z$EE L CTWA X 7T [<JDBCJar Name>| #HRtE
LET,

#i : sqlidbc.jar

TV r—=vary =" HEEHLET,
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Enterprise Archive 774 JLDYERL

Oracle Weblogic 10.1 THE%h

FT7 4T, UDS &M Y — LERETA7-5HD WAR 7 7 A LA
fEftsnEz T, REISLT, 2607 7 A VO % Enterprise
ARchive (EAR) ICZEHE L, EAR 7 7 A LV Z B TX £7°,

UDS L& ) — )LD D EAR 7 7 A IV EARNC AR TE £4, £/~
X, WD Web 7— A TG H—DEAR 7 7 A NVEAKRTDHZ LS

TEET,

BERID EAR 74 ILDAERL

T OFNRIZHENET,

1.
2.

axr R 7ur7 U4 RUERREET,

<install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 1 L

7 NUICEBEILET,
EAR 7 7 A W EAERR T DI2I1E, T a~y REFEITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<filename.war>

ZDavy RZE->T, LLFOGATICERBIO EAR 7 7 A VDA S 1L
EJEaN

<install location>¥Arcot Systems¥java¥webapps¥

BE—OEARI7ZAILDER

IR OFNEEFAT L £,

1.
2.

av RN RUZBEET,

<install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 1 L
7 FUICBELET,

EAR 7 7 A N ZARRT D I2IE, BLFDa~ s Fe2ITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warList
arcotadmin.war arcotuds.war

ZDavxry RiZkoT, LTOGEMICHE—DEAR 7 7 A VD ER S 1L
£

<install location>¥Arcot Systems¥java¥webapps¥
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TIVr—ay —n\E£HFETH5HE

Vaday

56

6

X

=

 BEOVY—ILDOER

B o ) — T = RRIED N AT~ A ARRE LT AT LADEH
% F4T T 5 CARisk Authentication ~D 7 T T W X— 2D A o X —
7z —ATT,

CA Risk Authentication Z & ¥ 9" % 721X, CA Risk Authentication J-—/323
AUVAR=LENTNWEVAT A, B —VINEKRA NG TT 7k
ATEDHZ L EMHERLET,

5¥: IBM WebSphere 7.0, 8.0, F721X 85 |[ZFFla Y — L& BT HHE
i%. {14k TIBM WebSphere ~D& =2 vV — /L DER] OFHE S LT
<TZ&EW,

WOFNAUE> TS TEE N

1. 77U r—2ay =077 « L7 U IZ arcotadmin.war %
FERLET,

FERBEFIEZ, FHLTCWAT U A— g =Nk o THEA
D E9, FEMARFIEICZOWCX, TV r—v gy =R R F—
DRF2 A MESZRLTLTEEN,

#1 : Apache Tomcat D& 1%, <APP_SERVER_HOME>¥webapps¥ |2 WAR
T AN RATHALENRD Y £,

F6E: EEOVY—ILOER 107
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2. (32 £ FDWebSphere) : 77 ) r—vay 7y A VREHEND
Lo Admin 7 T AEZ e — RTAL9ICEELET,

a. [Application] - [Enterprise Applications] {Zf£8) L. [Admin settings]
/\0_7‘26177.121 Li‘a‘o

b. [Classloaderorder] . [Classes loaded with local class loader first
(parentlast)] 47> a &R LET,

c. [WARclass loader policy] T. [Single class loader for application]
IR L £,

d. [HEA] 270 7 LET,
e. Admin 77U r—T g A HERLET,
3. 77U r—vary—R_"eEEHLET,

4, AV — ANEFICEBINTWA Z L 2MHRT 5123, LLTFTOFIE
IZREWVE T,

a. LLTOSGANCBE L £,

<install location>¥Arcot Systems¥logs¥

b. fEEMDTF (¥ T arcotadmin.log 7 7 A VZBAE ., LLFDIT% 7o
JET

= 203
m  Administration Console Configured Successfully.

F oo B oy Y R EFRICEBENTWAZ L%
i_\‘l/—(b\jzjﬂo

c. 27 757 AT FATAL. B L CFWARNING DA v E—U 0" EaE N T
DR EERERLET,

d 77ANVEHALCET,
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EEIOY—ILADAY A

EHEaOVY—IILAOOY (Y

WO TEHa Y=l A4 35 & &, BT — 2 _X— R (ICH
IR EESND MA (v A X EFLE) REEEREZFEH L £,
WDOFENEICHESTLTEE

1. Web7 7 U% U4 RuT, BHaryy—La2EELET, HHHo
VY —=VDT 74/ N URLIZLLFD LB TT,
http://<host>:<appserver port>/arcotadmin/masteradminlogin.htm

F: FEOURITHET A A X A AN— FOERIT, EHa Y —)L
FEBLET ) r—2ary =00 THLIVNEND Y £77,

#i . Apache Tomcat D& 1L, 7 7 4/ b # X Flid localhost TH U |
v— M 8080 T,

2. 7 7 # /L h® Master Administrator 7 7 7~ 7 LT 3y L2 fd
LTl A LET, RAHERIZLLTO B TT,

s —W¥4 : masteradmin

m NAU— K : master1234!

FT7E: J—rRAMNYT FRINDELT
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EHEOLY—IILADOOS A

TP XA E, INEDEY T S X ATITONWTEAT S
U4 P—RFEO a2 T, 1E00EHY) Uk, T—hA Ty
TR AT B FAT LT THEC R £,

[T — b A NT o7 X A7 OFELT) ([T, T 7 4/ F ORI
TAHSZFM L CBSMLENDHD £7,

FIAILED AR

Administration Console Z &R 3% & | #ik2S 1 DHEWWII/ERL SV E T,
Z O#ERE 7 7 40 F O#FE (DEFAULTORG) & FEIEH £, H— Ok
VAT AE LT, T 740 hOMEE, Eh oA ERETICERE S
THEHTE 7,

T o) — L& H ] L T CA Risk Authentication D E L2 1R 5121, LA
TOEATZFITLTC VAT LDT — A NT v TREZWILT D04
HERHY ET,

n T FIV DT AAEHERAT — ROEH
n So— N F— TULDORIE
n T 7 3L FOMBEOREETRE

WOFNEIZHE - TL 7ZE 0
1. [BA%R] #2V v LET,

2. [BUEDOASATU—FR] | AR T—FR] | [NAT— FORER]
EANL, [k~ 2270 v 7 LET,

3. UFD7 44— FRIZADLET,
SFa—nNJL F—5K)L

N R T E703Y 7 Y = TR RICEfRZe S, =2—FB X
kDT — 2 2 b T 57D S5 b — %28 E
L ¥ 7, CARisk Authentication CiZ, "— KU =7 £7=XV 7 k
U7 R—ADET — X Ok b EEHTEET, T 7401
TIEY 7 Ny =7 X—=ZADOK SN HZNTI M, arcotcommon.ini
TrANEFAL TN Ry 2T XR—=2D bz A TE %
To N— Ry =T O ALEZHEH L TWD5EE, 20T ~UKE,
HSM 7 /34 ANZHEAN S AL TN B SEEED 3DES F—~D S (KA
X)) LLTOHRERELET, TDOD, HM F— UL L —F§
HUERH D ET, VT RN 2T R—=ADEEALDOLE., 20D
AU — L U THERE L £ 97,
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EEIO Y —ILADOAT A

BE: 7— M2 NI FubAOETHRIZ, 20X — 7L h
FHTHZ X TEFEEA,

EELRAN— BT
IOFTvarERELT, B X —0T —F X=X (Y7 K
T T) ISR TVDED, HSM (ON— R =7) ([ZKH S
TWbHnaERLET,

4. [R~] 22U v LTRATLET,

5. 774/ FOMBIZLLTONRT A=F 2NN, R~ 270 v
LEY,

K4

HMEO DN RT WARTIEZRE LET, ZO4RNL, BHa Y —
NOMDFTXTON=VB LIV AR— N RIZRRENET,

EEERMAN=X L

T 7 4V b ORI BT 2 EEE OIEEH SN D A =X A
PEELET, oy VY— T, BEER A LT B
AFD3EHEORGE S EYR—F L TWET,

LDAP L—H /XX —F

Mfﬁ%‘?ﬁi‘?% L7 FU =B RIS TV D ERENRD
ruun TH;—EE%1%)EH Lfntunﬁéﬂé k;gfj: 'J/?F_ﬂbij‘o

TDORAN =R LEEREOREERT 5. 2=V F—
4 H—E 2 (UDS) DJERR] DORBIIAEV Y, UDS Z B L 97,

AKX

Mfﬁﬂ > V=)V THRAE S D AR B DFRFE ST ANVE B D
WREICH SN D Z L 2EEL£T,

WebFort /X —K

TRRIETE R 2% CA Strong Authentication ¥— /32 K o THRITE J:Zﬁ
MAESND Z EEZELET, 203 T a 2T 5IC
CA Strong Authentication % > A h—/L L £,

CA Strong Authentication D1 > A k— L33 L OREE DFERIZ D
WX,  [CA Strong Authentication f A b—/ L3 K OVERE A
AR 22RLTIES0,

6. UToEwmz AL, [kR~] 227U v LET,
Ja—nL X—nER
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FIZFNRTIR, BRLEA T g o REESNES, FEoF
ECHRE L= a—r0L £ — F-UL 28R LT, #izlck 51k
DTNV EIRETHHEAIE. 2O T g VAR L £,

F—3R)

[Za—rL =DM 47y a v 2 BRER LS, 7
74V ORI K L TERT2H Ly — IV ERELET,

ERIERL—D 24T

WE b —RNT == (VY7 hT=T) (KM S5 D HSM
(N=Fo=7) TSNS 0ERLET,

7. [Tl %2V v LET,

8. (AFvayv) [#f #7 Vv LT, BHaryY—LaHEHT5
IENDORTEIERFE T,

CA Risk Authentication H—/\ H—E X DA

CA Risk Authentication —/ "ZEE3 5 (21%, L FOFNAIZIEVNET,
1. TAZ by 7 U4 R LD [AX—F] RE &7 7 LET,

2. [&E] - [mrbr—n ] - [EHY—L] - [P—EZ]
ﬂ_‘tvbs”_‘ }‘ Lij—o

3. [CA Risk Authentication Service] Z RO THE 77 Y v 7 LET,
4, Y= 20vU 4 FUT, [Bk] 227V v 7 LET,

CA Risk Authentication ¥— XA B EH—E XD BB

CA Risk Authentication 77— A EF - — X #1579 5 121%. L TFOFEIZ
EVET,

1. FRAI by T U4 RO LD [RF—F] RErEksY v s LET,

2. [WE] - [=2rba—oixn] - [BHY—V] - [—EX] (B
BLET,

3. [CARisk Authentication Case Management Service] % @2 THX 7 /L7
Uy 27 LET,

- 2ROy s FUT, [BAR] 227V v LET,

s
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CA Risk Authentication H—/SD A2 A—JL DFESE

CA Risk Authentication H—/\DA VA —ILDFER

P APEFICEE L2 2 & 2R T 51013, UFORIECHENET,

1.

x:

UTOEICBE L £7,

<install location>¥Arcot Systems¥logs¥

=B D5 ¢ ¥ T arcotriskfortstartup.log 7 7 A V& B & . LI FDOIT%
RO ET,

m  STARTING CA Risk Authentication 8.0
m CA Risk Authentication Service READY

fEE DT ¢ X T arcotriskfortcasemgmtserverstartup.log 7 7 - /L % [
., UTOITZ2RDSITET,

m  STARTING CA Risk Authentication Case Management Service 8.0

m CA Risk Authentication Case Management Service READY

177 7 7 A JLIZ FATAL B LTV WARNING D X v —U RN &N TR

WZ LR LET,

11—

Y T2 —EXDER

CA RiskMinder IX, U L — 3 F L 5 — % ~X—Z (RDBMS) 7>, £ 7213 UDS
ZfEH L CLDAP — "G EE—Y 5T — X |ZT 7 B AT&F T, UDS

(=N

RiskMinder (Zx} L C, #lfklIc Lo TR EINZV— K X—F ¢ T—X

VRS Y ~D—ALART 7% 223 p &g ¢4,

ROFNAGE > TS TEE W

1.

TV r— g Y— T arcotuds.war FELET, ZOT7 7 AL
T T AT TEET,

<install location>¥Arcot Systems¥java¥webapps¥

7= & 21X, Apache Tomcat D551, <APP_SERVER_HOME>/webapps/ (Z
WAR 7 7 A Nz BB D MENH Y £7,

FEBTFEIEZ, FHLTWAT Y r— g0 =2 TR
D FEI, FEMRFECOWTX, TV =gy =N R_ o F—
DRF2 A 2SR LT TEZN,
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CA Risk Authentication H—/\D A A— L DFER

2.

(WebSphere &) 77U r— gy 77 A LDNEHFREIND L. UDS
I A —RTHEIICRELET,

a. [Applications] - [Application Types] - [WebSphere Enterprise
Applications] ([ZfE L. [UDS settings] H[E(Z7T 27 A L9,

b. [Classloaderorder] . [Classes loaded with local class loader first
(parentlast)] 47> a v &ERLET,

c. [WARclass loader policy] T. [Single class loader for application]
IR L £,

d. [Applyl 27V w27 LT, BHEEHRFELET,
TN =g v A EEE L ET,
UDS 2N IEFIZ BB S =& 9 na ezt 2 itk

3E: UDS BB H oo 1 508k 1T arcotuds.log 7 7 A LME S E
‘j—O

a. UTOEICBELET,

<install location>¥Arcot Systems¥logs¥

b. fEEDTF ( ¥ Tarcotuds.log 7 7 A VZBAE . LLFDIT% Ao
£

m User Data Service (Version: 2.0.3) initialized successfully.
ZOATIX, UDS NIEFICEHA SN L2 R L TWVET,

c. Fm. 1 Z 77 AT FATAL 5L CPWARNING D A v —U RN Ea %
TNz ELiERLET,

d 77 ANVEHUET,

E9FE: A—HYITETAIFAULY 7T
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CA Risk Authentication —/\DA 2 A—JL DFEEE

a—WITE a7 7 A U2 (UBP) BT /ML, T —Z BARTDEAIT,
FALa2—YEZITFOET SV —FOa—FICLLLURIOT 7+ & L,
EDO T oI varEOEURELITHERZRELET, CARisk
Authentication [ UBP 7 7"V 7r—3 3 > L alfE L CHEBMEA a7 2B L.
xR FHMA 2 TITEDET,

UBP Z B9 5 1Z1%. ca-userprofiling-2.0-application.war 7 7 A /L BN NLEET
E

IROFIEIZRE > T TEEIV

1. 77V r—3 3> %— 3T ca-userprofiling-2.0-application.war % JE[#
LET., ZOT7 7 AMILLTOHGHRICH Y £7°,

<install location>¥Arcot Systems¥java¥webapps¥

#1 : Apache Tomcat D355 1%, <APP_SERVER_HOME>¥webapps¥ {2 WAR
TrANEREALET,

FBREFIEZ, AL WA T U r— g =2k o THEA
DET, FEICHOWTCIL, 7Y =g NN LD R
A MBS LTSN,

2.  (WebSphere D4 77V ir—a vy 77 A VNEHINDS L, UDS
J I AEHE—RTHEIICRELET,

a. [Application] - [Enterprise Applications] - [UDS Settings] (28 L
ESr s

b. [Class loader order] . [Classes loaded with local class loader first
(parentlast)] A7 a U &EBIRL £,

c. [WARclass loader policy] C. [Single class loader] &R L £7°,

d. bcprov-jdk15-146 jar 7 7 A /L %
<ARCOT_HOME>/sdk/java/lib/external 7> HLL FO&GATIC 2 v — L &
75

<JRE_HOME>/lib/ext 7 4/ 4

7¥: 2 2T, JRE_LHOME % WebSphere 7 7' U r—3/ = > H— (T
LoTHEHEIND jre A A F—/LTT,

e. LEM] 227U v7 LET,

(Weblogic D5 : H— NoN—F ¢ DIDBC N 74 NG/ TS ik
IZOUTIE, Weblogic D FF= X fERMEL TS ZEE0)

3. 77U r—y gy —_"ZHEEEL £,
4, UDS MIEFIZEFREIN TS Z L2l L £7,
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¥ UDS BEE O 1 75k IC 1T arcotuds.log 7 7 A VMER S
E

a. UTOLIICBEL £,
<install location>¥Arcot Systems¥logs¥

b. {EED=TF (¥ T ubp_logfilelog 7 7 A VZPAIE, LLFDAT— k
A P EROTET,

c. B 77 AT FATALEB L OYWARNING DA v —INEEn T
WRWZ ERRER L E7,

d 774 NVEALCET,
FI10E: 2 DHDU AT LAD CARisk
Authentication DA Ak—JL

CA Risk Authentication " — B I OVEH a2 V) —)L % A A h—/L LT
W2, FOMDFEY DI R—FR 2 hE 2 DOHDY AT LA A R—/LL
£T, A VA=A TDACR—R NI VEHDF ) DFTHY
L CWDEHE DO SEATORRIZHE S TWVWET,

WD FNEIZHE-TLTZE 0

1. A4 A =7 77 AL CARisk Authentication-8.0-Windows-Installer.exe
Z2OHDY AT LI —LET,

2. A VAN—FHBEZTNIY 7 L TETLET,

3. [ChooseInstall Set] BHENERINDHET, MIODHDOV AT LA~D
AAN—)v] OFME2LUBEDA A b —T FIRIZHENE T,

4, aHR— 2 FEERLET,
FoEEIE. VARZEMGE YT T Y r— 3 O Java SDK &
AVA =N LET,

5. 1OHDODY AT L~DA LA —)L (P.88)] DFINET7 5 FNE 13 D
FIEIZHE-> T, £ VA =NV EEITLET,

116 A2 A+—JL A4 K (Windows F)



2 DBEDVARTLADYUT )L TT)r—a DR

2 DEDUVRTLADYUTIL 7T ) r—a DR

2OHDVAT IV TN T T r—v g UEERTAFIEEZETL
F4, ZiuE, JavaSDKB X O Web b —ERZ A VA h—L LT2A A
=D X AT T,

EE. VN T =gy aERRECTHEA LN TLS 730, ¥
INT TN = aryDa—REZREIZLT, MED Web 77—
varviEERT A EABEID LET,

YN TS r— g &R LT, CARisk Authentication 23 1E 12 A
VAR LVBLIORESNTWAZ EAERTEET, .7 T
TV r— g I TFICOoOWT O E#Et L E T,

s —%AY72 CA Risk Authentication D7 — 27 7 11—

m CARisk Authentication API D ZEAEE (FEOVH L & 2 4LEE)

s CARisk Authentication & 7 7' 7 —3 3  O#E
VTN T T =g UERE A A N UIRRIZA A =L L
o GAIE. A A M= ZHEFIT L, [SDKs and Sample
Application] 47> 3 VEBIRL CTA VA b— &I, o7
TV r—var DEREA A N—)LTEET,
WD FNEIZHES T TEE 0

1. LT OGP~ 5 CA Risk Authentication-8.0-sample-application.war 7 7
ANEERLET,

<install location>¥Arcot Systems¥samples¥java¥

2. MENZLNUT, 7V —vayr h—"azmHEs L E7,

3. Web 77 U% U4 RUTH TV T IV r—val7 78AL
T, TN T T = a DT 740 M URLIZIRO & B0 T,

http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp

% 11 Z: CA Risk Authentication H—/\&18
ETHE=HDOHTIL 7ITVr—3>00M

=JL ==

axX ;&

% 11 E: CARisk Authentication H—/\EBIET B=ODH LTIV TT)r—av DERE 117



2 DEDVARTLADYUTIL T ) r—a  DRHA

CA Risk Authentication.risk-evaluation.properties 7 7 - /L {21, CA Risk
Authentication ¥—/MEW A FEAIND 7289 D Java SDK &> 70 77
T—=alDRTA=ENEENTWET, T r—a
D EEPAT.. CARisk Authentication ' — XL BETZXH L9 7 7 AV EHE
THMENHY £4, ZDT7 7 A /LiL. CARisk Authentication %> 7 /L 7
7'V /r—3 3 WAR 7 7 A /L (CARisk
Authentication-8.0-sample-application.war) % J&BH L72 ZTOAFIHTE £
R

WD FNEIZHES T TZE 0
1. 77V —v a3y $—,30 CARisk
Authentication.risk-evaluation.properties 7 7 1 /VIZBEI L £ 77,

Apache Tomcat D&, Z D7 7 A MILL FTOHFTIZH Y 7,
<App_Home¥CA Risk
Authentication-8.0-sample-application>¥WEB-INF¥classes¥properti
es¥

<App_Home¥CA Risk Authentication-8.0-sample-application¥>

CA Risk Authentication 77U 77— 3  WAR 7 7 A /L& BEA LT~
F oLy Y X2 ERLET,

2. =7 (X 7 ¢ KT riskfort.risk-evaluation.properties 7 7 A /L % B
X, UTONRTA—ZDOEEHRELET,

m HOST.1
= PORT.1

77 ANVNDIRY D/RT A —=FITIE, 77 4V MEPREIILTVE
‘é‘o ‘/[Z‘ga:"_i: L“/T\ :m%@’fﬁ%%%?% jz‘é‘o

3. (4723 2)ISSLORE] T SSLN—ADIAE &R TE LIZHE DI,
ZOFNEEFITL T I,
PLFONTG A= B ELET,
m  TRANSPORT_TYPE=SSL (57 # /L hC, T D/XT7 A —H X TCP IT7%
EINET)

m CA_CERT_FILE=<PEM FEZ(D/L-— hZFH] ZEDifesf N X>
e ZE LTonFihroEziaEe LEY,
m CA_CERT_FILE=<install_location>/certs/<ca_cert>.pem

m CA_CERT_FILE=<install_location>¥¥certs¥¥<ca_cert>.pem
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2 DEDVARTLADYUTIL 7TV r—a DER

BE: I "2AZ2HBETHE, 7 yofRbovicyw i/ 2/HL0
TL7EEV, 2. Microsoft Windows CT/X A DFFEICMHH I A NE
KDY ZEHT D EEEPEEBLRWGERNH L0056 TT,

4. EFEERGFLT, 77ANVEALET,

5. INODOEREMHERICKMT D=0, 77V r—var h—_"2HE
BLET,

FRE:. YT TF7IYr—i3 %R
MR {EIZE

ok varTiE, VIV T U~ a s B CHEITTED
U 27 FHEAEIZ DWW T LE T, v T 7Y r— g Tok
#2ElZ. CARisk Authentication 234 > 2 h—/L &, HEREL T iuiE, =
T FTIND LI SN TWET,

YTV T TV r— 3 Tk, CARisk Authentication H— S EAT T &
LU T OBIEICOWT, 206z R LET,

s GO TOa—HDY 27 FHiiE X Ol D %ELT (P. 120)

w2 — VO (P.122)

n BERO=—F DY 27 Gl L ORIl OELT (P. 123)

m T4V L Ta T A NVOREERE LY A7 IO FAT (P.124)
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NHTHDA—HDYRYEHEE SV RFHEDEIT

DO THL—F DAY & U EHED T

2—HPDOF T x )k T T ANTY AT M EFETT AL, LLFD
FNEIZ RN FE T,

1.

P TNNT TV = a Bl Web 77 U U4 v RUTREWTWD
CEEMERLET, LTFOURLBY TN T FV r—a v OF 7
J R @ URL TF,

http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp

[EvaluateRisk] Z27 VU v 7 LET,
LUF O E AT LET,
User Name
Rl G0 2 — Y DA R EFRE LE T,
User Organization
2—FRFET DA E L ET,
FyRIL
oW a PR ELEF Yy XNV EIRELET, L
vary 74—V RTY,
[Evaluate Risk] #27 U v 7 L£7,
7¥: [Evaluate Risk Result] ~—Zi%, U A7 2 a7 B X OREEST T
ENTWD U RT T R ZANRFIR S, F5E LICHARMICERE S

Tov—N N U A NERRSNET, IO TOZ—F DY G RIL ALERT
2720 £97,

[NextStep] #7 VU v 7 LT, fiE LTz —% 7' a7 7 A LD% i
EFEITLET,

TV =y a %I AR U C, BIEO— R —FREAL
TWBT A AT % 7 «— K/N v 7 % CARisk Authentication H—
NIZHEEE L £97,  CARisk Authentication TliX, Z D7 4 — KX» 7 (Z
EAONWT, 2—HFRMERST A ZAEME, =2 —F & T ZOBE T
EEFL, TO®I—FDO NI YT a lfEI Y AT ERMEL F
ERS

[Result of Secondary Authentication] U A kBt 4 2 U FEEEDfE R
IR ET,

a—HL LTS, ZAOBEHEANT T D4 R A [Association Name] (2 A L
i‘é‘o
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NHTHDA—H DRI E S VR FEDEST

8. [PostEvaluate] #7 VU v 7 L, #%iHli et A& T35 &, [Post
Evaluation Results] ¥ 7 + a U IZIA U&REHE 7 v A DFE RPN F RS
i‘é‘o
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A—Y THIOURDERK

A—Y FHIOULDVERR

A—PEERT 21T, LT OFIRICHENET,

1. UUTOFIEIHWED Z&I280, GAT T FafER L 77,
a. MALLTHaY—Licas 4 LET,
b. [—VELEHE] ¥TNT 7T 47 THDHIEEHERLET,
c. BIDOA=a—rn, [EEEOEKR] V2752270 7 LET,
d. &Mz AL, [k~ 227V v 7 LET,
e. [m—n] URIPDE [Zuo— VEHE] Z23IRLET,
f. [RNATU—F] & [R2U—RKOfR] A LET,
g [BHETZ] €7 arT [ A7 a2 RIRLET,
h. [fEk] 22V v LET,
. N=YOEEEMNHSO (v T TN 27U v LET,

2. GA (Z/'m— S VEHEE) £72120A GRREHLE) & L CEE oy Y —
MZr 7 A LET, LFO URLBEE 2 Y —)L X—T D URL T,
http://<host>:<appserver port>/arcotadmin/adminlogin.htm

3. NAU—RELEHETHEOICERINDFIRIIENET,

4. [=2—VLEHE] 270 [V LEFHREOEH] 2777 471
LEYS,

5. EXA Y ([2—VLEHEFOEH] ) b, [2—VOER] 27
Vo7 LFET,

6. [—HFOMEK] ~— DIl FORME AN LET,

a. [a—ViM] 7 v aic—BDa—V4, b OMRL .
BIXOVEIS U TEOMO 2 —FERE AT LET,

b. (772 32) X=YLEOXIETDHT 4 —)L RTEOMDL—H
HE AN LET,

c. 2—Y AT —H A RIRLFT,
d. [=—Y1ER] 227V v7 LET,
7. CARisk Authentication "> 7L 77 ir— g 0 RX—=UICED £97,
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BEDI—H DY) RIS FUEREFTHDELT

BRI D L— 5 DY RV 5HE £ £ U i FHE O E AT

PO 2 —H DU 27 5Hlid L OREHE 2 5179 51213, LT OFIEICHE

WET,

1. Yo7 AV r—va DA A ~X—T [Evaluate Risk] 27 U v
7 LET,

2. UUToOiMzE AT LET,
User Name

[2—HFDIER] TER L2 — ORI EE LET,
User Organization
a—YRETE T Mk EEE L ET,
FyRIL

N T arPRELET Yy RV ERELET, ZhUIA
ay 7 4—)L RTT,

3. [EvaluateRisk] #27 VU v 27 LZE7,
U R 7 R84 A 3385 INCREASEAUTH T,

4. [StoreDevicelD] 227 Vw7 LT, =2 R a—HFDF A R ZF A4
A IDIHFROFFESNTZZA THRGFLET,

5. [NextStep] Z2 U v 7 LT, #aHlizF T LET,
s U A )5 [Result of Secondary Authentication] % %R L £ 9,
s MEZIS U T [Association Name] %t L £7,
6. [PostEvaluate] #7 U v 7 LT, &MEMRT RNA A TR LET,

I FIEL~FNES 240K 1X,  [Risk Evaluation Results] ~X—<®
U A7 T KA AL ALLOW [T D Y £,
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T4 TOT7AILDRES LV RIEMDEST

TIHILE TOJ7MILDHmES LV RV D EST

oIV T TN r—varEFEHLTC, FHL WA Ea—H2D
DeviceDNA, IP7 KL A, BIXOT XA ZAIDEZLEHE L T, I F I FRWRM
%‘T/\: :Ll/‘_‘ }\ Li‘g—o

ROFNEICHE> T TZS 0

1.

YTV T T =3 DA A ~_X—T [Evaluate Risk] 27 U
7 LET,

IR olE#maE AT LET,
User Name
[—HFDIER] TER L7 — ORI HEE L £,
User Organization
a—YRETE T Mk EEE L ET,
FyRIL
NI a U PNRELEF Yy RNVERELEY, ZhidAdT
vay 74—V RTT,
[Editlnput] 227V v 27 LET,
1OULEDORERT 4 —)V FOEZEFE L ET,
m My User Name
s MyOrg
= My Channel
m  Machine Finger Print of My Device
m Short Form of Machine Finger Print of My Device
m |IP Address of My Machine
m Device ID of My Machine
[EvaluateRisk] Z#27 VU v 7 LE7,

[NextStep] 227 UV v 7 LC, fRE LT-2—% 777 A LDO%il
ZIITLET,

[Result of Secondary Authentication] UV A k)& & U ERGEA T
a rORREERLET,

[PostEvaluate] %7 U v 7 L, %7 nt A Z5E 79 5L, FLH%
P mE ADRER DTS NET,
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T4 TOT7AILDRES LV RIFFEDEST

T 135

7 : CARisk Authentication = > AR — R > MMH DL L7285 MR T D728

|\Z. SSL (Secure Socket Layer) b T v AR— bk T— K&V KR—Fr+25L9
RETEET, FFMIZ OV TIL,  TCARisk Authentication 8.0 ‘FEE T A K|
D ISSLOFEE] ML TS0,

AAN—=ILEDFTIYI)ALD

.
2 FF
CA Risk Authentication D > A h— /LB LNty b7 v FIEREHH LT
UTFOFxy 7 ) AMIGRALET, FEEHY X7 2RITT HHIC,
IO DIFHRMPELH E T,
TRER A Bl FC AN
ARCOT_HOME C:¥Program Files¥Arcot Systems
VAT LMEH
RA N4 my-bank
User Name (g
Password password1234!
BREFRHDA L R—F 2 b CA Risk Authentication H— /<
BHa Y —
=P F—=F -2
By Y —IEH
RA R localhost
AN— bk 8080
T AREHE R AT — R mypassword1234!
B e T
RA N localhost
AN— bk 8080
TV —vary aryrx AR arcotuds
Jb— |k
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AL E—F AVAM—ILDAARSA

FUE. AL E—F AMOAM)L

CA Risk Authentication & f > A h— /L L7-#%Ic, YA L > F E—FKDA v
AR—=NEMFHLT, avFi—3 heFEAS A M—LTEET, &
AL N AVAR=ATIE, 2—WFICLDEMER L TA A F— D5
TLET,

AL ET—F AR ILDHTARTA

ALV N AV A N=NVEBMET DRI, LFTOTA R4 2R L

F7,

n TN TaRT 4 Ty ANEERTHENC. NNy 7T v T LET,

n RTA—HE EE (2) BLORT A—=XDOEOMIZ, L THRD72
ANR—=ZZBM U7 NTL 72 &0,

n BEERIZ, TrANVERGFELET,

EE - VA VUV MAVAMNVTHERHENDISE 7 7 A NEAEKRT DT

WIZ, Tor) 7 arZEHLTA VA N—=TDOFETA[RET 7 A L HFE

TFLARNWTLEEW, BHIDA v A =LA SN DT 740 7
BN T 4 T ANDHREAFENTHU0ERH D £77,
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FIAILE TONRT4 T7AIL

—

TIA4ILE TO/NTFT4 T7A)L

FTIHNE TaRT 4 T7ANNONRT A—ZEEETLHITIE, TFA
T4 EERALET, TN RTA=FF, RKYIOA A F—
NI AT SNTEREXMLET, T 7408 T 0 7740
X, BEEIEHR EBEEMT N TWANRTIA—20nH ) £9, 7-& 213,
T B NR—= A NRAT— R v AH F—_ BLUHSM @ PIN [Z B4 2% 3
TA=HRETT, FNLICEUEERELET,

CA Risk Authentication 71 /X5 ¢ 7 7 )L

CA Risk Authentication 7' 2 /X7 ¢ 7 7 A )L DT 7 )V ks D4 ETE L OFT
LT ERD TY,

Name
installer.properties
St

risk auth home¥

risk_auth_home

CA Risk Authentication D1 > A h—/)L X2 ZFFE L E 9,
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FIAILE TONT4 T7AIL

CA Risk Authentication f Y A h—J D7 X574 77 A VOERE

A A N=NVEAEZTEFET HITIX. CARisk Authentication f > A h—F D
FanRF 4 T ANEETLET,

PLFDOF 7 )Lk 785 X —X% Tl&, CARisk Authentication DE DA A
= LB Z =R A S LT E RN TEE STV ET,

CHOSEN_FEATURE_LIST
AVAR—I IO <KD VA MERELET,
BEMFEIIUTOESYTY,
RFSRV - CA Risk Authentication H—/\

FRE, e vam s S BREBI O — N A S RAH U ADE R,
21T O Y=

RFCASE - ¥ — R EE X1 — H—/\

EEMOH LTI L CEET 27— A2 L E4, FHav
/~w@¢ﬂfm4/x&/xi WAL — AP 2 — P — R
D1OOHIFDA L AH AT FITHEE L7,

RFSDK - CA Risk Authentication @ Java SDK £ &£ WS

CA Risk Authentication " — /X ~D31T. Wik, BLIOEREDY 7 =
A K% R[RBIZ T 5 Java SDK B L O Web —E &,

ADMIN - B Y—)L
P — NEBEEEHT AHT-OD Web X— 2DV — )L,
UpDS- 21— F—42H4—EX

Jb—vaF 7 —#~_"—Z (RDBMS) X7 4 L7 bV H—n
(LDAP) 72D, SFEIFERZATDO2—YF URY MVIZT 7
PSS EAYARSLLIHE Sl =

UBP - A—H 17817077415
2—HFOTEETPHLCEX 2T 4 2\ BT 5ET L,

USER_INSTALL_DIR_SILENT

CA Risk Authentication D1 o A b — /LT &2 f8E L £
ARCOT_DBTYPE_SILENT

RESNTVWETFT—FRXR—2AD XA TEIEELET,
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FIAILE TONRT4 T7AIL

HZN7ME : oracle. mssqlserver, mysql

T34 T—ER—RDF#HH

TIA =) FT=E_X=2 L, LTOT—F_N—2AEOFEMNH Y *

R

ARCOT_CONFIG_PRIMARY_DB_SILENT
TIATY T—=ER=ANRRESINTWDENE I nERELET,
FEh724E © true. false

ARCOT_PRIMARY_DSN_NAME_SILENT=
T=HR=ADT = V= AL ERELET,

ARCOT_PRIMARY_ DATABASE_SILENT
T R=A A VA ADZRITEEE LET,

ARCOT_PRIMARY_SID_SILENT

Oracle 7— X X—ADSID #f{FE L ET, TOMDT —HX—R X A
T, ERICERICLET,

ARCOT_PRIMARY_TNS_SERVICE_NAME_SILENT

Oracle 77— 4 N—ADINS Y —E AL ZIREL LT, TOMOT —4
R—2 2 A FClE, ZACEEICLET,

ARCOT_PRIMARY_HOST NAME_SILENT

F B R A Y= NORA M EEELET,
ARCOT_PRIMARY_PORT_SILENT

BELET —FR—A AV AF L ADR—  NEFEEELET,
ARCOT_PRIMARY_USER_NAME_SILENT

TP R—= R a—PHERELET,
ARCOT_PRIMARY_PASSWORD_SILENT

BELIET =4 _X—R 2= A DA T— RERELET,
ARCOT_CONFIG_BACKUP_DB_SILENT

Ny I T T T —=EN=ANREISNTNDENE I DERELET,

HZNIRME : true, false
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FIAILE TONT4 T7AIL

NI TIT T—AR—X DM

Ny P T T T —=E_X=2F, LTFOT —ZX— 2O B Y
£7,
ARCOT_BACKUP_DSN_NAME_SILENT

T B R—=ADT—H ) — AL ERELFET,
ARCOT_BACKUP_DATABASE_SILENT

Fe B N—=Z [ VAR ADALRTEIRELET,
ARCOT_BACKUP_SID_SILENT

Oracle 7—4# X—Z2DSID #fHEE L £, LOMDT —Z X=X 2 A
T, EAICERICLET,

ARCOT_BACKUP_TNS_SERVICE_NAME_SILENT

Oracle 77— X N—ADINS V—EAL ZHE L LT, LOMOT—X
NR—=2 Z AT T, EAICEFIZLET,

ARCOT_BACKUP_HOST_NAME_SILENT

T—=HR—=Z P —NOFEA N ERELET,
ARCOT_BACKUP_PORT_SILENT

BELET =4 RN—A A VAR ADR—  ESERELET,
ARCOT_BACKUP_USER_NAME_SILENT

F=BR—2 2 —PLEEELET,
ARCOT_BACKUP_PASSWORD_SILENT

BELET =4 RX—R 2—PADRAT— REHRELET,
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FIAILE TONRT4 T7AIL

==L DEEH
F =B R— 2 DI AL DOFEMZ LL IR LE T,

ek V7 N =T /=Ry =T
ARCOT_ENC_TYPE_SILENT

E b DR EEE LET,

EZh72fE : software. nfast, chrysalis
ARCOT ENC_DEVICE_NAME_SILENT

N= R 2T SACHOT A A4 %2 HBE L ET,
ARCOT_KEY_LABEL_SILENT

v AH F— TULEEELE T,
ARCOT_HSM_PIN_SILENT

HSM D v F 52 fiE LET,
ARCOT_HSM_SHARED_LIBRARY_SILENT

HSMEH T A 7T U DR N ZEELET,
ARCOT_HSM_STORAGE_SLOT_SILENT

HSM @ [Storage Slot Number] Z§E L £,
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ALV AV AN—ILE

SRRV RS

ALV AV A= ILERITI HAE

MWANA A M= NEFITL, =—WIT L HH/EZ L T CARisk
Authentication = > A h—/L L £ 7,

IROFNRIZHE-> T IZS 0

1.
2.

6.

WAL AN=IVDOHA RTA L HMHERLET,

CA Risk Authentication 7" A b 25 A)>5 CA Risk Authentication 7" &2
RF 4 T ANV Eat’ —LET,

CA Risk Authentication DA VA h—J)L AT 4 T &7 a X7 4 774 )L
CRICSGATCcae—L%E T,

CA Risk Authentication f ' A h—7 D7 /X7 4 77 A NVEEHLE
T,

CA Risk Authentication f > 2 h—F % FET L7,

CA Risk Authentication DA > A h—)VFELTR[FET 7 A LB L N7 1 X
T4 TrANEa— LT 4oL YT, U FOa~y REEITL
7,

installation media -f installer.properties -i silent
Installation_media

CA Risk Authentication DA > A b —/)LFEITR[RET 7 A L ZFRE L
F9,
e RT 4 TFANARAL AN AT 4T ERICT 4 L7 b
URNICFE LR WEAIE, ZOLHERELET, 5l AL—2n
GENTWAEAIR, —ESIHAFZERLET,
-i silent
A LVAR=FBRY AL FTIHEITEND LI ELET,
# :

installation media -f "C:¥Program Files¥CA¥Arcot Systems
¥installer.properties" -i silent

AVAN=ARBEDET, A A M=FF, 2—FRT a7 4
77 ANVTHRE LTc/NT A —& Z{fi ] L T CA Risk Authentication % 1
VA R—LLET,

CA Risk Authentication DA > A b — /L& R L £,
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—\

g I5E: A—YTE70I7rA(4)00 £T
IWE BT HAE

OBy a T, v AXEHREN—YITERN 0 A ) T A

A R—)b, BRE. BT HIEICHOWTIBHALET,

CA Risk Authentication (%, £V N RFREN M ERr— A2 L. BfE
DRFZY T a DT A—FEBEDOFEAGREL— VIS LCGE
LET, MORHELITOY 7 My =713, fMlilic k> TEitEn b U %

7 Aa7 e LT, 2—PITRATE2FF AT 5 RN BN OFERED L E )
ED Il LRI
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AL AV AN IVERITI DA E

A2=PTET 0T 7 A ) TR TR EIC, ALa—Y %
PIXZFOET ZNV—T0a—PIZ L ALURIOT 7 A LHED T oW
g OBESEIFMESEZRE LET,

CA Advanced Authentication ~D—FI{TEf T 7 7 A4 U T DA A
F—=NVBLOERZUTORIIRLET,
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AL AV A=V ERITIDAE

A-YT8$70771)07
TREATIAIE

I B AR S 1%
OER

T—aM=2
AT FOEST

h J

F=ha=2,
oy FPeT R

¥
=57
FOzefvny
IR FOEER

h 4
IA-H4THE
JazriULd RO
CA Advanced
Authentication
DEEE

¥
=57
FOzefvny
EFAEBERTS
W=D E

h 4
A—-H5TH
i s UM
EFIDFERE
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AL AV AN—ILERTI A E

A—PFHT 0T 7 AV TR A A M= T DB IR T 211E, B
TOFNEIZHENFE T,

JEBH O RIHE SR OREFE (P. 139)
T —H _X— 2D (P.139)

FT—=H_X—2 A7 )7 NDFEFT (P. 144)

A=PTE TR T A VT YT Y =T DR

a—WiTEN 7 2 7 7 A U 2 ™ CA Advanced Authentication D&% iE
(P. 148)

2—PTE T T AV T BT NEEAT DV —/VORRIE (P. 149)
8. 2—WITB T n T 7 AV 7 T NOHR (P.150)

1.
2
3
4, T—HRX—AD¥ v b T v T ORR (P. 145)
5
6

~
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BiliR S DFERE

Rl TR S D FERE
S TS T 7 A U R BRI, BT DA TR L%
I,

N—FRO9T7EXIVYINIZTTDEH

2—PITE T 0T 7 AU T DFEEITIT, 4 0DV —A"ABNETT, N—
FUz2T7 BV 7 by =T ERZIUTO LY TY,

CA Advanced Authentication = — {787’17 7 A U 7 H—

m  CPU-2.0 GHz AMD Opteron 6128 x 2

m AFU -4GB

= HDD1-40GB

®  Microsoft Windows 2008 R2 SP1

CA CA Strong Authentication/CA CA Risk Authentication #—/3
m  CPU-2.0 GHz AMD Opteron 6128 x 2

m AEYU-4GB

= HDD1-40GB

m  Microsoft Windows 2008 R2 SP1

Active Directory }—/X

m  CPU-2.0 GHz AMD Opteron 6128 x 2

= AEVU-3GB

= HDD1-40GB

®m  Microsoft Windows 2008 R2 SP1
m  Active Directory R A A o —E X
= DNS

T N R N

m  CPU-2.0GHz AMD Opteron 6128 x4
m AEVU-6GB

= HDD1-32GB (0S)

= HDD2-16GB (AU v )
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Bl R DFERR

= HDD3-40GB
= Microsoft SQL Server 2008 R2 64 £~ it

Third-Party @A R—AR2 b
Java SDK

CA Advanced Authentication = —W{TE#| 7' 0 7 7 A U 7 CEHAT 5 Java
DBEDONN—Ta o PN16 L ETHDHZ 2R LET,

N=a 17 ~DT7 v 77— REiTlavaa U R—R 2 haA A
h—/L 3 5121%, Oracle D Java ¥ 7> ma— K ¥4 K TCTREINTWEF

NEIZHE > T 7EE 0,

REEE

Java DIGFTCT 7Y r—3a U EFATT DT, BEa AR —xR 2 M AR

ELET,

WDOFNEIZHE- T IFE N :

1. AL Ea2—FDU AT L TaT 4 IZBELET,

2. [FHMRRE] #7C [BRIEHRE] 27 Vv 7 L, VAT AEREFRE

Lij—o

3. LW RT L AZFHET HITIX, JAVA_HOME ¥ A7 LK DIE %
¥Program Files (x86)¥Java¥jdk1.7.0 51 {ZF%E L ¥ 7,

FERIOIDK Y UV —REX Ty m— RLEEAIE, 74054 (2
ﬁm‘\NM1qm)i£tDiﬁ>Wﬁ@ﬁ#ELP7¢W&%%
LTWAHZ LR LET,

4, VAT LDEHEAERET AHITIE, S ADKRIZ ¥%IAVA_HOME%Yjre¥bin)
ZEBIMUTPATH > AT AEBOEEEH LE T,

5, avw N7y k0 RoT llaval & AS L. Enter F— %
Lij‘o

6. Java /3 PATH ' AT AEEICIE L BIESNTWA A java I3 5
ERERAFRRINET,

F VAT LR BT H12iE. "0 BEEINLE T,

138 A2 A+—JL A A K (Windows F)



T—AN—ZADHKE

_\\

—RANR—

4wh

nXﬂi

/r A }“_‘}I/‘j—%)ﬁﬁ N 3—‘-"&‘[‘5$§ ‘H‘»——/\EQET & ﬁ/—ﬁmy\‘_}—j_
X BLOZOMDOIEREEMNT HT0DT —Z_X—AEHELET,

CA Risk Authentication Ci%, 74~V T—X_X—2x L GSr[HMEERT
D7 2= )VF =R T 2 — LRy JRFIFEHTE AN I T v FT—
HR—=2AE A TEET, UTDOHETT — A RXR— 2GR ERELET,

T — 5“**?(61\ CA Risk Authentication DA > A b —/LEFIZ . =—F 23 A
N LTzT7 = _R—=2FREFHEH L TA > A F—F 2 arcotcommon.ini 7 7
ANEWRET D EXICHBMICRESNE T,

PR— kXN DHT—%—2Z (Microsoft SQL Server, Oracle % 7-1% MysQL)
Tz, FFEOREEMHENDH Y T,

BE: T XAV —NERETHE, 774 T T4 —IVEETFD
T 72 ARG A D= AL E2EH L, T XTOKREFERLERT XA A
= NCRELET,
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F—RR—ZDHRTE

Microsoft SQL Server D% 5E

DOk 7 g TiE, sQLServer HOLUL FORETFINEZ R L F9,

FZO®T Va AR TH AT OFETOFEMIZ OV TIL, SQL Server ™D
R¥Fa XA FEZBLTIESN,

IROFNRIZHE-> T IZS 0

1.

SQL Server 7 SQL Server F¥qEE— N & Windows FRAFE— N —/ 7
FEICHEHT A L OICRESN TWA Z L 2R LET, (A7 V=7
hxr727m—=Z] U4 FURNOY—R"E2H7) v 7L, [EF=a
V7] "—=U%®RLET,

sQL Server 23 [ Windows ZRFEFE— | DAIZERIE STV DA CA Risk
Authentication |37 — ¥ X— A (2 T £H A,

PLFOEMTF — 2 _R—2 2 E L £7,
s HELEX LB 4 AT arcotdb T,

n TR YA ZFTHBRNITIERT D X O ITRET DLERH
Dij_o

LFOFNEICHE-> T, DB ==— (CH4_SQL) Z1ERRK L £,

a. SQL Server Management Studio C. <SQL_Server Name> (ZHE) L |
[(Ex=2VT7 4] ZxVZeREALT, [(m7A] 270 07
LET,

¥ : <sQL_Server_Name> 1%, 7 —# ~— X % {ERK L 7= SQL Server ®
BANLEZIZIPT RLAZRRLET,

b. (vl A ] ZxVF&EH57 )7L, HLwvwaer (] 27
Uy 7 LET,

c. Bl AVHEANNDNLET (HELEIN D4 HIIX arcotuser)
d. "TA—F% SQl Server munjf/«—)(f‘j—éwun \—E&EL&T

e. B A LD [NRNATU—FRN] BILW [NRAU— FNOfERANTI] %15
ELET,

f. MO NSAT— R R =2V, ZOXR—=TDZFDMDIRNA
U— REREEZHBTE L TIEEN,

g. 1ERL7=T—H#X—RA (arcotd) 27 7 # /b b T—X N— R |TFRIE
LET,

h. —oul A4y tvrvar~Da—FoOvy o 7E2ETLET,
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F—AR—ZADBTE

i. T7F4/NbT—F_X—=2DO=2—H (SQL2005) % db_owner ([Z< v
7LET ( [<db_name> DT —H X—R a—)L ARV v7] &
7al) o,

Oracle Y—/\DHRTE

Dt 7 a TiL, Oracle 7— % X—A —REAERT B 72O DK EE
WAERLET,

ATiR S

1. 2O0OT— T )V AR—R%FF -7~ Oracle |- C CA Risk Authentication %
FETLET, 200 T —T N ARX—ZANRNVEALMB AL IR LET,

n 1DOHOT—TNAR—RT, RET—¥., BEEnT, BLO=2—
PIEROMEH S NET, ZDOT—T7 A= |L, CARisk
Authentication 7 — X X—ANTT 7 /)L hDO2—H T —T )L A
NR=2 T HLENTEET,

s 2OHDOT—TINAR—ZATLR—F2ETLET, LAR— %
EITT B DI DT —T N AR— A5 AT 2 &2 BED
L%,

2. CARisk Authentication & — & X— AR EAZ VA NEFEHLEST, =
DAZ VT NI, ZORZ VT NeFITT 5T —FX—R 22— RN
T =T NAR=AENERT D2 D 72 R EF > T A4, L
R—= b DT =T NAR—=2 % BEIIER L E T, MERMER 2 —
PR WGE, T _X—2AFHRE L OT —T NV AN—R % F#H)T
B L. VIR—FE21ERRT 2827 a v 222 U7 R bHlRT 5404
EWRH Y £,

arcot-db-config-for-common-8.0.sql

BE: LR— DT —T N A=A EEHT D720 D
arcot-db-config-for-common-8.0.sql 7 — % “X— A& A7 I 7 N ND/XF
A—=BX, T = F_XR—2AEHFEDOFLIIS L TERETEET, 2L,
VAR— A EFICAERNRT HITIE, 7 — T WV A—24 % ARReports IT
THMLENRHY £7,
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F—HR—ZD

=1—

ax ;&

RDFIRICHE-> T =LY

UTF-8 LTt > N CRHEREZMNT I LNT —F _X— X2 {Ek L £ 7,
ZDOXFE v MLV, CARisk Authentication TH 7 V31 K EiE% &
EREM ST AR TE5 L5127 £3, Oracle 7 —#X—AD
UTF-8 B — M 2 ANC T 212X, LR OFIEICHEVE T,

1.

a.

SYS F7-1L SYSTEM & L T Oracle 77— % X— A H—Rza /A
LET,

UToa~vy REFITLET,
sys.props$ set value$='UTF8'
(where name='NLS_NCHAR_CHARACTERSET' Or name =
'NLS_CHARACTERSET')

—H RN—2AEHFEE) L, CFE > MY UTF-8 ICEE S LTV 5200
EOMaER LET,

F— A N_R— A 2=V EER L ET,

a.

HLWF—H_X—Z arcotdb D AX—~< 2 LT, =—HF21EAk
LEJ (HELESND4HI0IT arcotuser)

B EZ13T7 A NHOERTIZ, 22—V DI 4+ —4 % L2 L85
~10GBIZREL 7,

ECEARE, ATV 7, FRIIEOMOAROEmWT A R
DD S, 2—FIMIR T —H IR ET D FIEICHONT
X, [T X_X=R V77 LR 22RL TSN,

2 —WIZDBA B — L& fFH LT,
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F—AR—ZDHE

MySQL H—/\DEXTE

ZDOkv 7 v a T, MysaQL FHOLL FOREFERE R LE T,

IROFNRIZHE-> T IZS 0

1.

InnoDB A h L — = VU A MySQL DA > A b — /L THHR— FZi
TWDEMNE I N EMERT HITIE. SHOW ENGINES ==~ > R&EFEH L £
‘ﬁ—o

;¥ : CARisk Authentication i£, MySQL ® InnoDB A f L —Y =V U %
FERLEST, Zoa~<r FOHEIZ InnoDB 23R — k &I TV
ZEBRENTWAEEIL, InnoDB DY HR— M EFNZ L1,
InnoDB DY 78— h ZF NS D HIEIZ DN T, MysQL D R = A
S LTSN,

Windows UUAND 7 Z > K7 4 — AT MySQL %I4T L TV D I5AE TR,
lower_case_table_names Z# % 1 |2 E L £ 7,

EFEIZOWTIE, MySQL D RF 2 A2 2L T 7Z 30,
F =B R— 2 BT AL, L FOFIEICHENE T,
a. MysQL =~ R U RUZBREET,

b. T—H#XN—RA AFX—<EAERT DL, LTFTOa~vry REFETL
F7,

CREATE SCHEMA ‘'<schema-name>' DEFAULT CHARACTER SET utf8;

¢ T—HN—RZ—VEERT HITIE, UTOa~vy FEFTLE
KR

CREATE USER '<user-name>' identified by '<user-password>';

4. LLFDOSERMIZHE> Ta—Y2AE L £ 7,

a. FILWF—HX—R arcotdb |22 — P Z{ERK LET RIS NDH4

HiflE arcotuser) .
b. =LA FOMEREN G LET,
n ATV MHER
- SELECT
— INSERT
- UPDATE
- DELETE
- EXECUTE
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F—RR—Z Z9)T+D

(== Al

=1T

= DDL #ERR

- CREATE

- ALTER

- CREATE ROUTINE
- ALTER ROUTINE
- DROP

n T OMMOIERR
- GRANT OPTION

T—RAR—Z XYV T D ELT

F =B R— 2 T —T )VEAERT HIZIEL. CA Risk Authentication (241 )@ L T
WAMBEIR T —HRX—=ZA A7 ) NE2FITLET,

BE: RV VT NE2FETTDHHIC, [T—F_X—RA b —RORE] &7
TarTERLIZEEERILT —F_XR—X a—HF L L Tal A LT
HIERMERL T IEE0,

RDFIEIZHE> TSN

1.

UFDTF 427 FUICBEILET,

<install location>¥Arcot Systems¥dbscripts¥

HER LTV 7 =4 R ESOTUTOWTRNPOF 77 4 LY
FUICBEI L £,

m Oracle D354 : Oracle¥

=  Microsoft SQL DA : mssql¥
. MySQL DEE : mysql¥

27 VT M EFATLET,

arcot-db-config-for-userprofiling-2.0.sql
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T—HAR—ZADEINT VT DR

F—RIR—2DEINTITDHER

MBI T — R =R A7 )7 N & FE{T L7-t%. CARisk Authentication A
F—vEiERLET,

RDFIEIZHE> TSN

1. SYSDBA HERR % £i-> = —¥ C CA Risk Authentication 7 — % ~X— X |21 7
A4 LET,

2. UTor=) #FITLET,
SELECT * from dbo.XUBPData

EREOZ =) OFER, BLTOHABRRRENET,
USERNAME ORGNAME PARAMNAME DATA

3. 5‘*\—‘&/\\\‘_‘} jyy_,l/ijﬁomﬁ7'7}\bij—o
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A—HTFETaI7A4UL T VI T DB

A—HTEITOTI7AI)T VIO T D ER

F B R— 2 FCETFTTAEDIC—PTE e 77 A VT VT k
VT #RELET, =2—iTE T T AV 7, BV AT AE
I3 AT AR TE 1,

ROFPIEIZHES T FEE
1. CARisk Authentication ¥— B 2 4% 1 L £ 77,
2. TV r—vary P—rnEEELET,
OB AT LA VA M= T AL A A B —LIRRIC

[Custom] A7 a »ZEIN L., [User Behavior Profiling] Z &R L %
‘é’—o

3. WEHaY— LERELET,

B ) — U E P RNEBED AR A ARE LY AT ADEHE
EFITCTEDTTUY R—ADA U H =T 2= ATT,

TV =gy = NIEHa ) — LD WAR Y 7 AV EEB L, IE
IR SN2 L 2R 2121, LFOFIRICHEVET,

1. 77V r— gy ="t 4 L7 b JIZ arcotadmin.war %
R L £,

FEEBETFIEX FHL WA T Y Sr—r gy =2 o TR
DET, FEMARTFIEICONWTIE, 77U r—var =Ry —
DRFaA MR LTIZIN,

#i : Apache Tomcat DA%, <APP_SERVER_HOME>Yjava¥webapps¥ (Z
WAR 7 7 A NV Z BB T D ENH VD £,

2. (32 £ FD WebSphere D EDAR)T ) r— a7y AV
FrandeE, Admin 7 T AZFHR— RTLLIICRELET, LLFD
FIEIZHENE T,

a. [Application] - [Enterprise Applications] {Zf£#) L. [Admin settings]
R=VWIZT 7 A LET,

b. [Class loader order] . [Classes loaded with local class loader first

(parentlast)] 47> a &R LET,

c. [WARclass loader policy] C. [Single class loader for application]
IR ET,

d. [EH] 227Uy 7 LET,
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A—HFTETOTI7A)T VI T DER

e.

Admin 77V 7r—> g A ERE L E 9,

3. LFOWTNNLOERENS, 77—y ay =N 2EHay Y —
N R L E T,
http://repol.maven.org/maven2/org/jboss/logging/jboss-1logging-j
dk/2.1.1.GA/
http://repol.maven.org/maven2/org/jboss/logging/jboss-logging-s
pi/2.1.1.GA/
http://repol.maven.org/maven2/org/jboss/logging/jboss-logging-1
094j/2.1.1.GA/

4. TV = ar =" HEFHLET,

5 A Y= NEFICERINATND Z L2l d 5123, LTOFIE
WZHEWET,

a.

UUFoSmincBE LET,

<install location>¥Arcot Systems¥logs¥

£E DT ¢ % T arcotadmin.log 7 7 A V& BIE, L FDOIT& 7D
TET,

s 203
m CA Advanced Authentication Configured Successfully.

F o0 By Y R EFRICEBEIENTWAZ L%
RLTWET,

F7-. 12 77 A )V FATAL L CFWARNING D A B — U N E %
TN Z EHERLET,

TZ7ANEHUET,
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A—HEFETaI74US ETJILEAD CA Advanced Authentication ()% 5E

A—HFE7aIJr4)20S T I)LA® CA Advanced
Authentication M E%E

a—YPTET 0T 7 AV 7 BT NEMENT HI21E, CA Advanced
Authentication Z X/ E L £,

WROFNEIZRE-> TLFEEU

1. v~ AZEHE L L T CAAdvanced Authentication Ul [ 2 7 1 > L £,

2. M= ABIOY—RORE] 27%27 ) v 7 LET,
[(ETARE] 227 ) v LET,

4. FRIETVURL (T4~ :
http://<appserver_hostname>:(appserver_port>/ca-userprofiling-2.0-applic
ation/UBPServlet) Z 1 —VITEN 70 77 A4 ) L T 2FITTH T T4~
U S —NIZHEHLET,

5. THIET/NVURL (Nw o7 v7) a—HP{TaEh7ur7r () Th25HE
TTH6 0777 b —RNCEFLET FETIHR)

Foa—VITEN T 0 AV T DR I T T A AR A K FLT
LAWEEAIE, MAFDOURLZF CICEEELE T,

6. [ETNWREDODT v Ta—FKR] 2710 v7 LET,

7. MLV WTEI T 0 T 7 AV T EANICT HITIE, v AKX
EHFE L L C Administrative Ul 60 77 7 kL, 7 a— )L E I L
Lcue A4 LET,

8. [H#k] #7IcBEL £,

9. K] 227 Vv L, 2—PTET 0T 71V 7 & RAE Dk
2N L ET,

10. [CARisk Authentication] % 7 23R L, [T /LR C] 2B L F7,

11. ZOMBICH L TERIN TV D L—LbEy hEBRIRL, [£T10
Bl A7 a AR LUET,

12. [R1F] 227V v 7 LET,
13. BHREICCNOOLEELZBEI L, b — " Fyviazl 7l via

w

l./ i j‘o
ST, 2T BT A Y v S AT B OEE
358 T TY,
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HFLLNA—FHEH TIPS EFLEBRATHL—ILORE

FLWNA—TTETOT77A04)0) ETIVEERAT HIL—IL
MDEXTE
= EZHRELT, KNI oo arPNa—PTehrarr A0 0
ET Lo THESINZZ L 2R LET, L—IRERINTUA
WA, o Ur valia—TE T T A4 U 7 BT VA RIE
LETN, IoFIEREINTEEA, FILO—VITEIET L A2EHT S
I—IVEFRELET,
WOFIBIZRE-TLFFE W :

1. 7 u— )VEHE F - 1TSS L L C. CA Advanced
Authentication Ul (22 71 > L £,

2. [Mk] #7%2 0 w7 LET,
3. ] 22Uy LET,

4, a—VITET a7y A VT BT AEFEELEEMRE ) v LE
KR

5. [URI R—RFFE] ¥ 7IZBEL, [NW—NBIORaT I TE
] #@3RLET,

6. FHIEDONL—LE Y FNEBRIRL £,
7. HrLowvwir—iuoiEn] 279 vy 7 LEY,

8. N—IVIZ4HIEfT, =—F=v 7 (OV—LOEML) BILORHE
AN LET,

9. MODEL SCORE T —H# L A hEHIR L, LEREESEZ 7Y v
LT,

EET A RAATICEL TV E NI AT LT T U7 vaviat
71X YRR T 258X EEARELET, 7V 2272,
TEFE S 7 fEIC% L C GREATER_THAN, LESS_THAN,
GREATER_OR_EQUAL. LESS_OR_EQUAL. EQUAL_TO., NOT_EQUAL_TO.
IN_LIST, IN_CATEGORY DWW NDEE 2T x4, RESN
o= i, BIRLER FIZE ST Y T EhET,

10. [fEpkHo—] 74—V RIZATT 57201 EN] 27V v
LEJ,

11. V=B A &tk Ek] 22V v 27 LET,

B LV — AP IEFITERENTZZ L E2RT Ay E—URERINE
‘éAo
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12. 5T LWL — L DOEICH D Aokl #2727 LT, URAY a7 D
HEEHRELET,

13. ZDON—Lt vy FNDOFDMDO /L — 2% LTI OH LNL— /L OE
TENENL 23 BlziE, w7 BB 2 5% & L £ 9,

14. [RfF] 227V v 7 LET,

15. [EB#c~A 7L —b] A==a2—%7 ) v 7 L, ffkic@Ey s —
Nty FEBBIRLT [vA 7L —F] 27V v7 LET,

16. ¥ v v a2z 7L vyvalLET,

INT HFLLENMLza—P T8 77 74V v 7T V&R
TAHZDL—=LRNYTT Iy hEINFET,

CA Advanced Authentication ~D 2 —V{TEI 7V 7 7 A4 U F OEE T =
NWTHET TY,

A—YIFETAIrA4)00 ETILOIER

ZOFETIE, 2—VITEN a7 7 A U T BT IOVNEFITHERE LTV
HIZEEMRLET,

ROFIEIZH-TLIESLY:

1. Zua— 2 )VEHELLTr A LET,

2. [LAR—FIICBEIL, [FT7o 7 a9 tfLiR—M %2271 v
7 LET,

3. &tk ANIL, [Ty ] 22Uy LET,
4, [TV AaT7] BHICAaTNEREINET,

ZO—PIHKH LTIV DF—2 %4k T 5L, TV AaT7X
FRIEUTHEINET, 5/ 2 a7 08N, = —W¥{TE 7 1
Tr7A VT ETANREFICHEL TS Z EERLET,

—ITHITOT7A)0T ETILOHIR

=PI 07 7 AV T EHIBRT D581, BHIZS U TET LA R
ML ETIZT A A =L LET,
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A—HITEITOTI7A) T ETILDOEIR

A—HFET0I774)00 ETILOEMEL

RENO2—WTEN T 0T 74V 7 BT AVZHIBRT DRI, Tzl

)

:j—éﬂ‘gbg% D i‘j‘o

WROFNRIZHE> T ZS 0

1.

w N

©® N o U B~

10.
11.

12.

7a—)LVE P L L C CA Advanced Authentication = Y — L 1
T4 LET,

(k] #7227V w7 LET,

(] 27 Vw7 L, 2a—P{TE7n 7740 7 BT UNRFEEX
N DA BN L £9,

[CA Risk Authentication] Z 7IZBE L, [E7 VERE] @R L £,
ZOMBHIH L TERSN TN D L— Ly NERIRLET,

[(ETVDEME] Fxv 7 Ry 7 REF T LET,

[RT7] 22U w7 LET,

[EBEc~A 7L —F] A==a—%27 Y v 7 L, fkicEy 21—
Nty FEBRIRLET,

[vA 7 L—hr] 27V 7 LT, ZOH LWEEZEHREICYA
7\\1/'_‘ }\ Lij‘o

[k OMmFE] A=a—IIBBIL, MR] 227V v 7 LET,

KEOMMAEZRINL, [y vianT7byial 2792 1LF
7,

[oK] #27 U v 27 LET,

T, Mfkor—nty b ba—YITEI e Ty AV T BTV
BHIBR SN E T,
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A—HIBHTEIT7(IT ETIVOHIR

A—YITETaI74) T DT A AN—IL

a—WITE T a7 7 A VT FETADT A A F—/L T, 2—HT
T T AN T T AF—<EHIBRL TS, a—YTE 7 1
Ty AV T ETNET VA A =L LET,

IROFNRIZHE-> T IZS 0

1

8.
9.

UFTOT 4 L7 MVICBEILET,

<install location>¥Arcot Systems¥dbscripts¥

AL TONB 7 =S N=RTE LT, BFOVTANOY T 7 1 L7
hUICBE L ET

m Oracle DGHE
<install location>¥Arcot Systems¥dbscripts¥oracle¥

m  Microsoft SQL Server D&
<install location>¥Arcot Systems¥dbscripts¥mssql¥

= MySQL DA
<install location>¥Arcot Systems¥dbscripts¥mysql¥

CA Risk Authentication F Bi#E 2 R —% > hDOT X THOF—H X— R
FT—7 N EHIET IR, UL FOIEFTAZ VP " E2FETLET,

a. drop-arcot-db-config-for-userprofiling-2.0.sql 25217 L 9,
UTFDOY =" vy NET U LET,

a. CA Risk Authentication t—/

b. CA Risk Authentication 77— A& Bl — &' &

c. CARisk Authentication DZF D> =2 L R—3 > FEB LT
AT XRCOT T r—g s =N

Pl ) — LA FE,

INI 7 7 A L3 L O Ot CA Risk Authentication 5% 7E 7 7 A /L33
THLOLNTWD Z L 2B LET,

(2 —F] - [3BE] - [z he—n %] - [Fa T a080
LHIBR] DNEIZZ U w7 LT, [FarZ720EMEHIER] g R
vEREET,

CA Risk Authentication Z iR L T [ZHE LHIR] 227U v 7 LET,
[Uninstall CA Risk Authentication] V' 4 > RUMNRFRIILET,

10. Uninstall CA Risk Authentication.exe Z 3R L £ 9,
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arcot-db-config-for-common-2.0.sql A2") T+ D B

11. 7> A A h—/L 7 4P — T, [Uninstall Specific features] % i3k
LET,

12. [Next] #2727 U v 2 L. [Only User Behavioral Profiling] Z &R L 7,
13. [Uninstall] Z3R L £,
14. [Done] #7 VU v 7 LT, MBZEZETLET,

a—PITE T T A ) T ETANT —HRXR—ZANE EFICHIBRE N

*7,
% 16 E: Oracle RAC FH®) CA Risk

Authentication DX E

Z DOk 7 a »OFJEIZ. CARisk Authentication 8.0 T Oracle RAC /& -4~
DG EICFEITLET,

arcot-db-config-for-common-2.0.sql X2') T+ D E #i

T =R _X—Z A7 V7K (arcot-db-config-for-common-2.0.sql A2 U 7" )
A VAR NEDZ AT ELTHEITLES, ZORZ VT NeFATT
B HIZ, Oracle RACIZXf L CTEW L E9,

UTOFIRIZHENET,

1. OracleRAC DIH T —4 7 7 A )L RAZIRT HITIT, T—FX—A
e 74 L, UToavxr FE3TLET,
SELECT file name, tablespace name FROM dba data files
Zoaxry ROY I a U TR LET,

+DATA¥qadb¥datafile¥users.259.797224649 USERS
+DATA¥qadb¥datafile¥undotbsl1.258.797224649  UNDOTBS1
+DATA¥qadb¥datafile¥sysaux.257.797224647 SYSAUX

2. arcot-db-config-for-common-2.0.sql 7 7 A WV EBIE F£d, Z DT 7 AL
1L, install_location¥Arcot Systems¥dbscripts¥oracle¥ 7 1 L' 7 h U IZ&H Y

jz‘é—o
3. Z77ANNTUTFOITERSTET,

filename varchar2(50) := 'tabspace arreports '|| to char(current timestamp,
"YYYY-MM-DD-HH24-MI-SS') || '.dat';
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arcot-db-config-for-common-2.0.sql X2 Tk D B

4. ZOITHLL FOITICE SR £7,

filename varchar2(100) :=
'+shared_location/service name/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

B LWT TR 2TV ET,

a. shared_location %, IO FIHTHRE SN2~ ROFETIZLY
MR LG T =2 77 AV NREEHRZET,

b. service_name % . Oracle RAC A ' A h—/LDH—E RLITE T H 2

£
LUFIZEE % DT 0BT,
filename varchar2(100) := '+DATA/forwardinc/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

5. A UVT KN T77ANERFLTHAL, FITLET,
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arcotcommon.ini 774 )LD B

arcotcommon.ini 77 JLDEF

arcotcommon.ini 7 7 A MZIZ. T —F R— R b A LV AZ L ADEEH DR
T A—HRNEGFENF T, Oracle RAC ZfE 9 511X, arcotcommon.ini 7 7’
A JLC Oracle RAC (Z & » THHR— F &N TV A A T IDBC URL 25T
\i‘ﬁ—o

UTOFIEICHENET,

1.

T ¥ A~ =5 4 X T arcotcommon.ini 7 7 AV EFREES, DT 7
A U1 install_location¥Arcot Systems¥conf¥ 7 4 L7 R U IZH Y 9,

URL/XT A —H Dfi% | INI 7 7 A /LD [arcot/db/primarydb] &7 > 3 >
\ZFRE L. B2 U T [arcot/db/backupdb] &7 > 3 VIZHIEE L F
T, URLEZLLTOEATADLET,

URL. 1=jdbc:oracle: thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO

ST=host _name) (PORT=1521)) ) (CONNECT DATA=(SERVICE NAME=service name) (SERVER=DE
DICATED)))

i

URL.1=jdbc:oracle:thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO
ST=172.30.250.18) (PORT=1521) ) ) (CONNECT_DATA=(SERVICE_NAME=forwardinc) (SERVER=
DEDICATED)))

E: Oracle RAC R ESINTZVZ TFA T b THDILGAEIX. TXTD /) —
K& Z oA TEDET,

CA Strong Authentication 1 > A h—F OFEATHIZIRE LT T —F ~X—
A —HMN, Oracle RAC DT — X RX— R . —H L 372 251X
arcotcommon.ini 7 7 A JVIND T — X R— A —H 583 fﬁi&%%ﬁb
7,

DBUtil == —7 ¢ U 7 ¢ Zf#i [l L T. securestore.enc 7 7 A LINDFT —H
NR— 2 2—PIRFEE R A ZE LEd, DBUtl 1L,
ARCOT_HOMEY¥tools¥win 7« L7 R UNIZH VD 7,

arcotcommon.ini 7 7 A VA EFE L T U F4,
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F—AR— RGO EBO T

T—ERN— RGO MO EH

CA Risk Authentication & Oracle RAC D Dkt 2 Mesr+ 51213, ORA 7 7
ANVEVERR L, RACICEEE T A0 T RLAZERZTALERNHY £,

LUTOFIECHNET,

1. CAStrong Authentication 1 > A h— /)L L7Tc AT AT *ora 7 74
NEVERR L E T, ] : C:¥Program Files (x86)¥tns.ora

2. Bl L7277 A MIZLLFOIT2 BN L £77,

section name =
(DESCRIPTION =
(ADDRESS_LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = host _name or IP address) (PORT = 1521))
)
(CONNECT _DATA =
(SERVICE NAME = service name)
)
)

Bl -

fwdincrac =
(DESCRIPTION =
(ADDRESS LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = 172.30.250.18) (PORT = 1521))
)
(CONNECT DATA =
(SERVICE NAME = forwardinc)
)
)

¥ Oracle RACNIRTEESNT-Z FA T R THAIBEEIX. T_TH /) —
K& Z oA TEDET,

3. 77 ANERELET,
4, A A M=) LHIZHERK L72 DSN Z# A8 L £7,

5. JABE7p DSN IZ%F LT, [Standard Connection] &7 >3 L ND/XT X —
BhedTXTr7 U7 LET,

iz v, [TNSNames Connection] &7 > a U S REFREIZ/ D £
j‘o

6. ZDEBZa N NILLTFONRT A —=H BNl ET,

TNSNamesFile=ARCOT HOME¥ora file name
ServerName=section name
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FAR—ZEHET—LOEMIE

1l -

TNSNamesFile= C:¥Program Files (x86)¥tns.ora
ServerName=fwdincrac

7. 77 ANERGFLTCHUET,
F1I7TE: T—AIR—REHT—ILO=6
DTF7ITVr—3> H—I/I\DEFE

V7T ANZEIZH LW EzEY N T v 7584 ——~y RLi
D, VAT LDNT —< U AERRTFIVELERHY ET, T —F—
ARG T — N DFEIEIZ LT, 77V r—va v —NZEHAShLTY
% CA Risk Authentication & > 7R —FR > F T — X RX—=ZA~DT J & A% B
RTDTNT, LT — 2 _XR—=2 2 Ek T 5 A4 — 3 —~~» N % [alkE
T&EET,

T—ARARN—REHZ T —ILOETIL

Z DOk 73 TiL, CARisk Authentication = >R —x > M Z BB L7=7T
TV lr—ary =N, TR SNy NT T D
FNEIZ DV THA L £,

Apache Tomcat

Z ZTlE. INDI R— A DT — H ~N— ZH#VEH 2 Apache Tomcat & A 024
% FINEIZ OV THELA L E 7,

ROFNEIZHES TS TZE 0

1. ApacheTomcat 7 7' U r— g v H—nN"% A X h—)L L, BLFD
URLEZEH L CA VA R—LETARLET,
http://localhost:8080/

2. <TOMCAT_HOME>/conf/ 7 L' 7 K UIZ& 5 server.xml 7 7 A /L% [
TET
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3. T V—ADEFRIILE R TOEREIEL T,
INDI %
CA Risk Authentication (Z X > CTEA S5 INDI &4 ZFRE L £9,

BEE: ZO4HIL. arcotcommon.ini (java:comp/env/ 7L 7 4 > 7
A 72 L) @ AppServerConnection PoolName.N & —3c9 % L2554 )
F7,

a—4% 1D

TS X—=2 2—HIDEEELET.
Password

T=HR—=2 RAT— RERELET,
IDBC FZA4/V 35X

IDBC RIAN I T2t ELET, #i:

oracle.jdbc.driver.OracleDriver
JDBC URL

FT—H _X—Z Y — D IDBCURL Z#f8E L £, 7= & x 1. Oracle
RIZANRZHEHLTWD5AE. URLIZEL T D LB D TT,

jdbc:oracle:thin:<server>:<database port>:<sid>

4, WHx2 Y ZIBEAL T, <GlobalNamingResources> % 7' Wl T — ¥
y*_‘x %E% Li‘é«o
<Resource name="SampleDS"
auth="Container"
type="javax.sql.DataSource"
factory="org.apache.tomcat.dbcp.dbcp.BasicDataSourceFactory"
username="<userid>"
password="<password>"
driverClassName="<JDBC driver class>"
url="<jdbc-url>"
maxWait="30000"
maxActive="32"
maxIdle="8"
initialSize="4"
timeBetweenEvictionRunsMillis="300000"
minEvictableIdleTimeMillis="30000"/>
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5. <TOMCAT_HOME>¥conf¥ 7 « L7 h U IZ& 5 context.xml 7 7 A /L% B
TET,

6. <Context> # VWIZLAFOZ L MU ZBMLTTF—% Y—RA&EHZL
*9,

<ResourceLink global="SampleDS" name="SampleDS"
type="javax.sql.DataSource"/>

7. T HN— AR T VAR DT, RIST D — RoX—=T
V= AMBUTOTZ7 7 ANV ey ra—RLET, RIZ, TNAHD
Tr7ANEUTOT L7 MJIZab—LFET,

<TOMCAT HOME>¥common¥lib¥ 7+ % (Apache Tomcat 5.x) . /=X
<TOMCAT_HOME>¥1ib¥ 7«1~ VU (Apache Tomcat 6.x L 7.%)

m commons-dbcp-1.2.2.jar

s 0jdbc14-10.2.0.1.0.jar (Oracle 7 — & X—ZADIFAH)

m sqlidbc.jar (MS SQL Server 2005 A Microsoft IDBC K A /X /3 —0 5
> 1.2.2828)

= mysql-connector-java-5.1.22-bin.jar (MySQL 7 — % X— X DIFEAH)

IBM WebSphere

Z Z T NDI R—RA DT — X X— ZAEHIZ 1IBM WebSphere % A 20125
D FMEIZ DN T LET,

ROFNEIZHES> TS TZEW

1. WebSphere Administration Console {22 7 A > L £,

2. [Resources] R L. [IDBC] /—FZEBHL £,

3. [UDBCProviders] #27 Vv 7 LET,

4. [Preferences] ¥ 27 a2 T [Newl] Z#27 Vv 7 L AL TWAET—
B R 2T HASNW T 72 IDBC T A X EER L 9,

5. LLFDZ A7 %34T LT, IDBC 7 u A X Z/Ep LE7,

D FEHNCOWTIR, BTV U7 2BRLTLIEEN,
http://publib.boulder.ibm.com/infocenter/wasinfo/vérl/topic/com.ibm.web
sphere.base.iseries.doc/info/iseries/ae/tdat_ccrtprov.html
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6.

a.

[Database Type] 35 KT8 [Provider Type] Z5E L £79°,

[Implementation Type] Km v 7%t 1J A k225 [Connection
pool data source] Z IR L F 7,

IDBC 7' XA X D& HiIZ AT LET, IDBC 7 A X DOFHiHZ A
H4+sHr2EHTEET,

(k~] 227V 27 LET,
JAR 7 7 A VDt S 2% AT LET,
(k~] #2717 LET,

AB LT HROY~ ) Zifid L7=6.  [Finish] 221U v 7 LT
IDBC 7 A XD ELXZT LET,

7. FIE 5 THERL L7 JDBC 7 22 /XA &' (D CLASSPATH 3% E L £,

a.

b.

o

@

[Resources] #&R L., [IDBC] /— RZEBILEJ,
[JDBC Providers] #27 U v 7 L£79,
FES TER L7 IDBC 7 u XA X a7 ) v 7 LET,

. IDBCIAR DV 5 A RAXEZELET,

[Apply]l #7V v 7 LT, BHERGFLET,

8. UUTFOFEIH-~T, T—F% VY —AZ/E L E7,

a.

b.

[Resources] (2@, [JDBC] #7 Vw7 L%,

[JDBC] @ [Data Sources] #BA&., [New] 227 Vw27 LET, T—
2 =2 AR T AT, LR OFNRIZHENE T,

T—H )= A/ ERELET,
INDIZ4EHRELET,

¥ 2 OAHREE arcotcommon.ini @ AppServerConnection

PoolName.N DIE & —E3 5 L2055 ) F 7,
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e. [k~] #27VUv7 LET,

f. TNE 3 TYERR L72BE(FD IDBC 7' A KX &38R L £ 7,

g [k~ %27VvrLET,

h. T—Z_X—=ZOFHEIGE LT, LTOERE AN LET,
m Oracle DIFE

JDBCURL DEZIEE L E T, ZOURLIZLLTFoORRIZARY £
7,

jdbc:oracle:thin:@<server>:<oracle port>:<sid>
[ Data store helper class name] % 3&&R L &9,

s MSSQL Server DRSS

jdbc:sqlserver://<server>:<sql port>;databaseName=<database
name>;selectMethod=cursor

= MySQL DFE
jdbc:mysql://<server>:<port-number>/<database>

. [k~ 27V v 7 LET,

i. [Next] Z2 VU w2 LT [Summary] Bz L. [Finish] %
70 w7 LET,

9. FlES TIEK LT —% V=A% 27 U v LET,

10. [Related Items] &7 3 =3 . C. [JAAS - J2C authentication data] % 7
Vw7 LET,

11. [New] 27 U v 7 LTH LWRSGEFHRZ B L £,

12. T—F RX=ZA~DEHIMEN Shon 7 7 VT vy va AT
L. ZVT ooy VERFLET,

13. [ApplylZZ Vw27 L, [OK]ZZ U v 7 LTEENEEZHRTFELET,

14. [DataSources] #7 Vw7 L., FIE8 TEM LT=T —4% V— A& EIR
Lij‘o
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15. [Security Settings] - [Component-managed authentication alias] T. F
JIE 12 THERK L7z JAAS FRGEE# A 2R L. [Apply] - [OK] DIEIZ
Vw7 LET,

16. [DataSources] #Z7 VUV v 27 L, RIA8 TIEK L7=T —4& VY —AD
FrvV Ry T AZEF AT LUFET,

17. [Testconnection] 7 U v 7 L, RN IELLIEEINTWENE D
MWERRGEL £797,

FEZOT AT, TN = "ADOER DO LD FER S, T —
H = ADERNPELWDNE I NFILT LRSS EE A,

Oracle Weblogic

Z D& Z7 3 »TliL, Oracle Weblogic T INDI X— R DT — X ~X— A il
ZAT O T2 O DFIAZFHH L £ 77,

WOFNRIZHES T TZE 0

1. Weblogic Administration Console {22 271 > L £,

2. F£72 [Change Center] @ [Lock & Edit] RZ %27 U v 7 LTV
HlX, ZOoXRZ L E# 7Y v LET,

3. [Services] - [JDBC] - [Data Sources] DJEIZFEE L F7,
4. [IDBC] @ [DataSources] ZBAE. [New] 7 U v 27 LET,
5. LLFDINDHEHE T — X _R—RERERE L E7

a. [Name] % [ArcotDB] IZRXELE T,

X Z DA HEIE arcotcommon.ini @ AppServerConnection

PoolName.N Dl & —ET 5 235 V) E T,
b. [UNDIName] % [ArcotDB] IZ5%E L £,
c. M3/ [Database Type] Z iR (Oracle 72 &)
d. 272 [Database Driver] % i%#R (Oracle Thin Driver 72 &) .
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6. [Next] 27 Vw7 L, T74/VMEZZOEEMEHL CTHE [Next]
7w LET,

7. BRENLEE T o NT 4 R—=T T, T —HRN— A O AR E
LEd, =L xiE. Oracle \ITIZUL TOMEAMHEHTX 1,

m [Database Name] =7 —# X—ZX $— DO SID £/-1ZV—t
A

[Host Name] = 57— # X—ZADHKA M EFITIPT FL X

m  [Port] =1521, F771F%T7 — X RX—RA P —N"EZFETL T\ HE
B OMOR— K

m [Database User Name] =7 — ¥ X— 2k A Eik T 57—
A= T a—H4

m [Password] / [Confirm Password] =f5E Si7=7 —H X— A
2—HPL DR AT— R
8. [k~]1 %7V vr7 LET,

9. [Test Configuration] #7 U v 7 L C, 8 € L7=T — & X— AR %
ABLET,

10. [Next] 7 U v 2 L, Weblogic h—/ A A%  ZHOBET — 4
V=ADZ =0y b = ERELET,

11. [52T] 22V v 7 LFET,

12. [Change Center] @ [Activate] "X > %7 U v 7 LT, BIOFIATH
ELIT—4% V—ADOBREEHAMILET,
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JBoss 7S r—3> H—iN

ZDO® a3 Tl JBoss TS U r—3 g v —/ 3T INDI RX—ADT —
B R—2EEZATH - DOFNEAZTH L £,

WDOFENEIZHE > T TZE W

1. WARZ 7 A VZ B L7CHATICBE L E4, LNl ZRL £95,
<JB0OSS HOME>¥server¥default¥deploy¥

2. arcotdatabase-ds.xml &9 T —H& YV —AFdil 7 7 A WV EAVER L F
7,

3. arcotdatabase-ds.xml 7 7 A LT —H VY — AL EFKT DT DI
UL T OTEHREIEE L E T,

m JNDI 4 : CARisk Authentication = > R —3 > MZ X > THEHA I D
INDI 44, Z D4 i, arcotcommon.ini (java:comp/env/ 7L 7 1 v
7 A 72 L) @ AppServerConnection PoolName.N & —E7 2 B3 &
nE£7,

n 2—FID: T—F =R 2V D,

m NRAU—FR: F—HFRX—=ZX NAT— R,

m JDBC RTANRXRT TR : IDBC RTA /N7 TRL, =& zIE,
oracle.jdbc.driver.OracleDriver,

m JDBCURL: 7 —#X—RZ % — N JDBC URL,

7e& 21X, Oracle RTANRNZLEH L TWDHEHE. 2O URLIE
jdbc:oracle:thin:<server>:<database_port>:<sid> & 732 V) £9°,

m Exception Sorter 7 7 R : fS 03— T — AR T E D I E HEr
9% org.jboss.resource.adapter.jdbc.ExceptionSorter 1 > % —7 = —
AE RIS DT TR,

DT A—H X, Oracle 7 — 4 X—AZDAER L ET,
org.jboss.resource.adapter.jdbc.vendor.OracleExceptionSorter [Z#¢ &

Li?o
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4. T F A K~ =5 4 H T arcotdatabase-ds.xml Z B & £,
5. UTONEZEBMLET,

<?xml version="1.0" encoding="UTF-8"7?>
<datasources>

<local-tx-datasource>
<jndi-name>SampleDS</jndi-name>
<connection-url><jdbcurl></connection-url>
<driver-class><JDBC Driver class></driver-class>
<user-name><database userid></user-name>
<password><database password></password>
<exception-sorter-class-name><Exception Sorter
Class></exception-sorter-class-name>
</local-tx-datasource>

</datasources>

6. 77 ANERGFLTHLEET,

BLU7E: TEAR—ZRBH{ET—ILOF=HDT T ) r—ay —/\OHRFE 165



LDAP i T —ILDEME

LDAP &8 T — L DAL
UTo7 70 r—yay 3= "OREFMEICHOWTHH L ET,
Apache Tomcat

LDAP 55t 7 — )V 2B 2 121X, VA FOFIAIZHEVNE T,

1. ApacheTomcat 7 7' U 7r—v a v —n_"E A A —/LL, LLTD
URLZFEHLTA VA =N ET AR LET,
http://localhost:8080/

2. ATOSGFIZBEIL £,
<TOMCAT -HOME>¥conf¥

3. 7% AP 5 ¢ T catalina.properties 7 7 A V& B & £97,
4, 77ANMC, LFOxZ MY ZBIMLET,
m com.sun.jndi.ldap.connect.pool.protocol=plain ssl
m com.sun.jndi.ldap.connect.pool.authentication=simple
m com.sun.jndi.ldap.connect.pool.maxsize=64
m com.sun.jndi.ldap.connect.pool.prefsize=32
m com.sun.jndi.ldap.connect.pool.timeout=240000
m com.sun.jndi.ldap.connect.pool.initsize=8
5 77 ANVERELTHALET,
6. 77V r—vary = "ERESHLET,

IBM WebSphere

LDAP £t 7 — L ZERK T D 12i%, L T O FIRICHEVE T,
1. WebSphere Administration Console {22 71 > L £,

2. [Servers] - [Server Types] - [WebSphere application servers] [ZFHE) L
£7,

3. RETHH—"%227Uv27 LET,

4.  [Server Infrastructure] £ <3 > C, [Java and Process Management]

IV w7 LET,
5. [Process Definition] V> 27 %27 U v 7 LE7,

6. [Additional Properties] =7 = > C, [Java Virtual Machine] #7 VU v
7 LET,

166 A2 A+—JL A4 K (Windows F)



LDAP ¥ T —ILDEINE

7. [Additional Properties] =2 <= > C., [Custom Properties] %7 U v
7 LET,

8 [New] #7 Vw7 LT, BAXL TaXT 4 ZBIMLET,

9. LFORIZYARNINTWDLEREL, LHTEEZ~TIZL T [General
Properties] £ 7 a2 VB L ET, LARTEMEDORT T & (ZALEE % fi

VRS EDN DD £9,
Name E
com.sun.jndi.ldap.connect.pool.maxsize 64
com.sun.jndi.ldap.connect.pool.prefsize 32
com.sun.jndi.ldap.connect.pool.initsize 8
com.sun.jndi.ldap.connect.pool.timeout 240000
com.sun.jndi.ldap.connect.pool.protocol plain ssl
com.sun.jndi.ldap.connect.pool.authentication simple
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100 EH] 227Uy 27 LET,
11. WebSphere % FFLE) L £,

Oracle Weblogic
BRI TEAD IDAP T3> DB NN

ZDO& 73 Tlik. Weblogic — 3O FEE) A 7 U 7 M T LDAP 55t 7 —
L IRTG A— B h G A FNEIC O T LET,

1. YATFAIR A LET,

2. Weblogic V= "DEEBAZ VT vDONRNw 7T v 7 ab—E{ERLFE
T, ZOAZ YT NMILLTOEFICH Y £7°,

domain-name¥bin¥startWebLogic.cmd
3. TXANTZT 4 TR YT MEREET,

4. Weblogic —"OEENMMHEINDI B v a ZUTFTo= M) &
BIMLET,

m -Dcom.sun.jndi.ldap.connect.pool.maxsize=64

m  -Dcom.sun.jndi.ldap.connect.pool.prefsize=32

m -Dcom.sun.jndi.ldap.connect.pool.initsize=8

m -Dcom.sun.jndi.ldap.connect.pool.timeout=240000

m -Dcom.sun.jndi.ldap.connect.pool.protocol="plain ssl"

m -Dcom.sun.jndi.ldap.connect.pool.authentication=simple

IFDa— K 2=~y NI, LDAP i 7 —/L /N7 A —Z DERIE I
TWLH TN A7 YT haeRm L TWET,

@REM START WEBLOGIC

echo starting weblogic with Java version:

%JAVA HOMESs¥bin¥java %JAVA VM% -version

if "e@WLS REDIRECT LOG%"=="" (

echo Starting WLS with line:

echo %JAVA HOMES¥bin¥java %JAVA VM% SMEM ARGS% %JAVA OPTIONS%
-Dweblogic.Name=%SERVER NAMES

-Djava.security.policy=2%WL HOMES¥server¥lib¥weblogic.policy %PROXY SETTINGSS
%SERVER CLASS%
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5.
6.

%JAVA HOME%¥bin¥java S%JAVA VM SMEM ARGS% %JAVA OPTIONS%

-Dcom. sun.jndi.ldap.connect.pool.maxsize=64

-Dcom. sun.jndi.ldap.connect.pool.prefsize=32

-Dcom. sun.jndi.ldap.connect.pool.initsize=8

-Dcom. sun.jndi.ldap.connect.pool.timeout=240000

-Dcom. sun.jndi.ldap.connect.pool.protocol="plain ssl"

-Dcom. sun.jndi.ldap.connect.pool.authentication=simple
-Dweblogic.Name=%SERVER NAMES

-Djava.security.policy=2WL HOMESs¥server¥lib¥weblogic.policy %PROXY SETTINGS%
%SERVER CLASS%

) else (

echo Redirecting output from WLS window to SWLS REDIRECT LOG%

%JAVA HOME%¥bin¥java S%JAVA VM% %MEM ARGS% %JAVA OPTIONS%
-Dweblogic.Name=%SERVER NAMES

-Djava.security.policy=2WL HOMESs¥server¥lib¥weblogic.policy %PROXY SETTINGS%
%SERVER CLASS% >"9WLS REDIRECT LOG%" 2>&1

)

T ANVERELTHEET,
Weblogic th— 3 & FE) L £ 9,

EERRY—/\EFERAL DAP T—IL T3V DIETE

1.
2.

WebLogic Administration Console (21 71 > L 797,

0w 7 ERREDK D > TV WAL, [Llock & Edit] R¥ &7 U »
7 LET,

[Domain Structure] ~2A > . [Environment] - [Servers] |Zf8) L
7,

RETHY—NET )7 LET,
FRIDORA T, [ServerStart] 27 VU w7 LE4,

[Arguments] 7 4 —/L RIZ, A=A TCRY>TLLFDIVM 7 =
CEBEDET,

m -Dcom.sun.jndi.ldap.connect.pool.maxsize=64

m -Dcom.sun.jndi.ldap.connect.pool.prefsize=32

m -Dcom.sun.jndi.ldap.connect.pool.initsize=8

m -Dcom.sun.jndi.ldap.connect.pool.timeout=240000

m -Dcom.sun.jndi.ldap.connect.pool.protocol=plain ssl
-Dcom.sun.jndi.ldap.connect.pool.authentication=simple

[Save] #7 U v 2 LT, [ActivateChanges] #7 U v 7 L¥7,

WebLogic t— " ZFHiEE) L £7,
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JBoss 7 I r—a> H—N

LDAP 55t 7 — )V 2B 512X, L FOFIEIZEVE T,

LUFOSGENcBE L7,
<JB0SS HOME>¥standalone¥configuration

T X% A~ =F ¢ T standalone.xm| 7 7 A L& B & £ 97,

1

LFDTvRT 4 2Bl £7,

<system-properties>
<property name="com
value="plain ssl"/>

<property name="com.

value="simple"/>

<property name="com.

value="64"/>

<property name="com.

value="32"/>

<property name="com.

value="240000"/>

<property name="com.

value="8"/>
<system-properties>

.sun

sun

sun

sun

sun

sun

.jndi.
.jndi.
.jndi.
.jndi.
.jndi.

.jndi.

T ANERGELTHLET,
JBoss AS & FECE) L £ 97,

ldap.
ldap.
ldap.
ldap.
ldap.

ldap.

connect.

connect

connect.

connect.

connect

connect.

pool.

.pool.

pool

pool.
.pool.

pool.

protocol”

authentication"

.maxsize"

prefsize"
timeout"

initsize"
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Apache Tomcat DEF2) 74 IR—TvDEDE

Javatx a2 U T 4 =R —T ¥ BERNREEIZ, CARisk Authentication 73
Apache Tomcat _ECEIEL TV WAL, Tomcat DEF 2 U T 4 v F—
V¥ A% LT CARisk Authentication TEIMET 2 L H 12T 572Dz, UL
TOFRINRIZHENET,

1.

10.

PLF @ Apache Tomcat DA > A N —/VFTICBEI L £ 7,
<Tomcat Home>¥bin¥

tomcat<version>w.exe 7 7 A )V E X TN T U w7 LET,
[Apache Tomcat Properties] ¥ A 7 07 Ry 7 ANRFRINET,
Daval ¥ 7 %7 77 4712 LET,
[JavaOptions] 7 v a > C, LT MY ZBIMLET,

m -Djava.security.manager

m -Djava.security.policy=<Tomcat_Home>¥conf¥catalina.policy
[Apply] #7 Vv 7 LT, ZEEHRFLET,

[OK] #7 U >~ 27 LT, [Apache TomcatProperties] %A 7 17 R
7 AT ET,

PLF @ Apache Tomcat DIGFTIZEE L £,

<Tomcat Home>¥conf¥
fEE DT H A N =F 4 X T catalina.properties 7 7 A L& B & £9°,

VLR = — K% WEB APPLICATION PERMISSIONS &7 < 3 2B L %
R

grant {

permission java.io.FilePermission
"${catalina.base}${file.separator}webapps${file.separator}arcotuds${file.sepa
rator}-", "read";

permission java.util.PropertyPermission "adb.converterutil", "read";
permission java.lang.RuntimePermission "accessDeclaredMembers";

permission java.security.SecurityPermission "putProviderProperty.BC";
permission java.security.SecurityPermission "insertProvider.BC";

permission java.security.SecurityPermission "putProviderProperty.SHAProvider";
permission java.io.FilePermission "${arcot.home}${file.separator}-"
"read,write";

permission java.net.SocketPermission "*:1024-65535", "connect,accept, resolve";
permission java.net.SocketPermission "*:1-1023", "connect,resolve";

};
B o —) L (arcotadmin) B L N2 — 5 —% $— 1" R (arcotuds)
WX T DHERR 2T 53572012, UTo® 7 varzBMlET,
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grant codeBase "file:${catalina.home}/webapps/arcotuds/-" {
permission java.lang.RuntimePermission "getenv.ARCOT HOME", "";
permission java.lang.RuntimePermission
"accessClassInPackage.org.bouncycastle.asnl.*";

permission java.security.AllPermission;

I

grant codeBase "file:${catalina.home}/webapps/arcotadmin/-" {
permission java.lang.RuntimePermission "getenv.ARCOT HOME", "";
permission java.security.AllPermission;

I
11. 77 A NV ZRfF LT £,
12. Apache Tomcat % FFECE) L £7,
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pr—

)

<

i

IBM WebSphere 7.0.8.0. £7-1X 8.5 2% o vV — L2 RET 2854, [
VAHRAER] I PO—FHOEHR L ) — ) R—=TUA~DT I AT,
HTTPCLIENT =7 —NFRINALENRH Y £7, O X I 4E. LT
DOFNEIZHE D LERH D FT,

1. <install_location>¥Arcot Systems¥java¥webapps¥ /> HEH 2 — )L
WAR 7 7 A VT 7 BALET,

2. —HF7T L2 MU (f] : C:¥Arcot_temp¥) [T arcotadmin.war & = &' —
LET,

3. arcotadmin.war 7 7 A LV ONEZHH L F 9,

C:¥Arcot_temp¥arcotadmin¥WEB-INF¥lib¥ 7 1 L' 7 h U IZHiH &S5
JAR D 9 5 LIF®D JAR 73 IBM WebSphere TI:F T 4 75 U Z#ERk 9
LTI S NET,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar
m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar

m axis2-adb-1.5.2.jar

m axis2-kernel-1.5.2.jar

m commons-codec-1.3.jar

m commons-logging-1.1.1.jar

m logdj-1.2.16.jar

m axis2-transport-http-1.5.2.jar

m axis2-transport-local-1.5.2.jar

4. WebSphere Administration Console (27 74 » L ¥,
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5.

[Environment] %7 U w7 LTCT/H 5, [Shared Libraries] #27 U v 7
LET,

a. [Scope] N v X ornG ARhe AR Z 8N L5, &
PHICIX, 77V —varE2REATAZ—7 v F h—FE iR
)= REGDODHIVERNHY £9,

b. [H#] 27V v LET,
c. ZEiZANILET, Hil: ArcotAdminSharedLibrary,

d ZI7ANRREHRELEYT, FE3ITHHLEZETXTOIAR 7 74
IWDOIRAL T A NGNS LET,

i
C:/Arcot temp/arcotadmin/WEB-INF/lib/axiom-api-1.2.10.jar

e. [Apply]l 27V v 7 LT, ZHEERGFLET,

B oY —)LWAR 7 7 A V3 HFT (<install_location>¥Arcot
Systems¥java¥webapps¥) (ZBEI L £9,

77V r— g v P —NZ arcotadmin.war BB L £,
PLFOFIEIZHES T, THETA TV EHELET,

a. [Applications] Z27 U v 27 LT, [WebSphere enterprise
applications] 27 U > 27 LE7,

b. [arcotadmin_war] #7 VU v 7 LET,

c. [References] 2 v 3 > T, [Shared library references] %#7 U v
7 LET,

d. [arcotadmin_war] ZE&4R L, [Reference shared libraries] 27 U
7 LET,

e. [Available] U A F7>% [ArcotAdminSharedLibrary] % 8&fR L .
[Selected] U A MZIB#EISHEET,
f. [OK] #7 V v 7 LCREEZHRGFLET,
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9.

UTFTOFNEIZHE-T, 77 A B—FDIEFBIORY —%2FELE
£

a. [Applications] - [Application Types] - [WebSphere enterprise
applications] #27 UV v 7 LE7,

b. [arcotadmin_ war] #27 U v 7 L¥9,
c. [Class loading and update detection] V> 27 %27 U v 7 L%,

d. [Classloaderorder] 27 2 3 >, [Classesloaded with local class
loader first (parent last)] 47> a &2 @IRL£9,

e. [WARclass loader policy] 27 3~ a > C, [Single class loader for
application] 47> 3 U ABIRL 97,

f. [OK] 27V v 7 LTREXRGFELET,

10. 77U r—va rnFEEs SN EEER LET,

IBM WebSphere 8.0 3 LI 85 IC&EH o YV — L2 RBETIHE., [ X
HUORER] PO OEB Y — )L R—=T~DT I AT,
HTTPCLIENT =7 — R R SINDGERH D £, DO X5 RGHE. LT
DOFNEIZHE D BN H Y 97,

1.

<install_location>¥Arcot Systems¥java¥webapps¥ LB =2V — )L
WAR 7 7 A WMZT 78 A LT,

—BF7T 4 L7 N (f5] : C:¥Arcot_temp¥) [T arcotadmin.war & = E—
LET,

arcotadmin.war 7 7 f VONEEZHIH LE T,

C:¥Arcot_temp¥arcotadmin¥WEB-INF¥lib¥ 7 1 L' 7 h U IZHiH &S5
JAR D H 5 LR JAR 25 IBM WebSphere THA T A 75 U & ERT
LTI S NET,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m  axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar

m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar
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m axis2-adb-1.5.2.jar

m axis2-kernel-1.5.2.jar

m commons-codec-1.3.jar

m commons-logging-1.1.1.jar

s logdj-1.2.16.jar

m  axis2-transport-http-1.5.2.jar
m axis2-transport-local-1.5.2.jar

4. WebSphere Administration Console (22 7 A > L £,

5.  [Environment] #27 U > 27 LCh 5., [Shared Libraries] 227 1 v 7
LE7,

a. [Scopel Rm w7 X T mt AR AIMERIH 2SI L £ 5, &1
FIZIX, 77V —vary T 5% —7 > b — " F i
)= REZDLMERH) 7,

b. [FH#H] 227V LET,

c. 4EiIEZANLET (=& 2L, ArcotAdminSharedLibrary) .

d Z7I7ARXREHELET, FE3I THHLEZTXTDIAR 7 74
IWDRAE T 7 AN NTTLET,

il
C:/Arcot_temp/arcotadmin/WEB-INF/lib/axiom-api-1.2.10.jar

[Applyl #7V v 27 LT, BHERGFLET,

@
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6. HHIa Y —/LWAR 7 7 A NVNbDHEAT (<install_location>¥Arcot
Systems¥java¥webapps¥) (ZBEI L £,

7. 7Y r—3 9 P— 3T arcotadmin.war & BB L £ 9,
8. UUTOFIEIIN-~T, ETA T TV ERELET,

a. [Applications] Z#2 U v 27 LT, [WebSphere enterprise
applications] #7 UV v 7 L%,

b. [arcotadmin_ war] #27 U v 7 L¥9,

c. [References] &7 =2 > T, [Shared libraryreferences] #7 VU v
7 LET,

d. [arcotadmin_war] Z &R L. [Reference shared libraries] 27 U v
7 LET,

e. [Available] U A 735 [ArcotAdminSharedLibrary] % 4R L.
[Selected] U A MZIB#EIHEET,

f. [OK] #27 Vv 7 LCREZRGFELET,

9. UTOFEIZME-T, 77 A a—FDIEFBIORY > —2RELF
R

a. [Applications] - [Application Types] - [WebSphere enterprise
applications] =7 U v 7 LE7,

b. [arcotadmin_war] #7 VU v 27 L%7,
c. [Class loading and update detection] V> 27 %27 U v 7 L%,

d. [Classloaderorder] =7 2 3 > C. [Classesloaded with local class
loader first (parent last)] 47" a &R L £,

e. [WARclass loader policy] 27 -2 > C, [Single class loader for
application] 47 v g U ABIRL 9,

f. [(OK] #7271V v/ LTREZIHRITFLET,
10. 77U r—va UnFEE SN2 LR LET,

5 18 = : CA Risk Authentication SDK &
Web H—E XD R E
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e}

ax ;&

Z DO 7 a »TlE, CARisk Authentication 2MEfft+ A7 7 U r— 3
Tl oI A —T72—A (APl) & Web —E REZFRET D FIAE
WCOWTEHHLET,

CA Risk Authentication API D% &

CA Risk Authentication (21X, Java API & v K23FHE L CTUVNEJ, CA Risk
Authentication AP X r— U RE L T, L TFTO#IEEZANCTHZ LN
TEET,

U 27 OFH

T RS ADARK

Z—F LT A ZAOBEA T OFRR
BEE AT D HIBR

WDOFNEIZHE S TLTEE

1.

LT OB BE L £7,

<install location>¥Arcot Systems¥sdk¥java¥lib¥arcot¥

27 JAR (U A7 3l SDK : arcot-riskfort-evaluaterisk.jar) % 3% L %
7

S BT, AT IARMEFT DL T D IAR kS TVET,
m arcot_core.jar
m arcot-pool.jar
m arcot-riskfort-mfp.jar
(A7 a ) F UEGETD 5 34T SDK @ JAR (arcot-riskfort-issuance.jar)
HERETETET,

7L, ZOAPIE, 2OV Y —ATIEEIESNTEY, HBIZ LA
DT DIZDOHREENTNET,
F:ZOAPIORDVIZ, 2—VEHEWeb V—EXEEHTEET,
FERIZ DUV TIE,  TCA Risk Authentication Web Y — E A& H A K
BB TSN,
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Java API D% E

OB a Tl JavaAPl BT U r— g U CHERITE S L ) IE
ETDHFNEICHOWTHBAL X,

BE: SRITHEDATIC, Java APl Z324ET 5 72 DIZHEZR AR 7 7 A VDS,
<install_location>¥Arcot Systems¥sdk¥java¥lib¥ (21 > A h—/L STV 5
ZEEMRLTLSIESNY,

Java APl Z R T 2 12iE. L FOFNEIZHEVE T,

E: LUFOFIAIL Apache Tomcat h— "% _X—ZX L L TCWET, HESH
TRE, EHLTWDET 7 r—y a3y =0 ko TE D S AR
HVET, TNOOFEOZEAZSONWTIE, 7TV r— 3y —D
F¥ a2 XA FEZHLTIIEIN,

1.

UFOBHNS, UFOYARDIAR 7 7 A )VEa™—LE7,

<install location>¥Arcot Systems¥

<APP_SERVER_HOME> 7 4 L7 F U NOMY)/2GFTICE NS ZEE L
7,

$i : Apache Tomcat DA, Z OLFATIX
<Application_Home>¥WEB-INF¥lib¥ T3,

m /sdk/java/lib/arcot/arcot_core.jar

m /sdk/java/lib/arcot/arcot-pool.jar

m /sdk/java/lib/arcot/arcot-riskfort-evaluaterisk.jar
m /sdk/java/lib/arcot/arcot-riskfort-mfp.jar

m /sdk/java/lib/external/bcprov-jdk15-146.jar

m /sdk/java/lib/external/commons-lang-2.0.jar

m /sdk/java/lib/external/commons-pool-1.5.5.jar

#5 : Apache Tomcat5.5.x Clx, ZiLH®D 7 7 A /L% C:¥Program
Files¥Apache Software Foundation¥Tomcat
5.5.31¥webapps¥<Your_Application>¥WEB-INF¥lib¥ {2 = &"—F 2 ML HL7)3
b ET,

VI FOFNEIZAHE > T, logdj.properties.risk-evaluation 35 JXL O
riskfort.risk-evaluation.properties 7 7 f /L 2R E L £7°,

EIN==N

n T — g SITERTER A D loghj.properties.risk-evaluation 7 7
ANBT TIEDHSHAT, UTOuTREZ 7 A Ve~—Y LE
ER

%5 18 E : CA Risk Authentication SDK & T Web H—E XD EEFE 179



Java API 0D

a

U
33

E

<install location>¥Arcot
Systems¥sdk¥java¥properties¥log4j.properties.risk-evaluatio
n

BIW

<install location>¥Arcot
Systems¥sdk¥java¥properties¥riskfort.risk-evaluation.proper
ties

77 lr—3 3 T logdj.properties 7 7 A JVINERIE XA TR0
G5, LT OFIRICIENE T,

a. log4j.properties.risk-evaluation M4, Hij % logdj.properties (225 &
LET,

b. riskfort.risk-evaluation.properties & logdj.properties & ~—3 L

ij—o

c. logdj.properties 7 7 A /L& LA FOEGFTICa v — L7,
<Application Home>¥WEB-INF¥classes¥properties¥

#i : Apache Tomcat 5.5.x TlX. log4j.properties % C:¥Program

Files¥Apache Software Foundation¥Tomcat

5.5.31¥webapps¥<Your_Application>¥WEB-INF¥classes¥ |Z 2 &'—13" 5%

WD F7,

S APL & F O OFEIC SN TIL, <install_location>¥Arcot
Systems¥docs¥riskfort¥ Arcot-RiskFort-8.0-issuance-sdk-javadocs.zip (Z & % CA
Risk Authentication Javadoc # & L T 72 &1y,
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CA Risk Authentication Web —E R DX TE

CA Risk Authentication Web H—E XD &% E

CA Risk Authentication Web — & 2 Z{fi FH 9~ 5 (213, arcotuds.war 7 7 1 /v
ZIERLET,

CA Risk Authentication (%, == —% _ #ifik. AT ADOEH A FITT A0,
BIXRY 275 A2 EITTAHT-0OD Web —E 228 LEST, 2hbd
® Web —t" ZAHD WSDLIZ, LA FOBFFTICH Y 9,

<install location>¥Arcot Systems¥wsdls¥
WSDLZFERL=I5/47 b a—F D4R

CA Risk Authentication /N> 77— D A A b —/L%% . CA Risk Authentication
WA BT HWSDL 7 7 A VAL T, 2— NMET 55T 747 b
AR TEERLET, ZHHDOWSDLIZKY, WebHh—E R 7T 47T
i, CARisk Authentication #—/N & @5 A[HEIC /2 D £97,

BE:. 79472 b a— RNOARKAZFITT HHEINT. CARisk Authentication
N =V INIEFNCA A P&, =B # R CTh D I L R
L/i‘ﬁ_‘o

WDOFNEIZHE S TLTEE
1. 70— gy —R_EERLET,
2. UTOLGTEEILE T,

<install location>¥Arcot Systems¥wsdls¥<required folder>
3. MERWSDL 7 7 A VA TORESZR) A LTI 747 b 22—
R&/E L7,

WSDL 774 )L

Description

e.wsdl

admin/ArcotRiskFortAdminWebServic | /L — /)L OFERK B L OVEBICHT L TERA SN E T

B oY — VORI L IEEEITINDHRE,

vice.wsdl

riskfort/ArcotRiskFortEvaluateRiskSer | U & 7 Il D 4TI L £ 7,

uds/ArcotUserRegistryMgmtSvc.wsdl |z~ 7 v ZNOMBROIERR & EEO - OIFEH L £,

uds/ArcotConfigRegistrySvc.wsdl =W TN A TOEREERIHEHLE T,
uds/ArcotUserRegistrySvc.wsdl =PRI R2—F T hHh T FOVEREERRIZHEN L £
‘éAO
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CA Risk Authentication Web H—E XD & E

4. 77V r—g v —"EHEEEL £,

5. 779 UY 74 RUT, = RRA L FURL (BLTFOREZSR) 127
JHALT I7ITAT Y "3 Web Y —ERIZT 7B ATEXHME I

iR L ET,
Web H—E X URL
ArcotRiskFortAdminWebService http://<rf_hostname>:<rf_port>/services/Arcot
RiskFortAdminSvc
ZIZTHRETAT 74N~ A— ML 7777 TT,
ArcotRiskFortEvaluateRiskService http://<rf_hostname>:<rf_port>/services/RiskFort
EvaluateRiskSvc

ZITHRET LT 74N b A= MIT778 TT,

ArcotUserRegistryMgmtSvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotUserRegistrySvc

ArcotConfigRegistrySvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotConfigRegistrySvc

ArcotUserRegistrySvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotUserRegistryMgmtSvc

E:lava 7 A T 2 POEKROFEMIZ OV TIX,  [CA Risk Authentication
Web —EARBIRE A F] 22 LTI,
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TINA R ID H KU DeviceDNA DERTE

T INA A ID B K DeviceDNA DERTE

CA Risk Authentication (%, 7 /34 A ID & DeviceDNA Z L C, FT7 %
Jva il a—YRERAT LTS AEEEL, Al LET, T
AZIDIE, = R a2—HFDTF A A EITEMRSNET, 731 2D IHF#IT
LS TVWET,

PLIFIC, =y R a—H%DF /314 & EIZ Device ID 8+ 247> a v %

RLET, FT77A4 ARTIE, BKFHRA N L —Y A7 9 T

7

n PIHIGTAVARNT L TIITAARTIE, = R a—HFDOF A R
FOXEEA NT T, FITA L A NTIZHB IS T 51 A ID I,
TV Xy v 2Dl UTRRT T 7Y Cookie DHIFRZ: E, — )72
TR a2—H T arTITHIRTEERA, 77714 A NTIL,
CA Risk Authentication 7 7 A4 7> b U U —Z 21 IFETHAR—
TWET,

m HTMLS TiEflish s e —h/v A hLb—

m UserData X b7 : Z DA | 7% Microsoft Internet Explorer "C ™ A H
TEET

m  Cookie A b7 : i . Microsoft Windows TlX, /34 Z IDIZLLTFD
WTENND T AV FITHA S E T,

= Microsoft Windows 7 ¥ 721X 2008 _E Internet Explorer
C:¥Documents and Settings¥<user profile>¥Application
Data¥Microsoft¥Windows¥Cookies¥

= Microsoft Windows 2003 ¥ 721X XP _E @ Internet Explorer
C:¥Documents and Settings¥<user profile>¥Cookies¥

m  Mozilla Firefox
C:¥Documents and Settings¥<user profile>¥Application
Data¥Mozilla¥Firefox¥Profiles¥<random dirname>¥cookies.sqli
te

m Safari
C:¥Documents and Settings¥<user name>¥Application Data¥Apple
Computer¥Safari¥cookies.plist

EE: CARisk Authentication 7 714 7 > b /N— 3 2.0 LIRE, T /31 A
ID 1% Flash cookie & L CIFMEf SN EHA, BLETDO Y U —RZ5E DEEFD
Flash cookie NFAET D854, F4 5 D Cookie I, Z D& 7 2 3 > THIIC
IRLTEA RT O 12 HEICBITSNET,
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TINA R ID KLU DeviceDNA DERTE

FINA R ID BELU DeviceDNA DUREIZHLELT7AIL

Complete f A h— /L& FEITF 50, £721% [Choose Install Set] [Hifj T CA
Risk Authentication 7Fffi SDK & 721X Web —bE 2% A L A h—)L 95 Z &
BBRIRT DL, UUTOT7 7 A VRN HBIICA VA =L SNET,
<install location>¥Arcot
Systems¥sdk¥devicedna¥riskminder-client.js

DT 7 AT, TN ZID B L DeviceDNA ZFEB L O ET 57~
DO AR L F7,

FINA R ID B LU DeviceDNA DINEDEZE

Cookie # T2 K —H 3 o —ZIZRET HIZIX, Cookie Z#HUfGF 7=
WIRET HT 7V r—3 3 v =T riskminder-client.js Z 1819 2 /58
NH0 FET,

IROFIEIZHRE> T TEEIV

1. devicedna 7 4 L 7 kY (K% <install_location>¥Arcot Systems¥sdk¥ 7>
5, B2 Web 7 7V r—varF 4Lz M)icar—LEd, @
. Web 77V r—a v T NAFIILLTOSGFTICH Y £77,
<APP_SERVER HOME>¥<Your_ Application Home>

2. WHIRT 7V r—3 g 2 X—|T riskminder-client.js 7 7 A /L %180
LET, ZNBHDT7 7 AL, index.jsp 3E LD 7 4 VZ B AHxt
BIZRNLEZ S D 7 A NFIHFIET H 2 Eafifes LET,

<script type="text/javascript"
src="devicedna/riskminder-client.js"></script>

LIRTDYY)—ZA MBS D Flash Cookie DT

Flash Cookie X, 7 /31 A ID DU KT L THR— h e 20 £ Lz,
727120, LETD U U —Z 5 DBEFFD Flash Cookie WIFIET D4, i
5 ? Cookie X, LAFOWT D H A RO 15314 2 1D} L T DeviceDNA
DL THHEN TWDE X A7 2% T Lz &, =V K 2—F0F
NAAETHYR—=FENDAFNTO1IDCHEBMICEBITESNET,

= CARisk Authentication Java Bi%§& 71 K
= CARisk Authentication Web — B ABA#E T A R
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TINA R ID KU DeviceDNA DR TE

CA Risk Authentication |%., 7 — % Z{£#ET 572D~ Ry =7 ¥ =2V
T4 TV 2=/l (HSM) ZP R —FLTWET, HMEZFEH L TTF—#
R EALT DG, T X RARGFEINTWDLT —XILHSM IZH D
X—%fHL TR fbEnE T,

EZokBZ v a TSN TWAEREZEIT O BIIZ, HSM P — B X
II7A4T v ety b7 w7 L TCUWT, HSM NIZ 3DES F—Z % L T\
HZEEERLET, (7 a HMEZHEH L T BE545 D) HSM
DFEM] L TLIIEE0,

CA Risk Authentication IZ, Y7 hw =7 (S/W) T— NZHHL TF—%
ERE AL LET, 2D, F— K&/ — F 7 =7 (chrysalis ¥ 7213 nfast)
WCEEST HMENRHY £9°, arcotcommon.ini 7 7 A /LD
[arcot/crypto/device] 7 > a VA LT, ZhaxFEITLET,

2. ZOT7 AN, BB HSM R ET DO OER D 7 =
VBV ET, BEOY Y —ATIHLLFO LB T,

m LunaHSM ([crypto/pkcslimodules/chrysalis])
m nCipher netHSM ([crypto/pkcs1imodules/nfast])

FXE LTV D HSM IZEESW T, kb3 %' 2 22 T sharedLibrary /37
A—ZZEELET, HSMIEHREZIEELZO, HSM F— T2 L
C securestore.enc 7 7 A /LA FHAER L, HSM Z#1H{E L T, HSM % —%
- % X 9 12 CA Risk Authentication & #J#{k L £,

CA Risk Authentication £ A h—7 1%, A A h—/LIFIZ, Z @D HSM B
BWMERETDHEOFRLET, 2L, T— LT — FOEHE,
CA Risk Authentication T E 72 Z DD HSM T DX E R £ %755 HSM
REEZEETHHAITIE, LFTOFRIRIZENE T,

WROFIEIZRE- T TEEV :
1. AR OSICBE L E7,

<install location>¥Arcot System¥conf¥
2. securestore.enc DNy 7Ty T LD FT,

3. <install_location>¥Arcot System¥conf¥ 7> 5 BEA7 D securestore.enc 7 7 A
N HIBRL £,

4. Y7 LU xT (S/W) =R =7 (chrysalis £ 7213 nfast) 127 —
A5 kT — K225 % LT, CARisk Authentication 23432 & 3% HSM
B AR ET DI, LLFOFIRICHEVET,

a. LLTOLGATICBE L £,
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TINA R ID KLU DeviceDNA DERTE

<install location>¥Arcot System¥conf¥

b. 7% Xk =5 ¢ % T arcotcommon.ini Z & £9,
c. [arcot/crypto/device] ¥ 7 > 3 T, LT O#ELZFEITLET,
s Luna HSM (2%} L T, HSMDevice /X7 A — ¥ % chrysalis |25 E L

£75

E/ B

» nCipher netHSM 2%} L T, HSMDevice /X7 A — X % nfast |
LE9,

d. BET D HSM [Z)ts U T, sharedLibrary /XT A —4% % HSM T A 7 5
U 77 ANDDL5FTIRE LET,

m LunaHSM 74 7 Z U DT 7 4 /L F O,
<SYSTEM_DRIVE>:¥Program Files¥LunaSA¥cryptoki.dll T3,

F720%

» nCipher netHSM @O 7 /b ks D3FFTIE,
<SYSTEM_DRIVE>:¥nfast¥bin¥cknfast.dll T3,

E v va U THEMARERZDOMD HSM R E /ST A —H D
FEAIZOWTIL,  Tarcotcommon.ini] ZZM L T 7Z &0,

e. arcotcommon.ini 7 7 A )VEEF L CHU F1,
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TINA R ID H KU DeviceDNA DERTE

5. DBUtII Y —ANHDHLLTOSGATICEE L E7,

<install location>¥Arcot System¥tools¥platform¥
6. UTDa~ RaMH L TDBUtI Y — /L& FEITLET,
E:UTFOa~y FCET 57— F "2 2
(<Database_Username>) TlX, KILFE/INLFENRRBISIVET,
a. dbutil -init <HSM_Key_Label>
3 : <HSM_Key_Label> |%, HSM (ZAF(ET % 3DES F—I(Txfii L7,

Eieoa~r RIZFEE L7=%— 7L T securestore.enc 7 7 1 /b
ZERC L E T, ERSiie 7 7 A Vid, <install_location>¥Arcot
System¥conf¥ [Z{RfF S IVE T,

b. dbutil -i <HSM_Module_Name> <HSM_Password>

3¥: <HSM_Module_Name> L. Luna HSM D354 1% chrysalis. nCipher
netHSM D355 1% nfast T,

i~ RiZHSM 2018 L £9,

c. dbutil -pi <DSN_Name> <Database_Password> -h <HSM_Password> -d
<HSM_Module_Name>

7¥: <DSN_NAME> |Z. CA Risk Authentication 7 — & ~— R |5

% 7= 81T CA Risk Authentication H—/373M% 13- % ODBC DSN % fi&
L %79, <Database_Password> X, T — X ~_X— R Z¥Hi T D120
EHENDRRAT—FRERLET,

FiEoa< R, HSM 2 L TR 5k &35 X 9 12 CARisk
Authentication ¥ — /X F— & Z¥1H{L L% 7,

d. dbutil -pi <Database_Username> <Database_Password> -h
<HSM_Password> -d <HSM_Module_Name>

;¥ : <Database_Username> %, CA Risk Authentication 7~ — % ~X— 2
T DI SN 2 — P/ ERR L ET,
<Database_Password> 1%, 7 — % X— R |ZHH T H - OIFEH S
HINAT— REHLET,

FROa<y FiE HSM 2 LT fbansd Loz, &=
I NBLOA—Y TS =X T 2L £ T,

FI19E: hRAL 7o a>DENM
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TINA R ID KLU DeviceDNA DERTE

CA Risk Authentication D% F ¥ R/LVIZIX. —HEOT 7 3 3 » NEREAHT &
NTWET, /-, 7733 0drT—% =L A2 FBBEEMNIT O T
VM FE 9, CA Risk Authentication DL — LiX . F ¥ FVFE T TF ¥ RrLrDO& v
MZXFT D7 7 va ACBEMIT BN L A 2 N ORFEDMAS DT
S

DRI arTIE, BAF LT 7Y a s wBINT 5 FIEIC VTR
LET, WRXLT 7 aryOiBNTIE, 77 varzBEffl) o0
NHLHT ¥ FNVERELET, TOF ¥ I L TERSINTZHOT
7 va AZBEM TN LAY ML LWT 7 v a v L HERICR
BT ONET, ZNOLOZ VLA REEALT, LW 73D
IV TTE £ T,

F T R_RTCOF ¥ RV CTHHARERT 7 v a VHDONV— VST 55
B FTEF Yy RNUIT I a o EEBNTALERNLY £,
LLTOFIEIZHRWNET,

1. (FFvay) LTI a o EEEMT BT v RVDOLETAH
2BATE. L FOFIBIZENE T,

a. GAC LTEHayY—icul A4 LET,
b. [V—EABLOYV—RORTE] #7277 LFET,

c. YA R RXR—RA=a—0 [NL—VEH] BV arT, [L—ILE
SORa7 Y 7ER] Vo rar ) w7 LET,

d [ERr—nty ] VA0 L—/L By FEEIRLET,
e. LFHLWwWL—oEmnl 279 v 7 LE1,
f. LW 7 varzBNTa2F vy R VO4RTZESEDET,

2. [F—FN=X P ANDFE| [TV A RENTNDT —F — AR
NHDHZ L mERLET,

3. F—A_R—RlculA{LET,

4, LLTOa~vry REEITLTC. 77 v a vy 2BNT5F v /LD ID #H
BLET,

select channelid from arrfchannel where
channelname="'<channel-name>";

Z D a~ > RTlL. <channel-name> % F % X /L DAL ENCE X2 7,
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TINA R ID H KU DeviceDNA DERTE

5. LFowFnmnoa~wy R34 TLE T,

FETT A~ R, <channel-id> %, BiIOFINETHeEL L7-F v *
JVIDICE XLz £, FARIC, <action-name> % F v IV DA R E
EHAET, TV aAE BEERFRBLOT AT RS
PZENTEET, 7273 4T, oMo FIIFEHA T8
/\/o

s MSSQL Server DFE
EXEC ADD CUSTOM ACTION <channel-id>, '<action-name>'

m Oracle 7 — ¥ X—ZADLHE
set serveroutput on;
execute ADD CUSTOM ACTION(<channel-id>, '<action-name>');

s MySQL DA
call ADD CUSTOM ACTION(<channel-id>, '<action-name>');

6. ¥xvviaxr U7y LET, FMEIZOWVWTIE, [CARisk
Authentication BEE T A K] 2B L T 7Z &V,

7. UTA2FEITLTC, 77 varRNERICGBINESNT-Z L 2R LET,
a. WHlavY—nlzue A LET,
b. [NW—ABIORZRa7y /& BmcBeE LT,
c. [HLrwir—nuoEnl 279 vy7 L£E7,
d FLEBMLETZYarn [T7vay] VARMIEFERENT

WAHZ EEMERLET,

T varyPBMENEl L EMER L%, TR e L TH LWL
V=V DOREEE B TE £,
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{+&% B: CA Risk Authentication D IT5—MDk
STILSa—T4249

Z OfFHTlX. CARisk Authentication O HFFIZIE AT D ATREMEN H D =
T — TR T D DITESIDO N T TN a—TF ¢ v T FIEICHOWTEA L
¥9, FTT N a—T 47 FEw 7L, CARisk Authentication D45 =
VAR—=R U MZESWTETFO L) TSN THWET

m (VA=) TT—

m Database-Related — 5 —

m  CARisk Authentication —/3 =5 —

m SDKT 77—

n Ty L —RxTT—

NTGTNY a—T 4T BA7 % FITT DA, CARisk Authentication @
07 77y ANTET—=RHLNEIDEHERLTLILEIN, T 745
TlX, v 7 7 A W3 T <install_location>¥Arcot Systems¥logs¥ 7 4 L
7 MVICRGFENE T, LLFDRIZ, CARisk Authentication =1 > iR — R
NOT TN BT Ty AN ERLET,

CA Risk Authentication
aVR—xk

T71IL% Description

CA Risk Authentication
P

arcotriskfortstartup.log DT AN, TRTORE) (77— 1)
T a R EERSIVET, CARisk
Authentication ¥— B AXNELE) L 72 W54
RIEEDRNZFFEST H72DIZZ D7 7 AL
DIFRNESNLH ET,

arcotriskfort.log Z D7 7 A VIZIE. CARisk Authentication
PF—=NIZ Lo T, BEBZICUEINZT
NTOYV 7= A NRGigRSNET,

= AEHY—N

arcotriskfortcasemgmtserver.l | Z D7 7 A JWIZiX, r—AEHIZET 59
og NTOEB) (F— ) 77 a VRS
NnNET, r—AEHy—EZAREH) L
ey, MEORRZFET D722 D
7 7 A NVOIERPIEFIRZIL D E T,
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CA Risk Authentication

AVR—RUk bl

Description

arcotriskfortcasemgmtserverst| = @O 7 7 A JVIZIL., 77— A EH Y —(Z

artup.log XoT, BEBZICLEINTZTXTOY
J A NDFRERSINLET,
B o ) — )L arcotadmin.log D77 ANTIE, BEHa Y — LOEE

NRLER SNET,

a— F—& #— |arcotuds.log
B X

D7 AN, 22— T—F —E R
(UDS) DEMENERSINE T,

Foonbou s 7y A VOFEMIZOWTIL,  [CARisk Authentication &
B A K] OfFgk [CARisk Authentication D 7] ZSM1L T 72 &0,
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AAR—IL T5—

A2A—I)L T5—

A=A :

[REA:

FRIRFFIE:

ff=E :

[REA:

<install_location>¥Arcot Systems¥java¥webapps 7 4 L' 7 k U |Z
arcotadmin.war & ¥ £ A,

A VA N—F N A A ~—/LFIZ arcotadmin.war WAR 7 7 A /L DVERKIZ
KHLUE L,

7 7 A VIR E BN SR o T . FECIERT B LB H 1 £
+. UFOFNEEETFLET,

1. a~ K77 MU RUuaElEEd,
2. ARCOT_HOME BRIEAEHMMHESIN TS AR LT,

3. <install_location>¥Arcot Systems¥tools¥common¥bundlemanager 7 « -

7 MUIZBEILET,

4. LLF® X 912 bundlemanager 247 L £9°,
java -jar bundle-manager.jar

oz~ RIZX Y, <install_location>¥Arcot Systems¥java¥webapps
F 4 L7 VT arcotadmin.war 7 7 A VB ER SNV E T,

RiskMinder ¥—~3 (Arcot RiskFort —E R) Zi#EICTX A,
arcotriskfortstartup.log IZLL F D=7 —NEK RSN ET,
Failed DBPoolManager initialization

ERl s

Datasource Name Not Found

ZORMEDEZ GNDRRIZLLTD LB TT,
m FT—H_R—ZADDSN N AT LDSN & L TER SN TR UY,

m A Y NDT Ty N7 p—2EFEHL TS, ZOREHE. DSN 7 64
> k@ ODBC Manager Z i L CIER S LTV 5,
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A2 RA—IL T5—

fiRRAE:
B
[REA:
fiRRAE:

arcotcommon.ini ¢ DSN Bi#E D B Z i T £9°, [ DSN BE D3

AN
=N\

1.

x:

LR OFNECHENE T,

A DR % 3 A 121X, DSN 28 25 A DSN Th b = & Z i

HVERHY £, UTOFIEEZFEITLET,

a. [vbep— _RN] &, [BEHY—NL] - [T—F JY—X
(opBC) ] IcBEHL £,

b. [YAFALDSN] ¥ 7 %7 7T 4712, %% DSN F(ET D 2
EEMERLET, FELRWEAIX. Ll & [F U4 Hi T DSN %
VERS T 2 BN H Y £,

c. P—ERXZEERLET,

2ERHOFR 64y hOT T v b7 4 —LZMEHLTNDER) &
R4 % 1Z1X,. ODBCManager ® 32 By hDO/NN—V a VEFEHT 54
R H Y £9°, Windows DA, C:¥Windows¥SysWOW64 (2 32 B K
DNRX— g U BNH Y F97,

arcotcommon.ini 38 X NEDIMDFETE 7 7 A IV OFEIZ OV TIX, [CA

RiskMinder -1 > X h— L5 OVEFIV 1 F) O TRREZ7 7 A VB O
vary] EZRLTIEIN,

RiskMinder %+—/3 (Arcot RiskFort Y—E ) ZE#TXFHA, =F—
AylE—IF, —e2AREH L, BEIELL TS Z EE2RLTW
7,

ZOMEOEZOLNDFRE LTIE, A A P—ARHITT — 2 _X— 2D
MAZFRE LR, 7T —F V= AP EFITER S R0 > TRtk H v
£

ZOREEMRT 51213, U TFOFIRICHENET,

1.

DSN O3 A kU A arcotcommon.ini IZ&H B0 E 9 A il L
ij‘o

m T2 MUDBBRWEGEIE. FEITDSN Z1ERk LE 9,
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AAR—IL T5—

A=A :

[REA:

fRIRTIE:

%A :

[REA:

n TV RNUDBRHIGEARNE. [T—FRXR—=R X7 T FDOFET] DFi
Izt~ T, T—HF_X—=R% 7 )—rT 7L ( [RiskFort A% —
~ DOl 2BMR) [ T2 _X—RAEFHFI—RFLET,

2. RiskMinder — "2 EH L ¥ 7,

YAREHEL L TEH o Y — LA TEH LR ([Efay v —
N~Du 7 A IFE] ) A2, BTOA v —URERENET,

The server encountered an internal error that prevented it from
fulfilling this request.

arcotadmin.log 7 7 A MIZLL F O F —REdk SN TV ET,
adminLog: java.lang.UnsatisfiedLinkError: no ArcotAccessKeyProvider
in java.library.path

JAVA 7 A4 77012, AFOWTINNDT 7 A IL~D/RANRGEINLTNE
A,

m  ArcotAccessKeyProvider.dll

m  arcot-crypto-util.jar

IR OFNEEFAT L ET,

1. PATHEEUIZLL T D7 7 A L ~OREf /S AN G ENTND T & AR
LEJ,

m  ArcotAccessKeyProvider.dll
m arcot-crypto-util.jar

2. TV —var =" iEEH L ET,

ARCOT_HOME ®Rr 27 5 4 L7 R UIZr 2 77 A /L (arcotadmin.log,
arcotuds.log. casemanagementserver.log. ¥ 7213 riskfortserver.log) 723&% ¥

A,

ZOMEDOEZLNDFRITLLTO LR TT,
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A2 RA—IL T5—

ARCOT_HOME 23 A o A h—/LHFIZIE L < BRE S TR,

T =9 — 30 JAVA R — A 703, IDK AR —A T2 < IRE &
HLTWTWA,

FRIRTTA:

IS OMBEAE MRS 5121, LT OFNRICIEVE T,

m ARCOT_HOME # Ut v F LT, IELWEFIZHET LI ICRES N T
DI aMER LE T, WL, <installation_location>¥Arcot Systems¥ %
BLET,

ZOFERELT, ax R Fr 74 RUT
cd %ARCOT_HOME% =1~ > R&fi 4 581213, BUEDT 1 L7 MY
% <installation_location>¥Arcot Systems¥ ([ZZAH T HMLE N H Y 97,

n T Y — g H—s30 JAVA HOME DEATIC
ArcotAccessKeyProvider.dll 77 7 1 /L3 X IR arcot-crypto-util.jar 7 7 A /b
Fabt— L7l EamERLET,
el 8 :

UDS WAR (arcotuds.war) #JEBHL F L7=2%, UDS 25EHE) L £ A,

[REA:

EZONAHEKND121%, 77U r— g —30 JAVA 75— 78 IDK
AR—=ALTHERSIREZFELTWVWTWAE W) DT,
R A&

ZORMEZ R 5121%, PLTOFNRICHENFT,

m TV =g s =30 JAVA AR — L DTS
ArcotAccessKeyProvider.dll 77 7 1 /L35 JLTOF arcot-crypto-util.jar 7 7 1 /L
Pav— L7l LamERLET,
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T—AR—ZXEENDIS—

T—RAR—ABEEDNDIS—

A=A :

[REA:

FRIRTTI&:

%8 :

RiskMinder 7 —# X—ZA 27 7 N2 FITLFE L72B, =7 —IF I
FHATLZ, LHL. RiskMinder 77— 7 V7 78R L XD 95 &,
T—TNANFELRNE NI T — XAy —UNEREINET,

F720%

Oracle 7—# X—ZAZfHL CWET, T—T7WMIT7EALLY T2
EUTOZ T —NERINET,

ERROR : common.database.DBFOManagerImpl(65) : Failed to retrieve
Database error codes for Datasource[l]. Error: ORA-00942: table or
view does not exist.

n A VT MOFTIHER LT —FR_R—R 2—P|2, NERT 7 AV
FERR N 0 FH A

n BESHEE/FCTT—2X—A 27 V7 EFETLTHEEA,

PITOFNEEZFEITLET,

1. 2—PFIZELWTZ 7 A NERNSH D Z & 2R L E7,

2. T—HAR—2RE 7 V=0T w7 LET,
FEM R FIEICOWTIX,  [RiskMinder 2 ¥ —~ DOl 22 1LT<
7230,

3. IELVNB/FT, T—HX—A A7 T MNeFEFEITLET,
H— AT LA A RN—)LTCOIHEMHONTIL, [F—F_X—2 2
U7 FDFEIT] 2R LTLTEE0,
IS AT A A M= )L TOEERICHOWNWTIE, [F—F2_R—2 27
U7 NDFEIT] 2R LTLTEE0,

4, T—HRXR=ZANELL = REINTE=NE I DEHERT HI20E, LFD

7 ) ZRATLET,
SELECT SERVERNAME, VERSION FROM ARRFSERVERS;

4% B: CA Risk Authentication D T5—DrST IV a—T 4245 197



T—HR—AEENIF—

iR A E:
%A :
fRRAFx:
Eil=E

Oracle 7 — & X — Z ~DEGEIZ BL L . RiskMinder -— X 1 7" 7 7 £ LT
AT MU DBk SINET,
ReportError: SQL Error State:08001, Native Error Code: 30FD, ODBC

Error: [DataDirect][ODBC Oracle driver][Oracle]ORA-12541: TNS:no
listener

UTFOREF = 7T 5,
s FoHR—AP—RDY RS HF—E A,

m  RiskMinder — 034 ' 2 h—)L XN TWAB T AT LD TNSnames.ora
7 7 A VDK IE,

Oracle 7 — & _X— A ~DOFHGIZIKPL L | RiskMinder Y— N 1 7" 7 7 A LI
UTFox=y M REiskEShE7,

TNS:listener could not resolve SERVICE NAME given in connect
descriptor

LU 28 L

W TR ZAPREB LTS, EBELTWARWES, B vE—
UINFETREINET,

n T HAR=ZANEE LTV DG EIL, TR ARNEEY A FITHE
SN TV Z2WAEEMERH Y £3, Ut 7T —F_X—AFFY R
FTORBERIZEAELET, @B, ZOMBEIT 1 oRER XML
F7,

n ERRYZRRER A L TV A AT, B0 T%] (TNSNAMES.ORA,

NAMES. OID 72 &) Tf#f] 415 SERVICE_NAME = kU3, U R
DRI TCWAE R — R —HT AL 2R LET,
= C:>tnsping SERVICE_NAME Z I LT, AT —Z A &R L7V |

C:>Isnrctl services ZfEFH LT, U A TR L CWABTXTOH—E R
FHER LT TxFET,

Oracle 7 — & ~_X— A ~DHEHEIZ B L | RiskMinder %— 3 1 7" 7 7 A LT
UTFTox MUMNREEKINET,

ORA-03113: end-of-file on communication channel
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T—AR—ZXEENDIS—

[REA:

FRIRTT&:

ff =8 :

[REA:

FRIRTTI&:

il 8 :

[REA:

TSR N KRONIZZ L 2R iR = 7 —Td, UTDLIRsE
FIERFETRELET,

n Xy hU—7 ORE

n Ny g ORI

m Oracle 7 —H#X—ADJ T v a

m T AR A Y= NDT Ty a

w A5 X 29 Oracle DNERT 7 — (ORA-00600 K> ORA-07445 7% &)
m Oracle 7 A4 7 > MFEZIZTINS LA ¥ TR 2 LR T & 720

FROVANMIHDEZONDFRRNZHR L ET,

T B R ZA~DOEEGEIZ R L, RiskMinder —/3 1 7" 7 7 A JLIZLLF
D= FURFEERSINE T,

Database password could not be obtained from securestore.enc

T2 N— X DEERD securestore.enc 7 7 A WA F AL TR AT EEME
BH FT,

DBUtII WV — V&2 {FHH L T, T —F _X— 2D M %+ E L T securestore.enc
TrANEREFLET,

S DButil OFE M IEOFEMIZOWTIE,  [CARiskMinder B4 F) %
SHLTLE &N,

MSSQL 7 — & N—A~DOHEEREN, LLFO= T —TRIL £,
java.sql.SQLException: No Datasource is set.
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T—HR—AEENIF—

FRIRTTIR:

COMBEOEAE S LT, LB/ IDBCIAR 7 7 A /LN B — SN0, £
ZIIfERHLTWAT U r—va sy =N EOIE LWGETIZ 2 —3h
TWRWNWI ENREZLNET,

ZOMHBIL, FHa Y —L a—FF—% $—E 2 (UDS) . BLUOY
YT Y r—3 3 ik, RiskMinder @ Java ik a2 AR—% 2 N Th
V., T —H_— 28T H 7212 IDBC (Java Database Connectivity) 7 7
AV L TVUAR (Java Archive) 7 7 A IV BILBEIR T2 DT,

T OFNEEFATLET,

1. HEIZSCT, FHLTWST—XX—ZXH® IDBCJAR 7 7 A )V & &
7oua—KRKLET,

Oracle ¥ —&# X—ZDIFA : ojdbcldjar (»X— 3 1 10.2.0.1.0)

Microsoft SQL Server 7 — & X— X DIFA : sqlidbcjar (X— 3
1.2.2828)

MysSQL DIZ4 : mysql-connector-java-5.1.22-binjar (/X—3 3
5.1.22)

2. IDBCIARZat'—F /- |3EHLE7,

Apache Tomcat Zfli [l L CWAEA1X, TFIE3: 77V r—v 3
v P — 8~D IDBCIAR 7 7 A /LD 3 t°—] @ [Apache Tomcat] %
ZRLTLIZEN,

IBM WebSphere Z ] L TW 5 5%81%, [FIH3: 77U r— 3
> — 3 ~DIDBCIAR 7 7 A LDt —| @ [IBM WebSphere]
ZZRR LTSN,

Oracle Weblogic Z#fEH L CWA &%, [FIE3: 77V r— 9
> W — 3D JDBCJIAR 7 7 A )LD 2 ¥ — ] @ [Oracle WebLogic |
ML TLLIEE N,

Boss 77U /r—y gy —REFHLTHWDIHAEIE, [FIE3:
TV — g — "D IDBCJAR 7 7 A /LD A —] D
Boss 77V r—a vy —o3] ZHRLTLIEEN,
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RiskMinder 4 —/\D IT5—

RiskMinder H—/\D IT5—

A=A :

[REA:

FRIRTT&:

il 8 :

[REA:

RiskMinder — " ZFHEH L L5 & LTH, BEHLEEA,
arcotriskfortstartup.log D&% DITIZLA FO T T —MNERINTWET,
Cannot continue due to ARRF LIB init failure, SHUTTING DOWN

EZ 2 LNAEKIL, SSrulelibnamesS.dll Z LB L+ L— L a2 R E LTS
DD, Z D DLL 7% %ARCOT_HOME%¥plugins¥rules¥ 5 ¢ L 7 ~ U |Z/E(E L 72
WZ & T,

IFOFNEEFAT L £,

1. UUFOXFHNERTFLET,

Couldn't find symbol [$$RULENAME$$] in library [$$rulelibname$$]
2. ZOXFIIMAS T2 8E,  GHET D) $Srulelibname$s.dll

% %ARCOT_HOME%¥plugins¥rules¥ 7 4 L' 7 R U |[Za b —LE 7,

3. LLFOXFHNEMBR LET,
"Couldn't get function pointer for symbol [ARRF_AddOnRule] in lib
[$$rulelibname$$]

4. ZDOXFHINESHoTHE, G %) SSrulelibnamess.dll
% %ARCOT_HOME%¥plugins¥rules¥ 7 ¢ L' 7 R U |[Za b —LE 7,

5. B2 bDOLTFHNN WA, v Y 7 7 A LINTERROR F721%
WARNING A v B — 2R+ 52 Lo R L4, ZofE%
FR Y IF B IO R oH 5 T T,

RiskMinder — " ZFHEHE L L5 & LTH, EBEFHLEEA,
arcotriskfortstartup.log D% DITIZLA FO T —NERINTWET,
"Transport Exception on Admin channels: bind: Address already in use"
"Cannot continue due to loadAdminProtocolsAndAddTranports failure,
SHUTTING DOWN"
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SDK T5—

FRIRTTA:

SDK T5—

%A :

[REA:

FRIRTT&:

ZOMBEDE 2 LD RRIEL, Y—NEFBEA— N (F 740 bOFR— N
1 7980) MHIDOT B AL S TITIZARA FTHMAMLTHD LD
HOTY, —J7. RiskMinder %—/N%, BT 5 72 DITHARR O H— 3E
HAR—bhEMEmE LET,

UTOFNEEFATLET,

1. a~rF7ar7 b RUEREET,

2. %ARCOT_HOME% |28 L £,

3. UFD L9z, 73y 7 & — KT RiskMinder r— & i@ L 7,
arrfserver.exe -debug -port <new_port>

P NEBER— AR & v RS EEETEE L Y —icn S A oL
T, BIOR—hzRETEET,

#1 L\ RiskMinder B EZ1TVY, ZOH LWEEZ T % Java APl ZFER
HZzo 4L, UFOZT—0NERENET,
BEBROND FHA

RiskMinder Y-— S Z Bl E) L 72 0y> 72 AlREME DN B 0 £,

B LWEREE M AT 2121E, RiskMinder — " ZHEE T2 BN H Y F
_a«

% 20 E: CA Risk Authentication 7> A >
Ab—ILT BAE
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SDK T5—

Windows @ 1> |k & —/L /X% L7 5 CA Risk Authentication & 77 > A A
M—=320, £721ET7 A4 A =T 77 A (Uninstall CA Risk
Authentication.exe) % 3247 L T CA Risk Authentication % 3 A7 A0 5 HI R
TEFET,

TUoAVA M=) TR REET LIZL, VAT ALIZFE-> TS WAR
T AINRCAITINEZE I V=0T o T TH2D . ToA A R—LEDH
AT HFITLET,

FE: CARisk Authentication 7 A VA h—/L 3 5 & 1T . BHHNZFED A
F—<ZHIEELTHE, 7oA A M VBTV E T,

CA Strong Authentication & CA Risk Authentication Dfj 5% 1 > A h—/L L

72#%1Z CARisk Authentication D# % 7 > A VA b —/L 9 H841%, LT
7 Va SRS NNTWA T A RTA4 VW ET, ZbDHA R

T4 NTHED T 212X o T, CAStrong Authentication TfEH LT 54k
WA= FDBHIBRELZIIEEINEE A,

Z Dk s 3 T, CARisk Authentication & Z D L R—% 2 &2 T v
AR =T BHDDOFNEICONTHBAL E7,

1. CA Risk Authentication A 2 —~ DOl (P. 204)

2. CA Risk Authentication V— /XD 7 > A A k— L (P. 206)
3. TUA VA R—ILEDOR X7 DFEFT (P. 207)
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CA Risk Authentication R ¥F—< D &llf&

CA Risk Authentication R ¥—< D &l &

CA Risk Authentication D&% 7 A A h—/L T A8E1%. LLFTOWT
MO FNEEFEITLE T,

m  CARisk Authentication 21 > A F—/L L T7/>5 CA Strong Authentication
A A b=/ L725%5E 1L, CA Strong Authentication A F—~ ZHIfR L
“TH>5 CARisk Authentication A ¥ —~ ZHIRL £,

= CA Strong Authentication &1 > A b —/L L T”>5 CA Risk Authentication
A A h—/L LT7=55E 1L, CARisk Authentication A & ——~ D Z % HI| &
LET,

F WO ET A A M= AT H5EE ARE DA TR 0 X
F—vZHIFRTE £,

WOFNAUE> T TEE NV
1. UTOT 47 FUICBELET,

<install location>¥Arcot Systems¥dbscripts¥

2. AL TCWAT—F_X—RZSCT, LFOWTNIrOHF 7T o Lo
FUICBEI L £,
s Oracle D&
<install location>¥Arcot Systems¥dbscripts¥oracle¥
m  Microsoft SQL Server D&
<install location>¥Arcot Systems¥dbscripts¥mssql¥
= MySQL DEE
<install location>¥Arcot Systems¥dbscripts¥mysql¥
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CA Risk Authentication R ¥—< D Hlk&

3. CARisk Authentication L B2 L R—F% > FOTRTHOFT —F _X— 2
T—TNVEHIRT HI2E, UTFDONE/FTAZ VT a7 L ET,

a. drop-riskauth-8.0.sql Z52{T L £9°,
b. MEIZ) U T, drop-riskauth-3dsecure-8.0.sql % 31T L £,

c. 4V AR=)LLTWARWEAIEX, drop-arcot-common-8.0.sql % E1T
L\i‘ﬁ—o

;% drop-arcot-common-8.0.sql A7V 7 ME, i R—xr2 b
HOAF =~ ZRIRT DD EH SN E T, ZOAF—<IT,
CA Strong Authentication & CA Risk Authentication D] /512 & - TfiE
A &3 FEF, CA Strong Authentication 739 TIZA A F—/L I T
WD E . 2 DA F—<[X CA Strong Authentication CH| & e & fifi
THZO, HIEEL7Z2WTL 7ZE0,
4. CARisk Authentication A ¥ —< |2k L TIERL L7 T — & N— R 22—
Ty NESRERT L ZERTVGEEE, 02— TH Tk
ZHIFRLET,
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CA Risk Authentication —/\D 7 A2 Ak—JL

CA Risk Authentication 4 —/\DT7 A2 A—)IL

CARisk Authentication 7 > A VA h—VTBH L, T—H_X—=R%& 7 7T
THEDITHME LT 7 ANVBLIOAZ VT F BT XCHIBRE N ET, CA
Risk Authentication 7 — &% X— X ZHIBR T 2 LB R H 55613, JolcETeqi
\Z TCA Risk Authentication A ¥ —~ O H|[& (P. 204)] ZZHL T 7EE0,

B E: CARisk Authentication M 1%£(Z CA Strong Authentication %1 > A k—
)V LT=%A 1%, CAStrong Authentication —/"&27 > A A h—/L L T/
© CA Risk Authentication —/ %27 L A VA h—)L T HMERH Y £9°,
WDOTFNEIZHE- TL T2
1. ATV —nRE2 vy N LET,

a. CARisk Authentication H—/X

b. 7r— REFHF 2 — HP—

c. CARisk Authentication DZ DD =1 > AR —F > FSNEB 41TV

HFTXCOT Y r—a s =N

2. BHaVY—NLEAUET,

3. INI 7 7 A VB L OZE DD CA Risk Authentication 5% E 7 7 A /LY T
TN TWAZ & 2R L £,

4, [AZ—F] - [BE] -[arha—n %] - [Far o L5080
CHIBR] DNElzZ U v 7 LT, [FarZ720EMEHIR] g R
vEREET,

5. CARisk Authentication Z3EIR LT [ZBHELHIKR] 227V v 7 LET,

7E: <install_location>¥Arcot Systems¥Uninstall CA Risk

Authentication¥ 5 4 L Z K U N ® Uninstall CA Risk Authentication.exe %
21T L C. CARisk Authentication 27 > A VA h— ¢ 5Z L H TE F
75

6. LLFTOWTNIDOF T a o 28R L F1,

m CARisk Authentication D 7 XTD AL HR—R > hET A VA
h—/195121%, [Complete Uninstall] ZE&R L, FIE 8 12 F
7
F T UA VAR TR ARET T DHETESDNDIGEN
% D ij‘o

n BRLZEaVR—RX 2T A A M= 5I21E, [Uninstall
Specific Features] ZEIRL x4, [Kk~] 27V v 7 LET,
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ToAD A= )LRDBRAIDEIT

7.

8.

FNE 7 12 A F T,

ToUoA VA= ILTHaR—32 FZ2BIK L, [Uninstalll] 227 U v
7 Li‘é‘o

BE: HEoMaEs 74 X p—T B, AV R—3 2 bEA
VAR LTEO BT ONARFTITWE T, 7o & 21X, CARisk
Authentication — XDOFZICEHa L Y — L E A VA F—)L L1284
LB Y — BT A A h—/L L TH 5B CARisk Authentication
Y—RET A A =L LET,

[Done] #7 Vv 7 LT, HAEET LET,

TIOAVRAM—=ILEDZRIDELT

J-_T (D CA Risk Authentication =T R —3% » FDRHIFREINTWAH Z & 2
BETLEOICFTTIMNEOHLT A A M= EBOTFIEITLLTD L
B0 TI,

WOFNAUE> T TEE NV

1.

<install_location>¥Arcot Systems¥ 7 « L7 F U ZHIFR L £,

O CARENRA VARV ENTNDE VAT ATIE, 7oAV
A N—=NTLEBEOHMTHLLEIZZOT 4 V7 N ZHIBRLET,
TV =gy = NEEIELET,
<APP-SERVER-HOME> N D 72975 4 L7 U6 LU F D WAR
T ANET oA A =L LET,

7¥: Z 2T, APP-SERVER-HOME \%, 77V r—< 3 v #—,3 (Apache
Tomcat 2 E) WA VA =L ENTWAET 4 L7 F) RRERLET,
WAR 7 7 A NDT A VA N—/LOFERIZHOWTIX, 77U r—3 3
VRN ROZ =D RF 2 A N ESRL T 70,

m arcotadmin.war : HEFH LV —)L

m arcotuds.war : L—Y% F—H —b X (BEINTWDLEA

m riskauth-8.0-sample-application.war : %> 7L 77V Fr— g3

m riskauth-8.0-sample-callouts.war : $> 7 /L 23—/ 7 7 |

F OB AT AZEBE L TWAEEIE. BN r—va s
EREBALIZVATATINGD 7 7 A NVEHEL T TEEN,
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TUoAV A= ILIED BRI DET

4, T—HX—ALLTOracle 7—4_X—AZMEH L TWZHAIX, CA
Risk Authentication 7 —# _X—2Z2 ZFIT L TNDH VAT AN D
tabspace_arreports_<time_database_was_created>.dat 7 7 1 /L & KR L
£,

5. DSN=> h U ZHIFRL £,

ZoOxy M) EHIBRT A, avr br— L R LERREET, [
Y —)] - [F—% V—Z (0ODBC) ] - [ A7 A DSN] ([ZBE) LT,
WaBE572 DSN Z 38R L £ 97,

[RIBR] 227U v 27 LET,
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