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c. JavaSDK £/ Web Vr—ERZfEHL T, ZHEHD Web 77
r—=varlmaLET,

Java SDK

PUFOIL, H—3 X7 MR 4172 Risk Authentication H—/33 XY
JavaSDK Z7/~x L CWE T,
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T—98—-2 VAT L
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1
4
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A

@FEIF—2 b
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FEED Web
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E: 7TV =g v = "D HIML _X— Y 2 FHMET 5 728 D Web H—
NOMFERIZA TS 3 > Th Y . Risk Authentication |Z%F L TEimA) T4, &
HARBETIZ, 77V r—yal =R T 53— ALXa T4
EEOLHTH, BEIRIOFEMEHINET, SOV, 77
Vor—2aryB—"ORFa A MR LTSN,

Web H—E X

LTI, BB—3 25 A E® Risk Authentication V-—/33 X T Web ¥—
EAEZRLTWET,

SE: 9T_T O Web $— B 2% Risk Authentication H—/% &2 = — /L HIRIZ
FHLAIAFEIN TV D DT, Risk Authentication — 3% % —4 v § AT A
WA VA= L, BERITAT b AZTEARLET, BINHRE
I EHY FHA,

B—Y27L(Web ¥—E2R)

FIVT—vay Y15 —

-m e || 5 5 L
THIN=R IAT
: : (BB TR

Web 77)r—Yay [
7 ()
T L
| 1-HEE YADFFE
WS D347k WS D347k
N HSM e—|

HEIVR—2V b

RiskFort JVi—%> b

FEZED Web 7T —2av
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DE AT LADEH

SERET LIL, aR—%k R Web g, 77V Fr—TaE, BX
WF—H B> THEBENT Web XR—Z2ADT7 7V r— a3 ThD,
Web %=L T 7N r— gy = RUOLERY — BB LET,
43808 £ 57 L C Risk Authentication # B9 2 H L. L TDO LB T,
n Ha i (= F—REtua— KT ))

m @RI AT R

n AL—T"y O

L8 AT AR TTIL. Risk Authentication 2 >R — %y M2 S F & FE
P—NIZA A =N LET, TOHMIE, X2V T4 &7 4—~
VAEBMDDHZEE EEOT T r— g ) AT SIS RE A EH T
XHEHTHETT, e 2E &L RMRERTIEH, 1 oD v R

7 LT Risk Authentication % — 3% A A h—/L L, BINMO T AT A2 1
SUEOWeb 7T 7V r—> a2 A A M=V LET,

Ly AT KB A FELT4 A2, Risk Authentication f ' A h—F T
[Custom] A VA=V F T a  ZEIRTHLELNHY £,

Java SDK #EAL-B—7TUr—ao~D R

LRI, JavaSDK ZfEH L7-H—7 7Y /r—3 3 »~® Risk
Authentication D BB Z /R L TWFE 77,
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FoEHoL Y —L L UBPIZAEEOMREBIDOY AT L T RTOY AT A,
FIEMITREN TV AT LA VA =L TXET,

Java SDK #ERAL=-EHT7 TV r—a> DR

LRI, JavaSDK 6 L7=8%7 7" /r—3 3 > ~® Risk
Authentication DEBHZ R L T\ E T,

&y — &+ el
DAT L #1 AT #2 LDAP #—/%

| —_—yg™ —
PIVr=ay =11 T — Sy H— ]

Web 1-HEEWS

PIVT—23Y A HIAT U
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FPHVr=2av

1
1
1
; : 1K
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Web 1-HEEWS
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Web H—ERZFERALI-BE—T7Ur—av D ER

PITFOKIZ, Web P —ERAEMH L7-H—7 7 U r— a2 ~0 Risk
Authentication DB Z /R L CW\WET,

DATL# DATL #2

FH—2ay H=)% q ]

F—8R=2 YATL |

LDAP H=)%

r

Web 77)r—2ay

EEIY-I
1—HER
—s{ Yeh ij-—l:"l Y
DI4FUE . HSM
5T AN
L. w;; f;fﬁ SEIHE—F

Risk Auth Jh—32F

W=D Web
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= A AMEIREA O B

AT MR B CIE, TR & PEaRME 2 LB 3 5 72 8, Risk Authentication
AUR=R N E2HRU LD —NTA A =L LET, KL, FRIA
VA =)L 2R —F > b & Risk Authentication = > 7R —% > kD
VAT BIA VA RN TBEHEDN DDA T a rERLTNE
R

Koo Hr7vay bL—ERTFRESND LEWVE GHEEORY —izk -
THE) ZATEE. =N AV AZ U ZAEBINTANENL Y 5,
LLF @ Risk Authentication = > AR —F% > MLV, 1FEAEDLEE., #HE
DA VAZ L APERETE DL L IR ET,

m Risk Authentication —/3: A A X AN HR— K EZnTH
F9, B AEO TP g L—MI Lo TRARY 97,

n T—RBEBEXa— =N HEA AL AR R—FER T
I, BT BEO RN Iy L— ML TR Y 1,

n BEaVI—)V BEA AR AR R—FENTHWET, &
X, EHa L Y — VTR e Z A T B VAT ANOEERE D
Bk o TRRY 7,

m UDSHY—N: HfE, 150K HR—FENTWET,

m SDK: A AZ AR R—PFEINTWET, X, VR—
NTBT T r—2ar A VAZ L ADICL >THRARY 97,

PUF oL, BERZRET L HikE R L TWET,
Java SDK L= AR
PLUF O, JavaSDK ZfEH LA v A% U AR Z /R L CTWET,
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DoAYk A=Y 7=5 $=ER
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VDL EEV] Java SDK FEIY-)

HSM

RiskFort #—/\

BAEIVR—FU b

[ [ RiskFort JVifi—%> b

BEOD
Web 77 —ay

Web 4—EXZEALI-E T AL EH

PLFOMIL Web b —E 2R ZEH Lm0 A v A% o ARBAZ R LTWE
T

YATL #2 -
W O LDAP #—/%
PI)r—2av =1

EEIVY-

DATL# B

FTAR=A AT

Web
VLRV,

1-HERE
—| Web H—t'ZR
BSAPF Hau
RiskFort H#—J%{ 1
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—x  Web H—E'2R e s
RiskFort JR—%> b
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Risk Authentication & FD a2 R—FR > b A VA =)L T BRI AEH L
TWAILE 2 —Z BT RTCO VAT AT LT D 2 L AR
LTCLEEN, "—=KRy=zT7BIOY 7 bY =7 EEOFEMIZ OV T,
Ty b7 =LY HR—F 2 ) v REZBLTITEIN,

ZOEX, ZDOA A M—IVIRBERUTOR®T v ar THEKRSILTWE
R
n T A= = RO (P.34)

T—H ANTBLOT —ZX—RFHEty 87 v 732551k (P
41)
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—

F—RIR—R H—/\DKRTE

A A= ATHENS, 2—WER, b= RET—#, BEhAn T 7—
2. BLOZOMDIEREZEMNT D/2DDT = _XR—=2 2 ELET,

Risk Authentication Ci%, 7 A4~V 7 —&X—x L & HAERERETO

T VA=K T o — ARy JRHIERTE DN I T S T4

R—REFEHTEES, UTOHETT —F_X—2AEHERELET,

m T — X ~X—Z[L, Risk Authentication DA > A h—/LHFIZ, —H N A
NULTT =2 R=ZEREZFEH L TA A b—7 73 arcotcommon.ini
T ANERET D EEICHINITRESINET,

FR— FINDHT —H—AZ (Microsoft SQL Server, Oracle F 7= MysQL)
TEIT, FFEDREEMENH Y 3,
E:Boss T r—va Ly =T, NI T v T T —HRX—RADFH
ERFZUU T OFIEEZFATLET,
a. <JBOSS_HOME>¥modules¥system¥layers¥base¥sun¥jdk¥main 7 % /L
AHNO modulexml 7 7 A WV EFREL T, UFOAT— A b
Lk LET,
<path name="com/sun/rowset"/>
<path name="com/sun/rowset/internal"/>

<path name="com/sun/rowset/providers"/>

T7Vr—=vary =i LET,

BE: T AR AN RET DL, 77 AT A=V FERITZED
T 7 AHIEA =X L E2FEH L, T X TORGFEFGERC XA A
= NTRELET,
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Microsoft SQL Server M % 5E

DOk 7 g TiE, sQLServer HOLUL FORETFINEZ R L F9,

FZO®T Va AR TH AT OFETOFEMIZ OV TIL, SQL Server ™D
R¥Fa XA FEZBLTIESN,

IROFNRIZHE-> T IZS 0

1.

SQL Server 7 SQL Server F¥qEE— N & Windows FRAFE— N —/ 7
FEICHEHT A L OICRESNTWA Z Ea2ER LET, (A7 V=7
hxr727m—=Z] U4 FURNOY—R"E2H7) v 7L, [EF=a
V7] "—=U%®RLET,

sQL Server 2% [Windows GRFEFE — ;| DIIFRE I LTV DA, Risk
Authentication |37 — ¥ X— A (2 T £H A,

PLFOEMTF — 2 _R—2 2 E L £7,
s HELEX LB 4 AT arcotdb T,

n TR YA ZFTHBRNITIERT D X O ITRET DLERH
Dij_o

LFOFNEICHE- T, DB =— (CH4_SQL) Z1ERRK L £7,

a. SQL Server Management Studio C. <SQL_Server Name> (ZHE) L |
[(Ex=2VT7 4] ZxVZeREALT, [(m7A] 27V 7
LET,

¥ : <sQL_Server_Name> 1%, 7 —# ~— X % {ERK L 7= SQL Server ®
BANLEZIZIPT RLAZRRLET,

b. (vl A ] ZxVF&EH57 )7L, HLwvwaer (] 27
Uy 7 LET,

c. Bl AVHEANNDNLET (HELEIN D4 HIIX arcotuser)
d. "TA—F% SQl Server munjf/«—)(f‘j—éwun \—E&EL&T

e. B A LD [NRNATU—FRN] BILW [NRAU— FNOfERANTI] %15
ELET,

f. MO NSAT— R R =2V, ZOXR—=TDFDMD IR
U— REREEZHBTE L TIEEN,

g. 1ERL7=T—H#X—RA (arcotd) 27 7 # /b b T—X N— R |TFRIE
LET,

h. —oul A4y tvrvar~Da—FoOvy o 7E2ETLET,
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i. T7#/NET—H_X—ZO— (SQL2005) % db_owner (Z¥
7LET ( [<db_name> DT —H X—R a—)L ARV v7] &
7al) o,
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Oracle Y—/\DHRTE

ZDE 7 g TiL, Oracle 77— Z _X— R B —RZ BT 5 720 DR ETE
WAEARLET,

ATiR S

1.

2 ODT — T )V A— A&7~ Oracle |- T Risk Authentication % 3
ITLET, 2200F— TN AR—ANNELRHBRZLTIORLET,

n 1DOHOT—T N AR—RT, RET—X., BEEnT, BLO=2—
PIEROMHEA S NET, ZOT7—T7 L A~—R L, Risk
Authentication 7— % X—AHNTT 7 4 /L hD2—H F—T )L A
NR=2 T HLENTEET,

s 2OHDOT—TINAR—ZATLR—F2ETLET, LAR— %
FITTHDIEHROT — T N AR— 25T 5 2 & 2 BED
LET,

Risk Authentication 7 — % N—ZAREAY U M2 LES, ZDA
JUT NI, ZORZ VT NeFITTHT —F_N—R 22— n7r—7
WAR—=RAEANERT DI DD+ MR Z R > TV D 5E, LAR— |
DT =T NAN—=Z % AR L Ed, LERMERN 22—
WA T — A RXR—=RAEBEFEIL DT —T )V AR— R & FE TER L.
LR— 2Bt 2827 a0 2227 0 F R bHIRT20ERDH Y
£

arcot-db-config-for-common-8.0.sql

BE: LA DT =T N A= RAENERT L7200
arcot-db-config-for-common-8.0.sql 7— 4% ~X— 2 A7 1] 7 N ND/RZ
A—BNE, T —FRXR—2AEFEFEOHLBIIS L TERTEET, 720,
UiR— R EEWIZAENRT HI21E. 7T —T IV AX— X4 % ARReports |Z
TOMLENDY £,

Oracle % — "ZAEKT 5121, LA TFOFRIRIZHEVE T,

1.

UTF-8 X Pty M THRERMNT O LT —F X—2AZERR L £ 7,
ZDOXFE v MZ XY, Risk Authentication THX 7 /L34 N EiELE &1
EBRM 72 LT EHEHATE5L L9120 £9, Orace 7 — X _X—AD
UTF-8 iR — M & FCT 212X, L RO FIEICHEVE T,

a. SYS F7-ILSYSTEM & LT Oracle 7 —# X— & P —Rza /A
LET,

b. UTha~<wy REETLET,

sys.props$ set value$='UTF8'
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(where name='NLS_NCHAR_CHARACTERSET' Or name =
'NLS_CHARACTERSET')

¢ THAN—AEEEBHL, LTy M UTF8 ICERE STV D0
EDMEHERE L LT

2. T—HXN—R 2—HEERLET,

a. LW F—HZ~— R arcotdb D AF—~Z2{HH LT, =—HF21/ERk
LEJ (HELE X D4HI0IT arcotuser)

b. BARELIZT A NHOEBRTIZ, 2=V DI 4+ —2 522 55
~10GBIZRELET,
ECEARE, ATV 7 FRIIFOMOATTOEWT A R
DOREFAOEE., 2—WIINBEBR T +— X ZRET D HIEITHONT
T, [F—=FXR=R V77 L R 2ZRLTIEIN,

c. =—HIZDBAR—/LEfFH L ET,
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MySQL H—/\DEXTE

ZDOkv 7 v a T, MysaQL FHOLL FOREFERE R LE T,

IROFNRIZHE-> T IZS 0

1.

3.

InhoDB A FL— = UM MySQLO)4’V7\ r— L THFE—FXh
TWDHME I D a R T 5121, SHOW ENGINES =1~ & R&fi ] L %
o

¥ : Risk Authentication /%, MySQL @ InnoDB A h L — = ¥ & fifi

HALET, Zoa~<r FOHIIZ InnoDB 23R — F STV

TR ENTWAEAIX, InnoDB DY 7R — FZHF%hZ L %9, InnoDB
DY R— K E=H Téﬁ?ﬁ&:ob\ﬂi\ MySQL D R¥ = X M &S
L T7EEN,

Windows UUAND 7 Z > K7 4 — AT MySQL %I4T L TV D I5AE TR,
lower_case_table_names Z# % 1 |2 E L £ 7,

EFEIZOWTIE, MySQL D RF 2 A2 F 2L T 7Z 30,
F =B R—= A BT BIE, L FOFEIEIZHEVE T,
a. MysQL v N U4 RUEBXxET,

b. T—H#XN—RA AFX—<EAERT DL, LTFTOa~vry REFETL
F7,

CREATE SCHEMA ‘'<schema-name>' DEFAULT CHARACTER SET utf8;

c. T—HRX—RAa—VEERTHIZE. UTFTOa~vr REFETLE
j—o

CREATE USER '<user-name>' identified by '<user-password>';

4. LLFDOSERMIZHE> Ta—Y2AE L £ 7,

a. FILWF—HX—R arcotdb |22 — P Z{ERK LET RIS NDH4

HiflE arcotuser) .
b. =LA FOMEREN G LET,
n ATV MHER
- SELECT
— INSERT
- UPDATE
- DELETE
- EXECUTE
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= DDL HERR

- CREATE

- ALTER

- CREATE ROUTINE
- ALTER ROUTINE
- DROP

n  TOMOMHER

- GRANT OPTION

40 A2 A—IL HAK (UNIX TS5y hT4—LH)



T—3 ART7ELVT—EAR—RIFHRD YT VT

T—3 AT ELUVUT—EAR—XEHRRO YTV T

Risk Authentication D > A ;b —/ LIZH#ETeRITIZ, Risk Authentication 5 — #
ARNT (T—=HFRXR=RTTAT R ZHEL, BERT —HX—RF
WHENELET, ELWVWIDKAA—=T a7 7V r— gy =3 g
VAR ENTWAHZ EEHERL TLIEEN,

T —H RX— A Y — N L J@{E 7 5 Risk Authentication =T R —R > & A v
A h—/)LF 5 AT A (Risk Authentication & — 3, Bl YV —)L B X
Nar—H% F—% —E 2752 Y) CTUTF8 UV AR—r2HRNCLET, 2D
v U a TR, FOFREIZHOWTHALET,
WOFIBIZRE-TLFFE W :

1. MERSHERr— A VA M=V LET, ZOHEOTEMIZON
T, R =D RF 2 A 2SR LTLEEN,

2. ITOSFcBEI L £,

[(RE—1F] - [BRE] - [avrbe— "] - [HikEEFDOLTT
V-V

(Ml L SFED AT v av] FATal Ry 7 ANERISNLET,
3. [BE #7277 4712 LET,
4, UTOFTFL a 28N LET,

n BEAELTRENLERAICELS S5 (XAEEET) O7 7 AV
A A N—LT 5

n HTVTEBEDT 7 ANEA L ARN—NLT D
[Apply] #7 Vv 7 LT, BRERGFLET,
(OK] #27 Vw7 LTCHEATal Ry 7 AL ET,

o v
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TR AT ELVT—ERX—RERD VT VT

DS5AT R AT LD UTF- HiR— DR E

T=AR=2A Y= NE@ET LAV AR bEA VA N— LT DHTA
7 & (Risk Authentication H— 3, %oy V—)L BLOla—W% F—X
=B R L) TUTF-8 AR — M &GN T 51TiE, L FOFIRICIEWE
P

ROFIRIZHE S T IV :

1. MERESERr— A A M=V LET, ZOHEOTEMICON
T, XU =D RF 2 A 2SR LT EEN,

2. UTOLmcEE L £,

[(2#— 1] - [@F] - [3v hr—n SxA] - [HkE SHEO4 7 3]
3. [Eil #7277 4712 L%T,
4. LLFOF T a o ZRIRLFET,

n BEAEXTENLERFMICELS S5 (XAEEET) O7 7 AV
A VA =T 5

m HTVTEEOTANEBA LA N—LTH
(EA] #27Vv 7 LET,
[(OK] 227V w7 LET,

o w

HSM D ZE {4

ot 7varid, HSM EZFEHTA5EICOAEH SivE T, HSM &
AL TR — 2T 25813, 4 A P—JLRIIZBL RO 2 R —3
VRERELET,

m  HSM Server

m HSMZ 747 bk

m HSM TERE S n7=272< &8 15D 3DES ¥ — (Z @ 3DES F—(%F —
L R— ZANDIEFEROBE SALIZLEZ 72 D £9)
BEE DESF— DT \NELZRICESHDIEZI 2R LET, I
I3 T = _X—=ANDERERE ST D 72D/ 9,

FEICOWTIE, T b I — b XN F =D~ =2 TV ESRLTL
72 &,
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Java IRFFaAV R—R U D EH

o1 — /L Risk Authentication Java SDK, 8 X (X Web —E X2 L -
THELEINDUTOayR—3 e VA M= LET,

m DK

DK DA VA b= EFATT DA 1. JAVA_HOME BREEA %L
EERET DLERDH D F T, PATH ZET %IAVA_HOME%YbinY % 2R
LTWARENRHY 5, Gohrol-ihh, BHar Y —EBIO]
DD IDK K T2 AR —3 > EREE L2 WAREERH Y £77,

m  Application Server
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B 45 B—3 X7 L2 Risk Authentication
BRI HAAE

Risk Authentication = > 7R—FR > b & A A h—/L 9 BHIZ1L, Risk
Authentication 8.0 InstallAnywhere 7 4 ' — RZFEH L £4, ZDO 7 4 ¥—
RCl& Complete & Custom DA A N—)L XA TP R —KFLTNET,

U

F: H—0 a2 —# EIZ Risk Authentication 21 > A h—/L L TR iE
TH56. A VA M= %FTT HERIC [Complete] 47> a v ZEH L
7,
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L F DK%, Risk Authentication 8.0 1 A b — /L9 B 7=DIZETT HH

A7 &R LTVET,
B — 32T LI Risk Authentication B4 VA= B AL
E‘h :‘ Complete 1A~ LOEST
YATLERE +

F=AR=20ty+FyIOREER

TAA=2 2DUT FORIT

!

FHIT—2ay -1 08K
FEIY-LOER

FEIY=A0DT Y

)

VATLOT=FANSYT 2DORST

!

Risk Authentication #—/{ 4—E 0B

Y

Risk Authentication 77— A& HH —t AN 14

v

uDs DR

'

A-YFBTOIPALT PTI— Ly ORB

Y

YA PRV = ORM

v

AVA-LOFER

ezl
TAVr= A ) ATRHBICERT 54 E

A2A=NEOFIVIUALOER
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PRS2 2 FEFLET.

W ® N o Uk~ W N PR

N e O
w N Pk O

14.
15.
16.

Complete A > A b —/LDEST
T—=EX=2Dty 8T v T OfERR (P.59)
TR A AT )T NDFELT (P.58)
TV r—3a v "D (P. 60)
B oL — DR

BHo Y —L~Du s A (P.71)

VAT IADT —RA ST v T XA DFIT (P.72)

Risk Authentication %—/3 ¥ —E 2 DRIk
Risk Authentication 77— A F ELH— B 2 DEHLA

. UDS D JEBH
L a—PITET e I AV T r— g OB (P.78)
T T ) r— 9 D JERR (P. 80)

(AFvay) a—WITE Ty A VT T TV =23 VOER
(p.78)

A A M=V DGR
YTV T TN =g E U AT M AE T 5 )5 (P 82)
A A =N EDODT =7 VX O (P.86)

FE:

Risk Authentication Z Hi—3 A7 LA VA b=V T 28551%, LLFDSIZ
FEELTLLEEN,

<install_location> \ZFFER L T-IN Z FA TR NI EHfERL T EE
W (1@ #S% A& () _+={}1"" &)

MySQL T —HF RX—ZAZIZ Ry b () XFEEHLTEITTEEEA,

B ClX, A > A h—7F i} L T Risk Authentication =t > "R —% o/
NeBERERITEETHZ LITTEERA, BT aR—R 2T
YAVAR=LLTD, BAUA =L LTLIEEN,
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m AVAMADFETHRIEI AAN=T T4 RUEALRWTLE
EV, A VA M= (FBICREDEE) 12 [Cancel] RA %7 v
JLTA VA M= VEHRIELIZEE, EVE TIER ST 4 LY
UL TN TRHIBR SIS EIERY A, f A=V T L7 b
U | <install_location>¥Arcot Systems¥, B L OZFDH 75 4 L7 KU
FETIZ V=0T v 7 THXLERSHY 7,

n  BETFD ARCOT_HOME DA » AHX LV ANRT TIZEEFNTWND AT A
ETA R N—=TEFETT DA,
m A AR— VT4 L7 N EERINLERA,

n T HAR—ADEy NT v T EERISNERA, A VAT
BEAF DT — 5 R—=A%HEHLET,

n S ket y 775 L0 ICERENEE A,

m Strong Authentication |, Risk Authentication & 324 A h—/L L
THEATZENTEES, MAFORMI, FrEDKEa R —
I MERERALET, 26T, %@%@4/XF*»¢ o —
I FET, Strong Authentication 2§ TIZA VA F—)LLTED,
Risk Authentication f > 2 h—/LFIEZBFAG L &L 95 & L TWAHIGAE.
Risk Authentication - > A | — 7 [X Strong Authentication D1 > A
F— LR Za v — Szl o a L R—% v NOFEEA B T
*9°, M7 5 &, Risk Authentication - > A h—7 X Custom 1 >/
ARN—NEFTTHOOMmEFR R LET,

Zokvrsva it LT MY I REGENTWET,

Complete £ > A F—/LDFELT (P. 49)

77V r—va v =N E T 5 5L (P. 60)

B oL —/LOEER (P. 70)

VAT LDT— hARNT T BRI DFEAT (P.72)

Risk Authentication %—/ ¥ — &2 DB 45 (P. 74)

Risk Authentication 77— A & ¥4 — & X DB A (P. 75)

a—H% F—% H—t & (UDS) DJERH (P. 76)

a—YPITET I A VT T TV r— 9 U OJER (P. 78)
T T ) r— g O (P. 80)

A VA b —)L DR (P. 81)

Yo TINT IV —varmE Y A7 MR T % 5k (P. 82)
AAN—NHBEDOTF =7 U A O (P. 86)
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Complete 1 > A—ILDEIT

Complete 12 A—JLDELT

Risk Authentication % A h—/L9 A |Z1%. Administrators 7 /L— 7" D EL
—Da—YFTAT N NEEALES, £ LBR0NE, A AR
FT—RLTRETLEREAETH. A VA M= LVOEEARFIENEFIZET L
FH A,

Risk Authentication X 7 — DT RTCHOA L R—FRy N2 A A F—/L

T 51Z1%, Complete f VA R —/LEFITLET, INHLDOIF—FR

M2, Risk Authentication % —/N, B LT — X RX— 2 DR E IR A

VT IR EENET,

WOFIBIZRE-TLFFE W :

1. a4 L, AVAM=TERR LI=T 4 L7 FVICBEILET,

2. A VARN—TEFEITTIHMHERLIOD Z 2R LET, WIGAEIE.
UTFToDa<wr REFEITLET,

m  (Solaris D#74") chmod a=rx Risk
Authentication-8.0-Solaris-Installer.bin

n (Linux D#74") chmod a=rx Risk Authentication-8.0-Linux-Installer.bin

3. UTFToa~y REANLE#ICEnter ¥—%2H LT, AV A —F%
EITLET,

m Solaris DHF4" - prompt> sh Risk Authentication-8.0-Solaris-Installer.bin
m  Linux D45 ;. prompt> sh Risk Authentication-8.0-Linux-Installer.bin

Firoot 2 VA U TA VA N—TEFTTHE, BEA v E—UN
FoRENFET, HATTIHEIT Y ZAN L, A A M= LEK
T2 IN) AT LET, A A M—JHEEZET LT
AT, A VAN EHEFITLET,

4. [k~ 27V 7 LET,

5. FEAFFERNEONE % L i, Enter F— & L T HFFER0E
DT FANDORDOMEEZ KR LET, Enter F— &2 EEEIFT L EAN
HOGERDH Y FT,

AT B AET 5HAIE, (V) # AN LT VA h— Lok

TLET,
F: N ZANT DL BEXA v E—VURERIN, A VA PR
tFIEENET,

% 4F: B— XT LIZ Risk Authentication BB 9 5 A% 49



Complete 1 > A— )LD ELT

10.

A VA N=TIXZOFFE T, FOMD CARLIEN Y R T DAFET D

EONEMRLET,

A VA =T PEFED cA LA A b —1 (BEfED ARCOT_HOME)

P L5 E

m (VAT 4L 7 RN EZERINETA,

p T AR—ZABIOKE Oy N Ty EREREINETA, A
VAN =G DT — X R— 2B LU R LR EAFEHE L ET,
FDI0, HEITENZ 2> TWETR, FlE6 ITBENTx 9,
FIE 10 OB EIIFR RSNV D, FOFIELFETTAHALEITH
D FEHA,

(k~] 227 1) w7 LET,

PLFOWT OO FINRIZHES T, A A M—VGAT &SRR L £9,

m Risk Authentication A > A b—/L9 55 4 L 7 I Offaxt /S A %
AL, Enter ¥—Z L THATL F9,

FHRETAHAA ANV T 4 L7 FURAIZIIAR—=REEO R
NTS S, ARN—=2%EH5 L, —H? Risk Authentication A
YT REY—INBEEEBDITHE LW ERH Y £9°,

m Enter ¥—% LT, AV A =TI TERRENT-T 7 5/V F
DT 4 V7 M) EZTANET,

(B 727 Advanced Authentication Fdz 370 TIZ 4> X N—/L X T

B RTHMA R —IT BN DAZE) LU OWT D7

Ta EEIRL, Enter F—AM L £97,

n 1: FTLUWRZRE AT A,

s 2 : BE{F® Advanced Authentication B 784 A b — /L E3L TV 5
bt a9 5,

1) LASLT, TR_RCOILHE—FY AR M—ATEF T 7
/L k (Complete) A A h—/LZ&BR L, Enter ¥—Z ML £J,

BINT DT —F _— 2| ZxfIi T 5% 5 (1. MS SQL Server 2. Oracle 7 —
2 ~_X—2Z3.MysQL) AN LT, Enter ¥—Z#H L E7,

m  Microsoft SQL Server

FEosQLT— A R_R—RAEHEH L TWAEA, AL C\5 0DbBC K
FANRDN=T g P T A =L O] IZFER STV D
NR=V gV ERILTHDLZ L EZHERLTLIIEEN,

m Oracle 7 —H# X— A
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Complete 1 > A—ILDEIT

¥ : Risk Authentication /% Oracle Real Application Clusters (Oracle
RAC) TENMET 2 Z & MR ST E 9,  Risk Authentication
VA N —/VERHE T Oracle RAC Z 9% 121%. Z D FIJET Oracle
T—=H_XR—=2%FIR L ROFINE(FNE7) 2 F4TL TrbH, loracle
RAC @ Risk Authentication DFXE ] OFNEEZFEITLET,

= MySQL
BIRL 72T =2 X=X S U T, UTOWmAFERINET,
11. AT OfE#HZ AJJ LT, Enter F—Z L £7,
m  Microsoft SQL Server
ODBC DSN

A VA N—F ) DSN DAERRIZHER 3 2% EHR L ET, Risk
Authentication ¥—/3[X, Z ® DSN % f L T Risk
Authentication 7 — & N— X (ZHEe L £ 9, #ELEI LD AT
I% arcotdsn T3,

H—/\

Risk Authentication 7— % A k7 DR A ML ET-ZIZIPT FL A
ZHRELET,

TIFNVNAVARE VR

3L . <server_name>

% : demodatabase
ARift&E AV RAE VR

3L © <server_name>¥<instance_name>
5] : demodatabase¥instancel

User Name

T—H R =W EFELET, —X CREATE
SESSION #E[RF LN DBAMER 2 £ > TWAMLENRH Y F7,

F a2 —YPHITT T A~Y DSN &Ny 7T 7 DSN & TH
2o TWAMLIENRH Y F9,

Password

2—YHICEEMT LN TWAE AT — REZEELET, 20
INAT — RET — I R_R—=RAEHE I L > THRESNE T,

T—HR—ZX

MSSQLT — X X—R& f LV AK  ADLRIHIRE L E7,
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Complete 1 > A—ILD

=17

Port Number
TR ANZEN) VAN ) AT HR— " NESEE
ELET,
F 7%k R—b : 1433

Oracle Server

ODBC DSN
A A b= 5 DSN DIERRICEE T 2 A2 5 € LE 3, Risk
Authentication %-— 3%, Z @ DSN Z{#H L T Risk
Authentication 7 — # ~X— R T8 L £ 97, #EREIN D ATIME
X arcotdsn T,

User Name

Risk Authentication 737 — &% X— 2|27 7 & AT AEDOF — X
N=2A a—PHEEELET, Zo4HNT, T—FX—2F
BEICI > THESNLET,

. —H X CREATE SESSION FE[R 35 1 OF DBA FERR & Ff > T B 4
ERH Y E9,

F a2 —YP4ITT T4~ Y DSNs &3y 7 7 > I DSN & TH
o TCWDHMENRHD 9,

Password

FEDOT7 4 — LV RTHRE L -2 —FLICEEMMT O TV 5
NRAT—REEBELET, ZONRRT— REF—F_N— R
FlZr-oTHREENET,

Service ID

P — R ETEITEND Oracle T —H RXR—ADA VAR A%
7 Oracle > A7 LA+ (SID) ZfEEL F,

Port Number

T =B R=ANZEN V2 A 2 ) AT HR— MET &R
ELET,

F7 4k : 1521
RN

Risk Authentication 7— % A 7 DHRA ML ET-ZIZIPT FL A
PRRTELET,

RESC : <server_name>
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Complete 1 > A—ILDEIT

51 : demodatabase

% 4 F . BB— XT LT Risk Authentication BT 5 5% 53



Complete 1 > A—ILD

= 4=

=1T

MysQL H—X
DBC DSN

A VA M—F M DSN DIEFIZER T 2EAfEE L £, Risk
Authentication J-— 3%, Z ® DSN %4 H L T Risk
Authentication 7 — & N— R (Z#Ee L £ 9, #ELES D ATIE
IX arcotdsn T,

H—/\

Risk Authentication 7— X A h 7 DR A MG ETIZIP T KL A
ZHRELET,

TIZFN ML RE R

#3C : <server_name>

5 : demodatabase
ARift&EA LV RAE VR

&L : <server_name>¥<instance_name>

5 : demodatabase¥instancel

User Name

Risk Authentication 237 — % X—R|ZT7 7B AT HEEOT — X
N=2 2—PLHERELET, ZOHFNE, 7T —FX—2E
HEICL-oTHRESNET,

= —H[X CREATE SESSION #EBRF3 L U DBA HEFR 2 F5 > T D4
ERHD ET,

Fa2—PXIT ST A4~ DSNs &3 7 T w7 F DSN & CH
2o TCWDMENDH Y £,

Password

FEOT 4 —V RTHRE L2 —FL4ICBEE T b TS
NRAT—RERELET, ZO/NRAT— REIT —F _X— 2 EH
FloroTHREENET,

T—HR—ZX

MySQL T — X RXR—R A VAKX L ADL4HIERELET,

Port Number

T—=HN=ANZEY V2R N2 AT HR— ML
ELET,

F74/ b : 3306
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Complete 1 > A—ILDEIT

AT T T T—=FX=2AT 7 EAOFET, LFONTHNDOFIR
ZIATLET,

n ANEROONTZL, n) Z AL TEI XY DSN DK E % A
v L. Enter ¥—Z# L E4,

n AN1EROOENTEZS, Tyl ZANLTED XY DSN Zi%iE L,
Enter ¥ —ZH L £,

13. B BT — RZBIN L, BEBLICE SN ERE AT LET,
YRR F—

F =B R—= A END T =X b A7 EIN 5
< AR X—HONNAT— REEELET,

7 7 %V ME : MasterKey

F A LVA RN BIIT AR F—OEZEFTTLHE51E, BrLwv
<~ AH X—DOE A LT securestore.enc Z FAERL L E1, ZEA
ZoOWTiE, AV A= NEEON—RT T X2l T4 F
Va—/VEROEF ] ST &0,
HSM DEETE

(AFvay) "—~RuxzT7 EXx=2VUT 4 EFV2—/L (HSM) %
fEH L CTHET — % 255k T 28I ELET, 2ot
a v EBIRLWES, 774V 8TIE, Y7 b7 ®—F
PR L CT— 20k EnE1,

PIN

HSM IS4 5 %A T — RE AN LET,
Choose Hardware Module

LU OWTHLND HSM & 457E L E 7,

- 1.Luna HSM

- 2.nCipher netHSM
HSM /35 A—4

LIF @ HSM iz i iE L £77

Shared Library : HSM [Zxf)i9° % PKCS#11 3L 7 A 77 U ~Dixt
INA,

Luna (cryptoki.dll) 5 J U8 nCipher netHSM  (cknfast.dll) D& 13,
7 7 A INVORfERE SR L ARTEEE LE TS,
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Complete 1 > A— )LD ELT

Storage Slot Number : 7 — % Ol 5LIZfH H 415 3DES F—73Mif
FFEEZR HSM A 2 > b,

- Lluna O¥E. 7 7 4V MEIZ 0 T,
- nCipher netHSM DA, 5 7 /v MElIL 1 TI,

¥ HSM D8 F X — 2 fE[, <install_location>¥Arcot
Systems¥conf¥ (23 % arcotcommon.ini 7 7 A /LZEREk SNV E T,
A VAP ABRICINODEEET T 5561, RET7 7 AV
BLOA T g OMBICKE-T, 2077 A NV ERELET,
[(R~] 227V w7 LET,
14. [Pre-Installation Summary] & OF#HR 2R L. Enter ¥ — & H L F
‘é—O

15. Enter ¥ — 2L CA v A b= &2 BHA L F9, RIOMHE CORE %
BHELEZWEGEE, TOlEICEDE T [Backl 227V v 7 LET, &4
BB E (T o=, Enter ¥ — &L THATLE T,

16. Enter ¥— %2 L E T, A VA =TI TOX A7 2#FIT7T 5720,
BoammbZENH D F9,

n TARTOaAR—R MBI OEET 54 F U R A R h—/b
F4 L7 Micar—Enxd,

n T — A= ZFRIED arcotcommon.ini 7 7 A JVITKRH S L, XA
7 — K73 securestore.enc 7 7 A VIZK S L £,

m VERINI T 7 A NL~DOEX AL TONET,

m EHELo Y — LD INI_LIBRARY_PATH <°, ODBC_HOME. ODBCINI,
ORACLE_HOME, ORACLE_LIB_PATH 72 ¥ OEgEi 8% % arrfenv 7 7 A
JNIZERE LET,

s FIOEERTHEE LBV . odbeini 7 7 A /L TR 17~ ODBC
RIANRZHFEHAL T, T I7A4~UDSNBLO/ Ny 77 v 7 DSN (G
WEBIUREINTWDEEA) MERFRIT EEESINET,

FROXAITNEFIZETTDHE, A VA M=MTRETLET,
17. Enter ¥— %2 L CA VA =T 2K T LE7,

T T IRRELRRENDET, (AT R T 7 AN
7 V=T v T H00) BRSO MERH DL AN DY £,

18. UTF-8 4'"R— " WNAZNC > TWA Z & AR L9, FDO=0ITiE,
PLFOFIEICHENE T,

a. <install_location>/arcot/odbc32v70wf/odbc.ini 7 7 A /VIZFEEN L F 7,
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Complete 1 > A—ILDEIT

b. [ODBCl &7 v a v & ROIFE1,

c. IANAAppCodePage=106 = FUNRNZ Dt/ v a L iih b 2 & &k
HBLET,

d oy N nZWESIE. Bl E1,
e. 77 ANEHRGFLCHUET,

F A VAPMADRET LESL, [ 72X p— A BDEEDET] DA
WD TA VAN NEDH AT HFATLTLIZEN,

AV R—)L By

A A h—)V#%&. <install_location>T 4 V7 NUDA A=)l 7y
A )L (Arcot_RiskFort_Install_<timestamp>.log) |27 7 B AT&xF£4, 7=¢&
ZIE. AVARM=NT L7 M) ELTloptT 4 L7 M) Z4EE LY
B AVA = a s Ty A Jopt T 4 L7 b UVITERESNE T,

AVAR=APLNOBBTRILZGES., =79 — Ay —FZ0
0y 7y AN EERSIVE T,
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Complete 1 > A— )LD ELT

F—RR—Z ZH)TFDET

T —=HRXR—=A T —T)NVENERT DI, BERT —H_X—A A7 )7 |
ZEITLET,

ROFIEIZHED TSN

BE: 27 )P EFITTIHRHIC, [T R—=A P —_DORE| &7
Va TR LI ELRILT—ZR_R—R a—H L L Tual A4 LT
HZ LR LTSN,

1. UFoT 4L 27 NUIZBEILET,

<install location>¥Arcot Systems¥dbscripts¥

2. AL TVEF = ~— 2SO TUFOVThHOF 7T 4 L2
FUIZEBEI L £,

m Oracle ¥4 : Oracle¥
= Microsoft SQL DIF A : mssql¥
. MySQL DA © mysql¥
3. A7 V7 FERITRINEFTIFITLET,
a. arcot-db-config-for-common-8.0.sql

EE: Strong Authentication & 1 > A b —/LiEL DAL, Strong
Authentication DA > A F— )LEREIZ T TIZFEITLTWA =8,

I

arcot-db-config-for-common-8.0.sql 34T L72 W TL 72 &0,

b. arcot-db-config-for-riskfort-8.0.sql

c. @DEF2T F¥ANElENTDMENDLHEIIDOHR, 47
7 2) arcot-db-config-for-3dsecure-8.0.sq|

d. (F7>=z2) a—VPiiEh7a 7740 T EERTLHEICO
I, LT a<wr REEITLET,
arcot-db-config-for-userprofiling-2.0.sql

F AT VT NOFATIZ—ERLTOY a7 TY, @mEAZ Y S FEHE

IT9%&, La—RFOEEFICLY ., BIFET — 7 ARMAO KK 8%

R T —DRRRIND RN H Y 5,
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Complete 1 > A—ILDEIT

F—RR—ZADIrT VT DHER

W2 T —H_—2 27 V7 N &FE T L721%. Risk Authentication A & —
v AR LET,
RDFIBIZHESTLIZELN:

1. T—Z_X—R% A A b—)LL7=2—H & L T Risk Authentication
F—B_N—2zn A LET,
E T T L= R XA TWBEEIEL, T—FRXR—2%ET v
T —RKRLlza—Y L L TTF—F_—RizulAfLFET,

2. T 23T LET,
SELECT SERVERNAME, VERSION FROM ARRFSERVERS;

Eieo s =) ofiR, UTOHNBRFRSNET,

SERVERNAME VERSION
Risk Authentication 8.0
Risk Authentication CaseManagement 8.0

3 P BN m b n ST kL
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PV —ay Y NEEET Dk

TIVr—ay Y—n\e&HmT5A%

a—H F—% P—1E 2 (UDS) BB L OVEFL =V —/ LT Risk Authentication
D Web _X—ZADaALHR—=F FTHY, UTFOVR—F{H7 7V r—
ary = NOWNTINZERTAMLENRNDH Y £77,

m  Apache Tomcat

= |[BM WebSphere

m  Oracle Weblogic

m JBoss 7Y r—T g =

TV —vary =N INHDO Web 7Y — 3 O WAR 7 7
ANERBT DRI, UDS B X OEEa L Y — VW IHBR T 7 A NV ET
Vor—gr —_"OmiRgAricar—1r%4, 2ok a T,
TV = a =N BERIEEL T 7 AV Eae—L, ZhbD
Web 7 7V /77— 3 > O WAR 7 7 A /L& BEIT 2 FIEICOW TR L
R

1. Java R— AL DOHIE

2. TV r—ay =R DF—EZRXR—A T ITEAT7 ()LD
B—

3. 77U —3 g2 B —3~DDBCIJAR 7 7 A /LD E'—
4. Enterprise Archive 7 7 A /L DAERK

Java R—LDERTE
OB varTiE Javalh—ABREOE Yy N7 v ST OWTEH L £9,

WDOFNRIZHE> TSV

1. JAVA_HOME BRESZB AR EL TWAH Z & 2R L £ 7., JAVA_HOME
X, 77U —3 3 =30 JAVA_ HOME TH DR H D £97,

2. %JAVA_HOME%¥bin¥ % PATH 20T EM L £ 97,
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TIVr—ay —n\E£HFETH5HE

TI)r—ay H—I\ADT—ERN—X T7HIO1ERX T7/()LOIE—

Apache Tomcat

IBM WebSphere

UDS B L OVEHL o1 o ) — )L T, Risk Authentication 7 — # X— R [T AT
T BATHEDIZLLTO 7 7 A VEHEHLET,

arcot-crypto-util.jar, LA FDOGETIZH D F 9,
<install location>¥Arcot Systems¥java¥lib¥

ArcotAccessKeyProvider.dll, LA T DO&GETIZH Y £,
<install location>¥Arcot Systems¥native¥win¥<32bit-or-64bit>¥

Z D 7= Risk Authentication 2> R—x% > FERE L7 7V r— 3 v
=R EOEU RGN0 T7 A v Eat—LET, UTOHT
7 a T LTOY—"H77 A4 LDOat™—|ZHOWWTHH L FE4,

IROFIEIZRE > T EEV

1.

4.

arcot-crypto-util.jar - <Tomcat_JAVA_HOME>¥jre¥lib¥ext¥ |2 E°— L £
7

<Tomcat_JAVA_HOME>

Apache Tomcat A > A% > A2 K » CTEH &5 JAVA_HOME % f5
ELET,

ArcotAccessKeyProvider.so Z L FOWT N DGETIca e — LET,
m Solaris D5 : Tomcat_JAVA_HOME/jre/bin/
m  RHEL DA © Tomcat JAVA_HOME/jre/bin/

libArcotAccessKeyProvider.so 7 7 A /L3 a B —SiubT 4 L7 R UIZ
LD_LIBRARY_PATH Z 5% L =7 AR — F LT,

TV r—=vary =" HREEHLET,

WROFIEIZRE- T TEEV :

1.
2.

WebSphere Administration Console (2172 71 > L £,
[Environment] - [Shared Libraries] Z72 U v 27 L£9,

a. [Scope]l Km w7 X o G AR altiMEBEz®RIRLET, 7
TV r—varERERTAX Ty N = ERE ) —FEED
Ee I

b. [UHH#] 227V v7 LET,
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PV —ay Y NEEET Dk

Oracle Weblogic

3.

c. Az ANILET,
Bl : ArcotINI
d 7 I9ARZREANLET,

Z D/RAVX, arcot-crypto-util.jar 7 7 A VIFEL, T ANELD
GENDLGITERE L TV ALERH Y 9,

# : install_location/arcot/java/lib/arcot-crypto-util.jar
e. INNTATTY RZREAHNLET,

Z D/NALX, ArcotAccessKeyProvider.dll 7 7 A LV BFAET D 5T &
FBLTWARERD 7,

ER] 27V v 7 LET,
Y=L~ D 7 T A 0 —FE2RELET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] (2%
#LET,

[Application Servers] T, ¥ — ROFREX—IIZT 7 A LET,

c. [Javaand Process Management] # 3R L 7, [ClassLoader] %
IR L ET,

d.  [New] ZERL FET,

e. 7 74 /L h® [Classes loaded with parent class loader first] Z &R L
T, [oK] #7 Vw7 LET,

f. HEVERSNTLZ A =4 1DZ@ERLET,
g.  [Shared Library References] %R L £,

[Add] ZIEIR L. [Arcot)NI] Zi®EIRLFEJ, [@#EH] 227V >
7 LET,

i ZEERFLET,
ArcotAccessKeyProvider.so & LL F DWW T ILDGATIC 2 B — 1L 7,
m Solaris D& : WebSphere_JAVA_HOME/jre/bin/

=

m  RHEL D& : WebSphere JAVA_HOME]/jre/bin/

Z Z T, <WebSphere_JAVA_HOME> %, IBM WebSphere f > A% > AT
KXo THEHA S5 JAVA_HOME =3 L $£ 7,

TV r—=vary =" HEEHLET,
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PV =y Y ER T B

WROFNRIZHE> T TES 0

1.

o v~ w

~

10.
11.

12.

ArcotAccessKeyProvider.so ZLL FOWT DL FTICa v — L £,
m Solaris D355 © Weblogic JAVA_HOME/jre/bin/
m  RHEL D& © Weblogic JAVA_ HOME/jre/bin

Z Z C. <Weblogic_ JAVA_HOME> (L. Oracle Weblogic - > A% > AT
KXo THEA SN S JAVA_HOME 3% L £ 7,

arcot-crypto-util.jar z <WeblLogic_JAVA_HOME>¥jre¥lib¥ext¥ (2= E°— L
EJUaN

7E: %7 Weblogic (2 & » TEH & 28] 72 <JAVA_HOME> %l L
TLEEW,

WebLogic Administration Console (272 71 > L ¥ 7,
[Deployments] (&8 L £ 7,
[Lock and Edit] 47> a v EH B LET,

[Install] 2R L £J, arcot-crypto-utiljar 7 7 A A3 5T 4 L7
FUICBEIL £,

Enter ¥ —Z L £,

Enter ¥ —Z# LT, [Summary] X—YA2F£RLFET,
[SET] 2L £,

EHEEZAMILET,

libArcotAccessKeyProvider.so 7 7 f V)N aBE—EN57T 4 L7 M UIZ
LD_LIBRARY_PATH &% L =27 AAR— F LT,

77V r—=vary =i LET,

JBoss 7T Ur—iay H—iN

RDFIRIZHE-> T 2SN

1.

LLFIZ%E L C libArcotAccessKeyProvider.so 2 2 & — L £7°,
m  RHEL D& : JBoss JAVA_HOME]/jre/bin/

Z ZC. JBoss_JAVA_ HOME %, JBoss 7 7V r—ra v Hh—rN f X
B AR o THEH SIS IAVA_HOME & L £77,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ &\ 9 7 # )L X
1w & ER L. <ARCOT_HOME>¥java¥lib "HLLFD JAR & 2 D7 4 /LA
iZar—LET,
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PV —ay Y NEEET Dk

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

3. WUZ7#/V% (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥) P
IZ module.xml £\ ZEIT, LFDOa—RER>7 7 A LV EERL %
7

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV r—=var ="l LET,
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TIVr—ay —n\E£HFETH5HE

T I)5r—32 H—/NAD IDBCJAR T7A)LDaE—

Apache Tomcat

IBM WebSphere

Risk Authentication |Z. UL F® IDBCJAR 7 7 A L AW R — ht&BDF — ¥
/\\‘_X GCLIZ‘E k Li‘g—o

m  Oracle 10g : Oracle JDBC Driver (10.2.0.1.0)

m  Oracle 11g : Oracle JDBC Driver (11.2.0.2.0)

= Microsoft SQL Server : MSSQL JDBC Driver (1.2.2828)
=  MySQL : MySQL JDBC Driver (5.1.22)

PITFo®r v arClE . F—2_— 2N IDBCJAR # a2 B —F 3729
DOFNEIZOWTERBH L £,

ROFIEIZHES T TEZ W

1. <Database JAR> 7 7 A /W& X U — KLU BEI L9,

2. <Database JAR> 7 7 A NELLFDT 4 L7 hUIZabt—LET,
m Apache Tomcat 5.5.x DIFE : <TOMCAT_HOME>¥common¥lib¥
m Apache Tomcat 6.x B XN 7.x DIFE : <TOMCAT_HOME>¥lib¥

3. —rZHEHLET,

WRDOFIEIZHE-TL XV
1. WebSphere Administration Console |27 71 > L 7,

2. [Environment] - [Shared Libraries] Z#27 V v 7 L%¥9, LLFOFIEE
FEITLET,

a. [Scope] VA Rt Ah7e riME#IPHA RN L 5, 77V 7r—
varERERTALX =Ty N = A"EF ) —FEEOET,

b. [HM] 22V vr LET,
c. AHIZEANLET,

% : JDBCIAR
d. 77 ARAEZRELET,

BE: ZDO/NAL, <Database JAR> 7 7 A IVINFIEL., 7 7 A V4
DEENDEGERR L CWDLERD D FT,
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PV —ay Y NEEET Dk

e. M 27V vy27 LET,
3. =R L_XNDITAu—LEFREL, LFOFINEIZHENFET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] (2%
#BLET,

b. [Application Servers] T, EX—IIZT7 7 ALET,

c. [Javaand Process Management| #7 U » 2 L%, [Class Loader]
Vv LET,

d. DFR] 220 v LET,

e. 7 7%/ KD [Classes loaded with parent class loader first] % &R L
7., [0K] 227V v 7 LET,

f. HEVERENEZF A —XIDE 7Y v 7 LET,
g. [Shared Library References] #27 VU v 7 LE7,

[Add] #7 V27 L. [IDBCIAR] Z@ERL £9, [#EH] 27
Vw7 LET,

i AEAERFLET,
4. TV r—var =" HEELET,

=

Oracle Weblogic
KDFIFZR> T IEE

3¥: Oracle 77— % _X— 2% L T\ 54, Weblogic (X7 7 4/ h T
Oracle 7—H# X—ZA%HR—HKLTWVWDHDOT, ZOkrvarTitAIh
TWAHREETORNTI I,

1. <Database JAR> 7 7 A V7% <Weblogic_JAVA_HOME>¥lib¥ext¥ |Z = &°'—
LE7,

Z Z TC. <WebLogic JAVA_HOME> &, Oracle Weblogic { > A% > AT
KXo TEHA S5 JAVA_HOME %# 3% L $£ 7,

WebLogic Administration Console (27 71 > L ¥ 77,
[Deployments] (Z&8E) L £7,
[Lock and Edit] 47> a v ZHMZLET,

[Install] 227 U v 27 L, 37 <Database JAR> 7 7 A LN G E
L7 47 MUICBEILET,

(k~] 22710y 7 LET,

vk~ wN

o
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7.
8.
9.

[Next] #27 VU > 27 LT, [Summary] _X—T%FRLET,
[(E£T] 227V v 7 LET,
EHREZGHZLET,

10. 77 r—a v = _"EHEEE L £,

JBoss 7T r—3> H—\

RDFIEIZHE> TSN

1.

5.

Z DT FIVHIZ <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W) T VAR EERR L. £ DT 4V 2T IDBClar 7 7 A LA 3
v—LET,

<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ (Z module.xml &
IZEITT 7 ANEERLET,

Ty AN, UFOa—REZBNMLE1T,

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>
JDBClar 7 7 A WA Z 35 E L CW\W5 X 7T [<IDBC Jar Name>] Zmte
LET,

#i : sqlidbc.jar
TV r— gy = _"EHEH L ET,
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PV —ay Y NEEET Dk

Enterprise Archive 774 JLDYERL
Oracle Weblogic 10.1 THE%h

FEAEDOZ L H—TTFTA XTI r— g = "TlE, BH—Dx
H—TFGART TV r—ay (5037 —A7) 12100 Z—
(5] : cA) HRET S IAR F7-IXWAR 7 7 A LA NN RLT5HZ L%
PAR—FLTWET,

ZORER, Bh#ET 53 _TO JAR 721X WAR 2 —fEIZEB L T, 7 7 &
n—4XCTon—RCT&xFE9, /o, ZDOT —IA 712 application.xml 7 7
ANBEENET, ZO7 7 A /VITHBIPIZERK S L, N> RV EaNTZ4
EY a2 — /VOREBFIENTEHE I TWET,

UDS L EH L Y — LV EZ BT AH7-0DTFT 7 /L h D WAR 7 7 A VDT
BLTWET, =77 L, BEIZSUT, 2ThbD 77 A ILDERET
B =TT A4 X T —5A7 (EAR) ICZEH L . EAR 7 7 A VZ B Tx £17,

UTFoOHT7Evr7v 301> TiEL, UDS EEHa L Y — /)LD J7D EAR
Ty ANEEBNAR TEE T, 20, WTO Web T —H A T EHETe
H—OEAR 77 A NVEAERTHZ L TEET,

UDS B L OV&EH = o ) — L%t L CTERBND EAR 7 7 A IV EAERKT A 121,
VL FOFNEIZRENFE T,

1. a~ry K77 b Rzl £,

2. <install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 ¢ L

7 NUICBEIL £,
3. EAR7 7 ANEEKTDIZIE, AT a~vr REEITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<filename.war>

FiEoa~<r Rk - T, LLFOEARICERID EAR 7 7 A IV INERE S
nEJ,

<install location>¥Arcot Systems¥java¥webapps¥
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UDS L EFIa L Y — LD Web 7T —HA T2 EGNT"H—DEAR 7 7 A V&
VERE T 2 12iE, LLFOFNEICHEVE T,

1. a~r K77y RUuEEET,

2. <install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 5 -1 L
7 FUICBEILET,

3. EARZ 7 A NVEAERT DIZIX, LD a~r REFITLET,
java -jar bundle-manager.jar -ear <filename.ear> -warlList
arcotadmin.war arcotuds.war
Fioa<wr Rk -oT, ATFOBATIZEH —~O EAR 7 7 A /L ERL &
WET,

<install location>¥Arcot Systems¥java¥webapps¥
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EHEIY—ILDREE

SO Y—ILDREH

Bla L ) — LT, = RBEOHT AT~ A ARRE LTV AT LOEH
ERTTEDLT TV N—ADA U F =T 2 =R TT,

5¥: IBM WebSphere 7.0, 8.0, £7-1L 85 ICEH o Y — /L& BT 54
I%. 8% TIBM WebSphere ~D%&H o1V — /LR ICR#i&h T\ 5
FlEZZR LTIV,

B o — )L ffi ] L C Risk Authentication Z & F4 5 72 121X, Risk
Authentication %r— 3314 A h—/L I TV 5 /XTAVMfEIJ v —
WK ARNLTT VBATELZ 2R L £,

RDFIEIZH->TLZELN:
1. B 4127 bV %, ROT 4 L7 FVICEFRLET,
2. <install_location>/arcot/sbin

3. [lsourcearrfenv] & AJJL. Enter ¥—% 'L T Arcot BREEAH % 3% E
LEYS,

4, BREHDNCTH=DI, 77V r—v gy —"2HESHLET,

5. 7Y b— gy —_"0ues 4 L7 b UIZ arcotadmin.war %
FERLET,

FERTFIRZ, FHL WS T Y r—va = TR
DEF, FEMARTIECOWTUL, TV r—vay =R H—
DRF2A FESZRLTIIEIN,
5] : Apache Tomcat D& 1. <APP_SERVER_HOME>¥webapps¥ (2 WAR
T AN RATHALENRDY £,

6. (32 £ D WebSphere DIEEDZ)T TV Ir— g 77 A ILHRE
b éE, Admin 7 ZJAZFr—RTH5LK9 IR ELET, LD
FIAIZHENE T,

a. [Application] - [Enterprise Applications] (Zf#) L. [Admin settings]
R=VIZT 7 A LET,

b. [Class loader order] . [Classes loaded with local class loader first

(parentlast)] 47T a s wERLET,

c. [WARclass loader policy] C. [Single class loader for application]
IR ET,

d [#EH] 2270y LET,
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e.

Admin 77V 7r—> g A ERE L E 9,

TV r—=vary =" HEEHLET,

ALY —=ARNEFIZEASNTWD Z L 2R T 2121E. LTOFIE
(PN FET,

a.

UTOEHCBE L £,

<install location>¥Arcot Systems¥logs¥

fFEDTT 4 Z T arcotadminlog 7 7 A V& B &, LLFDOITH2 R
JET

s 203
m  Arcot Administration Console Configured Successfully.

F oo B o Y R EFRICEBENTWAZ L%
RLTWET,

$7-. 17 77 A LT FATAL B4 CFWARNING D A vt — V03 E %
NThRNnZ bR LET,

T ANEHALCET,

=3 DAY R [N ) [ u iy A 6

POTEHRa Y —iza 74 035 8 &3, BEFFICT — % X— R IZH

Eulblt

IRESND MA (v AZEFHE) BREEWMAEN LET,

WDFNEIZHES> T EIV

Web 75 W 7 4 RUT, oy — L2 EELET, Fa
VY —IVDF 7 )L N URLIFLL T D LB T,

1.

http://<host>:<appserver_port>/arcotadmin/masteradminlogin.htm

#il

Apache Tomcat D& 1%, 7 7 4 /L b X ;X localhost TH D |

N— ML 8080 T,

DLTFDOX T, TTHN SO~ RAZERET 17 S OZREE R A
AL s A4 LET,

2 —H4 . masteradmin

JNA T — K : masterl234!
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AT LDT—hRNZYT BRI DEST

DARATLDT—FANSYT Z3RTDEST

T FX P72 7F IhEDE Yy N T v T ZATIZOWTHIT S
VAP — REEOTREATY, INOFERY L 7E, ZhbDX RS
EFEITLIZBTHMICRY 9, HHar Y —L 2 L T Risk
Authentication DEBLZ4H®H H121L, LN OMEADFIRZFATL T AT
LENEET D ERH D FT,

n T AN NDTARAAEHERAT — ROER

. Sa— L F— TAULDORIE

n T 73/ FOMBROREETRE

BV —VERET D L, S 1 EEIICER S E T, 2o
X =7 40 FO#F# (DEFAULTORG) L FEIENE 4, H—Offk 2T

LELT, 7740 N OMMEIT, 16 OMEEEERETIC T A & TH
HATEET,

MA (FRAEFE) L LTI TEHa Y — a4 045 L,
[T— b AT 7] U4V —F @O [~V ] MEIERIILET,

WOFNEIZHE->TLIFE N :
1. [BEt] 220 Vv o325, TubvANnEELET,
[(NAT— ROEF] BENPFRINET,

2. [BEDOR2ZRU—R] | [HHEA2U—R] | R T— RORER
ZEEL, WKk~ 27V v 7 LT,

3. [/a— 0 F— FLORE] N—T T, LTFOFIEIZHENET,
n =L X— TULEASLT, (R~ B2 Y w7 LET,

Risk Authentication TiE, "— KU 7 F-IX /7 b =7 RX—2A
OET — X Ol bR TcEET, (T7HAVEFTEY 7B
U T N—= XD AL EZNTT A, arcotcommon.ini 7 7 A V&
EHLTN= T =27 X=X S bE G TEET, ) ~N—
R =7 OWEZALY 7 8D = 7 OB BfR72 <, =—H%
BILOHMET — & Ol bl 27z — b F— Z~ULBNMER S
£7,
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AT LDT—hRNZYT BRI DEST

N—= R =T OB ZFH L TWADE5EE, 2071, HSM T
INA ZNTHEAN STV D EFED 3DES F—~DBM (KA %) &
LTCOHRERELET, ZTD=D, HM F— TUL & —d 5 22
B FT, -7, V7 hTxT R—ZADKELDOEE. =
TR —E L THEREL 97,
FE:. 7 A NT v TOBRAOETHRIC, Z0OF— 5Lk
B4+ 25Z 13 TEERA,

n [FE LA N L= XA 7] 2, B b =BT —F_X—2 (Y
TR 2T) IS ILTWDED, FZEHM (ON—FRo=7)
IS TV D E AN LET,

4, [Wk~] %27V v 7 LCHAITLET,

5. [F7 40 MEFEkRE] B2 a T, UTONRTA—FE2 AN LE
‘é—o
KRT%

MEO DN RT WARIEZRE LET, ZO4RNL, BHa Y —
NOMDFTXTON=VBLIPLAR—  RIZRRENET,

EHERMAN=K L

T 7 4V N ORI BT HEHE ZRIET D7D I D A
H= A LDOWTNNEIRELET, EHar Yy —, EFHEIC
L CLATF O 3FEOBIESF X E R —F L TWET,

LDAP 2 — NI I7— N Z DA T g o EAERT L L EHEIT
FA4 L7 M) =R EN TV DN TN OEGEER &
AL CRIEENE T,

FZOAB= XA%h&ﬁ%‘@wun :{ﬁﬁﬁjﬂé%/ﬁ\\ [z —
F—& H— "X (UDS) DM OFIZAHE, UDS & B L £7,

HA: ZoF7va @Ry LHE, BHar Y — L TRfits
ZD‘fﬂﬁJi\y?’\@wu nEji_tz))r@E%%@wu M. :'ﬁfﬁﬁ = nE ‘é—o

Strong Authentication /XA U — R : =—H /32 Z T [Strong
Authentication /XX 7 — N 47 q U &EEIRT S L. AuthMinder
PR IR NE-Y rﬁi&ﬁ)%\éfj‘énfumnﬁéﬂi‘é— :O)%/El\\
CA AuthMinder %F— N34 VA h—/L SN TWVWAXLENH D F97,

7% : Strong Authentication DA > A k—/L & R IEDFEAIZ DUV T,
[Strong Authentication f > A h— /LB I OERETA K] 22 L
TLEEN,

6. [F— T~ULRE] B> a T, UToEEEEELET,
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Risk Authentication H—/\ H—E XD B4

Jao—nI)L F—nER
TI7HNEOTa—r ) XF—%fHELET, LERROFIETHEEL
=7 a— )L e TAULZEENC LT, i S LT L A fE
ETHEEIT. 20T g AR LT,

F—3R)

[ a— L F—DfH] A7 a7 LEBAIc, Bl
Wk — FULERIEELET,

ES{EAN— 24T
e —NT —F_X—2 (V7 hTx=T) ITHEMEI S0 HSM
(N—FRox7) IZEMHINDI0ERLET,

7. ¥&T]1 227V LTC, 7= ATy FuvRrE52T LET,
8. [FifT] 2V v 7 LT, BHa Y — ILEZERTHIINORTEICE
#i‘é—o

Risk Authentication H—/\ H—E XD BIR

WOFIEIZHE > T FEEN
1. UToavwr REFTLET,

source <install location>/arcot/sbin/arrfenv
Z POz~ RT, <install_location> % Risk Authentication 251 > A h—
NINTWDT A4 L7 M) DONRRATEEHRZ ET,
2. UToF 4 v 7 RUICBEILET,
install location/arcot/bin/
3. UFoavwr REIATLET,
./riskfortserver start

¥ : Risk Authentication — 25 LT 5A81F. binT 4 L7 R VI
@ L., [./riskfortserverstop] 2~ RE AT LET,
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Risk Authentication ¥ —RXA EIEH—E XD EIE

Risk Authentication ¥—X EIEH—E X DA

ROFNRIZPE-> TS ¢
1. UFoa~vy REFETLET,

source <install location>/arcot/sbin/arrfenv
ZMa~ 2 NT, <install_location> % Risk Authentication 251 > A s —
NENTWDT 4 L7 b ONRRZEEHR ET,

2. UTo7 v FVICBEILET,

install location/arcot/bin/
3. UTFoa<wr REEfTLET,
./casemanagementserver start

FE A —ANEEET 5, binT o L7 NUIZBEIL,
[./casemanagementserver stop] 2~ R&ZAJJLET,
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1—4% F—4 H—E X (UDS) D ERH

a1—4H F—42 H—E X (UDS) D B

Risk Authentication X, VL — 3 /L 5 —%~X—2Z (RDBMS) 6., =
7213 UDS Z i L T LDAP — \)n b EHE L — 57— X LT /B A TE

F 97, UDS IX. Risk Authentication |Z%f L C., #ft CRHE SN TCWA Y —F
NR—F 4 T—H VKRRV ~D— AL VART 7 ¥R 23 gL
IENQrN

ROFIEIZRE - T FEWN :

1. fEET7 4V 27 N ZUTOGICAER LET,
install location/arcot/sbin/

2. Tsourcearrfenv] & AJ1L. Enter ¥ —Z L CHERBRELSHAZHRTE
LET,

3. LATOBFTIZH 5 arcotuds.war %27 7V ir— a3 v —8 BICER L
F9,

install location/arcot/java/webapps/

#1 : Apache Tomcat TlX, ZD WAR 7 7 A V%
APP_SERVER_HOME/webapps/ (ZJER L 97,

FERBEFIEZ, FHLTCWAT U r— g =N o THEA
DEI, FEMRFIEICOWTX, TV =gy N R —
DRF2 A MESZRLUTLEEN,

4.  (WebSphere D&)T 7V ir—ay 77 ANVNEFREND L UDS 7
TFAEFr—RTHEHIITHELET,

a. [Application] - [Enterprise Applications] - [UDS Settings] (28 L
ESr s

b. [Class loader order] . [Classes loaded with local class loader first

(parentlast)] 47 a v wERLET,

c. [WARclass loader policy] . [Single class loader for application ]
ZERLET,

d L[#EH] 22V y27 LET,
5. 77—y gy —_"EHEEHLET,
6. UDS DIEFIZEB SNT=)E D DE RS 5 ik

¥ UDS B O 1 7 5EE&kIZ 1T arcotuds.log 7 7 A AV MER i E
7

a. LLTOLGATCBE L £,

install location/arcot/logs/
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1—H F—4 9 —EX(UDS) DER

b. fEED=TF (¥ Tarcotuds.log 7 7 A VZBAE . LLFDIT% Ao
£7,

m User Data Service (Version: 2.0.3) initialized successfully.
ZOATIE, UDS MIEFIZE SN/ Z 2R L TWET,

c. F/-.ua s 77 AT FATAL 5L CFWARNING D X v B —U NG %
TN EbiERLET,

d 77ANVELCET,
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A—HTE8ITAT74)T 7T ) r—a DR

1—HEFETOTFAILT T r—ar DR

—WITE T 17 7 A U7 (UBP) BT /ML, T — X BARTGRIGAEIT,
FALa—YEZIIZ0ET S —70a—FIZ L HLURTDOT 7 2 LH
O T V7 va OB EITMESZRE LET, Risk
Authentication (3 UBP 77U 77— 3 » Li@(E L CHEBMER 27 Z 5 L.
TNE IV RAZFMAaTICEDET,

UBP Z#JEPA3 511X, ca-userprofiling-2.0-application.war 7 7 A /L3 LEE T
7

IKDFEIBZR > T IZE

1. 77U r—3 a3 %— [T ca-userprofiling-2.0-application.war % J& [
LET, ZOT7 7AWV TOREFICH Y £7,
<install location>¥Arcot Systems¥java¥webapps¥
$il : Apache Tomcat D334 1%, <APP_SERVER_HOME>¥webapps¥ |Z WAR
T ANVERELET,
D EBATFIRIE, EHL WA T Y r—v g v =L o TR
DET, i OWTIE, TV g NN F—D R o
AU NEZRLTITEIN,

2.  (WebSphere D54 77V r—a v 77 ANBEHEIDH L, UDS
77 AR —RT5E5ICRELET,
a. [Application] - [Enterprise Applications] - [UDS Settings] (Zf&8E) L

£

b. [Class loaderorder] T. [Classes loaded with local class loader first
(parentlast)] 47> a &R LET,

c. [WARclass loader policy] C. [Single class loader] Z &R L £7°,

d. bcprov-jdk15-146 jar 7 7 A /L %
<ARCOT_HOME>/sdk/java/lib/external 7> HLL FDGATIC 2 B — L &£
7,

<JRE_HOME>/lib/ext 7+ N4

3¥: & ZC. JRE_HOME L WebSphere 7 7’ /r— 3 > $—\(Z
FoTHERAENS jre A A h—/LTT,

e. [WH] #27Vvy27 LET,

(Weblogic D5 : V— FNoN—7 ¢ DIDBC N Z 4 Ne /75 0%
IZOUVTlE, Weblogic D N =2 X2 fERMEL TS ZESX0)
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A—HYFETaIrAI T TI)r—a D REM

TV =gy = "EHEER L FET,
UDS WIEFICEBEIN TWA Z & 2R L £7,

7 UDS B SR O 1 Z5EkIZIX arcotuds.log 7 7 A L MER S v E
T,

a. UUTOSCBEL £,
<install location>¥Arcot Systems¥logs¥

b. fEED=TF (¥ T ubp_logfilelog 7 7 A NV ZBIE, LLFD AT — K
A BT ET,

c. B 77 AT FATALE L OXWARNING D A v —I NG En T
WRWZ ERRER L £,

d 77ANVELCET,
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YT TV r—ar O ERH

BT I r—ar D ER
YN T Y r— g U &fER LT, Risk Authentication 23 IEH (21 o
AR =IBIOREINTWNAZ L 2R LET,
F72. UTOBEDOHZ R L ET,
s — %A 7 Risk Authentication DV — 7 7 1 —
m Risk Authentication APl DJEAEE (FEOVH L & 42 40LEE)
m Risk Authentication & 77U r—3 3 VOfE
BE:. VN TV r—va ryAEARBECHERA LW T EEn,

YINT TV —arOa— RERZIZL T, MEDO Web 77V &r—
varvEERT AL EBEIO L E T,

W7 T r—3 3 i, Risk Authentication @ Complete f > A k—
NO—EE L THBIMIZA VA b= ENET,

ROFNAUZAGE > TS TES W -

1. LLUFDOEHETA S ca-riskauth-8.0-sample-application.war 7 7 1 /L % B
LET,
<install location>¥Arcot Systems¥samples¥java¥

2. MENIGLT, 77V r—var =i L £,

3. Web 77 UWTHL TN T r—vaAl778ALET, U
DURLBYT > TN T TV r—a D7 74/ b URL T,
http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp
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AV A= ILDFERE

AAM—=ILDFEER

IRDOFNRIZHE-> T 7ZS 0

1.

2.

3.

TSI BE LET,

install location/arcot/logs/

=B D5 ¢ ¥ T arcotriskfortstartup.log 7 7 A V& B & . LI FDOIT%
RO ET,

m  Solaris D534 : STARTING Risk Authentication 8.0
m  RHEL D34 : STARTING Risk Authentication 8.0
Risk Authentication Service READY

LR D=F 1 X T arcotriskfortcasemgmtserverstartup.log 7 7 - /L % [}
&, UTOTE RO E7,

m Solaris D334 : STARTING Risk Authentication Case Management 8.0
m  RHEL ®¥& : STARTING Risk Authentication Case Management 8.0

Risk Authentication Case Management Service READY

EF. vl 77 A VT FATALB L OYWARNING D A v —URNEE£h
TN LR LET,
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YTV TITVr—a g ) RFHEICERY 55 F

YT TV r—a &) RFHEIERT 55 E

DR varyTiE, YUV T T =g v E ) R PR EICE
AT 5 ECOWTHHALET, Vo7V 770 r—2 g 0 TOEEE
IZ. Risk Authentication 251 » 2 h—/ L & #L. BEHE L TV UL, =5 —7<
FEITEND LIS ENTWET,

BTN T Y r— 3 U TlEL, Risk Authentication — SN EITTE 5
LUFO#EEIZHOWT, 20BlZRLET,

n GO TO—HDY 27 M L OO EST

w2 — DMK

. BEHO—H DU X7 5HiiE X ORI O FAT

s TN TRy AVOfER IO R 7l 0T

MHTHA—H DRV S VLI DEST

WROFIEIZR - TLFEW :

1. YoV T 7V r— a0 (Web 7709 T) BHNTWASZ L 2
BLET, UFOURLYBY I T Y r—aDF 740 D
URL T,

http://<host>:<appserver port>/Risk
Authentication-8.0-sample-application/index. jsp

2. [EvaluateRisk] Z#27 U v 7 L¥79,

3. [UserNamel] 7 4 —/L RiZzx—Y% GHEXER) OLFiZ AT LET,

4, LEEUT, 2—YDFTET 24k D4 1% [User Organization]
74—V RIZ A LET,

5. MEEIZSUT, "I 7o arBDRBELEF vy 2L EATTLET,

6. [EvaluateRisk] 27 U >~ Z L. [Risk Evaluation Results] ~=X—% Bf
%9,
ZOR=VIE VA7 2aT7BLOEEMITLNTWHY X7 TR
A APFRR S, FBE LTI RRE SNTo—vin U A M ROR
SNET, MOTOZ—FOHE, ERILALERT 2720 7,

7. [NextStep] #Z7 U > 27 L. [PostEvaluation] ~<— T Z#HWT, {E
Liza—% a7 7 A st U TR 2 31T L £,
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YT T TV r—a &) AOFHBICERY 55

8.

9.

10.

TSV = a %M A B U, BIEO—ea—RHH L
TWBT /A RZBT % 7 « — K7\ v 7 % Risk Authentication —/X
WZHEHE L E 97, Risk Authentication TlX, Z D7 1 — K3 w 7| ZHS0
T, 2—PRBHERLT AL ZBM. 22— & T 2O BN T & B
L.ZEDHBI—FD TP 7 a ifbd VA7 Z@EEMI L £,

[Result of Secondary Authentication] UV A "N biEbl 4> v a &3
RLUT, 2 KGEAEDOFRERZ IR L E57,

2—WL LT NS ZAORREAT T D4 % [Association Name] (ZAJ] L
Er I

[PostEvaluate] #7 U v 7 LTt RA&58 T3 5L, [Post
Evaluation Results] &7 o a VICFEERFERINE T,

A—H DR

IROFIEIZHRE> T TEEIV

1.

GAT By NEAERT HITiX,. BLFORIEICHENET,

a. MALLCTEHay Y=Ll A LET,

b. [—VLEHE] ¥TNT I/ T 47 THDHI EEMERLET,
¢. EMOA==2—T, [FHEOER] Voozs) vy LET,
d. SEREREfEEL. R~ 2270 v 7 LET,

e. [EHEDER] X—Y 7T, [Fe—VVEHRE] 28R LET,

f. [NAU—FK] & [NRAU—FROMER] AN LET,
g [BHIZD] v7varT (&) A7 r2RBRLET,
h. [E] 229U v 27 LET,

R—=VOHEMO (w770 N #2727 LT, MAELTEY
T RLET,

. GA (ZFua— N)UEHE) 7713 0A GHAREHE) L LTEMay v —

a7 4 LET, URLIZLL T ERBY T,

http://<host>:<appserver port>/arcotadmin/adminlogin.htm
INRAY— R BHT H7OICRREINDFIRITHENE T,

(=W EERE] 270 [2—FEEHELZDEH YT 2T 52T 7
T4 T LET,

[2—VLEBREOER] (EADORA==2—) ZBHIL, [2—F0D
ERk] 220 v LET,
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YTV TITVr—a g ) RFHEICERY 55 F

6.

7.

[Z—HFDOMER] _—T T, UTFOFRIEIZEVE T,

a. [Z—WiEM] B v a e —Boa—W4, Th b O/,
BIOKEIZS U CEOMO 2 —FFREATILET,

b. MBS LT, ¥IET D7 4 —/b RIZZDMO 2 — Y iEHRE AT
LET,

c. MEjpa—W XTF—L AEBIRLET,
d. [Z—VfEk] 227V 27 LET,

BELEZa—RT—2X—22BN&hbd &, [2—VZ2 E®IC/E
MLELE] VI Avb—URERENET,

Yo TN T TN r— g R=JIZREY £97,

BRI D 1—H DY RYFHEE SR D EAT

WDOFNEIZHE- T IFE W :

1.

v o c wN

VoI T TN =g D AA L _X—TC [Evaluate Risk] #27 U v
7 LET,

(22— DRk 27 v a TR LIca—V DA Z AT LET,
22—V OMMEE AT LET,
VIR T, oo va MR ELETF Yy 2L EANLET,
[Evaluate Risk] #7 U v 7 L7,
YR 7 7 R34 A|LiE% INCREASEAUTH T,

[Store DevicelD] Z#7 V w27 LT, =¥ K a—HFDF A AT A
A IDHEHROFFESINT XA T ERGFLET,

[NextStep] #2 U > 27 LT, LLFDO LD ICHEeHEZFAT L £7°

s U A )5 [Result of Secondary Authentication] %% L £ 97,

s MEZJS U T [Association Name] %t L £7,

[Post Evaluate] Z#2 U v 7 LT, H&M&H7RT FAA ZAEFRLET,

FNE 1 ~TFNES5 Z# 0 kX,  [Risk Evaluation Results] ~X— DY &
7 7 AL RIZALLOW [ZZE DY £,

TI4IWE TOT7MILDTRES LIV RVFEHEDETT
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YT TIT)r—a & )AFHAICER Y 54

oI T IV r—varEEALT FHL WS a L Ea—2D
DeviceDNA, IP7 KL A, BIXOT AL AIDEET LT, SEFIERM
ZVIal—hTEET, 2—HFOTFT 73V T 77 A VEtRETD
WZiE. RO FNEIZHES TS 7 E 0

1. Yo IV 7N r—va DA A =T [Evaluate Risk] & 27 U
7 LET,

2. [UserNamel 7 4 —/V RiIZ7 a7 7y A NVafmET H2—VFHE AT L
i‘é"o

3. [User Organization] 7 4 —/L RiC2—HF DOffkE AT LET,
4. [Editinputs] 227 U v 7 LET,

5. ERENTZY A MMNOMEIZSUT, 128 EOT 40— ROEEE
BLET,

6. [EvaluateRisk] 27 U v 7 L ¥,

7. [NextStep] #Z7 VU >~ L. [PostEvaluation] ~_*—&BAVT, $5E
Lica—Y a7y A Mkt LTl 2 34T L9,

8.  [Result of Secondary Authentication] U A h )DLt 7e 47 L g v &%
RLUT, 2 KGEAEDOFERZ IR L F 9,

9. [PostEvaluate] #27 VU v 7 L, iM77' 2B RA L% T35 L, R L%
Pl 2 A DFERDFRSNET,

FravAR—3 2 MNEOLRIEE TR T D7-01Z, SSL (Secure Socket
Layer) F T AR—hK F—RKEZVR—FTDHLIFBRETEET, FFMIC
DWW T, TRisk Authentication EEET A K] @ [SSLDOFRIE] ML T
<TEEW,

BE: INOLDA VA= NHEDODX AT E5ET Lizb,  [Risk
Authentication SDK 38 . O Web ¥-— B Z DR E | OFHIZHES T, SDK B
SO Web H—EZROREEITVET,
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AV A=V EDF V) ALDEA

AV A= ILIEDFTYI)A+DE

Risk Authentication DA > A h— /LB L Ot v M7 v FIHFHRZHEH LT
TOFzy 7 JANMIGRALET, FHEEHRY AT ZFITTDHEIC. =
NS DIERNESLD £,

&R A S5l LA
ARCOT_HOME C:¥Program Files¥Arcot Systems
VAT LEH

RA N4 my-bank

User Name (cgiia

Password password1234!

REEHD AL R—F 2 |k Risk Authentication H—/3

oY —)L
W F—H - R

BHE o Y — R

A R localhost

~— K 8080

VAL EIFENAT — R mypassword1234!
a—W F—H — B RIEHR

RA R localhost

~— K 8080

TV r—vary aryrx AL arcotuds

JL—
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B 55 e AT LIZ Risk Authentication

cREATOHIE

Risk Authentication == > iR —% > kDA A h— L%, Risk Authentication
8.0 InstallAnywhere 7 4 ¥ — R&ZFH L CEITLET, ZOTV 4P —RT
IZ Complete & Custom DA A h—)L XA T &V R—FLTWET, &
BB BT 12 Risk Authentication A > A h— /L L CHRETHHE. 1 &
h—T %479 DB [Custom] 47T a v aHLET,
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AV A=V EDF V) ALDEA

L F DK%, Risk Authentication 8.0 1 A b — /L9 B 7=DIZETT HH
A7 R LTWET,
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AV A= EDF VI ADEA

Risk Authentication 28I VAT LICEMT 3 A%

1 DEQUATLADA VA=)

VATLEBRE +

TAN-R ADUT FOETT

Y

FPHVr=tauy =) ERETEIHE

¥

EHEI - ILORE

'

EEIVY-IAOOTLY

v

T-bASYT BAOOET

v

Risk Authentication ¥ —/){ #—E A0

v

Risk Authentication 77— ABEH—E ANFE

v

Risk Authentication t—/{D4 2 A F—ILOEEER

v

21— 78 Y-EA0RMR

'

A-YIEBINIPAUST PIVr -3 DR

'

2280YATLAD
Risk Authentication D4 VA=)l

'

2 2BOYATLAOY YT
FIIr—iavORE

v

Risk Authentication #—/{LB{ET B7hm
YT PFVT—aDEE

v

BTN FIVT— Ay ADEHEBIR IR A

'

AVA =L #EOF U2 O#E A

% 5 & HES XT LIZ Risk Authentication ZEBB3 5% 89



AV A=V EDF V) ALDEA

UFDOXAT #FITLET,

1. 12O2HDYV AT LA~DA A F—)L

2. T—H =2 AV VT FDFELT (P.103)

3. 77V r—vay — " w¥ET 5k (P.104)

4, EELo Y — )L ORR

5. BHa Y —nL~pul A

6. 7 —hALNT v T HAT DIFLT (P.117)

7. Risk Authentication t—/3 H— ¥ 2 DA

8. Risk Authentication 77— A F - — " 2 D B4R

9. Risk Authentication $— 3D A A h— /L DR

10. =2 —% F—H F—E RO RERH

11, 2—VITE T 77 AV T TV r—v a2 OER (P.78)

12. 2 D H DT AT L~~D Risk Authentication D1 > A h—/L

13. 2 OHD VAT L~DH TN T 7V r—3 9 ORERR (P.139)

14. Risk Authentication Y —NEBET LY TN T TV r—3 3
 DF%E (P. 140)

15. Y TNV T TV r—va vk A7 FHliEEC M (P. 141)

16. A A= NH%DF =7 ) A LOiEH (P.86)

FE:

H—0D v A7 NETZIT 0 HBEREEIC Risk Authentication A > A b —/L 5%

BRIz, LFORICEEL TS ZE N,

<install_location> \ZIXFFER LT F AL DI LTS (v
@#SBAN&*()_+={}]""72&) ,
MySQL 7 —H# _X—=ZA4IC Ry b () XFE2ZHL LT TEEEA,

B ClX, A > A h—7F i} L T Risk Authentication =t > "R —% o/
NeBERERITEETHZ LITTEERA, BT aR—R 2T
YAVAR=LLTD, BAUA =L LTLIEEN,
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AV A= EDF VI ADEA

m A UARN—VDOFEITHIE, A VA —=T U4 RUEALZRNWTL
SV, A A M= (EHCREDEED T [Cancel]l REZ &7 >
JLTA VA M= vZdik LA, FNETIER ST o LY
NUIX T NTHHEIBRESND LIIRY A, f VA= T L7 L
. <install_location>¥Arcot Systems¥, B L ONEDOY 75 ¢ L7 F U X
FEITIZ V=0T v THLERDHY £,

n  BETFD ARCOT_HOME DA » AHX LV ANRT TIZEEFNTWND AT A
ETA R N—=TEFETT DA,

m A VAM=T 4L M) EFRINEH A,

n T HAR—ADEy NT v T EERISNERA, A VAT
BEAF DT — 5 R—=A%HEHLET,

n S ket y 775 L0 ICERENEE A,

o7 aidii, UTFO REy 7 RNEENTHET,
1OHDV AT L~DA A F—/1 (P.92)

T A=A A7 T ~DIELT (P. 103)

TV r—a v = a5 S5k (P. 104)
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1 DBDUVATLADAVAN—)L

1D2BDUVATLADAV AL

AT N A A =L TIE, 1 2H DT AT LI Risk Authentication
PN A =L LET,

=i, 2R =R FEERLTA A h—/LTX 5 Custom
SR P BEID LET,

A VANV EEFICFATTHINE, A A M—NMIERATH2—F T
#17 b3 Administrators 7 L — 2@ L CW D L2555 ) F 7

x:

(A A h—/LDUe(G ) OFLBHI %01W$%4/xk~w/7kﬁm

T AR —R R TRTCA VA =L E, T—HRX—=ANE vk
TyTENTNWAHI EEMHERL TS0,

ROFIEZHE> T LS

1.
2.

6.

n7A L, A VAN =T EBRLIET 4 L7 FUICBEILET,

A LVAN—TOETICHERMERN D H Z L 2R LET, RWIES
X, LTFToa<y REFEITLET,

s Linux DA : chmod a=rx Risk Authentication-8.0-Linux-Installer.bin

DLFoa<r REAS L Enter ¥F—%2T LIk A A —TF%
EITLET,

m Linux OG5 -
prompt> sh Arcot-RiskFort-8.0-Linux-Installer.bin

Firootr VA U TA VA R—TEFITLTWDLEAIL, BEAy
t—UNERENET, BITTOIHEAIE Y ZANL, A A h—
w%%TTéﬁAiFNJ%AﬁLi¢O4/Xk T AR T L
=580, BEA VAN 2FITLET,

Enter ¥— %2 LT, /£ VA =N ZHITLET,

EHFFEROEONEE LA ET, Tyl & AT L TR
FIEICFEE L, Enter ¥— %2 L CIROFNE~ERFE T,

EOIN) AT AL, BEAE—UREREN, A VA F—AN
ik ET,

[Choose Installation Location] M CLA F O FNEEFEITL £,

m  Risk Authentication A1 > A h—/L 955 4 L 7 U Ot/ S A %
AJIL. Enter ¥ — %ML CTHATLET,
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1D2BDVATLADAV AL

10.

FHRETAHA APV T 4 L7 FUAITITAR—RE GO
WTLFEE N, ARX—2%E 5 &, Risk Authentication DA 7 Y
TREY =L DO—ENEEEB VIR LWEAERH D £9,

m Enter ¥F—%2# LT, /1 VA P—TIZLoTEREINTEZT 74V b
DT 4 V7 M) EZTANET,

Risk Authentication CH AR — K SN TWAHA VA =)L TS g VRN
FTREINET,

(BEA7 D Advanced Authentication #5733 TlZA A b—/L LT
LY AT BIIA VA=AV LGEICOREMTTRE) A A h—T1Z
UTFOATvarnErsngEd,

n 1-HLWWARZREAST S,

s 2-BEfED CA Advanced Authentication 8155234 A2 b — /L E TV
L3P 5,

(BETE D CA Advanced Authentication STl A VA F—LE 1
TWD VAT ACA VAN —VT HEEICOREY) VB A T =
VEERL, Enter ¥F—Z L TA VA M= LE/HITLET,

FEoAT Va1 32 2B ULEGE. F5E L7285 arcot &0
I LWT 4 L7 BUBMERR S ILET,

Customize f V' A h—)L 72 g U EZIFANTA A M=)V &HKAT
THEAEIE. 2] Z#ZAJILTEnter ¥—%# L £9,

A A h—/L7 % Risk Authentication = > R—F% > h AR TEHEZE D

YOI YA N (B /ORI AR—RE AN THRE
L. Enter ¥ —% M L THfTLET,

AR —R Y MZETAERELTORIIRLET,

aVR—xRxk

358
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1 DBDUVATLADAVAN—)L

aviR—3k

Bl

U A7 Gl —3

B ) — LIS DOLLTF DY 7 = A N AT 4 o 7T
> (Risk Authentication %—/X) A A h—)L I E T,

s U ATEHE

F72, ZoOarAR—3xr T, P—NITHAIAEFNLTWBLELTFD

Web H—tE2AH A A h—LENET,

s U RZEEM Web —E X : Risk Authentication — N2k A U &
D Web XR—2D T a S5 I A4 B —T 2 — AR
£,

s —YEHWeb P —ER: 2 —HFDIER & EHHD Web _— %
Turl oI A E—T 2 — AR LT,

s BHWebVP—bER: FHaY—/LTHAIND Web X— 2D
Ta T IT A E—T 2 — AR L £,

Risk Authentication 77—
A E A — R

Ir— ARG T BT 7 = H v PR — MY (CSR) 127 — A &
WTHay Fa— Y (Risk Authentication 77— A F LY — )
A UAR—LLET,

ECEHOL DT RTDA AK AL, B DR T Risk
Authentication 77— A EHLY — ROBE—D A A H L A D I Eifi T
xET,

Risk Authentication SDK 5
IO AN el
r—3a v

Risk Authentication —/ N2 U A 73l Y 7 = A h ZHRIE T 5 729DIC
TTV = a BT I ERNTEL 07307 4
H—T 2 —RA% (APIBEL O Web —EZADEAXT) B LET, =
DR =, L ROV 7 avR—x hTHERESNET,

s U R 75 SDK: Risk Authentication 3-— 2 Xk 2 U 2 7 FElFH D
Java 7Bl I I T A U E—T 2 — AL L E T,

m VNV T Y — a v Risk Authentication Java APl D1 F 5
BRI 2R L E£9, Risk Authentication A IEFIZA A h—/L X
NTWENE I DOfER. BEOY AV7FHMEY 7 = A & 54T7T
XOME I DOfERIZBEEHTE £,

FEMIZ DWW T, [Risk Authentication SDK 33 X TN Web — B A D%

Bl #ZB LTSN,

EH O —)L

Risk Authentication "—/ 3B XN X 7 Gl B HEOR E &= BT 57
DD Web X—ADA L H—T = — AL L9,
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1D2BDVATLADAV AL

aVR—Rk FnBA

a—H F—F H$—b R [JIL—T gL T —FX—Z (RDBMS) °F 4 L' 7 U H#—
(LDAP) 7p &, Kfia—W VRY MVIZT 7 v AT 57 0hEAL
B U THRETAUDS A v A F—L LET,

a—WITE T T 7 A | T ENARTDREAI, RLa—VEEZzorT ZJ1—70
VNS4 2—WIZLDBLURDOT VA LBIED N7 W7 g L oL
FoTESERE L E T,
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1 DBDUVATLADAVAN—)L

B« BILED T AT AT Risk Authentication $—~/3_ Risk Authentication
e AEE X o— N BXOYEEIa Y — L% (SDKB LU
TINT TN = a LT A VA ML T AT, LT EEE
LET,

1,2,4,5

D ZOEE T — RN a R — A A MLt L L TRIR
INTW WA, FIE11 226 FIE 16 OFEEITER I ILE R A,

Advanced Authentication 57233 TIlZA A F—/L LTV DT

AVARN—NTDEHEHEE, AVAF—TF, A VA F—LIN TIN5
mER T —FR—ARELHEALET, ZT0d, FlE1116F
JIF 15 O IFFRR SAVEH A,

BRT 57 — 2 N A TG T 2% 5 248 E L. Enter F— 2 L T
ITLET,

m 1-Microsoft SQL Server

m 2-Oracle 7 —H%~X—2

= 3-MysQL

;¥ : Risk Authentication [ Oracle Real Application Clusters (Oracle RAC)
THEIWET 5 Z & 23RS S 4L TV E T, Risk Authentication 1 > A h—/L
B 5% C Oracle RAC #fEH T 521X, ZDFIET Oracle 7 — & N— A %
HIRL, WOTFIE (FIE12) 237U TH 5, [Oracle RAC H® Risk
Authentication DFRE| OFIEZZEITLE T,

FIOFNET1 (SQLServer) ZFRE LT-HAIE. L FORITREN T
HIERAEANTI L ET,

INTGA—4A

Description

ODBC DSN

AAN—=FXZOfE&EM A LCDSN Z{ERk L EJ, Risk
Authentication '—/NZ. Z®DSN Z{HH L CTF —H# X— R |C
Pee LE9, #HEREE D AJIEIT arcotdsn T,

E T _R—2 Y —24 (DSN) I[2X - T, ODBC KT A %
L CTF — & _X—R T D BRI LE R ERB R E S
FT, ZOHMIZITT —F_X—2RA4 T4 L7 N T —HF—
A RTAN, 2—=FID, BLORATU—RIKREENET,
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INDA—4 Description

P Risk Authentication 7—# A 7 DR A ML E£721XIP T KL
Ao
FTIHIVE AL AX A
m WX : <server_name>
s P : demodatabase
AR EA L AHZ R
m 13 : <server_name>¥<instance_name>
m Pl : demodatabase¥instancel

User Name Risk Authentication 787 —Z X— |27 7 B AT LD T — X
R—R 2—W4, ZOHFNT, T —FX—RAFHEFIZL-T
feE&nEd, (MssaLServer TIE—RHIZ, ZDa2—H4
lurA ) EREOET)
ZO2—WIZIE, By v a COERRHMHERR & DBA MERRDMT - Xy
TWDLERH D ET
2 —Y4IXT I A~V DSN &Ny 77w 7 DSN & TH
2o TCWDLERH D FT,

Password FEEOT7 4=V RTHRE L2 —Y4ICEEM T b Tnd
/XA U — R, Risk Authentication 287 —# X— 2|27 7 & 24 3%
PRl ESNE T, ZONRNRT— REIT—FX—REFHHC
KoTHEENET,

T B R R MSSQL T — % RX—RA A L AH v ADLHI,

Port Number

Fo AN ANZEY 2R N R Y AT R R, FT A
rDOR—MF 1433 TT, 7277 L. BOR—FEIBEETI5HE
X, 27 4 — )L RIZR—MEZ AT LET,
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1 DBDUVATLADAVAN—)L

BIOFNET 2 (Oracle) ZIEE LI-HAIL, L TFTORITTIRENL T
HIEHRAEANTILFET,

INTGA—A

Description

ODBC DSN

AVARN—=FITZOfEZHEH L TDSN Z{E LE 3, Risk
Authentication ¥-—/N%, Z @ DSN Zff ] L T Risk
Authentication 7 — & N— R (Z#Ee L £ 9, #ELE S B ATIE
X arcotdsn T,

F: T _R—X Y —24 (DSN) (X ~>T, ODBC K7 A \%
AL TF — 2 =R T D BRI E R EFWMP R E S
£, ZOFRITITT —F_X—2L4L T4 L7 M) T —
A RTAN, 2—HFID, BLORRAT—RKREENET,

User Name

Risk Authentication 737 — ¥ X— (LT 7 B AT HEDT — X
N—2R a—H%4, ZOHAFNE, TN 2AEHEIZL 5T
fRESNET, (MSsaLServer TIE—MIC, ZDOa—F4
w InrAr) EOET)

ZOa—HWIZE &y v a COERMMER & DBA HERRAMG G S
TN\ LERH D ET,

F: 2 —PHIET T A~ U DSN &Ny 7T T DSN & TH
120 CNDLERD D ETF,

Password

FROT 4=V FTHE L2 —FAICBEEM T 5TV D
/XA T — R, Risk Authentication 237 — X X— X (2T 7 & A9 5
BRICERESNE T, Z0ORRT— RET —F X—2EFHHIC
FoTHEEINET,

Service ID

P — NN ETETEND Oracle T —Z RXR—ZADA VAR A%
%9 Oracle > 27 LB+ (SID)

Port Number

T—=HR—=ANZGV VA &2 AT 5K — b, Oracle
T B NX—=ZANY AT 5T 740~ AR— MEI1521 T, 72
2L, BlOoR— ERETHELEIE. 207 4 —/L FIZHR— K
EE AN LET,

RA N4

Risk Authentication 7 — X% A F 7 DR A ML EZIZIPT KL
Ao

s WL : <server name>

s P : demodatabase

98 412 A—JL HAK(UNIX TS5vhT4+—LF)




1D2BDVATLADAV AL

MysSQL Z iR L7255 13, LLFOFRE AT LET,

INTA—A Description

ODBC DSN A VA N—=FXZOfEEMH LCTDSN Z{ERk L EJ, Risk
Authentication ¥-— 3%, Z @ DSN Zf# i} L T Risk
Authentication 7 — # X— X [T L £ 97, #EE S5 AJME
IX arcotdsn T,
F T —H_—2 Y —2% (DSN) 12X > T, ODBC KT A "%
EH LT — 2 _—R T D BRI B RN E € S
FI, ZOHRICIET —FRXR—RL T4 L7 P T—H—
A RTAN, 2—HID, BIONNRTU—FRREENET,

H— Risk Authentication 7— % A 7 DR A ML E£721XIP T KL
A
TIT7HIVE A ALK A
m WX : <server_ name>
s #]: demodatabase
ZHIftEA AR A
s W3 : <server_name>¥<instance_name>
s $ : demodatabase¥instancel

User Name Risk Authentication 787 —Z X— |27 7 B AT HBDF — X
NR—R 2—HW4, ZOLHFNE, T —F_X—RAFHEFIZLH-T
BEshET,
ZO2—WIZIE, By v a COVERRHMERR & DBA MERRMT 5 Xy
TWDB LD H ) FE T,
2 —W4IXT T4~ VU DSN &8y 77w 7 DSN & TH
2o CNWDLEERH D FET,

Password LR 7 4= RTHRELEZ2—TL4ICEEM T O TW D
/XA T — R, Risk Authentication 237 —# X— (27 7 & A9 5%
BRUCHEH S NE T, ZONRNRT— RETF—F_X— 2 EHHE
LoTHESINET,

TR N MySQL 7 — & N— A A A K U ADL T,

Port Number

Fe B NR—=ZANZEY) 7oA &) AT HR—K, MysaL
Fe B R—=ZNY AT HF 7 H )V AA— ME 3306 T, -
L, BOR—= b EIET 25813, 207 4 —/L FIZR— b
Ex2 A LET,
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1. NI 7T TFT—=F_X—=2 T 7 AOFEMHE T, LLFOWT N0
FNEEFATL £,

n AJEROLNTESL, IN] ZATLTED XY DSN DFEE & A
Fv 7L, Enter ¥—%H L CROMBEHIZHEAFE T,

n AJEROon=o, Y] ZANLTEIHY DSN ZiRE L,
Enter ¥— %2 L ThHifT L £,

FITSND X AT 2T — X _X—R[EHGDOEFRICOWVTIE, AIO
FEOFKEZSRL T ZEU,

2. Enter ¥—ZM L THATLE T,
3. R bty FT7 v 7T, LFDOEHREEELE T,
YRR F—

<install_location>¥Arcot Systems¥conf¥securestore.enc (ZA&#1 S 41,
TR R—= AN SN T — X BT 272D s D
VAL XF—DNRAT—RERELET, 7740 bTHE, ZOfH
I% MasterKey [ZF%E S AV TWET,

A VA PN AR AL F—DEEEETTDHHE1E, Hriwv
~ A X F—OfE & LT securestore.enc # AT 2 MLEN D
DET, MOV, A A=A EONN—FT =T &
FalT 4 BEV2—EROEE] 2L T ESVY,

HSM D EE5E

T — 2O bicN—F =27 X274 Y 2—/L
(HSM) ZfEHATHME I 0 EIRELE T,

DX TvarEERLREWSGA, 7740 FTIE, Y7 U=
T E'—REHEHL TR b ET,

PIN
HSM (2455t B 720 DA T — R&RE L E7,
Choose Hardware Module

Luna HSM & nCipher netHSM D 2 DDA 7> g b, 45
HSM Z 45 E L £,

HSM /35 A—4
LR HSM G ZfRE L £,

= Shared Library : HSM (2%} 7° 5 PKCS#11 36457 A 7 F U s
kS
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4.
5.

Luna (cryptoki.dll) F L TX nCipher netHSM  (cknfast.dll) D55
X, 7 7 A NOME A L AR AR E LET,

= Storage Slot Number : 7 — % ORFZ5{LIZf# H X412 3DES F—
MEH ATHEZR HSM A 1w |,

Luna DS, 7 7 #/V MEIZ0 TT,
nCipher netHSM D55 7 7 /L MEIZ 1 T,
Enter X — %L 9,

FREINT-HEOFFEMZ L <R L, Enter ¥F—ZH L TA VA h—/b
AT LET,

A VARN=TMNY I RTUTDOHX AT HRITTH720, A A
=TI D Z ENH Y F97,

m TRTOaVR—F 2 bBIOBEET L4 F U RS R b—)b
F4L 7 MIcav—SnEd,

n T —Z = ZFRIED arcotcommon.ini 7 7 A VIS L, XA
7 — K73 securestore.enc 7 7 A VIZK S L £,

n DERINI T 7 A VI EZ AL ThIVET,

s &P oY —/LD JNI_LIBRARY_PATH <=°, ODBC_HOME, ODBCINI,
ORACLE_HOME, ORACLE_LIB_PATH 72 ¥ OEgEi 8 %% arrfenv 7 7 A
JNIZERE LET,

s FIOEETHEE LBV . odbeini 7 7 A /LN DEIR 7 4~ ODBC
RIANREBEHLT, 774 ~YDSNBLO Ny 77 w7 H DSN
(BINRENBRESINTWDEEE) Z2ERERZEFEEXLET,

FROF AT PEFIZFET T 5L, [nstallation Complete] [H[i 233
REINET,

Enter ¥— %2 L CTA LV A =T KT LET,

A A =)L a2 77 A/) (Arcot_RiskFort_Install_<timestamp>.log)
R L E T, ZHUZ, <install_location>/arcot/ 7 4 L7 U IZH Y F
ERS

UTF-8 iR — RN/ » TWAH Z & 2RI 5121%, LLFOFIAE
WZHREWE T,

a. <install_location>/arcot/odbc32v70wf/odbc.ini 7 7 A MZEEI L 97,
b. [ODBCl 7 v a &Aoo ET,

c. IANAAppCodePage=106 =2 hUNRZ DI v a L IZHDH I L & hk
BLET,
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d ZoOx=r  FNUBRARWEAIE. BINLET,
e. 77 ANERIFELTHUET,

A A—)L OY

A VA M=)V D5E T, <install_location>5 4 L7 U DA A h—)L 1
7" 7 7 A JV (Arcot_RiskFort_Install_<timestamp>.log) (27 7 ¥ A CT& £,

Bl: £ A= F 412 hU & LTCY¥ProgramFiles T 4 L' 7 b Z45
ELEYEAE, A A M= aZ 75 A /L C¥ProgramFiles7 4 L7 KV
WZAER S L E T,

A VA NN SPOBBTRIELIZSSE, =7 — Av®—J1XZ0
0y 77 A GRS ET,
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T—AR—X XY TrDEFT

T—HAR—Z RYYTrDEFT
T—=HRX—=A A7 VT NeFITT D%, LFORIEICHENET,

BE: 71500, [F—FR_R—X Y —RORE] BV ¥ a TIERL
FFLELRILT—R—2a—PL L Trl A LTWNWAI EAMERL
TLTEE,

WOFIBIZRE-TLFFE W :

1. UFoT 4L 27 NUIZBEILET,

<install location>¥Arcot Systems¥dbscripts¥

2. LTS T = _"—=XZG LT, UFDOH 7T 4 L7 b UICBE)
LEY,

m Oracle ¥} : Oracle¥
m  Microsoft SQL Server DA : mssql¥
s MySQL DA mysql¥
3. A7 VT FERITRINEF TIITLE T,
a. arcot-db-config-for common-2.0.sql

EE: Strong Authentication 8.0 & 1 > A b — /LA DAL,
arcot-db-config-for-common-2.0.sql #3217 L 72T 72 &0,

b. arcot-db-config-for-riskfort-8.0.sql

c. @BDEFa27 FrRNVEERTDUERDLHEIZDH, 47
> .2°) arcot-db-config-for-3dsecure-8.0.sq|

d. (7> z2) =P8 7740 72T 258100
I, LT a<ws REFEITLET,

arcot-db-config-for-userprofiling-2.0.sql
T—AR—ZAD YT VT DHER

W2 T —HR_R—2 A7 U7 N&FLT L7-1%. Risk Authentication A & —
<MWIELSHEELTWAZ L 2R LET,
WOFNEIZRE-TLITEN

1. F—HRXR—R% A A h—)L L LT-z2—H & LT Risk Authentication
F— X2z A LET,
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TV r—ar Y—n\EEKT A%

F T T — R XA S TWAERIT. T—FR—2A5%T v/
T —RLlza—HL L TCTF—4_X—R|Zar/ A LET,

UTDs7 =) 23T LET,
SELECT SERVERNAME, VERSION FROM ARRFSERVERS;

faik e LT, LTFTOHANERFISNET,

SERVERNAME VERSION
RiskFort 8.0
RiskFortCaseManagement 8.0

F—BR—=2 ar)—Ahbu 7Ty hLET,

TIVr—ay Y NEEET B

Risk Authentication ® 2 " R—% > N THDH2—Y% 5 —X P —E & (UDS)
BIOEHa Y —LE Web_XR—Z2ADa R R—%2 N ThHVY ., LLTFTDOHY
R— b ABT7FV r— g —_"ONFHnICER L ET,

Apache Tomcat

IBM WebSphere

Oracle Weblogic

JBoss 77U r—3g v h—N

BIRLIET 7TV =gy =N ZNHDOWeb 7 ) r—2a0d
WAR 7 7 A V& BT AR UDS B L OEH o v ) — VLB 7 7 A
NaT ) r—va = "omRganicat—1LFEd, Zoks
YarTiE, TV =Ygy =N IBERE ST 7 A Ve o —
L. AFDOWeb 77V r—3 a3 ®WAR 7 7 A /L& BT 2 FINEIZ OV
T LET,

1.
2.

Java 78— L DO FE (P. 105)
TN —2 g~ DT —ER—A T ITEAT7A)LDat’—

3. 77U —3 g H—3~0D JDBCJAR 7 7 A /LD =1 '— (P. 110)

4.

Enterprise Archive 7 7 A /L DYERK (P. 113)
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Java IR— LD

=

JL ==
X rE

ROFNECHE> T TZE 0

1.

JAVA_HOME BRBEAH AR E L TWDH Z L 2R LET, D
JAVA_HOME |Z, =—H D7 7V r— 3 > % —/3JAVA_HOME ThH %
‘/[Z‘gﬁ§g?) D i‘j—o

%JAVA_HOME%¥bin¥ % PATH ZHUTBM L 9, &R 5A .
B oY —)L, UDS, BELOIZEDMOD IDK{KIF 2 v R—x% > F )N

B LWAREND Y 7,

Padasd
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TI)r—ay H—I\ADT—ERN—X T7HIO1ERX T7/()LOIE—

Apache Tomcat

IBM WebSphere

UDS B L OVEHL o1 o ) — )L T, Risk Authentication 7 — # X— R [T AT
T BATHEDIZLLTO 7 7 A VEHEHLET,

arcot-crypto-util.jar, LA FDOGETIZH D F 9,
<install location>¥Arcot Systems¥java¥lib¥

ArcotAccessKeyProvider.dll, LA T DO&GETIZH Y £,
<install location>¥Arcot Systems¥native¥win¥<32bit-or-64bit>¥

Z D 7= Risk Authentication 2> R—x% > FERE L7 7V r— 3 v
=R EOEU RGN0 T7 A v Eat—LET, UTOHT
7 a T LTOY—"H77 A4 LDOat™—|ZHOWWTHH L FE4,

IROFIEIZRE > T EEV

1.

4.

arcot-crypto-util.jar - <Tomcat_JAVA_HOME>¥jre¥lib¥ext¥ |2 E°— L £
7

<Tomcat_JAVA_HOME>

Apache Tomcat A > A% > A2 K » CTEH &5 JAVA_HOME % f5
ELET,

ArcotAccessKeyProvider.so Z L FOWT N DGETIca e — LE T,
m Solaris D5 : Tomcat_JAVA_HOME/jre/bin/
m  RHEL DA © Tomcat JAVA_HOME/jre/bin/

libArcotAccessKeyProvider.so 7 7 A L3 a B —SiubT 4 L7 R UIZ
LD_LIBRARY_PATH Z 5% L =7 AR — F LT,

TV r—=vary =" HREEHLET,

WROFIEIZRE- T TEEV :

1.
2.

WebSphere Administration Console (2172 71 > L £,
[Environment] - [Shared Libraries] Z72 U v 27 L£9,

a. [Scope]l Km w7 X o G AR altiMEBEz®RIRLET, 7
TV r—varERERTAX =Ty N = ERE ) —FEED
Ee I

b. [UHH#] 227V v7 LET,
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Oracle Weblogic

3.

c. Az ANILET,
Bl : ArcotINI
d 7 I9ARZREANLET,

Z D/RAVX, arcot-crypto-util.jar 7 7 A VIFEL, T ANELD
GENDLGITERE L TV ALERH Y 9,

# : install_location/arcot/java/lib/arcot-crypto-util.jar
e. INNTATTY RZREAHNLET,

Z D/NALX, ArcotAccessKeyProvider.dll 7 7 A LV BFAET D 5T &
FBLTWARERD 7,

ER] 27V v 7 LET,
Y=L~ D 7 T A 0 —FE2RELET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] |2
#LET,

[Application Servers] T, ¥ — ROFREX—IIZT 7 A LET,

[Java and Process Management | Z %R L £9°, [Classloader] %
IR L ET,

d.  [New] ZERL FET,

e. 7 74 /L h® [Classes loaded with parent class loader first] Z &R L
T, [oK] #7 Vw7 LET,

f. HEVERSNTLZ A =4 1DZ@ERLET,
g.  [Shared Library References] %R L £,

[Add] ZIEIR L. [Arcot)NI] Zi®EIRLFEJ, [@#EH] 227V >
7 LET,

i ZEERFLET,
ArcotAccessKeyProvider.so & LL F DWW T ILDGATIC 2 B — 1L 7,
m Solaris D& : WebSphere_JAVA_HOME/jre/bin/

=

o

m  RHEL D& : WebSphere JAVA_HOME]/jre/bin/

Z Z T, <WebSphere_JAVA_HOME> %, IBM WebSphere f > A% > AT
KXo THEHA S5 JAVA_HOME =3 L $£ 7,

TV r—=vary =" HEEHLET,
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WROFNRIZHE> T TES 0

1.

o v~ w

~

10.
11.

12.

ArcotAccessKeyProvider.so ZLL FOWT DL FTICa v — L £,
m Solaris D355 © Weblogic JAVA_HOME/jre/bin/
m  RHEL D& © Weblogic JAVA_ HOME/jre/bin

Z Z C. <Weblogic_ JAVA_HOME> (L. Oracle Weblogic - > A% > AT
KXo THEA SN S JAVA_HOME 3% L £ 7,

arcot-crypto-util.jar z <WeblLogic_JAVA_HOME>¥jre¥lib¥ext¥ (2= E°— L
EJUaN

7E: %7 Weblogic (2 & » TEH & 28] 72 <JAVA_HOME> %l L
TLEEW,

WebLogic Administration Console (272 71 > L £,
[Deployments] (&8 L £ 7,
[Lock and Edit] 47> a v EH B LET,

[Install] 2R L £J, arcot-crypto-utiljar 7 7 A A3 5T 4 L7
FUICBEIL £,

Enter ¥ —Z L £,

Enter ¥ —Z# LT, [Summary] X—YA2F£RLFET,
[SET] 2L £,

EHEEZAMILET,

libArcotAccessKeyProvider.so 7 7 f V)N aBE—EN57T 4 L7 M UIZ
LD_LIBRARY_PATH # & E L =7 AKX — kL ET,

77V r—=vary =i LET,

JBoss 7T Ur—iay H—iN

RDFIRIZHE-> T 2SN

1.

LLFIZ%E L C libArcotAccessKeyProvider.so 2 2 & — L £7°,
m  RHEL D& : JBoss JAVA_HOME]/jre/bin/

Z ZC. JBoss_JAVA_ HOME %, JBoss 7 7V r—ra v Hh—rN f X
B AR o THEH SIS IAVA_HOME & L £77,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ &\ 9 7 # )L X
1w & ER L. <ARCOT_HOME>¥java¥lib "HLLFD JAR & 2 D7 4 /LA
iZar—LET,
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m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

3. WUZ7#/V% (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥) P
IZ module.xml £\ ZEIT, LFDOa—RER>7 7 A LV EERL %
7

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV r—=var ="l LET,
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T I)5r—32 H—/NAD IDBCJAR T7A)LDaE—

Risk Authentication |Z. UL F® IDBCJAR 7 7 A L AW R — ht&BDF — ¥
/\\‘_X GCLIZ‘E k Li‘g—o

Oracle 10g : Oracle JDBC Driver (10.2.0.1.0)

Oracle 11g : Oracle JDBC Driver (11.2.0.2.0)
Microsoft SQL Server : MSSQL JDBC Driver (1.2.2828)
MySQL : MySQL JDBC Driver (5.1.22)

DFDt®Z v arTlE, 7—2_—Z 2872 IDBCJAR L FDO T 7Y
r—ary =N abt—F 570D FNEICOWTEIH L £,

Apache Tomcat

Vo872 JDBCIAR 7 7 A V& a B —3 5 |21%. LLFOFNEIZHEVE T,

1.
2.

3.

IBM WebSphere

<Database JAR> 7 7 A V& X 7 a— R LTSN EI L 9,
<Database_JAR> 7 7 A NWELLF DT 4 L7 M UIZa b —LET,
m Apache Tomcat 5.5.x DIFE : <TOMCAT_HOME>¥common¥lib¥
m Apache Tomcat 6.x B XN 7.x DIFE : <TOMCAT_HOME>¥lib¥
TV r—=vary =" HEEHLET,

WoBE72 IDBCIAR 7 7 A /v & a B —3 5121k, LLFOFNEIZHEVE T,

1.
2.

WebSphere Administration Console (212 7 A > L £,

[Environment] - [Shared Libraries] 227V v 7 L¥9, L FOFNEIZ
EWNET,

a. [Scopel U A M b | AN Al MEEIH 258N L £ 97, I,
TV r—ya U ERBHTAX =Ty b —REIT ) —FEE
OAHMEENH Y F9,

b. [HH] 227V vy 7 LET,
c. ZHiZAJILET (I : JDBCIAR) .
d 7I7ARRERELET,

BE: ZD/NA(L, <Database JAR> 7 7 A L MFEL. 7 7 A V4
DEENDLIEGER L TOAMENRHY 7,
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Oracle Weblogic

e. [LEM] #27Vy27L%ET,
3. =RV DI TR —FERET DX LLTOFIRICENET,
a. [Servers] - [Server Types] - [WebSphere Application Servers] |2

#LFET,

b. [Application Servers] T, &XEZ1T O T —"OWEX—VICT /&
ALFET,

c. [Javaand Process Management| %7 U >~ 7 L, [Classloader] %
7V w7 LET,

d. DI#] 227U vy 7 LET,

e. 7 7 # /L KD [Classes loaded with parent class loader first] % %4 L
£

[oK] 27U v 27 LET,
f. HEAERIN-Z7F720—F D227 v LET,
g. [Shared Library References] #7271V v 7 L %7,

[Add] Z727 Vw27 L7 [IDBCIAR] Z#EIR L. [Applyl #7 V v
7 LET,

i REEZRGFLES
4. 7TV r—var —"EHEHLET,

WVoBE72 IDBCIAR 7 7 A V& a B —3 5 21E. LLFOFNEIZHEVE T,

i¥: Oracle 77— % R_X— 2 & L CW 54, Weblogic 137 7 # /L T
Oracle 7—# RXR—Z %Y R— KL TWVWELEDT, 2Ok 7 a rTHPAEIN
TWAREETORNTI N,

1. <Database JAR> 7 7 A /L% <Weblogic JAVA_HOME>¥lib¥ext¥ |Z = &°—
LET,

Z Z . <Weblogic_JAVA_HOME> [X, Oracle WebLogic f > A% > A|Z
KXo THEHA S5 JAVA_HOME =3 L7,

2. WebLlogic Administration Console (Z &2 7' > L £,
3. [Deployments] (ZENL F 9,
4., [lockandEdit] &7 v a r#HZLET,
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g

7.
8.
9.

[Install] #27 Vw27 L, #%7 <Database JAR> 7 7 A /LINE F 4L
L5747 MUICBEILET,

[Next] #27 U > 27 L. [Application Installation Assistant] ~<—3" % [f
TET,

[Next] #27 Vw27 LT, [Summary] _X—T%F/rLFET,
(52 T] 227 V> 27 LET,
EREANMZLUET,

10. 77V r—y gy —R"EHEE L F9,

JBoss 7T r—a> H—N

Vo872 IDBCIAR 7 7 A V& a B —3 5 (21E. LLFOFRNEIZHEVE T,

RDOFIRIZHE-> T =LY

1.

Z DT FIVHIZ <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W T VAR EERR L. £ DT 4V X IDBClar 7 7 A L& 3
v—LET,

<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ (Z module.xml & >
IHHTT 7 A NVEER L ET,

T AN, LLFODa— REBMLET,

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>

IDBClar 7 7 A WA ZHEE LT A X 2T [<IDBCJar Name>| % #ifE
LFET,

#i : sqlidbc.jar

TV r—=vary =" HEEHLET,
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Enterprise Archive 774 JLDYERL

Oracle Weblogic 10.1 THE%h

FT7 4T, UDS &M Y — LERETA7-5HD WAR 7 7 A LA
fEftsnEz T, REISLT, 2607 7 A VO % Enterprise
ARchive (EAR) ICZEHE L, EAR 7 7 A LV Z B TX £7°,

UDS L& ) — )LD D EAR 7 7 A IV EARNC AR TE £4, £/~
X, WD Web 7— A TG H—DEAR 7 7 A NVEAKRTDHZ LS

TEET,

BERID EAR 74 ILDAERL

T OFNRIZHENET,

1.
2.

av s R7ur 7o RURBEET,

<install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 1 L

7 MNUICBEILET,
EAR 7 7 A W EAERR T DI2I1E, T a~y REFEITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<filename.war>

ZDavy FZ&-oT, BLTOSGETICER D EAR 7 7 A VINVERR S 1L
EJEaN

<install location>¥Arcot Systems¥java¥webapps¥

BE—OEARI7ZAILDER

IR OFNEEFAT L £,

1.
2.

av RN RUZBEET,

<install_location>¥Arcot Systems¥tools¥common¥bundlemanager¥ 7 1 L
7 FUICBELET,

EAR 7 7 A N ZARRT D I2IE, BLFDa~ s Fe2ITLET,

java -jar bundle-manager.jar -ear <filename.ear> -warList
arcotadmin.war arcotuds.war

ZDavxry RiZkoT, LTOGEMICHE—DEAR 7 7 A VD ER S 1L
£

<install location>¥Arcot Systems¥java¥webapps¥
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Vaday

56

6

X

=1

EEIOY—ILDEH

B — U E = RNBEDON AR A AREF LY AT LADOEH
EEITTCEDLT T IYF R—2ADA B —T = —ATT,

i¥: IBM WebSphere 7.0, 8.0, F7-1% 85 IZEFHay Y — L& RBEHT 554
I%. 8% TIBM WebSphere ~D%&H o1 Y —/LOJER] IC#i&h T\ 5
FlEEZ S L T EEW,

B o — L& L C Risk Authentication Z /& FE4 5 72 1Z1%. Risk
Authentication '— 38 V' A F— /L ENTWNWA Y AT AIEHa Y —
INHFARNLTT IV EATCXAZ LA R LET,

ROFIEIZHE>TLFZELN:
FEFT 4L )%, ROF 4 L7 FVICEELET,
<install_location>/arcot/shin

3. Isourcearrfenv] & A71L. Enter ¥ —%# L T Arcot BR e 4 A 5% /€
LE9,

4. BEEZHEITLH-0IC, 77V r— gy —_"2HEH L ET,

5. 77V —2 gy —_"0m)s 4 L7 kVUIZ arcotadmin.war %
R L £,

R FIEZ, FHLTCWAT T r—va s =2 ko TR
DET, FEMARTIHCOWTE, 77V r—vary =R g —
DRFaXA L FEZRLTIEIN,
%l : Apache Tomcat D& 1%, <APP_SERVER_HOME>¥webapps¥ |~ WAR
T ANERETOMNERDH 7,

6. (32 £ FD WebSphere DHFE5DAR)T ) r—ay 77 AV H
s &, Admin 7 7 AZHe— RT5K5ICRELET, LLTFOD
FNEIZPENE T,

a. [Application] - [Enterprise Applications] {Zf£#) L. [Admin settings]
R=VWIZT 7 A LET,

b. [Class loader order] . [Classes loaded with local class loader first

(parentlast)] 47> a &R LET,

NoE
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PV —Lay Y \EEET DT

[oN

d.

e.

[WAR class loader policy] T. [Single class loader for application ]
ZERLET,

EH] 227V v 7 LET,
Admin 77V r—v g UEBER LET,

7. 77UV r—vary =" HEE L £,

8. U V— NEFITEBINTWAZ LA2HERTAHIZIZ. LLTFTOFIE
WZHEVE T,

a.

T OGN BE L E7,

<install location>¥Arcot Systems¥logs¥

L& DT 4 X T arcotadminlog 7 7 A V& B & . L FOITH2 R
FET,

s 203
m  Arcot Administration Console Configured Successfully.

FINO0TE BHEo Y — R TERICEBE S TWS 2 L%
R LTUWET,

Fle. vl 77 A VT FATAL 5L CFWARNING D A > E— U EE
NTHZRNZ ELMERLET,

T ANEHALET,
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EEIOY—ILADAY A

EEaOVY—IILAOAT A

WO TEHa Y=l A4 35 & &, BT — 2 _X— R (ICH
IR EEIND MA (v AXEHE) BIHEREHEH L £,
WDOFEINBIZRS T FE:

1. Web7 7 0% 74 RuT, Bary— L aid#hlL 4, &FHa
V=V DFT 7 )V M URLIZLLFD E B Y T,

http://<host>:<appserver_port>/arcotadmin/masteradminlogin.htm
#i . Apache Tomcat D& 1L, 7 7 4/ b # X Fid localhost TH U |
A— ML 8080 T,

2. UTDXHT, T7AN MO~ ARERET B N ORGSR EF
ALTuesZ 1 LET,

s 2—H4 : masteradmin

m /NAYU— K : masterl234!
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EHEOLY—IILADOOS A

TP XA E, INEDEY T S X ATITONWTEAT S
U4 P—RFEO a2 T, 1E00EHY) Uk, T—hA Ty
TR AT B FAT LT THEC R £,

[T — b A NT o7 X A7 OFELT) ([T, T 7 4/ F ORI
TAHSZFM L CBSMLENDHD £7,

FIAILED AR

Administration Console Z &R 3% & | #ik2S 1 DHEWWII/ERL SV E T,
Z O#ERE 7 7 40 F O#FE (DEFAULTORG) & FEIEH £, H— Ok
VAT AE LT, T 740 OMENT, Eh ok EERETICENRB S
THEHTE 7,

B o — L& L T Risk Authentication OB FR 2 1R H121X. VAT
DHEATHFITLTC, VAT LDT — A N7 v TREZ IS DML
NHY F9,

n T FIV DT AAEHERAT — ROEH
n To— L F— TAULDORTE
n T 7 3L FOMBEOREETRE

WOFNEIZHE - TL 7ZE 0
1. [BA%R] #2V v LET,

2. [BUEDOASATU—FR] | AR T—FR] | [NAT— FORER]
EANL, [k~ 2270 v 7 LET,

3. UFD7 44— FRIZADLET,
SFa—nNJL F—5K)L

N R T E703Y 7 Y = TR RICEfRZe S, =2—FB X

kDT — 2 2 b T 57D S5 b — %28 E
L $£7, Risk Authentication TiZ, "— RV =7 F72EV 7 hU =
T R—ADOET — X O bR TEET, T 740 T
V7 R xT R—ADKEEALD G RN T A, arcotcommon.ini 7 7
ANEFHAL TN R =7 R—=20S{bE AT £T,

N— R =T O SAbZHEH L CWAEE. 20T ~ULE, HSM T
A RN ST D EEED 3DES F—~DBM (KA %) &
LCOHERRLET, ZD7d, HSM ¥ — T~ & —F 5 22
PO ET, VT 72T XR=ZADIEALDGEE. ZOT7~ULX
F—E LTHEEL £7,
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EEIO Y —ILADOAT A

BE: 7— M2 NI FubAOETHRIZ, 20X — 7L h
FHTHZ X TEFEEA,

EELRAN— BT
IOFTvarERELT, B X —0T —F X=X (Y7 K
T T) ISR TVDED, HSM (ON— R =7) ([ZKH S
TWbHnaERLET,

4. [R~] 22U v LTRATLET,

5. 774/ FOMBIZLLTONRT A=F 2NN, R~ 270 v
LEY,

K4

HMEO DN RT WARTIEZRE LET, ZO4RNL, BHa Y —
NOMDFTXTON=VB LIV AR— N RIZRRENET,

EEERMAN=X L

T 7 4V b ORI BT 2 EEE OIEEH SN D A =X A
PEELET, oy VY— T, BEER A LT B
AFD3EHEORGE S EYR—F L TWET,

LDAP L—H /XX —F

Mfﬁ%‘?ﬁi‘?% L7 FU =B RIS TV D ERENRD
ruun rﬁiﬁ%1iﬁﬁbfmunﬁéﬂé k;gfj: fl:_ﬂbi‘g—o

TDORAN =R LEEREOREERT 5. 2=V F—
4 H—E 2 (UDS) DJERR] DORBIIAEV Y, UDS Z B L 97,

AKX

Mfﬁﬂ > V=)V THRAE S D AR B DFRFE ST ANVE B D
WREICH SN D Z L 2EEL£T,

WebFort /X —K

FORIETE #H2Y Strong Authentication H— N2 X - THRITEHE LU
AEESNDZEEFBELET, ZOF T a rEEHT LI
Strong Authentication A A h—/L L £,

Strong Authentication DA > A h— L33 L OEEDFEMIZ DU
TlX. [strong Authentication 1 > A h— /LB L OVEBI T A K]
LTSN,

6. UToEwmz AL, [kR~] 227U v LET,
Ja—nL X—nER
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EEIOY—ILAQOT A

F7HNRNTIE, BIRLEA SV a vRNEESnNET, LEoF
ECHE Lz o — 3L 2 — UL 2B LT, FiiziciE 5k
DTNV EIRETHHEAIE. 2O T g VAR L £,

F—3R)

[Za—r L =DM 47y a 2 RIR LS., 7
74V ORI K L TERT2H Ly — IV ERELET,

ERIERL—D 24T

WE b —RNT == (VY7 hT=T) (KM S5 D HSM
(N=Fo=7) TSNS 0ERLET,

7. [Tl %2V v LET,

8. (AFvayv) [#f #7 Vv LT, BHaryY—LaHEHT5
IENDORTEIERFE T,
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5 8 E : Risk Authentication Y —/\ Y —E
A DGR

ROFIFZHE> TSN :
1. UFoavy REEITLET,

source <install location>/arcot/sbin/arrfenv
Z D=z~ NT, <install_location> % Risk Authentication 251 > A h—
NINTNWDLT 4 L7 R ORRCEEEZ E7,
2. UTo7 v FVICBEILET,
install location/arcot/bin/
3. UTFoavwy REFETLET,
./riskfortserver start

3 : Risk Authentication F— &8 L 55E1X. binT 4 L7 M UITE
@ L., [./riskfortserverstop] 2~ RE AL ET,
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11l

B 9 & : Risk Authentication ¥ — A& 1
H—E XD

ROFNRZHE- T IES U
1. UTFoavwyr REFATLET,

source <install location>/arcot/sbin/arrfenv

Z D=z~ NT, <install_location> % Risk Authentication 251 > A h—
NENTWDET 4 L7 R ORRACEEHEZ ET,

2. UTo7 v FVICBEILET,

install location/arcot/bin/
3. UTFoa~vr REFATLET,

./casemanagementserver start

F A —ANE T DGAIE. binT 4 L7 MUICEBEIL,
[./casemanagementserver stop] 2~ RZAJJLE7,
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EHEOLY—IILADOOS A

Risk Authentication X, YV L — 3 /)L 5 —H&X—2 (RDBMS) 6., =
721X UDS i H L C LDAP Y — "G E L —Y 5T —H | I T VB ATE
F 9, UDS . Risk Authentication |[Z%f L C., flfki CREBEAIN TWH Y —FK
N—F 4 F—R VR N ~DY— ALV RART 7+ R 584 5 g4l
&9,

WROFIRIZHE> T ZS 0

1

EET AL 7 NV EUTOSETNICER LET,
install location/arcot/sbin/

lsource arrfenv] & AJJ L. Enter ¥ — %2 L TR BREE A4 X E
LE7,
LT OSBETC® 5 arcotuds.war =7 7)) 7r— 3 v — N BIZJERA L
i‘é—o

install location/arcot/java/webapps/

5 : Apache Tomcat TiX. ZD WAR 7 7 A V' %
APP_SERVER_HOME/webapps/ (Z B L £,

EBRBAFIEILZ, L TCWAT Y r—y g =R Lo TR
D E3, FEMRFECOWTX, TV =g =N R —
DRX2 A FEZRLTLIEIN,

(WebSphere D%)T7 7V /r—a 77 AN EHFEND & UDS 7
TR —RTLI0ICHELET,
a. [Application] - [Enterprise Applications] - [UDS Settings] (Zf&#) L
£

b. [Class loaderorder] T. [Classes loaded with local class loader first
(parentlast)] A7 a &R L ET,

c. [WARclass loader policy] C. [Single class loader for application ]
IR ET,

d [EEH] 227V y7 LET,

TV = ary = "EHEERLET,

UDS S IEH TR S AL & 9 D& i3 5 7k

¥ UDS BEE O 1 7 5EkIC 1T arcotuds.log 7 7 A AV MER S

j‘o

a. LATOSFRcBE L £,
install location/arcot/logs/

b. {EED=TT 4 % Tarcotuds.log 7 7 A V=Bl E . LLFOIT% o0
£7,
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EEIOY—ILADAY A

m User Data Service (Version: 2.0.3) initialized successfully.
ZOATIE, UDS MIEFIZE SN/ Z 2R L TWET,

F7-. 17 77 AT FATAL 5L CFWARNING D A vt —U 03 E %
TN bR LET,

T ANERALCET,
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EHEOLY—IILADOOS A

a—WITE a7 7 A U2 (UBP) BT /ML, T —Z BARTDEAIT,
FALa2—YEZITFOET SV —FOa—FICLLLURIOT 7+ & L,
EDO T o7 varEOEURELIIHELSZAELET, Risk
Authentication [ UBP 7 7"V 7r—3 3 > L alfE L CHEBMEA a7 2B L.
xR FHMA 2 TITEDET,

UBP Z B9 5 1Z1%. ca-userprofiling-2.0-application.war 7 7 A /L BN NLEET
E

IROFIEIZRE > T TEEIV

1. 77V r—3 3> %— 3T ca-userprofiling-2.0-application.war % JE[#
LET., ZOT7 7 AMILLTOHGHRICH Y £7°,

<install location>¥Arcot Systems¥java¥webapps¥

#1 : Apache Tomcat D355 1%, <APP_SERVER_HOME>¥webapps¥ {2 WAR
TrANEREALET,

FBREFIEZ, AL WA T U r— g =2k o THEA
DET, FEICHOWTCIL, 7Y =g NN LD R
A MRS LTSN,

2.  (WebSphere D4 77V ir—a vy 77 A VNEHINDS L, UDS
J I AEHE—RTHEIICRELET,

a. [Application] - [Enterprise Applications] - [UDS Settings] (28 L
ESr s

b. [Class loader order] . [Classes loaded with local class loader first
(parentlast)] A7 a U &EBIRL £,

c. [WARclass loader policy] C. [Single class loader] &R L £7°,

d. bcprov-jdk15-146 jar 7 7 A /L %
<ARCOT_HOME>/sdk/java/lib/external 7> H LA F O&ATIC 2 v — L E
75

<JRE_HOME>/lib/ext 7 4/ 4

7¥: 2 2T, JRE_LHOME % WebSphere 7 7' U r—3/ = > H— (T
LoTHEHEIND jre A A F—/LTT,

e. LEM] 227U v7 LET,

(Weblogic D5 : H— NoN—F ¢ DIDBC N 74 NG/ TS ik
IZOUTlE, Weblogic D FF= X fERMEL TS ZE0)

3. 77U r—y gy —_"ZHEEEL £,
4, UDS MIEFIZEFREIN TS Z L2l L £7,

132 412 A—IL HAK(UNIX TS5y b T+—LH)
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7 UDS B SR O 1 Z5EEkIZIX arcotuds.log 7 7 A L MER S v E
T,

a. UTOLIICBEL £,
<install location>¥Arcot Systems¥logs¥

b. fEEDTF ¢ % T ubp_logfiledlog 7 7 A VAEBE, LFDOAT— b
A P EROTET,

c. B 77 AT FATALEB L OYWARNING DA v —INEEn T
WRWZ ERRER L E7,

d 77ANVELCET,
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FT1I2E: /RN ILDFESR

WROFIRIZHE> T ZS 0

1.

LIT OSRTCBE L £,

install location/arcot/logs/

& DT 4 X T arcotriskfortstartup.log 7 7 A V&R, L FDIT%
RO ET,

m  Solaris D574 : STARTING Risk Authentication 8.0
m  RHEL D574 : STARTING Risk Authentication 8.0
Risk Authentication Service READY

LB D =T 1 X T arcotriskfortcasemgmtserverstartup.log 7 7 - /L % [
&, UToTE o0 E£7,

m  Solaris ®¥;A : STARTING Risk Authentication Case Management 8.0
m  RHEL ®3;& : STARTING Risk Authentication Case Management 8.0

Risk Authentication Case Management Service READY

EE, vl 77 A VT FATALB L TVWARNING D A v E—URNE £
TWRWZ bR LET,
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EHEOY—IILADOOT A

Risk Authentication V' — "B L OVEFH a2 Y — L& A VA =)L LT IZ.
FOMDOIEY DAL R—% b2 2 OBDY AT AIA VA M—/L L E
T, A VA= TDarR—xr ML, RO E) OETHH L
TV A EHEOFATORRIZIRE S TWET,

WDOFENEIZHE > TL TZE W

1.

A VARN=TF Ty ANEF—F vk QOHD) VAT AIZZE—L
F9,

Solaris DG 5

Risk Authentication-8.0-Solaris-Installer.bin
Linux DA -

Risk Authentication8.0--Linux-Installer.bin

AR =T DETICHERERP D 2 L 2R LET, RWEE
X, U Toa~vr REFEITLET,

Solaris D5 :

chmod a=rx Arcot-RiskFort-8.0-Solaris-Installer.bin
Linux DA -

chmod a=rx Arcot-RiskFort-8.0-Linux-Installer.bin
UTDEINA A =T %FITLET,
Solaris DG 5

prompt> sh Arcot-RiskFort-8.0-Solaris-Installer.bin
Linux DA -

prompt> sh Arcot-RiskFort-8.0-Linux-Installer.bin

[Choose Install Set] HIENFERINADHET, M1IHOEHDOI AT L~D
AARN=V] OFNE2LEDA A F—F FIAICHENET,

AR —3R NEBRLET,

EEEX. VRAZEMEE YT T r—3 g D Java SDK &
A A M= LET,

[MOHDY AT L~DA LA =L (P.92) | DFIET7 NEHTFINE13 D
FNEIZHES T, A A M=V EZFEITLET,
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2 DBEDVARTLADYUT )L TT)r—a DR

2 DEDUVRTLADYUTIL 7T ) r—a DR

2OHDYV AT WY TN T T r—ra U RET D FIEEZ FEITL
9, 2. JavaSDK B LU Web v —E 2% A VA F—L LT2A VA
h— DX AT TY,

EE. VN T =gy aERRECTHEA LN TLS 730, ¥
INT TN = aryDa—REZREIZLT, MED Web 77—
varviEERT A EABEID LET,

YT r— g U &fER LT, Risk Authentication 2 IEH 12 A
AR —=NLVBIORESNNTWALZ LaERTEET, o, 77T
TV r— g ATLLFIZOWTOR 2 L £,

s —f%AY72 Risk Authentication DU — 7 7 1o —

m Risk Authentication API D E:AEE (FEOVH L & 2 ALFR)

m Risk Authentication & 77U r—3 3 V OfE

E BTN T TV =g R A A R VIRRIZA A =L L
oG ElE, A VA M—F ZFEESLITL,  [SDKs and Sample
Application] 47> 3 VEBIRL CTA VA b— &I, o7
TV = ar DEREA ANV TEET,

ROFNACHE> T TZE W

1. LA T DT & Risk Authentication-8.0-sample-application.war 7 7 1 /L
B LET,
<install location>¥Arcot Systems¥samples¥java¥

2. MEISLT, 77V r—var —"ziiddh L E7,

3. Web 77 U% U4 RUTH TV T IV r—val7 78AL
9, VTN T T = a DT 740 b URLIZIRD LBV T,
http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp
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Risk Authentication H—/NEBIET B=ODH LTIV 7T ) r— 3> DRTE

Risk Authentication H—/\&EBIET BT=HDHTIL 7T1)
r—a NERTE

Risk Authentication.risk-evaluation.properties 7 7 - /LIZIL, Risk
Authentication ¥ —/MEW A FEAIND 7289 D Java SDK &> 70 77 )
=3 a DT A—ENEFENTWET, YT T T =g
D JEBA% | Risk Authentication #— NLBETE DL LI 77 A NVERET D
MENRHY 9, D7 7 A LI, Risk Authentication Y2 7L 77 4r—
T3 > WAR 7 7 1 /L (Risk Authentication-8.0-sample-application.war) % &
Bl L7 ZTOARFMATEET,

WOFNEIZE> T TSV e
1. 77U —v a3 $—/30 Risk
Authentication.risk-evaluation.properties 7 7 1 /VIZBEI L £ 77,

Apache Tomcat DIHE, D7 7 A NVFLLFOBFTICH Y £9°,
<App_Home¥Risk

Authentication-8.0-sample-application>¥WEB-INF¥classes¥properti
es¥

<App_Home¥Risk Authentication-8.0-sample-application¥>

Risk Authentication 7 7'V r—3 3 WAR 7 7 A /L Z EEBA L 7=
FTALV 7 R RXRZRERLET,

2. TF 4 X 7 4 KT riskfort.risk-evaluation.properties 7 7 - /L % [
E UTONRIA=ZOEZRELET,
m HOST.1
m PORT.1

T ANNOEY D/RT A= Z1%, T 74V MEPNEESNTWE
T, LU T, 2NHDEEERETE 9,
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YT T TV r—aE) R FHEREICE A

3.

(7722 2) TSSL DFRTE] T SSLX—ZADWIE LR E LT BB DI,
ZOFIREAZFATL T EE W,
LFDONRTGA—=F T ELET,
m  TRANSPORT_TYPE=SSL (77 4 /L KT, ZD/3T7 A —X X TCP IZf%
ESNET)
m CA_CERT_FILE=<PEM FEZ D /L-— |G ZE DG, N <>
el ZE T TFhroiassE LEd,
m CA_CERT_FILE=<install_location>/certs/<ca_cert>.pem

m CA_CERT_FILE=<install_location>¥¥certs¥¥<ca_cert>.pem

BE: N AZEETHE. LT yofRbvicy £7203 /2L
TL &V, ZHE. Microsoft Windows T X2 DIFEICHH SN A1
kDY HHEHT D EETEIEE L2WGEERH L5005 TT,

EHEERFALT, 77 ANVEHLCET,

INODOERAMRIIKRS D720, T r—va s —~"ZfHk
BmLET,

ST T7IT)r—30% ) R MiEEIZ{FE B

ZDvIvarTIE, YN T T = a v EFEHLTEITTE S
U R 7 FHIEEIZOW TR LES, v 77U r—va rTok
BB, Risk Authentication 731 > A b —/L &4, HEREL T, =7 —
R FATEND KO CEEFERTVWET,

Yo7 T Y Fr—3 3 L ClE, Risk Authentication -— SN FEITTE 5
PUFOEEIZONWT, 20612~ LET,

O THO2—=HF DU A7 X Ot D 1T (P. 142)
L —HF OERL (P. 144)
RO —H DU 27 3B X O a0 FE1T (P. 145)

T4V 7Ta 7 s ANVORES XY R 7l 5T (P. 146)
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YTV T TV r—avE) R FHEREICE A

NOTHI—HDYRIFEE SV REFEDELT

2—HPDOTF T )k T T 7 ANTY AT ZFEITT S, LLED
FNEIZHENFE T,

1.

FrINT TV r—2a B Web 77 0H 74 RUTHWTNS
CEEERLET, LTFTOURLNY TNV T T r—ya D7 74
J R @ URL T,

http://<host>:<appserver port>/ca-riskauth-8.0-sample-applicati
on/index. jsp

[Evaluate Risk] #27 U v 7 L7,
UToIFHREATTLET,
User Name
AR RO 2 —F OAFIEEE LE T,
User Organization
a—YRETE T DMk EEE L £,
FrrIb
NI a rREELETF vy R VEEELEYS, Zhidad T
vay 74—V RTT,
[Evaluate Risk] #2 V v 27 L&,

3¥: [Evaluate Risk Result] ~<—12i%, U 27 2 a7 X OBHEAT
HBINTWDB Y RT 7 RANA ANRFEIRS I, F5E LIRS E S
To/—n ) A RFRRSNET, IO TO2—F DA KR ALERT
2720 9,

[NextStep] #7 VU v 7 LT, fiE LTz —% 7' a7 7 A /LD%iHb
ZHEATLET,
TV =g FgRFHEAZE LT, BIEOZ—e— R FEH L
TWDT /A RZBET 5 7 «— K/N v 7 % Risk Authentication —/X
\ZHEfE U F 97, Risk Authentication TlX, 2D 7 4 — RNy 7 |ZFHSN
T, 2—PREMEST NA ZAEME, 2 —F & T ROBEA T 2 5
L., TO®%Z—VFDORNToP 7 aAlfEd VA7 25l £,

[Result of Secondary Authentication] U A & 5 > & U SRRED#EF
ZERLET,

a—HL LTS, ZAOHEANT T D4 R A [Association Name] (2 AL
ij‘o
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YT T TV r—aE) R FHEREICE A

8. [PostEvaluate] #7 VU v 7 L, #%iHli et A& T35 &, [Post
Evaluation Results] &7 o g 2[R UE M7 0 2O RN FRE N
i‘é‘o
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YTV T TV r—avE) R FHEREICE A

A—H FHOURDER

2—PFEERT 212X, L FOFIEICHENET,

1. UFOFIEICHED Z&I2LY, GAT U FaERk L £,
a. MALLCEHay Y=Ll A LET,
b. [Z—WEEHE] ¥TBT 7T 47 ThHDHI EEHERLET,
c¢. EMIDA=a—=2b, [BEHEDEKR] V222 ) 7 LET,
d. FEMiz AL, [IR~] 227V v 27 LET,
e. [E—n] URED [Za— UUEHE] Z8IRLET,
f. [XRU—F] & [RXRU—FOMER] A LET,
g. [HHT2] Er7varT [BMM] A7 a v 2RIRLET,
h. [Ek] 220 v LET,
i. NX—=VOoLAEENIrLD (v TN BV LET,

2. GA (Z/'m— S VEHEE) £72120A GRREHLE) & L CEE oy Y —
MZu 74 LET, LFO URL ZER =Y — /L X—T D URL T,
http://<host>:<appserver port>/arcotadmin/adminlogin.htm

3. NAU—REZEETLHOICRKRIND FIRITHENET,

4, [2—YLEHRE] 270 [2—HFLEFREOER] 2777471
Lij—o

5. EXA Y ([2—VLEHEFOEH] ) b, [2—VOER] 27
Vo7 LFET,

6. [—HFDOMEMR] ~— I Icl FOEME AN LET,

a. [a—YHM] v/ v a il —Boa—V4, T L OML.
BLOXLEGE U CEDMO2—PFEHRE AN LET,

b. (7> z2) X=VEOXMIETDHT 4 —)L RTEDOMD—H
HAEATTLET,

c. —YV AT —HRAEENLFET,
d. [Z—VfEpk] 227V 27 LET,
7. Risk Authentication &> 7V 77U rr— g o R—=UIZRD F9,
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YT T TV r—aE) R FHEREICE A

BEDL—HDYRVFHE SV RFFEDELT

BEE D2 —H D U 2 7 5tk L Ol 2 5479 21213, LT OFNAICHKE
WEY,

1.

YT T =g DA A ~_X—T [Evaluate Risk] 27 U
7 LET,

LIFOFEMa AT LET,
User Name
[2—FDIER] TER L7 — ORI HEE L £,
User Organization
a—YRETET Sk EEE L ET,
FrrIb

NI arBDRELETyxVERELET, ZuIA
Tay 7 4—)L RTT,

[Evaluate Risk] #27 U v 7 LE7,
U A7 7 R84 A 3385 INCREASEAUTH T,

[Store DevicelD] #27 U w7 LT, =¥ R 2—HFDF /A Z|ZF /A
2 IDTEHMOEE SN XA TEHRIFLET,

[NextStep] #7 U v 7 LT, #“RaHliz5IT L ¥,

s U A F)5 [Result of Secondary Authentication] % &R L £9°,

n M2 U T [Association Name] ZifwfE L £ 7,

[PostEvaluate] #7 U v 27 LT, RHEHIRT RS R Z2FRLET,

I FIEL~FNES 240 KX, [Risk Evaluation Results] ~=X— D
UR7 7 R, AL ALLOW IZZE DY £,
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YTV T TV r—avE) R FHEREICE A

TI4ILE TOT77MILDBES TV RVFHEDEST

YN T I =g EEHLT, EHL WA B a—HD
DeviceDNA, IP7 RL A, BIOT AL RAID #EHE LT, I FIF2R0
%yi L ]/b— ]\ Liﬂ—o

WDOFENEIZHE > TLTZEW

1.

YTV T ) =3 DA A ~_X—T [Evaluate Risk] 27 U
7 LET,

UTOIFHREATTLET,
User Name
[ —VOEk) TIER L7 —F OARTEZEE L £7,
User Organization
a—YRETE T DMk EEE L £,
FrrIb
NP I varPRELET vy XVERELEY, Zhidd”
vay 74—V RTT,
[Editlnput] 227V v 27 LET,
1L EDORERT =)V FOEZER L LT,
m My User Name
m MyOrg
m My Channel
m  Machine Finger Print of My Device
m  Short Form of Machine Finger Print of My Device
m |IP Address of My Machine
m Device ID of My Machine
[Evaluate Risk] Z#27 U » 7 L £,

[NextStep] 27 U v 27 LC, fRE LT-2—% 777 A LO%i M
ZIITLET,

[Result of Secondary Authentication] U X hinbE I &V RGEA
va rORERERINLUET,

[PostEvaluate] # 7 U v 7 L, %aHli7 e A Z5% T35 &, RU%
Pl v ADRERBFERINET,
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YT T TV r—aE) R FHEREICE A

;X : Risk Authentication = > 7R — 3% MU DOZ27281E Z MR T 572012,
SSL (Secure Socket Layer) kT v AR—h F— K&V R—F DL IRE
TEFEJ, FEMIC OV TIE,  [Risk Authentication 8.0 FHE A A K| @ [SSL
DIXE|] L TTEI,
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X

FI4E: A/ ORNILEDFIYIYALD
20 |

o

Risk Authentication DA ' A h— /LB IOty b7 v 7 IERZHEH L TLA
TOF =7 UAMIGRRALET, FFHEEHEX AT ZFITTDHEIC, =
NHDEBRPENLH ET,

154k A A SC AN
ARCOT_HOME C:¥Program Files¥Arcot Systems
VAT MEBH

RA ML my-bank

User Name B

Password password1234!

REFRIHD A IR—F 2 b Risk Authentication H—/

B oL —)L
=W F—H - R

B oLy —IER
KA N localhost
A—k 8080
VALEREFENAT — R mypassword1234!
a—H F = —ERIER
RA N localhost
A— 8080
7TV r—vary arysx AR arcotuds
Jb— |k
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FTISE: AL E—F A2 A—)L

Risk Authentication & > A b—/L L7=%IlZ, VAL hE—FKDA R
r—=nZFEHLT, 2R —F F2HES A=A TEET, VA
LYy P A VA=A TIE, 2—PICXDBERLTA UV A= RET
LE7,

AL ET—F AR ILDHTARTA

ALV N AV A N=NVEBMET DRI, LFTOTA R4 2R L

F7,

n TN TaRT 4 Ty ANEERTHENC. NNy 7T v T LET,

n RTA—HE EE (2) BLORT A—=XDOEOMIZ, L THRD72
ANR—=ZZBM U7 NTL 72 &0,

n BEERIZ, TrANVERGFELET,

EE - VA VUV MAVAMNVTHERHENDISE 7 7 A NEAEKRT DT

WIZ, Tor) 7 arZEHLTA VA N—=TDOFETA[RET 7 A L HFE

TFLARNWTLEEW, BHIDA v A =LA SN DT 740 7
BN T 4 T ANDHREAFENTHU0ERH D £77,
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FIAILE TONT4 T7AIL

—

TIA4ILE TO/NTFT4 T7A)L

FTIHNE TaRT 4 T7ANNONRT A—ZEEETLHITIE, TFA
T4 EERALET, TN RTA=FF, RKYIOA A F—
NI AT SNTEREXMLET, T 7408 T 0 7740
X, BEEIEHR EBEEMT N TWANRTIA—20nH ) £9, 7-& 213,
T B NR—= A NRAT— R v AH F—_ BLUHSM @ PIN [Z B4 2% 3
TA=HRETT, FNLICEUEERELET,

Risk Authentication 7’2 /X5 1 77 A )L

Risk Authentication 7' 2 /X7 7 7 A )L DT 7 /L F DL EIR L OGETIE
UToEEsn T4,

i
installer.properties
il

risk auth home/

risk_auth_home

Risk Authentication DA > A h—/)L XA ZI/EL £,
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FIAILE TONRT4 T7AIL

Risk Authentication f VA h—F D/ XF 4 77 A IVDOER

A A M= VEH A EFET HI21E. Risk Authentication f > A h—F D7 1
RTF 4 T ANEERELET,

LLFDT 7 4 v b 787 A—X4 Tli&, Risk Authentication DDA > A
N — VR Z 2 —F B AT LT EHRBEE SN TOET,
CHOSEN_FEATURE_LIST
AVA RNV INDHEROT L ~KGIY VA NERELET,
BNGEIFILUTDOESYTY,
RFSRV - CA Risk Authentication H—/\
FORE, TR EVa = S REB IO — N A R E U ZADER
21T O Y=
RFCASE - ¥—RAEBE X 1— H—/\

EEMOH LTI L CEET 27— A2 L E4, FHav
/~w@¢ﬂfm4/x&/xi WAL — AP 2 — P — R
D1OOHIFDA L AH AT FITHEE L7,

RFSDK - CA Risk Authentication @ Java SDK £ &£ WS

CA Risk Authentication " —/ X ~D31T. Wik, BLIORTEDY 7 =
A K% R[RBIZ T 5 Java SDK B L O Web —E &,

ADMIN - B Y —)L
P — NEBEEEHT AHT-OD Web X— 2DV — )L,
UpDS- 21— F—42H4—EX

Jb—vaF 7 —#~_"—Z (RDBMS) X7 4 L7 bV H—n
(LDAP) 72D, SFEIFERZATDO2—YF URY MVIZT 7
PSS EAYARSLLIHE Sl =

UBP- A—HT8)T70T771) Y
a—HFOTHETFHLTEXx2 )T 4 2 ET5FET L,
USER_INSTALL_DIR_SILENT
CA Risk Authentication D > A h— VT & f5E L £ 3
ARCOT_DBTYPE_SILENT
RESNTNWDET —HRX—2ADX A TEHRELET,
H#h72ME : oracle, mssqlserver, mysql
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FIAILE TONT4 T7AIL

T4 T—AR—RDEH
TIA <V FT=ERN=RE LFOT =2 _X—ZABEOFEMN H D F
¥
ARCOT_CONFIG_PRIMARY_DB_SILENT
TIAS) T—=ER=ARFEINTNDENE I MERELET,
EZh72ME : true. false
ARCOT_PRIMARY_DSN_NAME_SILENT=
T AR ADT —H )= AL ERELET,
ARCOT_PRIMARY_DATABASE_SILENT
FeHNR—A [ VAR ADLEIERE L ET,
ARCOT_PRIMARY_SID_SILENT

Oracle 7—# X—2DSID #fHEE L £, LOMDT —Z X=X 2 A
T, ERICERICLET,

ARCOT_PRIMARY_TNS_SERVICE_NAME_SILENT

Oracle 77— 4 N—ADINS VY —EALAZIREL LT, TOMDT —4
N—R XA T TIL, ZEAICERICLET,

ARCOT_PRIMARY_HOST_NAME_SILENT

T—HR—=A P —RNOFEA NERELET,
ARCOT_PRIMARY_PORT_SILENT

BELET = R—A AV AX L ADR— " EFERELET,
ARCOT_PRIMARY_USER_NAME_SILENT

F=BR—2 a—PLEEELET,
ARCOT_PRIMARY_PASSWORD_SILENT

BELET =4 RXR—RA 2—PFHDNRRAT— REEELET,
ARCOT_CONFIG_BACKUP_DB_SILENT

Ny T T T =FR=ARFEINTNDINE I NERELET,

BEZN7ME : true, false
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FIAILE TONRT4 T7AIL

INVITIT T—ER—XDHH

Ny I T T F=2N=2ZF, BLFOT =2 =2 OFEA 5 Y
£,

ARCOT_BACKUP_DSN_NAME_SILENT
F—HR—ZADT—H V= AL ERELET,
ARCOT_BACKUP_DATABASE_SILENT
Fe B N—=Z [ VAR ADALRTEIRELET,
ARCOT_BACKUP_SID_SILENT

Oracle 7—4# X—Z2DSID #fHEE L £, LOMDT —Z X=X 2 A
T, EAICERICLET,

ARCOT_BACKUP_TNS_SERVICE_NAME_SILENT

Oracle 77— X N—ADINS V—EAL ZHE L LT, LOMOT—X
NR—=2 Z AT T, EAICEFIZLET,

ARCOT_BACKUP_HOST_NAME_SILENT

T—=HR—=Z P —NOFEA N ERELET,
ARCOT_BACKUP_PORT_SILENT

BELET =4 RN—A A VAR ADR—  ESERELET,
ARCOT_BACKUP_USER_NAME_SILENT

F=BR—2 2 —PLEEELET,
ARCOT_BACKUP_PASSWORD_SILENT

BELET =4 RX—R 2—PADRAT— REHRELET,

F15E: (LM E—FK A2V AXF—JL 155



FIAILE TONT4 T7AIL

==L DEEH
F =B R— 2 DI AL DOFEMZ LL IR LE T,

ek V7 N =T /=Ry =T
ARCOT_ENC_TYPE_SILENT

E b DR EEE LET,

EZh72fE : software. nfast, chrysalis
ARCOT ENC_DEVICE_NAME_SILENT

N= R 2T SACHOT A A4 %2 HBE L ET,
ARCOT_KEY_LABEL_SILENT

v AH F— TULEEELE T,
ARCOT_HSM_PIN_SILENT

HSM D v F 52 fiE LET,
ARCOT_HSM_SHARED_LIBRARY_SILENT

HSMEH T A 7T U DR N ZEELET,
ARCOT_HSM_STORAGE_SLOT_SILENT

HSM @ [Storage Slot Number] Z§E L £,
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AL AV AR—ILDET

ALV AV AR—ILDEIT

Risk Authentication % = —WIZ K 2 BAER2 L TA VA b= T 5121, A
LYy b AV A=V EFITLET,

IROFNRIZHE-> T IZS 0

1
2.

YAV AV AM=NDHA RTA L EMERLET,

Risk Authentication 78" A 3 A A )5 Risk Authentication 7 12 /X5 ¢
TryANnEar—LET,

Risk Authentication DA > A v —/V AF 4 T H#7ua/XF5 4 77 AL &
Uz e™— L F1,

Risk Authentication f > A h—F D7 a X7 ¢ 77 A NVEEHLET,
Risk Authentication f > A h—F ZFE{T L ¥ 7,

CA Risk Authentication DA > A h—/LEITATHE T 7 A LB LN T 1 3
T4 Tr7ANEaA— LT 47 MY TUTFTOa~vy REFITL
*9,

installation _media -f installer.properties -i silent

Installation_media

Risk Authentication @A > A h—/VELTR[EE 7 7 A LV ZEE L £ 1,
e RT S TFANARAL AN AT 4T ERICT 4 LT b
UWITHEE LW AR, ZOSMERELET, SlEICAR—20
EENTWAEAIL., —EH|IAFE2EHLET,
-i silent

AVARN=TNHA L FTEITSNDIDIITHRELET,
# :

installation media -f /opt/ca/arcot/installer.properties -i
silent

AVAR=APIBEDET, AU AN—=TX, 2—FRT a7 ¢
77 AIWVTERE LT /XT7 A—& Zffi H] L T Risk Authentication % 1 >
A h—=LLET,

Risk Authentication DA > A h— /L2l L £,

F 155 (LU E—FK AV XF—)L 157






F16E: A—YT817o0774)00 £T
BT S5 E

)lx’é

—\

OBy a T, v AXEHREN—YITERN 0 A ) T A
A b=, RE. BT HIEICOWTIBELE T,

Risk Authentication {X, LV M/ 7258REN LB e r — X & L, BIED b
TN T a rDRT A= B ORI E/NL— /WIS LR L

9, MOHLITOY 7 by =T7iE, ML > TRIESns Y 27 X
a7 LT 2 —FICHAT AT AT D ANSEMOFBEERS LEENE D H»

T L E T,
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AL A A= )LDELT

A2=PTET 0T 7 A ) TR TR EIC, ALa—Y %
PIXZFOET ZNV—T0a—PIZ L ALURIOT 7 A LHED T oW
g OBESEIFMESEZRE LET,

CA Advanced Authentication ~D—FI{TEN T 7 7 A4 U T DA A
F—=NVBLOERZUTORIIRLET,
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AL AV AR—ILDET

A-H1T8TO7714U0Y
TREATIAIE

I B AR S 1%
OER

T=hn=2
AT FDEST

h J

F=ha=2,
oy FPeT R

¥
=57
FOzefvny
Pl erkadoli ||

h 4
I-HiTH
JazriULd RO
CA Advanced
Authentication
DEEE

¥
=57
i ep s L)
EFIEBERTS
W= IADFRTE

h 4
A—-H5TH
i s UM
EFIDFERE
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AL A A= ILDEST

a—YPITEN T T A ) T A VA =T B XOERT S, U
TOFIEZHENE T,

JEBR DR SRAE O RS (P. 165)

T — B =2 D5 (P.165)

T—H XA AV VT s DFELT (P.170)
T—=EX=2Dty 8T v T OfEER (P. 171)
a—PITE T e T AV T VT N =T ORERN

a—WITEN 7 0 7 7 A U > 7 @ CA Advanced Authentication D% iE
(P. 174)

a—PTE T T AV T BT NEEAT DV —/VORRIE (P.175)
8. 2—WITB T n T 7 AV 7 T NOHR (P.176)

AN A A

~
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BiliR S DFERE

Rl TR S D FERE
S TS T 7 A U R BRI, BT DA TR L%
I,

N—FRO9T7EXIVYINIZTTDEH

2—PITE T 0T 7 AU T DFEEITIT, 4 0DV —A"ABNETT, N—
FUz2T7 BV 7 by =T ERZIUTO LY TY,

CA Advanced Authentication = — {787’17 7 A U 7 H—

m  CPU-2.0 GHz AMD Opteron 6128 x 2

m AFU -4GB

= HDD1-40GB

®  Microsoft Windows 2008 R2 SP1

CA Strong Authentication/CA Risk Authentication —/
m  CPU-2.0 GHz AMD Opteron 6128 x 2

m AEYU-4GB

= HDD1-40GB

m  Microsoft Windows 2008 R2 SP1

Active Directory }—/X

m  CPU-2.0 GHz AMD Opteron 6128 x 2

= AEVU-3GB

= HDD1-40GB

®m  Microsoft Windows 2008 R2 SP1
m  Active Directory R A A o —E X
= DNS

T N R N

m  CPU-2.0GHz AMD Opteron 6128 x4
m AEVU-6GB

= HDD1-32GB (0S)

= HDD2-16GB (AU v )
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Bl R DFERR

= HDD3-40GB
= Microsoft SQL Server 2008 R2 64 £~ it

Third-Party @A R—AR2 b
Java SDK

CA Advanced Authentication = —W{TE#| 7' 0 7 7 A U 7 CEHAT 5 Java
DBEDONN—Ta o PN16 L ETHDHZ 2R LET,

N=a 17 ~DT7 v 77— REiTlavaa U R—R 2 haA A
h—/L 3 5121%, Oracle D Java ¥ 7> ma— K ¥4 K TCTREINTWEF

NEIZHE > T 7EE 0,

REEE

Java DIGFTCT 7Y r—3a U EFATT DT, BEa AR —xR 2 M AR

ELET,

WDOFNEIZHE- T IFE N :

1. AL Ea2—FDU AT L TaT 4 IZBELET,

2. [FHMRRE] #7C [BRIEHRE] 27 Vv 7 L, VAT AEREFRE

Lij—o

3. LW RT L AZFHET HITIX, JAVA_HOME ¥ A7 LK DIE %
¥Program Files (x86)¥Java¥jdk1.7.0 51 {ZF%E L ¥ 7,

FERIOIDK Y U —REX Ty a— RLEELAIE, 74074 (2
ﬁm‘\NM1qm)i£tDiﬁ>Wﬁ@ﬁ#ELP7¢W&%%
LTWAHZ LR LET,

4, VAT LDEHEAERET AHITIE, S ADKRIZ ¥%IAVA_HOME%Yjre¥bin)
ZEBIMUTPATH > AT AEBOEEEH LE T,

5, avw N7y k0 RoT llaval & AS L. Enter F— %
Lij‘o

6. Java /3 PATH ' AT AEEICIE L BIESNTWA A java I3 5
ERERAFRRINET,

F VAT LR BT H12iE. "0 BEEINLE T,
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T—AN—ZADHKE

_\\

—RANR—

4wh

nXﬂi

/r A }“_‘}I/‘j—%)ﬁﬁ N 3—‘-"&‘[‘5$§ ‘H‘»——/\EQET & ﬁ/—ﬁmy\‘_}—j_
X BLOZOMDOIEREEMNT HT0DT —Z_X—AEHELET,

Risk Authentication Ci%, 77 A4~V T—XX—2 L G HMERERETO
T o= VA =R T 2= VN VR CED RN I T v S FT—H
NR—2R&fHATEET, UFDOHETT = RX—2EGERELET,

T 5'«‘~;<ci Risk Authentication DA > A b —) VBRI, = —HF R AT L
77— _XR—=ZFREFH L TA A h—7 2 arcotcommon.ini 7 7 A /L
mET D EZICHBMICRESINET,

PR— kXN DHT—%—2Z (Microsoft SQL Server, Oracle % 7-1% MysQL)
Tz, FFEOREEMHENDH Y T,

BE: T XAV —NERETHE, 774 T T4 —IVEETFD
T 72 ARG A D= AL E2EH L, T XTOKREFERLERT XA A
= NCRELET,
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F—RR—ZDHRTE

Microsoft SQL Server M % 5E

DOk 7 g TiE, sQLServer HOLUL FORETFINEZ R L F9,

FZO®T Va AR TH AT OFETOFEMIZ OV TIL, SQL Server ™D
R¥Fa XA FEZBLTIESN,

IROFNRIZHE-> T IZS 0

1.

SQL Server 7 SQL Server F¥qEE— N & Windows FRAFE— N —/ 7
FEICHEHT A L OICRESN TWA Z L 2R LET, (A7 V=7
hxr727m—=Z] U4 FURNOY—R"E2H7) v 7L, [EF=a
V7] "—=U%®RLET,

sQL Server 2% [Windows GRFEFE — ;| DIIFRE I LTV DA, Risk
Authentication |37 — ¥ X— A (2 T £H A,

PLFOEMTF — 2 _R—2 2 E L £7,
s HELEX LB 4 AT arcotdb T,

n TR YA ZFTHBRNITIERT D X O ITRET DLERH
Dij_o

LFOFNEICHE-> T, DB ==— (CH4_SQL) Z1ERRK L £,

a. SQL Server Management Studio C. <SQL_Server Name> (ZHE) L |
[(Ex=2VT7 4] ZxVZeREALT, [(m7A] 27V 7
LET,

¥ : <sQL_Server_Name> 1%, 7 —# ~— X % {ERK L 7= SQL Server ®
BANLEZIZIPT RLAZRRLET,

b. (vl A ] ZxVF&EH57 )7L, HLwvwaer (] 27
Uy 7 LET,

c. Bl AVHEANNDNLET (HELEIN D4 HIIX arcotuser)
d. "TA—F% SQl Server munjf/«—)(f‘j—éwun \—E&EL&T

e. B A LD [NRNATU—FRN] BILW [NRAU— FNOfERANTI] %15
ELET,

f. MO NSAT— R R =2V, ZOXR—=TDFDMD IR
U— REREEZHBTE L TIEEN,

g. ERL7=T—H#X—R (arcotd) 27 7 # /b b T—X N—R|TFRIE
LET,

h. —oul A4y tvrvar~Da—FoOvy o 7E2ETLET,
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F—AR—ZADBTE

Oracle Y—/\DHRTE

i. T7F4/NbT—F_X—=2DO=2—H (SQL2005) % db_owner ([Z< v
7LET ( [<db_name> DT —H X—R a—)L ARV v7] &
7al) o,

Dt 7 a TiL, Oracle 7— % X—A —REAERT B 72O DK EE
WAERLET,

ATiR S

1.

2.

2 ODT — T )V A— A& -7~ Oracle |- T Risk Authentication % 5
TLET, 2007 —TNANX—2ANNERHHEZ L TFIORLUET,

n 1DOHOT—TNAR—RT, RET—¥., BEEnT, BLO=2—
FREROEMBEHSNET, ZOT—T N AL—R|L, Risk
Authentication 7 — X X—ANTT 7 /)L hDO2—H T —T )L A
NR=2 T HLENTEET,

s 2OHDOT—TINAR—ZATLR—F2ETLET, LAR— %
EITT B DI DT —T N AR— A5 AT 2 &2 BED
L%,

Risk Authentication 7 — ¥ N—ZAFZREAZ V7 hefEH L E3, 2D R
JUT NI ZORZ VTS NeFITTHT —FN—RA 2—HFR7—7
NWAR—=RAENERT BT D+ 2R Z Ff > T D845, LAR— b
DT —TNWAN—R % ABINCIER L9, SERMERN = — P
WA T — 2 R_R— 2 EHE X DT — T N AR— 2 & FETIER L.
LR— F2ES T 2827 a v 222 ) 7 Mo HIRT 20BN H Y
S

arcot-db-config-for-common-8.0.sql

BE: LA bDOT =T VA=A EERT 572D
arcot-db-config-for-common-8.0.sql 7 — % “X— A& A7 I 7 N ND/XF
A—=BX, T = F_XR—2AEHFEDOFLIIS L TERETEET, 2L,
VAR— A EFICAERNRT HITIE, 7 — T WV A—24 % ARReports IT
THMLENRHY £7,
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F—HR—ZD

=1—

ax ;&

RDFIRICHE-> T =LY

1.

UTF-8 X7ty P CTIHHEREENT 2 LWVWT — X _X—2A 2B L E T,
ZOXFE vy M XV, Risk Authentication THX 7 V34 N EiEx &
ERE R T2 TE 5912720 £9, Oracle 77— X—AD

UTF-8 F AR — R 2 BT 512iE. L TFTOFNEICIENFE T,

a. SYS F7-ILSYSTEM & LT Oracle 7 —# X— A H—Rza /A
LET,

b. LFOa~y REEITLET,
sys.props$ set value$='UTF8'

(where name='NLS_NCHAR_CHARACTERSET' Or name =
'NLS_CHARACTERSET')

c. T—HAR—ZAZHEENL, XFEy R UTFSIZHRESNTWSH )
EID iR LET,

F— A N_R— A 2=V EER L ET,

a. HrLWF—H~X—2R arcotdb D AF—~ZFH LT, =—HFZ2/ERK
LEJ (HELESND4HI0IT arcotuser)

b. BIRFEIZT A NHOEHTIZ, 22—V DV +—2 %L L85
~10GBIZRRE L F7,

ECEARE, ATV 7, FRIIEOMOAROEmWT A R
DD S, 2—FIMIR T —H IR ET D FIEICHONT
X, [T X_X=R V77 LR 22RL TSN,

c. =—HIZDBAE—/LEfFH L ET,
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F—AR—ZDHE

MySQL H—/\DEXTE

ZDOkv 7 v a T, MysaQL FHOLL FOREFERE R LE T,

IROFNRIZHE-> T IZS 0

1.

3.

INnoDB A h L — = P U MySQL DA > A b — /)L CHR— hZ i
TWNAENE I D EWERT AL, SHOWENGINES ==~ > R L %
R

;% : Risk Authentication /%, MySQL @ InnoDB A kL — = ¥ &1
ALET, Zoa<wr ROHEIIZ InnoDB NV 7R — F I Tnanz
LBRENTWBESIL. InnoDB DY R — FEZHZNZ L FT, InnoDB
DY R— FZBHNCT 2 FIEICONTIE, MysQLD RF 2 A F &S5
LT &N,

Windows DI D 7T k7 4+ — AT MySQL ZFE(T L TV A AT,

=A==

lower_case_table_names Z# % 1 |2 E L £ 7,
FE:FFICOWTIE, MySQL D RF 2 A FASHL T 7ZE0,
T N—ZE T D121E. AT OFIEICHEVE T,

a. MysQL =~ R U RUZBREET,

b. T—H#XN—RA AFX—<EAERT DL, LTFTOa~vry REFETL
F7,

CREATE SCHEMA ‘'<schema-name>' DEFAULT CHARACTER SET utf8;

¢ T—HN—RZ—VEERT HITIE, UTOa~vy FEFTLE
KR

CREATE USER '<user-name>' identified by '<user-password>';

4. LLFDOSERMIZHE> Ta—Y2AE L £ 7,

a. FILWF—HX—R arcotdb |22 — P Z{ERK LET RIS NDH4

HiflE arcotuser) .
b. =LA FOMEREN G LET,
n ATV MHER
- SELECT
— INSERT
- UPDATE
- DELETE
- EXECUTE
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F—RR—Z Z9)T+D

(== Al

=1T

= DDL #ERR

- CREATE

- ALTER

- CREATE ROUTINE
- ALTER ROUTINE
- DROP

n T OMMOIERR
- GRANT OPTION

T—RAR—Z XYV T D ELT

F =B RXR— 2 T —T )VEAERT A IZIE. Risk Authentication (247 & L T\
HVEIRTF— R R—Z 27 YT NEFETLET,

BE: RV VT NE2FETTDHHIC, [T—F_X—RA b —RORE] &7
TarTERLIZEEERILT —F_XR—X a—HF L L Tal A LT
HIERMERL T IEE0,

RDFIEIZHE> TSN

1.

UFDTF 427 FUICBEILET,

<install location>¥Arcot Systems¥dbscripts¥

HER LTV 7 =4 R ESOTUTOWTRNPOF 77 4 LY
FUICBEI L £,

m Oracle D354 : Oracle¥

=  Microsoft SQL DA : mssql¥
. MySQL DEE : mysql¥

27 VT M EFATLET,

arcot-db-config-for-userprofiling-2.0.sql
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T—HAR—ZADEINT VT DR

F—RIR—2DEINTITDHER

MBI/ T —H =R A7 V7 N &FE{TL721%. Risk Authentication A & —
S A =

RDFIEIZHE> TSN

1. SYSDBA HE[R % £§-2> = — T Risk Authentication 7 —# X— |21 7/ A
Y LET,

2. UTor=) #FITLET,
SELECT * from dbo.XUBPData

EREOZ =) OFER, BLTOHABRRRENET,
USERNAME ORGNAME PARAMNAME DATA

3. 5‘*\—‘&/\\\‘_‘} jyy_,l/ijﬁomﬁ7'7}\bij—o
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A—HTFETaI7A4UL T VI T DB

A—HTEITOTI7AI)T VIO T D ER

F B R— 2 FCETFTTAEDIC—PTE e 77 A VT VT k
VT #RELET, =2—iTE T T AV 7, BV AT AE
I3 AT AR TE 1,

WROFINRIZRE > TS ZIV
1. Risk Authentication #—tE 2 {1 L £ 7,
2. 77V —va s =R EEIELET,
E WY AT DA VA M= T BEAIE, A v A h—ILERIC

[Custom] A7 a »ZEIN L. [User Behavior Profiling] Z &R L %
‘é’—o

3. WEHaY— LERELET,

B ) — U E P RNEBED AR A ARE LY AT ADEHE
EFITCTEDTTUY R—ADA U H =T 2= ATT,

TV =gy = NIEHa ) — LD WAR Y 7 AV EEB L, IE
IR SN2 L 2R 2121, LFOFIRICHEVET,

1. 77V r— gy ="t 4 L7 b JIZ arcotadmin.war %
R L £,

FEEBETFIEX FHL WA T Y Sr—r gy =2 o TR
DET, FEMARTFIEICONWTIE, TV r—var =R g —
DRFaA MR LTIZIN,

#i : Apache Tomcat DA%, <APP_SERVER_HOME>Yjava¥webapps¥ (Z
WAR 7 7 A NV Z BB T D ENH VD £,

2. (32 £ FD WebSphere D EDAR)T ) r— a7y AV
FrandeE, Admin 7 T AZFHR— RTLLIICRELET, LLFD
FIEIZHENE T,

a. [Application] - [Enterprise Applications] {Zf£#) L. [Admin settings]
R=VWIZT 7 A LET,

b. [Class loader order] . [Classes loaded with local class loader first

(parentlast)] 47> a &R LET,

c. [WARclass loader policy] C. [Single class loader for application]
IR ET,

d. [EH] 227Uy 7 LET,
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A—HFTETOTI7A)T VI T DER

e.

Admin 77V 7r—> g A ERE L E 9,

3. LFOWTNNLOERENS, 77—y ay =N 2EHa Y —
N R L E T,
http://repol.maven.org/maven2/org/jboss/logging/jboss-1logging-j
dk/2.1.1.GA/
http://repol.maven.org/maven2/org/jboss/logging/jboss-logging-s
pi/2.1.1.GA/
http://repol.maven.org/maven2/org/jboss/logging/jboss-logging-1
094j/2.1.1.GA/

4. TV = ar =" HEFHLET,

5 A Y= NEFICERINATND Z L2l d 5123, LTOFIE
WZHEWET,

a.

UUFoSmincBE LET,

<install location>¥Arcot Systems¥logs¥

£E DT ¢ % T arcotadmin.log 7 7 A V& BIE, L FDOIT& 7D
TET,

s 203
m CA Advanced Authentication Configured Successfully.

F o0 By Y R EFRICEBEIENTWAZ L%
RLTWET,

F7-. 12 77 AU FATAL L CFWARNING D A B — U N E %
TN Z EHERLET,

TZ7ANEHUET,
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A—HEFETaI74US ETJILEAD CA Advanced Authentication ()% 5E

A—HFE7aIJr4)20S T I)LA® CA Advanced
Authentication M E%E

a—YPTET 0T 7 AV 7 BT NEMENT HI21E, CA Advanced
Authentication Z X/ E L £,

WROFNEIZRE-> TLFEEU

1. v~ AZEHE L L T CAAdvanced Authentication Ul [ 2 7 1 > L £,

2. M= ABIOY—RORE] 27%27 ) v 7 LET,
[(ETARE] 227 ) v LET,

4. FRIETVURL (T4~ :
http://<appserver_hostname>:(appserver_port>/ca-userprofiling-2.0-applic
ation/UBPServlet) Z 1 —VITEN 70 77 A4 ) L T 2FITTH T T4~
U S —NIZHEHLET,

5. THIET/NVURL (Nw o7 v7) a—HP{TaEh7ur7r () Th25HE
TTH6 0777 b —RNCEFLET FETIHR)

Foa—YITE T 0 TSV T DR I T TS A AR A K FELT
LAV, MAFDOURLZFRI CICEELE T,

6. [ETNWREDODT v Ta—FKR] 2710 v7 LET,

7. MLV WTEI T 0 T 7 AV T EANICT HITIE, v AKX
EHFE L L C Administrative Ul 60 77 7 kL, 7 a— )L E I L
Lcue A4 LET,

8. [H#k] #7IcBEL £,

9. K] 227 Vv L, 2—PTET 0T 71V 7 & RAE Dk
2N L ET,

10. [Risk Authentication] # 7 &R L, [T /HRE] B L FT,

11. ZOMBICH L TERIN TV D L—LbEy hEBRIRL, [£T10
Bl A7 a AR LUET,

12. [R1F] 227V v 7 LET,
13. BHREICCNOOLEELZBEI L, b — " Fyviazl 7l via

w

l./ i j‘o
ST, 2T BT A Y v S AT B OEE
358 T TY,
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HFLLNA—FHEH TIPS EFLEBRATHL—ILORE

FLWNA—TTETOT77A04)0) ETIVEERAT HIL—IL
MDEXTE
= EZHRELT, KNI oo arPNa—PTehrarr A0 0
ETFTINNCEL o TRHESN -2 L 2R LE T, V—ADBNERZIN T
WA, NI v aiia—ITE T e T A U T T VAR
LETN, IoFIEREINTEEA, FILO—VITEIET L A2EHT S
I—IVEFRELET,
WOFIBIZRE-TLFFE W :

1. 7 u— )VEHE F - 1TSS L L C. CA Advanced
Authentication Ul (22 71 > L £,

2. [Mk] #7%2 0 w7 LET,
3. ] 22Uy LET,

4, a—VITET a7y A VT BT AEFEELEEMRE ) v LE
KR

5. [URI R—RFFE] #7IZB#HL., NW—NBILORaT I 7%
] #@3RLET,

6. FHIEDONL—LE Y FNEBRIRL £,
7. HrLowvwir—iuoiEn] 279 vy 7 LEY,

8. N—IVIZ4HIEfT, =—F=v 7 (OV—LOEML) BILORHE
AN LET,

9. MODEL SCORE T —H# L A hEHIR L, LEREESEZ 7Y v
LT,

EET A RAATICEL TV E NI AT LT T U7 vaviat
71X YRR T 258X EEARELET, 7V 2272,
TEFE S 7 fEIC% L C GREATER_THAN, LESS_THAN,
GREATER_OR_EQUAL. LESS_OR_EQUAL. EQUAL_TO., NOT_EQUAL_TO.
IN_LIST, IN_CATEGORY DWW NDEE 2T x4, RESN
o= i, BIRLER FIZE ST Y T EhET,

10. [fEpkHo—] 74—V RIZATT 57201 EN] 27V v
LEJ,

11. V=B A &tk Ek] 22V v 27 LET,

B LV — AP IEFITERENTZZ L E2RT Ay E—URERINE
‘éAo
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A—HITEITOT7A) T ETILDRESR

12. 5T LWL — L DOEICH D Aokl #2727 LT, URAY a7 D
HEEHRELET,

13. ZDON—Lt vy FNDOFDMDO /L — 2% LTI OH LNL— /L OE
TENENL 2 £ BIziE, w7 BB 2 5% & L £ 9,

14. [RfF] 227V v 7 LET,

15. [EB#c~A 7L —b] A==a2—%7 ) v 7 L, ffkic@Ey s —
Nty FEBBIRLT [vA 7L —F] 27V v7 LET,

16. ¥ v v a2z 7L vyvalLET,

INT HFLLENMLza—P T8 77 74V v 7T V&R
TAHZDL—=LRNYTT Iy hEINFET,

CA Advanced Authentication ~D 2 —V{TEI 7V 7 7 A4 U F OEE T =
NWTHET TY,

A—YIFETAaIrA4)0 ETILOIER

ZOFETIE, 2—VITEN a7 7 A U T BT IOVNEFITHERE LTV
HIZEEMRLET,

ROFIEIZH-TLIESLY:

1. Zua— 2 )VEHELLTr A LET,

2. [LAR—RlZBEIL, [FIoPF 7o a0 OB LAR—MN %2270 v
7 LET,

3. &tk ANIL, [Ty ] 22Uy LET,
4, [TV AaT7] BHICAaTNEREINET,

ZO—PIHKH LTIV DF—2 %4k T 5L, TV AaT7X
FRIEUTHEINET, 5/ 2 a7 08N, = —W¥{TE 7 1
Tr7A VT ETANREFICHEL TS Z EERLET,

—ITHITOT7A)0T ETILOHIR

=PI 07 7 AV T EHIBRT D581, BHIZS U TET LA R
ML ETIZT A A =L LET,
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A—HITEITOTI7A) T ETILDOEIR

A—HFET0I774)00 ETILOEMEL

RENO2—WTEN T 0T 74V 7 BT AVZHIBRT DRI, Tzl

)

:j—éﬂ‘gbg% D i‘j‘o

WROFNRIZHE> T ZS 0

1.

w N

©® N o U B~

10.
11.

12.

7a—)LVE P L L C CA Advanced Authentication = Y — L 1
T4 LET,

(k] #7227V w7 LET,

(] 27 Vw7 L, 2a—P{TE7n 7740 7 BT UNRFEEX
N DA BN L £9,

[Risk Authentication] # 7\ZBEIL, [ETFTAEKE] ZERLET,
ZOMBICK L TERSIN TV DL —bEy MEBIRL ET,
[(ETVDEME] Fxv 7 Ry 7 REF T LET,

[RT7] 22U w7 LET,

[EBEc~A 7L —F] A==a—%27 Y v 7 L, fkicEy 21—
Nty FEBRIRLET,

[vA 7 L—hr] 27V 7 LT, ZOH LWEEZEHREICYA
7\\1/'_‘ }\ Lij‘o

Mk OmE] A=a—IIBBIL, MR] 27V v 7 LET,

REOMMERINL, [y vianT7bvyial 22797 1LF
7,

[oK] #27 U v 27 LET,

T, Mfkor—nty b ba—YITEI e Ty AV T BTV
BHIBR SN E T,
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A—HIBHTEIT7(IT ETIVOHIR

A—YITETaI74) T DT A AN—IL

a—WITE T a7 7 A VT FETADT A A F—/L T, 2—HT
T T AN T T AF—<EHIBRL TS, a—YTE 7 1
Ty AV T ETNET VA A =L LET,

IROFNRIZHE-> T IZS 0

1

2.

8.
9.

UFTOT 4 L7 MVICBEILET,

<install location>¥Arcot Systems¥dbscripts¥

AL TONB 7 =S N=RTE LT, BFOVTANOY T 7 1 L7
hUICBE L ET

m Oracle DGHE
<install location>¥Arcot Systems¥dbscripts¥oracle¥

m  Microsoft SQL Server D&
<install location>¥Arcot Systems¥dbscripts¥mssql¥

= MySQL DA
<install location>¥Arcot Systems¥dbscripts¥mysql¥

Risk Authentication L B = " R— Ry FOTRTOTF —Z _XN— X
FT—7 N EHIET IR, UL FOIEFTAZ VP " E2FETLET,

a. drop-arcot-db-config-for-userprofiling-2.0.sql 25217 L 9,
UTFDOY =" vy NET U LET,

a. Risk Authentication ¥—/3

b. Risk Authentication 77— A& Bl — "2

c. Risk Authentication DF DO a R —3x > F"REF SN TWVWAHT
RXCOT Y r— gy =N

Pl ) — LA FE,

INI 7 7 A /L3 L O DL Risk Authentication 3% E 7 7 A /L3 T
PAC HILTCWADZ &2l LET,

(2 —F] - [3BE] - [z he—n %] - [Fa T a080
LHIBR] DNEIZZ U w7 LT, [FarZ720EMEHIER] g R
vEREET,

Risk Authentication Z IR L C [ZAE LHIBR] 227V v 7 LET,
[Uninstall Risk Authentication] 7 4 > RUBRERINE T,

10. Uninstall Risk Authentication.exe % 124K L £,
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A—HTEITOT7A) T ETILDOHEIR

11. 7> A A h—/L 7 4P — T, [Uninstall Specific features] % i3k
LET,

12. [Next] #2727 U v 2 L. [Only User Behavioral Profiling] Z &R L 7,
13. [Uninstall] Z3R L £,
14. [Done] #7 VU v 7 LT, MBZEZETLET,

D—PITE T 0T 7 AV T BT ANT —FR_R—= AL EFICHIR SR
£7
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17 E: Oracle RAC D Risk
Authentication D% E

- OD“IZ 7> a »OFAIL. Risk Authentication 8.0 T Oracle RAC Zff 4%
WCEITLET,

arcot-db-config-for-common-2.0.sql X2') T+ D E #i

F =k X—2 227 1) 7k (arcot-db-config-for-common-2.0.sql 22 U 7 |)
A A N=NEDZ AT E LTEITLET, ZORZ YT N aFETT
AHEMZ. Oracle RACIZXf L TEHE L F4,

LTOFIECHNET,

1. OracleRACDOIHT—F 7 7 A )V NRAEERT HITIE, 7 —FX—R
iZrZ7 AL, UFDavwry REFTLET,
SELECT file name, tablespace name FROM dba data files
Zoa=xy ROV T VHN U TITRLET,

+DATA¥qgadb¥datafile¥users.259.797224649 USERS
+DATA¥qgadb¥datafile¥undotbsl1.258.797224649 UNDOTBS1
+DATA¥qgadb¥datafile¥sysaux.257.797224647 SYSAUX

2. arcot-db-config-for-common-2.0.sql 7 7 A VW EBIE £, D77 AL
1L, install_location¥Arcot Systems¥dbscripts¥oracle¥ 7 1 L' 7 h U iZ&H 1

£

3. 77 ANVATUTOITEZRDITET,
filename varchar2(50) := 'tabspace arreports '|| to char(current timestamp,
"YYYY-MM-DD-HH24-MI-SS') || '.dat';
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arcot-db-config-for-common-2.0.sql X2 Tk D B

4. ZOITHLL FOITICE SR £7,

filename varchar2(100) :=
'+shared_location/service name/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

B LWT TR 2TV ET,

a. shared_location %, IO FIHTHRE SN2~ ROFETIZLY
MR LG T =2 77 AV NREEHRZET,

b. service_name % . Oracle RAC A ' A h—/LDH—E RLITE T H 2

£
LUFIZEE % DT 0BT,
filename varchar2(100) := '+DATA/forwardinc/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

5. A UVT KN T77ANERFLTHAL, FITLET,
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arcotcommon.ini 774 )LD B

arcotcommon.ini 771 JLDEF

arcotcommon.ini 7 7 A MZIZ. T —F R— R b A LV AZ L ADEEH DR
T A—HRNEGFENF T, Oracle RAC ZfE 9 511X, arcotcommon.ini 7 7’
A JLC Oracle RAC (Z & » THHR— F &N TV A A T IDBC URL 25T

\i‘ﬁ—o

UTOFIEICHENET,

1.

T ¥ A~ =5 4 X T arcotcommon.ini 7 7 AV EFREES, DT 7
A U1 install_location¥Arcot Systems¥conf¥ 7 4 L7 R U IZH Y 9,

URL/XT A —H Dfi% | INI 7 7 A /LD [arcot/db/primarydb] &7 > 3 >
\ZFRE L. B2 U T [arcot/db/backupdb] &7 > 3 VIZHIEE L F
T, URLEZLLTOEATADLET,

URL. 1=jdbc:oracle: thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO

ST=host _name) (PORT=1521)) ) (CONNECT DATA=(SERVICE NAME=service name) (SERVER=DE
DICATED)))

i

URL.1=jdbc:oracle:thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO
ST=172.30.250.18) (PORT=1521) ) ) (CONNECT_DATA=(SERVICE_NAME=forwardinc) (SERVER=
DEDICATED)))

E: Oracle RAC R ESINTZVZ TFA T b THDILGAEIX. TXTD /) —
K& Z oA TEDET,

Strong Authentication f > A h—F OFTHIZIEE LT —F _X— &
2 —HM, Oracle RAC DT —F X— R 2 —W LT8R 5551
arcotcommon.ini 7 7 A JVIND T — X R— A —H 583 fﬁi&%%ﬁb
7,

DBUtil == —7 ¢ U 7 ¢ Zf#i [l L T. securestore.enc 7 7 A LINDFT —H
NR— 2 2—PIRFEE R A ZE LEd, DBUtl 1L,
ARCOT_HOMEY¥tools¥win 7« L7 R UNIZH VD 7,

arcotcommon.ini 7 7 A VA EFE L T U F4,
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F—AR— RGO EBO T

—

5 —

IN—R GO FHO B

Risk Authentication & Oracle RAC O [ Okt 2 Me~r4 5 121X, ORA 7 7 1 /L
ZZVERL L. RACIZHERE T A7 DT RL AZERT HVLENH Y £9°,

LUTOFIECHNET,

1.

Strong Authentication A > A h— /L L7c T AT LA T*ora 7 7 A /v &
YERC L £9, 1 : C:¥Program Files (x86)¥tns.ora

YERR U727 7 A MICLL R OIT 21BN L £97,

section name =
(DESCRIPTION =
(ADDRESS_LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = host _name or IP address) (PORT = 1521))
)
(CONNECT _DATA =
(SERVICE NAME = service name)
)
)

Bl -

fwdincrac =
(DESCRIPTION =
(ADDRESS LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = 172.30.250.18) (PORT = 1521))
)
(CONNECT DATA =
(SERVICE NAME = forwardinc)
)
)

¥ Oracle RACNIRTEESNT-Z FA T R THAIBEEIX. T_TH /) —
K& Z oA TEDET,

T ANVERELET,
A AP —=VHPICHVERR L7 DSN 28 H L £,

WBE72 DSN IZ%F L C, [Standard Connection] 7 > 3 VND /3T A —
BhedTXTr7 U7 LET,

iz v, [TNSNames Connection] &7 > a U S REFREIZ/ D £
j‘o

OB va NN FONRT A—H BN L ET,

TNSNamesFile=ARCOT HOME¥ora file name
ServerName=section name
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FAR— RGO MO TE

1l -

TNSNamesFile= C:¥Program Files (x86)¥tns.ora
ServerName=fwdincrac

7. 77 ANERGFLTCHUET,

% 17 & : Oracle RAC M Risk Authentication MEEE 185






FTISE: T—AR—REHIT—ILDT=-8
91—

DT IT)r—3> H—I/I\DHTF

VA RNZEIZH LW E Yy N T v 754 — "~y KL
D, VATLDNRT =< VAR TI®ELZENHET, 7T —F—
APt SN DFEIEIC L T, TV r—vary =R ST
% Risk Authentication 2 > IR—R > R WRT —HRXR—=ZA~DT 7 & A% HRK
TH-ONC, FF LT —F _R— 2R A BT 5 A —N—~ RE [T

%i—ﬁ—o

B
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LDAP i T —ILDEME

LDAP &8 T — L DAL
UTo7 70 r—yay 3= "OREFMEICHOWTHH L ET,
Apache Tomcat

LDAP 55t 7 — )V 2B 2 121X, VA FOFIAIZHEVNE T,

1. ApacheTomcat 7 7' U 7r—v a v —n_"E A A —/LL, LLTD
URLZFEHLTA VA =N ET AR LET,
http://localhost:8080/

2. ATOSGFIZBEIL £,
<TOMCAT -HOME>¥conf¥

3. 7% AP 5 ¢ T catalina.properties 7 7 A V& B & £97,
4, 77ANMC, LLFOx= MY ZEBIMLET,
m com.sun.jndi.ldap.connect.pool.protocol=plain ssl
m com.sun.jndi.ldap.connect.pool.authentication=simple
m com.sun.jndi.ldap.connect.pool.maxsize=64
m com.sun.jndi.ldap.connect.pool.prefsize=32
m com.sun.jndi.ldap.connect.pool.timeout=240000
m com.sun.jndi.ldap.connect.pool.initsize=8
5 77 ANVERELTHALET,
6. 77V r—vary = "ERESHLET,

IBM WebSphere

LDAP £t 7 — L ZERK T D 12i%, L T O FIRICHEVE T,
1. WebSphere Administration Console {22 71 > L £,

2. [Servers] - [Server Types] - [WebSphere application servers] [ZFHE) L
£7,

3. RETHH—"%227Uv27 LET,

4.  [Server Infrastructure] £ <3 > C, [Java and Process Management ]

IV w7 LET,
5. [Process Definition] V> 27 %27 U v 7 LE7,

6. [Additional Properties] =7 = > C, [Java Virtual Machine] #7 VU v
7 LET,
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LDAP ¥ T —ILDEINE

7. [Additional Properties] =2 <= > C., [Custom Properties] %7 U v
7 LET,

8 [New] #7 Vw7 LT, BAXL TaXT 4 ZBIMLET,

9. LFORIZYARNINTWDLEREL, LHTEEZ~TIZL T [General
Properties] £ 7 a2 VB L ET, LARTEMEDORT T & (ZALEE % fi

VRS EDN DD £9,
Name E
com.sun.jndi.ldap.connect.pool.maxsize 64
com.sun.jndi.ldap.connect.pool.prefsize 32
com.sun.jndi.ldap.connect.pool.initsize 8
com.sun.jndi.ldap.connect.pool.timeout 240000
com.sun.jndi.ldap.connect.pool.protocol plain ssl
com.sun.jndi.ldap.connect.pool.authentication simple
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LDAP i T —ILDEME

100 EH] 227Uy 27 LET,
11. WebSphere % FFLE) L £,

Oracle Weblogic
BRI TEAD IDAP T3> DB NN

ZDO& 73 Tlik. Weblogic — 3O FEE) A 7 U 7 M T LDAP 55t 7 —
L IRTG A— B h G A FNEIC O T LET,

1. YATFAIR A LET,

2. Weblogic V= "DEEBAZ VT vDONRNw 7T v 7 ab—E{ERLFE
T, ZOAZ YT NMILLTOEFICH Y £7°,

domain-name¥bin¥startWebLogic.cmd
3. TXANTZT 4 TR YT MEREET,

4. Weblogic —"OEENMMHEINDI B v a ZUTFTo= M) &
BIMLET,

m -Dcom.sun.jndi.ldap.connect.pool.maxsize=64

m  -Dcom.sun.jndi.ldap.connect.pool.prefsize=32

m -Dcom.sun.jndi.ldap.connect.pool.initsize=8

m -Dcom.sun.jndi.ldap.connect.pool.timeout=240000

m -Dcom.sun.jndi.ldap.connect.pool.protocol="plain ssl"

m -Dcom.sun.jndi.ldap.connect.pool.authentication=simple

UFDa— K 2=~y NI, LDAP i 7 — /L /N T A —Z DFRIE I
TWLH TN A7 YT haeRm L TWET,

@REM START WEBLOGIC

echo starting weblogic with Java version:

%JAVA HOMESs¥bin¥java %JAVA VM% -version

if "e@WLS REDIRECT LOG%"=="" (

echo Starting WLS with line:

echo %JAVA HOMES¥bin¥java %JAVA VM% SMEM ARGS% %JAVA OPTIONS%
-Dweblogic.Name=%SERVER NAMES

-Djava.security.policy=2%WL HOMES¥server¥lib¥weblogic.policy %PROXY SETTINGSS
%SERVER CLASS%
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5.
6.

%JAVA HOME%¥bin¥java S%JAVA VM SMEM ARGS% %JAVA OPTIONS%

-Dcom. sun.jndi.ldap.connect.pool.maxsize=64

-Dcom. sun.jndi.ldap.connect.pool.prefsize=32

-Dcom. sun.jndi.ldap.connect.pool.initsize=8

-Dcom. sun.jndi.ldap.connect.pool.timeout=240000

-Dcom. sun.jndi.ldap.connect.pool.protocol="plain ssl"

-Dcom. sun.jndi.ldap.connect.pool.authentication=simple
-Dweblogic.Name=%SERVER NAMESs

-Djava.security.policy=2WL HOMESs¥server¥lib¥weblogic.policy %PROXY SETTINGS%
%SERVER CLASS%

) else (

echo Redirecting output from WLS window to SWLS REDIRECT LOG%

%JAVA HOME%¥bin¥java %JAVA VM SMEM ARGS% %JAVA OPTIONS%
-Dweblogic.Name=%SERVER NAMES

-Djava.security.policy=2WL HOMESs¥server¥Llib¥weblogic.policy %PROXY SETTINGS%
%SERVER CLASS% >"9WLS REDIRECT LOG%" 2>&1

)

T ANVERELTHEET,
Weblogic th— 3 & FE) L £ 9,

EERRY—/\EFERAL DAP T—IL T3V DIETE

1.
2.

WebLogic Administration Console (21 71 > L 797,

0w 7 ERREDK D > TV WAL, [Llock & Edit] ™¥ &7 U w
7 LET,

[Domain Structure] ~2A > . [Environment] - [Servers] |Zf8) L
7,

RETHY—NET )7 LET,
FRIDORA T, [ServerStart] 27 VU w7 LE4,

[Arguments] 7 4 —/L RIZ, A=A TCRY>TLLFDIVM 7 =
CEBEDET,

m -Dcom.sun.jndi.ldap.connect.pool.maxsize=64

m -Dcom.sun.jndi.ldap.connect.pool.prefsize=32

m -Dcom.sun.jndi.ldap.connect.pool.initsize=8

m -Dcom.sun.jndi.ldap.connect.pool.timeout=240000

m -Dcom.sun.jndi.ldap.connect.pool.protocol=plain ssl
-Dcom.sun.jndi.ldap.connect.pool.authentication=simple

[Save] #7 U v 2 LT, [ActivateChanges] #7 U v 7 L¥7,

WebLogic t— " ZFHiEE) L £7,
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JBoss 7 I r—a> H—N

LDAP #5577 — L 2B 121X, L FOFNEIZHE VN E T,

LUFOSGENcBE L7,
<JB0SS HOME>¥standalone¥configuration

T X% A~ =F ¢ T standalone.xm| 7 7 A L& B & £ 97,

1

LFDTvRT 4 2Bl £7,

<system-properties>
<property name="com
value="plain ssl"/>

<property name="com.

value="simple"/>

<property name="com.

value="64"/>

<property name="com.

value="32"/>

<property name="com.

value="240000"/>

<property name="com.

value="8"/>
<system-properties>

.sun

sun

sun

sun

sun

sun

.jndi.
.jndi.
.jndi.
.jndi.
.jndi.

.jndi.

T ANERGELTHLET,
JBoss AS & FECE) L £ 97,

ldap.
ldap.
ldap.
ldap.
ldap.

ldap.

connect.

connect

connect.

connect.

connect

connect.

pool.

.pool.

pool

pool.
.pool.

pool.

protocol”

authentication"

.maxsize"

prefsize"
timeout"

initsize"
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Apache Tomcat DEF2) 74 IR—TvDEDE

Javatx 2 VT 4 =R =T ¥ BAERREEIC, Risk Authentication 73
Apache Tomcat b TEIMEL TWARWEAIX, Tomcat DX 2V 7 % —
Vv A %hIZ LT Risk Authentication TEMET D L 51295722, LIF
DFNEUZHENET,

1.

10.

PLF @ Apache Tomcat DA > A N —/VFTICBEI L £ 7,
<Tomcat Home>¥bin¥

tomcat<version>w.exe 7 7 A L E X TN T U w7 LET,
[Apache Tomcat Properties] ¥ A 7 07 Ry 7 ANRFRINET,
Daval ¥ 7 %7 77 4712 LET,
[JavaOptions] 7 v a > C, LT MY ZBIMLET,

m -Djava.security.manager

m -Djava.security.policy=<Tomcat_Home>¥conf¥catalina.policy
[Apply] #7 Vv 7 LT, ZEEHRFLET,

[OK] #7 U >~ 27 LT, [Apache TomcatProperties] %A 7 17 R
7 AT ET,

PLF @ Apache Tomcat DIGFTIZEE L £,

<Tomcat Home>¥conf¥
fEE DT H A N =F 4 X T catalina.properties 7 7 A L& B & £9°,

VLR = — K% WEB APPLICATION PERMISSIONS &7 < 3 2B L %
R

grant {

permission java.io.FilePermission
"${catalina.base}${file.separator}webapps${file.separator}arcotuds${file.sepa
rator}-", "read";

permission java.util.PropertyPermission "adb.converterutil", "read";
permission java.lang.RuntimePermission "accessDeclaredMembers";

permission java.security.SecurityPermission "putProviderProperty.BC";
permission java.security.SecurityPermission "insertProvider.BC";

permission java.security.SecurityPermission "putProviderProperty.SHAProvider";
permission java.io.FilePermission "${arcot.home}${file.separator}-"
"read,write";

permission java.net.SocketPermission "*:1024-65535", "connect,accept, resolve";
permission java.net.SocketPermission "*:1-1023", "connect,resolve";

};
B o —) L (arcotadmin) B L N2 — 5 —% $— 1" R (arcotuds)
WX T DHERR 2T 53572012, UTo® 7 varzBMlET,
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grant codeBase "file:${catalina.home}/webapps/arcotuds/-" {
permission java.lang.RuntimePermission "getenv.ARCOT HOME", "";
permission java.lang.RuntimePermission
"accessClassInPackage.org.bouncycastle.asnl.*";

permission java.security.AllPermission;

I

grant codeBase "file:${catalina.home}/webapps/arcotadmin/-" {
permission java.lang.RuntimePermission "getenv.ARCOT HOME", "";
permission java.security.AllPermission;

I
11. 77 A NV ZRfF LT £,
12. Apache Tomcat % FFECE) L £7,
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pr—

)

<

i

IBM WebSphere 7.0.8.0. £7-1X 8.5 2% o vV — L2 RET 2854, [
VAHRAER] I PO—FHOEHR L ) — ) R—=TUA~DT I AT,
HTTPCLIENT =7 —NFRINALENRH Y £7, O X I 4E. LT
DOFNEIZHE D LERH D FT,

1. <install_location>¥Arcot Systems¥java¥webapps¥ /> HEH 2 — )L
WAR 7 7 A VT 7 BALET,

2. —HF7T L2 MU (f] : C:¥Arcot_temp¥) [T arcotadmin.war & = &' —
LET,

3. arcotadmin.war 7 7 A LV ONEZHH L F 9,

C:¥Arcot_temp¥arcotadmin¥WEB-INF¥lib¥ 7 1 L' 7 h U IZHiH &S5
JAR D 9 5 LIF®D JAR 73 IBM WebSphere TI:F T 4 75 U Z#ERk 9
LTI S NET,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar
m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar

m axis2-adb-1.5.2.jar

m axis2-kernel-1.5.2.jar

m commons-codec-1.3.jar

m commons-logging-1.1.1.jar

m logdj-1.2.16.jar

m axis2-transport-http-1.5.2.jar

m axis2-transport-local-1.5.2.jar

4. WebSphere Administration Console (27 74 » L ¥,
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5.

[Environment] %7 U w7 LTCT/H 5, [Shared Libraries] #27 U v 7
LET,

a. [Scope] N v X ornG ARhe AR Z 8N L5, &
PHICIX, 77V —varE2REATAZ—7 v F h—FE iR
)= REGDODHIVERNHY £9,

b. [H#] 27V v LET,
c. ZEiZANILET, Hil: ArcotAdminSharedLibrary,

d ZI7ANRREHRELEYT, FE3ITHHLEZETXTOIAR 7 74
IWDOIRAL T A NGNS LET,

i
C:/Arcot temp/arcotadmin/WEB-INF/lib/axiom-api-1.2.10.jar

e. [Apply]l 27V w7 LT, ZHEERFLET,

B oY —)LWAR 7 7 A V3 HFT (<install_location>¥Arcot
Systems¥java¥webapps¥) (ZBEI L £9,

77V r— g v P —NZ arcotadmin.war BB L £,
PLFOFIEIZHES T, THETA TV EHELET,

a. [Applications] Z27 U v 27 LT, [WebSphere enterprise
applications] 27 U > 27 LE7,

b. [arcotadmin_war] #7 VU v 7 LET,

c. [References] 2 >3 > T, [Shared library references] %#27 U v
7 LET,

d. [arcotadmin_war] ZE&4R L, [Reference shared libraries] 27 U
7 LET,

e. [Available] U A F7>% [ArcotAdminSharedLibrary] % 8&fR L .
[Selected] U A MZIB#EISHEET,
f. [OK] #7 V v 7 LCREEZHRGFLET,
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9.

UTFTOFNEIZHE-T, 77 A B—FDIEFBIORY —%2FELE
£

a. [Applications] - [Application Types] - [WebSphere enterprise
applications] #27 UV v 7 LE7,

b. [arcotadmin_ war] #27 U v 7 L¥9,
c. [Class loading and update detection] V> 27 %27 U v 7 LE7,

d. [Classloaderorder] 27 2 3 >, [Classesloaded with local class
loader first (parent last)] 47> a &2 @IRL£9,

e. [WARclass loader policy] 27 3 > C, [Single class loader for
application] 47> 3 U ABIRL 97,

f. [OK] 27V v 7 LTREXRGFELET,

10. 77U r—va rnFEEs SN EEER LET,

IBM WebSphere 8.0 3 LI 85 IC&EH o YV — L2 RBETIHE., [ X
HUORER] PO OEB Y — )L R—=T~DT I AT,
HTTPCLIENT =7 — R R SINDGERH D £, DO X5 RGHE. LT
DOFNEIZHE D BN H Y 97,

1.

<install_location>¥Arcot Systems¥java¥webapps¥ LB =2V — )L
WAR 7 7 A WMZT 78 A LT,

—BF7T 4 L7 N (f5] : C:¥Arcot_temp¥) [T arcotadmin.war & = E—
LET,

arcotadmin.war 7 7 f LV ONEEZHIH LE T,

C:¥Arcot_temp¥arcotadmin¥WEB-INF¥lib¥ 7 1 L' 7 h U IZHiH &S5
JAR D H 5 LR JAR 25 IBM WebSphere THA T A 75 U & ERT
LTI S NET,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m  axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar

m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar
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m axis2-adb-1.5.2.jar

m axis2-kernel-1.5.2.jar

m commons-codec-1.3.jar

m commons-logging-1.1.1.jar

s logdj-1.2.16.jar

m  axis2-transport-http-1.5.2.jar
m axis2-transport-local-1.5.2.jar

4. WebSphere Administration Console (22 7' A > L £,

5.  [Environment] #27 U > 27 LCh 5., [Shared Libraries] 227 1 v 7
LE7,

a. [Scope] w7 H 7 inh  Ah7p AIvEGH 28R L £ 7, &
FIZIX, 77V —vary T 5% —7 > b — " F i
)= REZDLMERH) 7,

b. [FH#H] 227V LET,

c. 4EiIEZANLET (=& 2L, ArcotAdminSharedLibrary) .

d Z7I7ARXREHELET, FE3I THHLEZTXTDIAR 7 74
IVDINA LT 7 AN E N LET,

il
C:/Arcot_temp/arcotadmin/WEB-INF/lib/axiom-api-1.2.10.jar

[Applyl #7V v 27 LT, BHERGFLET,

@
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6. BHElaL YV —/LWAR 7 7 AN d DT (<install_location>¥Arcot
Systems¥java¥webapps¥) (B L E7,

7. 7Y r—3 9 P— 3T arcotadmin.war & BB L £ 9,
8. UUTOFIEIIN-~T, ETA T TV ERELET,

a. [Applications] #27 U >~ 27 LT, [WebSphere enterprise
applications] #7 UV v 7 L%,

b. [arcotadmin_ war] #27 U v 7 L¥9,

c. [References] &7 =2 > T, [Shared libraryreferences] #7 VU v
7 LET,

d. [arcotadmin_war] Z&&JR L. [Reference shared libraries] %7 U v
7 LET,

e. [Available] U A 735 [ArcotAdminSharedLibrary] % 4R L.
[Selected] U A MZIB#EIHEET,

f. [OK] #27 Vv 7 LCREZRGFELET,

9. UFDOFIEIH-T, 77 A0 —HFDIEFBIORY o —2RELF
R

a. [Applications] - [Application Types] - [WebSphere enterprise
applications] 27 U v 7 LE7,

b. [arcotadmin_war] #7 VU v 27 L%7,
c. [Class loading and update detection] V> 27 %27 U v 7 L%,

d. [Classloaderorder] =7 2 3 > C. [Classesloaded with local class
loader first (parent last)] 47" a &R L £,

e. [WARclass loader policy] 27 -2 > C, [Single class loader for
application] 47 v g U ABIRL 9,

f. (OK] #7 Vw7 LTKREEZRELET,
10. 77U r—va UnFEE SN2 LR LET,
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&5 19 = : Risk Authentication SDK B LU
Web H—E XD ERTE

Z D& s 3 TlL. Risk Authentication 23MEfit4 27 7 r— g 0 7
ary oI A H—T7x2—A (APl) & Web VM —E 2R ET HFEIC
DWTHIA L E T,
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Risk Authentication API @D

e}

ax ;&

Risk Authentication API D% E

Risk Authentication (21X, Java APl Ot~ 3@ LT EJ, Risk
Authentication APl /X 77— U B FRE LT, L FTOBIEZ BT HZ LN
TEE,

U 27 O

T RS ADARL

o —H L F A 2O T OFER
BT 1 O EIBR

WOFNAUE> T EE W

1.

LT OGnicBE L ET,
<install location>¥Arcot Systems¥sdk¥java¥lib¥arcot¥

27 JAR (U R 7 Z¥Afi SDK : arcot-riskfort-evaluaterisk.jar) 7% 3Z3E 1 £
T,

SHIZ, AT IARDMKFT DL R D AR Mt S T ET,
m arcot_core.jar

m arcot-pool.jar

m arcot-riskfort-mfp.jar

(F 7> a ) B USETA 5317 SDK D JAR (arcot-riskfort-issuance.jar)
BRECEET,

=1L, ZOAPIE, 20OV Y —RTIIEIESHTEBY ., BICFLA
BEDT=DICOAREENTNET,
F:ZOAPIORDVIZ, 2 —VEHEWeb V—EXEEHTEET,
FERIZ DT, [Risk Authentication Web H—E ZABARE T A K| %
SR LT &N,
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Java API ME%E

Java API D% E

OB a Tl JavaAPl BT U r— g U CHERITE S L ) IE
ETDHFNEICHOWTHBAL X,

BE: SRITHEDATIC, Java APl Z324ET 5 72 DIZHEZR AR 7 7 A VDS,
<install_location>¥Arcot Systems¥sdk¥java¥lib¥ (21 > A h—/L STV 5
ZEEMBRLTLSTESNY,

Java APl Z R T 2 12iE. L FOFNEIZHEVE T,

E: LUFOFIAIL Apache Tomcat h— "% _X—ZX L L TCWET, HESH
TRE, EHLTWDET 7 r—y a3y =0 ko TE D S AR
HVET, TNOOFEOZEAZSONWTIE, 7TV r— 3y —D
F¥ a2 XA FEZHLTIIEIN,

1.

UFOBHNS, UFOYARDIAR 7 7 A )VEa™—LE7,

<install location>¥Arcot Systems¥

<APP_SERVER_HOME> 7 4 L7 F U NOMY)/2GFTICE NS ZEE L
7,

$i : Apache Tomcat DA, Z OLFATIX
<Application_Home>¥WEB-INF¥lib¥ T3,

m /sdk/java/lib/arcot/arcot_core.jar

m /sdk/java/lib/arcot/arcot-pool.jar

m /sdk/java/lib/arcot/arcot-riskfort-evaluaterisk.jar
m /sdk/java/lib/arcot/arcot-riskfort-mfp.jar

m /sdk/java/lib/external/bcprov-jdk15-146.jar

m /sdk/java/lib/external/commons-lang-2.0.jar

m /sdk/java/lib/external/commons-pool-1.5.5.jar

#5 : Apache Tomcat5.5.x Clx, ZiLH®D 7 7 A /L% C:¥Program
Files¥Apache Software Foundation¥Tomcat
5.5.31¥webapps¥<Your_Application>¥WEB-INF¥lib¥ {2 = &"—F 2 M HL)3
b ET,

VI FOFNEIZAHE > T, logdj.properties.risk-evaluation 35 JXL O
riskfort.risk-evaluation.properties 7 7 f /L 2R E L £7°,

EIN==N

n T — g SITERTER A D loghj.properties.risk-evaluation 7 7
ANBT TIEDHSHAT, UTOuTREZ 7 A Ve~—Y LE
ER
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a

U
33

E

<install location>¥Arcot
Systems¥sdk¥java¥properties¥log4j.properties.risk-evaluatio
n

BIW

<install location>¥Arcot
Systems¥sdk¥java¥properties¥riskfort.risk-evaluation.proper
ties

77 lr—3 3 T logdj.properties 7 7 A JVINERIE XA TR0
G5, LT OFIRICIENE T,

a. log4j.properties.risk-evaluation M4, Hij % logdj.properties (225 &
LET,

b. riskfort.risk-evaluation.properties & logdj.properties & ~—3" L

ij—o

c. logdj.properties 7 7 A /L& LA FOEGFTICa v — L7,
<Application Home>¥WEB-INF¥classes¥properties¥

#i : Apache Tomcat 5.5.x TlX. log4j.properties % C:¥Program

Files¥Apache Software Foundation¥Tomcat

5.5.31¥webapps¥<Your_Application>¥WEB-INF¥classes¥ |Z 2 &'—13" %

WD F7,

S APL & F O OFEIC SN TIL, <install_location>¥Arcot
Systems¥docs¥riskfort¥ Arcot-RiskFort-8.0-issuance-sdk-javadocs.zip (2 & %
Risk Authentication Javadoc # & L T 72 &1y,
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Risk Authentication Web H—E XD ELE

Risk Authentication Web H— & X 2 F§ 9% |ZIL. arcotuds.war 7 7 A /L %
R L £,

Risk Authentication (%, =—¥_ #fk. v AT L OEHEZEITTH-D, B
SO RV MM A FITTHEDODO Web —ERZULLES, i bD
Web —E ZAH® WSDL (%, LA TFOEATICH Y £97,

<install location>¥Arcot Systems¥wsdls¥
WSDLZFERL=I5/47 b a—F D4R

Risk Authentication /X 77— D A A h—/ L% . Risk Authentication |21
B9 HWSDL 7 7 A VEMHEH LT, a— MET 2555 Cr 747 AX
TEAEKRLET, TNHDOWSDLIZE Y Web F—E R 7 F A7 N,
Risk Authentication ¥— /N EI@{E AIHEIC 72 D) £97,

BE: 79472 F a— FOAEREZFTT HHEIICZ, Risk Authentication /X
T WIEFIZA VA =L &, =\ CH DL AR L E
‘ﬁ_ﬂo

WDOFNEIZHE S TLTEE
1. 70— gy —R_EERLET,
2. UTOLGTEEILE T,

<install location>¥Arcot Systems¥wsdls¥<required folder>

3. MERWSDLZ 7 A V(L TFORESB)ZFEHL /77947 F 23—
REAERKR L ET,

WSDL 774 )L

Description

admin/ArcotRiskFortAdminWebServic | /L — /)L OFERK B L OVEBICHT L TERA SN E T

e.wsdl

B oY — VORI L IEEEITINDHRE,

riskfort/ArcotRiskFortEvaluateRiskSer | U & 7 Il D 4TI L £ 7,

vice.wsdl

uds/ArcotUserRegistryMgmtSvc.wsdl |z~ 7 v ZNOMBROIERR & EEO - OIFEH L £,

uds/ArcotConfigRegistrySvc.wsdl =W TN A TOEREERIHEHLE T,
uds/ArcotUserRegistrySvc.wsdl =PRI R2—F T hHh T FOVEREERRIZHEN L £
‘éAO
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Risk Authentication Web H—E XD % FE

4. 77V r—g v —"EHEEEL £,

5. 779 UY 74 RUT, = RRA L FURL (BLTFOREZSR) 127
JHALT I7ITAT Y "3 Web Y —ERIZT 7B ATEXHME I

iR L ET,
Web H—E X URL
ArcotRiskFortAdminWebService http://<rf_hostname>:<rf_port>/services/Arcot
RiskFortAdminSvc
ZIZTHRETAT 74N~ A— ML 7777 TT,
ArcotRiskFortEvaluateRiskService http://<rf_hostname>:<rf_port>/services/RiskFort
EvaluateRiskSvc

ZITHRET LT 74N b A= MIT778 TT,

ArcotUserRegistryMgmtSvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotUserRegistrySvc

ArcotConfigRegistrySvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotConfigRegistrySvc

ArcotUserRegistrySvc http://<app_server_hostname>:<appserver_port>/arcotuds/se
rvices/ArcotUserRegistryMgmtSvc

E:lava 7 A T 2 POERKROFEMIZ OV TIX,  TRisk Authentication Web
P—ERAMBEETA K] 22 LTITEE0,
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TINA R ID H KU DeviceDNA DERTE

T INA A ID B K DeviceDNA DERTE

Risk Authentication |X. 7 /34 A ID & DeviceDNA ZfEifH L C. rTF %7~

var Il —YRERT TN AR L B LET, T3 A ID
X, = R 2—HFDOT A X EIZENENET, T3 X IDIERITKE =
fbEnTWET,

ATz, = KR a—HDF /31 A FIT Device ID k& 547> 9 %

RLET, TI7A4 0 A RTIE mOBKFHRA ML —Y T 9T

7

n FIGTAVARNT  TITA L ARTIE, R a—PDT A A
FOXEEA NT T, FITA L A NTIZHB IS T 51 A ID I,
TV Xy v 2Dl UTRRT T 7Y Cookie DHIFRZ: E, — )72
TR a2—H T arTITHIRTEERA, 77714 A NTIL,
Risk Authentication 7 7 A4 7>k U U —X 21 IETHHR— ST
WET,

m HTMLS TiEflish s e —h/v A hLb—

m UserData X b7 : Z DA | 7% Microsoft Internet Explorer "C ™ A H
TEET

m  Cookie A b7 : i . Microsoft Windows TlX, /34 Z IDIZLLTFD
WTENND T AV FITHA S E T,

= Microsoft Windows 7 ¥ 721X 2008 _E Internet Explorer
C:¥Documents and Settings¥<user profile>¥Application
Data¥Microsoft¥Windows¥Cookies¥

= Microsoft Windows 2003 ¥ 721X XP _E @ Internet Explorer
C:¥Documents and Settings¥<user profile>¥Cookies¥

m  Mozilla Firefox
C:¥Documents and Settings¥<user profile>¥Application
Data¥Mozilla¥Firefox¥Profiles¥<random dirname>¥cookies.sqli
te

m Safari
C:¥Documents and Settings¥<user name>¥Application Data¥Apple
Computer¥Safari¥cookies.plist

EE : Risk Authentication 7 7 A4 7> h /X— 3 2 2.0 LI, 734 A ID 1%
Flash cookie & L CIIM SN ERE A, LLETO U U —Z) 5 OREAFED Flash
cookie NIEIET D EE . Z3L 5 D Cookie X, Z D& 7 a3 »THIWZ/R LT
AT O LDICHBMICBITSNET,
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TINA R ID KLU DeviceDNA DERTE

FINA R ID BELU DeviceDNA DUREIZHLELT7AIL

Complete A A h— /L& FEITT 50>, £ 721X [Choose Install Set ] [E [ T Risk
Authentication #Afi SDK F 7213 Web $h—E 2% A1 A h—/L§ 5 Z L &%
WI2E, UTOT7 7 A AHBEBIRINZA A M=V INET,

<install location>¥Arcot

Systems¥sdk¥devicedna¥riskminder-client.js

DT 7 AT, TN ZID B L DeviceDNA ZFEB L O ET 57~
DO AR L F7,

FINA R ID B LU DeviceDNA DINEDEZE

Cookie # 2 K —H 3 o —ZIZBRET HIZIX, Cookie Z#HUfGF 7=
WIRET HT 7V r—3 3 v =T riskminder-client.js Z 1819 2 /58
NH0 FET,

IROFIEIZHRE> T TEEIV

1. devicedna 7 4 L 7 kY (K% <install_location>¥Arcot Systems¥sdk¥ 7>
5, B2 Web 7 7V r—varF 4Lz M)icar—LEd, @
. Web 77V r—a v T NAFIILLTOSGFTICH Y £77,
<APP_SERVER HOME>¥<Your_ Application Home>

2. WHIRT 7V r—3 g 2 X—|T riskminder-client.js 7 7 A /L %180
LET, ZNBHDT7 7 AL, index.jsp 3E LD 7 4 VZ B AHxt
BIZRNLEC S D 7 A NFIHFIET H 2 L afifes LET,

<script type="text/javascript"
src="devicedna/riskminder-client.js"></script>

LIRTDYY)—ZA MBS D Flash Cookie DT

Flash Cookie X, 7 /31 A ID DU K L THR— h e 20 £ Lz,
727120, LETD U U —Z 5 DBEFFD Flash Cookie WIFIET D4, i
5@ Cookie X, LAFOWT D H A RO 15314 2 1D} L T DeviceDNA
DL THHEN TWDE X A7 2% T Lz &, =V K 2—F0F
NAAETHYR—=FENDAFNTO1IDCHEBMICEBITESNET,

m  Risk Authentication Java BAZ#& A K
= Risk Authentication Web — B ABR#E T A R
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TINA R ID KU DeviceDNA DR TE

Risk Authentication (X, 7 — % Z{R#ET H72DIN— KU =7 X =2V
T4 TV 2=/l (HSM) ZP R —FLTWET, HMEZFEH L TTF—#
R EALT DG, T X RARGFEINTWDLT —XILHSM IZH D
X—%fHL TR fbEnE T,

EZokBZ v a TSN TWAEREZEIT O BIIZ, HSM P — B X
II7A4T v ety b7 w7 L TCUWT, HSM NIZ 3DES F—Z % L T\
HZEEERLET, (7 a HMEZHEH L T BE545 D) HSM
DFEM] 2SR LTIEEN,

Risk Authentication |, Y7 b7 =7 (§/W) T— REFEHL TTF—# &
T LET, FD=d, F— &/~ K7 =7 (chrysalis & 721 nfast)
WCEEST HMENRHY £9°, arcotcommon.ini 7 7 A /LD
[arcot/crypto/device] 7 > a VA LT, ZhaxFEITLET,

2. ZOT7 AN, BB HSM R ET DO OER D 7 =
VBV ET, BEOY Y —ATIHLLFO LB T,

m LunaHSM ([crypto/pkcslimodules/chrysalis])
m nCipher netHSM ([crypto/pkcs1imodules/nfast])

FXE LTV D HSM IZEESW T, kb3 %' 2 22 T sharedLibrary /37

A—ZZEELET, HSMIEHREZIEELZO, HSM F— T2 L
C securestore.enc 7 7 A /LA FHAER L, HSM Z#1H{E L T, HSM % —%

f# 42 X 91T Risk Authentication & fJ#i{k. L £,

Risk Authentication 4 A b —F (%, A A h—)UIKEIZ, 2D HSM BHEfE
WAERTTDELHIERLET, =720, T—HFE5{bET— ROEHEL,
Risk Authentication T E72Z DD HSM [EIRDOFRE 7L £, 0 D HSM 7%
ExEEET DAL, LFOFIRICHENET,

WROFIEIZRE- T TEEV :
1. AR OSICBE L E7,

<install location>¥Arcot System¥conf¥
2. securestore.enc DNy 7Ty T LD FT,

3. <install_location>¥Arcot System¥conf¥ 7> 5 BEA7 D securestore.enc 7 7 A
N HIBRL £,

4. V7 vy =T (S/W) mHon— R =7 (chrysalis 7214 nfast) (27—
A5 54T — K& Z 8 L C. Risk Authentication 23 % & 9° % HSM 1k
ZaET DT, L TOFNEIZENE T,

a. LLTOLGATICBE L £,
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TINA R ID KLU DeviceDNA DERTE

<install location>¥Arcot System¥conf¥

b. 7% Xk =5 ¢ % T arcotcommon.ini Z & £9,
c. [arcot/crypto/device] ¥ 7 > 3 T, LT O#ELZFEITLET,
s Luna HSM (2%} L T, HSMDevice /X7 A — ¥ % chrysalis |25 E L

£75

E/ B

» nCipher netHSM 2%} L T, HSMDevice /X7 A — X % nfast |
LE9,

d. BET D HSM [Z)ts U T, sharedLibrary /XT A —4% % HSM T A 7 5
U 77 ANDDL5FTIRE LET,

m LunaHSM 74 7 Z U DT 7 4 /L F O,
<SYSTEM_DRIVE>:¥Program Files¥LunaSA¥cryptoki.dll T3,

F720%

» nCipher netHSM @O 7 /b ks D3FFTIE,
<SYSTEM_DRIVE>:¥nfast¥bin¥cknfast.dll T3,

E v va U THEMARERZDOMD HSM R E /ST A —H D
FEAIZOWTIL,  Tarcotcommon.ini] ZZM L T 7Z &0,

e. arcotcommon.ini 7 7 A )VEEF L CHU F1,
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TINA R ID KU DeviceDNA DR TE

DBUtIl ¥ — /N & HLL FOSGATICEE L £7,

<install location>¥Arcot System¥tools¥platform¥

LFDa~<y RaiH LT DBUtIN Y — /L& FITLET,
EUTFOav FCRET 57— 52 2
(<Database_Username>) TlX, KILFE/INLFENRRBISIVET,
a. dbutil -init <HSM_Key_Label>
X : <HSM_Key_Label> %, HSM (ZAFET % 3DES F—IZxHis L £,

Eieoa~r RIZFEE L7=%— 7L T securestore.enc 7 7 1 /b
ZERC L E T, ERS e 7 7 A Vid, <install_location>¥Arcot
System¥conf¥ [Z{RfF S IVE T,

b. dbutil -i <HSM_Module_Name> <HSM_Password>

3¥: <HSM_Module_Name> L. Luna HSM D354 1% chrysalis. nCipher
netHSM D355 1% nfast T,

i~ RiZHSM 2018 L £9,

c. dbutil -pi <DSN_Name> <Database_Password> -h <HSM_Password> -d
<HSM_Module_Name>

7¥: <DSN_NAME> X, Risk Authentication 7 — & “X— R |2 ¥ 3~ 5 7=
®|Z Risk Authentication ¥—/ 73 f19°% ODBCDSN 45 L £,
<Database_Password> 1%, 7 — % X— A I H - O H S
HIXAT— RERLET,

ROz~ RiE, HSM ZffiH L T 5k S 4v 5 & 9 12 Risk
Authentication %— 3 5 — % Z@IH{L L £ 97,

d. dbutil -pi <Database_Username> <Database_Password> -h
<HSM_Password> -d <HSM_Module_Name>

7 : <Database_Username> IX. Risk Authentication 7 — & ~— R |ZH%
e oI EN 2 —FAERRLET,
<Database_Password> 1%, 7 — % X— R |ZHH T H - OIFEH S
HINAT— REHLET,

FROa<xy FE, HSM 2 LT fbansd Loz, &=
I NBLOA—Y TS =X T 2L £ T,
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FE 208 A RAL 7O 3 mEN

Risk Authentication D& F ¥ R VIZIEL, —HD T 7 > a U BNEEAHT 51T
WET, Flo, T/ va i —% LAY EEEM T LTV E
9, Risk Authentication ®/L—/LiX, ¥ XNV EIET ¥ 2D v T

T BT 7 v a VCEET b L A N ORREDOMAE DR TT,

IOk arTiE, BAXL T I a2 BINT 5 FIEIZ OV CRA
LET, DRAXLAT 7 arOBINTE, 77y a it s s
NHDHT ¥ FNVERELET, TOF ¥R L TERSINTHOT
7 va CEEMT ORI LAY NI BT LWT 7 va vk HEIICE
BT ONET, ZNHDOZ LA REFEHLT, HiLWT 7 aro
=V EREETE £ T,

E T RTOF v xAVTHIARGERT 72 a VO — IV EREES 5
B ETEF v RNTT I a rEBBNTALERSH Y £17,
LTDFIEIZHREWLNET,

1. (FFTay) FHLWT 7 g o2 BEAT 5T v RV OLRTINARH
RGEIE. LFOFIRIZHENET,

a. GAX L (EMa Y —nicus A4 LET,
b. [V—tABIOY—ROKRE] #7277 LET,

c. MR RX—R=a—D [NV—)VEFH] I a3 T, [IL—ILEB
SORa7Y o 7EHR] Vo 2ar ) w7 LET,

d [ERL—LEY F] URAMMBL—L vy FEERLET,
e. [BrLwWL—LoEml 227Uy 27 LET,
f. BiLWTI 7 varziBNTa2Fy 2 LO4H2EXEDET,

2. [F=FN=X V= NDFGE) 1T A P ENTN DT —F = AR
NHDHZ EEMERLET,

3. T—HR_R=RcursA4 LET,

4, UTFToa~vwr REFEITLT. 77 va BT 5F v x/L®ID &
BLFET,

select channelid from arrfchannel where
channelname='<channel-name>"';

Z Dz~ R TClL. <channel-name> % F % ZI)V O RICE XH 2 £,
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TINA R ID KLU DeviceDNA DERTE

5. LFowFnmnoa~wy R34 TLE T,

FETT A~ R, <channel-id> %, BiIOFINETHeEL L7-F v *
JVIDICE XLz £, FARIC, <action-name> % F v IV DA R E
EHAET, TV a AE EERFRBIOT AT RS
PZENTEET, 7273 4T, oMo FIIFEHA T8
/\/o

s MSSQL Server DFE
EXEC ADD CUSTOM ACTION <channel-id>, '<action-name>'

m Oracle 7 — ¥ X—ZADLHE
set serveroutput on;
execute ADD CUSTOM ACTION(<channel-id>, '<action-name>');

s MySQL DA
call ADD CUSTOM ACTION(<channel-id>, '<action-name>');

6. ¥vviarU 7Ly LFET, FIEICOWTIE, [Risk
Authentication BEE T A K] 2B L T 7Z &V,

7. UTA2FEITLTC, 77 varRNERICGBINESNT-Z L 2R LET,
a. WHlavY—nlzue A LET,
b. [NW—ABIORZRa7y /& BmcBeE LT,
c. [HLrwir—nuoEnl 279 vy7 L£E7,
d FLEBMLETZYarn [T7vay] VARMIEFERENT

WAHZ EEMERLET,

T varyPBMENEl L EMER L%, TR e L TH LWL
V=V DOREEE B TE £,
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{sF£% B: Risk Authentication D TS5—NDrS5J
Wora—5429

Z DOfF% Tl Risk Authentication O FHRRIC R A4 5 AIREME N B H = T —
RS D DICESTHD N T TNy 2—F 4 > T FIEICHOWTEHA L ET,
NI TNy a—T 47 FEw 71X, Risk Authentication D45 =2 AR — %
Y RMIESWTUTFO L ITpEEINTWET

s (VA= TT—

m Database-Related — 5 —

m  Risk Authentication F—/3 = 5 —

m SDKT 77—
n Ty L —RxTT—

NTGTNY a—T 47 B AT %FITT DA, Risk Authentication O =
T IT7ANTET=NoOLENEINPEHERLTIIEIN, T 74/ KT
1L, 72 7 7 A WiE 9T <install_location>¥Arcot Systems¥logs¥ 7 ¢ L 7
MUIZRIFEENET, LA FDORIZ, Risk Authentication =T > AR —F% > h D
TI7xNb s Ty AN ERLET,

Risk Authentication O
UiR—3k

T2714IL£ Description

Risk Authentication
P

arcotriskfortstartup.log ZDT7 A ML, TRTOEE) (F—F)
T a U REERSAIVET, Risk
Authentication — B A 2MELHE) L 72 WA
MR ZRET D7D 7 7 AL
DIFRNESNLH ET,

arcotriskfort.log Z D7 7 A VIZIiX, Risk Authentication —
NIZE o T, FEERZICAE I T
DY 7T A NPEERINET,

b R —

arcotriskfortcasemgmtserver.l | Z D7 7 A JVIZIE, r—AEFRICEHT 5T
og RTOEE) (F—F) 77 v arnigks
NWET, F—AEFHRy—EXNEE) L7220
e, MEORKNEZRET 572D 0

77 A NDIERPIEFITRLH ET,
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TINA R ID KLU DeviceDNA DERTE

E(/i;l;filin;ication - J7AL4IL4 Description
arcotriskfortcasemgmtserverst| Z D 7 7 A V2%, F—AEHY—NZ
artup.log LoT, HEIZRILEINIZTITOY
J T A MPFLERSIVE T,
B o) —)L arcotadmin.log DT AT, BHa L Y — L OREME
DELEk S E T,
o —#% F— % H#— |arcotuds.log DT AN, 22— T —F —E R
(= (UDS) DHEEMFEEREINE T,

Foohnbou s 7y A VOFEMIC OV TIL, [Risk Authentication & FE 4
4 FJ Offdk TRisk Authentication D 7] ML T 7230,
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& 21 E: Risk Authentication D 721> X

b—IL

Windows D =1 > k @ — /L /% L) 5 Risk Authentication 27 > A A b —
IWT B, FRET oA A N—F 77 A VEF4T L T Risk
Authentication Z > AT LB HIBR T £,

TUoAVAR=N TR REET LIEL, VAT ALK -S> TV 5D WAR
T ANRCASTINEZ I V=0T o7 TH2D,. ToA VA M—=LEDHX
AT HFITLET,

BEZE: Risk Authentication 27 > A > A h—/L9 5 L X T, wmHINITFD A
F—~ZHIBRELTODL, T A v A MV ATV ET,

Strong Authentication & Risk Authentication O[] )5 % A > A h—/L L721& (T
Risk Authentication D&% 7 > A A h—L T AESIX. UTo® 7 v 9
WCFLH SV TWD A RIA NNV ET, TNHDHA R4 A2t

9 Z & 12 Xk o T, Strong Authentication TEAH ST\ A @ a v iR—x
FSHIBRE T IIERE SNEHF A,
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Risk Authentication —/\DF7 A A —)L

Risk Authentication —/\OF7 A2 A—)L

Risk Authentication Z 7 > A LV A h—)L T 5 L FT—HERXR—2% 7 VT4 5

7z

WICWER T 7 ANBLORZ ) 7 R T_XTHIBRENET, Risk

Authentication 7 — % X— 2 Z HIBRT D MLEN H HIGE 1L, FelcETeRiic

[Risk Authentication A ¥ —~ DHIE] ML T 72 &0,

B & : Risk Authentication ™% (Z Strong Authentication -1 > A h—/L L7z

%

&l&, Strong Authentication — 3% 7 > A A h—/L L TH 5 Risk

Authentication — 27 L A VA h— LT AHMENH Y 97,

RDFIEIZHE> TSN

1.

UTFoarR—xrbazyyy MEUCLET,

m  Risk Authentication #—/3

n T AEEER o — P

m  Risk Authentication DZ DD a2 R —x > BE SN TND T
NCOT TV r—vay =

BELa LY — BTV EAIFA £,

INI 7 7 A /L, ¥ L O Risk Authentication DR ERHE D Z DD 7 7 A
INTRTCEALSNTWAZ L 2R LET,

arcot/ 7 4 L7 M UIZEEIL £9,

A FDa~ 2 K& %47 L T Risk Authentication D7 > A A h—/L %
BB L £

sh <install directory>/arcot/"Uninstall Uninstall CA Risk
Authentication"/Uninstall CA Risk Authentication

TUA VA= T 4P =R TCLUTOFEEZFEITLET,

n  [1] Z#$ETH L. [1-Completely remove all features and
components.] A7 a UNBRIRSNET, ZOFT g o TIL
AVAR=ALEINTNDITRTOAVR—FR L T A VA

f—T&ET,

m  [2] Z¥EETDH L. [2-Choose specific features that were installed
by InstallAnywhere.] Z7°' >  a U &ERSNET, ZOF TS 3
TiE, BIR L7 A= METEBIEDO VAT ANET A
VAR—LTEET,

BE FEOHEEEZT VA VA M—AT 5L, arR—3xr b EA
VANV LTED E T DNEF TITWE T,

218 41 A—JL HAK(UNIX TS5y b T4+—LH)



Risk Authentication H—/SDT7 A2 A —JL

Bl . RISk Authentlcatlon P —ROBIEHa Y — LA A A =L L
=% aE, BHla Y —NVET A A =)L LTHh 5 Risk
Authentication Y—RET A A =L LET,

Enter ¥ — & L CHER L, 7oA VA h—Va&fiF£7,

s [1] ZHELESEAE. FIHE ICERET,

E T A VAN ADRETTHETEDDPDLDLGERHY £,
s [2] ZEEELEEAIE. FIES ICERET,

[2] %’i’?‘ﬁr’ﬂﬁ”é L. [Choose Product Features] E[EINFE I E
T, ZOWEIZIE, BED T AT AIA VA F—LEN TV 5 Risk
Authentication = /ﬂ’\“—* v EREREINET,
BEDAVR—RV NETUVA VA=V TEEEDOR) a2 KR—
I hEFEANIL (W~ TXU->T) | Enter X —Z L F7,

E T A VAN —ARETTHETEDD DG ERDH Y £,
TUALVARN—INETTDH L, [UninstaIICompIete] HEEAFR S
N, a~r K 7o 7 MIEY £,

Enter X — 2 L CU AP —FEKTL. 7 VAV A—VEETLE
7,
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TUoAV A= ILIED BRI DET

ToADA—ILZEDEARI DREIT

Risk Authentication = > iR —F% > F N T RTHIFREES N TWD Z & 2 HERT

%

(ZiE. LT OFIEICENET,

RDFIEIZHE> TSN

1.

T oA A N NIRIIEE IR Te o T2 A 1E, <install_location>/arcot/
T4 L7 N EHIBRLET,

¥ 2@ Advanced Authentication #iL 7231 A h— L EN TV 5
AT BT, 7oA VA M—)L3 Dtk DR Risk Authentication C
HDHGEIZRY, 20T 07 MY EHIBRLET,

TV —va s = NEEIE L ET,
<APP-SERVER-HOME> N D) 7275 4 L7 U x5 L0 F D WAR
T ANERIBRLET,

¥: 2 2T, APP-SERVER-HOME %, 77V r— a3y H—,N (fi .
Apache Tomcat) N A VA h—LENTWAHT 4 L7 ") RREFRLE
R

WAR 7 7 A LV OHIBRDOFEMIZOWTIZ, 77V r— g =X

VHE=DRF2 A M ESRLUTIIEEN,

m arcotadmin.war : FHEla YV —)L

m arcotudswar : L—% F—% H—t X (EBASINLTWDHEA

m Risk Authentication-8.0-sample-application.war: %> 7L 7 71 /r—
vay

m Risk Authentication-8.0-sample-callouts.war : H> 7 /L 22—/ 7 7 |

F OB AT LR L TV DA, U757 ) r—va s

EREALIEVATLATINGD 7 7 A NVERLTIIZIN,

T—H_X—Z L LTO0racle 7—#X—X&HH L TW\W=85E1X, Risk
Authentication 7 —# N— 2 ZFIT L TNDH VAT A D
tabspace_arreports_<time_database_was_created>.dat 7 7 A /L & HIER L
EJUaN

Risk Authentication DA > A F— LIFIZHERY L72 DSN = > ~ U 725 { 8))
FIZHIFR STV R WGEIE, D07 7 A VZHIBRL £7,
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ToAD A= )LRDBRAIDEIT

oz Y EYIET AHIT1E. odbe.ini 7 7 A L OIRAESEICBE LT
FANZT A X TIOT77ANERE T DHT—FX—Z =k
U AEIRLET, ODBC DJ/EITHSEX . ZDO7 7 A ML FOWT
NWIOFFTICH D AREME N H VY £,

m /etc/odbc.ini

m /usr/local/etc/odbc.ini

E 21 E: Risk Authentication D7 A2 Ak—JL 221



	CA Risk Authentication インストール ガイド （UNIX プラットフォーム用）
	CAへの連絡先
	目次
	1： はじめに
	システム アーキテクチャ
	ネットワークまたはインターネット用の Web 層の使用
	アプリケーション サーバ用のアプリケーション層
	ストレージ用のデータ層
	Risk Authentication コンポーネント間の通信


	2： 新規インストールを実行する方法
	展開モデルの選択
	単一システムへの展開
	分散システムへの展開
	高可用性環境への展開


	3： インストール前のタスク
	データベース サーバの設定
	Microsoft SQL Server の設定
	Oracle サーバの設定
	MySQL サーバの設定

	データ ストアおよびデータベース情報のセットアップ
	クライアント システムの UTF- サポートの設定
	HSM の要件

	Java 依存コンポーネントの要件

	4： 単一システムに Risk Authentication を展開する方法
	Complete インストールの実行
	データベース スクリプトの実行
	データベースのセットアップの確認

	アプリケーション サーバを準備する方法
	Java ホームの設定
	アプリケーション サーバへのデータベース アクセス ファイルのコピー
	アプリケーション サーバへの JDBC JAR ファイルのコピー
	Enterprise Archive ファイルの作成

	管理コンソールの展開
	管理コンソールへのログイン

	システムのブートストラップ タスクの実行
	Risk Authentication サーバ サービスの開始
	Risk Authentication ケース管理サービスの開始
	ユーザ データ サービス（UDS）の展開
	ユーザ行動プロファイリング アプリケーションの展開
	サンプル アプリケーションの展開
	インストールの確認
	サンプル アプリケーションをリスク評価に使用する方法
	インストール後のチェックリストの適用

	5： 分散システムに Risk Authentication を展開する方法
	1 つ目のシステムへのインストール
	データベース スクリプトの実行
	アプリケーション サーバを準備する方法
	Java ホームの設定
	アプリケーション サーバへのデータベース アクセス ファイルのコピー
	アプリケーション サーバへの JDBC JAR ファイルのコピー
	Enterprise Archive ファイルの作成


	6： 管理コンソールの展開
	管理コンソールへのログイン

	7： ブートストラップ タスクの実行
	8： Risk Authentication サーバ サービスの開始
	9： Risk Authentication ケース管理サービスの開始
	10： ユーザ データ サービス（UDS）の展開
	11： ユーザ行動プロファイリング アプリケーションの展開
	12： インストールの確認
	13： 2 つ目のシステムへの Risk Authentication のインストール
	2 つ目のシステムへのサンプル アプリケーションの展開
	Risk Authentication サーバと通信するためのサンプル アプリケーションの設定
	サンプル アプリケーションをリスク評価操作に使用
	初めてのユーザのリスク評価および後評価の実行
	ユーザ アカウントの作成
	既知のユーザのリスク評価および後評価の実行
	デフォルト プロファイルの編集およびリスク評価の実行


	14： インストール後のチェックリストの適用
	15： サイレント モード インストール
	サイレント モード インストールのガイドライン
	デフォルト プロパティ ファイル
	プライマリ データベースの詳細
	バックアップ データベースの詳細
	暗号化の詳細

	サイレント インストールの実行

	16： ユーザ行動プロファイリング モデルを展開する方法
	前提条件の確認
	データベースの設定
	Microsoft SQL Server の設定
	Oracle サーバの設定
	MySQL サーバの設定

	データベース スクリプトの実行
	データベースのセットアップの確認
	ユーザ行動プロファイリング ソフトウェアの展開
	ユーザ行動プロファイリング モデル用の CA Advanced Authentication の設定
	新しいユーザ行動プロファイリング モデルを適用するルールの設定
	ユーザ行動プロファイリング モデルの確認
	ユーザ行動プロファイリング モデルの削除
	ユーザ行動プロファイリング モデルの無効化
	ユーザ行動プロファイリングのアンインストール


	17： Oracle RAC 用の Risk Authentication の設定
	arcot-db-config-for-common-2.0.sql スクリプトの更新
	arcotcommon.ini ファイルの更新
	データベース接続の詳細の更新

	18： データベース接続プールのためのアプリケーション サーバの設定
	LDAP 接続プールの有効化
	JBoss アプリケーション サーバ
	Apache Tomcat のセキュリティ マネージャの有効化

	A： IBM WebSphere への管理コンソールの展開
	19： Risk Authentication SDK および Web サービスの設定
	Risk Authentication API の設定
	Java API の設定
	Risk Authentication Web サービスの設定
	デバイス ID および DeviceDNA の設定

	20： カスタム アクションの追加
	B： Risk Authentication のエラーのトラブルシューティング
	21： Risk Authentication のアンインストール
	Risk Authentication サーバのアンインストール
	アンインストール後のタスクの実行



