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KEAHL, (mFZA4v] 227 ) v 7 LET,

CA Advanced Authentication D7 > F ( 7 R—IUNERINE T,
CA Advanced Authentication DX 1) T2 R EIE

CA Advanced Authentication ZfEfH L CW A, 77 v v a w20 L
- B DI HILEE )N CA Risk Authentication Z{RE T 57-Dl2, kDO Z &
PR L TS TEE 0,

n MOTFV = a7 I U vy g A LR,

n A= VEBIELRPLMOY A R EBAR,

= CA Advanced Authentication D7 DIZJk LU\ S AU — NHRZ i3 5,
m  CA Advanced Authentication O #2343 2 77 7 M5,

n Byl arORTRIZTIUF U RUZBL S,
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FEAY—ILADTIER

. ETTHMEOHLX A7 G LT, BHEICHET 20— /L& E )Y
T2,
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INRAT—RETAT7AIVIEHRDER

INAD)—RETAT7AILIEHRDEE

Vx&ﬁﬁ%AXU_F%E@% WCEBRL, WX =2 U7 0 /R 5
TEEMERLET, ZhUTEY . HRORWI—) MA FRAERE &
L CA Advanced Authentlcatlon T 7 BATHOESZ ENTEET,

[~ TaTdrA0N] A= FERH LT, BEORZT— KL, 5%FE
T 2EHEEEL L O —VEEOT XTOX AT NT 7 )V kT
LIS TWDLEARELZEE LET,

ROFIEIZH->TLESLY:

1. MALLTEZA L LTWAZ LZ R LET,

2. BHaL =N~y XZHD [wAXEFEHE] Vo227V v oL
F9,

[~ a7 7 A)] R=IURERINET,
3. [NRAU—FROEFE] 7 a>T, UTFEHEELET,
a. BEONRZA T — R
b. HH AT —]

c. [RRT—FOMER] 74—V R, FTLOWAAZRT— REFAS
LET,

4., [BHEEAZRT] ¥ ar T UTFEEELET,

a. MBICHEREZ BT 200 9 D,
ZOMERY. SBFETT LT AR TCOEHEMER XN — R
DEAZO [ffE] 74—V KT, T 74/ b TERENET, 7=
CZIXEHEEMEBETIHEA. T 740 FTlE, BN TE
HEPHBRINET,

b. 5% k] 74—/ R TT 7 3L b TER I 5 E SR,

c. RIS HA/MEEIEA,

Zo [Bf/EEEA] X, 5% T XTORMEEY 1 —/L RiZk
IRSNET, 2L, B Z AT HMERNH S LA — hEH~—
V=W A A T e s Ry 7 A B I OEHERGEE R e »
7w raFzmEET,

d. CA Advanced Authentication ® 7 7' A TS IS 07—,
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CA Risk Authentication D E&E

5.

07— )VERET D HFEOFEMIOWTIL, [HAX L alr—
DFE| ZBRLTLIEEN, T 740~ vbr— L3858 CKE)
T,

e. BRINDZA LV —1,

ZDXA L —20F, A 1% CA Advanced Authentication D9 XT D
AftE#ED 7 4 — /L RTCERENET,

HA LS =2 DFT 7% M [GMT] T,
(R17] 227V v 27 LET,

CA Risk Authentication D E&5E

CA Risk Authentication [EH D% € &% 9 D HiIZ. CA Advanced
Authentication D 7 0 — N)LERTEZITH Z 2 BEIO LET, ZITiL,
UTFToOHEENGENET,

UDS D% ED T T (P. 20)

Xy a2 7L v = (P.25)

Fr a7y va YT A RDAT—H ADER (P.28)

BMEOR Sk 0% E (P. 30)

H AL N alr—)LOERE (P.32)

7 7 4V s OO E (P. 35)

Thoo b 2 AT OEE (P.36)

B A=V LBEHO LA TOBRGE (P.39)

BAGERER U > — i EOFRE (P. 41)

A BRI Y L — DR (P. 44)

Web H— B ZAFHGEER L OFF A DFRE (P. 46)

UFEDRE w7 Tk, 26D a— )L E R+ 5 7= DO FEICH
WCRBH L £97,

FT1E: [FLHIZ 19



B

CA Risk Authentication D %5

UDS M E&XTE D EH

Z—H F—H P —E A (UDS) 1T KM L > TT CIZEB SN TV D P —
RX—=F 4 DF—% URY MY (IDAPT 4 L7 U H—R"R2 ) ~D7
I AEAREIZT D700 —FFE{L L A ¥ T3, CARisk
Authentication ¥—/335 1. T" CA Advanced Authentication /X, UDS ZffiH L
THHEDOT = —L L AT 78 ALTEY, = R a—FolfRsy
ERHLED T2 &N TEET, EEHED CA Risk Authentication SQL 7 — &
NR—RA T =TT =X BT HLEEIH Y T A,

CA Risk Authentication |XV L — 3}/ 5 —#X—2Z (RDBMS) 6., F

721X LDAP Hr— S EE L —Y T =X I T VB ATE 7,

s V=Yg AT IR=RBERTIREE A A b= RO
ED—B & L T CARisk Authentication A ¥ —~< %757 — X X— 2|23 —
RITBMEERHY F£9,

m WDAPT 4 L7 RY P—REFEHLTWT, ZDOH—N\T CARisk
Authentication —/3 & CA Advanced Authentication 7>5 3 — A L A2
TI7HALTEWERIZ A VA M= LBEORED L L Ta—H
T2 b= RERETHLENH Y T,
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CA Risk Authentication D E&E

UDS ###ita% % D B #

77 A /v kO UDS #iftax i & BT H12i%, [UDS Hifiak ] ~— P & fl
AT 2RBERHY 9,

RDOFIRIZHE>TLZSLN:

1L FMALLTRZ A LTLIESN,

2. [I—ERBILOY—RORE] #7777 47T LET,

3. #7OH% 7 A ==2—7T [CAAdvanced Authentication] * 7> = > %7

Vw7 LET,

4, A R NR—=RA=a—0 [VATFLARE] 73 a2 T, [UDS #EFR
E] V7% 7Yy 7 LT, fbT 2 X—VERRLET,

5. ZON—=UT, UFORTHATLOINRIA =L EZHELET, Z0
N—=TDHERHRT A —HTT R TUFTT,

INTA—A

TI4ILME

Description

7 ko

TCP

CA Advanced Authentication % {#f L C UDS ¥— B R |Z#2
T H7m ban, FEHAGERA TV a sidk, Lo é
B TY,

TCP : UDS & CA Advanced Authentication, CA Risk
Authentication t—/3_ $ J UF CA Risk Authentication
T RX— 2D TH 5L ST 7 W E R AL A
FAET D55,
— 75\ SSL: UDS & CA Risk Authentication =2 > i — % >/
N D SSLIBEAFHE L, UDSIZT 7 B A SR
CA Risk Authentication = > 7R—F > b3 F DFFIAE %
RTYVER D HGE,
X 5] SSL: UDS & CA Risk Authentication =2 > iR —%
N D SSLAEE & 9245 L. UDS 35 L U CA Risk
Authentication = > AR —F > b Dl J5 MG HRAHLH I
ORI EZ R TVEND D55,

ARA B

localhost

UDS H—E R Z{FHHTFIHER AR A FDIP T RLAE 1Tk
A N,

H— b

8080

UDS H—E A 2ME Al EEZ2 AR — b,

T r—v g a
YT HF AR JL— |

arcotuds

TV — g =T UDS TS L XITHEEL
77V —gy aryTx AR,
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CA Risk Authentication @

B

ax ;&

INTHA—H T J4JLME | Description
Bigi # A4 L7 7 30000 UDS — EANEERFEIZ/R D ETO I Y HHEMORK
(R V) ET
FEHEY Z A L7 7 | 10000 UDS B D L AR A i3 B e KIFE (R URD)
r (2 UR)
7T A RK)v XA L7 17 |30000 U7 TR NMIRNELRWT A RV 03E8 C 5 i O EFH
~ (2 VR (RUR) .
P L hEFBE UDS H— SOFEFEMEB] (CA) FEIE 7 7 A L ~D/N A, 2
D7 7 AIWIIPEMEXTH A2 LERNH Y 97,
F: [Peban] 74—/ RTITCP] A7 v a ik
WRLESGE, 207 40—V RIXEMNI RV EHEA,
7 A4 7 NEFHE -
CA Advanced Authentication @ CA FIE
HAEZ7 > A LDIIRA, ZDOT7 7 AV
X PEMEXTHAVERH Y £
7,
i [Fu han] 74— RCTITCP] £ 721% [—JF5 1M SsL]
F T a v EERLEGE. ZDT 4 —V RIZAN L0
EH A,
74T MR CADWE X —NEEND T 7 A NVDGFT, 7S AITHERE S
X — A F 721X ARCOT_HOME ~DFAK; /X2 DWF T E TE
F7.
i [Fu han] 74— RCITCP] £ 721% [—JF5 1M SsL]
F T a v EERLIEEE. ZDT 4 —V RIZAN L0
EH A,
e/ 4 CA Risk Authentication —/3 & UDS H— B TIERL S
B ¥t DI/ N
e K¥ERi 32 CA Risk Authentication t-—/3 & UDS H— 3] TERL T &
%3 DB R E
1. MRl 227V o7 LT, MA-EE2HIFELET,

FEBH X 4172 CARisk Authentication — N 4 VAKX U A% _TCY 7

Ly LET,

Z DHFEDOFERIZ OV TR,

(Fyrvianl7bvyia] ZBRL

TLIZEW,
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CA Risk Authentication D E&E

UDS /INTA—BDEH

UDS /XT A —X W DN H 5561, [UDS k] ~— T &2 A
THVERD Y 97,

UDS /XT A —HX Z W+ 5 )ik
1. T MALELTEZ A LTLEEN,
2. [—ERBIOY—RORE] 72777472 LET,

3. X7 DY 7 A=2—7T [CAAdvanced Authentication] 47> 3 . %7
Vw7 LET,

4, YA RNN—=RA==2—0 [UDSTRE] 7 2T, [UDSE&E] U
JH7 V7 LT, ®eTHER—VEFRRLET,

5. ZOXR=VT, UTFORTHHT LI NNTA—FZHEELET,

T A= FDERFEIZDVTIL,
LT ZEW,

INGA—H FJ4JLMMiE | Description

BRRERE

TR SR AR 0D e KK 500 CA Advanced Authentication N TO3 T DR
REMEICKI LTRSS D L2 — RO RHL

LDAP Configuration

E 2B DT 4 —/L KX CA Advanced Authentication Z{H ] L THRECTCE EH A, 2 H DO

[CA CA Risk Authentication -7 >~ %} — L5 L ONBRID 1 | %5

k
(XU®)

LDAP H&f5i 7 — L DHIH Y X | NA 7 — VINIZAER S 415 UDS & LDAP [ D44k
DAL,

LDAP Ff5 7— /L D KA X |NA UDS & LDAP [H] CFF AT S 4 2 BEfE D i KEK

LDAP #&5i 7 — L OHELEY- 1 X | NA UDS & LDAP [ DHELE S 41 % Bai ki,

LDAP 855t 7 — VDX A LT 7 |NA HLUWEERNY 7oA &z s &, ubs A

LDAP 725 D L AR L A A k4~ A MRS,

SREER L OGRA] b —27 v OARIHAR DR

=Tl (D)

3600

N—=2 UKD LT B0, GRAE N — 2 T —
B R— A HIHE S D ETO I KRR,
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CA Risk Authentication D E&E

INDA—4H

F74JLIE | Description
HhHAm (R)

86400

FEATIE RZREE b — 27 VNN T A BT O R
M (Z7x/VRMNI1H) ,
6. MRTE] 227V v/ LT, MAEEHEPRELET,
7.

B X472 CA Risk Authentication — 3 f VAKX L A% _TY 7
I/‘)‘?/:L Li‘a—o

ZDOFEOTFEMIONWTIE, [Fryvianl 7 vyia)] 2R L
TLEE&E,
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CA Risk Authentication D E&E

Fyyad)Ibyia

CA Advanced Authentication (3 EDT — X X v v = LET, TIUT L
D, BT 7 2SN 5ay Y —)L _R—=UBILONUDS 7 — & & ikl
VR L £, @, ML e—dF vy v 2 &E 9, CARisk
Authentication |33 A7 A L-ULEB X UL XL Ty v 2 30D
T2 ERFLET,

AT L URNILTHyyoasndT—4
DLFDOT =NV AT A L THRy v 2 ENET,
n TRTDOY AT L LULERE
»  UDS Z%7E ¥ KON UDS #5hii
m  LDAP H&f5i 7 — /L DFEHM
n MDY Xk
n =L F— T
m TAUY N EATOFEM
m HAZLBa—)L
n TN T X
. ESfEEY b
m U—FTA P =g ORE
n EBETANEEFOIAT
SRR K OFF R O E
. TARTOMBRICEARER Y Y — A
TRCOMBRICEAATRE/RR /v —rL T h v N Z AT

HELALTHRYyy ashdT—4

UTFOTF =2 P~V THy v a2 SLET,
n AR ORI f el T — #

bty b v=A 74P a VRE, BLUOEF AL
BHDLA TRED T a— L F— 5 BB LR VERE

s FHFEOT Y MOEAREER Y VY — A
Wkl CEEDOT T N Z2AT
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CA Risk Authentication D E&E

s JL—)b

BEE: VAT L LUV EMB LV O T TOEENERT HT—Z D
REEEFTHEXITE, RICVAT LTy vvan) 7Ly aSh,
WICHEOXF vy v an) 7y vadhEd, ZEFICZDIERFT
FyroaD) 7Ly iaNTbildZ eIk, BEMORWEENAE
CH25AaR™H Y F£7,

X aD Iyl alERFIZRET 55

THO N ZATOFEMBLRNa— VT N ZATE AT A
L THR Y w2 &NET, FiILWTh o b A T2ERT D56
X, TR T v — U )FERRICE A E D MTBfR 7R L WIZV AT A
Xy vrvar Tyl adT AV ERLYET, o, THU N EA
TIHRRE A OBAIL. A —TICBBRT TR TCOMBOX v v 2
V7 Ly yad 08RG0 ET, TH T b XA TOFEMIIOWTL,
(T N ZBATORE] SR LTITEIN,
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CA Risk Authentication D E&E

Frvad)Ibya

REEER LT-GAIL. BEEANNCTH-0OIC, BB ITHY—N A

VAR UADF Y v aw ) Ty a T HENRHY £9, CARisk

Authentication |Z1%. & HE A CA Advanced Authentication 2> 53 XT D

PN A RAZ L ADF Y a2k ) Ty aTEDLHEF¥ =

Y7Ly =2ENH0 7,

FMA (RAXEEE) L GA (Fu— N UEHSE) X, CAAdvanced

Authentication @D 3 ¥ ¥ = 33 J. T} CA Risk Authentication —/3 & /77— X

BHX 2 — b —ROTRTDOA L AX L AE Y 7Ly 2 TXET, MA,

GA, BXO'0A (MfEHE) X, TOAa—THNOMOXT Y v 2%

V7L vy aT&EET,

Fyvvarl) 7Ly aTbliE

1. TFMAELTaS AL LT,

2. [V—ABIOV—ROFRE] #7527 774712 LFET,

3. X7 DY 7 A=2—7T [CAAdvanced Authentication] 47> 3 %7
Vo7 LET,

4. YA R NR=RA=a2—0 [VATLRE] 73T, [Frvia
DYV T7Vbyva]l Vo2ar7U v 7 LT, fnTHX—TVE2F R LE
R

5. LFOWT I, W5 28R L £7,

m CA Advanced Authentication, =—% 5 —% —t'x  BILOTX
T D CARisk Authentication #F—/ 3 & r— ZFHI % o — H— N 1
AR ADF ¥ vV aBEEY 7Ly 2T DT, [VAT A
REZV 7L yia] ZERLET,
n Sy a0V 7Ly va] @R, HEROFKENOS
RTOMEDOF ¥ v vamEL) 7Ly a LET,
6. [OK] #7 Vw7 LET,
7. RINDMERAA T Ry 7 AT [OK] #7 U v 7 LET,

BIEOX Yy a2 VT7Lbyya UJTZARMDY 7 ANIDERT
Aot —UNERINET,
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CA Risk Authentication @

B

ax ;&

FToya )Ty a JIIRAMDAT—RAD KT

Xy vl T7byia UTIZANDRAT—F A FnRT 5k

1.
2.
3.

MTMAELTrT AL TLIEEN,
[(P—ERBILOY—R"ORE] ¥ 752777471 LET,

H T DY T A ==2—"T [CAAdvanced Authentication] 4+~ > a3 %7
Vw27 LET,

PA RAN=RA=a—0 [VATLRE] BZ7Va T, [Fyrvia
VIV wyia AT—XADMR] Vo r2%2 7Y v 7 LT, T 5
N=UEFRRLET,

U7 2 ARMIDEANT DD £ (AT —F A] Z@IRL, K]
Z#7 Uy L CxyvallZbyva UJTZRANDAT —H A%
RBLET,

Fr oo V7 by va®iffinFrInEd, o — 12
ZoADF Yy a V7 Ly v alffORT = AR T52 &
MTEET,

MBI TOHBN —ERRINET,

m v U7y ia U ANO—EDOERRIF

m T v UT7byia U7 A NIL - TRELZ T -/
m U7 TR FEZE LR

s (A RXUKNEAT

m Frvia UTbyiva VT ANMILo TRELXZITIZCA
Risk Authentication %—/3 f A& A (LI TDOEEZZSR)

INTG A=A Description
Resource U 7 L w2 &HL7- CARisk Authentication V ' — &, VLT OAEDME AT
BETI,

CA Advanced Authentication
CA Advanced Authentication & = —4 5 —# $—E 2 DGE

CA Risk Authentication
CA Risk Authentication V"— XD IG4&
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CA Risk Authentication D E&E

INTGA—A

Description

PN AK A
ID

V7 by ad3Nizh—"N A AR AD—B O 2B E L ET,
m CA Advanced Authentication & = — 5 —% H— DAL, ZOfHE

- L~

I arcotcommon.ini 7 7 A JVIZERIE S 4U7= InstancelD /XT A — X H i
B Ed,

m CARisk Authentication ¥—/XD A 1%, CA Risk Authentication ¥-— /3D
A VAR AL TY, T 74NN T, RA NG E BB D
HAE DO T,

VAN SN O AV
£

7 L w2 Z3L7= CARisk Authentication 2 "IR—F( > "DA LV AH
A ERELET, LLTOMENMEHRETT,

m CA Advanced Authentication
am 1—YF—FHP—EX
m CARisk Authentication ¥—/3 A > R & o A D4 |,

RA N V7L w3y ad8NEaR—R "B A VA R—LEINTNDE AT A
DRI ERELET,
AT —H A Fy o2 )7y YA NDAT—H AZIBEELET,
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CA Risk Authentication D E&E

BREDIESED

1 —

ax &

5 7 # /)L k TlX. CARisk Authentication |X., A > A h—/LEFIZ>— R L7=
F=HR—=A T —T T L= RN Ca—YRET — X 2 L%

o
<.

ZOF— B ERERET BICIE,  URPEREELRRE] ~— U a L
LT 52— IR AR 2 RERH Y E T, B S hi

KT TEZBIED Y X MZOWTIE, ik =L F S P CFEB IO
b En BT A= 22 LTIIZEN,

B SAbB L OT =2 v A% U VR ET D Ik

1
2.
3.

T MALE LT A LTLTIEEN,
[(P—EABLOY—ORE] ¥ T52T7 7T 472 LFET,

H T DY T A ==2—"T [CAAdvanced Authentication] =7 > a3 %7
Vw7 LET,

A RN—=RA=a—0D [VATLFE] 7 v a T, MRS
WiE] Vo2& 7 Yy LT, fcT o —VERRLET,

A 2R R AR B LTS 2 L EBINT A5 AIL. —RIC
2 — W LT HBRIEAT U T B T XTS5kt E T,
-—H%1ID

¥XE2¥x80¥x93 7 & 7 > bk ID

-7 kD @i

(5t 2 BIEDOBIN] 7 v a T, IS {LHICFIH TR
PE] DO LT S RMEAEIN L, (RS EAICERIR L2 @] (28R
ELET,

[>] 720 <] R¥ %2270 w7 LT, BRLEZBMEZBHO Y A
MIBEILET, [>>] F771013 [«<] RE %2271 v 7 LT, +XT
DEMEEBRO ) A MBI+ L TEE9,

[(F—H% v 2AX U THRHE] B30T, LLTFTORITRT T A—4
FIRELET,

T AR T EEOT — X UFHINORRE DB A IER

RICTH7HEATY, ZHUd, BT —2 2RO T— 2 LSton
{ONWDT—Z LEEHMRAET,

INDA—4H

Description

Type

Kay 72 JA NG, Btz E L@ e~ A7 35 m~< A
TR HF T g AR L E T,
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CA Risk Authentication D E&E

INTGA—A Description

BHAAALIE > D DT | BEEDT — X SUFHNDOBIEALE NS D~ A 7 Fi-id~ A 7 fifbxd 5 F
g D,

KETALENS OXLTF | FEBEOT —Z PO TALEN D D~ AT 21~ A 7 RT3 307
g D,

~AX T T EEOT =L e~ A7 35 (FELRIZT D) DOIHEHT D LT,

7. [BREF] 27V v/ LTEERNREZRELET,

8. JEPH &7z CARisk Authentication —/N 4 VA X L A% _RTCY 7
Lyyv =2 LET,
ZOHEOFERZONTE, FrvrvaD 7y va)] 25K L
TLTIE&EN,

TARAXT ERRE T EBROH

b T2 X2 ICRESNT2— 4 E~ AT T 555, [BEBMEND
OXFH] . BRTAEIOOXFH] . [wAFUTXF] %2, 2, xIZ
HBETHE, =4 Tmparker] 7 Ixxarkxx] &~ A7 SNFET,

Bt T 2 KO ICRE SN —V A 2~ X7 iERT 286, [BAALE
NHEDOXFEH] . KTABLLOXFE] . [AFVITXF] %2,
2. x\ZHEETH L, 2—H4 Tmparker] 2% Impxxxer] &~ A7 RS
ij—o
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CA Risk Authentication D E&E

HABL O —)LDEETE

CARisk Authentication (X 7 —0 77/ —> 3 > % HR—FLTWET,
=74 ¥—varbid, ar—nrEFOaYR—3x hEBNL, 7
XA NEFIERT D Z & CLBIR L E I3 SiE0EB b=V 7 b
T =T Ziiad b7 v AT, CARisk Authentication 230 — h 95 1
r— )L & R ET HIZIE. CA Advanced Authentication @ [ 72— T A RFRIE ]
NV EFEHLET,

FIHFIREZe v 7 — VAR ET HENC, v —/L% [FIHFAEE] U A KT
RTEHLHITEMT DN TEET, [CACARisk Authentication -1 >~
X =B LG R D Ta—h T4 —2a O] #5811
TLEE&E,

HAR L alr—)VEREL, T 74/~ ar—BIOA M/ E

WET DL

1. T MAELTEITA L LTLEE,

2. [V—bERBIOY—NORE] 75T 77471 LET,

3. X7 DY 7 A=2—7T [CAAdvanced Authentication] 47> 3 v %~/
Vo7 LET,

4 YA RN—=R=a—0 [VATLAHRE] 7 varT, [a—hT74
RFE] V%) w7 LT, ST 53— VaFRLET,

5. [AR—FrEhdur—nNoORE] 7 a T, BNdsrsr—1
ZZ [(FIHAEE] VA R L, [>] £720F <] AZ &AL
T [BINEA] VA MBI SEET,

[>>] 721 [<<] R¥ %227 Vw7 LT, §_XCoOur—L%zHH1
DU ARNIBETLIZEETEET,

6. [T NN uabr—NLOBRE] I a LT, ey XAy U Xk
MWHT 74 s v — )L EEIR L9,

7. [T PO RMEAERORE] 7 va T TS AL/
KA N faE L £,

BRI 7T A 2 RIS =Y v 2 B8 LT, M5 B A/RZATE & il
i’ L/jz‘é—o

F:BHAE, Mk LT [ T T A L] X=U ML
Tur—BIUAMN/MAE L LT TE £,

[rfF] 27V v 7 LTERRNEEZRFLET,

o
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CA Risk Authentication D E&E

J2BH X 217 CA Risk Authentication % —/N f VA X L A %3 _XCY 7
Ly alLEd,
ZOFEDOFEHIZONTE, Fryvap T7byia) 2201
TLEEN,
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E2E: TIHXIMDOMBOEKTE

CA Advanced Authentication Z B4 5 &, T 74V T, MAT 72 b
IR MER S NE T, DT 7 v SO T L S DM
(DEFAULTORG) & MR IVET,

B LW BT 2 BN W2 d, H—ffks 272 LT, [F
7 A hOFRE) IZFERTT, [T 740 FOMER O EEREK L.

[T ) 2EEL, FHAMTR T CEHATEES, =720, B
o AT ORI, [T 740 O O [FRrs) 2E8F L, &
EEMR L, CNEZBEEE LR T cE£4, /2. FrLuniiiks
ERR L. T 740 FhOMGR ITRETXET,

B, MR T U TR EE BT D, =T R T DA
B 5740 FO/MER NTERSNVET,

T 74V N OMBEERRES D 75

1. T MALELTEZ A LTLEEN,

2. [P—ERBIOYV—ROBRE] #7527 774712 LFET,

3. X7 DY 7 A=2—7T [CAAdvanced Authentication] 47> 3 %7
Vo7 LET,

4. HA RA— A==—0 [UDSHiL] £ 27 v a T, [F740 Mk
OEE] Vor&2r7Y v s LT, ®ETH—V%FRLET,

5. [FT7xn boffk] < UHEE&A] VR E0ET 740 b Ok &
LTRET M2 IR L £

6. [R7FE] #27 Vw27 LT, ZOX—VIZH L TUTo - EHAEFLE

T,

7. JEBH X472 CARisk Authentication '— /N f VA X L A% _TCY 7
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7. [HEROFE] T, HEIE U TR —/WIFHATERWERD Y 2 K
ZIRELET,

a.  [FUHFTRE/LMEIR] U A BT, Hlile — /s L TEDICT S 44
BOHHMEREZ T TERNLET,

OV RAMIZ., [ve—xt] 74—V RTERLEZEH o —L
THIHARHEZRR T R TOMRNERINET,

b. IARZZ27Y 735 L BIRUIMERD R OHER]
UZA MBI SHLET,

8. [MEIRDFE] T, MEISCTr—/MIFIHTE DHERDOY A~ %
BEL £,

a.  [FHARAOMER] VA FT, e — Ol AT LM
PRZERL F9,

OV RAMIZ., [ve—x] 74—V RTERLEZEH o —L
TR CE R WT R TOMERNERINET,

b. [l A&7V v LT, BIRLUIMEREZ [FIH A7 HER]
UAMIBEHLET,

9. [WHH] 227 Vv rThHE, DAL B— LOERDNEHFINET,
10. JEBH X #17= CA Risk Authentication %F—/ X f VA X LV A% FT_TY 7

Ly a2 LET,
ZDOFEOFEMZONWTIE, [Fr a7 via)] ZBRL
TLIZEN,
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HRAL O—)LDEIE

HRA L O— )LD EIE

BE: BEEHEICEV Y TONT WA AZ A a— LAY 5 0B

NHOLIBEEIT., [EHEOER] X—Y&2HAL T, £ F2on—1L %%
DU TCHNTWVNDTRTOEHREOO— IV EEETAILENHY £3, &
D% T, ZDO My 7 OFIRIZHENE T,

BEEDOH AL L a—LEYIET 5

1.

2
3.
4

VTFMALELTRIZA U LTLIESN,
[2—PLBHE] ¥ 72T 7747 LET,

BATDY T A=a2—T [B—LVOEHE] Vo 7%7) v 7 LET,
[(B—DER] £/ a T, [ARZLv—NVOHIR] Voo %
70 w7 LET,

[ AH L a—/LOHIER] X—URERRINET,

[(m—NEEM] B2 2 a2 T, HIRT DMEOH DLW AZ L v—L %
(m—4] UARNBLERLET,

(HIBR] 227V w7 35& BRLIEZIAZ L a— L RHIRENET,

R L7z 9N TDRiskMinder h— /N f VA Z A% 7L v a2 L
7,

ZOHEOFERZONWTE, Frvvanl7byva)] 252K L
TLIEENY,
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EEERDERN

BEERDERN

UTORIZ AL v —)LOERICHEAT 2R — S Tnb 350
LV OEREDER TE DHERZZ L TORLET,

HTHA SN TCWBINLOIEETREIRD L BY T,

n T o— VVEHE > GA

n  HFkOEEE > 0A

n o PEEE > UA

F+ Rl ESHIZ LIV OFBREPFIATE T 7 vy (R
IHEIR) ZR L ET,

HERR GA OA UA
KR A EE T HHER

TS OHERICERT B % 27 OFECOWTIE, THEOER] 22B LT EE,
fRk O 1ERK + x *

FRRk > T + + *
HAREA T — 2 2D HEH + + *

FAk D —EER + + +

T 7 4V RO BT + + +

Rk O HIBR + + *

TAYY s AT EEET HHER

IS OMERICERT AZ AT OEEMIZONWTIR, (ThHY Yy N 2ATOHRE] #5BLTL
7230,

THh L~ EATOIERK + * N
THY N ZATOEH + + *

THU s Z2A T OHIER + * ¥
EEEZEETDHER

IHHOHERICEERT 52 X7 OFMICOVWTIE, [EBEFEOEH] 2R LTS,
L DR . A :

BEE O + + +

EELH OB . N X
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EEERDER

R GA OA UA
a—FE B HHER

IO OHERICBHR T2 % 27 OFEIC WL, [2—PoFH ] 22H L T 7E a0,
Create User + + +
2— PO + + +
2—HW 2T —F 2O + + +
a—HD—EFKR + + +
THYU Y FO—FDO—EER + + +
a—H ZF—F ZOFE + + +
a—H A LgHEORE + + +
Z— PO + + +
—WEEI O B + + +
PAM D H 1% + + +
PAM DR E + + +
Z—HF OHI kR + + +
a—F T HT L N EEET HHER

2—WF T H T NOIERKR + + +
2—WF T H T FOEH + + +
=W T hor hO—EER + + +
a—Y T NORST + + +
a—H T H YOI + + +

Xy viarBHTIER

IS OHERRIZEAGRT D X A7 OFEAIZ OV T,
<TEEN,

[FyvivadlT7lbyval 28RLT

VAT ATy 2D Ty a

Xy v a2l 7Ly ia

Jao— )Xy v U7y YRR
DFR
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EEERDERN

R

GA OA UA

X vy Y2 V7 yia U A NDOFER

BFA—NEEBIRDZ A T DHERR

TS OMHEMRICERT 5 X 2 7 OFEIC OV T,
LT,

(B A—NEEHDIATORE] &5

BT A —)VEBEDOX A T DB

B A—IVEBEDX A T DEH

B A=) AT DO—EFEKR

BIEX A T DO—EFKR

EAFRREDHERR

T OHERICEERT 5 % 2 7 OFFMIZ OV TIR,
TLESN,

EEAGRRER Y O —RIEDIEE] 2L

T — N )VHARGRRER Y O — D

AR D FEAGRGEAR Y > — DO W Hr

R 5L DHERR

D OMERRIZEIfRT 5 Z A7 OFEMIZ OV TR,
U,

NEMEDRE S LD E ) 2R LTS

1=

BIR L2 5kt > FORE

I F L IZRRE S V@D — R 3oR

r— R EEY DHER

IS OHERRIZEAGRT D X A7 OFEAIZ OV T,
U,

[r— 2% (P.341)) ML TLFE

X o —OEH

¥ 2 — DS

Fao— AT —H ADER

r— A TOVEE
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EEERDER

R

GA

OA

UA

EBlEa— L&

NF T g DT

CA Risk Authentication 32 €
TV OMERRICEIR T D X A7 DFFEIZ DWW T,

[ a— VR

DA EL (P, 157) 1 38 L ONHEL

% [& 7 @ CA Risk Authentication DFXEDEH | # ML T 72X,

—v &y FOERK + + *
=)Ly hOEIY YT + + *
FrXNVOEVYETBIOT 74V N THU Y |+ * *
N2 AT ORE

ZTOMOEREDEE (Fa—/L LUL) + * *
ZOMOREDEH (A% L~L) + + *
ETARE (Fa—rr L)L) + * *
EBTRRE (kL) + * *
CA Risk Authentication =—/L' 7 7 k DFXE + + *
B~ OBAT * * -

I—)V BT HHERR

D OMERRIZEIfRT 5 Z A 7 OFEMIZOW TR,
TLIEE N,

[ 7o — LREDEH (P 157)) B L

U 27 OFHM + + +
2—H LTS RO T O EEIR + + +
—H LTSS 2 DOBEAT T OHIER + + +
VANTFT—=EBIONTIY v~ v B TOEE |+ + *
=N BLORaT ) o JER + + *
FEATL % + + +
Z D DOHERR

Q&A B D Hf% + + +
Q&A D B + + +
Arcot BIMED—EEKR + + *

F3E
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EEERDERN

R GA OA UA
URY M) RO —RFRR + + *
Q&A HRFIED FAT + + +
SNV Ty Tr— R + + *
SNV Ty a— R YA NOERR + + *

UiR— b DHERR

ZH DOMERRIZER T 5 X A7 OFEAIZ OV TE,
N TR —FoEH] 22 LTI7EE0,

~A TIT 4T 4 LIR— FDOER + + +
a—Y T I T 4T 4 LR— DR + + +
a—HERR LR — F DOFEIR + + +
ML R — b OER + + x
BHET 7T 48T 4 LER— FOFER + + +
VRAIEMT 7T 487 4 LiR—h + + +
7 RARA A Y=Y LAR— FDOFRR + + +
Bk —H LR — hOFER + + +
= VERE LR — N OFR + + *
=L T—H LR— b BILOATTY v v |+ + *
7 DFEIR

AT I TA4ET 4 LAR— |k + + *
A — A HE VAR — b + + *
PRRRAEI L AR — b + + +
RIELT A aE LR — R OFER + + +
= VAL R — K + + +
LiR— k= + + +
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% 4 & : CA Risk Authentication H—7/\ 1>
AR ADEH

FE. COMN Y T ENATRTOREBLIRNZ A7 T, v REZE
BE DAINFITTE £T,

~ A KGR IL. CARisk Authentication f & A X o A% 10— )L CEERT
HLENRHYET, 2L, =N A RAZ U REERT HITIE, AV
AR RN T DI O DR/ NT A —F R ET HMLENH Y £7 5
HZOWTIL, H—rEoE] 22 TEIN,

Pefgi R T A — R 3 E L THH DI, CARisk Authentication H—/3 A > &
BUABEBRTEET, AV AX U RAEBERTH00X A7 1201%, LA
THRHH £9,

O E (P. 60)
s [SHEA T O/ERL (P.67)
570 h 2 Loi%iE (P.68)

m  CARisk Authentication FHIET /L DFEE (P. 74)

m N A ZEZZADY T Lo (P.75)

n RN A RE U RABRTEDFEH (P.78)
m PR AU RAEZ L AD Y Yy K7L (P.81)
n N AKX ADFEERE (P.82)

F =R VREVADV Yy NE TV R, VAT AEEEHD
V—)L] TSN TWAEY AT A Y — LA FEHLTCETTLHZLEET
=F9,
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Y —/\ERORTE

H—/\EHED

=JLr==

ax ;&

CA Risk Authentication (ZIZLA T D 2 2DOY— N a2V iR—3% 2 b EGENT
WET,

m  CA Risk Authentication —/3, Z DOV — (X Aoy =¥
:/-(“‘é—o

n J—REEX2— Y=, 2OV —N\EF a2 —DOERIIG LT —2A
DOFEEE, EBNEALA T, EEE~OEEEITVET,

VLI FD3RIZ, [CARisk Authentication #4f5t ] ~X—T D4 >DE I v a &
R KB Va2 TR TE Dy R—3 2 MIOWTHBHL
7,

RERI AV

Description

Y= NE R

CA Risk Authentication Y — /NEF LR — MIEERE T D 729DI1
CA Advanced Authentication I X > TSN ET, - & %
IZ. CARisk Authentication '— 3 ~DF ¥ v = U 7 L v
VaBXOryy MU IR NTT,

= RE L o — e = AEHX o — Y= VEFHUR— NIRRT D721

Advanced Authentication (IZ X > CTHEHAINET, =& 2
IX. CARisk Authentication V" —/X~DF v v = U 7L v
vaRBlOvry N VAT,

CA Risk Authentication — YN Web H— ' 2 R— KT
PEfi 9 5 72 912 CA Advanced Authentication (2 & > Cfifi
ENnFET, LT —ABXOzRa T o e
Hif, [E7 VR m] [T

fr— AR o — Y\ = 2P 20— N S R KRR B T DT

CA Advanced Authentication IZ X > CTEA I ET, 72L& %
X, Fa2—FEEY 7 =2 FORIT, F2a—HNDORD 7 —
ADRFFTT,
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H—/\ RO

Kg
filt

CA Risk Authentication H—/ \‘& IR {5k

CA Risk Authentication Y— /NE B A L A X U A 2T H 7212 CA
Advanced Authentication |2 & o> T S o Efea €217 2 1ZiE.  [CA
Risk Authentication Y — NE BR[| £ 7 v a VA HTOILERDH D £97,

CA Risk Authentication Vr— /NEHLA L A X o A ZHEGET 572012 CA

Advanced Authentication |2 & o> TEH SN D8/ X T A — X &2fEETH 5

5

1. W PTMAELTrZA LTI,

2. [V—ERBIVCY—1RORE] #7527 77471 LET,

3. X7 DY 7 A=2—7T [CARisk Authentication] V) > 7 %7 1) v 7 LF
‘é’—o

4, T HX=UNEERRINTWRWEGEAEIL, # A7 XA D [CA
Risk Authentication ##¢t | Vo 727 ) w7 TAHLERENET,

5. LT OROEHRZ ] LT, CARisk Authentication £t/ 37 A — Z & 3%
ELET,

J4—ILF

Description

P—

W BE 77 CARisk Authentication — NEBLA VA X U A% A A M—/L L
VAT LADIPT RUVAEIFARA MM EADLET,

;¥ : CARisk Authentication '— /334 A F— /L L TWVD T AT AN,
ZDORA NG EHSTHRY NT—7 T I EATEDLZ LR LTI
7230,

Y SEBR— |

URZFHIY —EADRAH SN THDR— b2 A LET,

Transport

CA Risk Authentication Y— /NEHR A L A H o AT H 7D, LLFD
AUR—RK FD T AR— E— F(TCP £721%SSL) #F5E L ET,

m Server Management Web Services
m  Administration Web Services
m Transaction Web Services

m Authentication Native

P —/SCA/L— REE
S

P— XD CANV— FEHEEZZR LT v 7 r—KLET,
E oV — SEEHEILI PEM IERTH A MLERNH Y 37,

PKCS#12 N7 A
7Y NREAE - -
DY

74T MNEFHEB L OWME X —42 510 PKCS#12 A R T 2SR L T
7y Fa—RLET,
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Y —/\ERORTE

J4—ILF

Description

7747 b
PKCS#12 /N AT — K

74T MDD PKCS#I2 A KT D/RAT— RKZ AT LET,

1. WRFE] 227V v 7308 RELEREMMESNET,

F—RAEEX1—H—/N\EH

I AER o — P NFELA R B RS D T2 9D IT CA
Advanced Authentication |2 & » THEH SN AR €& 1T I2i1E, [F7—
A 2 — — R\ ] B a VAR FEHTAMLERH Y £,

I AER o — P NFELA R B RS D T2 9D IT CA

Advanced Authentication |2 & - T SN D8/ X T A — X &2fEET D5

5

1. T MAELTEITA L LTLIEE,

2. [—ERXRBIVY—1NOBRE] 75777471 LET,

3. X7 DY 7 A=2—7T [CARisk Authentication] ) > 7 %7 1) v 7 LF
R

4. T HRXR=UNEERREINTWARWERIZ, ¥ A7 X140 [CA
Risk Authentication #5§¢ | Vo 7427 V) w7 TAH L ERENET,

5. L FOERDIFHRZH ) L T, CARisk Authentication #f5i /3T A — X 2%
ELET,

J4—ILF

Description

P

MBI — AE X o — Y NEFH A RAZ R A A NV LT
VAT LADIPT RVAEIIEA M E AN LE T,

B — R

= 2AEHY—EARAAINTNDIR— M2 AN LI,

Transport

= AR 2 — P NEH A AL RTBEGT DT20IC, LLF X%t
T A R—R L DT AR— K F— K (TCP £7-1% SSL) Z/E
Lij‘o

m Server Management Web Services
m  Administration Web Services
m Transaction Web Services

m Authentication Native
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H—/\ RO

Kg
filt

J4—ILF

Description

H— X CcA/L— REIE
P&

P—"D CANV— FEAEFEZZR L TT v 7 r—FLET,
E: 2OV —NFEHFEIZPEM BN TH D LENH VD 7,

PKCS#12 N~ F A
7 MRERE - F—
DY

74T v MFHERB L ORE X —%2 5T PKCS#I2 A R T2 L T
Ty Fa—RLET,

7747 B
PKCS#12 /XA U — K

7 TA T NDPKCS#HI2 A KT D/RAT— RKZEZATTLET,

1. UWRFE] 27V v 7358 RELERENMMESNET,

CA Risk Authentication & IR HE#x

CA Risk Authentication Y— /NEFELA A X o A ZHERET HT29DIZ CA
Advanced Authentication |2 & > T S 2 8k € 21T 2 12iE.  [CA
Risk Authentication & Fifsk: ] B/ > a V2 FHTALENH Y 7,

CA Risk Authentication Vr— NEH A L A X o AT H 7201 CA

Advanced Authentication |Z X > TEH SN b8/ XT7 A — X #fEETHFH

15

1. W PTMAELTrZA LTI,

2. [P—bERBEIOV—ROBRE] ¥ 75777471 LET,

3. X7 DY 7 A=2—7T [CARisk Authentication] ) > 7 %7 ) v 7 LF
7,

4, FInTHX=UNEEERIN TV RWEARIE, X A7 XA D [CA
Risk Authentication 85| Vo 727 ) v 7T H L ERENET,

5. L FOFEDOIEH %M L T, CARisk Authentication #f5i /N7 A — & % 3%
ELET,

J4—ILF

Description

P

VB 72 CA Risk Authentication V— NEHA VAX VA B A A M —)L L
AT LADIPT RLURAEZIIARA N EZATILET,

;¥ : CARisk Authentication " —/ 3314 > A b —/L XL TWD T AT A3,
FDORAMNGEES TRy NV —27 TV BATEXLHZ L &MHERLTL
YA
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Y —/\ERORTE

J4—ILE Description
P NEER— b YR Gl —EARARH SN TWDER— 2 AN LET,
Transport CA Risk Authentication H—/NFELA U A X o AR T H T2, LT D

TUR—=F L RO R T U AR = | E— R (TCP £7/21LSSL) ZHEE L £,
m Server Management Web Services

m  Administration Web Services

m Transaction Web Services

m Authentication Native

P— X CA /L— MEE
B

Y= XD CANV— FEHAEEZZR LT v 7 e —RKLET,
D 2OV — NEEAEIIPEM BER THAMLENRH Y 17,

PKCS#12 N7 Z A
7 MREAE - F—
DT

7547 v FEFAERB L ORME X — 25T PKCS#I2 A R T 2B L T
Ty 7ua—RLET,

74Tk
PKCS#12 /R AT — R

74T MO PKCS#I2 A KT D/RAT— RKZATTLET,

1. WRFE] 27V v 7958 BRELLERENREFESNET,
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H—/\ RO

Kg
filt

T—RAEEYXa1—

B—/

lr— AEPR 2— N A U RAHK R THEET D T2 1T CA Advanced
Authentication |Z & » TEH SN2tk € 21T 0 12i%. [ — A EH
Xa— PP B a VAT AMLERH Y £,

= AP o— YN U RK R THEGET D T2 81T CA Advanced

Authentication |2 & > THEH S5/ X7 A — X ZRET 5 ik

1. T MAELTEITA L LTLEE,

2. [—ERXRBIVY—1NOBRE] 75777471 LET,

3. X7 DY 7 A=2—T [CARisk Authentication] ) > 7 %7 1) v 7 LF
7,

4. XInTHRXR—=UNEERRINLTWRWERIZ, # A7 X120 [CA
Risk Authentication 852 V> 7 %7 ) v 7+ 5 L FREINET,

5. LT OROEHRZ ] LT, CARisk Authentication £t/ 37 A —Z & 3%
ELET,

J4—ILF

Description

ARA B

Fo— PN AN AF A,V A =V LTV AT LDIPT KL A
FFARANGEATILET,

T X2 IR AL ENTWVWDB VAT AN, FOHRA M
PHESTCRy NU—T TV RBATEDLZ L 2R LT ZEN,

Ny T T HRAR

X 77w 7D Queuing Server A AKX U ADMERAIRE/R T AT LD IP
T RVAZANLET (L A= EINTWDIEHE) .

BE: Fr—RAEHX 2 — YV — ORI T v T ERGT D FHE. 2D
(NPT o HRARARN] RIRA—HERETDHLENHY £,

A—h T AERY—EARAHEINTWDER— 2 AT LET,
Transport AL VAR R T D202, L OXST S 3 R—3

YIRDORTZUAR— K E—F (TCP 721 SSL) #fELET,
m Server Management Web Services
m  Administration Web Services

m Transaction Web Services

m Authentication Native
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Y —/\ERORTE

J4—ILE Description

H— N CAL— REE | — D CAL— FNEEEEZBRLTT v 7 u— K LET,
A S T O — EE R PEM B TH A MENRS D E3,

PKCS#12 ND T T A |7 T A4 T v FaEAERB LI OB X —%2 57 PKCS#12 A T 25 L T
Ty RRERE-F— | Ty T e—FNLET,
DY

747 b 7 TA T NDPKCS#HI2 A KT D/RAT— RKZEZATTLET,
PKCS#12 /XA T — K

1. UWRFE] 27V v 7358 RELERENMMESNET,
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EREANT DIERK

BREANT DIERL

FF 2k A2 RT 2B LT, SSLN— 2 DI@EDFATHIZ, CARisk
Authentication %—/ N A A ¥ > ZZ%} L T CA Risk Authentication = >~
AR—=2> F (CA Advanced Authentication <° Java SDK % & 1¢) F 7213 Dfh
DI ITAT M@t d 22 &N TEET, A7 X, X FTIZIE, CARisk
Authentication ' — "B LN —REHEX o — H—/N f VA Z U ANF
FHLTWD CAL— FREAEOE Yy FREENET,

[F T 2T v FRRREERT] ~—Y 2+ 52 &1k v, FiEHA M7 &21E

L. B Lvb— FREAEZEHA P TISBENTE £97,

CA Risk Authentication " — " F 72137 —AEFHF 2 — P — R 4 L A X
ZHDORT AN A NTZ2ERT D E

1.
2.

VIFMALELTETZTA L TL XN,

AV A=ma—0 [—CARABLIUOY—RORE] ¥ 75T 75747
I L. Y7 A = =2—?[CARisk Authentication | # 77 7 5 4 72725
TWAHZ LR LET,

[VATAERE] 7 arT, [MFRATy NRGE#EE] V.o 7%
7V w7 LT, [bT7AT v REBFEHEES] _X—T2RRLET,
[4R1] 74—/ Rz, BT 2H LW N7 A N A RNTOL4RTZ AT
| =

ST ABRIARZ %27V v 7 LAEHEINT-CAD 1oL Eor—
FERAEEZT7 v 7o —RLFET, [EHIWEM 227V v 7358,
FHELZT v 7 a— RT57-00MD 7 4 —)L RBRFERINET,

FAENTRCT v Fu—REnEs, BRE] 2270 v 7 LET,
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BIETORILDEETE

BIEZOLIILDERTE

[7u ha L& E] ~2—TlL. CARisk Authentication %—/ A 2 &
AFERF T —RAEEX 22— =N AV AX L ADT 0 NV ERETE
Er I

Ko w7 % U A R)yE CARisk Authentication ¥ —/3 f VA H A%
BIRTHZ Lo T, FRGEEEHA1T S 72DIZ, CA Advanced
Authentication, SDK. 33 JTF Web — & A7) CA Risk Authentication ¥ —/
AVABZUALBETHIOIHEHT 78 harzRETEET,

P — NP INOLOFE G R—R MV A FTHHR— MIINAT,
FFGUAR—=FDEF 2T 4 AH=AL (TCP 721 SSL) HIEE T
F9, T, AN=ALLLTSSLERE LTZSGE, A CTEHETE57
TAT VN aryR—x FOFEAELEX—LZEETOLENH Y £
T, INOITRERBER AN T DT DICHLETT,

VL FDFTlE. CARisk Authentication F—/N f VA X 2D [Fua hajv
URABMN] T—TNIZEREND T bz oW CiAH L, D7 7 /L
A= FEZFDY R NERLET,

JarajL

7 Ak Description
KBS P

A7 17 (TCP)

7680 Z o7 bk 3uld, CARisk Authentication %h—/N 1 L A #
> A L CARisk Authentication Java SDK (U & 7 2 & F&1T
(BELL) Z&Te) OMOBEEREICLET,

E:Web r—E R A U H—T 2 — R L, 2—PEH Web
T—EREFSE (WSDL) O—#& L TRITICHATE
e

B Web h—E &

7777 Z XUiE. CARisk Authentication —/3 L & H Web —t &
OOBEHR7 v b2 Td,

CA Risk Authentication ¥— /3N Z& . Web —E R a—/L
HZDR— FTRELZITET,

¥ 25 03—/ CARisk Authentication 817 (BE L)
FRFVRAIER VIS EFAEEA,
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BIEZTORIILDHRTE

T IA4ILE .

ZJokajL SO Description

AV A=V 7778 o7 e b3, CARisk Authentication h— 3 4 A &

Web #—EX VAT B0, U A7 FHMiE L OFTT (BELR)
Web F—tE RIZXLoTHEHINET, Zo7 v kaid,
SHEEE L OEIT Web 1 —E R 12 L - THEE XD Web
P—bER VI A NEZELET,
F b0 a— VB — YR a—)VI g FAFYE
Ao

FA T 47 (SSL) 7681 Z DA F Y Z7a b ajiL, CARisk Authentication ¥-—/3
A A K A L CARisk Authentication Java SDK (U A 7 3
fili & 317 (BEIL) A2 &Te) DD SSLX— R DI@fE % FlHE
I LET,

e NE 7980 arrfclient > —/LiZ, v —_"EHT 7T o7 4 (IEFER

Yy MU EY— ARy a2 VT Ly a) T,
ZO7 v hanzfH LT CARisk Authentication H—/3
A AB AL EELET,

Z @ CA Advanced Authentication

Y — L DFERIZ DV TIL,
larrfclient: — /XU 7L viab

X hET LY — L BBRLT

T,
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BIETOMIIILDEE

E%K\PD/???/)XF%E&—X%E%J~#—N4VXﬁV
A &N LT, FBREEEHELAAT 9 72912, CA Advanced Authentication &
Ar— A EEL Y o — B — 373 CA Risk Authentication —/ 3 f AKX A &
BETAHIEDIHEHT A7 halzRETExET, —\BNZnbHD
BeKarR—3r N VAT HHR— MIMAT, hFVAR—1+O
X2 VT 4 A=A (TCP £721LSSL) bIFETEET, £, AH
ZALELTSSLEIRE LIcha, A TEETEL2 79470 av
R—R 2 FNOFEAEEMEX—ZHETOILERH Y £9, 2 bHiX
TR A ESL T DT DI T,

UTFTORTIE, r—RAEHX2a— =N A L RZ 2D [Fa harn
YRAN] 77— MIFEREND T2 ha/VZOWTHB L, 207 7 4V
N AR—FEEZDOY A NERLET,

T IA4ILE

ZJoraj rEsE Description
r— WX 22— 7779 o7a kA BEOKR— N T —AEHY 7 T A b
P—x (— M) 22T 72012, F2— P — RN EV 22—

K> TSN ET,

r— AEOX 2 —
gl

7780 Z NI CARisk Authentication $—/3 & r— ZF L o —
F— O OBEH 72 ha v TT,
CA Risk Authentication — /N, Z DR — h THr— A EFH

Web —tE R a— L& REHLZITET,
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BETORIILDETE

CA Risk Authentication " — B LN —REHF 2 — F— DR v hTU—
7 7ua ha )ik FHETLHHE
1. “IFMALLTul AL TLIFEE N,

2. AA LV Ama—0 [P—ERBIOY—NRORE] ¥ 75277747
IZ L. 7 A ==2—00 [CARisk Authentication] ¥ 7 NFRINL T\ 5
Ll EMERLET,

3. [AVARBUREBE] BV arT, [(Fubanrzd®el Vo Ey
Yy 7 LT, [FabharZEel X—VaxFRRLET,

4, Fu vy 77Xt U X k)5 CARisk Authentication Hh—/N A o A &
AFEIF T —AER X2 — =NV AF AR L ET,

[Fa bavDY R ] RERSNET,

5. [FuebhartdpY R T—7L T, BETAHIH 2 )Lwsd 5
Vo2 %77 LET,

ST L2718 FaOR=UNEIRENET,

6. MEIZSEUT, XR—=Y ETT7 44—V FERELET, LLTOFEIZ, =
nNHEDO7 44—/ ROBHERLET,

¢l

7o ar DR

e han Ar—4
ADEH

(77vayv] FuyXZo JRAMNEAEHCL, 7a ha) LD AT—
RABRBEEST AT, ZOF v Ry A F A LET,

gy MBS v haLEAEINCT HIiE. [Bk] 2R F9,
PR—=FINTWDH T e Fa/LOFEMIZOWTIL, RO 2 >ORESH
LTSN,

Rk ST H Y —ERAPMEHFRER AR — M ZE2 AL ET, CARisk

Authentication 7’2 b 2L DFT 7 )b f iIR— FE S ELITFIORLE T,
= CARisk Authentication X1 7 47 (TCP) : 7680

= CARisk Authentication X 7 47 (SSL) : 7681

n BFHE Web¥—vERx: 7777

m bTUFITa WebP—ER: 7778

n Fa—YP—,3: 7779

» F=—%FH: 7780

s P NEE 7980

B/INA Ly R

R— b ETRBEESND ALy FOR/INA
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BEJOMIILDETE

el

7o ar DA

BARA Ly R

R—hETRHESND ALy RORKE,

Transport

PAR—FENTWELTFTOWNTNNDOT — Xk ET— RE2HEELET,

m TCP: TCP (Transmission Control Protocol) <&— R, [#J7? CA Risk
Authentication 7’2 h 2 /VIZ K> THAR—FENTWDT 74V FD
ET—RTYT, T—F%&27 V7 THFAPFNTEEFELET,

m SSL: SSL (SecureSocketslayer) [X h T W7 v a  iimEqtya
V7 Rt LET, Ziud, 7T —F 2R b L Clisk L, Z[E1%1E
AT D7D TT,

HSM N D & —

SSLiB1E FH DR X —23 HSM T 3 AZH HLERH H5E1F. 2D
Frv 7 Ry I AEEMILUET, T DA CARisk Authentication H—
NEBIOWr—2EHX 2 — — 3, SN ETF = — S
WTHEX—Z B LET,

ZOF v Ry AL [F T AR—F] T [SSL] Z=IR L7-HEIC
DHENTT,

Y GEHE T = —
NG

FTZ U AR—=FDEX2Y T 4 F— RKNSSLOBEAITHEH S5 EEHE
Frx—rEEELET, P—NERAEF=— 27 v 7 — 15
%, BRAY CEFEHLET,

FE: -7y u—RNLEFo—rNOFHE L, U —73FHE >
i CAREE > L— FEEOREIZIENE T, FERE & F—I1X PEM
B THLIVERDHY 7,

A ST

Y— B —% 7 v u— FT5120F, SBAX U E2HEHLET,
FZOTZ7 40—V RIE HSMNDOF—] vV Ry RAEF N L
MO TG BICDOHRENTI D F7,

TJIAT N ARNT
DR

EHEINTZ CADNL— FEHENEGEENLEEA M T 2R L E T,
K Z K~ 2 N7 OFEDFEMZHOWNTIZ, MEEHEIND A T OVERL

ZZRLTIIZS N,

1. NV LETHEEFRET LEDL, REFE] 270 y7 LET,
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BETORIILDOETE

(AT 3>) sSLBIENDERTE

7 7 # /L k TlZ, CA Advanced Authentication /% Transmission Control
Protocol (TCP) % f# i L T CA Risk Authentication — XL iBfE LE9, 7=
720, TCPIF AT —7 4 > 78 U man-in-the-middle X B 125t L CTHfz9 C
9, CA Advanced Authentication Zf | L C. CA Risk Authentication ® = %
SERaTUAR—FR Y NEAOEEIBEERIET D L 9 ITSSLAHETE
EJc I

¥ : CARisk Authentication D S X F /e a AR —FK 2 ME D SSLAN—Z D
BE DEBFERI LB EIT OV T, ISSLORE] 2SR L T IEENY,

GRIPBEEITOTZOIZSSLERE L TWAGEIF, AX— T vy 7 as
T ANTHIGT DT M) =SB TEET, LLIFOFKIT, SSL S CARisk
Authentication ' — "B LN —RAEFH X o — S — O 71 F 3Lk L
THRESINLILEOu s 774V M) 2R LET,

JarajL

a4s J74ILOIUN)

CA Risk Authentication

N

Started listener for [Server Management] [7980] [SSL]
[srymgrwsprotocol]

Ko ¥ 7 3 3 Web H— |Started listener for [RiskFort Trans WS] [7778] [SSL] [transwsprotocol]

B X
& Web Started listener for [RiskFort Admin WS] [7777] [SSL]
P [aradminwsprotocol]

FA T 47 (SSL)

Started listener for [RiskFort Native (SSL)] [7681] [SSL] [RiskFort]

br— ARG 2 — P

r— R Started listener for [Case Management Admin] [7780] [SSL]
¥ o —IG [srymgrwsprotocol]

r— R Started listener for [Case Management Server] [7779] [SSL]
¥ o — PN [RiskFortCaseManagement]
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CA Risk Authentication B ETILDERTE

CA Risk Authentication F Bl ET LD/ TE

CA Advanced Authentication % {# ] L C. CA Risk Authentication T#€7 /L
DURL EH A LT 7 hDRT A= E@ETEET,

CA Risk Authentication P T V& 5% E T 5 Hik
1. MALLTul A LTWAI LE2MHERLET,

P W N

[(P—ERABLIOYV—RORE] ¥ 7527774712 LET,
[CA Risk Authentication] ¥ 7 %7 77 4 7IZLF 7,
YA R R—= A =a—0D [BEFARE] T,

[(ETARRE] Vo ar

Vw7 LET,

[ETNWVEE] ~—VRRRENET,

4

[ERME] 21T, DLTORITRI NI A—FEHEELET,

INTA—A

Description

U)

FiH-E 5 /L URL

(FF74~

CA Risk Authentication THIET /LD~ F A < U URL,

7 )

0|7 /L URL

(v

CA Risk Authentication TJIET /LD 3> 7 7 7 URL,

B A A LT

(XU)

CA Risk Authentication ¥— 3 & I T L O Ok N EABRDI
(2725 F TORR,

A ZA LT T (XY

CA Risk Authentication Y— )3 P32 FHIET LG L AR

) ADR D F T O],
/MR BTV P T D 17— /L N OSSO /MK

7 Y I B BT — N BB ROCHL

6. [ETNVREDT v u—FK] 227U v 7 LT, BHEHRIFELET,

7. JEBA & 417 CARisk Authentication %F—/ X 4 VA X VA% F_TCY 7
Ly a2 LET,

Z D FIEDFEIZ SOV T,

(FyrvianlT7bvia] ZBRL

TLIZEW,
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Y—INAVRIVAD)TLya

H—IN A REVAD)ILyia

CA Advanced Authentication ¥ 721 arrfclient > —/LZ{# f L T, CA Risk
Authentication & — "B IO —AEFH X 2 — P — R 4 VAKX L AE T
7 I/ b4 7‘/-'1 ‘/C“:é‘_( i‘g—o

CA Advanced Authentication Z{E L= —/\ A2 RE2ZAD) TLyia

(A VAR REH] RX—=UTA UV AZ U AEEIR LT, FFED CARisk
Authentication & — "B IO —AEFHX 22— P — R f VAKX AE T
A% b4 ‘T/:L w@% i‘a—o

PR A AR AR T Ly 2T 5k
1. TMAELTEZ AL LTI,

2. AA L A=a—0 [P—FYRBLOYV—RORE] 75277747
I L. 7 A ==2—@ [CARisk Authentication] ¥ 7N FE I T\ D
L EMERLET,

3. [AVAREVARBE] B arT, [AVAREVREH] VU %
7 w7 LT, ®edTdHX—=TVEERLET,

UFoRIZ, [A0AZ U AEH] XR—=TVOHZRLET,

¢l

Description

[Instance Name]

CA Risk Authentication —/"NF 72137 — A EHF 2 — —s3 A1
VAH L ADLE,

AEA B — T TR

A AL AN E) SRR,

o GV g o

A VAL UAPRRIZT Y v b BT SR,

RIEO U 7 Ly v a2 R

A UABR U ANERBIZ) T Ly 2 SRR,

MR ]

A ARH L APRFLT I T B AR,

AT —H R

A ABUADAT —HF A,

U7y ad DD A
}\

V7L a3 Do) 2,

n V7 VLyvad e ENTAI2E, Frey 7 o X
FANO RIR] @I ET,

ERl s

n HHARAEIT TV 7Ly =295E, Fry XX UK
WD [T_T] ZiIRLET,
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Y—INAVRIVAD) Iy

el

Description

VAT A Fryyra T
Ly

AT A X2 Ty aTARAREET. 20F v S
Ry A&t A LET,

1.

[CA Risk Authentication f Y A X L RA| &7 > 3T, LLFOEER

FATLET,

a.

b.

d.
[ —RBEA LV RAF VR B a T UTORELZFITLET,

2.

a.

d.

J 7 L w3 =23 % CARisk Authentication "—/XD A A H L A%

EIRL 77

[(VZ7Vvyvad DY AR Fry 7 ¥ o UX b U7
Ly vad Dl e @R L £,

VAT A XY v aREERY Ty aT ARSI, [VYAT A
FyrolaUT7byia] ZERLES,

(Vovyval 270y 7 LET,

V7 Ly adbr—AEMxa— —"OA L AF 2 X% 8RN
LET,

(V7L yyadBHlBY AN Fony 77X JRMNBY 7
Ly ot Dk A @I L £3,

VAT A XY vV aREE) 7Ly aT AT, (VAT A
oz UTZ7byia] ZRRIRLET,

(Vo7vyval]l 27Uy 7 LET,
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Y—INAVRIVAD)TLya

arrfclient Y —IILZ{FERALI=Y— /N AU REAAD) Ty a

Windows DS &

CA Risk Authentication — N & 7 — ZEHX 20— P — N [ LV AHX L AD
W GaEY 7Ly a3 520X, arrfclient Y — /L&A TE F9,

BE: U TV 7E7 v a o THitlld 5 X 912, CARisk Authentication $—
3D arrfclient 7 — /L& FEA 79 SR, riskfortadminclient.ini. @ Host & Port
DEZFELET, FEIZ OV TIX,  Tarrfserver : CA Risk Authentication
PR —v] R TLITEE N,

YV — )LDFEMIZ oW T, Tarrfclient: 3 — XU 7L v a2l vy bE
7= SRR LTS,

LR & 51T arrfelient > — /L% 5847 L C, CA Risk Authentication —/3®
FrvoiarT7lbvyialLET,

1. a~U 77N FUuzflEEd,

2. UTFToT 47 NUVIZBEILET,

<install location>¥Arcot Systems¥bin¥
3. UFoa~vwr REFfTLCY 7Ly valETd,
= CARisk Authentication % —/N f V' 2 %V ZADHE
arrfclient -cr

n TRABEX 2 — PN A U READGE
arrfclient <host name> CA Portal -cr

UNIX R—ZDTZYrT+—LDIHE

LT D X 912 arrfclient > — /L% 3297 LT, CA Risk Authentication —/X®
FyrovvarT7lyia LET,

1. #—IF Vv o4 RuzfEEd,
2. UFToFT L7 MVICBEILF,

<install location>/arcot/bin/
3. UFoavy REFTLTI 7Ly valET,
= CARisk Authentication 3 —/N f LV 2 % L ZADFEH
arrfclient -cr
n TRAFEX 2 — PN A RFRADGE
arrfclient <host name> CA Portal -cr
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Y—INAV RV RARTEDER

Y—INAVREV AR TEDEH

CA Risk Authentication ' — B I N — 2 &M o — — N f XX
ADA VAB L AEYE, v TRE, BXOT = RXR—2ARELZTHTxF

‘g‘o

A AL AIZER O E & LT D ik
1. “IFMALLTul AL TLIFEE N,

2. AV A=ma—0O [P—ERBIOY—1NORE] ¥ 75277747
IZ L.V 7 A = =2—@[CARisk Authentication | # 737 7 5 4 712725
TWHZ EaERLET,

3. [AVARBVARABRE] B arT, [AVARRVRER] VL%
710 v 7 LT, ®MuTrX—=TEFRRLET,

4. REEHFTHA LV AX L ARHKIET DV 2% 7 ) v 7 LET,
A VAL AZEB DR ELE BHFT HX—VNEREINET,

4

a.

o

(A Vv REVRABM] B2 a0 T, UTOBEEZEITLET,
CA Risk Authentication " — "F 72137 — A EFHF 2 — $—s3 1
ABAD (A VAR VABDER] Tl Ry A%F 0T

LEYS,

(BHA VARV AZ] 74—V RTA UV AX L ADLHIZIRT
Lij—o

(e IR 7 v a T, UTFORICEHIN TV DHEERE

LE9,

J4—ILF

Description

AR/ IV =0 e
v7 KU

N s varal 7y A NVEKRNTLT L7 MY, RX
Ikt XA F 7213 ARCOT_HOME ~D %/ XA DWTFIZE TE
ij‘o

17— LA — =B A X
(/XA B HAT)

0g 77 ANVINGRERTE DA, "M, vl T AR D
YA RNZET DL, FFE LTZARITH T 7 A VMERR S 4L,
W7 7 ANy I T T 4L 7 MBS ET,

Ko raral RNy
IT T T4 LT MY

TWhIoWY I varalZ 77 A NVEENT OISy 7T v
T4 L7 MY, RAREHeRF A F 721 ARCOT_HOME ~DFH%f
RADWTHIZH TEET,
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Y—IN ARV ARTEDERH

J4—ILF

Description

[Log Level]

oItk SN MY OFEKE L, Fatal, WARNING,
INFO. 3L OVDETAIL 1L, AR— FEN TV D EKE L~ % [EIE
TRLTEEH DT,
FEANZOWTIE, Ak [ AR—FEN2ERELL) 2L
TLIEE N,

GMT TDOH A L AZ T D

SRS

GMT 2 L Ca Vi ENTZIERICH A D AX T H R ET
HEEE. TOF T g o EBIRL E1,

CA Risk Authentication TliX, @ —h /L X A A V' — 2 F =1L GMT %
FHLTe V3 SN BRI A L AR T ERETXET,

FL—Z v 7 OHEZML

SLERH I ZREON S 7= BHERE D BRIR B KOV T v 7 & 1 7 dék
THBMov s 757, FTT7HNTIE, ZOT T TITEHIC
o TWET, ZO7I7 7GRN T DL, Ty THICKED
F—A2 N0 JICRERENET, CAYVAR— ML VIERBZRVIRD
EHARK CZOT7 7 72BN LT EE0,

7. [F—FR_R—HER] E7a T, UTORICEHSNTWDHEE
HBELET,
J4—IJLK Description
I/ NERT A CA Risk Authentication #—/3 & 57— X X— X DO CTIERL S 5 #2
e D e/ N,
SO T CA Risk Authentication Y— /N & 57— X X— 2D TIERL T& 582
for DI KA,
L DI85y T = NVHNDT —H R—= 2N T X TEFDO AL > RIZL 5T

{ﬁb\%fléﬂfliﬁ%é\ BIOA LY RO ENLH L — 4
N B R Y 7 = AN LIS A OB A 2 7 U A M,

FoH ALy KA —THf

il (F9)

T =B RXR=ANT I T 4 7T THELTNDNE D NEHET 5
TOILT—H_N—=RAF=H ALy RRTF—FR_R—=A%R—1
7 % W AT

BEENHLIGAEDE=HF X
Ly K AU =78 ()

[(FE=% ALy F AU —7W/{] ERL, 72720, ZOEIET—
ARX—RF=H ALy RPEELZRH LI EZICRVEH I
T, EENBE LG EIHEERBRE TRV 72T (775
VERHLHOT, ZOMEIX [T=% ALy K R —7W/H] R
W CHDLLERD D FT,

% 4 Z: CARisk Authentication H—/\ AV XAV AN EE 79




Y—INAV RV RARTEDER

J4—ILE Description

y =YD R 7 HIMZ LI, =N Lo TEIT SIS TD Oracle, MS

sQL. MySQLF—Z#_X—2 7= Y RNu ST ESnNEST, 774
VETIEE, ZOFT Y a 3T, [ =2 v 7 ofa%L]
DG LFRRIZT Ny 7B & SR OFINT DD
HYET,

F =B R—=2APEHGDE=HF | ZDOF T g BNEIREE., = NE T — A R—R = H R
Uy REERLET, £ TRWEE, 5—4_X—A =%
N/ 25 G

TIAVICHBMICRET | 774~ ) T—FR=A~DERNPERT 2L b— N3y s
TS T —ER—AERIRLET, O v a UBNERYG
B TTASY T=ERX=APRBEH L TND L XA B
T TA~<) T—HR—RRD £7,

8. [RfEl #7V v/ LTEENKEIRIELET,

9. EHLIENTA—HIISLT, =R A LV RAFX L AEY T Ly ad
HIEEE L ET,
ZDOFHEOFEMIONWTE, =R A AZ L AD) T Lo
BIW =R (272 20FEHE)] 2B LT a0,
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Y—INAVRIVAD vy TV

H—IN AV RBAD b F oy

CA Risk Authentication — N FE 7237 — A FH X 2 — b — R f LV A H
ATy NE T 5
1. T MAELTET AL LTLIEEN,

2. AV A=ma—0 [P—FRBIOYV—RORE] ¥ 75277747
IZ L. 7 A ==2—0 [CARisk Authentication] Z 7 NFERINLTW5H
ZlEMERLET,

3. [AVARBVARARBRE] B arT, [AVARRUVRER] VL%
70 w7 LT, ®indTHRX=T2FRLET,

4. ¥ v N& 79 % CARisk Authentication — % A VA X L A F 71T
P AEER 2 — =N [ AR AEEIN L FT,

5. [y ROl 2277 LT, BIRLEY—NRN AU RAE A%
Vx v N LET,

Iy RE DL U 7= X RS CARisk Authentication ¥ —/3N2 X - Ta%
BEans e, BITHFO NI o7 a BT XTI TIHD, v v
KET ) 7R RPN E T,

% 4 Z: CARisk Authentication H—/\ AV XAV AN EE 81



Y—NAVREZZADBEEEH

Y—INAVRZADHES

L FD® 7 23 > Tlx, CARisk Authentication ¥—/ 38 L OV — R &L
Fao— =N AU REZRAEHEEBT LD TN OV T L ET,

Windows D&

Windows D — 3 A 2 & o R & BRtET 5 Fik

1. A VAZUAPELSN TS Ay Ea—ZiZns A LET,

2. TAIT A7 D [REF—F] RE %7V v 7 LET,

3. [BE] - [aryie—nxn] - [FEY—L] - [—¥YX] ZE
L ET,

4. DT EFHEELET,

m CARisk Authentication —/X f VA FZ R . X NERENT-
H#—E 275 [CA Risk Authentication Service] 2% 7 /L7 1) v 7 L
e

n T—ABBEXL— YN RF R YR MERENEY—E
A [Case Management Queuing Service] 2% 77 ) v 7 LF
7

5. [BAgG] 22V v o358, —ERAREBINET,
UNIX R—ZAD TS5V IT+—LDIGE

UNIX XR—Z2D T T v 87— DOV — f L AZ 2 A ZBAMRT 5 71k
1. AV AZ U AEBRTOIVNERNSD AL Ea—FiZuld (L LET,
2. UTOFT 4 L7 bUICEEIL £,

<install location>/arcot/bin/
3. HE#TLIE. UFoa~vr FEFTLET,
= CARisk Authentication h—/X f ' X % 2R DFE

./riskfortserver start
s T—REEX 2 — YN AU REZVRADRE
./casemanagementserver start
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B5E: SSLNDIBEETE

77 4/ KTl CARisk Authentication = > R—x > Mk, v R—F%
k [A] 4= CTOI@IEIZ TCP (Transmission Control Protocol) Zf#fH L ¥4, CA
Advanced Authentication & CA Risk Authentication “)L“—/‘\F'ﬁ'ﬁjb‘ JI’SDK & CA
Risk Authentication H—/ [l TOZZ 7285 Z MR35 121%. SSL (Secure
Socket Layer) % % 7A"— K95 J 91T CARisk Authentlcatlon AT A TEEX

O —NEET 0 a3l kig fﬁbiﬁ“ SSLIZ, “eMEDIRWAT 47 E
TT 7= a 85 LBLRICHEET DI ZEERREIZLET,

CA Risk Authentication D & F I F 7 a R —3 2 MBI TSSL 2R ET HIT
I, LT XS BRFIERH Y £197,

F ZOIEFICHES TSSL Z IEWIZRET DL E W D D EFT, & TINaE5E

TLEL, P ERICRESINTZNEINT AN LET,

1. SSL {5 D Ui

2. CARisk Authentication h— 3¢ 22— 55— h—E ZADMTSSL & H
NZT 5

3. F—REHF o— PN a—W F—F P— ERAD T SSL AL
[ 7

4. CA Advanced Authentication & CA Risk Authentication $—/ XD fE] T SSL
EHINZT D

5. CA Advanced Authentication & 77— A E X = — — DR TSSL 2 H
T 5

6. Java SDK & CA Risk Authentication $— /XD T SSL Z /2T 5

7. U A7 #Hfi Web ¥—t & & CA Risk Authentication ¥— /XD [i] T SSL id#
BEHDTD
8. & Web H— " & & CARisk Authentication ¥-— /XD T SSLBE 4 A

T 5
9. CARisk Authentication = > "R—¢ > k& F— & _X— 2 D] D—J7A] SSL
=
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CA Risk Authentication AV R—R B XUV ZFDEEE—F

CA Risk Authentication A R—R B XV ZFDEEE—F

LU F O i%, CARisk Authentication & F D a2 L iR—F% 2 F O THHR— k
ENTWVWAEEE—REZRLTWET,

Web i PIVT-vavE T-58
FIPr=ay =I5
ToP
3
L4
o
IvF1=-¥ 0759 web #=i1 |2
Rk ort
=774
< |22 J=Y
HTTR'S)
TCP/SSL § R
L 7
&
9 b
J ®EIVU-L p TCR/SSL
‘é : TCP/SSL
- {
& - sblrepssse
2 a-¥5-3 |o
4=t 8
c
JCE
T TCcP
TCP/SSL I
y-amm  |o
TCP/SSL e : TCP HsM L)
c|
Aecot Yla=2ay IsA=F b N 3 o
 —rCrerp— _T— TCP
o Fi ST DU=FIE JCP/SSL

ZORNZREND L )T, aryAR—x v MEOBEDOT 74V~ E— R

(TTCP T, FT ¥ 7 v a VHICKHEN DT — % OBAEMER X OHEM
ZWeffk4 572912, CARisk Authentication V" — N ZLL F D a2 i R—x% > k

Lo SssLfE WHmBILO—FHm) V%A —FLET,

. T RAEE X 2 — P

= CARisk Authentication 7 — 4 ~X— 2

n 2B TF—F -2

= CARisk Authentication SDK (U & 2 3¥Aiff)
w BTN TTVr—var

n = —AT TR

n XaA7 VT a—=L7 Yk

RiskMinder I%, = R—% > MMEDO— 510 SSL 3 L ONRI7 1] SSL % 78—
FLET
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SSL @ {E D #EAE

SSL B {E D %4

CA Risk Authentication = > iR— 3% > MME D SSLIBIE Z BN T HI12i%, £
TH =R T4 T POGEPAELZEEGTILENHY £, ZnbHD
SEAEIE. UTFOWT o FiEEER L CTRETX 9,

n EFEERT (CA) B O EOE RS (P. 86)
n 22— 4 UT 4 A LZEEAEY 7 = X b oARk (P.101)

CAN—VHOGEAEZART D L ( [FEFHEE (cA) 7O OFEHED
BEERG) 228) | TOAE L BEEMT ONEBEX— b AR I E
T, FOREFR, EX—I I —PITAEKIND & ZFELETIERWN
BAENHVFET, F—% 4794 b TEELZWVWESITTDHITE,

(2—F 4 VT 4 A LREAEY 7 =X FOAERR ] OFNRIZHE D #35
N0 F9,
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SSL @ 1E D%

FREEHEEE (CA) Mo DEEBAZE D E EIE

Z D& 7 v a »THM SIS FIEL Microsoft CA 2008 [Z[EH TY, D
o> CA Z Al H L CREE E B — 2 AR T 25 A3, XU ¥ —0 K
Fa A FESRTOILERD Y T,

CA
1.

(X > THEITSNDREAEZ AR 5 51k

EEDCA~DY > 72T 7EALET, Microsoft CA DAL, LLF
DL TI,

http://<IP_Address_of the CA>/certsrv/

ARV 722 FAER L, BT Iy T ALEDOY 7 ICBEIL F
‘j—O

7ol 21X, MSCA ZfET 2856, [FARAZDER] £/ 3T,
[FERAZEDER] £7va . [FEAZEOEROHEMRE] 47 =
V. [ZOCA~DEREZERLEETS] A7 a DlEiz7 U v
7 LET,
FREINAIHAEY 7oA N 74— A CHEMEEELET,

s LUTF ORI TR ZEORRDIE .,

SIRAEREM WHEITFER
KB4 P — RDERER K A A >4 (FQDN)
(4 a1)

BE: MBADOANEZRT A v E—URERRINT D,
SSLIC K » TR SN D — " DFERER N A A 4
(FQDN) ZHRET DL E D D F 7
7= & Z1X. login.my-bank.com (2%t L C31T X 47z SSL AE
BHZE1X. online.my-partner.com (2% L CHINZ 2V F
Az SSLAZKE L Cffi FH & 415 URL 23 login.my-bank.com C
HDHEAIE. CSR T 7 2 v b an-man
login.my-bank.com THh 5 Z & 2R L ET,

[Email Address]

RN O Y ZE DE T A —/L 1D,
R, Ziud, FEHEEEE E T oS S
DEFA—/L T RLATT,
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AERRE RN WHELER

HH FHR DA AL,

(=1t) BE: o MNIPEMEN TN L 2ERLE
9, F72. Inc., Corp.. LLCREDY T 4 v 7 RAEFEE
LTWRWZ & BERT HHERH Y £,

AEk i A==R VA AFAE 2 EET SRR OE (=& 21X

(EB)

7 DX HT A FERR AL B DT IXETAS (7o & 2L, 7V AR—2)

(7 X HTAT)

HBTE TR ﬁ?ﬁﬁﬁ%é%ﬁﬁﬁ(k&zﬁ\ﬁ4~yfﬁy
K)o
BE: OV MNIDPEMISNTORNI L 2R L E
ER

E5| MDA RN H HED IS0 2— K (=& 21X, AU)

(Hhdk)

n GEEOFEM, ZhOOHEOFEMATRET 2RI, LT
KTHESNTWDOFEMAEEZRETL2MLENH Y 7,
AEEAERE % HEITER
FEAED X A 7 Y— REREEAE P REHE AT 555
i?%?yb%ﬁﬁ%%:7?47Vbﬂ%%%$ﬁ?é%
=]

csp fEE D Csp

X — D H Ik AR

F— A X NA RHEALOF— H A X,

X—D=x 7 AR— N A[REME

m X —%FT T AR—FA[EE L T~v—7
n X —E T 7 AT AR — |
n 7L R4 (% pvk)

/4= SN 7

PKCS#12 7 7 A )L

1. 8] 27V v/ LGEHEZEEZY 72 A M LT,

2. [ZOHHEOA VA M—N] %227V v 7 LTCTITUY X NTICHEA
EEA LA M= LET,
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SIRRENA HO—K

Microsoft CA2008 Z/r L CY 7 = A b LIZFiEAEITZ T T U X FT7IcA
VA R=NLENET, TOTTUY A RNTMLAEAEAZ X Y o — KT
HENRHD T, FEHELZ XY 7o — RTH30ERH LT, s
IbE— RIZLX > THERLRY F£9,

PKCS#12 oKX DIZE

V7 N = THREBALBMER S5 5E . REBEIL PKCSHI2 TEA TH D
PR F 5,

= R 2 TREEEBERA SN D56, IEZEILPEMERXTH D05
NHY ET,

Microsoft CA 2008 Z{#i ] L T PKCS#12 7 7 A JVICAFRAE L i — 2 &
v ra— K355k

1.
2.

Internet Explorer 7 ¢ > K7 Z Bl & 9,
[Y—n] - A F—Fy b FTFvarv] TBEHLET,
(Ao =y N AT a] XATaT Ry AR RINET,
[avTFoY] #7% 7774712, GEAE] ¥27va>T [GE
BRE] #7U v 7 LET,
[REAE] #4707 Ry 7 ANERINET,

Forn— N LHRERELERNL, [ AR—=F 2270 v7 LE
o

[REAEDT 7 ZR— 1] U4 P = FRERINET,
U4 Y — ROBRMEET R~ 227U v 7 LET,

3w, BEXF—F2 I AR—FLET] A7 a v 2@RL, (KR
~] E7 Vv LET,

[ Personal Information Exchange - PKCS # 12 (.PFX)] 47" 3 U SR
NTWNWDLZ EafERLET,

(RARMBRELZENCTD] A7 a 2@, [k~] 27V v
7 Lij‘o

[RRT—F] 74— K& [NRTU— FOMERBAN] 7 14—/ FIZ
PKCS#12 (.PFX) 77 AV D/XAT— K& AL, [R~] 227V w7
Lij‘o
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PEM e KX DIZE

10. [Z7ANV&] IZPKCS#12 (PFX) 77 A NVDHF 7 a— RIEHT
L7 7ANKEANNL, R~ 220 v LET,

11. [BT] 2#27 Vv 7 LT, oV —FEKTLET,
N TCRHFAE B X — 3B E SN HmT O AT A TR TE £,

7T OYIFAEX R T L ERE PEM EROFEFHELS = AR — T 52
LITTEERA, LENR-ST, FT DERFEXTIFHELZ X Vo — KL
(Microsoft CA 2008 ZfifH) . LAFD XL 512 .PEM FERUTEHLT 2 LBEHN
HYFEF,

1. Internet Explorer 7 ¢ > R 7 &R X £7°,
2. [U—=nN] - [ EF—Fy bFFvav] ZBEILET,
(A F—Fy N AT vary] ATl Ry 7 ARFRINET,

3. [avsuv] #7% 775747, [EEHE] v27 >30T [BF
BHE] 27Uy 7 LET,

[REIE] 47 07 o 7 AR SNET,

4. Fyrn—RFTLaHELRRL, [27AFR—F ] 27V v/ LE
B

GEAEDO = AR— K] 74P —FRERINET,
5. 74— FOBMBEHET (R~ 2270 v 7 LET,

6. [WWZ, BEXF—FTI7AR—FLERA] 7723 VABRL,
[(k~] 227V w27 LET,

7. [DERencoded binary X.509 (.CER)] 47" a VU RERIRENTWDH I &
R L ET,

8. [R~] 227Uy LET,

9. [TrANA] ISREHEOS Y u— NN 57 7 A v &2 AT)
L. R~ 270 v 27 LET,

10. [5E8T] 227V v 7 LT, V4V —REKTLET,
TR IR E S BT O v AT AT T&E £
11. DER FE X% PEM FERUTEHA L £ 97,

FFBAE % DER B0 6 PEM JERUCEHAT 5 H5A . OpenSSL 72 & D A4 —
T =AY — VBT E ET, OpenSSL Y — /L& L T #T
521X, U Foa~ ReHLE£9,
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openssl x509 -inform der -in <certificate>.cer -out
<certificate>.pem

CA Advanced Authentication & — R BB X1 — H—/\OREITSSLZEHMIZT S
Z D7 3 T, CA Advanced Authentication & 7 — 2 EH % 2 — P—
XD D SSLERED FNAIZ DWW TR L E 7,
n RNV Ty vaBLOFEE#RT 7T 2 BT 4 OEA (P.90)
n 2SO 5E (P.95)

Y—N\)ILvLaBLUVBEBT7IT/ETI1 DGR

= 2R o — Y — T, A —AEHOX 2 —FHAR— |~ (7780) %

{f#i 1 L T CA Advanced Authentication 725 O — EHT 77 o 7 ¢ (1IE
Wi XYy AU, =R Fyvia UT7byial) 2050
\iﬁqo

H— NEHT 7T ¢ B ¢ FIC CA Advanced Authentication & 47— 2 &
X a— P — DO TSSLZFHET HIZIE, SSLHD Y — FEAR— |
(7780) Z#ZE L. [CARisk Authentication #ft] ~X— Y CTxlind 5% —
N )b— bk CAREAEZIRMT I XE RN H Y 5, £/, WI5M SSL ML E
72856, [CARisk Authentication #2f5t] ~X— " CPKCS#12 ND T T A T
MEREF— T 77 AV ET v 7 u— KL, ZOKR—rD [Fa b=
NERE] X—Y ECEe b7 A N AN T BRIRTALERHY 5,

T 787y a TR LTOLDERET D200 TIEIZ
WCREBH L £97,

. - J71) SSL (P. 91)

m  MJ5[A SSL (P. 93)
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— 75 SSL

W— NEET 77 4 7 ¢ HIZ CA Advanced Authentication & -7 — A& H
X o — Y— " O—J5m SSLE(E R ET D ik

1.

9.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,

[CA Risk Authentication | V"7 % 737 7 5 4 7Tl o TWD Z & &k
BLFET,

(A VAR VARE]C. [Frbar@ZEl Ve 2v7s270 w7 LT,
[7'a haniEE] X—VEFRRLET,

SSLIBIE AR ET DY —NN A VAF VAL EIR L F7,

[ ratdVURR] B30T, [F—REHEOX 2 —FH]
Voo &7 yr LET,

= 2EFOX 2 —EF T Fa L ERETAR—IUDRDERINET,
DLFDO7 4 —N REZRELET,
s [T baVvRTF—FR] BN (A THHZ L EMHRLET,

FHTHRWEASE., [Fubat RF—2ZAOBE] 4+ 7 g
FRRIRL., [727vav] VRIS [BHi3ME] 28R LET,

m [AR—PFINELWVSSLA— MEIZEESNTWDHZ Ex2MALE
R

m [FTFVARR—=PF] URRINDE [SSL] Z#IEIRL F9,

m HSMIZ SSL X —Z M9 28551%. [HSMANDX—] 472 a v
iR L9,

s [P EEHEF -] T4 — LV FOBOBRARY BT
7L, F—RAEHX o — PN L— NEFREAEIN U E T,

s ([HSMADOFX—] 47> a v BBIR Lo T-88 DA [H—
NEX—] 74—V ROBOBRBRXY 27 Vv L, 7F—A
BHX o — P — B — 28R L E T,

RE] RE %270 w7 LET,

10. ¥ —AEHX o — b — "L HiEdE L £9,
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» Windows DFE : [RF¥—F] A¥ 270y 7L, [BE] -
[ b= R ] - [BEY—L] - [P—ERX] B E
T, #RINDHP—EZRDY X -5 [Arcot Case Management
Queuing Service] # X7/ 7 U w7 LET,

m UNX7 7y h7+—LDHGE: 2V — L U4 RUT
<install_location>/arcot/bin/ |Z#®) L . ./casemanagementserver start
avy REfEELET,

11. [ AT ALERE] T. [CARisk Authentication ¥t ] V> 7 %27 U v

27 L. [CARisk Authentication #%#it ] ~*— & FRL £7,

12. [—RABEEXo— VP — 8] B a T, LTOBEEZETL

i‘é—o

n T—AERY—ROWPT RLAELIEIFRA NN [P—R] 7 1 —
IWRTELSEESNTWADZ 2R LET,

s [P NFER— ] BN NEFHY 7= X MOk LTV TW
L —AERY— N F— T LOICRESNLTND Z &b
WLET,

m [FTFURAR—=F] UR 05 [SSL] Z@&RLET,

s [P—2CAN—FERAE] 74—V ROBOSBARZ %7 VU v
7 LT, r—RAEMY— N )L— NEFBEZ RN L7,
13. Rl A& %22 U w27 LET,
14. r—AEH X 2 — b — "2 HEE L F5,

m Windows DFH : [RF¥— N A¥ 270y, [BRE] -
[av ba—n N ] - [BHEHY—V] - [P—FR] (CBHLE
T, FRINDHPT—EADU A )5 [Arcot Case Management
Queuing Service] %77V v 7 LET,

m UNX7Zy b7+ —LDRE: 2 Y/— VU4 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./casemanagementserver start

avr RERELET,
15. CA Advanced Authentication % FFECE) L £ 7,
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WA SSL

Y — BT 7 7 ¢ ¥ ¢ FHIZ CA Advanced Authentication & 77— A EH
X o— Y — OS5 A) SSLIEE i BT D ik

1.

vk wnN

10.

11.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,
[CA Risk Authentication] Z 7\ 7 75 4 7 ThhH Z & MR L £,

[VATARE] C. [FTFARATy NRGEERE] V.o 722 vo L
T. [CARisk Authentication %—/3 kT X7 v RG] X—T %
FRLET,

TONR—YTUTOE#RERE LET,
m [ABT] 74—/ RIZ, SSLET AR XA NTOL4RTIEZANTILET,

n PO JV—hrCA] 74—V ROBEOBRBARZ %27V w7 L,
CA Advanced Authentication 23 BB SN TWA 7T 7V r—v g3 >
H—NDL— FFEHEICEEI L, BN 9,

(REE] A2 %2270 w7 LET,

(A RZVREE] T, [Febar@eEl V7% 7 Y v 7 LT,
(7w bagE] ~N—=YaFRLET,

SSLIBfE AR ET D — N A VUV RE UV RZRIRL 7,

[(Fa rardVRR] B2 a0T, [F—REHEOF 2 —FH]
Voo &2y LET,

r—AEOX 2 —FHT 0 N a LV ERET HN-URERINET,
UFD7 4=V REHZRELET,

. [Fubar RTF—FR] B[] THLHZLEHRALET,

FHTHRWESIZ., [Fubbratrv ATF—FRAOEE] + 72 3
FERL, [(TZ7¥arv] VAL [B¥ME] 22N LET,

m [A—FIBELWVSSLA— MEIZEEIN TS Z &R LE
ﬁ‘o

s [FIUVRAR—=F] URA NG [ssL] z@R L £7,

m HSMIZ SSL ¥ —Z T 258 1E. [HSMANDOF—] 472 a v
IR LUET,
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s [V NEEHEF =] T L FOBOBRARL L E T )
7L, r— A — R L— RNEFESBIR L1,

s ([HSIMADOF—] A7 3 v EBIR Lo T8 0% [H—
NEBX—] 74—V ROBOBRRY 27 Vw7 L, F—A
BHY— SR — 2RI L £,

m PIE6 CIER L7294 T M AT EBIRLET,
12. MRl REZ %2270 w7 LET,
13. 7 —AEHX o — P — N HEE L FT,

m Windows DiFg : [R¥Z— R x¥ %270y 7L, [BE] -
[y ra— RV ] - [FEY—V] - [—ER] IZBEIL
T, RINDHYP—EZRDY A )25 [Arcot Case Management
Queuing Service] X727 U w7 LET,

m UNX7Zy b7+ —LDREF: 2 V— LT 4 RUT
<install_location>/arcot/bin/ (Z##) L . ./casemanagementserver start

avr RERELET,

14, [V AT LERE] T. [CARisk Authentication$&gt] Vo 7227 U v
7 L. [CARisk Authentication £5ft] X— &2 F R L £7,

15. [CA Risk Authentication #%fc] ~X—C, L NOEEEZEZITLE T,

s T RERY— RO IPT FLRELFRA MR [—R] 7 —
I RTELLHEESNTWAZ L 2R LET,

n [P NEER— ] B EEHY 7 =2 M LTV T
D —AERY— R AKR— 2T IICHESINTNDZ L LE
BLET,

n [FTFUVARR—PF] UR 25 [SSL] ZBIRL 9,

. [V—NcAL— ’EAE] 74—V ROBEOBRRY L EH T U
7 LT, 7—AEEY— N b— MNEAEZBEINL T,

m  [PKCSHI2ND I FA TV FiEAEF - F— DT ] 7 41—V RO
DOBARH %7 VU w7 L. CAAdvanced Authentication 23 &4
TWAT 7Y r—va vy —"or— MEFFICBE L, ERL
£7,

m [Z7FA4T7 2 FPKCSHI2 XA T — K] 7t —/L RIZ PKCS#12 7 7
ANDIRAT—RuE AN LET,

16. (RE] RZ %2270 v 7 LET,
17. 7 — ARG o — — N\EEEE L ET,
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s Windows DFE: [RZ—F] A% %270y r7 L, [BRE] -
[ b= R ] - [BEY—L] - [P—ERX] B E
T, #RINDHP—EZRDY X -5 [Arcot Case Management
Queuing Service] # X7/ 7 U w7 LET,

m UNX7 7y h7+—LDHGE: 2V — L U4 RUT
<install_location>/arcot/bin/ |Z#®) L . ./casemanagementserver start
avy REfEELET,

18. CA Advanced Authentication Z FFE @) L £ 9,

19. L FOFIAIZHE - T, r—AEE Y — /T SSLIBEDRH NI /2> T
HIEEMERLET,

a. LUTOSFTCBE L £,

b. 7% A b =5 4 ¥ T arcotriskfortcasemgmtserverstartup.log 7 7 1
NEREET,

c. UTOITEmMRLET,
Started listener for [Case Management Admin] [7780] [SSL]
[srvmgrwsprotocol]

OB, BT SSLITIEFICRESN TWET,
d 77ANVEHUTCET,

T—AMBFOIHE

e AEHF 2 — =N S RAERF 22— =N K= (7779) &
f#i FH L T CA Advanced Authentication 7>6 DR D — ARG T 5 U 7 =
A MEHLZITET,

CA Advanced Authentication & 77— A B X = — Y —/3D[H] T SSL Z 7% &
T AT SSLA D — A 22— Y — N R— b (7779) & E L. [CA
Risk Authentication #fc ] ~X— 3 THHI 9 5 —/3 )b— b CA GEF E & 241t
TAHOMENDY £, Fiz, BI7m SSLAMERYA . [CARisk
Authentication #f5i | ~2— T PKCS#12 ND 7 T A 7 v hiEHE R — X7
Ty ANET v 7T ua—RL, Z2OR—rD [Fa halFE] X—Y kT
WY)7e NI A N A RNTEZRBINTHMLERH D 7,

LFOY 7272 a T U TFTOLOERTET D002 FIEIC
WCRRBH L £97,

m ——Jj[n) SSL (P.96)
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— 75 SSL

X2 —NDOWRDlr— A% FKRT 572812 CA Advanced Authentication &
r— AR o — Y — RO —J7 ] SSLI{E AR ET B T iE

1.

9.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,

[CA Risk Authentication | V"7 % 737 7 5 4 7Tl o TWD Z & &k
BLFET,

(A VAR VARE]C. [Frbar@ZEl Ve 2v7s270 w7 LT,
[7'a haniEE] X—VEFRRLET,

SSLIBIE AR ET DY —NN A VAF VAL EIR L F7,

[Far hatdVRR] B30T, [F—REHEF 22— —1]
Voo &7 yr LET,

FAEMF 2 — =T F AL ERETOIN—VRERTRINE
o

LFDO7 4=V REFRELET,
s [T balvRTF—FR] B (A THHZ L EMHRLET,

FHTHRWEAT., (e bhav RF—2ZAOEE] + /9
PEINL, [TZvav] VA b [(BaMb] 22K L £,

. [AR—=FIBELVSSLA— MEICRESNL TS Z & 2R LE
B

m [FFUVAR—F] URA NG [ssL] zi@iRLET,

m HSMIZSSL ¥ —Z T 285A1%. [HSMANDOF—] 472 a v
IR LUET,

s [V EEREF=—V] T4V KOOSR X L E T v
7 L. CARisk Authentication ¥-— 3 JL— REFRIAEZ 38R L £,

s ([HIMANDOXF—] A7 g VE2BIR LD > T2 E DA [H—
RNREX—] 74—V NOBOBRAY %27 Vv 27 L, CARisk
Authentication Y — /NFAEE F— 28R L F 7,

(RFF] A2 %27 )y 7 LET,

10. ¥ —RAEH X 2 — b — "2 HEE L FJ,
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» Windows DFE : [RF¥—F] A¥ 270y 7L, [BE] -
[ b= R ] - [BEY—L] - [P—ERX] B E
T, #RINDHP—EZRDY X -5 [Arcot Case Management
Queuing Service] # X7/ 7 U w7 LET,

m UNX7 7y h7+—LDHGE: 2V — L U4 RUT
<install_location>/arcot/bin/ |Z#®) L . ./casemanagementserver start

a~vy RERELET,

11. [A T LERE] T. [CARisk Authentication&Ze] Vo 27227V v
27 L7C. [CARisk Authentication #ft | X—&2F R L EF7,

12. [F—RAEHXa2— YV —1NEEH] B/ arFTRAZ7ua— L LET,

13. [F—REEX o — P —NEHE] a0 T UTFOEEZETL
£7,
n T 2AEHY—SOWPT FURAEIIARA MR [—] 7 1 —
JIRTELLHEESNTWD I EAMHERLET,
n [(P—RFEF—F] BNarY—L U7 A NI LTHHNTY
L —AERY— N R— T LOICRESNTND Z &bl
BLET,
m [FZURAFR—F] URARIME [SSL] ZiEIRL £7,
n [—RcAL— b EAE] 74—V FOBOBRRY 27 U
7 LC. CARisk Authentication /L— N EERH 4 I L £ 4,
14. [RFE] A2 227V v LET,
15. r—RAEHX 2 — P— "EFEHH L ET,
s Windows DA : [RZ—F] R¥ 227U v 7 L, [BRE] -
[y buo— ] - [FEY—L] - [P—ER] (ZBHILE
T, BRINDHYP—ERADY X )25 [Arcot Case Management
Queuing Service] X727 U v 7 LET,

m UNX7Z7y h7+—bDHE: 2 V— L U1 RUT
<install_location>/arcot/bin/ |Z#&) L . ./casemanagementserver start

avy REfRELET,
16. CA Advanced Authentication % FtdEh L £ 4,

¥ 5E: SSLDIREHTF 97



SSL @ 1E D%

WA SSL

fr—

AT 7T 4 B« HIZ CA Advanced Authentication & 77— A& —

O RI5 A SSL B[R 7% T D Hik

1.

vk wnN

10.

11.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,
[CA Risk Authentication] Z 7\ 7 75 4 7 ThhH Z & MR L £,

[ATARE] T, [FFATy FRGEEHEE] Vo2oz2Uys L
C. [CARisk Authentication #—/3 kT 27 v NGRS ~—T %
KRLET,

ZOR—UTLUTOERERELET,
s [ARI] 74—/ FRIZ, SSL T AN A NTOLRTIEZANTILET,

n PO JV—hrCA] 74—V ROBEOBRBARZ %27V w7 L,
CA Advanced Authentication 23 BB SN TWA 7T 7V r—v g3 >
H—NDL— FFEHEICEEI L, BN 9,

(REE] A2 %2270 w7 LET,

(A VAFVRARE] T, [P brarlBEl V24570 v 7 LT,
[7'a FaLEE] X—VEFRRLET,

SSLIBEZRRTET DY —NNA VAPV REEINLET,

(e hardYRR] BZ7 30T, [F—REEF2— F—]
Voo &7 y7 LET,

o RERF 2= YR T P A ERET SN VR RSE
R

PLTFO7 4 —N REZELET,

s [FubaAzxF—22] B (S ChH-LAHRELET,

ZFHTRWEASE., [Fubat RF—2RAOBE] 4+ 7 g
PEINL, [TZ7vav] VUARLL [(BRb] 2@BRLFET,

m [R—PFINELWVSSLA— MEIZEESNTWDHZ xR LE
j‘o

s [FFUVAR—F] URA NG [ssL] zi@RLET,

m HSM T SSL F—Z 4T 25681, [HSMNDF—] 47 3
IR L E9,
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n [V NEHEF =] TV ROBOBRARY L E T Y v
7 L. CARisk Authentication #—/3 JL— KEEFEZ BRI L £ 7,

s ([HSIMADOF—] A7 3 v EBIR Lo T8 0% [H—
NEX—] 74—V FOBEOBBRAR Y %27 U w7 L. CARisk
Authentication T — \FAE % — 2 %R L £ 9,

m PIE6 CIER L7294 T M AT EBIRLET,
12. MRl REZ %2270 w7 LET,
13. 7 —AEHX o — P — N HEE L FT,

m Windows DiFg : [R¥Z— R x¥ %270y 7L, [BE] -
[y ra— RV ] - [FEY—V] - [—ER] IZBEIL
T, RINDHYP—EZRDY A )25 [Arcot Case Management
Queuing Service] X7/ 7 U w7 LET,

m UNX7Zy b7+ —LDREF: 2 V— LT 4 RUT
<install_location>/arcot/bin/ (Z##) L . ./casemanagementserver start

avr RERELET,

14, [V AT LERE] T. [CARisk Authentication$&gt] Vo 7227 U v
7 L. [CARisk Authentication £5ft] X— &2 F R L £7,

15. [CA Risk Authentication #%f5t] X— D [ —RAEHF 2 — P —
fel B a T UFOBEZIATLE T,

n T—AEEY—ROIPT RLVAEEIEEA NN [P—R] 7 —
I RTELLERESINTWAZ L 2R LET,

n [R—F] =2 V77X M LTHWTWS 7 — R EH
=N A= 2T EICRESN TS Z ELHERLET,

m [FTVARR—=PF] UREIND [SSL] Z#IEIRL F9,

. [V—NcAL— ’EAE] 74—V ROBEOBRRY L EH T U
7 LT, 7—AEEY— N b— MNEAEZBEINL T,

m  [PKCSHI2ND I FA TV FiEAEF - F— DT ] 7 41—V RO
DOBARH %7 VU w7 L. CAAdvanced Authentication 73 &4
TWAT 7Y r—va vy —"or— MEFFICBE L, ERL
£7,

m [Z7FA4T7 2 FPKCSHI2 XA T — K] 7t —/L RIZ PKCS#12 7 7
ANDIRAT—RuE AN LET,

16. (RE] RZ %2270 v 7 LET,
17. 7 — ARG o — — N\EEEE L ET,

¥ 5EFE: SSLDIBEERTE 99



SSL @ 1E D%

Windows DA : [AF¥— ] R¥Z %7 Vv 7 L, [BRE] -

[ b= R ] - [BEY—L] - [P—ERX] B E
T, #RINDHP—EZRDY X -5 [Arcot Case Management
Queuing Service] X727 U w7 LET,

UNXZ 7y b7+ —LDpHE: 2V — )L U4 RUT
<install_location>/arcot/bin/ |Z#®) L . ./casemanagementserver start

a~vy RERELET,

18. CA Advanced Authentication % FFEC#E) L £ 7,

19. L FOFIAIZHE - T, r—AEE Y — /T SSLIBEDRH NI /2> T
HIZEEMRELET,

a.
b.

C.

LT oSarcBE L x4,
T ¥ A h =5 ¢ & T arcotriskfortstartup.log 7 7 A /L Z B & £ 97,

UTOITHMER L £7,
Started listener for [Case Management Server] [7779] [SSL]
[RiskFortCaseManagement]

ORI, BT SSLITERICHRE SN TWET,
77 ANEHLET,
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A—TAUT4ZERLIEEAE Y VTR DERK

=T 4 VT 4 FFY N EFEHA L GEHELZERTHIZ L TEE
9, keytool =—7 ¢ U T ¢ (IDK THEHFHE) LA T OEAEICEH ST
WET,

1

3?_‘;( }‘7%@5/& Li‘a‘o

keytool I, F—X AT EMIND 7 7 A NITF— LEAEEZKMHL £
T, =AM, 7747 bERITT— " OFEBNHEH S DEE
BHEOCY R MY TF, @, F—AMTIL12o07 747 b=
X150V —NIZEAETT, 774/ F—RNTEEL 77 AV
ELTHF—RANMNTEFEELEST, ZI AT — REHEH L THE
F—%RELET, F—A N7 keytool F(TTHT L2 FUT
TER SN E T,

UFDa~vy REHLT, F—A ST E24ERLET,

%JAVA HOMES/¥bin/¥keytool -genkey -keyalg RSA -alias
<server/or/client> -keystore <keystore name>.jks -storetype JKS
-storepass <password> -keysize 1024 -validity
<validity period in days>

AEEEA U 7= 2 8 (CSR) #AER L ET,

CSRIE, MFBfb ST A & ( [FEGEHERE (CA) 7B OFEHTE
DEZRFF] O 1-SoADOERZZM) T, dEHENMEA SN DA T 4
ETERTZLERH Y £, WE T —3@HE CSR Z1ER 25 D & [F]
RRZER S U E

UFDa~<y REMHALT, CSREAEMRLET,

$%JAVA HOMES/¥bin/¥keytool -certreq -v -alias <server/or/client>

-keystore <keystore name>.jks -storepass <password> -file
<server/or/client>certreq.csr

BIOFNECTER I CSRZ CAICH 7 I v FUTHFIEESAR L E
T,

a. EEDODCA~D) 7T 7 vALET,
72 & X MSCA Z T 256V 713 F O L 512720 £,
http://<IP_Address_of the_CA>/certsrv/

b. AEBAEV 7= A RE{ER L, 7 Iy v T57200 U 7 IZBH)
LET,
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C.

Tl 2T MSCA 2T 256, [FRIZDBR]I®7 9T,

[FEAZEDER] 7'V a v, [GEAZSOEROFMBRE] 47
a2, [Base64 T  — K CMC £721X PKCS #10 7 7 A L & 1#
AL TERAZTOEREZREETS] A7 a DAz ) v 7 LE
T (FE72L, GEEZ BRI 555, base-64-encoded PKCS #7 7 7
ANEFEALTCESFY) 72X 27 Iy NLET) . &EZIZ,
<server/or/client>clientcertreq.csr DNE % 2 £ — L T
Base-64-encoded certificate request 7 .1 —/L NIZHE D 17, [#&H]
U7 LET,

Base-64 T a— REXTLUFOT7 7 A LEF T ran—RKLET,
m clientcert.cer & L COEH S LT-FEE

» clientcertchain.p7b & L COFERRIFHEF = —

m clientcacert.cer & L T® CA GiEHE

A BT ICAEAEF =~ & A L R— FLET,
UTFDa<wy REERHLET,

%JAVA HOMES/¥bin/¥keytool -import -keystore

<server/or/client>keystore.jks -storepass <password> -file
<server/or/client>certchain.p7b -alias <server/or/client>

AEHE E 7T — R T 2L ERERIT AR L £,

DER X b DA
s DEREA % PEMERUCEHT HITIX. LT a~ 2 REFEHL
F9,

openssl x509 -inform der -in <server/or/client>cert.cer -out
<server/or/client>cert.pem

s DEREZFH % PKCSHI2 IZEHAT 52X, £T LFioa~r R&fE
AL CDER Z PEM IZZAHA L, RIZUATFDa~y REEH LT
PEM % PKCSH#12 |25 L £ 4,

openssl pkcsl2 -export -out <server/or/client>cert.pfx -inkey
privateKey.key -in <server/or/client>cert.cer -certfile
<server/or/client>cacert.cer

P7B IEX b DEE
s P7BEHX %A PEM EUCEWL T B2, LT a~> RE/FEH L
F9,

openssl pkcs7 -print certs -in <server/or/client>cert.p7b -out
<server/or/client>cert.cer

m P7BEA %A PKCSHI2 IZEHAT HI121E, £9 Eidoa~r K&

HLTPIBAZ PEMIZEH L, RIZULFOa~> FEEHLT
PEM % PKCS#12 (ZZ5#L L £ 97,
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openssl pkcsl2 -export -in <server/or/client>cert.cer -inkey
privateKey.key -out <server/or/client>cert.pfx -certfile
<server/or/client>cacert.cer

CA Risk Authentication —/\&1—H T—2 H—E XD T
SSLEAMICT S

CA Risk Authentication t—/ N & = —H 5 — & H— "2 (UDS) D[] T SSL %
XET HIZIL, CAAdvanced Authentication @ [2—H F—F P —E X
BERRE] ~— V&M LT SSLIBE 4B 2 UDS — "FEHEE T v
0— RT20ERH Y 9, MGHSSLOBEF, [2—FF—&F J—
P REGRE] ~X— % L T CARisk Authentication %-— X7 5 4 T
Y MEHAEL T v o= RTAX0ERHD FI, UTFTOYTE7 v a s
T, UTDOLOEFRET D002 FNEICOW TR L 97,

m  —J5[r] SSL (P. 104)
m  BUJj[h) SSL (P. 105)
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— 73 [ SSL

CA Risk Authentication ¥-—/3 & UDS [ —J7[f] SSL 1818 & A0z 4 2 7k

1.

9.

SSLiBfEHICc2—H 5 —% $—1 & (UDS) BEBHINTWET 7Y
r—vay —=REEMILET,

IOV T TV — g AR —D RFa A &
ZH L TLIZEN,

Web 75 7 7 ¢ > 7 T CA Advanced Authentication |27 7 & & L
F9,

MA (A ZEHE) & LT CAAdvanced Authentication [Z22 71 > L
*9,

[P—ERABLOYV—ROBRE] ¥ 7527774712 LFET,

[CA Advanced Authentication] 7% 7427 75 4 7L C [2—¥
T—4 =R E] =TV EFRRILET,

(v han] VA EE [—HRSSL] ZiER L ET,
[R—bF] OEEZT 75V D SSLIR— MMIRELE7,

[(— N )— FeEBHE] 74— L FOBOBRBRARZ 27 ) v 7 L,
UDS /b— hEEIAEICEE L TGEIN L 9,

(RFE] 227V w7 LET,

10. CA Risk Authentication J-— X2 B &) L £ 9,

m Windows DEE : [R¥—F] R¥ &7 U w7 L, [BRE] -
[ay ba— R NV] - [BEY—)] - [P—ER] B E
4, BREINDHP—EAZADU A K235 [CA Risk Authentication
Service] #Z 7)) v 7 LE9,

m UNX7Zy b7+ —LDRE: 2 Y/— VU4 RUT
<install_location>/arcot/bin/ |{ZF5®Eh L. ./riskfortserver start =~ N

ZIRELET,
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WA A SSL

CA Risk Authentication ¥—/N & 2 —H% 55— % H—E % (UDS) DM I71H
SSL X ET D ik

1.

10.

11.
12.

SSLiBE I 2—W 5 —% $—tr 2 (UDS) NEBISNTWAET U
r—vary —_"EEMLET,

RN ONWTIZ. TV — gy =N R X —D RF¥a A b E
S LT ZEV,

Web 75 w7 7 ¢ > 7 T CA Advanced Authentication |27 7 & 2 L
F7,

MA & L C CA Advanced Authentication |22 27 A > L £,
[P—ERBITY—RORE] #7777 472 LET,
[CA Advanced Authentication] "7 %7 %7 77 4 7IZL T [2—W
T8 =R E] NV AR RLET,
[Fa ban] VAL [RAMSSL] @R £7,
[(AR—PF] OEET 74/ hDSSLAR— MMIRELE7,

[(Y—N)L—FiERE] 74—V ROBOSBERZ %271 v 7 L,
UDS /L — RRERAEICREN L CGRIRL £ 97,
(24T FiEAE] 74—V FOBOBBRLZ %227 ) v L,
CA Risk Authentication /L — MREBIEICEE) L CEIRL £,
(V7 I9AT YV MEX—] 7 4 — IV ROBOBRARZ %271 v 7 L,
CA Risk Authentication Y— /N X — 25N L £ 97,
MRE] 27V v 7 LET,
CA Risk Authentication t— N2 FRiLE) L £9°,
s Windows DFH: [R¥—F] K& 27U v L, [BRE] -
[y bha—nL ] - [BEY—L] - [F—FER] ZBEL
T, BREINDHY—EZAD Y A FH 5 [CA Risk Authentication
Servicel| X 77 ) w7 LET,
m UNX7Ty N7+ —LDHEF: 2 V— LT 4 RUT
<install_location>/arcot/bin/ {Z#%®h L, ./riskfortserver start =~ R

ZIRELET,
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JT—RAEBX 21— TEH Y —_EXADETSSLZFNICTS

JT—RAEEX1—LaA—YF T2 S—EADMETSSLZER
295

o REHF 2 — PNl a—H F =4 F—E X (UDS) DFH T SSL A
E9 521X, CA Advanced Authentication @ [ —¥% 5 —& % — b 285
WE] N—T & LT SSLBEICH4E 2 UDS r— "FEAEL T v 7 e —
R+ A 0ERHY F34, WImSSLOEEIE, [a—FF—F $—r' 2
BHRE] —VEHFHL T —RAEHEX 2 — Y —RDT T4 T biE
HELT v Fe— RT3 0ERHY 3, UTFTOV7®7 v 3 T,
LFDOHDEHRET DD OFEM e FIRIZOWTHB L ET,

m  —J5Ir] SSL (P. 107)
m  BUJj[h) SSL (P. 108)
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—RAEBX1—ba—H T3 H—EXDBTSSLEZENIZTS

— 73 [ SSL

r— AE Y o — H—/N L UDS [0 —J5 1A SSLIE(E = BT 5 ik

1.

9.

SSLiBfEHICc2—H 5 —% $—1 & (UDS) BEBHINTWET 7Y
r—vay —=REEMILET,

IOV T TV — g AR —D RFa A &
ZH L TLIZEN,

Web 75 7 7 ¢ > 7 T CA Advanced Authentication |27 7 & & L
F9,

MA (A ZEHE) & LT CAAdvanced Authentication [Z22 71 > L
*9,

[P—ERABLOYV—ROBRE] ¥ 7527774712 LFET,

[CA Advanced Authentication] 7% 7427 75 4 7L C [2—¥
T—4 =R E] =TV EFRRILET,

(v han] VA EE [—HRSSL] ZiER L ET,
[R—bF] OEEZT 75V D SSLIR— MMIRELE7,

[(— N )— FeEBHE] 74— L FOBOBRBRARZ 27 ) v 7 L,
UDS /b— hEEIAEICEE L TGEIN L 9,

(Rl 227V v 7 LET,

10' b——x%ﬁf’\»lv—‘ "j‘”—‘/{ /]) ?/X& :/X %ﬁ@%ﬁ Li?o

m Windows DFE: [RFZ—F] RA¥ %270y 7L, [BE] -
[ay ba— R NV] - [BEY—)] - [P—ER] B E
I, BorInb P —EAD Y A M2 [CA Risk Authentication Case
Management Queuing Service] # % 7V 7 v 7 LE7,

» UNX7Zy b7+ —LDRE: 2/ =V U4 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./casemanagementserver start

a~vy RERELET,
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FREBX1—LA—Y TEH—EXDBTSSLZERIZTS

WA A SSL

b‘

10.

11.
12.

AEHY 2 — =N a—W F—x $—1 2 (UDS) MM I5Ih) SSL
BERET Dk

SSLiBE I 2—W 5 —% $—tr 2 (UDS) NEBISNTWAET U
r—vary —_"EEMLET,

RN ONWTIZ. TV — gy =N R X —D RF¥a A b E
S LT ZEV,

Web 75 w7 7 ¢ > 7 T CA Advanced Authentication |27 7 & 2 L
F7,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,

[CA Advanced Authentication] 7% 7427 75 4 7L C [2—¥
T—4 =R E] =TV EFRRILET,

[(Fma ban] VARG DGR SSL] Zi®IRL £7,
[R—F] OEEZTFT 7 /L D SSLAR— FMIRELET,

[(— N )— FeEBHE] 74— L FOBOBRARZ 27 ) v 7 L,
UDS /b— hEEIAEICEE L TGEIN L 9,

(254 TV FafBAE] 74—V ROBOBBARZ %270 v 7 L,
lr— AEHY o — Y—N L— MFIHEICBEN L CEIN L F 9,

(V7 I9AT YV MEX—] 7 4 — IV ROBOBRARZ %271 v 7 L,
= AEEY o— P R — IR L E T,

WRFE] 27V v 7 LET,
r—ZEPX 2— PN [ A AEHEE LT,

s Windows DA : [RFZ— ] "¥ %227 Vv r L, [BE] -
[ ba— ] - [BEY—L] - [P—ER] ZBELF
I, BREINHYV—EAD Y A K) 5 [CA Risk Authentication Case
Management Queuing Service] =X 7V 7 U v 7 LE7,

m UNXFZ79 b 7+—bDHE: 2 V— L U1 RUT
<install_location>/arcot/bin/ |Z#&) L . ./casemanagementserver start

a~vy RERELET,
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CA Advanced Authentication & CA Risk Authentication H-— 27\
I TSSLZAZNZT S

Z D&Y T3 T, CAAdvanced Authentication & CA Risk Authentication
H— RO D SSLFXE D FNEZ DWW TR L £ 7,

n PRV Ty o, FHEH), AV RERER, Fo b VR
7T 4 BT 4 OEA (P.109)

n L ILRET VT 4 BT 4 DA (P.115)

H—N\Yolyia BEE.AVAREAVRAEE, JAOrIILEBTIT(ET/4D
mae

CA Risk Authentication —/N[X EF 2T v v MU =" Fx v o
Vo7 byva, £V AZ L AERRE — NEHR— F (7980) %
L C CA Advanced Authentication 25DV — NEFHLT 77 4 © T 4 24D
2T ET,

= NEHT 7T 4 BT 4 HIZ CA Advanced Authentication & CA Risk
Authentication $—/SOf] T SSL 25X iE T HITI%, SSL H O — Vg BN —
L (7980) Z % L. [CA Risk Authentication #f¢] ~X— > CTXtnd 5 ¥ —
N Jb— R CAREIEA LT A MENRH Y 77, Fiz, BIFMA SSL 3T
72356, [CARisk Authentication #f5t ] ~X—3" T PKCS#HI2ZIND Y FA T
FMERAZEX— T 77 A V2T v 7 r—KL, ZOKR—FrD [Fr L=
IR E] N—Y ETitl7Ze b7 A M A NT ZBIRT 24N H Y 9,

UFoOY 727 a Tl U TFTOLDOERTET DD 0OFEMRFIEIC
WCREBH L £97,

s Jj[r) SSL (P. 110)

m  BU5IA) SssL (P.112)
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— 75 SSL

Y — NEHT 7T 4 ¥ ¢ T CA Advanced Authentication & CA Risk
Authentication ¥-— /[ D —J5 1) SSLIEIE X &7 5 ik

1.

9.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,

[CA Risk Authentication | V"7 % 737 7 5 4 7Tl o TWD Z & &k
BLET,

(A VAR VARE]C. [Frbar@ZEl Ve 2v7s270 w7 LT,
[’ FalgE] =Y EFRLET,

SSLIBfE 2R ET DY —NNA VAF LV RAZEIRLET,

(e barOY AR 7 arT, [(P—_"EH| VL7527 v
7 LET,

Y= NEFH T O N A ERET HR—UNERINET,
DLFD7 4 — 1 REFRELET,
s [T baVvRTF—FR] BN (A THHZ L EMHRLET,

FHTHRWEASE., [Fubat RF—2ZAOBE] 4+ 7 g
PEIRL, [TZ2vav] VAR D B3kl 28R L £,

m [AR—PFIBELWVWSSLA— MEIZRESNTWD Z & 2 L
R

m [FTFVARR—=PF] URRINDE [SSL] Z#IEIRL F9,

m HSMIZ SSL X —Z M9 28551%. [HSMANDX—] 472 a v
iR L9,

s [P EEHEF -] T4 — LV FOBOBRARY BT
7 L. CARisk Authentication Y—/3 JL— REFRHEZ IR L £ 7,

s ([HIMADOF—] 47> g v 2BIR Lo 205 0% [H—

NEEX—] 74—V FOBEOSRAR Y %27 U w7 L. CARisk
Authentication —/ FAE F— 22 L £ 77,

RE] RE %270 w7 LET,

10. CA Risk Authentication V-— N2 FiL@E) L £ 9,
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m Windows DA : [RF¥—F] R¥ 227U v 7L, [BRE] -
[y ba—n ] - [BHEHY—L] - [P—YR] (B LE
T, FREINLHH—EADYU A )5 [CA Risk Authentication
Service] %7V v LET,

s UNXZ7T b 74—2DFE: a0 /— L 74 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./riskfortserver start =~ >

ZIRELET,

11. [A T LERE] T. [CARisk Authentication&Ze] Vo 27227V v
27 L7C. [CARisk Authentication #ft | X—&2F R L EF7,

12. [CARisk Authentication V—/NEH#ER:] &7 v 9 T, LI FOELE
EFEATLET,

m  CARisk Authentication & —/ 3D IP 7 KL A E 721X AR A M [Pr—
N] T4—= NV RTELHEESNTNDAIZ 2R LET,

s [P REFEF— ] BN NFEY 7 =X MR L TRV TY
% CARisk Authentication — /N AR— R ZFET L D ITREI LTV
HTELMHERLET,

m [FTFVARR—=PF] URRIND [SSL] Z#EIRL F9,

n  [V—cAnr—ERAE] 74—V NOBEOBRAZ 2T U
77 1. CARisk Authentication /L — P FFRHE A8 LU £,

13. [RE] A&7 0 v 7 LET,
14. CA Risk Authentication V-— X2 B &) L £ 9,

s Windows DA : [RZ—F] R¥ %227 Vv 7L, [BRE] -
[ay ba— R NV] - [BEY—)] - [P—ER] B E
T, FoRINHYP—ERD YU A ~)>5 [Arcot CA Risk Authentication
Service] #Z 7)) v 7 LE9,

m UNX7Zy b7+ —LDRE: 2 Y/— VU4 RUT
<install_location>/arcot/bin/ |{ZF5®Eh L. ./riskfortserver start =~ N
EHRELET,

15. CA Advanced Authentication % FFECE) L £ 7,
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WA SSL

Y — NEHT 7T 4 ¥ ¢ T CA Advanced Authentication & CA Risk
Authentication —/[H] DX 5[] SSL {5 2 ek iE S 5 5k

1.

vk wnN

10.

11.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,
[CA Risk Authentication] Z 7\ 7 75 4 7 ThhH Z & MR L £,

[VATARE] C. [FFRATy NRGEEEE] Vo 27227 v o L
T. [CARisk Authentication %—/3 kT X7 v RG] X—T %
FRLET,

TONR—YTUTOE#RERE LET,
m [ABT] 74—/ RIZ, SSLET AR XA NTOL4RTIEZANTILET,

n PO JV—hrCA] 74—V ROBEOBRBARZ %27V w7 L,
CA Advanced Authentication 23 BB SN TWA 7T 7V r—v g3 >
H—NDL— FFEHEICEEI L, BN 9,

(REE] A2 %2270 w7 LET,

(A RZVREE] T, [Febar@eEl V7% 7 Y v 7 LT,
(7w bagE] ~N—=YaFRLET,

SSLIBfR 2R ET DY =N A VRF LV RAZERL £,

(e rarVRRN 7y arT, [(—_"FH|V L2757 v
7 LET,

P—NEH O ha LV ERET A=V NERINET,
AFD7 4=V RERELET,
s [ balvxT—FR] N (B THHZ L AR LET,

FHTHRWESIZ., [Fubbratrv ATF—FRAOEE] + 72 3
PERL, [(TZ7¥av] VAN B¥ME] 22N LE,

m [A—FIBELWVSSLA— MEIZEEIN TS Z &R LE
ﬁ‘o

s [FIUVRAR—=F] URA NG [ssL] z@R L £7,

m HSMIZ SSL ¥ —Z T 258 1E. [HSMANDOF—] 472 a v
IR LUET,
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12.

[(Y—NGEHEF =z —V] 74—V ROBOBRARZ %20 1 v
77 L. CARisk Authentication %-— 3 JL— REFIHEZ#IR L £ 9,
([HSIMNDF—] 47V a v EBEIR Lo 2G5 0% [P—
NEX—] 74—V FOBEOSBBRAR Y %27 U w7 L. CARisk
Authentication ¥ — /NFAE F— 28R L F 7,

FlE6 TER L7272 FA4T N AN T 2BRLET,

(RFE] A2 %270 v 7 LET,

13. CA Risk Authentication J-— N2 i@ L £ 9,

14.

15.

16.

Windows DA : [R¥— N R&Z> %7 Vv 7 L, [BRE] -

[ br— R N] - [BEY—L] - [P—ER] IZBEIL F
T, BREINHY—EZADY A 55 [CA Risk Authentication
Service] %7 NV7 V) w7 LET,

UNIX7Z v h74—LDFE: a2V —/L 742 KUT
<install_location>/arcot/bin/ |Zf&h L. ./riskfortserver start =~ > K

ERRELET,

[ AT LERE] T. [CARisk Authentication#5%:] Vo 27 %227 U v
7 L. [CARisk Authentication £5ft] X— %2 £ RLET,

[CA Risk Authentication £5ft] ~X— T, L FNO#EZFEITLFE T,

CA Risk Authentication %—/ 3D IP 7 KL A £ 721ZHR A M40 [Pr—
N] Z4—=NVFTELSREINTND Z LR LET,

[(P—EEAR— ] B —FEY 7 =X MNZxF L TRV T
% CA Risk Authentication — /N R— F 2 fET L O IR EI LTV
HTELMHERLET,

[PV AR—F] U R K5 [SSL] IR L F9,
[(—/NCANL— FERAE] 7 41—V ROBEOBBARZ %27 ) v
7 L. CARisk Authentication /L — FEFRAEZ B4R L4,
[PKCS#12 ND 7 T A T 2 bEAE - ¥ — DT ] 7 4 — /L ROk
DOBARH %7 VU w2 L. CAAdvanced Authentication 23 &
TWABT XU r—3 gy —_"m— hFHEICBEN L, 2L
e

(7 FA T b PKCS#12 R U — K] 7 ¢ —/L NIZ PKCS#12 7 7
ANVDIRAT—RE AN LET,

RE] RE %27 w7 LET,

17. CA Risk Authentication V-— 32 FiLE) L £ 9,
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s Windows DFEH : [R¥—F] R¥ U Z27 Vv 7 L, [BRE] -
[y ba—n ] - [BHEHY—L] - [P—YR] (B LE
T, FREINLHH—EADYU A )5 [CA Risk Authentication
Service] %7V v LET,

s UNXZ7T b 74—2DFE: a0 /— L 74 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./riskfortserver start =~ >

PHEELET,
18. CA Advanced Authentication % FFEC#E) L £ 7,

19. L FOFIEIZHE- T, CARisk Authentication $— /3T SSLIBE DA NI
o TWNWAZ L EMERLET,

a. UTOSHMCBELET,
b. 73 A b =5 ¢ ¥ T arcotriskfortstartup.log 7 7 1 L & B & £,

c. UTOITZEMEdLlE£7,
Started listener for [Server Management] [7980] [SSL]
[srvmgrwsprotocol]

ZOTRBIUE. WHHSSLIZTERFICEE SN TWET,
d. 77ANVEHALCET,
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IW—IVERETITAETADEE

CA Risk Authentication " —/\[%, B Web —E & AR— b (7777) Z{HH
L T CA Advanced Authentication 7>5 DO/L— /LR E Y 7 = & k (k2 —H
U A R~O—HFDEM, fIf2—% U DL O2—FOHIBR, =—
P T 7 A NREEEROFR IR E) ERELZITET,

JV—)VERIET 7 T 4 E 7 4 FIZ CA Advanced Authentication & CA Risk
Authentication Y —/ND ] T SSL Z X E T D21, SSL HDEHE Web —E
A RN— b (7777) %FFE L. [CARisk Authentication #f5¢] 32— Txlits
T HY— N b— |k CAREAELRUET 2 LENH Y 4, F£72, M5 SSL
DB 74 [CARisk Authentication $#ft] ~X— 7 C PKCS#12 ND 7 5
ATV MNEAZEXR— T 77y MV ET v Fa—FKL, ZOR—FD [
2 hanEE] N—Y ETHEYRE N T AN A NTZRIRTIMLERNHD
E3c a8

LTV 787 a T U TFTOLOERTET D00 MRFIEIC
WCREBH L £97,

m 5] SSL (P.116)

m A SSL

ouh
Ha
filk
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— 75 SSL

EHT 7T 4 ©7 ¢ FIZ CA Advanced Authentication & CA Risk
Authentication H—/ [li] D —J5[h] SSLIBIE 25X &3 5 H ik

1.

9.

Web 77 74 7 ¢+ > K7 T CA Advanced Authentication (27 7 & & L
*9,

MA & L T CA Advanced Authentication (22 7' A > L £,
[(P—ERBLOYV—NORE] ¥ 757774712 LET,

[CA Risk Authentication | V"7 % 737 7 5 4 7Tl o TWD Z & &k
BLET,

(A VAR VARE]C. [Frbar@ZEl Ve 2v7s270 w7 LT,
[’ FalgE] =Y EFRLET,

SSLIBfE 2R ET DY —NNA VAF LV RAZEIRLET,

[(Fa hardVYRR] 72 a0T, [EE Web—vEX] Uo7
7 Vv LET,

FH Web —E X 70 haVEaRETHN—URNFERINET,
DLFD7 4 — 1 REFRELET,
n [ bar XRTF—2R] BN (%] THLHZ EEERLET,

FHTHRWEASE., [Fubat RF—2ZAOBE] 4+ 7 g
PEIRL, [TZ2vav] VAR D B3kl 28R L £,

m [AR—PFIBELWVWSSLA— MEIZRESNTWD Z & 2 L
R

m [FTFVARR—=PF] URRINDE [SSL] Z#IEIRL F9,

m HSMIZ SSL X —Z M9 28551%. [HSMANDX—] 472 a v
iR L9,

s [P EEHEF -] T4 — LV FOBOBRARY BT
7 L. CARisk Authentication Y—/3 JL— REFRHEZ IR L £ 7,

s ([HIMADOF—] 47> g v 2BIR Lo 205 0% [H—

NEEX—] 74—V FOBEOSRAR Y %27 U w7 L. CARisk
Authentication —/ FAE F— 22 L £ 77,

RE] RE %270 w7 LET,

10. CA Risk Authentication V-— N2 FiL@E) L £ 9,
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m Windows DA : [RF¥—F] R¥ 227U v 7L, [BRE] -
[y ba—n ] - [BHEHY—L] - [P—YR] (B LE
T, FRINLHP—EADYU A )5 [CA Risk Authentication
Service] %7V v LET,

s UNXZ7T b 74—2DFE: a0 /— L 74 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./riskfortserver start =~ >

ZIRELET,

11. [A T LERE] T. [CARisk Authentication&Ze] Vo 27227V v
27 L7C. [CARisk Authentication #ft | X—&2F R L EF7,

12. [CARisk Authentication BE#EHE | v/ > a > FTAZr— L LET,

13. [CARisk Authentication BE#EHE | =7 2 > T, LA FOESEL FAT
LET,

m CARisk Authentication " —/ XD IP 7 R L A F 7213 HR A 4D [P—
N] 74—V FTELEESINTWDZ EZ2MRLET,

s [ EFHER—F] NEH Web —E R U7X ML TR
UNT U5 CARisk Authentication —/ N 7R — F 2459 L 5 IZRRE S
NTNLHZ ELMRLET,

m [FSUAR—F] UR 25 [SSL] Z&IRLET,
n  [P—RNcAL—ERAE] 7 4 — NV KOOSR X %7 U
7 LT, CARisk Authentication /L — bFFFHE 23R L £ 97,
14. (Rl RE 2270 v 7 LET,
15. CA Risk Authentication J-— N2 Fift#) L £ 9,
m Windows DA : [R¥—F] A"¥ %27 U7 L, [BRE] -
[avra—L XX ] - [FEY—L] - [—ER] BB L *
T FRINAHYV—ERDY X )25 [CARisk Authentication
Servicel| X 7NV v 7 LET,

m UNX7Zy R 7+—L0HE: 2V — L T4 RUT
<install_location>/arcot/bin/ {ZF%®h L, ./riskfortserver start =~ > R

ZHRTELET,
16. CA Advanced Authentication % FtdEh L %4,

ouh
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WA SSL

U A 7 ¥l SDK & CA Risk Authentication T— /O[] TR I5[H] SSL % 7% &9
5121, £ CARisk Authentication (2 X > T4 S 7= CA O J/L— hFEH
E%7 v 77— KL, KIZ CA Advanced Authentication %z {# f} L C CA Risk
Authentication 314 7 47 (SSL) 711 h 3L ZRE L., &EIC
riskfort.risk-evaluation.properties 7 7 1 /L & & ﬁﬁ“éz\gﬁ%’) =30 D

Java SDK & CA Risk Authentication J-—/[E] D M5 [A] SSL & 3R E 5 ik

1. SSLaEfEHIZ JavaSDK BEF SN TCWA T 7 r—va v —nR&H
ML E9,
FEHCOWTIR. T T =g =N R X —D RF 2 AV b
ZH LTSN,

2. VAREMET v MA#H LT, CAAdvanced Authentication (Z 72
T4 LET,

3. %4/x¢;—®[%~txkiuﬁ~ﬁm RIE] X T 5T I T 47
ZLET,

4. [CARisk Authentication] ¥ 737 V7 4 7 THHZ L R LET,

5. [AVARBEUVARABRE] B/ arT, [Furar@el Vo rivs
Vo7 LT, [FuabharReEe] —TJ2ERLET,

6. [VATALRERE] C. [FFRATy NRHEE] Vo 2227007 L
T. [CARisk Authentication ¥'—/3 s T X7 v RNEiFHER]] ~—T%
FrLET,

7. ZOXR=UTUTOEREFZRELET,
s [ART] 74—V FRIZ,SSL T AN A RNTOL4RTIEZANLET,

n PO [—FCA] 74—V ROBOBRBERX %7 v 7 L,
JavaSDK NEFI SN TWAB T 7 U r—3a o — " L— MEH
HICBEIL, BIRLET,

8. [MRE] A% %27V vr LET,
9. [AVAREUVAERE] ¥V arT, [Faranridel Vo rxr

Yo7 LT, [ bharlRE] X—=Va2FRRLET,

10. SSLZRRET AP —NN AV REZ VR EEN L FE T,
11. [ bardOVYRR] B2 arT, [(RA4T47 (ssL) 1 7a K
anl V&7V 7 LT, 7a halzZREedT s —C2F R LE

T,
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12.

13.
14.

15.

16.

UFD7 4 — )V REHRELET,

m [ bParATFT—FX] BN [FR] THLHZ L AERLET,
ZHTRWEAST., [Fa bhat RAF—2ZAOEE] 4+ 7 g
PEIRL, [TZvav] VA0S [(Bafb] 22K L £,

m [R—PFIBELWVSSLA— MEIZEESNTWAHZ L2l LE
j—o

m [FFURAR—F] UXRE [SSL] 2L F7,

m  HSM IZ SSL F— 243 2 5A01E. [HSMANDF—] 472 9
IR LUET,

s [V EEHEF = — ] T L FOBOBRREZ Y
7 L. CARisk Authentication %—/ 3 JL— KEFBHE 28R L £ 97,

s ([HSMANDF—] 4+ 7> g VERIR Lo 7258 0% [Y—
NFExX—] 74—V ROBOBRBARZ %271 v 7 L, CARisk
Authentication th— S X — 2RI L £ 97,

m PIE7 TIER L= FA4 T M AT ZBIRLET,

Rl RE %227 ) v 7 LET,

CA Risk Authentication Yr— N2 FEZ#E) L £ 7,

m Windows DFH : [RZ— ] A& %27 U7 L, [BRE] -
[avra—L XL ] - [FEY—L] - [—ER] ICBEIL*
T FRINAHYV—ERDY X )25 [CARisk Authentication
Servicel| #X 77 ) w7 LET,

m UNX7Zy N7+ —LDFEF: 2 V— LT 4 RUT
<install_location>/arcot/bin/ {ZF5®Eh L. ./riskfortserver start =~ N

ZIRELET,
LT OGN BE L E9,

= Windows DIE :
<install location>¥Arcot Systems¥sdk¥java¥properties¥
s UNXRX—ADTT v b7 4 —LDGE
<install location>/arcot/sdk/java/properties/
fEBE DT 4 % v (2 R T riskfort.risk-evaluation.properties 7 7 A
NEBE ET,

¥ 1 riskfort.risk-evaluation.properties 7 7 A /L DFERIZ OWTIL,  [CA
CA Risk Authentication -7 >~ X f —/LJ5 L OVEFI V1 N1 OfFek TERE
TrANVBEIOAF TV ar) ZBBLTIIEEN,
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a.

LFDONTG A= EmELET,

m  TRANSPORT _TYPE=SSL (777 4/ h T, ZD/3T7 A —H[LTCP I
REINET) .

s CA_CERT_FILE=
<absolute_path_to_Server _root certificate_in_PEM_format>

2l ZE FonTFnaro L5 IiEETE £,
m CA_CERT_FILE=<install_location>/certs/<ca_cert>.pem
m CA_CERT_FILE=<install_location>¥¥certs¥¥<ca_cert>.pem

el 2, WO X HIZHETEE7 © CA_CERT_FILE=
<install_location>/certs/<ca_cert>.pem.

BE: xR IRETHEE. LT YOIy F23 /2L
TL 77XV, 2L, Windows T/SADIEEICHEH SNAHERD ¥ %
T2 EEENEEE LR WSAENRH 506 T,

b.

BEPREELT, 77ANVEHALET,

17. JavaSDK B SN TWA T S r—r g v — "2 HEH L £ 7,
18. LLF DO FIEIZHE - T, CA Risk Authentication H— /3T SSLIB{E 3 E NI

o TWDHZ L aERLET,
a. LATOSFncBEi L £,
b. 7% A b =5 4 # T arcotriskfortstartup.log 7 7 1 /L Z Bl & £,
c. UTFOITamRLET,
Started listener for [RiskFort Native (SSL)] [7681] [SSL]
[RiskFort]
ZOATRHIE, BIFIE SSLIZEFICRES N TWET,
d 77ANVEHAUTET,
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Java SDK & CA Risk Authentication H—/ DB TSSLEZHHIZT

%

SSL 3#{E F @ CA Risk Authentication Java SDK # %024 5 121%. SSLE@{E H
DSDKIZT VAT HI T4 T MaETEL. KIZ CAAdvanced
Authentication ZfHEf L TRA T 47 (SSL) 71 k2 /L& KET HNLEN
HFET,

s JjAssL (P.122)
m  W5A SSL
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Java SDK & CA Risk Authentication H—/\DEI T SSLZEZEH TS

— 73 [ SSL

U A 7 G SDK & CA Risk Authentication — /O[] T—J51f] SSL % #% &9
51Z1%. F£ 9 CA Advanced Authentication % f#i F§ L <C CA Risk Authentication
AT 47 (SSL) m b L EFHEEL, KIT,
riskfort.risk-evaluation.properties 7 7 A /L 25X ET DB N H D 97,

Java SDK & CA Risk Authentication V— [l —J7[A] SSL 25X € 5 J7ih

1.
2.

VLTFMALELTEZ AL TLTEEN,

A Ama—0 [P—ERBEIOYV—RNORE] ¥ 72T 7747
Iz LET,

[CA Risk Authentication] Z 737 77 4 7 ThhH Z & MR L £,

(A VABVARE] B arT, [Fararig®eEl Vorux7r
Vo2 LT, [P bhbarE] X—Vr2ERLET,

SSLEAZRET DY =N AV RAFZ UV RAEEIR L FT,

(e harDY AR B2 arT, [RAT47 (SsL) ] 7 b
A V&% 7Yy 7 LT, Fu halrRETAN—VrFRLE
R

UFD7 4=V RERELET,
m [RbPaVRTF—FR] B [(BZ] TOHHZLEHERLET,

FHTHRWEASE., [Fubat RF—2AOBE] 4+ 79
ZEIRL, [TZvav] VAMMD [ARMk] 28N L £,

. [AR—=FIBELWVSSLA— MEICRESNLTND Z & 2R LE
B

s [FFUVAR—F] URA NG [ssL] zi@iRLET,

m  HSM IZSSL F— %3 28 A018. [HSMANODF—] 472 9
IR FT,

s [P EEHEF=—] T4V FOBOBRARE AT
7 L. CARisk Authentication ¥— N JL— MFFHEZEIR L F 5,

s ([HIMANDOXF—] A7 g VE2BIR LD > T2 E DA [H—
RNREX—] 74—V NOBOBRAY %27 Vw27 L, CARisk
Authentication ¥ — \FABE F — 2B L £ 7,

MRE] R¥ %227 w7 LET,
CA Risk Authentication V— \Z FEHE) L £9°,
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Windows DA : [AF¥— ] R¥Z %7 Vv 7 L, [BRE] -

[y ba—n ] - [BHEHY—L] - [P—YR] (B LE
T, FREINLHH—EADYU A )5 [CA Risk Authentication
Service] %7V v LET,

UNIX 7Ty b 74—LbDHE: 2 /— LU RUT
<install_location>/arcot/bin/ {ZF5®h L. ./riskfortserver start =~ >

ZIRELET,

10. LA N OGAETICEE L ET,

Windows DA :

<install location>¥Arcot Systems¥sdk¥java¥properties¥
UNIX X—=ZD 7Ty N7+ —LDGE

<install location>/arcot/sdk/java/properties/

11. fEE DT 1 % 7 1 > K T riskfort.risk-evaluation.properties 7 7 1
NP E £,

7E: riskfort.risk-evaluation.properties 7 7 A /L DFERIIZ DUV T,

[CA CA Risk Authentication -7 >~ X F— L35 OB 1 N OfFEkTE%

ETT7ANBLIOA v ar] 2B LT,

a.

b.

LFDNRT A =22 ELET,

m  TRANSPORT_TYPE=SSL (7 7 4 /L h C, ZD/XF7 A —X L TCP IZ
REINET) .

m CA_CERT_FILE=
<absolute_path_to_Server_root_certificate_in_PEM_format>

2l X, LFoOnWTnho L) ICHEETE £,
m CA_CERT_FILE=<install_location>/certs/<ca_cert>.pem
m CA_CERT_FILE=<install_location>¥¥certs¥¥<ca_cert>.pem

7o 21X, WO L HITHHETEXET © CA_CERT_FILE=
<install_location>/certs/<ca_cert>.pem.

BE: Mt SAZIEET O, LTy OO0y 203/ 21
ML TLEEY,  ZhU, Windows T/RADFREICHEH S50
KDY T2 EEHEPERE L 2WGERH L5 TT,

EHEARELT, 77 ANVEHCET,

12. JavaSDK M EFA SN CWA T S r—v g v —R"aHEH L E 7,

auh
Xa
filk
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WA A SSL

U A 7 3l SDK & RiskMinder H— /XD BT 71 SSL 7% E T HI12iE. £
9" Risk Authentication |Z X > T[E#H I 172 CA D/V— FNEAEZT v 7
n— KL, RIZEHE = //“—/I/%ﬁiﬁﬁ L C Risk Authentication %A1 7 « 7

(SSL) 7'm ha )V &EE L. £ 1| riskfort.risk-evaluation.properties 7 7
4’/1/72%2%‘3"5%%753% D ET,

Java SDK & CA Risk Authentication V— R DX 5 7] SSL 7% E T 5 ik

1.

10.

SSLiEfE HIZ Java SDK MBI ST\ AT 7V r—v g v — "% H
L ET,

FECOWTIE. T Y =gy =N R F =D RF 2 AV b
ZH LTSN,

V AREHET o & LT, CAAdvanced Authentication {2 2
JA v LET,

%4/%%;—®[% EABLOY—RNORE] ¥ 75T 7747
Li‘a—o

(VAR R=ZGRAE] ZFTNT 7T 47 ThHHI LR LET,

(A AHVARE] B arT, [FabalRE] Voriar
Uy 27 LT, [ brarlEe] X—Y2FRLET,

[“/X%Aﬁﬁhﬁiﬂ] VC‘\ [}‘72%‘7 }‘wunﬁ*&‘rﬁ‘g] )/7%7J/7L
T. [CARisk Authentication ¥'—/3 s T X7 v REiFHRI] ~—T%
FrLET,

IO TLUTOERERELET,
s [4&HI] 74— KIlZ, SSL kT A M A MTOLRTEATILET,

n &O [JL—hCA]l 74—V ROBEOBRARZ %7 ) v 7 L,
JavaSDK MEFI SN TWAB T 7 r— 3 o — " /L— MiEH
HICBEIL, BIRLET,

. RMF] AZ 27V w7 LET,

(A AR ABE] B arT, [P bhalBZE] Vovxs
Vo277 LT, [FabhrarfE] ~—JxFRLET,

SSLAFRET DYV — N A VAKX AZTEIR L FT,

[Fua hardYRR] B2 arT, [(XA4T 47 (SSL) ] 7u k
anv Vo7& 7V LT, 78 halLaBET HX—VERRLFE
R
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11.

12.
13.
14.

15.

16.

UFD7 4 — )V REHRELET,
a. [Fubhanl ATr—F2Z] BN %] THHZ L E2ERLET,

b. #9 TRWEASIZ., [Fuebhal A5 —F2AOEH] £+ 9
PEIRL, [TZ7var] VARLDL [Azhb] @R L ET,

c. [AR—=FINELWVWSSLA— MEIZERESNTWNWDZ &R LE
ﬂ—o

d [FF7RAR—=F] UA 2B [SSL] &R L FET,

e. HSM |Z SSL ¥ —%#5f3 2561L. [HSMADOF—] F 7> a v
IR LUET,

£, [P—NEEHEF 2 —2] 74— ROBOBRELZ L %7 U v
7 L. CARisk Authentication %—/ 3 JL— KEFBHE 28R L £ 97,

g. ([HSMHNDOF—] FF L a v ZBIR LT HEDH) [H—
WX —] 74— ROBOSWAR X %71 v 27 L, CARisk
Authentication Y — /NFAE F— 28R L F 7,

FNE7 THER LI AT b A T E2BERLET,

(fR1F] RE %27V v LET,
CA Risk Authentication V— N2 i E) L £ 7,
Windows D35 : [AX— K] R"E %27V v 7 L, [RE] - [=
vham— ] - [EFEY—L] - [P R] IIBEILET, #
REINDHY—EADY A 2B [Risk Authentication Service] % % 7 /L
70 w7 LET,
UNIX 7T v h 7+ —LD5 : avyY—) 74 RUT
<install_location>/arcot/bin/ |Z#&®) L . ./riskfortserver start 2~ > R &5
ELET,
LR OSGETcBE L £,
Windows DA
<install_location>¥Arcot Systems¥sdk¥java¥properties¥
UNIX X—ZA DT T v k74— ADYE
<install_location>/arcot/sdk/java/properties/

EEDOTT 4+ Z U 4 R TRisk
Authentication.risk-evaluation.properties 7 7 1 /L Z B & £ 77,

¥ : riskfort.risk-evaluation.properties 7 7 A /L DFEMIIZOWTIX,  [CA
Risk Authentication f > 2 h— /LB I OB T A K| Oftek TRE7 7
ANBRIOA T v a ) 22RLTIEI N,
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17. LFDORT A —=F R ELET,
m  TRANSPORT TYPE=SSL (57 #/L KT, ZD/8F7 A—H L TCP ITi%
EINET) .

m CA_CERT FILE=
<absolute_path_to_Server _root_certificate_in_PEM_format>

72l ZIE TN TNro L5 ITHEETEET,
m CA_CERT_FILE=<install_location>/certs/<ca_cert>.pem
m CA_CERT_FILE=<install_location>¥¥certs¥¥<ca_cert>.pem

el 2, WO X HIZHRETE£E7 :© CA_CERT_FILE=
<install_location>/certs/<ca_cert>.pem.

BE: "N AEHET I, LTYyofboicw F203/ %2#
AL T &, ZHuX, Windows T/XRADIREICMEH SN A 06
KDY ZFEHTHEEEPEREL72WIGERH L5 TT,

18. BHEARGF LT, 77 A VEHLET,
19. JavaSDK MBI SN TWA T ) r—r g v — "2 HEH L £ 7,

20. LA FOFNEIZHE - T, CA Risk Authentication —/3T SSLIE{E BN AN
o TNDZ LR LET,

21. LT OGEENcBE L £7,
a. 77X Ak TF (X T arcotriskfortstartup.log 7 7 1 L & B & £9°,
b. UITOITZMERLET,

Started listener for [Risk Authentication Native (SSL)] [7681] [SSL] [Risk
Authentication]

c. ZOITHRHBIVUE. WA SSLIZIERICRE SN TWET,
d 77ANVEHALCET,
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HIRrE WY (255)

HRE YD (255)

SSL 3813 FH @ CA Risk Authentication Web ¥-— B 2 & 5029 5 1Z1%, SSL i
FEHOWeb Y —ERIZT 7V EATHI7T7AT > FaETaEL, KIZCA
Advanced Authentication ZfH LT r 7 %7 3 Web —E X 71
NaVERETHLEINDY T,

m —Jj[A) SSL (P. 128)
m  BUJ5[h) SSL (P. 130)
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HIERE Y (255)

— 73 [ SSL

U 2 7 34 Web H-— E & & CA Risk Authentication H¥—/ [l — J7[f] SSL

%
1.

N

RIET D ik

VT MALE LT A LTL &N,
[(P—ERBELOY—ROBRE] ¥ 74527774712 LFET,

P77 A =2 —PN® [CA Risk Authentication] ¥ 77 75 4 7 ThHbH =
CERERLET,

(A VARFVARE] B7varT, [Fubairiel Vorx7
YUy 7 LT, [FubariEe] X—TYa£RrLET,

SSLIBEZRRTET DY —NA VAPV REEINLET,

(e raroYAxr] 7 a0T, [FFU¥7 T3 Web J—
EX] Vo7& 7V w7 LET,

KT oH 7 g WebHh—ER 7 haVERETAHI—IUNER
éhi‘é‘o

UFD7 4=V RERELET,
m [RbPaVRTF—FR] N [(BZ] TOHHZLEHERLET,

FHTHRWEASE., [Fubat RF—2ZAOBEE] 4+ 7 g
P@IRL, [T2vav] VAR D [BiMk] 28R L £,

m [AR—PFINELWVSSLA— MEIZEESNTWAHZ L xMALE
7,

s [FFUVAR—F] URA NG [sSL] @R LET,

m HSMIZSSL ¥ —Z#Md 25615, [HSMKNDF—] 47> 3 v
ERLET,

s [P NEEHEF -] T4 — LV FOBOBRAR Y BT
77 L. CARisk Authentication %-— 3 JL— KFFBHE 28R L ¥ 97,

s ([HSIMANDOXF—] A7 g EBBIR LD o> -5 0% [H—
RNREX—] 74—V NOBOBRAY %27 Vv 27 L, CARisk
Authentication ¥ — \FABE F — 212K L £ 7,

MRE] R¥ %227 w7 LET,
CA Risk Authentication V— /X2 FLE) L £ 97,
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HERE Y (255)

s Windows DFEH : [R¥—F] R¥ U Z27 Vv 7 L, [BRE] -
[y ba—n ] - [BHEHY—L] - [P—YR] (B LE
T, FREINLHH—EADYU A )5 [CA Risk Authentication
Service] %7V v LET,

s UNXZ7T b 74—2DFE: a0 /— L 74 RUT
<install_location>/arcot/bin/ {ZF5®h L. ./riskfortserver start =~ >

ZIRELET,
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HIERE Y (255)

WA A SSL

U 2 7 3F{f Web H-— E & & CA Risk Authentication H—/ [l] D A7 1] SSL
BEE— REHNT D HIE

1.
2.

10.

MA & L T CA Advanced Authentication (22 7' A > L £,

%4/%ﬁ;~®[#—thlU#—A® RE] X THT T 47
Li‘é—o

P77 A =2 —N® [CA Risk Authentication] ¥ 7N T7 V57 4 7 ThHbH =
EERRLET,

[ATARE] T, [FFATy FRGEEHEE] Vo 2oz22Uvs L
C. [CARisk Authentication #—/3 kT 27 v FFGEHEE] ~—T %
KRLET,

ZDOR=UTLTFOERERELET,
s [ARI 74—V FRIZ,SSL T AN A MTOL4RTIEZASLET,

n RO [—TFCA] 74—V ROBOBRRZ %7 ) v L,
Web F—E 2 7 747V FRRASNTWDT 7 ) r—a v
=0 — FEAFEICEH L, BRLET,

REF] A2 %270 w7 LET,

(A VAR VABRE]C. [Ferbar@ZEl Ve 27s270 v 7 LT,
[7'va FaL&E] =Y EFRRLET,

SSLIBEZRRTET DY —NNA VAPV REEINLET,

(e raroYAr] 7 a90T, [FFU¥ 73 Web ¥—
ER] V%7V w7 LET,

KT ar WebH—ER 7 haLaE@ET s —URFER
SNET,

UFDO7 4=V REFRTELET,
s (R bParRTF—FX] BN [F#] TOH I LEERELET,

ZFHTRWEASE., [Fubat RF—2RAOBE] 4+ 7 g
PEINL, [TZ7vav] UARLL [(BRb] 2@BRLFET,

m [AR—PFIBELWVWSSLA— MEIZRESINTWD Z & 2R L
T,

s [FTPUVRAR—=F] URAINE [ssL] @R L £7,

m HSM IZSSL F— %3 25 A01E. [HSMANDF—] 47 9
PRI FT,
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s [P NEEHEF—V] T LV FOBOBRREZ L E Y
7 L. CARisk Authentication J-— 3 JL— REFRHEZ 3R L £ 4,

s ([HIMADF—] A7 g v BBIR Lo T2 5 DA [H—
NEF—] 74—V ROBEOSRARZ %227 U w7 L. CARisk
Authentication ¥ — /NFAE F— 28R L F 7,

m PIES TIER L7272 94T M A NTHBRIRLET,
11. Rl A2 %2270 v 7 LET,
12. CA Risk Authentication J-— N2 Fifc#) L £ 9,

s Windows DA : [R¥—F] R¥ &7 Uv 7 L, [BRE] -
[av ha— ] - [BEY—V] - [P—ER] IIBIHL £
T, BREINHY—EZADY A 55 [CA Risk Authentication
Service] %7 NV7 V) w7 LET,

s UNX7T Y b T74—2DFE: a0 /=)L 74 RUT
<install_location>/arcot/bin/ |Zf&h L. ./riskfortserver start =~ > K

ERRELET,

13. L FOFIEIZHE- T, CARisk Authentication ¥ — /3T SSLIBE DA NI
o TWAZ L aERLET,

a. UUTOLICBEIL £,
b. 7% A b =5 4 # T arcotriskfortstartup.log 7 7 1 /L Z Bl & £,

c. UUTFOITamRLET,
Started listener for [RiskFort Trans WS] [7778] [SSL]
[transwsprotocol]

OB, BT SSLIZIERICHRE SN TWET,
d 77ANVEHUET,

1) RS EE{f Web H—E X & CA Risk Authentication H—/ \fE D
MAMR SSLBIEE—FEBEINZTEHE

saLEﬁ®£ﬁwm#wa%ﬁ% 2 AITI, SSLEfE FH D Web H—

AT VAT DHZTAT > MaeETEL, WKIZ CAAdvanced
Authentlcat|on Zfi i} L C Administration Web Service 7’7 k /)L Z 5% E
HVERHY T,

m Ji[nSSL (P. 132)
m A5 SsL (P. 134)
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1) R & @ Web H—E X & CA Risk Authentication H—/\fBID WA SSLIB{EE—RZEBNIZIT B A

— 73 [ SSL

L Web H— A & CA Risk Authentication ¥ —/[E] D — J5 1] SSL % 5% iE
T2 5k

1.

N

VT MALE LT A LTL &N,
[(P—ERBELOY—ROBRE] ¥ 74527774712 LFET,

P 7 A =2 —PN® [CARisk Authentication] # 7N T 75 4 7 THHZ
CERERLET,

(A VAR VABRE] B2 arT, [Fubrargde]l Vorxr
YUy 7 LT, [FubariEe] X—TYa£RrLET,

SSLIBEZRRTET DY —NA VAPV REEINLET,

[ bardOVYRAR] 73T [FEWebH—ER] U7
I U7 LET,

BEH Web V—tE R 7o haviaRETLA—VURERINET,

UFD7 44—V REHRELET,

n [rPaNRTF—FR] BN [AH] ThHHILEERALET,
) TRWERIL., [ haVv RAF—FZADEE] 47 a
ERINL, [TZvav] VAL [BEME] 22N ET,

o [FA—FIDBELWVSSLA— MEICERESNTWD Z L 2R L E
SR

m [FTVARR—PF] URRIMND [SSL] Z#IEIRL F9,

m HSMIZ SSL X —Z M9 2 85A1%. [HSMANDFX—] 472 a v
IR LUET,

s [V EEHEF=—] T4V FOBOBRARE AT
7 L. CARisk Authentication ¥— N JL— MFFAHEZEIR L F 5,

s ([HSMANDOF—] 7 g U ERBIR Lo 258 D% [Y—
NREX—] 74—V ROBROBRA X %27V v L, CARisk
Authentication —/ FAE F— 22 L £ 77,

BRE] AZ %70 v 7 LET,
CA Risk Authentication — NZ FLHE) L £9°,

s Windows DA : [RZ—F] R¥ 227U v o L, [BRE] -
[y br— XX NV] - [BEY -] - [P—ER] (IBELE
T, FrInHP—EZ2DY 2 )5 [CA Risk Authentication
Service] #Z 7V v LET,
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1) R EEf Web H—E X & CA Risk Authentication H—/\fBID WA SSLIB{EE—RZEBNIZIT B A

WA A SSL

PR Web H— £ & & CA Risk Authentication H—/3[E] M J5 1) SSL E#(E

:E._.

1.
2.

10.

N R s RSV e
MA & LT CA Advanced Authentication (22 7 A > L £,

%4/%ﬁ;~®[#—thlU#—A® RE] X THT T 47
Liﬂ—o

P77 A =2 —N® [CA Risk Authentication] ¥ 7N T7 V57 4 7 ThHbH =
EERRLET,

[VATARE] T, [FFATy FREEEE] V222U vs L
C. [CARisk Authentication #—/3 kT 27 v FFGEHEE] ~—T %
KRLET,

ZDOR=UTLTFOERERELET,
s [ARI 74—V FRIZ,SSL T AN A MTOL4RTIEZASLET,

s 5O JV—HRCA] 74—V ROBEOBRBARZ 27 w7 L,
Web —tE R 7 Z7 47 FREESNLTWAT U r—v g
P XD — FEEAEICEEN L, EIRL £,

REF] A2 %270 w7 LET,

(A VAR VABRE]C. [Ferbar@ZEl Ve 27s270 v 7 LT,
[7'va FaL&E] =Y EFRRLET,

SSLIBEZRRTET DY —NNA VAPV REEINLET,

[Fa bharOVYAR] 73T [BEWeb P —EXR] Uo7
U7 LET,

B Web —bE X 70 ha Ve ETHX—UNERINET,
ITFD7 4= FEERELET,
m [ubPaVRTF—FR] B [(BZ] THHZLEHERLET,

FHTHRWESIZ., [Fubbratrv ATF—FRAOEE] + 72 3
FERL, [(TZ7¥arv] VAL [B¥ME] 22N LET,

m [(A—PFIBELWVWSSLA— MEIZREINTWAD Z L 2R LE
j‘o

s [FFUVAR—F] URA NG [ssL] zi@RLET,

m HSM T SSL F—Z #3255 81E. [HSMNDF—] 47 3
IR £9,
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1) 228 Web H—E X & CA Risk Authentication H—/\fEI D WA [ SSLIBIEE—RZEH T B HE

s [P NEEHEF—V] T LV FOBOBRREZ L E Y
7 L. CARisk Authentication J-— 3 JL— REFRHEZ 3R L £ 4,

s ([HIMADF—] A7 g v BBIR Lo T2 5 DA [H—
NEF—] 74—V ROBEOSRARZ %227 U w7 L. CARisk
Authentication ¥ — /NFAE F— 28R L F 7,

m PIES TIER L7272 94T M A NTHBRIRLET,
11. Rl A2 %2270 v 7 LET,
12. CA Risk Authentication J-— N2 Fifc#) L £ 9,

s Windows DA : [R¥—F] R¥ &7 Uv 7 L, [BRE] -
[ br— R N] - [BEY—L] - [P—ER] IZBEIL F
T, BREINHY—EZADY A 55 [CA Risk Authentication
Service] %7 NV7 V) w7 LET,

s UNX7T Y b T74—2DFE: a0 /=)L 74 RUT
<install_location>/arcot/bin/ |Zf&h L. ./riskfortserver start =~ > K

ERRELET,

13. L FOFIEIZHE- T, CARisk Authentication ¥ — /3T SSLIBE DA NI
o TWAZ L aERLET,

a. UUTOLICBEIL £,
b. 7% A b =5 4 # T arcotriskfortstartup.log 7 7 1 /L Z Bl & £,

c. UUTFOITamRLET,
Started listener for [RiskFort Admin WS] [7777] [SSL]
[aradminwsprotocol]

ZOITRBHIVE, M5 SSLIZIEFIZRE SN TWET,
d 77 ANVEHLCET,

CA Risk Authentication A R—RUhET—IR—XDBD—A R SSLEEF I
95
Z D73 o TliE, CARisk Authentication =2 > 7R —% > b & CA Risk

Authentication 7 — % ~X— 2 DD —F 7] SSL 1815 & 5k €T 5 FNEIZDOU
THHALET, 207y a I FO My 7 THER SN ET,

m  CARisk Authentication h— 3¢ 57— & X— X [H{] (P. 136)

m  CA Advanced Authentication &7 — % ~X— Z [ (P. 138)
m UDS &7 —#~3— % (P.138)
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CA Risk Authentication H—/\&T—HR— R [H

Windows DS &

CA Risk Authentication |, DataDirect K7 A NZfHH L TF — & X— R |ZH
HLET, ZDkZ T 3 TliL. CARisk Authentication H-— 8 f A &
A L Oracle 77— % _X—ZADDO—F B L OWG RO SSL ZRET HF
Iz >W TR L 97,

®  Windows DHFE

B UNXRX—RADT T v b7 4 —LDPE

CA Risk Authentication #—/3 & Oracle 7 — % X— A DH] D —J7[\) SSL = H

T B i

1. CARisk Authentication V' — X% A VA h—)L L= AT LT, [ b
o—L XN ] Afx. [(BEY—L] - [F—% Y—Z (ODBC) ]
- [YAF A DSN] ITEEILFT,

2. CARisk Authentication DA > A b —/LHNIIRE LT — & VY — A % i#
WL, Bl 27V v 7 LET,

[ODBC Oracle Wire Protocol Driver Setup] %A 7 1 7 7R v 7 ANFEIR
EnEd,

3.  [Encryption] 7 2 2 > C. [Encryption Method] U A 7% [1-SSL
Auto] AL E7,

4. [Truststore] % CA Risk Authentication |Z X » TEfE I B H &N 72385
FEEE (CA) DU A MR EEND FT AR ARNT 77 A IVOBFTICHETE
LET,

5. [Truststore Password] 7 {1 —/V R CKhRIT A K A KT O/NAT— K%
HBELET,

6. [Host Name in Certificate] 7 1 —/L K& T —H _X— R - — 31 L A
F—LENTWAL AT LDRA NICETELET,

TDOIRTRA—=ZIZONWTE, T—HR—=ARVHA—D KX A M
ZHLTLZEN,

[OK] #27 VU v 7 LTREZRFLET,

™~
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1) 228 Web H—E X & CA Risk Authentication H—/\fEI D WA [ SSLIBIEE—RZEH T B HE

UNIX R—ZDTZvhIT+—LDIHE

UNIX 77 > k7 #— A T CARisk Authentication & 5 — % ~X— Z D[l D
SSL ZH %2 521X, MBE 7 DataDirect N7 A /NMEF#H T odbe.ini 7 7 A /L
ZEBTAVLERHY £, ZDodbeini 7 7 A NVERETDHHE

1. UTOEIcEEILET,
<install location>/arcot/odbc32v60wf
2. EEDOT7 7 A =T 4 X Todbeini 7 7 A L EFHE ET,
3. BEHLTCWAT —FX—X(ZkHET 5 [<Database_name> Wire
Protocol] &7 > a > C, LA FDORITIRT SSLEERHC ML TR /RT A — X
ZtmiE LET,
INTA—A Description
EncryptionMethod RTA NP, RTANELT = X—2 $— [ THEE X
NDT—H ekt T 5= OIEHT 2 FiEaEE L
‘é—O
ZONRTA=FZVIIRET DL, SSLEfEHLTT—#
DT b ET,
Truststore NTZANARNT 77 A NOEFEEELET, ZOHAT
Wi, SSLY— SGRGEHIC 7 A4 T F =t ko TR
F SN TV D AR RFEREHERS (CA) O U 2 RRFEN T
£
TrustStorePassword NZANARNT ARTASDOT 78R ZHE/R/RAT — R

ZIRELET,

ValidateServerCertificate

=Dt X= VT 4G ES

SSLERGENY Ry A 7 D—H & U THEEL 77,
TDONRTA—=BE LIIHET D L,

T B R—= 2 P — Lo TIEEEINDIEHENREE X
ET,

4.

odbc.ini 7 7 A W EERIEFL CEH LU 97,
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CA Advanced Authentication &7 —2~R— X

CA Advanced Authentication [, Java Database Connectivity (JDBC) Z1{#f L
T, T — X _X—R|ZHi LE T, CAAdvanced Authentication & 77— & X —
A D SSL =G8N %Ik

1. CA Advanced Authentication 75 SSL FHIZEBI SN CWAB T 7Y Fr—33
Y NERELETS

2. arcotcommon.ini 7 7 - /LN ® TrustStorePath.N 35 X}
HostNamelnCertificate. N /X7 XA — X Z iR E L £,
3 : arcotcommon.ini /X7 A — X OFEMIZ O\ TiX., [ CA CARisk
Authentication -7 > X f— L5 L VEFID T N D TBRE 7 7 A4 VB L
KA T vary] 2ZRLTITEZIN,

UDS &T—R2N—X[H
UDS (ZT — H# X— R T T H7-DIZ IDBC HfFEA L E£4, UDS &5 —#
NR— A D SSL Z /T 5 ik
1. UDS 23SSL AR SN TWAT F ) r—yay —R"aHELET,

2. arcotcommon.ini 7 7 A /LN ® TrustStorePath.N 33 L X
HostNamelnCertificate. N /X7 A — X Z % E L £7°,

3 : arcotcommon.ini /X7 A — X OFERIZOWTIL, [ CA CA Risk

Authentication > X h—/L B LB N O TREZT7ALLEBX
WNFFvarv] 22RLTLESN,
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% 6 & : CA Risk Authentication JL—JL D E

Fé X038

BE: 2ot rva o CllT 2MRICEET HIZEAEDZ AT 25
TTE 50, Fr—rYUVEHEE 5L OMBEERE 04 TTR, 2ot
7 = 1%, CARisk Authentication 23 9~ 2 /L—/ L D FA S TE 2 B L
S AYN I SVASE:=3c

CA Risk Authentication CTi%, /L— /L ZHL TK T W7 v a 2B
frirenizl 27 25l LET, Zhbo—E, UFOhT 2T
REL DT HZENTEET,

s PEfiL—

m Ray Vs v

=@ 5 R T T VIZEAFRZ <. CARisk Authentication D3~ T®D
=TT D 3 DOFERH Y | — N ED L H I I N D%
HIE L CWnET,

m L—LbEy b BTN — ey NIBT D LERH D E T
—Lty NERINT A L V— LT TR A 7 a VS E Y
9, —n -ty NOBREOTEMHIZOWTIX, T— &y FOIE
) ZZBRLTLIZEN,

L L (Fa—oL LUV ES TR L L) 0 TR, —L
N7 a—)L Ly (77— b L CHBECRETRE) . £721X
fEBIOFRD L~ LT A RRENE I DERELE T,
7a—30L LoyLB L OEER L~ L TOL— )LD FEHEZ SN T,

[ 7o — )LERIEDEH | I L O TH#RE A @ CA Risk Authentication @
REDEH ] 2B LT EEN,

n L= L E AT T VL OBRER L O R a—T R EE L, [L—

JVENAFEFER L CGEMSNZHHL—V ] EERBICEEL ThET,
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RS 27k LTV E 9,

FRETI

« 7134 AR

2D PEINAA

« B{FOREEE
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= VIZLL T OBRBETEITSNET,
FATBLRE

CA Risk Authentication V—/N{X, 7277 4 77— &> FNOTXTD
=V DR DN 2 FIT L ET, ZOBRET, +— NZLLTFEFETL
7,

1. FATEEEDIEFTY A NNOL— L ETXTEITLET,
COFATEEEZIINHHT, —NICEkoTERSNE T,

2. FATTHHEN—NVOEBDO Y A7 ZaTEBIOT KNS 24K L
£7,

Aa7y T Bk

CA Risk Authentication ¥—/N[J/L—/L D 2 FH O # FEITLET, ZD

Bep e, = NI FAETLET,

1. YDMHTOKN— NV OFEREFEHA L, 2Aa7 ) o ZEIEEIZE S
TI—/L &y NNOJL— LN L E T,

2a7 ) o TEREIL, GA (Fa— N)VE ) 723 CA Advanced
Authentication Z{#H L CTiRE L £,

2. WUNC—FH LIV—LTR2a7 ) o I eElk LET,
3. WEMERELTHLIEL—NDAaTEBIOT AL 2 %KL ET,

L BIONL— RN LT XA I Lo TUE, 2 & H OB REse
WCFITEN2WGEAERH Y 97,
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BEEIL—IL

AL — L X ENENERREEHAOR Y v 7 ThY | 7 —/VEZEIR

4, 77UV —2a b URZEHEDO ) 7 =R SR o TEA . :

PuYy XV IZANOAN TV T ay FRIZEHEINNET,

W—Wﬂ*ﬁbﬁﬁu\W*Wﬁ%ﬂ%hTWE%ﬂb\*ﬁb&ﬂoﬁ
AL FALSE 2K L £ 97,

BE: a7 ) 7o Rl — /WE—ED R S D TEREIZ
o TRIT IV T INET,

CA Risk Authentication TIZLA T D& A 7' O/ — /L 282 L T E T,
s BEEDONL—L

n bV EF R LGRS IR — L

. iz —A 7Y b

1L L—L T, D%, RAaT U v OBRIHER O L—L
IZ—H L7z (TRUEDIRENT) Hie, VAZ 223zl T T o
PO — T 2227 Vo 7 aEdiE L, —H LT — U ZkHET %
YR AaT7 wHEMRLET,

BEEDNL— VT TFO L I ETE £,
%

E AR
. XEAREEZRL—V
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Ll )L—IL

REARELIL—IL

PLFDFRIZ, CARisk Authentication 21 > A h—/L 35 L5 7 4L b TA
VAR LBLIOEHINABEEOL—LVERLET,

JL—IL% Rule Mnemonic
(RT~4%) (5afEd)

Rule Description

AR TR, FEE S V2RI Y X 7 5 b —IRf
M2 —FZ2RNT D2 L 2 RIRT 5503

DET, LxiE. HHr—VFRIESEICEE)

THULERNDST-E LET, ZOXHRpa—H
XAz — Y X MBS, pisfz—L

LTl anEd,

Bk —% U R N CTROSTHAE, T 740
~ ClX. CA Risk Authentication IZffl#k = —H 5
BAELEN T Y7o g ATk L TRWR 2T

& ALLOW 7 RAA 2 &KL ET,

Exception User Check EXCEPTION

FEZOWTIE, MEECTEARWVWIPT FLAD
BEIE (P.223)] B L TLZ &,

Untrusted IP Check UNTRUSTEDIP

PRI OWTIR, THEAEY A R OFGE (P.221))
PR TS 7EE0,

Negative Country Check [ NEGATIVECOUNTRY

FEMIZOWTIX, [RTFAT Y RIPT FLAD
TRUSTEDIP BIE((P.225)) BEIOYX T I7AT v R 7717 —
570) HDFEGE (P.228)] B LT ZEW,

Trusted IP/Aggregator
Check

AT ENTER & RS T DIEAE B4 D —E
BPRBESINTZ [V 7 2T v —FH L X WME] &
Fl& L& VMHE] (2% LT LESSER_OR_EQUAL T®
HINE DM EMER L ET,

Device MFP Not Match | MFPMISMATCH

FEAIICOWTIR, T — P HHE OFRLE (P. 212))
EHRLTLIEEN,

User Velocity Check USERVELOCITY

FEIZOWTIR, T3 ZBAEDOFE (P. 214) )
ZHERLTLIZE N,

‘EH

Device Velocity Check |DEVICEVELOCITY

AN R FEZ WL, T =V Ry B T DORRIE (P.
ZONEHOPPING .
F 216)) =ML T EEW,
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SEAEELIL—IL

Ellll

AT DFRE A[REZR /L —/ LI N 2T, CA Risk Authentication [ZLA T DR EAR
BEZR L — /L bt L E 9,

m  Unknown User (UNKNOWNUSER) : == —73 CA Risk Authentication 5 —
B R — A TAFE L 72 W A . CA Risk Authentication I ALERT 2K L £,
77U /r—3 3 Tld. CARisk Authentication APl % FEFUNH L T CA Risk
Authentication (22 —YV Z BT D0, F/IX@ 27 7 v a &2 lb
ZENTEET,

= Unknown DevicelD (UNKNOWNDEVICEID) : (h~T7 W7 v a U HEE
fli & TUND) T 734 A7) CA Risk Authentication 7 — & X — R [Z1E(E
THENEIDEHRBLET, ZOFERII~OT 4 T—TY B
EOREIHERENET,

=  User Not Associated with DevicelD (USERDEVICENOTASSOCIATED) : X%
T D=L TN ZAOBEEMNITINFETINE I EHERLET,

IL—ILEI S ZFERLTEMEIN=FHEIL—IL

CA Risk Authentication DEEE/L—/VIZIHLHBITH Y | 3 TlZiE H rlRE7e
= U ZEEDNWT Y A7 il T 2 72 DICERE SAVE T, CARisk
Authentication 237 7 # /L k CfEE L T ZD/I/‘—‘}I/ ERELS B DAL
Lb— b FTITEREA ON— VBB ENT, — BV Z AR
mbf@§®w~w%@%¢éz%mkbiﬁo

BEEDIL—)L 13820 . 2 NHDL— U TA A F—LT SN TWET
23, HEIWIZE SN EE A,

=)L ENVE 7 P — RaEH LB — L OBINOFEIC DUV T,
CHHLL— L O3B (P. 176)] ZBM L T 72 &V,
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B ARG ZEESN T, B OB A X LFHEL— IV EERTHZ LB T
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FEED L — LB LR —HF O LU L— LT ELT Sz 44, CARisk
Authentication [ ZD/NV— LV &ZFEITLET, ZOa—T7 7 ME, LARID
TRTONL—IVOFREREBIMANEZANTIE L TRZIFAN, VAR A

(SUCCESS/FAILURE) | EHiX 75 (AaT7 )7 a—LT7 7 MikoT
EHINDEMEHR) . BLONERLFSL (2—AT U FOFREEY 2 —
JUIZ & 5 T CARisk Authentication t— /TR S V7B F 72 135E) Al
LET,

iz — T 7 N OESEOFEMIZOWTIX, [a2—A T T NORE] &5
LT &,
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7va BT S BB ME I DERRLET, 5w Lo —
KEONT AV | g snEd, (VAR F—2BEOAT Y
SOTRER TV | <y B 7 OB <—UT, YA MEREL, D0
Fovas AA=Y) YR NCF =S ET v TR RTE R, FEMICON
EHANTOLERD | i, LN UREF—EDOT v Fa— R (P
L%6 220) | PR L TS0,
m IN_CATEGORY: v v bE L/ FT—% &y hDT—T )L
NO¥EZEDO T TV 2 F =2y 7 L . VUANT—F &y
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B TOER] X—=U T, VA MERRL, 2OV X
MZTF—H%2T v 77— RT&xEd, FEMzoONT
X, — L VAN T—=%D7 v 71— F (P.220) |
EHMBLTLIEZEN,

IN_CATEGORY : v~ v V>V F—X% kv hOT—T )L
NOTNNAAIDET =7 L, VANT—% kv
NOANNOREET HIREMEZ R L 9, T2 8B
KO Gr— B FFr S E T,
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VAR RFEINTWDT /A R X A 7%, PC, Mac, iPad,
iPhone, Kindle, Android, Linux, BlackBerry, Nokia, iPod,
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IN_NEGATIVE_LIST : B4 X2 F v/ LET,
IN_CATEGORY : ¥ v >/ F—X &y hOT—T )L
WOIPT RLAZF =y 7L, YANT—X v b

NOATIOREES DIREMEZ R L £, Ea &b
LB — BT SN E T,

CONNECTION
TYPE

=T, bT W
7 a v DOFEATIHE
Mmoo s A
T RS D BN
b LA,
CONNECTIONTYPE
X, A v H—% v b
7 a N KD
DEATHRLE
7,

IN_LIST: CONNECTIONTYPE 3 HififiZo /L 7 7 v 7 U &
MZHDMNEIDEERLET, BB IO
—ENFRIENET, (VAN T—FBLIOHTTY
v BT OER] X—=U T, VA REFRRL, IO
VA RNIT—Z%7 v7u—RT&ET, FficoN
Tix., A=V VAN T—HDT7 v 77—k (P
220) | ML TLIEE0,

IN_CATEGORY : ¥~ v BT F—X &y hODT—T )b
N CONNECTIONTYPE 2T = v 7 L, UA K T—4
Ty NNOATTOBEET HIRAEEL i L ET, B
—HBLOEH S BT S NET,

FREZRMED Y A MMZoOWTIR, 92
e A 7 (P.451)] =&ML T2
W,

F8E:VO—NILBRENEE 193




Sa—nNIL IL—ILETEDEE

—2 T A
vk

EI AT ey

BEEFOHRA

CONTINENT

=T, bT W
Ja VInNEELEE
KgrwF =735
Z\gﬁ‘gbéﬁmo

m IN_LIST: T 7 g UMNFEA LT REED A
N 7T T VANMIHLNE I D EMRLET, 58
E—BB LS BT SNET, CARisk
Authentication TiX, AJJIP 7 KL R ZHEESWTEITE
WmAeEEHLET,

m IN_CATEGORY: v v bE L/ FT—X &y FDT—T )L
WO RZ oY 7 varnB®grELEZREET =7 L,
YA KN T—% %y NAOATOREET 5 IRAEE% b
BLET, B2 -BEBIOEy 8N SINET,

(VAN T—=2BLODTI3Y) v v B 7TOFH] R—

VT, T—HX VANIT—HFET vITu—KL, 72

V<wo b 72 TcEEd, Mo VT, Tr—

W IART—=2DT v 71— F(P.220)] #ZR LT

X,

KEED Y A MZOWTIE,  TKFE(P.453)) &ML T<

7230,

COUNTRY

=T, bT %
JvarhnRAELE
EzFxy 7T D
ERH H55,

m IN_NEGATIVE_LIST : FAESLOEN ML EOFEFIE
BHEHVAPNMCHDINE I DEERLET,

m IN_LIST: BAETTOENEMAR LY 7T v 7 UA M
LINE DM EHERLET, TR —EEB LOH S —ER
FFA[ XN FT, CARisk Authentication TiX, AJJIP T
R L ZIESWCHEIFRZEEH L E T,

m IN_CATEGORY: v v bE 7 F—% &y hODT—T )L
NOBAETLOEEF =7 LLVANT—X Y
®Aﬁ®%ﬁﬁémimémﬁbi¢oﬁé*ﬁ%i

o —EDFFAT SN ET,

[JXFT ABLOIT I vy B TOEHE] ~—

T, T—H VANT—HFETvIr—RKL, »7=

UV vy B 7EREBTEET, Mo v, [1r—

IV UARNT—=HDT v 71— R (P.220)] &L T2

S\,

194 CA Risk Authentication BIEHAK




Ja—nNI)L IL—ILEREDEE

F—R ILA

Tk FERIL5E EEFDIREA
IP_ROUTINGT |/L—/L T, hZ 2% | N _LIST : IP_ROUTINGTYPE S HifliZa /L v 27 7 v 7 I 2
YPE 7 v a  DFITICHE Moh B E I DEHERLET, 528 3H L0
JHS AT AHe D 1P —EBHFTINET, (VAR F—2BLOAT Y
N=T AT AT <y R S OFE] X—UT, YR REFRL, 2O
EF =y I TOLE | YA MF—FET vTa— RTEET, FMIoN
B DEE, T, =N VR F—F2DT v 7Fu—F (P
IP_ROUTINGTYPE . 220) | =L TL7EE0,
%%?E%@@ﬁﬁ. IN_CATEGORY : ¥ v B 7 F—& &y hOT—7 )L
i%ggi;7ﬁ¢/ W® IP_ROUTINGTYPE 2 F = v 7 L, VA T—%
° Ty PO AN OB HIREMEZ R L ET, B8
—H B L O — BT ET,
AIREZRED U A MZHOWTIE, gk NP v—F7 47 4
A 7 (P.450)] ZZH L T2y,
LINESPEED =T, bT W

7T a v EFTTD
eI ENnD

a—HDAf L H—

Ty MR O E &
Fx v 7T H 0B
o D56,

Bl

BERMED U A MZHOWTIE,

IN_LIST : LINESPEED 2 HififiZze /L > 7 7 w7 U A NMIH
LMEIDEHER LET, BB LS —EN
FFrEnET, (VAN T—H2BIOHTIY v
EUTOER] X—U T, URREFRRL, ZDU R
MZTF—H%2T v 77— RT&xEd, FEMzoONT

X, =L VAR T—=%DOT v 71— (P.220) |
PR TS EE0,

IN_CATEGORY : ¥~ v BV F F—X &y hOT—T )b
WO LINESPEED # F = v 7 L U A h T—% v N
DA O T ZYRAEMZ L L9, B2 BB X
Oy —E DT S vk 7,

[El#d ) (P. 452)] %2

LT 7EE0,

F8E:VO—/NILBRENDEE 195




Sa—nNIL IL—ILETEDEE

F—R ILA

7varnRELE
MEFRET =7
THVEND H

AN
o

Tk FEATHEE EEFOHHA
REGION T NIy IN_UST: AT ORE RSN 2 T v T Y R
7YAUBRELIL ) N2k H YRR LET. EA BB LU
MENRET =7 | —gosgrmanEd, (VAL F—2BLOHT Y
TOMBDD DY ~ BT OBH] N—UT, YR MERRL, 20
CE VA MIF—4 %7 v7u— RT&Ed, SO0
TiE, =NV URNT—=EDT v 7ua—F (p.
220) | =L TL7EE0,
m IN_CATEGORY: v v bE L/ FT—% &y hDT—T )L
NORETOEENFREF =7 L, VR T—X
Ty NNOAST OB ET HIRAEMEL i L ET, B8
—H B L O — BT ET,
(VAR T—2BXOA T v v B 7OEH] R—
VT, T—H VANIT—HFET v u—RKL, 7752
U~y 7 EEETEEY, FEcovwax, Tr—
W IART—=2DT v 71— (P.220)] #ZR LT
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YANMIT—Z%7 v7u— RKCT&x 7, FEMcoON
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ZOBEDON— L, LFTORNEEFITLET,

1. Amount & W9 ZREITD H 7|2 X - T evaluateRisk() API FEOVH L Tl &
% Additionallnput O 3CF41] (Amount=750) ZfEMT L. Z DX 7D
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IR L F 97,
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V] VDA RDONL—VEERTAHZ L0k, 522 — V2R L £
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n TN AT LAY S EB 2 — T 0%

U 27 G OFER MBI E 713K TH D 0Bk <. fEESnT=
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#Z0 [ER] T, LTFOFEELZEITLET,
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7 v PERRESSL 2 [IXW] [T ESINTW A A, iz —1
T 7 D URLIZ https://I> DI E D LERH D 5,
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N— W NERAEBLZIEET 2L ERH V F T,
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LWF— TV ERELET,

F— FUL [(Fa— NNV X—DfER] 47> a o @R L7285 A0, sk
LCHEATZH LT — T EiEELET,
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ELHBEOXT Y v aDba) 7y 2 LET, ML~ o
Frovrvar 7y ialRpne, VAT AZREARAREZREEZ
720 F9,
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HBOERET I T4T1E

LDAP 7R R TO R D ERL

LDAP =—H% 5 ¢ L 7 h U W AR — F 325121, LDAP U R b U IZHIfE %
YERE L TH>5 ., CA Risk Authentication 5 — & ~_X— 2 D J& % LDAP D J@k|Z
<7 THVERSY ET, UTOFEEZFITLET,

1. MBEOVERICVBERMERLE Aa—FTa 4 L LTWAZ L 2L
\i‘ﬁ—o

2. [MR] #7427 77 47ICLET,

3. [MoBHE] w7 arCHMBEOER] V27227 vy s LT M
MEOERR] ~— a2 RFELET,

4. UTOROBFICHE > THMOFFEMZ AT L £7,

J4—ILF

Description

RERR TR

[Organization
Name]

VERY T DRk IC KT —BE D IDZ A LET,
;¥ : CA Advanced Authentication Zf# /] L CZ Offkic v 74 3 51213,
M ORTRL TlIER<, ZOEERELET,

B ad D) LT WNW—EDOLFTIZ AT LET,
E: ZOARNIIENDT T D CA Advanced Authentication ~X— <2 L
R— MIRRINET,

Description IO A EET A EEEICET M AEAT LET,

EZOT7 4= REEALT, HTBRTE 2 L5 ISHikOBMORE
MaANTEET,
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HBOERET VT4

J4—ILE Description
BHERIEA =X | ZOMBRICE T 2 EHEZRGET A 7O SN D A B =X L% =R
UN LET,

CA Advanced Authentication T, AT D 2 FEFHDERIEA B = X LNV
A—hFINLTWET,

n EARAZ—PF RRT—F
Z #UIL. CA Advanced Authentication (Z X - THEMAL S 1 5 fHLAA A DFR
SEAHN=ALTYT, ZOF T a  2RIRLESEES. SFEITIE S
DIDETVL—2 TFANNRNRAT—=REHFELCaY—MIn s
AU TEET,

s LDAP Z—H /RRAT—F
Z DA =X NX LDAP MARIC DA S vE T,
LDAP 7 4 L7 NI S —E A TEFR éﬂfwi?
IR L72E . WFLE X DAP IS TV D
%ﬁzy/~w Oy AT HMNENRHY F£T,

= AuthMinder = —¥% R T — K
Z XulX. Strong Authentication D —HZ /XA T — RERGFS XTI,
IDOF T a v EBRIN LGS, BEE ORGEFE HIL Strong
Authentication —/3\{Z X > “C%%ﬁ S, RSN ET,
ZDA = AL EFHHT HITIE, Strong Authentication 234 > A k—
ILEN, BESNTWAMLENSH Y 9, Strong Authentication D
BHOZEAMIZ DU TIL, [ CA Strong Authentication 1 > X | —/b#5 J- X
B4 B 2R TIEE0N,

nuniEj—) —Ii%
DX T arE
uun fﬁ?&’%ﬁﬂ% LVC

F— FNULERE

7 —3)L F—Df#
H

T4V NTIEE, ZOFTvarNERENTHWET, 7—F ATy
7w ATIRE L0 — UL F— TV LT, BrizIcH
WA OT — X OB AL 7~V EIRET D58, 2047 v a v
YRR L E T,

F— FUL [Za—rV F—DfER] 47 a v ZiIREER L7580, MRkt
LTHEATL2H L0 EF— UL AFEELET,

b A ML —U X | ZOF T a F, B xRN T —F X=X (YT T =T) (TN

A7 SNDHMHM (N—FRT=7) IS hE R LET,

a—h T A ARE

7 a— )L EDME
H

v 12—/\/1/ LUV CRRIE SNz e
M35z

—HTA =g T A=K %ff
I, 2O T a rEBERLET,
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J4—ILE Description

H /LI [ —RNAREDHER] 47> a v 2 EIRER L8801, Z oMk
WZxt LTS5 BA/EZIEXE2HEE L £,

Bleu r—n [ —NLVBREDFER] 47 a 2RI LA, 2 Ok
DS a r— LA EIR L £,

o2—IF F— & DOFFT

YR R A7

(2 Z—FF5A4 XDAP]ZBIR L F4, 24T a2 ETLH L.
H LW D e —F O R D~ — 2 THRET 5 LDAP U AR R U Iz
BRFEENET,

AL LR
Name B AL LEMEDAHTTT,
il T AL L@ T,
1. [Next] 27U v 27 L%ET,
LDAP U RY b U OFFMZIET 27200 [FKROERK] ~_— Y NFR
EnEd,
2. ?T@%K%OTJWWUﬁVFUK§ﬁ¢6K@®ﬁ%%AﬁLi
Z4—ILE Description
RA N LDAP URY hY ZHTEDL VAT LADKRA M EANLET,

Port Number

LDAP UARY R H—EANRNY 2= L TWAR— " E&ESEZ AN LE
7,

AF—<4

LDAP URY h U CEA &N D LDAP AX—~ &2 fHELET, ZDAF—
~IZIE, AP URY FVIZED L ENTELAT V= FDEA T
L BT TV b AT OMEBES L MEERBENEESNET,
%, Active Directory D A ¥ —~<4413 user T ¥ . SunOne Directory 35 &
X CA Directory Server D A ¥ —<4, 13 inetorgperson T,

N— A4

LDAP UARY U DO_R—RAFAEZ AT LET, ZOfEIE. LDAP U AR

N U NEIRZRT DB LDAP BEIE DBLG 7 — RE& R L £,

7= & Z1Z. cn=rob laurie, ou=sunnyvale, o=arcot, c=us & \>9 DN % Ff>ox—

PERET DT, XR—=ADNZLTOLIIHEET D2MLERH Y £,
ou=sunnyvale, o=arcot, c=us

FEEE. 207 44—V RTIERLTFEANFREBI S, 207 41—

IV RIZHRESNTZR—ADN OV T ) — RRTRTHRBEINET,
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HBOERET VT4

J4—ILF

Description

UEA LT N AF—
~4

Imember] JEMEZERT HAFT—~DL4HIZFRELET,

FHRRIC L CER SN —ADN ZfEH LT, WDAP Y ARY R Ta—
PR TEEd, 2L, ZOMKRTIE, FED oU (KAL) (2
BT 5a—YF LRI EYA, DAPEHE X, 7 V—T2EK~DT 7
TRAEHIET D700, S S ERMEFAMICRT 52— D s —7
EERR L, SESERIN—T b —FERBELIZWEBbILET,
BHENRIN =TT 2L, 22— /J—FDNIZINV—T /—FD
'member| BYEICKMEIET, 77 4/L b Tk, UDS TITEMEIEIZ A
DUNTZRRERRC DN DR NFTFAI SN TWERA, VXA L7 NeffT
DERED ) — NI 25 E D BMEEIZ SN T, IDAPNDO S E S
ERIN—TIRT 22—V EREBETEET,

HE, VXA L7 N A —<LIFLTO LB TT,

m Active Directory : group

= SunOne Directory : groupofuniquenames

m CA Directory Server : groupOfUniqueNames

Pt 2 A 7 CA Advanced Authentication & LDAP U AR K U O CHEH 3 2k D ¥
ATHRINLET, PR—FINTWDLEAFIILLTFDEEBY TT,
m TCP
s 7l SSL
m  WJ51A) SSL

v rA 4 URY MU —=rNiZu 7o L, N—Rikhld 2 8T D HERZ 5

LDAP VRY MU o —HF D24 2 A LEd,
A2 LL IR LET,

uid=gt,dc=arcot,dc=com

nJA L NAY—FR

= R FRT R

[—Fm sSL] £7-1% [RMFMSSL] 47> a BRI N TWA5EA1L.

Jb— NRER SRR H & LT LDAP H— 3T SSL AR E A 384T L 72 (S HE 7 A
Jb— FEEHED 2 Z AL E T,

74T N F— [ SSL] A7 a U RNERENTWAEAIT. BRAR Y 2L

A NT T IAT v MEAELWSINT HF—2EGTF— A NTONRZE AT

Lij‘o
JE: PKCS#12 7213 IKS DWTINDXF—A RNT XA T%T v 7a—FR
THUNENRHY £,
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J4—ILE Description

74T N F— [RFRI SSLI A 7> a U NEIRENTWAEAIT. 7 94T b F— A
AR NAT— R K7 DNRAT—KRKEANLET,
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B OERET IT1471E

1.

[(R~] 22V v 7 LTRHIATLET,

VRS N OEhEEr~y ST N—UNEREINFET,
2. ZOR—=UT, UTFEFEITLET,

a.

[Arcot 7 —F _X—2X @] U A M D EMEZBN L, CARisk
Authentication 7 — ¥ X—ZADEM &~ v T T HLEN D HiEY) 72
EEE (22 —7F7 4 X IDAPBIE] VA M LBRIRL T [~y
Tl REEI ) v LET,

BE: UserName BTN T~y 7T 00 ERH Y 5, —EIC
o— W ZkAI3 % LDAP BYEIZ UserName BMEZ~ v 7 LE T,
Active Directory Zffi fH L T\ 5 3A& 1%, UserName %
sAMAccountName (2~ v 7 L£7, SunOne Directory Server % fifi ]
L CWAEAIL, UserName % uid |2~ v 7 L %9, CA Directory
Server Z i L TWA 51X, UserName % cn i~ v 7 L £,

Active Directory D54 1%, STATUS % userAccountControl |2~ » 73
HMERH Y ET,

VEIR T N TORMEDO~ y TRFETTHET, BlEa~y 795
EEEAMR IR L X,

E: [Arcot T—FR_R—2BMHE] VA NORBEREEZT X Ty 7T
HYMENIHD FHA, vy T THUNERHLOIL, T 5 EME
DHF T,

~ v 7 E&NnZEMIL [Mapped Attributes] U A MMIBEI S E T,
IR EIL, BEO~Y vy B VR RETCEE T, —EIZ1 D0
RO~y B T HFET 2561, BHELZEIRL T [Unmap]
KA ZE27 Vw7 LET, 72720, [Mapped Attribute] U A k%
7 V7T 5551E,. [Reset] RF %27V v rF5HL, v IS
NETRTORMO~y B IR REINET, MikzT7 2774
ZIZ L7, UserName JBMED~ v B 7 2 fifHTHZ Lid T %
NEV.VR

AION—T TV EA LT b A% —~<4] ZELTSAIE. [V
AV MREBMHE] VA M) ORBBEZZIRT H20ENH Y
ij‘o

WHE. BMEIIL T LB TT,

m Active Directory : member

m  SunOne Directory : uniquemember

m CA Directory Server : uniqueMember
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HBOERET I T4T1E

3. R~ 227Uy LTRHATLET,
(B ST DD N—VRFRSNET,

4. [HEEALTBBHEDOER] v/ 2T, UTFOWThorzETLE
‘é—o

a. /= IVREZBEOR St v hOBGEICHERAT 2581,
[Za— " VEREDEM] 28R L £7,

F770X

b. W53 oEMtE [KESERICFIHTRRBME] U X 6k
L. Thz [BELAISER LB (CBELET,

[>] 7213 <] A2 27V v 7 LT, @RLUZEEZ Ao
UZMIBELET, [>>] Fid <] A2 227Uy 7 LT,
TRTOBMHAZHOU X MIBEITLHZ L HTEET,

5. [&k~] #2707 L%ET,
[(EREOBEN] R—UnNFRENET,

E VAT AIHEFEET DT R TOEEE N T X TOMMZ E 4
HImODAA—THFFoTWVWBHEGAE, ZOXR—VIEERRIAETA,
6. [FIFFREARBEHE] ) X M OHMAE T IEHEZBINL, >R
270w LTEHEZ [BELTWAEHEE] U X MBEMNL
*7,
E BEHE OB OE D Y Tk, BFEOEHED A a—T BT
A, RIS E T A LWEBRE A2 ERT A LiIckoTn
OTHLEITTEET,

(FIFFREZBEE] UV A M, HrLOVREZEHTE 59T XTO
BHEAENERINET,

T —HOBEBEN VAT LAAOT N TOMBEEHT 570D A
a—TEFo TWDGE, ZOU R MUTLTNLOOEEEITKIGT S
Ty P VIR ENEEA,

[(BHELTWAEHEE] VX ML, ZOMEEHRT 5720108
LIZEHENIITRSNET,

7. [R~] &2V 7 LTRHATLET,
[(THT b ZATORE] ~N—VPRFETRSNET,

E TN BATEERLTOARNWES., ZOXR—JITIRREIN
FH A
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HBOERET VT4

8.

10.

11.

12.
13.

(THIV N BATOEVYT] 7> 3T, [FIHEAFRE] VAR
MOET AT N ZATZRIRL, [>] A2 %27 Vv 7 LTERD
Z BIREA] VA MIBESEET,

[(R~] %27V w7 LT, EICERET,
(T D b ARG LBBEORE] N—VRERINET,

ERIOR—TThH T N BATEBIR U T2 0, ZD2—
VIIFERINFEE A,

[(TAD s ZATI O [ARZLRYE] Z45EL, RN 27V v
7 Li‘a—o

sk T 77 4 7] X—=UnFEREINET,

I MEENT 7T 4 T B L UserName v v B ZHREF LD
WH L= TER< 20 FT,

(B8] RZ %227V v LTHLWEKET 77 4 71 L£7,
B —UNERINET,

[(OK] #7 VY v 7 LCTHFEEZET LET,

FEBH 417~ CA Risk Authentication "— X f VA X L A %4 _XTCY 7

Ly LET,

ZOHEOFERZONWTE, Frvrvanl 7y va)] #2KL
TLIEEVY,

R A ERT A B2y T hH T R XA
BIOBEAFA—NLEEFEOXA TEREL TWDHGEAIT., VAT LK
ELHBEOF Yy v anmbz) 7y a2 LET, ML -~ro

Frovvar 7 lyialLRpne, VAT AZREEARTREZIRAEIZ
0 FF,
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HBoBRE

HBOBRER
HRRE TG, 77T 4 7. £T3ET 7T 4 T T B HBEINIRNR Y |
BT HMERITNEH Y FHA, 1L, MEBET AN A —7 108
FNTWBLERH 0 FT, T-& 21T, x5 & 72 H808k)° OA DIHEFR D%
FHNIC B/, OAIZF DMk B TE £,

HBoBmE

MREDOHFRITIT, BB EAT —F AMATEET, 1 OU LKA
BRI D23, LT OFNEICENET,

1. MFROIERICNE R MRS Aa—T7Ta 4 LTWAHZ & MR L
£,

2. [MAfR] #7277 47T LE T,

3. [MAfoEHE] /v a T HEBORRE]I V27527 v LT [H
OB ~—VrFELET,

4, VEERHMEROBRO—EEITEHWEASILET, UTOA T g
I L C, MEBEOFHE LT DHZ ENTEET,

E: GERR] 7 —v BiCid, EERoOMEEA T/ < kO R4
D—EEITEME AT LLERH Y £,

s I (BRSNS, FE7 277 4 TS TO R W =R
T55E)

n TIT47 UEEEh, T 7T 4 TSN ERRT 258
w HTIT4T CGET VT4 TSk AR T 5 56)
n HIBRE A (HIBR S Uik 2 FomT 2 56)

5. R A¥x7 )yl 958 HELEFHIC—ET 5T T
N R —ICRRENE T,
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G ARE QS

HHREFER D B R

WBITHER

CA Advanced Authentication Zf# ] L C, #ikOLL FOFHE B cE £,

MO F£TRL, A, AT —2 A2, A2 EHTEEE. Mk
DWHETENTT T N FAT, RESNT-E %%~/I//$E0>5'4’
7. %;@E@F”mty%%aﬂmﬁ%ﬁ(ﬁﬁﬁ%%ﬁ@ﬁﬁ)

PRRETEHR T 1 7 7 A v, FREEAR U v—, PEIERIEE/RERE. B L OEID
MTCHNTZT 7 4V MR TE % & ek D CA Risk Authentication [E& @
R 7€ (CA Risk Authentication [EA D% E D ¥ )

AR 2 BT D%, WU ARMERB LR a—7RNHh 5 2 & 2 HRT D0
ERHVET, MAIZTRTOMMEETH TXET, GA L OAIL, B
DAA—FICEENDLTXTOMBOERETHFTEET,
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IR RO EH

ERBRIFHROER

FARR 7R ARG 2 BHT 2 07 ik

1. HkZFHTH-DICHERMHERB LR a—T 2> —% L LT
a7 A4 L TWAZ L EMERLET,

2. [Mf] #7427 77471 LET,

3. [MfkoBEHE] v/ a T HEOREI V2722707 LTIH
OB —VrFELET,

4. BBETHMEBOBHRO W E-IT2ELEAL L, BR] R¥ %27
Vo7 LET,

R — BT DD Y 2 P RFERENE T,

5. DHE#R] 21T, MELAHHRRD <ORGANIZATION _NAME> V > 7 %7 U
7 LET,

RG] X—UDNFRRENET,

6. [HMFEMI] ¥ a T BBER7 41— ([Frsk] & [BA])
it LE7,

7. BB U T, [FERERBLEAN=AL] ZRELET,

EELE D Z OMBIAFIE LRWGEEIZO R, BREA N =X Lz iR T
TET

8. [m—WTFAXRE] ¥/ arT, UTOREEZFETTEET,
a. [e—rAREOHER] 2RINT 5,
E el
b. [Bf/RRIER] BLO (BErr—L] 2mET 5,

9. [HAREZLRBME] /v a T, HEIISUT 4] 74—/ R
fE] 74—V FERELET,

10. [k~] 227U w7 L CGEMNMOREICHERE T,

n  FHAE2S Arcot U AR Y b UITHER S 255G 13 LUFOFIEICHEV E
j‘o

1. [BEAbT 2 BHEO@RIR] X—2 T, BEOR bt v FREI
Ja— S VRERFERTOHEEE [T e— OV EOMKA] 2%
WL, 9 TRWEAEIT [EBSLRCFIAREERBE] VX R
HEF LT 2 BIMEZ®RINL C (BB LHICEBRLEZBE] VX b
WML, R~ 227Uy 7 LFET,
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G ARE QS

N

Mk T2 =R T TIHER S LTV L GEIE. BEZ BT
FHEA,

[EEE OFH] N—U T, M EHRTo2EHE LT L, R
~ 27V v LET,

(T N ZATDOHRE] X—=V T, Thour b ZA7% [F
AFEE] VA R DIEIR L T [BIREAR] VA MIBEISET (R
~] =7V v r7 LET,

Ta—)v T h v b XA TR CE EE A,

(T N AAZLBHEORE] X—T T, THU L FDAA
FLhEMEZBmL, (R~ 2270 v 7 LET,

(BT A—NEFDOLA TDOHEE] X—T T, =2—HFHOMHEE
FOF T a v DBEF AN T RULABLIONEFOXA THHTE
L. REF] 27V v 7 L TUEEZZETLET,

HLfE2S LDAP U AR Y b VITIER ENT-3E81E, Mk DOMREL—T N0
FRENFET, MHEOFEMAE TG 5 HE

MBS CTC IDAP URY N U TOMBEDOIERL] DOIF#H A~ T
T4— )L REFEHFL, [(K~] 2707 LT [UKRT K EME
~ v BT BARETHR—UEFRLET,

UserName ¥ v B 7 RS Z DD~ v B TR RETE £7,
(R~] 227V 7 LT, [T 2BEO®ER] X—T%k
TLET,

(M5t 2 JBIEDEIR] X—T T, BHEOR bt v FRIEIS
7u—rIVREERMEHT L2580 [Ze— 2 VREDER] %
WL, €5 TRWEEIT S EHCFIATeERBME] U = b
SHFALT DmIE 2SN L T [RSEAICRRUZBE®E] V2 b
ZIEMLT, [R] 2270y 7 LET,

M T2 — RN T TIER SN TV A SRR, B2 Ecx %
A, LDAP DFAITIL, LDAP U ARY kU ND—H |54 5 Bl
RRRBEBRIETH, T R—RIZ2—VEBELET, Liho
T, LDAP UARY Y Da—H A2 LI-HE1E, BEEZEHTX
FH A,

[BHEOEH] X—U T, k2B HT2EHEELFHL, K
~] 27 Vv o7 LET,
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IR RO EH

f. (T N HATDOHRE] =T, Thov s A4 7% [F
AFEE] VA MR T [BIREA] VA MBI S5 2
Lk, THU N EATEHREL, [BHF] 227UV v LT
BEEEF L, 7oA E%ETLET,

Ta—N)L TN XA TR TE AL,
11. JEBH Z 417~ CA Risk Authentication %F— N f VA X L A3 _XTY 7

LyyalLET,
ZOHEOFFERZONTIE, Frovrvan7byva)] 25K L
TLIEEN,

CA Risk Authentication B D% FE D E#H

#H#k D CA Risk Authentication X E % BHr1 5 ik
1.

ARk A TR D72 DI BRI LA a—T 2R oa2—H L LT
oA L TWAI L EMRLET,

2. [MAfR] #7527 05472 LE T,

3. [MoBHE] v/ arTHMBOREI V7227 v/ LTHM
omB] R—TrERLET,

4, BT HMBEOERZ S E-ITETATIL, BBIARZ L Z27 0 >
7 LT, MEBESFMIC—HT MDY A MEERRLET,

5. HRR] 2T, MBEHRE D <ORGANIZATION NAME> U > 7 % 7 U v
7 L. [HEfREHR] ~—TE2RRLET,

6. [CARisk Authentication iR E] ¥ 727 /T 4 712 LT, ¥ AY /%
JL M CA Risk Authentication X ED YV > 7 #FK/R L E T,

TS DOBEOIEMIZOWVTIL.,  THEE A D CA Risk Authentication
OREDER] ZZRLTIZEN,
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A—HéLa—H 7hOUrD—ETOTYITAO—K

—HFEa1—H FHAYUO—ETOTYTA—K

CA Risk Authentication Cl%, CA Advanced Authentication Z{# /] L C>—
A=V THY U e ELTCT v e —RT&E5XH1C7e L,

BEOA—FBLO2—F T HU L FOBERET v 7 u— T 510F

CSV (o~ H) WRDATI T 7 A NVDBBEETT,

A—HYo—HFTOTvyIo—F

2—HET v T u—RT5 CSVIBROAT T 7 A VNORYIOFTIE, LT
DEDNCTHMENRHY £,

#UserID, fName,mName, IName, status, pam, pamURL, EmailAddr, telephoneNum
ber, INFOLIST#

BE: ZORVDO (77— {TILECVETT, ZOTNEES
NTnAnwe  2—3Fo—4E7 v 7o — FEEITIRIL £7,

2—WET v Fa— RT5H-0DCSVIERDODAN T 7 A4 VEVERRT 5 &
X, LTFICERE LT 7Z &0,

m CSV 7 7 ANCIE # TRBEBIOK T T2~y X% 10805 0NN
HVET, IFDOTRTOT 4 —I/L RAITZNOD # 5O THE
TAHMLENDY 9,

m VHEOTY FU (X UserlD 7217 CTY, 2o N XA ST a T
7,

m Ty ue—KRLESELTWE2—YRTTILFET LIRS, =—F
DOFFEMBEF SET,
. ﬁkfso@ AT RLALSOOEFEZEZRHRETEET,
DEEX, UTOE I~y X ERET HOLENHY £,
#Use rID, fName,mName, IName, status, pam,pamURL,EmailAddr,EMAIL.2,E

MAIL.3,EMAIL.4,EMAIL.5,telephoneNumber,PHONE.2,PHONE.3,PHONE.4,
PHONE.5, INFOLIST#

T7ANDT NVIZHOWNWT, LTFTOXRTIHHALET,

IR Description

UserID =Y D—ED ID,
fName a—HF D4,

mName Z—HFDI KL r—
IName 2 —HF DOk,
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A—Hea—HF FHIUEO—ETOTYTO—F

T2k Description
status a—HFDRTFT—2 A, LLNOENMERFRETT,
= INITIAL
= ACTIVE
pam EANDFEFEA »E—,
pamURL Z—FDOEANDFEIEA v =T DA A=V NHDHEFTO URL,
EmailAddr 22— Y OEHEHE A A —/LD ID,

telephoneNumber

EREa— &) 22—V O EiiE T, & 2L, KEOEHRE
X1 THEED F97,

INFOLIST

22— 2BEMER, XTI an  TRYLZMNERH Y 3, fi:

age=25;favsport=cricket
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A—HéLa—H 7hOUrD—ETOTYITAO—K

ez Z77A0DfEE LT, UTFTOZ N Z2EH5Z N TEET,
#UserID, fName, IName, status,EmailAddr, telephoneNumber, PHONE. 2, INFOLIST#
mparker,martin, parker,ACTIVE,mparker@ca.com,12345,9999, age=29; favsport=cricket
jhume, john, hume, ACTIVE, jhume@ca.com,3939292,203939393,age=32; favbook=fiction
fantony, francis,antony, ACTIVE, fantony@ca.com, 130203, 29888, age=25; favfood=pizza#

A—Y FHOURO—FETOT7YITO—FK

A= T ET v T u— R L CSVIERD AT 7 7 A VNO )
DITIZ, LTFTO LS IZTHMENRH Y 7,
#UserID,accountType,accountID,status,accountIDAttributel,accountID
Attribute2,accountIDAttribute3, customAttrl, customAttr2, customAttr3
,customAttrd, customAttr5, customAttr6, customAttr7,customAttr8, custo
mAttr9, customAttrlo#

BE: ORI (T 7 b—R) [TEEICHETT, ZOTHEES
NTCWipWnwk, 22— 7o hO—FE7 v 7 o — FEIEIZRRL 7,

A= T T v T = RTL0D CSVIEADAN T 7 A V%
TERRT 2 & &1, UTICER L TIZE W,

m VZEO=T b UL, UserID, accountType, I W accountlD 7215 T,
oo NI T a T,

n VAT ATAR—YPPMERE A THLLENDH Y 7,

n ThHUU N HATEERL T, #HRICENEZE ) Y THEALATH LN
N ET,

m TN EATDOHAZ LNEEEERL TOWAXNERSH Y F9,

m 1 ODTHU b ZAFITH L TERKI0ETONAY LEELZEE
TEET,

T7ANDT N VIZHOWNWT, LTFTOEXRTHHLET,

IR Description

UserlD 22— DO—ED D,

accountType accountID [ZBEfHT ST H o b XA T,
accountID a2 —HORER D,

status T MIDDAT—H A, LUFOEMEMAHRETY,

= [0-9] : INITIAL
s [10-19] : ACTIVE

s [20-29] : INACTIVE
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A—Hea—HF FHIUEO—ETOTYTO—F

TR

Description

accountlIDAttributel

accountID D JgPE,
BR3IOODTHT L NIDBEHEEZRETE £7,

customAttrl

2= T DI AH LEE,
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A—HéLa—H 7hOUrD—ETOTYITAO—K

277 A00HELT, UTFTOZ NI 2EHLHT ENTEET,
#UserID,accountType,accountID, status,accountIDAttributel, accountIDAttribute2,acco
untIDAttribute3, customAttrl, customAttr2#

prush,ONLINE BANKING,O0B ID1,10,login,password, image,chicago,music

jhume, SAVINGS,SA 1ID1,10,interest,deposit, check, florida, soccer

CA Risk Authentication & — % X— 2 ([T D2 —HF B I R2—F 7 H 7
k2 ERY T 5 51k

1.

10.

MR 2 T D72 OB MRS L ORA a—T 2R —% L LT

oA L TWAI L EMRLET,
k] # 727757 4712 LET,

AR OEH] v v a T ORI V2742270 v 7 LT [H
BofmHz] —TFFRRLET,

BT DB RO —FE -T2 E AL, (BE] RF 27
Vw7 LET,

MR —ET D20 Y 2 P RERENE T,

a—Pla—WF Ty P E—EHLTT v 7 u— R Hifflik a5 R
LEY,

[(EAMEBE®R] vrvarT W TyFr—F] Vo oz
UyZ L, W7 F=2Ty7a—R] X=VEZFRLET,

NV 7 7yFu—FR] 723 0T, UTOEIEEZFEITLET,

a. D7 7yFu—FEE] Fuy 7 X o URA G, [2—
PT7HU b OT v Tu—F] £ [2—F07 v SFr—FK]
ZIEIRLET,

b. BRAZ %227V v/ LT, 2a—F T Hvr bERFZa—FDx
Y RUDNEENDCSV T ANEIEELET,

c. BfED [BHA] ZANLET,

[(TyFua—F] 270y 7 LT, 2a—F T Ay MERIFa—V%
—fEL Ty e —RKLET,

BENETT DL, AvE—IZV 72 NI DBRFRINET,
(BE) 2OV ZRIDEAELTBNTLSEEN,

PNVY TS T T a— KEED AT — X A FKIRT DT OIZNE
2720 £97,
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NIV T—RF7yTA—K YHGIRMDRAT—RAD KRR

NIV T—327yTA—K YOITRFDAT—ERAD KRR

NIV FT—=H T T —RKUJITEZANDRAT—H AEBFRT DHHE

1.

10.

ZOBBICHERMER A a—TTa A LTINS L AR LE
£

Mkl 272777 4712 LT,

(KRB v/ o a T HfkomE] V24227 v 27 LT [
BomR] —VEFTRLET,

BT HEBOBERO—FE- 1T EA L, [(BR] R¥ %20
Vw7 LET,

MR — 8T /DY 2 P RERENE T,

SOV Ty Ta—R IR NDAT—HZ AR FRT DA ER
LEJ,

[EAHEBIER] Br7varvT. AV T VI RAMDOER] VY
UL, [P 7 VIR NOKRE] X—UEFRAELET,

[Sv7 V72 A FOKER] ~—2 T, ULTFOBRIEZFEITL LT,

a. HICAEFLTBWIVZZAMDEANLET ([2—H L a—
B THhT o NO—ETOT v 7Fr— K] OFIE10) .

F720%
b. BARLIZWSLY VI ZAD [RTF—FR] BRI LET,
F720%

c. [2—VOT7vyFo—FK] VI AMERRTDHN, £720F [2—
Y T7Hho b7y e—R] V7oA NEFRT 500050 T,
[#RE] 2N L £,

R 27 VoI L TCT—TNVEERLET,

KoHEIL, [ERD] Vo727 )7 LTV VI ARD

FEAfE A R LT,

[REELT-8Be$] Vo2 %&2 ) v o425, BAER R LUT-BLH
MERSINET,
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NILY T—BT7yTO—KR JHYIRFDRAT—RRAD R

V7 x A NOBMERKILTZSE1E, (27 AR— MR R 365
Y EF, [ZAR—RRE] 27U v LT, KL RTO

BEZ CSV 7 7 A M AR— R LET, FDO%, =7 AKR—F&Eh

77 ANTTT—EEEL, NVY Ty a—RODIZT 74 VE

Y73y b TEET,
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T vy 2Ty a

vy aDYILya

B by b B— B FA P — a VRE, BEIOETFA— L L EH
DEATIREDT 10— VR EE S LR WG E X, kv~ T
FyrvvazsnEFgT, HBkL L TINOOREIIEELIMZT-5E1X.
EHEANZTHTOITHBOF Yy v 22 7Ly v adTH0ERD
n %1,

EMAITZ. T RTOMEOF Y v 242U 7L v 2 TXFET, GA & OA
X, ZDOAa—THNOTRTCOMBOF v v 22 7Ly a2TExET,
My v a2z 7y ad b hHE

1. Mt OX YD) 7Ly Y 2 |IHBERERE Ra—TFTr A v
LTWAZ EaMERLET,

2. [M#R] #7727 1471 LET,

3. [MfRoBHE] v/ a T HEBoREI V27227 )7 LTI
oB] A—YEFRLET,

4. BT HHBBOFT RO —EE -T2 E2AN L., (BE] R¥Z %7
Vw7 LET,
BRI —ET MOV A R BRFERENET,

5. ¥vvvarzl 7y iad A AEERLET,

6. [FxvianVT7lyval 27Uy 7 LET,

7. ¥y o2 U Tlbyia UITANAERTAEAT O Ry 7 A
< [oK] #7 Vv LET,
BEOXYy vy a2 VT7Lbyya U ARMDY 7T ANID&ERT
Aot —UNRERENET, [FroyvalVIZlbyva RAT—HFR
DRIV 727 V7 L. 2OV RARNIDEZERTLHE ¥ v
valTbyva YTTANDAT —H AR TS ET,

FHHMBOFT Y a2t 7Ly a LTH, ZOMOMERICK LT
FOFMICEITEINTWD b7 U7 g VoREREFIITE R L F4
/\/o
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HBBDETIT14T1E

HBEDIETIT4T1E

FHAE DT T OEHELHE 1% L T CARisk Authentication D A 7 = X L ZA{fi -
7= CA Advanced Authentication ~D 1 7' A 22 L, ffkox= K 22—
2% LT CA Risk Authentication D A # = X L& ffi~7=7 7V rr— 3 v
~ORBFEE LT D581, MkEIET 77 o 7L ET,

WWETTHERR
WA IET 7T 40 72T DL, W MRS L ORa—7R"H 5 2 L&
MR T HAMENRHD F3, MAIZT R COMBEEIET 7T 4 712 TEET,
GA L OAX. B DAa—TIZEENDI TR COMEIET 77 4 72T
xFET,

HEDIETIT14T1E

1O EDOMEZEIET 77 4 71T D5k

1. MEEDIET 77 4 TG B MR E Aa—7Tr 74 L LTWH D
CAMER L ET,

2. M#R] #» 72777471 LET,

3. [(MfkoEHE] v/ a T HEOBREI V7% 7Y 7 LTIH
OB —TErERRFLET,

4, BT HMHBOERO—WE TR EAS L, BR] A& %27
Vo7 LET,

BREIFIC B DD U X S RFTRENET,
5. T 7T 4 7T LMk A 1 DLl BEIR L £,

6. BFETIZT 47kl RE %227V v r35E, BRI ERIC
0 FEF,

AyB—U Ry I ANRKRINLET,
7. [OK] RE %227V 7 LT 7T 4 TMbEieE LET,

8. JEBH & #17= CARisk Authentication %r—/N 4 VA X U R &2 F_XTY 7
Lyva LET,
ZDOFEOFEMZONWTIE, [Fr a7 via)] ZBRL
TLIEE,
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HBDT7IT1471E

HBDTIT171E

T 7T 4 Tl TCWDMEETHET 77 4 7T 20BN L 5E
NHYET, ZTOLHEER., EEOBRE] X—Y TRIERMTERET D
Bz, [BET T4 7] A7 a v EARIRTALERNHY £,

WRISHEIR

W E T 7T 4 72T DL, WYIRMHERB LR a—70"H 5 2 L 2k
BIAHMERHY £, MAIZTXRTCOMET 77 4 7L T&£9, GA
L OAlX, BEODARAa—FZEENDLTRTCOMEET 77 4 7{b T F

R

HBBOTIT4T1E

ET VT 4 TNl CWBEET 77 4 72T 5 ik

1.

Wk T 7T 4 TR E RAa—T Tl A L TWAZ &
R L ET,

(K] 275777471 LET,

HROBER] 7L a 0T ERoBRE] V242270 v 27 LT [
fRomE] = hRFRLET,

BT HHBEOFTRO —EBEITEEEATI L, [BE] "Z %70
Uo7 LET,

BREIFC B DD U X FRFTRENET,
HET 77 4 712 oMz 1 SLLESR L £,

(T2 T 4T4b] RE %2070 v r3hE, ERLUEMMNT 7T 4
AT A=

Ao —URNFRENET,
[OK] REZ %7 ) w7 LT 7T 4 7{bEMEE LET,

FEBH X 7172 CARisk Authentication r—/ N f VA X L A% FT_TCY 7
Ly a2 LlEd,

ZOFEOFEHIZONTE, [Fryva0UT7byia) 2501
TL7EEY,
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DHRBEDHEBDT V7471

DEARBE DD T V7471

BEITHER

LA KoL, kA2 1ER LagOCTH, k27 7 7 o 7l Lpnwz &
MY ET, 7wl xiE, HEEOER] ~—r T MgE#R] < (22—
P F—ZDEPFT] AIEEL TS, LDAP URY MU OEEAIOMRE % &5
HEHELRBELZ2VEERHY £4, ZoLoREA, M ERs
NETH, 777 4 7 TIERL BEIIRBR-FCRRINETA (98]
T a BB THREBELRWEY) |

ZOXOIBRMMEIET. 77T 4 TITLRWERY | AT AN TITAINIRED
FETT, B THHMRIBOMRE & [F CREMTE 2 > THr L ik 2 78
LIS ELTH, TOMBMPFEST D720, fFRTE A,

WIEIRRE DM E T 7 7 4 70T DI100%, WHUIRERB L OA a—721 b
52 ERMERTHVNENDY £9, MAIZ TR COMERET 77 4 74T
XET, GALOAIZ. HODARAa—FIZEENLTXCOMMAET 77 «
TleTEET,

MNEREOBBDT I T1471E

MBRREOMIBZ T 7 T 1« 7T 2Tk

1. MEEOIERICVNTL MR A a—7Ta /L LTWAZ L EMERL
F9,

2. M#R] #» 72777471 LET,

3. [(MfkoEHE] v/ a T HEOBREI V275227 7 LTIH
OBl —TErERRFLET,

4. LERMBOERO - E TR EAN L, ] A7 va v %
BIRL £,

5. R] A2 &27 Vv s 358 BELERFIC-ET LT TO
RN R—TICFTR SN ET,

6. 72T 47T HMMAERL E7,

7. [(TIT4TM] RE a2 v T e BIRU B AN
NEST, AvE—URFRINET,

8. [OK] RZ %7V v LT 7T 4 7fbEMEELET,

9. EHH &7~ CARisk Authentication — N 4 VAKX U A% _RTCY 7
Lyya LET,
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HH#E D HIBR

HR#EE D HI R
DELHER
1RO IR

ZOHEOFFERZONTE, Frovrvanl 7y va)] #5KL
TLIFEW,

FRk 2 HIBR T2 &, ORI BEAT T &7 B 13 CA Advanced
Authentication ZfEH L CTr 74 T 7720, ZOMMIIETH
R 2—HERRRECE e R0 £9, =720, MEfkiCBET 2T
T AR SV T 7, HIBRSNIZMEBA A a—7IcgEn s
BHEIX, ZOMBOFEMEHAID Z LN TEET,

AR A HIRT AT, WUIRMERB L R Ra—7 RN h 5 2 L 2HRT 54
ENRHY FET, MAFTTRTOMBZHIFRCEET, GA L OAIX. BEY
DAA—FIEEND TN TOMBmEEIRTE £,

R A BRI D s

1. MHEROBIBRICLERMER S A a—7Ta 4 LTWAHZ & 2R L
F9,

2. MR #7275 4712 £,

3. [(MfkoEHE] v/ a T HEOBREI V7522 7 LTIH
Mom#B] —VERRLET,

4. BT HHBBOF RO —EE-I1T2HE2 AN L., (BE] REZ %7
Uo7 LET,

MBI KT 2OV A MREREINET,

5. HIBRT % 1oL Loz ER L, [HIER] 22V v 27 LET,
AyvE—UBNEREINET,

6. [OK] #7VU v L, HibrzHEELET,
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2 11 F: #HfEEA D CARisk
Authentication MEXTF N EIH

F: M OREZEHT 212E, =% EREEE) 2 EUeHERS X
ORI =T %RoTWNH I LEMERT HLEND Y £,

v A EEEITBRICEGORELEH TEFHA, GA L OAIX, B
DAA—FICEENDHTRTCOMBMORELEHRTX E T,

(7o — S VREDEH] THMELEZLIIZ, GA (Fa— LS )
ko TEHESINT [T o7 L— MbEiz) — 3 ED 2 B —%ZEK
TEETM., HOOMHERDOHEIPHN CTHIFE DR E D B AE: 20 7-37=
W, ZONL—iREEZ EEEXLTHLEWVWTL X 9,

HAE L~V VRBRGERAT O & R RIERBOE LT RrE OFRRICIRE S
F9, £, RECKH L TUUTONEAZTARITEBNITEN S EE
o TNODOREEFEZBEHT DD — A U AZ R FT_TY
Ty a T HMERDY £,

FRE SN A T =T N 55E1E. OA L LTUUTFDF A7 #5447
TXET,

»  FHRE[HAT O CA Risk Authentication % E~D T 7 = A (P. 288)

s JL—)L & FOER (P.289)

w JL—LEy FOFENY T (P.290)

. a0 — L b— LR EOM (P, 292)

m kD 7= 8% D CA Risk Authentication D% & (P. 292)
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B85 E A D CA Risk Authentication EXREADT IR

%% E 4 ) CA Risk Authentication EREAND T It X

FLFRE A OREIL 7 0 — SR EIETHWETR, ZRFRDHF A7
NR=TU DTS =g RAFRRY FT, MBEEOREEITO -
ODH AT X=NIZT 7 v AT HI2E, LTFTOFNEIZHEWVE T,

1. AR Z T D12 DI ERMERS LA a—T o2 —H L& LT
nJ AL TNADI EEMRLET,

2. [M#R] #7727 1471 LET,

3. [MfnEE] 27 v a T HEBOBRE]I V274270 v LT I[H
om#B] —VERRLET,

4, WMBZTHMBOBRO—EE- 132 E AL L, BB RE %27
Vw7 LET,

BRBREMC BT 2ROV A MRFRENET,

5. HMR] 2. MBEZHERE D <ORGANIZATION NAME> U > 7 % 7 U v
7 LET,

CREARTE ] _—UBREREINET,

6. [CARisk Authentication RE] ¥ 727 /7T 4 712 L £,
B ARG SRANHREEAA DR ED Y > 7 INFRSINET,

7. NERNL— Ly FBLIOU RV HMEiL— L EZRE L ET,
EMEARL— LV ERE LT, LI U TEI Y Y T A HEOFEMIC
SWNWTIX, [Ta—LREOEFR] 22L&y, [Fa—
PNIVREDER | T L TWAEEIL, 77— 30 LUV TT R,
I ITCHH SN TV ARTEITMEE L~ LT, BEARITIELLLHE
CTERN, 207y aryOFETHMBHALIZL YT, # A7 =V
T IR AT D HIEORNRERY 7,
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JL—IL By b DER

IL—IL 2y D1ERL

[NL—L > MZHOWT] THHLTWA L Y12, v— -ty b EIE,
GA (Zo— )VEBE) F72130A GHEREESE) (ko TRESIND —
HWOJL—)L T,

BE: GAIZ Ko TR SN E . v—v &y NI« DM IZ =
E—F5 2 IR REETT, D=, OAZT a1 — 3L )b—)L v K
Zav—LTHLWL—L Y hEERT L0, kL~ THEL—
Nty NEERT AMERH D 7,

JL—)L &y N OVERITIED I OW T, b—v 'y FOfERL] %
SR LT ZE,

BE: Vv y bR LEL, TN ZEMREICBITLTT 7747
IR CTED LT HLERH VD ET,
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IL—ILDEYET

JIL—ILDE|Y YT

OA NH OGO N —Nt v FEAERR L, TN ZEHRREICBIT LD,
A a—7NTHiEONV—V vy NE2T 7T 4 7L T, TDONL—L T
NERINZT H2MENH Y £9, BUEOMBICBEfFONL—L 7y R &E|
DY THIZIE, LFOFIRICENET,

1.

w N

E

4

N

o

©

=Ly NOEY Y TIIHLBERMERE A a—FTr 7 A4 LT
HZ L EMHERLET,

(W] 272777 4712 L%,

AR OEH] v v a T HEBoREB]I V275227 U v 7 LT [H
BofmHz] —TFEFRRLET,

BT DB RO —FE -T2 e AL, [(BE] RF 27
Vw7 LET,

MRS — BT DD Y 2 P RERENE T,

CRE#R] 2. MERHHME D <ORGANIZATION NAME> V) > 7 % 7 )
7 LET,

CFEBRTESH] X—UnERENET,
[CA Risk Authentication X ] ¥ 7% 7 77 4 71 LET,

—nty bl BZ7varT, (N—Ey boBEIVYT] YT
U7 LET,

(— -ty hOEIY ET] R=URERINET,
(B0 Y THRBL—NLEY FOFBR] VA INS, 777471275
J—v oy NEERIRLET,

MRFE] 227V v 27 LT, BIfEOMkCHRESNT-L— L By 2T
77 4 7Tl LET,
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JL—IL kD HEIBR

JL—IL 2y D IR

CA Risk Authentication ® = DU U — 2 TlE. FHEHZHREE L Y THA TV
UL —L Yy REHIBRTAZENTEET, L— vy FEHIBRT S

ik

1. =y FOHIBRICKHERMERE A a—FTr 7 LTS D
L EMER L E T,

2. [Mfk] 72777 4712 LT,

3. [MfnEE] 27 v a T HEBOBRE]I V274270 v LT I[H
BomER] —TUEARRLET,

4, BBTHHBOERO—HE-ITEBTEAN L, (BE] "X %0
Vw7 LET,
R — BT DD Y 2 P RAFERENE T,

5. HMR] 2. MBEZHERE D <ORGANIZATION NAME> U > 7 % 7 U v
7 LET,
CHERRTE ] =Y RNFERENET,

6. [CARisk Authentication RE] ¥ 727 /7T 4 712 L £,

7. =ty bl EZvarT, =Nty hOHIER] VT B
Uy 7 LET,
[L— &y FOHIFR] X—UNERINET,

8. HIRTAIN—NEy FEERLET,

9. [HIER] #27VU v s/ LET,

10. #ERA v =Y Ry 7 ATIOK] 227 U v 7 LTH A7 &5ET LET,

J—v 'y RRHIBRSIVET,
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Ja—/\)L JL—ILEREDFEA

HS8—/\)L )L—ILERTED A

A A =T NOZAEDON— VR EEFINEETHZ EHTEETN, IF
EAEORRITR Y IEL TR CEEZFEHA LTSRN H D 7,
F o, flAx ORI V—VEREEITH 2 LlE, REINTMERN 28 S 5
WA, B2 2720 £, 20X o RS, RURELHEEE
TAHOVENRL DL, GANRELIZT 0 — SIVREE AL~ A
AT HERWTL X 9,

WfkA A a—F LT BHGANT B — L LAYLTL— VR EZRITH & T
RTOMEN NS DOBRELWA LFET, I E—F kT 52120,
INLOREEFEHTEET,

[— -ty FOFERR] R—=VIZRRmEND [(FEFvarv] 73
VEFEHLET, 2o a3 EnTWARED, [+] iRE
Vw7 LTI arEERAL, EHARERA TV a BRI LET,

BEHFEONL—IL Yy "R ELZIAE—THE T arndh 9,

[BEEOL— &y Ihbabt—] 7y a v aBIRL, a—15#
ErFFON—IL Ty NOLRE Ray X7 JRARNGIRRLET,

#B#E D 1= D CA Risk Authentication D% E

JL—LEy FOERREEY B TOIENT, OA GHEREHE) 1. [Fa—
IIVEREDREH] THHALIZIFEAEDE A7 2 FETTEET, S
LR EENET,

n Aa—T7HNOMBEDOBEE N — VDK E,

R FNEIC SOWTIE, TBEEDOL— L OREIZZB LT IEEN,
n A —THNOMBDFHIL— DR,

FEMARFIEICOW T, THHL—L BN 22B LT EEN,
. Aa—FHNOMRO T — LT 7 FOHRE,

PR FIEICSWTIE, Ta—A7 o FOREIZZH LTI IZEN,
n X3 —TNORMEOEMBREE A~ DR E DT,

PR FNEICOWTIE, DEAREA~OBAT] 22 LTI 7Z30,
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11

FLRE: EHEDEE

BHEDODEZA T, BLOEHEDO —/L & BHEIL, BREOBREICIKEFELE
T, B AR~ OB TIL, v A X EEE (MA) 1 ADORI L
TV R a—VOrdICllkzE1T 57 0 — YLVEHE (GA) ZEET
LGENHD ET, —FH, KREE2EEEM~O R TIX, RO
St R a—FORIZESWTHEED GA ZELE T 2L ENH D55
NHV ET, GAIL, kL 22—V OEHIEEAE S O ICHEBOMEME L
(0A) BELO=—WEFHE (UA) IZEBETEET,

PHR—FENTWEHEHe—LVOFERIZONTE, PR —F&Ehbe—
V) BB LTLLTEIN, Zo®v 7y a T, UL FOSHE S HEE
WCOWTCRBI L 7,

w  EHA O (P.294)

n WHEOT 0 T 7 A NVEROEE (P.296)
. EHAORKK (P.297)

s EHEERO R (P. 298)

n HHHEOD— VAo — Y5 (P.300)
s EHEHOT UL B ID OFE (P.300)
s EWEHEOIET 7T 4 71k (P.303)

w HHHEO -BRIET 7T 4 7k (P.304)
. EHHEOT 77 4 74k (P.305)

s EHEOHEE (P.307)

v AXEEIL. Zov s v a o TRHATAEMEICNAZ T, [ RH
A a—)L| ZVERT DHERZ > T\ EJ, 2L CARisk Authentication
THR—FENTWVWAEEDT 7 4+ /L b a—nbIRAET S —/L T,
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EEEDER

EEEDIER

EHFEIT. BHEEEOR UE IR LALIZB L, R U ERITNE
WA —T % Ffo TWAMOEERE ZERk T Ed, #:

. MAL, EDOTRTOXA TOEHEEZERTE £,
. GAIXHGDOAI—THIZUL FEERTEE7,
i GA
= OA
= UA
. OAIFBESDOAT—TNICLL FEERTE £7,
m > OA
= UA
AR —P4 R 2T — FIRFHERO - D IR E SN DAk CEIE 2 F
A9 % ik
1. BV OMERICHNERMEREAa—TTr I LTNDHI L%
B LET,
2. [—VLEHEE] ¥ 72T 7T 4 7ICLET,
3. [2—VLEBEHEFEOBEHE] v/ ar T, [BEEOER] V2%
7V w7 L, [EEEOER] XN—Y2RRLET,

4. [BEEFM] v/ a T, BEEOHEMEANLET, UTOX
2, ZOX—=TD7 4 — )L ROBHEZRLET,

AN Description
User Name BHEO—BEDO—Y4,
FH Ak BEENET D OER R,

F IR OEHENERT LM TII LV FEA

[First Name]

BHE D4,

[Middle Name]
(7 a)

BEHAEDI Py 2—h (HDHE)

[Last Name]

LA DL,
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EEEDER

o

10.

[(BFA—NVT RVR] 73T, Mk L TRESNE
A= I A FIEHEDE T A=V T FLAZ AN LET,

[(BEFEET] ¥/ a T BHECHOWEDE LD OEFNE &
ADLET,

@ﬁ@ EHAATRRESNTOELEEIE., BEDOTRTOEFZ A
\ANEZ NS5 225 0 £,

[ AFZLBM] B2 a T, $ESHTOL 2, BIMLEVEE
DEMEOARIEEE A LET,

(k] 227V w7 LTHAITLET,

DN —INERENET,

ZDOR—UT, LLFEFITLET,

m [(B—V] Ry X JURARMLHLWEHEED— L&
EFLET,

n [(RNRU—FKOF|;E] BV 3T, BHEICARAT— RERE
L ChERR L £,

s [BHTA] B g T, BHENR T ZFo TSR
ZEIRNL, U FOWTNNEEITLET,
n ZOEHEFICVAT ANOBER JOEROMARE X TE

BXE25601%. [k 47 a v 2BIRLET,

F720%
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LRI EEORT ZHIBRLET,

38

dbutil -d <primeKey>

primeKey (Z1%. HSM &Y =2 —/ VD4 i #fE L7,

il

dbutil -d chrysalis
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DBULil: RiskMinder T—#~X—X *J— /)L

RAZ X—DEFH

A A M—)VHIZIRE &Iz~ A ¥ X —|3 securestore.enc 7 7 A JLIND
EEES LT 7oA ET, £/, ZORGIZ X > THEH S 1.,
CA Risk Authentication 5 — # X— Z [T SN A 5L — b T _XTH; =
fbLEF,

X2 VT 0 EOBE T, securestore.enc ND~ A X F—flZ LTI B
ERHLHGEIL. UTORIEEZFITLET,

1

HILE D securestore.enc 7 7 A V&N 7T v FLET,
HI{E D securestore.enc IZLL FOBATIZH D £ 97,
s Windows DiFE4S

<install location>¥Arcot Systems¥conf

s UNXRXR—ZDFT v b 7+—LDHE
<install location>/arcot/conf

ARCOT_HOME¥conf IN® securestore.enc Z & L £,
DBUtil 23 5 LA F OGATICBE L £,

= Windows D&
<install location>¥Arcot Systems¥tools¥win

n UNXR—RDTF Ty N7+ —ADRFE
<install location>/arcot/tools/<platform name>
DNFDa<wy RaFITLET,
(Y7 bho=T7 E—KFOYE) dbutil -init <master key name>
("—FKw=7 ®F—Ro#4) dbutil -init <HSM Key Label>
Y — )V E S Tc~ A F—4 & FF o 12 securestore.enc & FHERK
LETS

BE: v A4 F—OREVKBLIZGAE, CAYR— MIBWED
LIS,

securestore.enc 7 7 A VINDF — 2 X— 2 ER A FHHF L F1,

CA Risk Authentication - > A h—F %, securestore.enc |Z7 — & ~<— &
=YL [RAT— RBLOT —F _X—RZ DSN//SA U — KE#Hi 2 B8
FIZERE L E9, 7272 L. #Hr L\ securestore.enc 7 7 A /L & 1ERL L 72
BT, ZOFREFEBTH LT 7 A VITHATHILERNH Y 7,
ZOdiZiX doutil-pi AT a L EBERATOSLERH Y £,

Bt I N7 — ¥ X—Z2DfHE% securestore.enc IZHH AT HITIE, LLF
Oa~vy RaFEHLET,
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DBULil: RiskMinder T—#~X—X *Y—JL

. (Y7 b U7 ®—FRDOEE) dbutil -pi <dbUser> <dbPassword>

. (N—FT=x=7 E— RFDEA) dbutil -pi <dbUser> <dbPassword> [-h
HSMPin [-d HSMModule]]

kit a~ KT, dbUser |37 — & X— R 2—H4  dbPassword
TR E SN2 —PFAICBEMf T DA T — RTF, f#i:
dbutil -pi arcotuser welcome123

F: Zoavr FCTHET 22 —F4 TIIRLFLE/NCFERER &

i‘é—o

m (Y7 =7 E—RFDOYAE) dbutil -pi <dsn> <dbPassword>

m (W= FT =7 E®—RKDEE) dbutil -pi <dsn><dbPassword> [-h
HSMPin [-d HSMModule]]

Eieoa~r RTodsn iZ7 —# YV — A4 T, £7= dbPassword I %

TR R—=ADI/INAT— KT, H:

dbutil -pi arcotdsn welcome123
E: Zoa~r RTHRET D DSN £ TlERCF & /NCF R A& E
R
CA Risk Authentication D43 HUEBR 2 ST L7263, FrLwv
securestore.enc 7 7 -{ /L% CA Risk Authentication ® = L 7R—x o bR
A VAR=LENTWVWETRTDOV AT LIZA L —FTHNERHY F
7,
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arrfversion: RiskMinder €2 a—JL /A\—3v kR —IL

arrfversion: RiskMinder € a2—JL /N\— 3 R RY—IL

X

151 :

arrfversion > — V{9 % & . RiskMinder L —/LB X OT T 7 A > &
Y a—) (Windows @D dlil 7 7 A VB ELOUNIXX—RA 7T v N7 4 —
LAED o) ODNN—=Ta v Tyl LTRRTDHIENTEET, Ih
HDEYa—/VILLTFOT 4 L7 FVIZH Y £9 (ARCOT_HOME 75 DFH
m  /bin/

m  /plugin/rules/

m  /plugin/rules/addon/

JEBH B L OMREIC B 2 I DV T A R — MCfWE b 254

B LT 22— DONR— g UEIRET AL I LTL &N, 2
FUTRIEZE L0 BRI L CTRRIRT D DI b £,

ZOY—=)LEFERATAZOOBEILLTO LB T,

arrfversion <libraryl path> [<library2 path> ...]
REORESC T, <libraryN_path> SCFEFNZLL T O K 5 Il 2 DFEY 2 —)b
DAHFTEfRE LET,

s Windows D41 aradminprotocol.dll

s UNIXRX—Z2DT7F v N7 3 —bDHATL libaradminprotocol.so
TAT TV Y 2= VOIS AZIRE Lo T2 E . fEEINE

Vo — VIR R BRI Lo THRESN 7 VAN TSRS
F£9. UMz~ LET,

= Windows DAL %PATH%
s UNIXX—ZRDFTF v F7 4+ —ADFATL SLD_LIBRARY_PATH

= Windows DFA :
arrfversion ScoreEngine.dll
n UNXR—RDF 7 v N7+ —ADRFAHE
arrfversion /opt/arcot/plugins/rules/libaradminprotocol.so
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arrfversion: CA Risk Authentication €2 a—J)L /\—23 R RY—IL

arrfversion: CA Risk Authentication B> a—JL /N\—U 3 KR

Y=L

X

5] -

arrfversion > — V% ffi 1§ % & | CA Risk Authentication /L — /LB LT Z 7
A2 Y a—/L (Windows ED dIl 77 A /LB L VUNIX X— R 7'F > |k
T —bLED s0) D=V arE Tyl LTERTHIENTEET,
INHDOFEY2— VI TFOT 4 L7 FUIZH Y £7 (ARCOT_HOME 2> 5
DOFXFSA)

m  /bin/

m  /plugin/rules/

m  /plugin/rules/addon/

JEBHE X OB B 2 IEIC DWW C CA YR — MW E b 554

X, B LT 22— DOR—2g UEARET AL I LT &N, Z
FUTRHEZ L0 BB L T4 2 DI b £ 9,

DY —NVEERAT AR IILL T B Y T,

arrfversion <libraryl path> [<library2 path> ...]
FFEORESC T, <libraryN_path> SLFFNZLL T O L 5 12l 4 DEY 2 —/b
DAHETEFRE LET,

= Windows DA 1 aradminprotocol.dll

s UNIXX—ZRDFZ v b7+ —LDFA L libaradminprotocol.so
FAT TV BV 2a— VO RAZIRE LR T 6, fEESNIE

Vo — U THE Y R BRI Lo T E SN 7 A LA N TER I
4, #i:

s Windows DIFEATX %PATH%
m UNXR—RDT7F v N7 —ALDFATL SLD_LIBRARY_PATH

= Windows DFH :
arrfversion ScoreEngine.dll

s UNXRX—ZDTT v F74+—ADRFE
arrfversion /opt/arcot/plugins/rules/libaradminprotocol.so
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arrfversion: CA Risk Authentication €2 a—J)L /\—U3 KRRV —IL

V—ILEERT SHIIC

Windows DS &

W — L&A 9 A R, riskfortadminclient.ini DR E Z KT 2 LR H D
T, ZOT7 7 AIILLTOEENICH D £,

<install location>¥Arcot Systems¥conf¥

UNIX 75 Yh I+ —LDIEE

<install location>/arcot/conf/

¥ riskfortadminclient.ini O ZEHAIZ-SUNTlE. [ CA CA Risk Authentication -7
RPN LNEATTS R O TRET 7 ANBIOA TV ar) 25
BLTIESN,

V= NIELSBET D DICHKIERZET 2B ENHDL DT 7 A )V
NONRTA—=F 7%, UTORIIRLET,

INDA—A T IA4ILE Description

RA R localhost CA Risk Authentication " — "R FEITINTNDLH T AT LD
RA ML EIIZIPT LA,

A— b 7980 PSP —NEFRY 7 =R M EFHZIT DR — FER,

Transport tcp P NEH Y A F OEREE— K,

B DOEIEIX, Y —/L & CARisk Authentication $— /[l #7472 TCP
NR—Z2ADWEERIEL FT,
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arrfversion: CA Risk Authentication €2 a—J)L /N\—23 R RY—IL

XEEE—FTDY—ILDET

V=V EEEE— RTIITT LT, AT v a v 2ELEY, 20
F—RTETTDHE, P—REFEAFOa Y=L T T~ #) =Btk
LET, *EEE— N Tarrfclient > — V& F4779 5 51k
1. Y= AR ATRE 2R BT BE L £ 7,
= Windows D&
<install location>¥Arcot Systems¥bin¥

n UNXR—RDF T v N7+ —LDHFE
<install location>/arcot/bin/

2. UToavwr Re3TLE7d,

arrfclient -i
YV — LIAKERE— R CEE SN ET,
3. UFORIIRT AT a  ZHRELT, WBERIAI ZFATLUET,

Options Description
? arrfclient IZX > THR—F SN TWNWDLTRTOF T arDa~vy R
FrLET,
cr PN AV RABADF vy v ak ) Ty va lET, f VAX R
[FSERE)
Y= NEEHR— NEFEANT HLENRD Y £,
m AKX AIPIL, CARisk Authentication h— 3 F 72137 — R B
Fa— = "PFIHAEER IP T RLAEZIEA A AT,
m CARisk Authentication —/ F 7237 — A FHLY = — S — 303 fE
V7T AREY R T HHR— FEA,
3¥: 7 74V h T, CARisk Authentication H— N34 — K 7980 CFII
AIEE T,
BENIEFIZ5E T 5 &, A vE&— lnstance refreshed successfully| &
NZvHrva D PREINET,
sd CA Risk Authentication —/ 3 f W AX L A& v v ML T LET, A
VAR AP BLOY—NEHR— N ESEANTOILERNDH Y T,
BENEFIZR T 5HE, A vE— [Successfully initiated shutdown
operations| & FTZ Y7 v a s IDBEINLET,
q KEEE— REZKTLET,
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arrfserver: RiskMinder H—/\ *Y—)L

arrfserver: RiskMinder H—7\ *J—JL

arrfserver Y — L &3 % & . RiskMinder — ¥kt =5 — (7= & 213,

BEL CWARWER) O RN T T Iya—T 4 VT E2{TV, Waht— R Ta

VU R TAUMBLUTOREEIT) ZEMTEET,

m  RiskMinder Web — E 2D 7= DIRIE & ZF o] DR E,

n [ FEAEHRINRWD, FRIIREORBY U A T TORMNER
RiskMinder D% E,

n EHla Y — L TIEFERR I 720 RiskMinder DF%AE,

SHEE—RTOY—ILDET

V=V ERERT— RCEATT DI, A7 va v ZEELEY, 20
T R, U AFREEBH SN ETAN, TRTOP—ARET— =
T NEIFLAEFRROTIETIATENET,

IDE—RTHEITTDHE, P—NFEEOaY— LT TN #) %
Bda L E 9, arrfserver V— /L2 LT3 5121, L FOFIRIZHENET,
1. Y — VR HARE/RIGETICEE L £ 97,

= Windows D&
<install location>¥Arcot Systems¥bin¥

n UNXR—RDTF Ty N7+ —ADRFE
<install location>/arcot/bin/

2. UToa<wr Fa3TLET,

arrfserver -i
YV — VIR — R CEEI SN ET,
3. UFORIIRT AT a  ZRELT, WBERIA EFITLUET,

FFav B

? arrfserver (CX > THR—F SN TVWL I XNTOA T arDav s R
EFRRLET,

27

BELE Y — it nWCa~vy REBmBRLET,

7ol X, Reonf)] EANTHE, RE—UNZ—HTDHTXTOY—
VAT a vNERINET,
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arrfserver: RiskMinder 9—/\ *Y—)L

FTay £ BA
help fREESNza~y FIZOWTE D EECHA L £,
7=& 21X, Thelpsetsaconf] & AJ1§ 5 &, 3~ FOMEHFIEOMH
AN E I R EINET,
setsaconf SWEE & FFAI 24T 9 7212 RiskMinder 1 — 82 X o TIRfEEN TV 5
Web —E 2 API 3% E L £,
F oA T a U EER LRNDTSEE N, 2O
7\1‘70“/ =) ‘/6:]; it uE(‘f utF‘T)EH Web "j_‘_‘t\\x é."%&
ETDHEOICLRIOV Y —ATHEHINLTWEL
7o FRFEEFRA O Web H— 2 DAL OFEM
IZHOW\W T, [Web —1t AFREER L O Rl DX
El LT 7EEN,
q MEEE— REKTLET,
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arrfupload: Quova 7—% 7wv7O—K wW—)L

\Y

arrfupload: Quova 7—%4 7w 70—k Y—JL

RiskMinder X, F 7> %7 v a VORETLTHLL AT LADIPT RL A%
R+ 2 Z L2k > T, Quova T —# b — W O HIBLAON B IF 2 H5 e
LET, 20K, ZOT7—406, HELRE, HEIP, BLOYY —2 Ky
v ON— LB R L £,

FEMZ OV TIE, [EBTE 2V IP XA ORI (P.210)) . U A b F—
DT v 7 a—R(P.232)) . BEWY [V —2 78y B 7 OE (P.216))
LTSV, F72, IP OHBERFINE T — #Z 23 RiskMinder TE D
E2IERHEINDIDIZONWTIE, THEPNEBLOT ) =< A Y07 —
Z(P.447)] R L T IZEW,

Quova & F DY —EZDZEHNZHOWTIEZ, LTV A FEZBBLTLEE
U,

http://www.quova.com

FQuova T —ZIXEMMICA T v a— RTANENH Y £4, HIBIHIAL
EICBT DIEMOT —H 77 A NVFBEAY Vo — RS20 ENSH Y F
TW, T =~A VT DT —% 77 A VIBA X e — K354
ERbVET, ¥Uru— RFEIEOFEMIZOWVTIL, CA T R— MR
WEDELTEEN,

Arcot RiskMinder 7— 57 7 »» 7’z — " >—/L (arrfupload) [%. Quova 7 7
A /LD RiskMinder 7 — % _— A |ZHIBRINLE T — X %2 T » 7'r— KT
Epavry R Iy a—T4 V74 TT,
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arrfupload: Quova T—%4 7v7O—K W—)L

Y=L AT SRS

riskfortdataupload.ini 7 7 -f V1%, CA Risk Authentication 7—% 7 v 7' 11—
N Y —VOEEELHIE L £, ZAUILLTOBFIZH Y £7°,

Windows DS &

<install location>¥Arcot Systems¥conf¥

UNIX 75k I+ —LDIEE

<install location>/arcot/conf/

V=N EHHT DR, ZDT 7 ANMINTA—F ERET DMERDH Y
F4 UTOERESH) |

INDA—A T IA4ILE Description
Tables n—RKL7Z |2—VREECE T -7,
v LT ofE23ME A RE T,

m  GeoPoint

= Anonymizer

Load 0 T NCT =BT v a—RTLHNnEI DDA Y
r—4,

LU OEAME R /TRE T,

m 0 (B—RL7ZW)

s 1 (2—FR1%)

Swap 0 GeoPoint F7-1% GeoAnonymizer DT — X N7 v 71— R
ENTIEN Y OFZMEH L CRRLAT 5 X 51T CARisk
Authentication X EZ YV KX D E D ERTA oY
=%,

FEE: CARisk Authentication —/ N F v v T 2 [T Z DA
DRIZV 7 by aT HUERHY £,

LUF OfE M A RE T,

m 0 (RU YT LW

s 1 (RUvTTH)

Filename - Quova T —X D — Kt t 257 7 A VDL HI,
BE: 77 A NAEHITT 7 A NOM A BRET D
L[Z‘g?j\i&) D jz‘j—o
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arrfupload: Quova 7—% 7wv7O—K wW—)L

Y—ILDEF

Windows D&

i: Load & Swap Diti F & 1 ICRE LTI2HA. 7 — 7 VIR — RS
NTHHEAT vy TINET,

ZOY—)VILL F OB H D F9,

<install location>¥Arcot Systems¥bin¥

UNIX TS5V h I+ —LDIBE

<install location>/arcot/bin/

Z DY — L%, arcotcommon.ini 7 7 A /L DT — X _X— ZEWAEH LT
CA Risk Authentication 7 — & ~X— R |Z#¢ L | securestore.enc 7 7 1 /VIZH5
EINTNDHZ—HFHZENRRT—REFHL TT —Z X—ZA~DGE%E
1TWET,

BX
V= EHEHT 51T LFoa~sy REEITLET,
arrfupload <option>
BE: ZoYV— & FEHLTY v 72— F L7 Quova [E#I%. RiskMinder
=N Fy o2zl 7Ly vadHbETHEMNTLIZEIETEEREA,
Xrviark U7y ladTHRIRICONTE, [Frvanl 7y
Yal #BRLTITEEZN,
UTFORIZ, 2—T 4 VT 4 THR— RSN TWEL T a v ERLET,
Options Description
-help V=)L TCTHR—=F L TCWALE T a a2 dXTERrL, 7733 0ff
HE k% O®%ITRLET,

338 CA Risk Authentication BIEHAK



arrfupload: Quova T—%4 7v7O—K W—)L

Options

Description

-config

DA T a M LT riskfortdataupload.ini (Y — /L 2MEH 3 5% E
T 7 AN) MOIEFREDAMRY  MERT 7 a B FEITLET,
ZOF T aryTIRUTO7 I 72 LET,

m Tables: = —NFEHFTLHRKOE Y b, FHEFTHEZLEIX Geopoint &
721X Anonymizer DWT NN TT, EL L LIEEINZWEE, T —
ZIET7 v T r—REnEth, ZOFT T a3 00ET 7 40 MK
HYFEHEA,

m Lload: LICHESINTWAELAITT —40N 7 v 7 ua—RKshb %
AU OICRESNTWAEHEAIET —4RT v 7 r— Rapnini &
ZRLET, 7 74V MEIZ0TT,

FE: 1 IRETHEE1X. Filename & Tables D7 7 7 %R IET D LFH3

HYFET,

m Swap: 1ICHESINTWALEIIENBIND Z EA2/RL, 01T
ESNNTWAEEIIENTBRI NN 2R LET, T 7401
fEiX 0 T9,

BEE: Tables 77 I MELSBRESNTWDELEDH, ZOT7 7 7IXHR

T9, T2 HH O %2 H 3 5121 CARisk Authentication —/3 ¥ v

a7yl a T OMERHY T,

m Filename: 7 v 7B —RINDET—ZBEENTV5H Quova 7 7 1
IVDLRTENA TR LET,

BE: load 77 /DR LICRESINDGEDIH, ZDT7 T TIIHMTT,

-tnames

ZDA T a »EFEH LT, CARisk Authentication 7 — ¥ X— Z|{Z K 5 T
i F X 41TV 2 BLE D ARQGeoPoint 5 L T ARQGeoAnonymizer D3 & 3
RLET,
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arrfupload: Quova 7—% 7wv7O—K wW—)L

Options

Description

-prompt

COF T arEFERALT, 22— EED Quova T —Z AL CHE
#4257 (ARQGeoPoint F 721X ARQAnonymizer) % &R TE 5 L H12T
HRE A~ R Iy Ama—EFR LET, 2P ko> THEE

SINTRIZESNWT, UTOFT v a v Z@RIRT DY 7 A =2 —RNFR

SNET,

m [loadQuovaData] : A A v A=—a—biEREINTZROE Y MZ
MU T, T2 ElEShERICe—RT52 N TEET, Quova
T—HREu— RTHULERGL 7 7 A NVOARIBLIRZDOT7 7 AV
DIRALERETHMLENDH Y 77,

m [SwapQuovaTables] : A AV A=—a—MH@EREIN-EOEY b
WIS UT, 22— IR EZRMMTHZ N TEET,

m  [Exittothe previousmenu] : Z=—H|IA A A== —(ZBEIT S
ZENTEET,

s [Exitthe program] : = — W |IYV— L E2KTTHI LR TEET,

-prompt <<Table
name> <Load>
<Swap> <Absolute
path of the file>>
[<Table name> <Load>
<Swap> <Absolute
path of the file>]

ZDOA T a st GeoAnonymizer 35 L Y GeoPoint 7 — X D & T
THa—RTHART 2= )VEINTZX AT EHET HDIFEHINE
7
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5 15

e

=1

T—ABE

1T

r—AEEX, 2 —WEHE (UA) BIXORETET TV AN (FA) (2
=22, BT X OO —a—%RtLET, ZhitkoT
KV BRMCT —Z 20T L, r—AOERIZENT T v < | 2R
HIZHEASWTREEITHY> ZENTEET, ST, 7FHU AN, 7r—
ADAT —H A L OERRILZ FH B L, 77— A DR B & (RFF
T 5 & HIT, TARTOREFHRA~REIZT 7 EATEET,

FE: 207 a TR, 77 =00 PR — MEYENFEITTEDLHH A
7 (=2 EHROME (P.342)] ) . RIEATAT T U A NDHNETT
o427 ([ RIETAOSHT(P.363)] ) . BELPFa—vx—T N
FITTEDL XA (X2 —OFBUER (P.364)] ) BV F3, 72751,
HRETEE (0A) BLX W — U HE (GA) 121X, #PFANICH Dl
WCINDEDHART BT 520D T XTOMHERNH Y £,

ZOMREENT S & LITOEENATETT,
s RV —EABIO AR — M EROICERT S
n ZHOr—ABIOREEZEET S
s BRSO T7T 7y arBIOZ AT BERT 5
. HRftEOT 7 v a U EED S TS
n PRI 2 A TR X ORI R ARl 5
n T REF AT B LD NERANAEET S

n T RIIBITDBT IV a o OHEBINGCE:E LB A SRR
)

s HEZSHT 5
. NETAICEET L LR — AT S
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T—AEEDOHRE

ORI a Al LTFO Ry 2B EENTWET,

i — AE R OEE (P. 342)

/r— A 1 —/)L (P.351)

7 — A DIREE (P. 356)

= AEH T — 7 7 11— (P. 359)
X = — OFEUEL (P. 364)

Ar— A % o —"EF (P. 366)

X = — D FHEEE (P. 373)

7 — A DL (P. 374)

g — AEE VAR — b DR (P. 380)

T—AEEOBE

or— A EERE FT oo varvERAEL bl ~v—7 &
Z(Lt I\ 7/4%7 g /%E%ﬁﬁﬁki@xﬁéﬁ’] WEBTEET, ZOhE
. B CRIEINAR T 7 T 4 BT 4 OFREIMERR S L. THEOK R
ﬁﬁbfiimﬁékwoﬁi’*% TR EARTEET,
7. ZOMRE T, BEHOFEMZ2 U A b, HEUERIE, HIBEAOALEE H, $2
FerEAlR KOV A 7 Rl OFEM 72 & BB R O LR — b A H BRI VERR
Shaie, REZEHHTEET,

OB aryTE ULTFO®Y v a roERESEIC LT, EEREO
=R (LLF Tr—2 1) (B D EERAR AV MZOW T L E T,
T — ZAD KA (P.343)

n T 2REHOa L R—3%2 k (P.344)
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r—AEEOHE

r—ZDEK

CA Advanced Authentication CEIL I D7 —ADE S Z LI FIZx L ET,

CA Advanced Authentication > A7 L TT K3 ZDFERNER 771X
TI—helgola—FOFRCOToYrvary (mr7(40, &
FEE. FRET SV A — g VRN AT _RTO RN T YT
V) E. =X RAEEINET,

SVNRIUT, 1 OO —ATERDED LWa—Y T s g
VINEENDHENDHY T,

TRTOr—R %, 2—%, FFo¥ 7 v a Vi, BXOO—2 &
FRICBES DA et L £,

a—W LN — AL, BBIC 11 TN LET, T,
=PI LT —ANT TICHPNTW DA, Db LWHR T
YT g VB FOr— R ZBINENE T, 22— T TN
TWBTr—ANH 556, FrLWnr—RIER S EE A,

W BEIC S . 1 ADZ—WFF 2T AN N — A% 1D
PN TEET,

BH oYY — b —RAeRRT LA, BHEICL > TSI
TELT, LENS TAHREITAAT — X ANELIRE I LT

F—=ANDOTXTO ST YT va BNEICERINET,

VAT ANTHT—AMEREND E, ZDOr—ADFTXTD LT W
7 va UL ( [Fraud] F721% [NotAFraud] & L C~—7Z7fHF)
SNZRWRY, LD Z EITTEEEA,

T =H YIiR— MMEYSE (CSR) NN bD T oY v a v ad
NTMELUZEAIT. FOr—2AZHAFRICEH U AMENH Y F 97,
FOROTED I —RAFEA L b E RSN ET,

F—=ANRALLNTGAE, BESN-2—FITH LWEE 72135 b
LWhToH T varBDEREND E, VAT AZH LT —ANRE
ENET, FEBLOENUED T oY 72 g ATT_TZOH
LWr—RZE Y TonEd,
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T—AEEDOHRE

F—ZREEOIR—3Rk
F—AEHE Y 2= DA R =R MIIRObONEENET,
m 7 — A F o — (P.345)
m Fo— H—/3(P.346)
T oA L R (P.347)
n AT 4 ANy F ¥ T2 —)1 (P.349)
w AZHREH AL > B (P.350)

UTOMIE, ZNHDa R R—Ry MR ED X DIHEET D02 Rm L ET,

F*a1— 94—\

*1-8518 ARHAREER

T=2

§E 888 68

=2 T4 Fv

EEIVY-) EEIVY-I EEIVY-I
AVABVA AVABUA AVARVA
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r—AEEOHE

T—R Fa—

A Fa— (FLFHEICXa—) 1, /ERRARE, BHHER, BEMNT
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DHEAY (Aa—THNIZHDHHMHET) ZFITTEET, MA, UA, FA, B
FOCSRIZZNDDE AT 2 FAT TEXFHA,

Fa— X —UxlE. Fa2—0DLHI, b, KE BIOELELEE
LTH LW 2—Z2EkCT&EFET, F/-, Fa— 32—V ¥ EFa2—IC
THEZEIDYTET, FHAELZEEOX 2 —|ZEV Y TH ENTE
I+, F. BEOEHEEAF O 2 —ICEV B TAHZ L TEXET,

F LW 2 —ZERT D ik

1. GA, OA, FmiZaMm ¢ L CEH o Y— a7 A4 LET,

2. [F—REHE] ¥ 75T T 47T LET,

3. [F=—%FH#] ¥rvarT, [Fa—2®H] V227U v7L
T [(Fa—z®H] ~—Vz2FRRLET,

(AAEEORBIR] VA 0D, Fa—%2ERT 22 HRELET,
B SN _R—UNFEREINET,
6. [Fa—DFBUER] 227V v 7 LET,
B SN _R—URFREINET,
7. [F=2—4] zHEELET,
8. ¥a—0 [Fmr4] ZHRELET,
9. MESL T, [Fa—oPHA] 2HELET,
10. [BHEFOEIVYT] 73T, UTOBEEZFIEITLET,

a. [BHEZ] VARIND, F2—2E8 Y THUNEREFE ZRIR
Lij‘o

b. DRINSNBHEEZ] VR MOBRIN-EHEE2BET 510015,
[>] REZ %27 w7 LET,

T [BRESWEHEHE] )V XA NI RTCOBFEE 2B S L56
x> A2 E7 Vv LET,

11. [&fF] 27> a T, UTOREEIATLET,

a. Xz —llBMENET—AERETDHOICEME ([VRAZ TF
NAR] 2% [—FETHBL—N] ) ZEFZLET,

b. ¥IETAHRR Y TFHF T URRIDLEET LEEINLET,

voks
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Fa1—DFBRIER

c. Bl 2270 yr LT RamuiBmt£7,

d. AND, OR, (\ FIX)EEFAZFEHL T I 7 A FaflArED
B, BAEDOFMEREER L £,

ZORIC—HT 27 —AIMERT DX 2 —ICHID L TONET,
12, [W~_BEXEEE] 729 T, UTOBIELZIATLET,

a. Fa—DW~NRIMHEHTIERLHELET, FHTRERAT
varit, UTFToEBY TT,

RO A

s TERKH

» HHH

m ATV NI
m URARZ T RXRARA

s VX7 a7y

b. XInTHEZAZWANEZDIEFEZBELET, FEHAEERA Y
vavid, UTFoEEH T,

s A
n [EIIA

13. [BRTFE] 27V v 7 LCHE TITo T2 EH 2R 1FEL. Fa2a—%2 1Bk L
ij—o

14. BEEZFGINZTHDIC, ik ry v =227y 2 LET,
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r—X Xa1—EE

r—X a2 —8FH

BFE OA GA, FiFaM (Fa—wX—V¥%) OHRNRIOEI v a v
DHEAT (Aa—TNICHLHHFET) #FATTEET, MA, UA, FA, B
LFOCSRIZZNS DX A7 & FAT TEEHA,

OB vavid, UTFO My 7 bR EnEd,

m X —DAT—H ADFE (P.367)

m X —DAT—H ADHTH (P.368)

» o —OHE{E (P.370)

m o =081k (P.371)

m o — O (P.372)
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F—X 21—

Fa1—DAT—RADERR

[(Fa— AT —HRA] X=UT, TNV F2—|ZBHETLHEITOMR
HAEFRTEET, R TEILIMENILL T LB T,

AT R K
BEFFRIRY 2 — A
HEFT I A — 2

br— A%k

B 24T I EE

F7o. [BESKHEI TRV FEbLONIZr—R] OFFMIbRALET,

Xo— AT —HFRAER T DHHE

1.

E:

X o —HFET L OICME MR CEREa Y —n /4 LE
£

[(fr— &) ¥ 757757471 LET,

[(Fa—FH] v/ 3T, [Fa—AT—FRADER] Vo 7%
7V w7 LT [Fa— AT —HRA] X—=UEFRLET,

(RARRDZBIR] U X 2D, Fa— AT —F A FoRT Dl 2 2R
Lij—o

B SN F 2 — DM R~ T~ —UNFRINET,
[(FERFHT— A (F=—4b) 113 [REF—X ETH) ] L

RN FTRENET,
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—X 21—

F1—DRAT—RADEH

UFOWT NI TEEZERTHZEICED F2a—DAT—H A E T
T&EFET,

[(Fa2— RT—FRADRR] V7% ) v 7 LTHINT o —T%

TR, WICEHT DX 2—1ZHeT 2D [(Fa—%] SOV %27

Vw745,
[(Fa—FH] 7 arD [Fa—%28H] Vo7 2EHT5,

BOF T a AL TCxXa—DAT—X A5 EHT 55k

1.

X o —HFET L OICME MR CEREa Y —in /74 LE
T,

[(fr— &) ¥ 757757471 LET,

[(F=a—FH] B/ a0TC, [Fa—%8H] Vo227 v 7L
T [Fa—%28H] —V2FRLET,

RARRODIBIR] U A bbb, Fa— AT —H A2 TH DR A3 IR
Lij—o

[Fa—4%] VUAILDL, BHTIF2—0O4FZERLET,
TR INTmRXR—URNERKRENTET,
VBT T, [(Fa—0FBE] 2BELET,
[(EHEOBVYUT] B a LT, UTORESEITLET,
a. [BHEHZEZF] VAN D, Fo2—T80 Y THNEREHE Z BN
LET,
B OEEE 2T D120, Shift T —Zf L7e) B
MEEZ7V 7 LET,

b. DRINSNBHEEZ] VR MOBRIN-EHEE2BET 510015,
[>] REZ %27 w7 LET,

E BREINEBEE] VA MNITRTOBEELBIH ST LY
Ak, ] A&z Y v s LET,

(T 74NV Fa—LAOF2—Z2FRLHE) ] B3

VT, UTOBREZFATLET,

a. Fa—ICBMENDr—RAERETHE-OICEE ([VRZ TR
NAR] F720F [—B;TBNA0—1] ) ZEZLET,
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F—X 21—

b. EMELZTEETHDOIZ, ®MeTHRay T X JRARNNLT—
ZTEH, HET., BIOMEA®IRL 7,

9. [W~_FzxEHE] ¥/ a T, UTOBRELZFITLET,

a. XFa—OW~NFHERTL2ERZEE L £, HEHTERAST
varid, UFoLEh T,

RO AT
n {FERH
» HHH
n AT T a
m VR T RAAZX
s VX7 a7y
b. XHGT HEHEEW KX HIEF (FIEE - IREIE 2HEELET,
10. (RF] 27V v/ LCHE CITo e BH 2 R1F L E T,
11 BEHAZFENCT D200, kT vy 22700 vy a LET,
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F—X Xa1—EE

Fa1—DEMIL

E X -2 ENCT IR, BN T AT 00U R ERE A a—T %
FFoTWAKERH N 4, GA, 0A, BLUN QM OHNRF o — &2 HLh |
TAHZENTEET,

X o — A WIhTT B ik

1. GA, OA, ¥-ixam i L Cu /A4 LE1,

2. [(F—RBHE] ¥ TE5T 7T 47 LET,

3. [Fa—PFH] /v arT, [Fa—%2%FH] V27270 v7 L
T [Fa—mEH] R—U2ERLET,

4. [FHFROZBER] UV A D, Fa— AT —HX A2 FH S84 8%

LET,
5 [Fa—4] VAN, EHICTLHF 2 —DAFTEZERL £,
TH SN —UDRERRSINET,
6. [COF=2—DEHME] 27V 07 L THFa—%WhLET,
7. BEEFDCT D702, Ty vy a2 7y a LET,
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F—X 21—

Fa—DEE

F XA AT DL, WEUIRHRBLORAa—TR"H5 2 & i
WTHAVLENHY £9, GA, OA, BILOQM ODANF 2 —EFHWIT 5
ZEMTEET,

X o —EGNTT B L

1. GA, OA, ¥-ixam i L Cu /A4 LE1,
(rr—REH] ¥ T 5T 7T 4712 LET,

N

3. [F=2—FH] v/ arT, [Fa—%2FH]| V2270 v 7L
T [Fa—%8H] —V2FRLET,
4. [FAREOBIR] U A IS, Fa— AT —X A2 T+ DMk 28N

LET,
5 [Fa—£] VARG, ARICT2F 2 —OL4HTZRRL £7,
W SN —UNFRENET,
6. [ZDOFa—DFMPE] 27V 7 LTHa—EHMILET,
7. BEREANCTHDIC, Mty vyraz 7L yialET,
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Fa1—DHIBR

X —ZHIBRT RIS, ZOXF2—IZr—ANRFHE LR D LI
Foa—TFEREREL. S v a2 7Ly alXa—0OFHEEATo
TObLZIOFXa—%ZHIRRTAZ Exm<HRLES, 2k, 2o
Xa—NIZHSTETr—AR KN LITH 0V A,

1. OAF/-lIFam e L Cu s A LE1,
2. [r—REH] ¥ T7ET VT 47T LET,

3. [F=—%FH] v7varT, [Fa—2FH] V27070
T [Fa—%EFH] —V2FRRLET,

FHRR O] U A S, Fa— AT —F ZAETHT D6k 2 =R
LET,

5. [Fa—&] VAL, HIBRT D2 F 2 —04ARIEZENLET,
TH SN —UBRERRSNET,

6. [ZOFX=a—DHIBR] 27V v 7 LTxa—%HIBRLET,

7. BEEEFGINCT D720, Mgy vzl 7 yvalET,

E

BE:. 774NN Fa—FHIBRTHZLIITEERA,
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Fa1—DHEEE

Fa1—DHEEE

AR 2 — P — T, HONUORE SNIZMETF 2 — % HiE
LLET, T 74/ MAEIZ1800 K TT, GAIL, [ZOMOEE] ~—
PO HEF 2 —FEER 2 — NV OEE (BB ] T A—X5#
FELT, TRTOMBCHT L T/ a— L LYV T OEALEETE £
7

LIFO%A, BEIERERFM ORI S 2 — 2 FlET 2 L BN H D HAMN
HYET,

n LR —BNERSINTSHA,

m 1O EDOF 2 —ERNEEINTGA,

w Ko —NERME. B, EITHIBRS IS E,

ZOXI YA, Fa—~vx—UxE [Fa—%FEME] ~—T%HH
LT, ¥a—4HHETEET,

¥ o — T 5 ik

1. GA, OA, FiFam e L Tr7 A LET,

2. [(Ir—REH] ¥T7%T T 471 LET,

3. [F=2—%FH] v/ ar T, [Fa—2HEE] V2270070
LT [Fa—%HHEE] ~—TV2RRLET,
4, UTOWTNNEFZITLET,
s QM [ZHEBRDOETHAN DT R TCOMBEDO ¥ 2 — 2 R I8 555
X, (K] ZEIRLET,
F-IE
s [(FIEVTREZ2MAMR] U A ML BER R AR L, [>] A&
7V w7 LTENLOMME BRI U X MZEmN
LET,
(FIFFTREZHRR ] (21X, 2/ A L CWAEHED A a—7T
FIH e T _C oA T REINET, BRI I
X, BEEOEEGSRE U CER LSO Y X FRFRINLE
T,

5. [BEEIZZY) v 7 LT BRSO F 2 —2BME L £,
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r—Z2 DI

lr—ADWHE

FE:.OABLXOCRDODHN  Aa—FHNIZHAHMERICE L TWDH A — A%
WMFTEX £, MA, GA, UABLOFAIZIINODH A7 2 FITTEFH
Ao

OBV aiE, UTO Ny 7R S ET,

m 7 —ATOVEE (P.374) (CSR)

m JHEDNDOE(GEGEOEE (P.374) (CSR)

F—ATOEE(CSR)

CA Advanced Authentication S N T o7 v a v ERRblL0WE L Tv—7
L2856, R FADFEMARTHAEZIT) LI hT Py va vilv—
7 LT, HEHHIZCSR D7 — A U 2 MIFERENET,

VA RDr—ATEET D HE

1. CSRELCus A LET,

2. [(Fr—REH] ¥ 75T 7T 47T LET,

3. [F—REH] v/ varT, [(F—RDEE] V2527V v T L
F9,

(7 —AIZEND Y THNTEEEDIATT) BT —ARFREN
iﬁ;«o

RX—=T DT )L RIZHOWTIEL, LFORIZHHI SN TWET,
JT14—IJLK Description

User Name Eihh L CEma—T D4R,
IR D& H A} Z—PFIRIZHERE T DM EDOH D B,

or— R HID 2 —VIEREIZ L > TATENTIRFOr—A /=B &
GBI/ — k.

DT 44—V ROBIDAEZTXTHRT DHHEIE. [FDH]
Vo2 %271y LET,

ZDHIF—ADT TF— h
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T—ADE
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BRAGEUTObOL L
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NPT a v DRIEAT—H A, ZDOT7 4—)L RIZHEETE
AEIZZ D EBY TT,

n REE

s RIEATA &R

n EHERERR

s RIEATA EHEE

s EHEHEE

T T — AL, N NBER N T YT a R EEH D,
POL—WLHFE LB TENLD [RIEfTAAT —X A] N
RTCREC ( [RIEfTA L HER] £7203 [(EREMHER] 2E) Th
HEHWLIEGEIE. 2o Rry XXy URAMNEFEHLTIHE
DT 7 varyTRILREEIT) ZENTEET,

RIEFT A AT —HF A

o DBIRGLEZLUTOLDE L T~Y—2] 74— RO
MUIZHEADNWT, ZDO7 4 —/L RIZIZELTFOWTIUND AT —H
AEETEET,

n RHEE

n  NIEATZ & HERE
IR L R

. NIEATZ L HEE
w IR EHEE

E5| P RLURZEIHBI LI, T W7 va Vgt E,

IP7 FL2A Z=PDO TP 7 v a AR LIV AT LARITT S A
DIPT KL A,

WRoeH N r v a v cBEET ¥,

g N7 s arERHSLLEE,

G| N Wy a v OEREE,

—ET 51— —3% L. CAAdvanced Authentication 2 8 7 %7 v g (2 A7

NoHbHELTT T T a2 —I,

ARV IV =EN)

BESNIEZ N T U7 a U NETENTZZA L AR T,
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J4—ILF
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YAT T F/RA A

BESNEZ T a0l A7 Za7 23l L7-#%IC CA
Advanced Authentication |2 L > CIREINT=T 7 v a >, fEHA
BT 7 a i, UTFToEEy T,

= ALLOW
m ALERT
= DENY
n  ABREOsRAL

EF)L RAAay

NP7 a ML TET ML TIRENTZY A Ao

7

'{Zﬁ:/yjmunEXT B R

) AT T }\/\/f xi))munﬁwgﬁ'ﬂﬁfgbéia{j\\ ;@EJ“C 1777 )
/7*—“/ a M7 44— KXy 7 & LT CA Advanced Authentication
WK LT BINOFRGEOFE R 2R E L F7,

KW T gy AT —
s

Ko aDAT—H A,

FRARHA T

NZ oW o a5 T 5T, ADX AT,

KZo% 272 aID

2= R T YT g KT DB DO AT DGR T,

G MERGAT,
AR R TEET,

(b7 aD] 270 w7958,

0s N oW T T a B EITT AR ENTZT A A LA
R —T 4 T VAT A,
77 W N oW T a BT A0IERHEINT-T T U,

FORAL AID AT —H A

FRAAIDDAT—H A,
n FHEHERY 0 T AID BTN AN
n O TS RID BTN RTENY

" ﬁﬁﬁ”wﬁ?;f S A D 7.
F ¥ & —PICIEFICEEM T o T
%é#é:&m;@%mémiuto

P b E Lz,
HTHONELT,

AT A A 2T %
A A ST KTy &
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T—ADE

J4—ILE Description
T vayv 2—PICL o TEITENEZ T I a0 A7, LT
52 EnTEET,
n BT AY
n EBTES
wm TV — 9 VRRHTCHRE LT OO E OE
F ¥ v NZ T v a UNFATINTET ¥ R,
B 4 TR a7 4 NE T HHEANER S B AP,
T

KUYy g s EER

Fieo [BtE] BIO KT] 74— Rk 3nWTro—h &
Ni-rIo sy arERHRTHRE L,

N UW T va v EIEROR

TREINTNWDT F— BB ELIE T v a U aIEERTR
oy,

r—A AT —H A T—=ADBHED AT —H A, LITOEEZRETEET,
T
n R
m JOa—X

Fa— DT —ANE DB ToNnE® 2 —,

s FANFFE SN OB,

B —k A RT =R RAETNLT 4 — )V ROWT D ER -8

@45 (EiLo [V — ] BT %) EEOEINER,

FE: 207 44—V RIZIZ 250 LT EATTTHZ Lix T FH
A/o

WDOT 7> a s A (GMT)

BINMO7 v —=7 v 7Old, WRIZ2—FIHEKT HILENH D
H A,
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r—Z2 DI
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FIFL Y A b ~OZ—HF DB | 2—P ATNZEESN T, FHE SN DY 27 Gl 5 = —
o RN T A e TEET,

7l 20X, 2—FRERED 1 OIRIT L TW A A, TDE
MEDI—FDRT Y7o aZHEGLELSRNWELET, &
DGEF, 22—V E2flf2—F U X NMEBNTEET, 2—W
B —H U X NMZ RS0, 7 7 #+/L b Tld, CA Advanced
Authentication | Z 1L LD —FNLREIND N T o HF 7 v g
ANENWAZA 2T B ELALLOW 7 KA A& L F T,

B 4h 1 — % CA Advanced Authentication U A 7 Zflins bR S 15
£ 927 % B P,

bEiites Z—HFRFSN—P U X MBS ATV HELH,

1. FIOFEORTHMENTNDE 7 4 — NV REHEHLT, 2—F A%
v T F v HIDICMIERT 7 a v RITLET,

2. BT LED, X—Y ETUTFTOWTNIDOREZ L Z 7Y w7 LET,
s [BREFE]l 27V v LT, F—A~OERZFH L £,

s [RELTROS—RIZBEY] 227V v 27 LT, F—A~DER
ZEFLTCEID Y TOENZRDO I —AZBE L ET,

n (ROF—RZBEY] 27V v 7 LT, BEREERGFETICEDD Y
TOHNTZRDr— A BB L £,

n (o] 27V LT, =V TMATETRTOLEH %
Xy oL LET,
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BEREMNODEIETZDEE(CSR)

TR =R T VT g OV TERRDTEOIZT 7 = W
R— b B & —|ZEE LTEHEIC bR Lz CSRIE, [BfE a2 — L 0EH]
N=VUEHHL - Lo TR EINDHEFREX Y 7T L, ZDF
WIS T — R IRBRETENZHMERH Y £,

EREEMOEHRS—VEMEN L Tr—ACRERER 2R 5 5k

1.

w N

CSRELTrIZAVLET,
[ —REH] X T 52T 77 4712 LFET,

[(Fr—ZEHE]OFC. [BREI—AOEFE] V27527 v 7 LT,
EEEFHEOEHE—rFH TR LET,

RERRDZT/IR] U A hvD, MBS A SN L £97,

TR & [EREa—VOER] X—URERINET,
a—FIDEAHDL, [BH] 227Uy 7 LFET,

WO T T P EFREL TWBAGE, 2—VlBl 2 ANT5L9
R EnEd, Fay 7 ¥y VA NO—YFHZERETH T b
B ATIFEASNT T4 NVETEET,

(ElEa— L OEH] X—UPRHEEIN-2—YVDr—2IFHRTY 7
Ly v aILET,

R=TDT 44—V RIZHOWTiX, 7r—ADYU—7 71— (P.352)]
(CSR) OFETHHAINTWET,

r—2ADTU—7 71— (P.352) ] (CSR) DERTHHINTND
T4 =)V REHEHL T, 2=V ANEZXYy T F T 572D ERT
Jva v EETLUET,

SETLEDL, URFEl #2277 LTH—A~DOEELZEHRLET,
MZTEEEZRF LW EE. [(Fryoia] 22097 LET,
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r—RAEBLR—FDER

= 2EHEY 2 — I BTFORTHASN TS LR — b &% R—

Liﬂ‘o
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Description

LR—hEERTES
7—X A—)L

J—ATIT4E

7 4 LaR— k(P
381)

BEINTHMEIcA—7>, 7ue—X £
LN (F—RICH L TEfT SN Z Mo T
IJTAETAIZXLT) T XTOTr—ADRFEK
BFRARLET,

EZOUVER—MI, HrOr—ANET S

X o— BIOr—RIZxte L7z CSR T ~%% 2
SNET,

s T u— N LVER

&
o AR
u ﬁ::“—??w—
it

¥y — 2 W
A— | (P.382)

LRI 7R A — AN AT ANITAFEAET S W B
T oMt RRLET, SV UL. F—AH
WE N 7 — AR L C EDORED T 7

TAET 4 5F T LI ET O TERRLET,

ZOLR—=MI, XA LT U NI oT220 HE)
Bz 7 a—XEnNi=r— 208 b FR R LET,

s T u— NLERE

#H
n AR P
] 3’\’1‘_‘"\7*‘—‘
D e

UFOYTE 73T, ZNHDLER— DT 4 —)L RKIZHOWTEHLH

L. ZhoDUR— haERT 5 FIEZRLET,
m T—AT VT 4ET 4 LE—] (p.381)

PR — 2 AN — | (P.382)

m T AEPLL R — RO (P.383)
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VAT LANDT—RIIHT BT VT 4 BT 4 BIRICET A IEREFR R L
i‘ﬁ—o

4—ILE Description

b — AP o — F—ANETHX 22— ELET, BFE. INHEDFr—R T —AD
U — 27 71— (P.352)&4T D 7 7 =1L B — MY (P.351)I2 K - T
M XL ET,
[(Fflga—n%] TR M UL, AKX~ a—)LOLEE (P. 353)
419 T 7 =)L PR — M E (P35I L » T S N=r — A D
TITAET AN E LD LN TVET,

I UiR— "R SN2~ LET, ZOLFAR— MILLTOMICS
WTAERTE 7,
s HHET
s WmE7HM
s FEH
n  H AR
gt Bxrrrr0 00920 BELEMBORADT 77 1 €7 4
AR TE £,

F =T ENTr— [fBEESNT-HBRNICA—T v ENTH LW — 20k E s L £,

A

s —XENTr— [FBESNEHMEINICZ e — X ENTBAEDr — 2 0ME~ LET,

A

AT ITT4E
A

FREINEZWRINIZ =R L CEITEINTZT 77 4 BT O %
i—\‘bij‘o

FI5FE: y—RXEE 381




F—AEELR—rDER

14 — R BIRIL AR —F

= 2B L AR — ME, UTFTORTHAEN TS L )T, VAT 4
NTH—R2% 7 0 —RFT 5120005 EHREICE T 55 H A Form L
F9, N6 —R %, (F—AEYFIZLH-T) FEITI/r—XX
N0, BEESRO - O EBEINIC Y o — XS NENICESW T r— 71k
SNET,

J4—ILE Description
r— AR 2 — = ANBETHX2—EHELET, BE. INO6OFr—XFLLTIZ
LoT/7ue—XENFET,
s TV =)L HaR— Y E (P.351)
E el
n AALT T NIRST-0OT, HEIYIC
[(EEa—nE] 1TNOx > FUIZIE, B A~ 22— LOJLEE (P. 353)
419 T 7 =L PR — M (P35I L » T LS N=r— A D
T2 T AT 4R ELO LN TOET,
1 UiR— "R ENEHIMZRLET, ZOLR— MNMILLFOMREICS
WA TE £,
s HHAL
[ ] J@f 7 E FEﬁ
n  H AR
Ju—RENr— |[lRESNEHRINICZ o — X ENTBEFEO 7 — 20 %R~ LET,
A
AT IT 4 |FBESHEHBNIC =R LTEITENTZT 7T 4 BT 1 DS %
VARE S RLET,
T—ADTa—R | VAT LT —RA% 7 a— AT 57O no 2 PR 2R~ L ET,
WA 7 LY RRE
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r—RAEBLR—FDER

EE:GA, OA, BLUFA (REATAT TV R R) OIADB, Aa—TH|T
HOHMETCZDOLVAR—FEAKTEET, MA, UA, BELO'CSRIZZ DL
AN— &4k TEFEA,

r—AE L RN— N ERAERT D T

1.

WYRFIEER T /A L TCWAZ 2R LET, T bl
A= brE2EKTEDLr—A B —/LOMEIZONTIE, F—REH L

A= FDARE (P.380) | DFRAZSMML TLZEV,

ALY A=a—T [F—RERBR] ¥ 75777 4 7I2LET,
[r—2EH] ¥/ ar T MERVV %27V v LET,
n T—ATIT4ET 4 LER—L

n Py —ZHELAE— R

R4 ] VA DD ZOLAR— bEARRT 2SR E=IN L £
‘j—o

LAR—=RMZEoTlE, VAR—FEERTHEZDITHEIIN LTI BT
PITORMELIRET DMLENRDDILENDH Y £97,

m Keo7Xor U5 [BAHEE]

F72Z
n [BASR] BEO [KT] 74—/ RCTHEANERF 2 B A
[VR—PFDOERIZI YV v 7 LTERSNIELVAR—FERRLET,
MBI VR — MR ERRSINET,

(27 AR—F] #2271V v 7 LTCLAR— a7 7 A VHRIET DD,
F70F FHHRLAR—F] 2270 o7 LT ERIREET LI Z LIk
DL AR—FE24ERR L ET,
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F1I6E: LIR—FDOEE

VAR— M, = R a—PE2FHL, B A7 A2 @720
MR EDRA AT ) Ve A% L £, CARisk Authentication @
F—AEREERTHE, LA— MIREfTAT—V 2 hBI O —
AT ITAET o OEBEEELET, EHEENMEHATERLA— |
OF<V | TiE, SEIFREEEDMEHATERTXTOLR—FD—H
ThhaY~ 2R XTI AL TCWES, EHEENFEHTIER L
R—=FrDOV <~V ] NOEOHDEIZ > a0 Tk, ZHHDLAR— RIDOWN
T LET,

. EERE LIR— 1 (P.389)
m  CA Risk Authentication L' 7Kk—  (P. 396)
n T —2EHLR— |k (P.420)

BHlo Y —LVEEL TSNS LR — NI, FBELIZT A—X
(7 4 B) IZHEDSWTEREINET, 2FED., LR— FNOFATRHITE
ETHEICELST, VA= OHAOWEGRBEITEES, T—XET7 4K
TH0IT, UFDOT7 4V ZBMERTE £,

n  H AP

m  [Administrator Name]

n AR

m  User Name
[LR—hDARR] Tlid, BHEHEOZODT 77 48T 4 LIR— B X

N CA Risk Authentication [EA D LR — M 24T 27200 — ki) 7ot
ANZOWTIB L £,

VERRFE SR L B — F a3 _RCa—Hb)L 77 A MITZ T AR— TB52 L1
TEEJ, iFMizonTiE, TvdR—hox=s AR —F] 2L TL
77X,
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EEENERARIRRLLR—tD YT

BEEEMNMERAFBELGLR—FDH <Y

LTI, $RTOFREN AT A CHMITRERT~TOLT 2 O
LAR—F (BHELAR— F_RiskMinder L7 R— F . BX O — A EH L R—
K OBEZRLET, ZNHDOLER—FIHOWTIL, EOEZ >3
CTCHELSEHBALET,
Lik—rkDATIY

TEE EEELR—F RiskMinder L/R—k r—REHE
LAR—k
A TITAET 4 L | A AF U RELR— b
A—h
MA GELET VT4 BT 4
LiR—k

AR L AR— B

VA TITAET 4 L | NI varoaiibR— | F—R 7

A=k b rF e
T4 L
AH— b

BEET VT AT 4 | VRZEHEGEMT 2T 4T 4 | B — R

LAR— b LAR— b IR L AR —

Ta—SVERE |2 T I T 4 T4 |[URAS T RAL A Y= L b

LiR— |k A—h

Z—HER L AR — b REATAHEH L A— b

WAL R— R = VEIPE LR — b

AL AR — b
TNA A Y=Y LKR—h
Fffh 2 — LaR— b

JL— LR E LR — K

=)L T —H LiR— |k
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EEENMEATRREGLAR—tD YY)

LiR—kDATIY

EHEE EEELR—k RiskMinder LAR—k r—R &
LiR—k

~A TITAET 4 L | NTU T aroniviR— | —AT

Fe— k S 774K
F 4L

Gt )

MEET VT LT 4 |V AZIHEMT 2T 4 BT 4 | Pt — =

LiR—k LAR— |k HIF L AR —

AP T I 4T 4 | VRS T A2 HFwy L | T

LAR— b A— b

SR LA — b | REA A LR — b

L — N AT LA — b

PRE L AR — b

FA A ) L= R
BISh— L— |

JL— LR TELR— K

J—)L F—H LiR— |k

o ~ATITAET 4 L | bTUoF T a OS5 LER—
AR— Tk ~
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EEENMERARRELGLAR—tDY <)

EEE

LiR—kDATIY

EEELR—F

RiskMinder L7k—k

r—AEHE
LR—bk

BHET VT 4 BT 4
LAR— K

VR FHMEET 77 4 BT 4
LAR— K

22— TIT T«
LR—k

YAZ T RARAAH~<Y b
=k

R T

AIEAT Rt LA — b

JL—IVE I L AR — R

AR L AR — b

Bt —H LR — |k

RIEATATF U A
I

~ATI7TA4ET 4 b
R—h

AIEAT Rt L AN — b

=P L AR — b

JL—IVE ML AR — R

AL AR — b

T = Y IR—
EEEES

~A T I T4 ET 4
A— bk

AR L A — R

Bist L —H LR — b

UTDEZ7varTiE, ZThHEDLR—=MIOWTEHFHLL

A L £,
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EEELR—k

BEEELN—

~

CA Risk Authentication H#E C, Z#Z L IFEHa Y —in /4 T
Ha—¥TT, BHEE, AYNFEITTDLT VT 4 BT 1 3B LOHRO
FPANOFHENFEITT DT /T A BT 4 AT D720V AR— b &
FERLET, ZhboLR—boE, [LR-F AL A=a—0 &
ﬁ%‘l/ﬂf“‘ ]\] -U—‘j‘\){ :i—i))ﬁ_)‘?yﬂzx L\i‘é‘o

FEHa Y= NLDLAT U RBIORIDOAS  Ama—LHT R
=2 T AT EHHIECONWTE, FHa Y —LVOEE] 25K
LTL7ZEN,

ZORT A OHERFRER TSN TOFHEE LA— MIX, LTOLONRE
EFNFET,

m YA TIT4ET 4 LA— T (P.389)

n FHET /T 48T 4 LA— b (P.391)

m 2—HFTIT 4T 4 LAR— K (P.392)

w2 PR L A— | (P.393)

m FHAR LA — F (P.394)

<A T7OT1ET4 LR—k

ZOLAR— M BEOEHEICL > TEITINT TR TOEEEZ Y A b
FRLET, EXINT—FHEHBEICH L TEITLETZ v a rBEY
BAER VA PR TAEDIZZDOLR— M EFERHLET,

PIFOEIZ, ZOLVR—FOT7 4 — ROFHHAEZRLET,

LiR—k 24—JLK

Description

Date

(R MSELT S AR,

EHE ID

LAR— FE2AER L TWAEHEOLRTTT,

BHRE DR

BEE L LU TCHIET A L TV AR O 4 BT
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EEELR—F

LiR—bk 24—JLF

Description

KoY 31D

CA Risk Authentication —/ N2 b Z ¥ 7 v a v (EHEDOn 7 A, L
a— ROFR, 2—VFBLOHMBEROEF 70 L) 2971y 52
EATHERE S D — B OEERR B -
FZODEEHLT, v 77 A NVNOREED N7 oW T a4
THERERFETETET,

[Event Type]

FITLEEHET /T4 €T 4 DI T (FHEOR T A La—F
DFER, —FB L OMBEEROEH 2 L)
ARERA N N XA FIILLTF D E B Y TH,

. —PORE

n RO

s EFHEOO S A

»  AdminProfile D %7

n EBEnr—LORGE

n HEROER

s L—L Y FOERK

m  AccountType D1EfK

»  AccountType #F:Hll D Bt

n VAT ABIUHBF Yy v a2 7Ly v
n EMBREA~DOBAT

m LIR—RDOFER: <L — FE>

n NTUY I vars YOS AKR— b

n J0— L RNZAT— R RY S —DHEH

n By Ta UHIROIN

n Fa2— AT —HADFIR

AT —H R

NI arDAT—H A,
s B T a VIFIERICSETLE LS,
n KRB T a FERICKTLEEATLE,

PR

NS UW T g B LB,

2 —H D

N7 vaNia—YRMEODEENGENTWDIELEE, 207 14—
IV RIFBHENES £ IIATE SN — YV OL4RIZIEE L £,
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LiR—bk 24—JLF

Description

Z =77y Mk

T T 4 BT 4 DNFEAT I TR O 4 I,

[Component] HAY e FATTHDIEHAINTZV AT LY Y —Z, FIOEFLLT O
WFRNTT,
n FEHarY—L
m RiskMinder U ¥ —A/X» 7

[Session ID] B oy —nza s 045 Z EIEREIN S —EOBERHR 1, =

T RNTAETCIO®Yy Y a kX F4,

A VAL AID

CA Risk Authentication Y —/ SO D A L A X L ANFLTENTWDHY
B IO 4= RiIu A LA VAR A —BIZHAI L ET,
F ZoOTFT =X IIMEE 2T A7 CA AR — S EFIZ Lo TE

MEnET,

BEATIT1ET4 LIR—h

ZOLAR— MI, BEINZERE, FI3HBESNTHBEOT X ToOE
HEICL S THEITENTETRTOT /T4 T 4% Y A MR LET,

HE, Z7u— VERE T, MESIRIChle>TT 77 o 7 4 BT
HIDICZDOUVR— A LUET, —FH, MEEE ISEENOo T 7
FAET 4 EERTAEDICIOLR— NEERALET,

COVR—=FEERTLE  EHREIIREROT 7T 40 T 4 R LD,
1 ANDEBEIZRIAA T LIENTHZENTEET,

ZOLR— MI, HEEEEENZOEET — L2077 T 4 BT 4 BERET
IR LAY LEET, FHEOR AL BLRR ST Y hOF A L A
BT MRS, AT v SO EH ., BT S5 E oA
FoRLET,

TDVR—=b DT 4=V RiE~A TI7T 4T 4 LIR— K ERLUTT,
74—V ROFEHNZHOWTIE, [~ 72774874 LAR—F] OK%E
SR LT EEN,
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EEELR—F

A—Y F7HOT4ET«4 LiR—F

CARisk Authentication N> Z—7F 4 X e\ 7 Elolde R—F LT
TV lr—varD) Ay, Firlideav—AL3DEXaT T r—
varyDEEDI— RETEED Y AT 25+ 53546, =2—HAI K
a—WERT R HFETT,

22— T I T4 T 4 UAR— ML, 2—WEHICk L TERITS N T 2
T4 ET 4 DOVR— FEHTT, ZaUiE, 2 —FOER, 2 —F O FH,
PAM (Personal Assurance Message) #%/E. =—HV OHIER, = —3% 2757 —%
AZADHF, 2—FORFREDZTENET,

ZOLVR— NI, 2—VH, 2=V DORAT—H R FTINTBIED X A
7, A=Y YRFADIPT FLAREDFERRLET, LORD,
L=V BPREENTNDY Y —=ADT 7 E ADFFA SN L AN HE
WL THRIIHER SN D= X —T T4 XElide R —% L T 7Y
F—vailikbE L TWET, BN HEER SN e 2~v—2A
TV = aliENIEEE L TWEYRAL, ZOLER—MNIT Y
TAETADEA T LAR—MLETH, I—FErEELLOHDTD K
T varyOl— MIOWTOFERERM L ET,

ZOVR— NEART HI2E, U NOEBZIEETH2LERD Y £,
= AAHEIE,

s (FTvay) 2—V4,

LA 38 ik 2 A

UTFTORIZ, ZTOLR—FDOT 4—)L ROFHAEZ R L E T,

LiR—bk 24—JLF

Description

Date

AR RRFAT ST H

2—H% 1D BN E T ITEE SN2 —F D4,

TAT S ZAT | a2—FRFET DMk E BEE T o T AT 2 AT

7 H v hID 2—FDT T KD,

[Event Type] FITLIEERET 7T 48T 4 DE AT (EBHEOR T A La—R
DFER, 22—V L OHBIEHROFH 72 L)

HELR 2—WRET DM OLFTTT,

392 CA Risk Authentication BIEHAF



EBELR—k

LiR—bk 24—JLF

Description

AT —H A

BIEDAT —Z 2T,
T BIRFIERICET LE LT,
n R BEREFICKR T LERFATLE,

KoY 31D

CA Risk Authentication —/ N2 b Z Y7 v a v (EHEDOn 7 A4, L
a— ROFR, 2—VFBLOHMBEROEF70L) 2971y 52
EIERR &I D — B OEAEFR B 1,
FZODEEHALT, »Y Ty A NVHNORED N7 W T va B
THIHEMERFFECEET,

L

BAENKIA LB 2 R L E T,

754 T RMIPT R
LA

T RZ—=HPFDIVATLDIPT KL AT,

Z—/)LILID

EQRHLITOT F U r— g ko THREISNT-—EORBRAF T4,
FoREOH LT U r— g UIMEERE Lo A
JLVIEID] X7 T 7B enH Y £9,

[=2—

A—FERLR—

k

a2 —WER L AR — MZIE, RiskMinder > 27 A TIER & A7 = —F OFHEM
INFTRSNET,

ZOVR—=FEAERT DT, UFOEAZIRET 2LENH D £,

= HATEH,

. (FTvar) T4

LB

UTFORIZ, ZOVHR=FDT 4 =)L FORBIHZTRLET,

LiR—bk 24—JLF

Bl

YERL H a—YIMERR SN AR AR L £,
Z—H D VR S iz 2 —F DL RITTT,
R a—YNET DML ETTT,
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EEELR—F

LiR—bk 24—JLF

Bl

a—H AT —H R

2—PFDRAT—Z A TYT, LLFTDMEIZZR D £,

n TIT 47 2—YRT I T 4 T ha—HFThiHEA,

w FETIT 47 2—YDRIET T 4 TICENTWDHGE,

w O 2 PMERENR TV D, EET 7T 4 TICERTHARY

B
4 A= OHTT,
I R R—A 2—HPD I RV 2 —5LTT,
o A= O T,

B AL T RLRA

2—FOET AN T RLATT,

A

2 —F OEHEESTT.

AL AR—k

ZOUVR— MIFEE LI ECEIT LT R TCOREDFEMAE Y A
FARLET, ZOUHA— MIiE, VO TICER L . BHEOMHE
ROFPHINICH DO T 7 T 4 BT 4 DT NTERRINET,
ZOVR—MEENRTHIZIE, LTOEBZECTHIVLENLD £9,
= HATEEH,

n KERRA

UTFTORIZ, ZTOLR—FOT 4—)L ROFHHEZRLE T,

LiR—bk 24—JLF

Description

Date

T 7T A BT 4 DNET ST B,

EHE ID

WL % AT LI B OARTTY,

B DGR

EHEN BT DMMOAETTT,

A/ A )

CA Risk Authentication — X2 N ¥ 7 v gy (B#EOn 7 A4, L
a— RORR, 2—FBLOHBEROEH0L) 2971y 52
EATHERE S 4L B — B OEER B,
FZODEFEHLT, v 7 77 A NVHNORED N7 o7 va B
THEMERFETEET,
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LiR—bk 24—JLF

Description

[Event Type] FITLIEEHET 77487 400X A7 (FEEOR T A, La—F
DFR, 22— PR XOMRE RO LH 2 L)

AT —H A FITENTT /v a vV DAT—HATT,
n KT TV a VIRIERICE T LE L,
m R TV a FIERICKTLERATLE,

PR BENKIR LB R A R L E T,

Z—#ID R Y 7 v a NCa—FREOERNRZENTVDISEE., 207 14—

NV REBENE E 3 AEE SN2 — P OARIZHEELET,

K —77 R

2 —PRET DM TT,

[Component ] BAJ HFATTHEOIEHINEY Y —ATT, FIOEIFLLTD LR
n T,
» Administration Console (Admin Console)
m RiskFort (RiskFortResourcePack)

[Session ID] BHavy—pia s A o35 I LIEREND —BOBERA T, »

T NTAETCIOEy v a L idEET,

A VAL L AID

CA Risk Authentication —/SXOEE DA A X L ANETIN TN DY
B, DT 4= RNEFr A LA VAZ A — BB L ET,
E ZoOTFT— X IEERZMT 572010 CA AR — MEYSFE I K- T
HAInET,
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rauth> Lik—hk

rauth> LiR—

~

3 AT IO AT HE 7 CA Risk Authentication %X ERLE D4 XTO L AR — b
12X, LFOLER— 23 H 0 £9,

A AL AL AR — | (P.396)

m TV a O LA — K (P.397)

n U RJFHEEEMT 727 4 BT 4 LAR— b (P.410)
wm VA T REAALAY < LaR—h (P.413)

m  RIE T AR LAN— B (P.414)

m L VEE LR — b (P.415)

m A LA — | (P.416)

m T AY~Y LAR— |k (P.417)

m Sk — LR — | (P.418)

L LE L AR— | (P.418)

m L—)LF—X% LFE— | (P.419)

AV R RAEELR—k

ZOLVAR— MIMADHEPFHIHARETT, ZOLHR— I, L FOWTi
METTTRTOAL R FDOA LV RAZ L AERT 7T 4 BT 4 OFEM%E
TR LET,

m VAT ATyl VT byiva

n U ARE U AREDOFE

s EZHE

m Xy vl U7yl

m Uy v hETL

DLFOFRIZ, AV AFZ U ZERLR— MIEENLHERE T LET,

J4—ILF

Description

[Instance Name]

CA Risk Authentication V" — "F 72137 —AEFHF 2 — P — N 4 L A X
A DL H,
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J4—ILF

Description

Y= IAT

TIT 4T 4 BFEITS T —N XA 7 (CARisk Authentication H—
NWNENTr —AEHEX 22— =) |

TITA4ET 4 HA
-

EITENT=ZT I T A4 T 4 DHAT,

TIT 4 BT 4 FFHE

T 7T 4 BT 4 BNFEIT ST,

A VAB L ARE

CAVAR—MISFIZLS>TE I TNV a—T 4 TOEWTHEHA I
i‘é—o

Vo7 bvyvashiz
pIER S

FyrvoiaBNU 7L vy o IR

U HH a3 DL R—k

FE:GA, OA, BELUFA (REATAT T U R R) OFHD, Aa—T7HIT
OO 2—Y NT YT g s ESITTCE T, MA,UA, B L UNCSR
X DX AT BET TEEEA,

KT oW v a OO LR — FOFRRITIE, BLTFO L 5 22O FIEN
GENTOET,

= FH1: FFrHFrvars v ORR

s FIH2 . r—AFEHOER

s FE3: RN T 7 v a v OFERR

s FlE4A: FPT BT NEEMAEDO~— 2 2411 5 (P.409)

(R % var <] XR=VIHEESNTEBEIZTE SN TT T
DRIV I varBZRFETHEEC, 1O EOEDLW NI U7 v a
VINROMNSTEEAIR. ENOLDO T U T v a v OFEME S HIZFELL
MBRTHZENTEET (FIH2: r—2FEMOFETR) ., BELEZ N
W7 varvEFRRTHIEICEY (FEI: HE N 7 v a vroFRR) .
IO = EBRBTHIENTEET, FFlZoT L, ¥ —0%
HKRLES, B LWRT WY g9 02 CSRIT & AR AN T
LI —r BT HENTEET (BE4: N TV 7 a U lEE
MO~ — 7 2411 5 (P. 409))
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rauth> Lik—hk

FIE1: S POLay DR R

KoY vary <) 2FRT AL, LFTOFEIBIZENET,

1.
2.
3.

10.

WY ER T /A L TWAD I L 2R LET,
A A=ma—0 [VR—F] T %777 4712 LET,
[LR—P] T A==2—% 270w LET,

VA= ZA FNET 2V 7 BN EADOZ A7 NRTRRER
i‘é—o

[F U7 vavGiiviR—R] Vo 2&227) v 7 LET,

RARRDOBIR] U A S H, LIR— N TT—% %7 4 VX T 5k %

IR L F 9,

[T o7 a @R LTI, | R=UBRFERINET,

[(FXRXNVDFER] FuyrHT o URX G, o7 vars

TRTDHT v RNV ERIRLET,

N W a v hEERT D= Oa—FIDEATILET,

D= PHRELBT A TY b ZATOOTRAPDICESNTRETE F

T MHERICH LTT AT FEREL TWRWEE, 22— A2 AT

THEIIEENET,

E 2V OMAERE L2 WEEAIT, IBESNHMEO N7 o

varNTRTERINET,

UFOWFNNDORE ST TP I var e T4 V2350

15

m NIV I ar TR ETANETL [N T a BT -
BtE] BXO [T] 74— /L RIZESWT, FRiERIN-H
FHEapH 23R L £ 9,

Ed e

" (BIEDO R oHFray] A7 g U 2BRL, RIZ, FTE
NP DO T oW v a 2R3 o (OHAD) &%
WLET,

[URZ T RNALR] VRIS, T—H&ET 4 NETDHT R/NA R
IZEESNT, 7T RS RAEBIRLET,

(BB FVRBRERT —FZR] UR RS, T—F 27 4 VETDH A
T A RESNT, AT —H AR £,
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11. [REfTHAAT—FR] VAL, T—H BT A NI THAT—H
ZNZFEDSNWT, AT —H AL BN L £7,

12. =] VRS, bV vary T—2%T7 42T 5HL—
JNZHADNT, L— L Z IR L E7,

FHLETRTONL—LD T UV v g v EBRT AL,
TI7FHNED [TRTOA—NV] T arNBRENTWHZ &%
R L £7,

13. DX 2T DR EDH) [HRFEHE] 71—V RIZEZHEZATIL,
N o vary F—2E7 402355 ([Be2—%] . [HEE
DETHES] . [BEDETKDLS] . [HEDEEZET] ) &k
WLET,

14. NGV ay FT—RET 4 NVETHTFNAALAD [F/4 XID] %
AHLET,

15. 7—% %7 V7 TX A NTELTHHET. [BHMEBEEFROBESL] &
IR L F 9,

16. [BH] 227V v 7L<, [FTFv¥FrvarP<l] =54
LET,

(27 ZAR—F] 227V w7 FT5Z LIk ERE CSV 7 7 A VICHE
e 7 AR — hTEET,

TNV N FREBDEXR 2T XA TE ) v T AL Fy
FVIZEED T oo v a v B FRTEET,

PFoOETIE., [FFrHFriar =] X—JI2FEREIN5
74— )L RIZHOWTEBH L ET,

J4—IJLK Description

3 N7 va ORI, B Vo2 E 2y LE
j‘o

User Name NZ W v a v EETT S — T OA4TRI,

RIFEATE AT —H A

r—2ZDRERAT—H A, ZDOT7 4—)L RIZiL, LFOWWTnd A
TR ARG HI ENTEET,

. NIEATZ & HERE
n PR EHEE

n  NIEATZ & HERE
n EHLE R

. RHEE
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J4—ILE Description

3] IP7 RLUARZFIHBI LT, hToF o v a U REITEINT-EH,

P 7 FL A& BEARNT Y7 a i\ LIZY AT AL ZIIT A ZADIPT KL
Ao

—ET 51— —%r L. CARisk Authentication 28 h 7 > 7 > g Y A7 B3 HHE LT

7T TP r—u,

AR/ IV
fF

N oW T oalNEITEINTZHA DL AL T,

VA7 ZAay

X d 5 hT7 %7 g 2% LT CA Risk Authentication (2 K » TR &
NT=BRR Y 27 2a7, Zlx 0~ 100 DE T,

YRZ T K/RA A

KN oW 7 varol AT RAay el L7-%I1Z CA Risk Authentication
Lo THRESINET 7 ay, HHAMERT 7 a it UToes
n <1,

s ALLOW
m  ALERT
= DENY

n  ABREOsRE

T34 A 1D N7 oW T va A ENTZT NA AD 1D,

EF)L RaT N7 a ML TCET L STIRENTZV A AaT, 21
X0~ 100 DfETY,

Y& G URT T RANA ADREIEDFRIL TH 556, ZOFTIET ) r—3 3

T—H2 2 VINT 4 — Ry 7 L LT CA Risk Authentication (23X L 7= 3Bl DO FLEE D

FREZFREL £

TN ZAT

NZ Yo va ZBEMTONTET T N XA,
WEEOT 7 N BATHEREL TCWDEEICOI, ZOHNRERIN
i#o

T _RTO)L— )LHER

Ko7 arDF_RTCOA—/LOFER, #ERIZY 21T N T,

T ID

a— B LEEMT ONTET T N ID BB LS. ZOVTIZ R T W
TarEFEITTAEDICEREINEZT I MIDERELET,

FRA R BAT

NS LW Yy a 5T AT ANAL ADX AT,

KoY 31D

FBa—Y T r g icERENRTZ—EDID,
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J4—ILE Description

0s N oW a BT AEOIEHAEINTT A A EOA L —
T AT AT A,

77 W N oW o oa BT T50IEHEINZT T U,

TIA AID AT —
H A

TNAAIDDAT—H A,
. WMAHEY 0 T RID BTN, AN LEAROIE LT,
s P TS RIDBT AL RZEID S THENE LT,

s WHENYIT o TRALZAIDR, ANTFARAL AT R2F v &
2 —PICIEFICEEM T ONT=T AN, A VTR TF v LRETH L
WX nErEsnE L,

T a v

=PI LoTEITEINZ T oI aroXZ A7, LFOHEICTS
N TEET,

s A

s EFESE
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[FFoHrvar <] X=U2HEHLT, FEDO NP7 g
VERITT—AOHMAER T T HZ LB TEET, FEOT —ADFEM
ZFTHITE, LFOFEIZIEV T,

1. [T 7 var P~V ] X=IT, 5T 5 [BEM] PITi%Y4
5B Voo a7 ) w7 LET,
NZ UV va DFNR—VICERREINE T, 2O TIE,
BIRESNT- TV a0iFEae ) A NERL, HHRER/NT
A—=R AN TEBIWC N T I a7 4T THI LT
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PLTFOERTII. [T 7 a O M R—JICFHREINDL T 40—
JU RIZOWTEBA L E1,
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Description

AR V4
ID

N oW 7y g O—EDERNF,

A A 4
H £+

Ko7 varDIFEITEINTZHA D AKX T,

T a v

a—HFICrkoTETFEINE N T a XA, LLTFOEIC
TAHZLNTEXET,

n A
n EEE

n TV =g URATIEE LT OO E O

User Name

N oW T a BT LI — D4R,

RIEFT#AT—4
A

BUEDRIEAT =2 A, LT OMBMER FTRE T,
n ORAEE

. RNIEATR EHEE

B EHEE

n RIETTZ & AR

BB SRR

T34 A ID

KNS vW o a il EINET N, AD D,

UAZ T F/8A A

BIREINIZ T o7 a0 A7 ZaT7Z i L% &
JEHMEE Y 2 — N Lo TIREINTZT 7 v a v, EHARERT 7
varvii, UTFoEEH T,

= ALLOW

m  ALERT

= DENY

= INCREASEAUTH

—HTBH—

—Fr L. CARisk Authentication 28 F 7 V7 > a Y R RHDH &
LCT7 77 & n—,

Y H Y BEEA
T4 A

AT T RNA ANFEIEDRILTH 256, Z0FTIEXT 7Y r—
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402 CA Risk Authentication BEIEHAK




rauth> Lik—k

J4—ILE Description
771U K ID NI arEFAT L= DT T K ID,
TF) 2aT FIZoH 7o a L TCETMICE A TRENTZY A7 237,
VA7 Aa7 K%~ 7 7 2 a 1Tk LT CA Risk Authentication (2 X 5 T
WENT=R2ER Y A7 2237, 20~ 100 DIETT,
SR DEEA
IP7 FLZ BEANZ P 7 a AEMLIEY AT LD ELEZT AL ADIPT
R LA,
T XHT A FNT VT v a rNa—PIC Lo TEITES N,
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s Dialup
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PIV—T 4T X
A

BEITER LT IPA—F 4o 7 AV Yy R, UTFOEEEECxE

B

Fixed : 77— /L, DSL, OCX

AOL : AOL =—+F

POP : MU ISP ETCOXATNT v
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CacheProxy : 77t J L —% FYuxy arr7UoVEEY—F
A

Regional Proxy : [ENDOZ MR A 7 1 %

Anonymizer : [E4 7 m X%
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A BERETCEEEA
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VA DIEZRETEE T,
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Unknown User

Unknown User /L — /LIS —E L= E 90y, LUTFTOEZIEETCE F
-3—0

s Yes: L—AN—FLIHEE.
m No: /L— I B—ELZhrhosl=%E,
nm N/A: URZEHIHFICEREZE SN 255,

Exception User
Check

Exception User Check /L — /L3 —E L7 E 9 0y, DL FOMEEFRET
TET,

s Yes: L—IAN—FKLI-EE,
s No: /L—LR—E Lo 5E,
s N/A: U RIZFHMEHICHERES LN T84,

Negative Country
Check

Negative Country Check /L — /L3 —E L7202 E 9 0y, LT DIEZFEE
TEET,

s Yes: L—IB—FHKL-EE,
m No: /L—IB—ELhosT28E,
s N/A: U RTFHIRICIEREZE SN2 T2 55,

Device MFP Not
Match

Device MFP Not Match /L—/ /L3 —E L7=/»E 9D, LA TFTOEZIEE
T&EE97,

s Yes: L—ADB—HKLIEHEE,
s No: /L—B—ELhrhosl=%h,
s N/A: U RZFHOHPICEREZSE SN o> 2855,

Trusted
IP/Aggregator Check

Trusted IP/Aggregator Check /L — /L3 —E L7272 E 97y, LT OEZE
RETXET,

m Yes: L—nABR—HKLZLGE,

m No: N— R —E L7255,

n N/A: U RAZHITITEREG N> T2 86,

Untrusted IP Check

Untrusted IP Check /L — V23— L7202 E 90y, LT OEZIRE TE
ij‘o

s Yes: L—N—KL7HE,
m No: /L— DB —ELAhosT=8E,
s N/A: U RTFHIRICEREZG O T2 55,
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User Velocity Check | —HBEEF = v 7 L—LAN— L= E I, LLTFTOMEEEET

xET,

m Yes: L—IN—HKLIEHA,

N— I IR—F Lo o556,

m N/A: URZFHIPICHERZG ORI E,

m No:

Unknown DevicelD

Unknown DevicelD /L — /L3 —E L7202 57, UL FOEAZIEE T
*9,

s Yes: L—IAN—FKLI-EE,
s No: /L—LR—E Lo 5E,
s N/A: U RIZFHMEHICHERES LN T84,

Device Velocity
Check

TR, ZBEF = v 7 =D —F LN E I 0, UL FOEZREE
TXE7,

s Yes: L—IB—FHKL-EE,
JL—IL—E L2 o 123858,
s N/A: U RZEHIHFIZEREZE SN 255,

m No:

AN N /4
Fzv7

S R T DT = I = AR —F LT E D,
EEfREETEET,

s Yes: L—ADB—HKLIEHEE,
s No: /L—B—ELhrhosl=%h,
s N/A: U RZFHOHPICEREZSE SN o> 2855,

YN

User Not Associated
with DevicelD

2—H L F o 2 DO BEAT TS CA Risk Authentication 7 — Z X — &
WNWTHRODST=NE DD, UTOMEERETEET,

s Yes: L—IILR—FL7=HE,
JL—IVR—E L2 o 123858,
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m No:
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NZ oW o va a7 570 INZT A A DA~
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77 UY

NI Ty a B ETT LIl ESNTZT T UV,
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VET AT T £
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xF7,
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2.

[RT2H 7 a v Oftfl] X—vT, UFOATva ronding
F T RCEER L ET
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n [Fl—T AR

s [F—IPT LA
UTFOWTNNEITVET,

a. [FZU¥FrvavBf-BtE] 74—V FBLIQ [KT] 71—
LV RICBfFOFEZ AT LET,

F7201%

b. [RIEIDO NI HFray] A7 a 2B IRL, BETH T
VYT v a v ESIRT D EFT ORI EIR L £,

[(FoR] 227V v LET,
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a— R FRINET,
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BED LWRT YT va VORI E ST o0, NE— BTG,
SO LW NTF U7 2 a T CSRICE B TRE N ThD L H1T
=V BT ENTEET, UTOFIEEZFETLET,

VBEIRMER T 7 A L TWAZ & 2R L £7,

[FE1: FToHFrvar P~ DFRR CaBAINLTWSD LIz,
[hT vV o varyP<l] R=UEFRRLET,

3. BELEEMECTE RIND N T va v aERLET,
[FNE2 : 7 —RAFEDOERR] 2R L T 7EE0,

4, FRlTH5 %= E2FoRTHEAE. [TRIE3: U N o3
Y DFR] OFIRIZHENET,

5. 27u— L L TChrIo¥rvar <= FT—TNIIREY £7,

6. T—TINND T o HF I g AiinT ATyl Ry 7 Akt
T A2 EIED, b LWN T U7 g UaEIRL£9,

7. [fAENHBELT~—72 1227w/ LC . ~— 2 LIzbT 0T
VDI — A% L ET,

ZHICED, IO —ANT A MIFIRSHL, CSRITT — A &4l
HTEET,
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YR MEFEMRMT IV T4E T4 LIR—bF

Z DL AR— ME, CARisk Authentication ¥ —/MZ L > THEITS N 7T
DLW rareFfRLET,
ZOVR—=bEAERTDICIE, FOHEA ZHETOLENH Y £,
KR4
= FrRIL
» 2—FID (LEREH) .
INEA=PRETBT T b ZATONTRNIESEET,
= A fHeEpE,

UToRIZ, UAZFHEFMT 77 4 T4 IC@ENLEHRETLET,

J4—ILE Description
=Rk 2—YDY RATFMINEITENTZ L EDX A AKX T,
User Name VRIFHMMT 77 4 T 4 2FITLTz2—HFDO—ED ID,

[Organization
Name]

L—YNET DT

A= I
17

CA Risk Authentication — NZ K> CTEITSNTZ Y A ZFHMMT 77 4 &
TADEAT, ZHIXUTOT 7T 4 BT 4 BNEENET,

n U R OFHM
n B

n  BEHAHT OVERL
n  BEAHT OHIBR

AT —H A EITEINTFARV N T I arDATF—R A, UTFTDORAT—F 2 5FH
TEET,
m  JRTh: CARisk Authentication (XY A 7 37 7 5 4 €5 4 ZIEFIZE
1TTAHZ M TEXFEL,
»  RBK : CARisk Authentication (XY A Z 37 7 5 4 €5 4 ZIEFIZE
7452 LN TEEEATLE,
i S=lye BEINE NI ar0dlcAEkSn-2ar,
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7 R/3A A D

AR S AV72 A 71T UC CA Risk Authentication 234K L7277 K23 A
Fo T RAL ZFLFOWF N TS,

s Allow

m  Deny

m  Alert

w  aRaETR b

—Ht+BH—

—F L7 —l,

B ) FRRER R

=

-
32

CA Risk Authentication (Z & > TAEMR SN2 U R 7 7 KA 205 [EMN
EE| 7EolmBE . 77U —3 3 2 X - T CARisk Authentication 2
SNl o2 RGEDRE R,

~

.

A IV
T—H R

KoY I aDAT—H A,

X E4 —PRFTET AR ESINZL—L By R,
T va v BIEOA Xy N CHEITENT=RGT DT 7 vay (vl A0 E)
21— /LJC ID O LD T 7 U 77— 3 12 & - T CA Risk Authentication APl {2

SN —E DR,
L FEOH LT AU r—3 g UMEERE Lo A
[Z2—/L5CID] WNZEATH D AREMENH VY 77,

A/ INA D)

CA Risk Authentication V— N v FZ o7 v a v (BHEOn 7 A, L
a— ROFRR, 2—FBILOHMBEROER70L) 2971y b 52
EITER & B — B ORI 1,
FZODEEMLT, o7 T A NVNORED N T o7 a2
THIEMERFETCEET,

[Session ID]

B oY —za A 45 2B SN D — B O E T, &
T N TAETCIOEy T a L idEET,

A AL A D

CA Risk Authentication t—/ SO D A AL L ZANRFLTI N TN DY
B ZOT7 4=V RERTA U LT A VAR A —EIZERAI L E T,
E ZoOT—XIIREEZKT 572D CA AR — MEYSEFIZ L o T
HAEInET,

NS oW 7 g U ELTEE,
F 2L [(Z29AT VU MIPT RUVR] OfENGEHISET,
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TIGAT NPT Ry Ra—HFDU AT LDIPT KL ATT,
L2

ZIET /A A D ZAZT /XA A D LFEH,

EET /A A D

TR =DV ARATEANLDHDTD RN T Y73 ThHHGE,
T v a rDFETHICAER SN DT N1 A 1D,

FRARBZAT

N oW T a 85T AT ADE AT,

TIAL AID AT —
H A

TNAAID DAT—H A,
n tARY TS RID BT AL AL AIRGIVE LT,
. M TARAALRIDNT AL RZEID L THENRE L,

w WHENLY T v FARALZIDR, AT AL R T RF ¥ &
2—WIZIEFICEE#EMN T ONTZT AN A I RxF v ERETDH L
WX VRrESNE LT,

T _T O/ — LfE R

WA ST RT 0)/1/"_‘/1/0)7‘%—":%0

= SN E . AR C LIV 203 vz ] ) iE, v—
W= H IR LTz E 975 ZnLET,

TN ZAT

MFkIS L TRESNTET IV b X AT,

T ID

URAZEET 27 4 ©F 4 AT LIca—F DT A Y HID,
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YR PRINAR H<1) LiR—bk

T RN R Y= LaR— b T, FBE SN 7= HiH 12 Risk Authentication 73
WLT=T R 20Ky~ 28t LET, 7=, HloFRIT, T
TO2 RFBFAERDOFHE L VNEZ R LET,

3 : Risk Authentication X, = —U N IT L2 TP rva T EICY &
7 T RNA ZZ&ZIK L FET, Risk Authentication 23515 L7277 K31 R JE
DX, TV r—vaiE, 2=V R TV I va v ERETTAIEE
FAILTZ0, TOR TV I a B ERS LV TAZENTEET,
ZDVR— NEAEKTHICIE, UTOHBEZEETAMLERH Y £77,
O fFEEPH,

n Ty xR,

n GRS (WERGE)

PLUFOFEIZ, Risk Authentication 7 /31 2 <1 LiR— MIEENDE
WERLET,

J4—IJLK Description

F v FIv N7 v a rRIEITENTZT ¥ 1L,

Allow Risk Authentication 23FFR[ 7 RN A& ER LIz b T oo v a v
DL,

FAREGRAL, Risk Authentication 23 ERFEDFRIL T RAA R &KL, 77U & —
Va rNa—PIGENERGEEZER Lz b7 o g oL,

Alert Risk Authentication 37 7 — k 7 KA R &L LTZ b T %7
Ta v OfRER

Deny Risk Authentication MBS T RN A& ER LIz v T oo va v
DL,

&5t R ENT= Y AT 7 Ro3A ZADREL
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UTFDORIZ, 2RBIEHERY~ Y LAR— MIEZENDIERERLET,

Z4—ILE Description
F ¥ v n NTUV T v a VREITEREET v R,
Success I U7X 2 WERFFRIT DA EHEIEL
[Failure] :,__,H_ J: 5 %E\& Lf_‘d—’\VCOD 2 Yk;m; ;itT?OD n+@§k
A E 2 REBFFDFER T 7V 4r—3 3 75 Risk Authentication [ZH5E1%
SN OTHEDTRXTDOA VAKX o ADREL,
&t AR S TR SR BAfR 2 < L ST ST 2 IRERRE DRI,
IEfTAMKETLR—
ITORTHHINTWD LI, REfTAFKF LA— MIFEE I
PN IZ CA Risk Authentication |Z X OTEJﬂZéZ"WZ URT T KA AD
WEtEZFRR LET, L—LAMELAR— FBLXOGEMRE L R— | &3z,
ZDOVLAR— MIARETET TV A RNNEFBEOBEIEEE LTENLLD/L—/L
Yy FONRT =~ AZBRTHOEZTIELET,
INDA—73 Description

VR TR

K NT oW a Dl A7 &7l L7212 CARisk Authentication
ko TREINEZT 7y a v E R LET,

R ENTZY R 7 R ZILL T OWT NI £97,

m Alert

LR i

m  Allow

w BHHY Fyx
m  Deny
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ARIEAT2 CA Risk Authentication |2 X > THRIFfT4 & L CLAR— b EN=T
TORTUY I varORBBION— o T—V2RLET,

EH CA Risk Authentication |Z & » TIE4 72174 L B2 S N7=3XToO k
TV arrORBEBION—t T =T E R LET,

RhEE CA Risk Authentication 23 A7 7 KXA R BHERKT DT8O D455 75
T =R EFEo TWRENo72T_XTO T W7 v a o LU
Nt o T —ERLUFET,

it H TVRAZ T RAL 2 ATHT 2T RTCD TP v a v OaF
PRLET, T, 2ERNREH L RLET,

JL—ILEZh

ELAR—b

L=V DOFIMITIEL L, —RICIZFFEORBIC L VKT LES, AE
ITRADFITE X, V=V EZEHET 2 LWKEFEZ RS ET, vy
FAFHL L, NI SN T 727 7' ACHG | OF LV VEN
BN ET, VAT LAZERTLHE, T—HXDOERNBEDY, DTk
AN —DRERBELET, ZNOLOTXTOEBIZED, R
EATA7 7 U A NOMYZEBORE 5 NGO/ —V &y N OBERIZ
NET, ZOVR—FEFEHATLIE, RESNTAL—LBIORZEDOR2
T OEMEETMET S 2t TEET,

= IVARME LR — MI, U FORTHHENLTWS L 912, U 27 i
WXt L CRE SR AN, Lo — VB R TR LET,

INDA—A Description
JL— L4 VAT ATCHERESNTWAIL—LE Y XA MR LET,
7 RARA R K RToV T a0l A7 &FHE L 72 IZ CA Risk Authentication (2

KoTHRESINEZT 7 varvanRrLET, EREINTZY AT T KA R
L F oWz 2 £97,

SR
m Alert

s  Deny

A AV IVE S
(FEH)

W2 24 BFR D LU AR — NERS TP T DV — V4N N U T Sl &FtH e
BEfRELET,

F16E: LIR—FDEHE 415




rauth> Lik—hk

INGA—=F Description

W57 HIM WE7 AEO VAR— MR TS T 20— 40 b U TS GaHEE
NSUH s g Lk |EEELET,

7 A W57 BEO VAR— MR TRIST 50— A4 0 b U T ST R
H BN ZRELET,

ARV IVE 'S
(E 2= 30 HIH)

2 30 HAO LA — MR TS 2 /v— 4705 b U 7 Siufc &t
BafiE LETd,

12 30 HH
H BN Y

W25 30 HH O LR — MR THIST 2/V— VA0 b U S EEE
BafREL£7,

EREILAR—k

AL AR— MI, UTORTIHHIN TS L H1C, VA7 FHficxk L
THERAHEST LT — LB TRLUET,

INTA—A Description
J—IV4, VAT ATHRERESN TWAHIL—LE Y A MRRLET,
7 RoNA A K RToH T a DV A7 &R L7212 CA Risk Authentication {Z

Yo THBEINIET 7y arZRUET, ARENTZY R 7 RAAAL R
T T OWT Iz 97,

-
m Alert

m  Deny

AR/ AV IVZ s

FEE SN BIRICRIS T 20— b U TSR ait Bz EE L E
‘g—o

RIEAT 2

KT BN — VA BNARIER b T 7 2 g 2k LT ot 44
LT _XTO RT3 ar ORBEIEELET,

SHSET D — VA INEYS 2 T o7 g 2k L CRBRREN DOfE R4 4E
LT _XTOR T T v a OB ERELET,

ST BN —V N AT T KA RAEAERT D00 55T —H
BRSO TN T_XRTCO T o7 a oz rLE1,
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TINAR B LiR—b

TDOLR—KNNI TAAEBZALTTED N T a 0, BX
WTFNA 2D e LT ilEEERLET,

ZOVHR— NEAKT DI, UTOHAEZRETLAILERH D 7,
L] ‘/[Z‘ g fo(: %ﬂﬁ% o

n TR,
u Hﬁﬁlﬂo

UTORIZ, TXAA Y~ UR—MIGENDLERERLET,

J4—ILF

Bl

FRARBZAT

N oW 7 alDETLTHLT N, ADXA T,

F 34 A D FiAH
D

TNAZAIDNNZ YT a NCBET 573 A bR b i
}"73/’957“/3 :/O)éko

BrLnT A 2

TNAAZAIDN N T VT v a NZBET 731 228D B TohH i
N7y a DR

MWW 7T

WHERMBAN=ALZHEHALTT A A IDBEEENZ T P
>a VDO,

R EDTNSA A ZATMBERS NI N T o7 v a O,
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)
A
5
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2
~

Z®D L R— KX, CARisk Authentication 27 AT
DOFFL—F DY A M & FKRLET,
ZOVR=FEAEKTDICIE, UTOHAZEET OS4ERH D 7,
»  HATHEIE,

EIHARRA

n a—F4,

PLUF™D3RIZ, CARisk Authentication ffil#h = —H LiR— MZEENDHHEHE
A~LET,

T4—ILF Description
Start Date Z2—WNT AT LATHS =T L R ZinD X Do 72 HEE,
End Date A—PNT AT L THS =P TII2R <72 D AR,
a— —EOa—V4,
P VAT LTED2—F &S — I LB,
HEL AR (B2 BN A RRAY T
IL—ILERELR—
J—)VERIE VAN — M, AR ISR U CRB S 72T R T o — L D RIRHY
Y~V ERRFLET, ZOULR— FE2ERT DT, LLTOHEE %1
ET DMENDH Y £,
LIPS AS L 22
n VEpA—V 'Y M,
m Z—5y MERORT—F R,
UTORIZ, V= FELVAR— MIEENDIERETRLET,
T4—ILF Bl
JL— V4, JL— )L DA Hi,
A% VIV IS RNINE D R LET,
BSE R — IV DESERE,
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rauth> Lik—k

J4—ILK £5 BA
a7y FRESNZ TV 7 v aridilEZRsniz2ar,
7 RoxA A AR S LTz A 2 712 U C RiskMinder 234 L7227 K234 R, 7 K3 A
ZIILLFOWT AT,
A
n A
= 77—k
Rk b
=2 FEA S A D v—L
F ¥ RIL =V BB SN D T v R,
T vayv =KL CRFR SND T 7 v a

JL— L DG

JL— )L DIEREL

B!

JL— )L DA,

IL—IL T—3 LiR—k

Jb—)L T —X% LiR— M, #0707 v 7a— K&, EIREFEH»
DY ANDOERT—HERRLET (VAL T—%, BLUOL—/LTff
ATV A&7y 7a— R4 HFEOFEMCOWNTE, Lr—n U X
N T —=H2DO7 v 71— K (P.220)] SR LTIZIW)

ZOVR—=FMEERT DI, UTOHAZEET O2LERH D £7,
w  VEHRRA .

s YHE— Ny M,

n V—NVIREEALT,

n T o7 —RInEU RN,

n =5y MERORT—F R,
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r—XEELR—bk

F—ABEELKR—k

ZoOHT Y TRIAFRER LAR— FOFEMICOWTIX, [Fr—2EH L
A—FDAR] 22 LTIEE0,

LiR—bD AR

ZOkv 7 arTiE, ROEBIZOWTHHALET,
n LA — FEANRT DB OEESIE (P. 420)
m LR— FoARL (P.421)

LiR—hEERT HBRDIEEE

LR— b OARRERIZIE, LFORICERE T HA20HERH Y 97,
n FHEIT, Aa—TEFOMBOLER— DR EERTEET,
n EHEIE. PUEREFRLVAAVOEREDO LR — 2R TE £9,

7~ & 21X, MERVEFEE (0A) 1%, OA L o—Wi&EHE (UA) DL R—
N EERRTE F9,

m Oracle 7 —# X—2%{HH L TWAEAEIX. UNLIMITED TABLESPACE ##
REAHMZLTNDZ L 2R LET,
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LR—bDER

LR—b D&k

PR E A F 771X CA Risk Authentication [E 5 D L AR— 24kt 5 FiE

1. WEYUIRRREETEH (MA, GA, OA, £7/2ITUA) TrZ AL TWAHZ &
MR L £,

2. AA LV A=a—0 [VR—F] X727 77 4712 LET,
3. AT ALAR—MISUT, U TFOFIEIZENET,

s EHETIT 4T 4 LAR— NEAERT LIS, [(BEELV
B—P] VT A==2—% 27 v LET,

m CARisk Authentication [HfA D L7 R— F & AEKT AE81E. [LR—
M V7 A =a—% 277 LET,

LA— bk A FIHET B U v 2 3 2D E ALY SFUCRFER
ES

4., EAETHLUAR—NMISUT, BROY T A =ma—nb M8 7 %
70 w7 LET,

7 : CARisk Authentication Ti%, HEEE LA — M7 VU7 7F X |
TR FEIIR L ENTT 2D E L L AR T HNERIRTE
T, TRTOEHELR— MIOWT, LER—RMNIZUT TFART
TR ERRTHGAEIL. [BEFROESL] ZERLET,

5 RIS U T FOZME 1L EEEL, LA—FMERRFLET,
m Keo7XUr U5 [BAHEE]
F72Z
w [BASR] BLO [KT] 74— RCTHEANERF A B AT

6. LAR—RMIL-oTIE, EHICLLFOBRERET HHLEND H5HN
%Diﬁ‘o

s LE— NS BT —H o VEAAMEOMEBRL.
w I—FHRELIEEESL EKT DO LA MTES)
s 2—VPHEANLET (=P TI/ T4 ET 4 LE- O

&)

F720E

s BEHELEANNLET BHET 7T 48T 4 LR— FOY
/El\) o
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LR—kDITHRKR—F

n VR—=NMIEOLT—HERO, BERL—L Y FO—V

v b,
7. [VAR—=FDORRIZZ Y v 735 E HELEREREIESNHTZLER—
MOSVERR S IVE T,

LA R—rDITHORAKR—k

CA Advanced Authentication 21X, V' — F 27 7 A T AKR— T 5
BEEDSHESNTWET, LR— M2/ AKR—FLT, LAR—bDOBR—
v A —E R CEET, TNEFEH L THAZEN T Ed, 2,
RIFELIEVR— N T =2 ZROT7 7Y r—ya ryTERATAZEH T
F7,

T AR—MENDLAR— ML, Br~XU0E (csv) BATEKR S
HI20 T XA R =T 4 2R Microsoft Excel R ED AT Ly Ry—k 77
Vir—arTRRTEET, T AR LT Va0, HLA—F
OFEIZEREND [ AFR—F] RE¥ 2 LRI TEET,

LAR—FE2a—hL 77 Al AR— 15 HE

L R VA= F2AKLET, sllaediiliconTx, TvR—1ho
AR ZZL TSN, LR= MRRRSNET,

2. [Z7AR—F] 27V v 7 LET,

LiR— FafRfFT 20 B ZRWEDbEL 77 FRFREN
i‘?«o

3. LAR—FERALI), FHRET77AN0E LTRET DD EIEIRLET,
ViR— FORGEZEIRLZGAIE, ¥V ra— KT 585 EET 5
ﬂ‘gﬁi&) D jz‘j—o
DT FANMIBIEE@EE T TV r—va U EEH L TERRTEE
T,
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LIR—bDITHRAKR—k

arreporttool: LIR—kDHF HO—K Y—)L

arreporttool Ci&. Strong Authentication L 7~— K £ 721% CA Risk
Authentication L' R— h DT —X % CSV 7 7 A M7 AR — hTEET,

EE: report-id 3 X W report-url /X7 A—XF X, =7 AFR—F L XD ELT
WAHLAR— MIX L TIELWRERSH Y 77,

FD%., TXAR T 4 X, Microsoft Excel 2 DALy K — K~ T
TV r—varEHFALT, ZRHLDLR— FERRTEET,
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LIR—bDITHRAKR—k

Y—ILD{ER

arreporttool.jar 7 7 A /LiX, LLFOSGETICH Y £97,

Windows D5 &
<install location>¥Arcot Systems¥tools¥common¥arreporttool

UNIX 759 T4+—LDIEE
<install location>/arcot/tools/common/arreporttool

-3
YV — VBT D~V TR RRT DI, LFoa~vwr REFEITLET,
java -jar arreporttool.jar --help
Y= VEERT LI UToa~xr Fa3TLE T,
java -jar arreporttool.jar —-protocol <protocol> --host <host>
--port CA Portal --admin-orgid <admin-organization>
--admin-id <admin-user-id> --admin-password <password>
[--report-type hour | day | month [duration] | range]
--report-id <Report ID> --reporturl <Url of the report>
--is-filter-req <true | false> --data-type <Data Type>
--reportdata [Report Data] --start-date-time <date-and-time> [--end-date-time
<date-andtime>] [--logfile <logfile>]
[--log-level <loglevel>][log-file-max-size] <logfilesize>] [--organizations <target
orgNames>] [--userName <User/Admin Name>] [--output-file <output-file>.CSV]
[--is-url-encoded [true|false]]
UTFORIZ, ZOY—= L THR—=FENTWOLA T a v OFilZ R LE
7

7T av il

protocol BECHEA ST m kb, $RERAEZRMEI http & https TY, 7 7
VR Fa ka3 uidhttp T,

host B —NVERBALIZVATADORA M ERZIZIPT RLA,

port BH o) — LN AT HR— K,

admin-orgid BHE BT DR,

admin-id — B OEHHE D,

admin-password EHE S ZA T — K,
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LIR—bDITHRAKR—k

ATay

Bl

report-type

RefE], B, A 723z +EE L £,

n FFEL H, ADORIZHIEZIECEX £9, =& 21X, --report-type day
21X, F8& L 7= start-date-time 7> 5 D 2 HIM Ok E2 /R LE T,

n  #PH : range ZFEE L7285 A 1L, end-date-time ZfEET D HLENH Y
EJc R

report-id BS54 5 LAR— bbb+, HHTESLAR— DU R Mo
T, TLAR— OB DU 2k (P.426)) #ZML T 7Z&E W,

reporturl LAR— FOEBED URL, HFHTEDLLAR—=FDURLD U R MNIDWNT
IZ. TLAR—FDOURLDOYU A | (P.427)) 2L T ZEW,

is-filter-req T 7 ) hTidtrue [ICREINE T, 7= & z 1L, RiskMinder L7k — 72
T4 R=UNR NV AR— MIXT LTI DOfEZ false IZERTE L E
7,

data-type Z UL RiskMinder VAR — MO A S NVET, 047 v a3 U,
F— 223 ACTIVE 7> STAGING 22 Z 5 E L E 7,

reportdata BItEH EETHDIINZ, VAR— MIEXoTUISHITT 4V F BV

BRAHZERHYET, ZNHOEMT7 4V ZIXLAR— T —HXE LT
ELET, VLAR—hT—%F IF—=f] OFXTEETILERHD
9, HEROX—LEORTEZXEYHITIE, EIan a2 HHLET,
LAR— hOTF =22 i3 =DEENTHHELAEIL, URL= L 22— KT
HVENRHY £, URLT Y a— REN-EZETSEA I,
is-url-encoded /X7 A — & % true |ZiXE L E T,

start-date-time

LR— FONEE ZOBRNOEIGT D 0MENH D A E I IR 2 i
LET,

B

MM/dd/yyyy HH:mm:ss

B (HH) BXLOY% (mm) 134733 ¢, BB TOLER— MZ
DOHEHLET, BEAMABLIOHBMO LAR— ML TIE, BAHBS7E
FEEHLET,

il

03/21/2010 09:10:20

end-date-time

(7> ay) LAR— FNORNELZ ZORTE TRIRTALERNH A HAE
TIIREZ 2R E L £,
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LIR—FDITHRR—bF

ATay ERER

logfile (AFvary) nZ 77ANVOEHERELET, vr 77 A Ve
EINTWRWEGES, 77 A VEIBUEDT 4 V7§ VIZHBIIC/ER S
NE9,

log-level (FFvay) aZOL~NUWEEBELET, 7410 s LT

[fF#] T,

log-file-max-size

(A7 vay)alZ 77ANVORKYIA X2 ELET, T 74V MA
IZ 10 MB T,

organizations

(A7 vay) LiR— hOXMRERLMEHOATIZEI 20 TRE)-
THELET, MHEBMENT A—ZThDH LA — MILZDOEEZIEE
THLERD D FF, MHkLictEIany () REENLIEAIL. EE
URLT a2 — R H0ERNH Y 7,

URL = a— R I MEZJET A1, is-url-encoded /X T XA — &% %
true ICXE L E T,

userName (A7vay) a—YEIIEHREOLRIZIEE L7,
output-file (F7vay) VR—FORAREZZFZADLERNH LM 17 7 ANV EfR

ELET, <reporttype>-
timestamp.CSV % L £ 9,

is-url-encoded

(A7 av) ZofEE, LERE— T2 URL Ty a— R Eh
TN EGENTNDENE I T L > Ttrue £721% false ITRRE L 97,

7 7 # )V MEIZ false T9,

LR—bDERFDUR

PLFDFKIZ, report-id S5IBUCFHEHTX 5 LA — Msll 2R~ L ET,

LiR—k LAR—kID

~A T TAET 4 LIR— |k AAC.ViewMyActivityReport
BHET VT4 ET 4 LAR— b AAC.ViewActivityReport
22— T IT 4T 4 LR— | AAC.ViewUserActivityReport

MEEL R— B

AAC.ViewOrgActivityReport

2 — PRk L~ b

AAC.ViewUserCreationReport
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LIR—FDITHRKR—bF

LR—k URL DY) X+

PAFDFEIZ, reporturl 5IEUfFEHTE A LA —MURLZ /R LET,

LiR—bk LAR—Fk URL

~A TI7T 4T 4 LAAR— b /Ac_AdminMyActivity/view.htm
BHET VT 4T 4 LAR— b /Ac_Adminreport/view.htm
2—HYF T ITF 4T 4 LIR— |k /Ac_AdminUserActivity/view.htm
FHAE L AR— b /Ac_AdminOrgActivity/view.htm
a—PER L AR — b /Ac_AdminUserCreation/view.htm

VU—ILDERBI

2—PTIT 4T 4 VR— b EeF T n— N5 5

java —jar arreporttool.jar --protocol http --host localhost --port 8080 arcot
--admin-id ga --admin-password gal23 --report-id AAC.ViewUserActivityReport
--report-url /Ac_AdminUserActivity/view.htm --startdate-time "01/01/2012"
--end-date-time "01/30/2012" --log-file C:/tool.log ARCOT —-userName ua

ek ANl N AV = Rl N IR e

java -jar arreporttool.jar --protocol http --host localhost --port 8080 arcot
--admin-id ga --admin-password gal23 --report-id AAC.ViewOrgActivityReport
—report-url /Ac AdminOrgActivity/view.htm --start-date-time "01/01/2012"
--end-date-time "01/30/2012" --log-file C:/tool.log --organizations ARCOT;TEST
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T 17 E: CA Risk Authentication @ Q%4

CA Risk Authentication %F— & 77" or—3 g U OO 8(E Z2 R AITE
T 5101, = A"BILOMhOa o R—% "OT 7T 4 BT ¢ L3
T = AN A TRAE LT AR O & 4 RIEIZBE T 2 15 ® 2 UG5
D EVDETT,

Z D% TlE, CARisk Authentication IZ X > TH AR — F SN TV A&
T T7AN, TRHDT7 7 A NVICRRINHIEBREL L, BIORZIN
O T 77 ANDOERIZOWTHALET, ZOETIE, LFORNE
IZOWTEA L E T,

m Y 77 Ao T (P.430)

m  CARisk Authentication ' — B L N7 —RAEFHY— 0o/ 77 A )L
DI (P. 440)

m UDSBIOWEHa Y —LouZ 77 A )LD (P.441)
n PR— R XA ETERELL (P, 442)

% 17 Z=: CA Risk Authentication ()B4 429



a4 I74)LIZDT

A5 274I)LIZDWNT

CA Risk Authentication D12 7" 7 7 A JWILL T DO X D IZHHHTE £
m A=A BT Ty AN

n A= T T as Ty

s TV Ivarns T AL

= CA Advanced Authentication = 7 7 7 A /L

= UDSHES Ty A

N7y ANVANOR ZEEREGIIT 5 /37 A—=2FZ.UuDS v 7 7 A
)L & CA Advanced Authentication @ 7" 7 7 A /L DA IZE#E T2 INI 7 7
ANEMHT 52 12X D, CARisk Authentication 7 7" 7 7 A )L & 5 — A
X o— Y— "1/ 77 A LD CA Advanced Authentication H
BEEHT LI EICEIVRETEET, ZNHLDT 7 A NVFTERTED
Ry 7e g ZEEREREA T Y a VIZIEU T O OREENE T,

m  Specifying the log file name and path : CA Risk Authentication Cid = 7
T7ANDEZRABLELBLIORN 7T v 0l 77 A VORFHED
T4V N ERBETCEET, BWn sk L7 NI ERIEET S
ZEILRY, BHETIVATALRY NI =D V) —AEEHTE
EJ N

m  Specifying the log file size : 77 7 7 A JVIZIRTF T Dl KN Nk
BETEET, vl 77 AN OY A XCET D &, fBE LI-ARI
T%ﬁ774wﬁ¢&éh\Ew774wﬁﬂy77yf?4v7k

ViZBEhEhET,

m  Using log file archiving : CA Risk Authentlcatlon IR —R 2 Fvz
A=V FATLAENRT D LI, v/ T A NOH A XTI L
£9, v 7 Ty ANV A IR LGS D XD IZFFA 256, &
HEEFR T 77 ANEFETERALZ V=0T v 7T 208 RH Y
%7, CARisk Authentication Ti, NEL I ORFINLIB T 77 A
N T —HOBEEHIRTHREA TV a U ERETEXET, CARisk
Authentication Ti%, ZWrn 7 7 7 A VOV A A& HilfHT 55 EA T
arEEETLOIENTEET, ZOREICEID. v T7 A 1D
ARV A XAEBETEET, AP A XZETDHE, v ZE®RN
Ny 2T 7T T7AMIBEESIL, TOBRF L E ZIHERIRF S
7

430 CA Risk Authentication BIEH AR



04 274ILIZDT

m  Setting logging levels : CA Risk Authentication TiZ 2 27 L~V 3 E T
ETET, v LV ERELT, 2Win 7 7 7 A VITRES D A v
T—UBEHTEET, LRAX Z VT A INRAyE—T DR
ZLUR—FBIWMRETD LI, s LvaREcsxd, ¥
R—hrEnTnDHa 7 LLOFEMIZONTIE, PR — S 5HHE
REL~LV] 22 LTIEEN,

m  Specifying time zone information : CA Risk Authentication Cid, 7 7 itk
ENTAERDEA DAL T, =T B A LY =2 FT21F GMT
A TE £,

AVAN—)L AY J7A)L

Windows DIHA -

UNIX R— X DIZE

CA Risk Authentication 1 A h—/L 5, £ A b—T %
Arcot_RiskFort_Install<timestamp>.log 7 7 A /WIZ, A4 > A b —/)VEFIZFRE L
72T _RTCOERB LI P Arcot 7«4 L7 P UREEDOIER, VYA RU = K
UDIER R EOEITENTT 7 va vk LET, 20774100
1. CARisk Authentication -/ > A b — /L RIEFIZE T Lo 728546,
MRED Y — R &G BIT 5 DIZIEFITENL B F T,

DT 7ANDT 7 )V hOLGATIE. LFO LB T,

<install location>¥<log file name>

<install location>/<log file name>
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a4 I74)LIZDT

AA— Py T Oy 274l

CA Risk Authentication I'X CA Risk Authentication %r—/3 & 7 — R EH % o —
P2 ODY— N EY 2 — /L THERINTNDTZD AZ— T v
0y 77 ANMIILLTFD 2 9083 H D £,

m  CA Risk Authentication — /X A X — 7T w7 al 75 A/

n A — YR 2RE— TS a s T A
INHEDTFANDT 7 )V EOBATIILATFTO LB TT,

Windows DIHFE :
<install location>¥Arcot Systems¥logs¥

UNIX R—RDIGE
<install location>/arcot/logs/

CA Risk Authentication B—/\ RA—r7wF B4 J7A(JL

CARisk Authentication = ZEEIT5 L AF— 7 v 7 (£33 7—
k) ERVEAY 97X T arcotriskfortstartup.log 7 7 A /WIZECEk AV FEJ, CARisk
Authentication ¥— B AN E) L 72 W G4, RBEORKZRET 572012
ZDT7 7 ANDIERDPELEE T,

Z D7 7 A LTl [arcot/riskfort/logger] & 7+ a  THRE I iz v 7tk
BHEDONRT A= 3T _RTCEHa Y —LickoTHIEI SR ET, Zh
SOu S RT A= EFRETHITIE, [ RF2AEH] X~V TH
BIDA AR AT Yy I LAV AZVAEFDOREN—IVIZT 7k
AT DHMENRH Y FT,
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04 274ILIZDT

CA Risk Authentication AZ—k7v 7 O INSA—ANEE

CA Risk Authentication " — XD EEIFFICER RIND T 7 /NT A —HX BI85 H
T2 5k

1. ARCOT_HOME N®D conf7 4 L7 hUIZKENL £,

2. EEDOTH AN 5 4 X T arcotcommon.ini % B & F 9,

3. UTDkZvara77AVORBIEMLUETS,
[arcot/riskfort/startupl]
LogDir=logs
LogFileSize=2097152
BackupLogFileDir=1logs/backup
LogLevel=2
LogTimeGMT=0
LogTrace=0

DLFOEIZ, ZNOHDONRT A —HDFMER L ET,

INGA—H TIAILE Description
LogDir logs TN O T T4 LT Y DO,
3E: Z /3 A X ARCOT_HOME 7> & OFARE /S A T3
(Windows : <install_location>¥Arcot Systems
Linux : <install_location>/arcot/) .
LogFileSize 10485760 07 77 ANVPRERTE DR, M, w7 7741

IMZDYARZET DL LWT 7 A PMER S,
VN7 7 A JL 13 BackupLogFileDir THE L7235 AT EI S
£

BackupLogFileDir

logs/backup | BLLED 7 7 A LA LogFileSize D/ A &R 2 121 T,

Ry 2T o7 al 7y A VPREREENDET L7 MU D

af,

3E: Z O3 A% ARCOT_HOME 7> & DFEKE /S A2 T3
(Windows : <install_location>¥Arcot Systems

Linux : <install_location>/arcot/) .
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a4 I74)LIZDT

INTGA—A

T IA4ILE

Description

LoglLevel

1

P —_OF 7V hOr ZiEbkL UL (FEXNEESN
TR WEA) &

LITOEZfEETE £,
= OFATAL

= 1 WARNING

= 2INFO

= 3 DETALL

LogTimeGMT

07 7y ANNDEA L AR TDEAL D — TR
FTNTA—H,

UToEEEETEET,

n 07— LHEH

m 1GMT

1. BESTHNRTA—=H | IVEREEZHRELET,
2. 77 ANVERGFLTHLEET,
3. CA Risk Authentication V— " Z L E) L £,
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04 274ILIZDT

r—RAEEYX1— Y—/N\ RA—kTyT AT N\SA—4
- AEHE 2 — P RORBRHCFTSNE 1S T A— B ELEHS
% ik
1. ARCOT_HOME N®D conf7 4 L7 hUIZKENL £,
2. [EEDOT XA =7 ¢ & T arcotcommon.ini Z B % £9°,
3. UTok7varz?7ANVOREZIENLET,

[arcot/riskfortcasemgmtserver/startup]
LogDir=logs

LogFileSize=2097152
BackupLogFileDir=1logs/backup
LogLevel=2

LogTimeGMT=0

LogTrace=0

TINEHDRT A—H DFERIZ OV TIL, [CARisk Authentication ¥—/3
2B —KT T al 7yrA4)v] OREBHMLTLIIEEN,

4, BHAHNRTG A —Z|IZNEEZHRELET,
5. 77 ANERGFLTHUET,
6. 7 —AEHX 2 — F— P EEEL X,

Yo ar Ay AL

N o7 var a T FCHERESET,
m  CA Risk Authentication %-—/% o 7'
n F—RAEHY— RO s Ty AL
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CA Risk Authentication H—/\ A4

Windows DIHE:

UNIX R— 2 DIBE

CA Risk Authentication TlZ, arcotriskfort.log 7 7 1 /LI — N2 L » Tl
HEINTEITA_XTOYV 72 A NBIOEET LT 7 a &k LET,
ZDT77ANDT 7 x )V EOLGFIE, UTFDOLEEBY TY,

<install location>¥Arcot Systems¥logs¥

<install location>/arcot/logs/

7E: CARisk Authentication B W —Z{EH L CTT7 7V r—a 0w 7 hkex

ETAHZ LI TEEYA, N0 TIZiX, TV r—2a v ZRA

FLTWDHY— R/ N—F ¢ 77U r—3 3 % —s3 (Apache Tomcat X°

IBM Websphere 72 &) 2MEHAT 5 Y — L2 GH+THZ L1k, 77 &R
TXET,

0 Z IR DT R — 2 TN TS L Y — LR L TRETX
9, RETDHIE, (M RFREHE] X—VTHWOA L RAZ
2T VT LA VAR ABEBRORER—VIZT 7 AT HUEND
R 3 2

0y Ty AN NA Al Ty ANVDRERTARX (O3 FEALD) | Ny P
To7 T4 7 ), aXo 7 Lyb, BIXOX A L AZ TR
ZC, hL—2 X 752NN THENEINEFCcEEd, 2077
ANTHERHENDT 74V MERXOFEMIZ OV TIE,  [CARisk
Authentication ' — "B LW Fr—2AEFH— O 7 77 A VOB %
ST EE,
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04 274ILIZDT

—EEY—/\OnYg J7/LIL

Windows DIHE:

UNIX R— X DIBE

g AEEY— RNV — VEREB LT LSS, FOTXTOT
JvarBIOWELESNTZY 72X FOFFEMIE
arcotriskfortcasemgmtserver.log 7 7 A /VIZFRERSNET, ZDT7 7 A LD
T 74N FOLFTE, LT LB TT,

<install location>¥Arcot Systems¥logs¥

<install location>/arcot/logs/

7 7 EREREEE DT A — % ([arcot/riskfortcasemgmtserver/logger] &7 + =
VTHRE) 37T, BHa YA EFEHLTRETEET, HET
HICIE, (A AREREH] R— THBDOA VAZ A7 Y w7 L,
A VAR VAFFORES—NT 7 B AT HHLERD Y £7,

0y Ty AN INA vl Ty ANDRERRYA X (A NELALD) . Ny
Tyl T 7 b, aXoF Lob BEOY A L AX 7 IEFRITN
ZC, hL—2 X 72NNt HENEINEFCcEEd, 2077
ANTHEHENDT 74V MERXOFEMIZ OV TIL,  [CARisk
Authentication ' — B LW Fr—RAEBHYS— O/ 77 A VOB &
SR TLIZEN,
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a4 I74)LIZDT

CA Advanced Authentication A% 7741 JL

Windows MiHE :

UNIX R—ZDIEE

CA Advanced Authentication ZJEBH L ClEEEIT 5 &, DT X THT 7 3

VEIOMBELENTZY 7 =X N OFERD arcotadmin.log 7 7 A UWIZELER S

NET, ZOFEHRITIL, UTOLONREENET,

TN XD E

n T A= ZDOREE R

B A UVAAUAFR, BIORZDOA VAX AR TEITESINTZT 2
va v

= UDS X ETH

m Xy vyia UT7lbyial vAXEEENEE L MOEHEa
V— UG

ZOT7 A NNOERIT, B oL ) — UNEE L2 WEAICREO FR
BB ETAHAIZTERILEET, ZO77A4NLDF 7+ sOBEFTIL. LA
Tty TT,

<install location>¥Arcot Systems¥logs¥

<install location>/arcot/logs/

INHDO7 7 ANTOr itk fili#Ed 5,37 A —4% %, adminserver.ini
Tr7ANEHEHT DI EICL A THRETEET, 207 711,
ARCOT_HOME @ conf 7 # L ZZdH V) 97,

s Leb vl Ty ANLBIORA vl Ty A VORRKEA X (N
A NHAY) L RbNIR Y T A NNDT —H A TIERICINZ T,
log4j.appender.debuglog.layout.ConversionPattern (Z%f9 5 J B 72 & +5 &
FTAHZLICEY ., av Y —ou ST~ DA T Y N EHIETE
Er e

D7y ANTHEHINST 7 4V MERXROFEMIZOWTIX, Tubs B &
WEHa Yy —Loa s 77 A NLVOR] 28 L TLEEN,
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ubs 849 74 )L

Windows DIZA -

UNIX R— X DIZE

FE: LDAP #t A AT T A 72T arcotuds.war 7 7 1 L% FERE L 7=
BIZDIH, ZDOT7 7 ANDBERINET,

UDS (o—H 7 —& H—E X)) FFHRIB LT 7 ¥ 3 139X T arcotuds.log
Ty ANVICRERESNE T, ZOFHRITIT. LTOLOREENET,

m UDS T — & X— X D

m UDS T — & _X—ZADRERFR

B UDS A U AZUVAEHR, BLOZDA LV AX AL - TEITENTZ
T a v

DT 7 A IIVHNOEHRIL. CA Advanced Authentication 73 UDS A > A& o A
R CE o G A ICMEORR AR ET 5 ) A THRLEHLET, =
DT 7 ANDT 75V EOEGFTE, LFDO LB TY,

<install location>¥Arcot Systems¥logs¥

<install location>/arcot/logs/

DT 7 ANTOR ek fil#lT 25 /37 A —X X, udsserver.ini 7 7 A
NWEBEATLZEICL > TRETEET, TO7 7 A /ViL, ARCOT_HOME
D conf 7 A NHIZHVY F9,

gy LU, gl T ANLBLORA, T A NLDEKRYFA X (34
RNEAL) | A B NS T — B A TIERITINZ T,

log4j.appender.debuglog.layout.ConversionPattern (2§35 iw ) 72 il & 5 &
FTHZLIZED, UDS D FERESZ— DL AT U N EHIETE 3,

ZOT77ANTHEAESNDT 7 4V MEROFEMIZ OV T, Tubs B8 &
X CA Advanced Authentication D2 7 7 7 A L DER] 221 T X
AN
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a4 I74)LIZDT

CA Risk Authentication —/\E LUV —XEBEH—/\OOY J74ILDOER

LIFOFETIL, TCARisk Authentication F— X121 7| TiBA ST\ 5
CA Risk Authentication @ 7" 7 7 A JL- (arcotriskfort.log) DT> kU DK

WZDOWTHIA L £,

5l Description

BALAZ T T MU AR ZICRERS NIRRT, FBESNIS A LY — AR E
ET,

ZOFHRO v ZORRITKRD & BV TT,
www mmm dd HH:MM:SS.mis yy z

AT DOTZAT,

n owww TR ZR L ET,

s mislIIVPERLET,

m z!X. arcotcommon.ini 7 7 A IV THRE LT HA LY — BFK LET,
[Log Level] 0 JICEER SN U OFEKE L UL,
(E7-ITEKRE) FEZOWTCIE, P AR—=FSNA2EKREL VL] 22 L TLEE,

k& ID (pid) T RN Ea Rk LTZ 7 e AD ID,

A2y FID (tid) o M) Au @B LI AL Y RO D,
NV AV IV D Il NSRSl NI = 87 A et/ 3 DY el N AV /A= IV N [ B
AytE— 7Y —7ur— T —NCLoTur JICREINT-A vE—,

FZOA =T ORHREIL,. arcotcommon.ini IZERELT-2 7 L
G:iofﬁfcﬁ D ij—o
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UDS & & T CA Advanced Authentication B4 77/ LD

LFoFEIZ, UTFoarZ 7yA4 oy N OEREZRLET,
m  arcotuds.log (UDS© 2 77 A /)L)

= arcotadmin.log

(CA Advanced Authentication 27 7" 7 7 A /1)

¢l

BELES ST/
-y
(Y I74ILN)

Description

BAIAB T

%d{yyyy-MM-dd
hh:mm:ss,SSS z} :

T MU u gk S NERZ T, 2oz MUIE
TFVr—vary =X A L= R LE
T, ZOEHOve Z7ORRITKRO LB TT,
yyyy-MM-dd hh:mm:ss,mis z

ZZ T,

m mis I IIVBERLET,

n 2 IFAL Y= ERLET,

AL RID

[%t] :

O M)A CE LA LYy RO ID,

[Log Level]
(E 72 IXEKE)

%-5p :

o ZicEE SNy N OEKEL UL,
HACOWTIE, THR—PFSND2ERELLV] &
ZRLTIZEN,

=27 F A |%5c{3}%L): v V7 xR MEERLIZE T—DARTTY,
Avl—Y %mo%n : BB TR S 7 7 A MRS NS A v —,

FAE—VOBREIZ. v T A MTRELTE
a7 LUl Lo TRRY 97,

ubs 2 77 A NVBIOEHa L Y —)L a7 7 A )L® PatternLayout
IRTA=BHIAZ A ZXT2ITE, LFOURLZSRRL T IZE0,

http://logging.apache.org/log4i/1.2/apidocs/org/apache/log4j/PatternLayout.ht

ml
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a4 I74)LIZDT

HYR—hESNEZEKRELANIL
72" L~ (BEAE L~L) %M L C. CARisk Authentication &2 7 (Z{%

FENDEROFMO LNV ZIFETEET, £, ZOREICLY,
ng 77 ANHPERT LHELFIETE £,

H—N AT TJ7MILDERELRNIL
TR, =" u s 77 A VTHBLT 20 7 L)L ERED I

TRLET,
[Log Level] Description
0 FATAL CA Risk Authentication "— B A DZEROE T 25| ik Z TR HEMEN H 5 |

HRCEEARTERT T —IZZZ0ou 7 LV L £,
FATAL LU Gl Bmiy2 B2 R~ koA n e 7tk I nE 7,

1 TE S AN A g AfﬁJ% BTEMIZA E 720, 3 L OB ATE C FATAL
() TIEAWEBECIZ o 7 LV R ER L £,

2 INFO TUHA L ARY MNIETAEHREISET 258 IcZ0on 7 LV
EF L9,

EWVZNIE, ZoFHRIE. T U =2 a CoEBRILZ R L £,
HEPRIRDLUS i KON EFENET,

), (FI, FEER SO — KR
n =0T RT 1,

. T ERADIKEE,

n = EOTatRDIREE,

722X, VA MDRZEINTEY, LI TWAZ 2RI 72
WCHEICREE SN e 7030 F9, T bonr X INFO L~ULTHR

RENFET,
3 LOW TRy JHHTHEHEMERZ 0 7G58, ol L-ULafE
DETAIL HALET, i, 7tzthE«)TkJ:U*fw/\ﬂ:ﬁé@%—f{mié‘ihé

Sandh £7,

En T LV ERET DAL, ENED S EEENEHDOLLDA v E—
UHLAR—hENFET, 72L& 2L, Loglevel 283 LHREINTWAHEEA,
FATAL, WARNING, B LNINFO D1 7 L-ULZ O A v+ — §IE
SNET,
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CA Advanced Authentication A% J7A/JILHE LV UDS BY T7AMILDEKRELANIL

LFoFEIZ, UTFoaZ 7yA4 oy NI OEREZRLET,
m arcotuds.log (UDS© 2 77 A /)L)

m arcotadmin.log (CA Advanced Authentication © 2" 7 7 A /L)

ESBEXDEDE=Y (B VA

(E72ITERE)

5l = Description
(AT I74ILRN)
B A I AH T | %dlyyyy-MM-dd T MU Re sk sniZ T, 2o hUIiX
hh:mm:ss,SSS z} : TIVr—vary =N OH A L= LE
9, ZOFEHOa Z7oRXIFRO LB TT,
yyyy-MM-dd hh:mm:ss,mis z
ZZ T,
s mis I IIVPBERLET,
n XA Y= ERLET,
21w KID [%t] : o=y M) Eua ik LIz ALy RO ID,
[Log Level] %-5p : o JIZiisk SNz MY OBEKE L,

FEACOWTIE, THR—=FSRDERELVV] &
ZRLTIESN,

af— 77 A %-5c{3}(%L) : a2/ VT A NEERR LTz T—D4RTTT,
Ayt— %m%n : HiEE T 77 A VTR EIND A v E—,

FAE—VOBREIZ. v T A MTRELTE
a7 LUl Lo TRRY 97,

ubs 2 77 A NVBIOEHa L Y —)L a7 7 A )L® PatternLayout
IRTA=BHIAZZA ZT2ITE, LFOURLZSRL T 2S00,

http://logging.apache.org/log4i/1.2/apidocs/org/apache/log4j/PatternLayout.ht

ml
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a4 I74)LIZDT

05 LRILOYUTIL TR

L FoY 7 &7 2 3 - Tld. CARisk Authentication 2 7 7 7 £ JLIND Y
T &R (el L)L R2) RLET,

FATAL
May 27 18:31:01.585 2010 GMT FATAL: pid 4756 tid 5152: 0: 0: Cannot continue due to
ARRF LIB init failure, SHUTTING DOWN

FE
May 24 14:47:39.756 2010 GMT WARNING: pid 5232 tid 5576: 0: 110000: EVALHTTPCALLOUT :
Transport Exception : create: No Transports Available

INFO

May 24 14:41:43.758 2010 GMT INFO: pid 3492 tid 4904: 0: 109002: Error in
ArPFExtRuleSetEval::evaluate Could not get user context (two parallel requests)
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DETAIL

May 25 10:01:28.131 2010 GMT WARNING: pid 1048 tid 3104: 8: 0: Error in
ArRFCaseStatus: :startInit: No data found

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : Entering USERRISKEVALVELOCITY Rule Evaluation function

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE: VELOCITY DURATION=[60], VELOCITY_ DURATION UNIT=[MINUTES],
VELOCITY_TRANSACTION COUNT=[5]

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : Entering UserRiskEvalVelocityRule
durationToTimeConvertor

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : Exiting
ArUserRiskEvalVelocityDBO: :decisionLogicForUserVelocity

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : Exiting UserRiskEvalVelocityRule
callUserEvalVelocityRule

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : USERRISKEVALVELOCITY.RESULT=[0]

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : USERRISKEVALVELOCITY.DETAIL=[RESULT=0;TCOUNT=2;
ACT=mection]

May 24 14:52:01.219 2010 GMT LOW: pid 2132 tid 1356: 0: 111004:
USERRISKEVALVELOCITYRULE : Exiting USERRISKEVALVELOCITY Rule Evaluation function
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—

RiskMinder IZ. m U A7 DT 77 4 7 4 ZB5 <201, BNV ES L
UlP%::x&%ﬁ?ﬂ%Li*h b DOERET, U\T@HE’JLD‘—/I\J*‘
FOIPT RLAZERLET,

n T Ra—PRT T ol U R MNIEHEEEE TN T 7R
LTWRWZ & &R 5,

n TV R a2—PREBICARE/EE L VRS BEI L TV L ik
BT 5,
n T Ra—¥RESOEREZRL TN L 2HERT S,

R TR a—YRT T Y ARNIEEZIPT RLANST Z7EAL
TWRNWZ & EERT 5,

BRSO T 7 v a v EARETEET, 2L, REfTAEIX
X274 F—ACexFa T A REOFREEZEELET 5, i/F:L~
PIIBINFEAEZ BB BRI 5, F2I3BICT 7 v A2 ST 572 En
HYFEI,

Z OfHETIE. RiskMinder TO IP HIERAINL ET— é?kJ:U“?ET IPF = v

7 OMEHIZOWTHBILES, b2 >ORE . RiskMinder ®
Kﬁﬁ%ﬁiﬁm)xﬁ77?%&%@}%:/T~3/}@10§%

fliLE4, Zhbid, RiskMinder OEEED/L— L ED—HE & L THRES
NHUTOF =y 7 YR —bMLET,

w  HIEAONZE (EREY A R)

n TV R a—YDT IR AGFTOER (V—r Ry y)

n T =AY T JFERIPFAT)

n FHEFICLo TERSNELRIP JEGIPT FLA YR

18k A BN B RS KUVT /ZIAF DT —45 447



MBMMERLUVT/ZIAHFDT—RIZDLT

ZOMEETIE, LT ME y ZIZOW T LET,

s HFNES LT ) =~ A FOT— XD\ T (P.448)
= RiskMinder /L —/L COMPEANIE T — & OfFH (P. 449)
nm T )=~ AP T =Z O (P.454)

m FERIPT FLAUXNOREA (P.455)

HIBMMNERS LU 7/ ZIRATDT—R2(ZDL\T

BRI EE R ARt T 2R v 7 B¥ETH D Quovainc. 10 H
RiskMinder O HIFRHINIE R L OYT /) =~ A ¥ T —Z NS TnET,
Quova IX. A FD X A 7 DF —H % RiskMinder {22 L T\ FE 47,

s HEONET —F., ZOT7—XIFREE, R, KEE, BH, BLOHKX
HIAZ > THIPENFLET, T 74V FTlE, 20T =X
Negative Country Check /L—/L, X35 X T} Zone Hopping Check /L — /L D
BEOHAETHEHAESNET, £/2. Z2OF—F I —L EAFZ O HIC
E0fEREShar—cb A cEEd, EEHRXIHO=L 22k
EM T ELT 7|8 ARA Y P TOF =y ZIZTHRLBLET,

s BEER. PIXENTI—T 4 T AT B A A 7 B XA
FORFEEIC L S NET, ZoFEREFC—T 4 7 XA 7)) IF,
HERRONLE MO Z YA T T 2 oIk r b E4, =& 2E, Bk
A TH [Satellite] THDHGH, 2—FOHINIMEHE TEEHA, &
Bizid, HPRRE B I OFRAEH TxX T, =750,
[Cable] . [DSL] . BV [0CX] 72 EPOEEHR X A 71X, £ D
A v 2 —F%y b TH Y PETRORBITBEREND DT, RIE
T2 ORETI DAl IHEL 720 £, REfTAEZHMET 5729
WZZDOTFT—HEFEHTEET,

m T /=AY T —F, Quovald, LATIERDEETE 50089
Wrd B7DIZIPT RUADERE/2T A NEFITLTVWET, ZOT R
FO—EE LT, QuovalZd—EDIPT KL A% [7 2=~ &L
Tl LET, ZTORT—HAZFFSTZIPT FLAE, =2 K a2—
P OARYOGFEET =D SNEA e & LTHMEDT
A MERPHTWET, ZHEIMT LLEOHMBRIETHDL Z &%
IRLTWE DT TIESY EHAN, NI —FRZOHFEEL
TWAHZLERLTWET, ZODEHY) A7 772 ADAREMER H
HTEERLET,
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RiskMinder JL—JL CO#IRFYGIE T —R2 D5 B

RiskMinder JL— L CO B GIE T —2DEFR

BEEFIVY

ZoEZ v aryTiE, LFTONEFIZOWTHHALET,
» LU T RiskMinder /L— /L Cfifi il S 2 HIBRAONL B 15 ],
m Negative Country Check (P. 449)

m Zone Hopping Check (P. 450)

m  Quova IL—T 4 U ARERAS IP T R L ATk U CHR R 2 HiER A
NET —H,

m IPIV—TF T ¥ AT (P.450)
i XA 7 (P.451)

w  [ARLHUE (P. 452)

m b (P. 453)

m K[ (P. 453)

BHay Y —LD[VANT—HBLOATIY v B 7 OEH] ~—
CEMHALT, MY A THDERLTEHEZBNEZIXHIBR L CHEAEY
A NERECTEET, @Y., ZOVANMNI TZEBAMILPOEAD
PREOAL A L CRICHERSNAEDY 2 L TEHETEET,
Flo, EGL—LELTHERAL, HESEY X NNODEOEOE v h D
ZUAMTHZEHLTEET, @I O%E . Negative Country Check
=V AR —AD— )V LB GO T — A BEHITE £,
— BT 7 & AFHENC W T, =T, KV ER& e A T
T A% N AT HDICFEREORIELY A7 7 KA AL L TERINE
T, ZHNHORPT, F—RIERES N ETFA,

18k A BN BE S EUVT /AT DT —4 449



RiskMinder JL—JL CO#IBFIGIE T —R2 D {E B

J—2 ikwELY Fws

LT OREE X L O IL. Zone Hopping Check L— /L TR S Ez 4, =
DON—IVE, 2—FRT 7 BRHEHALZIPT RLANGERT S b T
YT g U ET ) DI E R e BN LB e A T e
LET, =2—FOBENET L5, 2 ABRT IV MIT27EALT
W, FE =Y RSEICEZITRE > TEOOARY DG 2 ET 729
WA U7z &I 2 02038 W £, CA T, Zone Hopping Check /L—
IWOEZERIEESINTWDET 74V MEICRET D Z ENLHMGT L2 &
EHELET, RT3 —<RHESNWT, HFEDZ—Y R— 2D HEff:
T DI DONL— VDR EEATET A LN TEXEST, T 741
RERE TIE, O —/LIFEH O 0.02% TS d 2 &2 £9,
Z DO — )V OFEFREIOEIE 1T 10:1 AN 2NE B T,

IPIL—T 42T BAT

PI—T 4 T XA TE, 22— OB IPT KL RO E—ET 5
AREMEZRET D IPT RV ADRMETY, UTORTIE, IPLV—T 4~
7 ZA T RERMEICOWTHA L9,

P IL—T 4T BT

B2l

fixed

=W P I —F LR CHATICH D £,

anonymizer

=PI, T ) =~AY T 7T 4 BT 1Tk L THEORE RS H T
HAxy bNU—7 Ty Z7RNIch 4, ZhiE, 2—FNT I THa—
PRI T7 4w BB o T A5 RAEFEHTHZ LI
DARYDGIHTZR L TWD AR S HZ L2 EWR L £ T,

aol :
aol pop
aol dialup

aol proxy

Z—HILAOL F—EAD A L ATT, Quova IFiEE AL DEEZ—HD
E A& 9, EHEVFEMAEE RG] TE £% A, GeoPoint
AOLIP Tl&, HAMZ2Y/N (X WNR) ITE->TREND Z EITEEREL
TL7EE0,

pop

I ISP ~F A T L LTED . IP DBFTONT ATV D AfHEMEMN
HFET, 2—PITHFEARERZEZ T ATV LTS ATREMNR H
Dij‘o

superpop

2 —WPIIEIOEE IR ETITEEDOED ISP ~Z A4 T /LLTED, IP
DIGATOUT K IZWRWRIREMEN H Y £, = — VIR 725 R 28 %

THAT VL TWDARERH Y £7,
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RiskMinder JL—JL CO#IRFYGIE T —R2 D5 B

P IL—T 4T BT

Bl

satellite

BEARBRIZE-TA v ¥ —3% v MIEERET D2 —, F72 13 B
BT BIERBP NNy VAR — R T a NN, X TA X —Fy NI
o2 —%, WThoGEESL, 2 —FIHEDOE— LA ¥ — U NOL:
BEOWATICWE T, Zhidads KE Bl R ONET,

cache proxy

2—WFA B —F Y NT T L—REZar T o VEEY—E
AZADWT NN LT rFrEnEd, 2—FHMEBEDOHEFTIZW S A
BEMENN S D £,

international proxy

BEOENOD N T 7 4 v I BREENDL T BF T,

regional proxy

1 ODOENOEBOHIRNSD N T T 4w I NEENLETaxy (7
=< AP TIERY) |

mobile gateway

NIV 9 I AV E =Ry h~ENA N TN e 57— b U=
Ao ToE 2 WAP IIHEERE T A Xk > TE s 57— b
v AT,

unknown =T 47 Ay RO, F23 BB Tl TE A,

ERAA4T
PG A TNE, TARAARAFEZT T TAR—=FLAN EXT Y w7 f o H—
Fv b Tang FOROT—28wE R LET, LLFORTIE, B
A FNAEH FTREZREIC DWW TR L £,

o e e EL)

ocx THUE EE LTKRHBEARNy 7 R— X U TIC Lo TEHA IS 0C-3
[, oC-48 [MIk/n 2R LET,

tx ZHCE, L OFNEEIC Lo TEEFEHINTHWA T3 EKB IO,
T-1EBAEENET,

satellite ZHUE, BRI &k E IR EGE R O O B E 1k T e — R
N R VU7 52RLET,

framerelay TZL—2 U L—[FEKIIMKEOLDONLEHEOLDOETHRHY, T-1D
Ny T o 7TERIFRBLE L HEAINET, FEAFOEAE. Zhb
EEEREY 7 O, GeoPoint TIXZED LI ITHFEINE T,

dsl TUHIVINMAERE T 1 — RN RlalE, ADSL, IDSL, 35 L TNSDSL 235 &

NWES, EE. HEIT 256k ~ 20 MB/F) O#IPH T,
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RiskMinder JL—JL CO#IBFIGIE T —R2 D {E B

o e ERER

cable =7 TFreaettlil ko TRk A S —T7 0 5L T a— K
RE#, HEEIL 128k ~ 36 MB/F) T, 7 —7 /L BF L AA v FIThnD
ﬁﬁa:iof%b D i‘é‘o

isdn = RBET VX INVREOEEERR T 7 ) v YT, 128K/ DR E &
A— K~ L. IMB/BLLEDHE #1725 ISDN ET 2B L OAAL v F %
ERL £,

dialup ZOHTITVIE, Sek/PTEMET ALY a—~v XA TAT v EF A

ANR—2%F L ET, 731 ZIZiE Earthlink, AOL, 3 KUY Netzero 7°
GENET,

fixed wireless

SEHFOGHNEE SN TWHEEYVA VYL AR ER LET, 7T
U |Z1X. Sprint Broadband Direct 72 & WDSL 7' 12 /XA Z 33 L OV B
WiMax 7' 34 X NEENET,

mobile wireless

CDMA, EDGE, EV-DO 77 / 1 Y% ¥ L7z Cingular, Sprint, Verizon
Wireless 72 EDENT— %y NU—27 Fu s/ ZERLET, HET
19.2k/0 5 3MB/PE T F XL T,

unknown GeoPoint &t ¥ A 7 HUSG TE 7eino 72, T3 2 A4 70 Eid
DO CHEAITE A,

[B] R 1R
FNRARAEZTT TAR=FLAN E T w7 f 2 —F v b Tag
X DM OEEE Y A 7 (P.451)DEE, LAFORTIE, KB Z A 7 Oalfy
W AFE FH ATRE 2RI DWW TR L E 9,

EIF53EIES g BiEHRAAT

high OCX, TX. ¥ X Framerelay,

medium Satellite, DSL. Cable. Fixed Wireless. 33 JTXISDN,

low Dialup ¥ & O* Mobile Wireless,

unknown Quova (ZAFR R EF R A CEEFHATL,
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RiskMinder JL—JL CO#IRFYGIE T —R2 D5 B

Hh s

KR

fHE E. Quova ITK[E % 10 DHIFRAHITIZ /3EI L TV ET,
w JBIR

PR TR

» PR

LI N ]

LI Y]

» g

n UfE

LI i

m  KEE

= P

584272 U A Mi&. Quova Extranet ® Download -z 7 * = > ® Reference Data

WZHV ET, EHERICOVWTUNIINODTHFAN 774 LV ESRLT
<TZEW,

Quova (X 8 DD KA L £7

s TT7UR

n Pl

s TV

n F—ALFUT

B I—n0 N

w Bk

n AT =T (ATRVT, 27axy T, RIRVT)
P

85 A HIBHEER LUV T /=AY D T—43 453



T/=RAY T—2DEH

T/=RAY T—32DOEH

P7 RLAHLT )=~ AVDAT—XATHETEET, L—IlEE
NH7 ) =<AFIPOFATERETEEST, HEEIP XA TOHT Y
XD EBY TT,

w B

n TIT 47
w BEE

m T A_—}
w HTIT4T
= A

N—IVERINTNDT 74V MIRET D0, ERITEEEIPEZS Y
TIHZ BB LET, T/ oA TOMERIX. %7 LHILGRETT
IEMERTDOITTIEILY THEAN, 2—FRASOHHERLTNDHO
TIHFEIIARETT, & 2E, 2—FRFAIIN TV RWENS 7 — 4
W27 7 EBALIZY A4 B RAETE L TOZRWHIE O BT 08 =
T UNIT VAT AR EORIICEET LT VT A BT 4 IZBML
TWABERHVET, ZoL—Ldby hRT, = K a—HFDR—
F 74 VA ko TEEBLZZFTEDOT, WAZICL > TRELLLEH L £
I, L. T = A PICHESNWE L E 2 —2K (35 01% (1000 D kZ
Y ardHb1o) T, BREAORIEIX, KER XU D= —
P D 20:1 M5, @k BRI 100:1 £ TRE S BARDERENRDH Y £,
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IERIPFZRLRYRLDER

IBEHRIP7RLRA YURLD{EF

Negative IP Check /L— /L%, H—D/L—)L T2 DOERELZ FEIT L E7,

n ZON—VE BT ) =~ A T O ALy R a—H
DIPT RLAEZBELET,

n ZON— U, PR T T VN TERINTWDHEFAD 1 DI2HH 0
EOMEMERT HT-DICERT HDIHEGIPT FLA VR FE2BBLE
£

BHa ) —NLD[VANT—2BIOITI) v v B 7T OEH] R—
CHEFEHALT, IPT FLAZEHFIP T RLA U X MoBamTtexd, 7
Ty UANMIEASTZIPT RVAHDNL—=NLVDIRT p—< 2 AL, ED
X2V A MEEHTINDKFELET, @, BT 208N H 5K
EFEITERRT 7B ARRELTLGAEITIPEZY X MEML, EY7
ZI—PNRT I RAEZERLIEGEITV A M6 IPEHIRLET,

F: R I vy VR—hERNT 2 N a—FRT ey 7 E03
Rk BOR SN AR TE £ T,
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ﬁJI

{F6% B: H—/NUJLwia B LU BERFHHA
AHDHY <)

REEWZIT) & P—_"ZHER LARTER 02 WEAEN S HD £
T, mEZIE N T ANEERT HGEETT T, =" HEEHT
AVERHY £, Fo, BEHaL Y — L AR L TEE AT 1285
WZH, P—N"EHEEBEZIZY 7Ly v aT M ERSLLILERH D £,
ZOXIRBE. BEHa Ly Y= ARMEILCTY 7Ly v 2 FEHE
sk olica—icmEmL £9,

F V7L amBIRLICGE, —"OX T X A4 NI ELE
Hh, FEAEDOREEETIE, V—"OFEHIAETT,

UTORIZ, RELEZIT72BIZY 7 by v F3HESN LI
DY =N EA7ZRm LET,

)Ly
oo

BRY BEY

UDS 5t D% iE

UDS DR E
JEYEDREF 5L DR TE
T AN v —)LDRE

T 7 4V MO E

THY N ZA T OB

TN ZATOEH
TN 2 AT OHIER

THT N ZAT~DI AL LEEDIEN
BT A—/VEFEDF AT DRE
FEARBRER Y > — DR E

Web H— B2 DFRGIES X OFFAT DA 2k

NENERNERNENEBEREREEREREER
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IEHIPFRLAYALDFER

2R

)Ly

B

[V AH U AGRE] RX—T TOLL T OFEH

s EXUTHR: P svaruelFoLr s MY v—g—
N—BAdET A X (NA FEND) . T I varvl RNy I Ty
FF4VL I N ZALARE LT H GMT Tr 506k

n T IR R/MERE ROKERE,. ROKIBAEHE

[ AL AGRE] _—T TOLLTFOEH

n A URE AR

s OXUTHER: v L, FL—X a7 OEML

n T —F - (B BRORESRR . RRBNEERE &4 <)

RiskMinder #&#5e/:

T ATy FRRREHERY

7ok a)ViRiE

(\

JL—L ¥ hOVERK

<\

R L — LB

L

JL— LD 5T

JL— L DR

Z DMLDOFRE

ETIVRE

aA—LT T MRIE

BB~ DT

KRR DVERL

HRfk > T

X 2 — DO FTHIERK

X 2 —DHIER

NIENEBNEREBNEBNERERBERERE
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T8k C: RILFNAXFELUVESIEESN
BDINTIA—A

RiskMinder |% UTF-8 Z%-"/h— h L CWE 9, Zit, == 3—¥H /L Unicode
TraA—T 4T AFXF—LDFER8 Yy o a— NEATYT, 7

ERxrya—T 40 7128oT, SEIERAS MEFRHL T Y
Nz a— RT&Ed, UTF-8 DFXEIZ DWW TIL, [CARiskMinder -7 >~
X p=B LB R D A A M—=LDWEfF] 2B LT EE

U,

RiskMinder TlZ. N— R = 7 F7213Y 7 h 7 =7 _— 2 DB F — Z D
L b TE £, BT A2 AT 5 2 L ABRTE, L
AP VT FHR b TS BRFT D0, BBLSNET — 4 &R
RYLMERETHZEbTEET, UTORIZ, B bBIU~/LF
SARLFOT Y aA—F g FICERTE BT A= S ERLET, &
Tou NI A—SIHHT 5% =R, F—FHATE D LDV T BT
LET.

INTA—H BES 1k HSM HiR—bk [F— LRV [F—24T [ TILF/NAF
a—P4 F7vary O ek OrgKey O
a— e A7var |O FELER OrgKey O
Action x x 7L 7L x
OrgName x x 7L 7L x
DevicelD x x Ja—r [EE-HNE O
Device Signature x x 7L 7oL O
CALLERID x x 7L 72 L O
CONFIGNAME x x 7L 7L x
CHANNELNAME x x 7L 7L x
CLIENTIPADDRESS x x 72 L 72 L x
AGGREGATORNAME | x x 72 L 72 L x
ASSOCIATIONNAME | x x 7L 7L x
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IEHIPFRLAYALDFER

INTA—A 51k HSM HiR—bk [F— LRV [F—24T |[TILF/NA+
ACCOUNTTYPE x x 7L 7L x
MATCHEDRULE x x 7L 7L X
LINESPEED x x 7L 7L X
CONNECTIONTYPE x x 7L 7L x
ANONYMIZERTYPE x x 7L 7L x
IP_ROUTINGTYPE x x 7L 7L x
Rule Mnemonic X X 7L 7L x
Rule Name x x 7L 7L O
Rule Description X x L L O
ACCOUNTID x x 7L 7L O
PARENTUSERID x x 7L 7L O
ERROR MESSAGE x x 7L 7L O
QUEUE NAME x x 7L 7L x
QUEUE DESCRIPTION | x x 7L 7L

CASENOTE x x 7L 7L O
3IDEXF2T VAV

ACQ_BIN x x 7L 7L x
MERCHANT_NAME x x 7L 7oL O
MERCHANT_ID x x 7L 7L x
MERCH_COUN x x 7L 7L x
MERCHANT_URL x x 7L 7oL x
XID x x 7L 7L x
PURCHASE_DESCRIPTI |x x 7L 7L O
ON

PAN x x L 7L X
EXPIRY x x 72 L 7L x
MERCH_CAT x x 7L 7L x
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IEHIPFRLA YR LDFER

INTA—H i Sk HSM HR—b [ F— LA [ F—424T | 2ILF/ (b

TERM_URL x x 7oL 7oL x

PREVTXNDATA x x 7L 72 L x
UTFDORTIZ, NTA=ZBRILFL/PLFE2 XA L7220, B8OV
R— RN CRRINDNEIDERLET,

18545 ;ﬁ?ﬁé;j\\j@ﬁz LR—hTORR

a—H4 O O

a— g M O O

Action x O

OrgName X O

DevicelD x O

Device Signature X X

CALLERID x x

CONFIGNAME x O

CHANNELNAME x O

CLIENTIPADDRESS x O

AGGREGATORNAME x O

ASSOCIATIONNAME x

ACCOUNTTYPE x O

MATCHEDRULE x O

LINESPEED x

CONNECTIONTYPE x

ANONYMIZERTYPE x O

IP_ROUTINGTYPE x

Rule Mnemonic X O

Rule Name X O
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IEHIPFRLAYALDFER

ING A4

AXFENXFHAR
AENIZLN

L R—bTORT

Rule Description

X

ACCOUNTID

X

ERROR MESSAGE

X

QUEUE NAME

QUEUE DESCRIPTION

CASENOTE

OO0

IDEXF=2T VAV

ACQ_BIN

MERCHANT_NAME

MERCHANT_ID

MERCH_COUN

MERCHANT_URL

OlO0|O0[O0]|0O

XID

X

PURCHASE_DESCRIPTION

X

PAN

EXPIRY

MERCH_CAT

TERM_URL

PREVTXNDATA
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fTEx D: BEBRE

ZOfHER TR, BEHE O, 35 1O ARRFCURRCONVRATES 7 — 7 /LD
AF—<IZOWTHHLET, UTOME Y ZIZOWTHIHLET,

m ESHE oW T (P 464)
n ST —T L (P. 465)
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BEBREIZDONT

BEBE|IZDINVT

5l 1

5 2

=V ENFEFER LT, T Uo7 v a & EL— LV TRRE SN
LEVESFEE T 51— L 2% ECE 7, Mikicx L TRESN
HEBRECTLEIVESREAIEETEET, Mo varo@EEs
HHEm 75>5§i7‘£6%é} NI va @I oo varomg
2> DA O R I BEIICRE S E T,

FEEDT ¥ RNV T—HON— WA 2T 2 & ik HERETL
SVMEAKEEZEE L, B OBmETLEVESREAIEET D2 LN TEFE
T, FTOXIN—NARNETENDE, TV T varoBEEIILE
WESFENEESNBE LR ENnNET, BT 28556, TS
Ta UBFHITFOBEDO LEX WMESE L EELERINET, ZOHEA.

WAEBREIIVNELY FHA, 72720, —HLRWEES, hT o7 g
VAR E T AEREI A éhfﬂ%%@@%f%ﬁéﬂtb%w@
LI ET,

BEE: AEEETLIWVESHO 1 SARET D I LITHHATT,

UTOBITIE, ZOEENED LS IZEET 2002~ LET,

RO M BIRIZ USD T A, L EVMEASZEN USD, JPY., BLNAUD T
Ef?pé/lz~/1/7!f: RELFELZ, UFOYF I ATIX, HEO T %7 g
VHIZIREBREN DO L ) AT EHRA L £,

m UFUF1: TV a0 USD TiftThbivCWES, RIS
TarOEENHEMMOREERE LR U THLH-O, FEESINLZLE N
ENEEREOER L TCHEHAINET,

n UFUZF2: T UV Y g FIPY TR TV ET, IPYIZLE W
EEENMNMEESNIEBED 1 O>THLHED, N TP r v a 45T
WY DL VMESREE BRI E T, WEBREIIZ OV T U AT
I EHY FHA,

n UFUF3: RT3 UITEUR TIThILCWET, EURIZL X
VMESEEN IS E SN BED 1 STIE 20 EH, NI r o a i
BIXFE T EUR DS USD IZHAHE S 31 E T, USD THEE &7z L & VWED
eI S v E T,
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BEBMET—IIL

AR O FE R RIT GBP T8, L X VMES%KE) GBP, JPY. BLUYAUD T
%6»~w% RELFELZ, UTFTOYF I ATIX, O T %73
VHIZIREBREN DO X Y 1T A 0 EHA L £,

n UFVAF1: TV g U EGBP Tf T CWET, R UYS
arOBEENHEMOFREERELR U THLHZO, FEESNLZLE WD
EABEEREOVER L THEHRASINLET,

n UFUF2: NIV T g R IPY TIThILCWET, IPY XL EW
HEKENIEE ST 1a @IO’C%%SK&') N UW Ty a R
WY DL VWMESFE BRI E T, BEBREIIZO T VAT
IV EHY EHA,

n UFUF3: FTUV T a ITEUR TIThILCWET, EURIZL X
VMEARAD i éh?‘_a_ ED1OTIE V=D, b r7 v avi@
EITET EUR D USD (T, £ D% USD 205 GBP ([ZHE ShvE 9, GBP
THREIN-LE Mﬁzxttﬁx EHINnET,

BEBRET—TIL

TRTCOYR— FENTWHEEOHE T — (L, ARRFCURRCONVRATES
T —T7 WATRTFE S VE T, ARRFCURRCONVRATES 7 — 7 /LiZiE, b7
7 a VIBEBIOMBROREEREN R D L XIC [&5E] 74—V KD
EELETH-DIFHEINEERET — 2N EaEnEd, UTox
Tl%. ARRFCURRCONVRATES %——7“/1/@% WZOWTEH LET,

5| £ ER =
VERSION L—h =g 1 DIEDOEERL,
CURR_FROM BHEANBESIND F TV 7 g @O |0~ 1000 DIEOFEHL,

3HTD IS0 HE = — K,

CURR_FROM_STR

SRENBBEIND T Uo7 g VIBEAD |3 CFO T,
3LFDOISOEEa— K,

CURR_TO SRENAE SN EEHO 3H7D 1SO@E |0 ~ 1000 DfE D%,
a— K,

CURR_TO_STR SRANE SN DEEH O 3 T 0 IS0 WE | K 3 LFO LTS,
a— K,

CONV_RATE CURR_FROM & CURR_TO E£7-1% FH
CURR_FROM_STR & CURR_TO_STR D#a%k L —
[N
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BEMET—IIL

el

5168 =t

DTCREATED

CONV_RATE fE23MERK S 4172 H FF,

CURR_NAME_AND_NO
TES

T DA RFRC S

ARRFCURRCONVRATES T—IIILEFE R T A= DHARSA>

ARRFCURRCONVRATES 7 — 7 /W& H T HBUNIILA T O A KT A % i
HALET,

77 4 )Lk TlX.ARRFCURRCONVRATES T — 7 /LIZ T — X IdH D £H A,
RiskMinder Z BB L7-%I2. iZ2 ZDOT —T VI AT T AHLERH Y
i‘é—o

WA L — M. F5E 4172 CURR_FROM % 7-1% CURR_FROM_STR &
CURR_TO % 7-1% CURR_TO_STR ® 1 DD HAr DB E & L TIHET 5
VDD £,

ARRFCURRCONVRATES 7 — 7 /LINDHAE L — 21X USD D AT
CURR_TO F£721Z CURR_TO_STR Z 1 — K9 2 ME R H Y 97,

e DM EHE N LB 2GS, 728 Z X EUR 25 JPY TlE. %1%
3 EUR 725 USD ~DHABE L — F 2 {# ] L T EUR 7>5 USD IZH#aE S,
WRIZ USD 725 JPY ~DHE L — h iz L T JPY TOL%E % BS
LET,
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{14% E: RiskMinder TS—®MDr,S5T )L a—

FAH

Windows DIZA -

UNIX R— X DIZE

Z OFfFEFETIL, RiskMinder O FEFIZ AT 5 A[REMEDS B D = T — & fiflk
THDIESD N T TN a—T 4 T FIRICOWTIEHALET, 7
TN a—T 47 FE w7, RiskMinder D% =2 AR — 3% MZEEDX
LFo X olzmEaInEd,

m oY —Lox 77— (P.469)

n 11— F—F% Y —E 205 — (P.473)

NTTNY a—T 4T XA ZEITT HEINC, RiskMinder 77 7 7 A
IWNTZT—NHHENEIMEHER LTSN, F74/)L AT, v
T 7 ANMEITRXRTUTOT 4 L7 MVIRFEENE T,

<install location>¥Arcot Systems¥logs¥

<install location>/arcot/logs/

LA FDOFIZ, RiskMinder 2 R—R > "DOF 75V s al 7y A V4%
~LET,

RiskMinder AV R—R Uk | 774ILE ERER

RiskMinder $—/3

arcotriskfortstartup.log D7 A M TRTOEE) (F— 1)
T aryRitekSiLE T, RiskMinder
P— 2N EE LRWIEE, BEORRK %
BET A7 DI D7 7 A IV ORER ST
ISEIC
=TI NI XTDOY 7 =X I,
arcotriskfort.log ZDT7 7 ANIIE, AZ— T w7 DEIT
Y= NTUHEINTTXTOY 7 =X R
kS NnET,

EH O —)L

arcotadmin.log DT AT, B aL Y — LOERE
MNELERSILE T,
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BEMET—IIL

RiskMinder a>iR—2k

271IL%

At EA

B s

arcotuds.log

DT FANMIT, —Y F—H F—E %
(UDS) DFEN RSN E T,

7 : RiskMinder @ 7 7 7 A )V DFEAIIZ DWW TIX,  TRiskMinder D& 7 |

AZMLTIZEN,
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EEIVY—ILDIS5—

BEIOVY—ILDIS—

fi5] e

[RE

FRIRTTI&:

fi5] 2

JRR

FRIRTTIA:

MA (v RZEBEE) L L TEMay Y —icul (o TxEdAi, UT
DA E—URNERENET,
[CoEBET T Moy 7 SRTWET, |

RO TN AY = R LT FTSh TODREAIT R A B X TRRGEL
Lo L LIEmREERndH v £,

DLTFDOAZ )7 MR LT, RBaroa TR (F 7136805120 % 01C
Vv hLET,

m  MSSQL Server DIFHA
update ARADMINBASICAUTHUSER set STRIKECOUNT=0 where
USERID="'MASTERADMIN';

[t

FAT

m  Oracle D5
update ARADMINBASICAUTHUSER set STRIKECOUNT=0 where
USERID='MASTERADMIN'; commit;

= MysQL DA
update ARADMINBASICAUTHUSER set STRIKECOUNT=0 where
USERID="'MASTERADMIN';
COMMIT;

BHoaLY—LIMALLTRIZA L LEDIETHE UTOZT— Xy
U NERINET,

FeRX—2 ) QBRI NEY— N 5= R3 R AL E L, T XN R
FITHRE LTSN,

ZOMBEDOBEZGNDEKE LT, T—FX—XA S —=VNOT T 47
T — B —ARTRTHEORL SN2 ENBLLNET,
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EEIY-ILDIS5—

ZORBEERT 51213, LT OFMEICHENET,
TN AP — NN AR THL LR LET,
T R=AFE I T —FN—R VAT HER) Lk

3. HHE o Y —)L L& RiskMinder — 303 [F U7 —Z _X— A& fEH LT
%6

a. RiskMinder —E A ZHiEZHE L £9,
b. 77 UV EFEEILET,

N

=8
MA D/RAT—REENTLENWE LT, AU —FKZ Y&y M52,
EIHLEEHWINTT A,

fRRAE:

1. T—HR—AFATDOAT )T NP ENT-7 NV F % RO F
T, T 74N NOEFNILLTO LB TT,

s MSSQL DS :
Windows DS :

<install location>¥Arcot Systems¥dbscripts¥mssql
UNIX R— 2 DFH
<install location>/arcot/dbscripts/mssql
= Oracle DIFE :
Windows DA :
<install location>¥Arcot Systems¥dbscripts¥oracle
UNIX R— 2 DFH
<install location>/arcot/dbscripts/oracle

. MysQL DFE

Windows DHE A :
<install location>¥Arcot Systems¥dbscripts¥mysql

UNIX XR—Z2DHE
<install location>/arcot/dbscripts/mysql

2. T—HNR—ARUH—DY—)VEMHEHLT,
arcot-masteradmin-password-reset-2.0.sqll A7 U 7 s 25T L £9°,

PLEDOEETMA D/XA T — KT 7 )L b 2SZA T — K (master1234)
Wty hENEJ,
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EEIVY—ILDIS5—

el

FRIRTT&:

)]

[RE

FRIRTT&:

EFFROFNETH EFL WD WVWEAIE, MADRXRAT—KRKE Uty 3572
WIZCAT 7 =h)v PiR— MIBRIWEbE L ZE N,

[(F—ERAB LY —OFE] ¥ 775 RiskMinder DLX— |27 7 & &
TEFEHA, UFOZT— X vb—UNFRENET,
BREF— TR TE T A, BTHRMTLTLIEE N,

UTDORZMRLET,

1. RiskMinder — 33 FIT I TV 5,

2. MA (RAZEHE) LLTr7A LTS,

3. RiskMinder $— R OFEMAIE LW & 2R L ET,
a. [P—ERBLOY—rORE] ¥ 7IIBHLET,
b. [RiskFort] 747 %7 77 4 7IZLET,

c. [¥EFEEM] V2% 27U v 27 L., [RiskMinder BEEe: | O
RiskMinder @ [FRA b] & [R— 1] OFHRNELFEESZ LT
DINE I EER L ET,

BHa Y —ia A4 LED)ETHE UTOA v E—UREREIN
F7,

TJ— a—F 500: WHIP— =7—,

n I OXR v a BN S IEWNNI R S T AAREMERH Y 3,

n TS —r gy = ROX A LT T MNREEY By M T DN
HHGENRDH Y T,

PLFOFRIEEZFATLET,

1. EHaL V—NZHII2E L TWAT T DFy v aw22 LT,
FERLTATLI TN,

2. IBRELTA v BE—UREREINDIGAIE. HOTTZ oV 2FH LT
B o) — L EBIWTAHATL I,
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EEIY-ILDIS5—

el %8
R
fRIRTIE:
%8
JRA
FRIRTT&:

3. 77U r—var—nRarT DI A LT YU NRETHERLET,

4, FEN FRR- SN0 A 1%, arcotadminldog 7 7 A V& B &
[ Administration Console configured successfully.] &9 SCFH| & M58 L
TLEE,

5. [Administration Console configured successfully.] & U9 SCFFI M /D)
5WEAIE. 77 A NVNORED (2T —0) = b 2%
L. #8202 T L £,

B o —VOBREEZEITT LM, UTOZ 7 —PHBICRAELET,
WNERBE T 7 —NAELE L, VAT AFHEICHWEDE L, R THERITLTL
7ZEW,

EHa Y = VOB T 277 0% T FA N 1oL EdH 5 Alserk
B ET,

T IO ORERT RA 2L, HEREZFEITLET,

UDSIEEEN L CWETA, BHa v V—ARNEL EBRHESNERATLE,
java.lang.ClassNotFoundException {54+ 7% arcotadmin.log 7 7 1 /VIZFCERk &
NTWET,

ZORBEIZ, WAR £721X EAR X IE L BB S N o 720y, HHE L7245
BIZDOIRFEAELET,

Z OREERT 51213, T OFIRICHENET,

1. 77V =y ar b—n"ofEET 4L N2V =0T v 7 LE
j‘o

7= & 21X, Apache Tomcat Cix, Z®D7 4 L7 VU iX work T9,
2. T3 WAR £721XEAR 7 7 A VBB L £ 7,
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1— F—E Y —EXDTT—

1—%

)]

[RE

FRIRTTI&:

%8

[RE

— A P—ERDIS—

BH o Y —VEMEHLUCHEEEZER L. 7277 4 712 L F LD,
RiskMinder DR EZ1THH £ T5H &, UTOZT—nERrENET,
MRS oM D EHA

ZEZONHRKIFLLTOEEY T,
s UDS Z#LE)9 5 F7/Z, RiskMinder — N —E 2 ZBELE L7,

n PER U728 LUWDHERRICR U CTEEZ AT L L 9 & L TWETHR,
RiskMinder ' — XD % v v > aBN) 7L v a2 SR TWHERA,

IR OFNEEFATLET,

1. UDS DT RiskMinder — 3% fL#) L 72354, RiskMinder h—/ XD 1
TN —/ X3 UDS E G CEX o2 Z EDVRENET, FIZT 7V
sr—3a v H—s3 (UDS) Z AN HEEN L, YKIZ RiskMinder H— 34—
ERAEBMG L ET,

2. RiskMinder —"OF¥ ¥ v 2%V 7L v a2 LET,

BH o Y — VAR L TH LW ZERR L & ik, &7
RiskMinder — "D X% v v v =2 ZFEHEI L T Z 30,

F R OWTIE, THBOIER E T 7 7 4 7k 22 L TIZE W,

2P LEHEERBLTNDEXIZ, LFOZT— XA vE—URER
SNnET,

a—W F—F P—ERLEDOBEPICHNEY— =T —NRELE L, FHEITEHE
LTL7Z&EWY,

RGO L —F OB LT X C, F5E LT CTRE TE 2V ATRerER
HVFET, TOMEE., BMENEESINT XA LT PNTET LEEA
TL7,
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A4 T2 —EADIS—

fRIRAE:

LUFOFNEEFATLET,

1. MALLTEHa Y —Licul A LET,

2. [V—ERABIVOI—1DORE] - [F#EHa Y —)v] - [UDS ik
E] N—=VICBE L ET,

3. HERREN—Y T, LTO#EEZFEITLET,
a. [BRIALTULR] 74— FOEERELET,
b. [HABMVZALTUR 74— FOEEZRE LET,

4. EFROTFNETO EL WD WEEIT, REBEMREER Y IADTZOICHRE
S EERELET,
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T8 F: 7OEIE) TR

Z OfT$ETlL. CARisk Authentication f > A b—F 2> TA VA b—)L
INDHZTRTCOT 7 ANVDOEFRICOWTHBHLET, LTFTOERNEE
nEI,

m U A5 Java SDK 7 7 A /L (P. 475)

m CA Risk Authentication ® WSDL 7 7 1 /L (P. 486)

|J X5 Java SDK 771 JL

LA FDFIZ, CARisk Authentication £ A b —F 12 Xk » TERR &5 A A
YT 4L MU, TN, BXORIARERLET, Fo, ZOHA KR
DHTERLTWDIREDYTT 4 L7 MU &7 7 A MIZHDONTHEH
LET,
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1JR & Java SDK 77 AL

CORTHWAT L7 7ANVET L7 FUITINZA, A VA=V T 4 L
7 b U121 CA Risk Authenticationkey & W) ZRIDZED 7 7 A Vb H VD F
T, ZOT7 AL, LENIA VA =& CALL AT 5729
WA VA M=FICLoTHEHENET, ZO77 A VEZHIBRLIZGA.

PARTIZA A =L {7z CA B S S 9, iAo 2 b — L 2MT:
BT THEITSNTLENET, ZOREHE., B Arcot L8 Lo
VIR—F 2 MR LTRICA VA b= T 4 L7 b R c& 3, #
i (FFarR—x ) PEEEBVICEEL L D A[gEENRH Y
F9, ZOT7rAMI, RNy FBLORT v 7L — RICEEBELZRIF L
A,

TA4LIRY

AT J74IL% EEREA
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1) R &R Java SDK T7A )L

T4LIR)

AT

T74 L% L5

<install_location>¥Arcot
Systems¥bin¥

FE IS OY— L OFERIC
DWW TCIE.  [CARisk
Authentication ZFE01 N %
ZH LTI,

m CARisk
Authentication

P—

s T AEHE
Fo— P—N

CA Risk Authentication ¥ — /32 L - T
HASNDLUTOFRITRIRET 7 A VNG F
WET,

m arrfcasemgmtserver.exe (77— REEL
Fa—HP—R"E2UT7Lyva2BLIT
EFIZYYyy MU T 57200
Y —)L)

m arrfclient.exe (CA Risk Authentication
Y=Y 7Ly aBIOERIC
Vxy N T DD —)L)

n arrfserver.exe (— NEHKR— bR X
O O — S B 2 3 e 3
BHI2H DY — L)

m arrfupload.exe (Quova 7 —#% % CA
Risk Authentication 7 — # ~X— &[T
Ty ua— RTHHDY—)L)

s arrfversion.exe (CAIZ K- TS
HIATT7Y Ty ANDNR—T g
EHERT D7D —)L)

CA Risk Authentication V— 3 K - Tfifi
HASINDLUTOITATZ7Y 77418
GENET,

m aradminprotocol.dll

m aradminwsprotocol.dll
s arrfuds.dll

m arrfudswrapper.dll

m arRiskEngine.dll

s NameValueXref.dll

m srvmgrwsprotocol.dll

m transwsprotocol.dll
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1JR &L Java SDK Z7AJL

L ZIOTFT4LI RVIEHD
BRIE T 7 A NVOFEIZ DN T
X, | REZ 71 nHL T
Ta EERLTLES
AN

T4LIRY AT T7AIL % EERBA
<install_location>¥Arcot  EEiayyv—) |FHEIY o THERSNDET
Systems¥conf¥ DFRET 7 ANVNEENET,

s adminserver.ini (EFla Y —1 o/

ARE DFEH I (A )

m arcotcommon.ini GXE I N7=HE .
CA Risk Authentication 7 — & ~X— & |
CA Risk Authentication A > A & . A
BION—Ry=zT7 X2V T7T 1 F
Y a—)L (HSM) ~ODOEEGEIZ )

m  CARisk
Authentication

A

CA Risk Authentication t—/ 33 LU D
fth®> CA Risk Authentication = > 7R — % >
MZE-THEHASNAUTORET 71
ANEENET,

m arcotcommon.ini GRE I NT=HE.
CA Risk Authentication 7 — % ~— A
CA Risk Authentication f > A X ./ A |
BEGA— KB =7 t%a )7 &
Y a—b (HSM) ~ODOHEEGEIZE )

m riskfortdataupload.ini (Quova 7 —# %
CA Risk Authentication 7 — & ~X— X (T
Ty 7 a— R 57O H)

m securestore.enc (CA Risk Authentication
T B R A DG BT
b S AT AE RO AE H)

= UDS UDS 7% UDS B 73R E D e B (A I3
% udsserver.ini 7 7 A VIR EENET,
= UDS resourcebundles 7 L' 7 U iZi%, & HE

s FHoaUY—L

a V= EBLIOUDSIZL o TAE—
S EoT T —HoT a T ¢
T ANDEENET,
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1) R &R Java SDK T7A )L

T4LIKY) ERAT J74IL% EERER
s 2—VI{TE)7 2 |a arcotcommon.ini (BRE I N7-%HE.
TZrA VT CA Risk Authentication 7 — % ~X— & |

CA Risk Authentication A > A & . A
BXON—FKy=27 XU T ¢
Y a—) (HSM) ~DO#EeIZF )

m ubp_logging.xml (UBP @ 7 5% & Dt &
B Y o7-81Z UBP /M FH)

m securestore.enc (CA Risk Authentication
T B R A DR L R S
b ST EHROEHINEEA)

<install_location>¥Arcot
Systems¥dbscripts¥

s EBHaY—L

m  CARisk
Authentication

P—

A A=V E LT —Z_X— X
X A 7@ CA Risk Authentication A ¥ ——~
EERB L OHIBRT 272007 — % X—
AR YT IR EENET,

s UDS
. S P To
774V T
<install_location>¥Arcot  EEoyv— |LTOEME S 7z WSDLdoe R = A
Systems¥docs¥riskfort¥ y R EFENTWET,
m  CARis

Authentication

P—

m CA Risk Authentication-8.0-AdminWeb
Service-wsdldocs.zip (& HE Web H—t
2 @ WSDLDocs)
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1JR & Java SDK 77 AL

T4LIR)

AT

T74 L% L5

CA Risk
Authentication

P—

I— T NEERT D7D DLLT DL
M7 7 AL XSD, BXOY 27 EH
SDK fH ® Javadoc & WSDLdoc & 3L E
vé—o

m CARisk
Authentication-8.0-CallOutInterface-xsd
szip (Z—LT U N OIERUT LB
FHiE AT VT DY AR
T7AINVE VAR A T 7 A)L)

m CARisk
Authentication-8.0-risk-evaluation-sdk-j
avadocs.zip

m CARisk
Authentication-8.0-risk-evaluation-wsdl
docs.zip

<install_location>¥Arcot
Systems¥docs¥uds¥

uDS

LU F OJEHE S #17= WSDLdoc R3F == X
r3EENTWET,

m arcot-uds-2_0-wsdl-docs.zip (UDS Web
P — & A il & WSDLDocs)

<install_location>¥Arcot
Systems¥java¥lib¥

T o) —)L

sdk E W IOLRTIDZEDT 4 L7 R, B
JOEHa L — L T — L T— I8
L TVUDS THE LI FD WAR B LT
AR 7 7 ANANEENET,

m adminframework.jar
s adminframework.war
m arcot-common.jar

m arcot-crypto-util.jar

m arcot-euds.jar

m  bcprov-jdk15-146.jar

m udsframework.war

<install_location>¥Arcot
Systems¥java¥webapps¥

o) —)L

B oL ) — I Lo TREE INDH UL
TOWAR 7 7 A LV REENET,

m arcotadmin.war (BE a2 Y —LDE
BEICABE72 WAR 7 7 A L)
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1) R &R Java SDK T7A )L

T4LIR)

AT

T74 L% L5

m UDS

UDS LA T D JEBAIZ X E 72 arcotuds.war
TrANVDBEENET,

= LDAP #if
m UDSWeb H—EZA~DT 7 & A
n Web tr— B ZAHDOFFER L O AT

= UBP

A—YPR2—PITE T 0T 7 AU T
=1 N e e S RV e Y NV /A
ca-userprofiling-2.0-application.war 7 7
NINEENET,

<install_location>¥Arcot
Systems¥logs¥

Fohbous 7 A0
FEARIZOWTIE,  [CARisk
Authentication ZFE7 1 ) D

['CA Risk Authentication ® =
T EBZRLTLEEN,

B oy —)L A— A CARisk
Authentication, XV UDS IZ X » TfEH
EhauZ 774 ARNEaENET,

FIRATREZR S, L0y e 7 2+
5781 backup 75 4 L7 b EAE
HcxEd,

s EEHoLY—L

m arcotadmin.log

m  CARisk
Authentication

P—

m arcotriskfort.log

m arcotriskfortstartup.log

n T AEH

m arcotriskfortcasemgmtserver.

%‘ o ‘H“’—‘/\‘ = 7\\
m arcotriskfortcasemgmtstartup.log
m UDS m arcotuds.log
¥ LDAP 55t IZ UDSWAR 7 7 A /L
(arcotuds.war) ZJEBAL72HEDH, =
DaTPERINET,
s UBP m  ubp_logfile.log

E:UBPwar 7 7 A VA ER L72&IZD
. O T RERINET,
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1JR & Java SDK 77 AL

T4LIR)

AT

T74 L% L5

<install_location>¥Arcot
Systems¥native¥

EH oL —)L

Nty hEFITZAEY FOSTT v b
7 #—2 (RHEL, Solaris SPARC, F7-1%

Systems¥odbc32v70wf¥

Authentication

A

= UDS Microsoft Windows) H @ securestore.enc
= UBP DAREHRHIDT-DIHEH I D
ArcotAccessKeyProvider.dll (%43 54~
TA4LZ RN B"EENET,
<install_location>¥Arcot s  CA Risk CA Risk Authentication {2 & > TH AR — |

ENDHTRTOT —FX—ZAHD, CA
Risk Authentication (27 7 > REXE S
7~ DataDirect ODBC 714 7 7 U W& £ h

£

<install_location>¥Arcot
Systems¥plugins¥rules¥

CA Risk
Authentication

P

BETE D 3T D CA Risk Authentication
N—vb2arT VT e R— 57
RTODL (FAT7FYV A4 FV) 77
ANVNEENET,

<install_location>¥Arcot
Systems¥resourcepacks¥

B oL —)L

uDS

BB o ) — LB IO Ry 7
N RAREGENET,

m bundle_adminconsole.zip

m bundle_riskfort.zip

Fo, 18T T oLy NUREENT
WET, Ziud, BEBMEISK L TrEZ
T 7 AN RANT DR T,

;¥ : CARisk Authentication D &1 —711 Z A
ADFERNZHSONWTCIE, =0 77—
>g D ZBRLUTIIZIN,

<install_location>¥Arcot
Systems¥samples¥java¥

CA Risk
Authentication

P

CA Risk
Authentication V
A 7 % PR SDK

javah 77 4 L7 R UIZIE, LR O
DY TV WAR 7 7 ANVINEENE T,

m riskfort-3.1.01-sample-application.war :
CA Risk Authentication %> 7 /L 7~
Vor—va rORBEICERLET,

m riskfort-3.1.01-sample-callouts.war : CA
Risk Authentication %> 7 /L 23—/
v b ORI L ET,
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1) R &R Java SDK T7A )L

T4LIRY AT T7AIL % EERBA
<install_location>¥Arcot = CA Risk CA Risk Authentication {Z & > CH AR — K
Systems¥sdk¥ Authentication U | S41% SDK EARAFT 7 A LD e,

2 7 % SpK devicedna, 35 X WNjava S5/ 3 — T a )

EENET,

devicedna V75 4 L7 R UIZIE, 2 b
@ SDK 5 X TN MFP & DeviceDNA D&
Va— /I THERINOFED
JavaScript 38X W Flash 7 7 A W3 & £
£7,

<install_location>¥Arcot
Systems¥tools¥

s B Y—L

WOV TT 4 LT MUK, LW
T4V FNINEENET,

= arreporttool 77 « L7k UIZiZ,
LAR—= DTy AR— M (ERIZF Y
va— ) ZARRIZTHLAR— K =
R I a—T 4 VT 4 NEE
nET,

m bundlemanager 77 ¢ L7 KU |Z
TEHa Y=L ) =R Ry T (T
VIR T 7 A VINEENTWET,

m uds-monitor 75 L 7 kU |ZIZ,
UDS DIRREA RS D A2 U 7 k3
EENET,

<install_location>¥Arcot

Systems¥tools¥<platform>¥

<platform> (21, linux,

solsparc, ¥ X W win Z#E T

TET,

s EFoVY—L

H#—r & (UDS)

0S 7F v h 7 #—2A (RHEL, Solaris
SPARC. ¥ 7213 Microsoft Windows) f ™
DBUtil.exe V— /WS FENE T,

Z DY —/UE, securestore.enc DRI
WY, Z ZIZiE. CARisk
Authentication 7 — & ~— R [ZHE#5E 9D
72T CA Risk Authentication H— /3T
B S SN IE MM S LE T,

8% F: 7O ET(H#4EE 483




1JR & Java SDK 77 AL

TALIRY AT T7AILB EREA

<install_location>¥Arcot a  CA Risk CA Risk Authentication D7 A A k—
System5¥ Authentication /I/G:A,]Z\gf(ﬁj 7/r/l/7j§/é|\i j/lzi .5—0 i
Uninstall_Arcot RiskFort¥ e . UTo77A4 b EENET,

m jre" 7T 4 L7 FUIZIX, Java
Runtime Environment (JRE) DR —
MIBERT_RTOT7 7 A VPG E
nEJ,

—Java i~ v
—TGUHEADLTTATATTY
—lava7 Vb —vary 7oFx

m resource 7 1 L7 M VUIZi%. CARisk
Authentication D7 > A A k—/L D
TeOIA VA P—=TIZLoTHEL

SINLHTRTOT 7 AN EENE
o
<install_location>¥Arcot a  CA Risk FE oY —) (admin 77 4 L7 K
Systems ¥wsdls¥ Authentication ) . CARisk Authentication (CA Risk
AN Authentication 77 4 L7 N V) | B X

‘UDS (uds V75 4L 27 hU) I2&o
THELEZINDWSDL 7 7 A V& Fi
S

PIFDFRIZ, U A7 Gl JavaSDK THEA SN 77 A VDT 4 L7 U D

Ui m LE T,
TA4LIR J7AILEREA
<install_location>¥Arcot CA Risk Authentication-8.0-risk-evaluation-sdk-
Systems¥docs¥riskforty javadocs.zip 7 7 1 /v (U A 7 Al SDK F @ Javadocs 73 & &
nEYT) .
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1) R &R Java SDK T7A )L

T4LIR)

J74ILERER

<install_location>¥Arcot
Systems¥samples¥java¥

UTDO77 A NBNEENET,

m CARisk Authentication-8.0-sample-application.war (%> 7
VT TV =3 DR

m CARisk Authentication-8.0-sample-callouts.war (L5 12+
BT VTN a—T T = DR

F IV TN a— ATy DR O TIEOR

FZ2DUWTIiL.  [CARisk Authentication ZFE7 1 I %5

LTLEE,

<install_location>¥Arcot
Systems¥sdky¥

CA Risk Authentication |2 L > TH /AR — K &5 SDK & & 1F
Ty ANVNEENET,

<install_location>¥Arcot
Systems¥sdk¥c¥

CSDKIZMERTAT TV A I N—RK 77 AR EE
nE7,

<install_location>¥Arcot
Systems¥sdk¥devicedna¥

UTDZ7 7 A NVPNEENET,

m riskminder-client.js: 7 7 A 7 > M| C DeviceDNA |t %
T DT OB D £7,

m riskminder-client.swf : LAFTO Y U—ZAn, 20U U —
AW R— K257 Z 7% (HTTP) Cookie A k 77 |Z Flash
~N— 2D Cookie AT HDITHEIT/ Y £,

<install_location>¥Arcot
Systems¥sdk¥flash¥

UTDT7 7 A NVRNEENET,

m arcot-devicedna.swf: 7 /31 A IDFlash =72 =7 ~ &%
FLET,

m crossdomaintxt: Flash 27 =7 MIT /7B ATE %A K
AA DY ANERTELET,

<install_location>¥Arcot
Systems¥sdk¥java¥

s DbV 77 L7 MUZIE, ®ATHEHIND, ARt
DIAR 77 ALY —RX—F 4 JAR 7 7 AL EE
nET,

IOV — RX—=T 4 JARD T A & AFRIZ O

TIE, Ny =V T —FKN"—=FT 4 VT hy=T T4k

A RF¥Fa A FESZRLTIIEIN,

m properties 7 ¢ L7 bk U Z}%, CARisk Authentication MD#%
ENCMTER T aRXT 4 T ANPEENET,
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CA Risk Authentication @) WSDL 771 JL

T4LIR) 774 ILERER

<install_location>¥Arcot U A7 3l Java SDK IZ K » THEAHEINDLL T D IAR 7 7 A
Systems¥sdk¥java¥lib¥ JIVINE FILET,

arcot¥

m arcot_core.jar

m arcot-pool.jar

m arcot-riskfort-evaluaterisk.jar
m  arcot-riskfort-issuance.jar

m  arcot-riskfort-mfp.jar

ERATAPLIE, 2OV U —RTEIEENNE L, 727210,
CA Risk Authentication-issuance.jar Ti&. LARTO Y U —R LD
TALABEPRFES LTV E T,

<install_location>¥Arcot U 2 7 FEAMh Java SDK (ZBE/ 2 — R/8—F ¢ JAR 7 7 A )L
Systems¥sdk¥java¥lib¥ NEFEFNTWET,
external¥

m  bcprov-jdk15-146.jar
s commons-lang-2.0.jar

m commons-pool-1.5.5.jar

<install_location>¥Arcot UTO7 7 AN EENET,

Syst ¥sdk¥javay¥ ties¥
ystems=sdk=lava=properties m logdj.properties.risk-evaluation

m riskfort.risk-evaluation.properties

CA Risk Authentication @ WSDL Z7AJL

IFoOFIZ, VAZFMMIWSDL CHEAEIND 7 7 A VDT 4 L7 K DY

rarRLET,
T4LIRY) 774 JLEREA
<install_location>¥Arcot CA Risk Authentication U A 7 @l L OVEE =V — L
Systems¥docs¥riskforty FH DOFEHE S U7~ WSDLdoec N3 £ E 7,

CA Risk Authentication-8.0-AdminWebService-wsdldocs.zip
CA Risk Authentication-8.0-risk-evaluation-wsdldocs.zip
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CA Risk Authentication @) WSDL 771 JL

TA4LIRY) 74ILERBA
<install_location>¥Arcot UDS T 372 arcot-uds-2_0-wsdl-docs.zip 7 7 1 /L3NG &
Systems¥docs¥uds¥ nE4,

Z®DWSDLIX, UDSWebF—tE 2, BILORZDOHP—E R
NDT I AFEIZOWTIA L TWET,

<install_location>¥Arcot
Systems¥wsdls¥admin¥

WO — )L TTHEER CA Risk
AuthenticationAdminWebService.wsdl 7 7 A L3 & £ E
R

Z @ WSDL X, CA Risk Authentication ‘& Web —t & |
BIXORZoOV—E2~DT 7 A2 HFEICONTHBHAL
TWET, 72, I —V 2 BT 5 &b EHAT
% i‘é—o

<install_location>¥Arcot
Systems¥wsdIs¥riskfort¥

CA Risk Authentication CHLE/2 LI TD 7 7 A VNG F i
*9,

m CA Risk AuthenticationEvaluateRiskService.wsdl
WSDLdoc IZ, U A7 5l Web —E A, BILOZ D
P—ERA~DT 7 AFEICOWTIB LTV E
7,

<install_location>¥Arcot
Systems¥wsdls¥uds¥

UDS TWHLEEZ WSDL B L ONXML A —~ 7 7 A JLING
FNFET, ZDOWSDLIX, UDSWeb —E R, BLIUZ
DY —EZA~DT 7 ATFIEIZOW TP L TWET,

m ArcotConfigManagementSvc.wsdl (==—% 7 H w7 K
2 A T O & BB T2 D WSDL)

m ArcotOrganizationManagementSvc.wsdl GRS D 1ERK &
EHLD T8 D WSDL)

m ArcotUserManagementSve.wsdl (—HF L N=2—H
T A0 N OVERL & EERD 72 8 D WSDL)

m  ArcotUserSchema.xsd (UDS Web H— " R CEI{ET 5
72Dl a— RTHEATEE2EI7A4770 & LTHE
BET 5 XML A ¥ —~< EF
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8% G: INI 774 )LD ¥

CA Risk Authentication DX ERHIZHEHA I NLD L —T F A RDINI 7 7
ANy UFOT7 7 A NMBEGEENET,

m  adminserver.ini (P. 490)

m  arcotcommon.ini (P. 493)

m riskfortdataupload.ini (P. 504)

m  udsserver.ini (P.506)

4T D CA Risk Authentication iXE 7 7 1 /LViL. LLFDOT 7 /v s OFT
WZH £9,

<install location>¥Arcot Systems¥conf¥
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adminserver.ini

adminserver.ini

adminserver.ini 7 7 £ LICIE, B o Y — Lo SERERET H /8T

A=A NEGENLTNET,

AJE&E
DLFoHERIZ, BHay Y — Lo THEHENS 2 Y 7 7 A VIEREA R
LEd, ZOT77ANVTRETELHEHEOR T LAVEIZRO L B0 T
7
s FATAL
n EE
= INFO
s  DEBUG
EuZ LoULOEERIC oW T, [CARisk Authentication & ¥ A K|
EZRLTIEEN,

INSGA—H T 74 ILME Description

log4j.rootCategory ERROR. roothandle B i —pEfE O —%&K LICFET 5

EE: roothandle (X EFE 2
V—)L a7 Ny RIVDOAHIT

v— b B —, EREESNT
BRWGE, Fr =TT XTI OHE
kAR LET,

arcot.adminconsole

T LTHRET HLENH Y

e
log4j.logger.com. INFO a—W 75— v —2Z (UDS) &%
arcot.euds EXIADT=Dou T LUL,
log4j.logger.com. INFO BHoa Y — Lo s EEXAT
arcot.admin TEOIEHT IV EOH L 7

~Jl,

logdj.logger.com. INFO Bl — )L T L — AT — T D
arcot.admin. 07 EBEXIADTOIEHT D4
framework BEOHHa s LY,
log4j.logger.com. INFO BHa Y —Lou s EEXAL

TEOIEHT IV EOH LI 7
~ )L

o
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adminserver.ini

INTGA—A T 74 ILME Description

log4j.logger.com. INFO ¥ vy aBHEFRAEEX AL

arcot.common.cache Hor s L,

log4j.logger.com. INFO HSM IZ B 1 BT e & &

arcot.common.crypto Ao a 7 L,

log4j.logger.com. INFO IN—KRT 2T RXR—XFEH-|LV 7 K

arcot.crypto.impl. M7 NRe— A0 HSM Z A LT

SecureStoreUtil LA, v 7 EEXALT-OICMHE
HTo20EOHLB T LL,

log4j.logger.com. INFO T B R—2AEFRAEEBZ AT T-D

arcot.common. WEHTALERNLA T Ll

database

log4j.logger.com. INFO LDAP fi ¥t & 5 & IATe 72 6D (A 9

arcot.common.ldap

LMEND DR T Ll

log4j.appender.roothandle

org.apache.logé;j.
RollingFileAppender

b —pEE o —%& FICFET D
J— bk mfi—, fERfEEILTWH
ROVGA. el =TT T OfE
AL ET,

logdj.appender.
roothandle.Encoding

UTF-8

0y 7y AMITy N AEXGA
el XTI a—F 4
7,

logdj.appender.
roothandle.File

S{arcot.home}
/logs/arcotadmin.log

oL Y— L a sl DT 7 AL
&L BT PMER S D 5T,
BHa ) —ILOF 7 )L Da
7 7 7 A V441X arcotadmin.log T,
LU OBETI R S L E T
<install_location>¥Arcot
Systems¥logs¥

logdj.appender.roothandle.Ma

xFileSize

10 MB

0y 77 ANMIOWTHETEIND
R A R,
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adminserver.ini

MaxBackuplndex

INTGA—A T 74 ILME Description
log4j.appender. 100 ERCED NI T T 774V
roothandle. DRI

N DT T T7AIVDOENZD
fEICESTDE, TTV r—a ik
SeEHOR T Ty A Nhb EEXE
Bt L 9,

logdj.appender.
roothandle.layout

org.apache.logé;j.
PatternLayout

ConversionPattern CIEE I AL T\
% A,

logdj.appender.
roothandle.layout.
ConversionPattern

%d{yyyy-MM-dd
HH:mm:ss,SSS z} :

[%t] : %-5p : %-5c{3} : %m%n

Bfla)—ul 7y AT
MU MNMEZIAENDER

m XA LAREZT

(%d{yyyy-MM-dd HH:mm:ss,SSS
z}:)

s ALY RID ([%t]:)

n 27 LoUL (FEFERE)
(%-5p )

m BH— 7T A (%5c{3}:)

s AvtE— (%m%n)

E ZONRE =T CERED printf

%L TV ET,
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arcotcommon.ini

arcotcommon.ini

arcotcommon.ini 7 7 A JLIZ1%. CA Risk Authentication -—/33 L TYF D1l
Dayii—xrh (EHa Y-, 2—% F—% $—b R BIO2—
PITEN T 0 77 A V7)) OFT —F_XR—AREHEA L AX L ARERHD
RIA—=ENEENET, BFEILZ. ZOT7ANVDUTOE®I V9 %

TRET HMERH D 9,

n T AR ARE

m  HSM W5 S LR E

n AR ARBGE

% 7~ . arcotcommon.ini % i} L C. CA Risk Authentication ¥— 33 L OV —
AEHY 22— =N ZHT DT T ANV NDAL— T v 7 a JREELE
BTxEd, SHicoOWTIE, [H—ANEBz S NTA—ZDEF| %
SR LT EEN,

F—AR—RHE

arcotcommon.ini D7 — X X—AFRE TIX, VT — ORI L2 DT —X
NR—=2R L T2 VA —NEHTENN I T T T —FX—RAEEE
TEET, N TF—F_X—XMTHHTE LT —ZX—XHEF
V—AEHRETHIEHLTEET,

E T AR AREICET A EEFHE MR O, 72X
;=L D) DFEEZSZRL T I,

arcotcommon.ini 7 7 A /LTI, 7 —F N— AR EICEET LU T OE S
ValrEmETANENRD Y £7,

m  [arcot/db/dbconfig]

m  [arcot/db/primarydb]

m [arcot/db/backupdb]

[arcot/db/dbconfig]
OB arTIE, TER—RABAT L F—ER—Z Z A ST
T RIEREIEECEET, LLFDORIZ, [arcot/db/dbconfig] Z 7 v =
VDT R ARENRNT A—H R LET,

INDA—73 T IA4ILE Description
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arcotcommon.ini

INTGA—A T IA4ILE Description

DbType - TRTOT —F =R TR T — #
N=ADIA T, PR=FENTOHEIFLLTFD
LBV TT,
m oracle
m  mssqlserver
= mysql

Driver - JDBC RTA N AR — | Lo TRk 7T —
HR— A KT AN 5 AD5EEEM4,
EIELWRIAANLEMDIZIE, IDBC R H—
D27 VESBLTLI I, #i:
—Oracle : oracle.jdbc.driver.OracleDriver
— Microsoft SQL Server :
com.microsoft.sqlserver.jdbc.SQLServerDriver
- MySQL : com.mysql.jdbc.Driver

MinConnections 4 PR LT = H R— 2 DR TRANAER T D B
DI/ MR,

MaxConnections 64 P— R L F—H RX— 2 DM TIERR T Bt DI K
H,
T X R A TR S D BEREEIT IR IR A3
HY . FOHIPRIZ X > T MaxConnections 31 D54
EVERT B Z ENFIRS N2 GERZHY £7, =
(REREIHT T DHIROFEMIC OV T, 77—~
NR—=A RTANRND RF a2 A MaeszRLTLE
S,

IncConnections 2 CA Risk Authentication = > 7R—x > b &5 —#
NR—Z2DMTH L WA E e b X I2ER S
LG DI,

MaxIdleConnections 64 P — RANHEFFTE BT A RIVIREEDT —H _X—
Bt D RKER,

MaxWaitTimeFor 30000 HHRENMEMTE D X HICmDET (HHTE 58

Pt 7ok X)) =BT OMNEOH D HX A

LT 7 PETORKEH (X ) BHALD)

494 CA Risk Authentication BEIEH AR




arcotcommon.ini

INTGA—A

T IA4ILE

Description

AutoRevert

1

T VA= AARRE LT, VAT ART T A
VU TSN AR A RH DI E D D

NI T T T —=HAR=ZA5EFHE L TWDHEA,
BT 2=V F =" BERZICH =N T T~
U 7= = AT D K 0 I2T A5 A 1.
AutoRevert=1 3% E L £7°,

MaxTries

Y= BT = Z RN=2A~DOFRe & TR D AT O
ot il AT IR 2K

ConnRetrySleep
Time

100

T AR 2SO TR OEERR] (X VR
HAL)

MonitorSleepTime

50

TRTCOF—Z_R—ZZxfTH— hE— |
F v 7IZEMRA Ly RBR Y —7F 5 K5[H
(FHALL)

Profiling

Fe B R—2 Ay —INu SIS TS
ME 9D,

Fe B R—2 A y—0u SR AT
HHEAIE, HEE LICRELET,

EnableBrandLicensing

7T RRESINT-0DBC KT AR BFEHEINT
WABE D D,

BrandLicenseFile

IVWE.LIC

7T R E S 7= 0DBC KT A NEMHT 5 L
DT At A T 7 A)V4, EnableBrandLicensing
DIEN 1 DFEIT, T DT A —E P FE T, £
MU DOGE TR S E T,

BE: ZOENMFET DL EIIWE L 20 TS ZE
Fio,

MaxTransactionRetries

FRIER N T —REIZOWTT —HX— 2R
ALABZB AT T UY I v a B HRITT 5
UNEIE&

TransactionRetrySleep
Time

10

2 OO0 D M T UV g CEBRITHE ORI
(X URPHEALL)
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arcotcommon.ini

[arcot/db/primarydb]

Z D& 7 23 o TlX, CARisk Authentication V— SDOEEGIIE & 70 BT T 4
VU TR RAERETEET, TIA~) ToER—R%E20LLE
RETHHEANL., LTFONRT A= THELRBEN ZfELE T,

Datasource.N
AppServerConnectionPoolName.N
URL.N

Username.N

TrustStorePath.N

KeyStorePath.N

HostNamelnCertificate.N

LU FoFIZ, [arcot/db/primarydb] £ 7 > 3 v DT —H RX—AFRKE/XT A —
HrERLET,

INT A=A

TI4ILE Description

Datasource.N

FIANE NP AT FERA NS BT TA~ Y T4
fEZ L NRX— 2% RTODBC VAT L T—H J—R4
(DSN) D4 i,
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arcotcommon.ini

INTGA—A

T IA4ILE

Description

AppServerConnectionPoolNa
me.N

77 )V
fE7e L

TN =g v Y= RDT — H R — AR —
Uy JHRER M L CWAEE ., S — L 47
Y/ NORBRIERHT S INDI 4,

ZOINDIZIC LD T =T, GENDT T r—
Vary —rNIERTAVERH Y 3, £72.
Web 77U r— a U Zxt LC, Bk 7/ — V&l
M4 000155kT 7% AR Z 5 2 5 B
HYET,

INDI 4 % Apache Tomcat N CiX €9 D& 1%, 58
PERFINDI A ZFEH LET, 6

m AppServerConnectionPoolName.l=java:comp/env
/SampleDS

Apache UANDT 7Y ir—a v H—NIZHON T

X INDIATZTRRELE S, B

m  AppServerConnectionPoolName.1=SampleDS

FEARIZOWTIR, TR [ — 2 =2 7 — L

DIDOT TV r—ray b—"ORE] #5H

LTL7EEN,

TV = P T — VIS LT

Lald, ZOREXZEDOEEICLET,

URL.N

VAN
fE7e L

IDBC T — & V—AD4Hi, LLFIZHZERLET,

m Oracle ->
jdbc:oracle:thin:<server>:<database_port>:<sid>

= Microsoft SQLServer ->
jdbc:sqlserver://<server>:<database_port>;databa
seName=<databasename>;selectMethod=cursor

= MySQLServer ->
jdbc:mysql://<server>:<database_port>/<databas
e>

Username.N

F 7 4V k
7L

F e B R— A T 7 ADT DI — N K > T
HEinb=2—% 1D,
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arcotcommon.ini

;¥ : CARisk Authentication &
F B _— Z DT SSL &
RIETHHEIZORERL
F7,

INTA—H T4k Description
TrustStorePath.N 7 7 4/ & |Datasource.N (Z%t)ind 5 SSLAERAE < A h A bk
[ERAQD T NRA, ZONA (T AN EET) I TREE
;¥ : CARisk Authentication & DRZARALT T 74)}1/%725.@ Lij}’ =D
i—ﬂy/\b_x @F'Eﬁ-’c‘ SSL ;5‘, 7 7’/]’/141&;’(\ JI7AT 2k ﬁ){gﬁﬁ—égft%%@
RIET B HAIC OB L A PRI TINET
*, BEZE: TrustStorePath.N |ZX5d A /N AT — R,
F— & L T TrustStorePath.N DfE & |
securestore.enc WIZZEIZKANT DML ERH D F
T, ZOEEXDBULII 2—F 4 U T 1 Bff o> TAT
WET,
7 DBUtIl OFEAMIC DWW TIL,  [CARisk
Authentication EEED 1 F| S LT &0,
KeyStorePath.N 2 oI MysaLIZOBAEH S ET,
CA Risk Authentication &
MysSQL 7 — & ~—Z DT
—Ji1Al SSL &R ET DB
ZAUMEZ FRET D LB
HDHINTA—=HD1DOTT,
ZDIRT A—HZXL,
Datasource.N |2 %Hhsd % SSL
FEHEX— A T N2 &R
FLET, EHEF—Z R
T T ANESZRT LR
(77 A NS EET) TR
F 9, KeyStorePath.N (2%}
THNRATU—RNiZ, F—& L
T @ KeyStorePath.N DAfE &
117 securestore.enc NIZ%
BITHEMNTHOMLENRH Y F
7,
HostNamelnCertificate.N VAN k< A b A F 7N Datasource.N SSL AERHE 2 &
7z L FNHH 7= MR (DN) @4 (CN)

DAE,

498 CA Risk Authentication BEIEAHAK




arcotcommon.ini

[arcot/db/backupdb]

Z D& 7 a3 [arcot/db/backupdb] TlX, 7 = — /A — NIZfEHT 53
VT T T N=AEETEET, BROT ==V =N T =4
NR—=2AZRETHEGEIT LT O/NNT A —F CHELRBEN ZHE L 7,

= Datasource.N

m  AppServerConnectionPoolName.N
= URLN

= Username.N

m  TrustStorePath.N

m  KeyStorePath.N

m  HostNamelnCertificate.N

arcotcommon.ini 7 7 A VEMFEHTHE, N—FRU =T X2V T 4 E
Va—/ (HSM) DOFEZFEE TX £9, CARisk Authentication (Z5%F L C
EH SN E X — 2R ST TE E£9, LD HSM 23—
FEITWET,

m  Chrysalis-ITS Luna SA

m Thales nFast (nCipher netHSM)

LLFDFIZ, [arcot/crypto/device]l 7 > a  THRESN D, L&A b
L—UHoOEREL R LET,

TI4IE Description
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arcotcommon.ini

INTGA—A T IA4ILE Description
HSMDevice S/W T R—= AT STV D
F—. 72T HSM TR S AT
LF—D 1 O%H LT, CARisk
Authentication #2557 5
BENDDLNE I DERET HE—
F‘O
PAR—FENTWAHEITLLTFD &
BYTT,
m S/W: T—H X=X E
TNWLF— TV EEH LT
T—A P F EIND Z L ER
L\i\j’—o
m chrysalis : 7 — % k5595
7212 Chrysalis (Luna) HSM 73
fEHENDZ L2 RLET,
m nfast: 7 — X E#WEE{LT 5720
\Z nFast (nCipher netHSM) 73
HEhsZ taRLET,
PLFDFIZ, [crypto/pkeslimodules/chrysalis] 7 v a » TIRE I D,
Chrysalis-ITS Luna SA O E/XT A — X - LET,
INTA—A TI4ILE Description
sharedLibrary <location/to/cryptoki. |HSM (Zxf)id" 5 PKCS#I1 5 7 A 77 U ~Difaxt
dll> /SA, Chrysalis (Luna) DT 7 /L MElX, LAF
DEEYTT,
C:¥Program Files¥LunaSA¥cryptoki.dll
storageSlot 0 b — GEdFRE KORHR) DMAET 2 HSM
An v b,
accelSlot 0 CA THHMICFERH NS Am v |,
sessionCount 20 HSM 7 /NA A THENL TZX BB v v a v DR
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arcotcommon.ini

LUFDZRIZ, [crypto/pkeslimodules/nfast] 7 > a > CTIRE IS,
nCipher netHSM JH DR E/NT A — X Zom L £ 7,

INTGA—A T IA4ILE Description
sharedLibrary <location/to/ccknfast. |HSM (Zxt)in 9™ 5 PKCS#11 345 T A 75 U ~ Dkt
dil> /XA, nFast (nCipher netHSM) D7 7 + /L MEIZ,
UTFTDLEy Td,
C:¥nfast¥bin¥cknfast.dll
storageSlot 1 b — GERFRIS L ORFR) 2SAFEFET D HSM
A1y h,
accelSlot 0 CA TR S d A v K,
sessionCount 200 HSM 7 3 A THENL TE B v v a » DiERE,
AV REURAERTE

=R T 7 —=LTE, = OFTXTDOA VA A= EDO#F %
RETHZ EaRBEID L FET, CARisk Authentication (%, V—/ D3 T
DA AL AR EB L OIS 2720 DT A =22 K- L%

T, ZOEIZTVa TR, —BOA VAL ADTEH DY AT AEERIC
BRI 2R ELITH 2D TEET, LLFDORIZ, [arcot/system] B * =
YDA UAB ARTEINT A— B R LET,

INT A=A TI4IbE Description
Instanceld 1 FBEDOY— N A AZ L ZADFBNAFE ] Tx 58
TA—HF

BE: V=0T _NTOA U AF AT LT
BEOMEEZRECT2XLER’HY 7,

PNV AZ LRI N T T a s LiR—
MZIHERRINDDT, =AU AF A% |
SN arETRL—RT BRI ERESIT
D x4,
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arcotcommon.ini

H—/\EEIOY NSA—FDER

CA Risk Authentication — X F 72137 — A EH X = — P — O EFIZE
IRENDLB T NRT A= EERTHEEIT. RO FIAICHES TS &,

1. ARCOT_HOME N® confT 4 L7 M UIZBENL £7,
2. TX% A K xTF (# T arcotcommon.ini ZPAE £9°,

3. (CARisk Authentication #— D) LT D& 7 > a %774 LD
RZIBEMLUET,
[arcot/riskfort/startupl]
LogFile=
LogFileSize=10485760
BackupLogFileDir=
LogLevel=
LogTimeGMT=0

UTORIZ, TNOHLDNTA=ZDiHEZRLET,

INGA—H TIAILE Description

LogFile a0y 77 ANDT IV T4 LT RYDT 7 AL N
2w 7y A NDL4H,
F: Z D/ A X ARCOT_HOME (<install_location>¥Arcot
Systems¥) 75 OFExf AT,

LogFileSize 10485760 0y 7y ANDBRETEDIRANSN, MM, v/ 77 AL

INZDYARZET DL LW T 7 AP ERSH,
VN7 7 A /LI BackuplogFileDir CIEE L 7= PATIC B8 S U
£

BackupLogFileDir

BAED 7 7 A VIS LogFileSize D/3A M& & 8 2 72 T,
Ny 2Ty 7T al Ty AVPRFEENDT L7 MU D
SilTs

E: Z D/ A% ARCOT_HOME (<install_location>¥Arcot
Systems¥) 76 DFERF /XA T,
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arcotcommon.ini

INTGA—A

T IA4ILE

Description

LoglLevel

P —_OF 7V hOr ZiEbkL UL (FEXNEESN
TR WA
UTDEAEEETE 7,

: FATAL

: WARNING

. INFO

w N = O

] : DETAIL

LogTimeGMT

Ol 77 ANHNDEANARZ L TDOEA LY —ER
FINT A—H

DITFTOEAEE T £,
m 0: 22— LR
s 1: GMT
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riskfortdataupload.ini

1. (F—XBHF 22— —"DHEL) LTI am7 7 A 1Dk
%Iz EJ,
[arcot/riskfortcasemgmtserver/startup]
LogFile=
LogFileSize=10485760
BackupLogFileDir=
LogLevel=
LogTimeGMT=0

E I NBEDONRT A —=HIZHOWNWTIL, BIOFIEOE THHI N TUVVE
T,

2. NI A—H|IHMHEIEEZRELET,
3. 7rANERGFLTHLUET,
4. CA Risk Authentication Y — & H i@ L £,

riskfortdataupload.ini

CA Risk Authentication X, FT7 V%7 2 a b DRETLTHDL VAT LD IP
T RV AZFERATSHZ LIk > T, Quova T —Z b — T O HIFRN & %
FELET, TO%, 20T =406 HEE ESIP. BLXOY —2 Ky
BT O — LI L E T,

CA Risk Authentication (21, Quova 7 7 A /L')> & CA Risk Authentication 7 —
HR— A ZHBN BT — X %27 v 70— RT&EHL9127T572DD, CA
Risk Authentication 7 — % 7 > 7’z — ;> —/L (arrfupload) 23J@ L T
F 9, riskfortdataupload.ini 7 7 -f /L{%. CA Risk Authentication 7—% 7
Tua—RKY—VOEEZGIE LET, ZOT7 7 A I TFOSGRIZH Y
Er e

<install location>¥Arcot Systems¥conf¥

UTDORIZ, ZOT7ANNORENTA =L a2 LET,

INDA—H

TIA4ILE Description

Tables

7— R L2 2—PREETE LT —T L,

LU OAEAME I ATRE T,

m  GeoPoint

= Anonymizer
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riskfortdataupload.ini

INTGA—A

TI4ILE

Description

Load

0

T =TT =2 % T v 7T a—RTENE IO
[ = H

LUF OfE M A RE T,
m 0: (Bm—FRLZW)
1: (v—FK793%)

Swap

[ ]
TN AT T THNEIDDA T r—
A,
LN OfENMEA FTHE T,

m 0: (RUwT LAWY

s 1 (RUvTT5)

Filename

Quova 7T —X D — Rt k725 7 7 A VDL,

EFE: 77 A NLEHTT 7 A NADHaRf R A %
fBELET,

7E: load & Swap Diti 5 & 1ICRE LT2HE. 7—7/MIe— RS Tm

BAT v T ENET,
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udsserver.ini

udsserver.ini

udsserver.ini 7 7 A /L{ZlX, =—Y% F—X $—E & (UDS) Dn JiERk%E

RETDIZOD/INT A= PNEFENTNET,

LA FDFRIT, CARisk

Authentication [Z DWW TRRET HDMEDH 5 /37 A —H T D IEHRZ =

L\ivﬁ—o

D77 ANTRETE @O r 7 LAULEIZRO LB 0 TT,

= FATAL
n EE
= INFO
= DEBUG

S n 7 LoULOFEICOWTIL,
EZRLTIEE W,

[ CA Risk Authentication ZPET 1 )

INTGA—AH

T I+ ILME

Description

logdj.rootCategory

ERROR. debuglog

B i —pEE O —& BT ET S
Jo— kv i—, EREEINT
WA, a3 T _RTCZOHE
AR L E9,

n.cache

log4j.logger.com.arcot.euds  |INFO UDS & FH X AT 7o DI TAE
LN DDHE T Ll
log4j.logger.com.arcot.crypto.i | INFO N R =T XR—=AF7LY 7 b
mpl. T T N—AD HSM ZfEH LT
SecureStoreUtil LA, B e EZAL DI
M 2R0EDHL T L,
log4j.logger.com.arcot.commo | INFO T N— A EREFEZ AL T
n.database T2 0E R H LB T L)L,
log4j.logger.com.arcot.commo | INFO UDS v v ¥ = fFa EZ AT -

DI B LB D1 T LA
V%

o

logdj.appender.debuglog

org.apache.logdj.RollingFileAp
pender

a7 7y ANABHEINDE— B
KR OBAENBE T DALE D A
7y b IRA U H EREET D UDS
a7 Ny RILD4LHI,
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udsserver.ini

INTGA—A

T I+ ILME

Description

log4j.appender.debuglog.File

S{arcot.home}
/logs/arcotuds.log

uns e 77w A V4 & a 7 ME
B E A5 T,

UDS DT 7 /v hda s 77 A )b
41 arcotuds.log T. LA FDOEFTIC
ER S v E T,

<install_location>¥Arcot

Systems¥logs¥
log4j.appender.debuglog.Max |10 MB 0y 77 ANMIOWVWTHREINS
FileSize ARV A X,
logdj.appender.debuglog.Max | 100 ERR CEx AR I T 7 77 ()b

Backuplndex

DR, oI T 7T 774,V
DN ZDEIZETDHE, T
g—va Ao u 7 7y AL
Mo EEXEZGLET,

log4j.appender.debuglog.layo
ut

org.apache.logd;j.
PatternLayout

ConversionPattern /X7 A — 4 |Z

Lo THRIE SN ATEA,

log4j.appender.debuglog.Enco
ding

UTF-8

oy 7y ATy b BEXA
Pl EIMEHT DI a—T
7

log4j.appender.debuglog.layo
ut.
ConversionPattern

%d{yyyy-MM-dd
HH:mm:ss,SSS z} :
[%t] : %-5p : %-5¢c{3} : %m%n

ubs e 77 A )L = h Y REX
AFENDEA

n XA LAEUT

(%d{yyyy-MM-dd HH:mm:ss,SSS
z}:)

m AL v FRID ([%t]:)

. 27 LoUL (ERIEEKE)
(%-5p :)

m B — 27T (%-5c¢3}:)

s AvE—2 (%m%n)

E ZONRE—0F CEFED printf

BAEZI TV ET,
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6% H: 70/8T4 T74IL D

CA Risk Authentication (X2, A FDO®Z > a3 THAT S 7 a5 ¢
T ANEERALET,

N7 7AMI, LTFTOSGRICHY £7°,

<install location>¥Arcot Systems¥sdk¥java¥properties¥

riskfort.risk-evaluation.properties

riskfort.risk-evaluation.properties 77 7 - /L (Z1d. CA Risk Authentication U &
7 #¥ifli Java SDK & > 7L 7 U r—3 = L )3 CA Risk Authentication
Y= NEREFHPMD O DT A= NEENE T, UTORIZ, Z
D77 ANVTHHINDORENT A —F LR~ LET,

INDA—A T IA4ILE Description

HOST.1 localhost CA Risk Authentication — 3D IP 7 R L X,

PORT.1 7680 CA Risk Authentication h— "3 Z(5 ) 7/ =X h %
L2 5HR— R &R,

CONNECTION_TIMEOUT 10000 CA Risk Authentication " — /N3 BEEANHE & HIWT <
5D ETORR (I UL |

CONNECTION_RETRIES 3 CA Risk Authentication ¥—/NTFF Al &4 2 fie Kk
1T,

READ_TIMEOUT 30000 CA Risk Authentication tF—/ 325 D L AR > AT

LTRSS iR (X URPEAL)

USE_CONNECTION_POOLING |1 CA Risk Authentication H—/ N2k} % 8 7 — /L
EHNEITENST DT A =4,
s 0: fEZ)
s 1: A%

MAX_ACTIVE 128 CA Risk Authentication % —/NTCFFrRI S5 T 7

T4 TR (F— b D) ORI

T b —EIEY 2 LS TE SR DR
REZEFELES, ADEDEHE, —EIZT 7T«
TR DR DH AT V=7 F OBUTHIRIE
HYEEA
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udsserver.ini

INTGA—A

T IA4ILE

Description

TIME_BETWEEN_CONNECTIO
N_EVICTION

900000
(15 757)

TA AT 4 — ALy FOEREFITH O
WkE (X UBEALD |

HifRShEEA,

Z%: TIME_BETWEEN_CONNECTION_EVICTION D1
& IDLE_TIME_OF_CONNECTION DfED&ES, 7 7
AT U —IVOREGEA A LT 7 FOEL D /HNEWN
Z L AR L E£7 (SDK & CA Risk Authentication
T— RO . ZHUTED ., TA RVEEEAERE
THERN T 7 AT 74— K> TREICHIBR S
NHZEN2L R0 AT AOHIERENMEN R
AESLET,

IDLE_TIME_OF_CONNECTION

1800000
(30 %y)

P SH L bN D ETOT A RV (X D FDH
,fiz:) o

E ZONRTA=F R VITRIE LTCYa . B
HIFR S EH A,

WHEN_EXHAUSTED_ACTION

BLOCK

T RTCOREFIMEV IR SN 7=8E D SDK D)

1E,

m  BLOCK : SDK X, HEeMEAL S5 D &R L
9. ZHIET 7 L FOEWETT,

m FAIL: R UW T gt RIEMRENE
R

m GROW : SDK X7/ — /L ZHINESE5HrZ LN T
i‘é‘o
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udsserver.ini

INGA—H TIA4ILE Description
TRANSPORT_TYPE TCP CA Risk Authentication — N\ EEIT 57D T
7 F /v MEIZTCP T,
CA Risk Authentication %A 7 « 7 7’12 |k = /L7)5 SSL
ICRRIE SNV TWAGEIE, 2D/ T A—& % SSLIT
RELET, DFD, BEla Y —/L L CARisk
Authentication V—/XD[H] T SSL X — A DZEA 772 1/
BaAMNI LI GEIX, ZORT A —H % SSLIC
HELET,
E: ZOfEE SSLICET L7=84E1E, CARisk
Authentication —/ & ) L £ 97,
CA_CERT_FILE P — RO CAFFHAETZ 7 A VDR A, ZDT 7 A )b
L PEMIEXTH L L Z R ) ET,
T 7 ANDEENRNAE NS LET,
i)
<install_location>/certs/ca.pem
F 7%
<install_location>¥¥certs¥¥ca.pem
i
- ITA TV NDOPKCSHI2 77 AN (T FA4T b
X — LEEMIE DT 5 Te) ITIE, CLIENT_P12_FILE
EERLET,
—FEIE D PKCSH#12 7 7 A L D/N AT — RIZi%
CLIENT_P12_PASSWORD Zf# i L £,
LIFO false B 7 — DB AN LIETTY A RV 47 V=
I NERTNEIDERLET,
BN T Ry FRTHERESN, 7A4 K
LTI WK DT D721, false IZREL F
7
FAMORERBOEGE, HERE S HE false T,
NUM_PRE_CREATE 32 7=V DYTHUCIRFICAERCS 2 BN & D B D
.
NUM_CONNECT_FAILURES T |2 BT — N ~DT = —)VF—_"D N HZe B,

O_TRIGGER_FAILOVER

o L TR RIS 534,
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udsserver.ini

INTGA—A T IA4ILE Description

MAX_IDLE -1 SDK 735, F— /L TR SNDEEDF—/N A o
AL ANDT A RV O K,

MAX_WAIT_TIME_MILLIS 3000 PHGEELR S 7 — L B DORERE & T D B KIRERH]

(X UREALNLD) .

HEHIBRICAE L £,

log4j.properties.risk-evaluation

log4j.properties.risk-evaluation 7 7 - /L&, CA Risk Authentication & Z ™ U

A7 R—R 2 FOw TREEROMELZEE L £,

LIFOFRIZ,

U A7 FHIIZ DWW TEE N MBI A REME N 5 D /8T A — X 2OV TatBA

LET,

INT A=A

TI4ILME

Description

logdj.rootLogger

INFO. debuglog

0 DEI AN T LV AR

ELET, ¥R—rShdme s LoYL3Ll

log4j.logger.com.arcot INFO

To Ly T,
log4j.logger.com.arcot.riskfort | DEBUG

m  FATAL
API

n EE

s INFO

m DEBUG

FEa s LULoORERICOWTIE, (A
Risk Authentication Z° P21 | # ML C
<TEEW,

logdj.appender.debuglog.File

arcot-riskfort-evaluate

risk.log

a7 7y A IVOLHET, TDRT A—FTHE
MATELHEIFLLTDEBY TH,

m riskfortsdk.log (CA Risk Authentication
Java SDK D55Y)

m arriskfortws.log (CA Risk Authentication
Web #—E ZDIHA)

logdj.appender.debuglog.Max
FileSize

1MB

a7 77 AN OWNWTEH SN R
/rx‘o
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udsserver.ini

INTGA—A

T I+ ILME

Description

logdj.appender.debuglog.Max
Backuplndex

3

ERCE BN 7T v 77 A IVDEK
¥, N 2T T T A NOEN T OfEIC
ETLHE, TV =y a3 EEOu S
T AN EEZEZRGLET,
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T I XML 53R TE 771 IL D 30

a—WITETr 7 A VU TIE XML 7 AV E R TEREICHEHALET,
ubp_logging.xml 7 7 1 )L

ubp_logging xml 7 7 A WX, 2—VITE T 0 7y AV T BT O T
EERRMELET, RNTA—=HIZOWTLUTOXRTHHLET,

25 FIAILE Description

ubp_loggingxml 7 7  ARCOT_HOME¥logs¥ubp_logfil 17 7" 7 7 A VDT E LI ERE L

L e.log F9,

MaxFileSize 0= VA= NN—=F LU0 N DL 7 7 A
SMB L x g LE T

L~UL ERROR logger # 7' [name] J@M:CTHRE S

TWANRTF—VND T T ATEITS
nsa s L-YULERELET,
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CA Risk Authentication 7 — % X— R |Z1Z% L DT — T ARG ENET,
T NOHIF, ZLEIFEPERTHHLORHY £7, =—HEIC
EEH L CEXRIET 27 —7 b S, B oM HICEELRs L TR
KbT 27— H0 F9, £, =RV AT AEERT 7+
AFTHZLICESTHET =T MIIER L ET, 7 4 A7 EKEIZITHIRD
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ARUDSCALLOUT

A—PEAED =T T MREMENENET, Zhb
DA—T 7 ME, 2= PO 72 EDRFED A N
M LTt e ET @ESHTHDL5E)
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T—TIL4&

Description

ARUDSCALLOUTINTERNAL

B A — RhRDOH HHIRA X b U HEITAER)
WCENTZHEDa— LT U MZET2RERHR FFOH S
D SDK AV v R) B ET,

ARUDSCALLOUTINTERNALPARAMS

NE 2 — LT 7 MZEAADINT A—ZRoX {4 Tr LDt
AN S IV E T,

ARUDSCALLOUTPARAM

M — T 7 M DT A =B 08A T i & D
AN S L E T

ARUDSCONFIG

UDS BXIE/NT A —F B L DEEM S N E T,

ARUDSCONFIGAUDITLOG

a—H F—& V—Z (UDS) DEMERB LD ZFD Y #—2 R
T—H AR T TIERPENINET,

ARUDSCONTACTTYPE MREE 137 2 — L LU TR E ATHE 7R BN D HE#E 4
THW (P OE T A — NREEE TR E) B nET,
ARUDSCUSTOMATTREXT BMO2—YF T N T AZLNEEIESET,

FI 4L T BERIOEO2—F T hH T N IAF A
JEMEAS ARUDSUSERACCOUNT 7 — 7 /VICHI S IV E T, i
D 10 HLLEOBIMO BT Z DT — 7 KM S L E
7,

ARUDSCUSTOMATTREXT_ARCHIVE

A= TH T FREIRENIZEEIC, 2= T AT
N AL LRYEIZEET 57 — A TIERDPFEM S A E
‘éﬂo

ARUDSLDAPREPOSITORYCONFIG

LDAP 7R A hoiR— h DOFEMIZ2 £ LDAP VAR Y MU OFRE
DA SN E T,

ARUDSORGANIZATION

MAEDER. ZOEME, BEOURY MU Okl DFEH
RN S IVE T,

ARUDSORGANIZATIONAUDITLOG

MRS A O UDS Bidt v 7 M OFEM SN S L E T

ARUDSORGREPOATTRIBUTES

MBEA DV RS N ~ v B RS ET,
ez, 2—H VAR FY ELTIDAP ZfEHL TV 5D
Y& . CARisk Authentication J& M (7= & x1E. FNAME) M
%P9 % LDAP @M (7= & 21X, GIVENNAME) 2+ v 7/ &
NTWDEERH Y £,
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T—TIL4&

Description

ARUDSORGSECUREATTRIBUTES

EATER PI) 74—V R &, WAL 2L ERDH 5/
FREA OB SV E T,

E BB Y LR L TCINOOBMERET D
ZEbTEET,

ARUDSREPOCLONESTATUS

AEBY AT B U (LDAP 72 &) 75 ARUDSREPOSITORYUSER
T M= HERO—FF /a0 —= T DRAT—HX R
PRSI E T,

ARUDSREPOSITORYTYPES

UDSIZL > THR—=FSNDTXTOYRY FU DERE
RN S VET,

ARUDSREPOSITORYUSER

INT =< VAL EEED02, AU RY R
(LDAP 72 &) 76 D — P IF@NA — RN S IV E T,
ZHUTEE ., AN AT N U NSO —F D2 —
T =X RS THMNEND D GAEIITONNET,

ARUDSRESOURCESCOPE

UV —X L R O~ v B TS L E T,
SFEY . ZOT—TIE, EDV Y — A0 E ORI
AREMMEIRE LET, & BEDT T N XA
TR E ORI O AR FTRER G AR DD £,

ARUDSRESOURCESCOPEALL

UV —R LB O~ B IR ESnET, 2720,
T NRCOFMIEA ATRE R Y V— A &ZRET H DT,
ARUDSRESOURCESCOPE 7 — 7 /L & (X720 97,

ARUDSSECUREATTRIBUTES

W b 2 LERH D @M (P 2T D7 4 —/v Fip
) IZHET L ERs B S E T,

FEHa Y=V EEHLTINLDEEZRET S
ZELTEET,

ARUDSUSER

FARICATE S 2T X CO— W OFEM & BIED M S 4L
£

ARUDSUSER_ARCHIVE

VAT KIPBHIBRENTE T ANTOZ—Y TH T b O
L=V OB SN ET,

ARUDSUSERACCOUNT

FrEDA—YO2—F T HT L MERPEMNSILET,

ARUDSUSERACCOUNT_ARCHIVE

VAT KIPBHIBRE N T AN TO2—Y T H T b O
LY TAHT 2 MERPEH S LT
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T—JIL% Description

ARUDSUSERATTRIBUTE TRTCOZ—VEHOTERPBMNINET, Heodliy
WX - T, = —VEERNBINENSHEEDHR, ZD
T NEERTLHLEBEIDLET,

ARUDSUSERAUDITLOG o —PEVEEA OFEMREES o S IERABH I E T,

ARUDSUSERCONTACT =W DT OB ER (BT A —NEAEEERLY)
DA S E T,

ARUDSUSERCONTACT_ARCHIVE VAT APLHIBRENTZ—T T T N OO ER

Jelfdm (B A REMEESRLE) P ShET,

A—HFEFBHTOTFAILT TTVr—Lar TlER

LT OfF#IL, 7 —F =2 ¥ AOFRANZ UBP IZ L » TR S E
EE
F—JILE Description

XUBPData =T DOITENNNT A =X ML FT, F£2—H Dk
FSoW gy TSN THERHRINET,
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F—AN—Z YA X DFE

T—AR—ZX B A XDFE

IOk v a T, T X _X—REBHE )Y CARisk Authentication FI1Z5%
ETDHIUEDOH DT —HX—=ADKIKDY A X&GHH T D D&KL HE
WAL 9,

YTV ETHEAENGES

PO TARETIE, UTORSHHEA SN THET,

. 2=V H=N

1 2—FHY DT A ZADEEH =0

n LTS ZOBEM T O =A

m 1AHEVDORNT YT a O =T

m Quova7—#% 74— RO MU H=Q

w FHEOXSMIM (BN =D

BIRE

SRR T ORMENER SN TWET,

s —H%% (N) =1,000,000 (100 J7)

n 1 a2—HFHY DT A ZADOFEH (0) =2

n LTS ZADORREA T OEE (A) =2

m 1HBHEVDONT VT g OFEH (T) =24,000

= Quova7—4% 74— KANOxT> U4 (Q) =10,000,000 (1,000 J7)
w FHEOMSMIM (D) =90 H

BHRIEICE DY TILEHE

HiD® 7 v a TR LUERHREZBET 2 & ok RBHHILL T O & 9
2720 7,

n 2 FOREICIESS T —F X=X %1 X= (10*N) KB

COHET 1a—YHIV O 10KBIILL TO XL IcEXHEINEL
7=,

m  ARRFUSERCONTEXT : 1 L 22— R&7- ¥V 3KB
m ARUDSUSER : 1 L =1— R&7-¥ 3.5KB
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F—AN—Z YA RDFHE

= ARUDSAUDITLOG : 1 L ==— &% 7= 3KB

THNA ZADOBENZ AL T —F =24 X= (6*0*N) KB
ZORAET, 12—FH7-0OfE6KBIILL FO LI IcEEHINEL
77

= ARRFDEVICECONTEXT : 1 L ==— R 7= Y 2KB

= ARRFDEVICEINFO : 1 L =— F&H7- ¥ 4KB

ZOFETIE, BiokEZ v a TR UL TORHREEEH L E7,
m O0:2

22— LTINS ZADOBE T ORI AS T —HF X=X A X =
(5*A*N) KB

ZORAT, 12—FH7z ) OESKBIFLUFO L S IFxHanE L
7,

= DEVICEUSERASSOCIATION : 1 L 21— K& 720 1KB

m DEVICEINFO: 1 L 2— R&H7= bV 4KB

ZORETIE, Bio®s v a ry TRULEU FORMHREZEHR L ET,
m A:2

AEEBIIES T —F =2 %A X= (T*D*20) KB

QuovaT—&% 74— ROY AL RHE I TF—HF_XR—2H 4 X= (Q*
2) KB
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T—AR—X T—TIILDERICEATHT7E/NARX

T—HIN—X T—TIDERICETE5T7FNIR

TOBZVarTlE, TIOATY FT—ER—RAE RNy T T F—H
R=ZADMTT—TN%E ENL HWVOBE THRT 2 LN H D DN
SONWTHBALET, o7 a3 TiE, LLFO FE Y 7120 TEHH
Li‘é—o

Y7 IVEA LRENDELT—TIL

LTFDORIZ, 774~ T—=ERXR=RE RN I T 7 5T —H_X—ZHD
UTNEA LRBNNER T —ZRXR—A T —T VR LET, ZOhT
TV, —VPEEERAE T AR FEICEENE T, ZOTF—XIiX
FEECMETH D20, TNHDOT—TND ) TIVH A AREEZFEITT S
VBN H Y F9,

[Component]

F—I

Bl —L

ARADMINAUDITTRAIL

ARADMINBASICAUTHUSER

ARADMINSCOPE

ARADMINSCOPEALL

ARADMINUSER

ARSEQUENCETABLE

ARADMINTXID

ARCMNKEY

ARUDSORGANIZATION

ARUDSORGREPOATTRIBUTES

ARUDSORGSECUREATTRIBUTES

ARUDSLDAPREPOSITORYCONFIG

ARUDSACCOUNTTYPE

ARUDSRESOURCESCOPE

ARUDSRESOURCESCOPEALL

ARUDSATTRMAP

ARUDSCONTACTTYPE
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T—EN—X T—JILOEHICEATHTR/ (X

[Component] T—TI

ubs ARUDSUSER
ARUDSUSERACCOUNT
ARUDSCUSTOMATTREXT

ARUDSAUTHSESSION

ARUDSUSERCONTACT

ARUDSREPOSITORYUSER

ARPFCMNINSTANCE

ARRF_CMA

ARRF_IMA

ARRF_CASE_TXN

ARRFCURRENTCMSCHEDULE

ARRFADDONRULELISTDATA

ARRFADDONRULEMAPPINGDATA

ARRFCASEAUDITLOG

ARRFCLIENTSSLROOTCAS

ARRFCURRENTORGCONFIG

ARRFDATAVERSIONMAPPING

ARRFDEVICECONTEXT

ARRFDEVICEINFO
CA Risk Authentication

ARRFDEVUSERASSO

ARRFEXCEPTIONUSER

ARRFINSTANCEAUDITLOG

ARRFINSTANCES

ARRFIPCONTEXT

ARRFNEGATIVECOUNTRYLIST

ARRFSYSPARAMSCONFIG

ARUDSAUDITLOG
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[Component]

FT—7I)L

CA Risk Authentication

ARRFSYSAUDITLOG

ARRFSYSORGCONFIG

ARRFSYSRULEEXECCONFIG

ARRFSYSTERMRULESCORECONFIG

ARRFTRUSTEDIPLIST

ARRFUNTRUSTEDIPLIST

ARRFUSERCONTEXT

ARRFORGQUEUES

ARRFQUEUEADMIN

ARRFUPLOADAUDITLOG

ARRFCASEQUEUES

EHGRIANBELGT—TIL

UTFoRIZ, 794~ T—LRXR=RL N0 7T w7 T —=HX—ZMD
EHR RN NI T — 2 RXR—=2 T —T )V E R LET, REICEEN
Hol-HE. TNHDOT—F_X—2 F—7 VIR LS £9,

[Component]

F—JIL

T o) —)L

ARADMINCONFIG

ARADMINCUSTOMROLE

ARADMINMAP

ARADMINPAFCONFIG

ARADMINPWDPOLICY

ARADMINBASICAUTHPWDHISTORY

ARADMINTURNEDOFFPRIVILEGE

ARADMINCACHEREFRESH

ARADMINAUDITTRAIL

ARADMINUSER_ARCHIVE

ARADMINMANAGEROLE

ARADMINROLEPRIVILEGE
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T—EN—X T—JILOEHICEATHTR/ (X

BHla ) —)L

ARPFCMNORGCONFIGDATA

ARPFCMNORGCONFIGSTATE

ARPFCMNCACHEREFRESHSTATUS

ARPFCMNCACHEREFRESHEVENT

ARPFCMNCACHEREFRESHSCOPE

uDS

ARUDSUSERAUDITLOG

ARUDSORGANIZATIONAUDITLOG

ARUDSCONFIGAUDITLOG

ARUDSCONFIG

ARUDSREPOSITORYTYPES

ARUDSUSERATTRIBUTE

ARUDSUSERACCOUNT_ARCHIVE

ARUDSCUSTOMATTREXT_ARCHIVE

ARUDSUSER_ARCHIVE

ARUDSUSERCONTACT_ARCHIVE

ARCMNCONFIG

ARUDSREPOCLONESTATUS

ARUDSCALLOUTINTERNAL

ARUDSCALLOUTINTERNALPARAMS

ARUDSCALLOUT

ARUDSCALLOUTPARAM

ARCMNBULKTASKPARAM

ARCMNBULKUPLOADTASK

ARCMNBULKREQUEST

ARCMNBULKOPERATIONATTRIBUTE

ARCMNBULKOPERATION

ARRFCHANNEL
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T—HAR—RA T—TJILDERICEETETE/NNAX

CA Risk Authentication

ARRFCHANNELDETAILCATEGORY

ARRFCHANNELELEMENTS

ARUDSUSERATTRIBUTE

ARQGEOANONYMIZER1

ARQGEOANONYMIZER2

ARQGEOPOINT1

ARQGEOPOINT2

ARQUOVAVERSION

ARRFADDONRULETYPE

ARRFADVICECONFIG

ARRFBASECHANNELELEMENTS

ARRFBUCKETELEMENTCONFIG

ARRFBUCKETCONFIG

ARRFCONFIGURATION

ARRFCOUNTRY

ARRFCOUNTRYLIST

ARRFCHANNELMSGPROPERTIES

ARRFCHANNELTXNTYPE

ARRFCHANNELTXNTYPEELEMENTS

ARRFCLIENTCERTSANDKEYS

ARRFCONFIGURATION

ARRFCURRCONVRATES

ARRFDEVICEINFOHIST

ARRFELEMOPREGIONMAP

ARRFELEMENTSSUPPORTEDVALUES

ARRFEXCPUSERHIST

ARRFLIBRARYTOTYPEMAPPING

ARRFOPERATORS

ARRFOTHERELEMENTS

fTE LXMLERE 7 7AILD

FH# 539




T—EN—X T—JILOEHICEATHTR/ (X

ARRFORGCHANNEL

ARRFPROTOCOLREGISTRY

ARRFSERVERS

ARRFSITES

ARRFTXNTYPE

ARRFUNTRUSTEDIPTYPE

ARRFUSERCONTEXT_ARCHIVE

RIAANBEGZNT—T I

UTFTDOFRT, 794 T—FZR—RE NI T v F—2_— XM D
FHANNE I RNT —ZRXR—2 T —T )L ERLET,

[Component] T—I

ARADMINAUTHTOKEN

ARCMNDBERRORCODES

ARADMINPREDEFINEDROLE

T o) —)L
ARADMINSUPPORTEDAUTHMECH

ARADMINUITAB

ARADMINUITASK

ARADMINUITASKATTRIBUTES

ARADMINUITASKCONTAINER

ARADMINWIZARDTASK

ARREPORTTABLES

ARCMNMAPDATATYPE

FH oL —)L
ARCMNCACHEREFRESH

ARCMNMAPDATATYPE

ARPFCMNPRIVILEGEMAPPING

ARADMINSUPPORTEDTIMEZONE

uDS ARUDSSECUREATTRIBUTES
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T—HAR—RA T—TJILDERICEETETE/NNAX

[Component] T—7I

ARRFADVICECODE

ARRFADDONEXPOSEDPARAMS

ARRFCOUNTRYLIST

ARRFCURRENCY

CA Risk Authentication ARRFDBERRORCODES

ARRFDISPLAYNAMES

ARRFLOCALE

ARRFMESSAGES
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T—AR—RA T—=TILDT—hAT T BH#EEIE

T—AR—RT—TIDT—HATICEAT S REIA

OB 7 arTlE. LTFOTF—7 L OHEREIEIZOWTEIA LE T,

BE YR 57— 0L, BEEn ERR Y, FT UV a O
NEENDT—TINWIIRETHZL2BHO LET, 2—WFFER1IEE
NHT—7WFHIBR LN TL ZEW, U R 7 FliORTITHETT,

UFTOT—TNZA L, TRXTCORT YT g TRIEITIER L,
MEEDT —=HA T DR = o TT—HA T ENTN—V T D05
N £,
n BETFT—FERNT LT T
= ARADMINAUDITLOG
= ARADMINAUDITTRAIL
m  ARRFINSTANCEAUDITLOG
= ARRFUPLOADAUDITLOG
= ARUDSAUDITLOG
n NIUY I Ta s TR AT T T
m  ARRFCASEAUDITLOG
= ARRFSYSAUDITLOG
m  ARRFSYSAUDITLOG_<channel>
= ARRF_CASE_TXN
m  ARRF_CASE_TXN_<channel>
m  ARRFUSERCONTEXT
n LR— N T—EBIOT AR R T =2 T 57— L
m  ARREPORTS
m  ARRFDEVICECONTEXT
m  ARRFDEVICEINFO
m  ARRFDEVUSERASSO
m  ARRFUSERCONTEXT
= ARRF_IMA
= ARRF_CMA
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T—AR—R T—=TIDT7—Hh1T AT HHEEIE

n RET—FEEMNTLHT—T
= ARRFCURRENTCMSCHEDULE
= ARRFADVICECONFIG
= ARRFCURRENTORGCONFIG
= ARRFSYSORGCONFIG
INGDOHT TV DREIIERT DT =T NDOT =B 5T —HA T35
Btr. LN OFIEBHER S E T,
1. NI T T T—=HR=ANLT =7 LET,
ZOT 7Y avii, NPT Y g TR, LR— FORI
HHELET,
2. NI T T T—ER=R %7 ) =T v LET,
3. NI T T T EN=REMEATHITE, DT == A=
HEITLET,
4, TIARY T—EXR—RET V=T v LET,
5. 7947 FT—HR=RITRY £T,

BEITHERT HT—T I

UFDOT =7 NE, r— A EBERERE DM HIEIHE - T, WEICHER L E
T LEERoT, ZNHDT =T ME, MO 7 =047 R > —ITHE-»
T, KVEWEETT =0 A 7EIINN—VTEET,

m  ARRFCASES
= ARUDSUSER

3¥: ARUDSUSER WD h U [ IRk HL—H 2R LET, =—F L

a— R, 2—HFEH Web b —ERXZHELTCZOTF—7NMICATSNE
I, 7277 L. BAIC Xk o TiL. ARUDSUSER 7 — 7 /VIND —H F—F %
T—=HATTHILLETEET, wEziE, HHEOHET 7V r—
AT I BEAL T RWL—FDIEFRIZT — I A 795 2 L
ENFET, TOLOIRGA, TV = ailHORT VAT H—
PFEFHL—F L L TR, ZO0EICE-TEY A7 2AaT7 2fFETX
7,

O &) e bl TR B A 5E X, CAY AR — b F— A THEW
el e LET,
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T AR —RERHE/ TA—4

—

T —IN—RIEBHE/NTA—F

CA Risk Authentication #—/ 3 & 57— X X— 2 D O 2 JHET 572D D
INTGA=ZT, BHa L —nND [ A AEH] X—=V%EFEH LT

BELET.

ZDay V=) RXR=VIIT VB AT HITIE, MA (ZF AXE
HE) LLTul A TAMLERHY £7,

L FDFRIZ, CARisk

Authentication %r—/3 & 7 — X RX— X OEHr 2 T H - OIEH T
5 (F@) NTA—HEIRLET,

J4—ILE Description

e/ N CA Risk Authentication H—/3 & 57— & X — Z B AN AE
% & A B B D B /N

T RK¥ERi CA Risk Authentication Y— N & 57— & X— X [IZ/ERL T &

% Bt DI KEL,

¥ Z OfElE. MaxConnections /37 A —# L DX 5
7o, 7T —HRX—=ANY AR — T DR RERIIZS T
DIEZRET HHENHY E3, FEMHICONTIE, 7—
HR—=2ZA R =D =2 T VEBRLTLEEN,

B Doy

WP UTe . BUAF ORI BN S 4 2 Bl DL,
TR DOFENT, RO AREZBAD Z LIFTTE EEA,

T=H ALy B AU —=T7WH (1)

BERA Ly R TRTCOT —H_X—AD/"— hE'— |
F v B A Y — 73 AR,

EENHHGEEDE=F AL v R
2 — 7 ()

T B R AP EENEAE LRI, T — 2 RN— R
T ALy KRR —VOESEETF = v 735

b

Va3 i) =274

TRTOT—F =2 7] Onr Jitkkx A LE
S

T = A R= AR DE =S

T HRX—=RAF=H ALy RCT—VOFERT =7 %
BN THA T a

7T A = VICHBAIZRES

TIA 7Y TN AT B £ 5 T
V=D T T F—=EX=ZAIN6 T T4 =) T—
B R=Z~DE ) X AL ET,

;¥ : [CARisk Authentication & EE41 K] @ [ CA Risk Authentication #—~
AKX ADEPE) EHRL TSN,
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URL

=1

TIHILFDR—FEESE LD

Z O TlX. CARisk Authentication 2MEfH4 255 7 /L b iRh— b E R
JOWURLDO U A FERLET, REFLLFOEIZE > THEK STV E

KR
FIAILEDHR—IBS

DA A M= MERT 74V N R— FESMEHTTH D
EIDPNRA VA R—=TIC Lo THER SN E T, HEH I TWARWEGEIE,
F DR — 5 CA Risk Authentication = AR —% > MIZEI D Y THILE
T, 7272 L. T 74V b R— FEEMEGFRG F 13207 7Y r—
VA lE o TT TIERA SN TV DAL, Flar Y — 107 e ha
Ny Ny TEEEE S THR— NESEZ FEICTHRET A2V ERDD £
7

LU F D #EIZ, CARisk Authentication Tl SN5T 7 /v b D FR— h &5
R LET,

ZJokan 771_-{’27::%:; Description
CA Risk Authentication H—/X
A7 17 (TCP) 7680 Z 1. CARisk Authentication 73 U A 7 4> B

MTHEAT L EHEAO e haL T, ZOR—h
%, CA Risk Authentication #—/N f XX R L
CA Risk Authentication Java SDK (U & 7 Ffi % &

i) OMOBEIHEHINET,

FAT 47 (SSL)

7681 CA Risk Authentication #F—/ 3 f A X > X L CA

Risk Authentication Java SDK (1 A 7 3l &2 &7 ¢)

DRID SSL-~N— A DI@(E % FIREIZ T DM EH AR D
A=E =Y 2o
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T AR —RERHE/ TA—4

JarajL

T IA4ILE
r—rES

Description

PR Web h— &

7777

ZdO7ma b aulX, CARisk Authentication H—/3
LB Web —E A DM OBEFIZHEH v, v—
IVERTEDVER EEBIHEA SV E T,

Fonboa—niziE, VRl 2 id e —
B IOMHEBER —VIE TN FEA4,

KNZ Y7 9 Web P—
Bz

7778

Z O ma kL, CARisk Authentication H—/3
A VAR AT DT, U A 7 5l Web
=R Lo THHEHSINET,

E L0 a— NV IEHY—E R a—)Vid A
FHAEWA,

A — SR

7980

o Y — I, o7 e haLEEHLTCA
Risk Authentication -—/N f L A X U A LEIE L,
Y= NEHT VT 4T 4 (EERY Yy MY
V. =R EFy a2 VT byia A UAHA
VAR, BLOTr haVERRE) 2TV E
j‘o

br— AR 2 — S

E: = REHEOPEC OV T,

[ CA Risk Authentication B 2201 ) MR L T 7ZE0,

S AR o — P [7779 Zo7va hand, HEOR— T —RAEHRY
J AN (P—rMil) 2REBZT DO, F—
AEMR 2 — P — N2 — L Lo THEHE
ET,

r— AEFRD X 2 — 7780 EHoaY— T, Zo7a balzFEH LT

AKX 2 — N A F R LR
L, —NEHT7 7T 074 (EERY Y v b
Zor, =" Fr a2 VT7byia [
AL AER, BT e ha R Y) 21T
WET,
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T—ARN—ZAEGRHE/ NS A4

EE: \EDDH— B R )39 TIZ CA Risk Authentication 2MER T 57 7 4 /b
b A= ETCEITSINTWDSGE, #2472 ba VHITH LWR— M

"“fE?L VENH Y £77,

Zu haVHOFH LWAR— MNESERET HITIE, BHa Y —1o [F
o haRE] X—T a2 Liﬁ‘ ['CA Risk Authentication BEAHA K
@ [CARisk Authentication %F—/N f VA XV ADER | 2L TL72&
VY,

CA Risk Authentication I R—F% kD URL

A A h—/L1%1Z CA Risk Authentication T > 7R—x% > MZT 7 &R T 5
X, UTORICEHENTWD URLZHHALET, FWNO URLIZT 7 +
Vs AR—bhEEHLET,

aAVR—RUbERIFY—EXR URL

EHloL ) —L

http://<rf_hostname>:<rf_port>/arcotadmin/masteradminlogi

(~ 2 2% (MA) F) n.htm

E C I CHETAMERD S HE— ML, TTY S — g
v A= H— T

T oL ) —)L
(oo EHEH)

http://<rf_hostname>:<rf_port>/arcotadmin/adminlogin.htm

F I TCHRETAOMERHLAR— NI, TV —T g
v =N R— FTT,

YN T ) =g

http://<rf_hostname>:<appserver_por
t>/ca-riskauth-8.0-sample-application/
index.jsp

T I THRETARERDLIRN—NMI, 7TV r—v =
v =N R— N T,

U R 7 G-l Web H— & http://<rf_hostname>:<rf_port>/services/RiskFortEvaluateRisk

Svc

F I THRETAT 74V b AR— ME 7778 TT,

CA Risk Authentication & ## Web http://<rf_hostname>:<rf_port>/services/ArcotRiskFortAdminS

H—E R

vCc

F: I CTHRETAT 74V b AR— ME 7777 TT,
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T AR —RERHE/ TA—4

AVR—RUMEREFY—ER

URL

o—PEF Web —E R

http://<appserver_hostname>:<appserver_port>/arcotuds/ser
vices/ArcotUserRegistrySvc

F I CHRETAMNERHHHA— ME, UDS AR LT
T =gy =N R— FTT,

2=YITHTRT A VT TT
Vior—ar

http://<appserver_hostname>:<appserver_port>/ca-userprofili
ng-2.0-application/UBPServlet

HEAR S TR Web H— B2

http://<appserver_hostname>:<appserver_port>/arcotuds/ser
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