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FZovY va VR TH AT OFEITOFEMIZ OV TIX, Microsoft SQL
Server D R¥ =2 A FEBHR LT ZE0,

UAFOREIZHE - TT —HR—=RAZHRELET,

1. #ELE XN D4R arcotdb T,

2. FHN—R YA RFEHBIERT B L 5 ICRET B BERH Y
ES

3. T—H =R a—H DR

40 A2 A=)l 574K (Microsoft Windows FH)



SQL Server MEXTE

T—HAR—Z 1—F DK
T N= R 2=V 2 BT DIIE, LT OFNRICHEVE T,

RDFIEIZHE> TSN

1. SQL Server Management Studio C. <SQL_Server Name> |ZF#@iL. [&
F2UT74] 7V FEREALC, (A 0] 220 v 27 LET,

7 <saQL_Server Name> 1%, 7 — % ~— X Z/ER L 7= SQL Server D7k A
NEIZIPT RLAZIELET,

2. [(mFAV] IxnFEEZ Uy L, [FunwerZALr] 270y
7 LET,

3. mrAAEANNILET, HEREIN D4 arcotuser T,
4. LITONRTGA—HERELFET,
a. SQL Server FRIEIZxI9 HRE
b. m74y®[AXU~P]ﬁiw[AxU~P®%%Aﬁ]%%
ELET,
WD /SAT — R AR Y I —IZHEV, T DOR—TDZE DD IR A
J— RFREZHELTEIN,
c. VERK L7257 —#X—Z (arcotdb) |Z%9 % [BEREDT —H _X—R ],
d /74y ([ZourlAfriivyrantza—¥—] 7o a v
W) Ho [—HF—<=v 7],
e. db_owner ( [<db_name> DT —HFX—Z mn—)L A /R v 7]
vrvaly) KT LZT 7NN T—ER=ZAHD [2—HP—
<~y ¥y Z] (sQL2005) ,

B3R TAN—RXY—NERETIHZE 4



Oracle T—H2R—XDERTE

Oracle T—AR—XDEKTE

Z D7 a TIE, Oracle 7 — % ~<— 2 %5 J U Strong Authentication
Y= "HORRERHRE R LET,

FUTOEBYZ Vg AT H AT DOFETOZEMMIZ OV TCIE, Oracle 7 —
HR—ZD RF¥a A "2 LTI,

Oracle Zfifi f§ L C Strong Authentication % 5379 51212 >DT —T7 /L A

NR—=ZANPBE T,

m 1 OHDOT =T NANR—=RT, RET—¥, BEErnrs, BLR=a2—¥
HROMHEA SHET, ZOT—TILARX=RT, T 741 b
A=Y T =T N A=A T H LN TEET,

T = RX=ZADERIZHOWTIE, THHET = _X—ADIEKR] 25K
LTL &N,

m 2OHDT—TIINAR—A IV AR— NOEFTIERAESNET,
T —< L AEDLHIZD, POT—T N AN—2 AT H L %
BEIDLET,

A7 VT N&FATT 5T —FX—R 2—YPRNT =T N A= 25 ERT
LI DOFS MR E R > TWAIGE, T —4X—AREAZ VT |k

(arcot-db-config-for-common-8.0.sql) IZ&L > TCL AR — K 7—T /L AX—2R
MABPNAER S IVE T, = —FICHERMERN 72545 DBA IXFET
LAR— b 7= NAR=2EER L, T—TNAN—2EERT 520
A7 VT NNOEY v a v EHIRTEET,

[ CARTOT —7 )V AR—=Z 34 TIAHET D5 E 18, HIFR S LEER S
nE7,

BE: LR DT — TN AN—ZEERT H T2 D
arcot-db-config-for-common-8.0.sql 7 — 4% X—Z A7 J 7 N ND/NT A —
ZIE, DBADHEIS L TERTE Ed, ZL, T—TNAARX—=ZA4N
ARReports Th 5 Z L 2 L £,

42 A2 A=)l 554K (Microsoft Windows FH)



Oracle T—RAR—XDEKTE

T—AR—ZDERK

UTF-8 L7t M CIEMAEBMNT 27 — X X—AZ{ER LE T, ZDOXTF
t > MIZ X D Strong Authentication TH 7 /L3 A b Sk % G T ERRAY 72 3C
FTEREATEX TR T,

RDFIEIZHE> TSN

1

SYS F7-1L SYSTEM & LT Oracle 7 — 4% X— A H—Nza /A LF
7,

UToa~y REFEITLET,
Update sys.props$ set value$='UTF8' where
name="'NLS NCHAR CHARACTERSET' Or name = 'NLS CHARACTERSET';

T HAR—=Z2AFFEFBH L, LTty PR UTF-8ICEREIILTNAHEMNE
9 75 %%Dﬁ L/i‘a—o

H LT —H _X—Z arcotdb (22 —F A ERL L4 (HEEI A4 7]

IX arcotuser) .

B E 13T 2 Fﬂ%@%ﬁfﬁﬂi\ 2—YDY g —R e bl b5~
10GBIZRELFET (HIEEAEe ZIHEHEINET) &

EABME, AT —Vr T FRBZOMOARMORmNT A FHOR
HOEE, 22— FITRER Y 4+ —F ZRET D HIEITONTIE, R
(T _X=A VT 7 LA ZBRLTIIZE,
2= PIZLLF OMHERZ A5 L £
CREATE TABLE
CREATE INDEX
CREATE SEQUENCE
CREATE PROCEDURE
CREATE SESSION
DML PRIVILEGES
RESOURCE PRIVILEGES
CONNECT PRIVILEGES
ALTER TABLE
n Ty 77— REMOBIHER
ALTER EXTENT PARAMETERS
CREATE TABLESPACE

n  LAR— MRS 720 DB INHERR

B3R TAN—RY—NERETDAHZE 43



Oracle T—H2R—XDERTE

UNLIMITED TABLESPACE
(#=7"v =) DROP TABLESPACE

44 A2 A=)l 554K (Microsoft Windows FH)



IBM DB2 Universal Database (%5

IBM DB2 Universal Database M % E

ZDOE 7 3 TlX. IBMDB2 Universal Database (UDB) FHDOLL T D#FEE
BHRERLET,

UTF-8 3L v N CIHEMREEINT 27 — X X—2A 2B LET (RS
BT arcotdb) , DX Tk MT XY, Strong Authentication T 7
AL NEEEZGUEBENR L FEEHATE L9120 £,

1
2.

IBMDB2UDB 5 — & _X— X H— Nz /A LET,

UTFoa~y REFFATLT, UTF8 AR — hEHMCLET,
create db <DB-NAME> using codeset utf-8 territory us;

T =T IWAR—=ADN— A X% 16K IZHELET, T 74V ME
4K T,

T =T IWANR=ADN=Y Yo AOLEEDOFEAMI OV TIE, N F—
DRF2AFESZHRLTITEEN,

F—HEBNLWEE. N s aral T AADFT 7 4L K
A ATEIARTDRGENRDY T, DD, vl 77 A A
AT aRBEIOLET,

0y 77 AN YA ZXDEFEDOFHEMIONTIE, XU F—D Rg o AV
FEBMRL T ZE,

REEENEHINZZ E 2R LET,

REA X —~ 2T 2568 OFEMIZ OV TIE, 8% [IBMDB2
Universal Database DA X —~ DR TE| #ZBL TLIEE W,
HLWTF—H_X—Z arcotdb D AF —~ZFHL T, =—HF&21ERLL
F9 (HELE S DA I arcotuser)

2—FIZLL FOMERZ 5L 9,

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES

CONNECT PRIVILEGES

ALTER TABLE

s T 77 L— FEHOBIER

FI3E: TAR—XYJ—N\EEXTETBHAHE 45



IBM DB2 Universal Database %5

CREATE TABLESPACE (AUTORESIZE = yes #f5%)
. ULAR— NEEHT 572D 0BNMHER
DROP TABLESPACE

46 A2 Ab—)L 534K (Microsoft Windows FH)



MySQL T—AR—XDETE

MySQL T—AR—XDERTE
OB 7T ar TR MySQL T — X R_R—ZHOLL T OREFRE R LET,

Strong Authentication (&£, MySQL @ InnoDB A h L — = VU A L E
T, ZTOARL—Y TR MySQLDA A F— /)L THR— ST
WABNE D M EHERT HIZIE, SHOWENGINES =2~ REFEHALET, =
Da~<y ROWIIZ InnoDB NHYAR—F I TWRNZ ENRINTND
YalE, InnoDB DY R— K2 GFNZ L ET,

7 : InnoDB DY R — 2 FNTT 5 FIAIC DWW T, MySQL @D R = A >
FEBRRLTLLEEN,
1. MysQL 2a~v > K74 RUZBE £,

2. UTOa~vwr FEFITLT, 7—HFX—2 Ax—<&EkL 7,
CREATE SCHEMA '<schema-name>' DEFAULT CHARACTER SET utf8;

3. UFDavry FEFITLT, T—F_XN—R2 a—Wa/El L £7,

CREATE USER '<user-name>' identified by '<user-password>";
4. FHLWTF—HX—R arcotdb (Z—WFZERk L 7 I D40

I arcotuser)
5. 2—WIZLL T OMEREZM G LET,

FT7 V=7 MER

SELECT

INSERT

UPDATE

DELETE

EXECUTE

DDL HERR

CREATE

ALTER

CREATE ROUTINE

ALTER ROUTINE

DROP

Z Dt OHERR

GRANT OPTION

B3R TARN—RY—NERETDAHE 47






Vaday

56

AT AVAM—=ILRIDOF YA

Strong Authentication DA A b —/L LR EICHT RN L FDOF = v 7 U
ANEWHERTHZ E2BEIDOLET,

FUTOF =y 7 VA MOHABIWMEIZY T VTY, A A F—b
ZPAAT AN, BERE QR AT L oI, 2oF =2y 7 VR M E

ZHLTLIEEN,

TFER A A4 A
N—KRo=T

A= RN Intel Xeon X5450 3 GHz

RAM 2GB

T A AR 20GB

7 0T

ARXV—=T 4 T VAT A

Windows Server 2003

FA4ARNIEa—T g

Enterprise Edition

P—t Ry s (RyF) SP3

T R_R—R
Type Oracle
T —HX—24 (MSSQL F5J CFDB2 »4) |arcotdb
DSN 44 arcotdsn
RA MG (E7iZY—1P 7 LX) 51.100.25.24
A—h 1521
H—E A ID (Oracle 7— & X—ADH) oradbl
TR a2 arcotuser
T—=HR—=A BT A RAT— R password1234!
B TE I A DIERR

E: CREATE FERDGEITT T, T %

DROP HEIR B> V) %77,

FAE: ARAF—=ILHIDFTYI) AL 49



MySQL T—RARN—X DX TE

LS

A Sl

EGPN i

Oracle 77— & _— R

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES

RESOURCE PRIVILEGES

CONNECT PRIVILEGES

ALTER TABLE
(7 > P L— NDBEELDZ)

ALTER EXTENT PARAMETERS

CREATE TABLESPACE
(L= P DLGFE)

UNLIMITED TABLESPACE
(LR — FDLGE, 7 a)

DROP TABLESPACE

MS SQL Server
E N7 v a v EFETTH—Y
X, ddladmin Z—/LICE L CWALER D
D \32‘?‘0

CREATE TABLE

CREATE INDEX

CREATE PROCEDURE

REFERENCES

DML PRIVILEGES

CONNECT PRIVILEGES

ALTER
(7> 77— FOBEDH)

50 4> AXk—JL HAK (Microsoft Windows )




MySQL T—AR—XDETE

LS

A 165

EGPN i

DB2 T — & X— X

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES

CONNECT PRIVILEGES

ALTER TABLE
(7 > P L— NDBEELDZ)

CREATE TABLESPACE (AUTORESIZE = yes %
RIE)
(L= P DEE)

DROP TABLESPACE

MysQL

SELECT

INSERT

UPDATE

DELETE

EXECUTE

CREATE

ALTER

CREATE ROUTINE

ALTER ROUTINE

DROP

GRANT OPTION

TV r—vay =N

Type

Apache Tomcat 5.5

RA N4

localhost

FA4F: AOXAM—ILRIOF YY) XL 51



MySQL T—RARN—X DX TE

1F¥R A B4 FCAME
ek 8080

JDK 1.5.0_10
FAVZ R P—ER (FFva V)

RA N ds.myldap.com

A— b 389

AFX—<4 inetorgperson % 7213 user
N— B4 dc=myldap,dc=com

User Name cn=admin,cn=Administrato

rs,cn=dscc

Password mypassword1234!
Web #—N (FFT a3 V)

Type 1S 6

w™A N mywebserver.com

K— k 443

52 42 Ak—JL HAK (Microsoft Windows )




ESE: E—UXTLAD Strong
Authentication @ ERf

Strong Authentication = > 7R —FR > DA A Fh— (L, Strong
Authentication 8.0 InstallAnywhere 7 ' — RZHEH L CTFEITLET, ZD
7 4 ¥ — KTIX Complete & Custom DA A h—)L A T ZHYR—KL
TWEJ, =7 L, B—0 =3 = —# EIZ Strong Authentication % 1 >
ARN—=NVLTRETDIDHE, A A M—T%FTT HERC [Complete] 7
TrvarEEHLET,

REDPRIEEDTAVUILLT D LB T,

1. Strong Authentication f > A h—F ZFITLTT7 7 A /L T AT AT
Strong Authentication = > i R—% > h&BI L, sQL T —H X—A(ZT
JEATEHLLIITHELET,

A A F—/LFEHIZOWTIX, [Complete £ A h—/VDEST| 2%
L TLEEN,

2. T—HAR—ZARZAI VT eFITL  AF—~BINT—HF X=X F7—
TNV LET, T—F_XR—2ZARNEFICEY h Ty 78N Tn5 2
L EERLET,
FEHNZHONWTIE, [F—2R—ZX 27 S NOEIT] BIO [F—%
N—2 ¥y N7 v 7OfER] 2L T3,

3. 77U —vay =A% HEL T, CAWeb 2 i R—x > hoMEH]
TH7 A NVEa—1LFE T,
FHICHOWTIX, (7 U r— gy — RO 2B L TP

SLAN
4. 77V lr—< 3 P —,3|T CA Advanced Authentication % JEBH L T, &
BZMR L ET,

FEAIIZ DUV TIL.  TCA Advanced Authentication DJEBH] B8 LN cA
Advanced Authentication DR ] ZSMR L T 7230,

FH5E: BE—Y XT LA Strong Authentication DERH 53



MySQL T—RR—Z D

i)

ax ;&

10.

~ A X B L L C CA Advanced Authentication (212 7' L. Strong
Authentication Z #J#l{t. L £ 97,

FERIIZ DWW TCIE,  [CA Advanced Authentication ~D 12 7' A | B X
(AT LDT— R AT 7] ZBRLTLIES N,
Strong Authentication — & #E) L, — E XN EFIZERG S LTV
HT LR LET,
FEAZ OV TIL,  [Strong Authentication V— "D fE#EN ) B LY A
AN —=VOER] 2SR LT IEE0,
TV =gy =N Ca—F F— ¥ F— XA EM LT, JEH
EHER L ET,
FERZOWTIX, T=2—% 77— —bERDEM] 22 LTS
AN
VoI T = a rEREIAL, 2 AfiH LT Strong
Authentication X EZ% 7 A b LET,
F VTN T YU — 3 X, Complete f A h— L D—EE L
THBEWIZA VA h— L SNET,
FEICOWTIX, o T r—va VOB BEIO Ty
TNT TV r—a O ] 22U TEEN,
(A7+ =2 ) Strong Authentication =2 > 7R — 1 > N D 4703815 %
T3 272812, SSL (Secure Socket Layer) hZ v AR—k — K%
PR—FTDHEIORETEET,

FEMIZ oUW TTIX,  TStrong Authentication EEE A A K] Offdk TSSL D
HWIE] 2L TLITESN,

A A =N TFzv I VRANEETLET,

SRR OV, A A M= BEDTF =7 VAN ZBRLTL
77X,

AVAN—VICET 2 EERITEEIER

H—0D v AT NFE 2130 ERBE T Strong Authentication &1 > A kh— 1§
HERE. LTFORICHER LTS EEN,

<install_location> \ZVXEFEE LT N Z FAR0 L 212 TS ZE 0 (v
@#s%/\&*()—+={}[]uu f£g> .

54 4> Ak—JL H A K (Microsoft Windows )



MySQL T—AR—XDETE

BFF R TIL, A4 > A h—7 2 L T Strong Authentication =2 >/ 78— %
VhNEERERIIBETLIZLFTEEEA, MTarR—FR 2 M
ToA A= LTD, HA A=/ LTLIZENY,

A VA= NVOFETHIL, A VA =T U4 RUZALRWNTLE
W, A AR = (FRCERZOBME) I [Cancel] A& %27 U >
7 LTA VA M= vEHIELIESE, TRETIERS T 4 LY
F T RTHHEIBRESND EIFRY FHA, f A=V T 4 L7 b
U <install_location>¥Arcot Systems¥ B3 L ONZDH 77 4 L7 FUITF
BTV —rT v LET,

BETF D %ARCOT_HOME% DA > AHX V ANRT TIZEHEENLTWDH VAT
A ETA VA N—=FEFETTHHE,

m (VAN T oL N)BERINFETA,

n T HAR—ADEy NT v T EERINFTA, A VAT
BFEDT —F _R—Z2 % H L £,

s F7o. By NT v T EEREINFEA,

Strong Authentication f > A h—F 1%, PLFDA A h—)b XA T %Y
R—=FLTWET, BH—DT AT A~DREMKFIZIX, Complete 4 A ks —
NEFBHLET,

1.

Complete - Hi— D A7 A2 9 XT D Strong Authentication =2 /7K —
v hEA VA=V LET,

Custom - J%&4R L 7= Strong Authentication =T/ R—x > F & A A h—
NLET,

% 5 & B—3 XTL~0 Strong Authentication M EERA 55



Complete 1 > A— )LD ELT

Complete 12 A—JLDELT

Strong Authentication Z A A h—/L 3 5TIE, A A F—/VIZEHT 5
Z—H% 7 B R )Y Administrators 7 /L— 2B L CWD LR D O F

7%

Strong Authentication 2 > RN —FR > hEH— AT KA VA F—/LT 5
WZiX.  [Complete] 7> a v aHATHLENDY £9, Custom A >
AR—=LTIE EBRLEO VR =R FDOBENR =T A A h—
NTEFET, T, Bl —RETTH 22 BEIOLET,

RDFIEIZHE> TSN

1.

A A N—)L Xy r—U\ T B Strong Authentication f A fh— 7
Strong Authentication-Windows-Installer.exe 7 7 A /L & O £97,

AVAN=T T7ANELTNLI) 7L, [Next] #2727 LE
‘é—o

TR EFEORMFCFEE LT [Next] 227U v 7 LET,

A VAN=FIZLEoTIAENDO CARL N B a—H T VA b—)L
INTWNENE D DD ER S ILET,

A VA M=V ENTEEFO CARLE R RO S RTF X A > A F—b
FTALIZ MIDANTERD LT 7 IRFERENET, ZOHAE.
[Installation Location] HE[E 2N F/R I AVE T,

A VARV ENTWHEEFED CA AR SN2 5G6 . A v A b—
NTF AL FUDANERDL T a7 MIERENET A, BEFED
ARCOT_HOME Ny EOJ““&J:L:%%)%/ENi\ QT@@@?@%%éﬂ
£75

A UVAR=FILE o THRESNET 74V T4 L7 U EZDE

FEMH LT, Strong Authentication A > A h—/L L E¥, FE7id,

[Choose] Z7 Vw27 L, BIOT 4 L7 NVIZBEIL T, £Z%24ETE
THZELTEET,

[Next] 27 Vw7 L, BELTT 4 L7 FUA~DA VA M—)LEFHE
ITLUET,

TRTOAVR—R b VA —1LT 55451 [Complete] *7
TarvEEIRL, [Next] 27U w7 L%,

[ Database Type] M NAFE R IIVET,

56 4> Ak—JL HA K (Microsoft Windows )



Complete 1 > A—ILDEIT

7. T—HRX—RA LA THERL, [Next] 27V v 7 LET,
%fhtn9" % [Database Details] E[EINE R IIVET,

¥ : Strong Authentication Ci%. Oracle Real Application Clusters (Oracle

RAC) 23 % 7R— h X3 TWEJ, Strong Authentication f > A h—/LEg
B%C Oracle RAC 2T 5121%, ZOTFIAT Oracle 77— & X\ — & % i
R L. [Oracle RAC fi§® CA Strong Authentication DX E | D FJEZ FE1T
LET,

ERHLTWAET —FX—=2 2T AU TOEMAE AN LET,
m MSSQLT —HZ N—RA T kA
a. UTORICEHIN TWDHLERERE ATTLET,

14—ILK Description

Primary ODBC DSN A A F—F1Z X o T, Strong Authentication 737 — & ~X— A ~D %
fel2 A 9% ODBC Bl 2MERL S AV E T,
HELE X D A BT arcotdsn T,

PR T =B RX—= AP —NORA N FEZITIP T RLA, sQL —3034,
A& A v AZ A = RCERTL2HAIE. SHICHESE ¥ 1
BT TA AR AZ B ATTTHLELH Y 7, FEMIZ OV T,
R =D =2 T NV ESZBLTIEIN,

FIFIN A AR A
WL <t —E>

5 : demodatabase
ZRIftEA P AZ R

FESC . <= NEDY< S R R

5] : demodatabase¥instancel

User Name T =R R—Z|ZT 7 A% 5 (SQLServer TlLZNE 2277 L
F97) 72T, Strong Authentication 2MEH 32 = —H 4, Z D4
1T, T RXR—=RAEFHEIC L > THRESNE T,

Fr =YX T A~UDSNENNY T T FHDSN & TR ST

WAMENH Y £77,

Password T =R R—= AT 7' AT 572D Strong Authentication 73 3
HRAT—= R, ZONRAT— RETF = _X—=2EFHEI L > THEE
SNET,

TR Strong Authentication 737 7 £ A% 7 — & X— 2 D4 |,

Port Number T—HR—=A P —NNZFV VA N EHFLZITHHR— R,

% 5 & B—3 XTL~0 Strong Authentication D ERH 57



Complete 1 > A— )LD ELT

b. [TestDataSource] #7 VU v 7 LT, IEWIZT —HX—R|TH
MINTNDEMEIIETAMLET,

¢ [&A~] %#27Vy7LFET,
d. FlESICHEAE T,
= IBMDB2 (UDB) 7 —%~—ZXDFEAMIEH
a. UTORICEHEIN TODUERERZ AN LET,
4—ILK Description

Primary ODBC DSN A VA h—Z1Z X 5T, Strong Authentication 737 — & ~<X— A~ D
Pefot (A H 9~ % ODBC #&ft AMERL S AL E T,

HELE S B AT arcotdsn T,

= Fo B R=A P RORA NAEEIPT FLA, T
ABFITEA AL A F— FTRET 2541, & bR
5T TR T VRS R EANT HBEL LY £, F
HIZOWTIE, v H—D~v=aT VEBRL TSN,

TITHNVE A VAR LA

X . <V — 5>

5] : demodatabase
ARt EA L RZ R

HESC . <V — < R R E>

5] : demodatabase¥instancel

User Name T — A R—RLT 7 ' AT % T2 DIT Strong Authentication 73
THa—WH, ZOLANL, T—F_X—2AEHEICL > THES
nEd,

Fo2— W4T TF A~V DSN &3y 77w 7 HDSN & TR
o TWAMLENRD Y F7,

Password T —=HR—=RZT 7 B AT 5 720IT Strong Authentication 73
THNRAT— R, ZO/NRNAT— RET —F_X—RFHFITL T
fBESINET,

Port Number T =B RXR=ZA = RPZFV A N EHLZIT AR — ],

TR Strong Authentication 237 7 & 235 5 — X X— A D4 Hi,

a. [k~ AU EZ Y w7 LTHRATLET,
b. FIE 8 IR E T,

58 4> Xk—JL HAK (Microsoft Windows )



Complete 1 > A—ILDEIT

m  Oracle 7 — ¥ X— A DOFEHITE
a. UToORCEHHEIN TWDMLERIFEREZATILET,

J4—ILF

Description

Primary ODBC DSN

A A b =12 X o T, Strong Authentication /3T — & <X — A ~D R AH
H9 % ODBC B MERK S AVE T,
HELE X LD AJIMEIE arcotdsn T,

User Name

TR R— AT 7 & AT 5 72T Strong Authentication 23ME 95 . —H
Ko ZOZFNL, T—EARXR—AEHEICL->THRESNET,

T a—YPRIZT T A~V DSN &Ny 7T v FHDSN & TR > TWD Y
ERHD ET,

Password

T R—= AT V& AT 5 T2 DIZ Strong Authentication 23 95 /3 A
J— R, ZONRRAT— RET—F_X—RAEFHFICL > THEINET,

Service ID

Oracle DY — R ETHEITEILD Oracle T —H X—AD A VAKX A% R
4% Oracle & A7 L DRI F-.

Port Number

T I N A Y= PZAR ) 7 2 A DR BRI DR b,

KA N4

Oracle = "R AIREAR 2 > B —H DR A P ETTIP T R LA,
3 < —VE>
%l : demodatabase

b. [TestDataSource] #7 U v 7 LT, IEWIZIT —H X— R |82
MINTWAENEIMET ANLET,

c. TAMNETLESL, [Next] 27V v 7 L TkRICHELET,
m MySQL 7 — & _— R DFEMIF
a. UTORICEHIN TWDLERERL AT LET,

J4—ILF

Description

Primary ODBC DSN

A A F—F1Z X o T, Strong Authentication 737 — & ~X— A ~D %
el 9% ODBC B AMERL S AV E T,
HELE X D AT arcotdsn T,

% 5 & B—3 AT L~0 Strong Authentication D ERH 59




Complete 1 > A— )LD ELT

J4—ILE Description

P TR R—=RA P —ROFA RNLEIXIPT R A, sQLI—\034
Aiff XA A2 A F— RCTREBTAEE61E. S6ICHREES ¥ 12
BT TA LV AZ L AL EANTTHLELH Y 9, FEIZ OV T,
R A —=D~=aT Ve LT EEN,

T FINVE A AL A

WL <t —F>

i : demodatabase

ZHiftEA v RZ R

L < —NEY< S X HZ RS

#51l : demodatabase¥instancel

User Name T —HR—=RZT 7B AT 5 (SQLServer TIXIN%E 227 L

F97) 72T, Strong Authentication 2MEH 325 2 —H 4, Z D4R
X, T —FXR—AFHFICL > THREINET,

Fr2—YLITTTA~UDSN ENNY 7T v IHDSN & THRR-T

WDMENRH Y F7,

Password T =R R—= AT 7' AT 572D Strong Authentication 73 FH 3
H/RAT =R, ZONRAT— RET—F_X—2FHEICL > THEE
SNET,

T R R Strong Authentication 287 7 & A4 5 T — X ~X— A D4 Hil,

Port Number T=HRX=2A = N\NZFV A NERHZITHR— R,

b. [TestDataSource] #7 VU v 7 LT, IEWIZT —H X—R|THE
MINTWAENEIMET APMLET,

c. TAMNETLESL, [Next] #27V v 7 L CRICHERLE T,
d. FlES ICHLET,

[Encryption Configuration] B[ 23 &K~ SV E T, Z OB L T,
Fa b E— FZ@IRL, B bifEH SN A EmEsxE LET,
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Complete 1 > A—ILDEIT

1.

—
—

DOEHE TU T OE®RE AT LET,

Master Key : 7 — % X— R |ZK S NToT — X RGBS T 5728
RSN A~AZ X—% AJLET, T 74/ FTIEH, vRAH
X —DfEIE MasterKey IZRXESNE T, ZOF—I3,
<install_location>¥Arcot Systems¥conf |2 & % securestore.enc 7 7 A

SIS IVE T,

AR NN A T—DEEERT L2581, FriLne X
A X —DfE % LT securestore.enc 7 7 A VL EFHARKR L £17,
ZEAZ DWW TIE,  [CA Strong Authentication FFET A K] 25 L
TL &N,

Configure HSM : Z DA 7'V a %, WET — X &2k 51b3 5729
WN—FR 727 X% 2UF 4 EV2—/L (HSM) &R+ 5854
DEHERIRNLUET, BIRLARWGEE, 7740V 8TIE, Y7 hU=x
T = RN T — X Ol EALIEA SN E T,

E:UTOAT T 3 1%, [Configure HSM] % %R L 72356 OAF
72 EF9,

PIN : HSM [ZEEe T A 72O SN A/ XA — &2 AL ET,

Choose Hardware Module : 7% P& D HSM Z IR L £9°,
Strong Authentication 23 % 7"— N 95 HSM [ZLL F D &Y TT,

m  Luna HSM
s nCipher netHSM
HSM Parameters : UL F D HSM [E#ZRE L £7°,

» Shared Library : HSM (2K % PKCS#IL LT A 7T U ~D
EFS AP
Luna (cryptoki.dll) 33 JTF nCipher netHSM  (cknfast.dll) D&
X, 7 7 A VORISR L A RTERE L E T,

m Storage Slot Number : 7 — % OB S5{LIZfEH &5 3DES % —
IMFAET D HSM A2y b, Luna DF 7 4 /L MEIZ0 TF, %
72. nCipher netHSM @7 7 # /L MEX 1 T,

E: ZZTHET D HSM /X T A —HfEIL, <install_location>¥Arcot
Systems¥conf {2 & 5 arcotcommon.ini 7 7 A JWZREEER S IVE T, 1 A

PRI IO DEZER T L5681, Tk RE7 7 A LB LD

A a ) OFBBIZHEVY, arcotcommon.ini 7 7 A VA FREET D LB

NdYET,
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Complete 1 > A— )LD ELT

w N

[(Ik~] 2V v 7 LTHRIATLET,
(A A b=n] 27U v LET,

[ Microsoft Visual C++ 2010 x86 Redistributable Setup] H[f A F /R S E
3, ZOHEHEIX, Strong Authentication Z A > A h—/L L CW B HIED
AT AT Microsoft Visual C++ 2010 x86 731 > A h—/L ZFL TR0
BRI OHRERINET,

[I have read and accept the license terms] 47> 3 » ZER L C,
[Install] #27 VU 27 L%ET,

[Installation Progress] B 23~ SN E T, BMFRINDHGEN
HVET, LIEHL< T 5L, [Installation Is Complete] Hjfi23FK R X
WET,

[Finish] 2727 U 27 LT [Microsoft Visual C++ 2010 x86 Redistributable
Setupl ¥4 7 w7 R v 7 A%PF L. Strong Authentication D1 > A h—
VAT £,

[Installing Strong Authentication] EHAR R INE T, o0t
ENHVET, LIEH<T5HE.  [installation Complete] (M 233K~
SnET,

[(Donel 7 Vw7 LTA VA= T 4P —REKTLET,
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AVRAM—ILIEDEE

AV A= ILZEDER

Z D& 7 2 a > Tld, Strong Authentication DA > A b —/L1£ 2 FEITT D4
BERDHDHA VAR NEDOZATIZOWTHIALET, ZhbOFIEI
Strong Authentication % IE 7 (ZFXE T 5 12 OB T, L FONE/F TEITT
LHEENRHY T,

F—HR=R A7 )T NDFELT
T—HRX—=R -y NT v T O
T = a v O Y
CA Advanced Authentication @ i Bf
CA Advanced Authentication D%
CA Advanced Authentication ~D =& 7' A >~
VAT LDT =R AT v
Strong Authentication ¥—/ 0 L)
A A~V DRER

L — T2 =B RO R

BTN T TN =2 a DR

BTN T TN = a O

W K N o U Bk~ W NR

[ S T
N R, O

FEINLDA AR NAEDOE AT H5ET Lz, [Strong
Authentication Java SDK 33 X TN Web — B A DFRIE | DEDFRIAIZHE- T,
Java SDK B L DX Web —E A DR EZITVVE T,
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AV A= ILRDEE

F—RR—Z ZH)TFDET

Strong Authentication [Z1%, Strong Authentication 7 — % “~X— A2 CTAF—~
PR L TR EEERET DT —FX—ZX A7 U7 ER R LT
\iﬂ‘o

RDFIBIZHE>TLIZELY:

1. — AR A B A TNIHIET DA )T IS T 7 VA %
ﬁ’D FFET, T AN NDOEFNILATO B TY,

(Microsoft SQL Server M35 6&) <install_location>/arcot/dbscripts/mssql
(Oracle 7— % X— 2 DE) <install_location>/arcot/dbscripts/oracle
(IBM DB2 UDB D58) <install_location>/arcot/dbscripts/db2

(MysQL D¥54)  <install_location>/arcot/dbscripts/mysq|

2. T—HR—ARHE =V —VEFH LT UFONETRZ Y 7 R
ITLET,

a. arcot-db-config-for-common-8.0.sql

B E : Risk Authentication 8.0 % 1 > A h —/LFHL DA X, Risk
Authentication 8.0 DA > A b — LIF|Z4TIZFELT LTK/\ 728
arcot-db-config-for-common-8.0.sql #3217 L 72T 72 &0,

b. arcot-db-config-for-webfort-8.0.sql

F: A7 U T POFATHIC T =D RE LTS E 1T, BERMERD T 5 S
TN ME ST —H =2 EHHIC mubi?
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AVRAM—ILIEDEE

F—RR—Z2DtIrT VT DIER

T =B _X—=RA AT VT NEFAT LTtk arwfutil Y — /LA LT, A¥%—
NELL—RFRENTWALZ L 2R LET,

ROFIEIZHED TSN

1
2.

av R 7uar 70 RUEREET,
LT OSarcBE L x4,

<install location>/arcot/sbin

av RN 7ery7RT, UToavry FE A LET,

./arwfutil vdb

Zpawr Rizk v, <install_location>/arcot/logs 7 4 L7 kU IZ
arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A VPMERR SV E T,

T XA N LT 4 X T arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L
ERE, UTOXATOZ M) 2fERLET,

ARWF* FOUND

IO, T—4RX—=ZA RIEFIZEy N vy TSI Z & &RL
£

arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A L&A L F 7,
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AV A= ILRDEE

FIVr—ay Y NERET B

Strong Authentication D 2 i R—% > Fh THDH2—Y F—F H—E R
(UDS) I L UF CA Advanced Authentication %, Web X— A D 2 iR—x
FCHY, UTFOT TV r—yar r—REPFR—FLTWVET,

m  Apache Tomcat

= IBM WebSphere 7 7Y 7r—3 3 o H—

m  Oracle Weblogic Server

m JBoss 77U r—ra s =

UDS 35 X UF CA Advanced Authentication WAR 7 7 A /v &7 7V ir—3 3 v

P— NIZJEBA I S HIZ, Strong Authentication 7 7 -f /L' & IDBCJAR 7 7 A
N, BENOT Y r—a v =N Lot et a v — L ET,

m FJEH1: Javam—LDERTE
m FE2: 77V =g =R D T AL D A —
m FJEI: 7Y A — 3 H—/3~0D IJDBCJAR D = E'—

» FJE4: (Oracle Weblogic 10.1 |[Z4#7H) Enterprise Archive 7 7 A /LD
TERK

FE 1: Java R—LDHETE

7 r—3 g > H—/3Z2 UDS $ L Y CA Advanced Authentication % [
T HHENI, JAVA_HOME BREEAMNRE SN TNWD Z L AR LET,
Apache Tomcat D34, JAVA_HOME %, {#H LT\ % IDK (Z%fit~d" 5 Java
A=A T 4L 7 FVITHEELET,

% 72, PATH BRBEZE 41T SJAVA_HOME/bin Z & £, GO o 72848
CA Advanced Authentication 38 X OV F DD IDK (fF 2 AR —% > RS
g LARWATREER S D 97,
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AVRAM—ILIEDEE

FIg2: 7TIVr—ay —NNADT—ER—X 7O T7/)LDOaE—

UDS 35 L " CA Advanced Authentication ClE, 7 — ¥ XR— R ZLRIZT 7 &
AT HIOIUTO7 7 ANVEEHALET,

libArcotAccessKeyProvider.so, LA T DILATIZH W £9°,
<install location>/arcot/native/<platform
name>/<32bit-or-64bit>/

arcot-crypto-util.jar, LA FOEFTIZH D 9,
<install location>/arcot/java/lib/

ZNBHDT7 7 A V%, Strong Authentication Z /B L7277V r— 39
V=N abt—F oM ERHY £T,

Apache Tomcat NDT—ER—X 7R TJ7/I)LDAE—

ROFIEZHE> T LS

1.

LT 4 27 b UIZ libArcotAccessKeyProvider.so 7 7 A /L& 21 &' —
LET,

s  RHEL D38 . <Apache Tomcat T/ 75 JAVA_HOME>/jre/bin

arcot-crypto-utiljar 7 7 A WV EZLLTFDOT 4 L7 M IZab—L %7,
<Apache Tomcat T/i7 5 JAVA HOME>/jre/lib/ext

libArcotAccessKeyProvider.so 7 7 A L3 a B —S b7 4 L7 R UIZ
LD_LIBRARY_PATH Z 5% L =7 AR — F LT,

TV r—=vary =" HREEHLET,
FBROVDA ANV FZATO—BRELTCT T r—va s —
NOFEHPMLEICRVET, 77V r—var b—"zH{E#HT 5

[ 2 e/ NBICH 2 5121, B2 NI L T RGO X A7 2 FT
L72t%iZ 1 Bl FESE L E9,
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AV A= ILRDEE

IBM WebSphere ADT—RR—X 74Ut RX T7A/)LDAE—

ROFINEIZHE->TL FEEV
1. IBM WebSphere Administration Console (212 7' > L £,

2.  [Environment] %727 U >~ 27 LTH>% . [Shared Libraries]| 27 U v 7
LET,
a. [Scope]l Ko w7 X inG, B aftRIEHEEZ @I L £,

=

bl

ARA—FE, TT Y r— g VRERT X — 5y b ey
J— RRNEENDUER DD £,

[New] #7271V v 7 LET,
ZEiZANTILET (7L 21X, ArcotINI)

T IGANRRERELET, ZO/XRX, arcot-crypto-util.jar 7 7 A
APHFIEL, 77 AN EENLIGHEZR L TV DOILERH Y
¥ 9, 7= & 23X, <install_location>/arcot/java/lib/arcot-crypto-util.jar
7 ETY,

INNDZ AT ZY NAZANLES, ZOSRT,
libArcotAccessKeyProvider.so 7 7 A V13 & D5 & L T\ 5 /58
NHYES, =&z,
<install_location>/arcot/java/native/linux/<32bit-or-64bit> 77 £ T3,

[Apply] 27V 27 LET,
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A A—ILERDEE

3. =RV DITAR—FERELET,

a.

h.

[Servers] - [Server Types] - [WebSphere Application Servers] (25
L E9,

[Application Servers] T, FXENTONIZ T — SO EN—VIZ
TR ALET,

[Java and Process Management] %7 U v 7 LT/ 5,  [Class
Loader] #27 VU v 7 LET,

[New] #27 Vv 7 LE9, T 74/ KD [Classes loaded with
parent class loader first] Z3&{R LT, [0K] 27V v 27 LET,

HBEVEf sz xAa—F D527 ) v 7 LET,

7 Z A a—H® [Configuration] ~X— T, [Shared Library
References] #7 U v 7 LF T,

[Add] 227 U w27 L, ZOFIEOFH-TIER LG TZ A4 7TV
(7= & z1E. ArcotINI) ZEIRL T, [Apply] 27V v 7 LET,

KHEERGFLET,

4. LLFDOT 4 L2 K VUIZ libArcotAccessKeyProvider.so 7 7 A /L& 2 &' —
LET,

RHEL D35 : <IBM WebSphere Tf#/#7 5 JAVA_HOME>/jre/bin

5. 77U —v gy —"EHEEHLFET,

FRODA VANV HERITDOBRELTCT S r— gy —
NOFREINMNEIC/RY FI, TV r—rary P—_"aHE#T D
% e/ NRICINZ 51213, BEE 2 NEETHRED X A7 25T
L7-1%I2 1 Bl FE) L E 7,
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AV A= ILRDEE

Oracle Weblogic NDT—AR—X 7H1RX I7/)LDIAE—

WROFNEIZRE-> TLFEEU
1. LLFDT 4 L7 s UIZ libArcotAccessKeyProvider.so & =t '— L F 97,

»s  RHEL DS . <Oracle Weblogic -1 > X % > X TR TS5
JAVA_HOME>/jre/bin

2. libArcotAccessKeyProvider.so 7 7 A L3 A B — X 5T 4 L7 R UIZ
LD_LIBRARY_PATH # &% E L =7 AAR— ~LE T,

3. arcot-crypto-util.jar % <Oracle WeblLogic -7 >~ X % > X TRH 75
JAVA_HOME>/jre/liblext 7 4 L7 F VIZa B — L £7,

WebLogic Administration Console (272 71 > L ¥ 7,
[Deployments] (ZBEIL £79°,
[Lock and Edit] 47> a3 v EHHZLET,

[Install] 22 VU > 77 L. arcot-crypto-util.jar 7 7 A VNG ENDHT 4
L7 RUIZBEILET,

8. [W&~] #27V>y7LET,
[ Application Installation Assistant] 233K /R SAVE T,
9. [W&~] #27 V7 LET,
[Summary] X—UNRFRINFET,
10. [BT] #27YV vy LET,
11 ERZAIILET,
12. 77V r—var =" eHEHLET,

FRODA VANV HERITDOBRELTCT S r—y gy —
NOFEENVEICRY E, T 7V r—yary —_"a2HE#T 2
B e/ NRICENZ D121, HEEEZLEETHREDO X A7 25T
L7212 1 A FEE) L ET,

N o v &
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A A—ILERDEE

JBoss NDT—RAR—X THOERX T7AI)LDIE—

ROFIEIZHED TSN

1

LU FIZ%F L C libArcotAccessKeyProvider.so 2 2 &' — L £ 97,
s RHEL DS : JBoss_JAVA_HOME/jre/bin/

Z ZC. JBoss_JAVA_HOME X, JBoss 77/ U r—a v h—rN oA R
B AL o T S35 JAVA_HOME 2% L 77,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ &\ 9 7 4 )L X 1
& & VERL L. <ARCOT_HOME>Yjava¥lib 225 LI FD JAR & Z D7 4 VA
icav—LE7,

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[ U7 /L4 (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥)
\Z module.xml E\ND Z4HEITT, LFDa— REF>7 7 A )V EERR L E
7,

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV r—=vary ="l LET,
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AV A= ILRDEE

FIE3: 7TUHr—3> H—/ A JDBC JAR DE—

CA Advanced Authentication, UDS, B X7 v 77U r— 3 U3,
Java ifFa AR — v N THY | 7 —F _X— | THHid 572912 JDBCJAR
TrANEHEALEY, oD T A MEIT TV r—a v H—NZ
=T HMERDHY £7,

FoUTOE®Z S g TilASH CTWAFIEICHTeRIC. IDBCJIAR 7 7 A
NWEAT L a— REATHD I EafER LET, A" — h 415 JDBCIAR
77 A NVDOFERNZONTIL, [ A b= LD 2R L T 72X,

Apache Tomcat ~ @ JDBC JAR DaE—

RDOFIRIZHE>TLZELN:

1. JDBCIAR 7 7 A N&E X T a— RLTIZGTICBE L £,

2. IDBCIAR 7 7 A V& att—= LT LFDT 4 L7 R UIZHED T £,
m Apace Tomcat 5.5.x DIFH : <TOMCAT-HOME>¥common¥lib
m Apace Tomcat 6.x B LU 7.x DIFA : <TOMCAT-HOME>Ylib

F721%. IDBCJAR 7 7 A L3 & £4 5 73 A % Classpath Bz 2402800
LET,

3. Apache Tomcat Z FFE#EI L £7°,
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A A—ILERDEE

IBM WebSphere ~@ JDBC JAR D3E—

ROFIEIZHED TSN

1.
2.

4.

IBM WebSphere Administration Console (212 7' > L £,

[Environment] %7 U v 7 LC» 5. [Shared Libraries] =7 UV > 7
LET,

a. [Scope]l Kmw 7 &y pnb, Al fAERIHA RN L £ 5,
ARaA—TFIE, TV r— a v R ET DX — 5y b H—y
J— FNEENDBERSH Y T,

b. [New] #71U v 27 L%J,
c. ZHixASHLET (/=& %1%, IDBCIAR) ,

d Z2IF3ARREZHEELET, ZDO/2RA|X, JDBCIAR 7 7 A L IMFAE
THELITTC, 77 ANVALEENTWHWALERD Y 97,

e. [Applyl 227U v 27 LET,
=N LD I FTA B —FEFHELET,
F VTR v —XEERT A, F0E TFRIE2: 77— a v

P RADTFT—E X=X T I AT 7AD" —] ODEFTRHITHER
L F A m—ZaffiflcEET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] |ZF%
#LET,

b. [Application Servers] T, &
TALET,

c. [Javaand Process Management] %7 U >~ 7 LT/ 5,  [Class
Loader] #27 VU v 7 LET,

d [New] #7 Vv 7 L%Ed, 774/ FD [Classes loaded with
parent class loader first] Zi®{RL T, [0K] 227V v 7 LET,

e. HENVERRESNT-2Z2FAe—XIDE7 Y v 7 LET,

f. 77 A va—X® [Configuration] ~—3"C, [Shared Library
References] %7 U v 7 LE£7,

g. [Add] #7271V v 7 L., [JDBCIAR] Z&E{R LT, [Apply]l 7V v
7 Lij‘o

h. ZEEZRFELET,
IBM WebSphere % FiflE) L £ 97,

0
J

EEIT )P —ROBRES—VIZT 7

%
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AV A= ILRDEE

Oracle Weblogic ~@ JDBC JAR DE—

ROFIEIZHED TSN

3¥: Oracle 7 —# _X— 2 ZfHi [l L T\ 534 . Oracle WebLogic Server (5
74V hTOracle 77— _X—ZA%&HPR—KFLTWNDHD, ZDET a3
THHAINTWD FIRZFITTHLEITH Y FEA,

1. IDBCIAR 7 7 A VELLFDOT 4 L7 FUIZabt—LET,
<Oracle Weblogic -1 >~ % 5 > X T/ 95 JAVA_HOME>[jre/lib/ext
WebLogic Administration Console (212 71 > L £,

[Deployments] (2@ L F7,

[Lockand Edit] 47> 3 v EHMZLET,

[Install] 227 U » 27 LT, JDBCIAR 7 7 A LG ENDT 4 L7 VY
WZBEN L F9,

6. [R~] 227Uy LET,
[Application Installation Assistant] [Hj[fi 23R~ S 3L E T,
7. R~ 22V v LET,
[Summary] X—URFRINET,
8. [ET]1%22Vvys L%,
9. BEREZFAMMILET,
10. Oracle WebLogic Server % FEE) L £ 9,

vk wn
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AVRAM—ILIEDEE

JBoss ~( JDBC JAR MDaE—

ROFIEIZHED TSN

1.

FEED Y —ANLMERIAREZX 70— RKL, #urn— KLz
AricBE L £9,

Z DT FIVHE T <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W) T VEREE R L, ED T F VHF T IDBClar 7 7 A V& 3
E—LE,

[ U7 4 /V4 (<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥) W
\Z module.xml E\ND AT, LFDa— REFS7 7 A )V EERR L E
R

<?xml version="1.0" encoding="UTF-8"?7>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>

¥ IDBClar 7 7 A NAEFEE L T4 X 7 C [<IDBC Jar Name>| % #
ELET,

#i : sqlidbc.jar
TV =y ay = "ERERLET,
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AV A= ILRDEE

F|IE 4: Enterprise Archive 774 JLDYERL
Weblogic 10.1 THZ)

Strong Authentication (Z{%, CA Advanced Authentication 33 X O\ —4% 57—
2P —C2ZRBETHEZODOWAR 7 7 A ARTEBLTWET, ZhbD
77 ANDIER % EARICEFE LT, TDEAR 7 7 A V2 RIS 5 Z L3 T
TET,

LTDFIEIZHREWVNET,
1. a~ry K77 Mo Rz £,

2. <install_location>/arcot/tools/common/bundlemanager 7 ¢ L7 k U T

BEILE7,

3. UFo=z~<> R&#H LT bundlemanager >V —/L %317 L, EAR 7 7
A NEERRLET,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<war file name>

F: Bt~ D <war_file_name> 3. CA Advanced Authentication
@ EAR 7 7 A IV Z A% T 5556 1% arcotadmin.war, UDS @ EAR 7 7 A
L AT B AT arcotuds.war IZE X #1x £,

Z D=z~ Rl <install_location>/arcot/Java/webapps (Z EAR 7 7 A /L
AR LET,
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AVRAM—ILIEDEE

CA Advanced Authentication @ BB

;¥ : WebSphere 7.0, 8.0, ¥ 11 8.5 |Z CA Advanced Authentication % B 3"
HE1%. 18k [IBM WebSphere T CA Advanced Authentication /)
ICFLHE SN TV D FIRZ S L TS 7E 30,

Strong Authentication CA Advanced Authentication % JEBA 3 51213,
arcotadmin.war 7 7 A VLTI, ZDOT7 7 A VILL FMHAFTEF
R

<install location>/arcot/java/webapps/

7 : CA Advanced Authentication % fifi F§ L C Strong Authentication ¥—/ 3%
BHL9 5121, Strong Authentication % —/ 37234 A h— /L ZFL TN DH VA
7 LT, CA Advanced Authentication 37/ R A R4 TT7 7B A TE A5 L9127
HVBENDY £9,

RDFIEIZHE> TSN

1. 77U r—yay =077 « L7 U IZ arcotadmin.war %
L ET,

D EBATFIRE, EHL WA T Y r—y g v =N o TR
DEJ, FEMARTIECOWTUL, TF Y r—v gy =N R F—

DRF2A FMEZRLTIIEIN,

7= & Z1Z. Apache Tomcat DA 1%, <APP_SERVER_HOME>¥webapps¥ (2
WAR 7 7 A V& BB D5 LN H D £,

2. TV —varpnHEE SN E AR LET,
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AV A= ILRDEE

CA Advanced Authentication AN OS2

] T CA Advanced Authentication (22 7' A 45 & (. A A h—/LHF
(T — X _R—= XA THBWIER Sz~ A X EBE ORGEE®R A2 #H L
\i‘ﬁ—o

RDFIEIZHESTLIZELN:

1. UFOURLZFEHL T, Web 77 U¥ 7 ¢ KT CAAdvanced
Authentication Z#C#E) L £,

http://<host>:<app_server_port>/arcotadmin/masteradminlogin.htm

F: EFRO URL THRET HAHR A PBLOAR— FOEFHIL, CA Advanced
Authentication NEF S NAT 7V r—a v —OL D Th H
HRH Y F£7,

2. TITFNIDTAXEBRET Ho L FOBIEREHEH LT, v~ A X
PR L LT CA Advanced Authentication (22 7' A > L £9, FHIFEH#R
ILLTFTD LB T,

s 2—¥4 : masteradmin

m NAU— K : master1234!

78 42 AR—JL H A K (Microsoft Windows )



AVRAM—ILIEDEE

AT LET—RRANSYTTB5E

T I4ILE DR

CA Advanced Authentication % fi#i f§ L C Strong Authentication Z/FFL CTX %
LT 212, LTFTOFEEZFEITL TV AT A2 L 77,

n TV RAAERENRRAT — ROEH

n So— L F— SULERIEET S

n T 73/ OFFROTEGEA N = AL ERET S

T A XA To T DY NT S ZRATIZONWTEAT A

U AP — FEEDO T AT, TALDX AT EFTFLIEL, 1EHhO
BEY U MAMTI Y £,

[T — b A NT o7 XA OFELT) (TN, T 7 /v F ORI
THGAZEE L CTBMLERHD F9,

CA Advanced Authentication &35 &, 7 7 4/ b CHERNSTER S E
I, ZOMRIE T 7 7 FO#MH# (DEFAULTORG) & FRIENEd, H—0
RS AT K E LT, 77 4/0 ORI, 7520 Ok 2 BRI %
NBETHEHTEET,
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AV A= ILRDEE

T—rRARSYT BRIDEFT

MA (A ZEHFE) & L THIH T CA Advanced Authentication (212 7 A
THE, [T—FANT 7] U4 F—=REEHO [(V~V] BEERPFERS
nEJ,

YA F— FEER LT, VAT LET— A N Ty 7T 5 HiE

1.

2.

[(BR%R] 27V v 7 LET,
[NAU— FOLEH] BEAFERSNET,

[(HWRRT—FK] | [FHRARU—F] | [(RXRU—FO#HR] %
BEL, RN 220y 27 LET,

[ a—rL F— TULOFRE] BEAERINET,
Fa—ry % — SV ERELT, R~ 2270 v 7 LET,

Strong Authentication TlX, HEET — X IZk L TN— R =7 _X"— 2 F
7Y 7 by =7 XR—=ADWE S bEFEHATEET, N~ KU =7 DO
ALY T N =T OREEALNCER R, — B L ONE T — 4
ORI 27— F— ZALMER S IVE T,

N— R T =T O EALEZFER L TWABE. 20T ~ULE, HSM T3
A ANTHEAN STV D EEED 3DES F—~DBM (KA %) L LTD
HEEELET, £DD, F— TULEHM F— T~L L —H7T 5
LHERHDFS, 72720, V7 FT =T X—=ZADORE 5L DOEEITIE.
DTN, F—ER—ZANDOEEDY 7 NI 2T F—~DER L
LCHEREL 7,

BE: S~ NA NGy TR RAOETHRIZ, 20OX%— T % HH
THZ X TEEEA,

[(ERILA L — ZA4T] 74— RiZid, BEBbx—NT—#
NR—=Z2 (X7 U=T) NI TNDED, 2T HM (N—FRD =
T) IS TV DR ENE T,

[7 7 /v PR OB E] BE SRR SHET,

[(F7 4/ MEERE] ©7 a3 T, T 74/ FOMEROLLF DS
TA—BERELET,

n T4 RO, ZO4HINX. CA Advanced Authentication
ENDTRTOR=UBINLR— b R RENET,
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A A—ILERDEE

5.

6.

s BHERFEAHI=RAL : 7T 74/ NOHERICET HEHE DR

W S5 A B =X L, CAAdvanced Authentication 1%, HFLH
N7 AT 520D LL O 3 EORGE T Z2 VR —FL T
F9,

n EAK

DX T a v EERT D L. CAAdvanced Authentication THg
T é ﬂéi’f‘ﬂ%‘)&yf@wu uﬁﬁﬁﬁlgfiﬁwwu M :{ﬁﬁﬁ é ﬂi‘g—o

s LDAP 2 —¥F )RRTJ— R

’@ﬁfyaxégﬂﬁék BEHEIIT L7 Y —ER
WA STV D ZNENORRGEER A L CGRRRES L E
7,

E ZOA D= AL EEREORGECHEAT A HE, 22—
T—H = ZADREHN] OFHINHE, UDS ZEMTHIMLENRH
Dij—o

= Strong Authentication L — /XA U — R

Z—H3Z Z T [Strong Authentication = —% XX T — K] +
7a v & EIRT 5 L | Strong Authentication V— /3 L o TER
nftrﬁ %&ﬁ)%ﬁ??éhfnu uiéhi‘é«

i ZOFEITHIEOFEMIZ oW T, [CAStrong Authentication &
AR 22 LTLIEE0,

(77 /V MR ORRE] B [F— FNURE] B 23 T,
LT EHELET,

n Ju— OV EF—0fH: T4V F TR, 20TV 3 VNER
SNTWET, ERLOFIETHEELE e — UL F— T UL
LT, FICH LT XV ERET A2 H81E. 20473
VBRI U E T,

. 51\‘/1/ [ZTa—r0 F—DER] &7 a 2 RPURER L
a7 74 NOMBRICERT 28 LWV F— TV EHEE
Lifﬂ

s BERERRL—V FATF 0 207 4 —/L RITiE, BEES{bF—0
A R—Z (Y TZPU2T) IS TWOD D, F721E HSM
(IN—Fo=xT) ITENESNTWDEIRRENET,

T 227UV 7 LT, 77— hANIT T v RE2E T LET,

[F&T] BRI &V IZ, CAAdvanced Authentication O f)H
{EB5ET LET,

% 5 & B—3 AT LA~ Strong Authentication D ERH 81
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7. [#fT] #27 VU >~ 7 L. CAAdvanced Authentication Zff i3 5 1E)>
DR BN F T,

Strong Authentication D2 Ef

Strong Authentication % — "Z BT 5 (21%, UL FOFMEICHENE T,
1. A7 N—=T, [REF—}F] 27 Vv LET,

2. [BE] #27 Vw27 LT, [aryha—lx)L] - [EFBY—1L] -
[(—FER] DIEIZHAA > N LET,

[Strong Authentication Service] % &R L £,
(BAtR] #27V v 7 LET,

oW

A A=V DFERE
PLFDOFNEEZFEITT D Z & T, Strong Authentication ¥ —/335 X O Web 7
TV —va UBIERICEBH L TWA Z L AR TEET,
. 0J Ty ALOMH
= arwfserver =—7 1 U T 1 O]
. R— b ORER
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AVRAM—ILIEDEE

Ay 274 ILD{ER

Strong Authentication Y — /3N [EFIZEE) L7200 E 9 D E iR T DI2iE. LA
TOFEIEZHENE T,

1. UFOGcBE L E£1,

<install location>¥Arcot Systems¥logs

2. [EEDTF 1 # T arcotwebfortstartup.log 7 7 A L &#BRE . L FDIT%
AT ET,
INSTANCE VER. ... ...ttt eneea. [8.0]
Strong Authentication Service READY

3B DITIX, Strong Authentication HH— SR IEHFIZA VA b —/L X1
TWHZ & RLTWVWET,

F:u s 77 A LIZ FATALEB LTOVWARNING D A v —U RN E N TV
WZ EEMERLET,
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arwfserver 1—T7 )T D{EF

arwfserver > — Lzl L C, £ > A b —/ L L 7= Strong Authentication ® U
V—RAEMERTEET, ZOY—ILOFEMIZOWTIL, [Strong
Authentication ‘FELH A K| 2SR L T Z &0,

LUTOFIECHNET,

1.

LT OSGncB# L Ed,

<install location>¥Arcot Systems¥bin

AFDoA 7> a o &f6E LT arwfserver.exe Z3{TL., ®EEE—RFT
Y=V EBR L ET

arwfserver -i

a7~ T lversion] & ASJLFET,

webfort-ver-<dd>-<mmm>-<yy>.txt 7 7 - /L7 <install_location>¥Arcot

Systems¥logs 7 4 /LA \T/ERK S L E T,

ZOT77ANERE, UTOHAZF =y 27 LT, KHOV U —2%
AL TWD Z & 2R L ET.

m  bin &7 ¥ 3 D Strong Authentication 714 77 U 7 7 A )LD /X—
TarsNeoThb,

m bintEZTaroups 7477 Y 77 A (arwfuds.dll) D/N— 5
VN 203 ThHD,

T ANVERALCET,
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AVRAM—ILIEDEE

R—bDfERE

Strong Authentication +—/ 37 7 4 /)L h IR— FT& 7 m haLz U xR
LTWENE I D EHERT D121, LTFTOFIEIZENE T,

1.

LI OB BE L £7,

<install location>¥Arcot Systems¥logs

f£E DT 4 ¥ T arcotwebfortstartup.log 7 7 A L Z BT k=
NEERR L, LTFOA=y MRS TWD L IIZ, TNHAIE
LWHR—hZ2Y R LTWENE I NEERLET,

PROTOCOLNAME : [Administration-WS]

PORTNO : 9745

PROTOCOLID : [Transaction-Native]

PORTNO : 9742

PROTOCOLID : [ServerManagement-WS]

PORTNO : 9743

PROTOCOLID : [Transaction-WS]

PORTNO : 9744

FIFNLIFOR—=FBIORT 0 b LOFEMIIOWTIE, (8 757 %

JVEDOR—FEEBLXOURL 2L TLEEN,
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AVAM—ILIEEDIEE

A—H FT—2 —E XD ERH

Strong Authentication {%, UV L —y 3 /L 5 —X~X—2Z (RDBMS) b,
FIILDAP y— "B EE A — TR VB ATEET,

a—H F—& $—E R (UDS) % BEBId 5ITiL. 7 7 A /L arcotuds.war 7%
VTS, ZO77AMILL B AFTEET,

<install location>/arcot/java/webapps/

RDOFIRIZHE-> T =LY

1

TSV =gy =it T 4 V7 bk UIZ arcotuds.war & A
A R—=LET,

FEEREFIEZ, FHLTCWAT T r—va s =2 ko TR
DES, FEMARFIEICOWTL, TV r—va sy =R H—
DRF2RAX haBRLTIEIN,

72 & 21X, Apache Tomcat D513, <APP_SERVER_HOME>¥webapps¥ (Z
WAR 7 7 A Nz BB D MENH Y £7,

(WebSphere D&) 77V /r—vay 77 A/VDBHEHIND E, UDS
7T AEBO—RTLHLIICRELET,
a. [Applications] - [Application Types] - [WebSphere Enterprise
Applications] (Zf&Eh L. [UDS settings] ~X— 27 7 AL E£7,

b. [Class loader order] T. [Classes loaded with local class loader first
(parentlast)] 47> a U AEIRLET,

c. [WARclass loader policy] . [Single class loader for application ]
ZERLET,

d. [Apply]l 227U v 27 LET,
TV r—va = NEHER L ET,

UDS 23 IE L < PR L7222 & D iz i@ 3 2121%, LR OFIRICHEN F
X
a. LATOSFRcBELET,
<install location>/arcot/logs
b. {EEDTT 4 ¥ Tarcotuds.log 7 7 A V=Bl E . LLFOIT% HAOUF
7,

User Data Service (Version: 2.0.3) initialized successfully.

Z DT, UDS NIEFIZEB SN2 2L TWVWET,
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FEFATALB L OVERROR A v B —U 0N A IR L T LEd., T
WL 72V RAEIC B9 5 WARNING A v — 13T _RCHER L £97,

YT TIT)r— 30 D ER

HTN TV —a s EFH LT, Strong Authentication 23 IE 12 A
VARV BIOBREINTWDZ ExERTEET, .7
TV r— g AT TICoOWT o2 #gt L £,

s —#&AY72 Strong Authentication ® U —2 7 11—

m Strong Authentication Java APl Zffif L THEITTEX D ¥ A7

m Strong Authentication & 7 7'V r—3 3 L OEE
BE:. VN TV =gy EMARETCHEA LT EE N, B
YINT TV —=arDa—REREICLT, MED Web 7 7Y Fr—
valrEERTLHZEEBEIOLET,
RDOFIBIZHE>TLIZELY:

1. LROGHNnoH TN 770 r—3a D war 7 7 A V& BB L
£

<install location>/arcot/samples/java
2. BTN T T = a v ERIBLET,
3. UFOUWRLEHEHLTCH >IN T TV r—vail7 782 LET,

http.//<host>:<app_server_port>/sample-application/
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6 E: 7E AT LI Strong
Authentication ZE B9 5 A%

InstallAnywhere ¥ ¢ ¥— R %f#i ] L T, Strong Authentication = > 7" — % >
caeA A= LET, 2O ¥ — KTIL Complete & Custom DA >
A R—= H AT Y R—=FLTWET, 727201, DHERBEIZ Strong
Authentication &1 > A h—/L L CERET 256X, A VA M—F &% F1T
T BB [Custom] A7 v arZHEHAL TN,

DFOFE L, Fut 2o E T,

Strong Authentication - > A h—F % 52T L. Strong Authentication ¥ —
s\ & CA Advanced Authentication 1 > A h—/L LT, SQLT — & ~X—
AT 7 BAT DL IORELET, /2, Web P —ERABFRI AT
DA VARV TEET,

A AR=VFIEHIZONTIX, M2OHOYATL~DA A R—)1]
LT TEE N,
T—=HR=ARAT VT NEFETLET, T—FX—AREFICE Y b
ToTEINTWAEZ 2R LET,

ZEHNZONWTIE, [F— A R—Z2 27 VS NDOEIT] BIO [F—%
R—=RA ¥y N7 v 7OMER] 2R LTIEIN,

TTY =gy =W E LT, CAWeb 22 R —3 > kMl
TAH 77 A at’™—LET,

FICOWTIE, 7T S —va s =0l 2B LT
N,

7Y sr—3< g v P—,3Z CA Advanced Authentication Z BB L T, &
Bzt LET,

FEAIIZ DUV TIL.  TCA Advanced Authentication DJEBH] B8 LN cA
Advanced Authentication D] ML T 7E S0,
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AV A= ILRDEE

10.

11.

~ AKX EHE OFRFETE R 2 f# F L T CA Advanced Authentication |2 2
7’4 > L. Strong Authentication % #JH{k. L £,

SERIZ DWW T, [CA Advanced Authentication ~D 1 71 > | BL
(VAT ADT— AT 7| ZBBLTIEEN,

Strong Authentication — & #E) L, — E XN EFIZERG S LTV
HT LR LET,

ZEHIIC DWW TIL,  [Strong Authentication B-—/ XOfEHE) | FBL Y 1 >
A M=V OHER] S L T ZEN,

TV =gy =N Ca—F F— ¥ F— XA EM LT, JEH
ERERLET,

FECOVWTIE, T2—% 7 =2 h—E2DREM| 2ZRLTIEE
W,

1O EDOT AT AT JavaSDK B L KX Web —E X% A A h—)1
LE7,

FEHICHOWNWTIE, MROHDOY AT LA~DA VA M—)L] BB T
<TEEW,

Yo TINT I r—va rERALTCEEL, 2 & LT sStrong
Authentication X E&x7 A F LE7,

F -V UTONT TV = ar DEEA VA N—LT5HIZIE, [SDKs
and Sample Application] 47> a L DA EEIR LT, £ VA h—/L %
AT LET,
FECOWTIX, oo T r—va o) . [T
TV =y a DEES—AORE] . BIO T T 7Y r—
aroffifl] #Z2RLTIEEN,

(47> =3 ) Strong Authentication =2 > 7R — 1 o MB] D 4721813 %
ER9 57912, SSL (Secure Socket Layer) k7 > AR— k E— K%
PAR—THEOEELET,

FERIZ DUV TCIE,  TStrong Authentication Z BT A K| OfFek TSSL D
RIE] L TITESN,

AVAI=NF =2y VAMETETLET,

FERZ oW, A A MDD F =y 7 YA ] 2L TL
7230,
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1D2BDVATLADAV AL

LT RISERELT S,

m  <install_location> \ZIZFFR L FRE ENRNE LTS EE W (v
@#S%N&*()_+={})]1""70&) .

m A A M—T%fH LT Strong Authentication = > " R—F > N &2 A H
FLFBEETLIZLETEEYA, BT A R—X U FET AR
=L LThH, AU A= LTLIEEN,

m A UAN—NVOFETHIE A VA N—T T4 U RUEAURNTLE
SV, A A M= L (RRIZE L DERRE) 12 [Cancel] R¥ %7 U v
JLTA VA M—NERIELIESS, FRVETIER ST o L2
N UIZTRTHHIBRE D IR FHA, f A=V T 4 L7 |
U <install_location>¥Arcot Systems¥ B3 L ONZDH 77 4 L7 FUITF
BTV —0T v LET,

n BETFED %ARCOT_HOME% DA o AKX LV ANT TIZEEFNTND VAT
L ETA A N—=F%FATT D55,

m AVARN—NT AL N ZERIALEA,
n T AR —ADEy NT T EERIAFTA, A A —TF
MAFDOT —H_X—2&FHLET,

n WESbERy b7y TITLIIICERIAEEA,

1DBDVATLANDA AL

Strong Authentication 2 A b —/L 35 21%, A A b—LIZEHAT 5
Z2—H T h A Administrators 7V — 128 L CW D L E B H D FE
75

43>+ U ATl Strong Authentication %— 3% 1 SDH DT A7 AT A
A h—LET, CustomA > AF—/LTiE, @RLIEZaVFA—R D
I R =N A VA RV TEET, ZOF SV g E ke —
YPNRFETTHZEaBEIOLET,

ROFIRIZHLTLIZELN:

1. 42 A —7® Strong
Authentication-<version_number>-Windows-Installer.exe &= % 7/ 7 U v

7 LET,
2. [Next] "% %27V > 7 LTRICELRET,
[License Agreement] I ERIVET,
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3. MAFFARRIEICHEEL, [Next] 27U v 7 LET,

AVAN=FIZL>TAENO CATRL N Va2 —H A VA h—)L
INTNAENE D DD ER S ILET,
A UVA PRIV ENTWEEED CARLLNR OS2, A4 &

=T 4L 7 NIVDANERDD T a7 MINERENET, 2D
4. [linstallation Location] HEAEIAFE RSN ET,

A VAR ENTWBEEEAFDO CARE b S =GE6. 4 A F—

NT 47 NUVDANERDD T 7 MIFRINER A,
[Installation Location] i : BEf#? ARCOT_HOME 281> ¥ = — 4 |

\Z® D86 1%.  [Previous Installation Detected] M N F RS ET,

4. A{ VAR —=FIZLoTHREENT 74NV T 4L 7 M) #FDF
FHHI 50, [Choose] Z#Z7 U w7 LTHIOT 4 L7 FUICKEEIL
THELET,

[Next] 227V w27 L 8ELTZT 4 L7 b U~DA A b= &3
TLET,

[Installation Type] BN E R IIVET,

5, AR —F LU FEBBIRLTCA VA N—NTAEDIZ [ RZAL] £+
val EBERLT, [Next] 7 U v 7 LET,

[Component Selection] B2 R IILET,
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6. METHRWVWILVR—3R FMEERMRLET, T 740 T, T
TOaAyR—F% "BRA A= VHIGEIRENTWET,

UToRIZ, FHATELZTXTOary R F—r bR LET,

[Component]

Description

Strong Authentication #—/3

DA T a3 i, SDK, CA Advanced Authentication, 33 2T Web
P—ERANEDLUTOY 7T A NEET L a TV
(Strong Authentication %+—/) & A A h—L L ET,

o rﬁi&%’ﬁ‘@ﬂﬁ

s AR HERREDORE

s T—NORE

Flo, ZOaER—F FTiE, LFOWeb r—ERIZT 7 &

ATEET,

] ‘BEECEﬂFTWEb ‘H“_'I:Z :Lb—vlj‘%munmjbi()\nq:j‘jﬂéﬁ_
OOTaTTI VT AU E—T =AML ET,

n  Z&fT SDK 3 & TF Web #— E' X - Strong Authentication 5 — #
/\bﬁxljﬂ@l ‘]j-uun rﬁ%&%{/ﬁﬁk\ ?ﬁ#ﬂ&@\ E%ﬁjﬂéfi&)
DTBRTTIVT A E—T 2— AL ET,

[ ] :?\;_EEWEb‘H-‘—tX :L“—‘H‘%uuuﬁjﬂéﬁ_&)@7m&7 Ve
T AR —T 2 — RAERA LU FE T,

s PREFEHE T Web Y —E R - 22—V FEHHMOMERB L
FHHAOT 0 I I T A —T 2 — AL F T,

n BEH Web ¥ —E X - Strong Authentication F =2 —/)L T
ERINAZTa oI 07 A X —T7 2 — AL F9,

s NLZHEEWeb Y —ER: OATH F—2 v %27 v 7Fu—RE
FOHBETH7-007 077307 X —T 2 — A&
L £,
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[Component]

Description

Java SDK 33 X TV WS

0)7f7°‘/ 3 L. Strong Authentication "JL*‘/\ AR LN —

WIRREEHRIBITY 7 = A NERET 572017 ) r—va v
DENHELZ T 0 I3 7 4 — 7m=XMH£iwww
P—e2DERX) ZRMELET, ZoNyFr—IF LFOoY T
IR =R NTHERR S LE T,

m  RFF Java SDK 38 . T Web #—E" R - Strong Authentication
P—REFERALCGRRET 272007073307 4 ¥ —
Tz — AL ET,

n  SRIFEHS R Java SDK 33 L U8 Web H— B R - . — W EUGENE
HOERBLOERAO T /I 07 A A —T 2 —A
PR F9,

n BEHWeb W —bEX-FELERT DO TRTTFIIT
/r :/&\_‘73:“_‘;( %TIET/\ L/i‘d—o

s SV IEEWeb Y —E R OATH h—2 27 v 71— Rk
FOHEFT 70T 07 I I 07 4 08 —T 2 — A i fE
B E9,

INHDa L R—=F 2 FOBRFEDOFEMTHOVNTIL,  [Strong

Authentication Java SDK 3 . (X Web — E 2 DFRE | D=L SR

LTLZEWN,

Yo T ) =g v

:@ﬁfyayﬁJaMW@@%ﬁ%%fﬁt@®wm&~x
DA H— 73:“—‘in’TE1 Lij‘ 171\ g fﬁ?lﬁ%ﬁf@U J T A
hEFREEY VoA NEEITTEET,

CA Advanced Authentication

Z DA a X, Strong Authentication Yr—/ 35 X OGEGERSE D
REZEHT DD Web R—=ADA v X —T 2 —AZRAEL
jzjﬂo

B s

ZOF T a TV L— g F L F— 2 _— 2 (RDBMS) R°F 4
V7 U H—" (LDAP) 72 &, Kfia—HF URT MNVIZT 7k
AT HI=oOMG b L L THEETHUDS 21 v A h—/L L&
—a‘o

1. A AP=NTDEHAR—F T _XRTEINLZD, [Next] 27
Vo7 LET,

[ Database Type] MR SIVET,
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2. THAR=RAZATEERRL, [Next] &7 U v 7 L TRICERFET,

BN L7727 —Z_X—R|ZH U T, %95 [Database Details] [H[[f 53
FRENET,

3% : Strong Authentication ClZ. Oracle Real Application Clusters (Oracle
RAC) MBH¥AR—FENTWET, OracleRAC ZEHT 51T, ZOF
JIRC Oracle 7— 4 X— A2 %R L, [Oracle RAC Fl ™D CA Strong
Authentication DRE| OFIEEZFET L ET,

BN L 727 —F_X—RUG LT U TTOWT IO FIAEFEIT L ET,
m  Microsoft SQL Server 7 — & ~_— 2 D EEHE
a. UTORICTHEHIN TV DLERERL AT LET,

J4—ILF

Description

ODBC DSN

Strong Authentication F—/3{%, ODBCDSN M L CT7— & X— X2 L
F4, HERERESNDZANMEZ arcotdsn TT, AV A M =TT ZOMEZHEH L
TDSN Z B L £97,

P

Fe B R=A P —=NOFEAMLEEIPT LA, sQL ¥ — R4 &
AVARZ VR E— FCRATL2HAE. SOICHRES T¥) ITHTTH A
B A ANTTT 0B L H ) T, FFICONTIE, R F—D~v=aT
NEZHLTLTEIN,

TIANE A VRS R

W <=

#i : demodatabase

AR EA 22 R

I < —NE>Y< S R RE>

#1 : demodatabase¥instancel

User Name

T —HRXR—=2ZT 7 AT 5H (SQLServer TIlX % z 27 2L\ E9)
DIERAT D=4, ZOARNL, T2 _X—2AEFHEIC L > THRE
ENnEJ,

a2 —HIXT T A~YDSN ENNy 7T THDSN & TR STV DA
EWRH Y 9,

Password

2= T H YUY MCBBEMT B SR T — R, ZORRT— KT
N A EEEI L o TIRESNET,

T f

T = H =2 D4,

Port Number

F BN A P SNEAZ Y 7T A NS B — b,
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b. [TestDataSource] %7 U v 7 L, IEFWIZTT —H X— R |8
MINTNDEMEIIETAMLET,

c. TARBETLEDL, [Next] 7Y v 7 LTKIZERET,
d. FlE 10 C#ERET,
= IBMDB2 (UDB) 7 —X~\—XDFEHIlE
a. UTFToRICFHHIh TV 0EREREADLETS,
4—ILK Description
ODBC DSN Strong Authentication "—/3[%, ODBC DSN % [ L CTF — & ~— R T8 L

9, HEEEI I D ATMEIT arcotdsn T, A VA =TI ZOfEEEH L
TDSN Z1ER L £7,

H—N T—=HR—=RA P —NORANGETNLIPT RV R, T —FX— R &4 Hi
EAVRE VR E— FTRAT L2561, SOICHEE Ty 1T TL >~
AL AL EANNTHVELH Y T, I ONTIE, RN FX—D~v ==
TNEZBL TSN,

TITANVE A AR A

W3 <>

#i : demodatabase
BHIffEA L RZ R

R <V —NEoY< 7 XK X E>

# : demodatabase¥instancel

User Name F =B R—=AZT 7 AT 5 (SQLServer TlXZNz 727 2L nnE)
ORI 52— 4, ZO4RNL, T — X X—RAFHEIC L - TEE
éh\i‘aﬂo
F a2 —PHIET T A~V DSN LNy 7T TR DSN & THEZR STV D
ERHY ET,

Password =Y T MIBEEMT LN RAT =R, ZONRRAT— RNET—%
R—2AEHEIC L > THRESNET,

Port Number T—HR—= AP —NPZF) 7 A NEFRELZTHHR— b,

TR Strong Authentication 237 7 & A9 575 — X X— 2 D4 Hi,

b. [KR~] 27V v 7 LTHATLET,
c. FlE10ICEAET,
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m  Oracle 7 — ¥ X— A DOFEHITE
a. UToORCEHHEIN TWDMLERIFEREZATILET,

J4—ILE Description

ODBC DSN Strong Authentication ¥—/3%, ODBC DSN % {# f L T Strong Authentication
TR A L E T, #ESE XD AJIENT arcotdsn T, A VA b —
TIXZ Offi % H LT DSN Z1ER L £ 77,

User Name T =B R— AT 7 & AT B 72T Strong Authentication 235 = —4
%o ZOLAFNEL, T—EX—RAEHRFICLoTIHREINET,
a2 —YHITTTAUDSN &Ny 7T THDSN & TR > TWD

ENRHY F9,
Password F— B RX— 2T 7 & ZF 572 8®IZ Strong Authentication 2Mif 9% /3 2
J— R, ZONRAY—RET—FZ_X—REFEHFICL->THRESNET,
Service ID Oracle D —/ N ETHEITIND Oracle T —H RX—ADA VAKX L A BT

% Oracle > A7 L OB,

Port Number T A R—= A Y=\ F ) VA NERELZITHR— b,

ARA B Oracle = "WFIHFHEAR I VB a— A DRA M EIZIP T KL A,
XX <X PEETFIP T FLX>
] : demodatabase

b. [TestDataSource] 7 U v 7 LT, IEWIZT —H X—R|THE
MEINTWDEMNEIETANLET,

c. TARMNETLESL, [Next] 27U v 7 L TIRICERE T,
m MySQL T — & ~_— A DFERIE
a. UTORICEHIN TV DLERFEHREZ AT LET,

4—ILR Description

ODBC DSN Strong Authentication #—~3/%, ODBC DSN % fii | L T Strong Authentication
T A= AT LT, HERE S D AJIMEX arcotdsn T, A A h—
T Z OfEZ A LT DSN Z1ER L £,

% 6 F: 9B AT LI Strong Authentication ZBET 2 A % 97




1 DBDUVATLADAVAN—)L

J4—ILE Description

P T NR—A P = ROFRAMEILIPT RLA, sQL P — D4R &
AL VAE VAR T RTREBTIIHAIT. SOHICHEE ¥ ISHITTA A
B ARG ANTITHRLELH Y T, iBCONTIE, X —D~v=aT
NWESIRL T IEEN,

TIHNI AL AL A

B < —F>

% : demodatabase

AHIfFEA L RE R

RESC . < — NE5Y< S X HZ R >

#il : demodatabase¥instancel

User Name T =B NRX—=LT 7 EAT S (SQLServer TILZNad 2207 LWV ET)

72 1T, Strong Authentication MEH 32 = —H4, ZO4AFNX, 7 —F ~—
AEBEIC Lo THRESNET,

F a2 —YVLITTTA~VUDSNENY T T o THDSN & TR > TND N

b ET,
Password TR R—= AT V& AT 5 2 DIZ Strong Authentication 23 95 /3 A
U— R, ZONRRAT—=RET—F_X—2FHEICL->THREESNET,
TR Strong Authentication 237 7 £ A9 57 — X X— X D4,
Port Number TR R—= AP —=NPNZF) VT A NERELZITHHR— b,

b. [TestDataSource] %7 U v 7 LT, IEWIZT —H X—R|THE
MEINTWDEMEI ETANLET,

c. TARMNETLEDL, [Next] 27U v 7 L TIRICERE T,
d. FlE 10 2R ET,

[Encryption Configuration] B 23 &R SIVET, ZOEmEAZ2HHEH L T,
Wbt — FEZEIR L, Kb SN D ERERELET,
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1.

—
—

DOEHE TU T OE®RE AT LET,

Master Key : 7 — % X— R |ZK S NToT — X RGBS T 5728
RSN A~AZ X—% AJLET, T 74/ FTIEH, vRAH
X —DfEIE MasterKey IZRXESNE T, ZOF—I3,
<install_location>¥Arcot Systems¥conf |2 & % securestore.enc 7 7 A

JZKAN S IV E T,

AR NN A T—DEEERT L2581, FriLne X
A X —DfE %A L T securestore.enc 7 7 A /LA FART 5 LE
Wd 0 ET, FEMIZOWTIE, [Strong Authentication EHLA A ||
SRR LT 7EE0,

Configure HSM : Z DA 7'V a %, WET — X &2k 51b3 5729
WN—FR 727 X% 2UF 4 EV2—/L (HSM) &R+ 5854
DHERLET, BRLLRWEGS, 774V DY 7 hy=T
E— RBRT =X OB SALICEH S E T,

F:UUTFOA 7Y a 1%, [Configure HSM] % 384K L 72356 D4
HZ72 0 £797,

PIN : HSM IZHfe T D7D SN D XA T — K2 AT L £,

Choose Hardware Module : 7% P& D HSM Z IR L £9°,
Strong Authentication 23 % 7"— N 95 HSM [ZLL F D &Y TT,

m  Luna HSM
s nCipher netHSM
HSM Parameters : UL F D HSM [E#ZRE L £7°,

» Shared Library : HSM (2K % PKCS#IL LT A 7T U ~D
EFS AP

Luna (cryptoki.dll) 33 JTF nCipher netHSM  (cknfast.dll) D&
X, 7 7 A VORISR L A RTERE L E T,
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m Storage Slot Number : 5 — % O Z{LI2f# FH S5 3DES & —03F
E9 % HSM A1 > k, Luna DT 7 # /L MElX 0 T9, £ 7= . nCipher
netHSM D7 7 # /L MiIX 1 TT,

[Next] #7 U v 7 LCHiATLET,
[Pre-Installation Summary] HfNAFERRIAVE T,

2. A VA PM—INREEZELTHEGEIEL. [Previous] R %7 U v 7
LET, BEROMLENRNGEIEL, lnstall] A% %2270 v 7 LTA
VA RN—=NNEHEDFET,

[Microsoft Visual C++ 2010 x86 Redistributable Setup] E[f A #R S E
3, ZOMEEIL, Strong Authentication A > A h—/L L CW L HFED
¥ AT LT Microsoft Visual C++ 2010 x86 731 A h—/L ZFL T2
BRIl OARRRINET,

3. [l haveread and accept the license terms] 47> 3 &38R L C,
[Install] Z#27 VU >27 LET,

[Installation Progress] 23/~ S E T, B EREINDHGEN
HVFEF, LITSH<T DL, [Installation Is Complete] [Hiff 233z~ &
ET,

[(=T] #27V vy 7 LET,
[Done] Z#7 Vv 7 LTA LA =)L 4P —REKRTLET,

vk
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1 DHDVATLTDAAN—ILEDRARY

Zokvr v a TR, LFEDOA VA M= EOFIEICOWTHHA L £,
T =B RX=A A7 )T FDET
T—AR—=R Y T v T O
T =g D Y

CA Advanced Authentication @ Ji Bl

CA Advanced Authentication DO g2

CA Advanced Authentication ~D 1 7 A >
VAT LDT = ANT S

Strong Authentication — /XD L #)

A A~V DRER

10. 2 —H% F—% Y — 2D JEH

W o N o Uk~ W NoR

FINLDA AR AEDOE AT H5ET Lz, [Strong
Authentication Java SDK 33 X T Web — B A DFRIE | DEDFRIAIZHE- T,
Java SDK B L DX Web —E A DR EZITVVE T,
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FT—RR—R ZFx—TDERK

Strong Authentication [Z1%, Strong Authentication 7 — % “~X— A2 CTAF—~
ZAER L TR EME AR ET 2 sQL A2 U 7 b AMFR LTV ET,
ROFIRIZHE>TLZSLN:
L T—=HN=ZX A TITHIET DA VT MBS 7 + V5 %
ROTET, 774N MOBFIILLTDO LB Y TT,
(Microsoft SQL Server M35 6&) <install_location>/arcot/dbscripts/mssql
(Oracle 7 — % X— 2 D) <install_location>/arcot/dbscripts/oracle
(IBM DB2 UDB D¥3£) <install_location>/arcot/dbscripts/db2
(MysSQL D35 E)  <install_location>/arcot/dbscripts/mysq|

2. THAR—ARUE— Y= VEEA LT, UTFONFTR 2 Y7 p %
ITLET,

a. arcot-db-config-for-common-8.0.sql

FE 2 : Risk Authentication 8.0 % 1 A b —/LIEADEE L. Risk
Authentication 8.0 DA > A b — )LIFIZ T TIZFEIT L TWAH T,

I

arcot-db-config-for-common-8.0.sql %34T L72 W TL 72 &0,
b. arcot-db-config-for-webfort-8.0.sq|

E A VT MOFEITHICZ T —DRE LTSI, VERMEREZE - T
WAHENE D IEERLET,
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TFT—RAR—ZN YT T DFER

W2 T —HRX—RA A7 U7 NeF T L7214, arwfutil >V — /L& H L T,
AF—<NELL V= RFENTWEZ L E2MERLET

ROFIEIZHED TSN

1
2.

av R 7ur 70 RUEREET,
LT OSricBEh L x4,

<install location>/arcot/sbin

axv R 7urryF T, LToav sy RE A LET,
./arwfutil vdb

Zpawr Rizk v, <install_location>/arcot/logs 7 4 L 7 kU IZ
arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A VPMERR SV E T,

T XA N LT 4 X T arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L
ERE, UTOXATO N RERBLET,

ARWF* FOUND

BT, T—FRX—=ZABNEFIZEY Ny a3zl L&xRL
£

arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A L&A L F 7,
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FIVr—ay Y NERET B

Java IR— LD

=L

ax ;&

a—W F—H P—1t & (UDS) B X' CA Advanced Authentication /X, Web
R=2ADT TV =2 arThV, UFOTFV r—vay =z
A—RFLTWET,

m  Apache Tomcat

m  IBM WebSphere 7 7'V r—3 3 » H—

m  Oracle Weblogic Server

m JBoss 7Y r—T g =

UDS 3 L T) CA Advanced Authentication WAR 7 7 A V& T 7)) ir—3 g9 v
P— NIZJEBA I S HIZ, Strong Authentication 7 7 -f /L' & IDBCJAR 7 7 A
WV BENOT Y r— gy =R oY RGN 2 e — L E T,

m FJEH1: Javam—LDERTE

m FlE2: 7Y A= gy B RNADTF—ER—ZA TV A T7A4
LD —

n FE3I: 77V r—3 3 $—s3~0D JDBCIAR D =1 ' —

m FJlH4: (Oracle Weblogic 10.1 (Z#42H) Enterprise Archive 7 7 - /L D
TERk

BIRLET 7Y r—3 3 % —,3Z2 UDS 3 L O CA Advanced
Authentication ® WAR 7 7 A /L % JE&BH 3 2 FillZ . JAVA_HOME BRET A A 7%
EL TSI L %MERLEJ, Apache Tomcat DA, JAVA_HOME %, fif
AL TS IDK ST D Javads—A T 4 L7 UICERELET,

% 72, PATH BRBEZE 41T SJAVA_HOME/bin Z & £, GO o 728548,
CA Advanced Authentication 38 X OV DD IDK fifF 2 AR — 3% R 3
HLRWAREMERH D 77,
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TIN)r—230 Y—IN\ADT—ER—X 7Ot X T7/)LDOaE—

Tomcat

UDS 35 L T® CA Advanced Authentication ClE, T —# X— R T 7 v AT 5

7=

DILULTDO7 7 A NVEFEHLET,

libArcotAccessKeyProvider.so, LA T DILATIZH W £9°,
<install location>/arcot/native/<platform
name>/<32bit-or-64bit>/

arcot-crypto-util.jar, LA FOEFTIZH D 9,
<install location>/arcot/java/lib/

ZNBHDT7 7 A V%, Strong Authentication Z B L7=7 7 r—y 3 >
P — R EOBEY)RGIIC a2 —3 A0 ERH Y T,

RDFIEIZHES> TSN

1.

2.

LT 4 7 b UIZ libArcotAccessKeyProvider.so 7 7 A /L& 21 &' —
LET,

s RHEL D358 . <Apache Tomcat T/ 75 JAVA_HOME>/jre/bin

arcot-crypto-util.jar 7 7 A /% <Apache Tomcat TLE/H 75
JAVA_HOME>/jre/libjext 7 4 L7 M UIZa b —L &7,

libArcotAccessKeyProvider.so 7 7 f LN aBE—EN57T 4 L7 M UIZ
LD_LIBRARY_PATH Z &% L =27 AAR— F LT,

TV —va s =" EE L ET,

FERODA ANV EZATDO—BELTCT ) r— g P—
NOFEIDMLEICRDEST, 77— gy —"ZHE#TS
(B35 % fe/NRICH 2 511X, PRS2 NI L TR %GO X A7 2 FET
L7et%iC 1 B FESE L ET,
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IBM WebSphere

ROFIEIZHE>TLFZELY:
1. WebSphere Administration Console {272 71 > L £9°,

2. [Environment] Z#27 U > 7 LTH . [Shared Libraries] #7 U w7
LET,

a. [Scope] Kua v X inG HR/p o iMEHEZENLE9, A
DA, TFY ey a VRS A — 5 ke —
RREENDILENDY F9,

Br] 227V v 7 LET,

c. ZEiEANLET (72& %1E. ArcotINI)

d I ANXREZEELET, T DO/NAIL, arcot-crypto-util.jar 7 7 A
APHFIEL, 77 AL EENLIGHEZR L TV OILERH Y
¥ 9, 7= & %I, <install_location>/arcot/java/lib/arcot-crypto-util.jar
7 ETY,

e. INNDTFATZY NREANLET, ZO/NRIL,
libArcotAccessKeyProvider.so 7 7 A /L3 DT 28 L T\ 5 2L 38
NHYES, =&z,
<install_location>/arcot/java/native/linux/<32bit-or-64bit> 7 4 L 7 k
U7p T,

LEH] 227V v 7 LET,

i

—h
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3.

=N LD I FTAB—HEFHELET,

a. [Servers] - [Server Types] - [WebSphere Application Servers] % 7
Uy 27 LET,

[Application Servers] T, fXEN TN — "ORE~N—IITT
JEALET,

c. [Javaand Process Management] #27 U v 7 LTh 5, [Class
Loader] 7 U w7 LET,

d UFH] 227V v 27 LE9, T 74/ bD [Classes loaded with
parent class loader first] 23R L C, [OK] #27 U v 27 LE7,

e. HENVERRESNT-Z7F7Aa—X DA77 ) v7 LET,

f. 77 A Bv—X%® [Configuration] ~X—3"C, [Shared Library
References] #27 U v 27 LE7,

g. [Add]l #7 Vv 7 L, ZOFIEORPETERLIZIETA 7TV
(7= & 21X, ArcotINI) ZEIR LT, [Applyl 27U v 7 LET,

h. BEZRELET,

LLFDT 4 27 b UIZ libArcotAccessKeyProvider.so 7 7 A /L& 2 B —
LET,

m  RHEL DIFH : <IBM WebSphere T/ 725 JAVA_HOME>/jre/bin
TV =g = NEEEE L ET,

EEROVDA VANV FRITO—BRELTT SV r—vay P—
NOFREINMEIC/RY FT, TV r—2ary —_"eHmERT D
I e/ NRICENZ D121, HEIEZNE LT HREDOZ AT 5T
L7211 Rl FEE) L E 9,

i
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Weblogic

RO FIEIZHES TSN

1.

N o v &

10.
11.
12.

LLFDOT 4 27 bk VUIZ libArcotAccessKeyProvider.so & =1 '— L £ 9,

»s  RHEL DS . <Oracle Weblogic -1 > X % > X TR TS5
JAVA_HOME>/jre/bin

libArcotAccessKeyProvider.so 7 7 f LN a B —ESnb5T 4 L7 T
LD_LIBRARY_PATH Z &% E L =7 AR — F LT,

arcot-crypto-util.jar % <Oracle WeblLogic -1 >~ X 5 > X TEHT 5
JAVA_HOME>/jre/lib/ext 7 4 L' 7 b VIZa ' —LE 7,

WebLogic Administration Console (272 71 > L £,
[Deployments] (ZBEIL £79°,
[Lock and Edit] 47> a3 v EHHZLET,

[Install] 22 VY > 77 L. arcot-crypto-util.jar 7 7 A VNG ENDHT 4
L7 RUIZBEILET,

(k~] 22V w7 LET,
[ Application Installation Assistant] 233K /R SAVE T,
(k~] 22V w7 LET,
[Summary] X—UNRFRINFET,
[5ET] 22V v 7 LET,
EHEEZAMLET,
TV r—vary —_"EHREHLET,

FRODA VANV HERITDO—BRELTCT S r— gy —
NOFEENVEICRD E, 77V r—yary h—_"2HE#T 2
B e/ NRICENZ D121, HEEEZNEETHREDO X AT 25T
L7202 1 A FEE) L ET,
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JBoss 7 ) —i 3> H—N

ROFIEIZHED TSN

1

LU FIZ%F L C libArcotAccessKeyProvider.so 2 2 &' — L £ 97,
s RHEL DS : JBoss_JAVA_HOME/jre/bin/

Z ZC. JBoss_JAVA_HOME X, JBoss 7 7'V r— a3 v Hh—rN oA R
B AL o T S35 JAVA_HOME 2% L 77,

<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥ &\ 9 7 4 )L X 1
& & VERL L. <ARCOT_HOME>Yjava¥lib 225 LI FD JAR & Z D7 4 VA
icav—LE7,

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[ U7 /L4 (<JBOSS_HOME>¥modules¥advauth-admin-libs¥main¥)
\Z module.xml E\ND Z4HITT, LFDa— REF>7 7 A )V EERR L E
7,

<?xml version="1.0" encoding="UTF-8"?7>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV r—=var =" i LET,
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T T —,32 H—/3AD JDBC JAR DE—

CA Advanced Authentication, UDS, > 7/ 77U r—3 3 L, Strong
Authentication @ Java {KfF 2 LV AR—% o hTH Y, T —HF _— A |THER T
HTZDIZIDBCIAR 7 7 A NVEMEL LET, ZOHbDT7 7 AMIT 7Y

g—rary—NZat—L%ET,

FUTFTOYTRv7 v a r TRENTWAFNELZFEITT SR, IDBCIAR
A= RLTWAZ EEZERLTLLEE, P R—hENTW5
JDBCJAR DFEMICHOWTIX, A v A =L 2B L TP EW,

LLFOE Y v a Tl 7 — 2 ~_— R 372 IDBCIAR % LU F OV i
DT TV r—vary P=NIlabt =3 57ODOFEICHOWTHIAL £,
m  Apache Tomcat

= |BM WebSphere

m  Oracle WebLlogic

m JBoss 77U —Ta =

Apache Tomcat

Apache Tomcat f > A h—/L 5 ¢ L7 KN U|ZIDBCIAR 7 7 A /L& 2 E'—
T 5 Hik
1. IDBCIAR 7 7 A V& H v rm— R LUIZgGATCBE L £,
2. IDBCIAR 7 7 A NEa =L T UUFDT 4 L7 R UICEEY HFET,
m Apace Tomcat 5.5.x DIFH : <TOMCAT-HOME>¥common¥lib
m Apace Tomcat 6.x 35 XN 7.x DIFE : <TOMCAT-HOME>¥lib

F721%. IDBCJAR 7 7 A V3 & £ 5 73 A % Classpath Bz 57 28452160
Lij‘o

3. Apache Tomcat Z FHiEZ#E L £7°,

IBM WebSphere

IBM WebSphere (Z JDBCJAR 7 7 A /L% 2 ¥ —9 2 J5ik
1. WebSphere Administration Console |22 71 > L £ 7,

2.  [Environment] #7 U >~ 27 LTH &, [Shared Libraries] =7 U v 7
Lij‘o
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Oracle Weblogic

[Scope] RT w7 & oot Aahin Al HPERIEE 48R L% 3,
Aa—FINE, T = a L ERBT B4~y ks
J— RREERDBERDH Y T,

b. [New] #7 VU v 7 L%£7,
c. ZHiEANILET (/=L zxiE. IDBCIAR) ,

d ZIFANRREEELET, ZO/Z|%. IDBCIAR 7 7 A /L INMELE
THGITTC, 77 ANVALEENTOVDOLERH D 9,

e. [Apply]l 27V w7 LT, ZHEERGFLET,
=N LNV DTTA—FEFEELET,

F 7T A v —FEERTLEN, FF T HE2: 77— g
P —RADF—HFR_R—ZA T IR T 7 A/)LDaE—(P.105)] DFELT
BRCERR L= b D& TE 9,

a. [Servers] - [Server Types] - [WebSphere Application Servers] |2
#LET,

[ Application Servers] T,
EALET,

c. [Javaand Process Management] # 7 U v 7 L T» 5,  [Class
Loader] #7 UV v 7 L&,

d. [New] #7 U > 27 L%7, 774/ D [Classes loaded with
parent class loader first] Z%R LT, [OK] %27 U v 7 LET,

e. HEVER SN TR v—=F DA77 ) v7 LET,

f. 77 A a—X® [Configuration] ~X—< T, [Shared Library
References] %7 VU v 7 L%,

g. [Add] #7 U7 L, [IJDBCIAR] Zi&IR LT, [Applyl 7V v
7 LET,

h. ZEZRFLET,
IBM WebSphere % FiiEcE) L £ 77,

o

=

EZAT ) V= "OBEN—JIZT 7

Ha

Oracle WebLogic Server |{Z JDBCJAR 7 7 A V% 2 ©"—9" 5 ik

3¥: Oracle 77— % _X— A& L TV 5554, Oracle WeblLogic Server (35
74V R TCOracle 77— _X—A&H R —KLTWVWHDT, 2D av
THHA SN TWDORELIT I LEITH D XA,
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vk wN

8.
9.

IDBCIAR 7 7 A NELUTFDOT 4 L7 FUIZab—LET,
<Oracle WeblLogic 7> X4 > XM 5 JAVA HOME>/jre/lib/ext 7 «
L7 R,

WebLogic Administration Console (212 71 > L £,
[Deployments] (B L £7,
[Lock and Edit] 4+~ 3 VEHMZLET,

(Install] 227V v 27 LT, JDBCIAR 7 7 AN EENDIT 4 L7 R
WZBE L F9,

[(R~] 22V w7 LET,
[ Application Installation Assistant] [H[[E 23 F /R S E T,
[(R~] 227V w7 LET,
[Summary] X—URFRINET,
(52T] 227V v LET,
EHEEZAMILET,

10. Oracle WebLogic Server % FEE) L £ 9,

JBoss 7T r—a> H—

ROFIRIZHE>TZSLY:

1.

EBED ) —ANDMERINREF 7 a— KL, #urn— KLY
AricBE L E9,

Z D7 #I)VHIZ <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &
W T A VEREERERR L. FD T 4 VAT IDBCJar 7 7 A VA 3
EO — L i —d‘o

[ U7 4 /v4 (<JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥) W
\Z module.xml &N D AHTT, LFOa— REF>7 7 AV EERL %
7

<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>
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3¥:JDBClar 7 7 A VA &HFRE L CW\W 5 X 7T [<IDBC Jar Name>] %
ELET,

#i : sqljdbc.jar

TV r—=vary =" HEEHLET,

F I 4: Enterprise Archive 774 JLDYERL

Weblogic 10.1 THE®

Strong Authentication (Z{%. CA Advanced Authentication 35 L N2 —H 7 —
&#~HX%@%¢ét%®wm774»%HELTmi#O:ﬂ%@
77 ANDERE EARICEE LT, ZDEAR 7 7 A VERT 52 LN T
TET,

LTOFIECHNET,

1
2.

avr N7 70 RUZEET,

<install_location>/arcot/tools/common/bundlemanager & 1 L 7 ~ U IZ

BE L £7,

PIFD o~ R&H LT bundlemanager > —/V %34T L. EAR 7 7
A NVEVERRLE T,

java -jar bundle-manager.jar -ear <filename.ear> -warList
<war_file name>

F: ERRo <2 RD <war_file_name> 3. CA Advanced Authentication
D EAR 7 7 A )V & AR T 5356 X arcotadmin.war, UDS @ EAR 7 7 A
Va3 A A1 arcotuds.war IZE X #ix £,

Z O =z~ RNid <install_location>/arcot/Java/webapps {Z EAR 7 7 1 /L
AR LET,
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1 D2EDVATFLTDAVAM—ILIEDERRY

A—H FT—2 —E XD ERH

Strong Authentication [%, U L —y g 7L 5 —X X—X/n 5, F7213 LDAP
Y=L EEL - T XTIV EALET,

a—W F—H $—t & (UDS) ZfEHJ 521X, arcotuds.war 7 7 A L%
BT AVLERHVET, ZOT77ANTUTFTNOAFTEET,

<install location>/arcot/java/webapps/

RDOFIRIZHE-> T =LY

1. 77V r—vary —oiblies «+ L7 bk UIZ arcotuds.war % E [
LET,
FEEREFIEZ, FHLTCWAT T r—va s =2 ko TR
DES, FEMARFIEICOWTL, TV r—va sy =R H—
DRF2RAX haBRLTIEIN,
72 & 21X, Apache Tomcat D513, <APP_SERVER_HOME>¥webapps¥ (Z
WAR 7 7 A V& BB L £ 9,

2. (WebSphere DH) 77V /r—ay 77 AN EHIND E, UDS
7T AEBO—RTLHLIICRELET,
a. [Applications] - [Application Types] - [WebSphere Enterprise
Applications] (Z#EH L. [UDS Settings] HEIZT 7 &AL £,

b. [Class loader order] T. [Classes loaded with local class loader first
(parentlast)] 47> a U AEIRLET,

c. [WARclass loader policy] . [Single class loader for application ]
ZERLET,

d. [Apply]l 227U v 27 LET,
3. 77U r—var—R"EEEHLET,

4. UDS PIELKBRAA L7222 E D s 21203, LT OFIEICIEV %
X
a. LATOSFRcBELET,
<install location>/arcot/logs
b. {EEDTT 4 ¥ Tarcotuds.log 7 7 A V=Bl E . LLFOIT% HAOUF
7,

User Data Service (Version: 2.0.3) initialized successfully.

Z DT, UDS NIEFIZEB SN2 2L TWVWET,
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BANMD H—/ N[ Strong Authentication B3 5 4%

S FATALB L VERROR A v —U b A LA TR LTI LET, T
WL 72V RAEIC B9 5 WARNING A v — 13T _RCHER L £97,

IBANDH—/\IZ Strong Authentication ZEBE3 %A%

Strong Authentication —/335 JX U8 CA Advanced Authentication %1 > A
F—= L L7212, B AT LR TOBIMD > AT MZZE DD 2
A= hEA A =L LET,

1

Strong Authentication f > 2 F—7 T& % Installer.bin 7 7 1 /L %[>
JET

UToa<vy FEHLT, A A M= 2FTLET,

sh Strong Authentication-version number-<platform
name>-Installer.bin

A AR=FIZLVA A M= /VOUERFRBBEINE T,

[Choose Product Features] HEAFRINDHET, [1THOHDOV AT
ASDA A N—)b] THAINTWDLFIHZFETLET,

A VA R=NTDHarR—3x FEBIRLET,
FIE12 05 FNE19 I2/E-T, A VA =NV EETLET,
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IBANDH—/\[Z Strong Authentication ZEBET 55 %

YT TFTIT)r— 30 D ER

W TIN T r—a &R LT, Strong Authentication DA A
F= DR LTNWD Z EafElcEEd, o, 7770 r—
va LT OREDHIZ R L ET,

s R — T —
m JavaAPI ZfEH L THITTEHH AT
m  Strong Authentication & 77U r—3 3 U OME

LT OFIRIZHENET

1. LA T O3 & Strong Authentication
version_number-sample-application.war 7 7 1 /L & B L £ 9,
<install location>/arcot/samples/java

2. YU INT T r—va rERRBLET,
3. LUFOURLEHEHALTCH IV T AV r— a7 78 A LET,

http://<host>:<app_server_port>/Strong
Authentication-version_number-sample-application/

YT TII)r—2a DBEEF—/I\DETE

W7 T 7Y Jr—3 3 & Strong Authentication r— & B 5 R T
DAZA A b= LTEGEIE, BEREZITILERH Y £,

LUTDFIEIZHRELET,
Web 7T 0H 7 4 RUDY LTV T TV hr— g AT 7E8AL
*7,

1. 75— a7 KT, [Setup] - [Server Connectivity] % 7
Y > 7 LT, [StrongAuthentication Server Connectivity] ~<— % B &
Er e

2. LIFORITRTHR N7 A—=F DMEEREL £,

FINODONRT A= EHEHRAL TEKRLEZERTIL., B0ty 3
AR LTHER T, oI T ) =g o F R T Y r—
var b= R"EZHEESL-EAITL. BEINALOEERTELET,

J4—ILF

T I4JLHME | Description

IP7 RLA

localhost Strong Authentication V— 23| H AIEEZ2 o AT LD
WA RNBEIZIPT RLA,
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J4—ILK T I4JLMME | Description

A=k 9742 FURER KO T — E AR HTEEZR A — |,
Maximum Active 64 Yo TN T TV r— g Nl ks TAVYTF AR
Connections NT=T — & _— 2P D KEL,

3. [setup] #7 VU v 7 LT, #faRFLET,
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FT7TE. ALV E—F AR ILEE
T95h%

Strong Authentication 2 > A h—/L L7212, AL F L A h—)b
FREFEHLC, avR—F FEHES A —LTEEST, AL
VREAVAN=ATIE, 22— FICERERLTA VA R—NET L
7,

LR Z AT LET,

1. YA LY AV AR—NDHA RTA MR LET,

2. Strong Authentication 78 A s 327 A5 Strong Authentication 7 12 /X
T4 TrANVEaIa—LET,

3. Strong Authentication DA > A h—)L AT 4 T T /N7 4 77 A )b
ERICSGFICaE—LET,

4. Strong Authentication f > A b —F D7 a7 4 77 A NVEEFT L E
7

5. Strong Authentication f > A h—F7 #F T L £,

AL ET—F AR ILDHTARTA

AL b AVA M= VERIBETHRIC, LFOHA RT7 4 U 2MERL

*7,

n T3 TuRT 4 T ANEERETARNC. Ny I T v LET,

m RTIRA=HY EHE (=) BIXONRT A—=ZDEORIZ, LTRSS
A= ZFEMURNTL S0,

n EERBIL, TrANVERGFELET,

EE. VYA VUM A VA=AV THEHEINDINE 7 7 A NVEAKRT DT

WIZ, Tor) 7 arZEHLTA VA N—=TDFETA[RET 7 A L& FE

1TLRWVWTL ZE& W, HBHIDA v A M= VBB EN DT 74V kb 7
0T 4 T ANDHBEMEHAT HMERNHD £77,
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FIAILE TONT4 T7AIL

—

TIA4ILE TO/NTFT4 T7A)L

FTIHNE TaRT 4 T7ANNONRT A—ZEEETLHITIE, TFA
T4 EERALET, TN RTA=FF, RKYIOA A F—
NI AT SNTEREXMLET, T 7408 T 0 7740
X, BEEIEHR EBEEMIT DN TWANRTIA—=20nH ) £, =& 213,
T B NR—= A NRAT— R AKX F—_ BLUHSM D PIN [Z B3 25 %
TA=HRETT, FNLICEUEERELET,

Strong Authentication 71 /X5 ¢ 77 A )L

Strong Authentication 7’2 37 ¢ 7 7 A )L DT 7 /L b DA IR L OGHT
LT D LB TT,

Name
installer.properties
St
strong_auth_home¥

strong_auth_home

Strong Authentication @ f > A b —/L XA ZFRE L £,
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FIAILE TONRT4 T7AIL

Strong Authentication f V' A h—5 D7 v T 4 77 A NVDOER

A A b=V A EFT HITIL, Strong Authentication f > A h—F D
T 4 Ty ANEBERLET,

UTOT 7Nk /3T A —%TiX, Strong Authentication D H)DA A
F— VR =R AT LTEERPEEE SN TWET,
CHOSEN_FEATURE_LIST
AVARN—NVENDLHEIEO T ~XKPID VR NEfRELET,
BNGEIFILUTDOESYTY,
WFSRV - Strong Authentication H—/\
Strong Authentication —/ N -E8GFE, YubEva =7, REBX
W — N U AZ L ZADEH, %175 H—
WFSDK - Strong Authentication Java SDK & T WS

Strong Authentication % —/X~DFAT, ik, BLOREDY 7/ =
A b EBHICT S Java SDK 3 L O Web — 2,

WFAPP - CA Strong Authentication > IJL 7 ) r— 3>

Java SDK O FEDFI 2 7T Web X—AD7 7V rr—r3
ADMIN - >/ —)L - CA Advanced Authentication

T RBELZEHTDHDD Web X—ZA DV —)l,
Ups-1—H# F—2 H#—EX

UL —a i F—F_—RZ (RDBMS) °F (4 L7 kU H—

(LDAP) 72 EF D, SEXFEREATDa—F VYRS NIIZT 7 AT
5= DG L)E,

USER_INSTALL_DIR_SILENT

Strong Authentication DA > A b — VT Z+8E L £9
ARCOT_DBTYPE_SILENT

==

RESNTNDET —EZR—=ZADL A TERELET,
BEZN72ME : Oracle, Mssqlserver, db2., Mysql
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FIAILE TONT4 T7AIL

T54) T—EAR—XDEH

TIA=Y FT=HR=2E, LTFOT =2 _R—2BEOFMH Y E
ER

ARCOT_CONFIG_PRIMARY_DB_SILENT
TIA=) T—HR=APEESNTNEINE I DERELET,
EZNIE : true, false
ARCOT_PRIMARY_DSN_NAME_SILENT
F—HR—ADT—H V= AL =R ELET,
ARCOT_PRIMARY_DATABASE_SILENT
T B R A VAL ADLHERRE LET,
ARCOT_PRIMARY_SID_SILENT

Oracle 7— X X—ADSID #f{EE L ET, TOMDT —HX—R X A
L. ERICEEICLET,

ARCOT_PRIMARY_TNS_SERVICE_NAME_SILENT

Oracle 7= ¥ = AD INS P~ EAAZHE L £F. ZOMDT—
N A G4 TTE, EACEECLET,

ARCOT_PRIMARY_HOST_NAME_SILENT

T—HR= A= RORA NERELET,
ARCOT_PRIMARY_PORT_SILENT

RE LT —FR_R—A A VAL L ADR— "NEEERELET,
ARCOT_PRIMARY_USER_NAME_SILENT

Fe A R—2 a—PHEEELET,
ARCOT_PRIMARY_PASSWORD_SILENT

BELET =4 _X—R 22— DA T— REfRELET,
ARCOT_CONFIG_BACKUP_DB_SILENT

Ny T T T=HR=APRFEEINTNDINE I NERELET,

BHENRME . true, false
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FIAILE TONRT4 T7AIL

INVITIT T—ER—XDHH

Ny I T T F=2N=2ZF, BLFOT =2 =2 OFEA 5 Y
£,

ARCOT_BACKUP_DSN_NAME_SILENT
F—HR—ZADT—H V= AL ERELET,
ARCOT_BACKUP_DATABASE_SILENT
Fe B N—=Z [ VAR ADALRTEIRELET,
ARCOT_BACKUP_SID_SILENT

Oracle 7—4# X—Z2DSID #fHEE L £, LOMDT —Z X=X 2 A
T, EAICERICLET,

ARCOT_BACKUP_TNS_SERVICE_NAME_SILENT

Oracle 77— X N—ADINS V—EAL ZHE L LT, LOMOT—X
NR—=2 Z AT T, EAICEFIZLET,

ARCOT_BACKUP_HOST_NAME_SILENT

T—=HR—=Z P —NOFEA N ERELET,
ARCOT_BACKUP_PORT_SILENT

BELET =4 RN—A A VAR ADR—  ESERELET,
ARCOT_BACKUP_USER_NAME_SILENT

F=BR—2 2 —PLEEELET,
ARCOT_BACKUP_PASSWORD_SILENT

BELET =4 RX—R 2—PADRAT— REHRELET,
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FIAILE TONT4 T7AIL

==L DEEH
F =B R— 2 DI AL DOFEMZ LL IR LE T,

ek V7 N =T /=Ry =T
ARCOT_ENC_TYPE_SILENT

E b DR EEE LET,

EZh72fE : software. nfast, chrysalis
ARCOT ENC_DEVICE_NAME_SILENT

N= R 2T SACHOT A A4 %2 HBE L ET,
ARCOT_KEY_LABEL_SILENT

v AH F— TULEEELE T,
ARCOT_HSM_PIN_SILENT

HSM D v F 52 fiE LET,
ARCOT_HSM_SHARED_LIBRARY_SILENT

HSMEH T A 7T U DR N ZEELET,
ARCOT_HSM_STORAGE_SLOT_SILENT

HSM @ [Storage Slot Number] Z§E L £,
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ALV AVRN=ILERITTHAE

ALV AV A= ILERITI HAE

MENA A M=V EFELT L, 22— X D #/EZR LT Strong Authentication
A VAR— L LET,

IROFNRIZHE-> T IZS 0

1.
2.

WAL AN=IVDOHA RTA L HMHERLET,

Strong Authentication 75 2 K 2 A7 A7 Strong Authentication 7' &2 /X
T4 TrANVEa—LET,

Strong Authentication DA ' A h—)L AT 4 T 27 a/X7 ¢ 77 A )L
ERICHGATIC2E—1LFET,

Strong Authentication f ' A h—7 D7 a7 4 77 A NVEEBLE
7

Strong Authentication f > A2 h—F Z#F{T L £,

Strong Authentication DA > A h—)LFITR[FETZ 7 A VB LT m X
TH4 TrANEAL— LT 4 L7 RUT, LFOa~vy REFEITL
£

installation media -f installer.properties -i silent
Installation_media

Strong Authentication DA > A h—/LIATRREY 7 A LV ZFEE L E
7
e RT 4 TFANARAL AN AT 4T ERICT 4 L7 b
UWIZHFELBRWIEEIL, ZOSEARELET, SIEICAX—20
BGENTWDEEIE. ZHEAFEENLET,

-i silent
A LVAR=FBRY AL FTIHEITEND LI ELET,
# :

installation media -f "C:¥Program Files¥CA¥Arcot Systems
¥installer.properties" -i silent

AVARN=APHEEDET, A A N—TL, =BT a7 4
77 AIWVTERE LT/ T A—& %ZffiH] L T Strong Authentication %
VA=V LET,

6. Strong Authentication D1 > A h— /L &R L E 7,

FITE: ALV E—F AR IILEEFTTEHAE 125






£ 8 E : Strong Authentication D742 X
k—JL

Z O FJETIX, Strong Authentication 3 L OBHHET 5 a2 v R—FR 2 " & T
AA =T LFMECHOWTHHA L ET,

RDOFIRIZHE-> T =LY

1. FHLTWDET—F X=X XA AL T, ROWTIHLD T 404
WBEILET,
(MS sQL D¥5A)  <install_location>¥Arcot Systems¥dbscripts¥mssql
(Oracle ®¥5E) <install_location>¥Arcot Systems¥dbscripts¥oracle
(DB2 DI5E)  <install_location>¥Arcot Systems¥dbscripts¥db2
(MysQL D354)  <install_location>¥Arcot Systems¥dbscripts¥mysql
2. AU VT NEKININEF TIEITLET,
a. drop-webfort-8.0.sql

S (MysaL DFE)  drop-webfort-8.0.sql D EATHEIZ X,  [Safe
Updates| NIEZN THDIMLERH Y F77,

b. drop-arcot-common-8.0.sq|

INTT—HFR—=A T —TILRTRCHIRSNET,
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ALV AV AN—ILE

SRRV RS

Strong Authentication $—/ & {21 L £97,
ROFNEAIZHE>TDSN =2~ U ZHIBRL £,

a. [arbo—nxu] o [FEY—NV] ZHEET,
b. [F—% Y—2%(0DBC)] #HH&ET,

c. [¥YARFTALDSN] #7%2Yv7 LET,

d. HRYDODSN ZE#IR L, [HIER] 27V v7 LET,

sh <install_directory>/arcot/"Uninstall_CA Strong Authentication"/Uninstall
CA Strong Authentication 7 ¢ L' 7 M VIZBEH L £,

Uninstall Strong Authentication.exe 7 7 A V& X 7L 7 U v 7 LET,
UTFOWTADPOF T a @R LET,

m IR —RUFETRTT A A =T 5(Z1F. [Complete
Uninstall] Z3&R L $£9°,

n BRIV R—R bET A A R—/L 9521, [Uninstall
Specific Features] Z# 3R L. [Next] #7 U v 27 LT, [Choose
Product Features] i & &R~ L E T,

TovA VA R=LTEaLR—FR FEEIN L, [Uninstall] 27 U v
7 LET,

BE: BEOBEEZT VA VA M= DR, A A MBI
ITLTED L ITHDIAFTIT O MERH Y £3, 72& xI1E. Strong
Authentication 2iEH— /3D 1% |Z CA Advanced Authentication & 1 > A
h—/L L7254 1%, CA Advanced Authentication 27 > A > A h—/L L
TIHBRBIEY— &2 T A VA =T HLERHY 3,

TUA VA RN—ABERFRITKT T 5L, &% [Uninstallation
Complete] BHNAFRZIET, [Done] 7 U 27 LTA LA R—
N 4= FREKTLET,
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TUAVAN—ILEDEXFIE

ToOAVAN—ILEDIEEFIR

T oA A =R, LT OEEEZEITLET,
1. <install_location>¥Arcot Systems 7 4 /L # ZHIFR L £ 9,
2. TV = ary =B ROWeb T IV r—va kT oA
A R—=/LLET,
m arcotadmin - CA Advanced Authentication
m arcotuds : = —% F—F HF—E =X
m  webfort-7.1.01-sample-application : V> 7 TV Fr— g

3. ZeroGRegistry 7 A VHDHIRINTWDHZ L 2ERLET, ZOR
L7 4 VEIEA A h—)LERIZ %ARCOT_HOME% 7 # /L A2 2 B — &
ET,

F OB AT AZEBR L TWAESEIE., 4TS r—va B E
BILTEV AT ATINGD 7 7 ANVERLTIEIN,
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FTOE: )SATUM IV RTLOD UTF-8 H
R—rDETE

T — & _X— 2 LiE{F 7 % Strong Authentication = > AR —R Y b EA A
=T DY AT LT UTF-8 U AR— b2 AT LET, 72& I, Strong

Authentication #—~/3_ CA Advanced Authentication, ¥ X U= —H% 7 —%
=R ETT, ZOvr v a TR, FOFIHEIHOWTHALET,

UNIX 77 v N 7 +— AL TUTF-8 iR — M ZHF T HI21%, LA F OBEELE
HAEHELET,

= NLS_LANG=en_US.UTF-8

= LC_CTYPE=en_US.UTF-8

FIE: U547 VAT LD UTF-8 Y R—FDERTE 131






{18k A HSM EREDNLEHE

ZOMERTIE, A VAR ARICEELEAA— Ry 2T EX 2 U T 4
Ta—)b (HSM) OREEZEELETLHEICFETTLHMLENRS L FIRZRL
\iﬂ‘o

EZovBZ v a r THHEIN TV DREZIT O EINZ, HSM P — B X T
74T hety KT w7 L TUWT, HSM WIZ 3DES FF—Z A% L Tu»
HZERMBERLET, MOV, [ (A7 Y3, HSM &2 L
TWDEGEDH) HSM OFEH: | 2L T 7E3 W0,

(N—=F =27 X274 TV a2—/L (HSM) O] TS T
VW5 X 912, Strong Authentication X7 — % Z{i# T 572D N—F 7 =7
X2V T4 FEV2—b (HSM) 2R —FF5L912720 F L7, HSM
PHERLTCT —# 25t T 256, 7 — 4 XN—AIRKGFINTWDLT —
ZITHSMIZH D F—% M L TS b SihvET,

Strong Authentication (Z/N— RV =7 2 L7=7 — & OB 5L D722,
Luna 3 KX ¥ nCipher netHSM % %78 — h L CWET, HSM DX E X
arcotcommon.ini 7 7 A /L TITHO ZEMTEXET, ZDOT7 7 ANITIE, &
H/2 HSM 2R ET A0 T 7 a b £4, BEDY J—
ATIFLUTDOERBY TH,

m  Luna HSM ([crypto/pkcslimodules/chrysalis])

m nCipher netHSM ([crypto/pkcs11modules/nfast])

& LTV D HSM IZEE DWW T, ki3 %' 7 23 T sharedLibrary /37
A—ZERELET, HSMIFHRATRE L7ZH, HSM F— TV 2 L

C securestore.enc 7 7 A /LA FAER L, HSM Z#1H{E L T, HSM % —%
42 X 9 1T Strong Authentication Z #JH#A{k. L £,
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ToADAN—ILIZEDEEFIR

Strong Authentication 2342 & 325 HSM {E #2275 ik
1. UToHincBga#LE7,

<install location>¥Arcot System¥conf
2. securestore.enc DN 7T v T h LD F T,

3. <install_location>¥Arcot System¥conf 7> 5 BE{F D securestore.enc 7 7 A
NVEHIBRL £,

4. Strong Authentication 2342 & 9% HSM [F iR & 2 035 Hik
a. LATOSFTcBE L £,

<install location>¥Arcot System¥conf
b. 7% Ak =7 4 # T arcotcommon.ini & % F 4,

c. [arcot/crypto/device] & 27 3 3 > D HSMDevice /X T A — & M 4~
HHMICRRESN TS Z L 2R LE T,

m Luna HSM D551 chrysalis,
E/ES
m nCipher netHSM D541 nfast,

d. RIET D HSM (Z)i U T, sharedlibrary /87 A —% % HSM 7 A 7'
U 77 ANBSLGNIEELET,
Luna (cryptoki.dil) 33 & OF nCipher netHSM  (cknfast.dll) D3GE 1%,
77 A NVOMERI R A L LRI ERELE T,
E: 2w va U THEAREZRE OO HSM BRE/XT A —H D
FEAIZOWTIL,  Tarcotcommon.ini] ZZ L T 7Z &0,

e. arcotcommon.ini 7 7 A IV EARFEL TR U £,

5. DBUtIl Y — /L NHHLLTOSGETICEEN L E T,

<install location>¥Arcot Systems¥tools¥win
6. UFDa~y REMHLTDBUt Y —/L&FEITLET,
a. dbutil -init <HSM_key_label>
X : <HSM_key_label> 1%, HSM \ZAF/ES % 3DES F —(Txtis L £,

FFEoa~< > R3fEE L7=%— T UL T securestore.enc 7 7 1 /L
ZAERL L ET, ARSI T 7 A VL, <install_location>¥Arcot
System¥conf [ZPRAF S AVE T,

b. dbutil -i <HSM_module_name> <HSM_password>

3¥: <HSM_module_name> %, Luna HSM D354 1% chrysalis. nCipher
netHSM D354 1% nfast T,
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TUAVAN—ILEDEXFIE

o a~2 i HSM Z 918 L L £,

dbutil -pi <DSN_Name> <Database_password> -h <HSM_password> -d
<HSM_module_name>

3£ : <DSN_NAME> L. Strong Authentication 7 — & X — A |28 5
72 81T Strong Authentication — /323 # f§9-% ODBC DSN % 5 L &
9, <Database_password> [%, T — % ~_X— AT 5 72D IE
ENHRAT—REELET,

Eitoa~< 2 Nk, HSM 2 L TR B b S 415 X 9 1T Strong
Authentication %— 3 57— % Z @b L £9°,

dbutil -pi <Database_Username> <Database_password> -h
<HSM_password> -d <HSM_module_name>

7 : <Database_Username> | X, Strong Authentication 7 — % ~— & |Z
Pt T oI SN A2 — P4 E2HBLET, T —FX—2R

2 —PLIIRIF LN CFERER SN D720, IELWEEZ AT
HWEEMNH Y £, <Database_password> %, T — X ~X— ATt
THEOIERAENDNAT— REfRLET,

FREoa< 2 NiX, HSMZfEH L TSk inns X 912, CA
Advanced Authentication B XL N2 —W 5 — % — 2 F— X %2 4]
Wk L4,
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%10 E: Java (KFIVR—R D EH

CA Advanced Authentication, Strong Authentication Java SDK, 5 JTf Web
P—ERCL o TRELENLUTDOa LV R—R e A =L L
£

IDK

DK OFHIA A =N EFATT DA X, JAVA_HOME BREEZEL
Z R E LE T, path %% SIAVA_HOME/bin/ 22 L T\ A NENDH
V¥4, Fo, 77V —3 g P— 30E L JAVA_HOME % 4
HZLEWHERLET, IR o TR WEA. CAAdvanced
Authentication 35 X OV DMLD IDK K FF = o AR — > R ASECEN L 720
AREMERH D £,

Application Server

uDS

¥ 10E: Java iKFIVR—RUMDEH 137






F11E: HSM OEH

HSM Z ] L THE 5L — 24N 25813, LT 2308 L T b SEicitE
HET,

1. HSM Server

2. HSMZ ZA4 Tk

3. HSM 72 < &4 120 3DES F—
BE: 7= 2NDEREE ST OBRICERN SN D 2 b0
3DES F—D T LA EHFEZHOTEBNTZENY,

HSM =B LY T4 T2 b A B hOA VR b =L LR,
BIXOVELRF—OERTEOFEMCOWTIX, 77y 74 —h R
H—D RF 2 A M2 LT EEN,
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28 12 & : Oracle RAC FH® Strong
Authentication @ X E

Z Dk v a »OFEIL, Strong Authentication C Oracle RAC ZfiE 3 555
BICDHIFTLET,
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F—BR—ZX ROYT DLEE

—

5 —

BAR—X RAD)TrDESR

T —H _X—A A7 1) 7 M, Strong Authentication 1 > A h— )L FJHD A
VARN—NEDE A ELTEITLET, ZOARZ YT N EFEITTHAE

Oracle RACIZKxF L TERE LE T,

UTOFIEICHENET,

Oracle RAC DI T — & 7 7 A )L RAZFEHRT AT, T—F_X— R
AL, UTFoa<swy REEITLET,

SELECT file name, tablespace name FROM dba data files
ZOavwy ROV IR U TFITRLET,

+DATA/qadb/datafile/users.259.797224649 USERS
+DATA/qadb/datafile/undotbsl.258.797224649  UNDOTBS1
+DATA/qadb/datafile/sysaux.257.797224647 SYSAUX

arcot-db-config-for-common-8.0.sql 7 7 A )V ZBIE £3, T D77 A
IZ. install_location/arcot/dbscripts/oracle/ 7 « L7 U iZH VD £7,

77 ANVHNTEUTOITZ RO £,

filename varchar2(50) := 'tabspace arreports '|| to char(current timestamp,
"YYYY-MM-DD-HH24-MI-SS') || '.dat';

FOITELLTOITICE X # 2 F9,

filename varchar2(100) :=
'+shared location/service name/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

BFLOFTUF 2T

» shared_location %, PO FIETHE SNz~ ROFEITIZLY
MR LT-IEAT—% 77 A RACESHBLET,

m service_name %, OracleRAC A > A h— /LD —ERLHIZEZHZ

£7,
LU AR % OITOF T,
filename varchar2(100) := '+DATA/forwardinc/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

AP UVT N 77 ANERGFELTHL, FI7LET,
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JDBC URL DERFE

JDBC URL D& E

arcotcommon.ini 7 7 - /L"C, Oracle RAC TH AR — K I TWAEX T IDBC
URL ZF5E LET,

LUTOFIECHNET,

1.

4.

T X A b =5 4 Z T arcotcommon.ini 7 7 A NVERHEEET, ZDOT 7
4 V¥ install_location/arcot/conf/ 7 4 L7 R UIZH Y £,

URL/XT A —H Dfi % | INl 7 7 A /LD [arcot/db/primarydb] &7 * 3 >
IZFHRE L. B2 UTC [arcot/db/backupdb] &7 > 3 IZHIEE L F
T, URLZLULTOEATADLET,

URL.1=jdbc:oracle: thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO

ST=host name) (PORT=1521))) (CONNECT DATA=(SERVICE NAME=service name) (SERVER=DE
DICATED)))

1l -

URL.1=jdbc:oracle:thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO
ST=172.30.250.18) (PORT=1521) ) ) (CONNECT DATA=(SERVICE NAME=forwardinc) (SERVER=
DEDICATED)))

¥ Oracle RAC N IR TEESNT-Z FA T FTHIBEEIZ. T _XTH ) —
FaZ OB THEDET,

Strong Authentication f > A b —F OFETHIZIRE LT72T — & X— A
Z—H M, Oracle RAC DT —H RX—R —W L B2 2551 LLTFD
FIEZFEITLET,

a. arcotcommon.ini 7 7 A LNDTF —F RX— 2 2 —HERIEER AL T
LET,

b. DBUtil Z{# ] L T, securestore.enc 7 7 A LINDT — H _X— & L—
PRFEE R A2 L EJ, DBUtl X,
ARCOT_HOME/tools/<platform_name>7 4 L7 VU IZH D £,
DBUtil Ofif I 1EIZ DUV TIid,  Tsecurestore.enc 7 7 A /LD BTk
JORITANRARNT RRATU—RORE] 2L TITEIN,

arcotcommon.ini 7 7 A LV E{RFE L CEH U £,
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odbe.ini Z7AILDEH

odbc.ini 77 ILDE#H

odbc.ini 7 7 A /WXL XT A— 2 BN EFEIET, Oracle RAC DA,
Oracle RAC 1 > A s —/VIZB# T A {E % odbc.ini 7 7 A MITHRET D M3
NH D ET,

UTOFIBIZHEWLNET,
1. Strong Authentication Z A > A h—/L L7Tc > AT AT *ora 7 7 A V7%

3.
4.

ERL L E 3, 7=& 2 I1E. /var/opt/tns.ora T,
77 A ML TFDOIT2 A LET,

section name =
(DESCRIPTION =
(ADDRESS LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = host name or IP address) (PORT = 1521))
)
(CONNECT DATA =
(SERVICE NAME = service name)
)
)

]

fwdincrac =
(DESCRIPTION =
(ADDRESS LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = 172.30.250.18) (PORT = 1521))
)
(CONNECT DATA =
(SERVICE NAME = forwardinc)
)
)

S : Oracle RACSREE SN2 T4 7 b THHBHAIZ. TRTD/ —
N& Z OB TEDET,

T ANERGFLET,

ARCOT_HOME/odbc32v60wf/odbc.ini 7 7 A V& T F A b =5 ¢ # TR
TET

WEZRDSN Y v a 22T, UFONRT A= N EEN 51722
A RNTTRLET,

m HostName

m  PortNumber

s SID
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odbc.ini 774 ILDEH

i

#HostName=172.30.251.251
#PortNumber=1521
#SID=an

6. UTDONTA=LZBMLET,

TNSNamesFile=ARCOT HOME/ora file name
ServerName=section name

i

TNSNamesFile=/var/opt/tns.ora
ServerName=fwdincrac

7. 77 ANVERFLTHEET,
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{-74% B: CA Adapter 2.2.7 FHDBINERTE

Strong Authentication % Adapter 2.2.7 f ' A X > A L AT HITIX BIND
RELZFITTHMLERHY ET, ZokZ v a OFHIL, Strong
Authentication 2 > AR —FR > FINTRTA VA h—L &, IELL ETE
NTNDZ EZMER LTERICOARLFFITLET,

TR a Al LTFO Ry 273 EENTWET,

CA Adapter 2.2.7 A > A% o ADFET (P. 148)
LDAP 7 7 7' A %45 (P. 150)
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CA Adapter 2.2.7 12V R A A D BH

CA Adapter 2.2.7 AV RAV AN EH

Strong Authentication {Z1%. Arcot-Adpater-2.2.7-Compatibility-Package.zip
T ANNEGEENTNVET, ZDT 7 A ILVONE%BE{FD Adapter 1 > A
M VBRI — L ET,

UTOFIEICHENET,

1. Strong Authentication-Adpater-2.2.7-Compatibility-Package.zip 7 7 - /LD
WA & — R 72235 T L £ 97

LUFIZZED T 7 A M%7 LET
arcotsm
WEB-INF
lib
arcot-common.jar
log4j-1.2.15.jar

arcotafm
7747k (client)
arcotjsclient jso.js

vpn
controller vpn.jsp
WEB-INF
7T A
jspStrings_en.properties
dbscripts
mssql

arcot-db-config-for-adapter-statemanager.sql
drop-adapter-statemanager.sql

oracle
arcot-db-config-for-adapter-statemanager.sql
drop-adapter-statemanager.sql
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CA Adapter 2.2.7 1V RAV AN BH

State Manager ZLL F O X 5 IZHFH L E T,

a.

C.

State Manager 2.2.7 # B L7277V r—y g v — " LD
\Z#@) L, arcot-common-1.0.9.jar 7 7 A /L& HIEE L £9°,

7= & 21X, Apache Tomcat DS . Z OHFTIE
TOMCAT_HOME¥arcotsm¥WEB-INF¥lib T,

MR SN2 7 7 A WAEED S | arcot-common.jar 7 7 A /L &
logdj-1.2.15.jar 7 7 A V& Z DG a e — L7,

TV r— gy =" HEE L E4,

LLF @ X 5 12 Authentication Flow Manager & B8 L £,

a.

R S 7= 7 7 A WA S | arcotjsclient_jso.js 7 7 A /L%
Authentication Flow Manager2.2.7 BB L7277V r— a3 v
H— 3 E D arcotafm¥client 7 4+ /L X122 —LE7,

7= & z21X. Apache Tomcat DA . Z DA
TOMCAT_HOME/arcotafm/client T3,

R S 7= 7 7 A WA & | jspStrings_en.properties 7 7 A /L% |
Authentication Flow Manager 2.2.7 BB L7=7 7V 7r— 3

B — 3 £ arcotafm¥WEB-INF¥classes 7 # /L X IZa ' —LET, 7=
L 21X, Apache Tomcat DA, Z DGFATIX
TOMCAT_HOME/arcotafm/WEB-INF/classes T3,

T = I R=A ZAX—<TLFOFMRIENET,

a.

State Manager & Strong Authentication DA > A &% > X3 870 7%

T —HN—=Z2 % LTV A AR, State Manager (2 K - T ]
N5 T —H~_X—AN?D ARCMNDBERRORCODES 7—7 /L% K2 v
TLET,

b. ARCMNDBERRORCODES & — 7 /WA VERK L CITAEATHAZ U S

FO—#EEITLET,
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LDAP T35 1 & 8%

LDAP TS5 A&tk

o7 varyOFIEX LLFOYF U AOEEDOLFETLET,

m  Strong Authentication DA > A b—/L & F{T L. Adapter2.2.7 &4t
W%,

B RNV are62x Db IXICT v T T L— R L2 WDAP 7T I A v &
BEET, 20RIZT v 77 L — R LT,

m N—=T g 62x005 7.1.01ICT vy L— RLIEA, LETDO Y U —2A
TIZLDAP 7*F 7' A &R gk L TR 7o,

CA Adapter 2.2.7 I%. Strong Authentication % {# i L 7= LDAP 3&iiF & A %hi2 4
HIeDIZT T 74 2 LUET, Adapter2.2.7 Tl 4% LDAP 7'
7' A 73 Strong Authentication TEIWET 5 X 9123 5121, LDAP 77 7 A
VERGT OVENDH Y T,

LDAP T35 12 D&k
CA Advanced Authentication Z{#H LT, LDAP 7' /' A X &k L £,

LT OFIRIZHRENET
1. v AZEHE L LT CAAdvanced Authentication (22 71 > L £,
2. [P—ERXBLOV—RORE] #7527V v 7 LET,
3. Strong Authentication 7% 7% 27 U w7 L, LA T [JEEHKE]
DFED [FT 74 %8k] Z@RINLET,
FARA NS [T T4 OB ER] BN ERINET,
4. LIFO7 4 —)V FICHEY)REEEELET,
s LA T TA L DAR
m 2 K7 /3Z : arwfldapauthplugin.dll

=L —

m XET VT —bh: TN TATLEANDT 7 AL
Idapauthplugin-config.xml ~D/ /XA 2RI L F 9, #EEH. D77
A )W Install_Location/arcot/samples/xml/webfort 7 L 7 k U IZ
HYFET,

s UP_AUTH % [FIHAHEEZRA X2 R] U R D [HAR— bxf5RA
RN VA MNIBEISEET,

5. [BE] A& m27 ) w7 LET,
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LDAP 545 A & 8%

HBADTST AV DEE

BERGE DT T A A%, BIOMBIICRET 2 Z LN TEET,

LUTOFIECHNET,

1.

2.

7 — N )VEEEEE & L C CA Advanced Authentication (272 7 > L&
R

(k] 2 722 Vw7 LTI 74 e flT Dz iR LET,

E 2 ZCBIRT AMMRIZ.AFM U ¢ — R TLDAP I~ v /T D 3L
NHD ET,

O MBI AT RSN E T,

Strong Authentication DFXEYV 7 X 7T &2 7 ) w7 L, XA T [HEE
RE] OTD [FFZ 74 FE] ZBRLET,

(7T 74 L ORE] BENPFRSNET,

(%A U A RS BERFE D LIDAP BAET T 7 A VA 8IR L £ 7,

UP_AUTH %, [V AR— B A X ] UR NS R LA N
N URXRMIBEHSEET,

(7] 2270y 7 LET,
FITA UNIERICERESNTZZ L2 RT A v E—UNERENET,

{§% B: CA Adapter 2.2.7 FADBMERE 151






T &% C: IBM WebSphere ~DEHEIY—)L

pr—

D,

Al

i

IBM WebSphere 7.0, 8.0, 3 X 1" 8.5 |Z CA Advanced Authentication % f&Bf 3"

%)
1.

(ZiE. LFOFIRICHENE T,

EET 4L 27 NV E2 . ROF 4 L7 RVICEELET,

<install location>/arcot/sbin

lsource arwfenv] & AJJL. Enter ¥ — 7% #f L T SARCOT_HOME Egt%
TR ARELET,
BRERDCT D20, 7TV r—var = "aiFEdLET,
CA Advanced Authentication ® WAR 7 7 A L7238 5 LL T OIGETIC B E)
LET,

<install location>/arcot/java/webapps

arcotadminwar 7 7 A L& —IEF 4 L7 R UlcaE—LET, rx
I%. opt/arcot_temp 72 & CT9,

arcotadmin.war 7 7 A L ONREZHIH L £9,

/opt/arcot_temp/WEB_INF/lib 7 ¢ L' 2 h VIZHH S 415 JAR D 9 5 DL
T JAR 73 IBM WebSphere THAG T 4 77 U Z1ERT D722 H &
NEJ,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar

m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar

{1§% C: IBM WebSphere ~DEEIY— LD ER 153



LDAP T35 1 & 8%

m axis2-adb-1.5.2.jar

m axis2-kernel-1.5.2.jar

m commons-codec-1.3.jar

m commons-logging-1.1.1.jar

m logdj-1.2.16.jar

m  axis2-transport-http-1.5.2.jar
m axis2-transport-local-1.5.2.jar

IBM WebSphere Administration Console (212 7' > L £,

[Environment] %% U >~ 27 L TCH &,  [Shared Libraries] #27 1J v 7
LE7,

a. [Scope] Ru v 7FX T inG AR rIHEMERHAZRIRLET, X
a—AX, TV = a v ERATLHY—Ty N =) —
RREENDLLERH Y 7,

b. [FH#H] 227V LET,

c. 4EiIEZANLET (=& 2L, ArcotAdminSharedLibrary) .

d Z7I7ARXREHELET, FE3I THHLEZTXTDIAR 7 74
IWDRAE T 7 AN NTTLET,

5] . Jopt/arcot_temp/WEB_INF/lib/axiom-api-1.2.10.jar
e. [Apply]l 27V w7 LT, ZHEERGFLET,

CA Advanced Authentication @ WAR 7 7 A /L7385 LL T OB AFIC &)
LET,

<install location>/arcot/java/webapps

10. 77U /r—3 3 > Y —X|Z arcotadmin.war Z B L 9,
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LDAP 545 A & 8%

11 UFOFMEIHE-T, ETAT TV ERELET,

a. [Applications] - [Application Types] - [WebSphere Enterprise
Applications] #27 U v 27 LET,

b. [arcotadmin_ war] #27 U v 7 L¥9,

c. [References] 7 v 2 >, [Shared library references] #7 VU v
7 LET,

d. [arcotadmin_war] Z3E&4R L. [Reference shared libraries] 27 U v
7 LET,

e. [Available] U A 735 [ArcotAdminSharedLibrary] % 4R L.
[Selected] U A MZIB#EIHEET,

f. [OK] 27V v 7 LTREXRGFELET,

12. UFOFIIZHE-T, 77 A =X DIFBLORY —2E L%
‘é—o

a. [Applications] - [Application Types] - [WebSphere enterprise
applications] 27 U v 7 LE7,

b. [arcotadmin_war] #7 VU v 7 LET,
c. [Class loading and update detection] V> 7 %27 U w7 LE7,

d. [Classloaderorder] 27 2 3 T, [Classesloaded with local class
loader first (parent last)] 47" a &R L F7,

e. [WARclass loader policy] 27 -2 > C, [Single class loader for
application] 47 g U AEIRL 9,

f. [oK] 27V v/ LTREEZHREFELET,
13. 77U r—va UnEEE SN2 L AR LET,
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{st &% D: Strong Authentication D ERED b5

TJISa—T425

Z OFfHELTIX, Strong Authentication D FRFIZH AT 5 ATREMED & 5 —
F—HfERT D DIESID N T TNy a—T 4 7 FIEICHOWTRHRIA L
¥9, 77N va—T 47 FE w7, Strong Authentication D45 =
VR—=R Y MZESEUTO LS IZHENET,

n (VAP ZT—

m  Database-Related =7 —

m  Strong Authentication %—/X =7 —

NTTNY a—=T AT BATEFATT DRI, T T 7 A/ TLT—
NHAENEIDPEHRLTLIEEY, T74/VETIE, v 77 A4 0%

9T <install_location>¥Arcot Systems¥logs¥ 7 4 L' 7 h VIZER{ESILE T,
PUTFORIZ, aviR—3 DT 7NV d 77 A N4 ERLET,

aVR—3RUM A T71IVE Description
arcotwebfortstartup.log | Z D 7 7 A LiZlX, TXTOESE) (77— K)
Stron TV arDigkSivE T, Strong
iuth Authentication ¥— B A 2N #E) L 72 W G5

FIEDIFN ZFFET D12 D7 7 A

entic L <L
~tion N ORI E T,
¥ — |arcotwebfort.log DT AN, =N TR E T
N RTDOY 7 A FDPFEFRINE T,
CA Advanced Authentication |arcotadmin.log Z DT 7 AIIZIEL, CA Advanced
Authentication DFEN LS INE T,
Z—W F—F PF— X arcotuds.log DT ANMIE, 22— T—F h—t

ADEAER LIRS N E T,
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A2 RA—IL T5—

A2A—I)L T5—

A=A :

FRIRTTIA:

%A :

FRIRTTI&:

il 8 :

JRR

Strong Authentication 28 > A b =L ENTWAB Y — XTIE 7 T UV %A
MLTCAAUthID Z¥ v rmn— 35L&, UTOZT—RBERENET,
Your security settings have blocked an application signed with an
expired or not-yet-valid certificate from running.

gy ha— L NV EIL, [aval 27V v 7 LClavaix &2 H L
¥4, [BEx=a2VT4] A7var%d ([E] i) (4] e

LEd, 774NV F 7TV a b ztaEd s [\ T, £k,

IE. Firefox, F£721% Chrome T lArcot 7 7L > b 7747 F] & [Arcot
Flash 7 74 7 b ZFEHLTCAAUthiD ¥ 7 a—RKLET,

Strong Authentication 284 > A b —/L &N TV 5 Y — 3T Chrome 7 7 ¥
PEFEALTCAAUthIDZ X v a— KT 5E, UFOZT—RERIN
£

Permanent storage in the Flash player is disabled.

[ArcotFlash 7 7 A4 7 b ZEALTH v a— R§ 572D HTTP T
1372 < HTTPS Z ANC LE 3, Z D14, IE, Firefox, £ 721 Chrome T CA
AuthlD Z & rm—RLE7,

<install_location>¥Arcot Systems¥java¥webapps 7 4 L' 7 k U |Z
arcotadmin.war 2% 0 £ A,

A AN VIRHZ 7 7 A IVDMER S VTR W ATEEMEDY B D £,
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A2RA—IL T5—

fRIRAE:
arcotadmin.war 7 7 A V& AERLT H12IL, LLFOFIRICIENE T,
1. a~vrFUgr RUE&EEd,
2. ARCOT_HOME BRBEAHMHEINTND I 2R L ET,
3. <install_location>¥Arcot Systems¥tools¥common¥bundlemanger 7 o L 7
FUICBEI L ET,
4. LIF® =z~ KT bundlemanager #3417 L £,
java -jar bundle-manager.jar
Eieda~< RiZXk Y., <install_location>¥Arcot Systems¥java¥webapps
7 4 L7 K UIZ arcotadmin.war 7 7 A VNVERKR S IVE T,
8 :

Strong Authentication ¥—~3 (Strong Authentication #—E X)) ZE#H T EH A,
arcotwebfortstartup.log IZLL F DT —NRKR I E T,
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A2 RA—IL T5—

[RE
fRR A x:
%A :

Failed to initialize DB Pool Manager

EJ

Data source name not found and no default driver specified

ZOMBEDOE 2 LNDRENILLTDO LY TT,
m F—H_X—ZDDSN BT AT A DSN & U THERE AL TU 70y,

" 6AEY FDT Ty N T —LEMEHL TS, ZOHRES. DSN 2 64
> k@ ODBC Manager # i L TIER ST\ 5,

arcotcommon.ini 7 7 1 /L C DSN Bl A iR c& £9, [HI-E2S DSN
BE OGS LT OFINRICHEN £ T,

1. IO Z - 5121E. DSN 28 27 ADSN Th b = & i1
HHENRH £, UTOFEEZFITLET,

a. [arhimr—n "xn] 2, [BFEHY—L] - [T—4% V—2A
(ODBC) ] IZB#EIL £,

b. [ATALDSN] 7 %777 4712, %4 DSN DN FETDH Z
EERERLET, GIELRWESIE., LIETE R U4 R T DSN % 1
VERS T 2N H Y £,

c. Y—ERAEHERHLET,

2. 2FHOFK 64y hOF Ty v 74 —LEMFHL TSGR %
i % 121%, ODBC Manager @ 32 By kD=2 g & L £,
Windows D55, C:¥Windows¥SysWOW64 |2 32 B kD /3— 3 LR
b ET,

7% : arcotcommon.ini 38 X OV DMDFRTE T 7 A VDO FERIIZ DUV T,
[ Strong Authentication -1 >~ X | — /L35 L CNBEIV 1 NI DTk TERE
Tr7ANBLOA T a ] 2BRLTLTIEEN,

Strong Authentication $—~3 (Strong Authentication —E X) % E#) T
FHA, =T— AyE—UF, P—ERAREEBL, BEITEELTH
HTEERLTWET,
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A2RA—IL T5—

R

FRIRTTA:

A :

JRR

FRIRTT&:

ZOMBEOEZLNDFINE LT, A VA F—/ERHIT — % X— 2D
AR E LN, T—% V—ANEWIHER S L 0> T2 Al REMED B 1
\i‘ﬁ—o

ZOMEZ MRS 2121E, LT OFNRICHEN T,

1. DSN D% 5 b U 2% arcotcommon.ini (2 20 E 9 A HER L
£7,

. T2 RUDBRWEAIX, FEITDSN Z1E L7,

2. = NUDBHLEEIE. [F—F_X—2 27 )7 sOFET] OFHHIC
- T, T—H_X—R% 7 )—27 v 7L ( [Strong Authentication A
XF—~vDT A A= BBR) | T—ERX—A&HF—FNLE
7

3. Strong Authentication %— & FEE) L £ 7,

~ A X G L LT CA Advanced Authentication % #] CiEE) L 72 B
(I7—=FRALT T ZATDFEIT] 2BH) I, LTORA vy E—U0R

FRSNET,

The server encountered an internal error that prevented it from
fulfilling this request.

arcotadmin.log 7 7 A JWIZLL T DT — ik STV ET,
adminLog: java.lang.UnsatisfiedLinkError: no ArcotAccessKeyProvider
in java.library.path

JAVA 7 A4 77012, AFOWTIND T 7 A IL~D/RARGENTNE
A,

m  ArcotAccessKeyProvider.dll

m  arcot-crypto-util.jar
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A2 RA—IL T5—

ff =8 :

[RE

FRIRTTI&:

%A :

LUFDOFNEZ FAT L £,

1. PATH ZEUCLL T D 7 7 A L ~DOHEX S ARG EINTWD Z L ZHER
Liﬂ—o

m  ArcotAccessKeyProvider.dll
m arcot-crypto-util.jar

2. TV —var =" EEE L £,

ARCOT_HOME ®wu 7 7 4 L7 ~UlZwr " 77 A /L (arcotadmin.log,
arcotuds.log. F 7213 webfortserver.log) 23%H Y FH A,

ZOMBOZEZ LN FRIZLLTD & B0 T,
m  ARCOT_HOME 281 > & h—/LERIZIE L < BE STV,

m TV =gy =D JAVA TR — A0, IDK A — A TiE72 < JRE %
HLTWTWS,

IO OMBEAMRRT 51213 BLFOFNEICHEVNE T,

m ARCOT_HOME %# Ut v F LT, ELWEFIZHET LI ICRES N T
DIl aMER LUET, WL, <installation_location>¥Arcot Systems¥ %
BLET,

ZORRELT, Aax Ry 7 h U RUT
cd %ARCOT_HOME% =~ > RZHEHT 2E8I2IL, BIIEOT 4 L7 R Y
% <installation_location>¥Arcot Systems¥ [ZZH MR H Y 97,

m T 7Y r— g Y—s30D JAVA HOME OATIZ
ArcotAccessKeyProvider.dll 77 7 1 /L35 JLTOF arcot-crypto-util.jar 7 7 1 /L
av— L7zl EaERdLET,

UDS #EBBALE L=, EEIL ¥ A,
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AVAR—=IL T5—

R

FRIRTTI&:

ff =8 :

[RE

FRIRTTI&:

EZZONDHRKRD 120%, 77V r—33 v F—30 JAVA 71— A 7)8 IDK
FA—=ATIERIIREZTEL TN TWS EWVWH DT,

TV =3y = 30 JAVA TR — L OLFETIC
ArcotAccessKeyProvider.dll 77 7 1 /L35 X N arcot-crypto-util.jar 7 7 A /L &
ab— L7zl EEMRLET,

UDS IZEEfi CE FHA, UUTFTDTZT— X vb—URNEREINET,

Unable to contact User Data Service

FEALNDIFRTIUTOEBY TY,

m UDSOFRAL, R—b, BIOT AV r—v gy arsx2 MERs
FLLIEELTWRWAEEMERH D 97,

m UDS —EZANRWHL SN TWARWATREM N H D £97,

ZORMEZ R 5121%, BLTOFNRICHEN T,

CA Advanced Authentication @ [— 5 —& $—E ZAFRE] X—T T
E LT UDSTERMPE LW E S AR LET, [FA ], [RA—FK],
BLIO [TFVr—var a7 AN V—1F] 74— FOFEMITE
ETHLIVERDH Y £7,

1. UDS 7 77 A NVEHER LT, Y= RAREFICYIbEn-=2 %
MR U £,
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%R :
T =B R—=ZA~DERHIZRKIL, r—a s 77 AL TFTOxT 2 h Y
DFLER S IVE T,
ReportError: SQL Error State:08001, Native Error Code: 30FD, ODBC
Error: [DataDirect][ODBC Oracle driver][Oracle]ORA-12541: TNS:no
listener

fRRAE:
T Zmed LEd,
B T AR DY ZF PR,
B = RBN A A =L ENTWDH Y AT LD TNSnames.ora 7 7 A /b

DRE.

ff =8 :
T =B NR—=ZA~DERIZRKI L, —a s 77 A VL FOx 2 hY
DRtk S ILE T,
TNS:listener could not resolve SERVICE NAME given in connect
descriptor

fiERAE:
UTzMERLET,
m TR 2ZAREH LTINS, BEL T ARWEES, ERRo A vEe—

UMEBRINET,

n T IR=APEBLTVWDEEE, TN ARELY AT
SN TOWRWATREMDR H Y £, Zhid, 7 —F =2 L7723V X
TORBERICHEAELEY, @, OB 1 oRER TR L
ijao

n HRIRBERAEH L WD A EIE. B U T4 (TNSNAMES.ORA,
NAMES. OID 72 &) Tf#f] &1 % SERVICE_.NAME = kU 28, U &)
NEREE L CWVAENR Y — R T B L AR LET,

m  C:>tnsping SERVICE_NAME Z#fiHH L T, AT —X A &R L7120 |
C:>Isnrctl services ZfEFH LT, UV ATk L TW AT _RTHOHY—E R
AHER LT T FEF,
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FEI 8 -

R

FRIRTT&:

ff =8 :

JRA

fRIR T

T = A N= ANDERICRKIG L, =" u T T A Lo Y
MR S ILET,

Database password could not be obtained from securestore.enc

T — R _— ZDFERID securestore.enc 7 7 A WG F AL TR WA FEM:
NHY FT,

DBUtIl Y — V& I LT, T —H# _X— 2D A2 5 E L T securestore.enc
T ANERHLET, DBULI O HFIEDFEMIIZ DUV TIX,  [CA Strong
Authentication FEE A K] &L T 72 &0,

T H R AN L, ="l Ty A VL RO R
ANERE e AV e

RA-03113: end-of-file on communication channel

TR R DN Z LAY kR T —Td, UTOLIRs
FIERFRTRAELET,

n Xy hU—7 ORME

Y=ty a ORI

m Oracle 7—4X—ADJ T v =

n TR A RO Ty

w A5 X 2 Oracle DNERT 7 — (ORA-00600 K> ORA-07445 7% &)
m Oracle 7 747 > FEIZTINS LA ¥ TR 2 LB T X 720

FROVAMIHLEZOND N ZMER L ET,
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A=A :
[RE
R A x:

P—NEEEHLLH)ELTYH, EELEHE A, arcotwebfortstartup.log ®
HEDITICUL TOZ 7 —NFERINTWVET,

WARN STARTUP -161388848 OOWFMAIN - [11]: Protocol module
[SVRMGMT WS] received portType error [bind: Address already in use]

ZOMBEOE 2 bNDRKIL, —"EFHAR—F (T 74V hOFR—
0 9743) DHO T BB RZL 5> TTTIZAAR NTHMANLTWS V)
HOTY, Fio, P—"PBEE;T H7202iF, D7e &L — VEHEIR—
N AMELTY,

UTOFNEZFEITLET,
1. a7 r7 sy FUzREET,
2. %ARCOT_HOME%¥bin (ZFE) L £,
3. UFoa~vwr REFITLET,
arwfserver -i
4.  Tsetsvrmgmtport <new_port_number>] % ANJJL £79°,

P REHR— N AIRET A L.~ A X E T CA Advanced
Authentication IZ2 7' A4 > LT, BIOKR— FEFHETEET,
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FEI 8 -

EES

FRIRTT&:

%A :

[RE

FRIRTTI&:

[Access-Reject] A »E—CRADIUS U Z = A R L £,

UTZed LET,
n EAMBEF—AELSRESNLTWVD,
n =N HNOTT—,

Jua— N VEHEE IS LT AL, [RADIUS RE] ~=—
AL CHAEMEX—ZRTELET,

CAAuth ID FRFEN KL, —sx 1 77 A WL FDO T b U Bk S
nNEJ,

[Arcot Exception,No valid issuer certificate is available for this
certificate: unknown or invalid certificate issuer in ArcotVerifier],
Challenge verification failed -

RAA 2 2= HIROINICIR > TW D ATREED D D £ 77,

Ja—N)VEBEF-ITMEME L Tr A4 L., CAAdvanced
Authentication @ [FRFEXF —FHRE] X—VEHEHLTRAL VY F—%
RELET,
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