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APV T N FATTDHT —H_X—RA =W RT —T )VAR—=REAER T DT
D+ IR EF > TGS T —FX—AGREAZV Tk
(arcot-db-config-for-common-8.0.sql) IZ&> CL AR —k 7 —7 )L A—R)H
BIIER S ET, =PI ERHERS 255 DBA L FEI CLAR—
r F—T N AR =25 L . T — T N ANR—ZEAER T A DAY RN D
I alHHIRTEET,

RICARIOT =T NAR=2B TIHHET 25513, HIBRSIVEERS
iﬁﬂo

BE: LR DT =T NANX—REAEK T D720 D
arcot-db-config-for-common-8.0.sql 7 —#X—2Z AZU ' NND /T A—=H ||
DBA DA LITNU TEETEXET, 72720, 77— T L A—24 7} ARReports
ThHHI MR LET,
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Oracle 7 — % ~— 2 D5

T—AR—ZDERK

UTF-8 Ly NCIERESMN T o7 — X _N—RA&ERLET, ZO3FEvh
12V, CA Strong Authentication T& 7 /L3 Ng EEA & T [EBR 72 S04
HATEHI07e0ET,

RDFIEIZHE> TSN

1
2.

SYS F721X SYSTEM &L T Oracle 7 —#_X—R& Yr— s/ A LET,

LR Da~ REFEITLET,
Update sys.props$ set value$='UTF8' where
name='NLS NCHAR CHARACTERSET' Or name = 'NLS_CHARACTERSET';

T — AR =2 FHEEIL . LT RS UTF-8 IZER ESILCWNANE I 0%
%Fﬂbbjﬁ‘ﬁ_o

HLWT —2~—Z arcotdb (22— W 2ARR L £9 (LRS54 BillE

arcotuser) .

R = i’?XFﬁHOD%EﬁT“&i\ A—PDI A= P EE 5~ 10GB
(CRELET (RICEARZ IS ET),

AR, ATV T FTEOMO AR OB W T ANHO R DO
B L PICM B 4 — S 2 PRTET DIARIT DN T, Ak 7 — 43
—AVT7 7L A B R TITESN,
2—FICLL T OMERZ A 5L £,

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES

RESOURCE PRIVILEGES

CONNECT PRIVILEGES
ALTER TABLE

s Ty7 L —REHOBINHER

ALTER EXTENT PARAMETERS

CREATE TABLESPACE

s UR—PEEH T 57D OB IERR
UNLIMITED TABLESPACE
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Oracle 77— % N — 2 Do

(A~7>=ar) DROP TABLESPACE
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IBM DB2 Universal Database @ %5

IBM DB2 Universal Database M % E

ZDt& a2 Tld. IBM DB2 Universal Database (UDB) FHDLL T D% E s A
ALET,

UTF-8 LTy NCIEMEMSIN T 27 —Z _X— R ERR L £ 3 (HELE SN D4 i
IZ arcotdb) , ZD LT MILY, CA Strong Authentication TH 7 /LA S
BB T E R SR A TCE LI ET,

1
2.

IBM DB2 UDB & —#_X—Z H—|cal A LFT,

PLFDa~< REEITLUT, UTF-8 R —hae AL 1,

create db <DB-NAME> using codeset utf-8 territory us;

T =T NAR—=ADL— A X% 16K ITRELET, T 74V Tl
T =T NAR—=AD_X— YA X 4K T,

T =T NWAR—=ADR— A XDEFDOFTEIZHOWNTIE, NUZ—DR
X2 AN IR TTEEN,

F—RENSWGEES "N ar al Ty ANNDT TV AR Tl
ARG ENHVET, ZO7H, vl 77/ P AXEHEOT AR
EidLET,

0y 7y A YA RXDEEDFERNIONTIL, RUF —DRFa A B
L TESNY,

REERE P HEHASN e B LET,

PRIRAR —~ 2l i § D85 B OFERIC DWW T, {445 1BM DB2 Universal
Database DfUEAX —~ DX IE | 2L TTEENY,

HLWT —Z_X—Z arcotdb DAF—<ZHi LT, 2 —VE/ERLE7
(HELEX D4 il arcotuser) .

2 —PIZLL FOMERAE AT 5L E T,

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES

CONNECT PRIVILEGES

ALTER TABLE

n T y7 7L =R OB IHERR
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IBM DB2 Universal Database ? &5

CREATE TABLESPACE (AUTORESIZE = yes i)

s UR—PEEH T 572D OB IERR
DROP TABLESPACE

44 4 YA F—N H4F (UNIX 777 b7 4—LHD)



MySQL 77— & = — 2 D¢

MySQL T—AR—XDERTE

ZOv 7 ar T MySQL T — X _X—ZAHDLL T ORR EHHRERLET,

CA Strong Authentication iZ, MySQL @ InnoDB AL — oV Zff AL F
T, DAL — U MySQL DAV AR— /L THIR—RSIL TWBNE
INEHETR T HITIE, SHOW ENGINES 2~ REFHLET, Zoa~v Ko
92 InnoDB A3 H AR — &I TN EDPIREILTOAEETE, InnoDB DR
—hEH ML ET,

7 : InnoDB DY — AN T HFIAIZ OV TIEL, MySQL DRF 2 A M
ZHRLTTZEN,

1.
2.

MysSQL 2~ R U4 RUAEBEET,

LIFDa< ReFTLT, 77— N— A AR —< 2Bl L £,
CREATE SCHEMA '<schema-name>' DEFAULT CHARACTER SET utf8;

PIFDa< REEITLT, 7 —F_X—R 22—V 2Bk LET,

CREATE USER '<user-name>' identified by '<user-password>";
LT —Z~X—ZX arcotdb (T —HZERRL £ (HELES D4 A
arcotuser) ,

2 —WIZLU N OMERZ AT 5 LET,

T 7V = MERR

SELECT

INSERT

UPDATE

DELETE

EXECUTE

DDL HERR

CREATE

ALTER

CREATE ROUTINE

ALTER ROUTINE

DROP

Z DLOHERR

GRANT OPTION

Chapter3: 77— 4 N — 2 % — ¥ 2 35 + 5 J5ik 45






Chapter 4: 2547 VAT LD UTF-8 H
R—FDERTE

T —H R — AL #1595 CA Strong Authentication 2 7R — R h AL AR— L
T HVAT LT UTF-8 PR — e AL £, 72& 21, CA Strong
Authentication ¥— N FEla Y —)L BIN2—W F—Z —E R8T
I, ZOkITar T, EOFINEICHOWTRAL LT,

UNIX 77 74— LT UTF-8 B AR —hF 02T 511, LA FOBRELE A
RELET,

= NLS_LANG=en_US.UTF-8

= LC_CTYPE=en_US.UTF-8

Chapter4: 7 7 4 7 ¥ F ¥ 27 LD UTF-8 ¥ F—F D% 47






Chapter 5: Java {RFIAVR—R UMD EH

BHLZ ) —/ L CA Strong Authentication Java SDK, 33X Web —E R |2 &

STHEEINDLL TFDary R—R e A A=V LET,

= JDK
7 IDK OFTHA A=V & FATT D86 13, JAVA_HOME BREE A 5%
ELET, path £ SIAVA_HOME/bin/ 5L TWAMERHET,
Fo. TV —ar — 33 E U JAVA_HOME 2 452 L mEd L
T, o CWVeWEA | BRI — LB L O OO IDK (K iFay
R—R DB LW ATREMERHV ET,

m  Application Server

s UDS

Chapter 5: Java fkf7 2 ¥ ¥ — 4 ~ I o Ziff: 49






Chapter 6: HSM D ZE {4

HSM Z L CHE BAL — 24809235 A3, L T2 EL ThDLIctEA
i‘g—o

1. HSM Server

2. HSM 7747k

3. HSM D 7p<E% 1 -0 3DES F—
BE: ZNHOD 3DES F—DT7 L E Lo EEERH O LR LET,
T, TR 2N DOEREE S LT DRI L £,

HSM = _EBILOITAT U A R— R hDA A=)V ERRTE, BLUW,
B —DAERITIEDOTENZHOWTX, T IV T 4 —b RN H —DRFa A
MR TTZE0,

Chapter 6: HSM @ Bi44 51






Chapter 7: 1> AR—JLRIDF VI ) A

CA Strong Authentication DA > Ah—/LEREIZHET L HIIZ, L FOF =y 7Y A
N 622 BRI LET,

F: LT OF 27V AROIHE BE AR 7 VT, (AL FIlE
BlAGT DRI, BHEWDA N —T 4 T BRED A= IOI2, Z0F =

Y YANZE R L TLIZEN,
LE: AT EN |
T—AR—ZR
Type Oracle
T —H_R—=24 (MSsaL &LCF  |arcotdb
DB2 D %)
DSN 4 arcotdsn
RAME (2L — N 1P 7RL-R) |51.100.25.24
A=k 1521
#—E 2 ID(Oracle 7 —#~X—A |oradbl
D7)
T —HNRN—A a— arcotuser

F—RR—2ul A )NAT—R  |password1234!

BT A DOHME -
7¥: CREATE #ESR DAL TR TC,
%)% DROP ME[R 2 BV F 7,

Oracle T—4A~A—X

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES
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MySQL 7 — & N — A D 3K 5E

= AT

RESOURCE PRIVILEGES

CONNECT PRIVILEGES

ALTER TABLE
(7 L — N DB DH)

ALTER EXTENT PARAMETERS

CREATE TABLESPACE
(L—PDLGE)

UNLIMITED TABLESPACE
(LR —PDLEE. A7 ay)

DROP TABLESPACE

Microsoft SQL Server
E NSO T v arEFETTH
— 1%, ddladmin z—/LIZJEL T
WAVLENHYET,

CREATE TABLE

CREATE INDEX

CREATE PROCEDURE

REFERENCES

DML PRIVILEGES

CONNECT PRIVILEGES

ALTER
(7 T — DB DH)

IBM DB2 UDB

CREATE TABLE

CREATE INDEX

CREATE SEQUENCE

CREATE PROCEDURE

CREATE SESSION

DML PRIVILEGES
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MySQL 7 — 2 ~— % @ iz

AT

CONNECT PRIVILEGES

ALTER TABLE
(7o 77— RFDBFEDA)

CREATE TABLESPACE
(AUTORESIZE = yes 5 &)

(LA =D E)

DROP TABLESPACE

MysQL

SELECT

INSERT

UPDATE

DELETE

EXECUTE

CREATE

ALTER

CREATE ROUTINE

ALTER ROUTINE

DROP
GRANT OPTION
TV r—ay H—n
Type Apache Tomcat 5.5
RARN localhost
~—h 8080
JDK 1.5.0_10
TALIM) H—ER (FTav)
RAN ds.myldap.com
A—h 389
Ax —<4 inetorgperson 7

I3 user
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MySQL 7 — & N — A D 3K 5E

&t Ll
NR— 2FRBI 4 dc=myldap,dc=com
User Name cn=admin,cn=Admin

istrators,cn=dscc

Password mypassword1234!
Web H—/\ (T av)

Type IS 6

RAR mywebserver.com

R—h 443
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Chapter 8: BE—< X7 L\[Z CA Strong
Authentication ZE B9 5 A%

AVAN= N AP =R EE LT NEZ B> T A=V Z D H LR TE
F9, ZOT 4P —RTlX Complete & Custom DA Ab—)v X AT ZHR—h
L/“Cl/ VEF, BH—Mar v a—4# EIZ CAStrong Authentication &1 Ak— /L

TRETDHHE A AN—T%FTT HERIT [Complete |47 a2l HL
iﬁ”o

REDRIEEDTAUILL T DLBYTT,

1. AL AR—F%FITLTT7A/L AT LT CA Strong Authentication 127K
—RUMEBINL, SQL T —F_R—R T 7B AT HINHELET,

A A=)V FNAIZDOWTIE, [Complete A Ab—/LDFELT (60P. )| =5

HLTIZaN,

2. THR—ARIYTMERATL, AR =~ BLUT —H =2 -?~7“;w’¢>
fERLES, Fo, 7T =N ANEFITRESN TOD L2 HRBL
EE

FEHNZOWTL, [F—2_R—=2 277 D FELT (68P. ) | BL O F —# <
— A By T YT ORER (69P. ) | 2SR TLZEU,

3. THUr—ay = R"EUEHL T, Web 2L iR— R WME 457 74
o —LET,

S OWTL, [T —ar — RO U (70P. ) | 2SR TL72E
U,

4. TIVr—ar -ﬁ-»—/i‘ﬁf_%fij‘/y»«}y%@%bf\ e B A HE R Li‘?—

FEHNZOWTIL, ME oYy — LD ER | BL O E oY — L OfifR
B TLIEEN,
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MySQL 7 — & N — A D 3K 5E

5. VAXEHF LU TEH O Y — 1 Zes (L. CA Strong Authentication
L (ADES

FANCOWTIE, TEHEoa Y — L ~Dur A 515 (81P. ) | BX OV 2T
LDT —bANT T (83P. ) | A S IRL TS,

6. CA Strong Authentication tr— "Z LB | S —E XN IEF IZBAIHEIL T
HILhMERLET,

FERMZ DU I, [CA Strong Authentication V—/ DL Ef (86P. ) J I LN
[ A A=V DR (86P. ) | 2SR TLTZEW,

7. TV r—vary =N la—W F—X - 2R T, B AR
LE9,

FEICOWTL, [2—F 5 —% —E 2RO R | 2SR L TN,

8. W INTTIVr—TarmEEL, Ziva i H L T CA Strong
Authentication X E& 7 ARLE T,

E YUV TV — 31X, Complete A ARN—/LDO—EREL T HE)
ANZA SV AN— L ENET,

AN OWTL, T 77— ar DR (89P. ) | BL O~
VT IV r—ar O 1S RLTTEE0,

0. (F7sa) i o NHO R A BIR R HIbIC, SSL%
PRI BLOBE CEET,

SEHIIZ DU TIL, TCA CA Strong Authentication & B AR | D ISSL DFk
BB R TSN,

10. A A=)V F = VANEZE T LET,
FERICOWTR, [V A=V DOTF = VUAN SR L TLTEEN,
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MySQL 7 — % N — % O kg

LT RISERELT S,

<install_location> RS (M1 @ #S% A& * () _+={}]1""RE) DG
FNTORNZEZHERL TTESN Y,

B L ClE, A2 AR—F%1# FHL C CA Strong Authentication =1 7R — 1>~
N B EMER T HILITTEER A, BT IAVR—RNET AR
=L TB, AV A= L TLIEEN,

AV A=V DETHIT AV AT U4 R ZPALRNTZE N, A
Ab— L (R I D BXRE) 12 [Cancel J AR Z %70 7 L CTAV AR— )V %
FIEL725E . FNETIER SN =T AL 7 IE 3 ORI BRSID &1
[BOEH A, A2 A=V 5 4L 7K <install_location>/arcot/ 3O D
BT TFALZNIEFE T/ Ty LET,

BEAF SARCOT_HOME DA L AL L AN TITEHE FILTCNDU AT A ET
AV AN=TEFITT D85,
. AVANI TUL TN BB R SAETA,

n T AR RO YT BRI FE A, A AT XD T
— N 2L ET,

s B b TNERENHZELHVET A
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Complete 1 ¥ A b —Jv @ 524}

Complete 12 A—JLDELT

T RTOAVR—R N B—T AT WA A=/ BITIE, [Complete |4
TrarEMHLET, Custom A AR—/L T, BIRLT-a R — R b Zx
TS =D INHA ANV TEE T, ZOA T v a it B — N T
HZEEBEIDLET,

UTOFIEICHENET,
1. Bl AL A AN=T &R T AL 7 NICBEILET,

2. AVAN=TEHFATTDMHERDPHHIEZMRLET, WAL AT D
AV UREFATLET,
chmod a=rx CA-StrongAuthentication-8.0-Linux-Installer.bin

3. UFDINAVAN=FHFEITLET,
sh CA-StrongAuthentication-8.0-Linux-Installer.bin

4. Enter F—ZHHL T, A A=V ZHATLET,
[ AT DR ARSILET
5. HEHFFRERAFICRELET,
a. EHFFEROEFCRE TS5 813, Y E AT L TV AN /L&A T
LET,
[Choose Installation Location |47 ar NFRSVET,

6. LLFOFIEONTIEEITLET,

8 AVAN=T Lo TEFEOR—L T AL 7RIS E . FD
FAL IR DORANFTRENFT T, ZOT AL IR N2+ 5HI120%
Enter ¥ —Z L £9°,

s AVAN=TIZE S TBEFDOR— LA TAL 7RIS e WG 6. 7
THANVIDT AL TR RANRFIRENET, TDHEIX, TDOT 7 4/LE
DRAZAE T 20, FITH LSRR ELE T, T 74 /LR
— e ZDOFEEEHTH5 AL, Enter ¥ —2HLF T, F/-ix, %2
ALV AN—=IVT BT 4L T RN Dffaxt /X A% A T) L. Enter F— %L Thit
TLET,

EHET DA AN TAL I RIAIIAN =2 Z DR TS
L AN
CA Strong Authentication TH AR —FSITNWDA L AN—/LDEAT
(Complete F7=1% Custom) NFE/RSILET,
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Complete 1 ¥ » F — )b @ 54T

7 74V D ([Complete]) 47T a %R L T CA Strong Authentication
DFRTCOALIR =R oAV A=V § 5841315 A JJL . Enter ¥
— L TRAATLET

[Database Type |4 7 ar NFERENET,

T AR AT IS T 8T A2 AT, Enter T —Z L TRIATLET,
m 1-Microsoft SQL Server

= 2-1BM DB2 (UDB)

m 3-Oracle 7 —#~—2X

s 4-MySQL

[ Primary Database Access Configuration] 47> ariERasivET,

7 : CA Strong Authentication CliZ. Oracle Real Application Clusters
(Oracle RAC) 23 7R —hS4U TV E9, Oracle RAC Zffi 9 5121d, ZOF
JIEC Oracle 7 —4 X —RAZ R L, RO FNE (FIE 9) Z#FEITL THH,
[Oracle RAC 1 CA CA Strong Authentication D% & (128P. )] D FNEEFE
fTLET,

BT 57 —#_— 2T L T, Bl FOREAAT O ET,

= Microsoft SQL Server Z+8EL7-%E 1%, L FORITTREN TOAIEH
FEFRLET,

INTGA—Z Description

Primary ODBCDSN | {2 Ah—7|ZJ -, CA Strong Authentication
INT — B A DA 7% ODBC 42

FEDMERSILET
HELES LD AT 1B arcotdsn T,
User Name CA Strong Authentication 737 — XX — (27T 7

TATHEED T — L= 2—HL ZD4
AL, 7 — RN —AEFHHI > TR ESE
4, (MSsQL Server TlE—f&AIIZ, ZD2—H
Gxkar L |LREONET),
ETIAVEBLONY T 7D DSN IZRL
THIDZ—WF A EFEHTHILEBED L E
7
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Complete 1 ¥ % b —JL @ 5247

INTA—=H

Description

Password

FROT 4— VR THRE Lz — 4 (B
THILTUND /AT —R, CA Strong
Authentication 37 —H#X—R (2T /& AT %
B SN E T, ZO/RAT—RE T —4X
—AEHE I Lo THRESNET,

Server Name

CA Strong Authentication 7 —% ART D7 AR
A FETTIP TRUA,

n T IHIN A AR

¥ 3L <server_name>

{5 : demodatabase

s AHITEARE A

¥ 3L <server_name>\<instance_name>

151 : demodatabase\instancel

Port Number

T B R R P — NPZZV I T AN D
cj—éﬂ_\g\_‘}\o

F: T IANNDR— I OFEEEATIEA
X, Enter F—ZHL £,

e

MS SQL T —Z X— R AL AH L AD 4 Hil,

s IBMDB2 (UDB) ZHRELI=H AL, L FOFEITRIILCWAIERE T

%Lijﬂo

INTA—=H

Description

Primary ODBC DSN

A AN—T|Z& >, CA Strong Authentication
INT — B R — 2D 9% ODBC ##
FEDMERSILE T,

HeLES LD AT arcotdsn T,

User Name

CA Strong Authentication 237 — XX — R (2T 7
TATDEEDT —H_R—R 2—WL4, ZD4
A, 7 == AR Lo THRESE
7

F 2 —YRIITTA~YDSN &I Ty T
DSN LTI > TWDLZEPHNFET,
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Complete 1 ¥ » F — )b @ 54T

INTA—Z Description

Password FROT 4= VR THRE Lz —V 4 ([ZBS ]
THILTUND /AT —R, CA Strong
Authentication 37 —H#X—R (2T /& AT %
B SN E T, ZO/RAT—RE T —4X
—AEHE I Lo THRESNET,

RANM, CA Strong Authentication 7 —# AR T DRAR
FETNTIP TRV A,

m T IAINNAARL R
¥ : <server_name>
{5l : demodatabase

AT EA LRI

¥ 3L <server_name>\<instance_name>

151 : demodatabase\instancel

Port Number T A R—=ANZAZV I T AN AT B —
ks

F: T IANNDR— I OFEEEATIEA
X, Enter F—ZHL £,

F e R R IBM DB2 7 — XX —R AL AK L AD4 |,

s Oracle 7 —#_X—2REARELTZHGAIL. LT ORITREN TODIEHR
ZFEFRLET,

INTA—Z Description

Primary ODBCDSN | A2 AM—TF(ZJ > T, CA Strong Authentication
INT =2 R—= A DHEGE AL ] % ODBC £
fEDMER S E T,

HeE XD A JIEIL arcotdsn T,

User Name CA Strong Authentication 737 — X X— R (27 7
TATDHEDT —H_X—R 2—HL, ZD4
AL, 7= A= 2 Lo THRESHE
7

F =TT TA~YDSN &N T YT
DSN & TR o> TCND LBV ET,
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Complete 1 ¥ % b —JL @ 5247

INTA—=H

Description

Password

FROT 4— VR THRE Lz — 4 (B
THILTUND /AT —R, CA Strong
Authentication 37 —H#X—R (2T /& AT %
B SN E T, ZO/RAT—RE T —4X
—AEHE I Lo THRESNET,

Service ID

PN ECHEITIND Oracle 7 —X_—AD
AU AKR L A% FET Oracle VAT Lk B+ (SID)

Port Number

T B R—=ANZAZ) I AN Y AL G B —
I\O

i TN OR— I EFOEEE AT A E
. Enter F—2 L £,

RAN,

F =B AT DIRANG
771X 1P TRL A,

¥ : <server_name>
{5 : demodatabase

TO

s MySQLZFRELZ G AR, L FORITRSNLTWDIE e E &L

INTA—=H

Description

Primary ODBC DSN

AV ARN—T|ZL 5T, CA Strong Authentication
INT — BN A DA 7% ODBC 42
FESMERLSILE T,

HELES LD AT E I arcotdsn T,

User Name

CA Strong Authentication 237 —H#X— R (2T 7
TRATDHEDT —HRXR—R 2—H4, ZD4
A, 7 — R —RAEHF Lo THRESNE
9, (MSsQL Server Tix—f%aic, ZDO=2—H
txlarz A | LEOET),

F a2 —HAIFTTA<YDSN LN T T H
DSN L CRp>TWDLERHNF T,

Password

FROT 4= VR THRE LUz — V4 (B f)
THIL TS /XA —R | CA Strong
Authentication 37 —H#X—R|ZT /& AT %
B SN ET, ZOSAT —REF —2 X
—2EHE Lo THRESNET,
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Complete 1 ¥ » F — )b @ 54T

INTA—Z Description

Server Name CA Strong Authentication 7 — X AR T DRARN
HFEILIP TRUA,

n TITFINNARE A

¥ : <server_name>

{5 : demodatabase

s AHIfTEARZ A

¥ : <server_name>\<instance_name>

151 : demodatabase\instancel

Port Number T —HR— A — NP FV T AN
FHHR—h,

E T IANNOR— e OFEEEHT LGS
1L, Enter ¥ —ZHL £,

ez, MS SQL 7 —H =R A L AL L ADA i,

[Backup Database Access Configuration |47 S a NERmSET,
1. LFOFIEONT NN EFEITLET.

ANZERDHNT-S, INJZASILTEDHY DSN DFETEEZ AT T L.,
Enter ¥ — %L THefTLET,
ANJ1ERDOENT-6, [YIZ AL TEAZY DSN 2% EL | Enter
—ZHLTHAITLET,

IRTA—=HDFERNZ DWW, AL TWDT —H_R— A% B Rib
DFNEDFKAZ IR TITEEN,

[Encryption Configuration |47 v al NE/RSIVET, ZOF 7 Tazff
MALUT, B b E—RZ@IRL ., B S LI SN Emax ELE T,

2. UTOFHREEELET,

Master Key: 7 — XX —RAZKHNSND T — X &G 5L 5701
MEno~22 =2 AJLET, T 74T, v AZ F—DfHElE
MasterKey (ZX ESILET, ZDF—I| securestore.enc 7 7 A /W
WESNET, ZO77A NI <install_location>/arcot/conf (ZHVFE T,

AL AN NARITI AL = DAL ETLHEIE HLOAY F—

T securestore.enc 7 7/ /VEFAERKLE T, FEMIICOUWTIL, ICACA
Strong Authentication EFLT AR | #& L CTLTZE0,
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Complete 1 ¥ # b —)L © J24F

a. WEBF —HEE 5t T 5D —RT =T X274 Ea—L
(HSM) ZE T 25A1 Tyl 2 A ILET, Y7 =T g5 ka1
THHANE. In)Z ANLET . ZOEE . LLFO HSM iE#E A 175

VEITHYFER A,

F: LT OF T vasid HSM 2 352 L@ IR L7256 DAFR R

SNET,

b. Luna HSM Z{fi 3535 &% 1], nCipher netHSM %1 FH 35556 1%

21 A HLET,

- HSM PIN: HSM |Z#55 3 A= OIS A/ S AT —RE AL E
‘é—o

- Shared Library: HSM (Zxf)it~ 35 PKCS#11 45T 147 U ~Difixt
INZA,

¥ libcknfast.so 7 7 A /L DOiax; S A% AL FET,

- Storage Slot Number: 7 —# D BALIZfE S5 3DES F—25MF
1£3% HSM Ak, Luna DT 7 4/VMEIX 0 T4, £7=. nCipher
netHSM D7 7 +/LMEIL 1 TF,

3¥: HSM /T A—HfiE1X, <install_location>/arcot/conf (25
arcotcommon.ini 7 7 A /UZFLERSILE T, A A= RZRICZNHOME
EREETDGEIT AR R ET 7 ANV B0 7 2ar | OFBICHE
V), arcotcommon.ini 7 7 A /VEFRELF T,

3. Enter X —%&HL THATLET,
[Pre-Installation Summary ] R F/RSNFET,

4, FoRSNI-HLELOFEMZE LR L, Enter ¥ — &L TA U AM—/L&H5EA T
L%,
AV ANV THHI LR T A=V NERESNET, 0Dl
ENBHVET,
FRDOXAIPIEFIZ5E T 3 5L, [Installation Complete ] A — U735
IRENET,
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5. Enter ¥—ZfML CAVAM—TFEKTLET,

Ty TIPBERRINDGET, A AN=IN—RT 7 AN EI)—T
VT H120) By IR T DU E R HL 5B RHVET,

6. UTF-8 HR—F AN TSI AR L ET,
a. <install_location>/arcot/odbc32v70wf/odbc.ini 7 7 A /W EIL £97,
b. [ODBC] &7/ ar& R HOFET,

c. IANAAppCodePage=106 = NINZDEIaNlHbHlta ML E
7

d. ZOZURIN2WNEAIT BINLET,
e. 77ANERFLCHUET,

AVRAN—ILIEDIEE

ZD& 7 a T, CA Strong Authentication DA > Ah— LI AT DA
A=A DZ AT OW TR L ET,

T —HR— A ZJV T NDFELT (68P.)
T —HR—R vy "y T OGS (69P.)
T IV —ar —ROUEE (70P.)
B — LD R
B — )L DM
B — L ~Duy AL S (81P.)
VAT LDT —RANT T (83P.)
CA Strong Authentication —/ DL #)) (86P.)
AV ANV DS (86P.)
L= T RO R
TN T TN ar DR (89P.)
TN T TN = ar O

© ® N o Uk~ w N PR

[ T
N P O

D INDDOALAN— VAR DH AT H5E T LT=5, [CA Strong Authentication
Java SDK BL N Web +—ERDRE | DFEDFBAIZNE- T, Java SDK BEL Y
Web t—EZADREEEITVET,
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F—RR—Z ZH)TFDET

CA Strong Authentication {213, CA Strong Authentication 7 —#\—ATAF
—~HER L TR E AR ET 5T —F =2 ZZU TR R L TOVE
‘ﬁ—o

RDOFIRIZHE>TLZELN:

1. T —HRX—=AFA TN T DAZ) T SIPKEINSIVT= T ANV e ol %
T TIAHNVEDLGFIILL T O LBV T,

(Microsoft SQL Server M54 <install_location>/arcot/dbscripts/mssql
(Oracle 7 —#~X— DA ) <install_location>/arcot/dbscripts/oracle
(IBM DB2 UDB D ¥54) <install_location>/arcot/dbscripts/db2

(MysQL ®34A) <install_location>/arcot/dbscripts/mysql

2. T HR— AR — I — L LT, L FONT TR 7 M EAT LU E
‘é—o

a. arcot-db-config-for-common-8.0.sql

B E : Risk Authentication 8.0 21> AN— LI A DA 1X, Risk
Authentication 8.0 D12 Ah— /LEFZ T TIZFEITL TNDTZ0D
arcot-db-config-for-common-8.0.sql 2 FE{TLZRUWNTLIZEW Y,

b. arcot-db-config-for-webfort-8.0.sql

S AV T ROFAFINCTT— I LTS A 1. LT HERA M 5 S C
WBDE DT S S R BT LT,
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F—RR—ZADIrT VT DHER

TR A AT T N FAT U4 arwfutil Y — /L2 fE L T, A% —~N
ELL—RENTWAZ AR LET,

ROFIEIZHED TSN

1
2.

av R a4 Ry EREET,
PLF OSBRI EIL £9°,

<install location>/arcot/sbin

a~v R 7y e U FOavwrRaE AILET,
./arwfutil vdb

ZDa<RIZEY, <install_location>/arcot/logs 7 (L 7 ~JIZ
arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L HMERE SV E T,

T ¥ A =5 4 X T arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L% B,
LLFDEAT DO N B L ET,
ARWF* FOUND

INHDITIX, T —F_X—ZA BNIEFITEY Ny 7SNl E R LET,
arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L& AL £97,
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TIVr—ay $—n\a2E&ET 54

CA Strong Authentication D 7R— R M CThHDHL—H T —& $—E & (UDS)
BLOEHa Y —/LE, Web R—ZDI R—FR U THY, LLFOT V47
—ary =T R—FLTNET,

m  Apache Tomcat

m  IBM WebSphere 77U /r— gy H—/x

m  Oracle Weblogic Server

m JBoss VU —Tmy

UDS BIOVEH =Y — /L WAR 77 A )V T TV r—ay — BT 5

AiflZ., CA Strong Authentication 77 7-{/L- & JDBCJAR 7 7 A /L%, BEEVOT 7V
r—=ay b= EOBEYIRGITC Y —LET,

n  FJE1: Java R—2DEE (70P.)
n FlE2: 7V —ar 3D Arcot 7 7 AL DI —
n FlE3: 7V —a0 B—,30D JDBCJAR D —

m  TJlIH4: (Oracle Weblogic 10.1 (Z447H) Enterprise Archive 7 74 /L DAERK,
(79P.)

FE 1: Java R—LDHETE

TN =y =N UDS BLOVE B Y — VAR AR,
JAVA_HOME BREZZAHN R ESNTNWDI LA MR L £, Apache Tomcat D
%A . JAVA_HOME % i FHL T 5 IDK (Z%f g5 Java dh—2A T 4L 7RI
RELET,

F7-. PATH BR 5255012 SIAVA_HOME/bin 2550 £ 7, &ishoT-ht. &
P — LB IOEDOMO DK EF T 7R— % "SR B L7 VAT REMED S
NET,

70 4 YA F—J F A4 F (UNIX 77 7 b7 4—25H])
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Flg2: 7FI)r—230 H—N\ADT—EAR—RA FTHHERX T7/I)LDAE—
UDS F LU CA Advanced Authentication TlX, 7 —#X—A|ZLEIT 7B A
TDDITUUTOT7 7 ANEFHLET,

m  libArcotAccessKeyProvider.so, LL FD&GATIZHD £7,
<install location>/arcot/native/<platform
name>/<32bit-or-64bit>/

m  arcot-crypto-util.jar, LA T OGFTIZHDF T,
<install location>/arcot/java/lib/

n ZNHDT77A/V% CA Strong Authentication Z L7277V /r— a3
YT —FDMERHVET,
Apache Tomcat NDT—ER—X 7R TJ7/I)LDAE—

ROFIEIZHE>TLFZELN:
1. LLFDT 4L Z7RVIZ libArcotAccessKeyProvider.so 7 7 /L&t — L £9,
m RHEL Di5E : <Apache Tomcat T/ 75 JAVA_HOME>/jre/bin

2. arcot-crypto-util.jar 7 7 A NELL FOT 4L R|Zat’—LE T,
<Apache Tomcat <{¢/fj+ 3 JAVA HOME>/jre/lib/ext

3. libArcotAccessKeyProvider.so 7 7 A /L3t —Xi 5T 4L 7RI
LD_LIBRARY_PATH %% EL =/ AR —hLE T,

4. TV —ary = _rHEELET,
FEBRODAL ANV ZRATDO—BrELTCT IV r—ay — RO L E)
DB ES, TV r—ay — " HiEE 555 5/ R

M D213, FESEZVLEETHREDF AT FLTUIRIZ 1 B FEH)
LET,
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IBM WebSphere ADT—RR—X 74Ut RX T7A/)LDAE—

ROFIEIZHHTLIESLY:
1. IBM WebSphere Administration Console (227 A L £,
2. [Environment] %27V 27 L TH 5, [Shared Libraries |27 U7 L %9,

a. [ScopelNay 7 X nn, B ltEdiH A IRl F94, Aa—7
Wi, TV v ar BRT AR =N =R E END
MERHNFET,

b. [Newl]#=ZUvZ7L%ET,

c. RRIEANLET (7z&Z1E, ArcotINI),

d. 9SRNREFELET, 2D/ YA, arcot-crypto-util.jar 7 71 /L HME
TEL, 77 ANVA BB ENL G L CODERHVE S, To&xid,
<install_location>/arcot/java/lib/arcot-crypto-util.jar 72T,

e. INIDOTATTY NR2AEATILET, ZO/SAIE,
libArcotAccessKeyProvider.so 7 7 A /L 3 A5 AT a5 L TV DML NS
NET, 7zExIR.
<install_location>/arcot/java/native/linux/<32bit-or-64bit> 72X T,

f. [Apply]lZ27Vv 7L %7,
3. =LA a—XEHELET,
a. [Servers]-[Server Types]-[ WebSphere Application Servers ] |IZF 8L %

ER

b. [Application Servers] C. X ENTONI— SO EN—INIT
TALET,

c. [Java and Process Management %272 L"C/ 5, [Class Loader] %7
Uo7 LET,

d. [Newl]z2ZUvZL%Ed, T 74/LhdD[Classes loaded with parent class
loader first] 23R T, [OK]Z 27Uy 7 LET,

e. HEVERINZYZRA =R IDEIVYILET,

f. ZZAnm—X& ®[Configuration]X—""C, [Shared Library References]
IV LET,

g. [Add]ZEZUvIL ., ZOFIADHET:TEKR LA TA7 TV (T2 21X,
ArcotINI) IR L C, [Apply] 27Uy 7L %7,

h. EHZRIFLETS

72 4 A=) H4F (UNIX7Z 57 b7 4—0f])
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4.

5.

PLF DT 4L ZRJIZ libArcotAccessKeyProvider.so 7 7 /L&t — L £97,
m RHEL MI5E : <IBM WebSphere T/ 75 JAVA_HOME>/jre/bin
TV —ary "R ET,

F:RODAL ANV ZRID—ERELTT Y —ay — O )
DBV ET, TV r—ay — " ) § DA i/ MRIC

M2 DI, FEEZVLEE T DRE DI A ZFATUIZ%IZ 1 Bl )
LET,

Oracle Weblogic NDT—AR—X 7HtRX I7/)LDIAE—

RDOFIRIZHE-> T =LY

1.

N oo v oA

10.
11.
12.

LU F DT 4L ZRJIZ libArcotAccessKeyProvider.so 2t —L £97,

m  RHEL DIFE : <Oracle Weblogic 1> X5 X TR 75
JAVA _HOME>/jre/bin

libArcotAccessKeyProvider.so 7 7 A /L 73t —Xi 5T 4L 7 RJIZ
LD_LIBRARY_PATH %% EL T/ AR—kLFT,

arcot-crypto-util.jar %z <Oracle Weblogic 1> XX X TR 75
JAVA_HOME>/jre/lib/ext 7 4L 7 IZat’—L &7,

WebLogic Administration Console (227 A L F9,
[ Deployments [\ EILE7,
[Lock and Edit] A7 L a2 HMIL £,

[Install] %2V~ 2L C. arcot-crypto-util.jar 7 7 AV & DT (L 7RI
BEILET,

[(RAN]E7V 7L ET,

[ Application Installation Assistant | [ 23 & /R SV ET,
[(RAN]JZIV I UET,
[Summary ] _X—U N ERSILET,

[SET &2V 7 LET,

BHEEAMILET,

TIVr—vary = A HREELET,

ERODAL A=V ZRATD—EgE L TCT IV r—ay — RO E)
WLBIZRNET, TV r—ay r— "l 50155 /DRI
MZDI20%, FESEVLEETHREDF A= FATUIRIZ 1 Bl FEH)
LET,
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JBoss NDT—RAR—X 7HERX T7AI)LDIE—

ROFIEIZHED TSN

1

LU FIZ%FL < libArcotAccessKeyProvider.so 2t —L £9°,
s RHEL DG4 JBoss_JAVA_HOME/jre/bin/

ZZC. JBoss_JAVA_HOME X, JBoss 7/ U/r—ay Hhr—sN f L AKX A
IZE > T SIS JAVA_ HOME 2R L E T,

<JBOSS_HOME>\modules\advauth-admin-libs\main\ £\ )7 4 /L X #&i&E%
YER%L . <ARCOT_HOME>\java\lib 7>5LL FD JAR 22D 7 /L X ([Zae’—L
E3r e

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[F U7 4 /L4 (<JBOSS_HOME>\modules\advauth-admin-libs\main\) N2
module.xml LV OAFITT, LA T O3 —REFOT7 7 A /VEVERRLET,
<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV —ary = "EREELET,

74 4 A b= A4 F (UNIX 7 77 7 4—5L/)
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FIE3: 7TUHr—3> H—/ A JDBC JAR DE—

CA Advanced Authentication, UDS., BX O 7V 77U — 303, Java 1K
FarR— N THY, T —F_X— (T 5712 JDBC JAR 7 7 A LA
HALET, ZNoDT77A LT 7V r—ay —RZa—3 20 RHY
F7,

EUTORIZYar TSN QOB FNEICHET e HiIC, IDBCIAR 77 AV EH
T a—REHRTHH MR LET, AR —hS45 IDBCIAR 77 A /L D3E:
HZHOWTCIE, A AR— L O | 5 R TLIEX0,

Apache Tomcat ~ @ JDBC JAR DaE—

ROFIEIZHESTLIZELY:

1. JDBCIAR 77 ANZHyra—R UG BB L £,

2. JDBCIAR 77 A /Vaat’ =L T, L FOT AL 70T £,
m Apace Tomcat 5.5.x DIFE : <TOMCAT-HOME>\common\lib
= Apace Tomcat 6.x 8LV 7.x DIHE : <TOMCAT-HOME>\lib

F7-1%. JDBCIAR 7 7 A /LN G £ 57 2% Classpath BREEZS 50BN £
7,

3. Apache Tomcat Z FHiLEIL £,

IBM WebSphere ~@ JDBC JAR DaE—

RODFIEIZHESTLIZELN:
1. IBM WebSphere Administration Console (227 4> L £,
2. [Environment] %2727 1L T/H 6, [Shared Libraries] =27V 7L FE 4,

a. [ScopelFay 7" H T G Aah7e AlMERIH 28 IRL £5, Aa—7
WZIE, 7TV ar BRE T X — N = N )RR EEND
PVERHVET,

b. [New]Z#Z7UoZ7LFT,
c. ARIEANTILET (72413, JDBCIAR),

d. ISRNAREEELET, 20/ A1%. IDBCJAR 77 A /L FLET B
FTC. 77 ANVEABEFILTCNAUNERHDET,

e. [ApplylzZUv 7L %7,
3. =N DITAR—FEHELET,
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{ R b= o fid

I voA a—F 2R A0 FRIXIFEIE 2. 7V —ar R
DT —RR—= AT IR T 7 AN DIt — | DELTRINER L= T A o—
HEERHCTEET,

a.

g.
h.

[Servers]-[Server Types]-[ WebSphere Application Servers ] IZf5 8L
R

[Application Servers] T, ZX EZI O — SOFKEN—IIIT 7 EAL
7,

[Java and Process Management | %217 L"C/»b, [Class Loader | %7
Vo7 LET,

[New %27V 27 LET, T 74/LRD[Classes loaded with parent class
loader first] 28R L T, [OK]Z 27Uy Z7LE T,

HENVERSNFZIZR B—4 ID 22Uy L%,

7 A a—X4 D[ Configuration]»X—""C, [Shared Library References]
IV LET,

[Add]Z2U>2L . [JDBCIAR]ZERL T, [Apply] 27V L7,
EHAERAFLET,

4. 1BM WebSphere Z L EIL £,

76 £ YA bF—J) F 4 F (UNIX 77 7 b7 F—254H1])
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Oracle Weblogic ~@ JDBC JAR DE—
ROFIEIZHE>TLZELN:

3 : Oracle 7 —#_X—2%&f# L T\ 5354 . Oracle Weblogic Server (X5 7 +
JURT Oracle 7 —#_X—R%& VR —hLCND7280, ZOEI7ar Tt S
TWOTFIEZFATT M EITHVEE A,

1. JDBCIAR 77 ANELLF DT AL 7 RIZat —LE T,

<Oracle WeblLogic 1> 352X T 75 JAVA_HOME>/jre/lib/ext
WebLogic Administration Console (227 A LEd,

[Deployments ] IZFZEIL £97,

[Lock and Edit |47 > ar AL ET,

[Install]Z2VU>2Z LT, JIDBCIAR 7 7 A /VING ENDT AL 7 NIZBEIL £
‘é—o

6. [RAN]JZZVVILET,
[ Application Installation Assistant ] [H] [ 233K R S3LE T,
7. [RANIEIVILET,
[Summary ] X—U RN EIRSIET,
8. [ETI&/UvI/LET,
9. EHAEAMILET,
10. Oracle WebLogic Server Z# FiEEIL £9°,

vk wn
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JBoss ~( JDBC JAR MDaE—

ROFIEIZHED TSN

1. [EBEDOY—ANLNER AR ZX U n—RL, ¥ —R U ATcE
L E9,

2. ZDT7FNHIT <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &\ 9
T ANEREEEAERLL |, E DT ANV IDBC Jar 7 7 A )V —LET,

3. [RIL74/V% (<JBOSS_HOME>\modules\advauth-jdbc-driver\main\) PN{Z
module.xml LV )OAFTT, L FDOa—R&EFF 7 7 A )VEVERLET,
<?xml version="1.0" encoding="UTF-8"?7>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>
<module name="javax.api"/>
<module name="javax.transaction.api"/>
</dependencies>
</module>

3¥: IDBClar 77 ANVZ HHREL TN A X7 TI<IDBC Jar Name> | e L F
7,

5 : sqljdbc.jar
4, TIVr—Tary —"EHEELET,
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F|IE 4: Enterprise Archive 774 JLDYERL

Weblogic 10.1 THZ

CA Strong Authentication |21, Bl Y — /L B2 —W 5 —X $—E 2
ZREATATZOD WAR 77 AABMTIBL TCWET, D77V D%
EARIZAEH LT, ZD EAR 77 A /VE B THIENTEET,

LUTOFIECHNET,

1
2.

a<w RN Iar N Ry EREE T,

<install_location>/arcot/tools/common/bundlemanager 7 L 7 FIZf )
LET,

LA FOza~2R%f# LT bundlemanager > —/LZ34TL . EAR 77 A /L%
TERRLE9,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<war file name>

X B~ RO <war file_name> X, EHLoL ) —/L D EAR 77 AV
ZHE T A8E 1T arcotadmin.war, UDS @ EAR 7 7 AV &N A A1,
arcotuds.war |[ZEZH#iz F9°,

Z DO~ R <install_location>/arcot/lava/webapps (Z EAR 7 71 /L&A
LET,
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EEOVY—ILDER

;¥: WebSphere 7.0, 8.0, BX 8.5 IZFFla L Y — VAR HHEA 1T, 6%
[IBM WebSphere ~D Bz — L DR 2GR SN TV AFRIEEZ S L
TLIEEN,

CA Strong Authentication & ¥o Y — L& B9 521X, arcotadmin.war 77
ANDRETT, ZOT7AVIFLL THBAFTEET,

<install location>/arcot/java/webapps/

RDOFIEIZH-TLESLY:
1. BT IMNE IROTALZRICEELET,

<install location>/arcot/sbin

2. [source arwfenv] & A JJL . Enter ¥—% LT SARCOT_HOME ERE% 4%
BRELET,

3. BEEANT D0, TV r—ay h—_"EEiEEL £,

4, TIVr—ar —_OuEY) 72T 417 I arcotadmin.war & B L £
R
F: OEBEATPIEX EAL AT —vay = NI TERERDE T,
FEMZRFNEICOWTE, TV —vay =R XU F —DRF 2 A M
ZIRLTLTEENY,
72 & Z21E. Apache Tomcat D355 13, <APP_SERVER_HOME>\webapps\ |Z
WAR 7 7 AV & RBAL £7,

5. 77V r—vary =" iEELET,

80 4/ YA bF—J %54 F (UNIX 77 7 b7 #—21HD)
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EHEaOVY—ILADOAST A

O TEHa Y —al A5 &L AV A= VFIZT —H_X—ZT
HENI R S -~ A2 S FRE O A L £,
ROFIEIZHH-TLIESLY:

1. AF®OURLEZEHLT, Web 7774 U4 Ry CERLa Y — LA BRIRL
7

http://<host>:<app_server_port>/arcotadmin/masteradminlogin.htm

¥ EFEO URL THRETARANB LU — RO E#RIL, FHa ) — )
BN T IV r—ay = _"OE DO THLIVLERHDET,

2. T IHANNDSAFEEEZE DT T NEREHE R T AXE A LR
) —iaZ A LET, sRREEBIILL T T,

s 11— % :masteradmin

m  /NRATJ—K :master1234!
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webfortserver 1—7 41T D{EH

webfortserver > —/LZA{# i L C, A2 A—/LL7= CA Strong Authentication ™
V) —2Z R CEET, 2OV — /L OFEMIZ- OV T, [CA Strong
Authentication F BT AR | 2SR TTZS0,

LUTOFIECHNET,

1.

LT OSGETIcBEIL £,

<install location>/arcot/bin

HEEE—RTY— AT AT, LU FOav L REFETLET,

./webfortserver -i
TR CNN—=UarF e ANTILET,

webfort-ver-<dd>-<mmm>-<yy>.txt 7 71 /L7 <install_location>/arcot/logs

ANV ESNET,

ZOT77ANVERE LLTOEBEZT =y /LT, D \—Tar 2L
TWHTEZMEREL £,

m  bin BZT 2@ CA Strong Authentication 7147 77U 77 A /L D/N—7
»73 8.0 ThD,

m  binBZIar® UDS T4 7T 77 AL (arwfuds.dll) D/ 3—g0 78
2.03 ThH5s,

T77ANVERACET,

82 4 Y AbF—J %54 F (UNIXZ 77 b7 #—21HD
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SRATLDT—FRMSYT

T I4ILE DR

B — L&A LT CA Strong Authentication Z /& B CT& 519129512
X, L FOFIEEFEITL AT 2201 EL 5,

n T AN AR E B SAT — RO E

n Jo— L F— FULEIRETD

T 7NN OFRFEAT = A LE AR ET D

T =, P T AL NSO NT v ZATZOWTCEAT AT 4 — R i

DT VAT, ZNHDEZATZEFLITUIZL AINOE ) BN E
‘j—o

[ 7 —hANT T HAT DFELT (84P. ) NWTHETeRIT, T 7 4/V ORI B35
W2 PR L CRIMLENHYET,

oY= VERTDHE, T 7 AV CHEEBER SN ET, ZOMfkIL T
T4/ PO#F#(DEFAULTORG) EFEIZIVET, Bk AT LT, T 7
A/VEORRE ., MO O/MEREERETIcE B CEHATEET,
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(AP EO LR

T—rRARSYT BRIDEFT

MA (ZAZEFE) L LTI CE o Y — a4 58 [ 7 —hARNT
14 —REE O [~V ] EE AR RSIET,

ROFIEIZHED TSN

1.

[(FtR1&A 27Uy /358, T AnEELET,

[RAT =R O AR RSET,

[BULVARRT—R] [FRART K], [NNRT—r DR ZfEEL., [(R
&Iy ILET,

[Ta—rL F— T-ULORRE M AR RSIET,

=N F—IR)VEREL T, [RNIZTV0 I LET,

CA Strong Authentication Tl 5T — Xk L TN—FRU =7 RX—AF

72XV 7 b 2T R—=ZAOK b2 T&E T, ~N—Ru=Tk5{thY
TR =T AN BB LAT R E T,

N=RT =TI EALZE AT 56, 20T, HSM 7731 ZITHE RS
AVTNDEFED 3DES F—~DZHR (RA %) ELTOAERELET, £D
728, F— FYUIL HSM F— TF-L e —E L CWD L RN FET, 1272
L, Y7 =T R—=2OWBALDOLEITIE, ZOT~IViRnT —H_X— N
DEEEDV TR 2T 2 —~DSMEL THEREL £,

BE: 7Ry TRBRADE THRIZ, ZOF— TV EBHTHIL
T TEERA,

(LR —D BAT 17 40—V RIZIE, B b — N T —H_X—2 (Y
TR 7) IS TCODD, 2L HSM (IN—KR 2 7) ITAESI T
WADIDIRENET,

[ 77 4V MR DR FE T 2SR SIVET
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R S

4, [TIAIMEERTE]I B/ ar T, T 74V MDD LL T D/3F A— 4%
BELET,

RoR%  AFROL TR, ZOXAFNT, EFE =AY — L OMOF < TON
—VBIUOVAR—b EIZFRESNET,

EHERAN=X L T 74V ORI R T A& FRE OFRERIfE
FAENAAD =R L, EHa ) — g EEENaT AT 5200
VAT o 3 FEEORGE S AR — L TWVET,

n EX

- 0)21‘7°‘/a CEIRITDHE, mfi:r V=TS VAR AA
D uﬁﬁtﬁ3”¢ﬁ%® RO :ﬁiﬁﬁ éh\ij‘o

s LDAP 1—H /SRAT—F

ZOF T ar BRI T AL EEEITT AL IR Y R TR
SN TWDZENZENOFRGEE WA H L CRRAESILET,

E ZOAN =X LEEEE OBFEER TG AE, [2—% 7 —X
P —EAO R | OFEIZHEV Y, UDS ZEFLE£7,

m CA Strong Authentication 11— /XX —FK

2—HHRZZTLCA Strong Authentication 1—H /SR —K 4~
TarBEIR T AL, NIl o TRREE RS I TSIV CGRAES
ET,

E ZOSATHIEOFEIZ OV T, TCA CA Strong Authentication &
HITAR 2SR TTZE N,
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Ay LY

[T 7 4V MR O E B HEH O [F— INILERE B/ a T UL TR

ELET,

s 70—\ X—DOFER: T 74V T, _@ﬁj"/a/yﬁi‘é@?}iénf
WET, ERLOFIETHEELZZm— L F— FUL % M52
HT- G LT e ET 55 A0 . 24~ /a/%@?)i‘ﬁ&r[ﬁ%bi
‘ﬁ—o

s F—SAN)L: [FO—N\IL F—OFERIA TV ar AR INRRLIZ S A
L. T 7 AV RO E AT 28 LS — T E R ELE T,

pa BEERN—C 84T 207 40— RICIE. Bk —NTF —F
— A (YTRIIT) ITKEANSILTWVDD, F2IX HSM (UN—KH 7)1
FANEIN TODDD RS ET,

(#&T 1277 L C, T —hANIY T Tav A% 52 T LET,

[T Tl RSN D ERVIZ, BB — L ORHHEAE T LET,

(54T 1227w T B Ba L — VAT AIID OB E ISR T,

CA Strong Authentication D FZEf

CA Strong Authentication ¥— A H#) 3 5(121%, DL FOFINRIZIENET,

1

’r./ZI* )L@EEFI'L\

UFOT 4L 7RI EILET,

<install location>/arcot/bin/

UTFDa~x s ReEITLET,

./webfortserver start

X V= BEIET55E 1L, /webfortserver stop 2V REFEITLET,

PLUFIZEY, CA Strong Authentication T — 33T Web 77U —al N iE
ﬁc:@%bbfiﬁ3857§)%ﬁﬁmu TEET,

as 77 AVOER (87p.)
CA Strong Authentication —/ 3D —7 U7 1 DfFEF] (82P.)
R—ROfER (87P.)
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R S

Ay 274 ILD{ER

TN

Eu:,\

CA Strong Authentication V— S8 IELHEEEIL 72028970 2 fERE - AI12iE, LA
TOFNEIZHENET,

1

LR ORI EN L £9,

<install location>/arcot/logs

LB DTF 14T arcotwebfortstartup.log 7 7 /LA BAZ | LU N O17% flo
TET

INSTANCE VER. ... .. i iiiiii i iiiiiee et [8.0]

CA Strong Authentication Service READY

ZIHDATIE, CA Strong Authentication H— 323 EF 1A AM—/L X4
TWWHZEZRLTNET,

F:ord 77 A2 FATAL BE Y WARNING DAyt —U NG FR TN L
HERLET,

CA Strong Authentication ¥ —/ 37 7 4 /L h IR—FC&- 7 bl YA LT
WAINEIWERERT AT, L FOFNRICIEVET,

1

2.

LT O%ETIBEIL £,

<install location>/arcot/logs

B D5 44T arcotwebfortstartup.log 7 7 /L& BT ka4 %
REE L, LT DA=_Ry MRS TND I, RO IELVVR—RY A
YLTCWDNE IR L ET,

PROTOCOLNAME : [Administration-WS]

PORTNO : 9745

PROTOCOLID : [Transaction-Native]

PORTNO : 9742

PROTOCOLID : [ServerManagement-WS]

PORTNO : 9743

PROTOCOLID : [Transaction-WS]

PORTNO : 9744

E: T ANVNOR— MBI B L OFEIIC OV TIL, (8T 7 40 b
R—FE ST BELV URLJZZ IR TS,
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{ R b= o fid

A—H FT—2 —E XD ERH

CA Strong Authentication (%, VL —aF /L 5 —4%~X—Z (RDBMS) /b, F7-
X LDAP B — B — Y 7 — X7 7 EATEET,

a—H F—& B —E 2 (UDS) # BT AIZIE. 77 A /L arcotuds.war 2345
TY o ZO77AMILL FPBAFTEET,

<install location>/arcot/java/webapps/

RDOFIRIZHE-> T =LY

1

TV —ary =3O YT (L 7 NIZ arcotuds.war & AR—/L
LET,

A BEAFIRX FHL WD T TV —ray =N ZHo TRV E T,
FEMIZR FRINEIZSOWTIE, 77V r—vay =N R X —DRF 2 A
ZHLTESN,

72L&z 1., Apache Tomcat D5 1%, <APP_SERVER_HOME>\webapps\
WAR 7 7 AV & BB DM BN HV ET,

(WebSphere D) 77 Vr—ay 77 AV EHSILDHE, UDS VT A%
Be—RF42J0ICRELET,

a. [Applications]-[Application Types]-[WebSphere Enterprise
Applications] I &L . [UDS settings]*X— 27 7 AL £,

b. [Class loader order] . [Classes loaded with local class loader first
(parent last) |47 al AR L £,

c. [WAR class loader policy ] C. [Single class loader for application] %1%
RLUET,

d. [ApplylZz2Vv 7L E7,

TIVr—ary =" HREELET,

UDS 2N IELLBAAR L7 E DD iR 91213, LR O FIEICHEVE T,
a. AT OGN gEL £,

<install location>/arcot/logs
b. EEDTT 4% T arcotuds.log 7 7 A /L& BlE, LL FOIT4& RO E
B

User Data Service (Version: 2.0.3) initialized successfully.

ZOFTIE, UDS MIE R IZE SN2 RLTNVET,

X : FATAL ILUNERROR Ay =V 3D D5 B MR L TRRL £, THIL
72V VIRBBIZBE 9% WARNING Ayt — 3T R TR L £,
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R S

YT TFTIT)r— 30 D ER

W TN TN —al M LT, CA Strong Authentication 23 IEH 1212
A=V BIORESN TODIEEMR TEET, T VI T770r—
AT FIZ oW ORI ERRAEL E5,

s —f%AY72 CA Strong Authentication ® U —27 7 11—
m CA Strong Authentication Java API Zf# FHL T3 T CT&HH RV
m CA Strong Authentication &7 7' U/ 7r— a0 O &

BE:. VN TV —arEmARECHER L2 TES 0, L
TV —aryDa—REREZLT, MB O Web 77V r—Ta a BT
HIEEBEOLET,

ROFIEIZHHTLIESLY:
1. LN OLGFmLY I 77— ar® war 77 A /VERERLET,

<install location>/arcot/samples/java
2. P INT IV ar mRGLET,
3. UTFOURLEHEALTYH T TV r— a7 7B ALET,

http://<host>:<app_server_port>/sample-application/
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Chapter 9:

Authentication %

PELS AT L2 CA Strong
EHI DA

InstallAnywhere & ¢ —R%{# FL T, CA Strong Authentication > 7R— %k
AV AN=VLFET, ZOTV 4P —R Tl Complete & Custom DA Ah—/L X
AT "R —RLTCWET, 72720, /0 HERBEIZ CA Strong Authentication %1
VAN VLU CERIET DAL, AV AN—T%F T DR [Custom] A7 T3
EERHLTLEEN,

PLFOFIEL, a2 sE ¢4,

1.

CA Strong Authentication -{ > Ah—7% 31 TL . CA Strong Authentication
P NEFH O — LA A=)V LT, SQL T —F_R—RA( LT 7 AT
LI ELET, Fo. RILV AT L EIZ Web —ERE AL AN—/LF5
ZELIEINTEET,

AV AL FNEIZOWTE, T1 D H DY AT A~DA L AR—/L (93P.) |
BRI TLIEEN,

TR R A A7 T N SE4T L, CA Strong Authentication A —< 1LY
*‘»—5m~;< —r~7 /v%ﬁfﬁkbiﬁ“ Fim, TR AN EFITRES
FEHNZOWTL, [F—=2R_R—=2 277 D FELT (107P. ) | BL O F—4
R—=2 By Ty 7 OMER (69P. ) | 2SR L TS,

TV r—ay = Z UL T, Web 2 R —3 U MME 457 7 A
NVEaE—LET,

FEHNCOWTIR, [TV r—ay B — RO ¥ (109P. )] 2SR L2
VAN

TV r—ay =N CE oY — VA R TCL R AR L E T,
FEAC OV, [y — LD RER | B IO E o) — )L O
FHRRLTLIEEN,
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1 v 2 b —=NiBofEE

5. VAXEEOBGEEREFEHL CEH oY —rZrZ AL, CA
Strong Authentication Z#J# L £9,

FANCOWTIE, TEHEoa Y — L ~Dur A 515 (81P. ) | BX OV 2T
LDT —bANT T (83P. ) | A S IRL TS,

6. CA Strong Authentication tr— "Z LB | S —E XN IEF IZBAIHEIL T
HZ LR L ET,

FERMZ DU I, [CA Strong Authentication V—/ DL Ef (86P. ) J I LN
[ A=)V DR (86P. ) | 2B ML TLIEEWY,

7. TV r—Tary = :"‘_‘"j_ 7“_‘& H—r X%@Fﬂ%bf %Fﬂ%%%wu
L/i‘d—o

FEHZOWTL, 22— F—Z S —E 2D R 2B B L TLIEEN,

8. 1 2Ll EDT AT AT Java SDK BEL X Web —E A& A AR—/LLET,
ZEIZOWTIE, 12 D H DY AT A~DA L AR—/L (68P. )] 2SR TL
7Z&0,

PN T I —arERAL TR EL, INEHEHL GG EELT AN E

R

E: VTN T TV v ar ORHEA ANV T BHIZIE, [SDKs and
Sample Application |4 7> 2 DB FEIRL TWDZEEMERL THH, AR
r—VZRE TLET,
SRR OWTI, T 7L TV —a DR (120p.) ), Y70
TV —ar OBEE—/ROFKGE (121P.) | BEI OIS 7Y
—Tar O EZS L TTEEN,

1. (A7 al) CA Strong Authentication 1o 7N — R ME D22 4272815 2 e
T D701, SSL AV R —h DI ETEET,

FEAIZ DU TR, TCA Strong Authentication & B AR | D TSSL DR E | &
ZHLTLTEEN,

2. AVAN—IV F VAN E T LET,
SR OWTL, MV A= DT =y VAR SR TLTEEN,
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1°oHD Y AF A~ 4 YA F—

LUF DIz iEE L TLIEEN,

<install_location> \ZIZRFER SCFN 5 FAL R L. TESZN (1 @ #
S%hA&*()_+={})]""7RE),

B L ClE, A2 AR—F%1# FHL C CA Strong Authentication =1 7R — 1>~
N B EMER T HILITTEER A, BT IAVR—RNET AR
=L TB, AV A= L TLIEEN,

AV A=V DETHIT AV AT U4 R ZPALRNTZE N, A
Ab— L (R I D BXRE) 12 [Cancel J AR Z %70 7 L CTAV AR— )V %
FIEL725E . FNETIER SN =T AL 7 IE 3 ORI BRSID &1
[BOFER A, A A=V 5 4L 7K <install_location>/arcot/ 3O D
BT TFALZNIEFE T/ Ty LET,

BEAF SARCOT_HOME DA L AL L AN TITEHE FILTCNDU AT A ET
AV AN=TEFITT D85,
. AVANI TUL TN BB R SAETA,

n T AR RO YT BRI FE A, A AT XD T
— N 2L ET,

s S ka7 DI ER I EE A,

1D2BDVATLADAV AL

LLF OFNEICHE- T, CA Strong Authentication B X ORIHE 45 "R—R -k
BAAN—IVLET,

ROFIRIZHE>TZSLY:

1.
2

ay AL, A AN=TERER LT T AL 7 NI EIL £,

AV AN=T 5 FAT T DR DD L2 MR L E T, MEZHERRDN RN
Al LR o< REETLET,
chmod a=rx CA-StrongAuthentication-8.0-Linux-Installer.bin
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1°2HD Y AF L~D 4 YA F—b

3. UTFOINTALAN=FHFITLET,
sh CA Strong
Authentication-<version number>-<platform name>-Installer.bin

root 27 A CA L AR—F% EITL CWAEE T, BE AT —U NFERE
NET, HATTHHEELY] AV AN NVEE T THEEILINIZ AL
F9, AVAN=TEK T LG AIE. HEA L AN—T5FTLET,

[Welcome] Ayt — UV NERESNET,

4. Enter ¥ —&HL T, A A=V EHATLE T,
[ AT DR ARSILET

5. MHFRERKNEFICRELET,

a. HATFEENEICRETDIHAE, [YIZAN LU TA U A= V26T
LET,

[Choose Installation Location] 47> aL D FERIILVET,
6. U TFOFIEOWTINNEFEITLET,

p AV AN—FZLSTHEHFEOFR— A T AL 7N B RSN 8E . F0
FAL IR DRANFRENFT T, ZOT AL IR N2 T 5HI120%
Enter ¥ —Z 1L F£9°,

. AVANTIZESTEEHFEOR—L T AL 7N RSN WA 7
THANNDT AL TN IRAPERRESNET, TOGEIL, ZDOT 7 4/VR
DRAEAERT D0, FTF LSRR ELET, T 74/LhOR
— e FOEEHE T 55513, Enter F—AMLET, F7-1T. CA
Strong Authentication A > Ah—/L 45T (L 7 NI DHaer 7S A% A7)
L. Enter ¥ —Z L TRt TLE T,

FEERETAA ANV T AL IR I TIAR—RE G DN TLTE
éb \O

AL A=) XA (Complete F£7=1% Custom) Z &R -2 i [ A3 KR S4L
E3

7. WERA T al IR Enter ¥ —Z L TA L Ah— L& 8T LET,

8. Custom AV Ab—/L A7 aZSf ANVTA L A=V EHATT D56
X, 2/ A 1L T Enter F—% L F9°,

[Choose Product Features] 47" > ar NERIIVET,
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12HO Y 2AT7T Lh~D 4 YA F—Jb

9. A2 AR—/L9% CA Strong Authentication 2 "R — R "R THFE I
~ KUY AN (D~ &L DRJIZZN—2E A f120) THELE T,

1 DHDYVAT AT, L FOIVR—F b A A=V LET,
a. CA Strong Authentication S25FH—/\

b. EEIVY—IL

¢ A—4H¥TF—EHY—EX
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1°2HD Y AF L~D 4 YA F—b

LFDORIZ, A AN—FTTA L AN—ILENHT R TOALR—R . B
YO R— b A VA=)V T B-DICASITAUERNHHE FET
L\ij—o
FT
ay

[Component] Description
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12HD Y AT L~ 4 YA F—)

FT
Description
o [Component] ipti
1 CA Strong ZOFTa ik, ShK, HEHoL Y —

Authentication &Y

»_./§

L. BEDWeb Y —E B0 LN DY
J T AN a7 L2 (CA
Strong Authentication H—/\) 21 Ak
—/LLET,

s BREEHRIEITO

u mu i hEJ %&wu M

Ha

E
B E

><“;“

n 'H‘“—/{@%LKE
F, 2O R—FRTIE LR
Web —E 27 78 ATEET,

n fits nIE&u#T Web -U- I:Z :L“_"H‘
;’c{fuu uEkJIU\an_I‘f%)t&)O)7 1—77‘
ﬁ-o

n FEITSDKELUL Web H—E X -CA
Strong Authentication 7 — & \— 2
W@:L‘—_H‘wu M fﬁ?&%ﬁfﬁh %ﬁ%‘
NUNE &I Yol O A=A N/
AH—T 2 — AT P FT,

[ ] |:|,|_,\|:|IE Web -'j- t Z :‘_ﬁ-%nlb MH.
THIODOTaTIIT A H—T
AL ET,

n :.L. EIE'l'H*EM‘fE Web H—E X - —

mun TIEJ 3@&@1’?52%4:0\@@?@@

Ty G A —T 2— A%t
0=

s & Web H—E X - CA Strong
Authentication & #lz ) — L Cff
MENo7mr I 7 A 8—T =
— At L £,

m  /\NLUERYE Web H—E X: OATH b
— 7 % Ty 7 ua—RBLORETSH
TeoDTaTIIL T A B —T z—
AuARMELE T,
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12HD Y AF L~D 4 YA F—)

FF
av

[Component]

Description

Java SDK I LTV WS

ZOF T ari, CA Strong
Authentlcatlon P — NIRRT

WA rﬁi&%\é TV T ARNEERET D
72O T TV r—ar NI E 5
07 I3 A2 —T 2 —A (APl BL
Web %—E‘x@ﬂﬁjﬁ) gL Ed, =
D3 —E, LR O 7 as i/ —x
VN GSILE T,

m 25 Java SDK KU Web H—E X
- CA Strong Authentication —/3%
{ﬁﬂq LR uE‘a—éﬁ_&b D7 T:’7:7‘:
T AR —T 2 ZEARPE U F T,

s BEFEMEIE Java SDK BEL U Web
Y—E R - 2 — W REEROVERL
BLOEHEHAOT I 7 A%
—7 = — AL E T,

n B Web U—ER-ERTEMERT
HIeODTaATIGIL T A —T
— Az R L ET,

n  /NLYEYE Web —E X: OATH |+
— 7 % Ty 77— RBLORET5
T2ODTaTIIL T B —T =—
Az L ET,

INBHDOAL TR —R DR EDRERIZ

DUNVTIZL, ['CA Strong Authentication

Java SDK 5L TN Web % —E ADERE |

DEESIR LTSN,

CA Strong
Authentication D~
TINT TV r—ar

ZDOFA T a X, Java AP D H 5
BRI D Web X—ADA L H—T =
—A%teftl £9, £/, CA Strong
Authentication 23 IE & | ZA 2 AR—/LE
ILTNDBINE Qﬁ)mﬁ%n»u CBLOGEE f
WA PR 7 T ARETRREY) 7 = AN FAT
TELMLEID DR ZATHTDITHAE
T&EET,
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12HD Y AT L~ 4 YA F—)

FFY

oo [Component]

Description

4 Bl — )L

ZDA T ar i, CAStrong
Authentication ¥— /33 L OGERERSE

DR EEEELT HI2DD Web <—2D
AR —T = — AR F9,

5 |a—¥FF—sy—t

ZOF T a it Ie—at L F—X
~—Z (RDBMS) R°T AL 7K H—x
(LDAP) 728 | A fE = —H UARTRIZT
IR AT D20 OB bEE L TR
A UDS AV AR—/LLET,

1. Enter X —%fL CRATLET,

T = BR— A FAT Z RV D ST RSNET,
2. BIRT DT —FN—RIHIET DR SEHEL, Enter F—ZHL THATL

E

m 1-Microsoft SQL Server
= 2-1BMDB2 (UDB)

= 3-Oracle 7 —#~X—2
= 4-Mysal

[ Primary Database Access Configuration] 47" v a3 ERnSivET,

7 : CA Strong Authentication "ClZ., Oracle Real Application Clusters
(Oracle RAC) 23R —h&#L TV ET, CA Strong Authentication /> Ak—

JVEREEC Oracle RAC Z{# 4512

%, ZOFIAT Oracle 7 —# X —2%

HRL, RO FNE (FIE 12) 2F(TLTH 5, TOracle RAC F1 D CA Strong
Authentication DR (128P. )] D FNEZFZITLE T,

3. AL WD T —F_R—R |G E
m  Microsoft SQL Server 8 EL7- A1, LL FORITIREINTWDIEH

ZHELET,

INTA—Z Description

Primary ODBCDSN [ A2 A—F(ZJ > T, CA Strong Authentication
INT = 2R = A DHEGE A % ODBC £
fEDMER S E T,

HeE S H A JIEIL arcotdsn T,
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12HD Y AF L~D 4 YA F—)

INTA—=H

Description

User Name

CA Strong Authentication 237 — % ~<— (27T
JYATDEEDT —H_X—=A 2—WL4, ZD4
AL, 7 — N —RAFHF L THRESIE
9, (MSsQL Server Cix—fxmic, 2Dz —
WhETars A |LREOET),

F 2 —AIETTA<IUDSN EN I T T
DSN L CTHEIR S TCNWDLERHIVF T,

Password

ERO74— AR THRELA—F & ICBE
BTN, SAT —R, CA Strong
Authentication 23T —ZX—R|ZT 7B AT 5H
B S E T, 20/ R —RiET —H X
—AEHE I Lo THRESNET,

Server Name

T —HANT DRANM
FXIPTRLVA,

n T IANNAARL A

¥&3C: <server_name>

{5 : demodatabase

s ARTEAAZ A

¥ : <server_name>\<instance_name>

151 : demodatabase\instancel

Port Number

F =B R A P — PN ZZV T T AN B
FAHR—R,

i T IANDOR— O EEE TS
X, Enter ¥ —%2 L FI,

TN A

MS SQL T — X _—A A L AH L AD L,

s IBMDB2 (UDB) 45 E LA 1L, L FORITTREN TV AIEMRATE

ELET,

INTA—Z

Description

Primary ODBC DSN

A AN—T1ZL - T, CA Strong Authentication
INT — B A DA % ODBC 42
FEDMERSINE T,

HeLES LD AT arcotdsn T,
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12HD Y AT L~ 4 YA F—)

INTA—Z Description

User Name CA Strong Authentication 237 — % ~<— (27T
JRATDHEEDT —FRX—R 2—H4, ZD4
AL, 7 — N —RAFHF L THRESIE
7

F 2 —YRITTTA~YDSN &3 Ty
DSN L CRIp>TWDLZE PN FET,

Password FROT74— AR TRELZA—F R IR
FHF BTSSR AT —R | CA Strong
Authentication 237 —H#X—R (2T /& AT %
BUCE SN ET, ZOSRT—REIT—#
— AEPEIZ Lo THRESNE T,

RAR
& F =B AT DIRANG

FZIXIPTRLUA,
n TITFNAARZ A
¥&3L: <server_name>
{5 : demodatabase
n A EARE R
#3C: <server_name>\<instance_name>

151 : demodatabase\instancel

Port Number T = HR—=ANZAZN) I T AN Y AL T HR—
I,

F T IANNDOR— e OEFEFE AT LGS
X, Enter F—ZML £,

T AR R CA Strong Authentication 237 7 & A9 55 —4
R— 2D Hil,

Oracle 7 —Z_X—RA P —NZRTELEHAIL. L FOFEITRESNTHD
HIEHERELET,

INTRA—H Description

Primary ODBCDSN [ A2 A—F(ZJ > T, CA Strong Authentication
INT — 2R = A DHEGE AL % ODBC £
fEDMER S E T,

HeE S H AN J1EIE arcotdsn T,

Chapter 9: 43 ¥ » 7 & & CA Strong Authentication % J#BH + % J7i% 101
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INTA—=H

Description

User Name

CA Strong Authentication 237 — % ~<— (27T
JRATDHEEDT —FRX—R 2—H4, ZD4
AL, 7 — N —RAFHF L THRESIE
7

F 2 —YRITTTA~YDSN &3 Ty
DSN & T > TS LR HIFET,

Password

FRO74— VR THRELZA—Y IR
FHF BTSSR AT —R | CA Strong
Authentication 237 —H#X—R (2T /& AT %
BUCE SN ET, ZOSRT—REIT—#
—AEHE I Lo THRESNET,

Service ID

P ECEITEIND Oracle 7 —X_—AD
A AR A% FET Oracle S AT Lk Bl
(SID)

Port Number

T B R—=ANZAZ) I AN Y AL G B —
]\O

T IANNDOR— I OFEEATILEA
X, Enter ¥ —Z L £,

RAN,

F—BANT DIRAN
FIZIP TRLUA,

¥ : <server_name>
5 : demodatabase

n MySQL ZFRELZGAIEL. LT ORITREN T DIEREEELE

TO

INTA—Z

Description

Primary ODBC DSN

A AN—T1ZL - T, CA Strong Authentication
INT —H = 2D 9% ODBC £
FEDMERKSILE T,

HELES LD A IS arcotdsn T3,
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INTA—Z Description

User Name CA Strong Authentication 237 — % ~<— (27T
JRATDHEEDT —FRX—R 2—H4, ZD4
AL, 7 — N —RAFHF L THRESIE
9, (Microsoft SQL Server TliL—fxHIIZ, ZD
2=V a4 ERENET),

I 2 —YRITTTA~UDSN &Ny T v H
DSN L CRIp>TWDLE PN FET,

Password FROTA— AR THRELEA—Y R IR
BTN, SAT —R, CA Strong
Authentication 237 — X X—R|ZT 7B AT 5
B S Ed, 20/ R =R T —H X
—AEHE I Lo THRESNET,

Server Name

T =M AT DIRAN,
F7RIXIPTRLA,
n T IAIVNAARL A
¥&3C: <server_name>
{5 : demodatabase
s AHIfTEAAZ A
3L <server_name>\<instance_name>
151 : demodatabase\instancel
Port Number TR A P NP Z) T T AN B
FAHR—h,
X TUANVNDOR = NEOEEHER TGS
1. Enter ¥ —% ML F9,

T = H R A Microsoft SQL Server 5 —X X —2& AL AK A
D44 Hi,

[Backup Database Access Configuration ] 47 > al M FE /RS ET,
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1. U FOFIEOWTNNEEITLET,

ANZzERDHT-H, INJEZASILTEDHY DSN DFEEEZ AT T L.
Enter ¥ —Z L TtfTLET,

ANERDONTH, Y Z AL TEAZY DSN 23 EL . Enter %
—Z ML TRIITLET,

FATSNDA AT DFEMIZHOWTE, LRROFIEDOER LS L TIZS
Uy,

[Encryption Configuration |4 7" > ar NERSIET,
2. UTOFHMEEELET,

Master Key: 7 — X X— R ZKHNS DT — X bE 5L 957212
Mo~ 22 F—2 ANHLES, 774V TIE, v AZ F—DfHEIE
MasterKey (iR ESILET, ZDF—I securestore.enc 7 71 /WK
SIVET, ZDO 77 AV <install_location>/arcot/conf (ZHVFE T,

ALV AN NV AE T—DIEEE LT H551E, FILWT A F—
DAE T securestore.enc 7 7 A /L& AR THMLENRHYET, FHMIZ
DUVTIEL, [CA Strong Authentication FEEHT AR |5 TZEW,

Wt 7 — S WAL BTN — =T £ a7y B a—
(HSM) Z T BB A1 Ty 2 ASILET, V7 by =7 W5 { LA T
THEEE, IIZANLET, 208 LU FO HM ff i A%
BEEDIEE A,

Luna HSM ZA{# 9235813 1] . nCipher netHSM 1 F4-535-& 1%
21 ANNLET,

HSM PIN: HSM (285t 9 D7-DIfE SN D /XA —R &2 AL ET,

Shared Library: HSM {25~ 97% PKCS#11 2457 A 7 FU ~Diffast /<
Ao

Luna (libCryptoki2.so) 33X TF nCipher netHSM (libcknfast.so) D413,
T AINDHEFSAL T IV F—2E AL ET,

Storage Slot Number: 7 —# Ds 512 fE H S5 3DES & — 3ELE
95 HSM A2k, Luna DT 74 /LML 0 T, £7-. nCipher
netHSM D5 7 4L MEIX 1 T,

7 HSM /XTA—%1EIZ. <install_location>/arcot/conf {Z&5
arcotcommon.ini 7 7 A /UZFRERSILE T, A AL RICZNHOE
HEET LG AR TR ET 7 AV BIOT 7 v ar | OBBIZE
V), arcotcommon.ini 7 7 AV EREL F T,
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Enter ¥ —Z##L THifTLET,
[Pre-Installation Summary | R F RS ET,
FRINT- B OFEMZ MR L | Enter X —Z2 ML TRITLET,

FROFATNIEFIZ5E T T 5E, [Installation Complete] At — 735
RENET,

Enter ¥ —Z L CTAV AN—F& K& TLET,

T TIPNRERRSNSGET, [ AN=TN KT 7 AN =) =T
V7T D) B RIS D L E RS L5 G 1DV ET,

UTF-8 AR — 3 AN o T DZE AR L E T,

a. <install_location>/arcot/odbc32v70wf/odbc.ini 7 7 A /W ENIL £97,
b. [ODBC] BV arz /oI ET,

c. IANAAppCodePage=106 = NINZDEI L aNlHbHl La ML E
7

d. ZOZURIN2WNEAIT. BINLET,
e. 77ANERIFLTCHUET,
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1 DHDVATLTDAAN—ILEDRARY

O ar TR L FDOA L AR— V1 DOFNEIZ OV TR L £,

1. 7 —FX—RZXZYF DT (107P.)
2. T—HR—=R By YT OREGE (69P.)
3. TV r—var — D% (109P.)
4, FHa Y — VDR

5. EHaL Y — L OMER

6. ‘EHL Y —)L~Dus A J5ik (81P.)
7. VATLDT —hANT T (83P.)

8. CA Strong Authentication T—/ DL HE)
9. AL AM—/L DR (86P.)

10. =—H% F—& F—E 2D JEH

D INSLDOA AN DHF AT ESE T LTZ5, [CA Strong Authentication
Java SDK LT Web Hr—E 2D E | DFEDFIZHES T, Java SDK FB8E W

Web Y —E ADRELZITVVET,

106 1 ¥ A bF—Jv H4 F (UNIX 77 7 F 7 #—21H])
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FT—RR—R ZFx—TDERK

CA Strong Authentication {213, CA Strong Authentication 7 —#\—ATAF
—~ B L THIIREM 2R E T 5 SQL A7V 7 RS R L TVET,
RDOFIBIZHE>TIZELY:

1. T —HR=RABA TS DATV T SIS T 7 4V E % O
T, T 7 AH/NVOGFTILL F OBV TT,

(Microsoft SQL Server M¥54) <install_location>/arcot/dbscripts/mssql
(Oracle & —#X—2ADA) <install_location>/arcot/dbscripts/oracle
(IBM DB2 UDB D¥54) <install_location>/arcot/dbscripts/db2

(MySQL D¥5#A) <install_location>/arcot/dbscripts/mysql

2. TR AR — I LA AL, L FONF TR 7 M EAT LU E
R

a. arcot-db-config-for-common-8.0.sql

EE: Risk Authentication 8.0 &1 AN—/LiF DA 14, Risk
Authentication 8.0 DAL Ah— /LIFIZ T TIZFEITL TWAT0D
arcot-db-config-for-common-8.0.sql & 321 TL72W TL/Z &V,

b. arcot-db-config-for-webfort-8.0.sq|

X AZVTROETRICET =R AL A 1T GERMEREZ R > THD7)
EONEMERLET,
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TFT—RAR—ZN YT T DFER

W2 T —H R R ATV T N FAT LI | arwfutil > — /L& LT, A%
—NIELLY—RENTWAZ LA LET

RDOFIEIZHE-TLIEELY:

1. a~v R 7 7h o Ruafisdd,

2. LUTOGFTICEEILET,

<install location>/arcot/sbin

3. aw R a7 C U TFToa~vrReATILET,
./arwfutil vdb

ZDa< U RIZEY, <install_location>/arcot/logs 7 (L 7 FJIZ
arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L HMERL SV E T,

4. THXA T 4H T arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A /L% i,
LFOEAT DX N afERLET,
ARWF* FOUND

INHDATIX, T —F_X—=ZA NIEFITEY Ny TSN R UET,
5. arcotwebfort-vdb-<dd>-<mmm>-<yy>.txt 7 7 A VA FAC T,
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TIVr—ay $—n\a2E&ET 54

Java 7h—

nXI:E

a2—W F—H P —E R (UDS) BLOVEH Y — /UL, Web _X—ADT 7'V/r
—2arTHY, L FOT7 7V r—ay = _E R —hL TV ET,

m  Apache Tomcat

= |BM WebSphere 77U/ —3 a2 H—X

m  Oracle Weblogic Server

m  JBoss VU —my =N

UDS BLOVEH =Y — /L WAR 7 7 A NVET IV r—ay h— 2B T 5

HiTlZ. CA Strong Authentication 7 7 A /L& IDBCJAR 7 71 /L %, BE DTV
br—ay Y— R EOmEY AT ar— 1L £,

m FJE1: Java m—2ADE (109P.)
n FE2: TV =gy = RADT —HR— AT IEA T AL Dat’

—

. FE3: 7TV —ar —s3 D IDBCJAR DL —
»  TJIE 4: (Oracle Weblogic 10.1 {Z447H) Enterprise Archive 7 7 A /v DYERL,

BRULI2T 7V —ay — N2 UDS BLOVEE=a Y — /LD WAR 77 A /v
Z B3 DHNIZ, JAVA_HOME BRIRZ AT EL CWAZ LA LET,
Apache Tomcat D54, JAVA_HOME % ffi L T % IDK (Zxf)i 775 Java 7=
— AT ALV IR ELET,

F7-. PATH BREEZ5501Z SIAVA_HOME/bin 280 F T, Edleiol-Ba . &
Ha vV — L BLXREOMD IDK R FEI L A — R "SRR EN L2V AT R fiz’»é?)
Di—d‘o
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TI)r—30 —I\ADT—EIR—XA TR T7/)LOIE—

Tomcat

UDS B LU CA Advanced Authentication TlX, 7 —#X—R|ZT 7R T 57~
DI T D77 ANnEERALET,

libArcotAccessKeyProvider.so, L FDGATIZHD £7,
<install location>/arcot/native/<platform
name>/<32bit-or-64bit>/

arcot-crypto-util.jar, LA FOGFTIZHVET,
<install location>/arcot/java/lib/

ZNHD T 7A)V% | CA Strong Authentication ZJEFAL7=7 7V 7r— gy H—
N EO Y7 A — 3 AN ERH D ET,

RDFIEIZHES> TSN

1.

2.

LR DT 4L Z7RJIZ libArcotAccessKeyProvider.so 7 7 /L &2t — L £97,
» RHEL DIFE: <Apache Tomcat THH] 75 JAVA_HOME>/jre/bin

arcot-crypto-util.jar 7 71 /L% <Apache Tomcat T/ 75
JAVA_HOME>/jre/lib/ext T 4L 7 NIZat’—L £,

libArcotAccessKeyProvider.so 7 7 A /LRt —Xi5T AL 7RI
LD_LIBRARY_PATH # X EEL =/ AR —hLE T,

TV —ay = _EREELET,
EEBODAL ANV ZRID—BrELTT IV r—ay — RO RS
DB ET, TV r—ar S — "\ Z R8T 582 RN NRIC

M D213, FESEZVLEETHREDF AT FLTUIRIZ 1 B FEH)
Lij‘o
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IBM WebSphere

ROFIEIZHHTLIESLY:
1. WebSphere Administration Console {22274/ L ¥ 9,
2. [Environment] %27V 7L TH 5, [Shared Libraries | 227Uy 7 L %9,

a. [ScopelNay 7 X nn, B lftEdiH ARl E9, Aa—7
WX, TV v ar BRT AR =N =R E END
VENBHDFET,

b. LFIZ2Vy7LET,

c. ZHiEANSILET (Fz&41X, ArcotINI),

d. VIARZEIRELET, ZD/SAIL, arcot-crypto-util.jar 7 7 A /L ME
TEL, 77 ANVADE ENOG A EL CWARENHVET, 2L IT,
<install_location>/arcot/java/lib/arcot-crypto-util.jar 72 & T3,

e. INNDTAT IV A ATILET, ZO/RAL,
libArcotAccessKeyProvider.so 7 7 A /L D3 A5 AT & L TWVO\D LN D
nET, 72X,
<install_location>/arcot/java/native/linux/<32bit-or-64bit> 7 4L 7 K
72ETT,

f. DEH]ZZUy7LET,
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3. =NV DITAT—F R ELET,

a.

h.

[Servers]-[Server Types]-[WebSphere Application Servers] &2V~ 271
E3r

[Application Servers] C. fX ENTOIIZ T — OFREN—INIT 7
TALET,

[Java and Process Management %277 C/>5, [Class Loader | %7
Uo7 LUET,

(R &2 277 %9, T 74/LhD[Classes loaded with parent class
loader first | 23R T, [OK] &7V 7L ET,

HEVER SN2 A2 a—& ID 27Uy LFT,

7 A a—X4 D[ Configuration]»X—""C, [Shared Library References]]
IV LET,

[Add]Z2Vy 7L, ZOFNEOFPH-TIERLI-IEH T4 77V (720X,
ArcotINI) ZIRL T, [Applyl &2V 7 L E7,

KHEERFLET

4, LLFOF 4L ZRJIZ libArcotAccessKeyProvider.so 7 7 A /L&t — L %7,

RHEL D15 : <IBM WebSphere T/ 75 JAVA_HOME>/jre/bin

5. 77V r—ary —~"miiEEL £,

FRODOA A=V ZAT DB L TCT IV — gy = RO B E)
DBV ET, TV r—ay S — "2 EET 5 R/ NERIC
M D213, FEESEZVLEETHREDF AT FLTUIRIZ 1 B FEH)
L/ij‘o
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Weblogic

RO FIEIZHES TSN

1.

N o v &

10.
11.
12.

LA F DT 4L ZRJIZ libArcotAccessKeyProvider.so 2t —L £9°,

m  RHEL MIFE : <Oracle Weblogic 1> X5 X TR 95
JAVA_HOME>/jre/bin

libArcotAccessKeyProvider.so 7 7 A /L Rt —XiHT AL 7RI
LD_LIBRARY_PATH # X EL =/ AR —hLE T,

arcot-crypto-util.jar 2 <Oracle Weblogic 1> XXX TR 75
JAVA_HOME>/jre/lib/ext 7 4L 7 IZa —LE7,

WebLogic Administration Console (227 A L F9,
[Deployments [ IZEEIL 97,
[Lock and Edit |47 v araH L ET,

[Install]Z2 V271, arcot-crypto-util.jar 7 7 A /L NN &FNDHT (L7 RIT
BEILET,

[(RAN]E7V I LET,

[Application Installation Assistant ] [ 23 # &A1 E T,
[(RAN]EIV I LET,
[Summary ] R—UNFRENET,
[(SET1&7V>7LET,

BHREEANMILET,

TV —vary = HEHLET,

EBODAL A=V ZRID—BrELTT IV r—ay — RO E)
DB ET, T r—ay S — " Z R85 82 R NRIC
MR DI, FEEZE LELETDIREDF AT ZFELT U142 1 Bl E)
L/i—a‘o
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JBoss 7 ) —i 3> H—N

ROFIEIZHED TSN

1

PLFIZ%FL T libArcotAccessKeyProvider.so 2=t —L $7°,
s RHEL DG4 JBoss_JAVA_HOME/jre/bin/

ZZC. JBoss_JAVA_HOME X, JBoss 7/ U/r—ay Hh—sN f L AKX A
IZE > T SIS JAVA_ HOME 2R L E T,

<JBOSS_HOME>\modules\advauth-admin-libs\main\ £\ )7 4 /L X #&i&E%
YER%L . <ARCOT_HOME>\java\lib 7>5LL FD JAR 22D 7 /L X ([Zak’—L
E3r e

m arcot-crypto-util.jar
m  bcprov-jdk15-146.jar

[F U7 4 /L4 (<JBOSS_HOME>\modules\advauth-admin-libs\main\) N2
module.xml LV OAFITT, LA T O3 —REFOT7 7 A /VEVERRLET,
<?xml version="1.0" encoding="UTF-8"?>
<module xmlns="urn:jboss:module:1.1" name="advauth-admin-libs">
<resources>
<resource-root path="arcot-crypto-util.jar"/>
<resource-root path="bcprov-jdkl5-146.jar"/>
</resources>

<dependencies>

<module name="javax.api"/>
</dependencies>
</module>

TV —ary = "EREELET,
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T T —,32 H—/3AD JDBC JAR DE—

Apache Tomcat

IBM WebSphere

CA Advanced Authentication, UDS, > 7 /L 77 U/r— a3, CA Strong
Authentication @ Java {RIFL IR—FK L N THY, T —H_X—AITHEGET D728
IZJDBCIAR 77 AN MBELET, ZNODT7A/WET TV r—ay $—
NZae—LET,

U TV T vriar TRENTWAFIEEZFEITT SR, IDBCIAR X7
L —RLTWAZEZRERL TLIEE N, AR —RE3 TV 5 JDBC JAR DEEAHIC
DONTIE, A AR L O | 2B R TLEEW,

LUFD®7var Tl 7 =2 =X ZH4EE72 IDBCIAR ZLL FOWT DT
TVr—ar = \Zat =3 5720 D FIMAIC OV TEL £,

m  Apache Tomcat

= |[BM WebSphere

m  Oracle Weblogic

m JBoss 77U —Tar =

Apache Tomcat > Ah—/L 7 4L JI|Z JDBCJAR 77 A VA2 —3 5051k
1. IDBCIAR 77 ANEH T a—RLUTGATICBE L £7,
2. JDBCIAR 77 A /Vaat’—L T, LA FOT AL ZIZHEOfHT £,

m Apace Tomcat 5.5.x DIFE : <TOMCAT-HOME>\common\lib

m  Apace Tomcat 6.x B KUV 7.x DIFGE : <TOMCAT-HOME>\lib

F721%. IDBCIAR 77 A/VINE £i1H /X A% Classpath Brlm A 5B INL £
7

3. Apache Tomcat Z FHiCEIL £,

IBM WebSphere (Z JDBC JAR 7 7 A /L&t —42 J5%
1. WebSphere Administration Console |27 A L %7,
2. [Environment]Z 27U 7L Th>b, [Shared Libraries |27V 7 L £,

a. [ScopelRuy 7 H o inn, HRh7e al &AL EIRLES, Aa—7
WZiE, TV v ar BRI AR =R =R R EEND
ENHDFET,
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e.

[New]Z&2ZUo 7L FET,
&1 ANILET (7=¢ %1%, IDBCIAR),

DSAINREFEELET, ZD/3A[%, IDBCIAR 7 7 A /L IMELET D
A, 77 AN B ENTWALENHYET,

[Apply 227Uy 7 C, BEEFAFLET,

3. V=N DITAO—HERELET,
F: A= R BB B0 FIRFIE 2: 7V =gy PR
DF —H_X—A T IHEA T 7AD" — (110P. )| D FATRHAER LT-%
DEFHATEET,

a.

[Servers]-[Server Types |-[ WebSphere Application Servers | (Zf 8L £
7

[Application Servers] T, B EZTO— SO EN—IIIT 7 EAL
ESp8

[Java and Process Management] %2717 L TH>5, [Class Loader %7
VoL ET,

[New]&27U>27LFEd, T 74/L b0 [Classes loaded with parent class
loader first | 23R T, [OK]ZZVv 7L ET,

HEVERSNT-95R B—4% ID 227Uy 7L F7,

77 A 1m—4 D[ Configuration]*—""C, [Shared Library References ]
A ZAVEI

[Add]% 27V 27, [JDBCIAR]ZEIRL T, [Apply] &2V v 7L ET,
ERERFLET,

4. IBM WebSphere ZFitEIL %9,

Oracle Weblogic

Oracle Weblogic Server (Z JDBCJAR 7 7 A /L&t —4 % J5k

7 : Oracle 7 —# _X—Z%&ff FHL T\ %454 . Oracle Weblogic Server (X7 7+
JURT Oracle 7 —#_X—2% YV R—KLTCWADT, ZOI7ar TS
TWAREEATOMEIIHVEE A,

1. JDBCIAR 77 ANELLFOT AL 7 IZae’ —LE T,

<0Oracle WebLogic 7 > %2 > *<f}ifi+ 3 JAVA HOME>/jre/lib/ext 7 1
Ly bY,

2. Weblogic Administration Console (2227 A LE7,
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8.
9.

[ Deployments | IZREEIL 9,
[Lock and Edit |47 > a ZH ML ET,

[Install]Z27U>27L"C, IDBCJAR 7 7A/VING ENDT AL 7 I EIL £
£

[(RA]JZ7Vy I LET,

[ Application Installation Assistant ] [ 233 /R SALET,
[(RA]JZIVy I LET,
[Summary ] " X—U R ERSIET,
[SET122Vy7LE T,

BHEEAMMILET,

10. Oracle WebLogic Server Z FiEEIL £9°,

JBoss 7T r—3> H—

RDFIEIZHE> TSN

1.

LB DY =AML B2 IR X T a—KRL, XU u—RL2GATc S
#HLET,

DT FIVH T <JBOSS_HOME>¥modules¥advauth-jdbc-driver¥main¥ &\ N9
T A NEREE AT . DT 4/VF N IDBC Jar 7 7 AV A=A —LE T,

[FIC 7 4 /L% (<JBOSS_HOME>\modules\advauth-jdbc-driver\main\) PN{Z
module.xml LV OAFITT, LA F O3 —REFEOT7 7 A /VEVERRLET,
<?xml version="1.0" encoding="UTF-8"7?>
<module xmlns="urn:jboss:module:1.1" name="advauth-jdbc-driver">
<resources>
<resource-root path="<JDBC Jar Name>"/>
</resources>

<dependencies>

<module name="javax.api"/>

<module name="javax.transaction.api"/>

</dependencies>
</module>

3¥: IDBClar 77 ANV ZFREL CDA X7 CI<IDBC Jar Name> | ZHREL £
T,

5 : sqljdbc.jar

TV —vary =" mHEBLET,
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F|IE 4: Enterprise Archive 774 JLDYERL

Weblogic 10.1 THZ

CA Strong Authentication |21, Bl Y — /L B2 —W 5 —X $—E 2
PR TAT-OD WAR 77 AABMTIBL TWET, D77V DOIER %
EARIZAEH LT, ZD EAR 77 A /VE B THIENTEET,

LUTOFIECHNET,

1
2.

a<w RN Iar N Ry EREE T,

<install_location>/arcot/tools/common/bundlemanager 7 L 7 FIZf )
LET,

LA FOza~2R%f# LT bundlemanager > —/LZ34TL . EAR 77 A /L%
TERRLE9,

java -jar bundle-manager.jar -ear <filename.ear> -warlList
<war file name>

X B~ RO <war file_name> X, EHLoL ) —/L D EAR 77 AV
ZHE T A8E 1T arcotadmin.war, UDS @ EAR 7 7 AV &N A A1,
arcotuds.war |[ZEZH#iz F9°,

Z DO~ R <install_location>/arcot/lava/webapps (Z EAR 7 71 /L&A
LET,
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A—H FT—2 —E XD ERH

CA Strong Authentication I%, VL—aF /L 5 —Z_X—Z/)5 F7213 LDAP V-
— NP EEL—Y T —RIT I RALET,

a—W F—& P —E 2 (UDS) 1 9 5HIZIZ, arcotuds.war 7 71 /L% JEBBH 3
HLBENRHOET, ZOT77A/ITLL TIHB AT TEET,

<install location>/arcot/java/webapps/
RDOFIBIZHE>TIZELY:
1. 77V r—vay —\0iEll7e T 4L 7 hIZ arcotuds.war ZEBL £,

I RBEFIEZ EHL TS T TV —vay =Nk TRV ET,
SR FIEICOWTCE, TV —vay R UL —DRF 2 A N
ZHLTTEENY,
7=& 2 1%, Apache Tomcat D& 1. <APP_SERVER_HOME>\webapps\ (2
WAR 77 A /L& EBALE7,

2. (WebSphere M&) 77V ir—ay 77 A/VINE#H SN DHE, UDS 7T A%
BE—R2J0IcRELET,
a. [Applications]-[Application Types]-[ WebSphere Enterprise

Applications | \IZFEIL . [UDS Settings ] [ 27 7 AL £,

b. [Class loader order]C. [Classes loaded with local class loader first
(parent last) |47 v al AEIRLET,

c. [WAR class loader policy ] C. [Single class loader for application] %1%
WLFET,

d. [Applyl 27Uy 7L,

3. TV r—rar =" EELET,

4. UDS NIELLBHARLIZINE DD EMERE T 2121E, L FOFNEICHENET,
a. AT OSGENIBEIL £,

<install location>/arcot/logs
b. EEDTT 4% T arcotuds.log 7 7 A /L& BlE, LL FOIT& RO E
B

User Data Service (Version: 2.0.3) initialized successfully.

ZOFTIE, UDS BIEFIZRBISNIZZ L2 R L TOET

3E: FATAL BLTVERROR Ay —U A A I3 MERR L TR L £, THIL
72V VRTBIZES 9% WARNING Ayt —U 33 N CTHERL £ T,
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N @ # — Y12 CA Strong Authentication % JEBH ¥ 5 Jji2:

BN H—/\IZ CA Strong Authentication #3545 %

CA Strong Authentication H— NEBIOVEFRLa Y — VA AL AN—/LLTZIZIZ,
I AT BB COBIND Y AT MIZ DDA R — R (oA AR—)L
LET,

1. CA Strong Authentication 1> AN—7T& 5 Installer.bin 7 7 A /L% Ol
7

2. UUTFoa~wr Rl T A AN—F%FTLE T,
sh CA Strong Authentication-version number-<platform
name>-Installer.bin

AV AN—=TIZEDA L A=V DHEfE B AESIVE T,
3. [Choose Product Features]E[HINF /RSNDET, [1 DH DUV AT L~D
AL AR—/L (93P.) | CRRBHSN WD FIRA FEATLET,

4, AAP— LT HALIR—RUPEEIRLET,
5. FIE 12 6FNE 19 12> T A AR—VE25E T LET,

STV TIT)r—i a0 EH

W7 T I — a1 T, CA Strong Authentication DA > AN—/L
DL TWAZEZ R CEET, £, o7 77— a3 o
HreDOB A2 RLUET,

n R —rT7a—
m  Java API ZfE L T TTCEHH R
m  CA Strong Authentication &7 7 U/ r—sa O &

UTDOFIRIZHENET,

1. LA T DA 5 CA Strong Authentication
version_number-sample-application.war 7 7 /L& L £7,
<install location>/arcot/samples/java

2. VTN T r— g wBREL £,
3. UTFTOURLEFEHL TN TV — a7 78 ALET,

http://<host>:<app_server_port>/CA Strong
Authentication-version_number-sample-application/
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BN @ ¥ — ¥ 1S CA Strong Authentication # Ji£Bf + 5 Jjik

YT TIT)r—2a3> DBIEY—/I\DETE

W T T r—al b CA Strong Authentication t— 3% B 70 BT AT A
(A A=)V LT BT, BERELITONERDHVET,
UTDOFIBIZHREWNET .

Web 7 I0F UL ROV TN T TV r— a7 7 ALET,

1. FES —Tar v 4R T, [Setupl-[Server Connectivity] =27V 7 LT,
[ CA Strong Authentication Server Connectivity | <—ZB& £9°,

2. LT ORITRTESf STA—ZDEETEELET,
F INBDONRTA=HEE AU TER LR E L, BIEDO By a ATkl
THHTY, VoI N TV r—ar T3 7 7V r—vary — e
REL-85A0T, HEZNRLOMEERELET,

F7%IVh
TA4—IVR Description
A I& p

IP 7RL A localhost | CA Strong Authentication H-—/3/3FI]
TREZ RS AT LDRANMG E-1Z 1P TR
Ao

NN 9742 PRRER KU T — B R0 H AT REZR
A=k,

Maximum Active 64 YT T g Nl Lo TAT

Connections FURASNTET — H R — ARG D e K
.,

3. [SetUpl&aZUw /LT, #nafELE T,
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Chapter 10: /L >k E—K /2R b—)L%
EITI DA E

CA Strong Authentication &1 > Ah— L L7141, AL b A A=V 5
LT, 2 R—R N B EA LV AN—/LTEET, AL A Ah—
LTI, 22— PICLD B ER L CAV AR 5E T LET,

UTaEATILET,

1.
2.

P AL U AV AN—IVDIHARTA L Z R L ET,

CA Strong Authentication 75 Ak A7 L7)>5 CA Strong Authentication 7' 1
INT 4 TyANEar’ —LET,

CA Strong Authentication DA AR—)L AT 4T %7 /3T 4 77 A )L &[]
CHATicae —L £,

CA Strong Authentication > AN—FD 7 /T 77 A )VEETLET,
CA Strong Authentication > Ah—F%FEITLET,

AL E—F A2AN—ILDHARSAY

P AL N A A= VEBAET DR LLFDOHTARTA L B LE T,

T I HIVK T aRT S T ANEETETDHEN, 7T v LET,

IRT AR S (=) BXOVSTA—=ZDEOBIC, L TR 7R AR —
REBMUNTLIE SN,

BEEHI, T7ANERFLET,

BE: VALV ANV THASNAINE T 7 AN E AT HT2012, T-r)
F T a A EL CTA U A= DELTARET 7 A /L& FATLIRNTLESNY,
BAIDA L A= IVEHNERRSND T 7 AV h 03T 7 7 A )V D I Af 4
HLERHOET,
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F7 I Ta)xNTF 4 7 7 4)b

—

ok

THILE T0NT4 T7AIL

T I AN T RT 4 T ANNONRT AR BT T HITIE, THFAN =T 4%
ERERALET, 774N NTGA=FT DAL A=V HFIZ A ST
WENKMLUET, 774V 7T T AV, RS R EEEMT T B
TNWDNRTA=ENHVET, 7221, 7T —FX—RA/RRAT—R | v AKX F—
BEIOYHSM D PIN [ZBH T 5 /3T A= K728 TF, TNOICH#EYREEZ R EL
3

CA Strong Authentication 7'/ 7 77 A /L DT 7 4 )V DL RIB I ONGATIE
PLFDEBHTY,

Name
installer.properties
5T
strong_auth_home/

strong_auth_home
CA Strong Authentication D A2 Ah—/ L NRAZFREL£7,

AL A= VERE TEFe T HITIL, CA Strong Authentication A2 Ab—TF D7 11
RTY T7ANEERLET,

DT FANNDLLFDT 7 4/Vk 737 A—4 T, CA Strong Authentication ™
BANDA L A= VR — YR AN LT G M FEESILTOET,
CHOSEN_FEATURE_LIST
£ YA b= s NAHEEED A Y RXY)D Y A b 2IEEL £ T,
Er el FTo ey cT,
WEFSRYV - CA Strong Authentication ¥ —/V

CA Strong Authentication ¥ —/V -Jif, 7o v 3 =7 REs L FH—
WA YA Y AOER E4T ) —

WFSDK - CA Strong Authentication Java SDK # & U* WS

CA Strong Authentication ¥ — /¥~ D J¢4T, #RaF. B LUOREOV 7 = 2+ %
ARSI T 5 JavaSDK 8 & U Web H— 1t %,

WFAPP - CA Strong Authentication ? % ¥ 7 )V 7 7Y 5 —¥ 2 »

JavaSDK DA Dl 2 kT Web S — 2D 7 7Y ¥ —v 3 ¥
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F7 AIV b TaxNTF 4 T 7 4L

ADMIN - EH 2 v Y —1
Y N R RS E 5 2 D Web N— A D 2 ¥V —)L,
UDS- 1 —¥ 7F—4 $—¥ %
Jb—>3F N F—4~—2 (RDBMS) 7 1 L7 VU #—¥ (LDAP)
KED, EEEEELATOI—F YRS PYET I AT SR OHLAL
J& .
USER_INSTALL_DIR_SILENT
CA Strong Authentication ® 1 ¥ » b — VG # fgE L = ¥,
ARCOT_DBTYPE_SILENT
HEEN TV R T—IN—205 4 T 23_EL T,

H%h7E{E: Oracle. Mssglserver. db2. Mysql

T5AT) T—EAR—XDFHH

TIASY) T —=E_XR=AL, L DT —F_N—AFEOFE A HY £,
ARCOT_CONFIG_PRIMARY_DB_SILENT
TIARY Fe I N ARBEE AT S E ) EEEL E T,
HINHE: true. false
ARCOT_PRIMARY_DSN_NAME_SILENT
TFT—IN—=20DF—4 J—ALZ5I_EL 7T,
ARCOT_PRIMARY_DATABASE_SILENT
T—I RNR—=2A 4L Y25 VY ADLHT2I_EL £ 7,
ARCOT_PRIMARY_SID_SILENT
Oracle 7— 4 ~"— 2D SID #fgElL £+, Zofho 77—y ~—2 %4 7T T,
FHECFEFLCLE T,
ARCOT_PRIMARY_TNS_SERVICE_NAME_SILENT

Oracle 7T— 9 X— 2D INS H—¥E AL %IgEL T+, ZO/poF—sr N—2
Y47, FHCEECLE T,

Chapter 10: % 4 L ¥ b E—F 4 ¥ 2 b —)b £ 37 ¥ 5 Jjik 125



F7 IV FTa)xNTF A4 T 74

ARCOT_PRIMARY_HOST_NAME_SILENT

F—yN—A F—NDF AL EIEEL T,
ARCOT_PRIMARY_PORT_SILENT

JEELRET— I N2 { Y ALY ADK— P FHEEIEEL T,
ARCOT_PRIMARY_USER_NAME_SILENT

T—IN—2 I —HFLZEIREL T,
ARCOT_PRIMARY_PASSWORD_SILENT

JEELEF— I N2 2L DN AT —FEfREL £ T,
ARCOT_CONFIG_BACKUP_DB_SILENT

NI YT T Fe N A g REE AT E ) raIEEL T,

BINEE: true. false

NI T T T—ER—ZADFHH

NPT T T —=B_X=AL, LLFOT —F_X—AFHEOFEMAHV E T,
ARCOT_BACKUP_DSN_NAME_SILENT

F—IN—ADF—4 VAL EREL £ T,
ARCOT_BACKUP_DATABASE_SILENT

F—YN—A L VAL Y ADLFEIREL £ T,
ARCOT_BACKUP_SID_SILENT

Oracle 7—4% N— 20D SID 235 L £ ¥, 2 Ofho F— 9 N—2 & £ F T ix,
FHCEFELFE T,

ARCOT_BACKUP_TNS_SERVICE_NAME_SILENT

Oracle 7T— 9 X— 2D INSH—E AL %ziEL I+, ZTOo/fHoT—sr X—2
g4 Tk, FHLFFLEL T,

ARCOT_BACKUP_HOST_NAME_SILENT

Fef N A H—NDKAPLEIREL T,
ARCOT_BACKUP_PORT_SILENT

JeE L ETF— I R—A [ YA Y ADFE—FFDIEEL £ T,
ARCOT_BACKUP_USER_NAME_SILENT

Fey N R 2L EIEEL £ T,
ARCOT_BACKUP_PASSWORD_SILENT

BRELATF— I N A 2 F LD NAT —FEREL £ T,
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F7 AIV b TaxNTF 4 T 7 4L

==L DEEH
T = A= ZADE SO A UL FIORLET,

e W E- A Ny E Vg FaSl NVE Ve
ARCOT_ENC_TYPE_SILENT

5o TN E4REL £ ¥,

EINT{E: software. nfast. chrysalis
ARCOT_ENC_DEVICE_NAME_SILENT

N—F Y =TRSO 754 244 545 L £ ¥,
ARCOT_KEY_LABEL_SILENT

~AY x— TN EEELE T,
ARCOT_HSM_PIN_SILENT

HSM O € {5 2 frE L ¥ 7,
ARCOT_HSM_SHARED_LIBRARY_SILENT

HSMALEF 7 4 75 ) DEes 2 24/EL & 7§,
ARCOT_HSM_STORAGE_SLOT_SILENT

HSM @ [Storage Slot Number] #3gE L ¥ ¥,
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FAL Y b A YA D=L g EFT B I

ALV AV A= ILERITI HAE

CA Strong Authentication Z— | ZLAE/E/R L TA L A—/L 95120, A
Lok AV A= VB EITLUET,

RDFIBIZHE>TLIZELY:
1. CA Strong Authentication > Ah—F% 3 TLE T,

CA Strong Authentication DA AN— /L FEITR[RET 7 AL BIL O T 1371
TyANEaAE — LIz T AL IR T L FOa~< REEITLET,

installation media -f installer.properties -i silent
Installation_media
CA Strong Authentication ® 1 ¥ * b —VSATA[RE7 7 4 W #f/E L %
¥,
D NT 4 T ANVIBA ANV AT 4T ERICT 4V NI NICAT
TELZ2WGAIE, TOSHMERRELET, FIEUCAR—ANEENT
WHGEIE, THEGIAMFEEALET,
-i silent
A YAN—F5H 4L Y PTRITFEND L) EFREL £ ¥,
P

installation media -f /opt/ca/arcot/installer.properties -i
silent

AVAN=NADPIEEVET, A AN=TL, =N T 2T 77 AL T
FRELTe/"\T A—%7%f# L C CA Strong Authentication &1 Ah—/LL &%
7

2. CA Strong Authentication DA > Ah— /L& L £97,
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Chapter 11: Oracle RAC FH® CA Strong
Authentication @ % 5E

ZDOt s ar®FNEE., CA Strong Authentication C Oracle RAC Zfif 3535
BIZDHRFEITLET,
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FT—4N—A A Y Y T O

—

5 —

BAR—X RAD)TrDESR

F—H_—2 A7 NI, CA Strong Authentication 1> Ah—/ L FNED A A
M=% DZAIELTEITLET, ZOAZY T M EITI HREIIC, Oracle RAC
IZRLTERLET,

RO FIEIZHES TSN

Oracle RAC DI F —H 77 A )L NAZHERT AT T —F_X— |21
TAL L FDa<w  REFETLET,

SELECT file name, tablespace name FROM dba data files
ZOAR ROV TN E L FIORLET,

+DATA/qadb/datafile/users.259.797224649 USERS
+DATA/qadb/datafile/undotbsl.258.797224649 UNDOTBS1
+DATA/qadb/datafile/sysaux.257.797224647 SYSAUX

arcot-db-config-for-common-8.0.sql 7 7 AV ZBREFET, ZDT7 7 AL,
install_location/arcot/dbscripts/oracle/ 7 4L 7 ’NIZHV E T,

T7ANVNTLUL T DT RO £,

filename varchar2(50) := 'tabspace arreports '|| to char(current timestamp,
"YYYY-MM-DD-HH24-MI-SS') || '.dat';

ZDATELL FOITICEE ML FT,

filename varchar2(100) :=
'+shared location/service name/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

HLVTCLL T ZRITWET,

» shared_location %, I flJD FNE TR TSN T=a~ 2 RO EITIZ I AR
LT3t T =% 77 A0 RRAICEEHRZ FT,

m service_name % Oracle RAC A Ah—/L DY —E 24 |[ZE & HAZ F

X
LU FIZE E#OITORITT,
filename varchar2(100) := '+DATA/forwardinc/datafile/tabspace arreports '||
to char(current timestamp, 'YYYY-MM-DD-HH24-MI-SS') || '.dat';

AIVTH 77 ANERAFLTHE, 3ATLET,

130 4 “ A2 F—Jv 4 F (UNIX 77 7 b 7 #—2LH])



JDBC URL 9 &5

JDBC URL D& E

arcotcommon.ini 7 7-{/L"C. Oracle RAC TH 7R —hrI3L T 57T JDBC URL
FIRELET,

LUTOFIECHNET,

1.

TH AN =T 44X T arcotcommon.ini 7 7 A /VEBIEE T, ZOT AT
install_location/arcot/conf/ 7 AL 7 IZHVE T,

URL 7/XT A—H DA%, INl 7 74/ D [arcot/db/primarydb] &7 a5
EL, MEIZSU T [arcot/db/backupdb] E7 v a iZhiEEL £, URLZ
TR ADLET,

URL. 1=jdbc:oracle: thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO

ST=host name) (PORT=1521)) ) (CONNECT DATA=(SERVICE NAME=service name) (SERVER=DE
DICATED)))

11 -

URL.1=jdbc:oracle:thin:@(DESCRIPTION=(ADDRESS LIST=(ADDRESS=(PROTOCOL=TCP) (HO
ST=172.30.250.18) (PORT=1521) ) ) (CONNECT DATA=(SERVICE NAME=forwardinc) (SERVER=
DEDICATED)))

7 : Oracle RAC SR ESNTITAT VN THLG G, T XTD/—R&Z
DX TEHOET,

CA Strong Authentication > AN—FDFEITHIZFELTZT —H_X—A L
—73, Oracle RAC DT —H_X—RA 2—W LB BL 1T LU OFNEE
FATLET,

a. arcotcommon.ini 77 A/LNDF —F_R— 2 2 —WHIAERE LT L
EScI

b. DBUtil Zf L . securestore.enc 7 7 A /L NDT —Z~_N— R 2—
PRLTE A AL E9, DBUtl X,
ARCOT_HOME/tools/<platform_name> 7 4L 27 IZ&HVFE T, DBULl
DOAFE H FFIEIZ DWW T, Tsecurestore.enc 7 714 /L D FE FH B LT AR
ANT ISAT—ROFGE | 2B LTSN,

arcotcommon.ini 7 7 AV ELRAFL CEAL E 7,
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odbc.ini 7 7 4 IV O HHH

odbc.ini 77 ILDE#H

odbc.ini 7 7 A /WA I B/ T A—203E F4UE T, Oracle RAC D54 Oracle
RAC A > Ah— LIZ B4 5l odbc.ini 7 7 A VG E T HMLENHVET,

LUTOFIECHNET,

1.

3.
4.

CA Strong Authentication Z A > Ah—/)L L7 AT AT *.ora 7 71 /VEAE
RLET, 72&%1X. /var/opt/tns.ora TY,

T7AMZLL DT AJILET,

section name =
(DESCRIPTION =
(ADDRESS_LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = host name or IP address)(PORT = 1521))
)
(CONNECT _DATA =
(SERVICE NAME = service name)
)
)

1 -

fwdincrac =
(DESCRIPTION =
(ADDRESS LIST =
(ADDRESS = (PROTOCOL = TCP) (HOST = 172.30.250.18) (PORT = 1521))
)
(CONNECT DATA =
(SERVICE NAME = forwardinc)
)
)

7 : Oracle RAC SR ESNTI TAT VN THLG G, T XTD/—R&Z
DX TEDET,
T 7 ANVERIFLET,

ARCOT_HOME/odbc32v60wf/odbc.ini 77 A /L& TF AN =7 4 X CRAEE
7

WBE72 DSN B 73 a2 oW, L RO RTGA—=ERNEGENDI T AT
ThLET,

m  HostName
m  PortNumber

s SID
1l -

132 4 Y2 bF—Jv F 4 F (UNIX 77 7 F 7 #—2L0H)



odbc.ini 7 7 4 v O Fg

#HostName=172.30.251.251
#PortNumber=1521
#SID=an

6. LLFDNRTA=HZBINLET,

TNSNamesFile=ARCOT HOME/ora file name
ServerName=section name

-

TNSNamesFile=/var/opt/tns.ora
ServerName=fwdincrac

7. 77 ANVERGALTHALET,
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Appendix A: CA Adapter 2.2.7 FAMENEEE

CA Strong Authentication % Adapter 2.2.7 A > AZ L ALHEE T HITIE, IBIIO
WEEFEITTDHDMENHVET, ZDraOFNEIL, CA Strong
Authentication 2> R —RU MR T X TA U AR—/LE G, ELLFETSI TS
ZEEMERLIBICORFATLET,

ORI AT LFOR IR EENTWVET,

CA Adapter 2.2.7 A2 AX A0 H T (see page 136)
LDAP 777 A %5 §ik (see page 138)
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CA Adapter2.2.7 1 ¥ » % ¥ » D H ¥

CA Adapter 2.2.7 AV RAV AN EH

CA Strong Authentication (Z{J, Arcot-Adpater-2.2.7-Compatibility-Package.zip
TrANBEGEENTNOET, ZOT77AVONEEZEEFD Adapter 1 Ah—/L

BigElzar—LF9,

UTOFIEICHENET,

1. CA Strong Authentication-Adpater-2.2.7-Compatibility-Package.zip 7 71/

DINEZ— IR AT L £,
UTICED7 7 A NMAEEERLET,

arcotsm
WEB-INF
lib
arcot-common.jar
log4j-1.2.15.jar

arcotafm
client
arcotjsclient jso.js
vpn
controller vpn.jsp
WEB-INF
classes
jspStrings_en.properties
dbscripts
mssql

arcot-db-config-for-adapter-statemanager.sql

drop-adapter-statemanager.sql
oracle

arcot-db-config-for-adapter-statemanager.sql

drop-adapter-statemanager.sql
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CAAdapter2.2.7 1 ¥ » % ¥ 2 D Hi#

State Manager LA T DOJIHIZHHLET,

a.

C.

State Manager 2.2.7 B L7=7 7V /r—ay — R EOSATNICE
L . arcot-common-1.0.9.jar 7 7 AL ZHIFEL £3°,

7-L 2 1%, Apache Tomcat D& . ZOHA I
TOMCAT_HOME\arcotsm\WEB-INF\lib <7,

fER ST 7 7 A WAEE )| arcot-common.jar 7 7 A /L &
log4j-1.2.15.jar 7 7 A /VEZ DI — L9,

TV —=vary =" HEBLET,

LU F D XH1Z Authentication Flow Manager % 58 5L £97,

a.

RSV 7 7 A A arcotjsclient_jso.js 771 /L%,
Authentication Flow Manager 2.2.7 ZJEBAL7=7 7V — a2 H—
@ arcotafm¥client 74V Z | Za’™—L £,

72& %21, Apache Tomcat D¥FE . ZDOLHFIL
TOMCAT_HOME/arcotafm/client CTd°,

RS2 7 7 A VA7) | jspStrings_en.properties 7 7 /L%,
Authentication Flow Manager 2.2.7 ZBBAL7=7 7'V /r— a0 H—
- arcotafm\WEB-INF\classes 7 # /L% (a2t —L %9, 7=&z 13X,
Apache Tomcat D& ZOHHATIE
TOMCAT_HOME/arcotafm/WEB-INF/classes T,

T —HR— A ZF—~TLL FOFIEICHENET,

a.

State Manager & CA Strong Authentication (DA > AX L AN I BT —
HR— 2% L TWDEA T, State Manager (ZX>TEHA SIS T
— X~ — XN ARCMNDBERRORCODES 7—7 /L& Ry 7L E9,

ARCMNDBERRORCODES 7 — 7 WV &VERR L T T AT HAZI T D
— W EFITLET,
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LDAP 7 J 7 1 ¥ G4

LDAP TS5 A&tk

ZOw I arOFEIE L. LD FIFOBREDIHEITUET,

m  CA Strong Authentication DA Ah—/L & 5247 | Adapter 2.2.7 &3t
WZAE 95,

B N—=Ug 62X MD TXIZT T L —RUT=03, LDAP I 7 A L %8k
T FZDORIZT T T —RLT,

n RN—Uar6.2x 05 7.1.01 1T L —R LN, LLRTOV)— ATl
LDAP 777 A L X Gk L TN o T2,

CA Adapter 2.2.7 . CA Strong Authentication Z{# JH L 7= LDAP ZR3FZ A 30T
THEDICTTTA L EMHLET, Adapter 2.2.7 TSNS LDAP 777 A
>71 CA Strong Authentication CENET HXIITTHITIX, LDAP 777 AL %%
BT DMENHYET,

LDAP TS5 14 D & &%

LDAP 77 A4 0%, o) — )L L TR LE T,

UTOFIEIZHFENET,
1. VAFEHELL CEHa Y —Lcal A LUET,
2. [V—EABLIOY—RORTEIFTE2I7V0 7 LUFT,

3. CAStrong Authentication 7 %7 %277 IESA L CHHEEFRE]ID T
DLTFT ARGk 2B £,

BHASAALTFT A DB B NERSINET,
4. UITFO7 4=V RITEYIMEZFEELET,

Al TTTA DA,

m K7 /3R arwfldapauthplugin.dll

. RETTL—b T AN AT ANOT AV
Idapauthplugm -config.xml ~D/X2AZEIN_FF, BEH, ZOT7 7L
IX Install_Location/arcot/samples/xml/webfort 7‘/{1/7]\J IHVET,
»  UP_AUTH % [ FTREZ2A U M URRS [H AR — Rk SRA R MU A
MIBEISEET,

5. [BEKIRZ 27Ty UET,
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LDAP 7 3 7 4 ¥ 4

HBADTST AV DEE

BEE DT 77 A X, BIOKMBRICER ETDHIENTEET,

LUTOFIECHNET,

1.
2.

Ta— VB L CEB oY — iz A LET,
kAR 12 7R 7V 7 U, I A 2l Ak A R U ET,

E I CEINT DAL, AFM U4 —R T LDAP 12~y 7T AMLEND
DET,

AR O IGHE DR R SIVET,

CA Strong Authentication DFXES T X7 %7V 7 L, JERA L TLHEIERK
EIDTDOITIZT A E]EHIRLET,

[T T A OBGE JHHEAFRSNET,

(£ BTTUARDS, B Gk 70 LDAP 38FE7 77 A L B IRL £,

UP_AUTH %, [V —bFRIGA UM URRNG RIRUTZA RN UANMIE
BT FET,

(BT Ivh &7V L FET,
TITAPDIEF IR ESNT-ZEa T Ay —UNERINET,
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Appendix B: IBM WebSphere ~DE Y

—ILD

= ]

IBM WebSphere 7.0, 8.0, 33T} 8.5 (Z CA Advanced Authentication % i BH 9~

Bl
1.

2iE, LT OFNRICHENET,

EET AL I N % ROTAVIIICERLET,

<install location>/arcot/sbin

[source arwfenv] & AL, Enter ¥ —%ffIL"C SARCOT_HOME ER 52 H%
RELET,

EREHINCT DD, TV r—ary — " HEsELE7,

CA Advanced Authentication ® WAR 7 7A /L INGHHLL T OSATIZEEIL £
7

<install location>/arcot/java/webapps

arcotadmin.war 7 7 A /L& —WF 4L 7R Ica’—LEd, -2 1E.
opt/arcot_temp 72E T,

arcotadmin.war 7 7 /LONE &L £7,

/opt/arcot_temp/WEB_INF/lib 7 4L 7 NIZHiH &5 JAR DHE | LT D
JAR 7% IBM WebSphere TH:H 747 TV ZAER D720 1 IS E T,

m axiom-api-1.2.10.jar

m axiom-impl-1.2.10.jar

m  axis2-java2wsdl-1.5.2.jar

m  backport-util-concurrent-3.1.jar
m commons-httpclient-3.1.jar

m commons-pool-1.5.5.jar

m axiom-dom-1.2.10.jar
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axis2-adb-1.5.2.jar
axis2-kernel-1.5.2.jar
commons-codec-1.3.jar
commons-logging-1.1.1.jar
log4j-1.2.16.jar
axis2-transport-http-1.5.2.jar

axis2-transport-local-1.5.2.jar

7. IBM WebSphere Administration Console (2127142 LE9,
8. [Environment] %277 LT/ 5, [Shared Libraries ] #27Uv 7L %7,

a.

e.

[Scope] Ny 7" 20 nb | A7 rIRPEHIH 28 IR £, Aa—7
W TV = ar m BT 58—y = =R VE ENRD
VEPHVET,

Dokl a 20y 7L ET,
£ ANJJLUET (72& %13, ArcotAdminSharedLibrary) ,

JTANAEFEELE T, FME 3 THH L= X TD JAR 77 /LD
ARETFANE T ASIUET,

5] : Jopt/arcot_temp/WEB_INF/lib/axiom-api-1.2.10.jar
[Apply &7V C, BHEEFAFLET,

9. CA Advanced Authentication @ WAR 7 7 /L 035 ALL T DIGRTICEEIL £

TO

<install location>/arcot/java/webapps

10. 77V r—33 Y — 37 arcotadmin.war Z BRI $97,
11. L FOFNEICHES T, HETA T TV R ELET,

a.

[ Applications ]-[ Application Types]-[ WebSphere Enterprise
Applications]Z 27Uy 7L %9,

[arcotadmin_war] &7V 7L %9,
[References]&2 = C, [Shared library references ] %27V 7L %7,

[arcotadmin_war] %34 L. [Reference shared libraries] #2727 L %
ER

[Available ]V A2 5 [ ArcotAdminSharedLibrary | 2284 L, [Selected]V
AMIBESE £,

[OK]Z2Vy 7 L TRIEZIRIFLET,
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12. S FOFNEIZHEST, 772 a—Z DIEFBLIORI—ZHELET,

a. [Applications]-[Application Types]-[ WebSphere enterprise
applications]Z27V> 7L £7,

b. [arcotadmin_warl]Z27Uv 7L %79,
c. [Class loading and update detection]V> 7% 277 L F9,

d. [Class loader order]&27< 3. . [Classes loaded with local class
loader first (parent last) | 47" v ar ZiiR L7,

e. [WAR class loader policy |23z T, [Single class loader for
application] 47> al ZiRIRL £,

[OK]Z 7V L CREERIELET,
13. 77— ar RSN MR L £ T,

bl
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ZDOFFERTIX, CA Strong Authentication Ofif FIRFIZ R AE T 2 AIHEME R HH
TR DDA T TNy 2—T (P FIEICHOWTHRALET, F
TT N 2—T 47 N 71X, CA Strong Authentication D422 7R — Rk
IZHANWTEL T OIS TWET,

m AU AR—/L TT— (146P.)

m  Database-Related =7 — (151P.)

m  CA Strong Authentication ¥—/3 =Z— (154P.)

NFT N a—T 47 BAY % FELTTHHEIIC, CA Strong Authentication DEZ
T AN TEZT—INDHDENEIDEHEGRL TLIESW, T74/VR T, vy 77

A1F9 T <install_location>/arcot/logs/ T 4L 7 "NIIRFESIVET, LT
DF\Z, CA Strong Authentication IR — R DT 74 /VE B 77 A )V 4%

ENOE

CA Strong

Authentication 2R |77 AV 4 Description

—Xh

CA Strong arcotwebfortstar | 2D 7 7 A /LI, T XTOLHE)

Authentication —/3 |tup.log (F—N) T rvarnigkEnE
97, CA Strong Authentication
—EAREEILW A, MO
JRRZ R E T 272DIZZD7 74
IVORERNESLHET,

arcotwebfort.log | =D 7 7 A /L2, —/ ST

NT=T_RTOVT AR FEERS L
E3r D

B —)L arcotadmin.log |ZD7 7 A/, BHEla Y — L
DOEAENFLIRSINET,

o —H F—x 44—t |arcotuds.log ZOT AT, 2—W T —H

Z P —EROBIENFLFRSINET,
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7 : CA Strong Authentication D122 7 7 A /L DFEAIIZOUNTIX, [CA Strong
Authentication 1> AN—/L I L OVERI AT AR ] D[ CA Strong Authentication ™
17 | SR TSN,

A2 A=) T5—

fIRE :
<install_location>/arcot/java/webapps 7 L7 ~JIZ arcotadmin.war 3%V £
Ao
IEYFS
AU AN—IVERIZ T 7 AV DMERL S AL TR W RTREME DS H Y F77,
fRIRA &
arcotadmin.war 7 7 A /VEAERL T D121, L FOFNEICHENET,
1. a~ R U RuEBiEEd,
2. ARCOT_HOME BREEZEEAANGR E S CVD I LA iR L £7,
3. <install_location>/arcot/tools/common/bundlemanager 7 (L7 "I ZFE)
L%,
4. VI FDOa~>RTbundlemanager #3TL %7,
java -jar bundle-manager.jar
EFeDa~<RIizb, <install_location>/arcot/Java/webapps 7 (L 7 Rz
arcotadmin.war 7 7 A /LM RSV E T,
%R :

CA Strong Authentication ¥-—/X(CA Strong Authentication #—t"R) Z B T EH A,
arcotwebfortstartup.log IZLL F O =T7— 3RS E T,
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4 VA PFP—IL 35—

EES

FRIRFFIE:

il 8 :

R

Failed to initialize DB Pool Manager

F720E

Data source name not found and no default driver specified

ZOREDE ZONDIRRITLL T O LBV TT,
B T —H_— D DSN AT AT A DSN EUTERRS AU TUN U,

m 64 VNDT TR T A — DAL TS, ZOFER, DSN 73 64 £ D
ODBC Manager Zfifi L TIER S LTV D,

arcotcommon.ini 7 7-{/L"C DSN B E ORI EZ R TxFEJ, [/ DSN B
HOLE LLTOFRIAIZEVET,

1. EYIOFRKERZfRERTHIZ1E. DSN 7353 A7 1 DSN ThHAHZ LA MR T A
FERHVET, LLFOFINEEZEITUET,
a. [mvbo—n R ]efx, By —]-[F—% Y —A(0DBC) ]
WCBEILE9,

b. [ZAT A DSNIXT AT 7T 4712, DSN DMFLETHZEaMERLET,
TEAELZRWEA 1. LLATE[RIU 4 BT DSN 2 B ERL L 9,

. P—EREEEHLET,

2. 2FZBHOFRK (64 v hDT T o7 4 — L%AER L TWDEE) Zfifk 35
(Z1%. ODBC Manager @ 32 B hD/ A=V g a2 HLE7,

3¥ : arcotcommon.ini BEXONFEDMOFRE T 7 A /L DZERIZOWTIL, TCA
Strong Authentication > AN— /L EBIOVEMATARN | ORE7 7 AV B
Tar S RUTTZEN,

CA Strong Authentication —~3 (CA Strong Authentication —E"X) Z L E)C
XEHA, =T7— AvyE—Ui, P—EAREEL, AEIEFEIEL TWDHTE
ZRLTTOET,
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FRIRTTIE:

el %8

JRA

FRIRTT&:

ZOMBEDE 2 BNARKELTT A AN—VIFIZTF —Z R — 2D A
ELTZMN, T —F ) —ANIEFIHER S 2> T AT REERH £,

ZOMEE R I, DL FOFNEICHEVET,
1. DSN O%fid 5= M7 arcotcommon.ini (253 E 9B L £,
n TURNUDBZRWGATE, FEIT DSN ZER L £7,

2. TUNIRBHEEAIL. [F—2_—2 27U F+DEFT (68P.) | OFBAIZHE
ST, T —HX—=2% ) —27 7L ([CA Strong Authentication A% —~
DT AL AN=)V | EHBIR) | T —F_XR—=RAeF—RLET,

3. CA Strong Authentication J-— & HEEIL £,

Y ASEHE LU TE A — V2D TEEILIZBR ([ 7 —hANT v 7 227
DFATIEBI T, U F DAY E— DD oREET,

The server encountered an internal error that prevented it from
fulfilling this request.

arcotadmin.log 7 7 A /VICLL T DT — D3 GREk SV TWE T,
adminLog: java.lang.UnsatisfiedLinkError: no ArcotAccessKeyProvider
in java.library.path

JAVAZAT TN L FE DN T IDNDT 7A IV ~D/SAPE I TOER A,
m  libArcotAccessKeyProvider.so

m  arcot-crypto-util.jar

LU OFNEICHENET,

1. LD_LIBRARY_PATH ZZ8UZLL F D7 7 A /L~ Dkt /S AN G FLTNHTE
AHERLET,

m libArcotAccessKeyProvider.so

m arcot-crypto-util.jar
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A=A :

[RE

FRIRFFIE:

il 8 :

JRR

FRIRTTIA:

2. TV r—ary —_"AHEEL £,

ARCOT_HOME ®uZ" 7 (L7 KJ|Za 774/l (arcotadmin.log, arcotuds.log.,
F7-1% webfortserver.log) BHV EH A,

ZOMEDE 2 LNDIRRITLL T DEBYTT,
m  ARCOT_HOME 731 AR—/LERZIELSGRESHLTUVRUY,

n T U —ar — 3D JAVA R— LM, IDK R— A Tl37e< JRE AL T
ANQAY R

INODORBEEMR ST DL, L FOFNRICHENET,

m  ARCOT_HOME ZUtvhL T, IELWEAT AR T ISR ESN TWAHI L%
e LU F9, W HE L. <installation_location>/arcot/ Z 5L £ 7,

ZORERLEL T, a~v R a7 U4 R T ed SARCOT_HOME 1<K
2l DB 21E, BIFEDT 4L 7 N % <installation_location>/arcot/ (228
BT HHENHVET,

n TV —vary =30 JAVA TR — ADLGRTIC
libArcotAccessKeyProvider.so 7 71 /L3 LI arcot-crypto-util.jar 7 71 /L%
g’ — L2 xR L E T,

UDS ZEEBHL L=, iEh L =5 A,

EZONDEKND 12T, 7F UV —a3y —30 JAVA AR— 575 IDK 7R
— A TR IRE 4L TV TCNBZENRHV E T,
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FEI 8 -
[REA
R

TV —ar 30D JAVA IR — LD EATIC libArcotAccessKeyProvider.so
77 AL B LN arcot-crypto-util.jar 7 7 A /LA — LT 2 LA RERR L E T,

UDS IZHEft CEF A, LLFDTZT— Avb—URNEREINFET,

Unable to contact User Data Service

BALNDFRRITZLL T OLEBY T,

m  UDS D RAK, iR—k, BLXO7IVr— 3y avTFAMEHRE ELL G
ELTWZRWAREE S HV F T,

m UDS YV —EARHIHULZIL TRV RTEEME DS HD £,

ZOMBEE RS D120, L FOFNEICHEVET,

1. EHary—LD[a—W F—F P —E ZRBE]X—THEL- UDS 15
WORELVINEIDEfERLET, [RAK, [R—k], BEXO[F7TVr—
23y AVTXRR IL—K] 74—V ROFEILIEHE CTHALERZHDFET,

2. UDS Y 77 ANERHERL T, —E AN IERICHHbIN =2 L2 R L
EScI
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Database-Related T5—

A=A :
fiRRAE:
B
fiRRAE:

T = B R ZADEEGHC L . CA Strong Authentication V—/ 3 17" 774
JNZLL T D NN REERESIVE T,
ReportError: SQL Error State:08001, Native Error Code: 30FD, ODBC

Error: [DataDirect][ODBC Oracle driver][Oracle]ORA-12541: TNS:no
listener

LU 2B L £
n TN A P RDYRT PR,

m  CA Strong Authentication %— /33 A AN— /L ZFLTND T AT LD
TNSnames.ora 7 71 VDX E,

TR ADEEGH L | CA Strong Authentication h— 3 17 774
JWZLL T DO M) A RRERSIVE T

TNS:listener could not resolve SERVICE NAME given in connect
descriptor

1D R 7 = S

B T AR=ZBREEIL TS, EEIL TOARWEAIZ, ZOAE—UNE
RESNET,

TR ZREBIL OSSR, T AN ARER YA IR GRS
TWRWAIREMEN BV F T, Ziud, 7 —F_X—RF2 TV AT DL BhE %
WC3AELFET, @R ZORBEIT 1 S5RER QIR L E9,

n R ERAE M L CWDEEE L, Bt U741 (TNSNAMES.ORA, NAMES,
OID 72&) T I & 415 SERVICE_NAME = R, URF D33 FKL TWDE
NP —ERL—H L TWAZ LA LET,

m  [C:>tnsping SERVICE_NAME | 2 H L TAT — X A% fifF8 CTZ, [C:>lsnrctl
services | A FHL CUA T NEEFRL COD TR TOY—ERZ R TEE
7
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FEI 8 -

TR ZASDEEGH TS L | CA Strong Authentication —/ 3 17" 774
JZEL T DT RS FRERSIVE T,

Database password could not be obtained from securestore.enc

R

T — 2R — 2D securestore.enc 7 7 A VTG EFLTUNRUNATREME N D
DES,
fRRAE:

DBULil YV — L&l L T, 7 —Z_X— 2Dl 2 +5E L T securestore.enc 77
ANVETFHLUET, DBULI Offi F HIEDOFEMIZ DU TIE, [CA Strong
Authentication FEEH AR | 2B ML TTZE0Y,

ff=E :

TR AD PG L . CA Strong Authentication h— 3 17 774
JZEL T DT NS FRERSIVE T,

ORA-03113: end-of-file on communication channel

ZHUFEER N RKIONIZ L2 R fRAVR =7 —T9, LA FOII7ZRFK TR
ALET,

s FyhT—Z7ORE

R R AN =N L s K kvl L3

m  Oracle 7 —%_X—ADITv =

B T HR—RAP DI Ty

»  HITZ S EE 2 Oracle DT — (ORA-00600 <° ORA-07445 72L)
m  Oracle 7747 NEZIL TNS LAY CHEfi 2 LB TX 720

FRRTTE:
LROVANCHHEZONDFNETF = 7 LET,
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CA Strong Authentication Y—/\ T5—

A=A :

[RE

FRIRTTI&:

il 8 :

[RE

CA Strong Authentication — \ZCEIL JHOELTH, EEIL EH A,
arcotwebfortstartup.log D&t DITIZLL F DT — 03 GtdkS £,

WARN STARTUP -161388848 OOWFMAIN - [11]: Protocol module
[SVRMGMT WS] received portType error [bind: Address already in use]

ZORMEDE 2 HNLREIL, P —NEHR—N (T 7 ANV IDOR— 5
9743) BHIDO T EEAZL > T TITHRANTHIAN TNDEVHIE DT, Fiz,
CA Strong Authentication tr— 33 B 3572 D121%, D7l &t — NEFBR
— AT,

PUF OFNEITHENET,
1. awyR7ar 7 v R zREET,
2. SARCOT_HOME/bin IZFEEIL £,
3. LFOa~v s REF TLET,
arwfserver -i
4. Tsetsvrmgmtport <new_port_number>]% AN JJLFE7,

Y= NEHR— MR ET DL, v AXE A IIEHa Y —iins A
LT DR — iR ETEET,

[Access-Reject | A& —C RADIUS V7 = AR I £97,

LU 2B L £
IR D IELSGRIESIL TN,

= CA Strong Authentication —/3 /' NDOTTF—,
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fRRAE:
Ta— N VE R F IR L TE o —uizr s AL, [RADIUS 7%
EIR—VEEH LTI A MR — 2 ELET,

fl &
CA AuthID F2FEANRHLL . CA Strong Authentication — X a2 77 A /LIZLLT
DTN D FLERSIVET,
[Arcot Exception,No valid issuer certificate is available for this
certificate: unknown or invalid certificate issuer in ArcotVerifier],
Challenge verification failed -

[RE
RAL L =R BT 72> TOD ATBEME D HV E T,

fRRAE:

Ta—N)VERE F IS CE oYy — i AL, [RGER—
HERE]I =2 FEHALTRA S F—2 X ELET,
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A2 AL

ZODOTFNETIL, CA Strong Authentication 3L OIS D2 R—K M T
AV A=V T LTI OV TEHAL £,
RDFIEIZH->TLZELN:

1. FHLTQWATF —Z_X—Z2 XA IS T IROWTNND T V2 TR
#LET,

(Microsoft SQL Server Mi5A) <install_location>/arcot/dbscripts/mssql
(Oracle & —#X—2ZADA) <install_location>/arcot/dbscripts/oracle
(IBM DB2 UDB D¥54) <install_location>/arcot/dbscripts/db2
(MySQL D¥54A) <install_location>/arcot/dbscripts/mysql

2. ARIVT N LI TNEF TFATLET
a. drop-webfort-8.0.sql

SE: (MysQL DHEA) drop-webfort-8.0.sql D3 THEZIL, [Safe
Updates | NS CTHOMLENHVET,

b. drop-arcot-common-8.0.sq|
INTT —HR—=RA T =T VR TRCHIRSNET,
3. CA Strong Authentication V—/3&45% L L %9,
4. LLFOTALIRIZBEILET,

sh <install directory>/arcot/"Uninstall CA Strong
Authentication"/Uninstall CA Strong Authentication

5. UTFOaw RefHAL T, AV AN—F%FITLET,
sh Uninstall CA Strong Authentication
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6. TLUALAN—IDEATEEINLUET,

m 1-Completely remove all features and components: 7N T2 7R —
I NEBEDY AT BWINST oA AN— /LT HEIT. ZDOA T e
VEIRIRLET,

m 2-Choose specific features that were installed by InstallAnywhere : /X
LAy R—R MDD B EBUED Y AT DINST oA AN— /LT 554
X, ZOF T var BRI LET,

7. Enter X —%HL CTHATLET,

T RTCOAVR—RNET VA AN— VT DA T v a a@ IR U561,
FlE 8 IZHEAET,

BIRLIZaV R—R M T VAV A=V 54T L a IR L5 A.
[Choose Product Features ] [H| [ 2N & RSV E T,

8. ZOMmEIZIE, BIEDY AT MIA LV A=V TNDI L TR — R IR FR
RENET, AR —RNEFE (I ~TRY)>T) ASL., Enter F—
ZHLET,

BE: FFEOHWEEZT VA A= /LT DITIE, A AN—/VRRIZFE T
DETHDNEFF TITHOMENRHVET, 7L 2 1L, CA Strong Authentication
PREY — _ORIE B Y — VA ANV LT AT, EEa Y —
VBT A AR— /L LT CA Strong Authentication 3G EY— &7 A
VARV LET,

T oA AN VN ERICH T 358, H% 12 [Uninstall Complete ] [ i 73
KRINFET,

9. Enter ¥—%HL T4V —REKTLET,
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ToOAVAN—ILEDIEEFIR

TUA AN ARITIE, LT OIERE FATLET,
1. <install_location>/arcot 74 /L& ZHIBRL £9°,
2. TV r—vary =B TD Web 77V r—ar a7 A AR—
NLET,
m arcotadmin: FEla Y —/L
m arcotuds: T—H F—H P —E %
m ca-strongauth-8.0-sample-application: Y%7 /v 77V r— g

3. .com.zerog.registry.xml 7 7 A /L SHIBRS N2 EA MR L E T, ZORLY
TAINIA LV AN—=VIRFIZaE —SLET, ZOT7 7 A /V OB, CA
Strong Authentication DA > Ah— /LI LTz2— 7 H 7 MILkoT
HI0ET,

m root = —H 2L T CA Strong Authentication 1> Ah—/L L7256, =
D77 AN var T AL ZRIZHET,

n T —H LT CA Strong Authentication 1> Ah— /L L7=5& .
ZOT77AMIEDZ—YFDHR—L T AL IZRIZHVET,

E OB AT AZEL CWAGAIR. ST U —ar AR L
VAT L TINGD T 7 AIVERELTLTZEN,
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