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Access Control =% — 7 F A XEH |21 HEhn 7 AL AR 7= B B A3 ik
S3LET, CA Access Control =X —7F A XEH TliX, PUPM DA T — X
(R RT —H R =R ARSI ET,

3RS

Bifr T —% (P. 41)
BrbET 17 FOEEE (P. 164)

PUPM J4—4 B5ELO—F

PUPM 74— 1%, LLF DX A7 % LT EJ, CA Access Control =X —7"7
AREERNT, PUPM 74— INFEITT 8T 7 a Tt L TERL a—REAE
BRLUET,

n T 4—H TFIAEDR—I - PUPM 74—~ 7 CA Access Control T2/
=T FAREIL DRV T NHNZCSN T 7 ANE BT
O—RL7=EIMERELET,

n T —H TaBAD csv 77 AN - T T B—REITZ CSV 77 A /LN CA
Access Control T X —7" T A RE I\ Lo CTIEF IZER ST, F=
CA Access Control T2 X —7"Z A XEH 75 CSV 7 7 A /LN TULERL 72175k
BT D TIRIA L U — B R T oM E I ERRELET,

70 TUA—TSAXEBHAR



PUPM MEZELO—F

%72, CA Access Control =¥ —7" T A XEHL X, /> R—RL7=CSV 77 AL
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#31Z Connector Xpress Zfi I C& £ 7, ID FHETmEVa=7ICBET S
FAT AT A —~ DD~y T ST 5855 Connector Xpress
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HKEY CLASSES ROOT¥CLSID¥{76A64158-CB41-11D1-8B02-00600806D9B6}

HKEY_CLASSES_ROOT¥CLSID¥{233664b0-0367-11cf-abc4-02608c9e7553}

I R A= a—D BB T ar LT, ZOL PR 2 —%
RTEFET,

3. ZOF—&hH7VyILT, [T AT ZRIRLET,
T I RARFFREAT O IRy I ANFIRENET,
4. [FEMIRRE] &7y 7 LET,
TXR 2T ADOFHEMREL AT 0T Ry IV ANFRSNET,
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10.

11.

12.

13.

14.

15.

16.

17.

(FTEEIZT 200070, [FTEEDOEER ] 74— VR CLEHEE 27V
L. GEH]Z27Vy 7L, [oK]EZy 7L T,

YX VT A DR EX ATl Ry ANEAUET,
TIRAGF A ZAT T R I AD [T N—T 4 E T —F LU Ry

TUEBE 1 ZERL, 77 AT UL RO [FFRIBITL 7V avba—
JVIF 2 TRy 7 A% @R £,

[OK]%27V>2 LT, Windows L' AN ZFAUE T,

Windows D [T hr—/ L L ]-[EF B — L ][ —E A JZBREE T,
[Windows #—E R ]z —/L3BHE £,

[Remote Registry | —E A& L7V 7L, [T a/ T 1] &IRLET,
[Ta T 17 ATy Ry 7 ABREEET,

(A2 —b7 7 OfE] 2 HENZEEL ., [Bils] 2R £,
[Remote Registry | —E ZANBHAEL £,

[T 7 AN EFREL CTEIT]a~ 2 RTA4 U4 R7735 DCOMCNFG =1+
YREFEITLET,

[ R—=R P —ER]T A RUDBHEET,

[z = =R -[aR—=h =R - [Ao P2 —F 2R £
o

[~ A a2 a—2]ati 7y /LTI a7 1] @ RL £ T,
[TaRT 1@ A4Tal Ry I ARHEET,

[COM ©X 2T 12752, [TV BRG] v 7 a0 O FTLEEE
EOMRE]Z IV 7L E T,

[(BEEDEF2VT A1 AT 0T Ry 7 ZARFHEET,

[T N—T 2 F -T2 —Y—4 17 4R T Administrators Z 2R L .
(a—WV 7 7BA]IBIONVE—K T 72RO FFR[ 1T = R A%
FAZLET,

[OK]Z 2V 7L, LBENET 7T 47D T 7 v A /] v/ aCTFIE 14
L 15 IR E,

[OK]Z 2V 7L, [aviR—xrh—e2]ary— a2 ET,

ZHC, PUPM 2 Windows 7 = H—TF T A X = RIRA MR TELE
Lice 7747 A= VHRETDMNEDRHVET,
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FrL oD /ILRRU AR TORILOFIREIE
Windows T—Y xR R T RRAVMIEEY

Z/}‘U‘_‘ﬁ Ey/(/@a"“VV///I/XT/Xmu nft7 i N 40 i N nE7 ahzv

DL BIOERIRALNRITAT MY —S@fE I oty ar

X 2VTATHBELET, KT —27 al (AT % Windows F vl
/VXT\/XIJ'LA MA i U}‘:I/I/G:Ji\ 3 547?5@&#0

m LM -LAN Manager ¥ L U/ AR A
m  NTLM - Windows NT F¥L /L AR A
m NTLMv2 - NTLM D/ —92 2

LAN Manager 8 ilEL ~ULERE Tt TV RRAUIRERATLF Lo P/L A
R ARFET O LRI ENE T, ZOREDT 7 4/LMEIZ[LM & NTLM
B EFERETHITT, = —T T4 XE Y — 3L, LAN Manager #dalEL
AL TEDEANLM & NTLM mﬁfzﬂﬂnﬁ“é]@i‘a/\ ZD 7, Windows =K
RAVREBIETEET, 72E20E, ZOFREDMH, [NTLMV2 [ D k15
(M 25 T2) IOGE . iy&~7°?4x“%£?é4f~ﬂci\ Windows T R7R
AVREBETEEREA,

TURRALRTOD LAN Manager s2FFEL LR ED LM & NTLM 21521
H]THHEEITDI, Windows =— = " A U RAA U MAERR TEE T,
Windows =— = R A T RIRA UV REER CERWG A, TV RRA T
DF L P L AR AGREE T b )L DO NGB RNHNE T,
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SSH T /34 R ¥ &
SSH 7/ 2 24 T ZAERIL T, UNIX BEHET 0o M BB CE £,

FEZE: PUPMSSH = RIRA M BT DRI, T RARA N EDR Al
ENTIVT THAR NAT —RZ L T, T RARA N ELET,

ZDEAT DU RRALNAERR T D856 LT OE#RAZHEEL T, CA Access
Control =X — 7T A REHL INT RA AR CEHIAITLET,

aAa—¥ o4y
TURRAUMDE I —Y DL FIZERLET, PUPM X, = RARA b

~OEE, THI O RAT—ROEERY = RRAMExET
DR 2T DFEITICZDOT 7 "N HLUE T,

E: FEA T Y ar 2fRET 58, PUPM ITEFLZ A DFEITIZ[2—H

aZ AT AN LEREA, (RDDIZ, PUPM TR EDRHET 1

VREFEHL T, T RRA NI T A A #FATLUET, HIEE
BT AT NI ETDHEPUPM L, EDT AT ML T RAR A
hECEY R ZFZITLET,

INZATT—R
TURRADEBA—PF D NRAT =R EFERLET,
R
TURRA U IDIRANM ZEFRLET,
Telnet {&

SSH T /NA A~DHEREIZ, SSH Tl7e< Telnet 2 T AIOICFREL F
R

BREEEZEL Y O/ 0

(A7 var) U RRAV OB EE B — S O4 RiZ EFRLET, PUPM
X, ZOT I ML TRV RRA M DB A A I TLF
I, RN BET T RO SR — R AL AR LET, —3Nn
BEEHE 2 — 2 ELRWEAED, PUPM (X— o/ (o Thy
FefEHL T, U RARA NI T 2B A A 2 FATUET,

Check Point 77 A7 74—/ /L% 9% SSH = R7ARA > MR CHAER
HE 2 — R ETAES . X A— 2—FEEELET, 2771,
PUPM 2 fIL CZ U RARA Lt EDTX 28— T H T D/ AT —R %
EHFHZLITTEEE AL, ZOHIIRIX, =F A/ X—K T A7 N3 PUPM
WNORERRSNTZT I N CHAVENHH L EWRLET,
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BEEEE/INNAT—F
(AT vay) BEEHE 22—V DORRAT—REERLET,
BEITFAIL

SSH 7 /3 2D XML B IET 7A VD4 I ZHEELET, =—R8bET
XML 77 A )N AL~ A X TEET,

E ZOT7 4= VRDEEFREE L2V A . CA Access Control =% —7"F
A X HR 1L ssh_connector_conf.xml 7 7 A /L2 FHL £,

Ed

TURBA VIO, T AT, SR —ROE 2L ZURAR
AL NS T DB L 2T D EAT IR H T 7 Nl 423897
IELET, 72203 O RARAV NI U CEBA AT 2 EITT
XDHEMER ALY T MR E CEET,

ZDOF T arERETHE, PUPM ITE A AT DEITIZ 22— ul A
VT AN ERLER A

PUPM T UNIX TV RRA UM EHRT A%

TURRA AR T DEE . PUPM TOITU RIRA L b ~DHE5E Kb 7 17
RrD/RAT— RO SCE E 2 OB EFHE S AT DO FATIE T HEEE T
TUNEFRELE T, UNIX 7O NTHE, b7 & BE T 7 M root
T4, PUPM /Z SSH Z {8 JH L T UNIX =2 RaRA L MIHEEGE L £ 28, kg
LTI —PRT7 U — 3078 root 2—H E LT SSH #6541 THODEEEL
TV EDRHVET,

ZOREZ R 5712 SSH Device T2 RARA L "AER AR, B8t 7
I NAREE B T 1D U NO G ETRETEET, (PUPM T UNIX =
RARAL DT RIRA L™ A7 LT SSH Device MME SN ET), 2 DD
THTNAFE T HZ8I2ED SBIZ—W ., B EEEE T R b7
WHERRUDNRFIZ 20T o o MO CE DI/ E7,
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L FO7atATliL, PUPM 23D 7T 5177 Mefdi FH L C SSH Device =K
RA MR T D HIECHOWTGRIALE T,

1.

PUPM L, #5657 I bDILT i Vil L T RiRA U M BERE
LET,

PUPM TlZ. FDT H I h~D su DFEITIC, BEE L T oL
TRV oME HEILET,

T2 20X R A T T RS root DS . PUPM T, su 2 H L=
root 717 hOAE T, root VLT v L ME RSV E T,

PUPM Tl FEEFE LU CEBA A NEITSNET,

7z X BEEFRE T 17 RS root DA . PUPM Tl. root LLTE
BARTNFEITSNET,

SSH Device T RINA U b EDORFMET h o e Feond h&, B 7 v b X
U EETRE T I O HE N RRA L MEFEE L CUARNSILET,

HABTAXLT= SSH Device TURRA U MEERRT B AL

KeHET J17 o Nt 35728012 PUPM 23ME FH 925 7 4 /L MR T2 Y SSH
Device =2 R7RA L MM HSIRW G A1, IAZ~AXLTZ SSH Device =2

RIRA MBS TEET,
I AH <A A LT~ SSH Device T RRA L MAER T D121, L FOFNEIZHEW
7,
1. SSH Device XML 7 7 A )V a I AX <A R LET,
2. CA Access Control =X —7" 54 X4 T SSH Device TV RiRA L MAE
L E, (P.99) TERLL7Z XML 7 7 A VD4 BiZ [BrEEaR &7 7 AV ]
T A4—ILRIZASLET,
SSH Device U RARA L IR AHX LiZ E =L TER S IVET,
3. VERRULTZm U RARA VN CHIMET o M D 0 —F (P. 90) & TL £

‘?«O

CA Access Control T X —7 T A XE B X XML 7 7 A VI EFR LT/ T
A—=REF AL T, T RRA L NOREHET 17 MR L £ T,
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4. JCSaxrZ 1l 77A)L (jes_stdout.log) BLNICS AR ¥ 57— T7 A
IV (jes_sterrlog) b LET, 77 A/UITLL T OGEFTICHY £,

ACServerInstallDir/Connector Server/logs

5. MEREAIT XML 7 7 AL EETFEL TR 77 A NVICFRRESNATT—%
iR UES,

SSH Device XML R 771 IL DAL T
CA Access Control T, LL @ SSH Device XML ¥ 7 7 A /L MRS E T,

NHDTFANE AR AR LT AR EOBEHFIEESEET,

= aix_connector_conf.xml -- AIX =2 R A LN TdHD SSH T /A A DEREE
RIELERLET,

= checkpoint_connector_conf.xml -- Check Point 7 7 A 7 04—/ /L&A 45
SSH 7 A Z OB EZ EFR L E T,

m  Cisco-UCS_connector_conf.xml -- Cisco UCS = R7RA L FTHD SSH 7 /3
AAHDOERER EEXERLET,

m device_connector_conf.xml -- )L —X72E DT SAZAH DR R E % T

LET,
m  nis_connector_conf.xml -- NIS Y-—/N—FEIZEIET D SSH 7 /A A D
RIEREXERLET,

3 Wl o — L Ca—H b root THU U REERLES, LLTFO
FEZFITLET,

a. NIS = RARA b (nis_endpoint_1) Z1ERkL ., 7 7 4/LED XML 7 7A
)V (ssh_connector_conf.xml) Z{f FHL T, root 7 H 7 M EFRLET .,

b. B NIS = RRA 2k (nis_endpoint_2) Z1ERL . [FEM]A 7> a %
LT, IO NIS T RAREALRD root THT e EFHLET,
m ssh_connector_conf.xml -- 77k /NAD —RZ T 3572812 passwd
O~ REfET5 SSH T A ZADOBRER ERIZ, ZOT7 7 AVEFEHLE
ER
B Aa—YEL T n—L 22— 72X, root ZFEELE
j‘o

m sudo_connector_conf.xml - sudo 33X TN passwd =2~ N%A{# F9°5 SSH
Device DERFEFRERFIZ, ZOT 7 ANV AL AL ET,
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SSH Device XML 27 ILDHREZIA X

SSH Device XML 7 7 /L%, PUPM 73 SSH Device T R7RA L ML . 12—
BT AT N L, URRA U EORHET 17k SRR —REEE 5
FiEEZTEFRELF T, CA Access Control 21T #E4 D SSH Device XML 7 71 /L3
HEINTWET, ZNHO77A/UZ1E, SSH Device T RARA L MOIFEXF
7p A TN T DT8O PUPM BMEH T 27 74V R EDV G FALTCVVE

R

SSH Device = RINA L IRBID T IEEAFE L T RAINA N EORHET 717
VR RRAT—RE T DA 1L, SSH Device XML 7 7 A )V a AR~ A AL T
T 7 HINVNUNDOEEZFRELET, 721X, SSH Device XML 7 71 /L% 1 A
A AR LT BN D ST T— ThHI MU CTRIMET B b X
AT —RELEFESTHTURRA L N L—F A F | I T 7AT I+ —
WZVERRL 9,

LUTOFIEIZHENFET,

1.

CA Access Control T X —T T A XE B ECHARZ<AXTHXML 771
WERLET, D7 7AW, L FOT L7 RICHY £,

ACServerInstallDir/Connector Server/conf/override/sshdyn
NAZRART DT 7 AN A — L, LW T 7 AV a iR RICEET,
F LW 7 AOUERICT AL RITRIFLE T,
HHOEMICE DB TT 7 ANVNDRTA—LZIER L ET,

77 AIVNDE <item> BHE L, FFEDIT~V U RO/NNTA—HEERLFT,
PUPM %, ZNHDa~< U REE AL T RRA Vb ED 2 —F TS,
AT —RZEEFLET, <item> BHEZZHL T, PUPM B RARA b
WCIEETHa~v U REERLET, T, U RRAU MR T 572012

PUPM MEH T AR EEZE R THZELTEET,

T ANERFLTCHUET,

ZHUC. SSH Device XML 7 7 A VIR RARA L MRICHAZ <A RSN EL
77

X PEGE. BAGE, FI3BEREE ST AN E AT AR TGS
X UTF-8 =0 a—F 4 L T 7 ANEIRAET AL E RN HYE T,
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{51 : SSH Device XML 774 JLTPUPM AR KREEET B HE

ZDOFITIL, SSH Device XML 7 7 A /L D& 73 a2 T PUPM 73 SSH Device =K
AV ECERITSoa~v R ERT OB VW TEHHLEY, Zo®”s
Tar O <item> BHET, BFEDT /L ar DNRTA=LEEFRLET, 73T
D <item> FHEN—{RE72> T, PUPM INTURRA U 56925 5 154 5%
T2 1ODAZV T IIMERSILET

£ <item> BFE (L, sCommand /X7 A—Z TIAFEVFE T, sCommand /3T A—H
I%, PUPM DU RARA N ECHEITTHa~ FEEFRLET, sCommand /X
T A=H D% DIRTA—HT PUPM BNE D~ RDBICEITTHMOT 73
VEEFRLET,

Z DR TIL, Cisco-UCS_connector_conf.xml 77 A /v Dt/ 2T, Cisco A
AT LORFHET T3 N NAT —REEE T 572012 PUPM ME T 5=~
VREEFRTDHIEE/RLUET, Cisco-UCS_connector_conf.xml 7 7A /L1 LA
TOTALIZRIZHET,

ACServerInstallDir/Connector Server/conf/override/sshdyn

ZDRFITIL, Cisco-UCS_connector_conf.xml 77 A /v D 1 DDET aDIr%
RLUET, 77 A/VADBIDEIETIL, Cisco Ay F ~DEHG AR EL .
PUPM N —H &3 57201 FI T T oa~v  REEELET,

X SSH T A AXML 7 7AIVDIERDFECHOWTIL, [ V772X TR
SR TLTEE N,
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LLF D7 a2 T, Cisco A F FORHET I b /SR —R &L T4 57
DIZ PUPM BFEATTHa~v U RERLET, PUPM NFE(TTHa~ R
<item> BE T RETDHEEZRTT-OIZ, ®thind 5 <item> EEEKFIED
BHBIORLET,

1.

PUPM 1. B-HET I DR AT — RO 28 EL £, PUPM (L, 20D
FEEE T TH2OILLTFOT 7 ar w2 TLET,

a. PUPM IZLL F O~ RERITLET,

set password

b. PUPM X 500 SUREFMEL £,

c. PUPM (T word: W) UFSI 325 T HETRIEL 9, ZoX+5%
ZAET DL WOFINAITHERET,

ZOFNET PUPM NEATT AT 7 alE. L RO <item> BEETHEEIN
ESx I

<item>

<param name="sCommand" value="set password" />
<param name="iWait" value="500" />

<param name="sWaitForText" value="word:" />
</item>

PUPM | X, BFHET 7 bOHFT LN SAT—REFEELET, PUPM IE, 20D
FNEZ5E T T HT2OICLA T OT 7y ar I TLET,
a. PUPM [T RARA LV NMIHT LSRR —REXFLET,
PUPM (32 77 A JNZHT L VIR — R EXIAL T A,
b. PUPM | 500 IURPFHEL £7,

c. PUPM (Z word: LW\ LFHNEZETHETRHIELET, ZOXTH%
ZAETHE ROFIEICHELET,

ZDARUROIRTA—=HL, LT O <item> BE THRESNET,

<item>

<param name="sCommand" value="[%%password%%s]" />
<param name="bHideSentLog" value="true" />
<param name="iWait" value="500" />

<param name="sWaitForText" value="word:" />
</item>
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PUPM IZ. BHAET I FOFT LSRR — R 28 L £3, PUPM (. =
FNEZ5E T T 52O FOT 7 a2 TLET,

a. PUPM (I RARALMIF LUV SR —REFIEFELET,
PUPM X127 77 ALV WVRRAT —RE2EX AL E T A,
b. PUPM X 500 VRV £97,

c. PUPM (% local-user* # L\ ) L FH 25 THETHRIELET, 2O
THNEZAETHE, IROFNEIZHEF T,

PUPM 7? failure. invalid. 7213 error &\ SUFHNEZZELT- 856 8
AT —RZEE TR ELT-,

ZDARUROIRTA—=HL, LT O <item> BE TR ESNET,

<item>

<param name="sCommand" value="[%%password%%]"

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user* #" />

<param name="sFailureResult" value="failure;invalid;error" />
</item>

PUPM 1. BHET 7o FODET LUV AT —R %oy L E4. PUPM 1.
DFNEETE T TDHI-DIZLLTOT 7 ar &R ITLET,

a. PUPM IZLL FDOa~wrREFRITLET,

commit-buffer

PUPM |Z022 77 A NI ZDa<w L REEXGAL TR A,
b. PUPM X 500 VR £9°,

c. PUPM (% local-user # £\ ) LT 2[5 HETRHIELF T, 2D
FHNESET AL NAT—REE TS TLET,

PUPM 73 Error: Update failed: &\ ) XT3 E LT85 6, /XA —
R IZRELELT,

ZDARUROIRTA—=HL, LT O <item> BE TR ESNET,

<item>

<param name="sCommand" value="commit-buffer" />

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user #" />

<param name="sFailureResult" value="Error: Update failed:" />
</item>

NAY—RERMPRE T LELT,
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Identity Manager 7OE 3= #&H1EHR

Identity Manager 7' Rt Va= 7 axsAEFH$HE, Taeva=r s H—
NTEFELTZ Identity Manager T RARA L M F B CEE S, PUPM AT
Identity Manager D RANA L MAER T HRIIZ, Identity Manager 7' BB Y=
=T AT ax g Z = NEAER T D E RN H D E T,

Eax X2 = _OVERR T IEDO I OWTE, Ao T4y ~LV TSR
TLIEEN,

31 Identity Manager 70 Va =7 ax X — RO ERFIZ, etaadmin
DFEEANL R ELET,

1D N o7 N =3

eTGlobalUserName=etaadmin, eTGlobalUserContainerName=Global
Users, eTNamespaceName=CommonObjects,dc=ProvisioningDomainName, dc=eta

Identity Manager (%, #—7>7" v VAT L E TR ESIVTND/SAT —R R
LRI NAT =R RV —H il TEE T, WE—T v VAT AT
L CRRT—R R —%3i 3 5L, PUPM (T2 —H /SRAT—REZEHLET,
7270, 22— PIE= U RRA R ECE RSN AT —REE AT 52813 T
FHA, X—F b VAT A EO/RAT—R KU =78 PUPM D/RAT —R 7R
3 | ZHEPLL CWAZ LA HERR L TL7ZEVY, Identity Manager 2 SATU —R 7R
—iiiA T T g DFERINZ DWW T, Tidentity Manager 2201 R| % 2 R
LCLIEENY,

ZDEAT DU RFA L NAERRT DA LT O #HRZFRE LT, CA Access
Control = Z—F T A REH N U RIRA L MR CXALOICLET,

IURRAUR
Identity Manager 7 BEVa= 7 H— NTEZRLIZEBVIC, ZURHRA
MaRTZEERLET,

CA Access Control =% —7"7 A4 X% B 73 Identity Manager = R7RA 2k
HAThFRTHDE, 22— N7 o Va= T N TR R B %
T2T B DHTT,
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RA

TURBRAVIDHRANMEERLET, TIUE, T RRAMNIED Y TS
P4 T, CA Access Control o X —7 A REH X, V—/LR Ea—
WNTHOZURRA L IDERICZOLHIZEFEHALET,

EE3 0
TURRA IO, T AT O, NAT—ROE T/ = RR
AN T DEBLH AT DA TR LT 0 Nl 357897
PHELET, 221X BH O U RERAL ML CEBA A2 F4TT
EDMFMER AL L TH UM fa B CTEET,
ZDOF T arERRETHE, PUPM ITE A AT D EITIZ 22— ul A
TN E L EE A

EZIEE

PUPM f® Identity Manager 7 ntVa= 7 < 32— Y DRRIE (P. 127)

PUPM FA® Identity Manader 7AOE 3= 4 IR2—S v DR TE

PUPM 2L C, 'rEVa=r7 — I TEFKT S Identity Manager r12.5

BEUr12.5SP1 DU RRA L MOFBABAGT DRI, PUPM FH D Identity

Manager 7' BEVa= ) v R — U BT T HDMLENRHVET,

PUPM A ® Identity Manager 7AE a=24 I+—P v DREFH E

1. Identity Manager 7Vt va= 7 v~ —I ¥l A LET,

2. [SARTLIETHIVILET,

3. RETDRAAEBIRL LA NTHD[RAS U RE I E V0L ET,
RAL B EY ) — DR RSINET,

4. [PNRU=RIV)—%REEL, [THT s RAY —R 58 B[R ] ] 25
WLET,

[T A0 b RAT =R 2 3@l BRI ] ST A—=Z DR A BRE ] 703
FoRSNFET,
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5.
6.

7.

[RE]Z7Vy 7L, iz WA NIZEEL T, [OK] &7y 7 LET,
EH 22707 LET,
[T A0 b RAT =R 28l B[R ] ST A= 2 DIEREESIET,

Identity Manager - 7't va =7 #—/ B LN Identity Manager - 247
& H—,X(Java) r—ERAEFBL £ T,

Identity Manager 7' REVa=7 <= 32— PUPM HICEX ESIVET,

Identity Manager 7AOE 3=y aRxIABRRHBRDER

WeMET o MR T A —R & T3 HERIZ, Identity Manager 7' RE Y a=
7 a7 X3 Identity Manager #ft~ % — V¥ CaX ELTZ U RARA R &I

K 1000 EDOFEREZIRLET, ZOT 7ANVMRRGIREZET T 5L, KF7=
UNTINZLDFERER R THIENTEET,

Identity Manager FAE 3 =) a2 R ERFIBNDEE

1.

4.
5.

TG =T FTAREEY—/NT | Java aRIZ =2 ELET, LIF
DFNEZFATLET,

a. LLTOFT 4L IR ICBEILE£T, ACServerinstallDir 1%, =22 —75A4
R — NN A= LI WD T AL IR ERLET,

ACServerInstallDir/Connector_Server/bin
b. U FOa~w REFATLET,
./im jcs stop
Java IR H H— \PMEIRLET,
im_connector_confxml 77 A /L Z BT, fRELFT, ZO7 7 A/ LL
TOTALIIIZHYET,

ACServerInstallDir/Connector Server/conf/override/imdyn

=27 TI_SEARCH_SIZE_LIMIT | & 21T C, fEEL THSRHIRZ R E L £
EE

<param name="I SEARCH SIZE LIMIT" value="1500" />
TrANERAFL THEET,
Java AT H — AL ELET,

BR: 774V EOBRERIRIEZARET DL, VAT L /RT =< A8
KT 5 a0nH0ET,
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BRAERIN-IUNRA U MERIER

BRI S VT= T R AEA b AT EoC RS m R A
\AFE S BIEHET I N/ AT — N R T £,

PUPM I, BEfcifbRESNT-= o RARA U N LT Ho v h~Das A F213T
I NOEBEITOEE A, fDVIZ, PUPM X, =V RARA N EORHET B
7 RDIRAT —R IR —/)LREL TOHIEEEL £9°, CA Access Control =& —

TIAREH T, PRS- RRA U N DR HET B R /R AT —

REZE LN, BB RTRRA S EOT I e FETEFTE T 5

PVERHVET,

PR RSN TV RARA LN BT $ BRSO B2 AERR CTE
F9, BERRESNIZT 7 M PUPM NEBRL W T 7R TT, T2z
1%, PUPM 1T, B fESRSIVTZT T U RN AT —REETLER A, SHIZ,
BEWET 17 U M 4 P —RE- 13— R T M o —R 2L
T, RSz RARA N EDOT o M TEEE AL,

ZDEAT DU RRA L NAERR T 256 LT OEF#RAZHEL T, CA Access
Control = Z—TF T A REH N RIRA L MR CExA LI ET,
HRARE

TURRAVIDORANM EEFRLUET,

A4y 7TV r—av DERK

ay Ay 7V —va i, AV N AL T, =V RARA R ETT U —
TAarEETLET, 20T SV —i g llko T, a—FRERET Ak o8
AT —ReTF 7T ORI, 22— ERHET I N BEIMIZR Y A
SHFET, nr Ay TV —a i oT PUPM BEID AU 23R ETEE
7

LLFoRATOar Ay TV r—a B CEXET, KT Durs A
7 VA —3 9203 Visual Basic A7V 7 N C4,

m  ORACLE_10G_WEB.vbs —- Oracle 10g 7 —4X—A® Enterprise Manager
Web A2 ¥ —7 = —AZHBIIZRT A LET,

m  ORACLE_10XE_WEB.vbs -- Oracle XE 7 —%X—A® Database Home Page
Web A2 ¥ —7 = —AZHBIIZRT A LET,

m  ORACLE_11G_WEB.vbs -- Oracle 11g 7 —4X—A® Enterprise Manager
Web A% —7 x—AZHBRJICa A LET,
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PUTTY.vbs -- SSH Device T R A MZHBIRJICnZ A LET,

E:PUTTY 2/ Ay 7V r— a2 351214, PUTTY Release 0.60 LA
ERI 2 —HI AV ARV EZIVTCWNDLBE R HDFE T,

RDP.vbs -- Windows T RiRA M HERICRZ A LE T,

H#as A %2 LT Windows T— = FL A T RIRA U ECRHET
7N IR —RET = 7T 7N 5A . CA Access Control = X —7F A4 X
B VIR AN KA HRAHET T v ML ORINZAFTE9, Windows =—Y =

VAR ZURRAVNHOR T A TV = ar BERTHRIIC, LA T AT
HLUFET,

TURINAVINT =TT N—T D—E CTHHLGE L, T 2—F 4N
AN RAL T 4= VR THRESN TWAZ 2R L ET,
TURRALNRR AL D—ERTHLG AT KA D RAR KAL)
T 4= VR THRESN TWDZEZRLET,

F [V RHRAURDOET XA EE L CLIARARN KA ] 7 40— VR AR
HTEET,

UTDORICERLTIEENY,

ay Ay TV —ar BER T DIV AT A v 2= |i— L3
gﬁj—o

s Ay 7V r—ar i TTEDHDIL, Microsoft Internet Explorer 7
TIFRNDOHTT,
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PUPM TV RRA U NEAFHET OV FDERL

UTOFIEICHENET,

1.

CA Access Control T X —T7 T A XEF C, [T ho U N]-[mr A0 T
TVr—av]-[ar Ay TV = ar OVERRIZ A %7 )y 7 UET,

(a7 Ay 7TV r—arOVER: a7 Ay 77V r—a MR i A E
IRENET,

(AT ar)BEGFEOT 7V r—ar @Rl T, LTI LT, ar 1
TV —ar i FOar’ — LU TERCEET,

a. (A TV r—ay ZATOF T 7O’ —OVERR ] Z1EIR
LET,

b. BREMARIRL, 7V HEEZ AN, [(BFE]Z7) 7L ET,

TANEBGAR =BT 0l A TFVr— a0 DVARRFERSNE
7,

c. FHur AL 7TV r—arOR—AELUTER T 547V o/ e
RLET,

[OK]Z&Z7Vw 7 L F7,

([ Ay TV r—ay OVERR]Z AT _—UNErESnEd, 77V
= ar BB F DA TV 2 I NPBIERR L TS X AT s Ry A
D7 4 —)VRIZE, BEEA 7 V=7 bOfE T Tlla— RIS TV ET,

LR DO7 44— VRIfEE ATILET,

&I
2—WNZDOT IV r—ar ST AT o4 IZ ERL
E3 I

&% EA

(AT ayar Ay 7FVr—a LT, T AR ERL
FT(EXBH),
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RAOYTk
v Ay 7TV —ar OFRENIE % Visual Basic A7V 7 M iE
#LET,
F: RSN TOWDBINED ATV T NIA AL A XL E & B EID
LET,
'
Zours Ay TIVr—ar WA ChHLERELET .
(BT IvN 2207 L ET,
CA Access Control =X —7 A XEH [T/ A 77V r—a ARk
LET,

o —Was Ay TV al A TTE LIS AR, vl A
v TV — a5 5912 CA Access Control T X — 75 A XHE
B NOTURRA N B R T DMENHVET, AR EEE AL,
Windows Server 2008 - Ca—W nr (> 77V r— a2 HT 5120,
TURKRAV N ETEMORE FIEZFITTHMLERHVET,

3RS

vy Ay FIVr—a w3578 D Windows Server 2008 = RARA Lk
DI (P. 115)
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PUPM TV RRAUEE S NFET O MDAV R— AL

PUPM TR RA B L VEHET HOU MDA R—R A%

PUPM DU RRA MBI ORHET 7 MEHELE B 8L 5121%, PUPM
TA—=F M HLET, PUPM 7 —Z 2454, 1 RIOFINATELD
PUPM T RARA L N K OMFMET 17 R CA Access Control =2 % —7"7A4
RIEPNA R —FTEET, £/, PUPM 74— F %L T, PUPM U R7R
AVNBEORHET D hOIER T I E T A THIZEN TEET,

3 PUPM 74— X 2L T PUPM = RARA U B L ET J1v7 o Rl
R4 A2 &L TEEE A,

BE: WP OT—%Z [T A7-DI2, BHET b CSV 77 A VA
AN—RFT BRI, T RHBA B CSV 77 A /L% PUPM (IZA 2R —RL TLZEN,

PUPM U RiRA L MBI O MET B CA Access Control =2 —7"5 A4
REPRNA LR —FTBI20E, L FOFEIEICHEE T,
1. T4—HFDOTaRT 4 TrANERELET,

ZDTA4—=EDTaRT 4 T AT T A=V 7. BLOR—Y
VT THNE FRERT FANDT FNE  BIOTT— T A DT F
WA DLFTIEG TR ELET,

2. (AT va)Bm—=U T THNE ABREIRT 7 A TN BT
TF— T AN THANE DT 72 A% HI[R 3% CA Access Control /L— L%
EHXAHRFT,

ZINODTFNE DT I AERIRTHIEIZELST, RE 22— R
VRIRAURBIOEMET Tk CSV 7 7 AIVNDYE L SAT —RICT 7 F
AT HD%EFHIELET,

3. DL FoWFno, £ OFIEEZ EITUET,
a TURBRARCSV 77 ANEVERR L ET,
n BHET TR CSV 7 ANEVERR L ET,

CSV 7 7 ANV DEATIL, PUPM T RARA L NEIITEET I FOVERCE
I EEZ 22RO LET, RO RRA B OWET 7k
CSV 77 ANEANER T DM ERHVET,

o7 TV r—ar THEME S e AR R EL T, CSV 7 A VEVERR
TEET,
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4. (X7ar)mR—=Io 7 227G LE 4,

=V T ZRIRERMEESNDE, PUPM 7 4 —Z IR =) 7 7422
% CSV 77 A /L% CA Access Control T Z—7 T A XEH (277 a—RL,
CA Access Control T X —7" T ARG T CSV 7 7 A VBB SIET,

EAR=NT XA B TFBETRAMEL TRV S PUPM 7 —& 1L
TA—H DT /T4 T AR ESIVIZRFRIZ, A=V T 73V H N
W27 AN DLE DR L £ T,

5. CA Access Control T X —7 T A XEBL 121D CSV 77 A VDL N 5E T
L7=b, T — 77 AL THILEND CSN 7 7 AV 7 3V Z I\ IBAHA AT D3
IRVNINE IR L TTZEW,

ZDT A, KL T=2 A7 B3I TN CA Access Control = X —7" T4 X
B N CE RIS T AT B Y ARFRLE T,

6. 77ANDITT—HEFEL NEIELI-T 7ANER—V T T3 AVEIREL
E

7. R=UT7 ZA7EBAELET,

8. PUPM = RRALVIBIOEHET BT X TALR—RENDET,
FNE 5 25 7 FTEHBEVIKLET,

PUPM J4—45 D ENMED LA

PUPM 7 4 —Z %A 95281280, <D PUPM U RRA LV NEIZITHHET
BTN — EINERR ETII B TEE T, PUPM 74 —F OBNMED A%
PR HZLT, 22—V DORZEIZB VT PUPM Ebholb i/ RIEIZFR EL .
T ARREMDOHARIEDO N T T IV a—T 4 T TR ST B 7,

L FO7at A TiE, PUPM 7 4 —X OEIWEDAAFH I HOW T L 9,

1. 2—WETAB T mERITEST, 128 LD SV 77 AV DMER S,
K=V T T NENARAFENET,

CSV 77 ANV DEATIL, PUPM U RIRA L NET-ITEAET 7 FOVERE
TPIIEEZ 22RO LET, TURRAINHEEHET 7 I, Bl %
D CSV 77 ANEVERR L E T,
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2. WR=UT ZRINEENDE . PUPM 74 —F TR =V 7 75NV Z 12
% CSV 774 /L% CA Access Control T2 % — 75 A4 &P 277 a—RL
T, FHESNTRMICFATEINDINNC, K=V T R HHETEE
T, Fio, R—V> 7 ZA7TFE TG T 52 TEET,

S PUPM 74 =X N T 7 AN R CTEIRWNG S 77 ANVELBE X F
B Ao RUFRD CSV 77 ANMTIAR =V T T HAENITFEDET,

3. CA Access Control =2 % —7 A XEBE |X CSV 7 7 AV DL Hij%E
loriginal_timestamp.csv ] \ZZ8 B L, JLERSE 7 7 A )V 7 V2 2R8I £
7
X : original IZ75CPD CSV 77 AV DL HITC, timestamp 137 7A /L D ULEEIRE
WERTHIALAZ LT TE, T2EZIE, JLD CSV 7 7 A VD4R
lendpoints.csv] D354, CA Access Control T X —7" 7 A X | TALEE
BT 7 A T FNHNDT7 7412 endpoints_091209130256.csv ] &V V)4,
IR EXR

4. CA Access Control T ¥ —7" A XEHL 1T, CSV 77 ANV DEATEIAZEIZ
MERLFET, CSV 77 A/NVDEAT T, L F DAV AELET,

m  CA Access Control T X —7FARXEH INF AT 558 T CTEXHEE . CA
Access Control =X —7 74 REHE 1L,

- FOHAIEFZETLET, 722X, ZU RRAVMERRLE T,
- ZFOXRAITFOEEAL a—RE2ERLET,
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m  CA Access Control =X —T7TARXEH NH AT Z5E T CTEIRWIGE .
CA Access Control =% — 754 X% 1T,

- CSVI77ANDFDITETT— T7A)V THIVEND CSV 771V
\Zae—LFE9,

- TFAILURE_REASON | &V 4 HiTD %, =T — T7A )V 74 /VH N
D CSV 77 A NMZat’—LET,

- AR UT-FEH A [FAILURE_REASON J FIIZiBINL £,
- FOXATFHOELRL a—RE2ERRLET,

TT— T7AI TH/VERND CSV 77 A WL T RIS AT %95 55 (e
BT HIENTEET, ZO77A4VD4HIG [original_timestamp.csv] T
7

F e WEE BT 7 AN T NEND CSV T 7 A NATT R COUEL T 5 A
IIN—BEINETN, BFHAAIDAT —FAIEESNEEA, DFY, XA
IS8 T LTERIRL =T ESNERE A,

5. CA Access Control =X —7"F A4 XEH 1L, CSV 77 A /VINDOEAT CTFIE
4 ZAR0 IR FT,

TJ4—EZDTONTA IT7AILDETE

ZDT4—=HE DT a/NT 4 T7A NI T, A=V 7 /E. BLOKR—=V 7
THANE BE BT 7 ANDTANE | BERTT— T7ANVDT 3 NH D4
AiEG TR ELET, JBoss 1%, BBV T AT —F DT X714 774
Nt AR ET,

4= DTOINTA T7AIVDERESHE
1. JBoss 7/ Vr—Tay Yr— NINEATHOLGEIL, TNAEK TIEET,

2. TXANZTUHTITA—E DT aRT 4 T7ANEREES, ZOT77 (L
1L, LR OEETICHY 9, 22T, [JBoss_home] L JBoss DAL Ah—/L
e ISR
JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/default/feeder
.properties
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PUPM TURRAUEE S WIFET hO MDAV R— A%

3. LR W TR0 D/ 8F A= 25 HMMLET,
FOLDER_POLLING_INTERVAL_IN_MINUTES

MRz AL CERLE T, 22 THRELZME T, PUPM 7 4—# 1L
RNV T TINFLR—=V T UET, ZO/NTA=HX, T 7 4/)VRT
HheoTOET,
#HIfR:1 ~ 60
F 74Nk 60

FOLDER_POLLING_CRON_EXPR

PUPM 74— NAR—V T TANEaR—) 7T DR AR EL F
T, ZORTA—HL, cron ELTHRELET,
BE: CONTA—HEEATHER.
FOLDER_POLLING_CRON_EXPR 1T/ B AV Rl (#) ZHIFRL |
FOLDER_POLLING_INTERVAL_IN_MINUTES 1T JEERICa A ML 5418
IMUT, ZONRFGA—ZEMEHLET,
#i: FOLDER_POLLING_CRON_EXPR=0 0 23 ? * MON-FRI
ZOBITIE, PUPM 77— 33 e H 2 DARHE B E T/ 11 BFIOR—
VT THANE eR—V T T HINHREL TNET,

A=V 7 HRPEESIET,

4. (ATTa) U T ONRTA=ZERmELET,

FOLDER_FOR_POLLING
K=V T THINE DIEF - PUPM 7 4 —F 3 CSV T 7 A IV R DNE
IR —V T T BT AN,
T 7 FIVE:
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/waitingToBeProcessed
X ZOTANFNL, BT TARE R — N o o — & IR
EINONENHVET, ZOTAIVE DX T 7 A/ NAERETH
MERBHVET,
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FOLDER_FOR_PROCESSED_FILES

WUBRYE 7 7 A IV T A INA DEFE - PUPM 7 4 —X I3 CSV 77 A V%
AVER U 7-1%12 . WLBRE F+D CSV 7 7 ANV H BT 57 V7,

F I IV
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/processed

I DOTHNA T, B —TTARE Y — N A B o — 2 BT
ESNDULENHOES, ZOT73NVE DMkt 77 AV R2AEFEETD
VENRHVES,

FOLDER_FOR_ERROR_FILES

TT— T AL THIVE DETFE -- PUPM 74— DMILBLTX 720\ CSV
T ANEBINTDHT VA,

Vark V2
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/failedToSubmit

FZOTFNKE, AT TARXE I — N as B a—2 EIZED
ESNADUNERHVET, ZOTFINH O 7 7 A INAZFRTETDH
VENHDFET,

R—=V2 T TANHE DARINEESNET,
5. 77 ANVERFLTHLET,

TA4—F DT NT 4 T7ANVHPRESNET,
6. IBoss 7 Ur—ary r— "EHERLET,

Bl 24—FOFTaNT1 I7ALIL

PLFROBITIX, AR—U 7 740 F % 30 3l TR —U 27455912 PUPM
TA—HEFHTEL, N—VT THNHE B FRT 7 A TN BT
T— T TN E D ERLET,

# feeder folder polling job configuration

# folder specified as FOLDER FOR POLLING will be checked every

FOLDER POLLING INTERVAL IN MINUTES minutes e.g. 60 equals every 1 hour (max value is
every hour)

FOLDER POLLING INTERVAL IN MINUTES=30

# if cron expression is supplied remark the FOLDER POLLING INTERVAL IN MINUTES key
# FOLDER POLLING CRON EXPR=

FOLDER FOR POLLING=C:¥feeder¥waitingToBeProcessed

FOLDER FOR PROCESSED FILES=C:¥feeder¥processed

FOLDER FOR ERROR FILES=C:¥feeder¥failedToSubmit
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IURRAURCSV T7AILDIER

TURARALD CSV 7 7ANVHNDEITIZONT, ~ZITOWRIZHDHITIX CA
Access Control T Z—7 T A4 X T U RIRA L FOVERRLSRPE B AL THH A
JERLET,

FE: CSV I ANENERT DR, MICFDT7 7 ANEER 57 7V r—
AV NIRNZE . BEOT 7 ANANET CTEAI LR LET, PUPM
T4—H%, ARHEEE TED CSV 77 AV DIA AL E£97,

LT OFIREIZHENET

1.

CSV 77 ANVEAERR L C, Y4 aia T £9,

U RBAURCSV T ANDY DI —EER T AR B EID
LET, o7 T2 UILL T OT AL I RIIZHDFET, 20D ACServer X
TR =T TARE Y — R A A=V T2 T AL 7N T,

ACServer/IAM Suite/Access Control/tools/samples/feeder
TURRALNBIED A BiaAEE T o~ X AT ARl £7,
TURBALNRIEDOARNILL T OLBV T, W<ODPDEURAA NS
PEIX, FFEDZURRA N ZATIZDOHRFNTT,
OBJECT_TYPE

AVR—NTBHT VI NDEA T HFRELET,

fE: ENDPOINT
ACTION_TYPE

FATT DT I ar DIATHfRELET

f: CREATE, MODIFY, DELETE
%FRIENDLY_NAME%

CA Access Control =% —7" T A XE B N TZDOTURARA L N 2R
THEDIERT 2405 ERLET,

DESCRIPTION
ZOXURRA NSRS DI A ERL £
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ENDPOINT_TYPE
TURBRALIDEAT HFEELET,
S FIHATRE/R = RN Ak %A 7% CA Access Control =% —7"5
AREH N IERKIRTEET, Identity Manager 7t Ya= 7 A7 D
TURHRA U MAERR T D56 1L, CA Access Control = X —7"F A X
P NIZ Identity Manager 7 B Ya= 7 AT Dax I X $—s~\ %
ERRL Tl EET,

HOST

TURRAVIDRAN HEFR LET,
LOGIN_USER

TURKRAVNOEH 2 —F DA FIZERLET, ZOBMEIL, Identity
Manager 7Bt Va=7 = RRA N ZA IR L TUIE R TIIHY
FUAL, 2L, ZOMDOT R TCOTURKRAL S ZATITH L THERT

R

SSH Device A D T RTOERN R RIRA LN HAT:

M BT /17 (IS_ADVANCE J& %) Z 45 E L7254 . PUPM
TIX LOGIN_USER ZAf#i AL T2V RaRA VM S L, T R A
VMR AE AR (el 21X, T AT ORI/ SAT —R D
) NFEITSET,

FRHEE BT 10 o M teiET 556 PUPM Tl LOGIN_USER O3
RTOEN RS NET,

SSH Device = RARA b

/e P2 (OPERATION_ADMIN_USER_NAME) 36 L OVERHE S B 7
B REFRE LRV A, PUPM Tl LOGIN_USER Zff L C=
CRARALMTEEES I, TR NI BB B A REATS
nE7,

PR PRE 2R 9 5A . PUPM Tl LOGIN_USER Zff L T
TURRA NS L, B EFEBE 2L T R/ ME
K& HEPRA AT INFELTESNET,

FRHEE BT 10 N fRET 5556 . PUPM Tl LOGIN_USER O3
_TOMA RS IET,

PASSWORD
LOGIN_USER D32 —R&E#LET, ZDBYEIT Identity Manager
Tueva=r/ TURIRA U AT R LTI E R TIXBIEEA, T2
2L, ZOMDOTXTOZURRA U ZAT L TUTARDNTT,
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URL

TURINA L MG T D722 CA Access Control & — 754 XE
BOMERTDURLEZERLET, ZOEMEIE, MSsaL Server IB3E T
Oracle Server DT RIRA LN AT ITEZN T,

FEZ: (MS saL Server) jdbe:sqlserver://servername:port
FE3: (Oracle Server) jdbc:oracle:drivertype:@hostname:port:service
DOMAIN
ZDOZURRAVNBANTHHN A DLARTEIELET, ZOR
1% Access Control for PUPM 3 X T Windows =—3 x> hL- A =R
RALVNEZATITHHNTT,
IS_ACTIVE_DIRECTORY

Z—H T I RS Active Directory 7 BT U M EIDEFEELET,
ZDJBMEIE Windows =— = " A U RIRA U ZAT DIRIE L)
-’C:“jqo

#iI[R: TRUE. FALSE
USER_DOMAIN
LOGIN_USER 28 AL R THAR AL DA IR EL £, ZOEMIE
Windows =— = hA 2 RIRA Uk XA T ITHETY,
CONFIGURATION_FILE

TEF%T 5 SSH Device XML BREEZR ET7 7 AV DA RIZREELE T, 2D
J& LI SSH Device = RARA U N ZATIZHH T,

i ZOBMEOEEIRE LRSS . CA Access Control =X —7FF A
RGBT T 74NV ETZ 741V (ssh_connector_conf.xml) 771 /L%
EHLET,
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OPERATION_ADMIN_USER_NAME

(AT vay) U RRA LV NOBMEEBRE 2 —FOLRIE ERLET,
PUPM I, ZOT HT U M L TR RRA L M A A7 %
FATLUET, 7221 BET 7 b2 — R L B E L
T, 2O LD X512, SSH Device T RARA U~ ZA 7 IZH %)
<7,

n  FrHEEERT A7k (IS_ADVANCE B 1) B L O ER BB 2465 &
T 5846 PUPM TIEEHES BT 7 Ml L T RaRA v b
IR S, BB LR A E L CU RARA VU MOk 5 #LA
AT WEITENET,

m  LOGIN_USER BIOBMEEHAE T IV Meta €9 556 . PUPM
TIX LOGIN_USER Zffi L CU RARA L MIBEE S L, HR{EE B
FEHEHAL TV RRA MR A A NEI TSN ET,

Check Point 77 AT 04—/ /L2l 4% SSH = RANA L MIRF L T
EEHELRIEET AL . X A—F 22— WFHIEETALERHY
*1, 7277L. PUPM 2L T RARA L EDZF 28—k T h
VROISRAT—REEFTHILITEER A, ZOHIBRIE, = A R—
k717 R s PUPM INDEEREEFRE T T 1D N ChHAHMENHHT
EEEWRLET,

OPERATION_ADMIN_USER_PASSWORD

(AT var) U RRA M OEEE EE 22— DO/ AT — R & EFRL
¥4, ZOEMEIL SSH Device = RBA L ZAFITH N TT,

ENDPOINT

Identity Manager D7’ RrEVa=7 — NTEHXRLIZEBVIZ, =R
AU MEERLET, ZOJEMIX Identity Manager 7 REVa=7
TURBALN ZAT G TT,

IS_ADVANCE

(A Tvary) U RARAU ML, = RARA MR 55 BA A
(7L 213 THI U ORI/ SAT — RO ) - FATTHDIT, K

MEE BT 1 L Nl 2 E0 R EL£d, ZORMEIT T T
DITURRAL N ZAT I/ TT,

SSH Device LIS DT X TOH N RIRA N ZAT TR L, FitEE
BT 7777 b (IS_ADVANCE | TRUE) 248 € 554, PUPM TlIfrHE
BEOT el T RR A MRS, U RBRA BT
KT DEEL AT NFITSIET,
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SSH Device =2 RARA > b

s FREEERT MBI O EE B
(OPERATION_ADMIN_USER_NAME) Z+57E 3 54, PUPM Tl
FRHEREELT W e L Co R A MO S L, B B
B L T RARA LV MNIRE T 2B BS A NFATSINET,

s FRHEEET T NDBEFRET DA PUPM CIIFrHEE BT
TN LT, U RHRA U MO S, T R A MIxtd
DEPR AT NEITINET,

PR : TRUE, FALSE

E: ZOBEMEOEE TRUE IZERELT-8A1E, LOGIN_USER (21X EA 4R
ELFEHA, 7272L. PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE,
PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME,
PROPERTY_ADMIN_ACCOUNT_CONTAINER, X
PROPERTY_ADMIN_ACCOUNT_NAME (X5 & T DN ENHVE T,

PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE

(AT oar) BHEEFLT I MR ERESND T RRA L "D EA T %
ERUET,

I BHEEELT Nl 4 AI2IE, IS_ADVANCE % TRUE (248 7E
THNENHYET,

PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME

(AT > 2 ) R BT 17 MRS E R SND T R A L MDA BT TE
FLFET, TURARAL NI CA Access Control =X —7F T A XEH N
(HAES DRERHVET,

S BRHEEELT DT Nl 3 HI20E, IS_ADVANCE % TRUE (ZfR7E
THUNENDNET,

PROPERTY_ADMIN_ACCOUNT_CONTAINER

(AT ar) Bt EBT I IR ERINS AT EER LET, o
VT FIE DAL AR ADMBD AT = VNS T AT TAT
T

fiE: (Windows =— =~ 2} 1 X Oracle Server) : Accounts
(SSH Device) : SSH Accounts
(MS sQL Server) : MS SQL Logins

X EHEEELT U NaefE 9 AI21E, IS_ADVANCE % TRUE (245 7E
TALBERHNET,
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PROPERTY_ADMIN_ACCOUNT_NAME
(A7 ar)PUPM ICED U RIRA U M T 2EBEA A7 (722 21X,
T A RO R SAT — R DZE ) DOFEA T SN D R HEE FL T
B RNDLRIEEFELUE T, KibET 17 M CA Access Control -/
H—TFTARE B NI T DHLERHVET,
S ERMEEFRT D MNefd 9 5121E. IS_ADVANCE % TRUE (48 7E
THNENBHYE T,
LOGIN_APPLICATION
TURRA R EA T Al A TV r— a4 RTETRELE
‘é—o
3. TURRALNHATDITE CSV 77 A/VITIBINLET,
BATIZ =V RRA LV NAER ETNTE T T DX AR LUET, o, ~oF
ERICBIEDSMLETT, ZOBMEIZ~yF EFUNEICTALERHYFT,
ITIZEBIEDED WG AT, 74—V REZEICL TRBEET,
4, Tr7ANER—=IT THIVEIARFELET,
TURRALBCSV 7 7A/UIE, PUPM 74— IC XD ARSI A M D35 T
LTCWET,
E T IHNIDOR =N T TV IILL FOBGETCHVET, 2D
JBoss_home 1% JBOSS Z A AM—/LLT=F AL 7R T,

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/waiting
ToBeProcessed
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fBl: TRRAL2k csVvI7AIL

PLFIE, = RARAL R CSV 7 ANVDH T NTT, ZnLANDF T =R
ALK CSV 77 AViX., ACServer/IAM Suite/Access
Control/tools/samples/feeder directory {ZHV F7,

OBJECT_TYPE,%FRIENDLY_NAME®, DESCRIPTION, ENDPOINT_TYPE,HOST,LOGIN_ USER,
PASSWORD, URL,, CONFIGURATION_FILE,DOMAIN,IS ACTIVE DIRECTORY,USER DOMAIN,ENDPOINT

ENDPOINT,Oraclel,oracle 10g,0racle Server,TEST10,
ORAADMIN1, ORAADMIN1, jdbc:oracle:thin:@TEST10:1521:RNDSRV

lllll

ENDPOINT, local MSSQL1,local SQL server,MS SQL Server,
localhost, testAdmin, Passwordl@, jdbc:sqlserver://localhost:1433,,,,,
ENDPOINT,SSH Device2,unix machine,SSH Device, TEST84, root,Passwordl@

rrrrrr

ENDPOINT,IM Access Control,Access Control via provisioning,Access
Control,TESTL,,,,,,,, TEST1

3RS

SSH Device XML 4557 7 (/L DX AT (P. 121)

HETHOUR SV 7714 ILDER

WEMET 107N CSV 7 7 A NVIZ BT HEAT Tld, ~vZ1TDH% T, CA Access
Control T Z—T T A XEH CTHRMET IV FOVERN RO E BAATHX AT Z 3
LET,

FE: CSV I ANENERR T BRI, MUZZEDT7 7 AN EFE AT T 7V r—
Tar NIl BIOT s ANANE R TEAZ AR LET, PUPM
T4—FX, BRI ETETES CSV 77 ANV DI Z L F T,

HET AU CSV I7MIVEERRT A

1. CSV 77 A/VEVERR LT, @il 4 gzt £,

U REAURCSV 77 ANDY DIt — R T AT E B EID
LEd, o7V 774 LL FOBFTICHYET, 2D, AD ACServer
L AT TARE S — R A A=V LT T AL 7R TT,

ACServer/IAMSuite/AccessControl/tools/samples/feeder
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2. BT U RO IR E T D~ Z TR LT,
FeMeT 0 NBMEDAFNILL T DLV TT,
OBJECT_TYPE

AVR—=NTDA TV NDEATEHRRELET,
fE: ACCOUNT_PASSWORD
ACTION_TYPE
FATT BT I ar DIAT EEELET
fE: CREATE, MODIFY, DELETE
ACCOUNT_NAME

CA Access Control =2 X —7ZAXEB EORHFET 1 MR T
AR ELET,

;¥ : RACF. ACF. Top Secret, SSH Device 72 E DT RIRA LN X AT DA
AL T — A VAT NTIE, KCFENLFE KB T—F 4 %Al
HALET, INBDOZURRAUS ZATITNE, RLFE/NCFRIELN
TN ANTILET, AT —5 AT LB LN Oracle Server
EDOTURRA EORFHET 1T NI, T MM B KSCFTTA
FILET,

ENDPOINT_NAME

FEHET I 2 NISEAES DU RARA L MOA T EFR L ET, TR
AN TAEEDRHET 10 MeAERLTEDIOITT DITIE, CA Access
Control = F—TTA X T U RRA LM EFRT DUEDNHY F
7

NAMESPACE
TURRAUIDITURRA N ZATEHRELET,
S A AIEEZ R = RN A b #A 7% CA Access Control =% —7"7
ARG IR R TEET, Identity Manager 7 RE Y a=27 XA 7D
TURIRA L MAER T DRIIZ, CA Access Control T2 — 754 X4E Bl
WIZ Identity Manager 7' B Va= 7 XA T Daxr X %—s ek
THUEMNHYET,
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PUPM TV RRAUEE S NFET O MDAV R— AL

CONTAINER

YebE T ho SO T FOA4RIERRELET, T, F0A

VAR ADMMD AT 2 VDB THDHITATT, ar T b
EDT T]AN— ST, BEHENTZHIETET V=V Mk i3
BHlzDITFEHSIET,

fE: (Windows =— = FL-AF L X Oracle Server D RRA LK) ¢
Accounts

(SSH Device = R7"1 /1) : SSH Accounts

(MS sQL Server = R7ARA /1) MS SQL Logins
DISCONNECTED_SYSTEM

FEMET J10 2 NGRS AT DN RITTHEINERELE T,

TRUE ZFRET5&, PUPM (X7 WV M EBIL R A, DYIC,
PUPM X, BEREAEIRS AT ADRFMET 17 RO /SAT —R AR —/LREL
TOHFERELF T, PUPM T/RAT—RELE T A=, EE %5
TURRAUN EDOT 7 "OSAT — R FECE RSN ET,

{i; TRUE. FALSE

EXCLUSIVE_ACCOUNT
H—a—HFDHNNDTHT IV e T =y I TN CEXDLNEINE
HBELET,
TRUE 45 E T DL, PUPM TIZH —2—HFDHNNOTHLT T M
F I TIRNCEET,
{iE : TRUE. FALSE

NEW_PASSWORD

BT T RD/RAT —REEZRLFET, ZOEMHOEEIEELRWN
YA . CA Access Control = Z— 7 F A X [THEE LT/ XA —R
RUL — | ZHERLL 7= S AT —REAERR L ET,
E RXRAT—RITRE LT/ XA —R AR —(ZHELL TWOA LB S
D\i‘ﬁﬂo

PASSWORD_POLICY
BT 7 FD/RAT—R R —Z3a B LT,
F FELRVSRAT —R R —Z R ETHEX AR RBLET, £
7. CA Access Control =X —7 T A XE BN TRIHMET 17 RS
VER S ER A,
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3. ZATDITEH CSV 7 7A/VITIBINLE T,

FATIIRHET DV MBI ET I LR T DX AR LET, Flo, ~o &
ERICEDRMAE LTS, ATICRIEDED WG AR, 74— R e
ZEZLTREET,

4, TFANER=IT THNVEIARIFELET,

BT 17k CSV 7 74V 1%, PUPM 7 4 —H Lo TA VR —hENHYE
fN5E TLTCWET,

E T IHNNDR=N T T NVZ I T OGRSV ET, 2D
JBoss_home 1% JBOSS A Ah—/LLT=F AL 7R T,

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/waiting
ToBeProcessed

Bl: BHEFTHIURCSVIFLIL

PLFIE, BitET 17k CSV 77 A NVDH T VT,
ACServer/IAMSuite/AccessControl/tools/samples/Feeder 7 (L 7 "IZHEE D
KM 7 7 AN DY TR HYET,

OBJECT_TYPE,ACCOUNT_NAME, ENDPOINT_ NAME,NAMESPACE, CONTAINER,
DISCONNECTED_SYSTEM, EXCLUSIVE_ACCOUNT,NEW_PASSWORD, PASSWORD_POLICY

ACCOUNT_PASSWORD,demol, local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, Password1@,default password policy

ACCOUNT_PASSWORD,demo2, local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, ,default password policy

ACCOUNT_PASSWORD,disconnectedl, local windows 2003,Windows Agentless,
Accounts, TRUE, FALSE, Password1l@,default password policy

FETOR—) T 2R DA

W=D 7 BRI NBRENAE PUPM 74— IR =N 7 T3V Z D
CSV 77 A)NET v 7 a—RLFE7T, CA Access Control =% —F T4 XEH |3,
I CSV 7 7 ANV NDEATHAFR L £,

S R—=V Y AR FETHAL TORWEES  PUPM 74 —Z 1%, 71—
ZDTaIRT 4 77 AV THRESNIREICR =V T 74 V2 a i L E7,
K=V B2 EBETHITIE, VAT L~ F— ¥ E21L PUPM X —4 vk
VAT IRV DR — )V EFFS TWDMERHVET,
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FETOR—) T 3RODREAE

1. CA Access Control =X —7 A XEH T, LLFOFNEZFATLET,
a. FHET TN EZVILET,
b. [THU NV TEZT %IV ET,

[T4—8 THNE DRV T IZ AT DM I REIR S A7 YAMIFRIR
SNET,

2. [T4—F THANEDOR=IV T2V FT,
[T —H THNZ DOR—=V 7 | HHNFRSINET,
3. [V 7IvrEIU0ILET,

PUPM 74 —H X AR—=U T T35 CN 77 ANER— T L F
R

PUPM O BEIOT A

PUPM HENZ ANk, 22— 1 AT v 7 THET B b 7R —R %
F 7T IRL T, PUPM DU RERA NI A CT&Ed, PUPM O H B
TA TR, T2y T T MEIZSAY —RIZFRREINEE AN, ZO/RAT —R
AL T, =V RRAU N EORHET HT o M H B2 —T R s s
*9, Fv T 7MEIL. CA Access Control T Z— 7T A XEH CT/IAT —
RaFRTEET,

FE: PUPM D H B2 AL, Microsoft Internet Explorer 777 % D I Cfii
HTEET,

HEha 7 A2 P4 57-5 . CA Access Control % — 7T A XEH Tl A
v T IV ar R L E T, us Ay T = a Tk, A7V N
AL Ca—HFDarta—4 ETUARURBNI, F =07 T MNERO Rk
THYNC—FRas A SVET, 72E413, SSH Device = RARA >k E
DNV—K T HT L NeTF I TIRNTHDIZ PUTTY B A2 TV r—ay
ZAH 5854 . CA Access Control =% — 7T A4 REH |2k o—HF D=
o —& BIZ[PUTTY] T4 RO DD T, = RRA N EDO/N—R T HT R
[Za—RurfosinET,
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BEINY A UhHEET HLIH

PUPM HEIRZ A2k, =— T 1 ATV TRHET Ik AT —R %
F 7T IR T, PUPM DU RRA L Noa s A TxFE1,

LLFO7at AT, PUPM IZEY, T RRAVMIa—Y 42 HBIca s 1
XEAFENTHAINTWET, 2O o2& MET 512, CA Access
Control T X —T A XEH Tl A TV r—rarz1ER L, PUPM =
RIRALMCT TV —a0 280 8 CTHRBE NGB ET,

1.

Witle 7 7 s INAT—R%ZF =77 7hL . CA Access Control =% —>°
FTARXEI NIV RIRA b~ A NfEHENL a7 A 77
r—araiERLET,
ActiveX DN —HF DAL 2 —Z I AR—/L I TWRWGEA . LR
FlEFEALET,
a. CA Access Control =% —7 54 XEH |2 L BEWO=
B2 —H|Z ActiveX 7\ — U N EEENET,
b. ActiveX A2 AN—/LLF T,
ActiveX &AL AR— L LI e, T RIRA U NMIHEIMIZRZ A
TEEH A,
ActiveX ALV AM—LENDE a4y TV r—a NICE RSN A
TVT R 77 AN, ActiveX 128D, o Z—T T4 RE PR — )b a—F
DAL 2—H X T a—RINFET,
ZDAIVT S T A NNIRFHET 17 b 7SR =R EFENTHET, A
IUVT N T 7 ANDNELTEN, TURBA MBS T, BET 7 b
TLT e VISHEIIC AT SILET,

¥ ActiveX Tl, 22—V Dar B’ a—F FIZAIV TS 77 AV DMEIESH
HZETHDER A,
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4. AR, Windows VE—h T AT FAIIA X —F VN TIUF DU
R 23BN ILET

TURRAUS EORFET I b~ AN T LET,

5. =¥ty arEziE T 358, LLFOINT DA ELE
£
s UE—bNURUEBACDRENC, 22— RRHET TN "R —R%
F v/ AT HE, PUPMIZED ., MET %IV RUNACLIS
EVVIIBEHIDEESNET, MTHIRSRETHE PUPM IZXH-T
T4 RUNREACLIL, By ar BN T ENET,

EMTPHIRNIZIAZVT S 77 AV TER SN CWET, AZVT 77
ANEIIAZ AR T, WP AR IE R £ 138 CEET,

s L—YRVE—RT4URUEAC QN T BHET s NAT —R %
F oI A LIRS PUPM D, 22— N XA —R&F = /A
THNE I RLBEHNEESNET,

PUPM BEIRT A 7T r—a3 ROYTREHRERARXT B %

PUPM HENRT AL 77V —ay ATV T e hAZ~ A X HZEICL-> T,
PUPM BB/ A HEREA LR CTEXEJ, PUPM BHEIT/ A SDK 2 HL T
HARIN ATV T NAERR L. 22— N RRA M H BRI e (o TE AL
NZLET,

LR av ATk, BB Ay TV r—ay AV T N h AR~ A A4
AHIFEITHOWTEBIL £,
1. Visual Basic A7V 7 " {ERR L £

2V T SOVERIZ L, BEHED COM A7 > =7 hE7-1Z ACLauncher ActiveX
A REFHTCEET,

2. CA Access Control T X —T7FAXEH Tas A 77 Vr—al ik i€
U AERR LT AV T N T ) r— s a A BT £,

3. al Ay ATV TR RIRA L N BhEAH T £
FHHRTEHR

PUPM HEnr/ A 77— 9. Visual Basic AZU 7’k (P. 152)
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PUPM BE&IO4Y 4> 7F1 )4 —a> Visual Basic A9 T+

PUPM HEhn A2 77 /r— 2 Cli. Visual Basic A7V 7 ML TH
Fa—Y ol Ao/ ET, Ll Ao TV = ar AR E
WYEBEfEOu A T r—a w8 3 A7-61Z Visual Basic A7V 7 vt
AR AR TEET,

PUPM HEN S Ay 77V r—ay AV NI, =2 — T 74 REHH—
ININDTTAT b~ E~DF 7 a—RERET ActiveX 125> TIEASE LS
NAEERGENTWET, Zo X —T T XEH— N IZLD A7) T R HL
I, F—U—RMEICERBINET, KRIZ, ActiveX IZEVIFA4T U h <
v B TRV TR FETENET,

PUPM BB/ Ay TV Ar—ay AV NI TFOTF AL 2 ICHYET,

JBOSS HOME/server/default/deploy/IdentityMinder.ear/config/sso scripts
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BR

PUPM 07 A 77U —ay A7V NI T OF — B3 E& EIET,
#host#

A—YRHBNIR T AT DT RRA MDA TR EL T,
#username#

F eI TUNSIVIZRHET T MR EL £,
#password#

F oI TINTDRHET IV N DSAT —REFRELE T,
#userdomain#

(Active Directory) Bt 7T h s KA L 2 fRELE T,
#isActiveServletUrl#

ACLauncher ActiveX TT7 A7 s NAT —R F w7 AL A N5
T-OIHEHT5 URLZHRELET,

#CheckinUrl#
ACLauncher ActiveX C, —HF NI RRA L b/ TR UTZ35E1CT
IR INRAT—R T 2 7 AT HT2DIEHAT5 URLEEELET,
#SessionidUrl#
ACLauncher ActiveX C, &> a7 ObserverlIT Enterprise |Z it &k S5
BICRLER SN Ty ay ID #kE T D720 35 URL 2R EL £
7,
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PUPM HEhaZ (L 77— a DL FOa—RO—Ei%, ZEnE D>
IR EINDNERLTWVET,

Set pupmObj = CreateObject("ACLauncher.ACWebLauncher")
hwnd = pupmObj .LauncheRDP("#host#", "#userDomain#¥#userName#", "#password#")
' Set window close event
pupmObj . SetWindowCloseEvent (hwnd)
' Set server checkin event
pupmObj .SetServerCheckinEvent ("#isActiveServletUrl#")
' Wait until one of the events signaled
rc = pupmObj.WaitForEvents()
If rc = 1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")
Elself rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)
ElseIlf rc = 3 Then 'the account was checkedin at the server side - close the window
call pupmObj.CloseWindow(hwnd, 120)
End If

#iE

PUPM DB BN A2 TV —ay A7V NORIEIZLL FOLBY T,
»  COM A7 V=D
Set pupmObj = CreateObject("ACLauncher.ACWebLauncher")
s HEWMIAL TV —arOFELT
hwnd = pupmObj.LauncheRDP("#host#", "#userDomain#¥#userName#", "#password#")
n  FETRIAT - NATU—R Foy I KFERa s F3FA LT T

' Wait until one of the events signaled

rc = pupmObj.WaitForEvents()

If rc =1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")

Elself rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)

Elself rc = 3 Then 'the account was checkedin at the server side - close the window
call pupmObj.CloseWindow(hwnd, 120)

End If
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nyAy TFVr—vary byarwrtik oI, A7V MRk T A
LU FIZE>TEMLET,

n b EZa T T OEEZFETLET, LT 2BINLET,
Set observeIT = CreateObject("ObserverIT.AgentAPI.Proxy")
. TV —arFE TR v ar T LR EBMLET,

'Get application processid

processID = pupmObj.GetWindowProcessID (hwnd)

'Start recording

sessionid = observelT.StartByProcessID(processID, true)
'Send the sessions if to the ENTM server
pupmObj.AssignSessionID "#SessionidUrl#" ,sessionld

n ETHREI AT U TEBINLET,

'Stop recording

observeIT.StopBySessionId sessionId, true
Ak
ACLauncher ActiveX TIZLL FDOAY Y REAEHLET,

LauncheRDP (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT *phWindow) ;

ANV TF oo ¥V TIE—h T AI M T By arwBRL, UE—h T A
T 7 T4 R N RVEIRLET,

5 : Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd
= test.LauncheRDP("hostname.com", "hostname¥administrator",
"password")

LaunchePUTTY  (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT
*phWindow) ;
ANTVT 2% /LT PUTTY Byl arZBRtEL . PUTTY V42 R N Kb
iRLET,

5 : Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd
= test. LaunchePUTTY ("hostname.ca.com", "root", "password")

LauncheProcessAsUser (BSTR bsApplication, BSTR bsCommandline, BSTR bsUsername, BSTR
bsPassword, VARIANT *phWindow);
ANIVT oLV TT e AE ML, 7HERA T4 R ANURLVEIRL
E3

1] Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd
= test.LauncheProcessAsUser("cmd.exe", "/k echo This console is run
under %USERNAME% account...", "administrator" , "password")
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GetWindowProcessID(VARIANT *phWindow, LONG *pProcessID);

FESNIZT AR ARV DOT oA D ZIRLET,
5 : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password") id =
test.GetWindowProcessID(hwnd) test.Echo "Process ID =" & id

GetWindowTitle(VARIANT *phWindow, BSTR *pbsTitle);

BESNTZT AR NCRILVDEA RV EIRLET,
5] : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator”, "password") title =
test.GetWindowTitle(hwnd)

CloseWindow(VARIANT *phWindow, LONG Seconds);

TAV RTINS X IZICEACAZ L BT DAY= E e A ATl Ry
I AL FoRU FEESNTZT A4 R N RO 4 R AL ET,

$51]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.Sleep(5000) test.CloseWindow(hwnd, 60)

SetTimeoutEvent (LONG seconds);

"WaitForEvents" A/ RDXA LT IRAGELET, XA LT UMHEIZET
A& WaitForEvents A/ YR, XA LT IMIELIZZ AR T RVET, 7
1y 7 LTINS — LB R ET,

#i]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetTimeoutEvent(10)

SetWindowCloseEvent (VARIANT *phWindow) ;

"WaitForEvents" A/ RIZxIL TUA RUEPACAA XU MR ELET,
T4 RN USIL-1% . "WaitForEvents" A/ RiL, 7 v/ T\ bha—
IVINSERYD, U4 RN OGN ZZ 2R T RVEE R R LET,

5 : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetWindowCloseEvent(hwnd)
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SetServerCheckinEvent (BSTR bsURL);

PUPM F = Ay AU M, BT 7 a7 56k TRELE T, ActiveX
15 L2 PUPM 272U L E1,

5] : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetServerCheckinEvent("http://server.com/__azy?djfhwek5jy34brfhwk
eb") (replace with variable)

WaitForEvents (VARIANT *pRetVal);
LVURZGAMED 1 OIS T HET, AV T OFETE T my 7 LET,
FFvar:1- 2—HIZIo TV RUDBALLNELIZ, 2 - XA LT T
MERELELT, 3 DY —MUITTF =y 7 ESNELTD
5 : Set test = CreateObject("ACLauncher. ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetServerCheckinEvent("http://server.com/__azy?djfhwek5jy34brfhwk
ebll)

test.SetWindowCloseEvent(hwnd) test.SetTimeoutEvent(360) rc =
test.WaitForEvents() If rc = 3 Then call test.CloseWindow(hwnd, 10) End If

SwitchToThisWindow(VARIANT *phWindow) ;
VAR % ZIEORATHICEEIS T
$i]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SwitchToThisWindow(hwnd)

SendCheckinEvent (BSTR bsURL);
2—YPRT 4R EACTED, Fov s A ARUNeEELET,
5 : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")

Sleep(LONG milliseconds);
APV T D FE T —RHF I L E T,

Set test = CreateObject("ACLauncher.ACWeblLauncher") hwnd =
test.Sleep(2000)

Echo(VARIANT* pArgs);
Aye—UEEEICH A LET,

Set test = CreateObject("ACLauncher.ACWeblLauncher") hwnd =
test.Echo("Password Checkin")
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TN YR

WesEn 7 A AT B8 A 2L 7D 1 OTHY, 2k —Yix, boHo
RRA VN ECTERSNCODREHET T "N T = TR, DT ATk
AL T O RRA U Moa s A TEET, IERs/ A Tlid, BEins
A% LT, Active Directory CEFRSAVCWDEHET hV L e T =T
ThCEET,

7-& 21X, Active Directory (Z examplel &V 4 FiTD UNAB DT RRA L R
EFEL . examplel D—W L7 )L—7 (JL—Ne 5 Tp) % Active Directory |25
173 5HLLFE T, CAAccess Control T X —7 T A RE B CTL—NERibET
VAL TERLET, W T v/ 7 UM 2BICHBIn A 235
GEIE V=R T HTIPERSIVTONDTURARAL N, DFED Active
Directory KA avha—Jlian/ A LET, W—r T oI TR BHERIC
YesEa 7 A i 95385 801%. examplel DU RIRA L ~D T A L %8R
TEET,

CA Access Control T X —T A XEBNZID, ar A2 7T Vr—a a8
LTI RRANHOIESR R A AT v av isFoRESET, TR

AvNeaZ Ay TIVr—arZEN Y CTHIUL, JEERT A &R ET D
BINOFNEZEFATT AL ETHYEE A,

158 TA—TSAXEBHAKR



[ un

ESE HETHOUVNDEE

ZOE'7 aAlF LFOMN Y REENTOET,

BRHET I b 23AT — RO F =~ 7 A (P. 159)
BHET 17 XAT —R D HE)U &~k (P. 160)
BHET 17 b XAT — RO FEY &b (P. 161)
FebET 00 L NMEISS OHIBR (P. 162)

Tl NAT — R (P. 163)

FRHET D OO (P. 164)
TURRALNEFE SAT —RDOUART (P. 170)
HIDRHET 17 b 7XAT—RDFK IR (P. 171)

BIETHOUN AT —RD&HEFvoA4

BUE, 1 DU EOa—WFIZE o TF oy I T U RSIVTCWDRFHET 1T Lk 73R

U —RESRHINCTF =7 A TEET,

YHET OO IR —FDBHEFvoA42Fi%

1. T Ao -7 A0 M-l F =y 7 A 127y 7 U ET,
(3R F =7 A BT 17 ORI _R— VR RS ET,

2. MRBBMHAIEINL 722 AL, [BR] &2y 7L ET,

T AN T T AEHET B RDOY AT RESILET, [—F ]
F oI TORINX, BHET BT MR TF = 7 T RS0 E DI B L
LS TF oI T RSN 2 — @A L £9°

3. Fxv I AT DRHET I M IRL T, DRI 27V 7L ET,
DAY=V NERIRSNET,
4. [FW]a220y /LT BEEAHERLET,

CA Access Control T X —T"FA RGN IX AT BT Iy LT, THTV
Tz AL LFET,
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HETHOUR AT —FOEE vk

HPHETHOUR NRAD—KOBE)) vk

HE)SAT—R Ukyh X275 LT, BIRUIZFHET BT RO/ SAT —R
Uty hLET, BRIAKFIZ, CA Access Control T X — 7T A XEH X, 7h

U MZE Y THNTZ SAT —R KU — 2 _—R |2 FBIRLT=T I hO R
LUWRRAT—REA KR LET,

BE: TN RT—RETEY N HE, BIO/SAY —RI3EH TE 7<%
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