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VARREEH Y T LX) TAEHE B L AT DEFREZ R EL T
E3 I

pu]]]
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I:l

2 E: selang AV RS

ZOEIa it ROy IR E R CVET,

CA Access Control 2I~v> 'R 74 A% —7 VX (P. 19)
selang =~ RO L (P. 28)

selang =~ RO (P. 29)

selang 5% (P. 37)

UNIX T selang B % E (P. 39)

selang ~/L 7 DI (P. 41)

CA Access Control AR K SAY 423 —T YA

CA Access Control 1%, CA Access Control D~ R EFETdH5 selang LV V)~
VR v VEERALUTERELET, selang 2~ R SiEEH T 5L, CA Access
Control 7 —#N—RZEREANFRTHIENTEET, selang 2~ N EFEIT.
AV URNERSHECTTS

selang —7 (U7 «I&. CA Access Control /> AN—/LD bin 7 4L 7 IZHY
F9, selang > /UZHIDERZ DL KERI72 selang 7 T R FEIRSILET,
FrEns 7 a7 hORRIT EERKICE > TRARVET, 72E401X LT
DINTHRKRENET,

AC>

T 7 VR TIL, selang 2~ K Ybid, m—H)L T —H RN — A TR THELT
éj’biﬁ‘ B OEA 0> CA Access Control 7 —H#_X— R ZXfL Ca~vL Ra5E
179584 1L, selang 2~ RE A T) T HHIIC hosts I~ REFRELE T,

TR

selang £z 5% (P. 37)
hosts 2~ >F - U<E—] CA Access Control Y A ~D ¢ (P. 140)
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selang —7 ') T4 - CA Access Control AR R4 DELT

selang —7 (U7 (1%, CA Access Control 7 — X _X—AB I NXAT 47 Bt
\ZT 7 BATEDaA~v RN Vo VA RBILES, ZOa~w R =/l selang
DaAv U REFITTHIET, 7T —F_X—ARECE I ET,

F o AT VAV AR ELIG AR IRE . 2~ FOETRIARIIARAEL Tk
B Ed,

UNIX TOZDOa<RORAIL, LTFDOEHIT720FET,

selang [{-c command|-f file}] [{-d path|-p pmdb}] [-o0 file] [-r file] [-s] ¥
[-u user pass]
selang [-1] [-o file] [-r file]l [-s] [-u user pass]

Windows TOZDa<ROEAIL, LLFOIHITR0ET,

selang [{-c command|-f file}] [{-d path|-p pmdb}] [-o file] [-r file] [-s] [-v]
selang [-1] [-o0 file] [-r file]l [-s] [-v]

-c command

FATT D selang A~ REFRELET, FEELI-a~ U ROFEITHEIZ,
selang 23& TLET,

command (ZZE AN G ENDHGE T, XTFHNEEE 5| HFFCHAE T, LA
Tzl R~RLET,

selang -c "showusr rosa"

-d path
EFRLTSADT —HAR— AN HEFHINDHINHEELET,
Fu— L T AR ADBERETEET,

-f file

U AR DOFEAEA NS Tl FEESNIZ T 7A V5 selang 1~ U R D3
HWHNDINTHRELET,

ANT7ANDaA~ U RPREITESNDHE, BITH O~ ROFTE 5 A3 E H
IZFRRENET, selang D7 BT NIRRSNERA, file |ZHEESILZ
v UROFEITZIZ, selang D& TLET,

ZDOZ—F AT 4D~V EEERLET,
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FIFINIDOaO—H)L T — R R — AP HEFHINAIONEELFET, EH.
ZDT —H~—A|X ACInstallDir/seosdb T3~ (ACInstallDir I CA Access
Control ZA L AM—/L L7274 L 7R T),

DT vart -d Fold -p LRIFFITIEE T4 EI3THY FH A,

E ZoAT v a T selang IZHS TIRDAH DT, T seosd 35
TSN TCWRNWEZICDOBENTT, Flo, 7T —FX—RA T7ANVZTHT
BHI=O D437 3 AT 47 HEBRZFF>7= CA Access Control B HE DA FEAT
TEET,

-o file

selang D IR ESNT- 7 7 AVICEZAENAL IR ELE T,
selang ZHLE) T 572N, HFHLWEDOT 7 AV BMERRSNET, BEGFO7 7
AN EFRELTZHEIL. D7 7 ANV OBIEDIFERN FEEESNET,

-p pmdb

EF LT~ PMDB D7 —&_X—Z(PMDB %7 5 AL 7 NNDF —Z~_— )
DHEFSINDINHEELET, ZDHA, PMDB (32— I /Vimk _EIZHAE
TAVERHVET, ZOF —F_XR—2 It THERNEIL, T 2754
NZIMeESNEE A,

X oA T va L FEESILZ PMDB T sepmdd F721E seosd DU
NN FEIATSNTODIG AT 720 F 9, F72, hosts I~ ROfFE &
IXRET,

BE: VT AITANSOAREDP LR FILZOFE—RTITHORNTL
728, BHTOVER R IZ AT 47— &M 9 5&. CA Access Control
BREAT v ar TERINTWDINI, RAT AT HRAN T 7 ANV DI H
FshEd,

-r file

ERLIZT 7ANDPOA~ RPGRAGNDINIEELET, 20774
JVTIE, BEAED selang 1 S TRtk SN 7za~ 2 Ri3EIan s F7213 750
TTCREILNTOWDRERHVET, file NOa~ U RINETINIE,
2= AN EART A=V RRRSINET,

ZOF T2 ar TTyANVEERLBOGE L, R—5 T 4L 7N
D .selangrc 7 7 A /L MEFHSILET,

selang AL U N BE—RTRMNADIDITTRELET, FIEHEICEEIT5
Ay —VIFFRRINEE A,

F2E: selangaATYUKFEEE 21



CA Access Control AR UK SAY A58 —T1)4

-u user pass

(UNIX D &) selang = FEATT H1—HFHBIOART—REHELET,

ZDOF T ar AT HIZIL, seos.ini 7 7 A LD check_password h—72
L yes [T ET DM ENHYET, 2D, selang -u Z#FEITTHEXIT,
[RAT —RZE AL TLESWN | VIO Ay —U RERRSNET, (775
ZENTEHRT AL 3 EIETTT,

seos.ini 77 A /V D [lang] 721255 no_check_password_users h—7
I, selang ~DOR T AL IS AT —R F 2o /2B 52 —F DY
AP EENET,

7E: check_password F—2273 no (7 7 4/V M) IZER ESIV TV DA, /8
AT —RDOAINTBERSILEE A,

(Windows D) tH J1IZa~<o R I B EZIALET,

i EoEE

-h ME SRS MOF T 2T T R TERSNET,
AT vark A AT var LRIBHCHE AT AT TE R A,
dATvark -p AT var LRIRHERTAZ LT TEERA,
-d F0 p BFRELSGS . A 2RETOXLEIIHVET A,

EZIEE

hosts 2~ >K - U —] CA Access Control ¥im A ~D#Z5¢ (P. 140)
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selang AV UK L)L DHERE

selang AR o/ U ZHIE A D&, L O a PR ERRINET,

AC>

Tar T RRFIREINTZEIT, selang 2w RE AN LET, HEDa~v NE
ATTTDEEE, BIany () TRUMET, 1 >Oa~  REEROTICE-
Do TAITTHMENRHLLGA X, ATRICHFL S (W) 2 AL T ROITITHE
DEATILET, a<v R I/ IREFRETT, L£HDRKHF—TITNEZR
FLET, XFEHATDHIL, a~v R I NCLTFEAEHEANLET, LT
ZHIBRT DICIE, FEH#ED BackSpace F—=X° Del F—Z% L £9, UNIX DI5E
IX, Ctrl F—Z L2200 D ¥ —%2 ML CTLFEHIBRTHIEL TEET,

selang Cl, UNIX > /b tesh BIONVEDMDA~—h /L TCHEHTEDS
BDOa< R T4 ATIERED T R —hEITET, LT OBEENE FihE
‘é—o

s RO

s La— Rk ¥

I REMRE

n  FREREKEE

S ¥ UNIX DAITIE UNIX exit Z2AE H C& 4, 2t 2—WF37 1 —
T OBMEIZE B OFTEIIR I BB TIND IR ETHIEN
TEHT T T (v x)v ATV T NEILELTRREZ 74 /L) T9, UNIX exit D
SERCOWTIL, TUNIX N PEPET A N 25 L TLIEE N,

X F
selang ClE, L F ORI F A AR —FLCOET,
XF HLL] R
#FlL RN (¥ —7) e ATHICHLGEIL, TDITRaANTHLIEZRL, ZDIT
(X7 ALY R WTTESNEE A, TIACMTIE, 774V 5 selang 2~ R
EANTHHEEITAATT,
! JERLTF (1) 1THEICH DL EIE, T =)L a~v R ThHhHILERL

F9, selang [TaA~V U REF XL —T 47 VAT LD =)V
7T MIESTFEITLET, CA Access Control X =/l =
< UNTEFEITLER A,
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X Ll B
N — FROMZ R, I~ FRROITFICE T ea R UET,
fImmy 1 DDAV RERT L, RICATICHIOa~ U RE R ELET .
AT RO~ RO ER DT~ RO ATNEYES (7
DIFIE) .
a—khvk F—

selang Tix, L F DY a—b vk F—%2H KR —hLTWET,

F— HR—k B
TSk
TH—L

ERAIF— TR T A~ RIBRENEZBEIL Ca~ R RG T 57201 ET,
A — &7z A

P UNIX LGB TR RE A RATLET,

Ctrl+D UNIX IR —=INEBNTIOF—E T L, a~vR T OHGERM
FELTFINE—F T DHGEDYANIERRIINET,
FTRUSNOALB OB — I VB BN TZOXF—% 4L h—
YNV OFPNDD LT DHIBRSAVET,

Esc. Esc UNIX a<w R IA DA RO~V TRANBRERINLET, 2K

Ctrl +2 FGAL DT X ANIT X TERIESNDT=O . AJTE W LI LE DD
el Cavr RE A TEET,

F1 Windows 1 ORiDOa~r %1 LEFOMALET,

F2 Windows 74 R23BAE . [Enter char to copy up to: ] SV FE RN FERENE

T, HiElOa~< U RIZEEN TV TE 1 L TPANTHE, 2D

CFNERONCHBL T 2@ AT E Ca~ RO H B A IS ET,
A~ RNIZFEICSCFREEH D5 613, F2 ¥ —%26 ) — 4L,
AR TEOIFN 2 B BICTHBLT 2 E TOES A B BT A
HEnET,

H0{H 371213 BackSpace F—& L £,

F3 Windows 1 DO~ N2 ANLET (EHRF—EFT),
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F— HiR—k BBk
T5vbk
T—L
F4 Windows 1 DRiDa~< REfmELET, VA RU2BAZ, [Enter char to

delete up to: | WO RNFRINET,
B0 4971213 BackSpace FF—A L £,

F5 Windows 1 DpiDa< 2 Ra2ANLET (EJmE—EFT),

F6 Windows <R ZA0Z Ctrl+2(22) Z ANJ1LFET, ZAUZEY, Enter F—
AL CIROITICHET Ca~ o RE AT TEAINTR0E T,

F7 Windows o~ REREZRT I RuaERrLET, ETFOHRF—T, fi

WA UIATLE D~ RARIRTEXET,
B4 121% Esc F—2 L £,

F8 Windows F s —LEEEIC 1 ORTOa~y REANLET, 727 —Y
JWEa< U R A0 Ot Tl eilIc Tz REnE 7,
F9 Windows 7> R 25BAX . [Enter command number: | LWV F R REN

I, BEEZASTTTARAEav BT ASINET, 2Oa~< 2 RiE, F7
F—aMTELRREINDIANT, ZOFFEXfIGTHA~VRTT,

B4 121 Esc F—Z2 L E£7,

AV RER

selang TlL, 78 za~ > Na BV NARAFLET, JBEVANMIRAFS
Niza~<w R 740 Dav  ReFRrdH1I2iE, ETORAIF—2FHLET,
BEED LT FEITLTINTEDA~v U ROIERRTHITIE, a~v ROk
T2 NS LTI E FTORAIF—%2FHLES, Enter F—%4F4 L, =
~UR FANCBIER RSNV TNDTF AN IATSNET,

DIRIPATU I~ RERR T AI2IE, history A~ RE AN LET,

selang Z¥>F v /LT, L F DY a—r oML T, BV AN/
SNTcav U REFITTEET,

< a—khyk ETEhdav R

AN [string] 1 DRI~ R, string ZRET HE, FEEINTZLFRHN DT~ R
(IBMESIET,
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Ya—kavk RfTSndavUk

An [string] JEFEVARD n &K B Da~ R (n 1XIEDEE) , string Z48ET5HE. F8E
SN CFHNN DA~ RITBIMSNET,

A-n [string] JEFEV AR D n T HDa~ R (n IZIEDEEL) , string Z45E 5

CLHRESNTSCFANR O~ o RIGBINSHET,

Amask [string]

mask THEEDHT~ L ROHP THRZIZEITLIZa~< 2R (mask 137 % AR
), string ZIRE T DHE, FEESNT-LTFHIN LD~ RITBIMEU
\i-g—o

FriRTLEE

3¥: Windows D& X, JEREUARND R IRIZ F7 F—ZEH TEFET,

selang 2v R =/ Tl ANOFMEZEALSESERT /=I5 TEE

TO

F La—R4A LT AL L, UNIX TIERSCFE/ N SCFER RIS IVET D,
Windows TIEXBISVER A,

g R

selang Tl o HA[RE/ R~ RER B TEH RO LTFHE A T3
He, TEEBIZEOa<w R SIET, 220X, TholE AT T5
720FC hosts A< REFATTEET, ZHUE, Tho) ThEEDLTV R
hosts 72137272 6TC 9, Tholb A1 %&, BRIDO=Z~ K75 hosts ThHHZ
ENTTEBITERSIET, —J7, TFF new TlaELa~ U NITHEHHY
F9, ZD7=® . newusr, newgrp, ewfile, 3L newres /X5l 7512/7,
TN LB REID XL FINFAT) TSP HVET,

W& 55

#Fav U RITIE L~ 4 CTF OB AT B TOET, el i,
LFH] new TIEEDHLT~ U RITHEEH ST, newusr DILHOVIZERETE
nubfEHTEET, ZOIHRERBIL, Fa~ U RO ILO—EHEL TR
HINTWET, v RN, KXFFEI N LTFONT N TH AT TEE
7
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BAGERE (UNIX D &)

HFED ATIIEH T Tab *—%2 M4 & OO SCFRHEICAISNET,
HFEM S IR DU IS UM T ET, FaEL- X TFoIE—E+
HHGENEE LG OV EGEEIXZ O T E— BT HHGED
—EHNASSINET, T, TnEATILTESE . BEIMIZlew 238
INEFL, HEEInew | MFERSNET, Tnew 23 H D HFETITRWEGA
EDHIZ 1 FFEL 2 UFASL, TabF—%b)— EHL Cre /g BB
LET, Ctrl F—2%2M L7030 D X —%2 M7 &, A TELT X TOHEMM
FRENE T, ZOMEEIL. T 23~ RO IERMIZONSRWEAIC
ERICT, AIONZ77706ITiE, HiElnew] OWIZIul & ATILT Tab
%L, HEIWIZ[sriANBINEHL, newusr I ROERREINET,

selang I~ RO—H TIT7RWHEERIIAEVIZRAASIL, B CTRICEY V=

COHFEMSEIHEHSINET, 72&41X., Tnewusr Mercedes] A JJL, L
X5 TH B showusr Me ] EAFILT Tab F—2% 4L, L FDOIHIZE
HETE D [Me ) 225 T Mercedes | | ZHGEDMH 2SIV E T,

showusr Mercedes

ZIZTIE, Me] ThEFA—T A NLURNIA I STV RN E ARt S L
TWET,

JAILRA—FIZLB—F

selang ClX. L FOUANWR I —R X TFaFHTEET,
*(TPRR)RY)

0 fELL L35

? (REREFF)

EEZD 130T (T AN DIRAE KGN SCTF 5L

fEED 1 CFNT BT DX = ZFRET DI, LLFOB DX, B

() ZfEHALET,

JAILEH—FIEE

—Bu\a—y

mmc?

mmc3. mmcx, mmc5

mmc?.t

mmcl.t, mmc2.t

mmc04.?

mmc04.a, mmc04.1
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selang AT FDEX

0 HLL EOEE D XFHNC— B+ B2 — 8 ET5I12%, LLFOFNTTR
TINCT AR AT (%) 2 LU ET,

JAIKH—RIEE

k5 VA S

*i*.c

main.c, list.c

st*.h stdio.h, stdlib.h, string.h
* FRESNT-ITADT X THOLa—R
selang AT R DEX

selang D42~ K. CA Access Control 7 —#_X— A |2k L THREED T 733
VEFATLET, selang I~ ROEE, L TDOLEEBYTT,

commandname parameters

commandname (2%, CA Access Control THEIT 4 a~  RAfEELET, &
WL, aAw U ROBAIT L DL FO TG A—EEEELET, (NTA—F|T, o~
VROFEFTIZHELBINE % CA Access Control [ZJEL F9,

selang D/ NTA—=ZHEL, LT DOEBY T,

parameterName[ (arguments) ]

parameterName (21, CA Access Control |23 /3T A—2ZF5EL£9, %<

DIXTA—=LTIL, 73T A—F DIFR|Z W FE 721K # % CA Access Control (2T
51%5% . arguments ([ZFEE T DM ENHVE T, EEOSIEEIEE TEXDH/NT

A—=HEBHVET, EBOBIEEIRETDHE L, W~ EIA—ZATH#K
BEXYES, RTA—ZDBIIEDLDPRNTA=H DG 5LV ET,

WFHTHIEEERTHHEICLa—R 7o XT 22 BRI 5121, B>
ZT)WEEALTT e T2 AN LET, HBAICES TR, 513ELTTAHY
A7 () TEET, TAFIVAZIEL, ZO5I BBV DT X COEERT
ZEMNTEET, TARVAIEAFE R T2 grE/s/L62 0~ RC RIUSI BT R
EDMEERELT-SE . ZOREDEOIEE TN ET A, o, 513k
T 7 AN DAL, T 7 ANZ I —2 D— L L CIA N —R&fE
TEET, FHTEDTVANVRT—RIE, *O L EOXT) BLIO? ((FED 1
T T,
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selang AT FDIER

UNIX BREE Cld, = — DR E T DI CRICFE/ N CFERK RIS AL, [l 5D
A CEET, 728 x0E, 22—V ID A user53 D—H DT )L R— L%
Mike Jones SFEE TEXE 9, Windows BREETid, [HHRD K ILTFE/NLF DX
BNTRRRRSNEE AN, EDIFRITIRFINET, UNIXT —T AT — a7
5 Windows DUE—hk RANE T 5554 UNIX IZRFSNIDIREED 2 —H
FREBREMBLET, ~£E2/4, 7— /L CA Access Control 7 —X~N—X%
EHEG 555, Windows 2245 /4 Mike Jones ik /X152 — ' DE firg
Imike jones /A A )T BN TEET, /5L, DT —HN—XF)E—h
UNIX ~ 2205 B BT 35503, 2 —% % /Mike Jones ) 2 A 777 540 Z 5%
NET,

selang A< K DIERR

selang I~ REHHL CTAC T —Z _X—RF2IRAT AT A _—FT 47
VAT I (FAT 4T 08) BpEE DL a—REE T I HI20E, YRS LI T
T, 1IFEAE DI~ RDOLGE ., FATTDINILL T D ) 70D S 20 7-L
TWDARLERHNET,

n VY—AOFTEHE THHIE
m  ADMIN EMERE Y THNTWDHIE

m  GROUPADMIN B CEHEMENREZ 52 b=/ )V —DOF NI, B
FIDY ) —A L a—RRNEGENTNDIE

m  ADMIN ZT7ADL —R® ACL |2, CREATE 77 AHERR £7-1% MODIFY 7
IV AMERR MR ESNTNDHIE

= (Windows) XA 717 Windows EREEDE LD LNFF A SN TWDE AT,
Windows 7 —4X—Z® CA Access Control Administrators 7/ /L —=7"(D A~
NTHHTE

= (UNIX) RAT 47 UNIX BB O EED BT Al STV DI E IR, a—7
JV UNIX IRARDEX2UT 4 771D CA Access Control Administrators 2
=T DA THHIE

F: NSO —RIFRIOFISMIHON TR, Fa~ U FOFBAICERLL T £
j‘o
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selang AT K DIER

TR E) R DY R—k

T 7 AMERRZFF AT RS T AT, 7 FIEHD T 7 AR A R

TAHZENTEET,

ACL
AT 72 RV AR, VY —A~DT 7 AE TR SN2 —YE-137
=T DR HDNIZFOM ) . BIOE 22—V F- 137 —T 1252
DI T 7B AMEDL ~L NGRS L TOVET,

NACL
HET 72 A AR, V) —=AA~DT 7 E AN A SN TN —YF
72X N—T DA FIDIE GRS TNET,

PACL
s T TIRAGIEI AR, VANMIT 782457075 MMURIELET,
& PACL 21T, 2— VLA BILOI N —T4 T IEAMERL ~IL | 3L O
EDV ) —R T I EATAEDIL—FRNFEITTANERNH LT T T A
RV )V ATV T NDOG FIDVEERSIVTOET,

INET-ACL
A B — T 72 AHKIEY AR

CACL
SAATET 7B ZHIEY AR

CALACL
LB T 7R ARIEV AR, Unicenter TNG HL U X (TR TF T DY — A
ACL T,

AZNACL
FERR ACL, VY —ADFBNZIE SN CTYY —A~DT 72 A% 795 ACL
T,

CA Access Control TlZ, VY —A Ikt T H2—YV DT VAR T =7 T HEE
2, BE T AT R TOURNME SN ET,

7E: authorize 2~ R C—EIZHEMETEAYANI 1 D TY, EEOIANEZE
H3 58613, authorize 2~ U REMRDIKLUREITTHHLERHVET, 125D
FEBR N — NV CHEB DO 22— B IO N —T T D8I DT 7 B AMER % TE
FTTHILIITEEHA, TOLEIIET V—NERETHILERHIET,

30 selang Y7L R AR



selang AV R DIERR

LITORIC, HI/TATHATELT 7 B ARV AN R LE T, ZORITRND
ITAL, TR ARV AR 22 | authorize T R CIEHIE C& EH

;Uo

95X

ACL/ NACL

CALACL

PACL INET-ACL CACL AZNACL

ADMIN
APPL
AUTHHOST
CONNECT
CONTAINER
DOMAIN
FILE

GAPPL
GAUTHHOST
GFILE
GHOST
GSUDO
GTERMINAL
HOLIDAY
HOST
HOSTNET
HOSTNP
LOGINAPPL
MFTERMINAL
PROCESS
PROGRAM
REGKEY
REGVAL
SUDO
SURROGATE
TCP

X X X X X X X X X X

>

X X X X X X X X X

X X X X X X X X X X

x

X X X X X X X xX X

X

<X X X X

>

X X X X X
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DI R ACL/ NACL CALACL PACL INET-ACL CACL AZNACL
TERMINAL X X X

UACC X X

USER_DIR X X

DS ARNT VAR

BT 7 AMEX, VY —ANET DI TACE > TERRDET, UL TFTOFEIZ,
AC BBIE BT AE T e AMlie 75 AN R LET,

DR BNGETOERE  TOEYFITEHEAESNLIRE
BIFA all EDITAD TN TOR N LB FATLET,
none EDITAD EDFRLBIELFATLER A,
ADMIN create ZDIFTADLaA—REERLET,
delete ZDITADLa—REHIFRLET,
join 7 V—"7"% USER L —RI|ZBEML T, —Fnbs

N—T DV I E5ERLET,
X 77 modify 772 AMEL BT,

modify BEfFOLa—RE2ZEHLET,
Fa—VEIN—TIV T E (T4 E
GROUP L' —NRIZIEMT5) 7212, 77 8Hi2iE

join 772 AMEL T,
password D L—F DR —REEHLET,
B ZOT I BEAZAT 1L USER VT AIZD i FHE
WET,
Bz ) ZDOIFGADL a—RE B FRLUET,
AUTHHOST wedr D PRRESNVIZARAN R A L ET,
CONNECT Ft A ELD UE—h RAMEERLET,
CONTAINER inherited F ZOITAOEN T 7R AMEL, EELTVWD

FT LI NDIFADHIMETT,
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IS5R EMLETUERIE TS IR SN SiR4E
DOMAIN chmod 2 DDORA U OFHEBIUREZER B L OHIBRL £
vé—o
FEBLDORAL NI IDT I BA ZAT RYHIET
vé—o
execute RAL AT DAL 3OBINETITHIBRE TV E
vé—o
weAELY RAAL L A e—BRRLUET,
FILE. GFILE chdir read 33X execute | ZFH Y 3757 7 AHERRZ i H
LT, TALIZN AT 7B ALET,
chmod TrAN VAT A ET—REEELET,
3 UNIX ARANMZO & S ET,
chown La—ROEEEELLET,
control delete & rename % R< TN TOR N7 B EEFATL
e
create ZDITADL a—REERLET,
delete ZDOITFTADL a—REYIBRLET,
execute Tag I L EITLET,
¥ 7BV read TV AMEL ML BT,
B3] TrANEINTT AL 7N E ARV E A CHEHALE
7,
JE: UNIX T, 77 AT DG xS 3 584 E
(Is -1 728) 2 —FRETTEXHNEIDEHIE TS
721 read FERRDN U EE70455: 13 STAT intercept
BREREL LICRELET, sz VT [V
TR AR L TLTEE N,
rename ZDITANDLa—RDOL4RFIZEEELET,
sec ZDOITADLA—RD ACLEZZEELET,
R read. write, 33X X execute ZHH A& O T-#E%
EITLET,
utime Tr7ANVDEFEHRFEERLET,

3 UNIX ARANMZO & A S ET,
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selang AV FDIERR

DR BNETOERE  TOEYIEHFAESNLRE
write TrANVEANTT AV I N EETFLET,
HNODE FeA I JITADLaA—Ra—ERRLET,
write La—ROFEiafmEL£7,
HOLIDAY e HD FRELIARE I A LET,
KMODULE load H—F) TV a—LEu—RLET,
unload H—F) T 2— )V E T oa—RLET,
MFTERMINAL Bz ) ATV — DRI A LUET,
write ATV — DR DE B TOET,
POLICY delete RN —ZHIBRLET,
execute R —%T7aALET,
Bz ) R —DFEMERRUET,
write La—ROFEMEmELET,
undeploy delete & execute Z A E OB T BELFATLE T,
PROCESS Rz, T A& iRAHE T UE T,
PROGRAM, SUDO, execute Tnr T L FATUET,
GSUDO
REGKEY delete Windows L' AR F—ZHIIFRL £,
B3] Windows L VAR F—DONEEZ —ERRLET,
write Windows L' AR F—%ZEHLET,
REGVAL delete Windows L ¥ AREZHIFRL £97,
Bz Windows L AN Z FEA B £77,
write Windows L VANEAZE L ET,
RULESET eI La—ROgEia R RUET,
write La—ROiEMEmELET,
SURROGATE execute A —F DRI EEFEITLET,
TCP eI UE—F RANETNIARAN 7V —7 76 TCP $h—E

X/\77“IZX Lij—o

TERMINAL, GTERMINAL

Ertza )

AR~ A LET,
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D3R BWGETOERE  TUEFICHRISNDIEE
write SR E L ET,

UACC inherited E: COITAOER T 7R AEIL, EFELTNDY

FADHRETT,

WINSERVICE itz U] Windows th—EAD T /T 1% RKRLET,
start Windows % —E A& BRIGL £ 7,
modify Windows Y —EAD T /T A HLET,
resume — W5 IS 372 Windows H—E A2 FBAL £,
stop Windows tr—E 2% {5 [ELE7,
pause Windows tr—t" 2% —KpE (L L ET,

Sl none BE W all T2 TATHEATEET (il all X, &7 T AD none &
MRT 78 AMEDT N—T 2% TR LET), T BAMERDZEMIZ OV T,
BHENWD OS 1Tk T D ZAPRR AP EEET R e 2 B TS0,

Windows TDYIZ R R 7 It XER

HRNIRT 72 ML, V) —ANET DT AL THRRVET, L TFTORIZ,
Windows (NT) B35 12 BT AE e T 7B AMEE 7T AT L IR LUET,

IR BRETOEXRIE TSRS SR E

BITA all LDITAD I N TORN LB FITLET,
none EDITAD EDF RN BELFATUE R A,

COM. DISK  change delete. read. X" write Z 5T /Ex 5

1TLET,

changepermissions

UV — 2D ACLZEF L ET,

delete V) —2%HIBRLET,
B3 ) V=R DT —F~FABOVERTT 7 8ALET,

takeownership, chown, owner

BRELIE)Y — 2O AEZEELET,

write

FRELI)Y = AT =22 EBEZIRABET,
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D5 BENGETURE T O YIZEFRI SN HIRE
FILE X T B AMERRE EF TEDHDIL NTFS 7 7AWkt
LTDOHTT, FAT 77 A/VITITER TEEE A,
change delete. read, 33X write Z A AT B EE 5
1TLET,
changepermissions. sec UV —AD ACLEET LET,
chmod delete % RS T X TOEMEEZZITLET,
chown BELLE)Y — 2O A& EEHLLET,
delete U —2%HIBRLET,
execute Ty L FEITLET,
X ZOT AR T DX, read 77 B AKED
%‘g"c‘d—o
B3 V) —A~NGE A EHATT 7 2ALET,
rename V) — A4 5B LET,
X AN EE T DI, =R D delete
T IVAMEE S —7 NIKkET D rename 77 & AKEDS
VBT, RO I3 A R IR ZDNEFTRidrS
nET,
write V) — R EHLET,
E&n read. write. 3L\ execute ZH ST /EA2E
ITLUET,
PRINTER  manage TV EERLET, SR TV H DT =40
PE . HIl o —ReE 1k HIR OB, Rl a~ @
VT ACL DEH, TVAADTa/RT A DO EIRE N
ZEiFonEd,
print TV L CHEIBLET,
REGKEY append, create, subkey VY AN) =Y 7% —AAERETITE R LET,

takeownership, chown, owner

VI —ADFT A EEEELET,

changepermissions, sec. dac,

writedac

UV — 2D ACLZEH L ET,

delete

VY — 2% HIBRLET,
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ISR BENGETURE T O YIZEFRI SN HIRE
enum YT —2HHELFET,

link LUARN) =DV I AR L ET,
notify LU AN #—F72 3L VAN F—DH T —D L E
HWHTT,
query LUAN 2 —DfEZ s )L ET,
B3] V) —ZA~G AT 72 ALET,
readcontrol, manage L IAN) =Dt 2T 4R FOFEEH (AT A
(BEAY) ACL ICE EN TWATE A BRL) DFt A ED
set LU AN F—DEDO/ERCE T ELET,
write VUAN) F—bZDH 7% —%2 BT LET,
SHARE change V) —=AD T /T A DR FTV Y —Anbo 4
HOHIBREATVET,
Bz U] VY —ZAGE AV TT 78 ALET,
3 Ml none BI W all 1327 FATHEMTEET (fl all 1%, %27 AD none %
PR<T 7B AMEDT N—T 2K ERK LET), T7EAHEROFEMIZ OV T,
[Windows T2 Fhq 2 PEPEG AN B2 R TLIES0,
elang IR1E

selang Zff 95L&, m—7/1 CA Access Control 7 — X2 _X— R |ZHNZ T, XA
747 (Windows F721% UNIX) 7 —4X— & 17— %/ Policy Model 7~ —%
~—Z (PMDB) . CA Access Control 2314 > AR— /LS TVBDYE—hK AR AR
(Windows 721 UNIX) LT —4_X—=2_ F7213 CA Access Control B 55 5% iF
LT —ER—REEETEET, BREEZUIVEZSIZIX, env(environment)
av REMFHLES, 2Oa~ I T X TCORECHATEET,

B ORETHBEOav REHOETR, TOHETH, a~v U RDO/RTA—H
iootzﬁaliﬁwiﬁfocé BRBHNET, D=0, FILWERE CIEEE21hDDHE
I, LTHE LA AR L TLTEE W,

FienvEAEHALT, o~ RO Rr7y 7 TanT e N1T58, FDawy
RN Fg 7 7B EE L BAEDBRBE O FIZATTSNET,
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LU FOBRENYR—RENTWVET,

IRE avoR pA= BL)]

Policy Model env pmd AC(pmd)> selang A~ REL9~T, ©—H/L PMDB (ZxfL
THEITSNET,

RATAT env nt AC(nt)> selang =~ N9~ T, Windows 7 —# X —

Windows AEBEHEUET,

AC env ac AC> selang T~ R X9 XT, CA Access Control
T AR AR L TEITSNET,
F: BT 74V RTT,

FAT 47 UNIX  env unix AC(unix)> selang A~ RIX 3T, @—A/L UNIX ARARD
X 2UT 4 T AITH L TEITSNET,

Native env native AC(native)> selang T~ NI T RAMDRAT AT B
BECEITINET,

UE—hRIE env config AC(config)> selang T~ FIX9 T, AIRARD CA Access
Control BREEEX BRI L TIATSALET,

EZIEEE

environment 2v K - BX 2 U7 A BRIEOERGE (P. 131)

AC BREZ0D 77 A (P. 258)

UNIX BEBE0D 7T A (P. 562)

Windows E&1500 77 A (P. 524)
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UNIX T selang IBIEHFE

UNIX TO selang IBIBH T

UNIX DIGEIE, selang ODEMFEAEBLCTEET, ZLEAE DA T a3,
(selang UNIX BREED) UNIX EX 2V 7 AT L% selang 23E BE 95 1L
L CNET,

selang 2—TAUT 4 Tld. REA T a HICLL T D 2 >DO7 7 ANV ZfHE L
ESSpR

seos.ini

CA Access Control iR EEA 7 > ar DIREAISILE T, ZHUD3, CA Access
Control DALV EREERTE T 7 A/ TT,

lang.ini
selang T T 25 ETHFMOEMNIINET,
selang Tl LA D —FHF /3 DT 4L 7 M2 5 lang.ini 7 74 /L2 A%
LET,
m seos.ini 77 ANVDEMMSITNDT AL IR,
s 2—HFDOR—LFTALIR,
=2 %250 lang.ini 77 AV D— FIZOIAFEELT-SHE1X. fEESN-
T AVOENMERENET, b= % 2 DD lang.ini 7 7A /L TERDEIC

BELIZEEIE, 2= P OR—L TALINIZDHD7 7A N OEMEIESIVE
o

H— 3D seos.ini 7 71 /LD DefaultShell h—2 >} X DefaultHome ~h—2 >~
DfEIX. lang.ini 771 /LD DefaultShell h—2> 35 X T HomeDirPrefix h—2>
IR ESIVCWDIELY BIESAET,

S Y7V lang.ini 7 7 A V1, ACInstallDir/samples 7 ¢1-2 FJ @ lang.init T
7
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UNIX TO selang IBIEHFE

A—Y I7MILDER

UNIX 2= DOFHIFIfEHSIDT 74V b7 7A 1T Jetc/passwd T A3,
ZOTTANNEREETEES, T 74/VEOLERIL, NIS TIERE T D561
NIS P— R a2 B2 —Z K L TR F9,

22— Ty AN EEE I HITIE, seos.ini 77 AIVD passwd &7 a D
YpServerPasswd 73— 77 A )VDT NIRRTt IOEELET,

GI—TEHEDI7AILDOER

UNIX 7L —T7 D FIRFAE FHSIDT 7 4 /L D7 7 A /i Jete/group T
D ZDOT ITHNVINEERETCEET, T IHVIDOEEILNIS TEETH5EES
[ZNIS = N B2 —H 5L TSR E 4,

TN—THTHTHDDT 7 AN EEL T HITIL, seos.ini 77 /LD
passwd £ 2D YpServerGroup NL— T A )LD T )V ISR HIRT D
ICEHELET,

UNIX 2—H T7AILE VT IL—T D7/ ILDOEEI/ NI T VT

CA Access Control TlZ, &y alToD UNIX —HF B LN UNIX 7 /L—7DH]
[A] FBTRITC ., Jete/passwd 7 71 /L F7=13 Jetc/group 7 7 AV D/ 7T 7 2
E—MERSIVET, NI T YT T AV, EIE T Jetc/passwd.Se0S.bak
B Jetc/group.Se0S.bak VO A BTN ET . UNIX T AT LD B HTHREIC
TT—NFRELTEG AL, TOEREE I TEET, w77y 7T BERS
5D, selang 2~ UK =L DTy a0 TUNIX VAT BITRT L TPl ZE
HEITORIDATT,
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selang NLT DR R

selang NILT D EKR
®EERD selang 2~ U REEE TIL, WO TH~LV T 2R R TEET,

selang DAL T A ~IV TR Z DI LFOWT e AILET,
? £71=1X help

BEDOBREED selang (ZBHT 240 T4 ~ V7 TXARO B IR DS AN
FRINFET,

help topic
topic

selang I~ R 7713 selang 2~ R /LT 5 ZF DD Ry
JERELET,

BELIZIN Y ZIZBT 5~ VT TR ANNREIRSNET,
help env
env
selang BRIEZFEELET,
FREUBREICRE T2~ L7 7% AR H RSB IC R RSIVET,
FE:UNX DRI, aw R I OTFAMHIBRETIZ, a< R 711

AT~ ROAILVT FH AN FRTHICH, Ctrl F—&LARNE 2 %
FRL £ (7203 Esc F—% 2 [BIFL 3.,

TR

help 2K - selang ~/L 7 D F 7 (P. 138)

selang £z 5% (P. 37)
selang I~ RN U7 7L A (P. 43)
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B 3E: selang ATk

ZORITHATE, Oy 7 3G COET,
selang I~ R U7 7L X (P. 43)

AC BiBED selang =< (P. 49)

VE—bREERED selang =T~ K (P. 185)

FAT 47 UNIX B2 52D selang =<K (P. 191)

FAT 47 Windows BEED selang I~ F (P. 207)

Policy Model 232D selang =<K (P. 244)

selang A< K )7L R

PALFDFEIZ, selang DT X TCOa~LRET LT 7y MEIORLET,

T RTCOBRECRIUIICEET 2~ RiE, ACBEEEOFH IO it
MHVET, 72720, BEORKE CHEATETH, BIEZ LICEENR R Do~
VERMR—EHVETOT, THELILEZN, ZOIHa<w RIELTOERD
[ 2 R T AR A (%) H3HT B CTRY, Al e7 BB O IE B (25

BAANHVET,
avwoUR LR RE HoL:l
alias AC 3TN UNIX selang DAV R BN/ T 4 DRI4 % —
S UNIX RARD &, REREIFERLET,

authorize auth  ACEBLDnt * BEE DV —ANDT I AL R EDT 7
TR ELET,

authorize- auth-  ACEBLUnt *FEEDVY —ANDT B AWML RFEDT 7
THBHIBRLET,

backuppmd pmd PMDB 7 —#X—ZANDT — X &R EI -
TAVINNI ARSI T v T LET,

check AC FEEDVY) —ANDT 72 AR 2 —HIZH
HNEINET 2 I LET,

checklogin AC Z—HFOul AL MR, 7 SAT—R F o 7N

WENEID BLOWAKRT 7EA F =y
WEINE IR LT,
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avoR

At BA

checkpwd

=P DNV SRRAT —R R RAT—R JL—
SRS TCNBINEI N EF =7 L F T, B F
IZLER A,

chfile

cf

AC BX W native

* CA Access Control 7 —# X — X F /=1L 1A
TA4T 0S T —H_R—ADT7A )L LIA—RDIE
FEEELET,

chgrp

cg

AC BX N native

* CA Access Control 7 —# X — X FE/= 1T 1A
T4T7 0S T —H_X—ZADEAFEDONE T I —TF
REEETLET,

chres

cr

AC BX D nt

* CA Access Control 7 —H# _X—AFE7/= 3R A
F4T 0S T —H_R—ADPELFEDY ) — A L
a—REETRLET,

chusr

cu

AC B LN native

* CA Access Control 7 —# X —AFE /=34 A
FA4T 08 T —H_X—ADPEF DO W — W%
EHELUET,

chxgrp

CXg

AC

CA Access Control 7 —#_X—ZADEF{FD T
H—TFGAR TN —THELEEBLET,

chxusr

CcXu

AC

CA Access Control 7 —#_X—Z2DREFED T
H—TTGAR 2—PREELEELET,

createpmd

pmd

JE—h RAR 2 PMDB #ERR L £7,

deletepmd

pmd

PMDB O selang {47~ 7 (/L. PMDB 7 4L 7k
VOWNE ., BLOPMDB 5 (L7 )ZYE—h
RAROGHIBRLET,

deploy

AC

HF7E D POLICY @ RULESET A7 =7 M
SN TV, selang DF 71 A< REFE{TL
7,

deploy-

AC

5 7E D POLICY 0 RULESET A7 =77 MZF&HA
SN TS, selang DRV — T 7 A fEkxRa
~UREFEITLET,

editfile

ef

AC B I native

* CA Access Control 7 — X~ —AF7= TR A
TAT 08 T —HX—=ADT7A )L LaA—RDIE
FABMEIIEELET,
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avUkR HEE RIE 5 BA

editgrp eg AC BN native * CA Access Control 7 — X ~\—AF7= TR A
TA4T 0S T —HRX—A KL, HTLWTL—
T OBIMETNIEEFED T N —T FHEDEF %
ITWET,

editres er AC BL U nt * CA Access Control 7 —#_X—AF /=131 A
T47 0S8 T —HZ_X—AZK L FHLWD Y —
La—ROBMNEZIZEFDOY Y — A La—R
DEBZATVET,

editres config config HELEY—ADREREL> — EHFXRLET,

editusr eu AC BL N native * CA Access Control 7 —#_X—AF /=T xA
T4 0S T —HR—AZH L, B a—F
OBMFEIIEAF O — DLW AT VE
7,

editxgrp exg AC CA Access Control 7 —#~_X—Z{ZxF L, FrLu»
TUH—TGAR T N—T DB FET TR
DB —TFGAR T )N—"T T a/RT 4D H
EITVWET,

editxusr exu AC CA Access Control 7 —#~_X—Z[Z%tL ., #HLW
TR —TTAR 22— DOIBIMEIIEEAFED
TUH—TTGAR 2= T aRT A DOEEELT
WET,

end_transaction AC T 27V arka—)L PMDB 7 a2 AD
start_transaction 2~ R&52 TLET,

B env all selang #E( 795X )T 4BREARELE
7,

find f AC B LN native BREECFET DI TAENII T AT EEFNT
WhHla—RE—EFRRLET,

findpmd pmd OV a2 —H EDF_TOPMDB & —EERL
E3r

find config config ZOFRANCEHTEAER ﬁwfé@/%x (ini
T ANVEIFIL VAN W) 2 —ERIRL
7,

find file native AT T AN E—ERRLUET,
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avok HH RiE HoL:l

find xgroup nt BUEDR A EIIMEH TEDN AL UATAFAE
FTEHLLH—TTAR T N—T D4R —E
FRLET,

find xuser nt BEDR AL L FIIEHE TEDR A AAFE
THTLH—TTARX 22— DL RiE—ER
~LET,

get dbexport AC CA Access Control 721X PMD 7 — & ~<— A
HITIAR— SN — LV EEELET,

get devcalc AC R — R E O EE2EELET,

help all selang ~V 7 E£RLET,

history all Tyl al TCINETITRITLI v RER R
L%,

hosts all selang 2~ ROE(FIARANE RN ET L6
ELET,

join j AC B X native * a2 — YA N—TIBMLET,

join- - AC LT native * LRI N—TNOHIFRLET,

joinx jx AC TR =T TAR 22— Yo —F BN E
7

joinx- jx- AC TUE—=TTGAR =P a7 L—TNBHIBRL
£

list AC 3L T native find A= RORNLTT,

listpmd pmd PMDB L Z DY T AITAN BEF T 7 AV F
FO=T— a3 ERE - ERRLE
7

newfile nf AC CA Access Control 7 —#X—ZD7 7 A/l L
I—ROERZEMLET,

newgrp ng AC B LT native * CA Access Control 7 —#~_—ZAF7= TR A
TA4T 0S T —HRX—RTH LW N—T %8
MmUET,

newres nr AC BEL D nt * CA Access Control 7 —# -~ —ZAF7= TR A

FT47 0S T —H_R—Z|ZH LN —Z La—
RZB ML £,
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avUR LR RE ERER

newusr nu AC B LN native * CA Access Control 7 —#_X—AFE /=T A
TA4T7 0S T —H_R—ATH LVNE 2 — Y%
BIMLET,

newxgrp nxg AC CA Access Control 7 —# X — A ZH LV =
H—TFGARX T N—T BN ET,

newxusr nxu AC CA Access Control 7 —# X — AL
H—TFGAR 2—FZBIMLET,

pmd pmd Policy Model D=7 — a7 Dy £, 47 AT
AN VANDFEH T AT TA ORI
Policy Model —E 2Dt LA5 I, BT~ 7
AVOEIEET, BEOWIH LT 7 AL DF
2—REITWET,

rename AC T —BR—ADF T = N BB LET,

restorepmd pmd o—7 /L ARAR I PMDB ZU AR T LE T,

rmfile rf AC CA Access Control 7 —H#_X—ANH7 7 AL
V—A L a—R&EHIBRLET,

rmerp rg AC B X native * CA Access Control 7 —#~—ZAF7= 1T 1A
TAT 0S T —H_R—=2Ap5T )V —T ZHIFRL
E3r

rmres rr AC BL U nt * CA Access Control 7 —H# X — 2= 1T 1A
747 Windows 7 —# _X—ZNHU Y — A L
a—REZHIFRLET,

rmusr ru AC B L native * CA Access Control 7 —H# X — 2= 1T 1A
TA4T 0S T —H_X— AL — A FRLE
7,

rmxgrp rxg AC CA Access Control 7 — X _X—ANL T A —F
FGARX T N—THHIRLUET,

rmxusr rxu AC CA Access Control & —H#_X—2ANH L Z—F
FGAR 22—V EHIFRLET,

ruler AC XN native Fonav o REFITLIZ IR RESNDH T 1
IRTAZBRELET

search AC BX T native find 2= RORI% TT,
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avUkR LR RE ERER

setoptions so AC BL O nt * AR —2DOEMEEFIE T 57 m— 3L
AT ar R EEIIFRRLET,

showfile sf AC 331 native * CA Access Control 7 —#_X—AF /=11 A
TA4T 0S T —H_X—=ADT 7 AL LA—RDT
ANT A RFRRLET

showgrp sg AC 3L native * CA Access Control 7 — XX —AF72 TR A
F4T7 0S T —H_XR—ZAD T )—TF L a—RD
TaRT = EERRLET,

showres sr AC BL U nt * CA Access Control 7 —# N — 2 F /=1L 1A

747 Windows 7 —H#X—ZXDL a—RKD7 1
NT e —BRRLET,

showres config config BELEY—ADRERTE»—EFR R LET,

showusr su AC 31 native * CA Access Control 7 —#_X—AF /=11 %A
T4T7 08T —H_XR—AD2—H La—RDT
T AE—RFRRLET

showxusr SXu AC CA Access Control 7 —H#X—AD T H—TFF
AR =W La—ROT T 1k —ERRL
ESg

source all BrEDT77AIVNOa~w REFEITLET,

start dbexport AC CA Access Control 721X PMD 7 — X X— 2%
T AR—RLET,

start devcalc AC R — Rz R AR AL F97,

start_transaction AC 1 2L EDa<w RSN T 27 L 3
rz—/L PMDB 7' A RULFELD T 7
YA E AT A7 7 AN DA BREL £,

subs pmd Bl PMDB (ZY T AT T A %18 INT 50, Bl
PMDB |ZXf L CT —HRX—REHV T AIT7A4T

subspmd pmd PEt AR AR DT —H R— 2D BT L E
T,

unalias AC BTN UNIX selang DA~ RBLOT 0 37 4 DRI ZHl
BELET,

undeploy AC deploy- 2~ RDRI|4TY,
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AC IREED selang AT R

avwok LR R HoL:l

unsubs pmd PMDB DH 7 AT A /N YRARNSY T AT A
NEHIBRLET,

xaudit nt RER AR E LT, T BA AU RO
ZBIGLET,

xaudit- nt BB ILVEZHIRL C, 77 B A AR RO Rk
e IELET,

F AT AT REIR, BT AORAND AR —T T VAT AR T,
Windows (nt) F721% UNIX DWW T OB OB AN IEVWFE T,

AC IRIED selang A< K

ZDOE® I a Tl CA Access Control 7 —4 X — A |Zxf L CEITZILS selang
<R (ACREDIZ<UR) DT R CET N7 7y MEIZFHL F9,

alias A< K -selang Bl & D EFH
UNIX RANCTEZ)

alias I~ R&H 3 5L, selang DA~ R F /8T 4 DR 4 & —EFoRE
LR LA TEET, alias IwVRIE, TRTO2—FREFCEE
ER

X selang DT X TDOEBY T a THEHAT RGO ML THITIE, T
DORNEH A — T T T7ANZERL . selang-r 2~ REFEHLET,

ZOa< RO FTOIHITR0ET,
alias [aliasName [aliasValue]]
aliasName

(AT va) s ELTER 248 EL £

ZOF T ar BRESNR ST 5 AT, RSN TWD TR TORI4 A
—ERIRINFET,
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aliasValue

(A7 ar)selang 2~ R /L C aliasName ([ZBSE#E AT AN A Z R E
LE,

ZDF T ar BEREIIRD T2 613, FEESNTZ R4 DIERFR RS
nEd,

aliasValue (21328 4% 10 {H £ T (S0 ~ $9) 5 E TXE£ 7, aliasValue (2%
BnboH5%613, alias 34T T DRRCK L8 A 7> 2 CHEN - U722 E
ICEEHZ DV ERHYFT,

fl: EHz=EALK, HLWEEEOI/EROERRIE

FLWVE L 27 —H_X— R BB A7 ORIA HVERE T 5121,
A Foa<wReANTILET,

alias newadm newusr ($0) admin

ZORAIE, FTLWVE B OL I Z D> ZOFGEINT AP T TEXET,
VL FizhlzErRLET,

newadm(Terri)

2— Terri BT —Z_X—RA|BMENFET, Terri IZiE, 7 —FX—ADEHL
[ ZMABEZ2 ADMIN JBHEDRN B2 DNET, ZHUTLL FOa~ s Re A 13 5281C
FHYELET,

newusr Terri admin
fl: TR/ T1A DRI

TRT 44 access A METE acc (ZE XX DRNL EHVERR T HIZIE, LLF D=
~ REANTILET,

alias acc access

ZHUZED, ZORIAZEH L TUL T DI AT TELIINTRV ET,

authorize file x uid(y) acc(z)
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Bl: A THFRAMIGCT-A2 DO ER

A X2 DRSS A TIIHVET A, I~V RAEITT T 1 4%
BET REITFANCTORERSNET, 72z X U TORAEERLE
R

alias newterm newres terminal

O LT LT Oa~v e ANLET,

newterm newterm owner(nobody)

newterm &) SUFH DA O HHBUTE S DN FETN, 2 FHITFOEE
TT, ZHUE, I TFANMIESTLFND 2 T H DALV AR AN AL T
HAHZENROOLNDT-D T, ZAUILL FOa~<w  Rae AJ1T5Z8ITF4 L
E

newres terminal newterm owner(nobody)

3RS

unalias T~ K - selang D514 DHIEE (P. 185)
selang == —7 47 1 - CA Access Control I~ R 71 DFT (P. 20)

authorize AWK - Y —R(Zx T BT7 O RIER DR TE

ACIRETHZD

authorize 2~ Ra2fEHL T, UV —RIZkHT BT 72V DO7T 7 AMERAZZE T
T&EET,

ZDa= RIZED, VY —RIZBEAMTHILTWDT 7B A EIV AR E TS
F3, BEINDT 7 BRIV AR =R FEZ 1 ST,

TR R) ) —RIZT 7 BALLHETHE, CA Access Control 1177 & AHE[R
BRTET HI-DIT, #8727 7B AGIEIVANE F =07 LET, T3 50
T 7R A ANTY Y — A La—RICEERSN TWDAE DT, VY —R JL—
7 La—RIGREESINTODLONREENLELHVET, 778 Rx5Y
V=A% H13—=F2% NACL DWT I TT 7B AR Z RSN TODEGE
BID ACL THEMRN G- 2 LV THMER TS S E9,
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VY — 2D E T I, EDV—RTHKT DT _RTOT 7B AMER N 52
bIET, %ﬁ%f%én~%@7&tx%ﬁ%ﬁﬁﬂ”é 1%, UV —2DFTA
HaEPDOL—W TmLz X2 —Y nobody IZEF L FT,

E: 2= RiT Windows BB IZHHVE4 28, BEN R ET,

authorize 2~ R&FEH T A2 —W 21X, @YU MERSMLE T, BRI

1T, LFOSM%E 1 DL 72U WD ERHYET,

m  ADMIN EMERE L THNTWDHIE

. U —ZARA N THAHY ) — A 7 )L—F 2% LT, GROUP-ADMIN J&MEA
EHYCTHNTWAZE

n Y —RAOFEETHHIL

n UV —RIZKHET 5 ADMIN 75 A L a—ROZEET 7 AMERBRH DL

authorize Z~ > RiX, 77AD T )N —F o> TR R0 FES, 77 AL
TOTN—T SN ET,

s TCP
m  HOST. GHOST. HOSTNET. 33T HOSTNP
. FOMTITHOITA

TCP VTADK R DB E Da~<  RIERITILL FOEBY T,

{authorize|auth} TCP tcpServiceName ¥
[{access|deniedaccess}(accessType)] ¥
[ghost(ghostName [,ghostName]...)] ¥
[host (hostName [,hostName]...)] ¥
[hostnet (hostNetName [, hostNetName]...)] ¥
[hostnp(hostNamePattern [, hostNamePattern]...)] ¥
{gid|uid|xgid|xuid} (accessor [,accessor]...]) ...

HOST. GHOST. HOSTNET. 3L TN HOSTNP 7T AX Nt B DA Da~< L N
RIILA T DLV T,

{authorize|auth} {HOST|GHOST|HOSTNET|HOSTNP} stationName
[{access|deniedaccess}(accessType)] ¥
service({serviceName|serviceNumber|serviceNumberRange}) ¥
{ gid | uid | xgid | xuid}(accessor [,accessor...]) ...
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ZOMA XTDITADGE DT NIZLL T DELY T,

{authorize|auth} className resourceName ¥
[{access|deniedaccess}(accessType)] ¥
[calendar(calendarName)] ¥
[{unix|nt}1¥
[via (pgm ( program [,program]...))] ¥
{ gid | uid | xgid | xuid}(accessor [,accessor...l) ...

access (accessType)

U —Z 7 7 ZHIEY AR (ACL) DT 7 ZMER= N A ERLET, 2D
ACLIZIX, EDOT 7B AWERNT 78252650 Z2fELET,

accessType
TIEA LA (read X° write 728) ZUY — A ACLIZEFELE T,

¥ : authorize 2~ R T access(accessType) 47T =k
deniedaccess(accessType) 47 v ar =l HHHLEME LTS5 4 . CA Access
Control |%, UACC 77 RIZHHVY —A T ADLa—R (V) —ANT 7 AV
DEFEIL UACC 77 AL La—R) DRFERDT /A T T4 THRESHh
LT VR AMEREID Y TET,

calendar(calendarName)

T I AMERREARE T DT T oW o HAEELET,
className

resourceName D&/ 7 A% E#LET,

deniedaccess(accessType)

U —ZNACL IZEEESNTWAT 7 AMERAZEH L E7, NACLIZIE, 7
TR L TCEDT VA ZAT B ETH0EFRELET,

accessType
TEGRT2T7 78R ZA7 (read X° write 708) 8 EL £ T,
gid (accessor [,accessor...])
TR AMERDBERN R THONII V—T % 1 DU EERLET,
ghost(ghostName [,ghostNamel]...)

TCP/IP H—E RIZXT BT 7B AMER DR ER R THDHT INV—T RANE
1o EEFRLET,

host(hostName [,hostName)]...)

TCP/IP % —E RIZxf 57 7B AMERR DR EXZR THHHRAN 1 DL E
ERLET,
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hostnet(hostNetName [,hostNetNamel]...)

TCP/IP % —E RIZxf 57 7B AMERR DR E X G CTdHDH HOSTNET L2 —R
1oL FEFRLET,

hostnp(hostNamePattern [,hostNamePattern]...)

TCP/IP % —E RIZxf 57 7B AMERR DB E X E THDH HOSTNP L1 —R
1o EEFLET,

nt
Windows D A7 L ACL IZfEZ BN D E D a e EL £,
FILE 77 AICKH L TOREHTT,
resourceName
BHEARDOT 7B AFHHY AN R HOUY — A La—REEELE T,
service(serviceName|serviceNumber | serviceNumberRange)

27— )L IRARRYE—R AN T D2 FFEN A —E AE R EL
ESx I

serviceNumber [serviceNumberRange
Y= AR FE T - AE SO EELE T,

FPHIL 2 SO E AT (1) TRYI->TIM1-99) DI I ELE
7,

HIFR : $5 & CEHBEHLOHIFHIT 0 ~ 65535 T,
stationName

BESNIZZTAETHLa—RAZLL FOIDINHELET,

m  HOST - i —Dui K D4 Hif

m  GHOST - ghost v R CT —ZN—RZEFRSITAAN 7 L—
7 DA Hi

m  HOSTNET - IP 7 RL AD~ AL — AL CEFRSNIZARAR 7
I—T" DA |

m  HOSTNP - £ Hil/ 37— N L TEFRSNIZAR AN 70— D44 il

R TEIRNRANMIOWTIL, IP TRV AD#FH% IPva TEXTATIL

E3 8

tcpServiceName

T 7 AMEIRZ R E T DX LD CA Access Control TCP -—E A L aa—R%
FBELET,
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uid (accessor [,accessor...])
TR AR O E R R THONT A —Y 4 1 DLl EERLET,
TAZVAY (*) AL TT R CONEF 22— 2 4aE T DTN TEET,
unix
UNIX D AT I ACL AT A BN 2/ E0nEfa EL £ T,
ACL ZH 7N —h725 UNIX BREE COAAZNTY, £/, FILE 7 7ADL=a—R
(L TDOHRENTT,
via(pgm(programName [,programName]...))

FUAET B I TN TIRAONREIRDT 0T M 1 DL EERLET,
via /XTA—=H|ZE, V) —AD PACL D= RN ZEFRELF9, programName
IZIE, VY —RIZT I BATEL T 0 T L85 ELET, programName |2
X VAN =R T2 TEES, 7B TL70% PACL DEF DT |
Ve—H L7256 VALR D —REDR—E DR EWV = NIAMESLS
E3r e

programName {Z PROGRAM 77 A TEZRIIL W 2WT /I LE -1
)L AV TN R ET AL FOTu T NE Ty =V AT T R
V7% PROGRAM 77 ADL 2—R )N HEIFJIZ/ERR SV E T,

xgid (accessor [,accessor...])

T I AMERDREMN R CTHHTL A —TTAR TN —T% 1O FERH
LET,

xuid (accessor [,accessor...])

TR AMERRDORER G ThOT A —TTA X 2—H4 1 DLl BEFRL
£

f5ll: Angela IZXt9 5774 JLEEAHHLY D EFA]

LU D selang 2~ RiX, =22 —7" 74X =— Angela (2%}, FILE VY —X
/projects/secrets CHRIESILTNDT 7 ANV DFt A0 EZFF R LET,

auth FILE /projects/secrets xuid(Angela) access(read)
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5l : Angela DA/ T BT 74 )L ERAERY D EFA]

LUFD selang 2~ R, =% —7 74X —Y Angela (Z%FL TPD ., FILE
Y —2 [projects/secrets TLRASILTNDT 7 A /L DREA D ZFFRILET,

auth FILE /projects/secrets xuid(Angela) access(read)
auth FILE /projects/secrets defaccess (none)
chres FILE /projects/secrets owner(nobody)

S UNIX T, 77 AV 216 WA B3 2 84E (s Ifoc&)%:t—#rbs%ﬁ
TEDMEIDERIEIT BT read HEFR S B 70855 13, STAT intercept B8

B EZ LITRELET, FEz W T, r/77V//’<Z7/f/\J%7J’3ﬁﬁL’C<
f_él/ o

Bl: TIW—TICBT BT RTOI—HIIHTBImRADOT 1 DT

LU O selang v Rid, =25 —7" T4 R )L—7 RESEARCH DF X TDA
2 7NZX L, TERMINAL VY — R tty10 TER#ESILTWDIm AR ~D T A % 5F
AILET,

auth TERMINAL ttyl0 xgid(RESEARCH) access(read)
l: Joe I T BI7AINDINVIT YT DT

PLTF O selang 2Rk, =24 —7 T4 X 22— Joe IZxf L, GFILE VY —XA
secret_files CIREESILTCWDT 7 AN DI T v T 27 FAILET,

auth GFILE secret files xuid(Joe) ¥
via(pgm(/bin/backup)) access(read)

Windows T RRA L MK TBRIZFEDa~ U RNIILL FO LBV TT,

auth GFILE secret files xuid(Joe) ¥
via(pgm(C:¥WINDOWS¥system32¥ntbackup.exe)) access(read)

ZNHDa< R, Joe DT 7 AMERRNY Y —AD ACL 721X NACL THIES
TN EDHREFTT,
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S EER

authorize- I~ R - U/ —Z06D 7 72 AHERDOHIER (P. 57)

authorize 2~ K - Windows V) —XIZxf 357 7% OT 72 AHMERDFK E
(P. 208)

chfile Z<2 K - 77 AL La—RDOZH (P. 65)

chixlgrp 2= K -7 )—7 7 aX7 (DT (P. 72)

chres A< K -UV/—ZA L a—FDZH (P. 89)

ch[xlusr 2~ K - —4 7'/ 37 ¢ DZEE (P. 107)

authorize- 2K - Windows V) —XIZxf 357 7% D7 72 AMEIRDHIER
(P. 210)

authorize- AR K - YUY —ZAMS DTt X HERR D ElIf&
ACERRIETHZ

authorize- A~ RaAfi 3 5L UV —2D7 72 ZHHH AR (ACL) H>HT 7+
FEHIRCEET,

I ZOaw U RIZHRAT 47 Windows Bzl 2B FM, BifEN R0 E
T,

authorize- I~ R%f# 9 5121%., authorize 2~ R&E T 555 ERCT
7 ZMEIR DA MBETT,

authorize- A~ RiL, VTAD T NN —TF 12 Lo THERN RV ET, 7T AITLL
TOTN—T I ESNET,

s TCP
m  HOST. GHOST. HOSTNET. 33JTX HOSTNP
n ZOMFTRTOITA

TCP IV IADK R DB E Da~<  RIERITLL FOEBY T,

{authorize-|auth-} TCP tcpServiceName ¥
{gid |uid |xgid |xuid } (accessorName [,accessorNamel...)¥
[host (hostName [,hostName]...)] ¥
[ghost (ghostName [,ghostname]...)] ¥
[hostnet (hostNetName [, hostNetName]...)] ¥
[hostnp(hostNamePattern [, hostNamePattern]...)]
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HOST. GHOST, HOSTNET. 33X N HOSTNP 77 AX %GR DIFE Da~ NI
[ITLL T DLV TT,

{authorize- |auth-} className stationName ¥
service({serviceName | serviceNumber |serviceNumberRange})

FDOMFT RXTOITADGEDIERIILL T O LBV TT,

{authorize- |auth-} className resourceName ¥
[{access- |deniedaccess-}1¥
[calendar(calendarName)] ¥
{gid |uid |xgid |xuid } (accessorName [,accessorName]...)

access-

ZDa= U RIZEDT 72T HIBRO R GH NACL CTldZe<UY—A ACL(T7t&
AMERRZFT 595 ACL) THAHZEAfEEL T,

access- % deniedaccess- HLIFEIIVR20 T2 A, WD ACL )BT 7tk
Y REIFRSIET,

calendar(calendarName)

TR AMERORER DIV B EEIRLET,
className

resourceName 73 &3 %7 7 ADA iatEELE T,
deniedaccess-

ZDa<w U RNIZEDT 7B EIBRO XS — A ACL Tld72< NACL(7 7%
AMEFRAFEA T 5 ACL) THAHZ LA ELET,

gid (accessor [,accessor]...)

TN OYIER R THLINE S V—T% 1 DLl FHRELET, &
accessor X1~ FI-IZAR—=ATXY)NFET,

ghost(ghostName)

GHOST /7 ADA 7 ¥ = /MDA R AR EL £77,
host(hostName)

HOST /7 ADA 7 V=7 bR AFEL £ T,
hostnet(hostNetName)

HOSTNET V7 ADA T ¥ =/ b RiA R ELE T,
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hostnp(hostNamePattern)
HOSTNP 77 AT E RSN TNWH Y — U ZHRELET,

nt
Windows D AT A ACL OAEZHIFR T2 E 0 EFREL T,
FILE 77 AR L TOH AR TT,

resourceName

T REE) AN LT AV — R La—ROLRIEIEELET, IHET
XAV —A L a—RiX1 2O TT,

service(serviceName|serviceNumber | serviceNumberRange)
ACL D BHIBRT DY —E Az ERLET,
stationName
RESNII TR BT AL a—RAZLL FOIIHEELET,
m  HOST - i — DR D4 i
m  GHOST - ghost A¥ R TT —FN—RAITERINIZARA 7 /L—
T DL
m  HOSTNET - IP 7 RLAD AVl —E Ul CEHZINIARAN 7
JL—"T7" DRI
m  HOSTNP - 4 Hii/ 3% — NI TEFRSNIZARAN 7 /V—T DA Hil
R TERVRANMIOWTIE, IP TRV ADHEIHZ A LET,
serviceNumber [serviceNumberRange
P —EAF S E T —EAF S O#PEEFEELET,

FHIL 2 2O A AT (1) TRYJ->TI1-99 ) IH i ELE
7,

HIFR: f5E C& S OHIPHIX 0 ~ 65535 T,
uid (accessor [,accessor]...)

TN OHIBERHR THLINE—V % 1 DL EFRELE T, 4 accessor
IIH o~ EIIAL— AT ET,

uid(*) LFRE T DL, TR TONEL—V A28 ETHIENTEET,
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unix
UNIX DU AT I ACL DNABZBIER T2 EI D EfRELET,

ACL V7R —R95 UNIX BREE COAFZNTY, £7=. FILE VTFADLa—K
WXL COHRBFNTT,

xgid (accessor [,accessor]...)

TN DOHIGER R ThHhHT LA —T TR 22— % 1 DL FFRELET,
% accessor (X H >~ FEINFAL—ATRYIVET,

xuid (accessor [,accessor]...)

TUNOHIERM R THLT X —TTARX T N—T% 120 BFRELET,
% accessor | X~ FEIIFIAL—ATRYIDET,

Bl: 274N THOERADT=HD T I —THER DI

PIFoa< Rk, UY—A [products/new TH/N—ZFLCWND 7 7A /LD ACL
& NACL Dl 5735627 )L —7 research Z &L £97,

auth- FILE /products/new xgid(research)

ZHUZEY, Tv—"T research TR R EIRDT 7 ANDT T HIWVKT I EANE
HhErenET,

SR

authorize 2~ K - VYV — R\ Zk§ 257 7B AMER DR E (P. 51)
authorize =2~ R - Windows )/ — R\ Zxf 3 AT 7YV DT 78 ZMEFE DR E

(P.208)
authorize- =<K - Windows UV — A4 A7 7Y O 7T 78 ZREFR DB
(P.210)

chfile I~ K- 774/ La—RDZH (P. 65)
chixlgrp A~ R - 7V —7 70T 4 DIEH (P. 72)
chres 2~ K -/ —X L a—RDZH (P. 89)
ch[xJusr 2= K - 22— F' X7 DZHE (P. 107)
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check AvK - A—H D7 O ERIERDF VY
AC BETH%

check A~ REFHT 2L, FEDY Y —A~DT 7B AR —HI2H D
MEINET 2y TEET, 2OV URiE, VY —AD ACL BEOT 7 4/LhD
TIRAR T RT A ZIESNTT 7 AMEREMERLET, 72720, Zoa~wyr
RIZ PACL ZH R —RL TWFERH A, OFD, 22— R{FEDT s T 5L
T —AILT IV BATELINE NI F =/ ENFEE A,

F: IOz R, seos DI IEHIZIIfFEH TEEH AL, PACL DFEHIZHOUVNT
1. BHEND OS Ikt o R MR N e B IR TLIZE N,

ZOa= U R DI, LUFOREOWF N 2ilifed, VY — AT
L GI72MERR DL BT,

n  ZOavUREETTH7 BRI SERVER RN H DL

= ADMIN JEMENREH THR TNHIE

DA< RORRITLL DIV ET,

check className resourceName uid(userName) access(authority)

access(authority)

uid NTA=ZTHRELIZT 78 HZHOWTT =/ 57 7 B AR ZAEE

LET,
BN, Foo IR BDY ) — A2k TRARVET,
className

resourceName 73 &3 %7 7 ADA iatEELE T,
resourceName

V=R La—Ro4HTIERELET,
uid(userName)

resourceName ~D7T 72 AR ETF =73 HXED CA Access Control
a—YOL4HERELET,
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Bl: VI)—ZADT I EREBRL—FITHEINEIHDFV

— Alain |Z file 77 ADV Y — A testfile ~D write 772 AMENRHDHNE I
EHERT DITIX, L FOa~w U RE AN LET,

check FILE /testfile uid(Alain) access(w)
UTIRTZOa~vr ROV 7 i, =—3 Alain 230V — 2D E T

HHID  FRELTZT 7 ANk T 5 write 77 B AMENRSHHZEHRLTOE
£

FILE /testfile ~»7 /A GRANTED
AT =1 U—A0D OWNER DF =2

checklogin A<k - O A 1EEROD EF
AC BRI THZ

checklogin A~ FEEH T2, 2—FDOuas A AR, /SAT—K F 73
MBENE I, BIOWRT 7B A F 2o INLENEINETF 27 TEET,

E: 2Oz R, seos DEIEHFIZIIEHTEEE A,

IO REEAT DL LT OREOWT AT VY — AT
D)7 ME RN M T,

n DIV REETTAHT B AT SERVER BIENHAHL

= ADMIN EMENEIN Y THNTWAHIE

ZOa<v ROERITILL FO IR0 FET,

checklogin userName [password(password)] [terminal(terminalName)]
password(password)
(AT 2al )R =R F ey I ARG AN —T 4T VAT
LDRAT—=RBIOT —FRXR—ALBAEL TF v/ 53R —R &5
FELET,
userName
A MR DT = 7kt G —F O RIETRELET,
terminal(terminalName)

(AT var)ar A FoMRB2—PFIH2NEINET =y /T DR %
fRELET.
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Bl: A—HFICOT 1 RS HEINEIDDF TV

22— Frank (26K mutra 7> localhost (207 A L AHEIR DN D70 D7 %
F o7 HIE L FDOa~v  Re A TILET,

checklogin Frank terminal(mutra)

A Foa< R 771, ==—3 Frank 235K mutra 7>5785 A~ winsome
(localhost) (7 AL TEAZEERLTWET,

o—# frank ORAR winsome ~DuZ A NHFASHET,
A7 —’: Resource class global universal access

Z— Frank O/ XAV —RZRREET DX, L FDa~ > REALET,
checklogin frank password(111l) terminal(localhost)

— Frank D/ AT —R% CA Access Control 7 —Z~_X—AD /AT —R L
AL THAET DX, L TFTDoa~vw  REFEITLET,

so class+(PASSWORD) (localhost)
checklogin frank password(moonshine) terminal(tack)

FRED so A~ RIZED SRTY =R F =y VSN0 ES,

checkpwd AX UK - INAT—KDJL—)LEFF VY
ACRETHER
checkpwd 2w REFEHT 5L, 2—F D/ SRAT —RPB/SAT —R JL— L% 3
SFLCWAINEIDET =/ TCEET, ZOF =/ TRAY—RIIEHINE
A,

ZOa~ REfE T A121L. ADMIN B2 A— X —a2— P THAHMEN
HVFET,
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B WS ZAT—R3. CA Access Control /X AT —R JL— )L IZHE> T 1T 5

NOPERSIET,
n LW SRU—RAZITTIbNDE LUFOIIAYy E— U NFRRSE
‘g—o

userName P/SAT—ROEHENFFA[SNET,
LSRRG ESNDE, LT ORI A E—V NRRSIVET,

userName O/3AT—ROEEPMEESINET,
denied reason

denied_reason I%, & ¥LIRNoT2/ AT —K )L—/)LCT,

LT IcHlZRUET,

JDoe D/RAT—RERMEEIIVET,

PSART—RICE ENNCFOBVI8 T EET,
denied_reason (21X, & D/SAT —RINEFE LIRS T DV — L D FFIR
SNFET, 72EIE, NRU—RPESE | 70, mNAT—RICRICFBAREL
TWDGEEIE, [NRT =P T ELT, | EOHFTRSNET,
E: ZOa<w R, seos DEIEHFIIMERH TEEHA, /SAT—R JL—/LD

FERZOWTIL, BIEWD OS \ZRHGST DT Z A R S AN EPET R L
TLIEEN,

ZOa<w ROBRITILL FO IR0 FET,

checkpwd userName password(newPassword)

userName

F = IRIGDHT LN ST —R 2 ]l 4°% CA Access Control =-—4 D4,
AR ELE T,

password(newPassword)

F I FHRAT—RERELET,
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chfileaAv¥K-774I)L LO—FDZEE

AC BETH%

FILE 77 AIZJ®T DL a—RIZkTDIEZEITIL, chfile, editfile, 33T newfile
g REFEHLET, ZNo0a~  RiI#EENRFEIC T A, LLFO&EO 5
Tp o TWVET,

E:

chfile 2~ R /2, FILE 27 XIC)E 751 DLl LDOLZ—REEELFT,

editfile 2~ R /L, FILE 27 RIZJFET 51 DL DL —Ra(Fik E/E 134
HLFET,

newfile 2~ RN /Z, FILE 27 RIC)F T 51 DLl EDL-Z—REELET,

DA URIFIRAT AT REITLHVET 2N, BIENRRVET,

FILE 7T RIZBT D7 7 ANV DL a—REBINEIIE R T DI, D7 7 AV
(2569 23 U2 HERR 2N 4B CF,  CA Access Control Tl, = —H Ik LLLT
DFRMIEDBTF 2 7 &I, WT DRI SNDETF = 71T T LET,

1.
2.

ADMIN JEMENED Y CTHIL WAL

GROUPADMIN JE I CEHEHEIRE 52 b= —Da h&ENIC, B
DV —A L a—RPEENTNWDHIE

La—RELRET DL EE MR —ROPHAHA THIIL

ADMIN 77 AD FILE L T—R D ACL | CREATE 77 & AHERR (newfile 7=

1% editfile ®DE2A) £7-1% MODIFY 7272 AHEFR (chfile DIEE) A3EIN Y4 T
HILTNWATE
AT

seos.ini 7 7 A /LDh—7> use_unix_file_owner 7 yes |ZiR EZFL TV DY
B T 7ANVDIEE THHZE (RAT 47 0S ITAFET % CA Access
Control IZ7 7 ANVEERT DHH) .
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{{chfile|cf}|{editfile|ef}|{newfile|nf}} filename... ¥
[audit{none|all]|success|failure}] ¥
[category[-](categoryName)] ¥
[comment (string) | comment-] ¥
[defaccess(accessAuthority)] ¥
[label(labelName) | Label-] ¥
[level(number) |level-] ¥
[notify(mailAddress) |notify-]1 ¥
[gowner(groupName)] ¥
[owner ({userName|groupName})] ¥
[restrictions( ¥

[days ({anyday |weekdays|{[mon] [tue] [wed] ¥
[thu]l [fri] [sat] [sunl}})] ¥
[time({anytime|startTime:endTime}) ¥
|restrictions-] ¥
[warning|warning-]

audit{none|all|success|failure}

7R T DT I BEA ARV ELE T, T/ BERAZATIILL T DL

BHTI,

p all- PR ESN=T 7B AREBH SN ARIET 7 AORA DM Jiia s
WCERERSIVE T,

s failure - RSN R ET 7 EAOR LA |ZEEESNET T 740
METT,

m none-La—R{E—YIns 77 UITERERSIVER A,

m  success - VY — AKX L TRFRI[ SN T 7B A& Rgk L £

E: audit NTA—FZHEE T HITIE, AUDITOR JBIMEDS L EE T,
category(categoryName)

77 AMZEN Y TS, (CATEGORY VT RIZEFRINTCWD) X 2T 4 A
FAY La—RDAN—RAFE T~ TRUION VAN ERLUET,

CATEGORY VT AT 7T 47 TIRWGEIT category /N\TA—XERIET D
b T AR ANDT 7 AVDERNDEHINET, 72720, Bz
HTIYVOEN Y T, CATEGORY VT AL LT /T 47\ T HETIIAR
2720 FEH A,

E w27 AT IY F eI OFERNIZ OV T, BEVO 0S (ZX ik
BN AR PEPET N B TLTEE,
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category-(categoryName)
UV —A La—Rnk 1 2L Eovx a7 h73VEHIRLES, o
X 2UT o hTIVEHIRT D561, X270 ATAVHEZAR—
AEII T ~TXYIVET,
FRELI- X271 73V, CATEGORY ZVTANT I 747 NEIDIZE
1R VY —A La—R b lIRESnET,

E: ZOATA—HE La—REE T A5 OLE T,
comment(string)
K 255 SCF ORI F-D DD L FFNET 7 AV La—RIZBILET,

SN ARG ENDG AL, XFHa—EG I fF CHAET, LAl
(CERLIZBFOAA B HLSE ZOXFINCESHRALNET,

comment-
T7AN LA —RPHa AN CFSIEHIBRLUET,
T ZONTA=HE VA= R EE T LG EIOBAH T,
defaccess(accessAuthority)
T AT DT T HNVNDT I AMERE R EL T, T 74/ hDT Y
BAMERIZ, 77 AN DT 7R AR AN E ENLTWRNWT 72557 7

ANA<DT I YRGB R LI A G ZONDMERTY, T 74/ DT 7
Y AMERIL, T — A _XR—RCEBIN TV W2 — b A S E7,

fileName

T7AN LA—RDOAFIEEELE T, 77 AAAIE, Dladeb 1 SEE
THMENRHYET,

WHZ 7 ANV % AL TFILE 7T AIZLa—REB N4 5854, F-13L
a—REEE T 55513, selang TFF RISV TCWADT A LR — R A H
LET, BHOLa—REEREIIERTHHEIT, 77 A VA DI AN
WS ZTPHIA 5T FAN L T A L—AE 1T~ TR ET,
BT AL B ESNTWAE AT, IBESN T/ 3T A—Z |
DNTET 7 La—RMABNALERSINE T, 77 AV Oz
T—RRAETDHE, AvE—UNIITIIL, UARDIRD T 7 A JVINHALER )
FATSNET,
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gowner(groupName)

Z7A) La—ROFTA#HEL T CA Access Control 7 /L—7%E0 4 TEJ,
T7AN LA—ROTNV—TFIEFIIL, 77 AR T AR RO T 7
AMENEZONET, 72720, AL T A —T i EOx )T 4 L
)b X2V T 4 T B O EX 2T ATV, T AN~ DT Y
T REFF AT DU HER DR ESIV TV D ERHVET, 77 AV DT
IW—TFEEIZIE, 7740 La—REE I B L OHIBRT 57 fl B E 25
ZBHIET,

label(labelName)

SECLABEL /7 AICEFHSN TCND X 2T T-ULET 7AW ZEIN YT
F7, BX2VT 4 TVUE, FEEDO X2V T 4 LoLE 0 L Bt
X2 U7 ATAVEOBRERLET, V—ALa—RIZHBEES2) T+
TRV PREFEN TGS BIEO X274 79T, ZZTHRELE
X274 TV EEZ ONET,

X 2UT 4 TV F o OFERNZ OV TR, BEWVO 0S IZHFHGT
DTS NEPE N e R TLTEE,

label-

T7AN La—RIZEREIN WA BT 4 TV A HIBRLET,
E ZONRTA=H T L a—REEFETAEBRICORERN T,

level(number)

U —2Z2 L a—RiZeFXalT g LA E Y TES, 1~ 255 DIEDOFK
BEANTLET, VW—RALa—R[ZT T2 T4 L-YLREN S TH
NTCWEEE . BEFOMEITHUVMEICE XX 5N ET,

X2 UT 4 LoUL Ty 7 OFEIZ OV TL, BEEOO 0S 1233
BN A PEPEG N e B R TLTEEN,

level-

CA Access Control {[ZEAVY —AD X274 LY F oI5 IELE
K

E ZONRTGA=HT L a—REERE T LG ARICOHRERNTT,
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notify(mailAddress)
V) — A La—RPRT 7 7 A ~DT 7B R DT NS IR E A
t— % E(ET 59 CA Access Control IZFE/RLET, —H L4 F/-1T
2—PDEAF A=V TRLAZ AN LET, /2. AR ESIL NS
BlE AN T N—TDEF A=V TRUVAH A TEET,
WENX, af V=T 4 AT BINT I T A4 T IR AN D R THONET,
BENAYE—1F, 0l V—TF 4T VAT LADOREITTEDINT, 22— D
B ET2IIA— VR T R TEESNET,
B AT —UREESNDHZNC, B IR a—RRESIAEN
g
WA=V OZEE 1T, B o/ A LT B AVE—VIORENTZ
RIET I B ADOFKAIKLT BB HDET,

HIFR: 30 L7,

EERLa—RNOT7 VAR LFRIROFENZ OV TIL, BEWD 0S 12
ST D PR A NEPEG R B BTSN,

notify-

La—R)PR$ 77 A/ ~DT 7 A% CA Access Control 233F ] 3 BRI
HITHBALWIOITHRELE T,

E ZONTA=ZE, La—REEE T LG EICORANTT,
owner(Name)

T7A) La—ROFTA LT CA Access Control —W £7- (X7 L —7
ZEVYTET, 7740 La—ROFrEEIZIE, 77 Ak 2 IR
DT I RAMEN G20 ET, 72720, BifeE LT FTAHE OS2 71 L
)V, X 2T TV BNV T o BTINN, T AN~DT
TR D U RHER DR ESIL OV DM ERHVET, 774D
FTEE X, 7740 La—RE BB L OHIBRT D7 IR FIC G 261
7
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restrictions(days(dayData) time(timeData))
2RI AT 7 BEATELME R LR R AR ELET,

days 51 HZ R ERE T time 51 HERELT-HE, La—RNIZT T
TESAVTODIE B fIBRIZ LT, R L7z R A il BR 25 @E S E T,
time 55X & 5 EW 712 days BB ELIZH A, La—FNIZ T TITER
TESAVTODIRFE A FRIZRT LT, R L7 B IR E S E T,
days 51#%& time 51O HF a8 € LT=54A . FRELZME B OfFE LR
BEIZ DB — P F AT AT VA TEXET,

days(dayData)

A—=YNT 7 A)NT VA TELME R ZFEELE T, days 51 EUZITR
DY T HIBRHVET,

anyday - =— (I A 2T 7 7 AT 7 BEATEET,

weekdays - =—H T H NS SR ETOYF IRV Y —RIZT 7
TEATEET,

mon. tue. wed. thu. fri. sat. sun - 5 EL7-FE H (DI —A|T
TIRATEET, MAIMEEDIECTHEETEET, HEOREA
EIEET AT, FE A EAR—RE T~ TRV ET,

time(timeData)

=PRI AT 7R A TELR M AR ELET, time 51T
ROV T 5B HVET,

anytime - € OWE H OB ORI Y — AT 7 EATEE
SR

startTime:endTime - {8 ELT-BER DO ) — AT /B ATE
F9°, startTime BX O endTime 1L J7 &6 hhmm O THREL
97, hh 13 24 FEREIZRFLOREH (00 2>5 23) . mm 12457 (00 />% 59)
ZFRLET, 2400 1A %72 time fETIERNWZEIZEEL LS
\, startTime 73 endTime X0/hNSWZ & BI O 25 AU H OFF
M CHOLZENVILTT, WRDPRARNERIRDHA L) — D
AL, AR OB AR R & & TR 2R AR D v — J1 VIR I
W DRI FFROEZTIFEL TLESN, 72Ex0E, A
"MR=2—a—7ZHY ., AP BN RCHHGE, o B
JVADUERNSD T 7% A% R 8 KB4 5 BE TR 451C
1%, ltime(1100:2000)] S+ EL £,
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restrictions-

T AIATK T DT 72 AMERERE 53~ TOMRE H 3 JLOHFH Ol
IREHIFRLET,

F: ZONTA=HE LR EE DG RICOBARTT,

warning
T ANEEE T —RIILET,
warning-

T AN DEEIE T — N AR LU FT,

Bl: Z—I—21—HFLUADTRTOL—HFIZHL, FT7MIADTIEREH
R

A== =P LI DT R TO2—W| % T D /etc/passwd 7 7 A /L ~DT 7
® A% READ 77 AIZHIFR T 5121%, L FDOa~RaEATILET,

chfile /etc/passwd defaccess(read) owner(root)

LT DSRIEDPET-ESN T D RERHET,

= ADMIN EBHERFID L THATNDIE

T —H_—R|T [etc/passwd LI —R B EFRIILTCNDHIE
m  Jetc/passwd L 2—R D ACL [T RR72 002

Bl: BRZRELTIZANADTIERAZHIR

/home/bob/secrets 7 7 A /L ~DT 7 A% hE | FiE & ICLAT 7B AZEH
? 08:00 ~ 18:00 |ZHIfRTHIZIL, LLFDOa~vrRE AN LET,

newfile /home/bob/secrets defac(none) restrictions(d(weekdays) t(0800:1800))
PUF OFEBEIH IS TODLERHVET,

= ADMIN JBPEDEFID Y THATWDHTE

m  Bob %} CA Access Control ==—H"T&H1 ., FILE 77 AD /home/ bob/secrets
La—ROFAE#E ThHHZL
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Bl: R—L FALIFIANDT IR0 HR

H 3 AN D2 —H 03— T 4L 27K (fhome/bob) DEDT7 7 A NAZHT 71
ATERNEINTTAITIL, UNIX TEL F Do~ REAILET,

newfile /home/bob/* defaccess(none)

FICZ &% Windows TIELL FDa~ R THEITTEET,
newfile %userprofile%¥* defaccess(none)

LUF DRI oSV T DN H D ET,

s H%H &7 CA Access Control IZEEFHRSILTCWNAZE
. T7ANDIATATHAE THHE

3RS

authorize A~ R - VY — A x4 357 7 B AMEIRDOFR E (P. 51)
rmfile 23R - 77 AL La—F DN (P. 150)

showfile I~ R - 77 AV DT /37 4 DFK s (P. 168)

chfile 2= - UNIX 7 7 A /L% FED A B (P. 192)

chfile 7<= >R - Windows 7 7 A /L% & D H (P. 212)

I AR T 72 AMER (P. 32)

chiXigrp AR UK -JI—7 TONT4DEE
AC BREETHZ

chgrp. chxgrp. editgrp. editxgrp. newgrp., 33X newxgrp D52~ Rix, 7
N—=T DT NT (LB ET DI BIUOWEIZIET T CA Access Control
T HN— ALY =T AT DI L £,

FHav NI T OIHRE RGN DV ET,

m  chgrp-cg

m  chxgrp-cxg

m  editgrp-eg

m  editxgrp - exg

= newgrp-ng

B Newxgrp - nxg
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INHOa~ ROMIEILFT T, BEEETZIT 3L T OINTE2>TET,

GROUP 77 ADL a—RIZxt 3 HVEZEIZIL, chgrp. editgrp. 33X T newgrp
avUREERALET, ZhoDavr Rafif+5s = F—T7 94X
o2—H ARNT A S A1 CA Access Control 7 /L — 7 ZER £/ I3E H
TEET, INHOa~ U REIOMESIZLL FOEBY TY,

n chgrp I~ R /2, GROUP 27 RIZIET 51 DL LDOL-=— 3 H L F
75

n editgrp 2~ R/L, GROUP 27 X|ZjF 751 DLl LDL-=—REEkF
JEIZEELFET,

m  newgrp 2~ R/Z4, GROUP 27 X(ZJF 751 DL LDL-=2—RE(FrEL
F7

E ZOav U RIEIRAT AT BREICLHOETA, BMEN RV ES,

XGROUP 77 AD L =—RIZx 3 H1EZEITIX, chxgrp, editxgrp, BLT
newxgrp 2V RZEHLES, ZnbDa~v  REEH L, = F—7
FAR 22— ARNT TEEFZLIFL TS CA Access Control 7 /V—7 2B ET-
ITATETEET, IO~ REOMESIILLTOLEEYTT,

m chxgrp I~ R /4, XGROUP 2 Z XICJE 51 DU DL —RNFZF
LET,

n  editxgrp 2~ R/d, XGROUP 2 Z R IZJET51 DLl LDL-=2—R21ER
FILANTEELF T,

m  newxgrp 2~ R/Z, XGROUP 2 ZXIZJET 51 DL fOL-=7—Fz(F
JKLFT,

WETRHERR

FHTLU CA Access Control 7 /b—"7"ZERT D121, L FDOSERD7p<EH 1
O ENTWALERHY ET,

ADMIN JE MBI Y THI WAL

ADMIN 7Z A GROUP £721% XGROUP L' 1—R D7 7 & Al ARZ
CREATE 7 7B ARENEIN B THI TWAIE
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TN =T BINETTEFE S HIT1E, LT ORMAEND72<ES 1 Dfilzsn T
WDMLEERHYET,

m  ADMIN EMERE L THNTWAIE

m  GROUP-ADMIN &M CEELEMEIRZ 5 2 B T=2 /v — 7 D H &I
J—T7 La—RNEaENTW\AIE

n JN—TOHBFEHETHLHIE

m  ADMIN 77 AP GROUP £7=1% XGROUP L' x—R D7 7t AV AR
MODIFY 72 A (ch[x]grp D6 ) £7-1% CREATE 77 & AHE (edit[x]grp
DEFE) BEIYL THRTNDHIE

{{chgrp|cg}|{chxgrp|cxg}|{editgrp|eg}|{editxgrp|exg}|{newgrp|ng}|{newxgrp|nxg}}
groupName . ..

[{admin | admin-}] ¥

[audit(none|all|success|failure|loginsuccess|loginfail|trace|interactive) |aud

it-1 ¥

[{auditor | auditor-}] ¥

[comment (string) | comment-] ¥

[expire[ (mm/dd/yylyy[@hh:mm])]|expire-]1 ¥

[gowner(groupName)] ¥

[homedir(fullPath|nohomedir)] ¥

[inactive(numInactiveDays) |inactive-] ¥

[maxlogins (maximumNumberOfLogins) |maxlogins-] ¥

[mem(groupName) | mem+(groupName) |mem- (groupName) 1¥

[name('fullName')] ¥

[nt[ (comment(comment))]

[{operator | operator-}] ¥

[owner (userName|groupName)] ¥

[parent(groupName) |parent-] ¥
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[password( ¥
[history(numberStoredPasswords) |history-] ¥
[interval (maximumPasswordChangeInterval) |interval-] ¥
[min_life(minimumPasswordChangeInterval) |min life-]1 ¥
[rules( ¥
[alpha(minimumAlphaCharacters)] ¥
[alphanum(minimumAlphanumericCharacters)] ¥
[bidirectional|bidirectional-] ¥
[grace(numberOfGraceLogins)] ¥
[min_len(minimumPasswordLength)] ¥
[max_len(maximumPasswordLength)] ¥
[lowercase(minimumLowercaseCharacters)] ¥
[max_rep(maxRepetitiveCharacters)] ¥
[namechk|namechk-] ¥
[numeric(minimumNumericCharacters)] ¥
[oldpwchk|oldpwchk-] ¥
[special (minimumSpecialCharacters)] ¥
[uppercase(minimumUppercaseCharacters)] ¥
[use dbdict|use dbdict-] ¥

)|rules-1 ¥

)] ¥

[pmdb (PolicyModelName) |pmdb-] ¥

[{pwmanager | pwmanager-}] ¥

[restrictions( ¥
[days ({anyday |weekdays|{[mon] [tue] [wed] ¥

[thu]l [fri] [sat] [sunl}})] ¥
[time(anytime|startTime:endTime) ¥

| restrictions-] ¥

[resume[ (mm/dd/yy[yy]l[@hh:mm])]|resume-] ¥

[{server | server-}] ¥

[shellprog(fullPath)] ¥

[supgroup(superiorGroup) |supgroup-] ¥

[suspend[ (mm/dd/yy[yy][(@hh:mm])]|suspend-] ¥

[unix[( ¥
[appl(quotedString)] ¥
[groupid(groupidNumber)] ¥
[userlist(userName...)] ¥

)11 ¥

TR TYINERSNTCNDLa—R TR T 28R 212, 71
IRTALTHET T, - (AT AR S) £20T () (22D I ->2) B ASILET,

W ONRTGA—RT TN —T T aT AV TI—T LU THERE T A
DIHFNTT, TadZyA) T — I A —TFGA X T —F2idehE
.
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admin
7 )V—71Z ADMIN JEgMZEFID Y TET, ADMIN BIEEZFF > /L —7 DA
VR THDHL—HIL, audit /3T A—H LN DT X TO/NTA—HEAF LT
selang DT X TOAVREIITTEET, admin NTA—=Z %4512
X ADMIN JBMHENMLEETT,

admin-

T N—"7"76 ADMIN JEEZEHIFEL $£7°, (CA Access Control 137072<¢% 1
ADZ—HH ADMIN EHEE IO ET),

ZDIRTA—HL, new|x]lgrp 2~ RTILEH CTEEH A,
audit(mode)

ZDOav RO —REBEZHENMILET, AT —RITIL, none. all,
success, failure, loginsuccess. loginfail, trace, 33X interactive 3%V %

‘é—o

audit-
ZOavw RO — AR WU F T,

auditor
7 )L—"71Z AUDITOR J& M4 EVY4 CTFEd, AUDITOR gtz ff>r n—7
DANTHHL—YL, VAT LV —ADOF R AEAE TExEd, £
7-. CA Access Control DFERR T =7 THi X417~ CA Access Control Df%
HEXBTHALTRTDOV—ZA~DT VA, BIORNTF —FZRX—Z2~DT
TR o7 OREAHIEHCEE T, AUDITOR BMEARF > —H(Z
5.2 LIVADHERR DFERIZ DWW T, BEWD 0S 1233 B Al
FEFEG AR 2 BRI CTLTEE,

auditor-
7 )V—"7" L-a—R7H 5 AUDITOR BMEZHIBRL £,
ZDIRTA—=HL, new(x]lgrp I~V RTITFEH CEEE A,
comment(string)

B K 255 LT OFHT (S 7V INARLT) iDL DAA NLT RN a7
N—"T La—RIZEMLUET, CFPINCAR—ANEG ENLGE 1R, LT
Yk z—ES I A CHEAET, LLRNCEBIMUEBE RO SCFHI o555
B IO THNTEEHZ O ET,

o RAVEEOR AT, 128 FEULMEESNEY A,
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comment-

T N—"T La—Rpbai s MRS (b5 E) A HIRLES, 2037
A—H1X chgrp 2~ REI1T editgrp 2~ RIZOMEH TEET,

expire(date)

TN—T RROT TN RNTHAMERELET, date ZHEEL
IRl E BIfER Ao L W a—HFDa— 7 hT NI
IZRILET, 22— Rl A L TCWERE . T NI —a s
TONTHERZLET, ZO/RTA—HT, T a7 7 A T I—T DI
HAanEd,

KD BAFERZNL, LT TR ELE T, BAITEIEATRE T,
mm/dd/yy [yyl[@HH:MM] “E1%. T 2 72T 4 O ELLTHIFE T E
‘é—o

E KL —Y L a—RiL, resume XTI A—ZIZHBA A A ELTH
HhTEERAL, KRBT —F La—REFhIT5HI21E, expire- 7X
FA=BEHLET,

expire-

newgrp 2~ RDEEITX, ARAROR W2 — TAhAV M EERLET,
chgrp 2~ REBL N editgrp 2~ ROFEIL, 2 —W THTUNILERD
HIREZHIBRLET, ZORTGA—=2L, a7y AV 7N —F 2D S
nEJ,

gowner(groupName)

TN—7 La—KROFTAH#E EL T CA Access Control =—% F7=13 7 L —7
ZEVYTET, BEOIN—THERETHHEEIX. I V—T 4%
Mo ZTH I, BT N—T R H AR AL TN~ TRV ES, 2o
TA—=REBWG T E T —F_R—R T V—TF B — PN
N—"T La—ROAHEIZRVET,

grace(numberOfGracelogins)

22— DT AT IR RHE IR FTIIRS A TED I RIEE & 7% &
LET, WTPal A EEICIE, 0 ~ 255 DEEFRET DML ENHYET,
WFor AL BB ETDHE, 22— I AT LAA~DT VA RS IND
72 VAT DEBE IEE L THILU VSR —RA R E T DN H F
T WETPEEN 0 IR ESNTWDIGA ., 2—FIur/ /o TEEEA,
ZONRNTGRA=H T, TaT A T —T O B S IVET,

% 3E: selangaAvT R 77



AC IREED selang AT R

grace-

TN—T DO Tl AR ELHIBRLET, 20D/ A—H (L chgrp 2~
RE7213 editgrp 2~ RIZORERH TEET, ZONTA=XF, Ta77 A
WV TN —T DRI EIET,

groupName

VERR T 27 N—T DL RTEIIL T /T A DEFE XN GRDT N—T DL R
FEELET, newlx]grp I~ RDIGE, T —HX—RA(FELRN—E 7R
TN—TRENRETHVNERHVET, IEL, J—T b —WF|3E
B4R TEET,

history

RAFT D8R — RO AR EL £, history- 2L CEREZ 7 AL %
HIprCEET,

homedir(fullPath| nohomedir)

Z—FDHR—L FAL TN D5 AE B ELET, FBETAHADOKR
[ZAT v aZ 8 ET Dl groupName D3 ETE SV S AITBINSILE T,
nohomedir Z 5 E T 5&, —2b TALZRITHEIIIZIER ESNEY
/1/0

inactive(numinactiveDays)

A—PDRAT—H AN AT LS CHT VT AT IEBINDHETOL
EREHEARELET, BEL-BENRIET 2L, 2—HiTur 1
TERIRVETS, ZONRTA=LL, TuT 7 7 —T IO HEHA S
7,

numinactiveDays (ZIZIEDFES E/ 1T 0 &= AJJLE T, inactive % 0 (25X
ET DL, inactive- NTA—=FEFEH LTS LRI RIZRDET,
Fa—P La—RdL, 7T TRV O~ — I RRESNFE
o TIT A7 TIRNZ—H GBI HIZIE, Inactive Days fEE Last
Accessed Time fE% LG T2 LB R HVET,

inactive-

2P DRT =B REIET VT AT DT I TATIERLET, ZO/RT
A—H3 chgrp 2~ RE/=1T editgrp 2~ U RIZOME A TEES, 2R
TA=HT, FaTr A T —F OB ESNET,
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interval(maximumPasswordChangelnterval)

INAT—R O EETNTET %, 2 —FITHL TH LA RT —R DO A 1%
BT AYE—2RRTHETORE A AR ELET, EOREFEIX

0 & ANSJLET, interval IZ0 ZFXETDHE, VIV —FITxtTH/NAT—R
WM DOF =7 W/, RAT—R KB EH A, setoptions 2~
URTRELLET 74/VMEMERSILER A, interval & 0 IZEXETHD
1, X2V T A BB LN — IR EL TLEE WY,

FEELTZ H DSR4 5L, CA Access Control 1%, BIED /XA — R 75 H#
REI Aotz Z b — @l £1, WaE2 T oa—Y, 7272
BIZRAT —REEH 50 MiTel AV BERICETHETH N IAT —
RS & AT AZENTEET, M A omicET e —
(I AT DADT I EAZ R INDTD | AT NE B I TEHE L TRl
VWA —RZFRETHMENRHVET, ZO/RTFA=FFX, 7Ta77A 7
N—TIZDHEHSIVET,

el -

TN =Nk AT —RHIH O EXTVIELET, ZOREZTVIHE
T, =Y La—ROEEOENMEHSNET, ZNLSOGEIE
setoptions 2~ R CiXELT=T 74V MEMMEH S ET, @/\77( i
X chgrp a2~ RE2IT editgrp 2~V RIZOB AT TEE T, ZD/ 3T A—
X, TRT AN T N—T IO I A SIET,

maxlogins(maximumNumberOfLogins)

2— YRR A TEDIMR DR KR ELET, Ho(¥n)ix
Z—WIMEE OB DG RIPORIFFZn T A TEHIEEEWRLET, 20
INTA=BEFRELWGE TR, 22—V La—ROEEOEMEHSE
9, ETNLSNDEGEIEL, Ta— L JQE%M@%H?%/@Hﬁ@&ZP
EHENET, ZORTRA=2T, TaT 7 AN T —F IO EAINE
7

3E: maxlogins & 1 IR ET D&, selang ZEITTEXEH A, ZOHA . CA
Access Control 215 1L L, maxlogins D% €% 2 LA EDEIZZE L, CA
Access Control & FHELE) T 5L E N HVET,

maxlogins-

TN—=T DI RAT A DR ELHIBRLET, ZONTA=FEIRELR
WA, 2— P La—FDEEOENMERHSNET, 2L O%GE
1L, 78— VLR ESINTNDa s A D RKEMMER SN ES, Zox
FTA =KL chgrp 2~ R E721T editgrp 2~ RIZOAREH CTExES, 20
IRTA=BNE, T a7 7 AN TN—TIZORHEASIET,

% 3E: selang A<k 79



AC IREED selang AT R

mem(GroupName) | mem+(GroupName)

CA Access Control D7 JL—"T|Z AN T )—TF (F 7 N—7) B IMLET,
A8 T )v—"7 (GroupName) 1%, CA Access Control (Z&H O OIZEFRL
TEBIMERHVE T, BEDOA R T N—T 28N 585E81%, &7
N—T % T2 TRUNET, T —TZITAR—ZANEFN TN
A, —EHS IR CHAET,

E: NERZ N —T =Y EBINT 5120, join[x] 2~ KA HLET,
ZDFTTaE, W7 V—7IZO RS ET,

mem-(GroupName)

FEDITN—TNEA N T —T BB LET, AR T —F
(GroupName) 1%, CA Access Control IZHHNUOIZEFRL THBIMLERD
VET, HEOA N TNV—T%ZHIRT D% E1L, KT V—TE T~
TRYES, FN—TZICAR—=ANE TN DAL, —ES A
THAET,

A NEZ N —T Db — T EHIERTDIZIL, join[x]- 2 R EFEHLE
‘a—o

ZOF T a k. WERZ L —F IO A S E T,

min_life(minimumPasswordChangelnterval)

=P NFORRT —REE T CELITRHE TORERE A 5%
ELET, ZONTA=ZX, T aT774V TN —TIZOHBEHAINET,

min_life-

T N—7"D min_life 5% EZHIBRLET, min_life- /ST A= RN ESIT
72<, min_life /N7 A= N2 —W La—RIZRESNTWDGAIE, =—
P Lra—RFOEMERSNET, 2RO EIL, 7 r— VLR ES
AUTWD min_life 2MEHSIVET, ZD/3T7A—H(3 chgrp 2~ R E72IE
editgrp AV URIZOAEHTEET, ZONTA=HF|L, Ta77A)v 7
N—TFIZDHEMSET,

name(fullname)

TN—T D7) F—=LEFRELET, K47 LT ORI TINOIRD LT
BB ANLET, XFINCEANEG ENLGEE, XTI —EH5 | AT
THAET,
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nt(nt-group-attributes)

(Windows D7) 1—77/L Windows > AT W7 N—7 E A BINT DD,
71— %L Windows > AT AD T ) —FEHEAEHLET,
comment('comment')
TARNLTFINE AT 4T La—RIEMLET, La—RIZ7Tlca
AR SCFFIDNB NS CODIGE | BEFFO SCFFNEZZ CHE LI
LW CE S HIVET,

comment %, K 255 SLF-OFEFINORED LFHITT, LFHIINC
TEANGENDEG AL, LA KL —FES | HEF CHAET,
operator
')V —7"|\Z OPERATOR J&M: %%V 24 TE 9", OPERATOR EME%EFF>/
N—T DA NNTHLL—FL, T —HX—ADTXCOVY/—A L a—RK
B FRIRTEET, £/-. 2O —FIZ1X CA Access Control TEFRZIFL
72T _RCOT7 7AW T D5t A BOMER N 52 HAVET,

ZDREMEEL DTN —T DA R THDHL—L, secons I RDA T
TarE T _UERH T A2 TEET, secons —T AU T4 DFERIIT D
WL, TV 7 7L X DN B IR TLIEE N,

operator-
7 NV—"7 La—RH 5 OPERATOR JEMEAHIBRL £9,
DT A—=HT new(xlgrp 2~ R TIIEH TEEE A,
owner(Name)

TN—7 La—ROFiA#HEL T CA Access Control —H £7/= 137 /1 —7
EEOYTES, ZONRTA—ZEEM LT 6 . T — 2 X—R T V—T
BN — R A E IRV ET, FEMICOWTL, BfEVLo 0s i

KT D TR AP E D ) 2 B TLIEEN,

parent(groupName)

WETFD CA Access Control 7 )V—7"% 7 )L—7 L a—RDOF T N—7LL T
Y CTET, HFEROZEMICOWTIL, BFEWD 0S (12T 5=
SRR B PRGN e 2 R TLIEE D,

parent-

IN—T DB N—T DROV 7 EHIRLET, 2D/ 3TA—21%
chgrp 2~ R E7213 editgrp 2~ U RICO B I TE £,

password

BESNEIZ NN—F 2 AT — R &)Y CFET,
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password-
DT N—T DNAT—RD AN REIZLET,
pmdb(PolicyModelName)
TN—TNOL—H)N sepass T—T AU T 4 &fEHL TSAT—REZLTL
725812, FEESII= Policy Model [ZHT LV SAY —R 2 RET 5L
ELET, PMDB DR E ATILET,
INAT—R(Z, seos.ini D [seos] B/ a D parent_pmd h—27 F721%

passwd_pmd h—2 A NZEFRSAL TS Policy Model (21T 4 E SN ER A,
ZDINFGA=LT T a7 7 A T N—F IO BEHSNET,

pmdb-

T N—7 La—R»5 PMDB JEMEAHIBRL ET, 2D /3T A—4| chgrp =
~URNEIT editgrp I NIZOAEHTEE T, ZONTA—=HZ(F, 71
Tr AN TN—T OIS ET,

pwmanager

7 )V—"7Z PWMANAGER A EIV Y CTET, ZOREMEEL D7 LV—T
DA INTHLHL—FIL, T —H_X—=AND 2~ DAY —RE L FH X
F9, FEHIZOWTIT, BHEWD 0S 12X T D 2 My NPT
R1ESHRLUTTZEN,
pwmanager-
7 —7F La—R)E PWMANAGER BIEAHIRL £,
ZDIRT A=A, new(x]lgrp I~ RTITEH CEEE A,
restrictions(days(dayData) time(timeData))
TN—=T DA NN AT NI A TEDHREH ER 2R ELET,
a—YpRarAoica s A BEAEE 7L LT, CA Access Control 73
A=W AT ENLHEIR T AT THZEEHVET A, T Zous A
VHIBRIEZ ANy T a7 i3SI EFE A, 22—V O TH Ry I T Ty
VR TR RREFATTHIENTEET, ZONTA=ZI, TadyAN 7
N—T IO RHEHSIET,
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days 51 AEERH T I time BB EFEELI-HG . La—RNICT TITER
TESIVTWDIE B fiIBRIZ LT, e LR dil R 25 S E 5,
time 55 A5 EH 7712 days B AR E LA, La—FNIZ T TIgH#
TESI T DREHHIFRICHRTL T, FEE L7-Me H HlfR2NE H SV ET,
days 51#%& time 51O HF A48 € LI-54A . FRELZME B OfRELI-K
WA DIRT N —T DA INF AT DA~DT I A A SN ET,

days(dayData)

—PINVAT AT A TEHE AR ELET, days 51421
ROV T B BBRHYET,

anyday - =— W3 H &2 v (o TaEd,

weekdays - =— I AME B LA B ETOFHICRIar 1>
TEET,

mon. tue. wed. thu. fri. sat, sun - =— ¥ (I ELT-IE B IZD I
oA CEET, BAIMEEDIETIE TExEd, BHOER
FHEETAEAIE. FBRHEA—RE T~ TRV ET,

time(timeData)

=R RAT AT A TELRF R EIREELE T, time 514XIC
IZIROV T B EHBHVET,

anytime - —— W3R EOME H O E ORI ICe 7 A TEE
7

startTime:endTime - = — I XFEE L- R IcD AT (L TEE
T, startTime B3X N endTime 1X[# 5 &6 hhmm O TIREL £
T, hh 1% 24 IFEZRFLOKERH] (00 736 23) . mm 1345 (00 7>5 59)
ZFRUET, 2400 1TA %2 time HTIFARNWZEIZIER L TLIEE
VN, endTime DAEN startTime DIELD/NSWGA | REEHR O T
REZNITE B OFRFAE RaSivEd, ENLANDOSE . FRE LTz
IHAIEIEIC H OEFThHE RS E T,

3¥: CA Access Control Tl, 7ty DX A LY —ZfEHLE

T, Fabu BRI A L — D RIIa S AT ARSI
‘E’Eﬁﬁi\ﬁz‘gfj‘o
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restrictions-

VAT AR T AT H— Y OMERETRE TS5, T TOMRE H BILOWE

M OHIR%E, 7 —7 La—RnBHIBRL £, restrictions- 237 A—4

DIMEE SN T2K | restrictions /N7 A—Z N 2—H La—RIZREII T
H%E1L, 22—V La—ROENMEHSIET, ZO/FA—2T chgrp =
~URET editgrp AU NIZOAMHTEE T, ZONTA—=HZ(L, 71
T7AN TN—T DI HEIET,

resume(date)

suspend /3T A—=HEFEEL CTEICLT-2—Y La—RE2G%hcLE9,

A EREZIE . mm/dd/yy[@HH:MM] FECHEE L £77, REZIEE I 7T g
<7,

suspend /X7 A—XH L resume /XTA—Z Dl AR ETH%E . I H %
—REE L H XD RRICBRET AL ENHVET, date #EMETHE, chgrp =
YU RDFEATEZIZ—FRENIRVES, FEMIZ OV T, BV
OS \ZHRHGT B T PR AP EPED AR e S IR TLIZEN, 2D/ 3T A—
X, TRT AN T N—T IO I A SIET,

resume-

B H BIOEBF R (FEEESN CWBEE) 27 L —7 La—Rinbil
ELFET, ZHICED, 2=V DORT—XZNT 7T 47 (%) hH—
IHZETEINET, ZO/ T A—HZ[F chgrp 2~ FE/21T editgrp 2~ 2K
IZOREATEET, ZORTA=HL, T a7 74V T N—T 12O I
SNFET,
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rules

INAT —RDON—)VELLTFOIINHRELET,

alpha(minimumAlphaCharacters)

AR T HTT,

alphanum(minimumAlphanumericCharacters)

RARLTHTT,

bidirectional | bidirectional-

W7 163 AT — RS b & 320 E 0% R e L £, BI7m s
2T — KRB EALRE DA SAT—RIZH LA OB b S,
fFEFLCOVT THRAMIRTIENTEET, ZOR5{kick, HL
WRAT —R L SR — R A IR CE D IR0 FEF (V3R
T—RIERE) , 0/ SAT —RIE SALN B DOSE | — )/ SAT —
RIBERE BALNE N0 . VSRR — R A fifER 4 A2 L1k &l
nET,

X ZOMEERE 95120, history & 1 JOKREVMEICERE T D42
NHNFET,

7E: UNIX CZORHEAE A 32855 1%, passwd_format ER5Eax E%
NT IZRRE T HUELHET,

BFE: seos.ini 77 /LVDh—2 Tpasswd_format] ([passwd] ©7 =
NZEINTHIFREL TWDGE . selang T2 —VAER 32120
Inative | 47> =l (Tunix ) Tl37e) AT ERHVET, fi:

nu uSr 1026 native password(uSr 1026)

F20%, LRI, TEEBREEN AT 47 Brliz (UNIX BrEE CTlE72<)
THHILZER L ET,

env native
chusr usr_1 password(mypassword)

min_len(minimumPasswordLength)

AT =R O/ CFHTT,

max_len(maximumPasswordLength)

INAT =R DI RILTHTT,

lowercase(minimumLowercaseCharacters)

INLFDFARETT,
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max_rep(maximumRepetitiveCharacters)
LFOBRLOF R TT,
namechk | namechk-
AT —RLARTEREL THERELET,
numeric(minimumNumericCharacters)
B ORBEE T,
oldpwchk | oldpwchk-
PRAT =R EH AT —REIRA L THERRL E T,
7 Unix & Linux DA SXL—7 47 VAT A ETORFEHTT,
special(minimumSpecialCharacters)
ek CF- D RARE T T,
uppercase(minimumUppercaseCharacters)
RILFDERARETT,
use_dbdict|use_dbdict-

RAT —REEEZFHELET, use_dbdict IZh—22% db IZREEL ., /¥
AT —R7% CA Access Control 7 —% _X—ADHGEL AL T L £
7, use_dbdict- h—27% file IZEX EL . UNIX D51 seos.ini 771
JL . Windows O34 1E Windows L AR ESNIZ 7 7 A /LA
U —RERAELCTHERLET,

server

SERVER @A R ELE T, BAEDO=—H7 SERVER J@haii>/ L —7F
DA INTHLY A BIIEO L —F DA RTTEITSN TNWD T BERIZL-
THD 22—V OMERA TR T HZENTEDLIICLET, MOV TIL,
BEEND OS (TR T D PR P EED 1R 2 Z L CTLIEE N,

server-
SERVER J&MDORREZMRIRL £,
ZDORTA=HX, new[x]grp I~ R TITFE I CEER AL
shellprog(fullPath)

Z—H M login IV REIT sua~v U REREN L2 ICEITSNDHIH T
R T LETT 2V DFERANAEIRELET, FullPath [33055TY,

supgroup(Group'sSuperiorGroup)

A== =T T N—T) R ELET,

86 selang JI77L 2R AR



AC IRIEED selang AT K

suspend(date)

D= La—REECLET, L, T AR AR E R AR L ET,
B A EBEANE . mmy/dd/yy[@HH:MM] TE2 TR E L9, B4 I T AE
’(t\-d—o

a—W I —FE LSz —Y T AT ML T AT A A
HZLIITEER A, date ZFEET DL FEELIZAIZ2—H La—Rp—
Rpfs (L SIVET, date 4 WET DL, chgrp A~ RO FATEZ IC2—H
La—RPN—EHZIEESNET, 2O TA—=XF, T a77A)L 7 )—T7|Z
DIHEHIIET,

suspend-

—FFE I B A —Y La—R)bEEL, 22—V DRT —ZRAE
TITA47 (BNICEELET, ZO/XTA—4X chgrp 2~ FE21X
editgrp IV URIZOAEHTEET, ZONTA—=Z|L, Ta7rA)v 7
N—TICOHBEHINET,

unix(groupidNumber)

(UNIX DF) UNIX DT N—T @t €3 5>, 7 V—TINEEHFELT
WRWBEBIET V—T 2B L £,

groupidNumber |3 10 #50 T3, 7V —7 IDIZ 0 A ETHILILTEE
T, ZOBIEEZEAWT DL, EDORE R THRKRDZ /V—7" 1D D3 S,
ZOMENTNV—TDID ELTRESNET, —EITEEOI V—T %8
IMEIZFEF T DA, FERO FIE T V—7" 1D OF FRERSIVE
97, seos.ini 7 7A/LD—7 AllowedGidRange Z 1 L T, £ DE =
ERHTERNWIINTTHTENTEET,

userlist(userName)

TN—TNA S EE Y TET, userName 1, 1 ANLLED UNIX =—H
DaL—WAHERLET, HEOZ—FEEVY THHEET, 22— 4%
ANR— AN IN L~ TEYIET, chgrp 2~ FE721T editgrp 2~ F
THEHATLIHE. 7V —7 T TITERINLTWVD AN YRNITRT,
TITHELEAC AN VANCE X Z DIVET,
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/]l

2— Bob 3, TUH—TFFA X 7 )L—7F Sales DT L —TFF LN Sales
T N—TH 457 )—7%  ACCOUNTS 75 PAYROLL IZZEH L £,

chxgrp Sales parent(PAYROLL) owner(PAYROLL)

— Adminl 737 /L —7 projectB D% divisionA 7)>5 divisionB (22 F
L. BLWATA # &L TY/L—7 RESEARCH A8 EL £7,

Adminl (ZIZ ADMIN JEYER B HELET,
chxgrp projectB parent(divisionB) owner(RESEARCH)

admin =—¥ Sally 23, 7 /L —>7" 7’17 71 /L NewEmployee |Z%fL C.
B—b T AL IR oV T a7 T LD ELZHIET HEEEZFZITLET,

Sally I% NewEmployee DFTH & 7ZELF T,
editgrp NewEmployee homedir() shellprog()

Z—H Adminl 3, 7 /L —7 ProjectA %, 7' /L —= RESEARCH D{-7 /L—
TELTEIMLEY, —4 Adminl 237 /L —7 ProjectA D FTAHH 72V
7,

Adminl (21X ADMIN B HDELFT,
7 7 /LM owner(Adminl) T,

newgrp ProjectA parent(RESEARCH)

EZIEE

join[x] A= R - 22—V DN )V —T~DiEN (P. 142)

join[x]- A~ UK - 21—V DI )L —TFmHOHIEE (P. 146)

rm[x]grp 2~ K - Z7L—7 L a—RDOHIBR (P. 151)

show[x]grp Z~K - 7L —7 774 DK (P. 170)

chgrp =<K - UNIX Z/L—7 D28 ¥ (P. 194)

chgrp =~ 1N - Windows /L —7" D75 & (P. 213)
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chresA<2K -YY—X LaO—KDZERE
AC BETH%

chres, editres, 335 newres 2~ R%{# LT, CA Access Control 77 A|Z
BT DU —A v:—F‘ THRTAVEEETOVES, ZhbDa< U RIIEEN R

m chresa~2KR/%, 1 OHi@ﬂ%b—Xé”EELiﬁ"o
n  editres I~V R/T, 1 OLL DY —XFAERS EITE R LET,
m  newres IV R/E 1 DL DY —IAAERR L FT,

o ZOaw U RIIRAT 47 Windows BREEICHHVE 8, BfEN RV E
£

newres 2~ R L TV — A% BINT 51203, L TFOSEEND<EH 1
DTSN TWBLENHYET,
= ADMIN BHEAFID Y THNTNDTE

m  ADMIN 7T AIZHDV ) —A 7T ADL1—R D ACL |Z CREATE 77 & AHE[R
DR ESNTNDHIE
m  seos.ini 77 A/LDR—22 use_unix_file_owner 73 yes (ZEX ESIL TV DY
B UNIX D7 7 AV DFTAFHDNEDT 7 A NVEF LN Y —RELT CA
Access Control IZEFHTEHIL

chres £7-1% editres 2~ R2H L TV — A2 BINE-IZE T 35121, VU
V) — 2T D U HERR S L BE T, CA Access Control Tl UL FOXEE
ZZDNEfFTCF v LUET,

1. ADMIN EENEID L THNTWAHIE

2. GROUPADMIN @M CEHEMENREZ 52 b=/ )V —OHF NI, B
DY —A L a—RRNEENTNDHIE

3. La—KROFAETHHIE

4. ADMIN 75 AIZHA) ) — A 75 ADL a—R DT 7 AHIHHYARNZ MODIFY
7 7% ZHERR (chres DYFEY) £7-1% CREATE 77 & AHERR (editres DIEE)
NE B THNTWDHIE

VYA DB R CFEENT . IV SR RSCEET 255 LR,
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DX, chres, editres, 33X newres 2~ R&H L CETELK 7T
AL TEH TEDa~ U R RFGA—=ZD—E T,

IR Properties

aud calend categ comm defacc lab lev noti own restrictio warni Z@O1th

it ar ory ent ess el el fy er ns[-] ng

ACVAR X X VARIABLE
_TYPE,
VARIABLE
_ VALUE

ADMIN X X X X X X X X X X X

CALENDAR X X

yoa=d)| X X

CONNECT X X X X X X X X X X X

CONTAINE X X X X X MEM

R

DOMAIN X X X X X X X X X X X MEM

FILE X X X X X X X X X X X

GFILE X X X X X X MEM

GHOST X X X X X X MEM

GSUDO X X X X MEM

GTERMINA X X X X X X MEM

L

HNODE X X X X X X X X X X X SUBSCRIB
ER.
POLICY

HOLIDAY X X X X X X X X X X DATES

HOST X X X X X X

HOSTNET X X X X X MASK .,
MATCH
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ISR Properties

aud calend categ comm defacc lab lev noti own restrictio warni F@ith

it ar ory ent ess el el fy er ns[] ng

HOSTNP X X X X X X

LOGINAPPL X X X X X X X X LOGINFLA
GS,
LOGINME
THOD,
LOGINPAT
H,
LOGINSEQ
UENCE

MFTERMIN X X X X X X X X X DAYTIME

AL

POLICY X X X X X X X X X X X SIGNATUR
E.
RULESET

PROCESS X X X X X X X X X X X

PROGRAM X X X X X X X X X X X TRUST

PWPOLICY X X

REGKEY X X X X X X X DAYTIME

REGVAL X X X X X X X DAYTIME

RULESET X X X X X X X X X X X SIGNATUR
E. CMD,
UNDOCM
D

SECFILE X X TRUST,
FLAGS

SECLABEL X X X X

SEOS X X X X X HOST

SPECIALPG X X

M
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ISR Properties

aud calend categ comm defacc lab lev noti own restrictio warni F@ith

it ar ory ent ess el el fy er ns[] ng

SUDO X X X X X X X X X X X TARGUID
I;’ASSWOR
D

SURROGAT X X X X X X X X X X X

E

TCP X X X X X X X X X X

TERMINAL X X X X X X X X X X X

UACC X X X X X

USER-ATTR X X

USER-DIR X X X
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{{chres|cr}|{editres|er}|{newres|nr}} className resourceName ¥
[ac_id(id)] ¥
[audit({none|all|success|failure})] ¥
[calendar[-](calendarName)] ¥
[category[-](categoryName)] ¥
[cmd+(selang command string)|cmd-]1 ¥
[comment (string) |comment-] ¥
[container[-](containerName)] ¥
[dates(time-period)] ¥
[dh dr{-|+}(dh dr)] ¥
[disable|disable-] ¥
[defaccess(accessAuthority)] ¥
[filepath(filePaths)] ¥
[flags[- |+](flagName)] ¥
[gacc(access-value)] ¥
[gowner(groupName)] ¥
[host (host-name) |host-1 ¥
[label(labelName) | label-] ¥
[level(number) |level-] ¥
[mask(inetAddress) |match(inetAddress)] ¥
[mem(resourceName) |mem- (resourceName)] ¥
[node alias{-|+}(alias)] ¥
[node_ip{-|+}(ip)] ¥
[notify(mailAddress) |notify-]1 ¥
[of class(className)] ¥
[owner({userName | groupName})] ¥
[{password | password-}] ¥
[policy(name(policy-name) {{deviation+|dev+}|{deviation-|dev-}})] ¥
[policy(name(policy-name) status(policy-status)
{updator|updated by} (user-name))] ¥
[{restrictions([days({anyday|weekdays|{[mon] [tue] [wed] ¥

[thu] [fri] [sat] [sunl}})] ¥
[time({anytime|startTime:endTime}) ¥
|restrictions-}] ¥
[targuid(userName)] ¥
[trust | trust-] ¥
[value{+|-}(value)] ¥
[warning | warning-]

ac_id(id)

27— 77/ CA Access Control 7 — 4% _X—ZF5 LT DMS ([ ZPRFS DT R AR
A2 F(HNODE A7V =7h) D—E D ID ZEFLE T, CA Access Control
TIEZD ID ZA# 1L T HNODE ZifkAllL . = RARAL D IP TR A4,
IO ZE FEEARERY S — FHRHERE IR 2L 72 IO L F 97, CA Access
Control |ZEATU RIRA LMD — AT 5| & FEE A[HETT,
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audit
R\ ZFERT DT T EAARVNERELE T, L FOWT O EmEE
fBELET,
p all- PR SNT=T VB ARERIET 7B AORLD M )T B3 7 I GR kST
ESr S
s failure - RIET7Z7EAORLN/ ICG0EESNET T 74V METT,
s none- L a—RiFE—8Inr 77/ WVIEEEIILEE A,
m  success - A STV EAOR A0S\ CEEESNET
calendar(calendarName)

Unicenter TNG DR H il [R% 39 Unicenter NSM 7L & L a—R&f5
FELET, CAAccess Control Tlx. ZNHDA TV =7 DU AN B 1Y
WZDOBRERL, A7 V= OREITATOEE e HEDTIL L HaFID Y
THEBIE, B H YT AR—AFE I~ TRV ET,

calendar-(calendarName)

V) —Z La—R7)s5 1 DL, ED Unicenter NSM HL & La—RZHIBRL
F9°, ZO/TA—H(X chres 2~ R E7213 editres 2~ R TOAfEHT
=F7,

category(categoryName [,categoryName...])
VY —2Z La—RIiZ1 2L Eovxa)T 4 72V EED Y TET,
CATEGORY 77 AT 7T 47 TIRWLAIT category /ST A—X 5 E TS
b T —HR—ANDY ) —ADEZRNPEHINET, 72720, EHrS=h
TAYOEN Y TiL, CATEGORY VT ANTET 7T 47185 ETIXH NI
R0ER A,

category-(categoryName [,categoryName...])
VY —A L a—Rnb 120 Eovx=7 0 A7 3V EHIFRLET,
fRELI= X274 7 32VIX, CATEGORY 7T AMNT I T 47 EI NI
R VY —=ALa—RhbllfRESNET, ZO/"TA—H (T chres A~ R
F7213 editres IV U RNIZOAEHTEET,

className

V) — 2N T HITADLFIZFEELFE T, CA Access Control [ZEFHRSIL
TWBYY—R IT 2% —BERRTHITIL, find 2~ REFATLET,
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cmd+(selang_command_string)
RV —%EFHT D selang A~ ROV ANAGELE T, ZHN, R —
OF TuAIMEHTHa~v R T, FlEZLL FITRLET,
editres RULESET IIS5#02 cmd+("nr FILE /inetpub/* defaccess(none) owner(nobody)")
cmd-
RV — F7uAf <R VAN RULESET 47 V=7 M BHEIBRL £,
comment(string)
R 255 LFOFFNORD SLFHED Y —A La—RITBENLET,
LFEHNZZEANEG ENDLGA L, LFH W% — B G CHAET,
PARMCE R LT B F O SCFINTL, ZOLFHNTEEEZ HivET,

7 : SUDO V77 ADYGE | ZOXFHNIRER e E WA R HEJ, Ssubo L
I—RDEFDFEAMIZOUWTIL, [CA Access Control for UNIX TRy~
FEPEG AR 2 LU TLTEE WY,

comment-

VY —A L a—RpLaAsMedlBrLET, Z0/3T7A—H (L chres 2R
F771% editres I RIZOAMERTEET,

container(containerName)
CONTAINER (NI NV—T 0TI TRA) DA T V= 7 MR LET,

containerName X, CONTAINER 77 AIZEFINI= 1 DL ED
CONTAINER 7T ADL a—R D4, ﬁﬁfjﬂo CONTAINER 7?2@1/3‘—}‘75_’%2
BB M CHEAT . L RiEAS—AE I~ TRV ET,

container-(containerName)

U —2 La—Rnt 1 9Ll @ CONTAINER 77 ADL a—RZHIRLET,
ZDNTA—H T chres 2~ R E7-13 editres 2~ R COLfE I Tx%
kR

dates(time-period)

KRB 2= Rur A TEROHIHE 1 SLL EERLET, BEOW
WA ET AT, BB EZAR—ATCREVET, UL FOEREEH
L/iwg)—o

mm/dd[/yy[yyl][@hh:mm] [-mm/dd] [/yy[yyll[@hh:mm]

HrE DAEAFRE LR WS 7713 1990 AR XVRTOEAIEE L4 ¢
RIFEZITR B id s S AE RS ivEd, i, 98 F721% 1998 D L
N 2 MTFEIT 4 M CHRECEE T,
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BRI 28 B LW A 20 H OBRIAFEZ] (AR 0 IRE) 23ME RS E
T, TR ZRE LW S 2O B O/ TR (AT 0 FF) 2ME S

NET, BB IOSOERIT hh:mm THRELET, hh 1E 24 B
DI (00 7235 23) . mm 1345 (00 735 59) #FK L £9°,

BERE (1] 12/25@14:00-12/25@17:00) 245 EE 912, AL H DA (12/25)
PIRETHE. TOH 1 BHIMKAE RSN ET,

KA ZMZDHAL Y = EIT I DH A L /‘F/TZV/F%%%ﬁﬁ‘éiE
Blx. FBETA M A2 —Y oo —h UFRIICERKL 9, 72213

=2 —IA—JWT, BB AR HOIRH Lo A8 4

[09/14/98 @18:00-09/14/98@20:00 | L A /) THMERHVET, ZDIHIT
BETHE, g BLRZND—F L4 3 R b4 5 REETOM
a7 A TERLIRDET,

defaccess([accessAuthority])

BELIEVY—ADT 74N DT 7 AMEREIEELET, T 74/ DT
7B AEFRETE, )/~x@77txﬁ%ﬂ1ﬁﬂ)x% IZEENTONRNT 7291
V—=ANDT IR AEE R UIGAIC G ZONDHER T, T 74/VhDT
IR AMERIL, T —H X —2A| :E%émw\f;uu~4f b ET,
BT 7 ZAERMEIL 7 T A L > TRV ET,

accessAuthority 519 5 & ., CA Access Control Tid, UACC 77 AIZHDHY
V= ADITAEFT L A—RD UACC 7T A IfRESNT-, BT 7
TAMENED Y THNET,

dh_dr{+|-}dh_dr)

ZOTRHAL MM T S R AN LT

filepath(filePaths)

1 DL EO#t 7 7 AN NAZEFRLET, TNENDE R —FL £
Va—VTHLMENLVET, EEDOT 7L A T=ns () TRYIVE
B

flags(flagName)

) — 2% trusted |29 BT IEB IO —AD AT —H A7 trusted THDH
INEINET 2T HHEEZTERLET, 20727771, Ctime, Mtime,
Mode. Size. Device. Inode. Crc. 335U Own/All/None T9,

gacc(access-value)

B TR NARES - T 7 AN T DT a7 T LD T 7 AR &
o &R ET,
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gowner(groupName)

U —Z La—ROaTH#EEL T CA Access Control 7 /L—7 %[04 TEJ,
VY —ALa—RO7 V—TFAEIZEL, V) —RAZx T D EHI RO T 7+
AMENFZONET, 72720, AL T I —T iR EO X2 T4 L
b BFX 2T TV B EX 2T ATV, VY —ASNDT T
T REFF AT DU HER DR E SV TV ER D ET, V) —ADT
N—TFIEFEIL, VY —A La—RER B X OHIBRT 257 /IR HIC 5
ZBIVET, FEMNZOUWTIL, [CA Access Control for UNIX =2 RiRA L Mg
HITAR 2SR TTZE,

label(labelName)
VY —ZALa—RiZeFxal7 7L aHN Y TET,
label-

=2 La—Rnbex a7 TV EHIBRLET, ZO/3TA—2 3
chres < RE7-1% editres 2~ NIZOBfFEHTEET,

level(number)

VY —2Z2 La—RiZtxal)T 4 LoULaEE Y TES, 1~ 255 DIEDIHK
BAANLET,

level-

V=2t X a7 LT X THIBRLET, ZO/XTA—F%
chres 2~ RFE7213 editres 2~ NIZOAfFEH TExFET,

mask (/Pv4-address) match (IPv4-address)

mask /X7 A—% & match 737 A—%2%, HOSTNET L 22— R {2 D A JH S 41 F
9, ZAUHIE, HOSTNET L a—R&/ER T 5L XM TT, £o, La—R
EEEFTHLXIF S ar THETT,

mask & match ZFlA A THEH 5L, HOSTNET L a2 —R TERIND
RANDT N —THEFRZTEXET, BAANP TR AL mask 7R A0 AND
IZE > T match 7RUANAERSILDS A ARAME HOSTNET L'2—RK 7
JL—T DA INTT,

72& 2%, mask(255.255.255.0) 33 T8 match(192.16.133.0) S ELT-H5 4
IP 7 RL A% 192.16.133.0 ~ 192.16.133.255 O&IPHICHDHRANIZ DS
=T DA INTT,

mask /X7 A—H# & match /X7 A—Z (2L, IPv4 T RLU AZ4EE T HLENH
Di—d‘o
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mem(resourceName)

ANV —=2B) )= A TN —=TITBIMLET, HEDOA )Y —R%
BN D5 EIE, Lial s~ TXEES,

mem /X7 A—ZT LI FDITADY Y —A La—REDLFH G T
HATEET,

m CONTAINER, ZODZFATIE. DYV —R IF A ET D47 V= h
DI N—THERLET,

s GFILE, ZDOIZFR|TIT. Z7ANDIN—TEEFRTA))— A La—R
NEFNTNET,

s GHOST, ZOVFRAZiL RAND T N—T % EZET A —A L a—K
BNEFNTWET,

s GSUDO, ZDZFA|ZIZ. A~ RO N—THEFETA))— A L a—
RPN EFENLTOET,

m  GTERMINAL, ZOZFAE, SiRDIT N —THEFzRT D)) —A L
a—RREFENTWET,

m  GPOLICY, ZODOZTRIZL, BRI —2EFRKT DV —A La—R)
EENTOET,

m  GHNODE, ZDZT A, RAN I N—TZEFT D)/ —A L a—FK
NEFNTWET,

s  GDEPLOYMENT, ZDZT A, RIS — FFafrE#zwTH) ) —A
La—RKNEFNTWET,

mem /XTA—Z L EWHRAAT DL a—RE) ) —Z 7 ) —TF BT
728, 128 Z X FILE L2 —R % GFILE 7 7 ADY Y — R 7 )—T1ZBINT 5
TeOIFERHLET,

7¥: CONTAINER VY —RIZxF LT mem /X7 A—X%f 95454, of class
INTA=EHOEH T AL ERHDET,

AN Y= ALV — R T )—T IR E B 5T CA Access Control (29 CIZE
XN TVAYLERHVET, UV —R T N—T5ERT 51213, BRIDY
FADVY) — A VER L ET, 7282 0E L FDa~< L REFEIT4 58 GFILE
V=2 TN —T HMER S E T,

newres GFILE myfiles

mem-(resourceName)

V=R TN =T INHA N V) — 25 HIBRLET, HEDA N VY —2%
HIBR T 258018, BV — A B AR—AEZ I ~TRYET, 2D
INT A=A chres 2~ RE7-1T editres 2~ RIZO A CTEET,
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node_alias{-|+}(alias)
TURRANDORINL EEFRLET,
TURRA U RDRINL ZEFET HE . CA Access Control THEIERY S —44 H
AU REEEOTURARA NI FE L TEE TEXHI0ITRE
T,

node_ip[-|+](ip)
BRARD IP TRV AZERLET, ERRV—FEHTIE, =V RRA D
ARATEPFETIP TRV AEEHL T, MERT U RRA MR ELE T,

notify(mailAddress)
V) —A L a—R)PIRT IS —ANDT 7B ANETIIDHT- N EN A
Y — %5159 CA Access Control |2 RL £, = —H 4 F721%
2—HPDEF AL TRLRZ ANLET, £72. BIA B EESIL WD
Blx. A=V I N—=T DEA A=)V TRV AL A TEET,
WENT, 0 N—=T g T VAT BINT I T AT 12BN DB THOIVET,
BRHAYT =X, 0 V=T 4 VAT EDEREINZHESNT, 22— D
B F I A VR I A TEEENET,
BHEIAYE—UREESNDT-NNC, BT ICEREL a—RREIAEN
F9, AL a—RFO7NVZUBEB IO ROFEMIZOWTL, [cA
Access Control for UNIX TNy PEPED 1N 2R TTEE W,

HWHIAYE—VOZAFH L, BT A LT, EAVE—VITRSNTZ
RIET 7B ADAIAMI XS DB BV E T,
HIFR : 30 3C7,

notify-

V) —A L a—RPRG V) —=AADT 7B AR U4 HElChH IR %
ITORWIINTFRELET, 2D /T A—H (T chres 2~ N E£7-13 editres
A RNIZOBERHTEET,

of class(className)

mem /37 A—%Z{#i L C CONTAINER 7T AIZEMITAHLa—RDU Y —A
HATHFRELET,
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owner(Name)

U —ZA La—ROTA#HEL T CA Access Control —F F7= 137 L—7
ZEVYTET, UV —ALa—RFROaHFIZIE, VY —ATk 5 ] R
DT VAN G ZHNET, 7L, fifetL T A& OEX=27 1 L
b BFX 2T TV B EX 2T ATV, VY —ASNDT T
Y ARG AT DY HER SRR E SNV TCWDMERHY E T, U —ADHT
HEIX, VY —ALa—RE B L OHIBRTOHERAHICG5- 2 bIVE
T, FERNZ DUV TIL, [A Access Control for UNIX T2 Ny MEEEG 1
B TLTEEN,

password

SUDO 7T ADEEIT, sesudo I~ REEITTAHITIT IO —PF DA
U —RNUBETHHZEZFRELET,

password-

password /X7 A—HZTOVHLE T, ZOFER, SO —HF D RAT—R%

BEL72<ThH sesudo Iv U REFEITTEXHINNRVET, ZDO/RTA—H
X chres 2~ R %/ 1X editres 2~ R COMEATEET, ZNETIZ
password /X7 A—Z DM SV TR WG S ZORF A= IV EHD F
A,

policy(name(namettxx) status(status) updated_by(name)) |
policy(name(nametixx) deviation{+|-})

)—=RDY T AT TANAREY ) —BINL, AT —XA&fRELET, £
7203 BEfF DRV — N—=Ta 2L RIS — R EDHDHNE I E T
ELET, RV — AT —HREHHTHEX|L, updated_by 777 1%
FHTOMLERHVET, ZhUE, RV — AT —HAEE R Lja—H D
AanER T CFAITT,

AU — A7 —H A4, Transferred, Deployed, Undeployed. Failed,
SigFailed. Queued. UndeployFailed. TransferFailed DV 3 3L CTd,

policy-[(name(nametxx))]

J—RBA BT ERYS — SN—Va  ZHIRLES, RIS —DIREN
WISAIE, 20/ —RICT 7 aASN=T X CTORI— 0 HIBRENE T,
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resourceName

EHEEFILENT AV —RA La—RO4RiEfEELE T, DY —2R
PREEEITBINT 551, VY —R2AL4 DY AR D> Z TR A 4V
V= AH T AR AR I~ TRYES, VY —2AA4 1, ke 1
DHRETHMLERHYET,

CA Access Control Tld, fEE LT/ T A=K ST, KUY —A L a—RK»R
ERNCABISNET, V) —ADMBEHFI T —PNRAETDHE, Av—
DFIT I URRDIR DY Y — 2B AL NG TS AVE T,

Note: VY =24 CEBAEME AT 856 B4 EZ ST DITITIR O
ELUET, <1 Z %>, 5] <IAC_ROOT_PATH>¥bin, "RU —O selang
=V T, BEOMERTEET,
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restrictions([days] [time])
TR T AT 7 EATELME A LR 2R E L £,

days S| A ER T time 5B ZEFEELT-GAE . La—FRNICT TITER
TESAVTODIE B fIBRIZ LT, R L7z R A il BR 25 @E S E T,
time 585 EE T2 days SIBE IR ELIZ S, La—RWNIZ T Tl
TESAVTODIRFE A FRIZRT LT, R L7 B IR E S E T,
days 514 time 518D S 2 4aELT-%6 . =—FiX, FHELREH D
FRELFE DR AT DT 7B ATEET,

m  [days] (ZIE, 22—V BT 7 ATV EATEDOMEAZRELET,
days 55 IIR OV T B BN HYET,

- anyday- = —HIIE HZOT 77 AT 7 EATEET,

- weekdays - =— L H DR ETONERIZRY) Y —RIZT 7
TEATEET,

- Mon, Tue. Wed. Thu, Fri, Sat, Sun - =— |35 EL7-EH 2D
BV — AT 7 EATEET, BAIMTEEDIETHEE TEET,
O A ZEE T 51X, S HZARX—RE /I ~7T
XLV ET,

n [time] IZIX, 22— YRV —RTT 7 EATELRFMHEZfRELET,
time 5| BUITROV T 5B HVET,

- anytime - ¥ E O H O E ORI Y — AT 7 ATEE
7

- startTime:endTime - {5 E L= HAC DR ) — AT 7B ATE
F9°, startTime 3L endTime X /57 EE hhmm OEXTHREL
F9°, hh 1T 24 BRI FEORER (00 2> 23) . mm 1355 (00 />% 59)
ZFRLET, 2400 ITA %72 time fETIIRNWZEIZEEL TS
VY, startTime 73 endTime LD/NSWZ & BIOW HFMN[EIC H ORF
M CHOLZENMILTT, MARPRARERIRDHA L ) — N2 D
AT, AR OB AARE R & & T RE 2R AR 1 — 2 VIR R L2 FH
Y DRI RL | R OEZFRFEL TIES, 221X, FA
M= 2—I—2IZHY ., SR B RCH LA, nt ¥
IVADSHRINODT 78 A% TR 8 KEGT14 5 KFE TR 751
1%, [time(1100:2000) ] LF5EL £,

restrictions-([days] [time])

A—WPIZEDT 7AN~DT 7B RERETHT X TOME H B OWFHH
DOHIPRZHIBRL £,

102 selang J77L2 R HAKR



AC IREED selang AT K

ruleset+(name)
R — B EAFIT AL — L B ELET,
ruleset-(name)

RIS —hb—L By MBIRLES, L—L By O ER RS
I, TRTONL— L By RBR S —BHIBRSIVET,

signature(hash_value)

oY aliERELET, R —DEEIT, R —IZBEMT BT
% RULESET A7 V= bDL T 2 F v a2 iLlcLET, /—/b By hOGEIL,
RN)— FT7 A, a<v R VAR — T 7 aAfiikx (HIR) 2~ K VA
MMz LET,

subscriber(name(sub_name) status(status))

=RV TAIFGANEREEV)— BN, AT —XAEBELET, A
7—4 A%, unknown, available. unavailable. sync DT 117> T9,

subscriber-(name(sub_name)) | sub-

YT RITGAN F =G _X—=2% ) —RIPBHIBRLE S, 7 R7F7 A4 D
EDRNG AL, TRTOY T AZTASDPHIRSIET,

targuid(userName)

SUDO 7T AICKIL T, a~ > ROEITIHEIR A SN A2 —F D4 i
RELET, 774/ Tl root 2—H T,

trust

Y — 2% trusted LL CTFREL E77, trust /37 A—X]X, PROGRAM 77 A
FBLNSECFILE 7T ADY Y — A DI S ET, 7077 L3 trusted
DGE DI, FDT 7T 0w FITTEET, iV TIL, TA Access
Control for UNIX T2 FAg 2 MEPED 1R Z LU TLTEEN, ZD/RT
A—H1X chres A~ RE721T editres 2~ RIZO I FEHTExET,

trust-

Uy —Z% untrusted LU THEEL £ 97, trust /37 A—X|3 PROGRAM 77
AL SECFILE 7T ADY Y —AD I SIVET, untrusted 7’0277
LNIFEITCEEE A, FEMIIZOUWTIL, | CA Access Control for UNIX 2R
A ANEPEG AR BTSN, ZO/RXT A= T chres 2~ RE
7213 editres A~ NIZOAFEH TEET,
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undocmd+(selang_command_string)

R — T T aAfifRE EFRT D selang I~ ROVARNEFRELET, Z

NI, T 7 AR B ORI —OHIR (7 7 mAfRER) [ oa~ R T

T L FIZHIZRLET,

editres RULESET IIS5#02 undocmd+("rr FILE /inetpub/*")
undocmd-

RV —HIFR=~ R YRR RULESET 47 ¥ =7 " BHIBRL £ 77,
value+(value)

FEE SV Z R E SN B (ACVAR 47V =/ M) ITE L £7,
value-(value)

FRESNZZEE (ACVAR 47V =7 ) bt E S HIBRL £ 7,
warning

T IRV N) ) —RZT I B ATELMHERE -7 WG E THY Y —R (2T 7
TATCELINFRELET, 7277l A IZB8E Ay b—U R EZIAE
nET,
ST —ROEA . CA Access Control T, VY —A 7L — 1% 5
X — DI ER S EE A,

warning-

TV OMER TR —R T V7 EATEXARWGES VY —A~D2—H
TR ELC, BEA b — U ESAFRWIOIRELET, 20
INTA—=H1T chres 2~ RE7-1Z editres 2~ RIZOfHE R TEE1,
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/]l

22— adminl 73, VAR tty30 (XU CRTA A T 74V 77 B AMER L
HL ., EDumAROM H % B O H EH RN (AT 8 Kb H1% 6 1)
WZHIFRL £,

- =% adminl (Z{Z ADMIN EEREIN L THR TWDHELET,

chres TERMINAL tty30 owner(adminl) defaccess(read) restrictions ¥
(days (weekdays)time (0800:1800))

ADMIN J&YEA iD= — Sally 23, 771 /L account.txt D FILE 77 A& L
A—RIHENSN TS T N—T LA EHE DT 03T 1 BRI D8 F 4 5
1TUET,

- =a—WSally ifJared D2—H La—ROFTFETZELET,
chres FILE /account.txt group() owner()

La—R FaRT BT TERSINLTWDAE G La—R 7T %
BB 211E. T B £ 220> 2N () DWW Tz fHi T 7 ms
TAEANNILET,

ZL—4 Bob 73, ¥R tty190 DARAN T 4—VRZEHIBRL ., EDuAR~DT
I B AT A ESNDT- NGB EZ T IRA I ELET,

- —7 Bob [, CA Access Control =-—"C ¥iiA tty190 OFTH HT-&
LEd,

chres TERMINAL ttyl90 comment- notify(Bob@athena)

= —H Admin1 /3. SURROGATE 75 &2 %V — A USER.root DEFx =
T4 BT ITYDY AN OPERATOR I T VEBMLF1,

-  —% Adminl |2 ADMIN BIEREID L THN WA ELET,
- OPERATOR HTIUNF —HR— A ZEHRIINLTVAELET,
chres SURROGATE USER.root category(OPERATOR)

Z—H adminl 23, /bin/su &7 1—/ 3L 72 EXECUTE 77 B AMEN R E S
7= trusted 70T LEL CTERLET,

- —% adminl (Z{T ADMIN JEEAED L TONTWDHELET,
- UTFOTF7xVMENEHShDELET,

m restrictions(days(anyday) time(anytime))

= owner(adminl)

m audit(failure)

newres PROGRAM /bin/su defaccess(x) trust
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Z—% adminl 73, adminl Z & T X COL—HPNT T BRATE/R Mi#E
SNV —AEL TV —T system ([T V—7 ID D—FFE R A ERLE
j‘o

- =—% adminl [Z{X ADMIN JEHERED Y THNTWAELET, 21—
H nobody 73 CA Access Control IZEFHZINTWHELET,

- UTOF7+VMESEHINDELET,
m restrictions(days(anyday) time(anytime))
m audit(failure)

newres SURROGATE GROUP.system defaccess(n) owner(nobody)

— SecAdmin 73, ProjATerms (ViR T1, T8, BL O T11 2 & T euli KD
TN—)VeERLET, ZOWAKRS /L—71Z. PROJECTA 7 /L —TF 71T A3,
S H O EFEERN (R 8 BB 6 BE) (IO MEHLE T,

- — SecAdmin {2 ADMIN JEMEEND B THILTWDELET,

- AR T1. T8, BLUT11 L CA Access Control IZEFRSINTWWAELE
T,

- 7 L—7" PROJECTA I L CA Access Control ICEFINTWHELET,
- audit(failure)

newres GTERMINAL ProjATerms mem(T1,T8,T11l) owner(PROJECTA) ¥
restrictions(days(weekdays) time(0800:1800)) defaccess(n)

EZIEE

rmres 1<K - U —ZDHIE (P. 152)

showres 2~ K - UV —X 737 4D FEIR (P. 172)

authorize 2~ K - UV —R k327 7 B AMEFE D E (P. 51)

chres 2~ K - Windows V> —ADZH (P. 215)

find IvLR - F—H_—R La—RFO—EHR (P. 132)

CONTAINER 77 % (P. 288)

7 AT 7 ZHERR (P. 32)
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chixlusr AR UK - A—H JANT(DER

AC BETH%

chusr., chxusr. editusr, editxusr, newusr, 33T newxusr D2~ R, CA
Access Control 7 — 4 X—ZANT2—HF DT /T4 2B T3 52, BLO
MENGU T, 22— La—KRE2ERTA=DIEHLET,

FAav NI T DI ERIE R HD £,

chusr - cu
chxusr - cxu
editusr - eu
editxusr - exu
newusr - nu

newxusr - Nnxu

7~z 1E. a~ 2R cu =2~ 2R chusr &[F—T1,

INHOARURET N THEEIIFRC TR, JIROLPERVET, ThE
o ITF DI E T,

chusr. editusr. L newusr 2~ R, W —V 2RI HL £,
INHOa< R OFESIZLL T OLBYTT,

m chusr 2vR/4, 1 DLLEDUSER La—REEHLET,

n  editusr IV R/L, 1 DL LDOUSER La—RE/ERREZIFEEL £,
m  newusr v R/E, 1 DL LD USER La—REVERLET,

F: ZOav NIRRT AT REIZLHOET D, BIER RV ET,

chxusr, editxusr, 33X newxusr 2~ RiX, =X —F T A X 22— %%
RIEHALET, D~ R OFESIZLL FOERBDTT,

m  chxusr 2~ RiX, 1 DLL D XUSER La—R & Z @ F9,

s editxusr IV RIE, 1 OLL D XUSER L a—R% /EsL £/ /72 F
KR

s newxusr 2~ RiE. 1 DL, E® XUSER L a—R% 7/E-LL £,
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USER 7T AL XUSER VT ADL a—R[XT X TOT /TN FE-7-L AL TT,
MBS, 2o — T FTA R 22— ARNTICERINTNB T 3T 43,
XUSER L' 2 —R CIIF EFRIN2NIETT,

TNHDaAT L REETTAL MR —FRBIE AT AT A Tho
T TN A E I —Y La—R IRl S E T,

MBI HERR

CA Access Control L —HZAER T DIZI, LT DR D7<ED 1 Dfifilzs

WTCWDULENBYFET,

m  ADMIN EMERE Y THNTWHIE

m  ADMIN 77 A® USER 7713 XUSER L' —R D7 7 & AU A ~Z CREATE
TIRZMENRE Y THNTWAIE

Z—WEBMENTE LT DI, LLTFOSRMEN D7D 1 DTS T

HBERBHVFET,

m  ADMIN EMERE Y THNTWAHIE

m 2 —F La—R72%, GROUP-ADMIN JBPENE Y THATWASZ L—T D
HHEPHIZE ENTEY, La—ROA & LRICHERN 525 T0AHZ
L

. —H% L a—R7)3 GROUP-AUDITOR B MENEIN B THN TCWAET L—T"D
HRNEFIZE I TEY ., audit /ST A—EZRFEESNAZL
n JI—TOFEETHHIE

m  ADMIN 77 A® USER F7713 XUSER L'=2—R D7 7 A ##HIU A ~MZ MODIFY
7 7% AME (ch[x]usr DIHE) £721% CREATE 77 & A#E (edit[x]usr DHFE)
DENLTHNTNWDLIE
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{{chusr|cu}|chxusr|cxu}|{editusr|eu}|{editxusr|eu}|{newusr|nu}| {newxusr|nxu}} ¥
{userName | (userName [,userName...]1)} ¥
[{admin | admin-}] ¥
[audit({none | all |
{[success][failure][loginsuccess]|[loginfail]|[trace]|[interactive]}})] ¥
[{auditor | auditor-}] ¥
[{category(categoryName) | category-(categoryName)}] ¥
[{comment(string) | comment-}] ¥
[country(string)] ¥
[email (emailAddress)] ¥
[enable] ¥
epwasown (password) ¥
[{expire[(date)] | expire-}] ¥
[fullname (fullName)]
[{gowner(groupName)] ¥
[{grace(nLogins) | grace-}] ¥
[{ign_hol | ign hol-}] ¥
[{inactive(nDays) | inactive-}] ¥
[{interval(nDays) | interval-}] ¥
[{label(labelName) | label-}] ¥
[{level(number) | level-}] ¥
[location(string)] ¥
[{logical|logical-}] ¥
[{maxlogins(nLogins) | maxlogins-}] ¥
[{min_life(nDays) | min life-}] ¥
[{notify(mailAddress) | notify-}] ¥
[{operator | operator-}] ¥
[organization(string)] ¥
[org unit(string) ¥
[owner ({userName | groupName})] ¥
[password(string)] ¥
[phone(string)] ¥
[{pmdb (pmdbName) | pmdb-}] ¥
[{profile(groupName) | profile-}] ¥
[pwasown(string)] ¥
[{pwmanager | pwmanager-}] ¥
[regular] ¥
[{restrictions( ¥
[days ({anyday |weekdays| [mon] [tue] [wed] [thu] [fri] [sat] [sun]})] ¥
[time({anytime|startTime:endTime})]
) |restrictions-}] ¥

[{resume[(date)] | resume-}] ¥

[{server | server-}] ¥

[{suspend[(date)] | suspend-}] ¥
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[ntint( ] ¥

[admin|admin-] ¥

[comment ('comment')|comment- 1 ¥
[country('country-name')] ¥
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] ¥
[flags ({account-flags) | -account-flags})] ¥
[homedir(any-string)] ¥
[homedrive(home-drive)] ¥
[location(any-string)] ¥
[logonserver(server-name)] ¥

[name(full name)] ¥

[organization(name)] ¥

[org unit(name)] ¥

[password(user's temporary password)] ¥
[pgroup(primary-group)1 ¥
[phone(any-string)] ¥
[privileges(privilege-list)] ¥
[restrictions(days(day-data) time(hhmm:hhmm|anytime) )] ¥
[script(logon-script-path)] ¥
[workstations(workstations-list)] )] ¥

[unix({ [gecos(string)] ¥

admin

[homedir(path)] ¥
[pgroup(groupName)] ¥
[shellprog(fileName)] ¥
[userid(number)1}]

= —HZ ADMIN JEMEEED Y TES, ADMIN JBHEZ > — I, audit
INTA=BLNDT RTO/RTA=EZIREL T selang DT X TOaAvURN
ZIATCTEET, admin /XTA—ZZ{H 3 5121% ADMIN JEPEDS BT

‘é’_ﬂO

admin-

—H) 5 ADMIN BMEEHIFRL £9° (CA Access Control IZ472<é8 1 A
D—73 ADMIN JBEE RSO Z LA MR L ET),

ZDRTA—HE, newx]usr IR TIIE T AL
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audit

CA Access Control TERESIZV Y —RAIZHTHED2—Y TI/T7 48T 4
AR\ RS T AN ERELET, ANV AT EEBERET DI
1T, AR FAT DR AR—AETT I~ TRUET, audit DJE
HEIZLL T OEEBY T,

n all- TRTCO2—Y 777 T inu /GRS ET, BElEnD
T 7T 48T 11X, failure, loginfail, loginsuccess, success, interactive,

LW trace TT,
n failure - REL7=7 7B 2ADRL N0 I GRESNET,
n loginfail - KL 7=r7 AL ORABRTICGERESNET,
m loginsuccess - [XI L7/ A nua/|lGidksivE T,
m none- — W TIT 4T TSI —UIREERSILER A,
m success - KL T7=T /AN 0 S\ ZRERSINET,

m interactive - CA Access Control IZxIEhE Ny aran/|Zitdkl £
7,
m trace- ZDOZ—V DT I aANIHSNT, Rb—R T 7 A JVIE RS
HTRCOA =030 | g SET,
auditor

ZL—F|Z AUDITOR & &#E10 24 C%4, AUDITOR J&MhaRi>=— I,
AT L)) — ADOfFE AR A A TE F 9, £7-. CA Access Control DFE
[RBF =7 THIHEHU7~. CA Access Control DRI R ThHhHT X TDY
—=ANDT TEA, BIOT —HR—=ZA~DT 7 BRI T D07 DTk
Z il c&E 9, AUDITOR @M >2—FIZH 2 BN DHERRDFEAMNIC
DOWTIE, BEWD OS (2t D o MR PRGN 25 R TL
t={A%

auditor-
. —H La—R7)5 AUDITOR B A HIBRL £,
ZORNTA—HT new[x]usr IR TIHEHTEEE A,
auth_type
FORE T IEETRELET,
$SO TOREMENET,
ZONRTGA=HT, ZH—T FTAR =PRI A CEEE A,
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category(categoryName|, categoryName...])

1OULEDEX2)T 4 BTV a2 —PFITH Y TES,
category-(categoryName|, categoryName...])

a—HF La—Rnb 1 DL EOEXa VT BTIVEHIFRLET,

ZDORNTA=HL new[x]usr IR TIHEHTEERE A,
comment(commentString )

a—H La—RIZaA MBI ET,

commentString

A MERELET, commentString 135 K 255 CEDEHF DL
TH|TT, commentString (272 A ST N E ENAHLG AT, SUFHIAR
Z—Em | P CHAET,

comment-
A= P La—Fba i M EHIRLET,
ZDONTA—H1% new[x]usr 2R TIXE A TEER A,
country(countryName)
A—HPOEAEZHRELET, EiL R A TIHERShEE A,
countryName

EzERLET, ZONTA=HTRK 19 SLFORBFD OIS LT
FITH, FINZEANGENLHET, PP eke —E=5 R
THAZET,

email(emailAddress)
=Y DOBE A A= TRUAEERLET,
emailAddress
A=Y DE S AN TRV AZERLET,
HIRR: 128 CFLLT
enable
EPDHHR THE IR TS —F DT A AL ET,
DT A—HE, new[x]usr 2w R TIHEH TEERA,
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epwasown(password)
T—PREGONAT—REER T 59, =P D/ AT —RZ L HTL
T, ZONAT—RETIEHE EOET Tl - T, "AT—RRH
BRI T HEEHVERT A,
F IOV URIIWNEMER O TY, ZOa~<w R, /etc/shadow (#3A
T—R 77A40) ~O5| LU THRIESNDINTE LT HFANT/RAT—R
expire(dateTime)
22— THTRBRNTHAMERELET, AFOEENRNGE
THTNITTEBIZRILET, 22— r A OGEIL, =2 —P)
a7 7y R R CRILET,
ZOT AT LD La—RIFES TOASE A, 2—F L
I —R Dl GROUP 7T ADL a—R DB LS E T,
i expire- NNTA—HEMHL T, KhLica—H La—REFhcLET,
ZNEATODIZ, resume /NTA—HTFEHL A,

dateTime

Afte, 7> ar CHZZIRELET, BRIILLTOEBYTT,
mm/dd/[yylyyl@HH:MM]

IR 2T A T CHIE CE X,
expire-

new[xJusr 2~ ROGEIL, AHIROW2—F T AT M ERLE
7

ch[xJusr 2= R B LW edit[x]usr T~ ROEGEIL, 2—F THT UMb
ANIRZHIBRL £,

flags(accountFlags [-accountFlags)
2= T NOREDRBMEAEELET, AR T7 77 EOFEMICD
WL, i TWindows DE | 2B FRL TLIZE0,

22— La—RnE7 T 7 % HIERT 521X, accountFlags DRI~ AT A
7 () &= ET,
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fullname(fullName)

2—HFDT N F—LEFRELET,

fullName
TV 2= LEFEELET, HK 255 LFDHRETFNORD LTFHIT
9, fullName |\ZZE AN E ENDHL AT, XTI E—E5 | 5T
PHAET,

gecos(string)

=PRI ELES, CFINT—EHIIHAFTHAET,

gowner(groupName)

a—Y La—ROFTA#E EL T CA Access Control 7 /L— 7 % %024 CTE4,
2—W La—RO7NV—7FEHEICE, 22— La—RZkd 2 HEHIRO
TR AMEN G- ZOIVET, 72720, BiifEEL T, I V—T i AHE OEXx Y
T4 Loyt FX 2T BT IVETR MR ESIL TWALENRS
VET, 2= La—KROINV—TEFEIEL, 22— La—RE0-oTE
BB I OHIBRTHZENTEET,

grace(nLogins)

22— T AR T AR E ERLET,

WFra s A mBICETHEL— I AT AT VB ATE L5720,
AT WEBF I EAE L TH LV SR — R R ETHLENHOET, R
FTrZAUEHD 0 IR ESILTWDSGG, 22— HIn/ A TEEE A,
DT A=HDOENRL—Y La—RIBESNTODHEAIE, =—F L
I —RDOfEA GROUP 7 FADL 2 —R DB EESET,
ZDINTA=BERELRWEGAETH, 22— a7y 7 —712Z
D/XTA—=ZDIEDE FI VD E X, GROUP 77 ADL a—KRDAEHME
MEHLET, USER 77 ADL=—R|ZH GROUP /T ADL 2 —RICHIENE
FHTWRWIES 1T, CA Access Control D7 @ — )Ll A L iR EN
fEFENET,

nlLogins
WFor A mEERELET, 0~ 255 DFEHE A S TLIZE,

E MO AR OEDN 0 IZZET DRI, NAT—REEH 3 DM
NHVFET, WP r A BBDOEICESL CLESTG A VAT LE R
ARG THI L WS AT —RA BN L TL7m &0,
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grace-

2—F O T AR ELZHIFRLET, 1RVIZ, CA Access Control D7
a— NG Ta s A R EDMERSIET,

ZDO/NTA—HT newusr IR TIHEH TEER A,
homedir(path)

Z—FDOHR—L T AL TN DR/ AZFRELE T, path DEIEIZATY
TafhiFhE, 2RI userName 73 B B BINS U E T,

homedrive(drive)
2—HPDOR—L T AL TN DR IATERRELET,
ign_hol

—HFIZ IGN_HOL @AV Y CEJ, IGN_HOL BitaRF>=>=—%i%
holiday L' 2 —RIZEFRSN- BRI Iz 1 TEET,

ign_hol-
IGN_HOL @A = — 0 DHlRLET,
inactive(nDays)

=Y DAT —HANIET VT 4TI EBEINLETORME A HAfsELE
T, FBELEZBICGETAE, a—PIXul/ M TERRDET,

X T IT4T a—HiFa—F La—RIv—IPRREINET A, TV
T AT TIpN—H &35 5121, Inactive Days & Last Accessed Time
EZ T DL ERHVET,

nDays

H¥ A48 ELET, nDays |21, 0 FoIXIEOEE AR ELET,
nDays % 0 \ZF% € LG BRI, inactive- T A=A E4RTE LT 6 &)
CIZ20 &,

inactive-
A=W DRT—HREIET I T AT NOT I TATICERLET,
TG RA—=ZT newusr IR TCIIfHEHCTEERA,
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interval(nDays)

IRAT =R O EFINTE L% 22— IR L TN ASAT =R D A %
BT A=V DRRRSNAETORIM AAERLET, 0 F/2IFTIED
AR ELET, nDays 73 0 DGE ., SAT—RHE OF = 7 NI
720 RAT =R R FR A, DOFED, setoptions IV R TRIELIZT
7 FVMEIZE RS EE A, nDays % 0 IR EHDIE, X275
LT N2 — IR E L TTEEWY,

nDays 3BT 5 & BUED /SR —RKNRHIRYIIL CTHHZ LN —F 2@
HSNET, WA Tz —HEL, MPas A RIS ET HET/RA
U—RESIEEME TN TEET, MTrar A BEISETHE A
TLSDT VBRI R INDHTD, 2 — PR AT LE R TR LT
LVWSAY — R BUG T H0E 08B0 E7,

interval-

=Y ORAT =R OREEZBVHELET, ZO/TA—=FOENR2—
FoTa7rAn =T IZEENTODHEEIL, TOMBAMEHIET,
FRNLIA DAL, setoptions I~ R TR ELZT 7 4L MEME S
=7,

ZDONT A=A, new[x]usr 2R TIIE A TEER A,
label(labelName)
=PI F 2V T4 TV EED Y TET,
label-
a—HF La—FhbtxalT 1 TV EHIRLET,
ZDRFA—=HT . new[x]usr IR TILfE I TEET AL
level(levelNumber)
a—F La—FiTeFalT s L aE S TET,
levelNumber 1%, 0 ~ 255 DS TY,
level-
Z—H La—RhotExalT7 4 LUV EHIBRLET,
ZD/NTA=HIE, newusr IR TIIfEH TEEHAL
localapps

CASSO THEHSIET,
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location(/ocationString)

2—VOFHEMEREELET, FrERIE, FBRE AT S EE
/Uo

locationString

FTERAFEELE T, locationString |38 K 47 SLF-DFELTINHRD
SCFHTTT, locationString (228 F S0 a ENAHLE L, SUTFH%E
—HEH| R CHAET,

logical
Z—|Z LOGICAL J@MEAEV Y4 CTEJ, LOGICAL EIENE L Thini-
=PI s A HIENTE T, CA Access Control NE CO Al S
3
72eZIE VY —ADFTE B ThHhoTH) Y —A~DT IR REWT 512012
V) —2DFT A #F EL THE AT 25— nobody 1%, 7 74 /L RO EL 1 —
PTT, T, 22— RZOT IV MNEERHL TR AT 52N T
RN EEERLET,

logical-
Z—IF) 5 LOGICAL JEPEAHIBRL £3°

logonserver(server-name)
a—HFons A NFREMR T O — " ERELET, 22— RRA
T —J AT =y NIng A58, ZO5ITREL-—icns A
HWMREDN, 22—V NI =T RT —a Bl HTHIENTF IS E
R

maxlogins(nLogins)

a—YORg K7 A B ELET, Ho(Er) L, RRIEED
BOWARNoT A TELZEEFRLET, ZONTA=FEFELR
HaE, Fa—r Vi Ru s A RO EME S ET,

7 : maxlogins % 1 IZEXET DL, selang ZFTTEEH A, ZOHE . CA
Access Control Z1% 1L, setpropadm =—7 (U7 472X % HL T
maxlogins DR E% 2 UL EOfEIZZE T L, CA Access Control Z FRiLEh 4%
PR HVET,

maxlogins-

2 POBRIT A BOREEHIRLET, b0z, Za— L7
ENH RS ET,

ZDRTA=HIX, new[xlusr AR TIHEHTEEE AL
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min_life(nDays)

=PRI AT =R F A E TELETORMERIE A BERELET,
EDOEEEANTILET,

min_life-

Z—H O min_life X EXHIFRLET, ZONRTA—ZDERZ—F DT 1
T7AN TN—TITEFENTODIGEIT, TOMEMEHSNET, £l
SDOEGA X, setoptions IV R TR ELTZT 7 A/VMENEHILET,

ZD/NTA—HE, new[x]usr IR TIIEEH TEERA,

nochngpass

=P NP D= D/ RAT —RE T/ CERWIINTHEELE T,

notify(notifyAddress)

2—FRaT A9 57N, notifyAddress 56128 A— 1V ERELET,
BHI A=V TTRAD 2 —F X, SHBICr A LT, FAVE—TIC
IRSNTEARIETR T 7B AR IS DML B R H FE T,

WHAY T =D NRESNDIONT, AR/ AL a—RhESAER
7,

notifyAddress
=P FNIE T AN TRUAZEELE T,
HIFR : 30 307,

notify-

nt

Z—PNRa T AL LT EEITHEICH B E T O NIIITIRELE T,
ZONTA—HT . new[x]usr IR TIHEHTEEE A,

chusr a2 REB LW editusr I~ ROGE ZO/RTA—=Z L, a—H)L
Windows v AT ADL—HERELHELET,

newusr < RDEE . ZO/RT A—H L2 —HF &1 —7 /L Windows > A
TABEMUET,

BHOFNEEATET 25 E1T, B AN—ATRYES,

1 — %)L Windows A7 % CA Access Control W CTEET 5 I 1EDFER
IZ2OW T, environment 2~ RO FHBAZ S TZEW,

nt A7 vardnt AT var oV T AT vait, m AT TARX a—
WXL TR T,
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operator

=.—(Z OPERATOR B M:AE|0 Y4 TEJ, OPERATOR EMEAFFHo2—
X, T —ER—2ADT R THOYY—RA La—Rr—EBFRRTEET, /2. 2

D —HPIZ1% CA Access Control CEFRSINIZT X TOT 7 ATk T HFE
HELOMERR N -2 B ET,

ZOEMEE Y —HL, secons IV U RDT R TCOF T ar i T
F7, secons L—TAVT 4D HONWTUL, [ VT 7L X TR 5 0]
LCLIEENY,

operator-
—4F La—R7>5 OPERATOR B MEAHIBRL £7,
ZD/RTA=HT newusr IV RTIIEH TEERA,
organization(organizationString)
a—HOMMAEEL 3, ML, ERET e A TS EE A,
organizationString

FRk AR ELET, organizationString 135 K 255 SCFEDFEHFD D
%53 FHITT ., organizationString (228 F SCEN G ENAE A
XS e — B G I HFFCHAZET,

org_unit(org_unitString)

2=V OMBMENZFEELET, MBRHEALL, FERE m e AT S
FEA,

org_unitString

AR A ZF8E LU ET, org_unitString 135 K 255 CFEDBEELFDN
%5 CFH T, organizationString (228 A SUFN G £ AE
FEHE—EG | G CHAET,

owner(Name)

a—Y La—ROFiAHE L LT CA Access Control L—H E£7-137 /L —7 %
FN Y TET, FEHIZOWTIL, BEWD OS IZRHST DT = A A E
BEG AR B2 R TLTZENY,
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password(string)

Z— PR —=REFY TET, AN—RE T~ A DTED

XFERELET, NAU—R F oI BNHEN2> TS E, fEELE
PNAT—R Tl A TEHDIX 1 FEORTE, RER AT AIOT A3
BT, 22— P TFH LN SAT — R &R ETHULENHY E T,

H 3 D/NAT —R &2 T 351214, setoptions cng_ownpwd 1 LT
selang 47 L al X E T DN, sepass T AL ENRHNET,

pgroup(groupName)

2—HDTTA<) T )—T D ZiRELET, groupName |Z1E UNIX 7
N—T D4 RIEIRELET,

phone(phoneString)

A=Y OEFFSEHELET, Bl 513 L7 A TIHER S
FH¥ A,

phoneString

Bk % 5o taELET, phoneString I3 K 19 LFDOHEFNHKD
SCFHTTT, phoneString (272 A LT NG FNDG AN, XTI E—
By A CHAET,

pmdb(pmdbName)

2 —HI0 sepass T—T AVT 4 & HL COSAY—REERLI-5E, f8E
ZAV7Z PMDB IZHT LV SR —REARET DL EL £ T, PMDB D5E
PEMiLEATILET, ZO/NAT—R, seos.ini D [seos] B/ ailH
% parent_pmd h—2 > %7213 passwd_pmd h—27 AT EFRSIILTUND
Policy Model (2135 ESVER A,

ZOFTvat, oA —TITAR 2= PR AIFE A TEEE A,
pmdb-

2—HF La—R7A5 PMDB B A HIFRL £,

ZDRFA—=HT new[x]usr IR Tl TEET AL
privileges(privilege-list)

Windows 0 =— 4 L= — R E O HERZJBNIL £, privList DRTIZ~
AF AT () AT TS A 1T e LT MR HIBR LS5,

TG RA—=ZT newusr IR TCIIHEHCTEERA,
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profile(groupName)

2—WETaT AN T N—TIZELTET, ROMEEZT a7 7 A 7
=T B RGFCEET,

= audit

m auth_type
m expire

m grace

m inactive

m interval

s maxlogins

s min_life

m password rules

s pmdb

s pwd_autogen

s pwd_policy

s pwd_sync

m restrictions (days, time)

m resume

m suspend

= unix (homedir, shellprog)
profile-

2—WET T A TI—TDBHIBRLET,

ZDIRTA=HL, new[x]usr AR TIIEHTEEE A,
pwmanager

“—H|C PWMANAGER B PEAEIN Y TET, ZORMEFF 21—,
F R R B DSAT —RELEETEET, IOV T,
BEEND OS \ZHHIT D PR P 1R e Z L TLTEE Y,

pwmanager-
o2—H La—R7)s5 PWMANAGER JBHEAHIFRL £97,
ZDORNTA=HT new[x]usr IR TIHMEHTEEE A,
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pwasown(string)

AR EF LA LRI AT — R @XM F9, 20D/ A—
BEFGETDHE, T —FR—AZHHBICE B L AN TSN, T

TAVIKETLET,

regular
L a—R® OBI_TYPE 7'/ 37 4%ty L, 22—V OMHER B MEAEHIFRL £
E

restrictions([Days] [Time])

Z—HPNRas A CEHREH R AR ELE T, ZOfIFRIZ. [XJUSER
L 2—R® DAYTIME 7 /87 ¢l 2RSS AL E T,

Days 5|58 ¥ T2 Time 51 AR ELIZHE . La—R T CTILER
SN TCWAHE B IR ICEE R PR 238 S E 9,

Time 515048 X912 Days 5|8 & ELT-HA . La—RRNIZT TITER
TEZII TS Days HlFRIZXR LT, F8E L= B H R3S 7,

Days 5|4& Time 515D i #ta €Lz 6& . =2 —VIL, €L/ H ©
HRELEMEICOR AT LT I ATEET,

Days
=R A TELEHEREELET, Days DIFEIZIZLL T O
XF—U—REFEHTEET,
- anyday - —WIIE HZDOT 77 AT 7 BATEET,

- weekdays - =—VI H DL ETOFHIZRVY Y —RIZT 7
BATEET,

- Mon, Tue, Wed, Thu, Fri. Sat, Sun - =— %[5 ELZHE HICD
PN =T 7 BATEET, BHIMEEDIETIRETEET,
BEOME A ZIEET 25613, B HZAR—AEIHh e~ T
XY0ET,
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Time

2—PPRas A TELRFMFZRELET, time 51EUZITROYT
SIENHVET,

- anytime - ¥/ E DO H OB ORI Y — AT 7B ATEE
E

- startTime:endTime - {5 € LTI BRVU Y — R 2T 7B ATEE
‘é'—o

startTime & endTime 13 H 58 hhmm OFEXTIRELE T, hh 1T
B (00 ~ 23) . mm 1345 (00 ~ 59) #F L £3, 2400 | TH %N/
Time fE CII72NWZ EITIEREL TZE W, 012 0000 2 HL T
LTEEVY,

startTime 1% endTime XV/NSWLEERHD F97,

5 : CA Access Control Tl, 7ty DX A LY —ZfEHLE
I, Tty LB B A AL = DEERIZa T AT ABRIZIE
EEDPLETTY,

restrictions-([days] [time])

22— T AL HRET 5T TORE H 35 L O Ol [R2 HIBR
LET,

resume([dateTime])
suspend XTI A—HEFRTEL CHEGICL 22— La—REFZhICLET,
suspend /X7 A—HF L resume /NTA—Z Dl HFEFEE T HGA . B HZ
— W5 IR H X0IRICRET DM ERHVET, dateTime #EMETHE.
chusr I RO ETEAZIZ— La—RREHIET, FEizoW
TIE, BHEND OS I DI B PR N EPET LR e B R CLEE
AN
dateTime IX. [m]m/[d]d/yy[@HH:MM] DIEX THELFET,

resume-
B A BLXOHEBRE (FEESNTWAEER) 22 —H La—RnbiEEL
FI, UKD 22— FDRT—ZART 7T 47 (%) b — R k1
EHEINET,
ZDORNTA=HT new[x]usr IR TIHMEHTEER A,
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script(logon-script-path)

PR T A LI EZICHBINICEI TSNS 7 7 AV DY fR ELE
T, ZONTA=HIEETT, BFIX, Zoar A 27V 7 NIL->TE
ERBEDNRESNET, 22— FOIEEBRE DR EIZIX profile /NTA—4
HLEEHCTEET,

server

SERVER BMA R EL£9, BAEDOZ—FITRDVEITL TWHE T A0
OO —FOMERE 7 =Y TEXHINNTRVET, FEMIC OV T, B
WD OS Ik TAT PR N EED R e B R TLTIFE W,

server-

SERVER B MDY ELMERL £,

ZONTA—H1%, new[x]usr 2R TIIE A TEER A,
shellprog(fileName)

Z—H W login IR EIT su T~ U REEEBN LR ICFE TSND0H
07T LNE T oV DFERNAERRELET, fileName |[ZIX X5 &6
FELET,

ZOFTvalt, oA —TTARX 2—PIRL UTFERH TEEE A,

suspend([dateTime])

a—Y La—REEGICLET, 72720, T —HN—R|T FAETELET,
a—Yk, Bihicsna—% Tﬁ?/ﬁ%{jﬂiﬁﬁb“(/XTA carg A4
HZEITTEER A,

dateTime 48 €4 DL, FRESNI- HIZ2—V La—RRNEHII/20FET,
dateTime %8 W3 5L, chxlusr 2~ RO FEFTEHZIZ2—H La—RR
N7 FET,

dateTime X mm/dd/yy[@HH:MM] DIEX THELFT,
suspend-

—HfEIEH 22 —Y La—R)biHEL, 22—V DORT—Z AL )5
BHTIT4T)VERLET,

ZDIRTA—=HL, new[x]usr IR TIIfEHTEEE A,
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unix

chusr 2~ REBI N editusr I~ ROBE . ZO/RTA—=ZT, a—h/L
UNIX VAT LD L—YEFREEFTLET,

newusr < RDEE | ZO/RT A—=H [T —HZa— /L UNIX AT A
NSEY) 11

BEOGNIEEATETDH BT, B0 AN—ATRYVES,

1—77/L UNIX 3 A7 L% CA Access Control N CHRAET A 5 1EDZE/IZD
Wi, ZOED environment 22 ROBHAZ SR TS0,

unix 7> ar b unix A7 ar OV T AT at, muA—T AKX
2 — PRI ERN T,

userid(number)

—RBOMET 7 AN AE AT 52— DO—FED ID F5 (UID) 5% E
LET, Number (21 10 5 A FEELET, 7 74V T, 100 LD/h&

WEEIIE T ER A, BRAASHDEMEOFEMIC YW TR, [ V77
X 1D AllowedGidRange h—27 > Dt BHZ S BE L TS0,

userName [(userName [,userName...])

S (R A ELET, #a— PRI ChIBERHYE
+,

newusr 2~ RZff f1-9-5& . CA Access Control I userName %L\
2—PLUTEILET, newusr I~ RTHRELIZ2—YN, $AT 47
REICT CTICERIN TGS T2 —PAITE Y= —F D USER L
a—REL TSN ET, 72720, —BIUIZIE, newusr 2~ REfEHL
TRAT AT BEEIAEDO 22— L6 5 USER La—REAERLT 550,
CA Access Control T —TFA X 2 —WaFHTELZLEEHT 50
DEER T, HAYDO=—H D CA Access Control 711/ 37 4% H 45|
1E. FRHVIT chgxusr 2~ RaEfE L £,

FAT 4T al A4 TliE7e U CA Access Control =2 —H 4, 24 5554
NEZHLNFET, TOHE . login 2~ R TIEEDO2—V 2 TEEE
AR, sesu 72 E DO~ R CEHTEET,

E: UNIX T—H R ICHRE SN E END5A1X. userName 245 E 75
BRiCHFE 5% 2 DERET,
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/]l

— Bob 73, Jim DL 2—R|Z FINANCIAL 772 VZB L | Jim O&F =
V74 L~UL% 155 [CE L, IHIZ M LAV AT AA~DT 78 A% H
D-RiT 8 FENBF-# 8 B ETITHIBRL £9-,

- =—% Bob I[Z ADMIN BHENEIN S THNTWDELET,
- CA Access Control 22— Jim BNEFZRSNLTCNDLELET,
- CA Access Control |Z FINANCIAL B 7 ZUNEZRIN TCWAELET,

chuxsr Jim category(FINANCIAL) level(155) restrictions ¥
(days (weekdays) time (0800:2000) )

Z— admin 23, 1995 4E 8 H 5 H 25 3 M OIKIRIZAD T E D 2—
Joel Z—FHE IELET,

- =—% admin {Z ADMIN JEPEAFID Y THNTWDHELET,
- CA Access Control |Z— Joel NEFRIILTWDHELET,
- BUEOAFHNT 199448 A 3 HIZELET,

chxusr Joel suspend(8/5/95) resume(8/26/95)

ZL— Security2 73, == — Bill 7>5 AUDITOR J& & HIBRL . Bill 9T
DT I T AT AHERLFT,

- — Security2 |2 ADMIN &35 OV AUDITOR JBMENEID S Thn
TWAELET,

- CA Access Control |2 — Bill NEFRIILTCWDHELET,

chxusr Bill auditor- audit(all)

Z—4 Rob 2%, —H% Mary DL — RSN TNDIA AT LE
ER

_ :L“—"H: Rob z)‘i Mary 0):L‘——*‘Hj V:I“‘F‘@F)Tﬁ%fikbijﬂo

chxusr Mary comment ('Administrator of the SALES group')
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ADMIN JEMEZ R D= — Sally 23, =—H Jared DL a3 — RIS T
WAEL BLOFHERO 7 o 3T 1 2 HIUET,

- a—Wsally (X Jared D2—H La—ROFTFETELET,
chxusr Jared country() location()

2 — Bob 73, = — Peter LU= — Joe % CA Access Control |Z &
=3
%}‘abi‘j‘o

- =2—% Bob IZ ADMIN JEEREID L THILTWDELET,

- — Peter BLO==— Joe 73 CA Access Control |ZTEFZSIL TV
WELET,

- UTOTFT7xVMEPEHSNDELET,
m owner(Bob)
m audit(failure,loginfailure)

newusr (Peter Joe)

.— Bob 73— Jane % CA Access Control [ZTEEFL . Jane ZFT A 75
T N—7"LLTC payroll ZE|0 Y TEJ,

- =—% Bob |2 ADMIN EMENED H THRTNDHELET,
CA Access Control |Z=—% Jane DN EZIIL TN ELE T,
- =—¥ Jane D7/ F—LA(F JG Harris 72 L E 1,

audit(failure,loginfailure)

newusr Jane owner(payroll) name('J.G. Harris')

=1 —Y Bob 23— JohnD % CA Access Control [Z/EFL ., Bx2UT 1
7=V NewEmployee 3L O EFx=2V7 ¢ L~UL 3 23% ELET, JohnD 23

VAT LA TCE LI 2 A DR 8 KB 6 RFETD AT
RELET

- =—% Bob |{Z ADMIN JBHERED Y THNTNDHELET,

- CA Access Control |Z NewEmployee 77 TUNEFRINTNDELET,
- Hln=—HFD7L x—2A1F John Doe 724 LET,

- UTOTF74VMENEHSNDELET,

= owner(Bob)

m audit(failure)

newusr JohnD name('John Doe') category(NewEmployee) level(3) ¥
restrictions(days(weekdays)time(0800:1800))
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deploy AvX K - RS —DT 7O/ DERA
ACBREETHZ)

deploy 2~ RiX, RV —DFT 7 A%t H5OIFEHLET, ZDa~vy
RiZ, 770132 POLICY A7 ¥ =7 MZEHEAHIF 5TV D RULESET 47
VI MIEMIN TS selang 2~ REFEITLET, 2RI — 571
A a<w KT,

BE: BN TOWARI—0T 7'aAZ1 policydeploy —7 (U7 (% A#
452 BEIDLET, deploy I~ RIIRI—DTFT 7 raAD—HEL
MEITET, RV —% U RRA U MIT 7 A 5E32 DMS 2 H gL £
Mo

deploy 2~ REZFEITT D10, LA FOMERS LI T,

n RV —OFTuART —HR—AD T ORI D D% T —H_X—AD
POLICY, HNODE, 330" RULESET 277 Akt 2V 7 & BRMER,

n NIV —=DFTTuA T —=HN—=AD FOREEIZD 55T —F_X—AITK
TGN EHERR

INHIE, KA a—F ORI —% T 5 selang 2~ REFEITT 5
7o B MR T,

722X LT 7 AL V) — 2B T D84 FILE 77 A% 5 07
BRI LB E9,

nr FILE /inetpub/* defaccess(none)

ERV— T A DO OWTL, T2 X —TTAREH AR | 25
LTLIEE,

ZOa<v ROERITZLL FO X720 FET,

deploy POLICY name#xx

name#txx
T 7 aAF LRI —D POLICY 47 V=7 b4 AT (R —4 &8 —ar
&)
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deploy- A<k - RS —DHIBR DB
ACBREETHZ)

RV —DFT T oA fgkR% G HI2i1%. deploy- (£7213 undeploy) 2~ K%
FERALET, Z0a~<rRid, 77814725 POLICY 47 ¥ =7 MZBE T i
TUND RULESET A7 ¥ =7 MIMEANEZIL TS selang 2~ REEITLET, =
NBRYY — F 7 aAffEra~ R T9,

FE: R —DOT T aAfiEERIZI policydeploy —T7 4T 4 & 352 L

ZIR BEIDO L ET, deploy- 2~ RIIARV —DF FaAfgro—EL)3E

1789, RV —Z2 U RIRA L INST 7 AR B2 DMS 2 HET L 8
Ao

ZOaAw U REFEITTHITNE, LA FOMERR LT,

s R —DTF T aAfRRET — 2 RXR—AD T OB IZHDHET —H_—A
@ POLICY, HNODE. 33X TN RULESET 7T Rkt 57 & FRAER,

n RIS —OT TuARRIET —FX—=AD FOREBIZH 45T — 2 —A
(RS D U e T R

INBIE, FAE2a—F DR —T T A fRERAI VT Nt T D
selang I~ REFT T DD I B/ MHER T,

IRV —OTF P uA R OZERICONWTL, [ = — T XE P
B TLIEEN,

ZOa<w ROBRITILL FO IR0 FET,

{deploy- |undeploy} POLICY name#xx

namettxx
F ARG HRYS —D POLICY A7 =7 "D i RV —44 Lox—
varFe),

editfile AWK - 774 LO—KFDIERLELT E
ACERIETHZY

ZDOa U RIZHOWNWTIEL, chfile I~ ROETHBAL TWVET,
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S EER

chfile 2~ K - 774/l La—KDZEE (P. 65)

editiXlgrp AVYUK - T IL—T La—RDESELEE
ACBREZTHZ
ZOa=w U RIZOWTIL, chixlgrp 2~ ROETH AL TUVVET,
AR

chxlgrp 2= K - 7 )—7 7 aX7 (DT (P. 72)

editres AXK - )Y —X LO—FDEE
AC BRI THZ
ZDa= U RIZOWTIE, chres I< U ROETHHAL TONET,
FHER

chres 2= R -UV—ZA L a—FDZH (P. 89)

editixlusr AR UK - A—H LO—FDER
ACBREZTHRD
ZDOaAZ U RIZOWTIE, chxusr 2 ROIETHEBAL TWVET,
B3R

ch[xlusr 2= K - 22— 737 2O H (P. 107)

130 selang J77L2 R HAKR



AC IREED selang AT R

end_transaction A< K - Fa 7))L avkO—)L FSUHF SOV DEREFEDTET
AC BREEN D UNIX RANTEZD

end_transaction 2~ >R, T =27 /L 2 ha—/L PMDB 7 B AD
start_transaction 2~ R&52 T LET,

environment AR - X3 T(IBEBOHRTE
FRCORECH

environment <RI EF 2T A BREZFR ELE T, CA Access Control Tl
CA Access Control TX 2 UT 4B L UNIX BX 22U T BREEA VR —hL T vE
9, selang IV RN /LA RENTHE, T 7 A4/VNTIE AC BEREEDRINSIUE
R

ZOa<v ROERIZLL FO I 0FES,

environment {ac|config|etrust|native|nt|pmd|seos|unix}

ac
CA Access Control ¥ =2 U7 (BRI ZIEELET, selang 2~ Rk, u—7h
JL CA Access Control 7 —# X—R XL CTHEITSNET, —#Da~ R
TIE, BB AND AT 47 0S DX 2V T 4R EL R C& F
9, CA Access Control 5% selang 7’0 7' MILL FDOERYTT,
AC>

config
VE—MRERRKAEELET, VE—MEEERE CIX=U RARA MO E
AR CTEET,

etrust

CA Access Control ¥ 27 (EREEZFEEL 7,

E: T ac BRRELIZZELRIUTHY, [HX—Tas &0 A #aPE2HERR
THEDICHESNTOET,
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native

nt

a—Jv, VE— e T, AR ANDRAT 4T AR —T T
AT LD 2T 4BEE (Windows F721E UNIX) ZF8 ELF 9, selang =
< R, RATAT 08 T —H_R—R IR TEITENET, IAT47 R
B2 selang 7 T MIRDEBY T,

AC(native)>

Windows DtX =27 4 EBREA TR EL T, selang 2~ NiL, Windows

T AR —=R I L TCEITESNET, — D=~ R TIL, CAAccess
Control DX 2T (R EZ R E HTTXE9, Windows BE (D selang
Tar7NIROELB T,

AC(nt)>

pmd

VE—MEBLEREE C selang 2~ REEELE T, selang2~ K o=/ %
pmd BREEICERE T 5L, I~ NILE RSN 2R AR PMDB 12X L CHEFT
SNFET, pmd BREED selang 7 7 MILL FDOEBY T,

AC(pmd)>

seos

CA Access Control X 2V B2 8 EL 7,

T T ac ZHRELTZZELERIL THY, [BN—Var LD BN EZAER
FTROEDICHESLTWET,

unix

UNIX DX 2T 4 BRBEZFRELE T, selang T~ 2RI, UNIX DEF=
TA VAT BIH LU TIEITSIET, UNIX BREED selang 7 7' MILLF
DEBVTT,

AC(unix)>

findAYK - T—AR—X LO—KFND—EXRT

ACBRELRATAT R THS

find 2~ RNIE FRELIZI TADL a—ROAFIZZRLES, /"TA—F DR
ENRNGEIL, BRI TADLRITERRLET,

F: find 2RI, list 2~ REB L WK search 2~ R ERIC T,
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ZOA R DI, BUIZRMERPMBLE T, LUFICRF2RLE
‘g—o

= ADMIN J&£. AUDITOR &1, F721% OPERATOR JEIENED Y THN TS
WAL, find 3~ RIZT RTONRTA=HE4EETEET,

m  ADMIN 77 ADL a—R @ READ FE[RIEID Y THNTWDIG AL, La—
RD3RG 7T AT class /XTA—HEZFEETEET,

ZOa<w ROBRITLL FTOIHTR0ET,
{find|f|list|search} [{className|class(className)} [objName]]

className

find CLa—REMRBETHI7T7AERELET, className DFEEN2\
AL find 1T T _RTCDrI25E—EFRRLET,

objName

CA Access Control R T HLa—REfEELE T, objName ([ZIZTA/LE
A—RLFEHHTEET,

f5l: TERMINAL 95 ADTARTHOLA—FDFRTR

TERMINAL 77 AD T X TD AL R\ FKom T HIZIE L FDoa<w e AN LE
‘é—o

find terminal

% 3E: selanga<T R 133



AC IREED selang AT R

get dbexport AY UK - TR R—FENTzT—ER—X JL—/LDEF
ACRETHZ

get dbexport 2~ RZM 5L £l TV HAARD CA Access Control

T —HR—=AFETZ X PMD T —H_X—ANL I AR — RS — VB
F9, TIAR—RSNToT —FRXR—ANGFIET D6 . get dbexport 2~ K
%3473 DRI start dbexport I~ RAFEITTHMLBERHVET,

ZOa<w ROBRITLL FO I TR0 FE T,

get dbexport [pmdname(name)] [params(OFFSET=number) ]

pmdname(name)
(AT vay) = AR—KLIZ PMD 7 — X _X—AD L4 Hiw EHRLET,

params(OFFSET=number)
(AT var) T —H =AU N NOEEOTE BT T L& 354
7o EFRLET, get dbexport IR TIL, 1 DDVITANIDOXE,
T AR —IENTZT —H =R 200 {TDO R IR TIENTEET, H
NENMEBBZNEI B, 20z~ FIE, S Th7 T
F 7y F—HERLET,
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Bl: THORAR—FENI=T—ER—ZADS I —ILEINE

LUF OFITIX, get dbexport 2~ RAEEHL T, #tL TWARANIHHTY
AR —REAU72 CA Access Control 7 —Z X — A BIE A BUS 5 5 1E%E 7R L
F7, BHIOT~URTIEIEEED 200 17, 2 FEH O~ R TIEEDIRD 200
1T NG IET,

AC > get dbexport
(localhost)

Data for DBEXPORT 'seosdb'
setoptions class+(CLASS)
setoptions class+(CLASS)
setoptions class+(CLASS)

chres CLASS ("resource") defaccess(none)
OFFSET: 201

AC> get dbexport params("offset=201")
(Llocalhost)
Data for DBEXPORT 'seosdb’

chres CLASS ("resource") defaccess(none)
chres CLASS ("resource") defaccess(none)
chres CLASS ("resource") defaccess(none)

chres CLASS ("resource") defaccess(none)
OFFSET: 401

TR

start dbexport 2~ K - 57 —H#_X—R =7 AKR—bDBAAE (P. 178)
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get devcalc AR UK - R —RET—FDEEF
ACBREETHZ)

get devcalc I~ R, R —RZEDFHEE RPN INIZARY > —1IFzE

T —X4 774\ (deviation.dat) 2>DIE A HUAFL , 1 DL D DMS 77—~ —
ACHEELET . 7 —F T7ANVBFAET DI, start deveale 2~ RZ0
IZRITL T ERHVET,

RV — LIR—FEIIHRAN LR —RAER T 5 E X, W2 RS a8
HINTHRETHZENTEET, FHETHE LR—h 2—T 4T NZDa~
VRERITLET,

BE FEETIE. AT L= A SNANEINTT = 7SN FE
B, T—EXN—2ANOA TV MNa—FEFIA 7TV INEtE, = — P&
72X —2AHE R, HDOWNTEEE DO —F F7213) ) —R) ZHIFR T H/L— 1
SN ET, 72X WEFRE T L RO — 2Nl S0 E 90
TR CTEER A,

rr SUDO admCommand

E ARV RET X T ANVEEERT Y — LR — RO FEIZ DUV T,
[ oo 80— Ff XERL N e B R CLTE &,

get devcalc A~ RAFEITT DI, EHa B a—2Tx T 20K T 7 B AHE
FR& DEVCALC Y7 BT ATk § D RE A~ B0 7 7 AHER S EET T,

ZOa<w ROBRITLL FO IR0 FE T,

get devcalc [params("offset=number")]

offset=number

(AT a )RV —RET —% 77 AVNLEEOITE G T L X12fE
4547wy ba e £7, getdevcalc 2~ R Tk, —BEDOERITK
L Tl RAIT4 (max_lines_request BREE3% & TRxX ESALD) LR T ZEMN
TEERA, 77ANVDITENININZNGE, Z0a~< U Rid, KT &k
1TERT A7y T —HEIRLFET,
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Bl: RVo—RET—2ORE

W OHITIE, max_lines_request 73 10 |Z5R EIILCWVDEAIZ, get deveale =
< UREFEHL TR —RET —% 77 AVhOIEMmE RT3 55 k%2R0
TWET, BPIOa~ R TIHIEEED 1017, 2 E H O~ R TIEZDORD
10 1T B RAGSILET,

AC> get devcalc

(localhost)

DEVCALC 'deviation' o7 —%

DATA : DATE, Mon Mar 20 11:22:15 2006
POLICYSTART, myPolicy#01

DIFF, (FILE), (filel), (*), (*)

DIFF, (FILE), (file2), (*), (*)
DIFF, (FILE), (file3), (*), (*)
DIFF, (FILE), (file4), (*), (*)
DIFF, (FILE), (file5), (*), (*)
DIFF, (FILE), (file6), (*), (*)
DIFF, (FILE), (file7), (*), (*)
OFFSET : 11

AC> get devcalc params("offset=11")
(Llocalhost)
DEVCALC 'deviation' ®OF—%

DATA : DIFF, (FILE), (file8), (*), (*)
DIFF, (FILE), (file9), (*), (*)
DIFF, (FILE), (filel@), (*), (*)
DIFF, (FILE), (filell), (*), (*)
DIFF, (FILE), (filel2), (*), (*)
DIFF, (FILE), (filel3), (*), (*)
DIFF, (FILE), (fileld), (*), (*)
DIFF, (FILE), (filel5), (*), (*)
DIFF, (FILE), (filel6), (*), (*)
DIFF, (FILE), (filel7), (*), (*)
OFFSET : 21

EZIEE

start devcalc 2~ K - R —{m7ZEFHE DBAAA (P. 180)
setoptions 2~ K - CA Access Control 27> a DX iE (P. 158)
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help A< /K -selang NILTDRR
TRTCORETHRD

help =~ R, selang DAELZ N DD FFIETERRLET,

n TR —HDIRENRVEES | selang IV RDOYARIE o~ L R OfE HLR
A E R ORENE T,

n selang DAV AZIRELT LG AT FEELTLa~ U RO IR RIS
EXh

m  access NTA—ZEFRELT-HA 1L, authorize 2~ R access /37 A—H
DL, new* I< R ch* 2~ K, BLR edit* =2~ R defaccess /37
A—HDIEN—ERRSINET,

m lineedit NI A—HZFRELIZE GBI, selang DA~ B T4 HETHIA
TR TN RSNET,

Favw R A OTXFANMHIBRE TS, 2w R I AT LTza v oR
D~VT TR AR R TAHITIL, Crl 2 —2 L2235 2 2L £7°,

{help|h} [commandName|access|lineedit|className|properties|privilegel
i

access /X7 A—H L defaccess /XTA—H TIRE CTED, TI VA ZAT DIF
ABNVANEELRLUET,

className
FRELT-I 7 ADBOHE ERLET,
command-name

FRELIa~ U RO A ZRLET,

lineedit

selang DA~ RN TAAREITH ] F 2ROV AN ERLET,
properties

(AC BREE) = —WER T v T A ORI ITIEIC BT DI MEERLET,
privilege

(Windows E&$%) ch[x]grp. ch[x]usr. edit[x]grp. 3L edit[x]usr D=~
VR CHRIEEZ: Windows HEFROD—E & TR L £,
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S EER

selang I~ R U7 7L X (P. 43)

selang B2 5% (P. 37)
selang ~/L 7 DFIR (P. 41)

history A<k - LRIFETLIzaY RO R R
TNTORETHES

history =<K%, selang 2~ K > =/ LOHLED Y a0 I ATIEN =T
RCOav Re—BRRLET, avUNIANLEIRICER R RSNET, K=
<V UROMEEHIZITa v U REFNFERINET, 72T 3 F\HICAT SN
v ROSEBRIZITE S 3 NRRSNET,

history 2~ RN TlZ. ch[x]usr 2~ >R, new[x]usr 2~ F721Z edit[x]usr =
VU RDO—EEL TNAY —RE AN LTS E TH, 2SR —RiIF S s
Pog XA =KX, BH OT X ANTIIREIOT AZY A (¥**) THRRSH
E3r e

ZOa< ROBRITLL TOINTR0ET,
history
BT S

o< RERE (P. 25)
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hosts A< /K - JTE— CA Access Control iR ~ O B
TNTORETHES

hosts T~ N3, selang 2~ R&5 T AR ANETZIX Policy Model 25 EL
F9, ZOav REFEHTLE AR E725HYE—h CA Access Control =127
Ea—Z b T 52N TEET, L= -> T, m— 4L CA Access Control
P —EANFITEN VK THILE 2 —XDYE—NEFEN /[ FETT, T
TV TIE, TXTD selang 2~ RR3—A1)L FRAR LD T —Z_X—R |k
fFsivET,

RANMZIEETHa~ U REEITTH5G1E. C DRI hosts 2~ REZEITT
HILBEINHYFET,

71— )L IRAR B E—R ARAN T —F _R— 2L (F ) T 52 —P%, LL

TORMBD T F 5T L COADLERHYET,

n O—) T —HRX=ZAPBYE—h TRAR TR — 2% T HHER )
B RINIZE- 2 BN TWAIE

n O—)b T —HR=ZAPBYT—h TRAR T AR — R e T HEF A
HEZ BN TQWBT N —T DA IR THAHZL

. UE—FRANMIERINZ, n— )L RANDFTHEE THHE

BAEE AT HER T _RTORARB L PMDB 2 —E R A%, T A—%
TR hosts 2~ REAFREELET,

5E: CA Access Control T, 514 TIlI7ZR IEM OB AR, 2 L TR AR A%
ELET, MAEEH T TRIDIRELZEREET 572012, BIA I T

HOST /L — /L& EFe T HEEENHITSIET, [AARIZ, CA Access Control C
1%, sERE4 2T HOST # KT D&, BENRITESNET, Ih
IL. CA Access Control Tl & &Effifh (A& a—44 f4 .com 72E) T
RANGRI T BT T,

ZOa<v ROERITILL FO IR0 FET,

hosts [{systemIds|policyModel@[hostnamel}]
systemlds

selang IV RO FEITH B THLRAND VAT AID ZHELET, HEHED
RANEIEET AL EIT. VAT A ID DYARN > 2 TH I, £ 2T 4
ID ZAR—RFE 1T~ TR ET,
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policyModel@[hostname]

selang I~ RDFEITHI G TH D Policy Model DT RLAEFRELET, &
5 Policy Model ZF5E T %545 13, Policy Model D7 RFL ADY A2 AL
Mo T A, Policy Model D47 KL A% AR —AE 21T~ TRYJY
ESr S

hostname D& E D72\ N5E . CA Access Control X2— 11 /L iRAK D
PMDB (ZHEi L LHELET,

S RANEIREICHE E T 5 XY Policy Model 2 972 5 0MEN TWD
S X. Policy Model 2MEAAES AL TUNND L AT L3, Policy Model IZEFRSA
TWDT RTDOVAT L% BUEE A TERWI AT AL E O T, MR
BHLIHET52LTT, Policy Model DFEFIICOWTIE, BV o> 0S
XS T BN = RS P EPE N % B R TLIZE N,

Bl: A—HFELETL—TFI2xTBVE—F RRANEHF O

o—H T —=HR—=ZNB)E—h TRAN T —H RN — 25 T4 AR A —
PIZEZHI121E VE—R RAN ECULTOa~v RE A LET,

authorize TERMINAL local host uid( user _name) access(write)

— )L T —HRX—=ZPH)E—h TRAN T —H RN — 2% W HHER %7
N—T125- 251203, VE—bF RAN ETUL T~ Re ATILET,

authorize TERMINAL local host gid(group name) access(write)
f5l: 1)E—F Policy Model ~® selang AV FDEH

B DT X TCOa~vRaemmA hl _EO Policy Model (238 H 3 5121%, AT D
av R ANTILET,

hosts Policy@hl
Policy@hl ~DEHGZEDPMENLSNDE IRD Ay —V INFRSNET,
BEotl L E L,

INUIBEIZ AT T DT _RTOa~wRid, v—h/L FRARNCIE/2< Policy@hl (2
EESNET, selang 70 T RRRDIHNTEDHYET,

Remote AC>
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fBl: )E—bF FRARAD selang AT FDE A

LB D=~ 2 RE3 ~Thiik athena [Z#H 7 5121%, L FTOa<w U RE AL
£

hosts athena

athena ~DEERDFESLSILDE, LL T DAY —URNEIIZER RIIVET,
(athena)

Successfully connected

5 H—A Yk RAMOAA—Ta 1% 2.50 T,

ADIT 2T _RTOa~ R athena [ZHE &L, m—/L BAMITIHES
FHA, WOFDINZ, L a—FEBINT5HE, =—F|L athena DI
BINSET,

Remote AC>newusr steve
(athena) USER steve OERICHIILEL,

joink] Av Uk - A—HDORET IL—T~DEM

ACERIETAHZ
join[x] 2= R, =—%% 1 DL EONERZ V—T1BIN 50 Zv—7F
ICBE S D — O RT 42 EELET, FBETH -V EIIIN—T
X, CA Access Control [Z 9 TIZERIINL CWAULERHVET,

WE2— Y% N —T 1B INT 55613 join 2 HL £9°,
T E—T AR 2P H T N — T IENT BEET joinx AL ET,
E ZOav U RIERAT AT REICHLHVET A, BIEN RV ET,

LT N—TNORELT-2—YDOLIFI O T /37 4 By MI$ T,
join AU RDOTRT 4 By NCTERICEEMHZ HAFT, VAN ERLIZH
W' EXT 41, join I U R THERELRWIRDHERF S ET A,

E OV —T TR T A OFERIZOWTE, BHEWVD 0S IZkHET D
AN EEEG R SR CLIEEN,
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join A= RZFATHITIE, LUF OS2 D722 Eh 1 D7zl TODALE)S
HVES,

m  ADMIN EMERE L THNTWAIE

7¥: CA Access Control GROUP L 2—REL U X —TF T4 X TN —T%E 505
A AI21E. MODIFY 727 AHEFRE JOIN 7272 AMEFR 23 J5 4 B¢
‘é—o

m  GROUP-ADMIN &M CEELEMEIRZ 52 HiLi=2 /v — 7 D H &I
J—T La—RNEGgENTWAIE

s JIL—TOEETHHZE

m  ADMIN ZFA®D GROUP L'=t—R D7 7 ZHf#IY A Z CONNECT HEFE2YE
NYBTHATNATE

ZOa<v ROERIZLL FO X720 FE S,

{join[x]|j[x]1} {userName|(userName [,userName...]1)} ¥
group(groupName [,groupName...]1) ¥
[admin|admin-] ¥
[auditor|auditor-] ¥
[gowner(group-name)] ¥
[operator|operator-] ¥
[owner(userName |groupName)] ¥
[pwmanager | pwmanager-] ¥

[regular] ¥
[nt | unix]
admin

userName T EEHL7-=2—H1Z GROUP-ADMIN J& 1A E0 Y CTEd,

admin-
L —H7)5 GROUP-ADMIN J@ A IR L £,
auditor

userName CHEES#17z—H(Z GROUP-AUDIT B A EID Y TET,
auditor-

= —47)>5 GROUP-AUDIT B MEAHIBRL £7,
gowner(groupName)

2—W% 7 )V—7 groupName (ZiBINTHINFRELF9,
group(groupName [,groupName...])

D= PRANEL BN 27 0 —7 () 2 ELE T,
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nt

userName % Windows 7 —XX—AD 7 )L — 7|2 BRI E T,
operator

userName “CH & 417z =—H(Z GROUP-OPERATOR J&MEZEID 2 TE S,
operator-

—H7) 55 GROUP-OPERATOR JE@MEAHIEL £9°,
owner(Name)

join L'a—RDFTH #E EL T CA Access Control L —H F7= 137 Vv —T7 %5
ELET, BT HLSIIIra B LR EL R T a 13, Hikix
MESL Lo — I BRI ED S TONE T,

pwmanager
userName THEES 7z —HIZ GROUP-PWMANAGER JE 2 HIV 2 TE
R
regular
2—HOEMRTIT 2By NUET,
unix
userName % UNIX ©¥ 2T 2 AT LDY )L—7\ZBHEAT £,
userName

TN—T IRGA=R LS THRIESIVZ 1 DFEIFEE D7 N —T7 1B
(T2 (F2X, LT T By ML CREEMTES) 2 — 3%
BELET,

join A< ROE | userName |Z1% USER L' —R DA FiIZIEELET,
joinx I RDYA | userName (ZIFTo X —TTA X 2—F D4 Hiia s
ELET,
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/]l

— Rorri 73, =—4 Bob Z#N#E7 /L—7 staff (ITIBIML £ T,

- Rorri {Z ADMIN JEPERED H THN TWDHELET,
- UTOTF7xVMERNERSNLELET,

= admin

= auditor

= owner(Rorri)

m  pwmanager

join Bob group(staff)

Z—H Rorri 3, 7 /L —7 staff ® Sue DEFHREZLE T L£7, Sue
GROUP-AUDITOR J&M: 2310 24 THLCU T, Rorri I
GROUP-PWMANAGER J& 2B ML £,

- Rorri (Z ADMIN JEMEDEID G TON TV HELET,
- UToOTF7+AMEr#EHINDELET,

m admin

s owner(Rorri)

join Sue group(staff) auditor pwmanager

(VT HAE

ZOav REFEITTHE, LEIOLa—RIIHIBRSIVET, Sue DLLFTD

BT AL a—RIIRFESNEE A, L7=35 7, Rorri 1, Sue |

W72 2 ODJRMEIRET DX ENHYET,

EZEEE

join[x]- A~ K - 2=V DI )L —TFmHOHIEE (P. 146)

show|x]grp 2~ K - 7 /L—7 a7 4 DK (P. 170)

show[xJusr I~ K - —H /X5 D FEKIR (P. 175)

ZHUE
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joink]- ARUK - A—H DT IL—Th oD HIBR
ACRETHZ
join[x]- 1%, NI L —7 b —FEEIBR T 52~ R T,
join- 1X, Wl —HZ N7 L —T D BHIBRLET,
joinx- 1%, =X —TTARX 2 —WENHT N —TDHHIRLET,
E:join[] AV URIERAT AT BREEICOHVET D, BIEN RV ET,
j;—in[x]- AR T DI, BUFORMEOWT Nzl LAY E

»  ADMIN EMERE L THNTWAIE

3¥: CA Access Control GROUP L 2 —RERAT 4T I NN—T%2 B 548 1
$5I21%. MODIFY 77 & AHERRE JOIN 77 AMENR AN ] )7 A3 T3,

= GROUP-ADMIN &M CEEEMEIRZ 52 HIT=2 )V — 7 Dl H &I
N—T La—RRNEGENTNDAIE

n JI—TOFEETHHIE

m  ADMIN 77 AD GROUP L 1—R DT 7 & AV AMZ CONNECT FE[E N E
NYHTHATNATE

ZOa<w ROBRITILL FO IR0 F1,

{join[x]-|j[x]-} {userName|(userName [,userName...])} ¥
group (groupName [,groupName...])

group(groupName [,groupName...])
2—WEHIbRT D7 —7 (k) R EL £,
userName
TN—T bR T 22— EfRELET,
join A< ROLE | userName |Z1% USER L2 —R DA FiIZFEELET,

joinx A= ROLE | userName (T2 X —TFA X 2—HF D4 HiE R
ELET,
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/]l

— Bill 23, 7 /L —>7 PAYROLL 225 — sales25 181 (N salesd3 ZHIIFRL
E3r

2 —4 Bill IZ ADMIN JBHERED Y THITWDHELET,
joinx- (sales25 sales43) group(PAYROLL)

FHHER:

join[x] <K - 22— DONERZ /L—T"~DiEN (P. 142)

show[x]grp 2~ K - 7V —7 737 4D FIR (P. 170)
show[xJusr 2K - t—H 7' /37 4 DFE IR (P. 175)

list AXUR - T—AR—X La—FD—E XK«
ACBRIEEFAT AT BRIETHS)
ZiUZ find 2w RERIU T,
G R

find I~ K -7 —H_X—2 L a—RFD—-EFKR (P. 132)

newfile ATk - 774)L LO—FDYERL
ACBREECTHRD
ZDATURITOWTIL, chfile 2w RO THBIL TOET,
TR

chfile Z<> K - 77 AL La—RDZEH (P. 65)
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new[xlgrp AR K - 4 JL—7 La—RD4ERL
ACBREZTHZ
ZOa<w U RIZOWTIL, chgrp 2~ ROETHBAL TOET,
FHMER:

chixlgrp 2~ K -Z)V—7 7 a/87 (DS E (P. 72)

newres AY K - )Y —X La—FDERK
ACBRETHEZ)
ZDa= U RIZOWTIE, chres 2w ROETHPAL TOET,
EZ RS

chres 2~ R -/ —ZX L a—RDZH (P. 89)

newlxJusr AX K - 11— LO—FDER
ACRETHZ
ZDaARIZOWTIL, chixlusr 2~ ROETHHAL TOET,
2R

ch[xJusr 2= K - 22— 737 O H (P. 107)
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rename AV UK - T—AR—X LO—KREZDEHE

ACRETHZ
F A R—=ZANDLa—RLEETLET, BT, La—RTH LWL R
TORRFSINET,

3¥: SEOS 7T A, UACC 7T A, BLNADMIN 75 ADL 2 —R DAL FITEE T
XEH A,

rename 2~ REfEHTHIZIE, La—NIZkHT 28U/ MRS BT,
CA Access Control TlE, =—WIZKHLLL FOSLENF =73 ET, W
IPOFENTT-ENDETF = 71T TLET,

m  ADMIN EMERE Y THNTWHIE

m  GROUPADMIN EBME CEHEMEREZ 52 b=/ )V —DOF NI, B
HIDYY — A La—RNGEh T\AIE

n LI—FORFFETHLHIE
m  ADMIN 7T RIZHDHVY —RA IFTADLA—R DT 7% A4 AN CREATE
T 7 AHERR (editres DI5E) 3EVE THNTWDHIE
ZDa= U FOFAITLL FOIINTRES,
rename className oldresourceName newresourceName
className
FHIEEETOLa—RBRE 7T AL ELET,
oldresourceName
CA Access Control DL a—RDBIEDARIZEELET,
newresourceName

Lo CED S THH L BT E LT,
1

Z—+4 ADMIN 1 73, Host 77 ADL a—R 4, spree3 % spreed \ZE L LET,
n ZOEXVTAEEEIC ADMIN BENEID Y THITWDHELET,

rename host spree3 spree4d
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rmfile A<X K - 774)L La—F DI
ACRETHZ
rmfile 2~ RiZ, FILE 7T AICJB T AL a—RE2 T —Z_X— 20 BHIBRL £,
T7AN La—REHIBRTHIZIE, LT OSREOWT N E 7L TOD L
NBIHVET,
m  ADMIN EMERE L THNTWAIE

=  GROUP-ADMIN B CEEEMEIREZ 5 2 b=/ V— 7 DA Zh#EFHNIC
La—RREFEN WAL

» T AVOFRAETHLIE

= ADMIN 7 A® FILE L'=1—R® ACL I DELETE 77 B AHERASEID 4 Thih
TWHZE

ZOaY U ROBRIFLL T DI ET,

{rmfile|rf} {fileName | (filename [, filename...])}

fileName
HIBRT 27 7 A V2R EL £,

BT 7N La—RIENALBESNE T, 77 AV ORI T —)
FRETDHE Ay =T DEATSI, UANDIRDT 7 A NV IDALEE DA TS
NET,

Bl: 274 IRBDHIBR

X2 T 4B A (ADMIN BIENE-2 531 TCD) 23, 7 7A/L D CA Access
Control fRFEZHIFRLIHEL TWVET, UNIX DAL A FOIHpa~ o Ra
EITLET,

rmfile /etc/passwd

Windows T, RILZ 179~ RIZLL FO LA/ ET,
rmfile C:¥temp¥passwords.txt

EZIEEE

chfile 2= R - 774V La—RDZH (P. 65)
showfile A~ K - 77 A/ D 7 0/37T 4 DK (P. 168)
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rmixlgrp AX UK - 5 )L—7 La—K D HEIk&
ACBREETHZ)

rmgrp 2~ K& rmxgrp 2~ K&, 1 LA EDJ/L—7"% CA Access Control
MBHIRL, A7 a TRAT 47 BREENGHIBRLET,

SE: rmgrp 2~ R TIRHIBRENARWT L —T D7 ) —T D BT —Z_X— R
{FAETDREEMEDNHVET, 122X 7 A—T7 0 D7 NV—T O A3 T
O G MDOLa—ROFTEE THLGE . F21FVY — 2D T 7 Al A
MIFRESNTWAEEA T, chgrp. chusr, chres, 33X authorize D%~
UREVENSUTEITLUC, FENCED, ITEEHEREZ AL, HIkRT 257
J—7" La—RICB#ET 5T 7 B AMERRZHIBRL £3°, 7. sepurgedb = —
TAVTAEAERA L CTT — 2 _X—2ANOREL % BB fFR T H L TEE
R

E:ormgrp AU RIXRA T AT BREICLHVE T2, BMER RV ET,

rmgrp 2~ REFEITTHI20E, 22— LA T OFEM%2D07<Eh 1 D7zl T
WHLBERHDFT,

= ADMIN BHEREFD Y THNTWATLE

=  GROUP-ADMIN B CEEEMIRE 5-2 b=/ V—"7 DOH & FHNIZ
B2 L —7 N aEn b E

s HIRTASNN—TOREL ThHE
m  AUDIT Z7A® GROUP L ==—R|Z DELETE }E[RNE Y THNTWAZL

ZDa= U ROBRIZEL FOINTRDET,
{rmgrp|rg | rmxgrp|rxg} { groupName | (groupName [,groupName...1) } [unix|nt]
groupName
B9 CA Access Control 7 /L — 738 ELE T,
nt

(47> a>) CA Access Control 7 — X _X—ZNH721T ClEpd, v—Av
Windows ' A7 L Hh 7 L —7 ZHIFRL F9,

unix

(4723 ) CA Access Control 7 — XX —Z/H721T Clded, v—Av
UNIX & AT DHh 7 0 —7 ZHIBRL £,
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/]l

2—H Joe I, T —H_N— A7 L—7 DEPT1 BL X DEPT2 ZHIR L £1,
m  — Joe |Z SALES 7 /L —7 %95 GROUP-ADMIN HERRSEID 4 THhil
TWET,

m 7 )L—7 DEPT1 BL N DEPT2 | SALES /L —7 DS E L CWAELET,

rmxgrp (DEPT1, DEPT2)

EEEE

chxlgrp 2= K -7 —7 7 aX7 (DT (P. 72)
join[x] IR - —HF DN )V —T"~DiEN (P. 142)
join[x]- IR - 22— DI N —T I EOHIER (P. 146)
show[x]grp 2~ K - Z)v—7 7'/ X7 4D FIR (P. 170)
rmgrp I~ K - UNIX 7L —Z7 D HI| % (P. 202)

rmgrp 2~ K - Windows 7 /L — 7 DHIBE (P. 232)

rmres A< K - 1) —X D HEIFR
ACERRIETHZ

rmres I~ RiL, 7 —Z_X—ZpB) Y —AZHIBRLET, rmres 2~ K& 5
fTLCLa—RaHIfR &AL 2—R, ACVAR, ADMIN, APPL, CATEGORY,
CONNECT, FILE, GAPPL, GHOST. GSUDO., GTERMINAL, HNODE, HOST.
HOSTNET. HOSTNP. LOGINAPPL, MFTERMINAL. POLICY. PWPOLICY. SECFILE,
SECLABEL. SPECIALPGM, SUDO. SURROGATE, TERMINAL, PROGRAM,
PROCESS. RULESET, TCP, UACC D&V T A, BIWMEE D 2—HPEFITAIZ
JEBLTCUWET,
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F: 2O RIERAT 47 Windows BERlbHVET 3, BIENS /R0 F
7,

F AR ZNSL a—REHIRT 5121, LLFOW SN0 Setb:A77-L T

WAL HD E,

m  ADMIN EMERE L THNTWDHIE

= GROUPADMIN JE I CTEBLEHEIRAE 5- 2 b7 NV —DH #HNIZ, B
DY) —A L a—RRNEGENTNDHIE

n JY—RLa—ROFETHLHE

m  ADMIN ZFRIZHDBY Y — A ZFGADLT—R DT 7 AH| U AN DELETE
TR AMERNDED Y THILTWDHIE

ZOa<w ROBRITILL T IR0 FET,

{rmres|rr} className resourceName

className

VY — 2N H7 T ADL Rz e ELFE T, CA Access Control [ZEFHRSIL
TNBIY—R IT 2% —BRKRTDHIZIE, find I~v U REFEITLET, 5EM
IZDOWTE, ZOED find 2~ FOFHEZ S L TLEEW,

resourceName

HIBRT 2V —A La—ROL4RiERELET, EEOVY—2%HIFRT 5
HBlE VY —AE DYARNE IS Z TR I, KV — RS T A— A FT-
I~ TREIET,

KUY —A La—REEBICAISET, VY —ADMBIZ T 5 — 3%
BT He Av—UNFRITISI, YUARDIRDY Y —ADDALEE DA TS A1 %
T

Ll

Z—H Adminl 723, 5 —&~_X—ZD TERMINAL 77 A5 =1—R TERMS ||

MLEd,
»  =— Adminl [Z ADMIN JEENEID S THNTVDELET,

rmres TERMINAL TERMS
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S EER

chres 7<= K - UV —A L a—RDOZH (P. 89)

showres I~ K - V=X 7 0/ST A DFIR (P. 172)
rmres 1<K - Windows U/ —ADHI (P. 232)

find 2~ R -7 —F~_X—2 L a—RD—EFIR (P. 132)

rmbJusr AY K - 11— La—F D ElIkx
ACERRIETHZ

rmusr 2= K& rmxusr 2~ Rd, ==—4% CA Access Control 7 —%~— A
HHIERL . E72 CA Access Control 7 /LV—7 L a—RIZfFETHL—F La—
FOZRLHIFRLET,

rmxusr X, T X —T7 T AKX —H% CA Access Control T —Z ~_— 25 H|
FELET, rmusrid, Wi —V 2T —Z_X—205HIBRLE9, rmusr 2~
R AT var T 2—=Pex AT AT RENPOHHIFRL 77,

¥ rm[xjusr TIHHIBRS W2 — YN T —H_R— R AFFET D R[REME B
T, 2R 22— VPRI N— T EIMDOL a— R DR E THHHEA .
T2Z =R — 2D T 7B AFEIVAMIAE ESILTOWDIEETY, SEIC
JtaUC. chixlgrp. ch[x]usr. ch[x]res, 331 authorize D%~ REZEITL T,
T A B A FEICAEL, HIBRT 52— La—RIZBE 357 72 AHERR
ZHIBRLEd, F7=. sepurgedb —7T 4V T 4 &HHL TF —H_X—ANDR
BEZ AR T HZEHTEET,

E: rmusr AU RIERAT AT BREEICHHVFE TN, BIENELRDET,
rm[xJusr I RE2 T3 HI0E, D7e<EL L FOSEOWT a7l T
WAMBEMNRHNFET,

m  ADMIN BIENE Y THILTCNDHTE

®»  GROUP-ADMIN M CEELEHEIRZ 5 2 HILCWB Y )V — T DA Zhi i
WICHIR T 52— La—RREEn nbie

m  ADMIN ZFA®D USER L —R D7 7 AH|{HIV AR DELETE FE[RASEID 24
THILTWAZE

n —HF La—ROFELECTHALL
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ru I rmusr DEMEE T,
rxu I X rmxusr OB WEIE T,

ZOa<v ROERIILL FO IR0 FE T,

{rmusr|ru | rmxusr | rxu} { userName | (userName [,userName...]) } ¥
[unix|nt] [appl(homedir=yes)]

appl(homedir=yes)
(UNIX DF) , =P DR—L T 4L 7R EHIBRLET,

ZO5$kiE, /home, /tmp, £72IT Jusers |CL—H DI — L F 4L 7 RYA
BHNEINEF =7 LES, B—b FALZNIBBDOTF AL NI 5%
A1E. S99DELETE_postrmusrdir.sh A7V 7 MafmfEL T, ZDHR—L T 4L
NI IATE T,

S O T ar EARETHENC unix A7 al B E T AMENHYE
7

nt

CA Access Control 2>5771F T7p< . Windows B2l b, 2 — 2 YR L £
R

rmusr COHRHFENTT,
userName
a—HLa—REELRLET,
unix
CA Access Control 2>57217 T7a< | UNIX BREEDBH = — Y2 HIFRL £,
rmusr COHRHFENTT,

7l

LLFDa< o Rit, oo ¥ —7 T4 X 22— Terry 3L Jane % CA Access
Control "B HIBRLET,

rxu (Terry, Jane)
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S EER

ch[xlusr 2~ K - —4 7' 37 ¢ DZEE (P. 107)
show[x]usr I~ UK - 22— 7 X7 4 DFE IR (P. 175)
rmusr 2~ 2K - UNIX == —H D HI & (P. 203)

rmusr 2~ 2K - Windows == —% D HI[ (P. 233)

ruler AT R - RIRTHTA/NTLDEIR

ACIRBEL AT AT R THE

ruler < RIXZTAD I —F% EFEL . CA Access Control &K RTHT7TAD
TaNT o By MNEER TEXAHIOICLET,

ruler 2= RiT BEO Y a OFRANMIOBZEHAINET, FHRAND T2
T A ERIDOVANI R RENFE T, SANEAR B LA ruler <R T
HLWRAMD 70T A OFRIIEESHEE A,

ZDaAv U RERITTEALDIL, L FO2—H T,
= ADMIN J&E. AUDITOR J&:. F7-1% OPERATOR B4 > —,

n V—TERETDINGDOI TR T Dt A0 T 72 AMED ADMIN 75
AIZEFRINTCNWD—H, 7221, TERMINAL 77 A% KT La—R{Tx}
T HFRE T 78 AMEDY ADMIN 77 A E SN TODH—H T,
TERMINAL 75 AD N —F 5 R ETEXET,

ZOa<v ROERITILL FO IR0 FET,

ruler className [props( all| propertyName [,propertyName...1)]

className

R B RS DITADLAETTT,
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[props(all | propertyName [,propertyName...])]

Ll

FRT DT NT A RELE T,
props /X7 A—HEHMET DL BUEDN—TIZEENTNDLT BT 4D
A HIPFRRSNET,
all
ITADT N TOTRNTAZFRRTHINTHRELET,
propName

7R3 % CA Access Control 7 /37 &R ELE T, Ik 40 7 1N
T4l A= AE I~ TR > THRETEET,

2—H admin 3, FTAHEEEENBASNLL—F LN 2 DDF 3T ¢
DI — PR R T DIIRELET,
ruler USER props(NOTIFY, OWNER)

Z—H admin 23, 77 A USER |Zk T DBAED N —F DT a/RT 4% FKwd
AELET,

ruler USER

—H admin 73, CA Access Control D)L —F DR EET 74V MIREL.
USER 7T ADT _RTDOF T 452 FRUET,

ruler USER props(all)

EZIEE

showfile <K - 77 AV D 7 2/37 4 DK (P. 168)

show|x]grp 2~ K - 7L —7 a7 4 DK (P. 170)

showres I~ R - UV —X 7357 4 DOFKIR (P. 172)

show[xJusr I~ K - 22— 7'/ 3F7 D FKIR (P. 175)
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setoptions AV /K - CA Access Control 723> DERE
ACRETHZ

setoptions AV R &4 2L, FTF DI AT LTI AT LRKD CA
Access Control 47" al ZaX ELET, 7L 21X, setoptions Zff L T, {EH
DI FTAENIT R TOITADEX 2V T 4 F o7 DFEMbL L, /<A

7 —R R —DFRE . B3I CA Access Control 47 L a DBAEDFRED—
BRREITIZENTEET,

F: 2Oz RiE Windows BREEICHHVE T3, BERELRDET,

setoptions 2~ R&ffi 9 5121X ADMIN BN MLECTI, 72720,
setoptions list =<K% AUDITOR J&:F£7-1% OPERATOR JEIED v
TEET,
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ZOav ROERIILL FO IR0 FE T,

{setoptions|so} ¥
[accgrr|accgrr-1 ¥
[accpacl|accpacl-]
[class+ (className)
[class- (className)
[class (className)] ¥
[flags{+]|-} (I|W)] ¥
[cng_adminpwd|cng adminpwd-] ¥
[cng ownpwd|cng ownpwd-1 ¥
[cwarnlist] ¥
[dms{+| -} (dms@hostname)] ¥
[inactive(nDays) |inactive-] ¥
[is dms{+|-}] ¥
[list] ¥
[maxlogins(nLogins) |maxlogins-1 ¥
[password( ¥

[{history(nStoredPasswords) | history-}] ¥

[(interval(nDays) | interval-)] ¥

[(min_life(nDays) | min life-)] ¥

[{rules( ¥
[alpha(nCharacters)] ¥
[alphanum(nCharacters)] ¥
[(bidirectional) | (bidirectional-)] ¥
[grace(nLogins)] ¥
[lowercase(nCharacters)] ¥
[min_len(nCharacters)]
[max_len(nCharacters)] ¥
[max_rep(nCharacters)] ¥
[{namechk | namechk-}1]
[numeric(nCharacters)] ¥
[{oldpwchk|oldpwchk-}1]
[prohibited(prohibitedCharacters)] ¥
[special(nCharacters)] ¥
[sub str len(nCharacters)] ¥
[uppercase(nCharacters)] ¥
[use dbdict|use dbdict-] ¥

)|rules-}] ¥

)] ¥

¥
1¥
1¥

accgrr
BFES V— 7 MR (ACCGRR) A7 > ar AL E7,
T 7 )V MEIX enabled T,

accgrr-

BAEZ N—THEIR (ACCGRR) A7 gL ML %7,
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accpacl

T _THYY—RATD PACL DfF HZAZhZLE T,

accpacl-

PACL Ofi A IEZhIC L 9,

class (className)

CA Access Control 77 A& R EFT-1327V 7 LET,

class+(className)

1 DL k@ CA Access Control 7’7275:753 ZLE¥, CA Access Control T
FDIFTADY ) —AEARHET DO, I TADB N CHLVERHYE
T VTADHMEIE. 7T AL JE?“ZU V= ANDT I e REFF AT DT
(ZH B2 a—REERLIZZRIATOLERHYET, CA Access Control T
FPLEINDY Y — R ITADFERZDONTIL, TUNIX = Py N ERE
Fl1ZEZRRLUTTZEN,

LT OWE O fEaE HLUET,
s CA Access Control 77 AD4 Rii
m  SECLEVEL, Z#UZID ., BX2VT 4 LU F oI REENIR0ET,

m  PASSWORD, /XAU—R JL— L3FZhIZ720FE T, Windows Tl [T
BORIONAT—REFH TEAHINTR0ET,

class-(className)

1 SLL LD CA Access Control 77 A& MEZNZ L F3, B2/ T AT 5
VY —RAIRFESINLEE A, L FOWTIOfEEFEHALET,

m  CA Access Control 77 AD 4, Hij
m SECLEVEL, EFX=U7 4 L~-YL FoyZZ L ET,

m  PASSWORD, /NAU—R JL— LN 2720 F 3, Windows Tld, £
VAV SVESI NS i) [ habsd S = S

GROUP., SECFILE, SEOS, UACC. 3L N USER D47 T A% M4 HZ 814
TEEH A,

cng_adminpwd

PWMANAGER &2 > — %5 ADMIN 2 —H D/ AT —R A B H TX
AL LFET,
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cng_adminpwd-

PWMANAGER J& M2 EF > — 473 ADMIN ZL—H D/ AT — R A5 TX
BNESTLET, THRTF T4 E T,

cng_ownpwd
2—H N selang ZFEHL T/ XAV —REL L TEXHIHIILET,
cng_ownpwd-

2—YN selang ZfE L T/ SAT —RAZZE TER2WIDOIICLES, Zhnd
FTFMDRETT,

cwarnlist
EET—ROITRIET DT —HDOT—T N KR LET,
dms{+|-Hdms@hostname)

ZDOT —=H_X=AD DMS 7 —ZN—Z YANIXT % DMS 7 —FN— A%
BANE AR £,

flags{+|-} (1| W)

I AR UCEE S DR RE AR E E2137V T LET, AR EIZLL T o
EBDTY,

I
FRELIITAT, ATV bDRILF- LN CF 2 KBS D03 E D7,

B LTI IFADE LS — R
X ITIIR RS NSRBI LT, RCTFAEHL TR,
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history(NStoredPasswords)
JEFEYANZR-AFT D/ SR —RIBROE AR ELET, SAT—RRET
INDE, HIEIDO/SAT =R AMTBINE U, MBI Tieh v v A
T —RNYADHHIBREILE T, CA Access Control T, —H MU AKNT
EENTND SR —REE R TX7RWNIIIILET,

10524 FTOEKEZATILET, 02 ETHE, RAT—RIIMRIESHL
FHEA.

Windows D&, history 47 L azfiH 3 5L, 8 LWFELDEVV AT —
REFHTEAHINTRVET, AU =R S ams 5 5 03,
setoptions bidirectional 721 bidirectional- 47> g CikFVEJ,
UNIX DA, BVVSAT—RREHNEINIT history 47 a X #2851
FUA, RN AT—=REFENTT D EIDNTIL,
passwd_local_encryption_method BREE % &2 L £9,

history-
IR —RIBREDTF = 7 L ET,
Windows Tld, 2O 7L a Al EVV AT — R T& <0 E
7

inactive(nDays)

a—Vous Ak —FHE LT AETOIET 7747 REED B AR ELE
T, ETIT4TRED BT, 22— Ra s A TRV HEEELET,
EDFEL A NTJLET, inactive & 0 IZEXET DL, inactive- /X7 A—42 %
ERLIZGE LRI R0 ET,

inactive-

FETIT 4T al A F e PN U ET,
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interval(nDays)

INAT—R OB EETNTET %, 2 —FITH L THLVWSRT—R D A )%
BT AYE—2RRTHETORE A AR ELET, EOREFEIX
0% ANJLET, interval Z 0 IZEXET D&, 22— Tk T 532D — ]\ﬁﬂ
B OF o 713N FET, SRR —RICH IR A2 R E L\

IZ. interval % 0 [ZRXELE T,

a—HFour A AVVF NI segrace —T AT 4N G FILTWDIGETE.
R ESN- BB GR T 58, BIEDO /AT —RNHIRYIILIZ 272280
2—WTRASNET, BHEZ T ea—FX, 2B SAT—RE T
T M Tar A EEICETHETH VSR —R a5 | S A9
HIEWTEET, MTPrI AV EHICET L, 22— T AT LA~DT 7
TR RENDTD, VAT MEFBF ITEE L TILY VSR —RE R E
THVNENRHYET,

interval-

N2 —RHI OB EZBIELET,
is_dms+

BUEDT —H_—2% DMS |[ZHELE T,
is_dms-

BUAEDT —H_—2A0D DMS EL CTOFREZfRIRLET,
list

CA Access Control DEIED R E A M IZFRRLET,
maxlogins(nLogins)

Z—YRREFFHIRT A CEDImR B RO KEERELET, E0(E
) VX, R E OO RO/ A TEHAZEEEWLET, 2 —
Da—W La—RHMEEZEET 5L, TOMEIVELSET,

7 : maxlogins & 1 [ZFXET DL, selang ZFITCTEEH A, ZDHE . CA
Access Control 245 1E L, maxlogins D% €% 2 LA EDEIZZE L, CA
Access Control ZHELEI T AU ENRHVET,

S Unix & Linux DAL —F 407 VAT A FCOBAENTT,
maxlogins-

Ta— )i KaZ A OF w7 L E Y, 2—% La—F
TRZ AL DHIBRZILCUWRWRY | =03 a 7 A TE DR H 5 X
HIBREZ2D 9,
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min_life(NDays )

BRI/ SR =R B EAE R TE LI ETORME H AR ELE
o EOEHEEANTILET,

password

ISAT—R F S ar R ELET,

rules

HLW R —ROWEETF =7 T HBIEASND 1 DL LD/ SR T —
R — W ZFHELET, L—/UILL FDEEBYTT,

alpha(nCharacters)

BTS2 — R Tl 12 B3 S 5 R T DO/ N ELE
T BEEANLET,

alphanum(nCharacters)

BTN ASAY — R 42 B D 38D fe/ NSUF R BE L
£7, BHEANLET,

bidirectional

ISAT — RO AT A PMDB D — b L TR ESNDHEXIT, 7V
7 THRANEAT W S LS A=V AT BUE T 510 EL
7,

UNIX DIGE . ZOA 7 a3 passwd 7 a AZLL FOEEZRET
HTEITHELET,

Passwd distribution_encryption mode=bidirectional

7E: setoptions A~ REAE T 50 Tl REREXITHZEEE
BAOLET,

Windows D565, 7 SAT —RIZLL T OV P ARETHRIESHIZRE 577
Kol L TR AN NS E T,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Encryption
Package
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bidirectional-
INAT =Ry 2l BT EEINAINITEELET,
Windows D55 i HSILA o 2 BT SHA-1 T,

UNIX D6, ZOA 7 vaid passwd ©7 2 a LU T OEZ R E
HZEITHYELET,

Passwd distribution encryption mode=compatibility

7E: setoptions A~ REM T 5O TIIRL REREEZITHIZEEE
@j&)b\i‘é—o

ZOF T arERRETHE, BVWSAY —RE B4 R —T T
AT L CEETERIIR0ET,
grace(nLogins)

22— DT T NS IR D FE TIIN Tl (o T D KA
HARELET, WTPors A mEIzIL, 0 ~ 255 DEZ R E T 55
ERBHVET,

lowercase(nCharacters)

HLWNRRAT—R T {320 ENHD L T-O/NCF D/ N & F8 TE
LET, BEEANLET,

min_len(nCharacters)

INAT— RO/ NP R ELET, BV IR —RTEH 35404
BWRHL LT OEFH/ N ERRELET,

max_len(nCharacters)

INAT =R O K LT HAEBRELET, HFLW IR —RTHEH T4
BRHDL LT OB R ABEERRELET,

max_rep(nCharacters)

BN ASAY — R 2 L BN D[R ST D e K i LIz
RELEY, BEEANILET,

namechk

IRAT —R|Za—W D—E LTI T BEB G EN TNDENE I A
FxvZLET, TIANVITIR, ZOF = I NFETEINET,

namechk-

namechk == 7% 4 7I1ZLE T,
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numeric(nCharacters)

BLASRAY =R T T2 EN DL F DGR NI R EL &
o BEEANLET,

oldpwchk
e BIAVAS-SyAs N tel a AVAVS VS NP (=3l b e o0 LY/RNEAE & A QAN
EOETF ey ILET, TIANVNTIE, ZOF = NEITSNET,
3 Unix & Linux OF XL —TF 407 VAT KA ETOHREHTT,

oldpwchk-
oldpwchk 247 IZLE T,

prohibited(prohibitedCharacters)
A—PPRAT =R T CERW T AR ELE T, HHAEE R
LI Fa ANTTUTTESN,
F: Tab X —OfEfET v s 3572002, T BIONt) i 5 OfifE5C
FNEE I CFVAMIFR E SN WAL MR T DI BEID L
‘é—o

special(nCharacters)

BN SAY — RT3 2B DRk U Dl /MR R EL E
o BEEANLET,

sub_str_len(nCharacters)

HLWWRRAT —R e AT — R ECHB 5 U0 K& EL
F9, BEEATILET,

uppercase(nCharacters)

BTV ASAY — R 42 L DN 5 585D RILF Db /N R E
LET, BHEEADNLET,

use_dbdict | use_dbdict-

INAT —RNEEEAZRELE T, use_dbdict |[Xh—22% db IZFEL . /¥
AT —R% CA Access Control 7 — X _X—AD HFEL AL T L £
7, use_dbdict- h—2 % file I[ZFX EL . UNIX DA 1S seos.ini 771
JL . Windows D3FA1% Windows L ARIZIR ESNTZ T 7 A /L LR A
U—RERAEL CHERLET,

rules-

INAT =R B DT =7 WML ET, rules BIECTHEELIZL—ILIE,
IRAT =R B DOF =7\ HSIEE A
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5] : CA Access Control AT a2 DEHRTE

n 2—W John 28, ARL—& T U ar ORI HESNAE AL EFROY
TATEH5 OpsAct 77 A H NI THELET,

Z—% John {Z ADMIN JEIENREI Y THNTCNDELET,
setoptions class+(0psAct)

n = — Mike 23, 6 SLFLL ED /AT — R Ao — P |IBIREEAH SR —R
RV —HBHELET, B2, NRT—R RIS —DOEHAEENNLET,

—4 Mike IZ ADMIN JEENEID Y THNTNDELET,

setoptions class+(PASSWORD)
setoptions password(rules(min len(6)))

n 22— SecAdmin BEF 2V T4 LV F eI EFHILET,
=— SecAdmin [Z ADMIN JE MDY Y THILTWHELET,
setoptions class+(SECLEVEL)

n  —H Janani 3, ZOT —F_R—ZAD @M DKL DMS ZR EL £,
= —H Janani (Z ADMIN BYERE Y THATWDHELET,

setoptions dms+(apache@myHost)
Bl: VSREZEEET—FICERET S

I T AL — RICERET DX, FD VT AD Warning 7 /37 4 Z5REL
F9, ZOTDIZIE, L FDEHIT setoptions D selang 2~ REFEITLET,

setoptions class(classname) flags+ (W)

classname

BEE—NIRETDVIADLHIEERZLET,

E: W I IIRLTEAN T OB B H LD T, KL FTHRIETDUEND
DET,

I ITADEE T — R4 72T DI2iE, L F DI setoptions =2~ R A
L/gz‘j—‘o

setoptions class(classname) flags- (W)
EIIEEE

setoptions 2~ >R - CA Access Control Windows 47> =i DEX IE (P. 234)
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search AWK - T—AR—X LO—FD—E R~
ACRELRATATRETHR
Zhd find 2w REFILTT,
FEMIER:

find 2~ R -7 —Z~_X—2 L a—RFD—EFIR (P. 132)

showfile AY UK - 7 ILDTANTA DR
ACBRIETHS)

showfile I~ RIE. 7740 La—ROF o AT 5 —GRrLET, 7rs
TAX, TN T7 7Ry PNEIC B FRRSIE T, CA Access Control Tl &L
a—REZEBNAERL | + 72 RE DU Y — R L TO R E#E R R~ E
T,

F IO RIIRAT AT REICHLHVFET N, BMENRERVF T,
showfile Z< RZZEITTDITIE, L FOSMHED7e<EL 1 Ozl THDHR,
TNRHNET,

s D7p<Et . ADMIN JE M, AUDITOR J& . 38108 OPERATOR JE MDDV 911
DONEN Y THNTNAZE

s ANV ETHLIE

8 ADMIN 7T AD FILE VT A L a—R&E R T AT =7 DT 7 AHIEY AR
(Zat A BFERR N EID S THNTNDIE

n I ANERETAIN—TENI T ANERA T AT —T DS
JL—"7"C. GROUP-ADMIN J&:£7-1% GROUP-AUDITOR J& 23510 24 CTH
AR

ZOa<w ROBRITLL FO IR0 E T,

{showfile|sf} {fileName |(fileName [,fileName...]1)} ¥

[addprops (propName [,propName ...1)] ¥
[next] ¥

[props(all | propName [,propName ...1)] ¥
[useprops (propName [,propName ...1)] ¥
[nt]unix]
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addprops(propName [,propName ...])

ZDOITNTORERTHITA N—FIBINT 70T 12 EFRLE
£

fileName
—BFRT DT NRT A ELT 7 AN La—ROA4RTERELET,

FI7 70 La—RIERl B SN ES, 77V ORERIZ T =8
RAETHE A=V DFAITSI YUANDIRDT 7AIVINSBILEEDGA TS
ET,

fileName \ZUANVR A — R LFE GO T, BEOT7 7 ANAI—8T 585
ICTEET,

UNIX D5 RN LT E I AR—ANMEH SN TWA T 7LD
TRT 4 FR T DHITNE, T ANGDRNIAT Y = () 2B IMLET,

next

BORENTCT = 2D —HA2FIRLET, ZOFTTaid, FESh TS
7Y PAZXLD 72 F—=ZPNRENGEITERNTT,

g R7 ) YA XL, query_size BB E ISV TIREDE T, T 741
R query_size @X &1L 100 T9,

nt
Windows 7 71/ @& CA Access Control D7 /X7 4R RUET,

props(all| propName [,propName ...])

ZDOIENEEHOIZ)THEHTH, ZOITAHOF LI —TFEEFRL
ESr I

unix
UNIX 7 71 /L)@ ML CA Access Control D7/ NT 4 &R RLET,
useprops(propName [,propName ...])

ZDIEVTCORERTHINV—TEERLET, VTR N—T~DEEIIH
NEH A

ol

Z— root N7 7 A/l La—K Jetc/passwd D7 T 4% —ERRTHELE
7

m  —F root [Z ADMIN JEMEAED 2 THRTWDHELET,

showfile /etc/passwd
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S EER

checklogin <R - a7 AHH O EUAS: (P. 62)

chfile A= R - 77 AL La—R DL (P. 65)

rmfile 1<K - 7714/l La—R O Y| (P. 150)

showfile I~ R - XAT 4T T7AND T /3T 4DFK (P. 203)

show[x]grp AR K - FIL—TF TONTFADERTR
ACBRIETHZ
show([x]grp 2~ Rk, 7 /b—7 L a—RdD3 TP CA Access Control 7' 12/

TADREERRLET , A7 var T RAT AT BRET 0T b RRSNE
o

7E: showgrp AV U RIERAT A7 BREICHHOET 0, BEN R E T,
show[x]grp 2~ RZEITTDHITIEL, LLFOFRMFO K 1 D&l THhDHL
ERHVET,

n D7pdlt . ADMIN JEM:. AUDITOR JE M. 33X X OPERATOR JEEDUVT 4L
DNEN L THNTNAZE

n —EBEFRRTHL S /L—T7IZ GROUP-ADMIN J& M %7-1Z GROUP-AUDITOR
BMENEYTHN WS, HOWVT—ERRTIHET L—T 0N
GROUP-ADMIN @M END Y THN CWAT IL— T DA Zh&EHNIZHHZ
L

n I —TOREETHAZL

m  ADMIN ZFA®D GROUP L'a—R D7 7t ZHHIV AN 5 - B HERR 23V EY
BMTHILTWAZE

ZOa<v ROERITILL FO IR0 FET,

{showgrp|sg} {groupName |groupName [,groupName...] )} ¥
[addprops (propName[, propName ...]1)] ¥
[next] ¥
[props(all | propNamel,propName ...1)] ¥
[useprops (propName[, propName ...]1)] ¥
[nt]unix]
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addprops(propName [,propName ...])
ZOI Y TOHE T 0 —FITBINT 5T o T 12 ERLET,
groupName
TR T B FRT D N—T DLEIEFRELET,
groupName (Z(%, VAV —RLFEFEHTEET,

UNIX DA & BN U E - I AR—2AME S A7 L —7
DT 45 FRmTHINE, IV —TF L DORNCAT Y = () ZBINLE
‘ﬁ—o

next

FRINI=ZT —H DT RmLET, 2O T aild, FEIILTWD
I Y ARXIN I ) T —ENREWGEIER T,

e K7 AR, query_size BRtEaR TSV TCIREVET, T 741
R~ query_size 13 100 T3,

nt

TR R—=AD T AT 4B IO — /L Windows ¥ AT LDY )L—T"D
SRR A TR L ET,

props(all|propName [,propName ...])
ZO7EVEE B DI T THEN TS, 2O AMON—T%ERLET,
useprops(propName [,propName ...])

ZDIEVTCORERTHIN—TEERLET, VTAN—T~DEEIIH
DNEH A,

unix

T —=HR—=Z2ADO TR T 4 BLNa— L UNIX AT LD )L—T DR
HiheRrLET,
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/]l
m  — root 23, security 7 /L —7 DT RT 4R RLET,
- a—%root [ZEF=DT 1 7 /b—7D GROUP-ADMIN JEEAEV 24 T
LI TNDELET,
showgrp security
n —HFadmin BT _XTOEL =T TA X T N—T DT T 42 FKRL
£

- =— admin |2 ADMIN &3 L O AUDITOR JEHENEID Y THIL TV
ALLFET,

showxgrp *
CA Access Control IZEFRIN TCWDT R TCOZUH—TTAX T )—TD
TaNT NG RIRSINET,

TR

chixlgrp 2~ R -7 )—7" 7o/ X7 4 DIEH (P. 72)
rm[x]grp 2~ K - 7 L—7 La—RDOHIBk (P. 151)
showgrp A~ R - AT 4T T —TF D70/ 37 4 DFIR (P. 205)

showres AT K - JY—X TANTFADRT
ACBRIETHZ

showres I¥ > RiE, T —FX—ADITAET DV —AD T /T 4% FoR
LET, 7mT 413, T 77Xy MEIC—EFRKRSNET, showres I< K
ZFEITL T ERRTEXDH7T A, ACVAR, ADMIN, CATEGORY. CONNECT,
FILE, GHOST, GSUDO. GTERMINAL, HOST, HOSTNET., HOSTNP. SECFILE.
SECLABEL, SUDO. SURROGATE. TERMINAL, PROGRAM. PROCESS. TCP. UACC
DEITTABIMEE D2 —YEFEITATI, CAAccess Control TiL, %V
V= AEARBINILEEL | +3 72 MEBR A R DU Y — AT L CO M E R E R R L
£7,
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F: 2O RIERAT 47 Windows BERlbHVET 3, BIENS /R0 F
7,

77 showres <> RlX. untrusted |Z72 2723 X TOT 17T LB H1FH
HFRRLET, ROIEFHRPFRSNET,
n 0 J T A3 untrusted (27257 B

n FOTalITANIEKBIIT VAL —F D UID (7277 L . 2O —PNF
K T7u7F L7 untrusted (272> 7= SIT RV ERA)

n ZOI—YNEOTaTITAIT VAL B
showres I~ RAEFITTHIZIE, PLTFOFMEED72<KED 1 D72l TV D24
FNRHNFET,

n D7a<tt . ADMIN JEM:, AUDITOR J& M. 380N OPERATOR J&EDWT 4L
DNEN L THNTNAZE

m V2O EH THAHZL

m ADMIN 7T AT, HDVY —A VFGA L a—R&ERTH T DT 7%
AHIEIY AN Fe A B MERR 3B Y THIL WD E

ZOa<w ROBRITILL T IR0 FET,

{showres|sr} className resourceName ¥

[addprops (propName [, propName...]1)] ¥
[next] ¥
[props(all | propName [,propName...])] ¥

[useprops (propName [, propName...])]
addprops(propName [,propName...])

ZDI Y TOIME AT ABIEDONL —FIEBMNT A7 T 12 ERLE
7,

className

V=2 G T DI TADL RIEFRELE T, CA Access Control [ZEFS4L
TVWBYY—R TR % —EHRKRTHITIX, find I~ REFEITLET,

next

FRENT-T —ZDO—EEFRLET, ZOF T alt, BESNL TS
I Y ARXIN I T —H P RENGEIER T,

K7 ) YA XX, query_size BriEaR EIZFESWTIRFEVET, T 741
DI Y B A R1F 100 IR ESILTNET,
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props(all|propName [,propName ...])

ZDI VA% OIEVTHEHATDH, ZOZTAHOHFH LI —T% EFRL
S I

resourceName

—ERRTHSORT4EE T — A L a—ROLRIEETELET, HE
DV —AD T RT 4% —EFRRTDHEANL, V) —AZL DY AR IH >
T T, KV — AL T AR— AT~ TR ET,

KUY —A La—RZ@EARNAEES N E T, VY —AOMBIH|Z T — )35
T 5L AyB—UNIITEIN UARDIRDY Y — AR TS E
‘é—O

resourceName (213, VANVK I —R 52 T E4,

UNIX DEE . A BN ST E - AR — A SN COAE—T Y —
AL a—ROFaRT 45 F Rk T AL, VY — AL DRICATY Y 2 () %
BHIILET,

useprops(propName [,propName ...])

ZDI TV TOIRMERATHNV—TEEFRLET, VTAN—T~DEILH
DNEH A,

fl: YR La—F FR/sT+«

ZOFTIE, = —H Adminl I, TERMINAL 7 ADL a—R D9t | < A7 ath*
IZAHIN—E T AL a— RO T 12— ERRLET,

z— Adminl |2 ADMIN J& £ LTV AUDITOR JEMHEANEND 4 THIL TS,

showres TERMINAL ath*
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Bl: RALBIED AR

ZOHITIX, == —4 Adminl %, HNODE 77 ADa— )L iR ARD J@ A1) Ak
FRLET,

AC> showres HNODE ' Tlocal
(localhost)
Data for HNODE ' Tlocal

BikCE=? : LOCALHOST¥Administrator (USER)
{ERk A If : 13-0ct-2010 12:34

BT H B : 13-0ct-2010 02:34

e : LOCALHOST¥Administrator (USER)
B :

REGISTERED NAME=localhost.domain.com

MAC ADDRESS=00-50-56-B5-6B-XD
ZOBITIE, a~ NI T Ozl £,
m  REGISTERED NAME=localhost.domain.com
= MAC_ADDRESS=00-50-56-B5-6B-XD

3RS

chres I~ K - U/ —A L a—KDZH (P. 89)

rmres 1<K - U —ZDHIE (P. 152)

showres I~ K - XAT 47 V=R T /37 4D IR (P. 239)
find IvLR - F—H_X—R La—RO—EHR (P. 132)

show[xJusr A< K - 32— FO/NF1DFEx
ACIRIETHZ

show[x]Jusr 2~ > FlZ. CA Access Control IZTEFHIN TS 1 ALL EO=—H
DT RTOT T DEERRFLET,

W2 —Y DT T %K T HI21E, showusr AL £, =2 —7F
AR 22— DT aRT 15 FE =T HIZIE. showxusr 2 FHLET,

7E: showusr IV RIERAT 4 7 ERIBICLHVET 0, EENR RV FET,
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A5 Da2—Y La—ROF /35 (30T —EERRTXET, fho—

DLa—ROT T 4% —EFKRTHIE, L FOSREOWT I adiE-L
TVWAKLERHYET,

a—Y La—ROTEE CTHHIE

H7pd . ADMIN JE 4. AUDITOR B, 3TN OPERATOR E DV 1
PINEN Y THNTWAZE

ADMIN. AUDITOR, X TX OPERATOR D457 /L—7 @tk /b 7p<tt 1o

TEHEHEREY 52 5N/ V—7 O BENIC2—Y La—kREg

ES ARV N

ADMIN 75 A®D USER L' —R D7 7t A IV AN 3 A B HEFR A3 E 0 24
THILTWAZE

ZOa<v ROERIZLL FO X720 FE S,

{showusr|su |showxusr |sxu } [ {userName |(userName [,userName...]) } ] ¥

[addprops (propName [, propName...]1)] ¥
[next] ¥

[props( all | propName [,propName...1)] ¥
[useprops (propName[,propName...])] ¥
[nt]unix]

addprops(propName [,propName...])

ZO7 TN TOIMERTHREDON—TIBINT 70T 42 EFRLE
ER

next

nt

FREINT-T —ZDO—EEFRLET, ZOF T alt. BESNL TS
I A XL T2 T =N KENGE BRI TT,

RZ Y B A XX, query_size BREEIX EIZIEDOWTCREVE T, 7741
rD7 Y B AXE 100 IR ESIVTWET,

T —=HRXR—=ADT T 4 BL O —H D Windows 712/ 37 42K RLFE
7,

props(all|propName [,propName ...])

ZDI VLB O EVTHEHTDH, ZOZTAHOFH LI —T5 EFRL
S

unix

T —=HR—=ADT R TABI N2 —HF D UNIX 7T 2 FomLET,
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userName
2—VOLEERTELET, VANV —R T A TEET,
UNIX DIFE . LRI CFE I AR—2ANME S QA — o —
P La—RO7a T R R THUL, I N—TZDRNAT v = () &
‘L EY,
userName DY ENDLWIEAIL. BD—H La—RO 7 a7 R3#
RSNET,

useprops(propName [,propName ...])

ZOZZ)TORMEM TN =T ERLET, I7T7AN—T~DZBIIH
DEEA,

i

m 22— root )3, TUH—TTFA X 22— Robin D7/ NT 1A —EFKRL
*9, =—¥ root |Z ADMIN @M 35 L TN AUDITOR EMENEIN B THILT
WAELET,

showxusr Robin

n 22— root 23, TUH—T T AKX 2—Y Robin BLN Leslie D2—H 7'
NRT 4 —EFRRLET, =—V root |Z ADMIN J&MEF L O AUDITOR J&
PEREI Y CTHNTWAELET,

showxusr (Robin,Leslie)

EZEEE

rm[xJusr 2K - 2 —H% La—RDOHIBs (P. 154)
ch[xJusr 2= K - 22— 77 DA H (P. 107)
showusr I~ K - AT 47 a—H% 737 1 DFK IR (P. 206)
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source AV UK - 7L ILHALDATURDEST
TNTORETHES

source A~ REEHT DL 77 AIIHRIESN TN D 1 DLL ED selang =<
VREFITTHIENTEET, CAAccess Control [, 5 ESNT=T7 7 ANV %5t
D, 3~ REFEITLTC, selang 70 T MaiRLET, T —F_X—R|TEFH
ENTWETRTCOL—PRIDa~v U REFETTEET,

ZDz=RiE, UNIX O csh =0 tesh O source v REFEE DI~ R TT,

ZOa<v ROERIILL FO I 0FE S,

source fileName

fileName

selang I~V R MRS CWA 7 7 A VDL RIEFRELE T,
i

Z—H admin 23, initfl WO 7 P A ILNDOa~ U REFETLET, ZOHEEIL.
DLTFoa~ ReATILET,

source initfl

start dbexport AWK - T—AR—X T XR—bD A
ACRETHES)
start dbexport 2~ RZfE 358, ##5EL TUWDARARD CA Access Control
T AR T AR—RL, )&y 7 7IZat—LE7, PMDB IZHERL
TOBEE | PMD 7 — 4 _R—2% T/ AR — B4 ICb Z0a~ Raff A
TEET,
Note: i 714 £ /195121, get dbexport 2~ R AL £,

ZOa<w ROBRITLL FO IR0 ET,

start dbexport [pmdname(name)] [filter("CLASS, CLASS...")] [param("depend=yes")]
[param("edit=yes")]
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filter("CLASS, CLASS...")

(AT vay) T —HR—=ANET I AR — T BV TAZEFRLET, VTR
PIELLRWES . T —F_X—ANDOT X TO/L— LN ZAR— S E

¥

param("depend=yes")

(AT ar)T4NE INGA=HTHRELIZIVTABIOMKGFETH7 T A%
JAR—FTHINHRELE T, 2T A—FEF5ETHE. CA Access
Control CIIfEEEINT- I TAB I OLL FOIKGFET DI T A 7 AR —KL
F9,

WeE DI FTADY ) — A% R H ) — )L ZR—RL, ZDTTA
WK BU ) — A T N—T I3 E DA . CA Access Control (%
DY) —A T N—T N AFAET DV —AE B LT 5/ — LI AR —
FLUFET,

BEEDV)—A T N—T DV — A% E S DH)V— )V TJ AR— 9
H4E . CA Access Control |ZF DV — A T )L—"T DAL N ) — 2%
EHE45HL— b AR—RL £,

BB DI FADY) ) — AW+ HN— )L T I ZAR—KL FDITTA
IZ PACL 23E £ 5554 . CA Access Control X PROGRAM 77 AIZAELE
TH))—2AEEH T HL— b7 AR —RUET,

B EDITADNY) — A5 5 — )V T ZAR—KL, F DI T A
|2 CALACL 238 405554 . CA Access Control |3 CALENDAR 75 A2 A%
ETA)—2AE BT T AL — NI AR—RLET,

BB DI TADY) ) — ARG E T H)— )V T AR—K, FDTTA
DYV —ZD 1 275 CONTAINER VY — AT IL—TF DA T HEr .
CA Access Control [Z CONTAINER 77 ADY Y — A& LT 45 )L—)L
BL % CONTAINER VY — R JL—T DAL 72 5 TNBY Y — A% TS
H4 A — )L AR—RLET,

param("edit=yes")

(A2 3> ) CA Access Control 1%, FTLWIY —AE721L 7 78 2B
HEN—NHE))—AFE T e 2 EH T — VIZETRLET,

B : ZD/RTA=HEFRIET HE ., CA Access Control TIE 9 TP newres
JL— L% editres L —/VIZEBELET,

pmdname(name)

(AT ay) AR —rT5 PMD 57 —4_X— 2D 4 Ria e ELE7,
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Bl: T—RR—X THRR—+OBE

PLFIZIX. FILE 7T AB LR GFILE 7T ADY Y — A% T4 5 ) — )L DTT A
RN—RZBtETH0ZRUEd, L—/Lid, seosdb (ki L CTUWDARARD CA
Access Control 7 — & ~_—R) DT/ AR — SN ET,

start dbexport filter("FILE, GFILE")
Bl KFETDIIREELT—ER—X THRR— DO FE

PAFICIX, FILE 7T A VY —Z BIOVFILE 7T A VY — A AKAFT DI TAEE
HT /N — DI AR—R G, LW —RAE X7 78 2Rk T
HEN—NE ) — AL T Ve R D — VB ETHHE R F

‘j—o

start dbexport filter("FILE") param("depend=yes edit=yes")
B3 eSS

get dbexport I~ K - TV AR —FEN 2T —FX—Z )L— /LDt (P. 134)

start devcalc AV K - RS —REFFTE DA
ACIRIETHZ

start devcalc I< 2 RiE, RUV —REFREEZIEL, WAAAT —FAZIEFL
F9, WAET —XIe—NV ORI —{72ET —4 771 /L (deviation.dat) |2
FEANS AL, RV — R AEAT —F AT ESITZ 1 2L, 00 DH Zi# U T DMS
IZEFSNET, FHE éi’bﬁ{ﬁ?éTﬁﬁ%@ 5945120%, get devealc =<K
EFEATTHMLERHVET,

o REHEAZ TR CEITTALEIIHVE A, =P BERY Y —&
B2l 34U, policyfetcher X2 A EWMNZFATLE T, =& —7F4
R UR—=IREINZ 2> TOIUE, LR —h ==V = My e E R A T
LET, RV —REHEDOFEMIOWTL, [ 2o — 7T BTN %
ZHLTIZEN,
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start devcalc I~V RA2FITI DI, EHZ L E2—2ICx DA T 72 A
HEBRE DEVCALC V7 & B T ANt 5 FATT 7 B AMER N LT,

ZOa<v ROERIILL FO IR0 FE T,

start devcalc [params("-pn name#xx -strict -nonotify -precise")]

-nonotify

(A7~ a2 ) devcalc 73 DH Z 18U C DMS IZRZEAT —H A% &5 L7200 K
NZERELET,

3£ : policyfetcher 2352173 Al 227t =~ R devcalc_command B 58
RETERINTERY, T 74V CIOREMERESN., REAT —H A
72 R ELTLEDRWIIITR>TnET,

-pn nametixx

(AT var) mzEHFEEEIC L AR ZDH R XI55 POLICY A7 V=
RV — "= g ) DH < TCRUIBNTZVANfEELE T, RV —
DIRENRWEA | WA FREREII D — L RAMIT P afE&hiz
TORV—ITHRT DR EEFTHELET,

-strict

(F 7 ar)a—H/L HNODE F 7V =7 MIBh#EFHT B TWARY L —L
EeANZAHE X% DMS | HNODE |ZB# 1T 531 CUWARY L — LA b
HLUET,

W R EMEE I — L RAN ECORMFEEETF = /L ET, 2D
T T arBRE T HE . WA REAREIX 0 — L DORY L — LY ARD Fe A)
D DMS IZHHRV Y —b R L ET, RSN DONFIZLL FTDLEEBYTT,

1. B—H)L RANE T HNODE A7 ¥ =7 M AT BRI —D
AR,

2. HNODE A7 ¥ =7 MZBHEAF T 51724 POLICY 47 =/ DR —
DAT—H A,

3. HNODE A7 ¥ =7/ MZBHHEfHT HI /24 POLICY 47 ¥ =/ DR v —
DT 2T ¥,

ZOF T a it REFE O REEZRET DML ERH LG A HLE

T,

SRR EA RN FEIT T AT URBRA NI E, DMS 12T 5
ARNELRVET, DMS UANAE T DI RRA U MR35
Tl F R BEENSWERIZTTC, ZoF T v ar B OV FEE
WKL CTRER T 522 BEIOLET,
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-precise

(AT var) U RRA U T —F_R—=R I FETDNHRI L — N TR
HENRWBINA T Y 2/h, 737 0 BIOMELRZEL R —MIERS
NDINHEELET, T 74Tk, fFELRVEH BLO—E L2
HEOAHPLR—MIRRINET, ZOF T Tarid, = RARAh

F =B R—=ADONREFREETT T aAE AR — L+ 5581
EFALET,

Bl: FEDRI S —IZxF SR —REFHHE OGS

PUF o, start deveale 2~ RaAE L T, myPolicy LW ORYT—D 2 F
HON—=U a0k 5R) Y —RAZHAEL, i AEAT —HA%a—71/L CA
Access Control 7 — X _X— A ZHFE IV TS DMS UANIIEFE L TOET,

AC> start devcalc params("-pn myPolicy#02")

start_transaction AR - T 7))L arrA—)L bSO S a0 DO RS
AC BBEEN D UNIX RANCTEHZL)

start_transaction 33O\ end_transaction (%, 7 =7 /L 2> he—/L PMDB 7'

TADKIUBD T A I ab i 7T 27 7 ANV AR DA~ R T, 2

O7 AT 1 O EOav R THERSILTWES, M aritasy
RN& AJ13 %% B3 (ADMIN B ZFE (LB O —W) & Maker (TERLHE) &1
WET, 2Dz~ R, Checker (F =y 1) 12X TH RIS TH D, PMDB T

FEITTHHERHYET, Checker LI, Maker T/ MEEOEBE T,

Checker 1. LRI O Yo aruy 7+ AN NGB ET, Checker 23R
Ty arkay 3 5ETOM, Maker 1, MU 7 ar ORfS, awoR
DER BEOITZ Y7 a OHIREITIZENTEET GEIZ OV T,
(772 R AR D sepmd —T 4T 4 DA Z M) . Maker 3
end_transaction 2~ RE AT 5L, NP I a i — B ORI F 15
IRSIVET, Maker STV T alwik ChEFITEIG T 25613, 20
ik A% 5% start_transaction 2~ RO TU W7 a4 D% ITIBINT B3
BHVET, Maker T W I arwlifG7 HE, Maker D4 i, b7
ar OpE S BIOE B3 (transactionName 737 A—2 | ZF B3 A
NENTWDEGE) PERRSIET,
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Maker IZf> Maker D+F W7 aL BB ECxET A, MUYV I a T
SN TWAELT TVl ME, FOa~<  ROMBNK T45FT, JllorT 4
7 a LD Maker 2MEH T AZ L3 TEEEA,

RAFRDE RT3 a1, Checker BALELT 5 FTREBID T 7 A WATHRFF
SNFET, Checker IZNT VI ar i F-ld iz c&Ed, MoV rie
UNFFRIENAE, DA U RPFEITEI, PMDB A HXHUET, Checker
DRI g R T AL FOa~<v RIIHIERSIL, PMDB IIE B SNE
REV.VR

Maker 23 | end_transaction I~ R& A1+ 5L FDORT Y7900
ID HEHNERINET, I NI FOSAICKIELET,

n FEUHEOTZETLTWORWRORN I 7o a THEASITWAE 7 V=
Jhea< KNSRI D56

n  Maker IZBfRT D~ ROGE, BB EZAETLZ LT TEEEA,

n ORISR U E ENTDODSG A

. O URD FAELRWA T 2 NS BT A, O E IS Ay
U NERSINET,

m  start_transaction 2~ RN LN end_transaction 2~ K& T3 A0,
ADMIN BN MEETT,

m  hosts Z~¥ /R, start_transaction 2~ NI end_transaction 2~
DEENETZEAT T DRLEDRHDHT280 . hosts T~V ROFEITHFRI 352511
TWOREDRHNET,

FF a7 3 ha— VORI OW TR, TUNIX 2 Py MR R
AHRLTTEE N,

R FoEE

m  hosts 2+ N|J start_transaction 2~ R I L N end_transaction =~ K
DORLENFTICEIT T DM ERHHT-8 , PMDB D4 % [maker | FEET 5
DBV ET,

m  start_transaction 2~ F35J (N end_transaction 2~ RMERET 572
\ZI&, pmd.ini 77 A /VIZ85 is_maker_checker h—27> FBL TN seos.ini
Z7AND [pmd] ©7 T a b is_maker_checker h—2 2 D% yes 1T
R HUNERHVET,
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ZOav ROERIILL FO IR0 FE T,

start transaction transactionName [transactionId]

end transaction

transactionName

NLH T ar OARTEIZITHAZIEEL £7, &K 256 LT OFET
MBRDLFHNE AT TEET,

transactionld

7l

VERS IR IC R T o 7o a R ESNT-— B OB S ELE T, Zoiky)
B, U ar OERREHC BB RS ET, RICN P
TarOHFRFHIE, 2O ID FEHEHRETHILERHVET,

Maker Sally {%, PMDB ~=—% Anne ZBIIL, TDL AT L~DT 7 & A
% OFHT 8 BB 14 8 BFETITHIIRLIZWELEd, 72, Sally i
tty30 SR ~DT 74/ TR AL FEA TV HICE B LWL ET,
Sally 1%, 2O 7 gl general ] WO 4 BiTA AT £,

- Maker (Z ADMIN JETEREN Y THNTWDHELET,

hosts maker@

start transaction general
newusr anne

(days (weekdays)time (0800:2000))
chres TERMINAL tty30
defaccess(read)

end transaction

Sally 7% end_transaction Zv> R& A J1$5&, ZONT I a2, 7
728 OFRIF S HE Y THNET,

Maker T&5 Sally 73, =— Anne {Z FINANCIAL 77 F VA BIIL £,
Sally I[Z[RIC A (22— Anne DL a—RZBILIZIZND T, ZDOa< R
IXFE72 PMDB E TR E LTI TEN TOER A,

- Maker {2 ADMIN JEERE Y THNTWAELET,

hosts maker@
start_transaction general 7
chusr anne category(FINANCIAL)
end transaction
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unalias A< /K - selang M 5l & D &llB&

undeploy A< K -

UNIX SANTHEZD
unalias 2~ RIX, alias I~ R CEFRINI-BIL ZHIBLET,

A ERINTWDTRTORIL EZDEE —BERRTHITIE, alias 2w
AL ET,

ZOa<v ROERIILL FO IR0 FE T,

unalias aliasName

aliasName

T A= ZBHIBRT DRI DA RTE IR ELE T

EZ TR

alias 2~ - selang BlI|4 D 5 (P. 49)

R —DHEIBRD RS
ACBRIETHZ

ZOav R deploy- I REFIL T,
FHER

deploy- T= K - ARUL — DI DB LS (P. 129)

) E—FEREIRIED selang A<

ZDE 7 a T, CA Access Control 3 EY Y —AITKHL THEITSND selang
<R (config BREE D~ R) DT _CET LT 7 Xy MEIZTALE7,
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editres config - IRIBERTENDEH
config RECTHZD
editres config =~ K%, CA Access Control B EaaX & DA T IfEHL £,
editres config :1‘7‘/1*“ I ITADT N—T L TEANR RV ES, 7T

T T D7 V=TSN ET,

n AR ET 71/ (audit.cfg 33T auditrouteflt.cfg) 350 PMDB 7 /L&
TrA IV

. TOMFTNTOT7AV

B TET 7ANVEBLIOPMDB 74V H 77 ANVICEETAZDa~v  RoEAuT
I FoLByTd,

editres config name [line+|-(value)] [clear]

ZOMT XTOT 7 AT HZDOa~< ROFERITLL TOLEBY T,

editres config name section(path) token[-](name) value[+|-](value) data type(type)
name
ERFTHREV) —AEFEELET, PMDB 7 4/V¥ 77 ANV ERHHTHIT

I%. pmdname@filter DIZXCTT7 7 AN A& ELET (fi:
master_pmdb@filter.flt) ,

3 BEHXRAANDOREV Y —AD—E A2 KR T DITIX, find config 2~

YREFEHALET,

997
BEASZR 27 7 ()L ET 1T PMDB 7 A VX 77 A LT T OMEE G R L F
T

F: ZOAT T ar Tk, Ty AVNOI A NIHIBRSNET A,
data_type(type)

RETNOT — 2R ELET,

fiE: str. numeric. multi_str

T 7 &IV str

7 UNIX OFA FEE CTX5 data_type |4 str DA T, UNIX TIIEREE
HEET 7AN (THXANLTH)) O TN T D728 ZDfthoT —47
I CEEREA,
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line+(value)

BEARS 2T ( )LFET- 1T PMDB 7 4 /VZ 77 A VBN AEE EFRLE
£

E: ovalue 13, EEITZ AT,
line-(value)

BEAR ST T 7 A )L ET- 1T PMDB 74 VX 77 ALY T AEE ERLE
£

X ovalue 13, EEITZ AT,
section(path)
BHEIHRE)—AD I ar e ELET,

3 : Windows LU AN EE R R LT DLEECZOAT v ar OFFEIRN
BAE LUARN ¥ —0DF IO EBENVERSIET,

token(name)
BHEF LR ET N OAFTEEELET,
token-(name)
HIbR I ok E= o N OAFTIZHEELET,
value(value)
RETC MR ETOEZRELET, RETVNOENTTICHLS
£, CA Access Control |3ZDfE% value TEXHLZ F7,
value DIFENRNGEIT RET MEN By S ET,
value+(value)

(Windows REG_MULTI_SZ L' AR = R D &) % E T MNIZIBMT 5

EEEZRLET,

(FOMT R COREHE) RE NI ETAEEZfFEELET, RET
NIDIED T Tlzd D4 . CA Access Control X% DA% value Tl xH#i
ZFET,

7E: selang D IEFEICEID Y CTHNT-EEAZHTEHINC, BE SIS
THAET,

value-(value)

(Windows REG_MULTI_SZ LY AR = RN D Fr) GRE T NS HIERS
LHiEZERLET,

(Z DM X TOREE) R EEPOHIBR T HMEEDOEZFRELET,
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{5l : Windows TO) ACROOT IRIERTENLEH

LLF DTl CA Access Control for Windows D BBz 42 B35 5 1E%
ALET,

ZOFITIL, Audit Only E—R % 95X CA Access Control 5% EL
7,

er CONFIG ACROOT section(Se0SD) token(GeneralInterceptionMode) value(1)

ZOFITIL, ARAR R F 2 CA Access Control 23VFFEL CTWAR AL 4
YANMIR AL 2% BIMLET, domain_names L' AR) = RJiL
REG_MULTI_SZ FADL AR = W T,

er CONFIG ACROOT section(Se0SD) token(domain names) value+(company.com)

ZOBITIE, RANAAEIFHIZ CA Access Control N HEL TWDR AL 4
YARNER AL 2 % HIBRLE9, domain_names L' AR =K%
REG_MULTI_SZ A DL AR = W T,

er CONFIG ACROOT section(Se0SD) token(domain names) value- (company.com)
ZOFITIE, BREREZHIRLET,
er CONFIG ACROOT section(AccessControl) token-(Emulate)

ZOFITIL, BEERARIGRAR LD Policy Model M Policy Model Z 7% &L
7,

er config myPMDB@PMDROOT token(Parent Pmd) value(topPMDBghostl.comp.ca)

{5l : UNIX TD seos.ini RIBHRENDET S

LI F O TlX, CA Access Control for UNIX D R X EA S 45 1% RL
F7,

ZOFITIL, PAM FREEZ A 7T HEDIT CA Access Control % &L £
7,

er CONFIG seos.ini section(seos) token(pam enabled) value(yes)

ZORITIL BANA R FHIZ CA Access Control 23 &E BT AR AL L4 %38
FELET,

er CONFIG seos.ini section(seosd) token(domain names) value+(company.com)

ZORITIL, BANA IR FIZ CA Access Control 23 & FEL CWNAR AL 4
ZHIFRLET,

er CONFIG seos.ini section(seosd) token(domain names) value- (company.com)
ZOFITIE, BREREZHIRLET,

er CONFIG seos.ini section(serevu) token-(admin user)
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fl: EEREIFTIILDER

AT OFITIE BEERET 7A/WIZ 11TIBINMLET,

er CONFIG audit.cfg line+("FILE;*;Administrator;*;R;P")
fl: PMD J4)LE T7A LD EH

LT OFITIE, PMD 74 VE 77 AMIZ 14T1BINILET,

er config pmdb@filter line+("*;*;USER;*;0LD PASSWD;PASS")

find config - BXTEVYV—RAD—E R
config RECTHZ

find config T~ N3, FEEXIHAARD CA Access Control iX EY Y — A% —&
FRLET, JIRITIE LVAN F—RREERE7 7 A VIR E DR EENET,

FREINDVY — A THRANOFEEEIC > TRV ET,

UNIX Windows

seos.ini ACROOT

pmd.ini@pmd_name pmd_name@PMDROOT
SEOSDRV

ZOa<w ROBRITILL FO IR0 FET,

find config

A ZOa~wRTI, audit.cfg 7213 auditrouteflt.cfg i E 7 71 /L DU AN
WLUFER A,
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f5l: Windows RAFDERFEIYV—AD—ERT~

wDOFNE. pmdb &) Policy Model 25> Windows A8 AMI %95 find
config Av RO Nz RLTWET,

AC(config)> find config
(localhost)
pmdb@PMDROOT

ACROOT

SEOSDRV

showres config - R E (D KR
config RECHZ)
showres config =<~ > K%, CA Access Control D% EfF A FRLET,
showres config Iv U RiE, 7FAD T N—F ko TRN BV ET, 752

WL F D7 ) —F IS E T,

s EEARFRET 71V (audit.cfg 38T auditrouteflt.cfg) 3508 PMDB 7 /L%
TrA

. TOMFTNTDOT7AV

BEBERE T 7A/NVIBIOPMDB 74V 77 A VT H5Z0a~< ROEAIL
LFoEBYTT,

showres config name

FOMFT R TOT7ANCETAZDa~v L ROERITZLL FOLBY T,

showres config name [section(path)] [token(name)] [recursive] [section only]
name
HWEFRTHREY —AERELET, PMDB 74/ 77 A /WZBEF

BHIEREFTRTDHINL, 77 AV 4% [ pmdname@filter) 7 +—~ v N CHRE
L% (] : master_pmdb@filter.flt)

BB RRANOREYY —ADO—E A2 KR T DI, find config 2~
YREMHLET,
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section(path)
(AT va)EWEFoRnT D EV—A B arwERLET,
ZOF T ar DR ENRWEETL. name iR EV Y —ADT R TDORET
VNIBIOEI ar iy —EERIRESNET,

token(name)
(AT var) ifdasRrd o e NATIEELET,
ZOF T ar DR EINIRWEEAL. section(path) NDT X TORIET
NBLOEIZvarBn—ERRINET,

recursive
TRTOYT I/ abNOTXTORETNBINEZ a2
OIEMEFRRLET,
section_only
:7;/3‘/)6155*#6?%5%&@?%%%%*?5% WHELET RETIIEEFETR
i),

AT 47 UNIX IREBED selang A< K

DI a T UNIX VAT A 77 ANV L CEITEND selang a2 K
(RAT AT UNIX BREEDa~ U R) DT R CET V7 7y MEIZFRBAL £97,
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chfile AR -UNIX D7AMILEEEDNDE R
AT 47 UNIXBREECHE

chfile =< K& editfile 2~ RiE. 1 2L EO UNIX 7 7 AV OREEEFE L E
R

E ZOa<w U RIXACEREICLHVET N, BENRRDET,

ZOa<v ROERIILL FO IR0 FE T,

{{chfile|cf}|{editfile|ef}} fileName ¥
[owner(userName)] ¥
[group(groupName)1 ¥
[mode( ¥

[fowner(string)] ¥

[fgroup(string)] ¥

[fother(string)] ¥
)]

fileName
WELEETHT7ANDLEEFRELET, UNIX 77 AV 4% 1 o8k

ANNLET, BEOT7 7 ANEEETIHGEIL. T 7AVE DUAN Ao
TCH I BT TANL I AR—AE T~ TRV ET,

group(groupName)

TrANBIET DI N—THEHLET, AR N—T AR ELET,
mode

TrANDT I EAT—ReFHFLET,
fowner(string)

TrANVDIEZFICKH L TT 78R T—FE2IEELET, FAY, &

I, BIOFEITORT 7 BAFFAI &2 E0 Y THIZIL, string \_jC%r W, i

I x 2N ENEELET, 771V % setuid [T E T DITIE, LT s

EHRELET,

E)Er@77ﬂfan:7 ZRIDFF AT 2B IN9 D21, string DYEEAIZ 7T AFE
T (W) ERELET, 77 ERAFRIZHIBRT HIZIX, string DJEIAIC~ AT
RFH O ERELET, TV T ADRREN NG G BEFEOT 78 AFF

A1 string (ZVEY EIVET,
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fgroup(string)

TrANDI N—F IR L TT 7R B—REEELET, Fialy, #x
A, BEXOFEITORT 7B AFFAI &2 EI0 Y THITIL, string 1235 r, w,

FAIXxEEZNENRELET, 771 /V% setgid ICRRET HITIL, LF s
EEHALET,

E)ff@Tﬁ“Ean:_f ZRIDFF AT 2B N9 D121, string DYEEAIZ 7T AFE

T EBELET, 77 ERFFAIZHIBRT HIZIX, string DFEEAIC~ AT
RFH D ERELET, TV IV ADIREDRNGE | BEEOT 72 AFF
A1 string 12Uy hEIVET,

fother(string)

DT 7w ATET VA T—RERTELET, FiARD, EEIAL,
BIOREITOT 7B AFF o] 2804 THIZIL, string (23X Fr. w, 72015 x
EENTHIRELET, BEFEOT 7B R aIZH O Al 2B 145120
string DRI T ARG 5 (+) e ELET, 77 BRI 2 HIERT A%
string DI~V A T AGL T ) B ELET, TV T4 ADIRED 2N
5e . BF 0T 72 AFF Al string (VY hSivET,

owner(userName)
TrANVDOIAEELELLET, AR UNX 2—HF D2 —FXEFFEL
i‘d—o

3RS

find file 2~ K - XA T 47 77 A)ND—EFK X (P. 197)
showfile I~ K - XAT 4T T7ANDT /T 4D FIR (P. 203)
chres 2~ K -/ —X L a—RDZH (P. 89)
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chgrp AXUR -UNIX P IL—TDERE
ZAT 47 UNIX BEECHEZ

UNIX 7 /b —1ZkE 3 AYEZEITIX. chgrp =<K, editgrp 2~ K, BLD
newgrp 2~ RZHHLET, ZNHDOa~ NI ENAFLCTTN, LD
BOHBI > TNET,

m  chgrp 2~ K/ 1 DLLLEDUNIX 20— 73 2L F T,
n  editgrp 2~V R/L 1 DLLEDUNIX 20— 72k EIZ AL FET,
m  newgrp I~ UR/E, 1 DLLEDUNIX 27— 72 (Flk L F T,

A BREERE (seo0s.in) IFEESILTCWD T 7 A VEXTGIZL T, 7 /—7 D
FrirIx BN, BHT BROHIERAMTONET, 774V R ETIE, 2077
AT Jetc/group T, FERNCOWTIX, TUNIX Z2 Ry PEREG R %
ZHRLTLTEE N,

F: ZOaTURITACREEICHHY E TN, EIENRRDET,

ZOa<w ROBRITILL T IR0 FET,

{{chgrp|cg}|{editgrp|eg}|{newgrp|ng}} groupName ¥
[groupid(integer)] ¥
[userlist(userNames) ]

groupid(integer)
IN—=TDIN—TIDERELET, FNV—TDO—FEDIDFETEERT

EOBKAIEELET, CA Access Control Tl Z/L—7 1D IZ 0 |Zf# [
TEFEH A,

groupName

EEIHTN—TDL4EEIRELET, BEAFD UNIX 7 V—T D4 Rixts
ELET, BEOIN—TEEH/TIGEIL, 7 V—THDIVANE)» T
TP I KT N—T R AR—=AE T~ TR £,
userlist(userNames)

LA N YRARNFRELE T, HFa2—T 4L, zb%m:&b UNIX IZEFEL
TBIIWMERHVET, HEDO2—FEZIAMIEET LA, KF2—%
L He ANR—AFE I~ TREET, 7 —7 :E%éh‘( WBEETF
Da—H VANMITRC, 22 THRELIZ2—F VANMIE 2 b ET,
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S EER

rmusr 2~ 2K - UNIX == —H Dl (P. 203)
showusr A< UK - AT 47 22— T X7 (DK (P. 206)
chixlgrp 2~ K -7 )V—7 7 /87 DS E (P. 72)

chusr AWK -UNIX A—HNDZEE
FAT 47 UNIXRETER

UNIX =—HITx T DEZEITIZ. chusr =<2 R editusr 2~ R, BI
newusr 2< 2 R2FHLET, ZIHDa~< 2 ROREEIXRIT T, LT O RN
Wi TUVET,

m  chusr A~ R/E 1 DL FOUNIX 22— F 2 FT,
n  editusr 2~ R/E, 1 DLLLEDUNIX 2 —F 3 ERLFE /T EF L F T,
m  newusr IR /4 1 DLLEDUNIX 2 — 5 (ElL F7,

S BREEE (seo0s.ini) IFEESNTWD 7 7 A NV EXTRIZL T, 2—F Dt A
A BN, BT BLOHIERM T ES, 7 74V E TR, 20774
U Jete/passwd TI, afAZDOWTIX, TUNIX T Ry AP EPED R %
ZIRLTLIEEN,

F: 2Dz R CA Access Control BBz iZh 0 F428, BENERDET,

ZOa<v ROERITILL FO IR0 FET,

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName ¥
[enable] ¥
[gecos(string)] ¥
[homedir({path|nohomedir})] ¥
[password(string)] ¥
[pgroup(groupName)] ¥
[shellprog(path)] ¥
[userid(number) ]

enable

(I SOFH THE AR AR > TCND—Y ThHT O A A%
IZLET, ZO8Fx—Z % chusr 2~ REB LW editusr 2~ 2 RO I
HALET,
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gecos(string)

Z—PFDOT ) F—LTRE | 22— T DRI A N e G T e SUTS
PHRELET, XFEINT—EG| G CHAET,

homedir(path|nohomedir)

2—HDOR—L T AL TN DO5ERAE IR TELET, CA Access Control I
FTAVL IR ZAERR LI ELE T, BA—Ib T AL IR DN IELLVERRS LI E
IR UNIX 77 AL BTSN £,

nohomedir Z 8 EL7-%4 . UNIX [ZF D 2—H% D homedir Z{ERL FH
Ao

password(string)
2R AT—=RZHN Y TES, AR—ALSNDIEED L FHFREL
FI, HELT/ AU —R TR A TEDHDIL 1 BIORTY, KREIVAT
NI T AT BRI, 2—FITHT LV SRR —RER ET DML ENRHYE
‘é—o

pgroup(groupName)
2—PDOTFTA~Y TN—THEHRELET,

shellprog(path)

Z—H login I~ R EIE su < U RERBENL 722 IS TS NH 0
07 LE T oV DFERNAEIRELET,

userid(number)

—BOEET7EAREIER T, 22—V O—ED ID FEHFEHRELE
3, 100 LA Lo 10 ##AE A JLET, 100 L0/ MEIIFEH CEEd
oo

userName

BETFOD UNIX 2=V DA RTTY, HEO2—YEZRS L5518, = —
DET,

TR

rmusr 2~ K - UNIX == —H DIz (P. 203)
showusr I< R - XA T 47 22— F'r/37 DR (P. 206)
ch[xlusr 2~ K - —H 7'/ X7 ¢ DZEHE (P. 107)
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editfile AV UK -UNIX 77 ILEREDNE R
FRAT 47 UNIX BREETHZ
DA RIZONTUT, chfile 2~ ROETHIAL TWVET,
E S

chfile I~ - UNIX 7 7 A /LR FED A B (P. 192)

editgrp AR UK -UNIX T IL—T DIEREE R
AT 47 UNIX BREE CTH %D
ZDawURIZOWTIE, chgrp 2~ ROIETHIAL CQHET,
SR

chgrp I~ F -UNIX Z/L—7 D25 (P. 194)

editusr AVUK - UNIX A —H DEREE R
AT 47 UNIXBREECTHED
ZDa= U RIZOWTIE, chusr A~ RO THBL TV ET,
AR

chusr T<F - UNIX Zt—H DZEH (P. 195)

find file AR UK - RAT4T T7AMILD—ERT
RATATRETERD
find file A~ RiL, A7 —HTDHT X TOVAT L 77 /VE—ERRL

£, FAZIILFINTHRELET, 77AUE HEWVEDONLIEZEIZ 1 S5
(CFTRSNET,
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ZOav ROERIILL FO IR0 FE T,

find file [directory][/mask]

directory
directory CYRELIZT AL I7NINDTXTOT7 7 A Ve —BEHRRLET,
VX7

directory CYRELT=T AL IZRNIND T 7 AL DHE | mask ZEEUNZ—E 75
TRTCOT7ANE—EFRRLET, mask \ZITTANVK T —R 052 % 46 ]
TEET,

f5l: Windows TORED/NRIZHAETRAIBETATSLDI7AILDIRFE

LU R Dz~ Rid, CA Access Control bin 7 4L 7 ’IZ&H 5T TDEIT A HE
T AN —EFRIRUET,

find file C:¥Program¥Files¥CA¥AccessControl¥bin¥*.exe
5l : UNIX TO/RE—UIZ—BT 3771 L DERFE

VL FDa< 2 RiL. CA Access Control bin 7 (L 7 ~IZdh-> T FF] se ThAE
HTRCOT7 7 AN —EFRRLET,

find file /opt/CA/AccessControl//bin/se*
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joinaARUR - A—HDRATA4T FIL—T DB
FATATRIETER
join av UKL, 2 —YE T N—TI1TEMLET, IAT 47 0SIZT TIZEF
N TWAL—YE TN —TEIRETHVERNHIET,
E ZOa<w U RIXACEREICLHVET N, BENRRDET,
join A< REFITTHIZIE, 2—FITLA FORBDO D7t 1 D% 7= LT
WALERHFET,
m  CA Access Control ==—% L 1—R|Z ADMIN JB&IENEND Y THNL WAL

m  GROUP-ADMIN &M CE A MENRZ 5 2 B2/ /v — 7 Dl A &I
N—T La—RRNEGENTNDAIE

n T AR—ADI N—F La—RDOAE ThHIL

m  ADMIN 77 AD GROUP L 1—R DT 7B AV AMZ JIOIN 77 AMEET-
IZ MODIFY 7 7B AMERR DGR ESNTNDHIE

¥ ADMIN B A > — |2, CA Access Control @ GROUP L =—REB I
FAT AT TN—T 5B W HMHERE 52 58615, MODIFY 7 37 B IO
JOIN 7o/ T D FaiR ETHHNERHVET,

ZOAR U ROAUTLL FOIIITRES,
{join|j} userName group(groupName)
group(groupName)
A—=PEBINTDRATAT T N—TEARELET,
userName

group /NTA—Z THRESNIZI N—T1TEMNTDRAT AT 2—HF D
D PLEHEELET, ERO—FEIEET AT, —FL DY
/o Z TR, &2 —PL 2 AR—2F- T~ TXEET,

ol

2—HF Eli A3, — Bob &2 /L—7 staff (ZIBILET,

n  — Eli (2 ADMIN BIEDEID S THIL TR, BUEDBREL) native T
HELET,

join Bob group(staff)
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S EER

join- A~ UK - XAT 4T I —T b0 —H DN (P. 200)
showgrp I~V K - ZAT 4T I NV—T D737 4D FE I (P. 205)
showusr Z< R - AT 47 22— 737 1 DFK IR (P. 206)
join[x] <K - 2—HFDONERZ )L—T"~DIEN (P. 142)

join-aAY UK - RAT4T T IL—THhis>0O1—H DHEIR
RATATRETHZ
join- X, 7 NV—T b —FEHIRT 53~ R TT,
E ZOav U RIXACREICLHVET N, BENRERDET,
join- AU REEHTHIZIE, LT OZRBDOWT D 1 D0 7SV TWD 4
HRHET,
= ADMIN EBHEAFID Y THNTWDHTE

m  GROUP-ADMIN &M CTE A MENRZ 5 2 B =7 v — 7 D A &I
JL—7 La—RREgGENTQNAZE

R FHR—ADI N —TF La— RO E ThHIE

m  ADMIN 77 A®D GROUP L' —R D7 7 AH|EIV AR JOIN 77 AMEET-
IZ MODIFY 7 7B AMERR DGR ESAILTNDHTE

2—HFDTaT 7 ANDFHEHEROZNEZ BN TWDIGAIL, 7 V—7)
La—HEHIFRTEEE A, ADMIN EM:%Ff-> 21— 12 CA Access Control L
I—RBIORAT AT I N—T %L BT HMERE 5 254513, MODIFY 7'a
RTABIVIOIN 7T A Dl F A% ETHMENRHVET,

ZOav ROBRITLL FOIIITRVET,
{join-|j-} userName group(groupName)
group(groupName)
2—PEHIRTDHRIAT 4T TN —THfRELET,
userName

ITN—TBEIRT D= D2 —FL{EFRELET, 7 —T o845
Da—HEHIFET 2581, 22—V A DUVANE > THA, K2—W
DT ANR—AE 1T~ TREYDFET,
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/]l

—F Bill 3, PAYROLL 7 /L — 7735 — sales25 & salesd3 ZHIRL £,

n 22— Bill [Z ADMIN JBHEASEID Y THILTIY ., BUEDBRELA native T
HELET,

join- (sales25 sales43) group(PAYROLL)

S EER

join AvUR - 22—V DRAT 4T T )V—T"~DEN (P. 199)
showgrp A~ R - AT 4T TN —T DT /37 4D (P. 205)
showusr I< K - AT 47 22— 737 1 DFKIR (P. 206)
join[x]- IR - 2—HF DI IL—T N EDHIEE (P. 146)

newgrp AV K - UNIX 2 IL—T DR
AT 47 UNIX BREECHZ)
ZDAURIZOWTIL, chgrp 2w RO THL TV ET,
ISR

chgrp 2~ K - UNIX Z/L—7 D28 ¥ (P. 194)

newusr YK - UNIX 2—H DERL
FAT 47 UNIX BRIETHSD
ZDa= U RIZOWTIE, chusr I RO THHIL TOET,
3RS

chusr 7<= F - UNIX == —H DZEH (P. 195)
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rmgrp A< K - UNIX 7' IL—F D EI &
FAT 47 UNIX BRIE CHZD
rmgrp 2 RIZ, UNIX AT 05 1 DLl ED 7 )V —T7ZHIBRL £9,
F: ZOavUNITACEREICLHYET . EMERELRVET,

X BREERE (seos.ini) IR ESN TCWAB T 7 AVERRIZL T, 7 V—T Dt
FRiA BN, BT, BLOHIBRIM T ET, T 74V ETIE, 2077
AU Jete/group TT o FEANZDOWTIL, TUNIX T2 R NEPED AR %
ZHLTTEEN,

ZOa<w ROBRIILL FTO IR0 FET,

{rmgrp|rg} groupName

groupName
HIBR 4527 N—7" D4 RIEfRELET, BEFD UNIX 7 V—T %8 ET
HVBENRHOET, 1 OFEITEBROI N —T L ERELET, BEDns

IN—TEHIBRT A IV —T DY AN - Z T A 57—
PR H AR —AE T I~ TR ET,

EZIEE

chgrp I~ F - UNIX Z/L—7"DZE & (P. 194)
showgrp I~ UK - FAT4T T )V—T D737 4D FK = (P. 205)
rm[x]grp 2~ K - Z7L—7 L a—RDOHIBR (P. 151)
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rmusr AR - UNIX —H D &l &

showfile A <K -

FAT 47 UNIXRECTER
rmusr 2RI, UNIX AT 5055 1 AL EOa2—FE2HIRLET,
F ORI ACREICHLHVET N, BIENERDET,

S BRBERR E (se0s.ini) ITFRESILCWA 7 7 A NV E R RIZL T, 2—HF DFHi A
iAF BAN, BT BLOHIERMTOIVET, 7 74V MRETIL, 20774
JUIX Jete/passwd TI, SN DOWTIL, TUNIX 2 Py MEPEG N %
SR TLTEENY,

ZOa<w ROBRIILL FTO IR0 FET,

{rmusr|ru} userName

userName

BEFD UNIX 2—HF DO2—H4 T3, EEO=2—FEH|RTH5581%
=YL DVANE > Z TH A, Fa2—P LB AR—RFE] ifa/vf
XYJ0ET,

3RS

chusr T F - UNIX =t —H DZEH (P. 195)
showusr I<UR - XA T 47 22— 7o/ 7 1D KR (P. 206)
rm[xJusr 2K - 2—H% La—RDOHIBs (P. 154)

2 AT47 T7AILDTANTADRK
FAT4TBETHER

showfile I~ RiZ, 1 DU EDOTVAT A T 7 ANDIAT 47 i ile —EFKoR
LET,

E 2O NI ACREICHLHVET N, BMENERDFET,
ZOa<w ROERIILL T IR0 ET,

{showfile|sf} fileName [next] ¥
[{props|addprops} (propNames) ]
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addprops(propName)

FRTHTRT 4 (L—F) R ELET, 73T 4 DOYANIHALED
I—TFVEIMENET, V—T1%, BIEDOI =R TOHRFESI, Bl
TEDT TR T T HERTDON—TREITRVET,

fileName

A BRI T DT AN DL RIEREELET, UNIX 77 AV 7% 1O
LEANLET, BEOT77ANERETIHHEIL. 77 ANV DY AN
IS ZTH A, KT 7 AN T AR—AFEI I~ TR FET, 1>

next

FREINT-T —HDO—EpaFRLET, ZOF T asid, REINTWD
I Y ARXIN I ) T —ENREWGEIER T,

e K7 AR, query_size BRtEaR TSV TCIREVET, T 741
rDZ Y AT 100 IZEESILVTNET,

props(all|propName)
KR TLHT0NT 4 (V—T) R ELET,
R IE LTV =Tk O/ =L /R TT,

f5ll: UNIX 271 LD EEHD TR

UNIX @ /tmp/foo 7 7 AV DiEfE — B R RLE T,
showfile /tmp/foo

f5l: Windows 727/ ILDRBEEDETR

Windows 7 7 /L C:¥tmp¥foo.exe DR A & NG HER L E7,
showfile C:¥tmp¥foo.exe props(Owner)

EZIEE

chfile Z~>F - UNIX 7 7 A /L% & DZEH (P. 192)
chfile Z~>F - Windows 7 7 A /L X FEDZEH (P. 212)
showfile A~ K - 77 A /LD 7 0/37T 4 DFE 7 (P. 168)
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showgrp AR UK - R A T4 JIL—TDOTONTA DR
IATATBETHL

showgrp I~ Rk, RAT AT A —T 407 AT LD 1 DL, EDO T )L —
TOFEME R RUET,

E ZOa<w U RIXACEREICLHVET N, BENRRDET,

7 UNIX D55 BRELERE (seos.ini) IZFEESILTWD T 7 AL ERIZRIZL T,
T N—T D Frir G BN, BH BLOHIERM T ET, T 74/VRRE

TlX, ZO7 7AW Jetc/group TT, FEAICDOUWTIL, TUNIX =2 R4
B AR) %S R TLTZEN,

ZOa<v ROERIILL FO X720 FE T,

{showgrp|sg} groupName [next] ¥
[{props|addprops} (propNames) ]
addprops(propName)
FoRTDHTNRT A (V—T)EFRELET, 7T A OVANIBED

I—ZVEBIMENET, —T1%, BIIEDOZ ZVZHL TOHRFESI, Bl
E®7IU7§§%§T‘§%&%0)W~7E§E WRVET,

groupName

AR R T AN — T DARIEIRELET, BMEORAT 4T TV —
ZERETHVENDVET, 1 OFITEBRDOI N —T LR ELET,
DT N—T KR T DAL, 7 V—T % DY AN Ah > ZTHl 7,
BT N—T R A= RAFE (TN~ TR E T,

next

FOREINTT —HDO—EFRRLET, ZOL T varid, BESIN TS
Jx) P ARXIVT ) T —H PN RKEWEGEIER T,

WRZ=Y HAXTX, query_size BREER EIFESWTIREVET, 7741
D22V YA R1F 100 ([T ESILTWET,

props(all| propName)
R THTRT o (OL—F) R ELET,
RIELIA—F RO/ =IO H T,
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showusr A< K -

/]l

UNIX 7 /v—" security Dafli% unix BREZICWD EX I — B FR/RT5121%, DL
ToOav R ANLET,

showgrp security
AR

chgrp == - UNIX Z/L—7" D25 (P. 194)
chgrp =<1 - Windows /L —7 D2 | (P. 213)
show[x]grp 2~ K - 7V —7 737 4D FIR (P. 170)

FAMT47 1—H TO/INTADERT
FAT 47 UNIX BRECHEZ

showusr I~ Rid, TAT AT AR —T 40T VAT AIZERZSINLTNS 1
AN L= DT TR ET,

F ZOav U RIXACREICLHVET N, BfENERDET,

7 UNIX D55 BREERE (seos.ini) ITFRESIVTWD T 7 A /LA RIZL T,
Z—WOF A GBI, TH, BEOHIBRMTONET, T 74V REET
X, ZO7 7AW Jetc/passwd T, FEAIZOUWTIE, TUNIX =2 Fhr A
RGN 2R TLTIZEN,

ZOa<w ROBRITILL FO IR0 FE T,

{showusr|su} userName [next] ¥
[{props|addprops} (propNames) ]

addprops(propName)

TR THTNRT (V=) ZRELET, 70T A OUANIEED
I—FVBEMENET, —T1%, BIEDOZ ZVIZHL TOHRFEESI, Bl
E®7i)7ﬁ>%k775‘”5}:ﬁu0)/1/—75&“ﬁ WCRDET,

userName

FATAT TUNT A% FoRT D2 — Y OL4FIERELET, BEFORA

T47 2—FRERELET, HROA—FOT T 12RKRT DA
1T, 2= PHDYAZ I D> ZTH IR a2 — A AR —AE T

~ TREIET,
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next

FRENT-T —ZDO—EEFRLET, ZOF T alt. BESNL TS
I Y ARXIN I T —=H PR REWGEIER T,

BRZTY A R1L, query_size BREZR EICHESWTIREDE T, T 741
rD7 =) B4 RT3 100 IZER ESIVTVET,

props(all| propName)
FRT DT NT A (V—T) R ELET,
RELTNV =T FRRDO7 =V H N TT,
i

UNIX m=— leslie D% unix BRIZEICWAEXIC—EF R THI21F. LLTD
a<v REATILET,

showusr leslie

EZ TR

chusr I~ - UNIX 2—H DZEH (P. 195)
chusr <K - Windows —H% DZE 5 (P. 219)
show[xJusr I~ K - —H /35 D FEKIR (P. 175)

A T4 Windows (RIED selang A< K

ZDOv s arTlii, R T 47 Windows BifiE b THEITEND selang 2~ KD
TR TETNT 7y MECHILET,
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authorize A< K - Windows YV —XRIZx3 B3T7 09 D7 O XIER DR TE
XAT 47 Windows BRIECHZ)

authorize I~ Rl BEDYY —A~DT 7B AZFF A S TCWDH—HF B L
W N—TDYVARNEFL £9°, authorize I~ REfEHI 5L, 22—V F/-
27N —TDYANE L FDITEETEET,

n  FFED CA Access Control —H F£72137 /L —F 12k L TV —A~DT 7
TAZFFAILET,

n  FFED CA Access Control 2 —H 72137 L —F T L TV —A~DT
T AL FT,

. FFEO—YPENITN—T D V) —ADT TR AR NV EEHL
*£7

F ZOavNIZACEREICLHVET N, BERRLRDET,

T AHIAHY AMZ %G L TV D Windows BREED 7T A TRDEBY T, =

NWHD I AL, authorize 2~ RafEH L CHIEITE £,

= COM

= DISK

= FILE

= PRINTER

= REGKEY

= SHARE

EFRVANMIZ2WI T AL, 77 B AU AR D72\ =8 authorize =2~ K Tl
HTEEEA,

ZOa<w ROBRITILL FO IR0 FE T,

{authorize|auth} className resourceName ¥
[access(accessValue) |deniedaccess (accessvalue)] ¥
[gid(groupName, ...)]1 ¥
[uid(userName, ...)]

access(accessValue)

uid NTA—=Z E721T gid NTA=HTIRELTZT 7B I L TRIET 5.,
U —=ANDT 7 AR ELET,
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className
resourceName M@ 577 ADL iz ELET,
deniedaccess(accessvalue)

uid 73T A= FE2 13 gid /XTA—FTHRAT DT 7R LT, VY — A
DT I AR ERELET,

A TE D accessvalue 11, all, create. delete, join. modify. none.
password, 33X read T,

3 accessValue 1% authorize 2~ R CO AR TEE7, authorize- 2~
URTCIHMEHTEEEA,

gid(groupName)

V) —=ZA~DT 7 AMERRZ 7% T DX E: D Windows 7 /L —7 % 1 -D>%/-
ITEEFEELE T, groupName DfEIL, 1 DL ED Windows 7 /L—7"D
LHiERLET, BEROTN—TERETLHHEIR KT NV—T LA
N—2F I~ TRV ET,

resourceName

EWEAITBINTH)Y—A La—Ro4RiafEELET, Eo)y—=x
R EITBINTA5E81%, VY —RAZ DYAN - Z TR A, 4D
V= A T AR —AET (A~ TR ET, V=241, D7eib 1
SETIHIVLENRHVET,

CA Access Control TlL, FEE LT/ T A—Z it~ T, KV —A L a—R»N
BNV E T, VY —ADMBE I =T — PN ETHE, Avb—
MNIEITEIH, UARDIR DY — 2B TSIVE T,

uid(userName)

V) —=ANDT VAR R ET HRED Windows —H & ELET,
userName 1%, 1 ALL_E® Windows +—HV D 2—V £ 2E€ L7, HHED
a—PERRET LA, o — P EAN— KT~ TRV E
7, Windows (ZEFRIINLTNWDT X TOZ—VEIEETHHE 1L,
userName (Z7 AXYVAY (*) R ELET,
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authorize- A< KR

S EER

authorize- 2~ K - Windows U/ —Z|Zx} T 57 7% 07 7 AMEE DI

(P. 210)
chfile Z~>F - Windows 7 7 A /LEX EDZEH (P. 212)

chgrp =~ K - Windows 7 /L—7" D28 & (P. 213)

chres =<K - Windows V> —AMDZH (P. 215)

chusr Z< 2K - Windows =t —H D255 (P. 219)

authorize A~ R - UV —AZxt$ 57 7 B AHEROFRIE (P. 51)

Windows CTDZZ AR T 72 AHER (P. 35)

- Windows )Y —XIZx 9 57 VY D70t XIER DHIFR
AT 47 Windows BRIETHZ)

authorize- I%, BEHED T 72 AHIHU ARG T 720 2H| R 52812k->T Y
= ANDT I AMEE IR T Ha~v R T, ZOa~vr ReFEITTHE KE
DY —A X DT 78 OT 78 AMERRIZT 7 AWV EDT 7B AMER D AT
720ET,

F: ZOaw NI ACEREICLHY FI0, BIER RV ET,

ZOa<v ROERITILL FO IR0 FET,

{authorize- |auth-} className resourceName ¥
[gid(groupName, ...)]1 ¥
[uid(userName, ...)]

className
resourceName 3B 3 5757 AD 4TI ELET,
gid(groupName)

V) —=ADT 72 AMERRE TR E T D%4:D Windows 7 /V—7% 1 DFET=
IIEEFEELET ., groupName DAL, 1 DLL_ED Windows 7 /L—7"D
AATERLET, O N—TERETLHGEIL HITNV—THEA
R—2AF I~ TRYIVFET,
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resourceName

EHEEFILENT AV —RA La—RO4RiEfEELE T, DY —2R
PREEEITBINT 551, VY —R2AL4 DY AR D> Z TR A 4V
V= AH T AR AR I~ TRYES, VY —2AA4 1, ke 1
DHRETHMLERHYET,

CA Access Control TlL, fEE LT/ T ARt~ T, KV —A L a—R»n
RN ET, VY —RADOWEE =T — N ETDHE, Avb—
MIITEIL, UARDIR DY — AN i A TSIV E T,

uid(userName)

VY —=ZDT 7 AMEIRA TR E T D% 500 Windows L+ —HZa45EL£7,
userName 1%, 1 ANLL_E® Windows L—H D 2—V 42K LF3, #HED
2—PEEETLHEIE, o — PR EAR—AFE T~ TRYIDE
9, Windows |ZERIIN TS T X TO—FEEETHHEIL.
userName (27 AXYAY (*) R ELET,

EZ TR

authorize 2~ - Windows VY — R Zxt 457 74 OT 7B AMERDELE
(P. 208)

chfile 7<= K - Windows 7 7 A /L% D H (P. 212)

chgrp =<2 F - Windows 7 /L — 7 D Z 5 (P. 213)

chres =<K - Windows V> —AMDZ § (P. 215)

chusr 7<= K - Windows -— D ZE & (P. 219)

authorize- A~ R - UV —2)\b D7 72 ZMERDHIER (P. 57)
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chfile A< K - Windows 27 ILEREDNDE R
FAT 47 Windows BREECHZN

chfile & editfile IZ[FAIC2~ R Td, EH54 1 DL ED Windows 7 71 /1%
EELET,

E ZOa<w U RIXACEREICLHVET N, BENRRDET,

NTFS 7 7 AV S AT DINKIROGE D~ RIERILLL FOLBY T,

{{chfile|cf}|{editfile|ef}} fileName ¥
[attrib(attributeValue)] ¥
[attrib(-attributeValue)] ¥
[defaccess(accessValue)] ¥
[owner (userName|groupName) ]

FAT 77 AV VAT D ROEGE DA< NI FOLBYTY,

{{chfile|cf}|{editfile|ef}} fileName ¥

[attrib([-]attributeValue)]
attrib([-]attributeValue)

T ANDREERE S D EDRMEATEELET, value 513D ATIC~
AT AT () TG A%, BEDSHIFRS L ET,

defaccess(accessValue)

FAT AT X2V T A DHLIIAFIL CNNDY L—7 Everyone |2k 2577
TAMERRERELET, VAT L 22— (L7 X T Everyone 7 /L —7 DA
VXTI, Everyone 7 /V—T I T VAR G- 2 H L FRRESITZTRT
DA—PF TR, TR TCOBIERRESL 22—V E T 7 EATEDLLD
2720 ET,

7 : CA Access Control BREE CEFRIILIZA 7 ¥ =7 D defaccess (213, Bl
DEWRRHVET, ZOWE . T 74NV DT 7B AR, V> —AD CA
Access Control UAMZI &G EN TV WT 7Y NI —A~DT 7 A% 5
RUIEGEIZHEZONOMEROZETY, Fo, T 74N IDOT 72 AHER

IZ. CA Access Control TEFRIN TV W2 —WIZhiE S ET,

defaccess /X7 A—ZL NTFS 7 7 AV AT LMD Hu S vET,
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owner(userName|groupName)

T7A) La—ROAHEL Ca—YEII7 NV —TE2E0 Y TES,
T7AN LA—=ROFHEEIIL, 77 AR DRI RO T 72 AN -
Z6NFET, T7ANVDFAEIL, 77 AV La—R &5 R £ b
TAHZENTEET,

FHHTEHR
showfile I~ R - XA T 4T T7ANDT /37 4D FIR (P. 203)

chfile 2= K -7 74 La—RDZEH (P. 65)
Windows D7 7 A /VJ& 1 (P. 565)

chgrp A< K - Windows ¥ IL—TDEE
FAT 47 Windows BRETHZD

Windows 7 /L—"1Zx 3 BH1EZEIZIZ, chgrp 2~ R, editgrp 2~ K, B
newgrp I~ &AL ET, ZNbDOa< RiFEENRFTTTN, LLTFD
RODRB I >TNET,

m  chgrp I~ R/, 1 DLLED Windows 20— 75 L F T,

n  editgrp I~ R /E 1 DLLLED Windows 27— B EREETAITE L E
7%

m  newgrp I~ R/, 1 DL ED Windows 27— 1EEL F T,
F ZOav NI ACREICLHVET 0, BER RV ET,
BEOIN—TEEH#TDHEE ., FRXEBIN—T O T4 EET D

AT I —T L DVANE ST Tl A &7 N — T4 T AL —AFET- 1T
B TREVET,
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E IR B BN A0 join a~ U REME AL, ZL—T b AV
NREHIERT 5120 join- 2~ RAEFHL £,

ZOa<v ROERIILL FO IR0 FE T,

{{chgrp|cg}|{editgrp|eg}|{newgrp|ng}} groupName ¥
[global] ¥
[comment (string) | comment-] ¥
[privileges(privList)] ¥
[privileges(-privList)] ¥
[rename_group]

comment(string)

T N—T La—R|TE K 255 LFOFEE TN DA CFESZ B0

LET, Z—7 La—RIZT TICIAVPCEYRNBINEN TWHIEE,

MEAF D SCFHNIZZ THRELTEH LW U PN ES B HEd, X7
IZZEANE ENDGAIL, XTH e —ES G CHAET,

FEAED Windows 7 /L —F121E, VAT LD A2 AN—)VIFIZEA D= Ak
PIBINSILCUVET, Windows EBglx& CA Access Control BRE% D i 5 (25T
LW N—T% VBRI 5 &, CA Access Control {245 Tl CA Access Control
Group ] W) A RABINEVET,

global

JTa—N )L T N—T% kL ET, Windows T —H_X— A FFAELZRV—
BRI N—T R ETHVENHYET, Windows TliL, 7 /L—7L
2—WFIZRCARIEIRET AT TEER A,

F: Va— L FL—T7ZERCL . CA Access Control /3N—0a 4.1 Zf#
325613, ~groupName ZFERLE T, N\—Tar 410 LTI %5
HAHMZARS 72012, ZOAN R —rENTOET,

groupName

newgrp IV ROLGEIE, 7 —FX—R|TBEMENDLT V—T La—RoD
ZETEFEELET, Windows 7 — X N—A|ZAFELIRW—E 72 —
KR ETHMENHVET, CA Access Control 7 —Z X — AL HR0
Windows Ci3Z/ /L —7 Lo —FIZRUARIZIEET AT TEER A,

chgrp I~ ROYA . BEGTH T 0T 1 &G/ N —TF DL FIETEEL
i‘é‘o

BT N—THEFZTHES . ERTERI N —T DT T A
THEEIX. I —TF DY AN A>T T Ir, KT N —T 4 e Zr—
AFNI D~ TR ET,
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privileges(privList | -privList)
Windows D7 /L—7" L a—R{ZRE DMENRZ BN F97, privlist DRETIZ
~AFTREGE ) AT TG A, FRELIAERREHIBRLE T, AR EIL,
FAT 47 Windows THEE TEHT N TOMHER T,
DT A—=HIE, chgrp 2~ N EIT editgrp 2~ R TR D7 L —7
La—REER TG5O ETEET, LW r—7 La—R %
TERL T DEEIT, ZONRFA—ZZFEH U CHERRZFIV Y THZ LT TEEY
Ao

rename_group

Windows 7 —XX—ADT N—T T hH7 M EERELET, HW\WIL—
THDFTXTCOT T AL, BRTEEL LI N—T T AV NS
LET, Windows 7 —FX—RAANFHET H— BRI N—THEEETD
VHEIRBHYET, CA Access Control 7 —H_X— AL [T H 720 Windows T
(I N—T b —FICRCARTETRET HIEITTEERA,

7E : Active Directory 734 2 AR—/LSF1LCV % Windows 2000 (T CA Access
Control A Ah—/L3 % CA Access Control (245 T Windows 2000 LA
HIDT N—T L INETFEINET,

chres A< K - Windows JY— AN ZEE
XAT 47 Windows BREETHZD

chres. editres, 33X newres =~ > RZ{# L T, Windows B25Z PN D CA
Access Control 77 A2 @3 AU/ — A La—RN |kt AEEE T L ET, =
NHDOa U RIFEERFRIC T, L FOROHR RS> TNET,

m chresa~ 2 R/d, 1 DL LDV —XZFEHFELET,
n  editres I~V R/E 1 DL LDV —RFAERRE-ITE T LET,
m  newres A~ R/ 1 DL LDV —XEAERRLE T,

F: ORI ACEREICOLHY EI03, BIER RV ET,
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ZOav ROERIILL FO IR0 FE T,

{{chres|cr}|{editres|er}|{newres|nr}} className resourceName ¥
[comment (string) |comment-] ¥
[defaccess(accessValue)] ¥
[dword(integer) |string(string)|binary(hexastring) |multistring(string)] ¥
[location(string) |location()] ¥
[maxusers(integer)] ¥
[owner (userName|groupName)] ¥
[share name(string) |sharename-]

F720%

{{chres|cr}|{editres|er}|{newres|nr}} ¥
DOMAIN resourceName ¥
[computer(workstationName) | computer- (workstationName)] ¥
[domainpwd (connectPassword)] ¥
[trusted(domainName) | trusted- (domainName) ]

binary(hexastring)

LY ARN =78 16 EHODOS AT, LUAN F—DfEZEELET,
className

resourceName 23 J& S 577 AD A RIEFRELE T,

newres I~ RDIGE . HZN72{EIL REGKEY, REGVAL, OU. 35T SHARE
T9, chres a2~ REBL N editres 2~ RDOEA . AXh7fElX cOM,
DISK., DOMAIN, FILE. PRINTER, REGKEY. REGVAL, SERVICE. DEVICE,
SESSION, OU. 3L} SHARE T,

comment(string)

VY —RA La—RZai ey zEBMmeEd, V) —ALa—R{Z7 Tl
A NCFHIDREIMS IV TNDEG S BEF O FHNEZ I CTHRELT-HL
WICTEAICE XL DNET, Z0O/3FA—H (L SHARE VY — 2B L
PRINTER VY — AL TOAHETT,

computer(workstationName) | computer-(workstationName)
RALAZBINT DT — I AT —ar DA FIEIRELET, 5l OpIc~A
F AT EAT G681 FAA U BEIBRT 2T — VAT —var aiEL
F9, 2O/ T A—=H[L, DOMAIN UV — 2L COIFEFTE, chres =
< RE-IT editres 2~ RIZOBIEE R HETT,
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defaccess(accessValue)

FAT AT X2V T A DFIIAFILTNDT L—T Everyone (2577
TAMERREFRELET, VAT L 2—H (L7 T Everyone 7 /L —7 DA
V' /NTY, Everyone Z V—NIT VR AWM R B2 AL FRRESLIZ TR T
D2—PIZF TR, TR TORERNRES 22— T 7 EATEDLLD
(2720 FET,

7¥: CA Access Control BREE CIEFSALIZA 7 V=7 D defaccess (213, 5
DEWRBHVET, ZOBE . T 74NV DT 7B AMER LI, V) —AD CA
Access Control UANZ & EALTWR2WT 72N —ZA~DT I A% B
RUTEHEICHEZONDMERDZETT, Fo, 774NV RDT 7B AHER

IZ. CA Access Control TERIIL TV —FIZhEHIIVET,

defaccess /X7 A—H[L NTFS 77 A/ T AT MID I HAIIVET,

domainpwd(connectPassword)

EHENMEHEBRE LT T HEXICAN T OUERH L/ SAT — R a5 E
LET,

DT A—HF DOMAIN UV — A2k CO I TX, chres 2~
F7-1X editres A~ RIZOAFEER[RE T,

dword(integer)
LUAN =R OBAIT, LUAN) F—DfEEHELET,
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gen_prop(propertyName)
OU VFADT T4 HARELET,
ZDRTA=HIT OU I TAIZH L TCDOBRAZNTT,
gen_value(valueName)
OU 7T ADT T AMEZEIRELET,
ZDIRTA—=HT OU ZTAZH L COIRFERTT,
location(string)

TV BDYG R ELET . ZOT T2 IBRT DITIE, () I2fTh e
ELEE A,

ZDs3F A=A T PRINTER VY —AIZH L COBRH LTI,
maxusers(integer)

AT AL NI R EE e TE D — Y D KE (integer) Z 48 E L %
B

ZD/3F AT SHARE VY — AR L CORAINTT,
multistring(string)

VAN = NMERCC I DS AT, VYA F—DEE R ELE T,
owner(userName [groupName)

) —2 I/:l*—F\O)Fﬁﬁ%&b“(l“—‘*fiﬁ&iﬁ‘/l/“—f%%'m YCTET, U
V—A La—ROFAEIZIE VY — Rk DRI RO T 7 2R 52
LNET, V—RAOFTHEITIL, )/~X La—RZEHB L OHIRT S
FERRINEIC 52 B FET, FEAIZ DWW T, [Windows =2 Fahr > E#E
ARV B TLTIZSN,

FAT 77 AL AT LD FILE La—RFE7=1% SHARE L' 2—R{Z{X owner /X7
A—HEFRECEEH A, ZD 3T A—4 3, DEVICE, DOMAIN, OU,
PROCESS., REGVAL, SERVICE, 35X TN SESSION D45V — A% L CTHIEE
TEFEH A,

resourceName

BHEAITBMTA)Y =R La—RO4RIZFRELET, o)y —=A
PR FITEMT DG, VY — A4 DVARN > Z T A, &Y
= RAG e ANR—RAET T~ TRYIET, VY —241F, Ddeb 1
DRETOLELHVET,

CA Access Control CiL, fEE LT/ XTA—ZIHE-T, FI/—A L a—R»N
fERNCABRS N E T, VY —ADMBRHF T =D AT HE Ay —
MIEITEIL. UARDIR DV — AN BALER DG TSIV E T,

218 selang V7LV R HAKR



4747 Windows IRED selang AR

share_name(shareName)|share_name-

TV B DIFRALNARELET,

ZD/3F A= PRINTER VY —RIZH L CORFETT,
string(string)

LUARN) =3 3P DGEIC, LY AN =Dl R ELE T,
trusted(domainName) | trusted-(domainName)

EHISNDMDORAATEMNT DAL DA FTERELE T, RA %
untrusted (2T B5A 1L, BIBOFNI~A T AR EZT CRAS A &
ELET, 2D/ 3T A—%X DOMAIN UV —RIZX L THOIHFEHTE,
chres I~ R £7-1% editres I~ RIZOLFEE AIHETT,

3RS

rmres <K - Windows U/ —ZDHI| [ (P. 232)
showres <R - AT 4T V) —R 737 4 DFIR (P. 239)
chres 2~ K -/ —ZX L a—RDZH (P. 89)

chusr A< 2K - Windows A—H DZEE
XA T 47 Windows BRIETHZ)

Windows —H 25T A1EZEIZIX. chusr 2~ K, editusr 22K, BIO
newusr I< U R2FEHLET, ZHDa~< U RIEENRETC TN, LLTD
DI TNET,

m  chusr 2= R, 1 2LL E® Windows =— ¥4 Z &L $£1,
m  editusr 2~ RiE, 1 DLL EO Windows 22— % 7ERC F/- /425 F3,
m  newusr I~ R/E 1 DL LD Windows 2 — V2 (EREL F T,

F: ORI ACEREICLHY EI03, BIER RV ET,
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ZOav ROERIILL FO IR0 FE T,

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName ¥
[comment (string) |comment-] ¥
[country(string)] ¥
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] ¥
[flags{(accountFlags) |- (accountFlags)}] ¥
[full name(fullName)] ¥
[homedir(homeDir)] ¥
[homedrive(homeDrive)] ¥
[location(string)] ¥
[logonserver(serverName)] ¥
[organization(name)] ¥
[org unit(name)] ¥
[password(password)] ¥
[pgroup(primaryGroup)] ¥
[phone(string)] ¥
[privileges(privList)] ¥
[profile(path)] ¥
[restrictions( ¥
days({[mon] [tue] [wed] [thu] [fri] [sat] [sunl}|anyday|weekdays) ¥
time(startTime:endTime|anytime)) ¥
[restrictions-] ¥
[resume[ (date) ]| resume-} ¥
[script(logonScriptPath)] ¥
[suspend[(date)] | suspend-] ¥
[terminals(terminallList) |terminals- (terminallList)] ¥
[workstations (workstationList)|workstations-(workstationList)|workstations-]

comment(string) | comment-
2— La—RIZa A NCFHE BN ET,

BB K 255 SCFOREIFDORD CFIICT, TFEINZE A E
NBBEE, TSI ke — T R CHEAET,

country(string)
2—HPOEALIEELET, ZOXFINIERAET v A TS EE
Ao

B 19 CFOFHFNBHALTIITT, XFINZEARGE
NBHAIE, CFAI ks — TS G CHAET,
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expire | expire(mmy/dd/yy[@hh:mm) | expire-

A=W THT NI T A AMERELET, HAOREN WA,
BRI A LW RN —FOT NI bic kL Ed, 2—H
nwalg A R STEEE T, vl TR EEIZRILUET,

newusr 2~ KT expire- N7 A—H &5 E LT, AWIRDO/2 N2—H 7

BN EFRLET, chusr 2w RBI W editusr 2~ ROBGANL, 5

ESNTz2—Y T AMBIREHIRT 258 220/ T A—4%

RELET,

H Ao 51303 mm/dd/yy [@hh:mm] DA THRELET,
flags(accountFlags [- accountFlags)

22— TV NOFREEDRBMEETRELE T, AR 7 77 EOHMIZD

WL, 8k TWindows OfiE | 2R TLTZE0,

=Y La—Rrb7 77 %HIBRT 521X, accountFlags DRI~ AT AR
i () 2T ET

full_name(fullName)
2—H La—RIZEM T Oz —F DTV F—LEEELET,
FIEITR K 256 SLFOIEHFINORDLFHITY, SFINZEANEE
NG EIE, CFH ek —EH G A CIH A £,

gecos(string)

A—=PFDOT N R—=Lipl | =PI T DA T ANEFRELET, X
FINT LI HFCHAET,

homedir(homeDir)
2—POR—L T AL INERELET, 2—PE, B DE—LRKTA
TRIOF—L TALIMICB#BIICR A TEET,
homedrive(homeDrive)
2—=HPOR—L TALINDORIATERELET, =—HIL, BHD
F—=L RIATBLOE—L T4V 7N A TEET,
location(string)

22—V OFHEMZIRELE T, ZOXTFINIFRIET oA TSN
A,

SIEUTI K 19 L TFOTE THRD CTHNTY, CFINEANEG F
NOEEE, SCFseik%E — ' A% Tl A ET,
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logonserver(serverName)

a—Yous A ANEREMHERT DN — BB ELET, 2—FRRAL
T — I AT —a\la s A5 OB TIRREL-— N\ ca s A
RSN, 22— NI — I 2T — a2 {T A2 TS E
£

organization(name)

2—YPRFTE T oMM AR ELET, ZOHRITFEIET A TIHMEHS
EE A,

BRI K 256 LFEOIHFNLRS LFFITT, LFINEANEE
NBH O, TSI hE —E AT,

org_unit(name)

Z— R T A A A S E L E T, ZOBSRIIEEE T o ATl E
HAShEE A,

FIEUT IR K 256 SLFDFEFEIORRASLFHTT, CFEINZEANE E
B AL, TR ks — TS A E T,

password(password)

Z— P RRAT—REE Y TEF, AT —R F =V DA 2> T
HEE  HBELE AR —RTal A TEXADIL 1 BOLTY, KAl A
TR T AT BB, 2—FITH LN RRAT =R EHET DML ENHY
E3r

BIHITAR— AN o~ Ha FRWR K 14 SCF O SLFH|TE, /AT —
R F = BEDI2o>TWBEGAE . FEELI/ AT —R T/ (> CEHD
T 1EDOHRTY, [NRU—=RZEHRIZTH)OT7T77BRRESHTND
BEERWT, RIAI AT AZa Tl AT BB, 22— ITH L VIR —
RERETHMLERHVET,

H 3 D/RAT —R % ¥ 45|21, setoptions cng_ownpwd % FHL T
selang 47 L al B E T DN, sepass i HTHMLENHVET,
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Windows > A7 A b Ca—HFD/RAT —REZRTEL TWAIEE . LLFDAY
T UNRIREINDIEDRHVET,
ISR — NP RSIOBHE,
ZOTT—L, NAT =R PRV — B Al 2L TN SR ERLET,
ZOxT—OR KL, ELFOWT T,
. NAUV—RBARMEREIIDLEVD, FITEV,
n AU —R T S TEY ., Windows NT Change History 7 —
NWRIZAFTET D,
. NRU—RNIZEEICEBEOXTNE TR,
n NRAT—RPBO/ AT —R RY T —F A (CA Access Control /XA —
R ARV — TR ESNIZEM:72E) A 7oL TR,
ZOTT—%ERETHIZIE, i YT 5T N TCOE AT /XA —R %
RETHINNTLTTEE,
pgroup(primaryGroup)
2—BOTIA~) I N—TIDERELET, T~ I N—T T2 —
PINERSINTNDT N—TD 1 DT, Ja—rb T )—TTHHNLEIN
HVET,
SIBUIAR— AR o~ & FIRWEK 14 SCF O LFHITT,
phone(string)

22—V OEFFEFERELET, ZOHRITRIET A TS E
i,

privileges(privList)

Windows D — L a—R|ZRFEDHERRZ B ML £, privList DEIIZ~
AT AT () I T5E1T, FEELTHERRZHIFRLE T, ZD/RXTA—

A%, chusr 3~ R £/ editusr 2~ R CEEfEO L —H La—REZEH
THGEIZOREERBETT, FrLna—% La—REERT5LxC,

ZDNTA=B e LU THERRZ BN Y THZ LI TEER A,

profile(path)
FRIN TBREE (Tl TN T N—T | o NI — I8 Oa—Y D71
TrANE G T 7ANDERNNARELET, 22— NI —I 2T —
vaviinl A58, EEIFECERESEIC R RIIVET,
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restrictions([days] [time]) | restrictions-([days] [time])
=PRI AT 7 EATELMER LR R AR ELET

days S| A ER T time 5B ZEFEELT-GAE . La—FRNICT TITER
TESAVTODIE B fIBRIZ LT, R L7z R A il BR 25 @E S E T,
time 585 EE T2 days SIBE IR ELIZ S, La—RWNIZ T Tl
TESAVTODIRFE A FRIZRT LT, R L7 B IR E S E T,
days 514 time 518D S 2 4aELT-%6 . =—FiX, FHELREH D
FRELFE DR AT DT 7B ATEET,

[days] 121X, 22—V R T 7 AT VA TEDEH AR ELET,
days 55 IIR OV T B BN HYET,

- anyday- = —HIIE HZOT 77 AT 7 EATEET,

weekdays - —— I H BENOERETOFRIZRYVIY —R (2T /&R
TEET,

- Mon, Tue. Wed. Thu, Fri. Sat, Sun - =— |35 EL7-EH 2D
BV — AT 7 EATEET, BAIMEEDIETHEE TEET,
BEDOME R 218 ET 25813, FMEHEZAR—RET I~ T
XLV ET,

[time] 121X, 2 —P N — AT VA TCEAR MR A ELE T,
time 51 EUIIR DOV T 5B HVET,

- anytime - ¥ E O A OILE ORI Y — AT 7B ATEE
7

- startTime:endTime - {5 E L= HAC DR ) — AT 7B ATE
F9°, startTime BL O endTime 1L J7 &6 hhmm O TR EL
97, hh 13 24 FEREIZRFLOREH (00 2>5 23) . mm 12457 (00 />% 59)
ZFRLET, 2400 ITA %72 time fETIERNWZEIZEEL TS
VY, startTime 25 endTime J0/hSWZ & BV FAEIC H ORE
M CHOHZENVILTT, WRDPRARNERIRDAA L — 28D
A, s OBRIARE L& T R 2R AR — A1 LV RERTIZAR
WP DAL | BRI OEZFIEL TTEEW, 728 20E, RA
"MA=2—a—7ZHY ., AP BN RCHHGE, o B
JVADUERINSDT 7% A% R 8 KiNBA-#4 5 BE T 451C
1%, [time(1100:2000) ] LF5EL £,
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resume(date) | resume-

2—Y T AT hOER B BLOFHREE (47 a2) T, suspend /%
TA =L resume NTA =X DM S EFEE T HGE . B BE—REIEH
INRITRET DM ERNHVET, THLARWNE 22— KA —RHE 1k
SNTZEFITRDET,
KN FRFERES] (7222 1, B F O CHREL . B4R
ARECT
mm/dd/yy [@HH:MM]
resume- /NT7A—XEFHL T, 2—Y TAV U NDART—FRET 7T 47
(B%h) H—RHEIEICAET L ET, ZO/NTA—=HX chusr 2~ R E721E
editusr 2V RICO I TXET,

script(loginScriptPath)
PR A UL E A BN I TSNS 7 7 L ORFEREL %
T ZORT AL AZVT NEESTERBR BN ES N &9, = — T DfF
SEBRBEIT profile NI A—Z THEESNDTZD, ZO/NTA—ZDFEEITE
W& ATRE T,

suspend(date) | suspend-
2P T AT NN ET, 22— FIE—RHE RS e e —Y T AT
VIR LT AT AT AT HI LT TEET A, date ZFRETHE,

FRELZRIC2—Y ThY MR —RE LS E T, date ZEIETHE,
chusr I~ ROESTR - Blea— ThHT UM —BHE S ET,

A -+ EREZNT ., mm/dd/yy[@HH:MM] TEZTHREL £97, REZI34 I P 6E
T

suspend- /NT A= ZAE LT, 22— T HY U MDRAT —Z 2% MH)
TIT47 (BINICEELET, ZOFA—2F chusr 2w RE-I1T
editusr IV U RIZOAFEHTEXET,

terminals(terminallList) | terminals-(terminalList)

L= YPPRa T A TEDAR L 8 DETHELET ., VAMIZ&ESI]
FFCH A, ARNTI I ~TRYVET, f#i:

"terminall, terminal2"

workstations(workstationList) | workstations-(workstationList) | workstations-
2—PRaT A TEDLT— I AT —ar bl 8 DETHRELE T, VA
MIZEG AR TH A, 4RNIA -~ TREDES, #i:

"workstationl,workstation2"
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editfile A< K - Windows 77 LR EDEE
FAT 47 Windows BREECHZN
ZDATURIZOWTIL, chfile 2~ ROETHAL TWET,
R

chfile =< F - Windows 7 7 A /V % & DT (P. 212)

editgrp AV K - Windows F IL—T DIERREE R
ZAT 47 Windows B CHZ)
ZDAURIZOWTIL, chgrp 2w RO THL TV ET,
EZIEEE

chgrp =~ 1N - Windows /L —7" D25 & (P. 213)

editusr AV K - Windows A—H DERLELEE
FAT 47 Windows BREECTHEZD
ZDa= U RIZOWTIE, chusr A~ RO THBL TV ET,
FEHBIERR

chusr <K - Windows —4 D Z8 & (P. 219)

editres A< K - Windows JY—ADIERELT TR
RAT 47 Windows BRIETEZ)

ZDa=w L RIZOWTIE, chres 2~ RO THAL TV ET,
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S EER

chres =<K - Windows VY —ADZ H (P. 215)

find file AYK - RAT47 T7AILD—E XK
IATFATBECHS

find file 2~ N, A2~ T DT X TCDOV AT L 77 A )V —ERKRL
FI, FAZIICTFIITHRELE T, 77A0E W EONBIEFIZ 1 DDF|
IZFRRESNET,

ZOa<v ROERIILL FO X720 FE S,

find file [directory][/mask]

directory
directory THRELTZT ALV ZNNOTXTO7 7NV e —ERRLET,
4

directory THRELT=T ALV ZRNINO 7 7AVDHE . mask ZEEINZ—E T 5
TRCOT AN —EERLET, mask (TIZT ANV B —R 55 H
TEET,

f5l: Windows TOHRED/RR(ZHIRTAETAT S LD I7AILDIEFER

LA F Dz~ KX, CA Access Control bin 7 4L 27 IZHDH T THIEIT Al HE
TrANVE—EFRRUET,

find file C:¥Program¥Files¥CA¥AccessControl¥bin¥*.exe
5l : UNIX TD/IRE—UZ—BTBT71 L DEFR

LLF =<2 R, CA Access Control bin 4L 27 2> T T4 se ThaE
ZFRTCOT AN A —EFRLET,

find file /opt/CA/AccessControl//bin/se*
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find {xuserlxgroup} AR UK - TA—TS5A X A—HF(FTIL—TD—E XK
FAT 47 Windows BREECHZ)

find {xuser|xgroup} 2~ Ri%, BAEDOR AL FT21L GHHIIL TO BN AL D
TN —TTAR =P F I N —T DL R —EFRRLET,

¥ 2O~ Rid., Directory Services Zf# FHL TV AU 78—~ xf 5 Windows
2000 AL —T 4T VAT A TORHRIR—FSNET,

ZOavwROBRIZLL T DI ET,
find {xuser|xgroup} mask [domain(domainName)] [next]
Xgroup
A RICH L CEA =T FARX TN —T %R T IR ELET,
xuser
ATRIZHL TR F =T TA R 2= PR T INTHEELET,
domain(domainName)
MR RELTIRE T DEFEINTODN AL ZRELET,
ZOF T ar DIRENRIPSTHE T BUEDR AL D a—HRIRSh
ESSIR
VX
TUH—TTARX 22— DOV AIEFRELET,
next

PIRTSEATE47Z find xuser 2~ R&E7-1Z find xgroup 2~ RIZ L~ CHi%A
SN B —TTAR =W EFZT N —T D —EFKRULEL% selang
25k T 280 EL £,

ZOF T AT EOHEH BN 100 R AHHEICIEELE T,
Bl: TR—TFS5A4 X 21— DRT

PLFDa~<RiL, abc THEEABIEDR AL DEAID 100 T H—TFA R
a—WrE—EFRRLET,

find xuser abc*
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joinaARUR - A—HDRATA4T FIL—T DB
FATATRIETER
join av UKL, 2 —YE T N—TI1TEMLET, IAT 47 0SIZT TIZEF
N TWAL—YE TN —TEIRETHVERNHIET,
E ZOa<w U RIXACEREICLHVET N, BENRRDET,
join v REFITTHITIE, 2—FIILL FTORMED D7l 1 D&i7=L T
WALENRHYET,
m  CA Access Control ==—% L 1—R|Z ADMIN JB&IENEND Y THNL WAL

m  GROUP-ADMIN &M CE A MENRZ 5 2 B2/ /v — 7 Dl A &I
N—T La—RRNEGENTNDAIE

n T AR—ADI N—F La—RDOAE ThHIL

m  ADMIN 77 AD GROUP L 1—R DT 7B AV AMZ JIOIN 77 AMEET-
IZ MODIFY 7 7B AMERR DGR ESNTNDHIE

¥ ADMIN B A > — |2, CA Access Control @ GROUP L =—REB I
FAT AT TN—T 5B W HMHERE 52 58615, MODIFY 7 37 B IO
JOIN 7o/ T D FaiR ETHHNERHVET,

ZOAR U ROAUTLL FOIIITRES,
{join|j} userName group(groupName)
group(groupName)
A—=PEBINTDRATAT T N—TEARELET,
userName

group /NTA—Z THRESNIZI N—T1TEMNTDRAT AT 2—HF D
D PLEEELET, ERO—FEIEET AT, a—FL DY
NatpoZ TR, &2 — VL 2 AR—RF- T~ TCXREET,

ol

2—HF Eli A3, — Bob &2 /L—7 staff (ZIBILET,

n  — Eli (2 ADMIN BIEDEID S THIL TR, BUEDBREL) native T
HELET,

join Bob group(staff)
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S EER

join- A~ UK - XAT 4T I —T b0 —H DN (P. 200)
showgrp I~V K - ZAT 4T I NV—T D737 4D FE I (P. 205)
showusr Z< R - AT 47 22— 737 1 DFK IR (P. 206)
join[x] <K - 22— DONERZ /L—T"~DiEN (P. 142)

join-aAY UK - RAT4T T IL—THhis>0O1—H DHEIR
RATATRETHZ
join- X, 7 NV—T b —FEHIRT 53~ R TT,
E ZOav U RIXACREICLHVET N, BENRERDET,
join- AU REEHTHIZIE, LT OZRBDOWT D 1 D0 7SV TWD 4
HRHET,
= ADMIN EBHEAFID Y THNTWDHTE

m  GROUP-ADMIN &M CTE A MENRZ 5 2 B =7 v — 7 D A &I
JL—7 La—RREgGENTQNAZE

R T HR—ADT N —TF La— RO E ThHIE

m  ADMIN 77 A®D GROUP L' —R D7 7 AH|EIV AR JOIN 77 AMEET-
IZ MODIFY 7 7B AMERR DGR ESAILTNDHTE

2—HFDTaT 7 ANDFHEHEROZNEZ BN TWDIGAIL, 7 V—7)
La—HEHIFRTEEE A, ADMIN EM:%Ff-> 21— 12 CA Access Control L
I—RBIORAT AT I N—T %L BT HMERE 5 254513, MODIFY 7'a
NTAEBLNIOIN 7T A Ol FERETHLENRHVET,

ZOav ROBRITLL FOIIITRVET,
{join-|j-} userName group(groupName)
group(groupName)
2—PEHIRTDHRIAT 4T TN —THfRELET,
userName

ITN—TBEIRT D= D2 —FL{EFRELET, 7 —T o845
Da—HEHIFET 2581, 22—V A DUVANE > THA, K2—W
DT ANR—AE 1T~ TREYDFET,
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/]l

—F Bill 3, PAYROLL 7 /L — 7735 — sales25 & salesd3 ZHIEL £,

n 3 Bill [Z ADMIN JEHEASEID Y THILTRY, BUEDBRELA native T
HELET,

join- (sales25 sales43) group(PAYROLL)

S EER

join AvUR - 22—V DRAT 4T T )V—T"~DEN (P. 199)
showgrp A~ R - AT 4T TN —T DT /37 4D (P. 205)
showusr I< K - AT 47 22— 737 1 DFKIR (P. 206)
join[x]- 2R - 22—V DI )L—TNEDOHIER (P. 146)

newgrp <K - Windows 7 JL—F DYER
AT 47 Windows B CTHZ
ZDAURIZOWTIL, chgrp 2w RO THL TV ET,
AR

chgrp =~ K - Windows 7 /L — 7' D28 & (P. 213)

newres A<k - Windows )Y —XDYERK
XAT 47 Windows BREECTHZ

ZDOa< U RIZOWTIL, chres 2~ ROETiRHL TV ET,

3 EER

chres =<K - Windows U —AMDZ § (P. 215)
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newusr YK - Windows L —H D ERK
FAT 47 Windows BREECHZN
ZDATURIZOWTIL, chusr 2 ROETRAAL TV ET,
FEMIER:

chusr <K - Windows =-— D ZE & (P. 219)

rmgrp A< K - Windows 4 JL—F D HIl k&
FAT 47 Windows BRI CTHZN

rmgrp 2~ K%, Windows 7 —#X— 215 1 DL EDO 7 L —T7ZHIFRL £
R

E ORI ACREICHLHVET N, BIENELRDET,

ZOa<vw ROERIZLL O I 0FES,

{rmgrp|rg} groupName

groupName

HIBR 27 V—7" D4 RiEfRELET, BEFD Windows 7 /V— 74 %45
ETHMLENRHVET, 1 OFIIEEOIN—T L ER/ELET, B
DI N—THEHRT AT 7N —T 4 DVANE I T TR A, &7
N—T Z e AR —AF- I~ TR £,

rmres AT K - Windows )Y — X D &l k&

rmres 2~ RiL, Windows AT A T —H_X—2Z015 1 DLL EDOYY — A% Hl|
RLUET,

F: ZOaTURIT ACREICLHYE TN, BIENRRDET,

ZOa<w ROBRITLL FO IR0 E T,

{rmres|rr} className resourceName
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className
V) — 2N BT DI TADL FIEFEELET,
resourceName

className THRE L7227 7 ADEEATD Windows VY —AZ4 R ELET,
B DOV —2EYIERTDHE 1L, V) — AL DU AR D> Z T A, 45
V)= A e AR—AFE T[T~ T 7,

EEEE

chres =< F - Windows VY —AMDZH (P. 215)
showres <R - AT 4T V) —R 7137 4 DFKIR (P. 239)
rm[x]usr 2< K - 2—H% La—RDOHIBE (P. 154)

rmusr A< 2K - Windows —H D HI&
XA T 47 Windows BRETAHZ)

rmust 2= RiL, Windows ¥ A7 L T —H_X—205 1 ANLLED2—F2H|
MRLE9,

F: ORI ACEREICOLHY EI0, BIER SRRV ET,

ZOa<v ROERITILL FO IR0 FET,

{rmusr|ru} userName
userName
BEF D Windows —H D2 —HF 4 Z R ELE T, HEO2—FZHIRT

HPEIL, 22— P L DYANE IS TH I 52— PG EA—FT-
X ~TXREVET,

TR

chusr <K - Windows == —% D ZE § (P. 219)
showusr I< R - XA T 47 22— 7'/ 37 DR (P. 206)
rm[x]usr 2K - —H% La—RDOHIBE (P. 154)
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setoptions I /K - CA Access Control Windows 733> D E&TE

setoptions 2~ Ri%, Windows XL —F (7 VAT AZBEE 5, AT
LRI FH &35 CA Access Control 47 L al ZEICER ELET,

F ORI ACREICHLHVET N, BIENERDET,

setoptions T~ R&{# f9-5121X ADMIN BN MLEL T, 72720,
setoptions list =<K% AUDITOR J&"E £7-1% OPERATOR J& D3 & 1uiZfH
TEET,

ZOa<v ROERIILL FO I 0FE S,

setoptions|so ¥
[audit policy( ¥
[success(system|logon|access|rights ¥
|process|security|manage)] ¥
[failure(system|logon|access|rights ¥
|process|security|manage)] ¥

)]

[password(
[history(number-stored-passwords) ]
[interval(nDays)]

[min_ life(NDays)]
)]

audit_policy{+|-}
e A A% (+) FI3Eh () I ELET,
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audit_policy(success(system |logon|access|rights | process|security | manage))

O\ T DRAES T VB A AR AR ELET, T/ EA
AT T DOEBYTY,

system - 22— F DI Yy MY E TR EIZFITLET,

logon - AT A~DOTF LU ETAI AT A b0a s A7 w2 FHATLE
‘é—o

access - 77 A NIRE DX 2T AIRFER[EEIRA T V= I hA~DT T A
ZRATLET,

rights - Windows Server #E[RDfE 24T £,

process - /07 T LDT 7T 4Tl ATEDDIERTONRLAERL
FT D2 I DERRT 72 A, FaBADRK T REDARUR,

security - NV — AT VIR — IV OEFERITLET,

manage - T — W 72137 V—7 T AU ROMER., HIBRE- XA EE
AATLET, SRR EFLE R E T,

audit_policy(failure(system|logon|access|rights|process |security | manage))

OB T ARERT VA ARVNOBRHEEELET, 778X 2 A
FIFLUL T DOLEBYTY,

system - I 2 — XDy MU FERITRESEFAITLET,

logon - AT A~DOT AU EANITV AT A b0a s A7 2w AT LE
7

access - 77 AN EDEX 2T ARERREILA T V2 IR DT A
ZRITLET,

rights - Windows Server #£ROEHARITLE T,

process - 707 T LDT 7T 4Tt ATEDLDIERTO N RAERL
F T2 VA DEERIIRT 72 A T ADRK T IRE DAXUR,

security - NV — AT VIR — IV OEFERITLET,

manage - T — W E/2 3TN —T T T NOVER, BIFRFEIIEF A
AITLES, SRV —FERLEHET,

history(number-stored-passwords)

T H R AT T DAY =R BREOEEFRELET, HLu R

U —ROVERRE, 22— LBV AMIRAFSN TN/ AT —REFRE T
EFEH A, NStoredPasswords 1%, 1~ 24 DT, 0 &FRETHE, N
AT —RIFRGFSNEE A,
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interval(nDays)

INAT—R DR EFTNIE T, 2—FITH L TH LV SRT—RD A )%
et Ay —V2F R T HETORE A AR ELET,

nDays DIELLCiL, EOEIE/-IZ 02 ELET, HlE 0 Ik Ed
HeE, 22—k TR =R OF = 71T B2 F3, 78R
T —RIZH IR E R EL72WGAE, $iIfZ 0 lciRELET,

min_life(nDays)

BRI/ AT — R FEAEE TEXHINTDFTORE B EERELE
4, NDays 213, IEOEBAZIEELET,

3RS

showfile I~ K - 77 AV D 7 /37 4 DFEIR (P. 168)

showfile AR - RAT4T TZ7AILDTANTADRT
AT RIS

showfile 2= Ri%. 1 DL EDOY AT A T 7 ANDRAT 47 il —EFR/R
LET,

F ZOaw R ACREICHLHVET N, BIENELRDET,

DA RORITLL FOIITRES,
{showfile|sf} fileName [next] ¥
[{props|addprops} (propNames) ]
addprops(propName)
KT o7 T 4 (V=) ERELET, T rTADOYANIBAED

I—ZVEBMENET, —T1%, BIEDOZ ZVIZHL TOHRFEES, Bl
EDOT IR T THLRION—TREITREYET,

fileName
A —ERIRT DT ANV DL EIRELET, UNIX 77 A /V4% 1D

U EADLES, BEOT77ANEIRET DHE1E. 77 ANADIANM
AT TH I, BT 7ANK A= AL I~ TR ET, 1>
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next

FRSNTZT —HDO—ERmLET, ZOLF T vaid, EESILTWD
I Y ARXIN I T —=H PR REWGEIER T,

K7 YA XL, query_size BrEEaX ISV TIREVET, T 741
rDZ7 ) HA XX 100 [IZRESIVTWET,

props(all|propName)
FRTHT T (V=) R ELET,
RELT N =TTk D7 TN BT,

f5ll: UNIX 271 L DD R T

UNIX @ /tmp/foo 7 7 A NV DiEflE —BEHR RLET,
showfile /tmp/foo

f5l: Windows 27/ ILDFREEDERT

Windows 7 71 /L C:¥tmp¥foo.exe DT A & N EfER L E T,
showfile C:¥tmp¥foo.exe props(Owner)

3RS

chfile T< K - UNIX 77 A /LR FEDZEE (P. 192)
chfile Z~>F - Windows 7 7 A /L X FEDZEH (P. 212)
showfile A< K - 77 AV D7 2/37 4 DK (P. 168)

showgrp AR UK - R A T47 JIL—TDTONTA DR
KATATRIETHER

showgrp 2~ RlE, AT AT AR_X—T 4T VAT LD 1 DOLL EDT L—
TOFMERTLUET,

F: ZOaTURIT ACREICLHYE TN, BIENRRDET,

SE: UNIX O3 BREEER T (seos.ini) ICFEESN TWA 7 7 A /LA 41 LT,
I N—T DFEIIA T GBI, FH . BIOHIEAMTOIES, T 74V R E
Tl ZO7 7 AV Jetc/group TT, FEMIZOUWTIL, TUNIX A7 2R
PG N)  B IR TLIEEN,
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ZOav ROERIILL FO IR0 FE T,

{showgrp|sg} groupName [next] ¥
[{props|addprops}(propNames) ]

addprops(propName)

TR THTNRT A=) ERELET, 7T 4 OUANMIHAED
N—FZBIENET, A—T1F, BIEOZ =VIZx L TO AR ESIL, Bl
E@ﬁi)z’))w‘kTﬁ“é}:Hu@/I/—ﬁ&E WCRDET,

groupName

AR TN T OARIERRELES, BMEORAT AT T —T
HEFRETHVENSHVET, 1 ODFITEBOI N —T L ELET,
B DI N—T o FrmTDHEEL, I N—T LDV AN D> TR A,
BT N—T T AR—AE (I~ TXRYDFES,

next

FORSNTZT — X DR RmLET, 2O T aild, EFESILTWD
Jx) Y AXIN I T —H P RENGEIER T,

e K7 AR, query_size BRtEaR EIZHESWTCIREVET, T 741
rDZ7 ) A L 100 IR ESHTVET,

props(all| propName)
KRTHT T (V=) X ELET,
HELI—TIXR D7 ZNZH /RN TT,

7l

UNIX 7 /V—"7 security DA% unix BREE 2V DEEI—EFoRT D213, LA
Foa<w ReANDLET,

showgrp security
R

chgrp I~ K - UNIX Z/L—7 DZE T (P. 194)
chgrp 2= K - Windows Z /L —7" D728 & (P. 213)
show|x]grp 2~ K - 7L —7 77 4 D3R (P. 170)
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showres AT UK - RAT4T YY—R TANTF4DRT

Windows VY —AD 7 a7 452 FKRLET,

ZOa<w ROBRITILL FO I TR0 FE T,

showres|sr className resourceName [next] ¥
[{props|addprops} (propNames) ]

addprops(propName)

FoRTHTNRT A (V—T) R ELET, 70T A OUVANIHLED
I—FNBIMENET, V—T1%, BIEOT7 VIZH L TORFESIL, B
EDT TN T T HLRION—THREITREVET,

className
V) — 2N BT BT TADL RIS ELET,
next

FORSNTZT —H DR RmLET, 2O T aild, HESILTWND
I P ARXIN T Y T =N RKENGA BRI TT,

g R7 ) YA XL, query_size BrEEaR E ISV TR EDET, T 741
rDZ7 Y B AXE 100 [IZRESIVTWET,

props(all| propName)
T LT T A (V=) R ELET,
RELI =13 kD7 =V A2 TT,
resourceName

className CTHaELT=7 7 ADEELED Windows VY — AL ZHELET,

% 3E: selanga< Uk 239



AT 47 Windows IREE®D selang A< K

showusr AXUK - R T47 12— TANTADRT
IAT47 UNIX BETED

showusr v RiZ. RATAT F_—F 407 S AT ATERSINTVAS 1
N EDa—Y 7o T 02K R UET,

E ZOa<w U RIXACEREICLHVET N, BENRRDET,

S UNIX DA BREZERE (seos.ini) IZFR EESN TCND T 7 A /L BT LT,
=P DFERIAI BN, T BLXOHIERM T ET, T 74V NRET
X, ZO7 74T [etc/passwd TT, FERIZOWTI, TUNIX TRk
RSN e B TLIZEN,

ZOa<v ROERIILL FO X720 FE S,

{showusr|su} userName [next] ¥
[{props|addprops}(propNames) ]
addprops(propName)
FoRTDHTNRT A (V—T)EFRELET, 7T A OVANIBED

I—ZVEBIMENET, —T1%, BIIEDOZ ZVZHL TOHRFESI, Bl
E®7IU7§§%§T‘§%&%0)W~7E§E WRVET,

userName

AT AT TN T 4% RKmTHa—FOLRIEIRELET, BEAFORA

TAT A=V LERELET, BEO2—VOT T 1% RRTDEE
X, 2=V H DY AN NS> ZTH I, Fa— P E A=K T

~ TR ES,

next

FOREINTT —HDO—EFRRLET, ZOL T varid, BESIN TS
Jx) P ARXIVT ) T —H PN RKEWEGEIER T,

WRZ=Y HAXTX, query_size BREER EIFESWTIREVET, 7741
D22V YA R1F 100 ([T ESILTWET,

props(all| propName)
R THTRT o (OL—F) R ELET,
RIELIA—F RO/ =IO H T,
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/]l

UNIX =o— leslie DEERNZ unix Bt CWA L X IC—E R THI1213. L FD
a<v REANLET,

showusr leslie
EZ TR

chusr 2= 2K - UNIX -—H D28 § (P, 195)
chusr <K - Windows =-— D ZE & (P. 219)
show[xJusr I~ K - —H 7/ 37 s DFKIR (P. 175)

xaudit AY K - D RT L TIRRFIEHIACDER

xaudit 27U RIE, AT A T 7B ARGV AR (SACL) (2= N A BIIL £ T,
ZOVAMNOS =ML, FEEL = FIT N — T R —A~DT
I AMEEFASLIHDELTZE &I, B Ay —U ek Ed, xaudit- 13,
SACL /b= M ZHIR+ 5~ KT, 2=~ R, FILE, PRINTER,
REGKEY, DISK, COM, SHARE #A 7 DV —A|ZKL THZN T,

ZOa<vw ROERIILL FO X720 FES,

xaudit className resourceName ¥
[failure(auditMode)] ¥
[gid(groupName)] ¥
[success(auditMode)] ¥
[uid(userName) ]

className

V) —2ANE T AV — A FAT DA RIEEELET,
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failure(auditMode)
VY =L CRADNIEAN BT 78 ARk L E T,

auditmode DA N7EIL, VY —ANE T D)) —A ZATIZL>TRD LD
\ZH7DFT,

FEEE—REARIETEADILNTFS 77 AV DB TT,

m  DISK 35170 COM: changePermissions, delete, modify, query, read.
synchronize, takeOwnership

m FILE: changePermissions, delete, execute, read, takeOwnership, write
m  PRINTER: changePermissions, delete. print, takeOwnership

m REGKEY: delete, enumerate, link, notify, queryValue, readControl,
setValue, subkey, write

Z DM _XTDYVY—RA XA none BL N all
gid(groupName)

V) —ANDT T ANER N RIIDT N—T R ELET, DT
IN—TERETHEEIL. FI N —T L EAR—RE I~ TR

E

resourceName
VAT LT 7R ARV AR (SACL) 2 H 35V — X La—R o4 Fizta
ELET,

success(auditMode)

UY=L TRFA SN2 T 7B A% fiax L £,

auditmode DA NEIL, VY —ANETH) ) —RA ZATIZL>TRD LD
\ZHR72DET,

RN ETEADILNTFS 77 AL DHTT,

m  DISK }33XTX COM: changepermissions, delete, modify, query, read.
synchronize, takeownership

m FILE: changePermissions, delete, execute. read. takeOwnership, write
m  PRINTER: changePermissions, delete, print, takeOwnership

m REGKEY: delete, enumerate, link, notify, queryValue, readControl.
setValue, subkey, write

FOMFT XTDI—A XA none BL W all
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uid(userName)

UV —=ADT I EANER RGN 22— EfRELET, Ho=2—
PERTETHEE, 2=V HEAN—AEIH L~ TRYET,
Windows 7 —H# X —ATEFRINTNDLT R TCOL—VEIRETLHHE
1%, userName |27 AZVAY (*) ZFa €L £,

EEEE

xaudit- <K - VAT A T 7B AFHIEHUAROHIEE (P. 243)

xaudit- AX K - S RAT L 7O AE ) A0 BB

xaudit- X, SACL B N ZHIfRTHa~ R Td, 2Oz~ Rid, FILE,
PRINTER. REGKEY. DISK, COM. SHARE ZA 7DV —AIZ% L THEZNTT,

ZOa<v ROERIZLL FO X720 FE T,

xaudit- className, resourceName ¥
[gid(groupName)] ¥
[uid(userName) ]

className
V) —2ZN@ D)) — A AT DL R ELET,
gid(groupName)

V) —=ZA~DT I ANER G705 1 DU EOT N —T 2 ELET,
BEOTN—TERETHLEIL. KN —T B EAR—RE (T~

TXYIET,

resourceName
VAT LT 7R ARV AL (SACL) ZHIBR T DYV — A La—RD4 pixfh
FELET,

uid(userName)

U —=ZANDT I EAPNEER G b2 —FEBELET, #HED2—
PERETHHAIL, F2— P U EAR—REIN L~ TR ET,
Windows 7 —#X—ATERIINTNDT X TOZ—VEIEET D55
IL., userName |7 AZVAY (*) 4 ELET,
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S EER

xaudit IR - VAT A T 7B ARG ANOZEE (P, 241)

Policy Model 3R D selang A< R

ZDEIaTldk, Policy Model B35 _ETHITIIS selang I~ RDT T
LT IVT 7y MIBIZEAL £,
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backuppmd 3K - PMDB D/ \y o7y
pmd RECTHZD

backuppmd =<K, PMDB 7 —4%X—AND T —H g ESNT=T 4L 7k
Vo777 LET, R —, T T AMER, BREERE T 7ANIRE,
PMDB 7 —H#X—AND T X TCDT —H P\ I T 7T ENET,

DMS Tix, 2~ FEXIFZLL T I 2720 F T,

backup pmdName destination(path)

PMDB Tlid, =~ FERUTLL FDOIOITRDET,
backup pmdName [destination(path)|hir host(name)]
destination(path)

NI T T TrANDPKEANSINDT AL 7N ZERLET,

E SRERRELRWGE . 77 A/ViE_pmd_backup_directory  h—27>T
FESNET 7ANVIDGFNI A I Ty T SNET,

7 #)Vh: (UNIX) ACInstallDir/data/policies_backup/pmdName

T 7%/Vh: (Windows) ACInstallDir/data/policies_backup/pmdName
pmdName

7T 7 9% PMDB £721% DMS D4 HiZ E&RLE T,
hir_host(name)

M N D F TP PMDB Z$5 €T 53 AR name (27N 777, PMDB
YT AT TANNEIEE LT, 30T T 7D name IRAROHHIFRS LT,
TAIVT v a IERE T DI L ET,

F ZOaw KRR —RENADIL, ¥ AF PMDB &+ PMDB M [E LA
NMZT 7T aAEN555DH T,

createpmd A K - PMDB M7RA R EA~DYERK
pmd BRECTHER

createpmd <R, VE—h HRAM EIZPMDB #EFLET, 1 ALLED

2—H% PMDB DEHE | BEEH | BIUOVIAU—RNEFHE ITRETEET,
KFE D PMDB (2% 358l PMDB X W1 DLl LDV 7 27543 PMDB % &
2T DHIELTEET, createpmd 2~ Ri, VE—h RAMOSEITTEET,
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ZOav ROERIILL FO IR0 FE T,

createpmd pmdname ¥
[admins(user [user ...])] ¥
[auditors(user [user ...])]
[pwman(user [user ...])] ¥
[parentpmd (pmdname@host)] ¥
[desktop(host-names...)] ¥
[subscriber(host-names|pmdnames...)] ¥
[pwdfile(file-name))] ¥
[grpfile(file-name))] ¥
[nis] ¥
[xadmins (user [user ...])] ¥
[xauditors(user [user ...])] ¥

¥

admins(user [user ...])

1 ANLLEOWER—F% PMDB B EIA IZFEEL £97, D= —HITA
R—ZTEYIET,

auditors(user [user ...])

PMDB DMEE T 7 A N FKR CELNE 22—V %2 1 ALL EFRELET, 8
D2 —PIFAR—ZA TRV ES,

pwmans(user [user ...])

1 ANLLEDa—H%% PMDB /XA —REHHICHEELET, #EO2—
I A=A T E T,

parentpmd(pmdname@host)
TERL T2 PMDB M# PMDB D4 RiA R EL £,

7 selang D remote 1~ R THEDBL Policy Model Z7EZE T 2551,
THBIHAMFEEATAMLERHYET, 722 1E. Policy Model Z{ERKL .
TOREERTLIHE L TOa~x s Rei L ET,

createpmd subs2 admins(abcl23 root) auditors(abcl23 root) desktop(pcp36949) ¥
parentpmd ("aa@pcp36949, bb@pcp36949")

desktop(host [host ...])

BHE N PMDB O FLME 45 1 DLl EoRANE e ELE T, B2
DARANFIANR—ZATEYET, T 74/ Tl FHLU PMDB DRARA
WESNET,

subscribers(host | pmd [host | pmd ...])

HL PMDB DY 7 AT AN/ BRARNET-1Z PMDB 35 E L3,
BORANENT pmd IZAR—ATRYIVET,
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pwdfile(filename)
PMDB /SAU—R 77 A Vi EL£7,
grpfile(filename)
PMDB 7 /v —7 77 A )V AR EL£T,
nis
LU PMDB DA AR BT NIS B EZFEATL, UNIX DT R TORFTINA %
TAIVEIIRS BT 4 NVE T A VAR L £,

xadmins(user [user ...])

1 N EDx B2 —T T4 X 2—H % PMDB HHE ICHRELET, #HEO
Z— W FAR— ATV ET,

xauditors(user [user ...])

PMDB DR 77 A N5 TRk XA A —TFTA X 2—H% 1 AL S
ELET, BEO2—PIIAX—ATRYVET,

pwmans(user [user ...])

1 AN DB —T T AR 22— % PMDB /XA —RFFLE IZHREL £
I, O —FFAR—ZA T ET,

deletepmd YK - PMDB M7RRARH\S D HIlBR
pmd BRIETHZD

deletepmd =~ Ri%, VE—F BRARGLL FOHEH ZHIFRLET,
m  PMDB @ selang PRiE7 71 /L
- THAR—=ZRTrA)L
- LYARN =N
= PMDB T AL ZRNDOHNE
= PMDB 7 (LR
B E: PMDB ZHIFR T 256 PMDB D7 71 /L% FE THIBRL 2N TL72E

W BRI KRR REN AT D DAL T28) . PMDB (2% TlX deletepmd =
~ R THEHALTTZE N,

ZOa<w ROBRITLL FO IR0 E T,

deletepmd pmdname

% 3 E: selang A< R 247



Policy Model (REE®D selang A<~

findpmd A< K - tRRA K E®D PMDB D—E R~
pmd RECTHZD

findpmd =~ R, Bt SE DARARD PMDB &7 —F 2 Dt A A IR dR % —
BERALET,

ZOa<w ROBRITLL FO I TR0 FET,

findpmd

listpmd <K - PMDB IZBE 3 B 1E8HD —E R~
pmd B CHS

listpmd 2~ > K%, PMDB £ ZDH T AT TAN FH7 740 BLOTT— 1
TV TDERE - BERRLET, 7T ar OREN WAL,
pmdName THiELT= Policy Model DT _XTDH T AT T A N\P—EFRKIREI
3

ZOa<v ROERIILL FO I 0FES,

listpmd pmdName ¥
[{info|subscriber(subNames) |cmd(offset) ¥
|errors|all errors|log}] ¥
[next]

cmd(offset)

HH77ANVNOT R COa~v L RBLOKa~v L ROA 7y e FRRLE
R

FT7vyMI T 7ANVATOEFOMELRLET, 7By MAIEETD
EVANIA 7 By MEENLBRMASILET, offset MEESI TR
BEL B 7 AV D SEIRNGFRRB RS E T,

S E: WY 7AUIZIE, PMDB ISk > TR ET DM ENH D FHT ., £/
3T CIREF A DO EFE R RAFSNET, A7 'y NI, 7 27T4
ANIZEETDMERHLRDOEFIHFROMEZRLET, BH77ALD
WA 7 2o "l DT 7 By RSN ET,

errors|all_errors

Policy Model D=5 — /% EK 7 LET, errors /STA—ZEIEETHE,
P RN D =T — %R, T X TOZT—DFA T RERIINET,
all_errors 8 E T 5L, TXTOZT—NRRINET,
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info

pmdName |\ ZF& € L7z Policy Model {2835 —#%i& k& F R L £, Policy
Model [IZBFTET DI E IR E DIE BB RRINET,

next

FRENT-T —ZDO—EEFRLET, ZOF T a i, BESNL TS
I Y ARXIN I T —=H PN RENGEIER T,

K7V B AR, query_size BREEEX DWW CIREVE T, T 741
rDZ7 Y B AR 100 IR ESIVTNET,

pmdname
MO —EFR RS PMDB DA RIEHEELET,
subscriber(subNames)

Policy Model D% 7 A7 FA NBI VKT T AT FGA/NDAT —H A% —F
FoRLET, =7 —0%, ATAME, A7 By RIURET LI~ RRED
THMPERSIET, subNames /NTA—REGET HE, VT AITA 30D
BTy MBI TEET,

log
Policy Model D—fx a2 7 7 A VA FKRLET,

Bl : BIRLI=HT RXI54/30 PMDB H T RS54/ \MEHRD KT

£ HITDS compint THEED myPMDB Policy Model DY 7 275 A D — & A3
RTAICIT L Foav  RE A LET,

listpmd myPMDB subscriber(compInt*)

pmd 3< K - PMDB D& &
pmd BEECTHLY

pmd <RI, Policy Model =7 — a7 O{E £, 7 A77 A3 YARD FHT,
Policy Model —E ZADBRIAE/- 1315 1, BEOEH 7 7 AV OUIEETELT
WET,

ZOa<w ROBRITLL FO IR0 E T,

pmd pmdName ¥
{[release(subname) |start|stop|truncate(offset)|lock|unlock ¥
| reloadini|startlog|killog|clrerror|backup|operation]}
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backup

Policy Model /377 v A7 —H R TBATLET,
clrerror|clrerr

Policy Model D=7 — n 7 Z{HELET,
killog

Policy Model D—#%0 2 77 A NEMZHIILET, ZOF T arafET
He, Ayt =R SCRLERS IR E T,

EE: PMDB H—E A& LT HDIT kill 2~ R L2 TL7Zs 0,
lock

Policy Model Z11y 7 27 —Z AIZATL , Policy Model 732 D% 7 275 A

INASH e MMET20%FIELET,
operation

Policy Model 2\ 777 AT — R ZANOIE AT —Z AZBITLET,
pmdname

EIRL7A T a OFEITHER PMDB DA HIZFEEL £
release(subName)

FIHTEZ2WY T AT TA/RDUARNNG, subName THEESNI=Y T Z7F
ARNBEYIBRLET, FORER., T AT IS E B REZ(E
TEET, subName |Z1E, FHIFHRE (S TEHINNTTHH T AZTAN
ERRELET,

reloadini

(UNIX D ) Policy Model @ pmd.ini 774 /L3 LN seos.ini 7 71 /L% Fit A
IAZEL . Policy Model 7 —E 4 R—R T 20 B RER EA A T
TEHIDITLET,

startlog

Policy Model D— %112 77 A L ~DEZALZH NI LET, ZDOFT
Tait, vl Iy ANVBNENOGEITHERALET,

start

CA Access Control Policy Model #-—t 2&BHIEL £, ZDOA 7T a 1%,
EDNCEITT v RBRNGEICE AL ET,

stop
CA Access Control Policy Model 7 —E B L O —E R&{Z 1L L FT,
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truncate |trunc[(offset)]

W77 AV NEHIRLET, 278y MEEL TORWEEA,
T AL AR/ I KA 7 By NCOIEECONE T, FIReRik KA 7y
M, BRIV T A TA NG T H UG Oa~ RO EIZRDET,
offset IR ETHE FRELIZA 7 By hETOT RTO N AHIBREN
E3 I

L EHT AN EYIIETOHITNE, BltEA T By EBIRE LT R oA T
Ty hTIEAL, listomd 2= RIZ k> THRAGLT- EfE/ et 7 vy b fdi i+
HVENHOET,

unlock

Policy Model Z /by ZifFRAT —H A~FEAT L, Policy Model 73
DY T AT TA N~ a5 TEHINLET,
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restorepmd A< /K - PMDB D) AR7
pmd RECTHZD

restorepmd 2~ RE2fEH 5L, v—A/L IRAN EO PMDB ZUANT LET,
PMDB DUART\AEH T 5H/30 7T~ 7 77 4/11%, CA Access Control DY AR
T RARERIC T T T p—b, A —T 4 T VAT LB L ON—V a0 %
FATTHRARMOBIERSIL TCWDMERHYF T, Fo, VAR ARAR LT CA
Access Control NFEATH THLMLENRHVET,

3 E: PMDB Z B D RIZ Ny T o7 BIOVANT 4584, PMDB [ZUARTE
72 PMDB 7 — X _X—R|ZHDHHF—3F /L U —ADE HiE . HEIZIZ TV
FH A, HFLWEZ—3IF)L UV —Z TV AT 72 PMDB IZIBINT DA EE R HD
F9, BHLWIRRY Y — 22BN 5H121%, UART E4072 PMDB 215 1EL T
[selang -p pmdb) &=~ RFETLET, £D% ., UART 4172 PMDB Z i HE) L
E3x

DA< RORRITLL FOIIITRVET,
restorepmd pmdName [source(path)] [admin(user)] [xadmin(user)] [parentpmd(name)]
admin(user)

(UNIX) UAR7 E#4172 PMDB DEFEFH LU TN 2 — A E R L ET,
pmdName

UART 4% PMDB D4 HiiZ E#HLE T,
parentpmd(name)

(F7a)VARNT &7~ PMDB ODF DA RIZTERLUET, LENT
[pmd@host| DTEATHELET,

source(path)

(AT a7y Ty AVPERESIL TS T AL 7N ERLE
T, V=R FALINZIRELRWES . PMDB 17 7 4 /L OB HD
Ty AIVINOYANT SIVET, T 7 AV IO
[_pmd_backup_directory_|F—2 > CEFRIINET,

5 7%V (UNIX) ACInstallDir/data/policies_backup/pmdName
T 7#)VI: (Windows) ACInstallDir/data/policies_backup/pmdName

xadmin(user)

(UNIX) YRR T &7~ PMDB DEHREF L T Z—TF T R 2 —WEEH
LT,
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subs AR - HITRISANERIFIHITRIS5A4T T—E2R—XDEM
pmd RECTHZD

subs IR, i PMDB ([ZY T A7 T A /3% B0 50>, # PMDB (2% T
F—BRR— 25T 2T T LET,

AN PMDBZY 7 A7 TA 7 D6 1% LT ORI S TOHALE
NHVFET,

. RAMEBIL QWAL

. FDORAR T CA Access Control NFEFTH THAHZE

m PMDB M, W7 AV TAT ZILHBANDHE PMDB THHZ &

PMDB % 5D PMDB (ZH 7 AV TA 7 FB5E 15, L FORE D= T
HLBENBHOET,

s YT 2RITATEND PMDB D parent_pmd BRIEREIL, VT ATTAT 4
L7327 PMDB (Gl PMDB) DA RITMERESHTNDHIE

n BT RITATEND PMDB MG CUVDAR AR T CA Access Control
MNEITHTHDHZL
ZDa= ROENILLL FOINNTR0ET,

subs pmdname ¥
[subs(subsname)] ¥
[host type(mfHost) sysid(sysID) mf admin(mfAdmin) port(port)] ¥
{offset(offset) }

F720%

subs pmdname [newsubs (subsname) ]

E/elS
subs pmdname [parentpmd(pmdname2@host) ]
host_type(mfhost)
YT AT TAINDA T LI TRAN HA T H R ELET,
mf_admin(mfAdmin)

BT ATFGAINDA T — NEBE R TELET,
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newsubs(subsname)

subsname % pmdname £\ ) Policy Model (27 27547 L, FLW T
AT FA 7T PMDB AR, NAT—R | BIOW NV—T T 7 AV DONE &
BELET,

parentpmd(pmdName2 @ host)

pmdName2@host THa E X7~ PMDB % pmdName 3 Policy Model |2
LET,

pmdname
ERLTA T2 ar OFETHEG: PMDB DA T ZHEEL £,
port(port)
YT AIFGANDR— I MESZEREELET,
subs(subsname)
YT R T A73% PMDB IZHEIN Y TET,
sysid(sys/d)
YT RITANRDYAT LD HHEELET,

subspmd A< K - 1 PMDB D E &
pmd BRIETHZD

subspmd T~ R, BEfe o AR CA Access Control 7 — X _X— 2D F &7
HLET,

ZOa<v ROERITILL FO IR0 FET,

subspmd parentpmd(pmdname@host)
parentpmd(pmdname@host)

pmdname@host % FAEDHRARDHEL Policy Model IZL £,

254 selang ) 77LV R HAKR



Policy Model 3R1E D selang AWK~

unsubs AR UK - HTRIS5A4/\D EIIfg
pmd RECTHZD

unsubs =<K%, Policy Model DH 7 275 A /X YRR Y T 27T A 3% H|
lg/%l/i-g—o

ZOa= U FOIAITLL FOIIITRES,
unsubs pmdName subs (subName)
pmdname
BIRL AT a OFEITHER PMDB DA RTZFEEL £
subs(subName)

pmdname THRESIDY T AV T AN YARNNGHIBRT DT A7 T4 30
AR ELET,
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FTA4E:HJSRETOINTA

ZZ T, CA Access Control T —ZRX—RABIRRAT 4T R —FT 47
VAT AZERINTNB T RTDITADE T /8T AIZOWTIHALET,
ERERER ST 4, FNHDO T T 4B FEH DB T3 selang /%
FTA—=E  BEORENDD/INTA—FEEETHav NI T5EHRE, 77R
BNCELD TRIESLICT L7 7Ry MEIRLE T,

ZOBrva Al LFON IR EFILTWET,

JFAET R T A DIEHR (P. 257)
AC B2 550077 A (P. 258)
Windows E&1 D77 A (P. 524)
UNIX BEBE0DZ T A (P. 562)
JIAL I 77 A (P. 563)

HS5RETOINTLDIEIR

JIGAETRT A DOERITIZLL T ORGTTHANEHINTONET,

n KT uRT ORISR SI NS TlE, 77 ADLa—R O F—%
ERUET,
F—x, HLW L a—ROERRFIZIEET DL a— R+ T4, La—FK
DIERRSE T T 58, F—IFEH TN T T 42720 FET,

8 RIAHN AT ARG T () BT TCANI T 5L, T —F =2 BHZE DN
T A=A NHIBRSNET,
7= 21X, comment T /2T X ANEFRIE T HE, T —HF_X—A L a—FK
\ZT A RDNBINENET IS, comment- ZE8ETAHL 5 —HA_X— 25
ARSI E T, La—REERT 2581, ST A—ZT~v AT AL
B () EfHFAZ LT TR A,
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TR L, TN ITREN) =R ITREND 2 RO T AR D
nET,
77 77 A (USER BL O GROUP) DL a—RZ#ET 254811, VY —
2 IFATKILTE T % selang Do~ R By heiZiZppa< R By
AL ET

USER 7T ADL a—RZE/ETAIZ1X. chusr, editusr. 331" newusr
PRERHLES,

GROUP 77 ADL a—RZH#AET HIZIX, chgrp, editgrp, BLD
newgrp ZfEFHL £9°,

V=R IFADLa—RE#AET HIZIL, chres, editres, 3L
newres L 9, VYV —ANT 7 AV DAL, chfile 2~ FNE7-
IE editfile 2~ REMFEHT A2 TEET,

La—RO7 T & —ERRTHIZIL, showgrp. showres, showfile,
F721% showusr L £,

U —A L a—RoO ACLZBN, 25, F7-13HIFR T 51213, authorize
LN authorize- 2 FHL £7°,

EZIEE

selang I~ R U7 7L X (P. 43)

ACIRIED ISR

ZDO® Y a Tk, CA Access Control 7 —H_X— A ZIFAETHTXTDOITA
T NT 4 (ACBREED I T A) T V7 7y MRIZERI L £7,
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ACVAR 752

ACVAR 77 ADK L a—Rix, = RRA b BIiCT 7afSn-ZHE2EHRLF
T, ZOVTAEEGNT LT TEEE A

ACVAR 77 ADF—%, B DL HITI,

DLFOEFKTIX. ZOVTA La—RIEENL 73T 42OV CRIALET,
W EEAE DT T/RT 4T FERRET, selang /> X —7 =—AF T EHA
H—T 2 — AL TRIET AN TEET, BETEXRWNT 3741203,
Mg DA Rl S IVET,

COMMENT

La—RIZE&O LB IERE ERLET, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

HIFR : 255 37,
CREATE_TIME

(IFMOI) La—RPMERES IV B R R RSILET,
OWNER

La—R&EA 35— EIIZ N —TE2ERLET,
POLICIES

(D Ir) ZOZEH A -+ HRU— (POLICY 7L =7 k) DYART
ﬁ‘o

UPDATE_TIME

(FFMOH) L a— R I HSh o HF2 R LET,
UPDATE_WHO

(FEWMOI) FH e EAT U EBREZRLET,
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VARIABLE_TYPE
ERDOIATZERLET, ARVREIZLL T OEBYTT,
built-in

CA Access Control |2 > TA Y AN— )VIFITHERR SN T- B A 55
JONHELET, AT A I EBIIT U RIBA ROV AT AR EIC
HSWTRRINET,
S built-in B8 A AT E213HIRT LT TEEE A,

osvar

AR =T T VAT DOEIN TSN TR AR T 53R EL
E3 I

regval

(Windows) L' AR DAEIZ FE SV TR A iR T D IR EL F
T,

3¥: REG_SZ £721% REG_EXPAND_SZ LY AN) HA T Z454 L AR #
AT DNEDHZEFRT HIELNTEET,

static
B B LT USRI DI EL 7,
I B F OB OERIAT HE LT HILTTEER A,
VARIABLE_VALUE
EROEZETERLET,
¥ Lo T4 TR BHOBEICHI AN OEEITRSLET A,
VARIABLE_EXPANDED_VALUE

(HMDI) B OMEAEFRL . T DEBOMEITHD N F DL 7% J#
LEd,

ADMIN 95 R

ADMIN Z7F AD 4L 1—R(Z1E, ADMIN LAFh D 2 —F |6t L CTRFE DI T AD
BHAETRTHEOOERDEENET, TSN 2—FRNEHTS CA
Access Control D477 A% 397 121%. ADMIN 77 ADL a—R 2B DB
DHVET, ADMIN La—RI|Zi%, KT TADT 72 AMEREFFOT 72 DU A
MRS IVE T, A& T 72 AHIEIV AR (CACL) bR —hahE 9,

ADMIN 77 A L a—RDx—|%, RESIDITADLEITT,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

AAUDIT

(TE# D), CA Access Control DNEATHT 7T 48T 4 DOFESEE TR
E3r

ACL

V) —=ZA~DT IR AT A SN TNWBET 7Y (22— BT L —7)
BXOT vV OT A XA T DY AN EZR LET,

T2 AHIEI AR (ACL) DA FEFRITIZ, LT OIFHRIE ENLET,
TorY

TV EERLET,
TOER

TIEFIZEZOND VY —ATKT 5T 7 e AR E ERLET,

ACL 7'/ T 4% H 4 A|21%. authorize 2~ R %7~ authorize- =~
R access /XT A=A &AL ET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, JOMRIERMGICfSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
NACL

U — D NACL 7’ /3F (1% V) —A~DT 72 AR R R SNAT 7
tYE FHEESNDLTIEA ZAT (write 728) LT EFRT DT 7B A H|#
YARTCY, ACL, CALACL, PACLHZRL TL7ZEVY, NACL D& RIZiE,
PLFOERNGENET,
TotY

TV EERLET,
TR

T I L THESSNAT VA XA T 2 EF/LET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —2AF 13— I Lo TEE A MRS EEIT@EamEn5
2 —WEREFELET, CAAccess Control Tl FEELI-—P5a AL
a—REEBE T AL TEETEET,
HIFR : 30 307,

OWNER

La—REi A4 52— EI/ N —7 2 ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA EFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 4, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FFRISII T 7B AR
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control TlX, VY —A~DT 7 v AT ETH-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= WPEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/37 11, chres =<2 R & ch[x]usr <KD label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 725 F2130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIX, chres <K editres 2~ K, F£721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FEHOI) La—R BN lICEESniz H R R L ET,
UPDATE_WHO
(WO Hia FATUEHE 2 RLET,
WARNING
BTN DINEIDERELET, VY —ADEEE—NEH
T DL, ZDV =R T HT 7B AERIT T N CHF RSN, T78A

FORNT 7 BEA N— VGER LT A . AR IZL a— R RS E
T,
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AGENT 2R

AGENT 77 AD %L a—R %, CASSO T=— = ML THEASNAT 7V =
INEERLET,

AGENT 77 ADL A —RDF — X, =—V = FOARTTT,

PIFOEFHTIE. 2OVFA La—RIZEFNAT T A ZHOWTHIALET,
FEAE DT T (T AIRET, selang A2 % —7 =— AFT- 1T FRA L

B —T 2= AL CRIET 22N TEET, BETEXARN T 87 01003,
Mg DA Ll SIVET,

AGENT_TYPE
T—V DX ATTT,
COMMENT

La—RIZEOLIBIMERZERLET, ZOHRPMERMGITEHASH
HZLFHVERE A,

HIRR: 255 37,
CREATE_TIME

(HFHMDOI) La—RPERSNTZ RN R RSN ET,
OWNER

La—RaiiA 352 —PERIII NV —TZERLET,
UPDATE_TIME

(IHFMDO ) L a— RN ERICERSNC AREZRLET,
UPDATE_WHO

(IFMOI) B EFATUIEHEZRLET,

AGENT_TYPE 5 X

AGENT_TYPE /7 AD 4L a—RX, CASSO CHEHAINAT— = N A7 %
EHELET,

AGENT_TYPE /7 ADL a—RDF— (%, =—T = DHATTT,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

AGENT_FLAG
BT AERNE ENET, 7I771E L FOEfRETEET,
» aznchk - ZOJEMEEMERSS GATE N T2 E0matiELET,

n predef CEHIERFA) | freetext H HIZAX DT AN) | £7213 userdir
(=% THLIN)) - ZNHDIEEEFAL T, 2—FEMED Y — A%+
FELET,

» user £7-iL group - ZNLHDEEEAL T, B (77 &) Ba—HT
HOENT N —TTHOENERELET,

AGENT_LIST

agent_type /3T A—Z DL LT AGENT_TYPE 47 =7 "MfgE L TIERK
STz AGENT VT ADA TV 2V DOYANTT, 12¢x 01X, 207137 11%,
AGENT VT ADA 7V =7 NOAERRIRFIZ RS BRI C T SV E T,

CLASSES
ZOT—V 2 MIFE T AT AE X)) — ADOEE L FRNI AT,
COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHSh
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME

(FFHMDOI) La—RPER SN B RN R RSN ET,
OWNER

La—REiiA 3502 —PEIII N —TZ2ERLET,
UPDATE_TIME

(RO La—R BNk ICE TSz H R R L ET,
UPDATE_WHO

(FEHOR) WHEFATUEEHEZRLET,
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APPL 52

APPL 77 AN L a—R{[%, CASSO THEHEINLT 7V r—azEHRLE
£

APPL 7T ADL aA—RDF—|X, 77V r—aOL4RITTT,

PIFOEFHTIE. 2OVFA La—RIZEFNAT T A ZHOWTHIALET,
FEAE DT T (T AIRET, selang A2 % —7 =— AFT- 1T FRA L

B —T 2= AL CRIET 22N TEET, BETEXARN T 87 01003,
Mg DA Ll SIVET,

ACL

VI —=2AA~DT IR ARG A S TNLT 7Y (2= BIL O —7)
BLOT 7Y DT 7 EA IATDIAM EFELET,

T 7B ARV AR (ACL) DB EFIZIL, LT OE @A EENET,
Tty

TreYEERLET,
TR

TG0, VY =Rk T 57 7B AMERE ERLET,

ACL 7'/ XT 4% 9 A|21%. authorize 2~ R£7-1Z authorize- 1<
R access /NTA—HZfHEHLET,

APPLTYPE
CASSO Tl HENE T,
AZNACL

HERR ACL 2 EFLET, Zhud, VY —2DBN SN T —A~DT
IV AEFF AT H ACL TT, it A7 V= IR <FRET VT
BfEShET, RIS, AZNACL MEISh D56 A7 V= MNET —4
N—=RIHVEE A,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 72 AHIEIU A (CALACL) DA BLZEIZIE, LA FOIEF RN E F
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

CAPTION

FRIN T DT TV r—ay TAAL D FICERSINATIFANCT, 7
74 IVNE APPL 75 ADL a—R DL R CT,

HIRR: 47 SCFOIEF,
CMDLINE

TV —a TR RET 7 ANV DT 7 AV T, CASSO T fEivE
j‘o

IR : 255 7,
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COMMENT

La—RIZEO LB IERE ERLES, ZOHRPMERMNGIEHSH
HZETBHVFEE A,

#IFB: 255 L7,
CONTAINED_ITEMS

La—Rpar 7 ThAGEI, AT FICEENSGT IV —ar oL
a—R4TT,

O aRT 4 HE T I BHITIE, chres <K editres <K, BLN
newres 1~ R ® item[-](appIName) /3T A—Z2ZfE AL £,

CONTAINERS

La—RPDT ) r—a Al E EN DDA, a7 77—
TarPla—R4L4 T,

CREATE_TIME
(FFMO L) La—RBMERS Iz AR A RIRSIE T,
DAYTIME

T RPN AT IR ATED A #ET 5, B H LRFRTHF O [
ZERLET,

ZOTNT 4 BB I HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ R T restrictions /X7 A—XZH AL £,

HEFORIFIDOBALIL 1 55 TY,
DIALOG_FILE

TV —=arpus Ay = A g ie T AL 7RO CA SSO A7
TRDALFITY, T 7NV IDT 4L 7 RIDLATI, Jusr/sso/scripts T97,
77 VML Tno script] T3,

ZOT T 4 B3 AL, chres, editres, newres D41~ KT,
script[-](fileName) /X7 A—%2ZfE AL £,

GROUPS

TV —ar OEHEFF RSN TS — ZL—TF DYANTT,
HOST

TV = a BFAET DR ARDAHTTY,

DT RT 4w IER T HITIL, chres, editres, newres D& =< KT,
host[-](hostName) /X7 A—%2 % L £,
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ICONFILE
F AT TNCEKRT DT IV —2ar DT AL PMEFESHTWDET 7 A
VDT AN FI X584/ XA T9, CA Access Control ClE, =R z—
YOI I AT =2 NZT Ay 77 AVHPFET DL ZmiteE LTV E
T T7ANZLDIEANFILTZHEE, RONEFTT7 7 ANV DBBRBRSNE
‘ﬁ—o

1. BEDOT AL ZN)

2. REEEHPATH ICHEESN TWDHT ALK

FIFINVNEI T—I AT —arDF T4V T AT,
ICONID

TAA T7ANNDT A2 D (WMEIZSUT) ID &5 TY, ICONID 23F
ESITCORWGEIX, 774V h TAar MRS ET,

IS_CONTAINER
TV arinar T mnEInEfRELET, T 74/ MEho) TT,

ZOTaNNTAHEF T HIZIE, chres 221 editres 2= R, BL
newres 2~ R® container[-] /X7 A—ZZfE L £79,
IS_DISABLED
TV —ar NSRBI EFEELE T, 77U —a
VISR TTH LGS 22— T TV — v aiin /(T
TFEHA, ZOEREIL, 22—V T TV —ar BEEL TWAEXIT, i,
Da—YNT TV —a2a 7 A TERWINTTHE AR T,
L SNIDRBED T TV — a3 T SV r—3ay Ama— YANIHE
RENFTH, 2—FNRZFOT TV r—ar B8EIRT 5L Ay —I 0%
INEHL, BT A ATFIESIVET, T 74V M T not disabled | T,
IS_HIDDEN
TV —ar BB CEL—Y DT AN AN T SV — gy T A
VBRI TDENEINEIRELET, 722203 DT TV r— a3
AU —R &S ENOHRERIET T TV r—al iyl o~ x4 77
r—a B IERRICTHIENTEET, T 74/L NI not hidden] T3,

ZOTaRT 4B H I AHITIE, chres 2~ K| editres 2~ K, BLO
newres 2~ >R ® hidden[-] /X7 A—#&fEHL £7°,
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IS_SENSITIVE

HATR ESNIH R LB Ica— N T 7V r— a2V -3
BT HBRRGEDRN LN EINERRELET, T 74V MEnot sensitive| T
7,

ZOTRTAZIEH T HITIE, chres, editres, newres D51~ F T,
sensitive[ -] /N A= &AL ET,

LOGIN_TYPE

2— Y AT —ROEEHIETT, fHIX, pwd (3L SAT —NR) | otp (V
VHEA L NAT—R) | appticket (AL TV —I T IV — g FRAEE T
rvB) . none VXAU—RAE) | F721X passticket (IBM D3BIFLT=TFA
LSRR —RB#]T +—~< b, ATV —bDEF2)T 4 Ny —DT
FEREND)TT, T 74NN pwd TT,

ZOTaRT 4 H I E I BHITIE, chres <K editres 2~ K, BL
newres I~ R ® login_type(value) /3T A—Z2ZfEHL £,

MASTER_APPL

T IV —a N AY —RERMT LT TV —arDla—R4,
T9, T 74/VMEIno master] T,

ZDOTaRT 4 H I BHITIX, chres, editres, newres D41~ KT,
master[-](appIName) /3T A—HZfEH L £9°,

NACL

UV —AD NACL 7' 0/XT 1%, U —ANDT 7B AMERDP S SINET 7
& EESNDET 7B A FAT (write 728 LHITEFET DT 72 A #
UARNTT, ACL, CALACL, PACL HZ L TL7Z3VY, NACL D& MIZIE,
PUFOE#ENEENET,

7oty
TV EERLET,

TR
7RISR SNAT /A ST EERLET

ZDO7 T 4 &I H I A|T1X, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ R&{#H HL 9,
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NOTIFY
V) —2F 1 xa—PIC Lo TEEAU M E SN - EIa@aEns
a—HEEFRLET, CAAccess Control Tl FEEL - — 5| CEE AL
a—REB T AL TEETEXET,
HIFR: 30 L7,

OWNER
La—REATL2—VEIIIN—TEEERLET,

PGMDIR

TIVr—2ar DFEITARET 7 AN DBIEASNTNDT AL 7R 7213
T AL IZRIDOYARNTT, CASSO TS E T,

PWD_AUTOGEN
TV —my 2R —R%A CA SSO T H BN T A1 E9ERE
LET., T 74N no TT,

PWD_SYNC
TV —ay NAT—RE BB O T T — g DRAT —R e
Fl—IZ T 209028 ELET, T 74V MNE no TT,

PWPOLICY
TV —a ATl T A SR —R R —DLa—R4 T, 23A
T—R RV —E, HL SR —ROZYHEE T =y /L SAT—RDH
IR E EFRT D DN — L TT, T 74NV TIL, ST = 71T
ThivER A,

RAUDIT

CA Access Control DY 7| Z50EkSNDT I BA ARV NDXAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
T _RTCOT 7 BARER
success

FrRISIET 7B ABK
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control CiL, VY —A~DT 7B AT AT HIZNTA
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
AT OWTIT RS S ILET A,

LA — RAE T4 5121%, chres 2~ R L chfile =~ R? audit ¥
FA =R HLET,

SCRIPT_POSTCMD
By Ay ZAIVTROHIZ 1 DL LD~ REFITTHNEIDNERELE
R

SCRIPT_PRECMD

gy Ay 22V FROFNT 1 DU EDa~w L REFEITTANEINEIEELE
£

SCRIPT_VARS

CASSO TSN E T, 77V —ar D eI ESNST VA r—ay
AIVT N OEENE % & BV ARNTT,

TKTKEY
CASSO TOREMSILET,
TKTPROFILE
CASSO TORfEMSILET,
UACC

V)= DT 74N DT 72 AMERRZ TEF L $£ 9, CA Access Control
ICEFRSN TV RNWT 78, F2013U Y — A0 ACL TGRS TN T
TR G2 5T 7 AMEREZIRELET,

ZDOT T 4G AL, chres 2~ K editres I~ K, F720%
newres 1~ R ® defaccess /X7 A—HZAHH L £,

UPDATE_TIME
(FFHD ) La— R P RICE TS AR 2R LT,
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AUTHHOST 95X

UPDATE_WHO
(FFWOZ) HHEEITUEHEZRLES,
WARNING

BEE—REAINITHDEINERRELET, VY —ADEEE—REH
T BHE, FDOV) =R T HT 7 RAERITT N CHFA&, T7EA
FRNT VA NV—VGER LT E B/ IZLa— RN EeEkSinE
T,

AUTHHOST 77 AD 4L 1—R X, CA SSO DFRGFRAN EFLF T,
AUTHHOST 77 ADL a2 —R DX — L, FREFRARDL R T,

IFOEHZRTIL. ZOIVTA La—RIZGEENAL T RT 4IZ OV CGRHLFE T,
\FEAE DT RT (I TEFAHET, selang {1 X —7 = — AT EFLA
H—T 2= AfE AL CHEETHZENTEET, AR TERWT 7020,
Mg DA EFLHESIET,

ACL

U —ZADT IR AZ A SN TNET 7Y (—FBLOT L—7)
BXOT vV OT7T A XA T DVAM EZR LET,

T 7B AHIHHY AR (ACL) DA EFITIEL, LT OERAE EINET,
Tt

TV EERLET,
THER

T7RIZEZOND, VY =Rk T 7 AMERRE EFRLET,

ACL /X7 %259 AIZ1L, authorize =~ R E£7~1 authorize- =<2
R access /XTA—H & FHLET,

AZNACL
MERR ACLZEFRLE T, 2T, VY —2OBHICESN T —2~DT
I BAZEFF AT HACL TT, ailid, A7 Y=/ M CIERGRRIE= YT
EESNET, I, AZNACL DMEHSNASG A A7 V= NET —#
N—ZZHVER A,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIERNGICfSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFOHIFI O HALIL 153 TT,

ETHINFO
RANDA—H Ry MER T
GROUPS

Uy —2Z La—R2E 1% GAUTHHOST 77 AE7-1% CONTAINER 77 ADL
a—RDYANTT,

AUTHHOST 75 ADL a—RDZ D7 a7 4% E4A213, w7
CONTAINER 7T A£7-1% GAUTHHOST 77 ADL 1—K D MEMBERS 7 12/
T4 BT HVLENRHDET,

ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K, E£720%
newres <R mem+ £7-1% mem- X TA—XZ{HEHLFET,

KEY
CASSO TOMEHINET,
NACL

U —ZD NACL 73T 1%, U —A~DT 78 ZERDE S SNET Y
& EEISNDET 7B A FAT (write 728) LHICEFET DT 72 A #
UARNTT, ACL, CALACL, PACL HZ L TL7Z3VY, NACL D& MIZIE,
LR OERBEENET,

TotY
TV EERLET,
TOER
TR LU THERSNDT VA AA T ERLET,

ZDO7 T &I H I A|T1X, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ RZ&#H HL 9,
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NOTIFY
VY —2AE T —FIC Lo TEAEA UM ER S e X @ mShD
2 —HPEEFLET, CAAccess Control Tit, fEE LIz — W56 I AL
a—REB AV TEETEET,
IR : 30 3CF,
OWNER
La—REA 52— E I N—T52ERLET,
PATH
CASSO TORfEMSIET,
PROPERTIES
UNIX @ dbdump TO A S ET,
RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA AR NDHAT % B
L¥3, RAUDIT £V )4 HiflZ Resource AUDIT DFAEIZ T3, AR/l
UToEEsycd,

all
T RTOT 7 EARER
success
FFRISIIZ T 7B AR
failure
HESNTET 72 AR (57 4/L8)
none
TR RAER A FLER LR

CA Access Control CliL, VYV —ZA~DT 7 v AR TR AT HI-ONTA X
FREEESINLET, 7277 L. T 7B A L— L3 FEDY Y — A EEE TS

7o, FATEDVY —RE A NET BT N —T FI 77 AIE A ST
D AZOWTTREER SN EE A

e —RA2EEH S 521X, chres 2~ R IO chfile =<2 F® audit /¥
FA—BEERALET,

278 selang V) I77L VR HAKR



ACIREED ISR

SECLABEL
2= PFEI) Y —ADEFX 2 VT TV EEFRLET,
3¥: SECLABEL 7'm2/X7 11X, chres 2~ K& ch[x]usr 22K label[-] 7~
TA=ZITHHELET,
SECLEVEL
TRV ET)Y —ADEF 2V T4 LV EEFRLET,

E 27T 41X, chix]usr <K& chres 2R D level[-] 737 A—
ATAHELET,

SEED
CASSO TOREMSILET,
SERNUM
FRERAND LI T VEK B TT,
UACC

V) — 2 Z%E T AT T AV NDT I AMERR A EFE L F7, CA Access Control
ICEFRSILTCWRWT 720 213U Y —AD ACL IZB GRSV TR
IV 5257 7 AMEREZ R E L F T,

O aRNT 4B H I AT, chres 2K editres 2~ R, F£7201%
newres 1< R ® defaccess /XTA—ZZfHEH L £9°,

UNTRUST
U —ZAHMEFESIN TNDNEINEEFRLF T, UNTRUST 7 /37 (3%
ESITWDEE, 77830l —2% i i T&FH A, UNTRUST 7
O RT AV ESITWRWG A, 77807 78 AMERDOPEIZIE, =
DY —AZDNTT —H_R—=RZYARSIUTNODIMD T 1 3T ¢ M &
NWFET, trusted V) — R HNDEF N INZ HILHE ., CA Access Control
(2L 5T UNTRUST 7' /3T A N HENIZER ESNET,

ZDOTaRT 4 HEH I BT, chres <K editres 2~ K, F£721%
newres I~ KD trust[-] /NTA—XZAEHLF9,

UPDATE_TIME

(FFHD ) La— R P RICE RSN AR 2R L ET,
UPDATE_WHO

(FEMOZ) FH e ETUE HEZRLET,
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CALENDAR 75 A

USER_DIR_PROP
FEMOIHR), 2—HFDF 4L 7N DLARTTT,
USER_FORMAT
CASSO TORfEMSILET,
USERALIAS
FEEDRBFERANMIERIN TWAL—F DT X TORLLEZRLET,
WARNING

BT — R NNCTIDEINERELET, VY — RO EE—RNEH
N HE, FDV)—RAxtTHT 7B A RIT T X THF SN, T7EA
FORNT 7 BA N— VGER LT A AR IZL a— R3S E
T,

CALENDAR 77 AD 4L 1—R{X, CA Access Control “CH¥ 7 il BR 3@ FH S4
Ha—H J—F  BELOY—AD Unicenter ING WL % A7V 2/ N iE
FeLE 7, CA Access Control |20, il FH SHU7- 5 E DOIFH 4712 Unicenter
ING DT I T 4TIV A NBAGSIVET, I FE2)—RZHD Y THIC
I3, chgrp. chres, chusr. editgrp. editres. editusr. newgrp. newres, }33X X
newusr D752 K® calendar(calendarName) 7' 7/ 37 4 ZfE L £97,

LR OIZAIZIE, DI FADL—RHNIZ CALENDAR 7' /X7 4 3 ET,
ZNBDVY =R ITADHFT V= ML, CALENDAR VA 7 V= M 1
ODHZFN Y THZENTEET,

= ADMIN

= APPL

= AUTHHOST

= CONNECT

= CONTAINER

= DOMAIN (Windows D)

= FILE

= GFILE

= GHOST
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=  GROUP
=  GSUDO

= GTERMINAL

= HOST

= HOSTNET

= HOSTNP

= LOGINAPPL (UNIX D#)
= MFTERMINAL

= PROCESS

= PROGRAM

m  REGKEY (Windows M)
= SUDO

= SURROGATE

m TCP

= TERMINAL
= USER

CALENDAR 77 AD¥ —|%. Unicenter TNG 1L Z DA FITT,

DLFOEFHRTIE, ZOIVTA La—RIZEENL 78T 412 OWCHHL £,
IZEAEDT ORT A TETE A RET, selang A2 Z—7 = —AF- (T EFLA
ST 2= AEfE AL CRIETHIENTEET, BETERWT T 120,
Mg DA EFLHESIET,

COMMENT

La—RIZEO 5B IMERE ERLET, ZOHRPHERS 512 Hsh
HZETHVFEE A,

HIRR : 255 3C7,
CREATE_TIME
(FFMDI) La—RPMERR SV H AR RSN ET,
OWNER
La—REfTH 35— Ed/ N —T72ERLET,
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CATEGORY 75 A

UPDATE_TIME
(IEHROZ) L a— R RICE TSN HIERLET,
UPDATE_WHO
(FEHROZ) T EATUEHEZRLET,

CATEGORY 7T AD 4L a—RE, T —F_XR—AND X 2T 4 T AVEEFH
LET,

CATEGORY /T A La—RDFX— L, vX2UT7 4 HTIVDLREITI,

IFOEFZRTIL. ZOIVTA La—RIZEGEENAL T RT 4IZ OV CGRHLE T,
\FEAE DT RT (I TEFAHET, selang {1 X —7 = — AT EFLA
H—T 2= AfE AL CHEETHIENTEET, BETERWT 7420,
Mg D% ) FFl#HIAF T,

COMMENT

La—RIZE&OLBIEREERLET, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME

(WD) La—RAMERR S H IR R REILET,
OWNER

LVa—REfATLH—VEIIT NV —TE2ERLET,
UPDATE_TIME

(HEHDOI) La—RPEZR ARSI ARFERLET,
UPDATE_WHO

(IFHMOH) B EFATUIEHEZRLET,
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CONNECT 95X

CONNECT ZT7AD4 L a—R i, m—/L IRAR)NSDOEEREIZ TCP over IPv4 %
fFHTEAVE—F RAM ERLET,

¥ IPE(E D CA Access Control 7272 A JL— LiZ IPv4A |[ZDO IS ET,
CA Access Control IZ IPv6 (21D T 7B A% &L £8 A

3¥: CONNECT 7T AMNT 7B AD FIEL L THE I TWDEA . TCP 77 A
HREETIT4TIZTEER A, A RET DX, TCP 77 AL CONECT 7
FGADELLNEAFEHLET, WAL A,

CONNECT 77 ADL a—RDOF—|L, VE—h RANDL R TI,

DLFOEFRTIE, ZOVTA La—RIZEENL 78T 412 OW AL £,
IZEAEDT ORT A ITE T ARET, selang A2 Z—7 = —AFI- T EFLA
H—T 2 — AL CHEET AN TEE T, AR TERWT 371120,
Mg DA LRSI ET,

ACL

VI —=2A~DT IR AREFF A SN TNLT 7Y (2= BI O —7)
BLOT 78 Y OT 7 EA IATDIYANM EFELET

T 7B ARV AR (ACL) OB EFIZIL, LT OE RS EENET,
TouY

TV EERLET,
TR

TG0, VY =Rk T 57 7B AMERE ERLET,

ACL 7'/ XT 4% 95|21, authorize 2~ R£7-1Z authorize- 1<
R access /NTA—HZfHEHLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TR EZOND, VY — AT 5T 7 AR Z E R L ET,

B E NN EDIT TR ANT A ENE T, TOMDGEILT X
TOT I BADNES SN ET,

ACL /T L IZ BRI TWAT 7 ERIZEESNT U —ZA~DT I A
o —YE T N —ICEF AT AIZI, authorize =<K T calendar /*
TA=REfERLET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

HFIY

Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,

CREATE_TIME

(DO I) La—R MBS H R FRRSNET,

284 selang ) 77LV R HAKR



ACIREEM ISR

DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4 BT HITIL, chres <R, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ K, F721%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER N E LG SNET 7
Y& EEINDET 7B A FAT (write 728) LHICEFET DT 72 AHH
UARNTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& ML,
PUFOE#RNEENET,

TotY
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZDO T 4% H I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ Ra AL £,

NOTIFY
V) —2AF T =PI Lo TEE AU MRS EEIT@EamEn5
a—YHEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REBF AL TEETEET,
HIFR : 30 37

OWNER

La—REFE T Ha—FE L — TR ERLET,
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PACL

T IR AERINEE DT 00T A (E A W — A B BT RS
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
3 PACL DUV —ADFREIIZITANR I — R CFa T E9,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FFRISII T 7B AR
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= WPEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 725 F2130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME

(WD) La— RPN RBRICE RSN AR 2 RLET,
UPDATE_WHO

(GO I) FHa EAT U REEZRLET,
WARNING

BEE—REAINITD2DEINERRELET, VY —ADEEE—REH
T HE, FDVY—RZxtTHT VB AERITT R CHASN, T78A
BORWT 7R N— VGER L6, BB n 7 1L a—RniiEsn g
T,
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CONTAINER 75X

CONTAINER 77 AD &L a—R L, DV —R IFAZoHHAT VI DT
N—THEZRLET, THUCIY, ORI DA T V= DIFTAIZ 1 DD
N— VA AANC. T/ B A — LB BT AIEEN B LS E T,
CONTAINER 7T A La—R DA RE, L FOWTNNDITADA TV =7
\ZIRDZENTEET,

= APPL
= AUTHHOST

= CONNECT

= CONTAINER

= DICTIONARY
= DOMAIN (Windows D %)
= FILE

= GAPPL

= GAUTHHOST
= GFILE

= GHOST

=  GSUDO

= GTERMINAL

= HNODE

= HOLIDAY

m  HOST

= HOSTNET

= HOSTNP

= MFTERMINAL
= PARAM_DESC
= POLICY

= PROCESS

= PROGRAM

m  REGKEY (Windows D #~)
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m  RULESET

= SUDO

= SURROGATE
= TCP

= TERMINAL

= WEBSERVICE

;¥ : CONTAINER L 1—R [, ffioD CONTAINER L 2 —R|ZX AN T HZENTEE
7,

F 7= " CONTAINER L2 —R DAL LU THRE T ARINC, )77 A
\ZZEDA T2 DL a—REAER T HMLENHYET,

AT FNOAT VI, Z ORI T A La—RNIC ACL ZHFT-72\ 3
B EDAT V= ME, FTEL TV CONTAINER L'a—R D ACL ZAkk L &
R

CONTAINER 77 ADF—|L. CONTAINER L = —R D4 R T1,

IFOEFZRTIL. ZOIVTA La—RIZEGEFENLT T 42OV CGHLFE T,
\FEAE DT RT (I TEFAHET, selang {1 X —7 = — A/ TEFLA
H—T 2= AL CTHEET DN TEE T, AR TERWT T 1120,
Mg DA Ll SIVET,

ACL

V) —=ZA~DT I Y A% A SN TCNAET 78 (=BT L—7)
BXOT vV OT A ZATDIVAM EZR LET,

T2 AHIEY AR (ACL) DA FEFRITIZ, LU T OIFHRIE ENLET,
TorY

TV EERLET,
TIOER

TIRFICEAOND, VY — AT T /e AR A ERLET,

ACL 7' /T 4% 9 A1, authorize 2~ N'E7-1 authorize- <>
R access /XTA—H & HLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 72 AHIEIU A (CALACL) DA BLZEIZIE, LA FOIEF RN E F
\i‘é—o

ToEY
TV EERLET,
Calendar
Unicenter TNG DL > X ~DBMEZERLET,
TR
T7RIZEZOND, VY =Rk 5T 7 AERE EFRLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMMIMERM G2 Sh
HZETHVFEE A,

IR : 255 L7,
CREATE_TIME
(FEHMOI) L a—RAMERSNZ B Z RSN E T,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

MEMBERS
TN —T DA S THAMEEDIFZADF T 7 NDOYANTT,

ZOTaRT 4 H I E I AHITIX, chres <K editres <K, BLX
newres 1<K T mem+ £721% mem- /3T A—ZZF L £,

NACL

U —ZD NACL 73T 1%, U —A~DT 78 ZERDES SNAT 7
& EESNDET 7B A FAT (write 728) LHICEFET DT 72 AHH
UARNTT, ACL, CALACL, PACL HZ L T7Z3VY, NACL D& MIZIE,
LR OERBEENET,

TotY
TV EERLET,
TOER
TR LU THERSNDT VA AA T ERLET,

ZDO T4 &I AH|T1X, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ R&2#H HL £9,

OWNER
La—Raf A4 o2 — W ERII N —T 2 ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR ZBNA, V=R T BTV AMEREERLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
LE3, RAUDIT LW )44 HiflZ Resource AUDIT DF#EIZ T3, AR MEIX
UUTFDEBYTT,

all
FTRTOT I EARER
success
FFRISII T 7B AR
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control Tl VY —A~DT 7B AT AT D= ONTA R
"SERERSNET, 7275 L, T BER L— LN FDOU Y — A2 E 5 S
7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

UPDATE_TIME
(IFMDOI) L a—RPRZICE TS H 2 RLET,

UPDATE_WHO
(ITEMOI) BFre T EHEE RLET,

WARNING
BEE—REAINITDDEINERRELET, VY —ADEEE—REH
T BHE, FDOVY =T AT 7 ABERITT X CHF &SN, TR
FORNT 7 BA N— VGEK LT A AR IZL a— R RS E
T,

DEPLOYMENT 5 X

DEPLOYMENT ZFAD &L a—R L. T RBRAL DT T aAf ZATE- 137
RAEBRI A ZERKLET, T 70 FAZITIE, MEITEC TR —% T
TOAEINLT T AR DT DL R U RIRA MBS £
NE7,

DEPLOYMENT 77 ADF— (L, T 7 aAf XAZ DL |IT, W@l HEERSN
EScI

DLFOEFHRTIE, ZOIVTA La—RIZEENL 78T 412 OWCHHL £,
IZEAEDT ORT A TETE A RET, selang A2 Z—7 = —AF- (T EFLA
H—T 2 —AfF AL TRIET 2N TEET, BETEXARNWT 374120,
Mg DA Ll SIVET,
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ACL

VY —=ANDT IR AZFF SN TS T 78 (=P B LU0V —7)
BLOT 7Y OT 7R IATDIAM EFELETS

T 7B AHIEY AR (ACL) OB EFIZIL, LT OFE®AEENET,
TotY

TRV EERLET,
TR

TI7EHICEZ BN, V=R T T VB AKERZ ERLET,

ACL 73T 4 %48 H 4521, authorize =~ R %7213 authorize- =~
R access /NTA—ZZfF L F7,

CALACL

D) —Z~DT I ARG EINAT 7Y (22— BRI —7) BLW
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

B K T ARV AR (CALACL) DB, UL F OB E £
ESx I

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBEERLET,
TotA

T 7RG ZOND, V=R T DT 7 AR E ERLET,

BV INEHRNIGEDIBT TR AN A ENET, TOMDEGEILT X
TOTI7BARELSINET,

ACL /T 4 ICERSIN TNBT I ERZEASNT, VS —ZA~DT I EA
ha—WEIITIN—FITEF A2, authorize =<K C calendar /¥
FA—HEfHLET,

CALENDAR

CA Access Control D—H 7 )L—7  BLOW Y —ZH|RHEIED
Unicenter ING L& 47 =/ 3R L F 3, CA Access Control {211,
FRESNT-IEE[EIFE T Unicenter ING DT 77 47 7L U Z SISV E
j‘o
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HhT3y
Z—PFETVY—RIZE Y TH 1 DL X 2T hTITVEEFREL
\i‘é—o

COMMENT

La—RZEG0LBIMEREERLET, ZOHRPMERMS G ITEHSH
HZETBHVFEE A,

HIFR : 255 3¢5,
CREATE_TIME

(IFMOI) La—RPMERES I B RERRRSILET,
DAYTIME

TP NN —RAIT IR ATED A aHUET 5, B H LRFRTHF O R
ZERLET,

ZOTRT A HETTHITIE, chres IR chixjusr 2~ R, Fioi
chix]grp =~ KT restrictions /X7 A—ZZfEHL £ 7,

A RFOHIFIDOHALIL 1 53TT,
DMS_NAME

T 7aA AR DPMERSIZ DMS DA FiE R ELET,
GPOLICY

T A AT ORI R THHR) Y — D4R HEELET,
GROUPS

T uA ZATRE L TNDT 7 aA 23— (GDEPLOYMENT) 245 EL
EScI

HNODE
F A AT OVERR R THHRAND A HIZ8ELET,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{H L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OPERATION

ZOTF T, BATDFERLEL T RARA VMR FET T D EOFE AR
TELFEJ, Deploy & Undeploy DEHHNTT,

OWNER
La—REiiA 52—V EIII N —TEERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

POLICY_VERSION
F A BRI ONVERR R THARIL — N—ar O RTIERELET,
RESULT_MESSAGE

T, EI1ET T A iR selang A7V T RO N EERELET, =
L, RV —DFT TaAElET T aAfRERAZ VS IR FE TSN EEIT
selang N 1T DAy E—TF,

RAUDIT

CA Access Control DY 7 | ZFRERSNDT VT BA AR NDHA T % 8
LE3, RAUDIT £V )44 BiflE Resource AUDIT DFEAEIR T3, AN MEIX
IToEBYTT,

all
T RCOT 72 ARER
success

FRRISIET 7B ABK
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failure

RSN T 7 AER (F 7 40h)
none

TR AR EFLEKL 7AW

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2—WEF) Y —ADEX 2T 4 FTRNVEERLET,

3¥: SECLABEL 7'2/37 11, chres =<2 R & ch[x]usr <KD label[-] /X
FA=HTFAY LT,

SECLEVEL
T IV ERIIV ) —AOEXR 2T 4 LUV EERLET,

E: 27T 41X, chixlusr <K& chres 2~ KD level[-] 737 A—
ZTAHHELET,
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STATUS

T BRI DAT—H A% EZRLET, L FOWT T,

= Success - R — (I T7—7 T T rfsvELz,

s Warning - 7 —NRELELIZNT 7 aAf AZV 7 NIFEI TSN EL
72

s Fail- 7 7’0 XAV DFATHIC =T — 08 E L LT,

s  NoAction- 7 7 0A /\o/r — I FEEMINCZETHY (AL FEITTHIE
NHYFER A,
32U RV =R ZORANMIBN O T 7 aA ASAREHE T TITED
L TCHNTWATZO THDAREM N HDE T,

m  Not Executed - RV —DORiGEICE > T, ARV —I2 1 DF-IFTEE D
TT—NEOMDELT,

m  Outof Sync- RV —ITiE, TURRAU P CEEINTZEHBLIOZE
BDOENEENTOET,

» Pending Deployment - RV — IR E R F IR O LBE NN E £
nTunEd,

= Pending Prerequisite - 7 7' XAV, BiitEE72 2RI — RN _T
TIRASNTWDGEDHFEITINET,

m Pending Dependents - 7 7' 11 Z A%, HifEL/2HR) T —H X T

T T OARBRSN TS B DA FETSNET (T 7 A fRERARY
=)

n  Fix- 770, XAVIIHT 7T aASINDLDOERFEL TOET,
TARGETYPE

RAN (B =47 DXAT % EFZL . policyfetcher 73 CA Access Control
TaA N =V DHAEAIET HITHIBRLET, fEIX UNAB, AC. None
DWT IR ET,

UACC

U=k DT 7 H/NDT 7 AMERRE EFR L F 9, CA Access Control
IZEFRSILTCWRNWT 720 F2130 Y —AD ACLIZEGHRIIL TN T
TN HZ2 5T 7 AR ELET,

ZOT T 4G AL, chres 2~ K, editres I~ K £720%
newres 2~ KD defaccess /NTA—ZZfHHLE9,

FA4FE: HSRETO/INT1 299



ACIREEM ISR

UPDATE_TIME
(IHFMOI) L a— RN EBRICERSN - AREZRLET,
UPDATE_WHO
(D7) Wiz RITUIE A2 RLET,
WARNING
BHEE—REENTINEIMNERELET, VY — RO EE—REf
INZTHE, ZDV Y —RZx DT 7B AERITT X TS, 7784

HURNT 7 A NV—VIGER LIRS BEAn/ ICLa— R idekShv
‘ﬁ—o

DICTIONARY 5 X

DICTIONARY 77 AD 45 L-1—R |, CA Access Control 7 — % <X — A |TA&HIS AL
TWAILHFEEND AT —R LI T D HGELZERLET, 2 —FH /3R
U —REEESHE, BRI/ SAT—RL, DICTIONARY 77 ADE L a—R &
AL TFovrZE3NET,

DICTIONARY ZFA~DL a2 —R (HEE) OB INIINZ T, 2—T AUV T 1 F72i3 7
07T e FATTHIECLKY AN T 7 AN T 7 aF ) ~HGEE AR —
NAZEMNTEET,

PLTFOERTIE, ZOZTA La—RIZEENLI T /T 42OV CRILET,
IZEAEDT O/RT A ITETEARET, selang A2 Z—7 = —AF- (T EFLA
ST 2= AEfE AL CRIETHIENTEET, BETERWT T 12,
Mg DA Ll SIVET,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERN G2 Sh
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME
(WD) La—RAMER S H IR R REIET,
OWNER
La—REfATH2—VEITN—TE2ERLET,
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ACIREED ISR

DOMAIN 75X

RAUDIT

CA Access Control DY 7 | ZFRERSNDT I BA ARV NDHAT % B
LF7. RAUDIT L\ \94 HiflZ Resource AUDIT D5EHEIZ T3, AZh/MllE
UTDEBYTT,

all
T RTCOT /B AER
success
PRSI T 7 ABER
failure
HESNET 7B RAE R (F74/L10)
none
T B AR Z TR L 72

CA Access Control TlX, VY —A~DT 7w 28T AN A R
FREERSINVET, 7277 L. T BA L— L3 F DY — A ZEEE A SN
Tomn, FATE DV —RE A NNET BT N—TF I T AE A ST
P AZOW TSRS ET A

BT —RA T4 HI21%. chres 2~ R LN chfile 2~ R ® audit 7
FA—BEERALET,

UPDATE_TIME

(TFHD ) La— PP RICE TSN AR 2R L ET,

UPDATE_WHO

(MO Eo e FATUIE A 2 RLET,

Windows Ti% 4
DOMAIN 7T AD% L =1—R (%, Windows %y "N —Z7 DR AL ZEZRLET,

DOMAIN L 2 —RDF—|F KA 4 TT,
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ACIREEM ISR

PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ACL

V) —=ZA~DT I Y AZ S CNAT 78 (=B L L—7)
BXOT vV OT A ZATDYVARMEZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize =~ R %7~ authorize- =~
R access /XTA—H &AL ET,

CALACL

V) —=ZA~DT I ANHF A SNLT 78 (22— BLOV L —7) B
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

HLLH TR AFIEUAN CALACL) D& T 21T, UL FOE®AE Eh
F7

Tty
TRV EERLET,
Calendar
Unicenter TNG DAL LA ~DBMRETERLET,
7oA
TIRFICEZBND, V=R T Ve AR A EELET,

BB DA EDIHT T AR ESNET, ZOMOGEEITT
TOT 7 BABESSIET,

ACL 7T S IZEFRIN TWAT VBRI SN VY —ZA~DT /A
e —WE I IV—FITEF A9 HI21X, authorize =~ 2K T calendar /¥
FA=BEEHLET,
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ACIREED ISR

CALENDAR

CA Access Control D—H 7 )L—7  BIOW V) —ZH|RFHIED
Unicenter TNG Il X 47 =7 e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

HF3Y
Z—WEAFTVY—RZE Y TE 1O LX) T 0 HTFIVEERL
S I

COMMENT

La—RIZE&OLBIEREERLET, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME

(WD) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOT T4 BT T HITIE, chres 2K chix]usr 2~ K| F721
ch[x]grp =~ R T restrictions /X7 A—XZH AL £,

HEFORIFIDOBALIL 1 57 TY,
GROUPS

U —2Z2 La—RHJET 5 CONTAINER 7T ADL 2—R DY AR EZELE
R

JIALA—=RDIDOT a7 4% L3 HITE, #Y)72 CONTAINER 77 A
DL 1—R O MEMBERS 72/ 3T 4 228 AL BN B0 £,

ZDOTaRT 4 EEH I BHITIX, chres <K editres 2~ K, F£721%
newres 2~ R mem+ £7-1% mem- /XT7A—ZZFH AL £,
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ACIREEM ISR

NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REEB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZREEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7 | Z5RERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7o FATE DY —R% A e DT N —TF FI I 7 A5 A STz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= WPEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E: 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 725 F2130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME

(WD) La— RPN RBRICE RSN AR 2 RLET,
UPDATE_WHO

(GO I) FHa EAT U REEZRLET,
WARNING

BEE—REAINITDNEINERELET, VY —RADOEEE—REH
T HE, FDVY—RZxtTHT VB AERITT R CHASN, T78A
BORWT 7R N— VGER L6, BB n 7 1L a—RniiEsn g
T,
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ACIREED ISR

FILE VSR

FILE 7T ADEL a—RiL, B ED T 7 A FEEDT AL IR, 21 7771
NG =N E L TCND T AN T DT Ve AR EFR LET, FEEK
L CWRNWT 7 A OWNTHL— LB ERTEET,

FIRAA T7ANBIO Ry 7 Vo 7D 7 7 A )L LRI #E T T,
1P Vo7 a{R# LT Vo 79D 7 7 A Vi BB S =/ A

E:NTFS 77 AV VAT LADEA . FILE VT ADL a—RXT7 7 A /LD AR — A
~DTIEALEZRLET, 774/ AN — AOIREOZEIZ OV T, TCA
Access Control for Windows -T2 RN > FEFED 1R &2 R TTZS0,

AINT N7 7ANEL TERT DAL, 77 A/ T 5 read 77 AER
KW execute 772 AMED T FaiFr]LET, M FTVEERTIHAEIL.
execute 77 B AMED I T+43Td,

BERI72 _restricted 7 /L — 12 B L QU2 —F DA | FILE 77 AD
_default L' —F (_default L 2 —R 2372 5413 UACC 77 AD FILE DL-=1—
R) Cl. seos.ini 771/, seosd.trace 7 7 A /L seos.audit 7 71 /L, BLN
seos.error 7 7A /L7 E | CA Access Control D—H Tir S 7 74 /L DA IRAEX
AET, ZHHDT 7 AL CA Access Control I[ZHZRAJICEFRZSIN TOVERTA
73, CA Access Control IZL->CHEMICRESNE T,

FILE 7T7ALa—RDF—L, La—RWMr#ET L2774V EIET AL 27D
ZEITCTY, BB/ AT T HLENHYET,
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ACIREEM ISR

PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2R AL TERET 22N TEE S, EETERWT =T 1T,
g DA ) LRSS NET,

ACL

V) —=ZA~DT I Y AZ S CNAT 78 (=B L L—7)
BXOT vV OT A ZATDYVARMEZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize =~ R %7~ authorize- =~
R access /XTA—H &AL ET,

CALACL

V) —=ZA~DT I ANHF A SNLT 78 (22— BLOV L —7) B
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

HLLH TR AFIEUAN CALACL) D& T 21T, UL FOE®AE Eh
F7

Tty
TRV EERLET,
Calendar
Unicenter TNG DAL LA ~DBMRETERLET,
7oA
TIRFICEZBND, V=R T Ve AR A EELET,

BB DA EDIHT T AR SNET, ZOMOGEEITT X
TOT 7 BABESSIET,

ACL 7T S IZEFRIN TWAT VBRI SN VY —ZA~DT /A
e —WE I IV—FITEF A9 HI21X, authorize =~ 2K T calendar /¥
FA=BEEHLET,
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ACIREED ISR

CALENDAR

CA Access Control D—H 7 )L—7  BIOWV—ZH|RFHIED
Unicenter TNG Il X 47 =7 e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

HF3Y
Z—WEAFTVY—RZE Y TE 1O LX) T 0 HTFIVEERL
S I

COMMENT

La—RIZE&OLBIEREERLET, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME

(WD) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOT T 4% E T T HITIE, chres 2K chix]usr 2~ K| F7213
ch[x]grp =~ R T restrictions /X7 A—XZH AL £,

A REDOHFIOBALIL 1 53 TH,
gn—7
VY —A La—RMJE T % GFILE 77 A%721% CONTAINER 77 ADL—R D
YARNTT,
DB 7’12/%5 1 : GROUPS

FILE 77 ADL aA—RDIDT /3T 4% B3 521X, #Y]7: CONTAINER
79 AFT- 1% GFILE 7T ADL—R D MEMBERS 7 /3T (A28 44 /88
NHVET,

ZOT T 4G AL, chres 2~ K, editres I~ K £720%
newres <KD mem+ £7-1E mem- /X7 A—XZFHE L ET,
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ACIREEM ISR

NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

T I L THESSNAT VA XA T 2 EFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
LE3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

Bl T — R AT 4 HI201%. chres 2~ R L chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= WPEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC
V=R DT 74N DT 7 AMERREZ TEF L £9°, CA Access Control

ICERIN TCWRNWT 7 F7213) Y —AD ACL TGRS TWDRNT
TV E 257 7 AMEREZ R E L F T,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UNTRUST

VY —ZDMEFASIV TN EINETEFR L E T, UNTRUST 7 0/ 4 3%
ESI TGS, 778 HEzn)y —R% i i t&FH A, UNTRUST 7
O RT AV ESITWRWG A, 77807 7 AMERDOIEIZIE, =
DY —AZDNTT —HRX—R VARSI TNWDIMD T 1 3T o 3 &
NWET, trusted VY —RENDE L NINZ HIHE, CA Access Control
IZ&>C UNTRUST 7' 3T N HBIICRR ESNVET,

ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K F720%
newres I~ KD trust[-] /NTA—XZAEHLF9,

UPDATE_TIME
(FHHRDOI) La—R B ICE LS B RERLET,
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ACIREED ISR

GAPPL VS5 A

UPDATE_WHO
(EMOI) B AT EHEE RLET,

WARNING
BEE—REAINITHNEIDNERRELET, V) —ADEEE—REH
T BHE, FDOV) =R T BT 7B RAERIT T N CTHF A&, TR
FRNT VA N—GER LT E B/ IZLa— RN EeEkSinE
‘ﬁ—o

ZDIFADKALT—RIE, CASSO THEHTLT 7V r—ar O N—"T"%1E
EBLET, £T77Vr—900 APPL V7 ADL a—REER L= 12, F DL
I—R% GAPPL 77 ADL a2 —R|ZIBINT DM ERHYET, RIZ, APPL VT A
DL =—R% GAPPL 7T ADL 21— R ZH R BEf T T/ v — L E7,

GAPPL /T A L a—RDF—|L, GAPPLLa—RDLRITT,

PUTFDOEFRETII. ZOIVTA La—RIZEGENL T 2NT 42OV TIRAL £,
\FEAE DT RT (I TEFAHET, selang Ao X —7 = — A TEFLA
KT 2 — A% LU CEET DN TEET,

ACL

V) —=A~DT I YA SILCNAT 78 (—F B L—7)
BXOT vV OT A ZATDIVAM EZR LET,

T 7B AHIHY AR (ACL) DA EFITIL, LT OERAE EINET,
Tt

TV EERLET,
TR

T7RIZEZOND, VY =Rk 5T 7 AMERE EFRLET,

ACL /X7 %259 AIZ1L, authorize =~ R E£7~1 authorize- =<2
R access /3T A=K HLET,

AZNACL
FMEFR ACL A EZRLET, . VYV —ROFBIZ SN T —ZA~DT
IR REFFR[TH ACL TT, aiHIZ, 47 U=/ b Clde<GRREm Uiz
BEENET, K2 AZINACL ME SN A AT V= NIT —#
N—RZHVEH A
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ACIREEM ISR

CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
\i‘é—o

ToEY
TV EERLET,
Calendar
Unicenter TNG DL > X ~DBWEZERLET,
TR
T7RIZEZOND, VY =Rk 5T 7 AERE EFRLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

COMMENT

La—RIZ@O 5B IMERE ERLET, ZOHRPHERM G-I Hsh
HZETBHVEE A,

HIRR: 255 307,
CREATE_TIME
(RO I) L a— R ERR SV AR F RSV E T,
GROUPS
VY — A La—R)3 &35 CONTAINER 77 ADL 2—R DY AR TT,

GAPPL 7T ADL a—R DI DT /T 4% H 4 5H121E., w7
CONTAINER 7T ADL =1—R D MEMBERS 7 2/ 37 4 %725 4 5L B0
F9,

ZOT T 4G AL, chres 2~ K, editres 2~ K, 7203
newres <KD mem+ £7-1E mem- /X7 A—XZFHE L ET,
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ACIREED ISR

MEMBERS
TN—T DA NI D APPL I TAD G TV =7 FDY AT,

ZOTaNRT 4B BTG HITIE, chres 2R, editres 2K, B
newres <R T mem+ £721% mem- /XTA—ZZFHLET,

NACL

UV —2ZAD NACL 7 /37 4% U —A~DT 72 AMERDIE S SNAT
tYE FHEESNDLTIEA ZAT (write 728) LT EFRT DT 7B A H|#
YARTY, ACL, CALACL, PACL HZRL CTLZEVY, NACL D& M,
LT OE#RN G ENET,
TotY

TV EERLET,
TR

T I L THESSNAT VA XA T EF/LET,

ZOT T 4B T4 AHIZ1L, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

OWNER
La—REFE T Ha—FE A N — TR ERLET,
RAUDIT

CA Access Control DY 7| Z50EkSNDT IV BA ARV NDXAT % B
LE3, RAUDIT £V )94 BilE Resource AUDIT DFEHEIL T3, A0 EIX
IToEBYTT,

all
T RTCOT 7 EAER
success
FFRISIIZ T 7B AR
failure
HESNIZT 7B AR (T 7 4/LH)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BT —RA T4 5I21%. chres 2~ R L chfile 2~ R ® audit /3
FA—BEERALET,

UPDATE_TIME

(FEHROZ) L a— R RICE TSN HIEZRLET,
UPDATE_WHO

(IFHROT) FHEFATUEBEEZRLET,

GAUTHHOST 5 X

GAUTHHOST ZZ AD 4L a—R L, CA SSO CTffi I 238 GERAND 7 —T %
EFRLET, K77V — a0 AUTHHOST 77 ADL a—RZAEREL 721412,
Z DL a—R% GAUTHHOST 77 ADL a—R(TEINTHMNENHYET, KIT,
AUTHHOST 77 AMDL 1—R % GAUTHHOST 77 ADL 21— R IZ AR B E A
FCI =L E T,

GAUTHHOST 77 A L 2—R®OF—[|%, GAUTHHOST L =—R DA FiiT9,

AIFOEFZRTIL, ZOIVTA La—RIZGEENL T XT 4IZ DWW T L FE 97,
\ZEAE DT RT 4T L AHET, selang Ao X —7 = —AF 2T EFLA

S —T 2= AL CEET 2N TEET, BRTERWT T 1121,
Mg DA EFLHESIET,

ACL

V) —=A~DT YRGS CNAT 78 (=B L—7)
BXOT vV OT A XA T DVAM EZR LET,

T2 AHIEY AR (ACL) DA ZEFRITIZ, LU T OIFHRIE ENLET,
TorY

TV EERLET,
7oA

TR FIZEZBND V=R 5T 7 e AR ERLET,

ACL 7'/ RT3 A1, authorize 2~ NE7-1 authorize- =<
R access /3T A—H &2 HLET,
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ACIREED ISR

AZNACL

MEFRR ACLZERLE 9, ZHUL, VY —ROFHFIZ SN T —Z~DT
IR AEFF A5 ACL T, flld, A7 Y=/ IR GRRE= Pl
EESNET, —IZ, AZNACL BMERENDY G 47 V= NET —#
NR—ZIZHVFEHE A

CALACL

U —=ZADT I ANGF A ESNLT 78 (22— BLO L —7) BLIO
FNEID Unicenter NSM 1L X AT —R A ZHASLT 78 A ZAT DY
AN ERLET,

HVL A T 72 ARV AN (CALACL) DA BEFE 2L, LA FOEHRNE Fh
ESx

Ty

TRV EERLET,
Calendar

Unicenter TNG DAL H ~DSREEFRL £,
TIER

T 7RG Z6ND, V=R T DT 7 e AMIRE ERLET,

B NN E DIT VARG A SNET, FOMDEEEIT T
TOTI7BARELSINET,

ACL 7R T A IEHRIN TS T 7R AL SN T, VY —A~DT 7 E A
e —YE 3T N —F TR HI21X, authorize =~ R C calendar 7~
TA=R R LET,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIERM G2 Sh
HZETHVFEE A,

IR : 255 L7,
CREATE_TIME
(FEHMOI) L a—RAMERSNZ B Z RSN E T,
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GROUPS
U —Z La—RMJE 35 CONTAINER 7T ADL a—KRDYARNTT,

GAUTHHOST 75 ADL a—RDZ D a7 & E T 441213, w7
CONTAINER 77 ADL 1—K D MEMBERS 7 12/37 4 228 H 4 B LBL 3850
F7,

O aRT 4 H T I BTN, chres <K editres 2~ K, F7201%
newres <R mem+ £7-1E mem- N T A—ZE{HERHLFET,

MEMBERS
TN —T DA 3707 AUTHHOST V7 ADF 7 =7 DY AR TT,

ZOTaRT 4 H I E I AHITIX, chres <K editres <K, BLX
newres 1<K T mem+ £721% mem- /3T A—ZZF L £,

NACL

U — 2D NACL 70/ 3T (1%, V) —A~DT 7 AR E G SNAT Y
Y& EEINDET 7B A FAT (write 72L) LHICEFET DT 72 AHH
UARTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& MIZIE,
PUFOE#RNEENET,

TotY
TV EERLET,
TOER
TR LU THERSNDT 7B A AT ERLET,

ZDO T 4% H I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- I~ Ra AL £,

OWNER
Va—REfA 30— YEII N —TEERLET,
RAUDIT

CA Access Control DY 7| ZFRERSNDT VT BA AR NDHA T % 8
L¥3, RAUDIT £V )4 HiflZ Resource AUDIT DFAEIZ T3, AR
UUTDEBYTT,

all
T _RTOT 7 BARER
success

FFRISIeT 7B AR
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GFILE VSR

failure

RSN T 7 AER (F 7 40h)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NET BT N —T F I 7T AE A ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

UPDATE_TIME

(TFHD ) La— PP RICE RSN AR 2R LT,
UPDATE_WHO

(IEHROT) FHEFATUIEBEEZRLET,

GFILE 77 AD KL a—NRIiL, RFEDT7 7 ANVENIT AV N DT N—T Fi=
ITA B NF— =BT D7 7 AL TR 57 VB AMERR A TEFR L £,
BT FVIr—a0D FILE 7FA La—REERR L7140 (ERRL7ZL 23— R %
GFILE L —RIZEMT D20 ERHYET, KRIZ, FILE 77 ADL2—R% GFILE
I ADL aA—RICHHRINCBE AT T — b3, FEERL TR
WT 7 AIAZDNWTh, FILE 7T ADL a—REAERTEXET,

GFILE 7T A L a—R®DOF%—{L, GFILE La—RK D4R T9,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ACL

V) —=ZA~DT I Y AZ S CNAT 78 (=B L L—7)
BXOT vV OT A ZATDYVARMEZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize 2~ R %7~ authorize- =~
R access /XTA—H &AL ET,

CALACL

V) —=ZA~DT I ANHF A SNLT 78 (22— BLOV L —7) B
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

HLLH TR AFIEUAN CALACL) D& T 21T, UL FOE®AE Eh
F7

Tty
TRV EERLET,
Calendar
Unicenter TNG DAL LA ~DBMRETERLET,
7oA
TIRFICEZOND, V=R T Ve AR A EELET,

BB DA EDIHT T AR ESNET, ZOMOGEEITT
TOT 7 BABESSIET,

ACL 7T S IZEFRIN TWAT VBRI SN VY —ZA~DT /A
e —WE I IV—FITEF A9 HI21X, authorize =~ 2K T calendar /¥
FA=BEEHLET,
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CALENDAR

CA Access Control D—H 7 )L—7  BIOWV—ZH|RFHIED
Unicenter TNG Il X 47 =7 e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

COMMENT

La—RZEG0LBIMEREERLET, ZOBRPMERMS G HSh
HZEITHVFEE A,

HIRR: 255 307,
CREATE_TIME

(FHHOI) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOTNT 4 BT HITIL, chres 22K, ch[x]usr <R, F721%
ch[x]grp =~ KT restrictions /37 A—ZZff L £,

HEFORIFIDBALIL 1 55 TT,
GROUPS

U —2Z2 La—RHJET 5 CONTAINER 75 ADL 2—R DY AR EZELE
R

JIALA—=RDOIDOT /XTI E T 521, #)72 CONTAINER 275 A
DL 1—R D MEMBERS 72/ 3T 4 28 W4 AL B 08B0 £,

ZDOTaRT 4 H I H I BT, chres <K editres 2~ K, F£7201%
newres 2~ R mem+ £7-1% mem- /ST A—ZZFH AL £,

MEMBERS
TIN—=T DA IRNEI2D  FILE VTADF T =7 hDOYANTT,

ZOTaRT 4 HEE I BHITIE, chres 2K editres 2~ K, BLX
newres 2~ R T mem+ F721EX mem- "NTA—ZAfEHLFT,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REBE T AL TCEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZREEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDXAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control Tl VY —A~DT 7B AT AT D= ONTA R
MREERENET, 12771, T/ EZ L— L REDY Y — AT EHA#E S

Tomn, AT DV —RE A NET BT N—TF I 7T A E A ST
D ATOWTUTRLERSIVER A,

B — RAZE T4 5121%, chres 2~ R L chfile =~ R? audit /¥
FA—BEERALET,

UPDATE_TIME
(FEHROZ) L a— R RICE TSN HIEZRLET,
UPDATE_WHO
(IFHROT) FHEFATUIEBEEZRLET,
WARNING

EE—REHINITDNEIDERRELET, V) —RO%EEE— N2
xJJ AL FOV—R KT AT I EABERITT N TH A S, T EA
BURMNT 7B A N— ) VIGER LTZHE . EAn T IZLa— RN iiekSivE
£

GDEPLOYMENT 75X

GDEPLOYMENT 7?10)%\1/:1»—F XTI N —URTE Liﬁ“ vava
aA A 23— E DMS BT HBIICAERR S L, FFE DORARNAIFIZIFE TR
TV rvary (R —E0Y T Ty 7L —R7RE) OfE L THER SIS
TRCDOT T OAA FATZOEFEDIZLET, OFED, (ETHE T
Jiavin, BEREDOT 7 A Z27 (DEPLOYMENT 47 Y=/ R 2B L. &
&R AR (GDEPLOYMENT 47 V=78 T2/ v —F kL E7,

GDEPLOYMENT 77 ADX—(L, T 7 0A /\o/r—V DL FITC, @HE T H 84k
REET,

FDOERTIE, ZOVTA La—RIZEENALT /T A OWTHRIILET,
IZEAEDT ORT A TE T ARET, selang A2 Z—7 = —AF- (T EFLA
H—T 2= AL CTHEET DN TEE T, AR TERWT T 1120,
ME# DA i SIvET,
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ACL

VY —=ANDT IR AZFF SN TS T 78 (=P B LU0V —7)
BLOT 7Y DT I/ ERA IATDIAM EFELETS

T 7B AHIEY AR (ACL) OB EFIZIL, LT OFE®AEENET,
TotY

TRV EERLET,
TR

TI7EHICEZ BN, V=R T T VB AKERZ ERLET,

ACL 73T 4 %48 H 4521, authorize =~ R %7213 authorize- =~
R access /NTA—ZZfF L F7,

CALACL

D) —Z~DT I ARG EINAT 7Y (22— BRI —7) BLW
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

B K T ARV AR (CALACL) DB, UL F OB E £
ESx I

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBEERLET,
TotA

T 7RG ZOND, V=R T DT 7 AMIRE ERLET,

BV INEHRNIGEDIBT TR AN A ENET, TOMDEGEILT X
TOTI7BARELSINET,

ACL 7B T AT EFRENTWDT VB RICEESNT, VY —ZA~DT 7 E 2
e — P E I =T IZFF AT HITI, authorize <R T calendar /3
TA=ZEfEHLET,

CALENDAR

CA Access Control D—H 7 )L—7  BLOW Y —ZH|RHEIED
Unicenter ING L& 47 =/ 3R L F 3, CA Access Control {211,
FRESNT-IEE[EIFE T Unicenter ING DT 77 47 72 L U Z SISV E
j‘o

FA4FE: HSARETO/NT1 325



ACIREEM ISR

H7aY
Z—PFETVY—RIZE Y TH 1 DL X 2T hTITVEEFREL
\i‘é—o

COMMENT

La—RZEG0LBIMEREERLET, ZOHERPMERMS G HSh
HZETBHVFEE A,

HIFR : 255 3¢5,
CREATE_TIME

(IFMOI) La—RPMERES I B RERRRSILET,
DAYTIME

TP NN —RAIT IR ATED A aHUET 5, B H LRFRTHF O R
ZERLET,

ZOTRT A HET T HITIE, chres IR chixlusr 2R, Fi2i
chix]grp =~ KT restrictions /X7 A—ZZfEHL £ 7,

H IR OHIRIOHEALIL 1 57T
GHNODE

ZOT T R =V ONEKR R THLBRAN 7 N —T DA RiE R EL
ES

GROUPS

U —2Z2 La—RHJET 5 CONTAINER 7T ADL 2—R DY AR EZELE
R

JIALA—=RDIOT a7 4% EF 52X, # )72 CONTAINER 77 A
DL=1—R O MEMBERS /37 4 225 B4 AN HY E4,

ZOTaRNT 4 EEH T BTN, chres 2K editres 2~ R, F£7201%
newres 2~ >R mem+ £7-1% mem- /ST A—ZZ{FH AL £,

HNODE

ZOTTuA N =V DV G THHRANARELET,
MEMBERS

T N—"T DA 3T DEPLOYMENT V7 ADA T Y =7 NDOYARNTT,

ZOTaNRT 4B HE G HITIL, chres 2K, editres 2K, BIO
newres 2~ R T mem+ F721L mem- "NTA—ZAfEHLFI,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o—HAREFLET, CAAccess Control Tl fEELI-2—W5ilC AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEAIXIANR D —R _EZ——F 2k > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

POLICY
ZOTTuA N =V ORI R THORI L —24aELET,
SECLABEL
2= PFEIN Y —ADEFX 2T TV EEFRLET,
3 SECLABEL 7' 2/37 11X, chres 2= K& ch[x]usr 2~ KD label[-] /¥
FA—BTHELET,
RAUDIT

CA Access Control DY 7| ZFRERSNDT I BA AR NDHA T % 8
LE3, RAUDIT £V )94 BiflE Resource AUDIT DFEHEIR T3, A0 EIX
IToEBYTT,

all
T RCOT 72 ARER
success

FrRISIET 7B ABK
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
MSERERSNET, 7277, T BR L— L REDY Y — R CEHEE A Sh

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLEVEL
TIEYEFIIVY — 2D X 2T LUL B ERLET,

E: 27T 41X, chix]usr <K& chres 2~ KD level[-] 737 A—
HIZFHHELET,

TRIGGER

ZOTTuA Ny =V EERR LB AR ELE T, L TFOWT AT
‘é—o

m  Assign - R —FRANI, FIFTHRANE R AN 70— 12E0 Y T

m  AutoAssign -- IRANERAR 7 L—7 2 HENRYIZEID 24 TS DMS D
X

m  UnAssign - R —ZRANNG | FTZIIRANERAN 70— B ED
WCRRBRUT-AEF

m Direct Deploy - BT 70t 77 aOfE R

m Direct Undeploy - [EL:7 7 aAfRERT 7L a OfE R

m Upgrade - 7o 7/ 7L —R 77 ar Oft R

m Restore - IRAN (HNODE) ECOEILT 7 ar DfER

» Hnode Deletion - A (HNODE) D HIlBR D% 5

= Ghnode Deletion - FRAR 7/L—7 (GHNODE) Dl FRD A% J
= Reset- RARDYEY ORGSR

m Downgrade - RAN EDORV —DHX T 7L —RDfE R
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GHNODE U5 X

UACC

V=R DT 74N DT 7 AMEREZ FEF L £9°, CA Access Control
IZEFRSIVTCWNRNWT 78 F213U Y —AD ACLITRERSIL TN T
TG 25T 7 AR EZ R ELET,

ZOTRT 4 BB AL, chres 2~ K| editres 2~ K, £720%
newres 2~ R® defaccess /NTA—ZZfHEH L £9,

UPDATE_TIME
(FFEMOI) La—RRRBICE TSN A RZRLET,
UPDATE_WHO
(IO I) FHZFAT U EHEZRLET,
WARNING

R —RNEANTIMNEINERRELET, VY —RAOEEE—RNEH
T HE, FDOV)—RAxtTHT 7B A RIT T X THFAISN., T7E8A
FORNT 7 EA N— ) VGEK LT A AR IZL a— R3S E
‘é—o

GHNODE 77 AD 4L a—R %, iRAL 7 )—7 F7213HR AR (HNODE 47 =
TINCEDITN—THEFRLET, KB ARD HNODE 7T A L a—R&2{Ek L7z
%12 AERRLT-L a2 —R% GHOST L a2 —R|ZBEINT AL ERH Y ET,

ZDITAL R —DF A LB Y CTOERIHEHALET,

GHNODE 77 A L a—RDFx—%, AN VN —T7 Oim#i4 T7,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ACL

V) —Z~DT IR TSN TNWET 7Y (a—Y B L—7)
BXOT vV OT A ZATDYVARMEZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize =~ R %7~ authorize- =~
R access /XTA—H &AL ET,

CALACL

V) —=ZA~DT I ANHF A SNLT 78 (22— BLOV L —7) B
FINEID Unicenter NSM 1L X AT —R R ZHASLT 782 ZAT DY
AN ERLET,

HLLH TR AFIEUAN CALACL) D& T 21T, UL FOE®AE Eh
F7

Tty

TRV EERLET,
Calendar

Unicenter TNG DAL LA ~DBMRETERLET,
7oA

TR Z5ND, V) — Rk T BT 7 AMERE EFRLET,
BB DA EDIHT T AR ESNET, ZOMOGEEITT
TOT 7 BABESSIET,

ACL 7T A ICEBE SN TNDT 7 EAZEASNT VY —A~DT 7B A
e —WE I IV—FITEF A9 HI21X, authorize =~ 2K T calendar /¥
FA=BEEHLET,
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COMMENT
La—RIZEDLBIMEREZ ERLET, ZOFERPHERM 512 ASh
HZETHVER A,

HIFR : 255 3¢5,

CREATE_TIME
(HFHDOI) La—RPER SN H RN R RSIET,

CRITERIA

H#BAITHR AN Z DR AR 70— 1B I 572812 DMS 2ME 45
A EFLET, LLTFO HNODE /37 L —33 50, 2 bE a4
HILVERFRTECEE 9 ATTRIBUTES, COMMENT, HNODE_INFO. HNODE_IP,
HNODE_VERSION, NODE_TYPE

7=&Z2 11X, Windows = RARA >R HNODE L' —R|Zi3 7 /37 ¢
HNODE_INFO=Windows 73%Y %79, GHNODE L-==—R CRITERIA 7' 2/
7475 HNODE_INFO=Windows DfEZ£f>TW\A354 . DMS X B BT
~ATOH LV Windows HNODE % GHNODE [ZiBIIL £97,

GROUPS

V) —Z La—R)3E T % CONTAINER 77 ADL a—R DY AN EFRL £
T,

JIALA—=RDZOT XTI E T 520, #)72 CONTAINER 275 A
DL1—R O MEMBERS /37 4 225 B4 AN HY E T,

ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K E£720%
newres <KD mem+ £7-1EX mem- X7 A—XZ{FHE L ET,

MEMBERS
T N—TF DA 3727 HNODE VT ADA T =7 hDOY AN T,

ZOTaRT 4 HEE I HITIE, chres <K editres 2~ K, BLX
newres 2~ >R T mem+ £7-1% mem- /3T A—ZZ{F AL £,
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NACL

U —ZD NACL 737 4%, V) —A~DT 72 AR E L SNAT Y
Y&, JHESNDT 7 BAR HAT (write 728) LI E T DT 7 A
YARNTT, ACL, CALACL, PACL HLZHRL TLEEVY, NACL DFE-=UMIZIE,
LR OERBEENET,

7oty
TV ERLET,
TOER
TR FITH LU THERSNDT VA AT ERLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

OWNER
La—REiiA 4502 —PEIII NV —T 2 ERLET,
POLICIES
ZOFT I NIT I aA T HUBERHHRI L —DYANTT,
POLICYASSIGN
ZOF TV =IMNIEI Y THNDORI S — DI AN EFRLET,
TR B YTHNIZARY S —
RAUDIT

CA Access Control DY 7| Z50EkSNDT IV BA ARV NDXAT % B
LE3, RAUDIT £V )4 BiflE Resource AUDIT DFEHEIR T3, AN EIX
IToEBYTT,

all
T RTCOT 7 EAER
success
FFRISII T 7B AR
failure
HESNIZT 7B AR (T 7 4/LH)
none

T AR A FLER L2
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CA Access Control Tl, VY —A~DT 7 AT AT H-ONTA R
"SERERSNET, 7275 L, T BER L— LN FDOU Y — A2 E 5 S

7oy FATE DY —R% A N LT N —TFFI I 7 A Sz
AT OV TSRS ET A

B — RAZE T4 5121%, chres 2~ R L chfile =~ R? audit /¥
FA—BEERALET,

UACC

V) — 2 Z%F T AT T AV DT I AMERR A EFE L F7, CA Access Control
ICEFRSILTCWRWT 72 7213 Y —AD ACL IZB GRS IV TUVRNT
TG 2 AT 7 AMEREZ IR ELET,

ZDOTaRT 4 H T I BTN, chres <K editres 2~ K, F721%
newres 2~ R® defaccess /XTA—ZZfHEH L £9°,

UPDATE_TIME

(IHFMO ) L a— RN ERICERSNC AREZRLET,
UPDATE_WHO

(IHFMOI) B EFATUIEBREERLET,
WARNING

EE—REFINTINE I TR ELET, V) —RADEEE—RNEH
ij AL FOV—RKT AT I EABERITT N TH A S L, T EA
BORWT IR N— VGENR LT E . B n 7 1L a—RsitikaSn g
T

334 selang Y7LV R HAK



ACIREED ISR

GHOST 75X

GHOST 7T AD %L a—R X, RAMD I NV—T % EFLE T, KBRARD HOST
JTA L aA—REVERR L=, TERRL7-L 2—R% GHOST L'a—RIZiBIn4%
WBERBHNFET, —E R, Jetc/services 7 7A/L (UNIX DIFE) .
¥system32¥drivers¥etc¥services 7 71 /L (Windows D34 . E/-i3fhooH—
AL MERITIERER L C, VAT AMIERTHLERHVET, F—E R
TFala B2 28513, P —ERADO4 R TIER TCP/IP 'aha /L DR — &5
THRETEET, —ERAZENT5481L, —EAD4 R TIE7e< TCP/IP
TahaL DR — R EFTHE TEET, KIT, HOST 77 ADL-1—R% GHOST
7 ADL 2 —RIZHRIZEEAT T — bl ET,

GHOST /7 ADL a—RIIT 78R L— LV ERLET, ZOT7EA L—/LiL,
AL B = NCIBE T DB, RARND T )V—T 12T DM DGR (RAR) 7
2— )V IRANMIK L TR O 7 7 B AMERE B LT, K774 TN 71—
7 (GHOST L'Z1—R) |22 T, INETACL 70/ 3T 412, m— )L ARARINRART
A — 2Z T 5 —E 2 L— L DY AR ERENE T,

GHOST /T A La—RDOF—|L, GHOST L'a—R DL R T1,

PLFOERTIE, ZOZTA La—RIZEENLI T /T 4IZOWTRALET,
IZEAEDT ORT A ITE T ARET, selang A2 Z—7 = —AF- T EFLA
H—T 2= AL T ET 2N TEET, AR TRV 371121,
Mg DA i SIVET,

CALENDAR

CA Access Control D— 7 )L—7  BILOW/—RH|REFHEIED
Unicenter ING WL % 47 V=7 w3k LE7, CA Access Control {240,
o E S T-IFE]HBE T Unicenter ING DT 77 47 72 1L 2 BEUSSVE
7,

COMMENT

La—RIZ@O 5B IME e ERLET, ZOHRPHERM G-I Hsh
HZETBHVFEE A,

IR : 255 L7,
CREATE_TIME
(HFMOI) La—RMER Sz B R F RS ET,

FA4FE: HSARETO/NT1 335



ACIREEM ISR

DAYTIME
TRV NI —RICT 7 RATED AHRERUE T 5., i H LI Ofil R
ZERLET

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 HEH I BTN, chres <K editres 2~ R, F7201%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

INETACL

T— )L IRANNSTTAT VN IRARD 7 )— 7 | REZ e — 2B &
W& —ERADT 7 ERA XA T HERLET, 77 BAGIEIANDOK B
i, L FoE#R N EEnET,
H—E XS
P —E 2 (R—h& 5 E2IILE) ~DBR T, X COV—b 2%
FBETHHEAIL. —EABREL TTRHVRAZ (X)) 2 ATILET,

F7=. CA Access Control Tl, /etc/rpc 7 7A/L (UNIX DiGHE) F7=1%
¥etc¥rpc 7 71/V (Windows D355) IZFRE SN TZBNHI7ZR AR — M b
A—RLTHET,

TOER
TIEFIZEZOND V=R T T 7 e AR E ERLET,

INETACL 70/ 37 4 TT 78 BLNEDT 7R XA T %I HITIE,
authorize[-] 2~ R C, access(type-of-access). service, 33N

stationName /XT7 A—2 & L £7,
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INSERVRNGE

2— )V IRARNIBT FGAT VN IRARND Y V— T (4T A — RO &
PHRELET,

INETACL 7' 27 (L [RIC KO 7ok BEA FEITL£97,

INSERVRANGE 7' 0/37 4 CT 7 BILNT VA XA THIEE T HITIE,
authorize[-] 2~ R ® service(serviceRange) /X7 A—ZZAF HL £9,

MEMBERS
TN—=T DA NI D, HOST VT ADF T = 7ROV AR TT,

ZOTaRT 4B E T BHITIL, chres 2= K editres 2~ K, BLOR
newres <K T mem+ £7-1% mem- /XTA—ZZFHLET,

OWNER
La—REFE T Ha—FE A N — T R ERLET,
RAUDIT

CA Access Control DR 7| ZFRERSNDT I BA AR NDHA T % 8
L%4, RAUDIT L) 4 HijlX Resource AUDIT DEERHEIE T, A7l
IFoLBYTT,

all
FTRTOT/ERER
success
FrAl ST 7B REK
failure
HESNET 72 ATER (57 4/L8)
none
TR RAER A FLER LR

CA Access Control TlL, VY —A~DT 7w A8 TN ET A=A
IREEERESNE T, 722, T 7B A L— A RED) Y — AT EESE T &N
Tomn, FATEDVY) —RE A NET BT N —TF I 7T AE A ST
ATV TTREER SN EE A

BEA T — R H 3 A21E. chres 2= FEB LW chfile 2= R ® audit /¥
TA =R LET,

UPDATE_TIME
(FHHRDOI) La—R B ICE LSz B RfERLET,
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GPOLICY 75 &

UPDATE_WHO
(FFWOZ) HHEEITUEHE 2 RLES,
WARNING

BEE—REAINITHDEINERRELET, VY —ADEEE—REH
T BHE, FDOV) =R T HT 7 RAERITT N CHFA&, T7EA
FRNT VA NV—VGER LT E B/ IZLa— RN EeEkSinE
T,

GPOLICY 7T AD KL a—Rk, iR —2EFRLFT, FLa—RNix, =
DRV —|Z BT HRY — X—53 (POLICY 7 V7)) LEID Y THebre
BIRARERARN N —F 2B AIESA S ENET,

GDEPLOYMENT 77 ADF— (%, fmERY L — DL R T9,

IFOEFZRTIL. ZOIVTA La—RIZEGEENLT T 42OV CGRHLFE 97,
IZEAEDT O/RT A IFE T AHET, selang A2 Z—7 = —AFI- (T EFLA
H—T 2 — AL CHEET AN TEE T, AR TERWT 371120,
Mg DA EFLHESIET,

ACL

V) —=ZA~DT IR AT A SN TNWET 7Y (22— BIO L—7)
BXOT vV OT A XA T DIAM EZR LET,

77 AU AR (ACL) D4 BRITIE, LT OfFHRAE ENET,
VZh e

Tre T EERLET
TOtR

TIEVICGZABND, V=R T DT VB AR ERLET

ACL /X7 %259 AIZ1L, authorize =~ R E£7~1 authorize- =<2
R access /3T A=K & HLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA FOIEFHRNE Fh
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HREDOHIKIOHALIT 153 TT
GHNODEASSIGN

ZORV—DENY THLRDARAN I N—THER LET,
GROUPS

U —2Z La—RHJET 5 CONTAINER 75 ADL 2—R DU AR EZELE
‘é—o

JITALA—RDOID T XT 4% BT T 5HI21%, @72 CONTAINER 77 A
DL 2—R D MEMBERS 'R/ NT 4 & T HMBNHDET,

ZDOTaRT 4 H T I BT, chres <K editres 2~ R, F721%
newres 2~ R D mem+ £7-1% mem- /ST A—ZZFH AL £,

HNODEASSIGN
ZDORI—DEN Y TR DRAN EFRLET,
LATEST_FINALIZED_VERSION

T AT FTARSNT BT DR — _R—52 (POLICY A7V =78 D4
AR ELET,

LATEST_VERSION

ZORI — | ZEHEA T HNA R T ORI — N —T52 (POLICY A7 ¥
IR DL RIEFRELET,

MEMBERS

TI—T DA RET2 7D POLICY VT A (RS — RX—a ) DA TV =Tk
DYARTT,

ZOTaRT4HEH T BHITIE, chres <K editres 2~ K, BL
newres <K T mem+ £7-1% mem- /X7 A—ZZ2FHLET,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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PACL

TR RERNEEE DT 0 T b (EIRA H A B 5T
L) EXDT 7 RAIAT EFELATONDH BT, VY —ADT 7R
PHFAISNDT 7Y OUAMERLET. 707 T0 T 72 AREY AR
(PACL) DA FERITIL, LLFOIERAEENET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

POLICY TYPE

TN—T RV — BAT ZRDITETT, ARREIZLLTOLBYTT,
= 2L

»  Login-RUT —% UNAB 22 A R —IZHELET,

m Configuration - RUT—% UNAB EEEiR EARV o —IZHELET,

RAUDIT

CA Access Control DY 7| ZFRERSNDT VT BA AR NDHAT % 8%
LE3, RAUDIT £V )4 BiflE Resource AUDIT DFEAEIZ T3, A0 EIX
IToEBYTT,

all
T RTOT 7 BARER
success

FFRISIe T 7B ABK
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NET BT N —T F I 7T AE A ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
Z—WEIV Y —AD X2V T TV EERLET,
3¥: SECLABEL 7'2/37 11, chres =<2 R & ch[x]usr <KD label[-] /X
TA=ZITHHELET,
SECLEVEL
TRV EITVY = ADEX 2T 4 LV EERLET,

E: 27T 41X, chix]lusr <K& chres 2~ KD level[-] 737 A—
ZTAHHELET,

UACC

U=\ ZxET DT 7 H/NDT 7 AMERRE EFE L F 9, CA Access Control
ICEFSILTWNRWT 70 F7213Y Y —AD ACL IZH GRSV TN
TG 2 BT 7 AMERA R ELE 1,

ZDOTaRT 4 H I H I BT, chres <K editres 2~ K, F£7201%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FEROTM) L a— R ICE B S H A RLET,
UPDATE_WHO
(FEMOZ) FHaETUE HEZRLES,
WARNING
EHT-NEAMNTONEDERELET, VY —ADELE—FEH
T DE, ZDV =R T DT 7L AERITT R THFAISH, T/

FORNT 7 EA N— VGER LT A AR IZL a— R RS E
T,
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GROUP 72 A&

GROUP 7T AD %L a—R L, T —Z_R—AD2—HF DI N—TZEHK L £
£

% GROUP /T A L a—RDFx—|L, /' /V—TDLETTT,

XTI AN TN—TOTaxT X, TaT AN T— TR TS
Nizga—HizEpsnEd, 72720, =—3 (USER 7213 XUSER) L' 2 —KC
U7 2T B ESN TS E, =—F La—Ki7 a7y L 7 r—7
La—RO7 a7 JEEInET,

\ZEAE DT /3T (1L, CA Access Control =2 RARA L NMEEE 7> selang D
chgrp 2~ U REEHL TA B TEET,

L FEAEDOLA . FRCERED 2T IUR, chiX]grp AL T e T 424
T DIT0E, a~ R ARXTGA=Z L T T 42 HLET,

CA Access Control = RANA L MEH F£7213 selang D showgrp =~ R &1{# A
THE, T RTOTaNRT 4R R TEET,
APPLS

(IG8) 772 NT 78R SNDT 7V r—raryOUANFoRLE
97, CASSO CEFHENET,

344 selang YJI7L VR AR



ACIREED ISR

AUDIT_MODE

CA Access Control 3EEE /| CiEk T D7 7748 T4 EFRLET, LATF
DT I TAET A DB DA DOEEREE TEET,

n T SOFEREATHOIRN

. N—A T ARSI T N TOT /T4 T+
RNV B =27 VAT 2N

. REILTERT A

m  CA Access Control |Z&> TIRFESILTWDI Y —RAIZRHT I L 727
7B ADF A

m  CA Access Control (2L > TERFESIN TWAY Y — AT T BREILT=T
S

s KfEEAns A
E: ZOT T 41, chixlusr 2R & chx]grp 2~ KD audit /37 A—
HIZAHM L E9, GROUP F7-1% XGROUP |Z AUDIT_MODE #f# LT/
=T DT RXRCDANIERET—RERETHIENTEET, 72770,
22— DOEERET—RA USER L —R  XUSER L —R | /-3 a7 7 AL
TN —TICERSIN TS AL, AUDIT_MODE 2 FHL T/ /L—7" A
NIEBREE—RERETHILITTEIEEA,

AUTHNMTHD

([FHRDOI) 7 N—T La—RZ U T2 1 DL EORREE )Tk
(method 1 ~ method 32, E£7-1% none) Z#K - ~RL £, CASSO TfEHAIN
E3r

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I 47V x 7 ek L $7, CA Access Control |20,
e E S T-IFEIHBE T Unicenter ING DT 7747 72 1L 2 DNEUSSVE
7,

COMMENT

La—RZEGDLBNMEREERLET, ZOBRPHERM G2 HSh
HZEITHVFEE A,

IR : 255 7,
CREATE_TIME
(FEHMDIr) L a—RAMERSNZ B F RSN E T,
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DAYTIME

TP NN =R IT 7R ATED A HET 5. B H LR O IR
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFOHIFI O HALIL 153 TT,

EXPIRE_DATE

TN B R R ELE T, —3 La2—R? EXPIRE_DATE
FaRT A DEIL, I —T La—ROEIVEES N ET,

F: ZOTNT 41, chixlusr 2R & chx]grp 2~ KD expire[-] 737
A—=ZITHELET,

FULLNAME

T ICEEMTONA TV p—AEERLET, TV x— AT BE
0y Ay —CTT 7Y a2k A0l SN ET N, MERRGT 51
FEHINAZEEHDER A,

FULLNAME (3258 F D XFH T, Z—T D4 R EFIL 255 LF
T, 2—FDOLHE, kAT 47 LFTT,

GAPPLS

TIN—TINT IR AZ TSN TWET IV r—ay JV—T DY AN E
ZLET, CASSO TEHEINET,

GROUP_MEMBER

DT N—TN BT DI N—TERELET,

GROUP_TYPE

ITN—THERBIMEA R ELET, FBMEIL. chixlgrp 2~ RDRIUA4 i
DI/RFGA=HZFY L ET, ZL—T13LLFD 1 2Ll FOMERR B Ao
ZENTEET,
ADMIN
TN —F BT b2 — N EEEEE AT CEXDOMEIMNEIRELE
T (UNIX BREZNCD root [ZFHY) .
AUDITOR
TN—T BT HL—WN AT LD F—Z X — 2 fEHR D —
ERR, BIOBEFEL a—RIZH T BT —RORENTEHNED
MERELET,
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OPERATOR
TN —T BT D= RT —HRXR—=ZANDT X TE—EFK R,
secons L —7 AU T 4% CEXAHMEINEIRELET,
PWMANAGER
TN —F R T H2— RO Z—F D AT — R EEZLEEL,
serevu L—7 AU T A 2L TSN T —Y T H Y MEH ML
TELMEINEIEELET,

SERVER

TREBRZBWTC, V=BT D2 — I T HHER O L.
SEOSROUTE_VerifyCreate API =1— /LD IEIT AT RENE I EFEEL £,

HOMEDIR

HLWT L —T A NIZED Y THNAR— L T AL TN DONRAERELE
T,

ZDTONRNT 4B IR T DI, chgrp 2~ R, editgrp 2~ R, 21X
newgrp 2~ K™ homedir /X7 A—& % L £7,

IR : 255 LT DI T,
INACTIVE

DY DART—EANIET VT4 T IEHINAETO, 22— DT 7T 48
FUMIRVIREEORB B A TELET, THIN AT —HANRIET 7
TA4T DA a—FIa s A TEET A,

USER 7T ADL —R® INACTIVE 7’ 237 4D, GROUP 77 ADL
a—ROEIVELRSNET, ZOELLO T 3T 4l ., SEOS 7T ADL
2—R O INACT 72 87 4 LS E T,

3 : CA Access Control [Z AT —Z A& KEAL £ A, BIRICEELET, FE
TIT 4T a—P R E T A%, INACTIVE [EZ = — D
LAST_ACC_TIME fE& bl L F7,

INACTIVE [£7' 07 7 A VAKRED —H T,
MAXLOGINS

2 — IR ESND AR e A > DI KE A RLUET, 8013, FIlFar A
I DRI RN A R U E T,

Z—H La—R D MAXLOGINS 72 37 4 DI, 7V —7 La—ROfEk
DIESEENET, ZOELLDO T T 4flit,, SEOS 7T ADL I—R D
MAXLOGINS 7 & 37 s DI LB S S E T,

MAXLOGINS (X707 7 A VAERED T,
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MEMBER_OF
ZOITN—TPBT I N—TEEELET,

OWNER
La—REfA$ 52— HERIIN—TEERLET,

PASSWDRULES

INAT—R JL— VAR TELET, 2O 71237 4121%. CA Access Control C
DIRAT — R DI T IEE R ETHEL DT 4 — VR R EFEN TV E
4, =L D—EITOW T, USER VT ADEH a[fE/2 7 /T 4 Th D
PROFILE ZZ L TL7ZEW Y,

ZDTRT 4% T HITIL, setoptions T RD password /3T A—H
BE R rules 7 varEi-iL rules- 47 a2 fEHLET,

PASSWDRULES IX 7 07 7 A /VEEBRED—HER T,
POLICYMODEL

sepass T —T AVT 4ZfF L Ca— NAU—RE2EFT LT LN

XA —R%&5Z\FTED PMDB 4R ELF 7, 2077 4Dfiz A ILT-
Y4 . parent_pmd £7-1% passwd_pmd BEEiR E CTEFHRIN TS Policy
Model |2/ XA —RIXXESAEE AV

E: T NT 41, chxlusr 2R & chx]grp 2~ KD pmdbl[-] /37
A—HTFAHB L ET,
POLICYMODEL (X707 7 A VEERED —F T,

PROFUSR
ZoTaT AN T N—T I BEMA T B CWA = DY AN FoRLFE
R

PWD_AUTOGEN
TN—"T IRAT—R%& BN AR T2 EINEfRELET, T 740k
IZ no T9, CASSO TSI ET,

PWD_SYNC

TRCOTN—T 7TV r—a T N—7 /RAT—R% HBIZ[FE—
IZToMEINEFRELET, T 74V ME no TF, CASSO T S E
7
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PWPOLICY

TN—FIE T AR —R R —DLa—R R4 &2 ELET, /3A
U —R RYL—1E, HLV VSR — RO G LT = /L, SAT— RO

R A BT H—#HDN—/LTT, T 74/ TIE, YT =71
1T ER A, CASSO TS ET,

RESUME_DATE
—IRp{5 [ SHU72 USER T AT RN E N 720 B &R ELE T,
RESUME_DATE & SUSPEND_DATE [ #s L CEIEL £,

X 2737 414, chx]usr 2R E chix]grp 2~ KD resume 737
A—ZITFHBLET,
RESUME_DATE (X7 07 7 A LEERED —FF T,

REVACL
TRV OT R ARV AN FE R L ET,

SHELL
(UNIX DF) ZDT N—T DAL N TEHDHTL N UNIX 2—HF(ZE0 24T
N5 )V 7ar I 8T,

ZOTRT4ZEE I HITIL, chxgrp 2~ KT shellprog /37 A—# %
MLET,

SUBGROUP
ZOTN—TPBUIEESN TWDAT V—T DYANERRLET,

SUPGROUP
BIN—T (LT N—T) DL4RITEERLET,

ZDOTRT 4H I HITIE, chixlgrp 2~ KT parent[-] /XT A—F%
ERHLET,

SUSPEND_DATE
A=Y T AV RHF LS T2 % B2 fR e L E T,

La—Ro—kHE ik A 235 B XOFTO B Tho5E 2—FiT—ke
1E A RVATRB ZOFE B J0 R ICEEE FATTEET,

=
a—Hht a—Hh
WIERTRE WIERTRE

-

Bl

—BFELE R
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2—HFOFEE H N —EHZ 1 H VAT B CTHHILETL, BB H D7 ThH
D LRI T, COA, IR B &R IR A O
O ETTEET,

a—Hh

i BIETTHE
*
1| —BHEIE i

Z—H La—R D SUSPEND_DATE 7' /37 (DX, 7 /L —7 La—Kd
fELVEESIET,

F: ZOT T 41, chxlusr 2R & chx]grp 2~ R ® suspend[-] /X
FTA=ZITHHYLET,

SUSPEND_WHO

—FHE LR ET VT4 7 I U E R RO LET,
UPDATE_TIME

(IFMOI) L a— RN EBRICERSN- HRZRLET,
UPDATE_WHO

(IEMOI) W& FITUIEHE L RLET,
USERLIST

IN—TIETH2—FDVANM ERLET,

ZOTNRNT 4 TRIET H—F VAN, AT 47 BB D USERS 7' 11/
TATRETHL—F VAT B B5E 03B ET,

ZOTRT4ZEETHINL, join[X][-] TR EFEHLET,
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GSUDO 75 A&

GSUDO 77 AD KL —R L, #AZZFAT:, ©2FD DO (sesudo) (&> Ta—H

WCFETNHF AT SNAT 7 ar DIV —T R EHR LET, KTV
> D SUDO 7T A La—RaERkL7-#1C, /B L7-L =—R% GSUDO L-=1—F
(BT 20 ERHET,

SUDO VY —AD T N—T1Zx L CT 7B A L— )V EEFRT DL, KV —R
IZXL TR T 78R — NV EFRETHDTIE/<, GSUDO AL E7, &
|2, SUDO ZF7ADL 1—R% GSUDO 77 ADL 21— RIZBH/RIIZBE AT T
=L ET,

GSUDO 7T A L a—RDF—|L, 7 /L—7 DL HITY,

IFOEHZRTIL. ZOIVTA La—RIZGEENAL T RT 4IZ OV CRHLFE T,
\FEAE DT T (I TEFAHET, selang {1 X —7 = — A/ TEFLA
H—T 2 — AL CHEET AN TEE T, AR TERWT 371120,
Mg DA EFLHESIET,

ACL

V) —ZADT I Y AZ A SN TNET 7Y (—HBLOT L—7)
BXOT vV OT A XA T DY AN EZR LET,

T 7B AHIHHY AR (ACL) DA EFITIEL, LT OERAE EINET,
Tt

TV EERLET,
TR

T7RIZEZOND, VY =Rk T 7 AMERRE EFRLET,

ACL /X7 %259 AIZ1L, authorize =~ R E£7~1 authorize- =<2
R access /XTA—H & FHLET,
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CALACL

V)= ANDT IR AN ESNDT 7 (2—FBLIO L —7) BIO
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TOT I BADNES SN ET,

ACL /T A ICEFRSN TNBT I ERZEASNT, VS —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
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7,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICHSh
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newres <R mem+ £7-1E mem- N T A—ZE{HERHLFET,

MEMBERS
TN—T DA INE705, SUDO I TADA T =V "DY AR T,
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DO aRT 4 E T I BTN, chres <K editres 2~ K, F721%
newres 2~ R mem+ £7-1% mem- /XTA—ZZ{F AL £,
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KU — AT —FADFLHE HHRFZ T,
updator
RN =T T A ETHIR L2 —F DA HTTT,

RAUDIT

CA Access Control DY 7| Z50EkSNDT I BA AR NDXAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
T _RTOT 7 BRER
success

FrRISIET 7B ABK
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2—WEF) Y —ADEX 2T 4 FTRNVEERLET,

;¥ : SECLABEL 'm2/X7 11X, chres =~ K& ch[x]usr 2= KD label[-] 7~
FA=HTFAY LT,

SECLEVEL
TIEYEFIIVY —ZAD X 2T LUL AR ERLET,

E: 27T 41X, chixlusr <K& chres 2~ KD level[-] 737 A—
ZTAHHELET,

SUBSCRIBER_STATUS

BZLD /) —RDAT—HATT, ZOT T AOfEIE, L FOT7 4—/LR
TR OMIEIR T,

oidSubs

HNODE 47 Y=/ hDA 7=/~ ID TY, SUBSCRIBERS 7' 2/ 3T 4D
EERIC T,

status
LLFOWT NN DAT —H A% R TETT,
»  FIHATRE

FHART]

(1391 ([RT39)
= RH

stime

AT — B AD F & HTIREZ T,
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HOLIDAY 25X

SUBSCRIBERS
REVV—NDFD ) =R DY T AT TA/NDYANTT, ZOT /T 1%
B3 AL . PARENTS 7' 2/37 473 HNODE 7 ¥ = N4 D CHREFER |2 5
mEnET,

UACC

V=R DT 74N DT 7 AMEREZ TEF L F£9°, CA Access Control
IZERSILTCWRNWT 73 E213U Y —AD ACLIZH GRS TN T
TG 25T 7 AR Z R ELET,

ZOTRT 4 BB I AL, chres 2~ K| editres 2~ K, £720%
newres 2~ R D defaccess /XTA—Z & H L £9°,

UNAB_ID
(IF D) UNAB AR ID LR —RHICERLET,

UPDATE_TIME
(IHFMDO ) L a— RN ERICERSN AREZRLET,

UPDATE_WHO
(HEHROR) W EFATUEEE ZRLET,

WARNING
BLE— NN DNEIDERELES, VY —ADEEE—FEH
T DL, ZDV) =R T DT 7B A RIS TRl &, 7784

HRNT 72 A =) VGERK LIS E . R n/ ICLa— RS E
7

HOLIDAY 77T AD &L a—R, al AR BRI ZFa suh B L 70 % 1 S L
DO EERLET,

Ko —HFIZiX, La—RHNOT X TOHBICOWTRIT T 7 B AHER DR ES
WET, ZiuE Bk B B4 150 HOLIDAY L 2 —RITHAN L= 54 .
HOHMR PIc—Floa s/ AL, BloBMfIcidn s/ (o 220k 5L
VLRI Z CERNWZEEERLET, 722 FFED 2 — 0 T BIZidns
AL TE, JVARREIT A TERNIIINCT DA, 20 2 DOKE T
B2 DLa—RIZERTDULENHVET,

FriE DEZFRE LW E KB S o L RpshEd,
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newusr <K, chusr 2= K, F£721% editusr 2~ N T IGN_HOL &% 5
ETHZEIZLS T, il 2 D= —HITxHd 2 HOLIDAY 27 7 Al R4 flEsh |2 T
ESr e

HOLIDAY 77 A L 1—R M3 —| %, HOLIDAY L 21—R D4 Fii T9,

UFDOEFRTIE, ZOVTA La—RIZEENLT /T A OWTHIALET,
W EEAE DT T/RT 4T FERIRET, selang A X —7 =—AF T EHA
KT 2= AEfE AL CRIETHIENTEET, BETERWT T 12,
Mg DA EFLHESIET,

ACL

U —ZADT I Y AZ A SN TNET 7Y (—HFBLOT L—7)
BXOT vV OT A XA T DV AN EZR LET,

T 7B AV AN (ACL) DB EFITIL, LT OE RS EENET,
Tty

TreYEERLET,
TR

TIRIZEZOND, VY =Rk 5T 7B AMERE EFRLET,

ACL 7/ X7 %259 AIZ1L, authorize =~ R E£7~13 authorize- <>
R access /XTA—ZZfF L7,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
\i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E NN EDIT TR ANT A ENE T, TOMDGEILT X
TOT I BADNES SN ET,

ACL /T L IZ BRI TWAT 7 ERIZEESNT U —ZA~DT I A
o —YE T N —ICEF AT AIZI, authorize =<K T calendar /*
TA=REfERLET,

hF

Z—PFFFT Y —RIZE Y TH 1O EOEFaVT 4 HTIAVEERL
EScI

COMMENT

La—RIZ@O 5B IMERE ERLET, ZOHRPHERM G-I Hsh
HZETBHVFE A,

HIFR : 255 7,

CREATE_TIME

(TFED ) La— R P ER S H D ZRSNET,

GROUPS

U —2 La—RAJE T %5 CONTAINER 7T ADL a—R DY AR EZELF
T

JITALA—=RDIDO T a/_XT % IE T DI, #H)72 CONTAINER 27T A
DL1—R O MEMBERS 7' /37 4 228 B4 LB 0 £47,

ZDOTaRNT 4 HEH I AT, chres <K editres 2~ R, F7201%
newres <KD mem+ £7-1E mem- /X7 A—XZFHE L ET,
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HOL_DATE
T—PFRas A TERWIMEEELET,
HOL_DATE 72/ 37 ¢12i%, BL F O/ — LS ET,

s FEOELRELLRWGA, TOMME-IK B I EFEEHINDE
RS ET, 1L, 99 £7/71% 1999 DIHIZ. 2 HTE/-IX 4 Hr CIRE
TEET,

s PRGAEEA R E L2V GA . T 0 B OBIGEREZ] (4117 0 BF) A3
. T RFZ AR E LR WS, T D H O T IREZ] (417 0 BF) 25#
AshET,

n R EETICHMNOAERRELZSGE. TOH 1 HOMKHAER
mENET,

ZOTaNRNTAH BT T AL, chres 2K, editres 2~ R, BL
newres 1~ R D dates /3T A—ZZAF L £,

NACL

U — 2D NACL 73T 4% V) —A~DT 7 AMER N E S SN AT
WA EEINDLHT 7ER AT (write 708) LILICEFET AT 72 A
UARTY, ACL, CALACL, PACL HZRL TL/ZEWY, NACL D& RIZiE,
LT OERNGENET,
ToeY

TV EERLET,
TR

T I L THESSNAT VA XA T 2 EFRLET,

ZOT T 4 ZHIEE A2, authorize deniedaccess T~ RE721%
authorize- deniedaccess- 2~ K& L £,

NOTIFY
V) —2F T — I Lo TEEA UM E SN EIs@mEns
a—PEEFELET, CAAccess Control Tl FEE LT —V5a AL
a—REEBF AL TEETEXET,
HIFR: 30 307,

OWNER

LVa—RafrA 45— PEIIT N —T 2 EERLET,
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RAUDIT

CA Access Control DY 7| ZFRERSINDT VB A ARV NDHAT % B
LF7. RAUDIT L\ \94 HiflZ Resource AUDIT D5EHEIZ T3, AZh/MllE
UTDEBYTT,

all
T RTCOT /B AER
success
PRSI T 7 ABER
failure
HESNET 7B RAE R (F74/L10)
none
T B AR Z TR L 72

CA Access Control TlX, VY —A~DT 7w 28T AN A R
IREERSINET, 7277 L, T BA L— L 3FDY Y — AT 56 A S
Ty, FIAZZEDVY =A% A REF 57 NV—T 37T AT Sz
P AZOW TSRS ET A

BT —RA T4 HI21%. chres 2~ R LN chfile 2~ R ® audit 7
FA—BEERALET,

SECLABEL
2= PEIN Y —ADEFX 2T TV EEFRLET,
3¥: SECLABEL 7'12/37 11X, chres =< R & ch[x]usr 22K D label[-] /X
TA=ZHHELET,
SECLEVEL
TRV ET)Y —ADEF 2V T4 LV EEFRLET,
E 27T 41X, chix]usr <K& chres <R D level[-] 737 A—
TS LET,
UACC
VY= DT T HNIDT 7B AMERZ E L £, CA Access Control

ICEHRSNTCWRWT 78 2013 —AD ACLIZEERSN TNV N T
I B2 AT I AMERE S ELET,

ZDOTaRNT 4 EEH I AT, chres <K editres 2~ R, F721%
newres 2~ R ® defaccess /N\TA—Z & HLE£9,
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HOST 75X

UPDATE_TIME
(IHFMOI) L a— RN EBRICERSN - AREZRLET,
UPDATE_WHO
(D7) Wiz RITUIE A2 RLET,
WARNING
BEE—REENTINEIMNERELET, VY — RO EE—REf
INZTHE, ZDV Y —RZx 5T 7B AERITT X TS, 77&8A

FORNT 7 EA N— VGER LT A AR IZLa— R RS E
‘ﬁ—o

HOST 77 AMD 4L 21—, IPvd CHEEi SN T EEITRARYIT— )L =2
Ea—Z Ik L TR YT7 7 AMERE EHLET,

3 1P 3#1E FHD CA Access Control 7272 JL—/ L% IPv4 | 2D Zxi SV E T,
CA Access Control IZ IPv6 (21D T 7B AZE L £H A

CA Access Control X, HOST ZF AIZIBINU TR AN DT R AZ k42 L3
NHVFET, OF, TNODOLENTA L —T 427 AT LD hosts 7 7A /L
IR ESHILTUWAD N NIS 721X DNS IZEZHE SN TWALENHY F7,

£ HOST L'2—R D INETACL 7'/ X7 (1, i— /L IRARINE DRAMI AL
TEH—E R ERLET,

CA Access Control Tld, RARL TG B CEET, 7272, il x R T L
O—RMERTF = 7SN A ZE1EHVER A, CA Access Control THRAR
L OB G AR HET DL RANDIEHIA ZEIEL CWOAMERH Y ET,

HOST 77 A L a—RDF—|%. IRARDL R TT,

AIFOEFZRTIL, ZOIVTA La—RIZEGEENAT T 42OV T LFE 97,
\FEAE DT T/NT I TE L RHET, selang f o ¥ —7 = — AFT|TEHA

S —T 2= AL CTEET DN TEE T, BRTERWT T 1120,
Mg DA RS ET,
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CALENDAR

CA Access Control D—H 7 )L—7  BIOWV—ZH|RFHIED
Unicenter NG IL- X 47 =/ e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

COMMENT

La—RZEG0LBIMEREERLET, ZOBRPMERMS G HSh
HZEITHVFEE A,

HIRR: 255 307,
CREATE_TIME

(FHHOI) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOTNT 4 BB HITIL, chres 22K, ch[x]usr <R, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 55 TT,
GROUPS

VY —A L a—R)NJE T 5 GHOST 77 AFE7-1Z CONTAINER /7 ADL a3 —R
DYANTT,

HOST 75 ADL a—KR DD a7 45 B B3 AT, )7
CONTAINER 77 AF7~1X GHOST 77 ADL =1—R D MEMBERS 7' 2/ 37 1%
EETHVLENHDET,

ZOTRT 4B AHIZIL, chres 2~ K| editres 2~ K, F£720%
newres <KD mem+ £7-1E mem- /X7 A= Z{HE L ET,
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INETACL

T— )L IRANNSTTAT VN RARND 7 )— 7 | ZHAL AT RE /e —E 2B &
WK —ERADT 7R XA T2 ERLET, 77 BRIV ANOK EF R
WZiE, LR OB #RNEEnET,

HY—EXSR

P—E X (R—FEFEITLH) ~DZRTT, T 3TOI—E 2%
RET AT P—EAZREL T RAZVRY () 2 ASILET,

F7-. CA Access Control TlZ. /etc/rpc 771 /L (UNIX DIFE) Fi-lE
¥etc¥rpc 7 71 /V (Windows DH55) IZHE E ST BY e AR — A bt
A—RLTVET,

TIOER
T 7RG Z6ND, V=R T HT 7 e AMIRE ERLET,

INETACL 70/ "7 4 TT 7 BILNEDT VA ZAT BT T HITIE,
authorize[-] =~ R, access(type-of-access). service, IBIL

stationName /X7 A—Z %2 L £77,
INSERVRNGE

T— )L IRARDIT TAT 2 N IRARND T )—F |\ THe A —E RO &
PHRELET,

INETACL 7' /R 7 (L [RIC KO 7ok e 2 I TL 77,

INSERVRANGE 7' BT 4 CT 78 BIONT VA XA T HEE T HITIL,
authorize[-] 2~ >R ® service(serviceRange) /X7 A—Z &L £9,

OWNER
LVAa—REffA 30— YT N —TEERLET,
RAUDIT

CA Access Control DY 7| Z5RERSNDT VT BA AR NDHA T % B
L¥3, RAUDIT £V )4 HiflZ Resource AUDIT DFAEIZ T3, AR
UUTFDEBYTT,

all
T _RTOT 7 BRER
success

FFRISIe T 7B ABK
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HOSTNET 5 X

failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

B T —RA T4 HI01%. chres 2~ RE LN chfile 2~ K ® audit /3
FA—BEERALET,

UPDATE_TIME

(TFHD ) La— PP RICE RSN AR 2R LT,

UPDATE_WHO

(TE D F) FoprZ FATLUIZE A ZRLET,

WARNING

R —RNEAMNTINEIDERRELET, VY —RAOEEE—RNEH
N HE, FDOV)—RAxtTHT 7B A RIT T X THF SN, T7E8A
FORNT 7 EA N— )V GEK LT A AR IZL a— R3S E
T

HOSTNET 77 AD KL a—NRL, FFED Ry NI —7 LORANIE DT NV—T%
EFLET, HOSTNET 7T ADL a—R|I/V— VA ERLET, 2D/ —/LiE,
IPv4 CiE[E T DA, 7V —7 DMOBR AR T—J1 )L RANMIXF L TRfD

TR AMEEE PR ET,

3 1P 3#1E FH D CA Access Control 7272 JL—/ L% IPv4 | 2D 20 S E T,
CA Access Control IZ IPv6 (ZLDT 7B AZE ML £H A

INMASKMATCH 7' 2737 11X, HOSTNET 77 ADL T —R D% R/ H DR A
M ELET, INETACL 7' 23T (1L, B— )L ARARDMBD R AN TX
HY—ERAEERLET,

HOSTNET 77 A L'a—R®OF—(J, HOSTNET L' = —R DA FIT T,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

CALENDAR

CA Access Control D—H 7 )L—7  BIOW V) —ZH|RFHIED
Unicenter ING IL & 7= 7RaFK L £, CA Access Control (29,
FaE SN BB T Unicenter TNG DT 7T 4772 hL U Z NS E
R

COMMENT

La—RIZEOL5B G Rz ERLET, ZOHRIPHERM 52 Hsh
HZETBHVEE A,

HIFR : 255 37,
CREATE_TIME

(IFMOI) La—RPMERES IV B RERRRSILET,
DAYTIME

TP NN —RAIT IR ATED A aHUET 5, B H LRFRTHF O R
ZEHRLET,

ZOTNT 4 BB IAHITIL, chres 22K, ch[x]usr <R, 721X
chix]grp =~ KT restrictions /X7 A—ZZfEHL £ 7,

HIRFOFIRIDOHALIL 1 57T
GROUPS

VY —2Z La—R2JE T %5 CONTAINER 7T ADL a—R DY AR EZELF
T

JIALA—=RDZOT XTI E T 520, #)72 CONTAINER 275 A
DL 1—R D MEMBERS 7'/ 3T 4 28 B4 AL B3 B0 £,

ZOTRT 4G AL, chres 2~ K editres I~ K, E£720%
newres <D mem+ £7-1E mem- /X7 A—XZ{FHEHLFT,
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INETACL

T— )L IRANNSTTAT VN RARND 7 )— 7 | ZHAL AT RE /e —E 2B &
WK —ERADT 7R XA T2 ERLET, 77 BRIV ANOK EF R
WZiE, LR OB #RNEEnET,
H—EXSE
P —E A (R—rEEEIILF) ~DSRTT, T XTOH—E 2%
FBETHHEAIL, V—E 2B B TT ALV AT (%) 2 A SILET,

F7-. CA Access Control TlZ. /etc/rpc 771 /L (UNIX DIFE) Fi-lE
¥etc¥rpc 7 71 /V (Windows DH55) IZHE E ST BY e AR — A bt
A—RLTVET,

TIOER
T 7RG Z6ND, V=R T HT 7 e AMIRE ERLET,

INETACL 70/ "7 4 TT 7 BILNEDT VA ZAT BT T HITIE,
authorize[-] =~ R, access(type-of-access). service, IBIL

stationName /X7 A—Z %2 L £77,

INSERVRNGE

T— )L IRARDIT TAT N IRARND T )—F | ZH A —E RO &
PHRELET,

INETACL 7' /R 7 (L [RIC KO 7ok e 2 I TL 77,

INSERVRANGE 7' BT 4 CT 78 BIONT VA XA T HEE T HITIL,
authorize[-] 2~ >R ® service(serviceRange) /X7 A—Z &L £9,

INMASKMATCH

ZO HOSTNET L — R 78l ISR AMD I N —T HEHLET, 207
H3T 4121 mask L match 360 | ZSRITTARAMIZ /L —T IR L T
WHINEID RIS DT BERITARARD IP 7RV A2 S E
B

INMASKMATCH 7" /37 41, IPVvA TER DT RLAD YR —R L £,

Fi 2O T 41X, chres 2= KD mask /3T A—# L match /3T A—%
(RS LET,

OWNER

LVa—RafrA 45— PEIIT N —T 2 EERLET,
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RAUDIT

CA Access Control DY 7| ZFRERSINDT VB A ARV NDHAT % B
LF7. RAUDIT L\ \94 HiflZ Resource AUDIT D5EHEIZ T3, AZh/MllE
UTDEBYTT,

all
T RTCOT /B AER
success
PRSI T 7 ABER
failure
HESNET 7B RAE R (F74/L10)
none
T B AR Z TR L 72

CA Access Control TlX, VY —A~DT 7w 28T AN A R
FREERSINVET, 7277 L. T BA L— L3 F DY — A ZEEE A SN
Tomn, FATE DV —RE A NET BT N—TF I T AZE A ST
M ATOWTTRLERSIVER A

BT —RA T4 HI21%. chres 2~ R LN chfile 2~ R ® audit 7
FA—BEERALET,

UPDATE_TIME

(TFHD ) La— PP RICE TSN AR 2R L ET,
UPDATE_WHO

(FEWMOI) e EAT U EBRE 2R ET,
WARNING

BT — REHNNITINEINERELET, V) —RAOEEE—RNEf
T BE, FDO)Y) =R T AT 7B RERITT RN TCHF S, 778
GRMNT IR A N— ) VGER LIZE A n 7L a— RGeS E
7,
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HOSTNP 25X

HOSTNP 77 AD %L a—R X, FEEIL =4 HiE FFORAND I N—T H EFEL
F9°, HOSTNP L a—RZT7 VA L — A EEHRELET, 2O/ —/LT, IPv4 T
HET %A, La—RO4 I/ — A — T HMOMR (RAR) Or—
BV RANMIX T BT 72 AMEREBRLF97, %K~ A2 (HOSTNP L 2—R) |25
UL INETACL 72287 412, i— 1)L IRARDISR AR 70— |59 —
EARAEHET D —E R L— L OVARNRFIREIINET,

HOSTNP 77 A L'a—R D% —[&, HOSTNP L1 —R|Z L TIRFES DA ARD
AN D7 4V A LB S NS4 B2 — T,

3 1P 3#1E FHD CA Access Control 7272 JL—/ L3 IPv4 | 2D Zx SV E T,
CA Access Control IZ IPv6 (2D T 7B AZE L £H A

DLFOEFRTIE, ZOVTA La—RIZEENL T8 T 412 OWCHAL £,
\FEAE DT RT (I TEFAHET, selang Ao X —7 = — AT EFLA
=T 2= AL T ET A2 TEET, AR TRV 3711201,
Mg DA LS IVET,

CALENDAR

CA Access Control D—H 7 L—7  BIOW V) —ZH|RHIED
Unicenter ING WL 47 =/ 3L E7, CA Access Control |20,
FRESNT-HEE[EIFE T Unicenter ING DT 77 47 72 L U Z SIS SV E
R

COMMENT

La—RIZ@O 5B IMERE ERLET, ZOHRPHERM G-I Hsh
HZETBHVFE A,

HIRR: 255 307,
CREATE_TIME

(WD) La—RAMER S H IR R REIET,
DAYTIME

TIRY NI —=RICT 7B ATED HRFEHE T2, M H SRR Ol R
EERLET,

ZOTRNT 4 BB THITIL, chres 22K ch[xJusr <R, F721%
ch[x]grp =~ KT restrictions /X7 A—2ZfE L E7,

HEFOHIFIOBALIT 1 57TT,

384 selang YJI77L VR HAK



ACIREED ISR

GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JIALA—=RDZOT /X T %R T T HI2I1L, #H)72 CONTAINER 277 A
DL-2—RO MEMBERS 7137 4 2B B AVENHDET,

O aRT 4 H T I BTN, chres <K editres 2~ K, F7201%
newres <R mem+ £7-1E mem- N T A—ZE{HERHLFET,

INETACL

T— )L IRARNNSTTAT N IRARD 7 )— 7 | AT REZ e — 2B &
W& —ERADT 7 ERA XA T HERLET, 77 BAGIEIANDOK B
Wi, L FoOE#R N EEnET,

H—E RS

P —E R (R —FE S EITL ) ~DSRTT, T XTOV—E 2%
FBETAHEEIL. —ERABBLEL TTRAZIAY (*) AL ET,

F7=. CA Access Control TlZ, /etc/rpc 771 /L (UNIX DiGHE) F7=i%
Yetc¥rpc 7 71 /L (Windows D35E) [ZHE E SAVICEI R AR — M b 3
A—hLTWET,

TOER
T 7RG ZOND V=R T HT 7 AMIRE ERLET,

INETACL 70/ X7 4 TT 78 BLNEDT 7R XA T % BT T HITIE,
authorize[-] 2~ R C, access(type-of-access). service, 33N

stationName /XT7 A—2 & L £7,
INSERVRNGE

a— )L IRARDTTAT ok IRARD 7 ) —F I 20— 20 #i
FHRELET,

INETACL 7' /X7 ¢ LRI U IO 78 ke 2 T L E 5,

INSERVRANGE 7' 0/37 4 CT 78 B IWNT 7 BR XA T H LT HITIL,
authorize[-] 2~ R ® service(serviceRange) /X7 A—ZZAF HL £9,

OWNER
LVa—REA $ 51— EIIN—TEERLET,
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RAUDIT

CA Access Control DY 7| ZFRERSINDT VB A ARV NDHAT % B
LF7. RAUDIT L\ \94 HiflZ Resource AUDIT D5EHEIZ T3, AZh/MllE
UTDEBYTT,

all
T RTCOT /B AER
success
PRSI T 7 ABER
failure
HESNET 7B RAE R (F74/L10)
none
T B AR Z TR L 72

CA Access Control TlX, VY —A~DT 7w 28T AN A R
FREERSINVET, 7277 L. T BA L— L3 F D) Y — A ZEEE A S
Tomn, FATE DV —RE A NET BT N—TF I T AZE A ST
P AZOW TSRS ET A

BT —RA T4 HI21%. chres 2~ R LN chfile 2~ R ® audit 7
FA—BEERALET,

UPDATE_TIME

(TFHD ) La— PP RICE TSN AR 2R L ET,
UPDATE_WHO

(FEWMOI) e EAT U EBRE 2R ET,
WARNING

BT — REH T INEINERELET, V) —RAOEEE—RNEf
T BE, FDO)Y) =R T AT 7B RERITT RN TCHF S, 778
BRMNT IR A N— VGER LTZE A n 7L a— RGeS E
7,
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KMODULE 25X

KMODULE 77 ADK L a—R (L. A —TFT 47 VAT LD —FI)L FE
T‘}:L_‘}I/%E%Lij—o

FVa2—/L) KMODULE ZF7 AL BRI TNDE, ZDOEFEY a— Ve —RE
72ET7 o —RT 372D R —T 47 VAT LERFOE 720N, CA
Access Control NFDEY 2— VIZEZBSN TV AMEREZF = 7L E1,

KMODULE 77 ADL 2 —RDF—|E, Ri#ESILTNDI— RV BV 22— /L D4,
CINSER

KMODULE 77 AD 4L a—RIZlX, L FO 7 a T4 N0 £,

ACL

U —ZADT I Y AZ A SN TNET 7Y (—FBLOT L—7)
BIXOT vV OT A XA T DVANMEZR LET,

TR AHAHY AR (ACL) DRI, LU FOIE#IS G ENET,
TorY

TV EERLET,
TOER

TIRYICE AN, V=R T o7 7 AR ERLET,

ACL 7T 4 Z 8 W4 521, authorize =~ R %7=1% authorize- 3~
R? access /3T A—Z % L F£9, KMODULE L aa—R DA N2 T 72 AME
[R1% load & unload T,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOWY—ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RN ERR S H RN R RSN ET,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
FILEPATH

T7ANASDRERESADIVANE EFRLET, &7 7A/VIII T —FIL E
Va— LN EENTWET, £ 77 AL A Taar () TREVET,

FICEY a— UZEE DN —2ar BHAR AL D7 74V S 2% AF
HLET,

T A ISADFEE DR A . CA Access Control [ — /L £ 2—/b
T—RIED T 7 AV RA F 2oV EITOER A,

GROUPS

U —2Z2 La—RHJET 5 CONTAINER 75 ADL 2—R DU AR EZELE
‘é—o

JIALA—RDOZOT /T %R T T 5L, #H)72 CONTAINER 77 A
DL-—RO MEMBERS 7237 4 2B WA NENHDET,

ZOTaRNT 4 EEH T BTN, chres 2K editres 2~ R, F£7-01%
newres 2~ R mem+ £7-1% mem- /XT7A—ZZF AL £,

NACL

U —AD NACL 7037 A1%, V) —ANDT 72 AMERDBE G SNDT 7
Y& JEESNDLT 7 BA ZAT (write 728) LI EFET D7 7 A
UARNTT, ACL, CALACL, PACL HEZ L TL7ZEVY, NACL DT M,
LR OERNEENET,

TotY
TV e ERLET,
7oA
TR L THERESNDT VA AT ERLET,

ZDOTaRT 4 %I T I BH|ZI1X, authorize deniedaccess =~ R FE7-1%
authorize- deniedaccess- 2~ R L £,
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NOTIFY

V) —2F 1 xa—PIC Lo TEEAU M E SN - EIa@aEns
a—HEEFRLET, CAAccess Control Tl FEEL - — 5| CEE AL
a—REB T AL TEETEXET,

IR : 30 30,

OWNER

La—REE 52—V EII N —T72ERLET,

PACL

T RRERNE DT 0T D (K34 §iF— AT BT 0T
L) DT I EAZAT AL TG AT, VY —A~DT 71X
BEFAISNDT 72y OUANEEFRLET, T 0sT0 772 A Y A
(PACL) DA FERITIL, LLFOFERNEENET,

7oty
TIeVEERLET,
Program

EFHIZTANR—R & —2—F2J-> T, PROGRAM Z7FADL
a—R~OZEEFRLET,

TR
TR BN, V=R T BT VB AMERE EFRLET,
3 PACL DU Y —ADFEEITIZITANR I — R 52 T F4,

TarIh TV BELXOZEOT IR XAT % PACLIZEINIT HITIE,
selang ™ authorize =~ KT via(pgm) /X7 A—2%FEHLET, 77V %
PACL 2>BHHIBRT25121E, authorize- 2~ RAEM AL £,

RAUDIT

CA Access Control DY 7| Z50ERSNDT IV BA ARV NDXAT % B
L¥3, RAUDIT LW )4 HiflE Resource AUDIT DFAEIZ T3, AR
UUTFDEBYTT,

all
T RTCOT 77 AER
success

RISV /L ABR
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
Z—WEIV Y —AD X2V T TV EERLET,
3¥: SECLABEL 7'2/37 11, chres =<2 R & ch[x]usr <KD label[-] /X
TA=ZITHHELET,

SECLEVEL
TRV EITVY = ADEX 2T 4 LV EERLET,
E: 27T 41X, chixlusr <K& chres 2~ KD level[-] 737 A—
TS LET,

SIGNATURE

FILEPATH 7' /X7 A ZERSILTCND T — RV BTV 2—)L T7 AV D— &
DfEZEFRRLET,

CA Access Control [, EEIS /2L BETUYKMODULE L 2—R 73 selang

v R TERSNIZEXIZ, I— B a— VDU TR TF vk

HELET, 7 2F YL, seretrust -m I~ K& L CHHRAIZER E
THIENTEET,

3E: CA Access Control Tid, SIGNATURE 7' 12/37 (% Linux VA7 L TO H
EFALET,

UACC

U=k DT 7 HNDT 7 AMERRE EFR L F 9, CA Access Control
IZEFRSILTCWRNWT 720 F2130 Y —AD ACLIZEGHRIIL TN T
TN HZ2 5T 7 AR ELET,

ZOT T 4G AL, chres 2~ K, editres I~ K £720%
newres 2~ KD defaccess /N\TA—Z & HLE£9,
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LOGINAPPL 75X

UPDATE_TIME
(IEHROZ) L a— R RICE TSN HIERLET,
UPDATE_WHO
(FEHROZ) T EATUEHEZRLET,
WARNING

IR —REFINTINEIDERRELET, VY —ROEEE—R 2
NZTBL ZO)Y =X AT 7 BRERITT X THF I, T7EA
BORWT 7R = VGER L6, A n /I a—Riiisn g
‘ﬁ—o

UNIX T4

LOGINAPPL /ZADK L a—Rix, a /Ay 77V r—a DEFR, a/ A 7
N/ I %L Tl A TEH—FORE, BLOnZ Ay 7ul I Lok
A HEOHEZITVET,

LOGINAPPL /T ADL a—RDFx— L, 77 Vr—a D44 RTTTT, 2O HI
. ar Ay TV r—var kR T 4 CT, ZOmP4 1%, LOGINPATH
TaRT 4T, ELTRRET 7 AN DT IV R AL B AT HIVET,

CA Access Control Tl AER a4 77U r—as ZHiE L O #
FTAHIELTEET, DFEY FEDONL— L E IS — B & Hmr A
TV —rar DI N—T R TEET, AENRu s A TN r—va
% selang TEFE T HITIE. LOGINPATH /3T A—H A [R<, 1lH D s A 4l
PRARE T HEELF LA~ REEHLET, LOGINPATH /RTA—2IZ1E, [ 1,
* 205 1 DL EOSCF A LIZ ER R B CRE RS- BB e S 2%
BOHLUNERHVET,

DT A 7T ROV TIL, LOGINAPPL 7T ADL a—R D7 s
TAERHONEDRESINTWET, BEHAITOANS, BAFOREL —ER
RUTHERL TLTEEWY,

EE: LOGINAPPL (%_default = F)ZfE L EH A,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — RAFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ACL

V) —=ZA~DT I Y AZ S CNAT 78 (=B L L—7)
BXOT vV OT A ZATDYVARMEZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize =~ R %7~ authorize- =~
R access /XTA—H &AL ET,

CALACL

V) —=ZA~DT I ANHF A SNLT 78 (22— BLOV L —7) B
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

HLLH TR AFIEUAN CALACL) D& T 21T, UL FOE®AE Eh
F7

Tty

TRV EERLET,
Calendar

Unicenter TNG DAL LA ~DBMRETERLET,
7oA

TIEIZHE 25D, V) — Ak T DT 7 AMERE EFRLET,
BB DA EDIHT T AR ESNET, ZOMOGEEITT
TOT 7 BABESSIET,

ACL 7T S IZEFRIN TWAT VBRI SN VY —ZA~DT /A
e —WE I IV—FITEF A9 HI21X, authorize =~ 2K T calendar /¥
FA=BEEHLET,
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CALENDAR

CA Access Control D—H 7 )L—7  BIOWV—ZH|RFHIED
Unicenter NG Il > ¥ 47 =/ e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

COMMENT

La—RZEG0LBIMEREERLET, ZOBRPMERMS G HSh
HZEITHVFEE A,

HIRR: 255 307,
CREATE_TIME

(FHHOI) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOTNT 4 BT I HITIL, chres 22K, ch[x]usr <R, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 55 TT,
LOGINFLAGS

TN AE G DB T A M DAELG|ERE v A T
r—ar ORISR Z L £, ARZRMEIZLL FDLBTT,

»  execlogin- 1/ A NI T v RANELTTHEMID EXEC TV
ThHZEEHELET,

» loginprefix - 27 AL L TCNDZ—FLHZ~DT LT 47 AEL T, CA
Access Control 73 LOGINAPPL VY — A4 2B IIT A2 LA ELET,
722X, ZOT T A EZFHEL TWDEGE . userl LW RITD2—
PH CRON X AV %A/ 22— )L LT A&, CA Access Control I3 CRON
BAT g A LT & | = —% 4% USR_SBIN_CRON_userl [Z3%
ELET,

i¥: CA Access Control [/ —h~D L7 (7 AL 1L T LOGINAPPL U
V—24 B ER A,

s nograce - L—VNRZOT IV r—TarAEHL TR A LIS AIE.
WTarZ A mE 257N EERLET,

m nograceroot - L— YV NZDT IV —Tar AL TR ALY
BIE T A EREZ LS DN EE R LET,
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nologin - T—DAHR|IKIL T AN ATTENDLIHLET, vl o
N Bl m s Aon s RS UET A,

WD DT Ty T 4 —25 EIZHD rlogin DIH7e7 a7 I A Fars A
ZRNITL, nl Ay = ARREK T LET, ZORE, FEEon
T A% root 21— OuZIZREERSNET, B A DFEITH4, rlogin
WX, EBEOaT AL ETHTDIIZBIO T 07T MR LT fork BR %25
1TLET,

ZOMEIL. rlogin <° telnet 72 Our A 7a /7T KEfEHALT
seaudit -a Z FITLIZG A TGNV ET, vid DA La—R
721 7K root —H LB s A a0 La—RE ERiRSi T
WAZERDIET,

pamlogin - T—HNZDT NV r—T a2 AL Tas A3 5B,
CA Access Control PAM 17 A A2 —t 7MiM ESNAZEZ R L
7,

DO aRT 4 H T I BTN, chres <K editres 2~ K, F721%
newres 1< R D loginflags /X7 A—Z % L £,

LOGINMETHOD

s A TV r—3 a3 CA Access Control D4 H &4 A8 la 7
AL Tay T ENEINERRELET, ARMEITL TOLEEYTT,

normal - ZDO1 7 AL 77 /r—2 7T setuid & setgid DFFONHL %
FEATTHIDNHEELET, seosd IL, FEELIZ T 0l T LDV — V%
F I LET,

pseudo - DTS AL TV r—a NRIDT 07T A& LT,
setuid X W setgid MO LA FATTHZEEZIRELET, seosd 13,
o7 S8 TL—NEF I UET,

ZDOTaRT 4 HEH I BHITIX, chres <K editres 2~ K, F£7201%
newres 1< R ® loginmethod /37 A—Z % L £,

BE: 2O T NI T TICERESNTWATZD  BRELRWIEE2BE)
HLET,

LOGINPATH
oy A T IV —a DR A (ETARER S R) T,

ZDTaNRNT 4 IR T HITIE, chres I~ R editres <R, F720%
newres 2~ R ® loginpath /X7 A—% &M HL £7°,

FA4FE: HSARETO/NT1 395



ACIREEM ISR

LOGINSEQUENCE

seosd MLERE 25— D seteuid X b, setuid AR, setgid Xk,
BEWsetgroups A XU MEEHRLET, TNLHLOAXUNE, vl A1 7'
Y 2%BAMRT DT —F (@ 1T root D inetd) HD—H % EEEIZo
TA = PITRELET, K8 DDVAT L ANV ERTEE
7

Ry Ay A =T~ =T AL, HIT setgid A NETZIT setgroups
ARVINTIREVET, ZNHDARU N | EEWET, 2OV —7Y
AL, 2—HF O ID ZEREICn s A LTz —PFIZE T 5 setuid A<k
THDVET,

a7 A IELLATHOIZ, 7'a7 7 AL, setgroups X hE7-13 setgid
AN CTHEFEY setuid A XU M ETIT seteuid UM THDD, FRESN
T N TOT AL AR ICETTHLERHVET,

77 LD LoginSequence Z i UIIZF% E T HDIXNEE/REETT, Kb
ORI AL TaT T AL, T 74/ RO SGRP, SUID 3% E T U CHEREL &
9, ZORETIX, 7/ T AITET setgroups VAT L 2—LEFEITL,
I setuid AV REFEITL T, 2—HD ID X —7 vk 2a—PFITEHL
3

396 selang Y7LV R HAK



ACIREED ISR

7-72L . SGRP, SUID ¥ EDMEREL 72 W EA T L F O 757 %L T, F
LWIEFZfRETHIMNERHNET,

SEID - 5z f] D seteuid Ak
SUID - i #]D setuid A2k
SGID - iz ] D setgid 1<k
SGRP - I ¥] D setgroup <>k
FEID - 2 % H O seteuid A<k
FUID - 2 & H @ setuid Xk
FGID - 2 & H @ setgid 1~k
FGRP - 2 & H @ setgroup /Xk
N3EID - 3 3 H @ seteuid Xk
N3UID - 3 % H @ setuid A<k
N3GID - 3 % H O setgid A~k
N3GRP - 3 3 H @ setgroup 1|

BE: EMRur A = AR RET DD, 777 HAE T 5005
NHVET, 72720, 777 ONEFF X LOGINSEQUENCE /37 A— 4 N T &
IR ECTEEd, 72&x1E. TSGRP, SEID, FEID, N3EID (% N3EID, FEID,

SGRP, SEID | E[RILH DT,

X nT A T T LNFETT AV AT L )LD AN
WIGAITE, Bb—RA%&FR L, 22—V & X —/7 v UID IZE E LT setuid A
NRUNRRTEET, I, FORL—RAT, BHID setgid A ME-IT
setgroups A X N CIAEDLLHT DA R RN~ FE T,
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7L z0E. 1 O setgroups /XU IOMFAEL, 3 % H D setuid FEOVH LD
IRINZ—7 s =R E S TWODEEA X, LOGINSEQUENCE %
SGRP,SUID,FUID,N3UID |ZRXE T AMERHVET, TNOHOT7 TV HMTEE
DIETHETEET,

SETGRPS : P=565302 to 0,2,3,7,8,10,11,250,220,221,230

SUID > P=565302 U=0 (R=0 E=0 S=0 ) to (R=0 E=0 S=0
SUID > P=565302 U=0 (R=0 E=0 S=0 ) to (R=0 E=0 S=-1
LOGIN : P=565302 User=target Terminal=mercury

s SETGRPS 7t A%, NIAZRLET,

n MO SUID 2~ R, root 23R 22— TiE7e< root IZE->TW
B ML TIZESW (ThUE, O —F7 2 ANTIE SUID 12720 &
EDB

n 2FHODOSUID 2~ R, root NI —HTl7< root IZFE STV
B8, [AREICER T2 0ERHYET (ZuE, — 7 AN TIE
FUID (2720 F9),

m  LOGIN AU RNE, v A ZATHERED SETUID AU MCT (T3
BHDARNRDT, = ANTIEN3UID 7771270 Ed),

ZOTRT 4B EE T DHITIL, chres 2~ K| editres 2~ R, F720%
newres 1~ R ® loginsequence /X7 A—Z % L £7°,

) () BYPASS
) (

) BYPASS

NACL

U —AD NACL 7" 0/XT 1%, U —ANDT 7B AMERDP S SIET 7
Y& JHESNDT 78R FAT (write 728) LI E T DT 7 A4
UARNTT, ACL, CALACL, PACL HZ L TL7ZEVY, NACL DK M,
LR OIERNEENET,

7oty
TV EERLET,
7oA
TI7EHICH LU THEGRSNDT VA XA T ERLET,

ZOT T 4 ZH I E A2, authorize deniedaccess T~ RE721%
authorize- deniedaccess- 2~ R L £,

NOTIFY

V) —2AF T — I Lo TER AR EREN X T@EmEns
a—YEEFELET, CAAccess Control Tl FEE L2 —Y5a AL
a—REEBEBFA L TEETEET,

filRR : 30 35,
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OWNER
La—RafrA 30—V EIT V-T2 ERLET,
RAUDIT

CA Access Control DEE A O 7 | ZERERSNDT VBA ARUNDHAT % BT
L$3, RAUDIT £V )94 HiflE Resource AUDIT DFEHEIZ T3, ARV MEIX
UToEEsycd,

all
T RTOT 7 BAER
success
FFA ST 7 AR
failure
HESNTT 7B AER (T 7 4/VH)
none
TR AR A FLEKL 72V

CA Access Control TlL, V) —A~DT 7w A8 TN ETH7= A
MRS NET, 7277 L, T/ ER L— L RZEDY Y — R E B S
Tomn, FATE DV —RE A NET BT N—TF I 7T A ZE A ST
AT OWTITFRERSILER A,

BT — R A W4 51201%, chres < R B LU chfile =2~ K ® audit /¥
TA=BEAHEHLET,

UACC

U=\ 2k DT 7 H/NDT 7 AMERRE EFE L F 9, CA Access Control
ICEFSILTWNRWT 70 F213Y Y —AD ACL IZHGRSIL TN
TN G2 BT 7 AMERA TR EL £,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FHHRDOI) La—R B ICE LSz B RfERLET,
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UPDATE_WHO
([FHRDOI) Ffae EATUIEFEZRLUET,

WARNING
IR —REB T IMNEIDERRELET, VY —ROELEE—REH
NZTHE, ZD)Y) =2k TAT 7B AE R I T T X TH S, 77X
FRNT VA N—GER LT E B/ IZLa— RN EeEkSinE
‘ﬁ—o

MFTERMINAL 75 R

MFTERMINAL 77 AMD 4L =1—R %, CA Access Control D& FR| T/ Fl S 1B AA
VI —Ah O a—2%EFRLET, MFTERMINAL 77 A%, TERMINAL 75 A
LERMEIZEIC T4 A3, CA Access Control |Z&-» TA 2 —E 7 RN FH A,

MFTERMINAL 77 ADL Z—RDF—[L, AT —h AL E2—ZDL [T
R

UFDOERTIE, ZOVTA La—RIZEGENLT /T A OWTHALET,
\FEAE DT RT (I TEFAHET, selang Ao X —7 = — A TEFLA
H—T 2= AL CTHEET 2N TEET, AR TRV 371121,
Mg DA RS ET,

ACL

V) —=ADT I B AEF SN TNWET 7Y (—F B LV —7)
BXOT 72V OT A ZATDYANM EZ LET,

T 7B AGIHYARN (ACL) DA EFEIZIL, BLF O RN ENET,
7Y

TRV EERLET,
TR

TG0, VY =Rk T 57 7B AMERE ERLET,

ACL 7T 4 2R H 4521, authorize =~ R %7/-1% authorize- =~
R access /NTA—HEERLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

T EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR SV H R R FR RSN ET,
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DAYTIME
TRV NI —RICT 7 RATED AHRERUE T 5., i H LI Ofil R
EERLET

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDOT /X7 4% LT 521X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER N E LG SNET 7
Y& EEINDET 7B A FAT (write 728) LHICEFET DT 72 AHH
UARTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& ML,
PUFOE#RNEENET,

TotY
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZDO T4 &I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ Ra AL £,

NOTIFY
V) —2AF T =PI Lo TEE AU MRS EEIT@EamEn5
a—YHEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REBF AL TEETEET,
HIFR : 30 37

OWNER

La—REFE T Ha—FE L — TR ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OW TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= WPEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E: 27T 41X, chix]lusr <K& chres 2~ R D level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 725 F2130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FEHOI) La—R BN lICEESniz H R R L ET,
UPDATE_WHO
(WO Hia FATUEHE 2 RLET,
WARNING
BTN DINEIDERELET, VY —ADEEE—NEH
T DL, ZDV =R T HT 7B AERIT T N CHF RSN, T78A

FORNT 7 BEA N— VGER LT A . AR IZL a— R RS E
T,
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ACIREED ISR

POLICY 97X

POLICY 7T ADK L a—NRZ, RIS — N—a0 DF Fuf BLOT P aAfiE
BRICL B ERLET, ZhbDLa—RIE, R —&27 7 nfBd
OF 7 AR 572 O selang Tv 2 ROUARNME e RULESET 47 Y=/
ANV EENET, RIS —NTF FafESN5H8E . selang D deploy 1<
VRBFEITSH, FHUID, RV —ZERTHT X TOIV U RBFETIIN,
U &7 RULESET A7 ¥ =/ MIKAHAISIVE T, R —NT 7 aAfiffrs
NoHEE . selang @ deploy- 2 RINFATIIL, ZAUTLD, RV —DFT 7'm
AR ERT HT X TOIY U RPFEITII, Vo VS RULESET A7 ¥
I NS ET,

POLICY 7T ADF— (%, RV —H L LUK v — 7 5B #) BLU 2 #iD
N—Tar %5 TT, Bl mypolicy#13,

DLFOEFHRTIE, ZOVTA La—RIZEENL 7T T 412 OW AL £,
IFEAEDT ORT A ITE T ARET, selang A2 Z—7 = —AF- T EFLA
H—T 2 — AL CHEET AN TEE T, AR TERWT 371120,
Mg DA EFLHESIET,

ACL

U —ZANDT I Y AZ A SN TNET 78 (—FBLOT L—7)
BXOT vV OT A XA T DVANMEZR LET,

T 7B AGIHY AR (ACL) DA EFEIZIE, BLF O RN ENET,
TouY

TV EERLET,
TR

T7RIZEZOND, VY =Rk 5T 72 AMERRE EFRLET,

ACL /X7 %259 AIZ1L, authorize =~ R E£721 authorize- =<2
K@ access /X7 A—ZZfF L F7,
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ACIREEM ISR

CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FNZF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K T calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLUET, JOMRIERMGICHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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ACIREED ISR

DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
EFFECTS_ON

ZORV—NH N2 (T 7 aATHVENRHD) RAN(HNODE 47 ¥ =
N DVANEEFZLET,

FINALIZE

ZORY = R=2a BT 7 AT TAXSINTNLINEIINN(T T A TED
MEIM) R ELET,

GROUPS

U —2Z L a—RMJET 5 CONTAINER 7T ADL a—R DY ANEZ T ZOR
U— NR—Ta0 MJET 5 GPOLICY 7Y =/ hDU AN EHRLE T,

ZOTRT 4B AHIZIL, chres 2~ K| editres 2~ K E£720%
newres <2 R®D mem+ £7-1X mem- XTA—XZ{HEHLFT,

HNODES

(FFEWOI), ZORV—%T T aATH0ENEHS CA Access Control
J—RDYARTT,

NACL
V) —2D NACL 7’37 1%, VY —A~DT 78 AR S SNDT 7
YA HEESNLT 7EAR ZAT (write 728) LILICEFRTHT 7 A
YARNTT, ACL, CALACL, PACL L2 IR TS0, NACL DE-T U RIZIE,
LLFOE®RNEGENET,

TovY
TV EERLET,
TR
T I L THESSNAT VA XA T2 EFRLET,

ZDOTaRT %I T I AL, authorize deniedaccess =T~ R FE7-1%
authorize- deniedaccess- 2~ R L £,
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ACIREEM ISR

NOTIFY
V) —2F 1 xa—PIC Lo TEEAU M E SN - EIa@aEns
a—HEEFRLET, CAAccess Control Tl FEEL - — 5| CEE AL
a—REB T AL TEETEXET,
HIFR: 30 L7,

OWNER
La—REATLH2—VEIIIN—TEERLET,

PACL

T IR ABRREE DT 0 T N (E A A BT T
L) DT I EAZAT AL TG AT, VY —A~DT 71X
BEFAISNDT 72y OUANEEFRLET, T 0sT0 772 A Y A
(PACL) DA FERITIL, LLFOFERNEENET,

7oty
TIeVEERLET,
Program

EFHIZTANR—R & —2—F2J-> T, PROGRAM Z7FADL
a—R~OZEEFRLET,

TR
TR BN, V=R T BT VB AMERE EFRLET,
3 PACL DU Y —ADFEEITITT AN — R 52 ] &£,

TarIh TV BELXOZEOT IR XAT % PACLIZEINIT HITIE,
selang ™ authorize =~ KT via(pgm) /X7 A—2%FEHLET, 77V %
PACL 2>BHHIBRT25121E, authorize- 2~ RAEM AL £,

POLICY_BASE_NAME

ZORY — NR—=Ta BNET D GPOLICY A7 V=V hOL RIEIRELE
T

POLICY_VERSION
TORY— R—=TVg DNR—Va B BB ELET,
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ACIREED ISR

policy type
R — ZATHBIRLET, ARRMEIILLTOLBYTY,
L
m  Login-RUI —% UNAB 22 A R —IZHELET,
» Configuration - IRJ3—% UNAB B iR RV —IZFREL£9,
RAUDIT

CA Access Control DRSO 7 | ZERERSNDT I BA AR NDHAT % BT
LE3, RAUDIT £V )94 HiflE Resource AUDIT DFEAEIZ T3, ARV MEIX
UToEEsyTcd,

all
T RTOT 7 EARER
success
FrAl ST 7B REK
failure
HESNET 7B AE R (F74/L10)
none
T 7R AEEREFLEKL 72V

CA Access Control CiL, VY —ZA~DT 7B AR TR AT B ONTAX
IREEESINET, 7277 L. T B A L— L3 FDY Y — AT E 0 A S

7o, FATEDVY —RE A NET BT N —T F I 77 A E A ST
N AT OWTIRREER SNV EE A,

B — RAZE W4 5121%, chres 2~ RB L chfile =2~ R? audit /¥
TA—HEfHLET,

RULESETS

RU—%EFT 5 RULESET 47 V=7 hOYARNTT,
SECLABEL

2P EF)—ADEF 2T TV EEFRLET,

3¥: SECLABEL 7'12/37 11X, chres =<2 K& ch[x]usr 22K label[-] 7~
TA—HITHELET,
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ACIREEM ISR

SECLEVEL
TRV EIIVY = ADEX 2T LV EEFRLET,
F 2T T (X, chx]usr 2R & chres 22RO level[-] 73T A—
ATHELET,

SIGNATURE

AU —IZBEE AT 53 TUND RULESET A7 =7 "D 7 % F | Fa-3<
Ny afECT,

UACC

V=R DT 74N DT 7 AMERREZ FEF L £9°, CA Access Control
IZEFRSILTCWRNWT 720 F72130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZOTRT 4G AL, chres 2~ K| editres 2~ K, £720%
newres 2~ R D defaccess /XTA—Z & H L £9,

UPDATE_TIME

(IEHROIM) L a— R RICE B SN H AR LET,
UPDATE_WHO

(GO I) e FAT U EREZRLET,
VARIABLES

(FEWOZ) RV —ITF ENDELDON—Va e d N TRRLET,
WARNING

BEE—REAINITDNEINERELET, VY —RADOEEE—REH
INZTHE, FDYVY—RZxt T BT VB AERITT R CHASH, T7E8A
FORNT 7 BA N— )V GER LT A AR I a— R3S E
T
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ACIREED ISR

PROCESS 75X

PROCESS 77 AN L a—NRiL, 7al T L (FATRIRET7 7 A /V) B EFRLE T,
FTNENDTRLRZERTEITTHT s T a0%, kil 2~ Ri2k->70) i
BT EN2WIDNRET DL ERHVET, [, FHEa—T 407 4%
F B R 2R T | FO T EE AR —E 25 E (DoS) KD /A
ieAdIsie RAVL SN

7¥: PROCESS 77 AL/ 0T baEFRT D6 FILE V7 AIIHL 7 0y T LhTE
FTHIEEBEIOLET, FIUTIY, KRR FITR R 7 A NV A A F (BEX
Wiz FTIIAHR) TE7e<72Y, FITRIREZ 7 A VDS E T,

CA Access Control TI, B DO T 7 F IV (SIGTERM) &, 77V r— a8
VAT TEIRN 2 DD 7 F )L (SIGKILL LN SIGSTOP) D 3 DD 77
IV (ki) ST B AEAR#ETHIENTEET,

IR

SIF #fE

Windows

KILL Win32 API

UNIX

Terminate Process 9

UNIX 3 TX Windows

STOP 2 ATE S TRV ES,

UNIX 33 LT Windows

TERM 15

SIGHUP <2 SIGUSR1 72X DF DD 7 F )viL, X—4 v b7 av A2 )E
SNFET, ZOTOBATIE, BT T T NEEHTDNEID, HDHWIAS
IND FIETEDT T T AR T DN E I E IR ELET,

PROCESS 77 A L' a—RDF— (L, La—RPRETH7 2T LDOL4ETTT,
SERNAERELET,

AIFOEFZRTIZ, ZOIVTA La—RIZEGEENALT T 42OV T L FE 9,
\ZEAE DT RT 4T FAHET, selang Ao X —7 = —AF T EFLA
=T 2 — A% LU CTEMET DZEMTEE T, [FHOA Li#S D
TaNRTAIEETEEE A,
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ACIREEM ISR

ACL

VY —=ANDT IR AZFF SN TS T 78 (=P B LU0V —7)
BLOT 7Y OT 7R IATDIAM EFELETS

T 7B AHIEY AR (ACL) OB EFIZIL, LT OFE®AEENET,
TotY

TRV EERLET,
TR

TI7EHICEZ BN, V=R T T VB AKERZ ERLET,

ACL 73T 4 %48 H 4521, authorize =~ R %7213 authorize- =~
R access /NTA—ZZfF L F7,

CALACL

D) —Z~DT I ARG EINAT 7Y (22— BRI —7) BLW
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

B K T ARV AR (CALACL) DB, UL F OB E £
ESx I

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBEERLET,
TotA

T 7RG ZOND, V=R T DT 7 AMIRE ERLET,

BV INERNIIGEDIHT TR AN A SNET, TOMDGEILT X
TOTI7BARELSINET,

ACL /T L IZERINTCWAT VT ERIZESNT VY —ZA~DT I A
ha—WEIITIN—FITEF A2, authorize =<K C calendar /¥
FA=REfERHLET,

CALENDAR

CA Access Control D—H 7 )L—7  BLOW Y —ZH|RHEIED
Unicenter ING L& 47 =/ 3R L F 3, CA Access Control {211,
FRESNT-IEE[EIFE T Unicenter ING DT 77 47 72 L U Z SIS SVE
j‘o
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ACIREED ISR

H7aY
Z—PFETVY—RIZE Y TH 1 DL X 2T hTITVEEFREL
\i‘é—o

COMMENT

La—RZEG0LBIMEREERLET, ZOHRPMERMS G ITEHSH
HZETBHVFEE A,

HIFR : 255 3¢5,
CREATE_TIME

(IFMOI) La—RPMERES I B RERRRSILET,
DAYTIME

TP NN —RAIT IR ATED A aHUET 5, B H LRFRTHF O R
ZERLET,

ZOTRT A HETTHITIE, chres IR chixlusr 2~ R, Fi2l
chix]grp =~ KT restrictions /X7 A—ZZfEHL £ 7,

H IR OHIRIOHEALIL 1 57T
GROUPS

U —Z La—R3E 9% CONTAINER 77 ADL a—R DY AN EFRL £
T

JIALA—=RDIOT a7 4% LI 52X, # )72 CONTAINER 77 A
DL1—R O MEMBERS /37 4 228 B4 AN HY F4,

ZOTRT 4B AHIZIL, chres 2~ K| editres 2~ K E£720%
newres <KD mem+ £7-1E mem- /X7 A—ZZ{FHE L ET,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4B W4 BT, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o— YA EFLET, CAAccess Control Tl fiELI-— Wil AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDT I RA AT ZALE AL UTONLSH AT, VY —ADT 72 A
PFFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Ih TIeY BIOEOT 7B AXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
=W ELIV —AD X 2T TV EERLET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 720 F2130 Y —AD ACLIZEGKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FBHOI) L a—R BN kIcEBSh - A2 RLET,
UPDATE_WHO
(WO Hia FATUEHE 2 RLET,
WARNING
BTN DINEIDERELET, VY —ADEEE—NEH
INZTHE, ZDV)—RZHTDHT 7B AERITT XTI, 7784

FORNT 7 BEA N— VGER LT A . AR IZL a— R RS E
T,
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ACIREED ISR

PROGRAM Z5 X

PROGRAM 77 AMD %L 1—R L, trusted computing base D—#i& R7aXib
TurILEERLET, ZOVTART D7 0T TAT, ERINIZNEID
73 Watchdog #§HEIC L > TSN | X 2T B A/2NHDELT
FHECEET, trusted 7/ ZLNERINLE, BRINTZT 0T T AL
THBIIIIZ untrusted O~ —27BfFHT 6L, EfTTERIR0ET, A7 var
G, BLOCKRUN 7'/ 37 ¢ %A# L C untrusted 7' 077 A&7 Al 721346753
HZEHLTEET,

£ PROGRAM L 1—R(Z}Z, trusted 727 T4 77 A /VZEE T AIE WA E 3%
BN DD TR T A NEG EFNTNET,
A ForE

m  UNIX DA PROGRAM 77 AIZ1E, setuid £7213 setgid S L T~ —27&11
TN mZ I LN EEND ATREMELHY E T,

m  CA Access Control TlX, FART T A TYH trusted 717 7L L CTEFR
TEET,

7’17 Z A%, PROGRAM 77 A IZEFRSIIVTCUVVRWRY 0l I h8 77k
ZHNE AR (PACL) TEFTEEHA (2720, 70T 5% PACL BN
Al 7ur T NT HEIRIIC PROGRAM 7T AT BINSHLET),

n T 4LZKJIX PROGRAM VT AIZEFHRTEEE A,

PROGRAM 7T ADL a2 —RDF— T, L a—R N PME#ETH 70l T L0774V
LT, AT VeI MRELT, Z7ANVDRENRAF B ETALENRHET,

PUFOEZTIL, ZOIVTA La—RIZE&ENL7 /87 2 OWCERBL 1,
IZEAEDT ORT A TETEARET, selang A2 Z—7 = —AFZ T EFLA
H—T 2= 2L CTERAET AN TEET, [FHROAL LS Tn5
TaNTAIEETEER A,
ACCSTIME

(TEWOI), La—RBRZIZT 7 BASNIZHRFTY,
ACCSWHO

(FHEHRDOA) , LI—RITRZIZT 7 BALZEBE T,
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ACIREEM ISR

ACL

VY —=ANDT IR AZFF SN TS T 78 (=P B LU0V —7)
BLOT 7Y OT /A IATDIAM EFELETS

T 7B AHIEY AR (ACL) OB EFIZIL, LT OFE®AEENET,
TotY

TRV EERLET,
TR

TI7EHICEZ BN, V=R T T VB AKERZ ERLET,

ACL 73T 4 %48 H 4521, authorize =~ R %7213 authorize- =~
R access /NTA—ZZfF L F7,

BLOCKRUN

71T L908 trusted THHNE I, BL DN untrusted 7177 LD FE{TH
T T AHNEINEIRELET, T aFTLN setuid HNEE DT T T A
INEIMZEED ST FEATOT a3 M ThivET,

VY —2ADZD T /X7 4% AHI21X. chres 2~ K| editres 2~ K,
B newres =~ K®D blockrun[-] /XT A—XZfEHLFT,

CALACL

V) —=ZADT I ARG ENLT 7Y (22— BLOV L—7) BIO
FNEID Unicenter NSM 1L X AT —R A FSLT 78 A ZAT DY
AN TEFRLET,

AV Z T 7w AHIAEY AR (CALACL) DB ZESRIZIE, LU T OIF®zE
E

7oty

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBEERLET,
TotA

TIRFICEAOND, V=R DT /e AR ERLET,

TV BN G DIT 7B ARHF R SIVET, TOMOLGEIT T
TOTI7EABRESESIET,

ACL 7T AIZERINTCNDBT 7 BRIZE ST V) —A~DT 7 A
a—Y £ X N —FITEF AT A2, authorize =2~ R T calendar 7~
FA—=BEEHLET,
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ACIREED ISR

CALENDAR

CA Access Control D—H 7 )L—7  BIOWV—ZH|RFHIED
Unicenter TNG Il X 47 =7 e LE T, CA Access Control (20,
FEES = REEHIR T Unicenter ING D7 77 4 772 1L U A BEGSHVE
T,

HF3Y
Z—WEAFTVY—RZE Y TE 1O LX) T 0 HTFIVEERL
S I

COMMENT

La—RIZE&OLBIEREERLET, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

HIRR: 255 307,
CREATE_TIME

(WD) La—RAMERR S B RN R REILET,
DAYTIME

TIRY NI —RICT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOT T4 BT T HITIE, chres 2K chix]usr 2~ K| F721
ch[x]grp =~ R T restrictions /X7 A—XZH AL £,

HEFORIFIDOBALIL 1 57 TY,
GROUPS

U —2Z2 La—RHJET 5 CONTAINER 7T ADL 2—R DY AR EZELE
R

JIALA—=RDIOT /T 4% 352X, )72 CONTAINER 77 A
DL 1—R O MEMBERS 72/ 3T 4 228 AL BN B0 £,

ZDOTaRT 4 EEH I BHITIX, chres <K editres 2~ K, F£721%
newres 2~ R mem+ £7-1% mem- /XT7A—ZZFH AL £,

MD5
([EHDA), 774D RSA-MD5 > 7 % F ¥ TF,
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NACL

UV —AD NACL 70T 1%, VY —ASNDT 72 AMERPER S ND T 7
Y HESNDT VA ZAT (write 728) EIRITEFR T HT 7B AHIH
UARTY, ACL, CALACL, PACL HZ L TL/ZE W, NACL D= RIZIE,
LI OISR E ENET,
7oty

TRV EERLET,
TOtA

T 7B L THERSNDT VR ZA T ZERLET,

ZOT T 4 B4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

NOTIFY
V) —AFE I F 2 — I Lo TEEA U MR RSN EE B mEnD
o —HAEFLET, CAAccess Control Tl fiELI-—W5alCEE AL
I—REB T AL TEETEXET,
HIFR : 30 305,

OWNER

La—RE A4 52— EiI/ N —72ERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
NHFAINDT 7 EF OUAMERLET, T07T0 T/ ERHIEY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR HE2bND, V=R T AT 7B AMERRZ EFRLUET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 2>HHIBR45121%, authorize- 2~ RafE AL £9,

7¥: PROGRAM 77 ADVY —AIZ%f L PACL IZ UNIX Tl setuid/setgid 7°
177 MO I, Windows Tl 777 /b V) — AR5 7 07T MO I
HEHET, CA Access Control [FFT 77 AL VY —RA L a—K&EF v 7L,
T I BARHF ARSIV CWDIGEIL, 7l I8 ) —A La—ReF v /L
E3r B

PGMINFO
CA Access Control (ZX> CTH BRSNS T 0l T MEHREEFRLET,

Watchdog BREIE. 2D 7 0/ 3T A TAEANSIL TV DI A B BIRYITHRREL
F9, BFERNEEINTWDEA ., 7177 A0 CA Access Control (210
untrusted L CEHRSINFE T,

PLFRDOT7T 758N T 5L ZORGE o A5 EE G #A S c&E
R

cre
CRC (Cyclic Redundant Check) 33X TN MD5 &7 % F ¥,
ctime

(UNIX DFr) 7 7 A )b AT —H2 AN 4 VD28 BB ST IR,
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device

UNIX DFENE. 7 7 A/VINFAET DT 4 A7, Windows DAL,
T AIVDFIEST DT AAT DRTA T F 5,

group
TadTh Ty ANEFIAET LT~
inode

UNIX DBEI1T. Tal S8 T7ANDT 7 A )V AT TR A,
Windows D&, BERIZHDEH A,

mode
TaT G5 T AN EHEAT O TS B R 2 T A RGEE R,
mtime
PASTAZENIN - NS B g 8
owner
TasT N T FANEFATHL—Y,
shal

SHA1 27 %F ¥, SHA IZ Secure Hash Algorithm OIS T, 71175 A
T ANREE 7 7 AVITEA CELT VANV ELTTATT,

size
Tar TN T 7 ANDHFAX,

ZOTaRT 4D T T HIEF T DHITIE, chres 2K editres 2~ N, %
72lE newres 22RO flags /X7 A—F  flags+ /3T A—4F  F/21T flags- /¥
TA=ZHATHLET,

RAUDIT

CA Access Control DY 7| ZFRERSNDT VB A AR NDHA T % 8
LE3, RAUDIT £V )94 BiflE Resource AUDIT DFEHEIL T3, A0 iEIX
IToEBYTT,

all
T RCOT 7B AER
success

FFRISNe T 7B ABK
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failure

R ESNET 7B AER (T 740 H)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NETHT N —TF I 7T AIEH ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
Z—WEIV Y —AD X2V T TV EERLET,
3¥: SECLABEL 7'2/37 11, chres =<2 R & ch[x]usr <KD label[-] /X
TA=ZITHHELET,
SECLEVEL
TRV EITVY = ADEX 2T 4 LV EERLET,

E: 27T 41X, chixlusr <K& chres 2~ KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERRZ TEF L $£9°, CA Access Control
ICEFSILTWNRWT 70 F7213Y Y —AD ACL IZH GRSV TN
I EZAT Ve AMER A S ELE T,

ZDOTaRT 4 H I H I BT, chres <K editres 2~ K, F£7201%
newres 1~ R defaccess /X7 A—H & AL £,

UNTRUST

VY —ZDMEFASIVCNDINEINETEFR L E T, UNTRUST 7 0/ 37 4 3%
ESNTWAEE . 77 HIZD) Y — 2% i & EH A, UNTRUST 7
O RT U RRESI TRV S, 77807 7 B AMHEROHIEIZIL, Z
DY —AZDNTT —H_R—RZY ARSI TWDIMD T 1/ 3T o M &
NWET, trusted VY —RIIENDE L NINZHIHE, CA Access Control
IZ& > T UNTRUST 7237 408 HEIRICRE ESILE T,

ZOTaNRNT 4 BB T T HITIE, chres 2~ R, editres 2~ UK F7201%
newres 1< RO trust[-] /T A—F&fHHL T,
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PWPOLICY 5 &

UNTRUSTREASON
(IHFMODOI) , 71T 05 untrusted (272 >7-BEH T3,
UPDATE_TIME
(FF@MOH) La—R PR ICA S PR LET,
UPDATE_WHO
(RO I HRTa EATLUEHE L RLES,
WARNING
BEE—REAINTTLONEINEEELET, VY —RA0EEE—NEH
T DL, ZDOV =R T HT 7 EATRITT X CEFF A&, 7784

FORNT 7 BA N— VGER LT A AR IZL a— R RS E
£

PWPOLICY 7T AD4 L a—R X, NAT—R R —2ERLE T, SRAT—R
AU —1T, FLSRAT — R OIS P LS 2T — R OB IR O/ 12 B45
—E#HDONL— LT,

PWPOLICY 27T ADF— . /RAT—R B —DL4HI T,

DLFOEFRTIE, ZOVTA La—RIZEENL 78T 412 OWCHAL £,
IZEAEDT O/RT A ITETEARET, selang A Z—7 = —AFZ (T EFLA
ST 2= AEfE AL CRIETHIENTEET, BETERWT T 12,
Mg DA EFLHESIET,

APPLS

(FHFHRDI) , SRV =R KU =TV 7S TNWD CASSO 77V —ia
Y DYANTT,

COMMENT

La—RIZEOLBIMEREZ ERLET, ZOMRIMERN G2 Sh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RN ER S H RN FR RSN ET,
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REGKEY 95X

GROUPS

UV —ZA La—RAJE T 5 CONTAINER 7T ADL a—R DY AR EZELF
£

JIALA—=RDZOT /X T %R T T 5201, #)72 CONTAINER 277 A
DL-2—RO MEMBERS 71/ 7 4 2 H AL ENHDET,

O aRT 4 H T I BTN, chres <K editres 2~ K, F7201%
newres <R mem+ £7-1E mem- N T A—ZE{HERHLFET,

OWNER
La—REE 35—V E3I N —T72ERLET,
PASSWDRULES

INAT—R JL— VR ELE T, 2O 7 1137 41Z1%. CA Access Control C
DIRAT — R DI T IEERTET D DT 4— VR R EFEN TN E
T, =L DO—EIZOVWTIE, USER 77 ADE B A[Hg7/2 7 a/x7 4 Thh
PROFILE ZZ L TL/Z&V Y,

ZDTRT 4% T HITIL, setoptions TR D password /3T A—H
BE R rules 7 varEi-iE rules- 47 a2 fEHLET,

UPDATE_TIME

(TFHD ) La— PP RICE RSN AR 2R LT,
UPDATE_WHO

(FEWMDI) FHaEAT U EBREZRLET,

Windows Ti% 4
REGKEY 7T AD %L 2—NR|%. Windows L' AN DF — A EFLF T,
REGKEY L'aZ—FRDF—[%, LV AN F—D5E /XA TY,

E N ROFRENITAN I — R L F 2 TEET,
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T 7 4V TIE, CA Access Control (211 CA Access Control L'V AR = R A3
fR#ESNET, ZOLVARN) =N O/L—NILL FDOLEBYTY,

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl

CA Access Control IZLL FOF—HIR# L F97,

HKEY_LOCAL_MACHINE¥SYSTEM¥CurrentControlSet¥Services

REGKEY 77 AL REGVAL 77 A X7 /X743 EIL T, 1FEAE DT T4
I AIRET, selang (L Z— 7 = —AF- T HAL X —T = — 2% LT
BMETHZENTEET, BECERWT T, [FROA Lit#EiEn
g

ACL

VI —=ANDT IR AREFF A S TNLT 7Y (2= BI U7 —7)
BLOT 78 Y OT 7 EA IATDIAM EFELET

T 7B AHHY AR (ACL) DA EFIZIE, LT OB WA ENET,
7oty

TV EERLET,
TR

TGOS, VY =Rk T 57 7B AMERE ERLET,

ACL 7'/ XT 4% 9 A|21%. authorize 2~ R£7-1Z authorize- 1<
R access /NTA—HZfHEHLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 72 AHIEIU A (CALACL) DA BLZEIZIE, LA FOIEF RN E Fh
\i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMMIMERM G2 Sh
HZETHVFEE A,

IR : 255 L7,
CREATE_TIME
(FEHMDI) L a—RAMERSNZ B Z RSN ET,
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DAYTIME
TRV NI —RICT 7 RATED AHRERUE T 5., i H LI Ofil R
EERLET

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-2—RO MEMBERS 71/ 7 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER N E LG SNET 7
Y& EEINDET 7B A FAT (write 728) LHICEFET DT 72 AHH
UARNTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& ML,
PUFOE#RNEENET,

TotY
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZDO T4 &I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ Ra AL £,

NOTIFY
V) —2AF T =PI Lo TEE AU MRS EEIT@EamEn5
a—YHEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REBF AL TEETEET,
HIFR : 30 37

OWNER

La—REFE T Ha—FE L — TR ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR ZBNA, V=R T BTV AMEREERLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
LE3, RAUDIT LW )44 HiflZ Resource AUDIT DF#EIZ T3, AR MEIX
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh
7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

UACC

V) — 2 Z%F T AT T AV DT I AMERR A EFE L F7, CA Access Control
IZEFRSILTCWRNWT 720 F2130 Y —AD ACL IZE GRS TN T
TG 2 AT 7 AMERE IS ELE T,

ZDOTaRT 4 H T I BTN, chres <K editres 2~ K, F721%
newres 2~ R ® defaccess /XTA—ZZfHEH L £9°,

UPDATE_TIME
([FHRDOI) L a—RNRZRICEBINT B2 RLET,
UPDATE_WHO

(IFHROT) FHEFATUIEBEEZRLET,
WARNING

BEE—REAINITEDEINERRELET, VY —ADEEE—REH
T HE, FDYVY—RZxtTHT VB AERITT R CHASH, T7E8A
FRMNT 7 ERA N— UGERK LA R |ICLa— R E S E
T
REGVAL 75X

Windows Ti% 4

REGVAL 7T AD %L a—R L, Windows L AN DA EFR L ET,

REGVAL L' 2—RDF— %, LV ANEDFEE/SATT,

. SZOEBEICIIVANE I — R L FEEA R TEET,

REGVAL 777 A Cl% NONE, READ, WRITE, 33X X DELETE D& T VB A XA T %
ERHTEET,

REGVAL 77 AL REGKEY 7T A X7 /N7 4NEILTT, T a7 4% IR
LET (BETERWT T 2L, [FROA LR #H SN TOET),
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ACL

VY —=ANDT IR AZFF SN TS T 78 (=P B LU0V —7)
BLOT 7Y OT 7R IATDIAM EFRLET,

T 7B AHIEY AR (ACL) OB EFIZIL, LT OFE®AEENET,
TotY

TRV EERLET,
TR

TI7EHICEZ BN, V=R T T VB AKERZ ERLET,

ACL 73T 4 %48 H 4521, authorize =~ R %7213 authorize- =~
R access /NTA—ZZfF L F7,

CALACL

D) —Z~DT I ARG EINAT 7Y (22— BRI —7) BLW
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

B K T ARV AR (CALACL) DB, UL F OB E £
ESx I

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBEERLET,
TotA

T 7RG ZOND, V=R T DT 7 AMIRE ERLET,

BV INEHRNIGEDIBT TR AN A ENET, TOMDEGEILT X
TOTI7BARELSINET,

ACL 7B T AT EFRENTWDT VB RICEESNT, VY —ZA~DT 7 E 2
Z— P EI I =T IZFF AT HITI, authorize 2R T calendar /3
TA=ZEfEHLET,

CALENDAR

CA Access Control D—H 7 )L—7  BLOW Y —ZH|RHEIED
Unicenter ING L& 47 =/ 3R L F 3, CA Access Control {211,
FRESNT-IEE[EIFE T Unicenter ING DT 77 47 72 L U Z SISV E
j‘o
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COMMENT

La—RIZEO LB IERE ERLES, ZOHRPMERMNGIEHSH
HZETBHVFEE A,

HIFR : 255 3¢5,
CREATE_TIME

(HFHDOI) La—RPER SN H RN R RSIET,
DAYTIME

TIRY NI —RIIT 7B ATED ARFEHE T2, M H SRR Ol R
ZERLET,

ZOT O RT A HET T HITIE, chres IR chixlusr 2~ R, Fiol
chix]grp =~ KT restrictions /X7 A—ZZfEHL £ 7,

H I OFIRIOHALIL 1 57T
GROUPS

U —2Z2 La—RHJET 5 CONTAINER 75 ADL 2—R DU AR EZELE
‘é—o

JITALA—RDOIDT /T 4% BT T 521X, @72 CONTAINER 77 A
DL 2—R D MEMBERS 7' R/ \T 4 &2 BT DM B NHDET,

ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K F720%
newres <KD mem+ £7-1E mem- /X7 A= Z{HE L ET,

NACL

U —AD NACL 7037 A1%, V) —ANDT 72 AMERE G SNDT 7
Y& JHESNDET 7 BA FAT (write 728) LI E T D7 7 A4
UARNTT, ACL, CALACL, PACL HEZ L TL7ZEVY, NACL DT M,
LR OERNEENET,

TorY
TV EERLET,
TOER
TR L THEREINDT VA AT ERLE T,

ZDOTaRT %I T I AH|T1X, authorize deniedaccess =~ R FE7- 1%
authorize- deniedaccess- 2~ R L £,
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NOTIFY
V) —2F 1 xa—PIC Lo TEEAU M E SN - EIa@aEns
a—HEEFRLET, CAAccess Control Tl FEEL - — 5| CEE AL
a—REB T AL TEETEET,
HIFR: 30 L7,

OWNER
La—REATLH2—VEIIIN—TEERLET,

PACL

T IR ABRREE DT 0 T N (E A A BT T
L) DT I EAZAT AL TG AT, VY —A~DT 71X
BEFAISNDT 72y OUANEEFRLET, T 0sT0 772 A Y A
(PACL) DA FERITIL, LLFOFERNEENET,

7oty
TIeVEERLET,
Program

EFHIZTANR—R & —2—F2J-> T, PROGRAM Z7FADL
a—R~OZEEFRLET,

TR
TR BN, V=R T BT VB AMERE EFRLET,
3 PACL DU Y —ADFEEITITT AN — R 52 ] &£,

TarIh TV BELXOZEOT IR XAT % PACLIZEINIT HITIE,
selang ™ authorize =~ KT via(pgm) /X7 A—2%FEHLET, 77V %
PACL 2>BHHIBRT25121E, authorize- 2~ RAEM AL £,

RAUDIT

CA Access Control DY 7| Z5RERSNDT IV BA AR NDXAT % B
L¥3, RAUDIT LW )4 HiflE Resource AUDIT DFAEIZ T3, AR
UUTFDEBYTT,

all
T RTCOT 72 ARER
success

FFRISIe T 7B ABK
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failure

RSN T 7 AER (F 7 40h)
none

TR AR EFLEKL 72V

CA Access Control Tl VY —A~DT 7B AT AT HT-ONTA R
’SERERSINET, 72750, T ER L— LN FDOU Y — A2 E 5 S

7o, FATEDVY —RE A NET BT N —TFI 7T ATE A ST
MATOWTTRERSNEE A,

BT —RA T4 HI1%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

UACC

V) — 2 Z%E T AT T AV NDT I AMERR A EFE L F7, CA Access Control
IZEFRSILTCWRNWT 70 F2130 Y —AD ACL TGRS TN T
TV 5257 7 AMEREZ R E L F T,

ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K, E£720%
newres 2~ R D defaccess /XTA—ZZfHEH L £9°,

UPDATE_TIME

(TFHD ) La— PP RICE RSN AR 2R LT,

UPDATE_WHO

(FHHOI) Eo e FATUIE A 2 RLE T,

WARNING

BT — REHNNITINEINERELET, V) —RAOEEE—REf
T BE, FD)Y) =R X TAHT 7B RERITT XN CHF S, 77X
GRMNT IR A N— )VGER LIZE A n 7 L a— RGeS E
7,

RESOURCE_DESC #5 X

RESOURCE_DESC 77 AD 4L 1—NR %, CASSO THMl L — W ERITADA T
VxR T IR RERFR[&NTZ, TR TO4HIE EFLF 9, RESOURCE_DESC
TIANFT NA T2 NeAE T 5283 TEET A, BEFOA TV =/ D
EHEOHARETT,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
\ZEAE DT O RT 4 I I EAHET, selang A2 X —7 = —AF T EFLA

B —T 2 — AL CHRIET 22N TEET, EE TN T 7 1103,
MEH DA EFLsSIVET

CLASS_RIGHT

N FIHOA T aOT 7B AKX, TXTEHARETT, D 4 FEfH
DT IR AMEDT 7 +/VMEIL. IROEBVTT,

m CLASS_RIGHT1 - read

m  CLASS_RIGHT2 - write

m  CLASS_RIGHT3 - execute

m CLASS_RIGHT4 - rename
COMMENT

La—RIZEOLIBIMERZERL LT, ZOHRPMERMGITEHASH
HZLFHVEE A,

HIRR: 255 307,
CREATE_TIME

(FHHOI) La—RAMER S B RERFRREILET,
OWNER

LVa—REFATLH—VEIT N —TE2ERLET,
RESPONSE_LIST

DT T VI DL FIINE £HD RESPONSE_TAB 7T ADA TV =7 hdD
ARITT,

UPDATE_TIME
(TFHD ) La— PP RICE TSN AR 2R L ET,
UPDATE_WHO
(FEWMOI) FH e EAT U EBREZRLET,
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RESPONSE_TAB 75X

ZDIFTADK L T—RL, SESFRMER 5 OPEITIG U T2 CA SSO DIRE
T—INEEHRLET,

A, HEBRBER DS AT S SV T 7 ) — S a ASES S
IN=IFITARSNIZEZTT, IWETFT—LEOT TSI FFEDT
TV A TRMENET . ISR ERT DL, 2—FOREO=—
R LU 5 OFF AT K= A e S =) FIA X DS
TxET.

IFOEHZRTIL. ZOIVTA La—RIZGEENLT T 42OV CGRHLFE T,
\FEAE DT RT (I TE T AHET, selang {1 X —7 = — AT EFLA
H—T 2= AfE AL CHEETHIENTEET, BETERWT 7420,
Mg DA LS IVET,

CLASS_RIGHT

F—LEDT (72 41X, buttonl=yes, picture2=no 72&") & & e L T4 %
—ERIRTDHREHOA TV ar DINET T 4T, K77 EAEIC
KL T1LODT T 45 B ELET,

COMMENT

La—RNZ@0 LB IEREERLET, ZOMHRMERM SIC#EASHh
DT ETHVEE A,

HIRR: 255 307,
CREATE_TIME

(FHD ) La—R P ER ST H RS R RSILET,
OF_RESOURCE

[ —D—YEFKI T A% 5 9% RESOURCE_DESC /7 ADA T V=7 h

DAFTTT,
OWNER

LVa—REfATLH2—VEIT NV —TEERLET,
UPDATE_TIME

(FFHOI) La—RPRZICE LTSN ARFEZRLET,
UPDATE_WHO

(IF MO I) W& FATUIEHE L RLET,
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RULESET V95X
RULESET 7T ADE L a—R L, R —ZEFHT DL — LDy R LET,

RULESET 7T A La—RDOFx— (%, La—RKRJ 78N TWDHRI S —D4 EiITC
7,

UTOEHRTIX, ZOIVT7A La—RIZEGENA7 /T 412 OWTiHLET,
W EEAE DT T/RT 4T FERRET, selang /> X —7 =—AF T EHA
KT 2= AEfE AL CRIETHIENTEET, BETERWT T 12,
Mg DA RS ET,

ACL

VY —=ANDT IR AZFFA S TWDT 7 H (=P B L—7) |
BLOT 78V OT A ZATOIAM EELET,

T 7B ARV AR (ACL) DB EFIZIL, LT OE @A EENET,
Tty

TreYEERLET,
TR

TG0, VY =Rk T 57 7B AMERE ERLET,

ACL 7'/ XT 4% 9 A|21%. authorize 2~ R£7-1Z authorize- 1<
R access /NTA—HZfHEHLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL U X ~DBMEERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E NN EDIT TR ANT A ENE T, TOMDGEILT X
TOT I BADNES SN ET,

ACL /T L IZ BRI TWAT 7 ERIZEESNT U —ZA~DT I A
o —YE T N —ICEF AT AIZI, authorize =<K T calendar /*
TA=REfERLET,

hF

Z—PFFFT Y —RZE Y TH 1O EOEXaVT 0 HTAVEEREL
EScI

COMMENT

La—RIZ@O 5B IMERE ERLET, ZOHRPHERM G-I Hsh
HZETBHVFE A,

HIFR : 255 7,

CREATE_TIME

(TFED ) La— R P ER S H D ZRSNET,

DAYTIME

TIRY NI —=RICT 7B ATED HRFEHE T2, M H SRR Ol R
EERLET,

ZOTNRNT 4 BB THITIL, chres 22K ch[x]usr 2~ K, 721X
ch[x]grp =~ KT restrictions /X7 A—2ZfE L E7,

HEFOHIFIOBALIT 1 57T,
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EXPANDED COMMANDS
EMOR) T T afSNTRI Y —TCa~r ROEROEEFRLET,
EXPANDED UNDO COMMANDS

(IEHRDOIr) F T aA SRS — T undo IV ROEH DA F <L E
‘ﬁ—o

FINALIZE

selang AV NINT 7 AT TARXZITNBNE I (D FEDZEDRY L —
N—=Tar T 7aAL TEVIDNEID) IR ELET,

GROUPS

V) —Z La—R3E 9% CONTAINER 77 ADL a—R DY AN EFRL £
T,

JTALA—RDIDT a/_XT 4% LT 521X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7' 1/37 4 2 B4 AV NHDET,

ZOTRT 4 BTG AL, chres 2~ K| editres 2~ K, £720%
newres <R mem+ £7-1X mem- X7 A—XZ{HEHLF T,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER R G SNET 7
Y& EEINDT 7B A FAT (write 72L) LT EFET DT 72 AHH
UARNTT, ACL, CALACL, PACL HZ L TL7Z3WY, NACL D& MIZIE,
PUFOERBEENET,

TorY
TV EERLET,
TIOER
TR LU THERSNDT 7B A AT ERLET,

ZDO T 4% H I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- I~ Ra{H AL £,

NOTIFY

V) —2AF T — I Lo TER AR EREN X T@EmEns
a—YrEFLE T, CAAccess Control Tl FEE L2 — Y5l BEA L
a—REBF AL TEETEET,

HIFR: 30 L7,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT £V )4 HiflE Resource AUDIT DFAEIZ T3, AR
UUTFDEBYTT,

all
FTRTOT I EARER
success
FFRISII T 7B AR
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control Tl VY —A~DT 7B AT AT D= ONTA R
"SERERSNET, 7275 L, T BER L— LN FDOU Y — A2 E 5 S
7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OW TR S ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

RULESET_DOCMD_IDX

(BEMDOIR) , A~ R AT w7 ATT, ZiE, RULESET_DOCMDS YAk
DA< REDIT AT,

RULESET_DOCMDS

FNRR TR —ZEFHT D selang I~ ROUANTT, VANESH D=
< URE, RV —%2 T T a4 500 FETINHa~w R TT,

BE: RN —07 7uaA Tk, 22— NRU—RZRET Ha~v RN
R—hENTWFERE A, TDIIRa~ L RaeT 7 al R7VT N 77 A VICE
DIRNTLTIEE, UNIX(RAT 47 ) selang 2= R AR —hSiuCE
T AR ALV AR — MRS EE A,

RULESET_POLICIES

(FHRDOI) , ZDN—)v By Nefli T 2R — (POLICY A7 =7k~ D
YANTT,

RULESET_UNDOCMD_IDX

(BHMDOI), a2 R AT w7 AT, 2, RULESET_UNDOCMDS U A
cDa~ U R DA 2T,

RULESET_UNDOCMDS

FNEIER TR — T T aAfRERAZ) T N 82595 selang 2~ RV
ANCTT, VARSNDa~ U RiT, RV —%T 7 aA iR 572010 TS
na»a< Rcd,

SECLABEL
Z—WEFFT)—ZAD X 2T TNV EEHELET,

3¥: SECLABEL 7'12/37 11X, chres =<2 K& ch[x]usr 22K label[-] 7~
TA—HITHELET,

SECLEVEL
TV EIIVY— 2D X 2T LV EERLET,

E 27T 41X, chix]usr <K& chres 2R D level[-] 737 A—
ZITHYELET,
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SECFILE 2R

SIGNATURE
RULESET_DOCMDS 7'11/%5 1 & RULESET_UNDOCMDS 7 1/ 87 ¢ |2 Hi5<
Py

UACC

V=R ZxET DT 7 H/NDT 72 AMERRE EFEL F9, CA Access Control
ICEFRSILTCWRWT 70 213U Y —AD ACL IZE GRSV TR
IR EZ AT Ve AMER AR ELE T,

ZOTaRT 4 HE T I BTN, chres <K editres 2~ K, F721%
newres 2~ R® defaccess /X7 A—H %l L E7,

UPDATE_TIME
([FBHROI) L a— R B A S HiF 2 RLU £,

UPDATE_WHO
(DO L) Bz FATLI-E A RLET,

WARNING
BT — R NNTDINEINERELET, V) —RAOEEE—REH
N B FDOV)—RATxET AT 7B RABERITT R CTH RIS, T7EA
FRNT VA N—VGER LT E BEa 7 |IZLa— RS E
‘é—o

SECFILE 77 ADE L a—RE, AR 7 7 AV EEFRLET, SECFILE 77 A
DL a—RIZE>T, VAT LOEER T 7 AV ERGEECEEd, 7277l 2oL
I—RNIZRAET 7B AR ANMZIE R R TEEE A,

BB S SNIRWRIE S AT I 7 7 A )V Z DI ZAENL , #EBRD72
A—PRINSDTFANEEE L TR E AR LUET, Bsixigil LT
SECFILE 7T RIZFGTET D7 7 AN DR % LL FITIRLET,

UNIX DI5E

Windows DiZE

/.rhosts

¥system32¥drivers¥etc¥hosts

Jetc/services

¥system32¥drivers¥etc¥services

/etc/protocols

¥system32¥drivers¥etc¥protocols

/etc/hosts
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UNIX DIBE

Windows D&

/etc/hosts.equiv

Watchdog lZZNHDT 7 A NN AAF Y L, ZIHDT 7AW BT ABEE DS
WPERSN TN RNZEE MR LET,

3¥: SECFILE V7 RIZT ALV NEZEHRTHI LT TEE R A,

SECFILE 7T A L'a—R®D¥x—|%., SECFILE L2 —RMEHET AT 7 AL DL R T
T, 52 A ELET,

IFOEHZRTIL. ZOIVTA La—RIZEGEENL T RT 4IZ OV CHLFE T,
\FEAE DT RT (I TEFAHET, selang {1 X —7 = — A/ TEFLA
H—T 2 — AL CHEETHIENTEET, BRETERWT 7420,
Mg DA LS IVET,

AIXACL
AIX > AT 2 ACL T,
AICEXTI
AIX T AT DYLIRIE R TT,
COMMENT

La—RIZ@O 5B IMERE ERLET, ZOHRPHERS 5 Hsh
HZETBHVEE A,

HIRR: 255 307,
CREATE_TIME

(FFHMDOI) La—RPERSNTZ B RN ERRSIET,
GROUPS

VY —2Z La—R2JE T %5 CONTAINER 7T ADL a—R DY AR EZELF
T

JIALA—ROZDOT T4 H I FETHICIE, )72 CONTAINER 25 A
DL=—RD MEMBERS 7 /3T (%2 A8 4 M BN HVET,

ZDOT T 4G AL, chres 2~ K editres 2~ K 7203
newres <KD mem+ £7-1E mem- /X7 A—XZFHE L ET,

HPUXACL
HP-UX > A7 ACL T,
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MD5
(FE#HDOA), 774D RSA-MD5 ¥ 7 FF ¥ T,
OWNER
La—REfi 52— FEIIT N —TEERLET,
PGMINFO
CA Access Control IZE> THEVAEMRSNL T R T LG HREERLET,

Watchdog FEREIT, 2O 7 /3T (1TSS TOD I e H BIRIICHRFEL
F9, HHRNEEEINTCWDEE . 7 17T A% CA Access Control (250
untrusted *L CEHRIINLET,

UTDO777 28R DL, ZOMGET m e 2 bEEF i A TEE
‘é—o

crc

CRC (Cyclic Redundant Check) 33T MD5 27 1T+,
ctime

(UNIX D) 7 7 A I AT —Z AW e e |\ A8 T ST IR,
device

UNIX DEIE, 77 AVIDMFAET DimERT 4 A7, Windows D513,
T AIVDFIET DT AAT DRITA T F 7,

group
TaT TN T ANEA T LT T,
inode

UNIX DA, 707 T LT 7ANDT 7 A AT L TRVA,
Windows DA 1%, BHIEHY 8 A,

mode

TaT T T 7 AIBEM TN T DR 2V T A REE—R,
mtime

PACTAANIS - & I AL S gl ST
owner

TusS N T ANEIA T HZ—,
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shal

SHA1 37 %F ¥, SHA IZ Secure Hash Algorithm OIS T, 717 F A
T AN T 7 AN CTEDLT VANV EL ST TT,

size
T TN T AN DF AR,

ZDOTNRTADTFT %L HITIL, chres 2~ R | editres v K| F
7213 newres I~ R D flags /X7 A—4 _ flags+ /N\TA—H  F£7217 flags- 7~
TA =R HLUET,

UNTRUST

U —AMEFESIIN TNDNEINEEFRL F T, UNTRUST 7 /X7 3k
ESITWDEE., 77&H ;t:@)/—x%ﬁﬂﬁ%iﬁ/u UNTRUST 7"
L NT A DR ESILTCORWG S T 78 OT 7B AFERDOREIC

DV —AZDNTT —H_N—AZYARSFL TN DD DAT%ﬁ‘fﬁﬁﬁé
IVET, trusted VY — R[N DEFE BNNNZ H3LHE ., CA Access Control
[Z& 5T UNTRUST 72/ x7 428 HBEHIOIZRE ESILE T,

ZDOTaRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres 1< RO trust[-] /N7 A—X &2 HL £7,

UNTRUSTREASON

(IHFMDOI) , 717 T D5 untrusted (272 >7-BEH T3,
UPDATE_TIME

(FFMDI) L a— R %I A ES - H R R L ET,
UPDATE_WHO

(TE D I) BTz FATUIZE A ZRLET,
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SECLABEL VSR

SECLABEL 77 ADE L a—NRE, X aU7 4 L\ Lzt XalT 1 72V
HAFTET, SECLABEL V7 7ANT 7747 e A, X =2U7 4 L3, USER
La—ROREDEXF 2T 4 LB OS2 VT4 A 7IVOEDYTIY
BoEInET, BX=2V7 4 7L 0EVY I, BX2UT7 4 7-r DX
T4 LUV BLOEX 2T TV e — I CHHRAIZEID Y THEEFRIL
<7,

a—H La—R|ZeXaT 4 TULNERESILTNDEEETE, RO DT
TSN CWDERIZD I, VY —RA kT 57 78 AMERD 22— IZ 525 E
£

n BXa VT TV ESN 22— DX 2T 4 LUV, U —AD
X 2UT 4 LALEL EDBA,

n VYR La—RIEESNIZT R COEF 274 HTIUR, 2—F ok
FaVT7 4 TN DEXa )T AT UANIH LY G,

3¥: Windows D354 . CA Access Control IZEFRSN TWAE X 2T 1 T
JUIE. SECLABEL 77 ADL a2 —R & fFo> TV DML ENRHVFE T,

SECLABEL 7T A L a—RDOFx—|L, ¥FX 2T 4 F~YULDLRITTT, ZD4HI
X, 22— FERITVY—RE Y CTHEA ., BX 2T TV OB AE
SNET,

DLFOEFRTIE, ZOITA La—RIZEENL 78T 412 OWCHL £,
IZEAEDT ORT A ITETEARET, selang A2 Z—7 = —AFI- (T EFLA
ST 2= AEfE AL CRIETHIENTEET, BETERWT T 120,
Mg DA EFLHESIET,

HF3Y
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTIAVEEREL
EScI

COMMENT

La—RIZ@O 5 BIMERE ERLET, ZOHRPHERM 512 HSh
HZETBHVEE A,

IR : 255 L7,
CREATE_TIME
(MO I) La—RMERR Sz B RN F RS ET,
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SEQS VTR

OWNER
La—REfiAT52—VEFITN—TE2ERLET,
SECLEVEL
TRV EIVY —ADOEX2IT 4 LV EERLET,

E: ZOT T 41, chixlusr 2R & chres 2~ KD level[-] 737 A—
ZITFHELET,

UPDATE_TIME

(EMOI) L a— R P EICE TSN HRZRLET,
UPDATE_WHO

(HEHOR) B EFATUEEE ZRLET,

SEOS 77 AL, CA Access Control #E[Rf} 52 A7 AOEMEA AL £7,

JTAIIE, SEOS VL a—RN 1 ST EENE T, 2oL a—RiE, — &K1
7R 2T A HEBRDA T v a BRRELE T, SEQS VT A T ST 4 DA
T AR RINETNIE LT HITIE, setoptions T~ REFEHLET,
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ITFTOEZRTIE, ZOVTA La—RIZEENL T /T 4IZOW AL ET,
\FEAE DT RT (I TETAHET, selang {1 X —7 = — A/ TEFLA
=T 2—AZfE L CEMETA2EMTEET, BHETEXRWT 37 41203,
Mg DA LR SIVET,

ACCPACL

FRRIEZ 2 AT UACC (defaccess) 385 OF PACL DU AN A+ 3 DJEF%
BELET,

ACCPACL N T VT 47 T, —H DT 78 AMEN ACL T RIIIZFEES
NTOWDGEAINL, ZDOT 7RG alSNT=T 7 AL VES, T/ EBA
FEDS ACL CTid72< PACL THI/RMIIZIR ESILCWDEATX, PACL 7 7B A
MEDSTFRISNT=T 7B AMEL 720 E T, ACL & PACL DWT FUIZH AR 7R
T I ZMEDEE STV WA 1T, defaccess DT 7B REFHR N TF =
JTENFT,

ACCPACL T 7T 47 TG A1, W ACL DIIRAGZR T 7 AMED
F oV ENET, ACLIZTF =y IR — B3 DR T 7 AR
INEZRIN TV WS TE. IRIT defaccess EH/MNF = I/ FET,
defaccess ([ZH/RA72 T 72 AMEDN TE STV TRV AT, IRIZ PACL T
TV AMEDEF/ZNTF = 7SN ET,

CA Access Control DA AR—) VEFIZ, ZO7 /37 DB yes [IZFR ES
nE,

ZDTaNT 4% IS HITIE, setoptions 2 R D accpacl /XT A—HF
721% accpacl- NTA—ZEFEHLET,

ADMIN
ADMIN VT A% T 7T 47T HmEINEFRELET, % . ADMIN 77
ANIT 7T 47T eXa VT 4B BY AT DEITH A Z L F9, ADMIN
DIGANT IT 47 TrWEA T, T TH—723 CA Access Control &
B LERROIEEEITOZENTEET,

APPL
APPL T AL T I T A7\ T HNEIMNEIRELET,

AUTHHOST
AUTHHOST 7T A% T 7T 4 71T HMEIMNEIREL £ T,

CALENDAR
CALENDAR VT A% T 7T A7\ BMEIME e ELE T,

AF3Y

CATEGORY VT A% T VT 47T EIMME e ELET,
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CNG_ADMIN_PWD

PWMANAGER &M & Ff > —723 selang i FH L C ADMIN =—H D%
AT —RE BB/ CELNEIDERRELET, 7 74/V NI yes T,

DT URT BT I T AT EINIIET 7T 47 12T DITIX, setoptions 2+
VR®D class+ /X7 A—2FT1Z class- 73T A—H I L eng_adminpwd 47
varzHLET,

CNG_OWN_PWD

2—H8 selang ZfE L CTH S D/ AY —REE T TELNEIDEFREL
ESr S

DT URT 45T VT AT EINIIET 7T 47 12T DITIE, setoptions 2+
VRO class+ 737 A—4F721 class- /3T A—2 I eng_ownpwd 47
TarEfEHLET,

COMMENT

La—RIZEOLBIEREERLES, ZOEFRPMERMNGIEHSH
HZETHVFEE A,

#IFR: 255 U7,
CONNECT

CONNECT VT AL T 7T A7\ ZT HMEINEFEELEd, CONNECT 7T A
DT ITF 4T 12858 DI FTADL a— R IR ~DEe AL F 3,

HOST 7T AT 7T 47 72854 . CONNECT 7T R, 77T 47 Tho>Th 7T
TT AT IR TAEL TSI ER A

TCP VFANT 7T 47 70838 . CONNECT VT AL T 7747 72 77 AL LTl
SN ES A,

CREATE_TIME
(FEMDOZ) La—RMERR S BRI RSET
DAYTIMERES

(UNIX D %) CA Access Control TUY—A®D H il [RETF =73 B E 97>
FIRELET,

DMS
ZOT =S N— AL LBMDE(R JE DMS F—/SDYRRTY,
DOMAIN
(Windows D %) DOMAIN 7T A% T 7T 47\ EIMEtaELE T,
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ENDTIME

(IEHRDIr) , T —H_X—Z T AL DI ETREZICEHACON-A
BT,

FILE

FILE VT AT 7T 47N T BNEIDEIRELE T, FILEITANRNT 7747
WG ZDOITADL A—RZT77ANVBILOT AL 7N 2R H# L F7,

ACCGRR

BHES N —THeBRA 7S a2 (ACCGRR) Tl. CA Access Control 730 — %
D ACLEF =7 T 55 EZFIHLET, ACCGRR 23F 2hiedsE . CA
Access Control i%, ACL T, —HNET 5T X TDOI N—TFTHF I T
WHHERZT =71 F9, ACCGRR 2MEZN7245A . CA Access Control 11,
ACL Ciiii FH AT REZ2 =2 RUDW T AU none 23 FILCWDANE I E
F 7L FET, none NEEFNTWAEE. 77 BAIZIESINET, none
MEFILTURWEEA . CA Access Control 1%, ACL IND i #] i F A RE7ZR
TN—7 TR ERT R TCOT )V—7 = N AR L F9,

ZDTONT 4N FETNT N T HIZIE, setoptions ACCGRR <K
PEHLET,
HOLIDAY

HOLIDAY 7T A% T 77 472 0 E I Z+aELE T, HOLIDAY 7T AN
TITAT IR A ERSINTAKHB R P ICa—Ra s A3 512135
B EF Al DAL BE L 72D F T,

HOST

HOST VT A% T 77 4 71T HInEINEIRELET, HOST VTANT 7
T4 7 72356 . CA Access Control [, UE—h IRARNNPLEAZE T 5 TCP/IP
P RERARFELET,

HOST 7T AT 7T 4772856 . TCP 77 A L TN CONNECT 7T A%, 77
TAT THOTEHETIT AT 7T AEL TSN EY A,

HOST 77 A, 774/ TIET 7747 TY,
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INACT

a—YP al A —HEILTAETOIET 7T IREEO B AR TELE
T, ETIVTATIRED HEX, 22— DRar AL TR HERRLE
‘ﬁ—o

USER 7T ADL a—R ® INACTIVE 7 &2 37 ¢ DA, GROUP 77 ADL
a—ROEIVELINE T, ZOELLOT /3T 1l SEOS 77 ADL
2—R® INACT P87 4 KOS E T,

ZOTRT4Z BT HITIL, setoptions T KD inactive /3T A—FE
7-1% inactive- /X7 X=X ZFHLF T,

ISDMS
PMDB 7% DMS &L THEREL CUWVBIEAIT true T,

LOGINAPPL
(UNIX D) LOGINAPPL 7T A% T 7T 4 7\ B EI M ataEL £,

MAXLOGINS
2 —WIZFF R END R 7 A O K iRy a ) T3, ZOfHE
BBz LHE, 2—VFOT /v AT EEINET, H 0 IR KEEZELRN
ZEEEWRLET, 2—FIHMEEOHOm A By a lFRICaZ AT
ZF9, CA Access Control TiL, 271, selang. GUI 72 E DfEl & DX A7
N1 ODREyaryERRSNnET, 0=, 2— a4 LT
selang ZF(TT B0, FolET —FX—RAZEH T LG 51X, 0 2B ETD
M1 IDKREVVEER IR ET DL ERHYET,
USER 7T ADL z1—R D MAXLOGINS 7' 237 4 DA% . GROUP 7T ADL
a—ROEIVELRSNET, ZOELLO T 3T ¢l ., SEOS VT ADL
I—R® MAXLOGINS 7' 1/ 37 ¢ KOESE S ES, SEOS 7T ADL-aT—R D
B, 778 La—RICHREORE EN WS IEHENDT 741
METY,

SEQS VT ADZ DT s T 4% H 3 HIZIX, chres 2+ K editres 2~/
R, BE O newres T~ KD maxlogins /37 A—4 %A L £,

METERMINAL
MFTERMINAL 7T A% T 7T 4 723 HmEINERELET,
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PASSWDRULES

INAT—R JL— VAR TELE T, 2O 71237 4121%. CA Access Control C
DIRAT — R DI T IEE R ETHE DT 4— VR R EFEN TN E
9, =L DO—EIZOWTIE, USER VT ADE R a[§E/2 7 03T 4 Th D
PROFILE ZZHRL TLTEELY,

ZDTaNT 4% T BHITIE, setoptions I R D password /37 A—#
B W rules &7 v arFizid rules- A7 varzHLET,

PASSWORD
IRAT—R F 2ol %T 7T 47T HNEINERELET,

DT URT 45T VT AT EINIIET 7T 47 12T DITIE, setoptions 2+
VR®D class+ /X7 A—ZFT 1T class- /3T A—H I LUV PASSWORD 47T =
CEMHALET,

PROCESS

PROCESS VT A& T 7T 47T HMEIMEFEELE T, PROCESS 77 AN
FITF 4T  ZDOIFTADL a—RiE, BINTONB 7 a2 (kill
a2 RIZES ) & TSN REL E T,

77 AL, FILE 7 AL BRI TODRLENHDET,
PROGRAM

PROGRAM T A% T 7T 47T HMEI M E e ELEd, PROGRAM 77
AT IT 4T 706 ZDO7FADL 2 —R 1, trusted D~—2Z LT
EFRINT-7T 0l I 0% F# L E T,

PWPOLICY

PWPOLICY 7T A% T 7T A7\ HIEIMDEfRELET,
REGKEY

(Windows DF)REGKEY VT A% T VT 47T HmEIMNEEELET,
REGVAL

(Windows D& ) REGVAL 7T A% T 7T A7\ 2T HInEIDEFRELET,
RESOURCE_DESC

RESOURCE_DESC VT A% T 77 A7\ HINE I EtRELET,
RESPONSE_TAB

RESPONSE_TAB 7T A% T VT A7 \ZF D EINEIEELET,
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SECLABEL
SECLABEL VT A% T 7T 47\ T BInE IR ELET,
SECLEVEL
SECLEVEL /T A%ET 7T A7 12T D EIDEFRELET,
STARTTIME
(HEWDI) o T —FX—=2 T A VD ERIZHD NI H R TT,
SUDO
sesudo T % SUDO VT A& T 7T 47 (2T HINEIMERRELET,
SYSTEM_AAUDIT_MODE
=PRIV H—TTAR 2—HF DT T4V NERE—R (VAT L4
KOBEARE—R) 2 ELET,
7%V Failure LoginSuccess LoginFailure
SURROGATE

SURROGATE VT A% T VT 47T BMEINEIREL £, SURROGATE 7
FGAWT 7T 477284 . CA Access Control [ZCFREE SR A2 (13# 1 F4-,

TCP

TCP VT A%T VT AT N T HoMmEIMEIRELET, TCPITANT VT 47
72354 . CA Access Control [Z. A—/L . ftp. http 72E D TCP H—1E ZD %%
Batril£7,

HOST V7 AMNT VT A7 IR B . TCP VT AL, TV T 47 THoTHT T4
T ALLTHE SN EE A,

TCP VAT 7T 47 12858 . CONNECT VT AL T 7T 47 12 75 AL LT
HASZEE A,

TERMINAL

TERMINAL 7T A% T 7T 47T HNEINEFEELE T, TERMINAL 77
AINT 7T 47708548 CA Access Control TlE. AL A L Bk 7 7&
A F v IHLTUN, X Window a2 {R#E L £,

USER_ATTR

USER_ATTR VT A% T I 7 A7 T HMEINEIRELET,
USER_DIR

USER_DIR 7T A& T I T A7\ BHMEIMN R ELE T,
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UPDATE_TIME

(FFMOI) La—RRRHICE TSN B RZRLET,
UPDATE_WHO

(MO I) FHEFATUIEHEZRLET,

SPECIALPGM 75X

SPECIALPGM 7T A%, BFED 7 07T MR 7% 2V T A HERZFE EL £
£

SPECIALPGM 7T AD L a—RIZIE, IROWT I DOEERENHY £97,

m  Windows D& 14, backup. DCM, PBF, PBN, STOP, SURROGATE,
REGISTRY, KILL D707 T KA &KL F9, UNIX D& 1L, xdm, backup.
mail. DCM, PBF, PBN, stop. 3L O\ surrogate D4 7' 077 L& 8 Gk L £
7,

m  CA Access Control DFFRIZAERRST S K- TIRET DXL ENH LT 7V
r—varimBia—W ID \ZBEM I T, ZAUTEY, ENRFEITLT0D
TR IINFATEN TCNDINNL LA T, T ERFF A &35 AN Z0E T
?Ij‘o

7E: SPECIALPGM 7 Z A7/ T L% B+ T D86 FILE V7R ICH 7RI T4
FEFRTHILEZBEIOLUET, FILEVY —RTEITRIRET 7 AL TR A] 722K 28
(B ETZITAR) SNRWIDINZTHZETEATRRE Y 7 AV Z R L
PROGRAM VY — A CA Access Control NFEITIILTCUWVRNEEIIETINT
WG BIZT s I AN FATINR NI LET,

EZERYNT—7 A B —F T AN LL 1 —R % SPECIALPGM 75
AR TEEE A, 2T ZERYNT—T A H—T TN AR ZDa
VTXR AN T B AL B TR IVET, X —&8 7N A< h
(T DAL 2= ROIEMZ S A/ SATHITIE, TCP 7T ADHE T Dl —
K@ AUDIT 7'12/37 (% [NONE] IZEX EL £,

PGMTYPE 7T (&L T, AT L P —E R F—FL | FITZFDOMD
KRl 7 7o B B ek L9,

SEOSUID 7' 12/35 ¢ B LN NATIVEUID 7 a2 3T 4 A2 L T, sl —H42~
77 MZE YL TES,
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SPECIALPGM 7T A L t—RDF—(t Kilk 7 10T b~ /S A | ST 13T
07T AOFPAET T/ — 2 ~DIRATT,

7 : SPECIALPGM VT ADT — 7 JVIZELE CTE 5/ — /LD K# 3 512 T,

DTFOEHRTIE, ZOVFA La—RIZEENA7T T A OWTHBALET,
FEAE DT RT AITETREET, selang A2 —7 = —AFE X EBLA
H—T 2 — A AL TEIET AN TEET, AR TERNT 37 (10T,
Mg #RDOS) LRl#ShET,

COMMENT

La—RIZE&OLBIEREERLET, ZOFRPMERMN G IEHSH
HZETHVFEE A,

HIFR : 255 37,
CREATE_TIME

(TEHDFI) La—RPER ST H RN RRESIET,
NATIVEUID

T I LELI T r e AR EER T A — AR ELET, TXTDCA
Access Control —H &5 ETHIZIL, * ZHEHLET,

ZOTRT 4B TG AHIZIL, chres 2~ K| editres 2~ K, £720%
newres <> K® nativeuid /X7 A—ZZ{H L £,

3¥: CA Access Control D [H/X— a2 D% 7 A A HEEF 472912,
NATIVEUID 7" 12/37 4 DAV UNIXUID 78T 2 C& £,

OWNER
Va—REffA 30— N—TEERLET,
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PGMTYPE

TR A& AT AR, CA Access Control NEIR T AT 72 A F = 7D

BAT R TELET,

backup
READ 77 A, CHDIR 77t A, BLONUTIME 778 AZAIEL 97,
ENIT T RELTTEITIEX 2 OHVET, N7y Tas
LERITUTZ2— M root LIS D2 —HF THLHG AL, ZDO2—F%
OPERATOR L TEFRTHOMENHNE T, NI/ T w7 T/ Irkdi
1TLT=D0 root THDHEE . /w7 T w7 71T L% SPECIALPGM 7
Z AT pgmtype(backup) &L TRERT D721 THAET,

changeid
(UNIX DF) su DEH72 PAM LT e —h ID AR Y — L%
HHLET,
151 : er specialpgm /bin/su pgmtype(changeid)

dcm
STOP A XU MR R TDOARUMNIKITHEF 2T F 2
L ET,

fullbypass

CA Access Control B A BLIONT —H_X—ZA F o7 % T _RT/RA /34
LEJ, CAAccess Control [E, 2T T 4357 0t A% MARL £
9, o, TEBAANRURDLa—REW T CA Access Control B
E. N—RFTT w7 a7 NIZERSNEE A,
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kill
(Windows D#&) 7B Ak T 57 07T M8 T 2B LET,
72213 IRONL—)LTlE, et AN T 7 A < A7 KILL T CA

Access Control —E A (72t R) DRIV EIHETDHILE .
services.exe |[ZE S LET,

nr specialpgm c:¥Windows¥system32¥services.exe pgmtype(kill)

Windows Server 2008 D54, —EADE (LB XL OBRIAZE BT 5
services.exe 7 AL, T/ A XA KILL C CA Access Control }—
EA (T R) ONCRVERIWT, 7R T B LU M EBEL
F9°, Windows Server 2008 TP Ah—/LHFIZ, CA Access Control
1% services.exe & RO A 7 0B 22 EFTL . services.exe (263
HEMEL— VB L F9, ZOEBE72W A services.exe 7)Y CA
Access Control ' —EZD/NURIVEBIZHETHEX, CA Access
Control B AU MEERIZ/RVET,

mail
(UNIX D H) setuid A X2 FE I setgid A MIxtT 5T —H N —
AF VR LET, mail IZEDZDT —H =R F =7 DA
\2E0, TR AR A DA— VBN — A TEET,

L
PLEMIZER EEN T2 PGMTYPE ZHIFRL £9,

pbf
Ty ANVBRA R NIKT DT —FRXR—RA F oo VB LET,

pbn
F "I =B DA RN T DT —HR— A F oV BB L E
R

propagate
(UNIX DZx) PGMTYPE T a5 AmbIEORHEN A vl S AT H
DX VT AHERZRELET, TNERELZRW A SPECIALPGM
MEBRDSBL T 0 7T MBS DO T,
I R T AHERDOISEEEIL. PBF. PBN, DCM, FULLBYPASS, 31N
SURROGATE HEMR DL AN DA H BN T,

registry

(Windows D %) Windows L Y AN 2 ET 57 0/ T Mkt 5T —
HR—=A F VB ET,
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stop
STOP fREIC KT 5T —H_N—RX F v/ Bl £7,

surrogate
H—FIVHND ID EREARNIKT DT —F_X—=RAF = 7B ML
¥, surrogate L CT7 — 4 _X—RX F =7 Z2EMLI-HEIZ. b
L —RZATHZENTEET A

xdm
(UNIX D &) il BRE 4072 b — 2 i (6000 ~ 6010) (2% L TR b

T —7 AU RTCP 77 A, HOST 77 A, 33 T8 CONNECT 7T A7 L) %
AMELET,

DO aRT 4 HEH I BTN, chres <K editres 2~ K, F721%
newres 1< R pgmtype /N7 A—HZAfi L £9,

SEOSUID

DRI T T M FAT T OMER S D (R R — 2 E R L E
T OB —W T, T —HX—RAD USER 7T ADL T —R|ZEFRSL
TWAUERHYET,

ZDOTaRT 4 HEH I BHITIX, chres <K editres 2~ R, F721%
newres I~ R seosuid /ST A—Z & L £,

UPDATE_TIME

(WD) La— RPN RBRICEESN A2 RLET,

UPDATE_WHO

(TEHDI) Bz FATUIZE A ZRLET,
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fll: UNIX 271 ILDREE

/DATABASE/data/* (Z&D7 7 ANVEARET HTeDIT, T —FN—ADEHH X,
T7AN P—s3 F—F firmdb_filemgr ZfEHLET, ZOT 7 AL H— N
/opt/dbfirm/bin/firmdb_filemgr (ZHVET, ZOT —F LB F root HE[RT
FATSN, T —H I —b T =)b oI ES TT 7B AN A REZRIRBE 272> C
I/ \\ivg—o

LLFOHITIR. 2nbD 77 AV OM—D T 7% Ll Tt —I N ERSH
F9, OFY MO —FIIT e RAEFHIRSNET,

1. UToa<w R RefMiHL T, % 771 /L% CA Access Control [ZEFEL =
‘é’—o

newres file /DATABASE/data/* defaccess(NONE)owner(nobody)

2. T7AMIT 7R AT Himla— P AERLET,
newusr firmDB mgr

3. imEE— firmDB_mgr DT 7 A IN~DT 7 v A% TR LE T,
authorize file /DATABASE/data/* uid(firmDB mgr) access(ALL)

4, %I, P —Y firmDB_mgr 7° firmdb_filemgr 23T T&5 9ICL %
7T

newres SPECIALPGM /opt/dbfirm/bin/firmdb filemgr unixuid(root) ¥
seosuid(firmDB mgr)

ZORER, TN T AT 7 BEATHE, CA Access Control 1L, root
2— WG — 2T A N DT 7 LU CERER L E T, Ny —N
root T—H LTI 7ANMCT 7 BALLHEL T, 77 BRATEEH AL
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f5l: Windows 27 ILD{RE

C:¥DATABASE¥data (2827 7 AV aARGET DT2DIT, T —FN—ADE B
IZ. firmdb_filemgr.exe £\ )7 7 A/ Br— NP —EREMFEHLET, ZOT77A
)b H—/ 3%, C:¥Program Files¥dbfirm¥bin¥firmdb_filemgr.exe (Z&HVE T, =
DY —BERTIBHE AT LTIV NTEITSN, T —ZIHOPDH AT A
NI HIATREZRIRRB I > TV ET,

LLFOHITIR. 2nbD 77 AV OM—D T 7% Ll Tt —I N ERSH
F9, OFY MO —FIIT e RAEFHIRSNET,

1.

UUTFoa< ReMi LT, %5 7 74 /L% CA Access Control [ZEFEL =
‘é’—o

newres file C:¥DATABASE¥data¥* defaccess(NONE)owner(nobody)
TFAMET 7 AT Him e — P ERLET

newusr firmDB mgr

ML —Y firmDB_mgr DT 7 ANA~DT 7B A& A LET,
authorize file C:¥DATABASE¥data¥* uid(firmDB mgr) access(ALL)

%I, PR — firmDB_mgr 7° firmdb_filemgr 23T &5 oICL %
7,

newres SPECIALPGM ("C:¥Program Files¥dbfirm¥bin¥firmdb filemgr.exe") ¥
nativeuid(system) seosuid(firmDB mgr)

ZOFER, b —ERART A NNIT VAT HE, CA Access Control [ L, AT A
TN — 277 AL OT 7L GRS LE T, Ny h—
MYAT LT NI TT AT IV EALLHELTH, T7BATEEE A,
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SUDO 75

SUDO /7 AD %L a—RiL, HDH2—F M sesudo 2~ RafE L TH]D=—
P OMERZAE ] TEXAIDNT 520 Da~  RE#BILET,

SUDO 77 A La—R®OF—|%,. SUDO L2 —RDOA4RITTT, ZO4RIL, = —
PR SUDO La—R Ta~v  RaEFEITT DRI, 2~ RADRDVIZHEHS
F9,

SE: %FEERLO Windows 77U —3 a2 D SUDO L —RZ{ER T 5854
SUDO La—RHOXIFER DT 77 %58 €T HAMENHVES, xIFEH 0777
ERELRWGE ., 77V r— a3\ 7o R TERITSNDTZO,, 12—
PITEECTEFE A, SN OWCL, AF Tz —T 2 TN 5 R
LTLIEENY,

DLFOEFRTIE, ZOVTA La—RIZEENL T8 T 412 OWCHAL £,
\FEAE DT RT (I TEFAHET, selang Ao X —7 = — AT EFLA
H—T 2= AL T ET 2N TEET, AR TRV 371121,
Mg DA LS IVET,

ACL

VI —=AANDT IR AREFF A SN TNLT 7Y (22— BI U7 —7)
BLOT 78 Y OT 7 EA IATDIANM EFELET

T 7B AGIAHY AR (ACL) DA EFEIZIL, BLF O RN ENET,
TouY

TV EERLET,
TR

TGO, VY =Rk T 57 7B AMERE ERLET,

ACL 7'/ XT 4% 95|21, authorize 2~ R£7-1Z authorize- 1<
R access /NTA—HZfHEHLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA FOIEF RN E £
i‘é—o

ToEY
TV EERLET,
Calendar
Unicenter TNG DL > X ~DBMEZERLET,
TR
T7RIZEZOND, VY =Rk 5T 7 AERE EFRLET,

B E NN EDIT TR ANT A ENE T, TOMDGEILT X
TOT I BADNES SN ET,

ACL /T L IZ BRI TWAT 7 ERIZEESNT U —ZA~DT I A
o —YE TS N —FICEF AT AIZIL, authorize =<K T calendar /*
TA=REfERLET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI
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COMMENT
sesudo NFEITTHIAVRTT,

R 255 SLFDIHFORD LFHITY, ZOLFINIE, T~ R
BENET, SHIT, FFAISN TN TA=Z B IO SN TNDHNT
A=HHEENET,

722X L F 7 a7 7 A )V EFE TIL, COMMENT 7 /37 ¢ N IELLf#E
A& vk,

newres SUDO profile name comment('command;;NAME')

L ZOITFATO COMMENT 3T O HEIZ, DM 7F2To
fE BT R/ ET, SUDO L a—RDEFRDFEHIZOWTIE, BEW
D OS (X T BN TP A PEPED TR S R CLIES, 207
73T 41X, CA Access Control D IH/XN— = Tl FHEIU TV /= DATA X7
A—=R LU THLN T D TT,

HIPR : 255 7,

ZOTaRT 4 H I E I BHITIX, chres 2K, editres <K, BLO
newres 1<K ® comment[-] 7XT A—HZ{H HL £,

CREATE_TIME
(FF MO H) L a—RBMERSILZ H R R RSN ET,
DAYTIME

TIRY NI —RIIT 7B ATED ARFEHE T2, M H SRR Ol R
EEELET,

ZOTNT 4 BB HITIL, chres 22K, ch[x]usr <K, 721X
ch[x]grp =~ R T restrictions /X7 A—XZH AL £,

HEFORIFIDOBALIL 1 57 TT,
GROUPS

VY —ZA La—R)N g9 5 GSUDO 77 AE7-1% CONTAINER 77 ADL —R
DYARTT,

SUDO VT ADLa—RDZD 7 /T 452 E3 AL, w7
CONTAINER 77 AF7-1% GSUDO 77 ADL 1—R (D MEMBERS 7 1/ 37 (%
EEITHVLENHET,

ZOT T 4G AL, chres 2~ K editres I~ K F720%
newres < F®D mem+ £7-1E mem- /XTI A—XZFH L ET,
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INTERACTIVE

(Windows D &) ZDAA T X, sesudo AL THEITTHTFEDT 7Y
r—ar s, ®EER Windows 77U — a2 (notepad.exe X° cmd.exe)
RETHY, B —E R 7V —ar TIHRWEA L~ — 7T DL ERHY
F9, X7 TV —a D FEITI interactive &~ — 27 SFUTUNVRN
sesudo 5L, 7V r— adktih T AFRER LISy I 7T
RCEITESNET,

I —E Windows 77U — 3 1%, Windows DHIFINC DT +T7 75
TR TIESEITTEEREA,

NACL

V) — 2D NACL 73T (1%, VY —A~DT 7 AHER R L SNET 7
Y& EEINDT 7B A FAT (write 72L) LT EFET DT 72 AHH
UARNTT, ACL, CALACL, PACLHLZHRL T/EEVY, NACL DF-= U MIZIE,
LR OERDEENET,

7oty
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZOT T 4B T4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ K& FHL £,

NOTIFY

V) —2AF T — I Lo TEE AU MRS EE @ amEn5
a—YaHEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REEFEF AL TEETEET,

IR : 30 L7

OWNER

La—REi 45— EI/ N —7 2 ERBLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
NHFAINDT 7 EF OUAMERLET, T07T0 T/ ERHIEY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZEEFRLET,

TR
TR HE2bND, V=R T AT 7B AMERRZ EFRLUET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

PASSWORDREQ

(UNIX D) sesudo 2~ RN TRIICITEDZ—H D/XAT —R % R 3
HNEIMNEFRELET,

ZDT T 4 BRI DI, chres 3~ R | editres <K, F720%
newres 1< R password /X7 A—ZZfH L £,

POLICYMODEL

sepass = —7 AT 4L T —H% NRAU—REZE B LIEXITH LN

INAY —R 52T PMDB 245 EL 7, 2O T DfEEZ AL
%A, parent_pmd £7213 passwd_pmd BBk € CTEFRIIL TS Policy
Model |Z/XAT —RILE(E SAFEA v

X o737 404, chix]usr 2~ R & chix]grp 2~ K® pmdb[-] /X7
A—=ZITHYELET,

SECLABEL
2P ETVY —ADEF 2T TNV EERLET,

3¥: SECLABEL 7’2 37 (1L, chres =<2 N & ch[x]usr 2= 2R ®D label[-] /¥
FA—FITFAE L ET,
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SECLEVEL
TRV EIIVY = ADEX 2T LV EEFRLET,
F 2T T (X, chx]usr 2R & chres 22RO level[-] 73T A—
ATHELET,

TARGUSR

(UNIX DA) 2 —7 R UID ZFEELET, 2O UID 1%, 2~ FEFEITT5
72D T 7 v AT OER e —F 28 ELE T, T 74/L M root T
‘é'—o
ZOTRT 4 BB T AL, chres 2~ K| editres 2~ K, £720%
newres 1~ RO targuid /N7 A—ZZE L £7,

UACC
VY — 22k T AT T AN DT 7 AMER A EFLE T, CA Access Control
ICEFSILTUWN W T 7 F7213Y Y —AD ACL IZE GRSV TN
TG 25T 7 AR ELET,
ZOTRT 4G AHIZIL, chres 2~ K| editres 2~ K, E£720%
newres 2~ R D defaccess /XTA—ZZfHEH L £9°,

UPDATE_TIME
(EMDOI) L a— RN RZICE TSN H A2 RLET,

UPDATE_WHO
(TEMOI) BEFra AT EHE L RLET,

WARNING
R —REAINTDNEIMDERELET, V) — RO EE—REH
N T HE, FDOVY) =R THT 7B A RKIT T R THFAIESN, T7EA
FRMNT 7 ERA N— UGER LA R |ICLa— RN a0 S E
7,
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SURROGATE 75 A

SURROGATE 77 AD %L a—KRit, HH2—V D ID 2O —FRETFLLD
LU EXRGE T AT ZEFRLUFE T, CA Access Control Tl ID 2 K 2R
T MERR AR — W DIHINT Vv A TELMGA T P =/ b TR L F97,

SURROGATE 7Z7 ADL a—NRE | RBMRFE N H S K — P Eidr n—
THFRLUET, Kl 2 DOL=—R | USER._default 33X TN GROUP._default
1%, fEBID SURROGATE L 2 —R & Hf/=/p 2 —F B IO L —T2F L FT,
2= DT T FNIETN—T DT 7 5 )V N KRBT DM BER720GE T, R
VI SURROGATE 77 AT _default L a—RZff I C& 9,

3 Windows DL DL—T 4 UT 4 B LW —E 2 (4 Hiats e L CIIT] 72
YTl FNEFEITL WA IO —HFLL TR =—% INT
AUTHORITY¥SYSTEM ] L ClBISIVET, ZNHD2—7 4T 1B LU0 —E
AefF T D= RO 2—F LU TEITTEDLITTHITIEL, CA Access
Control 7 —#~\—A{ZZD SYSTEM = —HZAFRLL , ¥ —5 v 2—HFELT
FEATTHHERE 52 D BENHVFET,

SURROGATE 7T A L 1—R D% —|%, SURROGATE L 1—R DA i CTd,

DLFOEFRTIE, ZOVTA La—RIZEENL 78T 412 OW AL £,
IZEAEDT ORT A ITE T ARET, selang A2 Z—7 = —AF- (T EFLA
ST 2= AL CHEET HZEMTEET, BETER2WNT 3T 12,
Mg DA Ll SIVET,

ACL

V) —=ANDT I B AEF SN TNWET 7Y (22— RBLO LV—7)
BXOT 72V OT A ZATDYANM EZ LET,

T 7B AGIHYARN (ACL) DA EFEIZIE, BLF O RN ENET,
7Y

TreYEERLET,
TR

TG0, VYRR T 57 7B AMERE ERLET,

ACL 7T 4 R H 4521, authorize =~ R 721X authorize- =~
R access /NTA—H &R LET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ANF A SNET, FOMOEEEIL T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEE[EIFE T Unicenter ING DT 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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DAYTIME

TP NN —=RIT IR ATED B #ET 5, 1 H LRFRTHEF O R
ZERLET,

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres <R mem+ £7-1% mem- NTA—XZ{HEHLFT,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER N E LG SNET 7
Y& EEINDET 7B A FAT (write 728) LHICEFET DT 72 AHH
UARNTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& ML,
PUFOE#RNEENET,

TotY
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZDO7 T4 H I AH|T1X, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ Ra AL £,

NOTIFY
V) —2AF T =PI Lo TEE AU MRS EEIT@EamEn5
a—YHEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REBF AL TEETEET,
HIFR : 30 37

OWNER

La—REFE T Ha—FE L — TR ERLET,
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PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarIn TR BIOEDOT 7R X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FFRISIZ T 7 B AR
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

SECLABEL
2= FEIVY —ADEF 2V T TNV EERELET,
7 : SECLABEL 7'2/3X7 11, chres =<2 R & ch[x]usr 22K label[-] /X
TA=ZITHYE LT,
SECLEVEL
TRV EIZTVY = ADEX 2T 4 LV EERLET,

E 27T 41X, chix]lusr <K& chres <KD level[-] 737 A—
ZTAHHELET,

UACC

V=R DT 74N DT 7 AMERREZ TEF L 9, CA Access Control
IZEFRSILCWRNWT 720 F7213 0 —AD ACLIZEGHKIIL TN T
TG 25T 7 AR ELET,

ZDOTaRT 4 HEH I BHITIE, chres <K editres 2~ K, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(FBHOI) L a—R BN kIcEBSh - A2 RLET,
UPDATE_WHO
(WO Hia FATUEHE 2 RLET,
WARNING
BTN DINEIDERELET, VY —ADEEE—NEH
INZTHE, ZDV) =R T DT 7B AERITT R CTEHFAISL, 7784

FORNT 7 BEA N— VGER LT A . AR IZL a— R RS E
T,
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ACIREEM ISR

TCP U5 A

TCP 77 ADE LT —RIX, A—/L FTP, http 72£' D TCP/IP #—ERZEHRL £
T, TCP VAN GRAEIZFE SV TCWDE A, TCP VY — AN T /8 A% FF A3
LA DI RANIE— )V IRANPIO Y —E R RS T52ENTEET, £
7=, a—H )L KA EOa—WE- 137V —TF 1%, TCP VY — AT /& A%
AT 586 D, TCP/IP —E R&AHEHL TVE—h RANMIT Z7EATHIEN
TEET,

TCP L —RWN®D ACLIZIE, IRARD T 7B A ZA7 (HOST) . RARD T )L—7F
(GHOST) . % h7—7 (HOSTNET) . BLUURARD Tk (HOSTNP) 245 &9 5
TEINTEET,

TCP L= —RN®D CACL 121X, IRARD T 7 A Z A7 (HOST) . IRARD 7 )L—F
(GHOST) . % ~hU—2% (HOSTNET) . BLOEARD &~k (HOSTNP) Z+5 &35
TEMTEBIIND, 2 —YRTIN—T DT VA ZATHIEETAIENTEE
‘é—o

BARGTEF TIEZRL IPVA TRV RIZH DWW OL— IV ERETHIENTEE
T, DFED, AU ERI I T HIENTEET,

¥ IPE(E D CA Access Control 7272 & JL— LiZ IPv4A |[ZD @SN ET,
CA Access Control |Z IPv6 (2L AT 7B AZ AL £H A,

3E: CONNECT 7T ARINT 7B ADFLUEL L TRE STV DA, TCP 77 A1
FEETIT47ITTEER A, BEiAIRET HITIX, TCP 77 AL CONECT 7
FADEHLOLZAE AL ES, W7 ALEE A,
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TCP L —RDF—|%. TCP/IP #—E ADLFITT, TCP /77 A%, EEV—t
ZABLOZ(EV—E AOM A HIELF9,

PUFOEFETIE, TCP /T7A La—RIZEENLT 3T A2 OWCIAL £,
\FEAE DT RT (I TETAHET, selang {1 X —7 = — A/ TEFLA
H—T 2 — AL TRIETAZENTEET, BETEXRWNT 3741203,
MDA ) LB SHET,

ACL

1—71/L IRAMIE DT —E ADRBIERANEFF A ESNDT 7R XA T %
ERLET,

T 72 AN ARDEERITIL, DL FOEmAEEET,
KRS

HOST L'z1—R _ GHOST L'=1—R~ _ HOSTNET L'=1—FK | F7-/% HOSTNP L
a—REERLET,

HFRISNDT7ER
ZIBRAMNIE 2605, VY =R T 0T 7 v AMER TS, GR7RT
7R AHERRIZLL T DL BT,

= none - EOBIEDFITHRANMIFFRILER A,

- read - Z— /L ARARNGD TCP H—E AD A GZ R AN A LE
R

ZOTaNT 4 EEH T A1, authorize 2~ R £7-1Z authorize- =~
R access /XT A=A & HLET,
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CACL

V)= ANDT I AEF A SN TCNWDET 7Y (22— BT LV —7)
BIOT 72 NT I ATEARARNDI AN EFRLET, ST 7
B AV AR (CACL) DR FEZRZIZIE, LLTOE#HRN G EFNET,

TotY
TV EERLET,
~ASHR

HOST L' —R | GHOST L' —R | HOSTNET L =1—R | F7=(J HOSTNP L-
a—REERLETS

TOtA

TIEVIGEZOND, V=R T HT 7 e AEIRE ERLET, A
WIeT I RAZAT L FOLETT,

m  write- 2OV —E 22 LIZARANERIIARAND T )V—T ~DT
IV A% T 7 ICEFRI LET,

s none - ZDY—E R&AE A LTZARANEZIZARAND T )L—TF ~DT
TR RAET 7R LEE A

O aNT 4 EHEH I A1, authorize 2~ R E7-1Z authorize- =~
REfERLET,
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CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FNZF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
\i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

TIEFIZEZOND, V=R T 5T 7 e AR E ERLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL 7T RT A ITERSNTWAT 7 ERICHE ST, U —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L E7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIERNM G2 Sh
HZETHVFEE A,

IR : 255 L7,
CREATE_TIME
(FEHMOI) L a—RAMERSNZ B Z RSN E T,
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DAYTIME
TRV NI —RICT 7 RATED AHRERUE T 5., i H LI Ofil R
EERLET

ZOTNT 4TI HITIL, chres 22K, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

V) —Z La—R3 &9 % CONTAINER 77 ADL a—R DY AN EFRL £
£

JTALA—RDIDT /X7 4% LT 51X, # )72 CONTAINER 77 A
DL-a2—RO MEMBERS 7 1/37 4 2B AV NHDET,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres <R mem+ £7-1% mem- N7 A—XZ{HEHLFET,

NACL

U — 2D NACL 73T (1%, VY —A~DT 7 AHER N E LG SNET 7
vV E RS INDT VA ZAT (write 728 EHATE KT HT 72 AHiE
UARNTT, ACL, CALACL, PACL HZ L TL7EEVY, NACL D& ML,
PUFOE#RNEENET,

TotY
TV EERLET,
TIOER
TR L THERSNDT VA AT ERLET,

ZDO T4 &I AL, authorize deniedaccess T~ R E7-1%
authorize- deniedaccess- 2~ Ra AL £,

NOTIFY
V) —2AF T =PI Lo TEE AU MRS EEIT@EamEn5
a—YEEFLE T, CAAccess Control Tl FEE LT — Y5 lCBEA L
a—REBF AL TEETEET,
HIFR : 30 37

OWNER

La—REFE T Ha—FE L — TR ERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TR 2N, V=R T BT VB AMERE EFRLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

Tl Inh TIeY BIOEOTIEAXAT % PACLITBINIT HITIE,
selang ® authorize 2~ >R T via(pgm) /X7 A= % HLE T, 77V %
PACL 2>BHI 3 5121%. authorize- 2~ &2 L £9,

RAUDIT

CA Access Control DY 7| Z50ERSNDT I BA ARV NDHAT % B
L¥3, RAUDIT LW )4 HiflZ Resource AUDIT DFAEIZ T3, ARV
UUTFDEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNTET 72 ATER (57 4/L8)
none

T AR A FLER L2
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ACIREEM ISR

CA Access Control Tl, VY —A~DT 7 AT AT H-ONTA R
"SERERSINET, 7275 L, T BER L— LN FDOU Y — A2 E 5 S

7oy FATZE DY —R% A e LT N —TFFI I 7 A A Sz
AT OV TSRS ET A

B — RAZE T4 5121%, chres 2~ R L chfile =~ R? audit /¥
FA—BEERALET,

UACC

V) — 2 Z%F T AT T AV DT I AMERR A EFE L F7, CA Access Control
ICEFRSILTCWRWT 72 7213 Y —AD ACL IZB GRS IV TUVRNT
TG 2 AT 7 AMEREZ IR ELET,

DO aRT 4 H T I BTN, chres <K editres 2~ K, F721%
newres 2~ R ® defaccess /XTA—ZZfHEH L £9°,

UPDATE_TIME

(IHFMO ) L a— RN ERICERSNC AREZRLET,
UPDATE_WHO

(IHFMOI) B EFATUIEBREERLET,
WARNING

EE—REFINTINE I TR ELET, V) —RADEEE—RNEH
ij AL FOV—RKT AT I EABERITT N TH A S L, T EA
BORWT IR N— VGENR LT E . B n 7 1L a—RsitikaSn g
T
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ACIREED ISR

TERMINAL V5 R

TERMINAL 77 AD 5L a—R L, B—H /)L IRARDEAR , *v v —7 B2
BIDHRANDUGAR,, Floldnr A Byl a B FIT T X mAEERLET,
T UK 40 NP TRV A NE—2 L (TANR I —REHE AL C) —ET D
KEEFRTEET, WMADOT VA T2—Y 0/ A FHiEO@fET

F =7 S, EMEBRD RN GRS 2 — R’ n s A 52 LT TEEE AL,

TERMINAL 7T AL, T 7B AGHIEL£9, ADMIN =—H %, w7277
B ZMER N AU AN D I CA Access Control & PR CXF7,

FHLU TERMINAL 77 ADL a2 —R & EFK T HE, CA Access Control [£, =—
DR E LA BiZ e BB AR LIOELET, kohT 5L, eeEhit
DT —HR—=A TSI ET, KRIT DL, FEESNTA RIS IVET,
LI, 2oL a—RES 352~ K (chres, showres, mres. authorize 73
E)EFRITT DR, 7T —FRX—RIZFR RIS TWDA T E AT 20 ENRHY
*7,

TERMINAL L 21— R D — %, MK DOL I T3, CA Access Control TiX., UK
XD RN L > TR BISNET,

DLFOEFRTIE, ZOVTA La—RIZEENL 78T 412 OW AL £,
IZEAEDT ORT A ITE T ARET, selang A2 Z—7 = —AF- (T EFLA
=T 2= AL CEETHIENTEET, BETERWT T 420,
Mg DA Ll SIVET,

ACL

V) —=ANDT I B AEF SN TNWET 7Y (22— RBLO LV—7)
BXOT 72V OT A ZATDYANM EZ LET,

T 7B AGIHYARN (ACL) DA EFEIZIE, BLF O RN ENET,
7Y

TreYEERLET,
TR

TG0, VYRR T 57 7B AMERE ERLET,

ACL 7T 4 R H 4521, authorize =~ R 721X authorize- =~
R access /NTA—H &R LET,
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RAUDIT

CA Access Control DY 7| ZFRERSINDT VB A ARV NDHAT % B
LF7. RAUDIT L\ \94 HiflZ Resource AUDIT D5EHEIZ T3, AZh/MllE
UTDEBYTT,

all
T RTCOT /B AER
success
PRSI T 7 ABER
failure
HESNET 7B RAE R (F74/L10)
none
T B AR Z TR L 72

CA Access Control TlX, VY —A~DT 7w 28T AN A R
FREERSINVET, 7277 L. T BA L— L3 F DY — A ZEEE A SN
Tomn, FATE DV —RE A NET BT N—TF I T AZE A ST
P AZOW TSRS ET A

B — RAZE T4 5121%, chres 2~ RB L chfile =~ R D audit ¥
FA =R HLET,
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ACIREED ISR

CALACL

V) —=Z~DT IR AN ENLT 7Y (aa—FBLO L—7) BXO
FINF1D Unicenter NSM HL oA 257 —Z A ZFASLT 78 A AT DY
ANEEZRLET,

HL A T 7 AHIEIU A (CALACL) DA BLZEIZIE, LA F OISR E £
i‘é—o

ToEY

TV EERLET,
Calendar

Unicenter TNG DL > X ~DBMEZERLET,
TR

T EZHND, V=R THT 7 AMERE EFRLET,

B E DN DIT I ARG A SNET, FOMOEEEIT T
TOT I BADNES SN ET,

ACL /T A ICEHRSNTVBT I ERZEASNT, VY —ZA~DT 7B A
ha—WEIIT IV —FITEF A2, authorize =<K C calendar /¥
FA—BEERALET,

CALENDAR

CA Access Control D—H 7L —=7  BLOW Y —ZHIREIHD
Unicenter ING I > 47V x 7 ek L $7, CA Access Control |20,
FRESNT-HEEEIFE T Unicenter ING D7 77 47 72 L U Z SIS SIVE
7,

H7)
Z—PFFFT Y —RIZE Y TH 1 O EOEXaVT 4 HTAVEERL
EScI

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIMERMGICfHHSh
HZEITHIFEE A,

IR : 255 7,
CREATE_TIME
([FHRDOI) L a— RPN ERR S H RN FR RSN ET,
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ACIREEM ISR

DAYTIME
TRV NI —RICT 7 RATED AHRERUE T 5., i H LI Ofil R
EERLET

ZOTNT 4 BB HITIL, chres <R, ch[x]usr <K, F721%
ch[x]grp =~ KT restrictions /X7 A—ZZff L £,

HEFORIFIDBALIL 1 5 TT,
GROUPS

VY —Z La—RP &9 % GTERMINAL 77 AE/Z[X CONTAINER 7T ADL
=R OYARTT,

TERMINAL 75 ADL 2 —RDZ D /37 4 5B E3 A%, #EY)7
CONTAINER 77 AF¥7- 13 GTERMINAL 275 ADL 1—R D MEMBERS 7 12/%
TARE BT DHUENHYET,

DO aRT 4 HEH I BTN, chres <K editres 2~ K, F721%
newres 2~ R®D mem+ £7-1% mem- /XTA—ZZFH AL £,

NACL

U — 2D NACL 73T 4% V) —A~DT 7 AMER N E S SNAT
WA EEINDHT 7ER AT (write 708) LILITEFET AT 72 A
YARTT, ACL, CALACL, PACL HZRL TL7ZEWY, NACL D& RIZIE,
LT OE#RN G ENET,
7oty

TV EERLET,
TR

T I L THESSNDT VA XA T 2 EFRLET,

ZOT T 4 ZH I E A2, authorize deniedaccess =T~ RE721%
authorize- deniedaccess- 2~ R L £,

NOTIFY
VY —AF - 1T — I Lo TERE AR IR RS- L& I@EEmEShb
2 —YEEFELET, CAAccess Control Tl FEELT-—Y a1 L
a—REEBEBFA—ILTEETEET,
HIFR: 30 30,

OWNER

LVa—REfA 35— PERIIT N —T 2 EERLET,
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ACIREED ISR

PACL

T OE AR NEE DT 0T (FII AR SN — BT BT ST
L) EZDTIRAZAT LR L UTONDG BT, VY —A~DT 72 A
PHFAISNGT 7Y OUAMEERLET. 707 T0 T 72 AREY AR
(PACL) DA BFITIE, LU F O @ & EnET,

7oty
TIeYEERLET,
Program

HBEEIXIANR D —R _EZ——F(ZJ > T, PROGRAM ZFADL
a—R~OZHEEFRLET,

TR
TN, V) —RAIxT DT 7B AMEREERLET,
¥ PACL DUV —ADFREITIZTANR I — R L F5E A TEEJ,

TarInh TR BIOEDOT VA X AT % PACLIZIBINT DIZIL,
selang @ authorize =2~ >R T via(pgm) /X7 A—ZZfERALE 3, 77 V%
PACL 7O HI 35121, authorize- I~ R&{H L £9°,

SECLABEL
2= PELFN—AD X2V T TNV EERLET,
3 SECLABEL 7'/ 37 11X, chres 2= K& ch[x]usr 2~ KD label[-] /¥
FA =B Y L ET,
SECLEVEL
TRV EIVY —ADOEX 2T LV EERLET,

E: 2737414, chix]usr 22 RE chres < RO level[-] 73T A—
ZITFYLET,

UACC

VY — kT BT 7 AV NDT 7 AMERR A TEFEL £, CA Access Control
ICEFSILTCWNRWT 70 F7213Y Y —AD ACL IZH GRSV TN
TV E 257 7 AMEREA R E L F 9,

ZOT T 4B H G AL, chres 2~ K| editres 2~ R, £720%
newres 1~ R ® defaccess /X7 A—HZAHH L £,

UPDATE_TIME
(FHHRDOI) La—R D mEICE TSIz H RpaRLET,
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ACIREEM ISR

UPDATE_WHO
(GO B FZITLI-EHE L RLET,

WARNING
BEE—REAINITHNEIDNERRELET, V) —ADEEE—REH
T BHE, FDOV) =R T BT 7B RAERIT T N CTHF A&, TR
FRNT VA N—GER LT E B/ IZLa— RN EeEkSinE
vﬁ—o

UACC ISR

UACC 7T ADK L a—Ri%, V) —A VTR THT 74V T IV A% E
ZLFT, UACCIZTADL a—RE. CA Access Control TIREIN/RNNTFAD
U — R ZHR[TAT 7 EA L~ULE R ELET,

UACC IZ—¥BD I T AZRNTFEAE DT AT TEET, {FIVTATD
UACC 77 ADAE AIEEIRDFRITRLUET,

UACC DERE ISR

e ADMIN, APPL, AUTHHOST, CALENDAR, CONNECT, CONTAINER,
DOMAIN, GAPPL, GAUTHHOST, GHOST, GSUDO. GTERMINAL, HOLIDAY,
HOST. HOSTNET, HOSTNP, MFTERMINAL, POLICY, PROCESS, PROGRAM
REGKEY. REGVAL, RULESET, SUDO, SURROGATE, TCP, TERMINAL,
USER_DIR, = —HEFKITA

FEAEHE FILE, GFILE

7L AGENT, AGENT_TYPE., CATEGORY. GROUP, PWPOLICY,
RESOURCE_DESC, RESPONSE_TAB, SECFILE, SECLABEL, SEOS,
SPECIALPGM, USER, USER_ATTR

KERI72 restricted 7 /L — 712 B L TR WD — T DA UACC 7T AD FILE
DL a—R T, seos.ini 77 /1, seosd.trace 7 71 /1. seos.audit 7 71/L, 5
LW seos.error 774 /L72E  CA Access Control D—{ CHDHT 7 A IV DI H3
HEINFET, ZNHDT 7 AL CA Access Control IZHH/RAJICE RSV TCWVE
A3, CA Access Control (Z&> CHENIZR#ESNLE T,

UACC 7T ADL a—RDF—|F. UACC T /T AZEFRT HITADLFIT
T,
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ACIREED ISR

PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ACL

V) —=ZA~DT I Y AZ S CNAT 78 (=B L L—7)
BXOT vV OT 08 A ZATDYANM EZR LET,

7 7R AHIAHY AR (ACL) DFEEFRITIT, LU FOIE @SS ENET,
TorY

TV EERLET,
TIERX

TR EALND, V=R DT 7 e AMEIRE ERLET,

ACL 7'/ NT 4% H 4 A|21%. authorize =~ R %7~ authorize- =~
R access /XTA—H &AL ET,

ALLOWACCS
ZDOITAIKL TR ENDT R TCDOT I AMEDY AN T,
RAUDIT

CA Access Control DY 7| Z50EkSNDT I BA ARV NDXAT % B
L¥3, RAUDIT £V )4 HiflZ Resource AUDIT DFAEIZ T3, AR
IToEBYTT,

all
FTRTOT I EARER
success
FrAl ST 7B REK
failure
HESNET 72 ATER (57 4/L8)
none

T AR A FLER L2

FA4FE: HSARETO/NT1 485



ACIREEM ISR

CA Access Control TlE, VY —A~DT 78 AT ETHI-NTA N
MAERERSNET, 7277, T BRA L— L RZEDY Y — A TEHEE A Sh
e FAFTE DY —R% A N DT N —TFI T T A A STz
AT OV TSRS ET A

BB T — R AT 4 HI201%. chres 2~ R LN chfile 2~ R ® audit /3
FA—BEERALET,

CALACL

V) —ZADT I ANGF A ESNLT 78 (—FBLO L —7) BLI
FINEID Unicenter NSM 1L X AT —R A ZHASLT 782 ZAT DY
AN ERLET,

B K T ARV AR (CALACL) DB, UL F OB E £
F9,

Ty

TRV EERLET,
Calendar

Unicenter TNG DL H ~DSRETEFRL £,
TIER

TR GEZ6ND, V=R T HT 7 AMIRE ERLET,

AV E IR G DT 7 RADRFF A SNET, ZOMDLETT~
TOT 7 EAPEESNET,

ACL P RT A ICEHZE SN TNDT I EAZEASNWT VY —A~DT 7B
e —YPE T N —F TR A2, authorize =~ R C calendar 7~
FA—HEHLET,

COMMENT

La—RIZEOLBIMERE ERLET, ZOMRIERMGICfHHSh
HZETBHVEE A,

HIFR : 255 7,

CREATE_TIME

(DO I) La—R MBS HRFRFRRSIET,
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NACL

U — D NACL 73T (1% U —A~DT 72 AMER MBS SIAT Y
WA EEISNDHT 7R AT (write 708) LILICEFZT AT V2 A H|H
UARTY, ACL, CALACL, PACL HZHRL TL7ZEVY, NACL D= "I,
PLFOE#RNEEFNET,
TotH

TV EERLET,
TR

TR L THERINAT VA XA T HEFRLET,

ZOT T 4B R4 B2, authorize deniedaccess 2~ R E7-1%
authorize- deniedaccess- 2~ R&{HE L £,

OWNER
La—RafrA 30— EII V-T2 ERLET,
UACC

V) — 2 Z%F T AT T AV NDT I AMERR A EFE L F7, CA Access Control
IZEFRSILTCWRNWT 720 F72130 Y —AD ACL TGRS TN T
TG 25T 7 AMERE IS ELE T,

DO aRT 4 H T I BTN, chres <K editres 2~ R, F721%
newres 1~ R defaccess /X7 A—H & AL £,

UPDATE_TIME
(TFHD ) La— PP RICE TSN AR 2R LT,
UPDATE_WHO
(FEWMOI) FH e EAT U EBREZRLET,
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USER V5 R

USER 77 AMD 4L 21— L. CA Access Control 7 —H#X—ANT—HVZEFH
LET,

USER 77 ADL a—RDF— %, —HP N AT Lb~Dad A WAL
2—HLTT,

USER 7' e/ X7 4 DIFZEAETE. CA Access Control T RNA L NMEEL 7> selang
D chusr Av U REEHLTAER TEE T, chusr TEE TE72WW 7 /37 112
XM g DA Fil# S ET,

EAFEAE DG BRORHTEEEA 2T AUR, chusr ZE L T7 /37
EREETDHIUL, a~v R ATA=ZELTT N T 82 HLET,

CA Access Control = RiRA L MEE F7213 selang @D showusr 2~ R &
THE, T RTCOTONRT TR TEET,
APPLIST
CASSO TS ET,
APPLIST_TIME
CA SSO Tl 9,
APPLS

([FHR) 778 NT 7 AEFF R SNDT TV r—a-OY AN FoRLE
97, CASSO CEFHENET,
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AUDIT_MODE

CA Access Control 3EEE /| CiEk T D7 7748 T4 EFRLET, LATF
DT I TAET A DB DA DOEEREE TEET,

n T SOFEREATHOIRN

. N—A T ARSI N TOT /T4 T+
RNV B =27 VAT 2N

. REILTERT A

m  CA Access Control |ZL> TIRFESILTWDI Y —RIZKHT DI 7=7
7B ADF A

m  CA Access Control |ZX > TIRESN TWDY Y —R TRt BRDILT=T
7B

s KfEEAns A
E: ZOT T 41, chixlusr 2R & chx]grp 2~ KD audit /37 A—
AITFAM¥LET,

AUTHNMTHD
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S L R T, SO, R B LR IR A O
M SR FAT TR ET

a—Hh

! BIETTHE
*
AR —BE1E s

Z—H La—R D SUSPEND_DATE 7' /37 (DX, 7 /L —7 La—Kd
fELVEESIET,

F: ZOT T 41, chxlusr 2R & chx]grp 2~ R ® suspend[-] /X
FTA=ZITHHYLET,

SUSPEND_WHO
—WEE I B 2T 7T 47 U AR R L ET,
UALIAS

1 O FOAFRANIERZRSNL TWAEE 2 — DRI 2T RLUET,
CASSO Tff HEE T,

UPDATE_TIME

(IEHROIM) L a— R RICE B SN B A RLET,
UPDATE_WHO

(GO I) FHa EAT U EREEZRLET,
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ZDOE® 7 ar Tl Windows 7 —H_— R CIE(ET 59X TP Windows 77
AB L Windows 7'E/3T 4 (nt BREED VT R) 2T V7 7~y MEIZFHIL £
R

3E: B nt Z25511%. selang D envnt I~ R TT VBRSNS T —H_X—AD
ZETY, ZiuE, 22—, I —T7 BX O Y —2EE BT 5 Windows 4
L —TF AT VAT DT —HA_R—ALREC T,
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com 75X

COM 77 AD 4L a—RTlE, Windows D[ ha—/ L gL ]-[R—K]TH
RENDHVUT IV IR—E(COM) 7217 3FL L AR—K (LPT) ZF8 i ET 52412
FoTTF M 2B ERLET,

3% : CA Access Control 2 FHL T COM 77 AT L WA T P =V "B 352
LiITEERA,

COM 7T ADF—I%, HlHSNAR— DL EI T,

UFDOERTIE, ZOVTA La—RIZEENLT /T A OWTHALET,
IZEAEDT ORT A IFE T ARET, selang A2 Z—7 = —AFI- (T EFLA
H—T 2 — AL CHEET AN TEE T, AR TERWT 371120,
Mg DA EFLHESIET,

DEV
([EHRDIr) , T SAADINT N B LT,
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DACL

FEAET 7B AR AN EZRLET, Z2UIE, VY —AOT 7B A% FF ]
SNz —Y T N—T D4R BLOR2—YE3 7 —T7 TR 525
NI=T 7 ZMEDOL L3S STV ET,

ZOTONT 4B R T H—YIL, V) —ADOFTHEH THDHH, T3V
V= ANDRERITRT 72 AME (ACL 228 T 3 HHEMR) % FF> TODMLEEDR B
\i‘é—o

T 7R AHHHYAND B FRITIE, LT OE#RAEENET,
TOER BT

UY=L T DT 7 e AR ELET,

- Allowed - VY —A~DRERIRT 7 A% FFA]$ D,

- Denied - VY —A~DRRHIR T 7B A%ER T 5,

TotY
TR AMEDFF Al EIIIEE O R/ 2H— W EFZT NV —T7T
B

TIOER

TR 26N5, V=R TDHT 7B AR T,

F:ACLSZEDGE . T 7B AMEDNHRENC G- A6 E A, LTED - T
TR ATREBHNIE S SN E T, ACL ZFF220 DY —AD A | RN
F TV xIMIE L TONEE o LIZDS T, T TOT 7B RELRFF
IS ET,

ZOTaRNT 4 EEETHITIE, auth 2~ NE2 1T auth- 2~ RA2 L
E3r

GID
T ANVENIT NAADT N—T IR ERUET,
OWNER
LVa—REfATLH—VEIT NV —TEERLET,
SACL
Windows A7 L 77 EAGIFHVANCT, Bk T AL 7747 R LET,
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DEVICE V95X

DEVICE 77 AD %L 21—R %, Windows D[ ha—/L /gL - [ F/3A ]I
FREIND Windows D N—RT =7 T A 2% EFRLET,

DEVICE 7T A L' a—RDF¥—|L, fifHZNDT NAADLLETTT,

PIFOEFHTIE. 2OVFA La—RIZEFNAT T A ZHOWTHIALET,
EEAE DT T (T AIRET, selang A2 X —7 =—AF/-[THFA

B —T 2= AL CRIET 22N TEET, BETEXARN T 87 01003,
Mg D4 LitdS i ET,

STARTUPTYPE

T NAADEE 1L (F, WORENT500) 2 ERLET, LLTFTDAT
TarndbnET,

automatic
VAT ADFEENHICT A A% BB EIL £,
boot

VAT DB T DTN, MO T ASAADRENTIZT A A& E) L
T, ZOFTvaid, VAT AOBEICR A KR, BT NAA
(CRLTRIEL TLIZE Y,

disabled

Z—PRT NRA AL I TERNEIIZLE T, disabled TF /31 A%
ML CTh VAT AL DT A ADEENIATRE T,

manual
2 —WENIRIFEMRICH DT A RZLDT RAAD R ENZFF AL E
7

system

VAT LN T 572N, Boot T/ NA ADEENEZ T /3 A A% L H)
LET, 2047 vait, VAT LOEEICAR A K ip, BT /A
UKL THEEL TTIESNY,

ZOTNT 4T HITIL, chres < R E7-1E editres 2R T
starttype /N TA—ZEFEHLET,
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DISK V55X

STATUS

BEOY—EADIREZET L ET, A7 a i, started, stopped.
BL W paused 23HV E,

O aRT 4 HE T I AHITIE, chres a< 2 RE7-1% editres 2~ KT
status /NTA—ZZFE AL ET,

IMAGEPATH
FELIET S AD RIS AT,
PROFILE

2—HFDT T 7 AINASD/RAERE T HLTHNITT, ZOLFHNTIE,
2— L ORERE S AET 1L UNC 7 SRE S DA LN TEXET,

DO aRT 4 EHEH I AN, chusr <K, editusr 2~ R, £720%
newusr <> K C profile /X7 A—ZZfEHL £,
Bl: EFTLDOTIT1471E

ET LOWHER KR T DHIZIE, LT D selang 2~ REAJJLET,

showres DEVICE modem

ETLET VT A7NZTHITNE L FDOa<v Re AILET,

chres device modem status(started)

DISK 77 ADE L a—NRE, VAT ARV a— b5 EFRLET, Ra—2ilid,
TIARY R—=Tqar P N—T 4 al ORI AT R a— A 'vh,
ANTAT /b, 27— By NITAFEDANT AT By MRE | Windows 4
N =T 4T VAT A (= R) ZFTL DD B e — 2 TER B L
FEHCEL= T4 T 12 mT —AR HEE T, AUa—AIZiE, 1 DDRT
AT CFNEN Y TONET, 2 Ra—AET 7 AV AT L THEAT 57
OIZT F—~ v SIVET,

3 : CA Access Control 2 JHL T DISK 77 AT LA T L = M AERY T 52
LI TEERA,

DISK 77 ADF— L, BV YTHNTZRTA T LT (C:, D: 72E) T,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — AFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

ATIME

(THHWDT) , LA—FWPRRIZT 7B ASHIZERA,
CTIME

(FHHRDI) o AERRFZITY,
DACL

IRHET 7 ARV A2 E R L £, 22U VY —A~DT 7B A% 3]
SNTca—P LT N—=T D4R BLP2—YEZT N —T T ERS
NIeT 7R AMED L~V PIRRGRS I TVET

ZOTNRT 4B ETHa—YT, VI —AOFTAE THHH, £213)
= ADRFRINIRT 72 AME (ACL 228 B DHENR) £ > TODLEENRHD
9,

T 7R AHIHVARDO K ERITIE, LLFOEHRAEENET,
TR 84T

UV =R FOT 7 AL ELET,

- Allowed - VY —A~DRRI2T 72 A% FF 7] $ 5,

- Denied - VY —A~DRRHeT 7B AEIELK T 5,

TorY
TR AMEDFF A EITERE ORI 2D 2 — Y E TV —TF T
B

TOER

TIN5, V) — AT DT 7B AMER T,

L ACLNZEDOSE | TR AMENPHIIRIIZ G- 2O EE A, LTS T,
TR AR BRI S S E T, ACL R0 —2DOE4A Ri#D

F T2 INTED YL THENEE A, LT3 T, ?‘/\T@T&sz%:k#pf{:
RN ET,

ZOTaNRT 4B E AL, auth 2~ RE2 1T auth- 2~ U REER L
iﬁ‘o
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FILE_SYSTEM
([EHRDIR) , T 7AIN AT I (FAT £771E NTFS 728) 235 E T H4 BT

o

el

FREE_SPACE
(HEWDI) o TART DZEETEILD G
GID
TrFANEINTT SAADT N— TR E R UET,
LABEL
(FEWOIR), FEELIZRY 2— LD T,
LINK_NUMB

([FHRDOI) , Vo 78EFEELET, NTFS LSO T 7 AL AT LADOHA
ZOTNTLITFIZ1 T,

I

=¥

25 & (KB HAL) T,

T

MTIME
(HHHDT) , LAa—FPRRITELSIRFZ T,
OWNER
La—RaiiA 3502 —PEIII NV —T2ERLET,
SACL
Windows v A7 A 77 EAKIHIVANCT, BEET ALV I T 4T HmRLET,
TYPE

(RO, V—s3T )L [EHE, CD-ROM, RAM T A A7 | FI21TF vk
=0 RIATINOT AR DEAT HFRELET,

USED_SPACE
(FEHROI) . T4 A7 Of RO & 525 & (KB HAL) T,
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DOMAIN 75 R

DOMAIN Z7Z7AD %L a—R i, @D T —F X=X 2074 RUT— (KA
AN G T DAL 22— FOEAETERLET, RAZEST, RAVE
HAEN BT D~ THI R N—T T AT "D T 7 AN A]
BEICET, BRAMTIT—BEOLAFINHVET,

3 CA Access Control 21 FH L C DOMAIN 275 A HLWA T Y = 7 " 1ERK &
AZLIXTEER A,

DOMAIN L 2 —R D% —|% RAS % TT,

UTDOEFZRTIX, ZOVTA La—RIZEGENAZ T 2T 4IZOWTitFHL £,
\FEAE DT RT (I TEFAHET, selang {1 X —T7 = — AT EFLA
H—T 2= AL T ET 2N TEET, AR TERWT 371120,
Mg# oA Lit#snET,
BDC
(FEHROI), KA DT AL IR T —H_R—=ADAL—%5Z TR, AL
YDOTRTCOT AV MEREEF 2V T4 RV —ERE G oL B a—H
DA4H], A —L, 7 T4~ FA(> 2 be—7 (PDC) EDO~AKX ab’—
EEHIMICHBIRISSNE T, oI TV RAL 2 ha—F (BDO) b,
=W a AU EGRFELE T, F2, BDC 1L, LHEITIGU T PDC &L THERE
THIENTEET, 1 DDORAS LD BDC A TXET,
COMPUTERS
FHELIZRAM L DA N THHAL B a—F AR ET,
ZOTaRT 4 HEETHITIE, chres 2~ R %7~ editres 2~ KT
computer /X7 A—Z 7213 computer- NTA—FEEHLET,
DOMAIN_NAME
RAS % EFRLET,
DOMAIN_USERS

(BHRDOAR) . FRELIZCRA L DA N THLA—Y T AT MBI
N—T" T AT MemLET,
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PDC

(IHFMDOI) , RALNTRANAEK LT a—F2 D4R, DFD, 2D
A 2 —HI IR ALY T —E DT ITA VRN E ECNET, 20
2 — KT KA BT A DRRRESIL, RAL DT LK)
T A R=APNRETFEINFE T, TTA~) RA( a2 ha—F (PDC) 1L, KA
A2 EOFTRCOALE2—ZDT I MNIK L TN A T A B L
T, INOOETEEEZITROOF, 203 a—2OHTT, 12
DRAALAZIL PDC S 1 DTEFIEELE T,

TRUSTED
FBHEINAMDOR AN BLOMGEHETHMORN AL ZRLET,
[EHEBIRIT, A ANV —FREE T ] TARAL DY 7 TF, /XA A
N—REAETIE EHE T AMDOR A DMEFEESNAP DR A Dy A3
AEEROFET, EHEBEABREESE. 1 ODORACHIZ 1 SO=2—% Ty
VRO BHEFFO IR NI — I BARIZT VR ATEX DG A NHIET,
FBHSNDMUMDOR AL DMER CERSNDZ—F T AU N7 m—r3 L
ITN—TF  BIOMEETHADORAL L NDOVY—R T 7w A 2424t
XFET, ZHUL, IO T AT G T DM DOR AL DT AL 7R
T AR R AFAEL 72 WG A THRIBE T,
ZOT T 4 HET T DHITIL, chres Av U R E721T editres 7R T
trusted /X7 A—X F£7213 trusting- T A—FEFHLET, ZDOa<w KT
TR =R ET DM ERHVET,

TRUSTING
Sl N RAL L BAZ T B OR AT,

FILE VSR
Windows BRIECHZ

FILE 7ZAD L a—Ri%, A a—2OWYERIA 7 FI-13mEN 747 Lo
77 AL AT I (FAT, NTFS, CDFS 728) FIChA 77 AN EZRLE£7,

3 : CA Access Control ZfEFHL T7 7 A NVE BN 7 7 AV FITHERR T 52 L
ITTEEEAL

FILE 7T AL a—RDxF—L, La—RPri#ETL77 ANV E- 13T 4L 27D
LEITT, BE/NARETDHNENHYET,

532 selang Y7LV R HAK



Windows IRIED IS X

PLTFDOEFTIL., FILE 77 ADL a—RIZEEND T /8T 2OV Tl %
T, LI—ROEFEA[GER T a7 4% B3 512X, selang 7213 Web ~—

AD GUI ZfE 3 HZENTEET,
ATIME

TFANDRIRNT 7B ASNT R 2 R U ET,

ATTRIB

TrANEIIIT AL N D RMEZRLET, LD 1 OFETERDE
PR E TEET,

CTIME
TERIFZIZRLUE T,

ARCHIVE
COMPRESSED
DIRECTORY
HIDDEN
NORMAL
OFFLINE
READONLY
SYSTEM
TEMPORARY
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DACL

TEHET 72 AHIHV AN E R LET, 2L, V) —ADT 7B A% A]
SN —V eI N —T D4, BLOR2—FFE -3/ —7Z0 b2 5
NT=T I B AMEDL LB GRS TWOVET,

ZOTONT 4B R T H—YIL, V) —ADOFTHEH THDHH, T3V
V= ANDRERITRT 72 AME (ACL 228 T 3 HHEMR) % FF> TODMLEEDR B
\i‘é—o

T 7R AHHHYAND B FRITIE, LT OE#RAEENET,
TOER BT

UY=L T DT 7 e AR ELET,

- Allowed - VY —A~DRERIRT 7 A% FFA]$ D,

- Denied - VY —A~DRHIRT 7B A%ER T 5,

7oty
TR AMEDFF Rl EIITE R ORI D — Y FI T N —T7T
KR

TR

T E 2 b5, V) —RIZXT AT 7 AMER T,
X ACLDZEDYGE . T 7B AMENH RN G- 2 HivER A, LTZAR- T,
T E AT ERAICHE S S ET, ACL AH-22 WY — 2D | RE#EN
T2V NEN YL TONFER Ay LTS T, X TOT 7B RER N

AISIVET,
ZOTaRT 4 EEFTDHITIL, auth 2~ R E2if auth- 2~ REFEAL
£7
DEV
T FANPEET DRY 20— LDV T IV EF S ERLET,
FILE_SYSTEM
TrAINNPFET DT 7 A VAT AOL4 BT LET,
GID
T ANEINTT NAADT N—TERE R L ET,
INDEX

77 AL O — B O F AR LU ET,
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ISDIR
TFANIIT AL I RIINE S ERLET,
LINKS_NUMB

TrAN~DV I RUET, FAT 77 AV VAT LDOBE . 207X
TAILFINZ 1 T, NTFS 77 AL S AT LADSEE . 207137 1132 L
=T,

MTIME
T AN DR CE RSN E R U ET,
NAME
TrANGETRLET,
OWNER
La—REE 52—V E3I N —T72ERLET,
SACL
Windows v A7 A T 7B ARV ANCT, AT AL I T 47 HRLET,
SIZE
TIANDHAR (SA AL 2R L ET

LS

Windows O 7 7 A /V &L (P. 565)
chfile Z~>F - Windows 7 7 A /L X FEDZEH (P. 212)

FA4FE: HSARETO/NT1 535



Windows IRIED IS X

GROUP 72 A&

GROUP 77 AIZIZ, Windows AL —7 (7 VAT MIERINTND TR
TOIN—T La—RREERET, GROUP V7ADLa—RIL, =—HF D7
NCOITN—TZRLET,

UFDOEFRTIE, ZOVTA La—RIEENLT /T A OWTHIALET,
\EEAE DT T/RT 4T ER[RET, selang (o X —7 =—AFZITEHA
KT 2= AEfE AL CRIETHIENTEET, BETERWT T 12,
Mg DA Rl S IVET,

COMMENT

La—RIZ&OLBNERTY, ZOFRPMERMN G AL LI
HVEE A,

ZDTNRNT 4 H IR T DI, chgrp 2R, editgrp 2< UK, BLO
newgrp I~ KM comment[-] /X7 A—H&AHHL £9°,

#IFB: 255 37,
FULL_NAME

2—WICREAH T N7V 2— AT, 7L R—IAE. CA Access
Control DA T Ayt — T —Y &Gk BIT A=D1 HES N E 323,
MEBRAT Bl SN D ZETH FH A,

ZDOT T 4B AHIZIL, chusr 2~ 2R, editusr 2~ R, F£20%
newusr 2~ K name /X7 A—ZZ{FE L £7°,

GID
(FFHRDOA) , 7 N—T OB % & TofE, FRERD] 1%, 77—
OVERIFIZT I b T —=H R =2 Lo TR ESNET, FAXRHRE] 12
FoT RAAMVHNDT DT b R =R Ik LTI —T % — B IS5
TEET,

GLOBAL

Ja—)L J)—TrRmUET, 2O T 11, Windows D L —F
\CDOAEHATEET, ZO7 /37 11X, CA Access Control DIH N— g2
? ISGLOBAL 7'/ 3T 2 HH DT,

ZOT T 4ZBINTBHIZIE, newgrp 2~ K () T globalGroup /37
A—=ZEAFHLET,
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oUV32X

USERLIST

IN—F @t ha—FBLOa— L ZS—7 (a—hL F)—F
BH) DYARN, ZOT 7 4 TRE T HUAML, CA Access Control 7 —4
NR—ATHETDIANNTER DG AERHVET,

ZDOTNT 4B T HIZIL, join[-] 2~ KT username (groupname)
INTA=BEAFHLET,

PRIVILEGES
T N—FZE0 Y THALZ Windows FERR,
ZOTaNRNT 4 BRI DI, chgrp 2~ R, editgrp 2w K, BLO
newgrp 2~ KT privileges /X7 A—Z % L £7°,

3RS

chgrp =<K - Windows 7 /L — 7 D75 5§ (P. 213)
Windows DOHEFE (P. 569)

OU (MR HAAL) 77 A%, 22—V I N—T A B a—H R EOF TV =Tk
WEFENET, OU VTADA T V=N, 7 T7A~I RKAf a2 ba—F BT
VERC&, ¥ AT V= e L THDOA T P2/ N (T N—T 70 8) RO LN T
XFET, LI > T OUVTADA T e/ NI TF 7=/ Td,

7E: OU Z7Z A, Active Directory 232 Ah—/L LTV 5 Windows 2000
Advanced Server TOAFI A TEE T,

OU 7T AL, FRIERSNI= 7 /374 B £ A (o7 Z7 A3 HRIE
BEINT=T 2T ADHNET), 72770 LT OU DT /T 4% B C&x %
kR

= Country/Region

LI
m  Desktop
m City

m  Display Name
= Folder (FEA MR 7 137 1)

FA4FE: H)SARETO/NT1 537



Windows IRIED IS X

PRINTER V5 X

Fax number

Managed objects (Ft/A MV EH 7 =/ 37 1)
Member of (Fi/ B M7 1,37 1)
Name (FtA R H 7 737 1)

Postal address

Postal code

P.O. box

State/Province

Street

Telephone

Object changed (FEtAHVELH 7 1/37 1)
Object created (FEAHVEH 7 1 37 1)
Web page

PRINTER 77 AD KL a—RiX, AT 4T FICE Y 2TV A A=V FETESD,
Windows 2B 2 —4 AT NG SILCWNDT ASA A ([T VA7 5 A
IZRREND) HEFRLET,

3 : CA Access Control 2 f/IL T, PRINTER Z 7 ADFHT LA TV =/ " VERK
TAHZLTTEEE AL

PRINTER 7T A L a—RDF— L, a—h)L TV HDLREITTI,
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PUTFOEFRTIE. ZOVFA La—RIZE&ENA 73T 42OV T LET,
FEAE DT RTAITETREET, selang A2 —7 = — RAFE X EBLA

B —T 2= A AL TRET 22N TEE S, BETERNWT =T 11T,
g DA ) LRSS NET,

DACL

FEAET 7B AR AN EZRLET, Z2UIE, VY —AOT 7B A% FF ]
INT-a—V LT N—T DL BLOR2—FF-3o N —7Z0 525
NI=T 7B AMED L ~JL 3Bk TCWVET,

ZDTUNT 4B R T H—FL, V) —ADOFTHEE THH), £33
= ASDRERITRT 72 AME (ACL 228 T 3 DHERR) & FF> CUWVDLERHY
F9,

TR ARV AROAEIRITIL, LT OB G ENET,
TORRBA4T

VY=L FOT 7 e AMEEFREL £,

- Allowed - VY —A~DRERIRT 78 A% T 5,

- Denied - VY —A~DKER72 7 78 AR T 5,

7oty
TR AMEDFF Rl EIIE R ORI D — Y FI T N —T7T
ER

7HOtR

TIN5, V) — AT DT 7B AMER T,

X ACL NZEDOSE . T 7B AMERIIRINZ G2 DIVER A, LTS T,
T E AT BRI S S ET, ACL ZH-22 WY — 2D | RE#EN
T2V NMEN YL TONFER Ay LT3 T, TXTOT 7B RAE R NG
XIET,

ZOTaRT4EEETAHITIL, auth 2 REFIT auth- 2~ REFE L
E

COMMENT

La—RZEG0LBNMEREERLET, ZOBRPHERMS G HSh
HZEITHIFEE A,

IR : 255 L7,

F4FE: HSARETO/NT1 539



Windows IRIED IS X

LOCATION

TVE DL L THNITY, ZOE MR GICfsns2s
THVEE A,

O aRT 4 HE T I AHITIE, chres a< 2 RE7-1% editres 2~ KT
location /NTA—ZZAFEHLET, ZOT /T4 ZHIFRTHITIE, Z2ED ()
PRERALET,

OWNER
La—REfiAT52—VERFITNV—TE2ERLET,

SHARE
TV BDIERA LN TH4R1CTY, TVHT /AT H2—W
FITN—TNE, FOELEHHTEET,

ZDOTNT 4B E T HITIE, chres 2~ R E-1T editres 2R T
share_name /N7 A—4 %7 share_name- "\TA—F % L E T,

NAME

TV TT,
SACL

Windows v A7 A 77 EAKIHIVANCY, BEET ALV I T 4T HRLET,
SERVER

(FFHRDOI) , TV B EHIET DY — 2352 XFHTT, Zn7n
IRTFUANFIEL WS . TV ZiZa— L CHlEIS I E T,

PROCESS V5 X

PROCESS 77 AN L a—NR%, FATR[RET 1/ T A, — DA ATY TR A,
BLORAL Y R THER S LTS (Windows DFE AT < R2—U % [CRRIND)
TN EFRLET,

3¥: CA Access Control 2 JH L C PROCESS 77 A LW AT =7 M AERk 4
HZEITEERE A

PROCESS 77 A L'a—RDFx—(L, E{TH DT T LD FEITRIREEY 2—/b
DAETTT,

540 selang Y7LV R HAK



Windows IRIED IS X

REGKEY 95X

UTFOEHETIZ, ZOIVTA La—RIZE&ENL7T /3T 2OV B L7,
ZDOIFGAIERE AR T RT AIBHVEE A, BETERNT 037 11203,
Mg DA LS IVET,
IMAGE_PATH

(TEWOI) , FEELTZFEITHEEY 2— L DB EELi /XA TT,
PROCESS_ID

(IFROHR), T AO—E O TT, 7ratXIDFEFITHFAHE
D1, 2O v AOE MM O I T o ZAFRISIVET,

PROCESS 7T AZA T 5 X121, L FOHIRZZEEL TZE0,

m  CA Access Control [E. Windows T?D 7t AEkER N —ALE T, LoL.
seosd DNHTHl 7 B A5 A UG L . BUS L7251 3a: 2k b —RITEZIA
TeDIX, B RAZ AL — DR — A R EL Ty —F o 7 ENT
WHHEBEDHTT,

T O ZAMER SN T, T AR ESE T HE T, D5
BUIR AT RRICADFER A, seosd 1T, 72 A5 | DIERAI I — A%
1TLET, LosL, 7o ANIEFICE VAT, seosd 237 2 A5 [ $%
BASL., BUSL7Z5 15 M — R ZEZIATeRIIC, 7t A& T 7556
MNBOET, ZOHE . L—RICLL FOAyE—URERINET,
EXECARGS: FlfA*®] (87)

n 7B AID L, Windows CHAIHIILET, 7o ANEFITHENGA.
seosd N[EU72EX D #EUELI-BIOTatv 207 ot A5 | #a2BEL .
B L7281 Ba b — ACEZA T TR AIZ AT RE T,

REGKEY 7T AD 4L 2—NR|%. Windows L' AN DF —AEFLF T,
REGKEY L T —R D3 —|%, Windows L' AR 2 —D5E L/ NATT,

RO EICIITAN D — R X FA A& T,
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PLFDEFTIL. REGKEY 77 ADL a—RIZEG£NDH 7 /3T 41OV Tl A
LET, 1 FEAEDT T4 IE T RIHET, selang /¥ —7 = —AE- 13
BA LA —T 2 — 2L CEMETAZENTEET, BETEARN T IR
A, TF#R DA LRt SihE T,

DACL

FEHET 7 AHIFEHY AR, VY —A~DT 7B AZ SNz a—F LT L —
TOL4HT. BXRa—FF 3TN —T T LI E XN T 7B AREDL X
VDN ERS IV TUVNET

ZOTNRNT 4 BRI H—PL, V) —ADFTHE THHI, 7213V
= ASDRERITRT 72 AME (ACL 228 T 3 DHERR) & FF> CUWVDLERHY
F9,

T 7B AGIHYAND A ZERITIL, LT O E ENET,
TOERBA4T

UY=L FOT 7 e AMEEFREL £,

- Allowed - VY —A~DREPIRT 78 A% T 5,

- Denied - VY —A~DKERI72 7 78 AR T 5,
Tty

TR AMEDFF A EIIEE ORI D=V E TNV —T DA,
HICT

TOER

TR WICEZBND, V) — AT AT 7 AMER T, REGKEY 7
FADHNIZT 7B AMENRIL, LT OEBVTT,

- all- JTAICHF A CEL T R COBMEDFELTET 78 IR L THF
AIEIXES T 5,

- append/create/subkey - L VAN F—DH 7 F—DIERR F21TE
AT 72 U CRF Al 235555,

- changeperm/sec/dac/writedac/perm - U/ —A®D ACL DZEH (DO F
07 7Y OBINEITHIER) 27 72 IR CRF Rl 356
AR

- chown/owner/takeownership - V) —ADOFTHEHEDE L 2T /&4
IZX LU CRF AT 23 E S5,

- delete - VY —ADHI|RE T 7R U CEF A 21358 95,
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- enum- L VAN =DV T X —DF|EET /IR LU CRFR[E
IS5,

- link- LY AN F—~DV 7DV E T 7B HICst U CEF R £
ST 5,

- notify - LV AN F—DOEF @A EINIL AN F—DH T X —
DR ZT 72Tk CHF T EITES T %,

- query- L UARN F—DIED I VR T 72Tk TR E721E
ST 5,

- read - X —ONEBDFHHIENET 7L CHFA E-I3HEST
Do T2 BRIIRAF TE 720 ET,

- readcontrol/manage - L VAR F—DtF VT 4500k 7O 1F H
(AT 1 (B54E) 77 AHIEHY AROEHILE £720) OFEAED
T 7L G ERISESR 15,

- set- LUVAN) F—DIEDIERFZITR EET 7BV Ik U TRFAT
FRIIHEST5,

- write - LYAN F b2 O T — DA EET 7R TR
Al EIFTHER 5,

SE: 220D ACL(U MU DR ACL) & ACL ZRF7272W\ Y — AL DIEVITIEE
LTLEEENN, 220D ACL D¥E . T/ B AMEDRBRANC 52 HivER A, L

7235 T, TR ARSI BRI S S E T, ACL ZRF272W U —AD

B RERA TV 2/ NZE S CTONER A, LIRS T, X ToT7 7k

ABRMPFFAISIVET,

ZOTaRT4EEETAHITIL, auth 2 REFIT auth- 2~ REFE L
7,

OWNER
V) — 2D A HEEL THRESN WA —YE-37 v —7,

ZOTaRT 4 EEHE I BT, newres IR, chres 2~ R B
editres 2~ KT owner /X7 A—ZZff L £,

SACL

Windows ¥ AT L 7 7B AHIEANT, AT AL 7T 47 B ELET,
SUBKEYS

(BEHROH) , F—0O FIZFETHL VAN F— (7% —) DUANTT,
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REGVAL V2 A

SUBVALUES

([EHRDOI) , BAEDL VAN 2 — 2RI TOAL P ARNEDOY AR T
KR

REGVAL 77 ADZEL a—RiL, LU AN F—%5tik 57 — X2 ERLET,
ZOT =X, B—F3E RO —Y | TV —var BLOUN—RU =T
T NARZE T DV AT IR L B E A R L ET, LU ANEIZIE,
BERIZHHEIC SR ENDTERN G ENT T, 72E201F, LT OIOZRE®RD
aENET,

R VAP A= Ve 0%

n LKAV AN— N LT IV =gl KT IV — g TE
R CEDT7ANDEAT

n TANNERT S —ay TAAL DT aNT 4 — DR E
n R THERK
. fEHINTWAR—R

REGVAL L 1—RDF— %, LY AN F—D5E L/ RAL EFDE T,

E LUARN =0 F DOfE A EHES CE R F2ITHIBRT DL, VAT LK
BT AE KRR E G [ SR RREMER S AR 3570121
Windows DA L A= LA I B A RN HVET,
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ITFTOEZRTIE, ZOVTA La—RIZEENL T /T 4IZOW AL ET,
\FEAE DT RT (I TETRHET, selang fo X —7 = — A/ TEFLA
=T 2—AZfE L CEMETA2EMTEET, BHETEXRWT 37 41203,
Mg DA LR SIVET,
TYPE
TR EREANT O, VUORNEILT — A EAEN T D EXIT KT D
F— B ORI TR T DI L FOEOWT A E TEXET,
E LUANMEEEREIIIEE T AHEXIC, LTFOT — 4RI ELE
‘ﬁ—o
DWORD

4 SANEDETRENDT — 4, T/ A RTANRP —EADELD
INTGRA=BENZDT —HBIT A F) 16 #EE . BX O 10 EHOE
THRRTEET,

STRING
S E AT REZR T AN A 9 D F,

MULTISTRING
BHEOSCFH, FEHB e T X ANDOYANE- IZEEOMEEE T
BT, %o MIE, Null LFTREISIET,

BINARY
HEDIRAFY F =R =R T a3 i—k o "OFERD KI5,
PNAFY F—2 LU TSI, 16 ERIE R F 13 HICHE 5
A TERTEET,

ZOTFaNT A HEETHIZIL. newres IR chres 2R, F720%

editres IV RDO/NTA=ZELT EFRROT —HROWNTEEHLE

ER

VALUE

Windows L ¥ ARMEDMREF T HAE,
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SEQS V5 A

SEQS VT AL, XAT AT Dua—Hh)L X 2T 4 AT AOEEE L £
£

T AN, SEOS UL a— RN 1 O EENE T, 2oL a—Ri%, — &1
IRAATAT BX2 VT AT var g ELET, SEOS VTR T /T 4DA
TR AERINEINTE LT HITIE, setoptions T~ REfEHLET,

UTFOEFRTIE, ZOVTA La—RIZEENLT T AZOWTERIALET,
\FEAE DT RT (I TETAHET, selang {1 X —7 = — A/ TEFLA
B =T =AML CTEET D20 TEET, AE TRV 7 11T,
MEH DA EFLaSIVET
AuditCategory

BT DSV A R NERIERA X MO AR ELE T,

AccountLogon
DALY 2—EPT I MORRGEIE S CND B e — 2|kt
FTHI—WORTF IR T T T DHKAL AR AT R T HINED
atRELET,
AccountManagement
A —EDT T NEBDEA RN T DINEINEIREL
FT, THTUMNEFHARVCNIUTILL T O R 0RHYET,
s Y THVNERIIT N — T 0MERR, B, FITHIBRES
7
n 2 THVNOLFINERIN ., Folda—F T AU MR
B FI ARSI,
n NRAT—RRREEIIEEINT,
DirectoryAccess
ROV AT BT 72 ARV AR (SACL) 3 EFE S TS Active

Directory 7 ¥ =/ b~D—WI LD T VB ADA RN T 5
MEINEFRELET,

Logon

22— DAL =R IXT DT A F I T F T DR A AL A
T HNEINERELET,
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ObjectAccess
2—WICEDF T2 I ADT T EADA R "N S AINE I D%
FBELET, A7 V=7bpEL UL, EHDOY AT L T 72 AHIHHY
AR (SACL) WEFHRSNTWDT 7 AL, THNE  LIUAN F— TV
A ENFET BN ET,

PolicyChange

Z—PHEROE Y TR — BERRY Y — | FILE AR —~
DETEDEA LT VN THNEINEIRELET,

PrivilegeUse
22— PR —YHERDEEH DB AL AL AZ GRS DNE %
BELET,

DetailedTracking

TSI DT T 47, T AOK T NV RLOERL A7
TRDRET 7| A2 E DA M D57 M — A E A A
FTANEINERRELET,

AT L
=PRI = F A BEEEIT vy M UL e E | T A
Th xR VTAFT R 2T u ST oAU MR RAELTE
LEICEATDNEINEIEELET,

History

22— THT UM B OHF LAY — R BEA T 25 a8 B L £,
ZOBUTET DL, HWANAT —RZ2BH A TELHIOTR0ET,

HIFR: 1~ 24 FTOEL, 0&fHETIHE, NAT—RIFRGFEINEEA,
Interval

PR NRY =R TE LA DR (H HAL) 2 HEL £, oM
MPBEDE, VAT WS —PITE R ZERLE T,

Min life

A= PP RAY = R R T L2 U372 5722 I (B BLAL) 245
ELET, ZOHMMEEDL, =PI RV —F 2B HTEET,

Min length
=W T AT DR AY =R T ok NCF A ERLE T
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SERVICE 5 R

Password fails

R A DR E ERLET, ZOUTRDE 2= T AT ay
TUMSHET,

Reset count after

Ty A BN I a S A B R 012y T A E ORI A4y H
N CTHEELET,

SERVICE 77 AD 4L 21—, Windows D [ ha—/ L » gL ]-[H—E 2]
TSNS Windows —E A& EFRLET,

SERVICE 7T A L'a—RDOFx— L, #liHlSND Y —EAD4FTTT,

IFOEHZRTIL. ZOIVTA La—RIZEGEFENAL T RT 4IZ OV CHLFE 97,
\FEAE DT RT (I TEFAHET, selang {1 X —7 = — AT EFLA
H—T =A% LU CEIETHIENTEET, AR TN 237 2%,
Mg DA LRSI ET,
ACCOUNT
P—ERORT A THU N ERLET, KGO —ER L, VAT
KT AT NTaT AT HUENRHET D, Feillle— 7hHy N Tr
TATHINTEETEL T —EALHNET, FEMICOWTIEL, B35
Microsoft Windows D~ ==7 /L&A L TZE0, T 74 /VMET
LocalSystem T3,

ZDOTaRT 4 EEH I AT, chres 2~ RE7-1% editres 2~ KT
account /XTA—HZfEHLFT,

BINARY_NAME
Y—EADFATAET 7 AV OFFA AR 524 SATT,
IMAGEPATH

FRE LI FATAMEE Y 2 — L D 5E 2B/ SAT T,
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INTERACTIVE

P —E ARSI TODIRIED X, BT AU LT T RTO—HHME
HT&Ba2— Ao ¥—T =R T AT T ICFRLET, ZOA X —
7 = — A, P —E R LocalSystem 7 A7 R L TEITSNTWDE AL
DIHEHFIEETT,

O aRT 4 H BT I AHITIE, chres < RE7-1% editres 2~ KT
interactive /X7 A—H &L ET,

PROFILE

=P DT a7 7 AINNASD/RATARE T HLTHI T, ZOLFHNTIE,
2— L DOk SZAFETZ T UNC SR G OAT LN TEET,

ZOT T 4 BT AHIZIL, chusr <R editusr <R, F/20%
newusr 2~ KT profile /X7 A—ZZfEHL £,

REG_KEY
Windows L' AR DY —E REFZRDLGATEFEL £7,
STARTUPTYPE

W —RAE BT D HE (F-, WOBRMGT 20 2 ERLET, L TFDA
TrarndbnEd,
m automatic - VAT LDEENTIZT /A 2% H BRI E T 5,

s disabled - = — YV F/-ITEKFERIZH DL —E R L TH—E %[
MG TERNEINTT A,

s manual - = —FEIKFBERICH L — BRI DY —E ADBH A
ZEFAT S,

. ZOTORTAEEETHITIEL, chres 2 RE721T editres 2~ R T
startuptype /N7 A—Z&FHL £,

STATUS

BAEOY —EADOIREEZE T L E T, 47 allld, started, stopped,
BILW paused B3HVET,

ZOTaRNT 4 HEEH I AITIX, chres 2~ RE7-1X editres 2~ KT
status /NTA—XZAFEHLET,
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Bl: Y—EREFE TR T ST

SeOSAgent t—t A% F#E) T T AINICE LT HI12iL, LA T D selang =~
YREANTILET,

chres SERVICE "SeosAgent" starttype(manual)
Bl: T4LOR) QT ALY THIVMDER

Directory Replicator D7 A 7 J377 N ReplAdmin IZZE L, /XAT—R%
abcde 9 5121%, LA T D selang 2~ RE2AJLET,

chres SERVICE directory replicator account(repladmin) domainpwd(abcde)

SESSION 95 &

SESSION 7T AD L a—R L, a—h/)L RAN EOa—H vy a2 EELE
T, ZOLa—R|Z, 2—Y4 | aLEa—X4  BEERGEEER . d L OME
DY — AN EENET,

IFOEHZRTIL. ZOIVTA La—RIZEGEENALT T 42OV CGHLFE T,
ZEAEDT ORT A ITE T A HET, selang A2 Z—7 = —AF- (T EFLA
H—T 2 — AL CHEET AN TEET, AR TERWT 371120,
Mg DA EFLHESIET,

CNAME
Ty Al PHESLEAVZARANMG TT,
GUEST
Tl alr s Guest T ATV NTHERRESINENE I D ERLET,
IDLE
PR — I 2T = a LD DO F Y T —7 2ot ar B TLET,

ZDOTaRNT 4 HEHE I AHITIE, chres 2~ RE7-1% editres 2~ KT
disconnect /X7 A—ZZAHEH L F9,

OPENS
BADILCWDE 77 AL By ar OERLET,
RESOURCES

Y= EOIHT 7 AT DI RERME T DT 0T 1T, 2ol
HIZIE, BID QOB — RO /SRR VY —AE B - —F E -
TP a—203EENE9,
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TIME
oAl SIS T bR LR R T,
USER

2—H D%} ID(RID) 25 TE T, RID X, =2 —HFDOIEMRKRFIZEF =Y
F4THILh =3 —% (SAM) IZE-> TR ESINET, RIDIZEH-T,
2P T HIURBRALLND SAM IZHIL CT—EICERINET,

fl: O—h)L Eyar oD 1—F O U

—H )V IRARD v ar b —3 ZORRO YW 51213, LA F D selang
av REATILET,

chres SESSION zorro disconnect

X VORI T L, TR KRDONL RN HVET, Bk
YIWr 9 2RS, 2= PIEE T BRI LET,

SHARE 75X

SHARE 77 ADE L a—NRL, 1 DL EOT ASAAE I T/ T8 THEAT 5
TOAA, T =8 FTT v I MR ECEHILAV Y — A ERLET,
Windows DA, IFV Y —RLlE, TAL 7N, T7 A, TVH BLO
& AT 72 F T —0 a2—PEH AR E DY — AR L ET,
Fo, HHIERY NI —7 2 —RME R ATRE e — N B Y — 2B L ET,

SHARE 77 A L a—RDFx—x, V) —ADOHF LTI,

AIFOEFZRTIL, ZOIVTA La—RIZEGENALT T 42OV T L FE 97,
IZEAEDT O/RT A ITETEARET, selang (> Z—7 = —AF- (T EFLA
H—T 2= A5 F L CTHEETHZENTEET, BE TRV 37 1120,
MR DA Lt HSET,

CURR_USERS

(MO, V) —A~DOBIEDHERE T,
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DACL

FEUET 7 AHHY AN ERLET, 222X VY —A~DT 7B A% ]
SNTma—Y LT N —T DL R, :roctU:L~47Li7i TN —7"kicE x5
NI=T 7 ZMEDOL L3S STV ET,

ZOTONT 4B R T H—YIL, V) —ADOFTHEH THDHH, T3V
V= ANDRERITRT 72 AME (ACL 228 T 3 HHEMR) % FF> TODMLEEDR B
\i‘é—o

T 7R AHHHYAND B FEIRITIL, LT OE#RAEENET,
TOER BT

UY=L T DT 7 e AR ELET,

- Allowed - VY —A~DRERIRT 7 A% FFA]$ D,

- Denied - VY —A~DRRHIR T 7B A%ER T 5,

7oty
TR AMEDFF Rl EIITE R ORI D — Y FI T N —T7T
KR

TR

T e HITEZOND V=R T T 7B AR T,

EACLNZEOLE | TR AMEPHIIRIIZ G- 2D ERE A, LTS T,
TR AT ERAICIE S SN E T, ACL 2R 2W Y — 2D 4 | R#EN
F TV NIEN Y TONEE A, L2032 T, TXTOT 7B RER NG
AlENET,

ZOTuNNT 4 EEETHITIE, auth 2~ RE/- 1T auth- 2~ RAfEHL
EScI

MAX_USERS
/Y — R L TRl REZ e e KIRIRF 2R £ C 9,

F ZOTa T4 OEELTER(0) R ET HIEILTEER A, ok
HETHE, Windows [Zl> THEHINET,

ZOTaRT 4T HIZIE, newres <R chres <R, /201X
editres 7~ C max_users /X7 A—Z &L £,
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NAME
HHOLHIEERLET,
PATH

HHYY—ADa— NV RRAEFRETDHLTFINTT, TAATDOHE. T
ITHF 25 TODE/RATT, HIF2—0%E ., ZIUIEFE 122> T
AEIZF 22— D4 BT,

O aRT 4 HE T I AN, newres IR, chres 2~ R, £7-0X
editres T~ KT path /X7 A= &M FHLF T,

PERMISSION

(FFEWOI), THEL N DEX2)T 4 TEITL WD — x4 53k
HV)—ADT VAT AR TIEHTT, ZO7 w7113, LLFORITR
TAEOWT NN TT,

ACCESS_READ
VY —=ADT —Z %R0, 774/ CIFATTEET,
ACCESS_WRITE
U —=ANDT —HDEZIABNTEET,
ACCESS_CREATE

V)= (T ANIRE) DAL AR ATAER TED, DFY, V) —R%AE
RLTZ6, FDV)— AT — R e EXATZENTED,

ACCESS_EXEC
VY =A% FATTEET,

ACCESS_DELETE
VY —2%HIFRTEET,

ACCESS_ATRIB
V) — 2D @M (T 7 AN i R I E T L= A7 ) 2B TEET,
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ACCESS_PERM
2P ENIT TV —ar DY — R ZEO YL CTHNTT 7B AFFA]
(FeAH, FZIAT 1B, FAT, BIOHIER) 2L TEET,

ACCESS_ALL
UY =207+ B FEZAAS AR, FIT. BLOHIBRATE, VY —
AD BRI ONT 7B A A AL T TEET,

ACCESS_NONE
TURAT A A 52 FH A

REMARK

La—RICEDLEBMNEHRTT, ZOXFAHITIL, 255 FETOEI T
PHRETEET, ZOWERPHERS G I HINLZEIIHVEEA,

ZOTaRT 4 EHEE I BHITIE, newres IR, chres 2~ R B
editres 2~ KT comment /X7 A—%F7=1% comment- /X7 A—ZZ{FH HL
E3r

RESOURCES
(fEHRDI) , =N EOHEH 77 A AT HIEREIRMT D737 ¢
T9, ZOFHRIZIL, BADPNTOAIEF VY —ZD/RARL U — A% BV
ra—PEF T 2 — 2R EENET,

TYPE

(IFHOR), WHEOLXAT T, LHVY—RIZIL, LLFDOFAT DN
NEFERHLET,

T7ALIL TAILE

T AR RTAT , = 3DYE—NEE (ADMINS) <2, C$. DS 728 D
PEALE Y LET,

ENRlF1—
FlS . —
BIET/INR
WET /AR
Ot XREH&EIE (IPC)
T AREE RIS RS R Ze 304 (IPCS)
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USER V5 R

USERS

HH)Y) =R CBAET 7B AFO2—PFIZETAER T, ZOERIC
&f;@ﬁﬁ¢w_n~%@%ﬁu(usm) P—ROF)Y— 2D IE4 i
NI TAT DA B a—44 (MACHINE) 23 & FivEd, iz, B
ST I CODEER (TIME) . BRUOBEROREREL CHRAER N TV
T ANE(NUSE) b & FE T,

USER 77 AIZIZL, Windows XL —T 47 VAT AMIEFRSITNDTRT
Da—H La—RnEGENE9, USER Z7T7ADLa—RDFx—|F, —HF RNy
AT I~DOaT AN LT — 4T,

PUTFDOEFRETII. ZOIVTA La—RIZEGENL T 3T 42OV TIRAL £,
IZEAEDT ORT A ITE T A RET, selang A2 Z—7 = —AF- (T EFLA
B—T 2 — AL TEET 22N TEET, BETEARNWT 37 01203,
Mg DA i S ET,
BAD_PW_COUNT
([EHMDOI) , 22—V NUE ST AT —REFEHL Ty Moas (2
LIHEL7ZmE T, i -1 1%, ZDMEPRIATHAHZ LA RLET,
COMMENT
La—RIZEDLENMEHRTT, ZOEHROHERS G-I ST 81X
BHVFER A,
ZOTaRNT AT EE T HIZIL, chusr 22K, editusr 22K, B
newusr 1<K ™ comment|[-] 73T A—ZZ{FE L £7°,
#HIFR: 255 307,
COUNTRY

A —POERRFE2HETHLFHITT, ZOLFHE, X.500 F—3
7 A —=D—ERTT, ZOHWPMERN GITHEHSNLZEITHVEE
Ao

ZOTNT 4 BT HITIL, chusr 2= K| editusr 2K BEO
newusr <R ® country /N7 A—H&fEHL £9°,
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DAYTIME

Z—HPRY —RT 7 EATED HRZE BT 5, I B ERERA OfI R T
7,

ZOTaRT 4 HE T I BHITIE, chusr 2~ K, editusr 2~ 2R, B
newusr 1< R restrictions /X7 A—XZ{H L £,

F ZOT T OFRIT ATISITZ 0 BEALOENIVETHENAZE
LIANZ . AC BREZD DAYTIME 7'/ 37 DI H LR — T,

DIAL_CALLBACK

2 IR D31 Sy HEROTEE, LU FOA T v ar ERSh
TWET,
NocCallBack
2—PF T N THERDB BV EH A,
SetByCaller
VE—h 2= F AV A —L Ny OERER 52t
ETEET,
Call-back Phone Number
BHEE TNV NI HOFFEZHELET,

ZOTNT 4 BT AL, chusr 2= R E21T editusr 2R T
gen_prop /X7 A—HF /=13 gen_val RTA—ZEFHLET,

DIAL_PERMISSION

RAS H— R ZEAY IV AT 57200 DT 7B AHFR T, HIC0EZHEET
Al 2 —WIT RAS B — N ZX AL A TEXEH AL
ZDOTaRT 4 EHEH I BT, chusr 2~ R E721T editusr 2~ KT
gen_prop /N7 A—ZE/-|3 gen_val T A—ZZfE L ET,

EXPIRE_DATE

USER ZZADL a—R B3N HIBR Y1 CIEZNIZ/e 5 H T, USER 774
DL=1—R O EXPIRE_DATE 7237 4 DAifilE. GROUP 7T ADL a—R O
IofEleanEd, AR OLa—REF ORI T DI, chusr
g RO expire- NTA =X EE L ET, ANHAREIIND 2 —5 % FHE
TAHZLTTEFFRA, —HEIEL 22—V 1%, B A2 52 TH
B CXET,

ZDOTaNRNT 4 BB R T HITIE, chusr 2= K| editusr 2R, F7204
newusr IR ® expire /37 A—X I\ T expire- /3T A—ZaFHLE
75
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FLAGS
BE DB AT E T A0l —F DT H7 L NMIED Y THZENTED
TIT T, KT TN OT7F77 & A TEET,

ZOTaRT 4 HE T I BHITIE, chusr 2~ K, editusr 2~ 2R, B
newusr 1<K T flags /X7 A—ZZfHHL £,

FULL_NAME

a—WICEEA DN 7 L R— AT, 7L F—2A0, CA Access
Control DEEAE T Ayt— T —YEi#BIT D7D HSE 373,
FEPRST G SN AZEIEHV FEHE A,

ZDOTaRT 4 EHEH I BTN, chusr <K, editusr 2~ R, £720%
newusr 22 R® name /3T A—HZFEHLF7,

GID
T N—T DRI TG e, FRREERB 1. v — T DVER RIS T
BT T =R =R LS TRESIVET, FHXFRR] 12> T, RAAL
CINDT T v R =R L T N —T e — B CEE T,

GROUPS

2—YPNRET DI N—TDIVANTT, ZOT /T A THIET DT /L—
7 YANZL. AC BrEZ(D GROUPS /' /37 4 TR ET AL —H YRR T R/
D AENHVET,

ZDOTRT4ZEETHITIL, join[-] TR D group /8T A—Z 2L
g

HOME

A=A TAL ML, L — BTV EATE LY a—F DT 7 A /L0
Tl T LBPMREFINDTANT TT, m—b T AL T2 —HF T LI E
DY TAHZENTE, BEO2—YTHAETHIELTEET,

HOMEDIR
2—HFDOHR—L T AL INEIRETHLTFHNTY, 22—, BHoD
A=A TFALINICHBICa S A TEET,

ZOTaRT 4 EHEH I AT, chusr 2~ 2R, editusr 2~ R, F720%
newusr 2> K@ homedir /X7 A—2&FEHL £,

FA4FE: HSARETO/INT1 557



Windows IRIED IS X

HOME_DRIVE

2—FOHR—L TFAL TN ORIATEE T H2XFHTT, 2—Hi
B DHR—LRIAT BLOER—A T AL 7RICBEINICa A TEE
‘ﬁ—o

ZOTRT 4 BB HIZIL, chusr <R, editusr <R BLO
newusr 1< > R T homedrive /X7 A—# % AL £,

22— OF% ID(RID) Z & THETT, RID 1L, —V DIERFFICES 2
T THTIN 2 F—T% (SAM) ICE > TR ESILET, RID IZEH-T,
22— T HIURNBRAL D SAM IZK L T—BICERSNET,

LAST_ACC_TIME
(EMOI), I T A PEITENTZHRFTT,
LAST_LOGOFF
(EMOR), Bhlicar 47 NE TSN ARFCT,
LOCATION

=P DOFHEMEREIN T DIZDIME T T 5LFHI T, TN WA HERR
M HIEHESNLZETHVEE A,

ZOTaRT 4 HEEF I BHITIE, chusr 2~ R, editusr 2~ R, BIO
newusr 2~ K ® location /XT7 A—ZZ2FH L £,

LOGON_SERVER

2—HOus A ANEREMR T D — \ERETHXTFHITT, =—FN)
RAL Y U= 2T —azal A58 al A AERBPY— NEE
SN, =L T =N~ IR T —a a5 LT A&
nET,

MAX_LOGINS

(FFEWOI), 22—V NZOT HT U MIIEFIZaZ AUz, E -1 1%
FOENAHATHLZ AR LET,

NAME
2—HFDLAHTTT,
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ORGANIZATION

=PRI B O IE a3 o 3 FAI T, oS
(X, X.500 F—327 AF—~D—HTT, ZOHROPMERSS GIHEHS
NHZEITHVEE A,

ZDOTaNT 4 H BT HITIE, chusr <R editusr 2= K, BIO
newusr 2> R ® organization /X7 A—Z & FHL £,

ORG_UNIT

22—V T AR AL BT A IE AR5 0T, DX
FHNE X500 F—3IL 7 A% —~DO—E T, ZOERIOMERST 512
HEINAZEIZHVEE A,

ZOTaNRNT 4 EE R T HITIE, chusr 2K editusr 2R, BIO
newusr 2~ >R org_unit /X7 A—Z%fE AL £ 7,

PASSWD_EXPIRED

2 THTINT B BT

PGROUP

22—V DOTITA<) T N—T 1D TT, TIA~<Y TN —T1F, 22—V RE
SN TWDTN—TD1DOTY, II7A4~V T N—T 37— 7
N—TTHLHVENHVET, ZOXFHNINE, AN—AE D ~E4E
ECTEEREA,

ZOTaRT 4 EEE I HITIE, chusr 2~ R, editusr 2~ 2R, BIO
newusr 2~ KT pgroup /X7 A—Z &L £,

PHONE

22— OBFEE T E AN T HIDIEATELLFHITT, ZOFHRD
MERRAS G-I SN D ZEITHV E A,

ZOTaRT 4 HEE I HITIE, chusr 2~ R, editusr 2~ 2R, BIW
newusr I F® phone /X7 A—Z %A FHL 7,

PRIVILEGES

—PIZED Y THIL7Z Windows FHERR T,

ZDOT T 4H W HITIE, chusr 2R editusr 2= R, BIO
newusr 2~ KT privileges /X7 A—ZZfEHL 7,
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PROFILE

2—WFDOTOT A NASDIRAEFRE T DHILFH T, ZOLFHNIE,
2— AL DR SAFT L UNC /RARE S O AT LN TXET,

ZDOTaRT 4 HE T I AN, chusr 2~ 2K, editusr 2~ R, £7-0X
newusr 1<K profile /X7 A—4%fEHL £9°,

PW_LAST_CHANGE
(HFHRDOI) , /RAT—RINEHFINTZHEFCT,
RESUME_DATE
—RE{E [ EAU72 USER 7D M ZhZ 705 B AH T,

RESUME_DATE 33T} SUSPEND_DATE Z#H A& THETH T EICD
VNI, SUSPEND_DATE Ot BHZ S FRL TL/Z&0Y,

SCRIPT
a—Yous A AIVT N T 7 ANDISAEFRET DL FHITT, A7)
TR T 7AZIE, .CMD 77 AV EXE 77 AV, BAT 77 AV AR ECTEE
‘é—o

TERMINALS
Z—PFNRaT A TEDLMAKDYANFRE T DL THITT,
ZOT T 4B HE G HITIE, chusr 2R, editusr 2R BLO
newusr =~ KT terminals X7 A—Z % AL £7°,

TS_CONFIG_PGM
IIAT NI T 07T LR E CEDMEINERTIETT,
TS_INITIAL_PGM — 7w &, ¥Ii7 vr I s rmL 4, 2—W
DT 0T T LERETHE, 22— NFEITTHILENTELHT BT TN
FNETIR0ES, 20T T LK T L2 —ViE, ¥ —IF L —
NZEoTurZA73nET,
COMEE LIZERIETDE ITAT "I T 07T L tg 8T HIENT
EFET, ZOEE 0ICRETDHE, VI7AT NIV T 0/ T 0B ETDH
ZENTEERA,
ZDOTaRNT 4 HEE I AHITIE. chusr 2~ K& editusr 2~ R T
gen_prop /X7 A=W gen_val /XTA—=HEfEHL£7,
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TS_HOME_DIR

HZ—3F ) = NIZa T F T D D= DIR—2L T AL TR DIRA
TY, ZOXFHNIIE, 7—TV D/ SAETZ 1T UNC /34
(¥¥machine¥share¥path) Z##5 & CTX £,

ZDOTaNT 4 BT HITIE, chusr <R & editusr 2R T
gen_prop /N7 A—X X W gen_val " TA—FEFEHLET,

TS_HOME_DRIVE
UNC 7S A3 TS_HOME_DIR 7'/ 37 4 THRIESNDRTAT (A DEITR
TAT LFHERE) TT,

ZOT T4 BRI AT, chusr 2~ R editusr 2~ KT
gen_prop /X7 A—Z1KNgen_val XTA—ZEFHLET,

TS_INITIAL_PGM
Ay BVl i 9 N R 7D Yu £/ A S Nl S e V¥ J1 -1 i w &/ A NV VA
XO
22—V OYT T T LERETHE, 22— RFETTHIENTEDHT 1
TINIENTFII0ET, 2070l TLEE T LIz —YiE, ¥—3F
V=R T A 7SN ET,

TS_CONFIG_PGM 7' 1 X7 1% 1 \ZERET DE, 77T IR0 7 07

LEFRETHIENTEET,

ZOTaRT4HEH T BHITIE, chusr 2~ K& editusr 2~ R T

gen_prop /X7 A—H B LN gen_val /NTA—H &AL £,
TS_PROFILE_PATH

H—3F )V = Cal AT 5D —F DT a7y A )V DIRATT,
INATHINEINDT AL I RIE, 0/ 4 B FEICIER T AMERH F
7

ZOTaRT4HEF T BHITIE, chusr 2~ K& editusr 2~ R T
gen_prop /X7 A—42 1L Ngen_val XTA—=Z&F L £,
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TS_WORKING_DIR

H—3F )L = AN =T Dus 4 B FATT A 7 1T LD
T AL INIDIRA,

ZOT T4 HEE T HITIE, chusr v RE editusr 2 R T
gen_prop /X7 A—=H XN gen val XTA=HEAFHL £,

WORKSTATIONS
=PRI A TELT— I AT —a DY AR,

O aRT 4 H BT I BHITIE, chusr 2~ K, editusr 2~ 2R, B
newusr =1~ > K C workstations X7 A—ZZA{# L £,

3RS

chusr <K - Windows -t —H% D ZE & (P. 219)
Windows D7 IV~ 7527757 (P. 566)
Windows OHEFE (P. 569)

UNIX IREED VSR

ZDOv 7T ar T, UNIX VAT A 7 7 A VTIFAET DT TD UNIX 7T A
(unix BREED 7T R) 7 V7 7 Xy MEIZRIALE S, ZNORAT AT ITAD
T T NI RN —T T VAT ADNEFLTEY . VAT AL TERY
ESx

¥ HEETunix 22455112, selang D env unix 2~ R TT 7B AZNDHY AT L
T7ANDIETT, ZHUL UNIX AR —F 40 AT DS a— R0
N—FICK U THEER L QOB AT A 77 AV ERILTHY VAT A DT 74
LT,
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FILE VSR

GROUP 72 A&

USER U5 X

FILE 77 ADEK L a—RX, 774 VAT A EOaALEa—XOYBERNI AT F
TR IA T 2B LET,

7 : CA Access Control Zf L CTT A7 BT BRI 7 7 A NVEAERTHZE
T CTEERA,

FILE 7TA L a—RDOF—L, La—KME#ET L7 7 AV E-15T 4L 7N D
ZEICTT, BENAZRETHLENRNHYET,

ZDRAT AT TTADT AT (1IA R —T 40T AT ADVEFLL TERY.,
VAT ML THERVET, chfile 2~ REFE(TT 5L, selang 2 L TZ
ECEDLRAT AT TaXT 4o N—EFRREINET,

GROUP 77 AIZIE  UNIX AR —TFT 47 VAT ACERINLTCNDTRTD
ITN—7F La—RRNEgFENET, GROUP VT7ADL a—RL, 2—HDF T
DT N—T R LFT,

ZDRAT AT TTADTRT AIA R —T 47 VAT ANVEEL TR,
VAT ML THRRDET, chgrp 2~ REFEITTHE. selang 2 L T4
ECELRAT AT TaT N —EERRINET,
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T LSOOI AN LI —T 4 TT,

CDRAT AT IFADT T A EA AL —T 47 AT WINVEFLTHY
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ZDOEBIar TR, 2=V ERDITALT T A IOV TRIALE T,
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A—HERITA

2 —WERITAOEKL L I—RE, MBS C TMBIERR L2 T A~DT 7
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ZOvrva Al LFON IR EFITWET,

Windows O~ 7 AV &1 (P. 565)
Windows D7 7~ 777757 (P. 566)
Windows 7 7 AFF 1] (P. 568)
Windows DHELE (P. 569)

Windows D774 LB
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F IO T7 AN EMDT )V X — AL FILE_ATTRIBUTE_name T3 723, CA
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FILE_ATTRIBUTE_DIRECTORY
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TA L AIVTNINT T AT N7 HZ L
Z/RLET, LAN Manager 2.0 £721%
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HITDHEHAIT Se %, 412 Privilege 2B N4 52 &t T&E 4 (BatchLogon,
InteractiveLogon, NetworkLogon, F3J TN ServiceLogon [ X514+ C. Privilege ™
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DONTIE, ZOMERE E DO —HFIZHE0 Y TRV
LEBEIOLET,

Debug

ALy R EDT T T NENIA T I T Ry
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METEET, 2, ALY —7 AT —var TEE
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