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5l : Active Directory M#&RFEIL—

ZOFITIELL FO—4 DN BLOW AT L 22— D DN 2 L £7,

m — DN: CN=MyQueryUser,OU=ENTERPRISE,OU=NFS,
OU=ACCOUNTS,DC=EXAMPLE,DC=LAB

m AT L 22— CN=MySystemManager,OU=ENTERPRISE,OU=NFS,
OU=ACCOUNTS,DC=EXAMPLE,DC=LAB

LU ROV —ME, =—% DN BL OV AT L 22— D DN Kb F 4L 7R
YY—NT1 /=K LR ESN TOET, BBV —r UL FOIoHE
9°5H&., CA Access Control T X — 7 T ARG B NIEF AV ARN—/LE40, A
VAT 2= AT PNEIRESINET,

OU=NFS, OU=ACCOUNTS, DC=EXAMPLE, DC=LAB
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CA Access Control T A—T 54 X B8 [ZATARRSNEL

U FOBBNL—NE, TA4L 7R YY—NT2—H DN BLOV AT L 22—

D DN LFEIL /—RIZHVFET, BB —ILL FO XTI ET 5L, CA Access
Control T X —T T4 XE B X IEF AV AN—NVENET N, A F—T = —
ANZH T DEIRSIVER Ay

OU=ENTERPRISE, OU=NFS, 0U=ACCOUNTS , DC=EXAMPLE, DC=LAB

f3ll : Active Directory BF&IL—rETALIM) V)—AT 1 /—FEHIIZETE

EE)
ZORITIE, ERofEFET 22— DN BLX O AT L 2—H D DN Z{FH AL
F9,

Z ORI Tl CA Access Control T X —T7 T4 REF DAL A—)LIEIZ LT
DIRFRN—FAREL TWET,

OU=ENTERPRISE, OU=NFS, O0U=ACCOUNTS, DC=EXAMPLE , DC=LAB

ZOWMHBNL—NE, TAL IR V)—NT2—% DN BLUOV AT L 22— D
DN E[RIL /—RIZHDHDT, T 4L 278 YI—NT1 /—F NI E T 5%
ERHVFET,

Active Directory R ZEIL—rET4LUK) V)—HNT1/—FLEIZERET DA
%

1. Identity Manager &V — /LA AL ET,

2. Identity Manager & Bl — LA B E E T,

3. TALVINIEIVY I, ac-dir T AL IR EI)Y I LET,

TALIN) TaRTADEAT T Ry ANRFRINET,

4. TAVIN TaRTADEAT T Ry I AD D[ T AR— %
U7 LET,

5. Ay B—URERENTZO XML 7 7 A VAR R ICE X £,
¥ 77 AN ac-dirxml T,

6. AL A= /VHITIRELIRRNV— N B ENZ 7248 ELE T, LLTFIC
Bl RLET,

<LDAP searchroot="0U=ENTERPRISE, OU=NFS, 0U=ACCOUNTS, DC=EXAMPLE , DC=LAB"
secure="false"/>
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CA Access Control TUA—TS5 A XEE [ZATNRRSNAELY

7. BEFOMBNL—Me LWL — N CESHAET, LTFICHEZRLE
KR

<LDAP searchroot="0U=NFS, OU=ACCOUNTS, DC=EXAMPLE ,DC=LAB" secure="false"/>

F T H—TTA4X oU RO EANLD) ZHIFRLIZD T, ZOMFE/L—NE,
FTAL IR V) — ETRIOM#Z L —REY 1 /—F EACICEEESNQOVE
KR

8. 77 ANELRGFLTHUET,

9. Identity Manager FFLa Y — L DFT AL IN)D TR T 4 HAT TRy
JAT, [EH &7V 7L FET,

FTAL N DO FEFR—TU NFRREINFET,

10. 77 ANVDRIRAE 7V 7L fRELT- XML 7 7 AV EFeEL T, [BIL]. [58
T1EIV I L ET,

Identity Manager & Hi= ) — LI XML 7 7 AV ZRFEL . T AL 7 MR IE
N7 4= NV RICAT —H ARG R EFRRLET,

F AVR—MRIRO T —ZZELT5E 01X, Tac-dirxml T 4L 7 R)ERE
Tr7ANEA L TR —RTER2N DR 7 2SR TTEE,

11. [KeAT1 &2V 7 LET,
[TAL IR ]_—=URFoRENET,
12. ac-dir 227Uy 7L, [BREE]1 &/ a Tacenv 27V 7L ET,
REET 3T N URFRIRSNET,
13. [HEE ] 22y 7L ET,
Identity Manager & Bl — L CEREES PRt B S, AR HSvE
o

7 : Identity Manager FEL Y — LA [ L., BRIET D HIEDOFEMIZOWN
TE, 1 ZELED TR 2SR TS,

EZIEE

ac-dirxml 7 ALV NERTET 7 ANV HA L TR— R TEZ2L (P, 24)
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ac-dirxml TALIRNIERET7AIEA U R—FTERZLY

ac-dirxml TALORJEREIT7AILEA 2 R—F T

fEAR :

Identity Manager & ¥ — LD ac-dirxml T 4L 7 NIERIET 7 A Va7
AR—RLELTZ, 77ANVEA R —RLIOETHE, T AL IR E T

T 4= RN FOTT— Ayt —VNFERENET,

Deploying directory configuration...

Parsing input stream...

Error: (140:67): cvc-complex-type.4: Attribute "value" must appear on element
"Container".

Error: Failed to import

kokokokokkkokk

1 error(s), 0 warning(s)

fRRFAE:
ac-dirxml 7 AL RNIERET 7 A /T, 12— ANT OREIEEN R DRIl S
TWET, ZOT77A/L1E, CA Access Control T X —T T A XEH (28D —
P ANT O T EZE R T HDIEALET, 722X, =2—F T4k
J )RRAT —RX2 Active Directory 58/ — DR /2 S C9, F7=. CA Access
Control =& — 7" A XE B % SSL {5 HIZEX EL 72V, Active Directory %
72— VA= S IZERELTZD T D5E 12, acdirxml 7 7 AV EfRELET,
ZOMBZMRT D21 BLFOFIEIZHENET,
1. ac-dirxm 77 AV EtRERICEEET,
2. LTOXTHRRLET,

<Container objectclass="top,organizationalUnit" attribute="ou"/>
3. BT ELTOR TEEEX ET,

<Container objectclass="top,organizationalUnit" attribute="ou" value=""/>

4, T77ANERGFLUCHALET,

ZIVT, TALVIZNIRRE T 7 A /L% |dentity Manager & Bl — L2 A LR —
FCELITRVELTZ, TAVINIRET 7ANVDOERZEH T 5121, 77
ANDALR—MMEIZ, BREEA PR T o0 ERHVET,
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CA Access Control T A—T 54 XEE A DMS [T TEAELY

CA Access Control T A—T 54 XE I A DMS [ZHEfE C=713LN

fiEAR :

CA Access Control = X —FZAXEB (a7 A58 LLFDLH7e Ay
B—UNEIRINET,

TT7—: Bl AL TEEFHATLL,

TT—: H—lPYN EOIRRT—RIRTTAT D/ SR — R E—F L EEA,

fiERAx:

Z—H ac_entm_pers |X DMS |20/ A TExFEH A, ZOZ2—W|L, = H—
T IARE I —/ L DMS D OBERBIONT —% 7o—%GELE7,

7¥: ac_entm_pers —W(Zi, LA FOMEREMEDHVET, ADMIN,
AUDITOR, IGN_HOL, LOGICAL

ZOMBZMRT D121, L FOFIRICHENET,
1. selang ZBAEFE T,
2. DMS (ZHHEL £,
host DMS__@entM host name
3. ac_entm_pers D/XAT—RAEEHLE T,
eu ac_entm pers password(password) nonative grace-

4, BT TARERY — NN AR L EFLTOVDRANMT
ac_entm_pers 2’07 AT AHZEEFFRILET,

authorize TERMINAL entM host name uid(ac_entm pers) access(a)

5. ac_entm_pers NTL X —TTAREBY — \|[Zn AL TEXHIEAfERL
7,

host DMS @entM host name uid(ac_entm pers) password(password) logical

6. ac_entm_pers DLV IAT —REHHL T, =¥ — 7 T XEHH—
730D DMS Hfitak i a HHTLE T,
DMS (2~ T ac_entm_pers 23adalEa 41, CA Access Control =% —7"74
REH X DMS IZHEREL F 7,
7 DMS ~DEEHE A E T DT IEDFEMIZ DOV TIL, CA Access Control
TR —TTGARER T TA ~ VT BB TLTEEN,
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CA Access Control T A—TS5A X ER 40 TREFIARTEND

Pt E DO IC =T — %225 LT85 A . DMS Tl ac_entm_pers Zatal-
TEEHA, ZOMBEEMERSHIZIE, LT OFNRICHEVET,

1. ZNETCOFNET. & TFNEICFIC SAT—RE AN L2 e MR L5,

2. AHRDTFNE 4 T, =2 H—TTAXE Y — 3 (entM_host_name) DR AR
APIELWZ LA B L ET,

7elxiX, FlE 4 T — T FAREHRY — N OFEEEMIFBANM R E
LIZB 6, o 2 —T T RGP — /30 TERMINAL L=t — R T AR Ak
AL CWDE RANMAITRRSALT, ac_entm_pers (Z=2 2 —7'7
ARG — R In s A TEER A,

3. CA Access Control Bs &7 7 A Vo ffEad LE T,
seaudit -a

4. DMSEEET 7 AV EHERBLET,
seaudit -a -fn DMS log file

FEEL RN, =X —TTARXE Y —30 TERMINAL L2 —R
DIELVWVEANIZE T AIE A RSN TOBIEEENH E T,

f5l: pMS BEEET7MILDERT

LLFOHIL, DMS__ EWHZHEITD DMS A 7 7 A V2R RLUE T,

seaudit -a -fn "C:¥Program
Files¥CA¥AccessControlServer¥APMS¥AccessControl¥Data¥DMS ¥pmd.audit"

CA Access Control TUARA—TSAXEIE 2T CEBFNARTS
y Q)

fEAK :

CA Access Control T X —7" T ARG 2L X7 IR IR R RSILE
7,

fRRAE:

ZORBAIRRS DI, 7TV FOT 74N NS B K ERGEICEELET,
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InfoView [ZFRTand INULL R—2 | T5—

InfoView [ZRRESN S INULL R—D |1 T5—
FEAR :

CA Access Control L'IN—h D7 7 RA% A5 & InfoView [ZIR DT —NFHE
RENET,

NULL Dt LAk i DA B TR A,
R IT

Windows D54, CA Access Control Universe 23 G2 EFES AU TU R,
FIIIA VA= ZIL TN AR HVET, CA Access ControlUniverse
DT ANCET, B EH ClIWG A amEL . EH Thod
LA liEmir B Iz 7,

Solaris D334, bouser LT A1,

CASHCOMP/CommonReporting/bobje/setup/env.sh ZLL F D LB VFREL F
7

1. LLF® LIBRARYPATH Z BN £9°,
$MWHOME/1ib-sunos5 optimized
2. BusinessObjects tr—t 2% F il L £7,

cd$CASHCOMP/CommonReporting/bobje
./stopservers
./startservers
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UNIX AND A A+—)L#IZ CA Access Control ANE BIBYIZEEIL7ELY

UNIX AND A > AR—)L1&(Z CA Access Control B 180 IZF2 &)

L7ELy

UNIX IZ3% Y4

SEIK
UNIX =2 RIRA L "D A2 A—/ L4412 CA Access Control 73 H EhAgIZ 2B L
FH A,

fRRAE:
7 4L T, CA Access Control IX UNIX = RiRA L M CIL HBIRJIZEEIL
A,

UNIX 2B 2 — X OEBIRFIZ seosd 7 —F2 70 HBIMIZE BN 550125 E
$5IZ1%. ACInstallDir/samples/system.init/sub-dir 5 4L 7’z HL £,
sub-dir lXZfEROA R —T 4 7 VAT BRI LT T AL 7R TY T, &
TFAL M, AR —T 47 AT A BT CA Access Control % H B
\ZHEEN 95 AL LT- Readme 7 7 A /L 3BV E T,

3 : CA Access Control DIEEIDFERINZHDOWTIL, [ ELED N1 2SR TLTE
<A

Linux s390 T RRA b ETCTTF—EZRIETELLY

Linux s390 J3 X O Linux s390x (Z5% 4

fEK :
seosd F7-13 ReportAgent 7 —FE & BHAATEEH A,

iR RA %
CA Access Control T, T RARA b ED Java B2 M E CEFH A, 2O
EE RS D12, LT OFNEICHEVET,

1. accommon.ini 7 7 /LN®D global £/ a2 ® java_home % EZ. Java &
fﬁil\@/\oxﬁ‘sé\iﬂ—(b \}:):E%Eﬁmu LiT

2. LD_LIBRARY_ PATH BRI 23 D% | Java BRIEDILH T AT TV ~D /AT
RELET,
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A AR—)LIZIZ selang [T TE/E0

A2 AM—)L1#%(Z selang [ZERR TS

JEAK

CA Access Control DA Ah— /L1412 selang ZLE) 57>, CA Access Control
TN AR LEOET DL LT O T =3 B AELET,

T7—: PIHHRICREALELTZ, & TLET,

(localhost)

TT—: AU TEEEATLE,

T7—: Uitk example.com NSOV A N EETDHERAH FH AL

fRIRATE:
I AR — A NELKERSN T EE A SRV—VEN TN a—T T
LTz EL £,

HRIL—IWENS TN a—T10T T 55%
CA Access Control 25 [EL £,

1.

secons -s

selang Zu—71/L E—R ClEEEILE T,

selang -1

SE: UNIX 2B 2—# [T selang 21— %/ B—RTEITT BT, root
2P THLIMNENHYET,

1— 71 )W oK (terminal_name) @ TERMINAL L 2 —R2MERRES L TRY,
UEROT 7B AMEBRLL FDIDNCIELL EREN CWAI LR L £,

showres TERMINAL terminal name

La—RBEELR WAL, v — LR O TERMINAL Lo —R %
ERELET,

editres TERMINAL terminal name owner (name) defaccess (accessAuthority)

¥ A F I — Y E I L — T ONWT AN TT, TERMINAL L
a—RNIZXT BT 74V T AMEN none THHT-H  La—RDOfE
R C T 740 s TR AR EL T, 22— RIS Ry 7 T RS
NZRNIITLTLIEE WY,

AR T 7B ZMER N ELL 2 WAL, BRICKTTHIELWT 7 A
[RaeEfRlLET,

authorize TERMINAL terminal name uid(name) access(accessType)
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A2 A+—)L1&IZ selang [ZHEFR TEARLY

4. (UNIX) [seosd] EZ arH D terminal_default_ignore 5% € DEZHERZL
ESr S

ZOREMIL, BT VAL FF [T 5HEX|T., CA Access Control 73
_default TERMINAL 38X O E D TERMINAL L = —R D defaccess [H4 %
BT AMEINEREELET,

7E: terminal_default_ignore X EDFEAIZOWTIX, [ V772X TR

B TTEEN,
5. (UNIX) EL FOFNAIZHES T, lookaside 7 — &~ — A3 A 2 B L T
LZEEMERLET,
a. RAREA D lookaside T —H# X — A& AEZEL £,
sebuilda -h
b. lookaside 7 —& \—ADi KT N ERANE NFEIL THDHZ &2 ffERR
L%,

sebuilda -H | grep hostname
hosts lookaside 7 —#~\—Z 77 (/L ONE P —FERINET,
6. CA Access Control ZEEIL F7,
m  (UNIX) seload
s (Windows) seosd -start
E: ZIUTHARE selang ZLE TE 72U )y, F721% CA Access Control 7 —4
N TERWG AL, TR O 0S FID hosts 7 7 A /L 28 B35

A NHET, VAT LEHE F-IIxy N —E B I EE L TR —
32T TLIZE W,
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Solaris 10 @4 J7AJLIZERFESh-Avt—D

Solaris 10 A4 J7AJLIZER RSN t-AvtE—

Solaris 10 THE%)

fEAK :

['secons -s ] Zfii FHL T CA Access Control Z{%1E9-%& ., [/var/adm/messages |
1 7 7 A NI FLERS AU TS CA Access Control At —3 73 Solaris 10 =227
o —H|ZFRSNET, EHL WD a B2 —F? SEOS_use_streams OAE
DS yes IR ESNET,

fRRAE:

INBEDAYE—=VIFBEA =V THY, MEEITT—2RTHOTIE
HVEE A, RLOMBETIHVETA, AvE—VEZOEKELL FIORLE
R

m  "SEOS: Restored tcp wput" "SEQS: Restored strrhead rput"

SEOS_syscall #EREIZ LY Ry RT—7 7o N ZhcSni=Z R L ET,
m  "SEOS: Replaced tcp wput" "SEOS: Replaced strrhead rput"

SEOS_syscall #EREIZLY Ry RT—2 T F SN2 R L ET,
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TUoAVAM=IVRIZFFHTLO AN F—ZHIRTDEEICIS—AEETD

FUAVAR—ILRIZFBTLORM) £—2HIRT BLEIS
TS5—HRETS

Windows Ti%4

fiEAR :

CA Access Control D7 > A Ah— )LHFIZL AN F—ZHIRLIHET5HL,
UTOZT— Ayb—URNERINET,

T =2 & EE Ay TR L T T2 ELE LT,

RRAE:
RemoveAC.exe 2—7 17 (% 324TL T CA Access Control L' AR FF—15 K&
T AL ZM)ZHIERLEJ, RemoveAC.exe =—T7 (VT 4 CIXRLIIT AV

AP—/LEFUER AN, F2TD CA Access Control LU AR S —H LT (L
IRIMRI L 2 — 2B RS ET,

3¥: RemoveAC.exe =—7 17 ¢1%. CA Access Control {2 Ah— /L s\ /r—
I EENTCOEE A, SRR OWTIE, YtT7 7=k YR —h
(http://www.ca.com/jp/support/) IZEB I F i E<TZENY,

ProductExplorer AABAIRSALZLLY
fEAR :

Windows ™ CA Access Control Premium Edition Server Components DVD %
HZERTA 7124 AL Th. ProductExplorer 23BN 4 A,

R E:

LR O FEE FATLET,

. NEFET AR RIAT DT AL ZMIBEIL T, ProductExplorerx86.EXE 7 7
ANERE T NIV I LU ET,

s HENFEITEAEZNIIL T, ProductExplorer Z H #HICEEIL £,
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3T RIO—BLUT I ERERDE
3

ZOvrva Al LFON IR EFITWET,

I NT = RIAT EIEHRIAT ~Da—H T/ ADT a7 (P. 34)
SN — R —FINT 7B ATES (P. 34)

PN T VB A F =7 T Jetc/passwd L Jetc/group 7 7 A /LD SA IR
S5 (P.35)

TUH—TIAR a—PEHIFTT N =T NI —=RIT IV BATERWVA, IEL
W T BAIL—)LHERTESFL TS (P. 36)

a7 AR e —HEay 7T N TER (P. 36)

2 — PR HIRZ 2 CTa~ 2 REEITTED (P. 37)

CA Access Control 239 _XTD—H% root LL TRk T2 (P. 38)

1 ODIIN—T =V E2 AU —REHE L GEITEARW (P. 39)
Windows & HE# 73 CA Access Control /XA —RZ 28 TX5 (P. 39)

7 a—/N)L XA —R RV —IZ8 D) RSNV AT LD — ey /X
1% (P. 40)

K EERT TV —3 2 N T DX AT FTALD N 735 (P. 40)
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FIRT=Y FSATERBRIAT~ADI—H 7HLADTAYY

PINT—=D FSATERBRSATADLI—F 7IOADT

v

Windows TH%

fEAK

VAT A RIAT ~D—F T BRI Ty TEETN, T —7 R4
TEIFRIA T ~Da—Y T v RE = IETEEE AL

R %:

Windows 2008 DRy NI —V [HERTAT ~Da2—W T IR T oy /3
B2, LR D selang 2~ RERY o —ITBMLUET,

newres FILE ¥Device¥Mup¥*

Windows 2003 LD Ry NI —2 /G RTAT ~Da—W 778 R%Tay 73
BHI21E, LLF D selang 2~ R &RV —2BIMLET,

newres FILE ¥Device¥LanmanRedirector¥*

REINT-)Y—R|IZA—F R THELRTES

fEIK

BHAEV—ADT T )V T 7B AMERREL T none Z{ERKL L7208, A—/8—
2—PNEFETERBVZED))—R T VA TEET,

fiRRAE:

VI —A T 7 RACETHRBEDON T TNy a—T 4 T E1 TV ET (P, 127),
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FAHABYTIER FTyI T letc/passwd E KU Jetc/group T7 A ILHINA 18RSI B

HRAWYT IR F vy T letc/passwd H LU /etc/group T 7
AILHYINAINAENDS

UNIX Ti%Y

JEAK

/etc/passwd LN Jetc/group 7 7 Ak T DT 74V T 71 AHENR none
R TELT V= VEAERLTZIZH D )b LT 26D 7 7 A VG A R0 T 7
TATETLENET,

fRIRA %

T 7 4/VRTIE, CA Access Control F8RET= 21T Jetc/passwd F53 LY
Jetc/group T AT L T 7 AN HFHA IO T IR F oy Ia AR E
4, CA Access Control RZHD VAT I 7 7 A NIk Hat B0 7 7 A
F 2V SA/RALIRNIINT T HITIE, seos.ini 77 /LD [seosd] B/ a
HH1 D bypass_system_files D% no (IZEFLE T,

FE: CA Access Control SZNBD Y AT A 7 7 ATk DT T 78 A
F 0% ARALILWIONCT D56 BYIZRFF RIS ESNTWDHILZ
WLET, WERFFAIZREE T ST IR F oy I DSANAZAT
L7234 . CA Access Control EHRE L root T—V &G e —W DT AT A
[T 7 BEATE2720, HERY AT MU T 286 B0 7,
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IVA—TF5AR A—HFLIETIW—TN)Y—RIZTVEATELGVMN, ELLVT IR L—ILHER
ESNTLD

IAR—TS5AR A—HF=FETIL—THR)Y—XIZ7IEX
TEHWLWA,. ELWLVTIER JIL—ILAEREISNTILNS
Windows Ti% Y4

fiEAR :
TR —TIFGAR a—YE TN —T N —R T 7B AT L a2 o>
WADIZ, TV EBATEER A,

R %:

TUH—TTAR T ISR ER S CWS A REMERHVET, T —HF N —
ANODFFRIE, ZBI23NE— T SID W E/2DH T 1 M CIid7el drnwWriw
VMIEASITWET, ZORNETF =y HIE, BT Y —T T4

AT H o ik £,

I BRI A —TTAR T I NDOEERIZOWTIE, [Windows =27
APNEPEG AR e B IR TLTEE,

A7 A IRl a—Y 20y o7 O RTEGL
UNIX Ti% 4

fEAK :

0y A DIRBBFEEDEENZEL T2 12/ SAT —K PMD T —H %25 E 5
HEANT serevu R EL TWET, UL, ELLaZ A TERWES Th—
PR T RESNEE A, pam_failed_logins.log 7 7 AV EZ BT 57201
nodaemon 47> aLZFREL T serevu BN 72L& (D, b — 3R E L £H
oo

BRAE:
seos.ini 7 7 A /LD [seos] 7 a0 passwd_pmd DENIELLHY EH A,

passwd_pmd D% | sepass 73/ NAT —R B 41625/ XAT —R PMD D44 Hijll
RELET,
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A—FHEEHRERZ TITUREERTTED

A—YHEREHIRZEA TITUNEEITTES

fiEAR :
TN —FNR U CHRERHIIR A R E LT ICh 0 b BT L —7 AL 33 H]
ST~ IEfEA#8 2 T CA Access Control 2~ R&AFEITTETCLENET,

FRIRAFIR:

HIFRIAE . CA Access Control (Z2—W 3 F L \ar A vy a aRtad
HO&EFHIELET D, UIWra s 352 X CaEt A, —F 0 R
VY —AETa~w o NIZT 7 AT L% (3 5121%, VY —AE - ida~
VROV —A La—REERLCREGIRZfREELET,

5F: CA Access Control 1%, == —H ™ USER F7=1Z XUSER L =2— R |ZHE[E]HI PR 23
FAETHNEINEREZRL THD ., FD—H A E TS GROUP £7-1Z XGROUP
(X3 DR R MFE T D E I E B LET,
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CA Access Control I RTH1—H % root ELTEREHEIT S

CA Access Control M I RTHI1—H % root ELTERHT S
UNIX T&% Y4

fiEAK :
root LIS D —H %L T sewhoami 2—T AU T &2 EITLUI-34 . CA
Access Control |XZ D —H%% root = —H LU TEik L CLEWE T,

FRIRFIR:

COREE NI TNy 2—T 4 7T HIF, ul A TV r—ard
LOGINAPPL L 2—R CLL F & RGEL 7,

m  LOGINAPPL LI —R DA | T A2 T IV r— 3 DL ETTHD,

m  LOGINAPPL L 2—R®D LOGINPATH /XTZA—ZPal A TV r— g~
DIEfE R 7 )V 22 TEL TVD,

nry Ay TIVT—ar ~ONREFHRDHITE, L — A% FET (P.130)L,
wizca A 77— a2 %f# LT CA Access Control (22274 LT
/7R ET, N—REZRL COAERELET,

m  LOGINAPPL L ==—R® LOGINSEQUENCE /NTA—Z\Z . al Ay T ) /r—
varHAOIELWaS A U APRRESILTWD,  FEIIZ OV T,
Wtt7 7 =5V B —b (http://www.ca.com/jp/support/) IZ BRIV VE
At AN

3¥: CA Access Control IE, F—RX—F ol A 77V r—aAO
LOGINAPPL L —RZERLFH A, —F =Ty al A TV r—ra
T AEE. FDOT SV — a0 D LOGINAPPL L 21— R A F#) CTF
Fe L TLIEEWY,
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AC> sr HNODE _ local
(localhost)
Data for HNODE ' Tlocal

Defaccess R
Audit mode : Failure
Owner : Domain¥Administrator (USER)
Create time 1 28-Feb-2010 12:34
Update time : 04-Mar-2010 05:10
Updated by : +policyfetcher (USER)
Effective UID : superadmin
Policy Status
mypolicy#01 : Deployed Updated by: superadmin On: 04-Mar-2010
05:10
Deviation : Unset Updated on: N/A

AC> er HNODE _ local _ policy(name(mypolicy#01) status(undeployed)
updator(superadmin))
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Active Directory == — %% UNAB T RIRA L M/ AL TE72\) (P. 87)
UNAB TV RIRA LN Ta< K& LT TE720) (P. 90)

7 —)VK E'2—"TC UNAB U RINA U M FRIR TEZ20) (P. 90)

Linux s390 = RARA L b ETT —FELZBAIGTE7/20 > (P. 92)
2—PIZRDa T A FF AT — R OZEFE N TEAR (P. 93)
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UNAB DA A+—)LIZRERT B

UNAB DA A+—)LIZRELT B

fEAK

AV A=V IR =T W A< A XL FELTZDN, UNAB 2 RIRA L h~A
A= VLI ELTZHRIZ, A A=A F LT,

fiRRAx:

ZORBEERR S DIE, LU OFNRIHENFET,

1. =20\ UNAB A Ah—/L 12 7574 /L uxauth_install.log ZHEZR
LET, T7HVNTIL, 77 AUIZLL FOF AL 7 MICHVET,

/opt/CA/uxauth

2. UNAB A Ah—)L ual 77 AN T I AR—R L T AR—KL 7277 AL
% CA YV HR—MIEELET,

3. FRYS R TAY A— VLA T E T,

n AT AT =T DA A= LT DN T, seos_debug_on EUVV)
ZRIDT7 7 AN [tmp T AL ZNIZHERR L, 0735 9 OFIFATT7 7A/L
(2T w7 LV B0 TS,

4. TN T TR THATAT Ny —VaFETLET,
m  AIX — -e<log_file_name> 757 %A L Ah—)L av U RIZEMLET

m  HP-UX — swinstall 2% swjob HIZE T DA AN—v 0l 77 AV %
ERLET

m  Llinux —-w 777 2 A A—)L a<= U RITEMMLET
m  Solaris — v 77 B AL AN—)L a<w RIZBINLET

UNAB Z 8 NDFST I a—T4Y

LU FD®7 21204, Active Directory ~~0 UNAB B &RIFIZ 38 9 A -
TINY 2—T A T T BT IENLOTERNEG ENTOET,
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UNAB Z8DrST IV a—TFT424

RIEFINAT—REHRET UNAB B xR T 5

fiEAK :
Active Directory |Z UNAB Z &8k L IO LT DL L TONED T — Avt—
THRERNRRLET,

WL T e VO BAG I CERREREC IR L E L7 /<Administrators Zf#HL7= Kerberos g
DL ELT,

FRIRFIR:

ARIEZ2 /7R AT —RNJEK T UNAB BREENIRL E LT~ ZOMEEAfRR-351C
X, B DO/ SR — RS L, UNAB 258k £97,

ELLGEWNIAYY A1 —MREET UNAB BEFEMNKRT S

fEAK :

Active Directory |Z UNAB 284k L IO T DL L TONEDTT— Avt—
DERRINET,

rayy Axa—kETEET/<Administrators ZfiHL7- Kerberos FEREIAENSFFRLELT,
fRRAE:

Active Directory & UNAB = RRA L MEI D1y 7 A% 2 — 3ERE SV ELY
REWZ | UNAB B ERIZ KL EL T2,

ZORBEEMRR S DIIE, LT OFNAHENFT,

1.

UNAB = RARA >k Zmw 2% Active Directory D71y & FE TRIFAL £
7

uxauth.ini ® [Agent] ©Z T a T, use_time_sync h—27> DfE% yes |Zi%
L, K OREZ B ELET,
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UNAB ZE DS T IV a—T 424

IELLKZEULY NTP H—/\ERENR AT UNAB B ER KBNS 5

fiEAK :
Active Directory |Z UNAB Z &4k L IO LT HL L FTONEDTT— Avt—
DFRSINET,

il NTP SF—EADF > CHESITOET,
FRIRJTE&:

Network Time Protocol (NTP) V— /3 [H1&E > TR EIILTWAT-8 . UNAB &
FRIZIB L F L=,

ZOREE RS D2, uxauth.ini @ [Agent] £ a2l T ntp_server h—22/
IANTP Y — 2T IR ELE T,

ESN7ERE A RE T UNAB B8V KT S

fEAK :
Active Directory |Z UNAB &8k L&H 0L LLFTORNED T — Avyt—
DERRSINET,

Kerberos 5 FA47 VDW= 7—, ' /opt/CA/uxauth/uxauth.ini' ZHEEELCTZSNY,
<Administrator> Z{EfIL7= Kerberos HuiadslAs il L7z,

fEAK :

uxauth.ini 7 71 /VIZ RN 7 Kerberos E2N & FAL T D728 . UNAB Bk 2k
MLFELT-,

ZDORIEE R DI, uxpreinstall 2—7 U7 %31 TL T Kerberos #% i&
%‘fﬁﬁwh‘[—/iﬁ«o
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UNAB Z8DrST IV a—TFT424

DNS R E ML V=6D UNAB Z NN R T 5

fiEAK :

Active Directory |Z UNAB Z &8k L IO LT DL L TONED T — Avt—
DFRSINET,

<domain name> RALZ LDAP H#—ERADYY—R La—RARO00ERA,
fRIRAE:

DNS ¢ E 3 Active Directory [ZaX B SFLTURUN 28D | UNAB B EkIZ AL =
[_/7':_.0

ZOMBEEFER T DL, L FOFIRICHEVET,

1. uxpreinstall =—7 (U7 4% 54T, DNS sX EZMERLE T,

2. uxpreinstall 2—7 (U7 4D /1%L, DNS 3% EZMHERLET,
3. RENELLRWGAIL, LLFDOZ7 7410 DNS ik Ex EHLET,

/etc/resolv.conf
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UNAB Z8]3 DS T I a—T48

uxconsole -register HY&LBLT 3
UNIX Ci% 4

fEAR :
UNAB =2 RARA > N B Gk 3 57212 uxconsole -register #5479 5L, LT
DHNEDTT— Ayt —UNFKRENFET,

Active Directory Liif59 27200 DC L THATEL— 30 EHA,
[ad] &Zi=2T lookup dc_list & ignore dc list O %L TSN,

fRRAE:

uxconsole 73 Active Directory |Z UNAB T RiRA L ha B gk T HEE, = R A
ROMERH 7R T I e IT U Active Directory VAR HHESIUET, Lol
uxauth.ini 7 7A/L® ad ZZ 2 ignore_dc_list i% E 1%, UNAB = R7RA
RASEIE L7V R A v ha—TFDUANe R LE S, BiHE72 Active
Directory A RN DT XTDOR AL a2 ha—77% ignore_dc_list 8% E DY AL
IZEFNTWDGE BEITRIELET,

Z ORI MR T HI20E, B E7= Active Directory A RDR AL a2k
1 —Z D4 Hij% ignore_dc_list 5% ENHHIBRL . uxconsole L—7 4T (& FHE
TLET,

7E: uxconsole =—7 U7 41X, MRS 4172 Active Directory YA h D4, Rl
uxauth.ini 77 A/LIND ad BZ 2D ad_site iR BN EEZIALE T, UNAB D
Active Directory YA N AR —hDFERNZHOWTCIL, [ ELED N1 A5 RLTLIE
S0,
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UNAB @ OT A2 R —hERHSINAL

UNAB D OT A 7R —DEEf Szl

SEIK

UNAB D12 Ay 7KUY —% UNAB DL RRA L MIFATLIOELE L08R
Vo —NEEA RSV EE A,

fiRRAx:

ZORBEARR S DT, LR OFNAICHENFET,

1.

UNAB N RARA N THEEIL CWAZ LA MR LET,
a. TURRAVICavrR a7 s RyzfEEd,
b. ULTFDa~w RaFEITLET,
./uxauthd.sh status
UNAB DEUED AT —HZ A% R T Ay —U PNRIRIINET,
RV —DRANMIE 7 a—REN e R L £,
a. TURARAVIETa~vR a7 N RupG, LFOa<w s R
FITLET,
./uxconsole -status -detail
TURBACMIREIRT 2% 6 ORI — &2 B ET,
TUH—T TAREE Y — /N UNAB T RARA L MEEF LR & —3F
A~ RafERLET,
m TURRAURETa~vr R 7Far 7R oo Runh, LFoa<w s R
FITLET,

./uxaudit -a

18 Jan 2011 11:03:23 S UPDATEQOOOO] TERMINALLD ac_entm_pers[] 338 10
_default00000O00000O0 acmanager . forwardinc.com auth terminal _default
xuid(yaeyu@l)access(read) (0OS user)

IV INE STV RN LA R LET,

Ayt — Fa—iBE T2V INE D) syslog T AN ERRELET,
=Y T AT NOUT AR BIONAT = AL MERLET,

AR TR TR T4 RUPBU T DA~ REFATLET,

uxconsole —manage —show —user <AD user account>
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ReportAgent I A—T 54 XEBH —/IN\ADLHR—LDZEEICKEKT S

ReportAgent MIA—TSA X EBH—/A~ADLR—

SITKT S

SEAK :
UNAB % ELE) L, ReportAgent 7 —FE LI TIILTCUD A3, CA Access Control
TR =T TARXER CUR— N RRCERWI MR LELT,

fRRAE:

1.

CORBEEMRTDIIE, LT o7 ry =y 2 L ET,

syslog ™TUNAB EP communication problems with ENTM (ENTM &¢ UNAB
EP {5 D) | 87 2T, Av—Y Fa— — @5 ICB#§ 5=
T— Ay — U NI E I HERLET,

L7R—h 5 —%% CA Enterprise Log Manager (21557 238 &1%.
accommon.ini 7 71 /L D[ ReportAgent ] £/ a 1Z&H% audit_enabled h—
TN LI ESNTWNDZ LA B LET,

ReportAgent D7 /Xy 7 & H ML ET,

accommon.ini 7 71 /LMD [ReportAgent | E 7 a Nl DT v M=%
LITRELET,

UNAB L' IR—hDT /N7 774 )L unab2xml.log ZHERLET, ZD77A
JFLLFOT AL ZRIZHD ET,

/opt/CA/AccessControlShared/log

ReportAgent Z FEI TEITL T, UNAB 7 —FX—R A F v ayha/
RRLET,

/opt/CA/AccessControlShared/bin/ReportAgent -debug 0 -task 2 —now
LUTFORICHER L TIZEN,

= ReportAgent ZFE) CHEITTHHIIZ, /1A

'/opt/CA/AccessControlShared/lob' % SLD_LIBRARY_PATH (ZiEIL £
7

m ReportAgent = FE) CHEITT DRI
/opt/CA/AccessControlShared/data/audit2txt/ 5 4L 27 KU .dat 77
ANEHIRUET,

m  ReportAgent —7 4UT 4 DT\ F F—ROFEAZOWTIE, [V
TV A AR S RUTIIZEN,
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UNAB 7R R D & $% 15 < Kerberos Preauthentication IZ5cBX9™ 5%

UNAB A D & $£ 52 Kerberos Preauthentication [Z£BX 95

UNIX Ti% ¥4

fEK :

uxconsole -register 2~ R T DL LLFTONEDTT — Avyt—U WK
IRSIVET,

krb5_set_config_files 7% /opt/CA/uxauth/uxauth.ini TREULELI, 7077 A/ UILEHFD-I0
BOEEA,

<Administrator> %ffifH{L7- Kerberos preauthentication (ZRLELT,

fRRAE:

uxauth.ini 7 7 A /VIZER ESILCWORWE B A3HVET, ZOMEEMRRT 51T
IZ. uxauth.ini 7 7 A VINDBREE R E T X CUMEDMFET DI MR L E T,

UNAB D& ET-ILFIETITS— 2—F 2803 & R1ET D
UNIX Ti%Y4

fEAK :
Active Directory T UNAB ARANZ %Rk, E721F UNAB ZBALEL KO&ET 548, LA
TONBEDTT— Ayb—UNEoREINET,

nss ZBHIF720 v nss Fry i azfERCEERA, =F— a—F 2803
fRRFAE:

Jvar T AL IR AR N HDER A, ZOREE R 511X, /var D
R 95% (ZEEL CUNVRW I EAFERRL . 2~ REFRITLET,

Active Directory 1—HHY UNAB TURRA U MMZOT A2 TEA:
Ly
UNIX T#%¥4

SEAK :
UNIX J&M:% 5D Active Directory =-—H 73 UNAB = RARA L MIns AL T
FHA,
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Active Directory 1—4HHY UNAB T RRA U MMZOT 4 TERELY

R E:
ZOREE R T DI, L FOFNEIZHENET,
1. 2—HOarTFRLUTONTINTHLIEEMHRLET,
= user_container BREEaX EIFE ESILTWDI T T,
= user_container BRIEaX EIFEESNNTWDIL T D FIhHhir 7 ar
7T
¥ : user_container EREEFR E 1. uxauth.ini 771 /LD AD 7202
HVET,
2. Active Directory N T, =—H(1Z UID BLGID BNdHHZEaMeR L £,
3. 2 PPREENTORNIEEHRLET,
4. UNAB D RRANTEEIL TWHZLafEREL £,
a. TURKRALITavIR Far 7N RUEREET,
b. AFOa~ REREITLET,
./uxauthd.sh status
UNAB DIUEDAT —H AR Ayt —VRFRSNET,
5. TURIRAL BN Active Directory (OB ERSIL CWAZEAMERR L £,

7 = RAA R Active Directory (2B GRS LTV A | uxconsole
-register —7 (U7 ¢ % L TRAN B ERL TS0,
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Active Directory 1—4HHY UNAB T RRA U MMZOS 4 TEHELY

6. TURKRALEED0S HOLRITEZIT SAT—K vz 5T —F %L
TOFNEIZE>TEIELET,

a. UNAB Zf#IELET,
./uxauthd.sh stop

b. NSSFyvia 7 —FN—ZZHIRLET,
rm -rf /opt/CA/uxauth/etc/nss.db

c. 0S HDARIEIIFI/SAT—R F¥via T —FENTURRA R ET
FATHENEINE MR L £,

722 0. Linux E£721% Solaris = RARA L bOSE T nsed T —F L0
FATHENEIDEMHERLET, HP-UX TR A L hDOEE 1L, pwgrd
T — U NEITENEIN R LET,

d. 0S ADLARIEIT/ AT —R v a T —FVNEITHOEAIL,
Tt ARG T LET,
e. UNABZEEEILF T,

./uxauthd.sh start

7. %O Active Directory . — 7 7 Al L C, Ticket Granting Ticket
(TGT) ZHAFL £7,

BWHEFE T 1o e i L C. Active Directory ([ZHEft 3 D790 DLL T D=
~UREFATLET,

./uxconsole -krb -init Administrator

S TGT I, 22T FD LA, =—T = b keytab &ff FHL THE T
TET,

./uxconsole -krb -init -k
8. Active Directory = — 7w N BRI LET,
n UUTOMBEFETLES,

./uxconsole -ldap -search "(&(objectClass=user) (sAMAccountName=johndoe))"

B SNARERE BRO2—F THYL M OR—EEF =7 LU E
T

9. MEIJSEU T MMDORAS Ta—W THY U MR B LET,
s U FDOa<w  REEITLET,

./uxconsole -ldap -search -b DC=unabca,DC=test,DC=co,DC=il
"(&(objectClass=user) (objectCategory=person))"
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UNAB TURRA R TAT U REEITTELLY

10. =—H% 7 Ak UNIX J&PEDS Active Directory & UNIX _ETR—ToHHZ &
HERLET,

UNAB T KRRA TR R EZETTERL

SEAK :

UNAB T RIRALMIIEHFIZn 7 AT, UNAB Tlk, 2O/ A A% L
T uxaudit (UNAB B #7741 /1) IZ P (permitted) LT — R MERKSLEL 72,
FIUTHRE DL, ZURARA M TUNIX 2~ REEI T TEET A,
fRRAE:

2—PNRE LT RRALMIFEI L —H 4 CTLHNCR T A LT-EEIZ, )
UID Z L T RE . 2D —P T H S D /home T AL 7T 72
HIENTEER A,

ZOMEE RS HI2E, LT OFNEICHEVET,
1. =—H%® /home T AL 27 NEZHIFRLET,

iE: /home 7 AL Z7RJiX, /home/userName |ZfZE L CWDEENHVE
‘é’—o

2. 2—FRTURFEAMNIT A LET,

FHLY /home T AL ZRIBMERRSIVET, ZH T, UNAB = RiRA b F
TUNIX v REFEITTEXHINNTDEL,

J—)LK EA—TUNAB TURRA U RERRTELLY
UNIX Ti%4

fEIR :

UNAB = RARA L B BES 572812 CA Access Control =2 & — 7 F A XE B
PHEHALTHETH, U—/LR E2—IZ UNAB = RARA L MR FE RSN ESE
/Uo
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J—)LK E2a—TUNAB IV RRA UM ER T TELLY

FRIRFIR:

UNAB =2 RARA U R P — Nl CEH L& MERR L E T, UNAB =R
RARETCUTEFIITLET,

1.

Distribution_Server 3 & DIE AT Y —/8 2B 2 —Z DA IR E S
TWHLZ MR LET,

Distribution_Server 3% (%, accommon.ini 7 7 /L. communication &7
TalhbVET,

$il : ssl://ds.comp.com:7243

A — NI T I AT A — T A RE Y — R BT AR
f—&LTCNVET,

Ay— X2 —OXAT— R ELWT EEHERLET, T RRART
1L, ZONRAT—R &L Tl — EBmELET, LLTFTOFRIELE
ITLE T,

a. ARUR T TR R EET,
b. L FOa~ s REETLET,
acuxchkey -t pwd "password"
password
Ay Y=Y Fa—DRAT—REEZRLES, 774/VETIE 2O
/XA —RIE, CA Access Control =X —7 T A REHL e AL AR—
T HEXITRRELZBE M/ SAT —RTT,
UNAB =— =M LU FOFNETHEBIL X,
a. UNAB Ibin 7 AL 7 ICBEILET,
T 74V RTIE, 2O T AL 7RI Jopt/CA/uxauth D FIZHVET,
b. UNAB =—Y = haiEiL£7,
./uxauthd.sh restart

Ay =2 Fa— b= PRRTSNTODILZ L FOFIRTHEREL £
B

= Windows -- CA Access Control Ayt — Fa— —EANETINT
WAHZ LZfERLET,

m  UNIX - tibemsd 7B ANFEITEN TCNDZEEMHERLET,

Ay— Fa— = 3OEE =T — D R2VINE D) syslog T2 A X
:/}\ Hﬂ-'—‘?‘@ﬁﬁgﬁig‘bi—d‘o

F10E: UNB DT LY a—T4a24 91



Linux 5390 TURRA b L TT—EUF B TELLY

6. Avt—Y Fa— = ROBEEHEA TN 0 Ty A VITFLERS T
HINTRELET, U TFTOFNEEZFEITLET,

n  UNIX DA
a. pmd.ini ZBIxFE T,
b. [endpoint_management] &7 a2 ® debug_mode h—7% 1 |Z
HELET,
= Windows D&
a. UWTFDOLYAN F—IZBEILET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Pmd¥ DMS NAM
E¥endpoint management

b. debug_mode h—Z7 & 1 IZEFLE 9,

7. TUH—TIAXEHY — " HEH L TE T L MMESEET, DMS 7+
L ZRJN® endpoint_management.log 7 7 V&SR C@E Ayt —
DIRUWNINE IR L E T,

UNAB T RARA VRSB Y — N LIlfE TE L ZEM RS EL T,

Linux 5390 TV RRA M ETCT—FZHIRTEALY
Linux 390 33X TN Linux s390x THE %)

fEAR :
uxauthd <> ReportAgent 7 —E L Z Bt TEEH A,

fiRRAx:
UNAB T RARAU P ED Java BRIEZFFE CTEERH A, ZOREEREIRT S
(21, LR OFNEICHEVET,

1. accommon.ini 7 7A/LIND global ©7 a @ java_home X EIZ. Java B
BE~DOSAREFN TNDZE AR LET,

2. LD_LIBRARY_PATH EREEZEH DA | Java BREZDILA T AT FY~D /AT
RELET,
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A—H2kBOT AU IFNNRT—RFOLEENTELL

A—HIZ&BA0 AV FRITINRT—FOEENTEAHL
UNIX Ti%4

fEIK
UNAB TURBRAL R ECrs (R0 —ROEFE AR LHE . LI FOTT—
Ay —UNFRENET,

passwd: FFEM—2 EETT—
fRIR A%

PAM B0 =—/ LT, uxauthd |25/ XA — R D28 F Bk ~ D f i h 1 #
ALTINMIZRDELTZ,

ZORBEARRS DT, LR OFNRIHENE T,

1. uxauth.ini 7 7A/L®D pam &7 a ND pam_receive_timeout iX &k
EZHEINEEET,

7-& %1%, pam_receive_timeout=100
2. UNAB Z{E IEBLOHBEEILET,

3 uxauth.ini 7 7 ALV OFEIZOWTIL, [ V7 7L X DN S BT
<A
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F11E: PUPM DT IV a—T425

ZOvrva Al LFON IR EFITWET,

Break Glass KGRV —27 71— (P. 96)
RunAs /SAT —R v a—<BHRNZA LT I T 2% (P. 97)
ODBC, OLEDB, 721 0Cl T —#_X—RA RAU—R o v a—< B RO F AL
77k (P.98)
PUPM SSH 7 /XA ANHA LT 789 % (P. 99)

B —7 70— NN HENDZERLBEREINI AT — R BT = /T IR T
I ATBEIZ72% (P. 100)
Windows =— = hL A U RARA U MERKIED T 7 23R A — (P.
101)
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Break Glass &2 —0 70—

Break Glass &R —o 70—

fEIR :

TV AT D Break Glass UV —/ 70— R ETHIEIZIY, 2—F D~
F—Vp TR, BRANE &4 PUPM T RARA Uk & AT NE L 156
HSNDINTT DMERDHVET,

fRIRAE:

TV AT 7D Break Glass U —27 7 —% g% iE L, Break Glass ZER 23T

T HIVIDOIKERE TIIL VAT LEHE L TURREINAIOITIRET A
EMTEET,

UFOFNEICHENET,

1.

CA Access Control T X —7 T RXEH C, [2—PFRBIOIT L—T7]-[#
AT )-[EEAART DT R IN L F T,

BIRH AT DIEE - PR AT DRI AV R DNFERSIVET,

TNE T Ama =B TV T AR Ry 7 AFEIKIC
M*home* |EAILET, [MEIEZZVvILET,

CA Access Control =% —7" T A K& |, MR FRMFIC— BT DX AT %
FRLUET,

Break Glass ¥ A& R L, [IN1EZ 7V LET,
Break Glass 7' 1/37 ( U RUNFIRINET,
(AN ETITEL ., AMEREIZ7) 7 LET,
V=070 — <yt UL RURERSNET,

[(U—r7u— TatvRX] T NE T A=a2—)5 SingleStepApproval %z E& R
L7,

[T IA~VARE ]I a TULFOFMEIZIENET,

a. [HKFEHAART]I I NE T A= a2 —)5 [ Break Glass FitE T 7 o M7k
AR L ET,

b. [BMEBVI NI TNE T A= a—Inb [ A L
PrivilegedAccountOwnerResolver | 2R L £7°,

BINE VY W ISGRIE /ST A—H DGR E STV CNVRNZE AT DAY
U NERINFET,

c. [HTHOD/NTA=HL 7% AR AR A1 SourceObject | 5 EL £ 77,
d. [E]TAF Ry 2 A2 TaskAdmin] # 8 EL £,
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RUNAS /INRAT)—K O s a—TERNIALTIRT S

e. [RNIA=HDEMZIVILET,
CA Access Control =% —7" T4 XE B |1 IHKGRE X AT 2B F97,

f. LUFOANTA=ZZBIMELME AL T, FIH b e FTEMIRL
E

m  SourceObjectAttribute -- tblUser.manager
m TargetType -- USER
7. [OK]ZZUy I LET,

LTIV AT D Break Glass V— 27 7 0 —INERIESIL, VAT LE P
AR ELEL TERSNEL,

RUNAS /ISR —RK OV a—RERNEIA LTINS
Windows T&% Y4

fEIK -

HDHZ—F M RunAs =—T AU T %L TH AT EFEITTEHIHIC
Windows RunAs /XA —R a3 a—< AR EL TWET, ZOa—3MN
RunAs +—7 (U T 4% E{TTHE, /NAT—RELRNWZA LT IR, 22—
TAVT A% FATTEER A,

FRIRTTIE:
ZOREE R T DI, L FOL U AN =N OEEECLET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Instrumentation¥Plug
ins¥RunAsPlg¥CommunicationWaitTimeout

ZOLIARN) = ME NAT —R a2 —< 0 PUPM =— = "D
B EFF ORI A AL CIRELET,

5] : CommunicationWaitTimeout LY AR) TN DEZEE TS

PLF OHii%, CommunicationWaitTimeout L AR = R D% 30 (ZHEPL
E3

AC> env config

AC(config)> editres CONFIG ACROOT section(Instrumentation¥PlugIns¥RunAsPlg)
token (CommunicationWaitTimeout) value(30)

(localhost)

EFIE, b= Z B ELEL,
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ODBC. OLEDB. Ft=[£ 0OCI T—AR—R /IARAT—K OV L a—TERDAALT I+

ODBC. OLEDB, F7=lX OCI T—AR—X /ARJ—FK ara—
TERDAALT IR

Windows Ti%4

fiEAR :

ODBC. OLEDB. F7-1% OCl ¥ —&Z_X—A AU —R a3 a—<E T U RRA
FETRELTOET, TV RRAU EDOT 7V r—al InNT —H_R— R | T
T HLE NRAT—R ar v a—< (3SR —REZESRLET, L, 77V
= ar BT =R R LI LT A LR NAT—RERIIZ A LT TR
2720 ET,

FRIRTTIE:
ZORBEE R T DI, L FOL U AN =N OEEIECLET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Instrumentation¥Plug
ins¥plugin¥CommunicationWaitTimeout

IS5 r>

Wt OFITR AL X — TN T DT TITA DL FHIEFREELET,

{iE: OCIPIg, ODBCPIg, OLEDBPIg
ZOLUAR =R L, SR —R a2 —< ) PUPM =— = hnbH D
B B ORI R AL CHRELE T,
f5]: CommunicationWaitTimeout L AR) TR DIEZEE TS
PLFOHIE, OCl 7 —#R_R—Z /RAT—K a3y a—<lHbE T,
CommunicationWaitTimeout L'V AR = M D% 30 (2HEPL £17,

AC> env config

AC(config)> editres CONFIG ACROOT section(Instrumentation¥PlugIns¥0CIPlg)
token(CommunicationWaitTimeout) value(30)

(localhost)

EFIE, M= E B ELEL,
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PUPM SSH T/INA AN RA LT IRT S

PUPM SSH T/INA AMBAA LT IRT 5

Red Hat 5 Tk

fEIK

H A<EZEhK Red Hat 5 % PUPM SSH 7 /XA A T RINA R LU CREL | 1B
BEOZ—T ol A BIOEREE DO/ RAT —R 2 H35I0128EL
72T, T RARA L NDNERR A AT INFA LT IR ET,

iR A&

ZOMBEE RS HI20E, L FOFNEICHENET,

1. LFOT AL 7B EIL£9, 22T ACServerinstallDir 1%, =X —7"7
ARG — R A A=V LT AL 7R TT,
ACServerInstallDir/Connector Server/conf/override/sshdyn

2. ssh_connector_conf.xml 77 A /L ZBAIWT, fREEL £,
3. <array name="oChangePassword"> @ FIZLL FOHEHE ZBIMLE T,

<item>
<param name="sCommand" value="set LANG=C" />
<param name="iWait" value="500" />
</item>

4, T7rANERGFLUCHALET,

F11E: PUPM DRST LS a—T42%9 99



ARIT—070—M)HENEZELGCERENFNRT =N F o7 THIARTREIZES

AREED—o70—NR)HSINBZELGLEREINFZ/NRT—F
NFvIF7OFTHBERIEEIZTES

SunOne Tz Y

SEIK

REMET I N /RAT—R YT ARD A 1% FT~R—T ¥ DBEDY I T AR
KR T HILIL  NRAT =R F =/ T NCHIH ATREIZ 2D E£97,
R %:

T 7NV TIL, T A —T T A RE Y —/3% SunOne = — 5 (L 7R b1k
ICA VA=V 5L U—rT7a— PR —IRNEN DT, — 0 EhE
THI NIRRT — ROV I AN T Iy AI21E, V—7 71— YR —Fa
HINZTHLERHNET,

SunOne T AL 27K DT —r 7 a— PR—b eHF T H120%, LLFOFNEIC

TEVET,
1. ZNETEILZD - T=3A14. Identity Manager o) — LA H /T
LET,

2. ldentity Manager B H#la YV — VA BIE T,

3. [BREE]-lac-env]-[FFMIERE ]-[V—r 7 m— 2@ IRL £7,
[(V—r7u— 7 a7 4104 RURERSIET,

4. [HHI74—=NEOMDF =y 7 Ry 7 2 BIRLET,

5. [RAF]IZEIRL TG FEB)] 28R < BELZFEEILET,
ZAUT, SunOne 7 AL 7 NIDY—r 70— YR — e HNILELTZ,
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Windows T—U xR R TURRAUMERBRBED 7V ERIBER AyE—

Windows T— xR TURRA U MERBEED 7O RTE

HAvt—

s >

Windows 7 Enterprise Edition Ti%& %

fiEAR :

Windows 7 = RiNA 2+ Windows T— = M A T RIRA U R AT L L
TERTDHE, [TIBAPEEEINELIZ) V) A =V EREN, 7otk
ABKLET,

FRIRTTIE:

FRELIZT I MINE BT B M TlE7e< Administrators 7 /L —27" D A
INTHDHDT, TURRALMER T a2 AR E9,

ZOREZ R DI2IE, IROBIEZRAT > TTZSN,

1.

Administrators 7 /L —7" DA NREL T, BT HZURRAMNIar 1L
7

[arba—L V] [P ThHT N -[2— T hw MR E
DEFTZIRIRUET,

[2—W— THT MO E IV 4 RUNERESNET,
BEIL NV E [T 74V SRR EL, KRIZ, [OK]EZ 27w 7L ET,

BHEPFNNIIDITE, I a— X OFEEN DML 8N H £
7,

[(BEY— V- [ a—FOER]-[V—ERET TV r—a 28R IR
LET,

[(WMI > ha— L 2470y 7L Toh, [TasT ] 23R L £,
WMI 2 b2 — L D[ T 4 14 RO R ETRSNET,
(X274 T IBEILET,

[R— LA —2]F S —ar U4 R RE RSN ET,

V=R 2R TG, [ 20T 1] @IRLE T,
(X2 VT 41X ATy Ry AINERSNET,

[ n—T 2] FlZ [ — 4] ar b RS —F— ] &3
WLET,

[FFRT]FIG, [ AR DT TF =l Ry 7 A4 7 ZLET,

F11E: PUPM DRST L a—T44 101



Windows T—U xR R TURRA U MERBRBED 7V ERIBEBR AyE—

10. [OK]Z27Vv /L C, B zwmALET,
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F1I2E: LIR—FY—EXDISTIL
Sa—T407)

ZORIaAE BLFOR N EERTOET,

LAR—h B —E RO R Z RS2 J5 1% (P. 103)

LiR—h =303 F 7 L QOB EEAEE (P. 118)

MS SQL %z AL 7= CA Business Intelligence TL-7h—h&FR/R TX720)> (P. 119)
Oracle 7 —#~_X— 2% ffi | 9-% CA Business Intelligence TL R —hrFH R T
7200 (P. 121)

CA Access Control T X —7 T A XEH TLAR— M FRIR TERV (P. 124)

LiR—bk H—EXDEEZ R T D5 %

CA Access Control L' iR —h H—E 2% {3 5L KT RRA M (2—H, 7
N—"T BIRIY—R) DX T 4 AT —H A% —FEL CHERR CE £, L
R—h P —ERE T TN a—T 4 7T HHEEE, TDIR—R M 1D

T OfERLET,
LR—K P —EADRNT TNy a—T g TR DT B AZ L, FIORLE
£
1. TURBRAIDF R —F 407 2T KIS L T, LA FOW Tz T
WET,
m UNXILE=2—H FEDOLIRN—h 2=V "NDOSTT IV 2—T 4T

(P. 104)

s Windows 2 Fa—&% FOLHR—F =2— 2V MNORNT T IV a—TF 40
7 (P. 107)

2. A — B T TN a—T 4V LET (P. 112),
3. JBoss ZhT TN a—T 47 LET (P.114),
4, LIR—bAR—HNE T T IV 2a—T 407 LET (P.115),
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UNIXaYE1—43EDLKR—k T—SxbDRNST IV 2a—T424
UNIX Ti%Y4

LiR—h ==Yz NI, = RARA b EdDr—74/L CA Access Control 7 —4
R—=2ABLT TP Policy Model 7 —#X—A(PMDB) DAY ¥ 2—/LEFL
AT T ay bEIEEL ., IRICZD ATy 7 ay Mt —/ S DL R —h
Fa— I XMLERTEELET,

F LR ==V U NIMDOXATEFEITLET, LAR—h == = RDEE
HIZHOWTCIE, T U772 X DR B R TLIEEN,

UNIXaYEa1—42EDLR—bk I—x b5 TN a—Ta0 0T B hE

1. IAT7 TV NABREEBPELSRESIL TN D IEEMRLES, LITD
FIREFAITLETS

a. sua~_RTrootZ720FET,

b. ACSharedDir/lio |27 A7 TV NABRBE AL AR ELET, T 74/LFT
X, ACSharedDir lZLL F DT AL 7RITT,

/opt/CA/AccessControlShared
c. TAT IV NAREEEI T I AR—RLET,

2. UTOERENELWIEEZMRELET, ZILHLDOFREIL. accommon.ini 77
AV D [ReportAgent] £/ a ZlHET,

7 : CA Access Control = RANA NMERL £7213 selang T~ RDWF
PEHAL T, ZOREEERIECEET, LooL, ZOFNEIZOW T,
config BREEC selang 2~ REFH L TREEZE LT 5 HIEZBEIOLE
9, selang 2~ RE{Hi 7 5&, CA Access Control DI 1E 35 L OVH E H)
EATOTICREEEZERE TEET,

reportagent_enabled

m—h) 2 2 —Z TLR—IE RN (1) 12725 TODNEINEIRE
L/i—a‘o

F7F/Lk: 0

BE: LR —bh 2=V MBI EITEAENCTHITNE, ZOfEE 1
ICRRETHIVERHVET, ZOXRTEEN 0 ThHHGAE, LR —k =—
VMR — NS L TT =S R AD RS V2 L ST A
FoFav R ELEE A, UL, ZOMEN 0 ThASE 1T, L
R—h === M ZDFEET NS =R TCEITTEET,
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schedule
VA=V ERRES TR — IR E S D A Rf e E R L 7,
ZOREIL, WO THRELET, time@day[,day2][...]
F 7%V 00:00@Sun,Mon,Tue,Wed,Thu,Fri,Sat

Bil: 119:22@Sun,Mon | LFEET DL, LAR—MNIEHIER AR O
P18 7:22 ITAER S IVET,

send_queue

LiN—h ==Yz MRa— L T —HR—=AD AT v ay b ikfE

TAHEATY—R FEDOAYE— Fa—DA4 A ERLET,

7%V queue/snapshots

BE: COREDOT 7ANVMEITE R LRNTES,
PAFORENIELWIEZ2MERLET, ZNHORREIX. accommon.ini 77
A L@ [ communication | £ 7> a 2BV E T,

7 : CA Access Control = R4 Mg B 7213 selang 2~ ROV T U
PEHAL T, ZOXREMEERIETCEET, LooL, ZOFNEIZOW T,
config B 5% C selang 2~ R HL TREAZEH 5 HEE2BEID L E
9, selang 2~ RZfE 9 5&, CA Access Control D IR L ONF L H)
ATOTICREEE AT TEET,
Distribution_Server

BAT Y — 30 URL & ERL £,

X TCPBIEHDT 740k iIR—RE 7222, SSLIBEFH DT 7 4Lk
A—NF 7243 T, BAT Y —3D URLITIEEZ A7 DO ELV VR —k
H SN EESN CWAZ LA HERTANLENHY T,

F 74/ none

il ssl://172.24.176.145:7243 ZD URL TlE, LAE—F =— Y= UM
SSL 7' h L& LT, IP 7R R 172.24.176.145 DA H— 34
R—h 7243 ECEIELET,
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4. LLUFOATH seos.ini 7 7A /LD [ daemons] &7 L a AZFAET HZ o R
LET,

ReportAgent = yes, ACSharedDir/lbin/report agent.sh start

TOIFNFETAELS LAR— =—Y 2 h 5 —F 2|3 CA Access
Control DFLENRFIZ B BRI FATSILET,

i¥: 77 4/VNTlE, ACSharedDir 5 417X
/opt/CA/AccessControlShared |Z&HV F T,

5. CA Access Control Z{5 [ELE7,
secons -sS

CA Access Control BI O R—h =—T = bME R L FE9,
6. UUTFDOTALZRIZBEEILET,

ACSharedDir/bin
7. LTFOav REHLT, LR—h ==V M T Ny 7 B —RTHELT

LET,

./ReportAgent -debug 0 -task 0 -now

ReportAgent
LR—h ==V M FEITLET,

-debug 0
VIR—bh 2=V = M T Ny B R TEITL, Hhzary—niz
FRTHIHEELET,

EUAR—P ==Vl T UREDIs TODGE TR LR —
h =T N TR B =R TETTEET A,

-task O
LiR—h =— = (M2 k- T, CA Access Control 7 —#_X— 2B LN
T RTCOE—H/L PMDB IZBH T A RANEINIEEINDHI L xiE
FELET, ZOREHIE. CA Access Control L AN —FDAE R iU E
R

-now

LAR—h 2=V ’MA T ETLET,
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8. LAR—h === DO NELL T OFNES THANET,
s =T —REENTODENEINEMHERTD
m Send LAR—h /XTA—% &7 a0 Send Queue 33T Report File /X
FA=BIELWAHIEESN T L 2R T5
9. CA Access Control ZEEIL 7,
seload

CA Access Control BEZOLR—h =—T = M EEILF9,
Bl: LR—k =z A

PLFDOUVR—F =—Y = MO 1T, Send Queue 33 T8 Report File D737
A—HPF RISV TNET,

Send Queue............viiinnn queue/snapshots
Report File..................
/work/opt/CA/AccessControlShared/data/db2xml/ACDB. xml

start sending report to queue 'queue/snapshots’...

Windows AvEa—42 EDLKR—F T—O MDD T IV a—T42 T
Windows Ti% ¥4

ViR—h === NI, = RARA b Edm—J1/b CA Access Control 7 —%
R—2EB LT XTOD Policy Model 7 —#X—Z (PMDB) DAY 22— /LS4
AT T ay bR L ., IRICZD AT T ay "Ml — S DL R —k
Fa2—|Z XMLIZRTEELET,

F: VR 2=V NIMDOFATEFAITLE T, VAR —h === b ORE
oW, (VT 7L X DR B IRL TS,
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Windows AV E1—42EtDLR—k T—x b bNST IV a—T420 055

Hik

1. LTFOBREDIELWI EEMERLET, ZOKEIX, L FOLVIY AN F—
;rrbij—o

HKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥ReportAgent

7 : CA Access Control = RINA L MERL £7213 selang 2T~ KDV H)
PEHAL T, ZOREMEERIETCEET, LooL, ZOFNEIZOW T,
config B 5% C selang 2~ R& L CRIEE L E T 5 H1EAZBEID L F
9, selang 2~ RZfE 19 %5&. CA Access Control D1 IE B IOV ED
PTOTICREMELEE TEET,

reportagent_enabled
H—7b A a—Z TUR =R (D) 127222 TODNE I EFRIE
L%,
T 74Vh: 0

FE: LR~ —V 0 BB ETEE D 2%, ZofEE 1
ICERETDHRERHVET, ZOXEIED OTEf?>7 o8t LIR—h =—
VU NIBA Y — KL CT = R—AD RV 2 — L ST A
Fo T av ek ELERA, L, ZOMED 0 THHG AL, L
R—h ==V NeZDFEET N7 TR TEITTEET,

schedule
LAR— ARSI TR — NI EESND A RFE ER L E T,
DOFREIL. WO THELET, time@day[,day2][...]
T 7 #)Vk: 00:00@Sun,Mon,Tue,Wed,Thu,Fri,Sat

Bil: 119:22@Sun,Mon | LF5ETHE, LAR—NIEHER X EHIER O
E4% 7:22 |TAERRSNET,

send_queue

LAR—F ==z " a— )L F—ER—ZAD AT S ay  NeikE
TORATY — R EDO AT —Y Fa— DL RIEERLET,

7%V queue/snapshots
BE: COREDT 7ANMEITEE L2 TTESNY,
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2.

3.

PLTFOREDPIELWIEEMHERLET, ZOREIL. LTFTOL VAR $—
\ZAFFELFT,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Common¥communica
tion

Distribution_Server
BlAfi Y — 3D URL 2 EFRLF7,

ETCPBIEH DT 74V AN—RE 7222, SSLIEEFH DT 7 4L
A—NZ 7243 T, BATY— 3D URLITIEEZ A7 DO IELVVER—R
FH T INMEESN WD LA MERTHLIERNHNET,

F7%JVR: none

Bl ssl://172.24.176.145:7243 @ URL Tl LAR—hF =—2 = MNE
SSL 7 uha/ L& LT IP TR A 172.24.176.145 O AR — 3%
AR—h7243 FCHELET,

CA Access Control L' R—h =— =0k B —E AR BIEEN -2 2 e L
F7.

3¥: CA Access Control LR —h =— =0k —E 20N H BIAIIZBREGT5
OB E T DITIL, reportagent_enabled BREEFX EZ 1 [T ETHALEDND
NET,

o< RN a7y Ry aBIE, CA Access Control 2158 1ELF9,

secons -s

LR—p =2—T 2 —E 2% T CA Access Control 2MEIELET,
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5. UTFDav ReEfHL T LR—h 22—V M7 Ny B —RTELT
LET,

reportagent -debug 0 -task 0 -now

reportagent
LAR—h == UM EITLET,

-debug 0
ViR—h 2=V M T Ny B TIEATL, Hhzay—uic
FRTHIRELET,
F LAV N AREBIL TOAES I, LAR—R
TN TN B RTEITTEEE A,

-task 0

LiIR—h =— = M2 X5 T, CA Access Control 7 —H# _X—ZAEB LN
T _XTOE—A/L PMDB (2B A IEHRONES LA EEINAZ LA
FELET, ZOME#HIL. CA Access Control LR —hDARKIZE SN £
T,

-now
LAR—h 2= M AT CHEITLET,
6. LIRN—h ==V =D NELIT OFNRICHES THA~ET,
s HHCZT—REENTODNEIMNEHERTD
m Send LAR—h NTA—=H 75D Send Queue F5 X TF Report File /X
TA=AIELWARIDEESIL TWD I L 2R 5
7. CA Access Control ZEEIL £9,

seosd -start

CA Access Control 2NE#EIL . LR —hF =—T = b b —ERNBHGASIVE
7,
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fl: LiR—k T—Uz VDA

PITFDOUER—F ==Y RO H T T, Send Queue 33 TX Report File D737
A—BNFRRSINTNET,

Send Queue............vuiinnn queue/snapshots
Report File.................. C:¥Program
Files¥CA¥AccessControl¥data¥db2xml¥ACDB. xml

start sending report to queue 'queue/snapshots’...

SATS) INRIRBLZ D5
PLFE OB, Linux £771% Solaris 2o B 2—% FCTIA T TV R ABREEH O
EBIOTZIAR—F M FEITLET,

LD LIBRARY PATH=${LD LIBRARY PATH}:/opt/CA/AccessControlShared/lib
export LD LIBRARY PATH

PLTFOHNE, AIX 2B 2—H ETIAT T RAREEBORERBL NI A
AN—FEFITLET,

export LIBPATH=$LIBPATH:/opt/CA/AccessControlShared/1lib

PLFOBNL, HP-UX 2B a—HF ETIAT T NRABREAROR EBIT
JARN—NEFITLET,

export SHLIB LATH=$SHLIB PATH:/opt/CA/AccessControlShared/lib
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MY —/ N\ T IV a—T42T

BoAT Y — 3Tl LR —b ==V 2 U RN U R A U NNBIEE T DIE #E A
TV X2 —ZELET, TDOH, Ay E—RU7 ' Java Beans (MDB) 73
Ayt —y Fa—HNOT —HEmit A0, FhRT —F_X— R CESARET,
BAY—\Z2,STILoa—T10 0T B5hE
1. (UNIX) Tibco EMS ‘&Y — L% LI F O FIEIC/E-> TREILF T,

a. UTOT4L7RIcBEILET,

/opt/CA/AccessControlServer/MessageQueue/tibco/ems/5.1/bin
b. U FOa~ s REETLET,
./tibemsadmin
2. (UNIX) Tibco EMS B EEY — L2 LU F O FIEICHE>TREIL £,
a. UFOTALI7MNICBEILET,

C:¥Program Files¥CA¥AccessControlServer¥MessageQueue¥tibco¥ems¥5.1¥bin
b. ULFOa~ REEITLET,
tibemsadmin.exe
3. UFoWFnhoa~v R LT, SUEDOREIICHERIL £,

n AR —ABER—F 7222 (F 74NN R—R) CTLR—h =—V N
VA= 7T 58680F, LFOa~<w  REfEHLET,

connect

s BCAY— 30K —h 7243 TLAR—h =—Y = R SSLE—R T A=
VAT L FDav  RE L ET,

connect SSL://7243
4, 2—FHBILORT—FEZ AJLET,

X TN IO =T 41T admin T, T 74V EO/RAT —RiT CA
Access Control = % —7F T A REH £7- 1 3lAT—/ DA L AR— LI
FBELFBER AT —RTT,

BeAT Y — R DAY — Fa— | L E7,
5. U Foa<w ReEANLET,
show queues
BoAi Y — R EOF a—DYARNRERENET,
6. TURRALITa~UR Fur 7 RuEfiEEd,
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7.

8.

10.

(UNIX) 7A 7 FV NABREEE A LL FOIDNCRELET,
a. suI~2RTrootZ720F T,

b. ACSharedDir/lio \ZT7 A7 7V NABRBEE AR ELET, T 74/LET
. ACSharedDir lZLL F DT 4L 7R T,

/opt/CA/AccessControlShared
c. TATTU NARBEERE T AR — N ET,
(UNIX) L F DT AL 7RI EILE T,
ACSharedDir/bin
TURKRAD ETCLUR—b 2=V 2 U M FEITLET, L RO 0 400D
BEREITLE TS
»  (Windows) LA Foa<RaANLET,

ReportAgent -report snapshot
s (UNIX) LA Foa<oREANLET,

./ReportAgent -report snapshot
LiR—h m— =M, CA Access Control 7 —Z_X—ADAF 7 avh
BLOPE—A/L PMDB ZEAGH— N EOLAR—h F2—|ZEEFLET,
Vih—h == = FOFEITHIZ, tibemsadmin —7 U7 4T
queue/snapshots LW \)F 2 —ZfEFRL £ 97,
Fa— DM KT H—F TR/ LW IEE | IBoss DNENEL TURU AT REM:
NHVET, JBoss ZhT TNy a—T 4 7T HVENHYET,
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JBoss DS T IV a—TF424

JBoss Web 7 7' U/r—ay H— RERERICIE, AvE—BRENE Java Beans
(MDB) W& ENFET, ZHUL, Ay — Fa—nbTF —FE2ii Ao Tk
T AR R ZEZIABFET, PRT —FZ X IR —h T —ZDPEHE
ET,

Boss b5 T IV a—TF4 9§ BHE
1. JBoss NIELEENTHZEELL T OEBVMERLET,

. IR Ry ING JBoss ARLENT 556X, JBoss DML EN T HEE
DEMDOH N ZMEZRLET, T @E7~73>aiﬂ’(b\f£b\ LT
n‘hbi‘j—

. =B RELTIBoss ZHLENT DAL, vF 77 ANV E-1T tail a2~
RZA# L. JBoss DNEENL 7= =DM DO HEmRLEd, HH
I —RNEEN TR W AR L E T,

2. U TFDOT77ANERNTET—NDHDNE I E TR L F9 (JBossinstallDir
1% JBoss AL AN—ILLT=F 4L 2 R))

JBossinstallDir/server/default/log/boot.log

ZDT7 AL, JBoss NV A VAN —FR N T — T BTN THT2A
7/7 ﬁ)naf&éhij—o

3. JAVA_HOME ZHMNIELWG AT ESIVTND I LA B L ET,

3¥: JAVA_HOME ZED IE LG FTICER E STV TCUVDIN, JBoss I DZEEL
BRI U2V GA L JAVA_HOME 2450 50 FALOSFAT IDK A2 AR —/1
IRATFD bin T ALV ZRIREV TR ELET,

4, LITFTO77ANERE, 27 —BHEETDNEINERERLET,
JBosslinstallDir/server/default/log/server.log

DT AL, JBoss D3 JBoss Web 77V /ir— gy Y — Bl CHEIT
LT 7 arDO—E NS ET,

3E: JBoss ZHELENT A7 ONTHT L server.log 7 7 A /L AMERLSLE T,

5. JBoss N —hAMELOY —E A THEHEINDR —REFEA L TN E A R
L/i—a‘o
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6. (A7 ar) INPR—FIBRIDOH—ERLEEASL TWBEEAIE. UL FOFIE
WZHESTINP AR—1 1099 Z R DR —MIEF L FT,

a. THXANZTAZTIROTZ 7ANVEREET,
JBossinstallDir/server/default/conf/jboss-service.xml
b. LLFDOEI arOR— MEEEETLET,

<!-- The listening port for the bootstrap JNP service. Set this to -1 to run
the NamingService without the INP invoker listening port.-->
<attribute name="Port">1099</attribute>

c. Z7ANVERFLTHLET,
7. (ATar) RMIER—ERBIOY —EAEHEAL TOBSHAIEL LT F
JEIZHE~ T RMI AR —h 1098 AR DR —MIZEFHLET,
a. TXARZTAZTROTZ 7ANERHEET,
JBosslinstallDir/server/default/conf/jboss-service.xml
b. LTFOEI arOR— EFEETLET,

<!-- The port of the RMI naming service, 0 == anonymous -->
<!-- attribute name="RmiPort">1098</attribute -->
<attribute name="RmiPort">1098</attribute>

c. 7 ANERFLTHALET,

Lik—k R—RILDEST I a—TFa25

LIR—R R—2NVEFHT 5L, BiAih— i3 — 2 X — R 5
YRRAL S T =HZT 7 RALT, B Y LR—MARLICY, £DT =4
EIGLUCHAZ L VIR —RE B LT TEES, ZD729HIZ, CABusiness
Intelligence ZfHHL £,

LR—b R—=BIWENST N 2a—T10 T T 5HE

1. LR—h A% —7x—A(BusinessObjects InfoView) |27 7 AT 572D
IELWURLZE L TWAZ 2R L E T, IELWURLIZEL F D&Y T
7

http://host:port/businessobjects/enterprise115/desktoplaunch
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1. JBoss 17 77 A/NEBIEET, JBoss Y T A/VITLL T OT 4L RIZH
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NZHVET,

s (UNIX) /etc/hosts
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UTFOa<vw  REETLET,
tnsping TNSname
TNSname
TNS DA RTZEFRLET,

TT— Ay —UREIRSINTE A, NS ITIELSERINTWER
Ao

5. F—HR—ZA~DTIHEAZELNILF oL Lol L CNAZE% B
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dbmgr -util -build seos cdf.dat
dbmgr -util -build seos odf.dat
dbmgr -util -build seos pdf.dat
dbmgr -util -build seos pvf.dat

D UNX 2B a—F EDOT —FRX—=2ADY A X% ILITHE/INT DI,
sepurgdb = —7 4 UT AL CTREZRL I — RO ME T —HX—Z)bH
PRUET, sepurgdb =—7 (U7 4 DFEMZDOWTIL, [ V772X 1P %
ZIRLTTZENY,
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CA Access Control T—AR—XDEIEE

CA Access Control T—3R—X D BIEE

CA Access Control 7 —X# X —ZFIHELDEFHMPMASLNLD T, 7 —H
N—R T 7 AMIREW L COEET, T —F_X— A% e bl ClE
LIEFEMEAZEDDITIE, AT v 7 ZADFER (P. 132) BL T —F_R— 2D H.
WEAATVET, T —F_X—ADFHEUT, 3 — 6 /0 ZLITEHHRFO—
BREL TITo L&Y,

i ZOTFETIL, CA Access Control 7 —#_X—R[X T 7 4 /L DIFAT (UNIX
DI3ATE Jopt/CA/AccessControl/seosdb, Windows D355 14 C: ¥Program
Files¥CA¥AccessControl¥Data¥seosdb) |ZA > Ah—/LELET, ZOFEESE
179 BHITIE, root =—H (UNIX) E721FE BLE (Windows) EL T/ A 54
ERHVET,

CA Access Control T—AR—RXZBEET 5%
1. CA Access Control Z1&1ELF7,
2. UTOTAVIRICBEILET,
s (UNIX) /opt/CA/AccessControl/seosdb
s (Windows) C:¥Program Files¥CA¥AccessControl¥Data¥seosdb
3. TR REN\YIT T LUET,
dbmgr -backup backup directory

4, F—HR—ZPLOBEFON— /L b — PR T — 4 % ZR— R E
R

dbmgr -export -1 -f exported filename
dbmgr -migrate -r migrated filename

5. LFOTALZRIZBEIL T, D FIZ seosdb_new LWV A RTDT (L2
FIZEAER L £,

s (UNIX) /opt/CA/AccessControl

m  (Windows) C:¥Program Files¥CA¥AccessControl¥Data
6. seosdb_new 7 ALV RINZT —H_X—REVERKR L ET,

dbmgr -create -cq

7. exported._filename 330" migrated_filename 7 71 /L% seosdb_new 7
VIZRZae—LEd,

8. T —H N ANHTY AR~ N AE D/ — L & a— I R 5 — 4
LT — AR — AR —R U E T,
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selang -1 -f exported filename
dbmgr -migrate -w migrated filename

9. seosdb 7 /L7 D4 Hij% seosdb_old (A H L £,
10. seosdb_new 7 4L 7K D4 Hii% seosdb IZEH L £,
11. CA Access Control ZiEZEIL £9°,

CA Access Control T—Ux U MBRIERAOR—MNEESNER

CA Access Control 7747 > 77V /r—i 3> (selang. policydeploy. devcalc
708) XN CA Access Control =— =2 ~ME., R—1~ 8891 FTilELEd, =
DR—F B EBTHZLTIBEIOLEE AV, ZOR—INEETHLIENH LY
AlE LT OFNRIZENET,
CA Access Control T—U U MBIEADHR—IESEER T HHE
1. THXANZT AHTIROT 7 AN EREET,

s (UNIX) /etc/services

»  (Windows) %SystemRoot%¥drivers¥etc¥services
2. ZOTFANMTLL TFDOT7 7 A/VEBINLET,

seoslang2 port-number/ tcp
3. I ANERAELTHALET,
4. CA Access Control 7 —FE L F7/- 13V —E A& HiddEh L £,
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Ayt—2 X2 —0 TCP R—rDEEE

Ayt— £a—0 TCP R—FDERTE

CA Access Control T X —T7 T A RE L AL AN—)L B L&, T 7 4/VNT,

SSLAR—NR(7243) LHIETAIHAYE—Y Fa—FBELET, ZOF 74N

DENEEZZET L, TCP AR —K(7222) 2T DI Ay E— Fa—%RETD

TENTEET,

Iyt—2 Xa—TCP R—MIEHET I H %

1. A —TFGARERY— R T Ayt — Fa—BI N JBoss — % {E
AU:L\ivg—o

2. tibemsd.conf 77 A/VEFAWT, fRELET, ZDOT77AMILL FOEGETIC
HVET,

C:¥Program Files¥CA¥AccessControl¥/MessageQueue/tibco/tibco/cfgmgmt/ems/data

3. = M Tllisten=] &R L . BEAFOMEAHIBRL T, Ttep://7222) 2 AL %

T,
4. T hJlauthorization=| 2R L . BEfEOEAHIBRL . [disabled % A /)
LET,

5. 77 ANVERGFLCHUET,

6. factories.conf 771 /L% B, #Z [SSLXAQueueConnectionFactory ] & fifE i
L7,

7. UM lurl=) 2R L BEFE O HIBRL T, Ttep://7222 0 EATILET,
8. TrANERIFLTHUET,

9. tibco-jms-ds.xml 7 7 AV AR TE DO CTREET, ZOT77A/VIFLL T
DEGFICHVET,

JBoss HOME/server/default/deploy/jms

10. SSLAR—RE5 (7243) Zn 3T X TCOEEZ ML, TCP AR — &5 7222 T
ExHz ET,

11. fl SSLXA 7R _RTOT UM Z2 MR L XA TEXHL 77,
12. L FD2 20O REaA k(<) 1ZLE T,

com.tibco.tibjms.naming.security protocol=ssl
com.tibco.tibjms.naming.ssl enable verify host=false

13. 77 A NVERIFLCRHALET,
14, Ayt — Fa2—B LW IBoss — 2 FHIAEL £,
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CA B R—HF IR ITIVELHHIEEHR

CA YAR—MIEKET D& EDZWNIAE 572012, BV OBREE 6
FTOEFNZOWTFERIBH A RODNET, 2z E FAR =P DA

LN
A

BIOF AL —F 407 27 ADZEH L, CA Access Control [Z52 2547

EMEDRHVFET, CA T ER—NL, SOLITEEMOZWTTE #%Z CA Access Control

YR—=b =TT 42 AL TR T DIVKIET 256DV ET,

CA AR —NMIER LT 2V ERHAEHRITIILL FRHVET,

E:

CA Access Control /N\—z2

AR =T AT VAT DI N=Tar | T XTI F v B
LY 2 —ZNIA VANV EZFLTZT T D CA Access Control 7T D EEA
CPU D%

CA Access Control WYV —FT B4R —T 4T VAT L, /N—Tg)

T —%TIF v, BLOEFL~LOFERIZ OV T, CA PAR—RhF A R
CA Access Control i, ~=— U THEEEF15 CA Access Control Compatibility
Matrix 2L T7EE0,

E72, CA YR —=MPLLLU T OIE AR OGN H A REMERHY £,

[IRE DL,

IHNZREDFEAE L TZDIFN D0,

R B AT RED

WREAFE AT DRI, TOBREEIZEM, HIFR, ZESNIbORHLD,
MIREDN S AT BRI, 2B a—F 2 FEEh L7z,

IRV AATIRIFE A L 7208,

MEDIEET HEEXIE, VAT L LT EE LD, ez E FrEn7m
TARIFTV I NEFAT T LMD LT D, 7ol

EIE — B LU TRET DM, T Z LITHEAET D0,

CA Access Control 2~ R&EFITTHE, BT A T—ary =27 —F/2137
I ZEBIFEAET DD,
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CA Y 7R—MRETOBENHDIFH

CA Access Control CZDRIEN A LTZIR KNS 72003850,
BREMA R —F (7 L 2T AORETHLRA AL —F (o
T LD = ZREERE LT, LIEE AL —T 7 VAT A
RUF—=INEDT T 2 et CE D),

Windows T RRA MY B2 MriEERD £ K

CA Access Control 7R —hk —7 U7 1%, CA AR —r D EEZ W50
BT BT BEEVD CA Access Control A2 Ah—/LIZ BT A IEHRAIEEL
F9°, CA Access Control Y7 —h —7 U7 ¢ MU T D1 IL. ACSupport
HATaT R ATRELET,

LIT OV AT MEREZE TEET,

VAT AERLAR—R
v =24

LLF D CA Access Control [ A INE TEET,

CA Access Control /N— a2 Ik— A T 4L 7. CA Access Control H-—t
ADAT —HZ AT H—fixi97e 5 )

CA Access Control L' AR
A M—R a2 —T U T HOBRERET 71 /v

Fedrm 7 B IO —2R vl (g—7H /L PMDB £7-1% DMS O a s A2
ARV AL T — gy N— A& ETp)

R Lo 2O E

OV 2 —RTA L AR—/LEFT- CA Access Control 24777 A /L& DLL DY
AR

CA Access Control 7 —#X—ZADAF w7 avh(a—7/L PMDB BL
DMS & & T¢)

3¥: CA Access Control 7 —ZX— 2Dt —# N1 5555 . CA Access
Control AR —h =T 4UT (1%, T —FX—ADAF v ay M RfGT
BHITIZ CA Access Control 215 1L, A7 v ay hOTEN5E T L5 CA
Access Control Z FHiEZEI L £7°,
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Windows TV RRA VMBI 2 MIEIRD ERLHE

1. LLFOT AL IZEEIL £9 (ACInstallDir 1% CA Access Control %12 A
M= LTeT AL 7 RTT),
ACInstallDir¥bin

2. ACSupport.exe % 7 N7V 7 L ET,
ACSupport ¥ A7 1 Ry ANBIEFET,

3. HATRT Ry IASND AN EET L FATLET,

CA Access Control ViR —h 2—F7 47 11X, A AN—/LDAF T avh
ZHUSL . ACInstallDir¥ACSupport 7 4L 27 IZH L ET,

UNIX TURRA MBS 22 BriEERD £ R

CA Access Control 7R —hk —7 U7 (L, CA AR —b D EEZ B T50D
T BT BEEVD CA Access Control A2 Ah—/LIZ BT AIEHRAZINEEL
%9, CA Access Control & —Z_X— 2% 2T F L av MIEHHEE. CA
Access Control DV R —h =T 4VT (LT —H_X—ADAF T TaybefE
R 9 BRI CA Access Control 45 (L. ATy 7 avhN5Epkd 5. CA
Access Control ZBtRL F9°,
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Z D CA Access Control 7R —hk =—7 U7 1%, UNIX = RAA M5
LT O e F RN ELET,

®  seos.ini -- CA Access Control DFJHIER E 7 7 A /v

m  tmpetc -- CA Access Control/etc T AL 7 IZHD 7 7A/L T, L FINEEN
Er B

- audit.cfg - BEET NV ET 7 AL
- auditroute.cfg - /L —h 74 LF T AL

- nfsdevs.init -- KA XL —T 4T VAT LDA v — T INAAEKHD
NFS 77+ /VMENEZ EINLTNDT 711

- osvert - AR —T LT VAT AD/NN—Vay
- sereport.cfg -- sereport BRIR X &7 71 /L

- serevu.cfg -- serevu BREZFR E 7 71 /L

- trcfilter.init -- \L— A 74V X 77 AL

m  versions.txt -- & — CA Access Control /31U D NR—a0 NEEN TV
Z7AV

DAL =TT VAT DT A T RN E T 7 AL

CA Access Control H7R—hk =.—7 U7 ¢"C CA Access Control 7 —#~—Z(Z
BT DIE ML T HIDHRET DL, LU FOFWMAIESILET,

= seosdb -- CA Access Control 7 —4~\—2&

= seosdb.tar -- CA Access Control 7 — %X —ZADJEAE 7 7 A /v

. JL—T KA B—EABL O —H D lookaside T —HF X— R

CA Access Control 7R —k =—7 (U7 (T CA Access Control 22 |ZEH T %1
WAL T DIDNTHRET DL, LT DIFEHRPINESNET,

m  tmplog -- CA Access Control D12 77 A /L

m log.tar -- CA Access Control 27" 7 (L7 NI DJEAE 7 74 /v

UNIX TURRAVMZBET 22 EERDERKFE

1. LAFOTFT AL ZMICBEIL £9 (ACInstallDir 1% CA Access Control %A > A
M LI2T 4L 7R T,

ACInstallDir/lbin
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2. WOa~w REFEITLET,
./support.sh [-db] [-log] [-all] [-none]
-db

seosdb, 772455 CA Access Control 7 —Z X — |2 A1EHITINEE
LETH, BEEaTICETAERITNELETA,

-log

AT DIHRITUNEE L ET73, seosdb (BT DIFHIZINEEL
FHEA.

-all

seosdb CEEE O ST Ou BT A HRAINEL F7,
-none

seosdb EREA T DWTFUZEI T HEHRBINEL FH A,
FoAT T araRE LR WEES . CA Access Control AR —h —F 4 UT ¢
VIR EEE—RTEITSNET,
CA Access Control VR —k =7 4UT 4L, AL ARN—ILD AT Tavh
ZVER L. ACInstallDir 74V Z7 I L £,
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