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[ZARAN 7 —FIZHEIN Y THATES T, crDMS@cr_host.company.com
DMS /—R IS TWE T,

IS 5 PRV — N—=Ta ZHIBRL, 2w K T a7 U RO ZBRE,
policydeploy -—7 U7 4 & F1TT D56

policydeploy -delete IIS5#05

ARV — /3—T7a2 1IS5#05 |X crDMS@cr_host.company.com DMS /—R 70
HIBRSIVET,
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Rot

AT

BN IS TR B LA N —T 7 VAT LR R DT RRA N
RILRY Y —%T 7 aAfT&Ed, 7-&21E. Windows & Solaris T CA Access
Control DAL A= UGFT N RIRDGE T, BEAMEM T 5L, REARY L —
% Windows & Solaris Dl F DT RRA L NIT FuAfTExET,

ZEHUE ACVAR VT ADA TV 2 /N T 1 DLL EOfix -4, —
VRN OB EROA L B THOBERDYET, T, R —N
DEEHOLFNT B THILENHET, BHAERTHICIE. LT A
VyROWFNEFEHLES,

m  CAAccess Control T RARNANEE 2L T, = FRA M LD
EEFRT D,

n BEEEFRT IRV —EERL T, RIS —2 L DT RRA L MNIT
2145,

BE: R TELDI, R —NTEREHEH TV — NV OHRTT, BHH
G FITUND/L—/L T CA Access Control 7 — X _X— A& HEETH 5L,
TR AT — LT 2R A L TE T, CA Access Control [3/b— /L& 5217
TEEH A, RV — APV NNTERE BB T DRI, BREERT HME
BHVET,

CA Access Control [T — W EREHB L ORHAIA B L 2R —RL TV E

R

s —PEFELENL CA Access Control 7 —# X— AN TEZRTHEHT
R

n FHAIALZEEL CA Access Control 231 2 AN— LIRFIZVERS 3 A2 4T3,
FLAABRE R BT HIENTEER A,
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CA Access Control UL FOa2—V EFHLE AV R—R £,
BRI R

CA Access Control T RIRA L b ED[EENMEZ ERLFT,

ZEINFEC CEDEROHNELE TR TEET, KL EIIH 2 DT
RARAU B FITIFAEL RV —H BB LENHD ET,

E BEHAERRERCE XA T E L2 E | CA Access Control X ERFHIZE
i (S APEIC I

Lo ARM)EZES

(Windows) L ¥ ARUfEZ -~ —A(Z, CA Access Control = R7RA Lk ED
SiaERLET,

E: EFTEDHDIE, REG_SZ F7-1% REG_EXPAND_SZ LV AN X A7 %R
AT DLV ANMED IR T,

Bl: LI D— Tk, Tjboss_home] EWVOARITDOL P ANEE E 3% T
£

editres ACVAR ("jboss home") value("HKLM¥Software¥Jboss¥home") type(regval)

RV —TZDON—)VET FaAd5HE, Windows T2 RARA NI,
HKLMY¥Software¥Jboss¥thome L AR S — DA L C, 28 a4 f#
BUET,

ARL—=T42T DRATLEYH

TR =TT VAT DEREEE A~ — AT, CA Access Control =2 R7RA
Y EDOYG TR ERLET,

Bil: LLFo—L T, ljboss_home] WK DAL —F (07 L AT
LEBEERLET,

editres ACVAR (“jboss home”) value(“JB0OSS HOME”) type(osvar)

RV —TZDON—NVET TaAT 5L, URFA NI, JIBOSS_HOME 74
N =TT VAT NREEBOEZ LT, 2 EE R L E T,
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DI

i

5

CA Access Control [, > AR—/LALELH1|Z | CA Access Control 7 —4~— &
WKL AIA BB E AR L E T, ALAGABREREIIE TH IR TEEHA D,
RV —THEHTEET, MHAIALZLEITENT T, CA Access Control = R7R
AVRNDY AT Iy T A T NARAFLET, MAABELOMEIL, T 5
AT L ENELEINLE, BHINET,

7 : CA Access Control 7 —# X —2% =7 ZR— T 5856 MR AL LRI
HocE £ EE A, DMS £7213 PMDB A 1B 554 . CA Access Control
ES IR SVNTY N e (Hn ADE S VA
CA Access Control 1%, LA F O I A SIS 2 R—RLE£7,
<IHOSTNAME>

H—JL 22— F DFEREMIRA NG A L E T,
<IHOSTIP>

RARD IP 7 RUAETT R Az @B L £7,
<IAC_ROOT_PATH>

CA Access Control (D > Ah— /L /X2 %&iBIL£3,
<IAC_REGISTRY_KEY>

(Windows) CA Access Control D/L—h L' ARN F—25k AL £97,
<IUSER_0OS_ADMIN>

O—h)L A a—H EOF R —T T VAT AOE A AL E
R
<!IDOMAINNAME>
a—JV A 2 —H DL RTERBILET,
<IDNSDOMAINNAME>
o—H)L 2B 2—H D DNS KA £ & BIL £,
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Bl: RIS —TOHMAAAERDER

ZOFITIZ, Xy T —2 V) —Z L— LB L £,

authorize TCP 8333 uid(*) host(<!HOSTNAME>) access(WRITE)

RV —% T RRA R hostl.example.com | (2T 7 2A L, T RRA RN
Vo —ZHEPLT DL DL FO— IV MER S E T,

authorize TCP 8333 uid(*) host(hostl.example.com) access(WRITE)

EHERDHASAY
BRI T DR AL, LT OHARTA AN DUE DY ET,

OB EITAR) = MEHL TODEREHIBRT 22 LITTEEEA,

BEIIEBOWFF O LN TEE T, BB E-ITHIBRTEE
‘é—o

EEIIAN AT DHIENTEE T, 72Ex0E LT/ —uid, 4RI
lac_data] T, HAIAFZZEEL, <IAC_ROOT_PATH> # & e A A EXRLE
‘é—O

editres ACVAR ac data value("<!AC ROOT PATH>¥data")

77 /LR CA Access Control 7312 AR—/L X3 TV 5 Windows T2 R7R
AVIRZON— Va2’ HE, LLFO/— /L BMERSILET,

editres ACVAR ac data value("C:¥Program Files¥CA¥AccessControl¥data")

BB, FAT % 1 DORBFFOZENTEES, 7oL 2L [FIRFITHERZE
BTHIV VANBEER CHOLRREERTHILTTEEE A,

REBOEHNEGFNTNDRI—XT 7 aA/TEEHA, REHZRDOE
FNEFN TR —%T 7 A3 5L, CA Access Control (22> TARY
DT T AAAN AT —HANR[T T A DO—RHE LR ICERSNET,
PV —FT T AT DD, REBOEREEREL, RV —E TS
oA HMERHDET,

F: ARV —DEDOERPRER R T DT, AV —D
DEPLOYMENT A7 ¥ =/ MrffEi L £9°, —FRRI - —aEx A hicL
T2MEZIZ T2 E D057, CA Access Control XK EFDEEL
DIIRUNINE DD DIEGREATUVVET,
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CA Access Control [X. CA Access Control WZ5%5E Windows (D AT LIS EL
PR DI — VBRI TEFER A, 7282 1L, CA Access Control
1%, Tvarl ] EVIOARTOE I E EFR T DL T O — LV E R TEERE A,

editres ACVAR varl value("%SYSTEMROOT%¥temp")

%SYSTEMROOT% % CA Access Control 2% CEFR
L. %SYSTEMROOT%¥temp Z {9 HRY L —& BT DI2iE, BLF D
J—VEERLET,

editres ACVAR varl value("SYSTEMROOT") type(osvar)
editres ACVAR var2 value("<!varl>¥temp")

CA Access Control |L, A AT AT DR AL CEEH A, 2T,
CA Access Control %, UL FOBI D2 # Tvarl | B LWV var2 | ik CEx £
s

editres ACVAR varl value("<!var2>")
editres ACVAR var2 value("<!varl>")

BN TT AL ZNEEZRETAEDICAT YL 2 ME SN TVAES . CA
Access Control I Windows 33X N UNIX D RiIRA L M TIELW T AT
BHINT, AT kR L ET,

selang L — NV ZMHL TEBMEZ ER T HHE ., =V RRAUNIV—LET
TaATHRI—2FE AT HMLERNHYET, selang L —/LEFEHL T
Y RARA LB LD CA Access Control 7 — X _— 2% HEEF H15&, CA
Access Control |Z/L— /L& AL TEER A, 72221, TURARA
Tljboss_home | LW D4 DZERZEF L TV T, LU T O selang /L—/L T
T H R A HER T A5G4

editres FILE <!jboss home> audit(all)

CA Access Control [F/b—/ /L& 3/ )L TEEFAN, KDV,
<ljboss_home> LW\ HID FILE 47 V=V N T —H _X—AWNIZVERL L &
R
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UNIX TURRAVS ETHRL =TT SRATLEREERT H=HODHA(R51>
UNIX Ci%Y4

CA Access Control AL —F 47 S 27 BEH (X A7 osvar @ ACVAR F 7
TxZM)IE, UNIX BREEZA B OMEZHE AL ET, UNIX 7o RIENE M E
DEREIEE Y MeFF>TODDT, UNIX = RARA U b ETEA N —T 1
T VAT LR AT AZEITBED TEERA,

UNIX I/]"J‘/I’/]\J:“Cﬁ‘“\l/‘—'}‘/r/ﬁ VAT DR A D5 A1, CA
Access Control Z B 463 DRIIC, MERBREE AR AR E L =7 AR — Fj‘éz‘

HRHYET, UNIX :EVF‘ﬂ‘i’%/I\L“CZL/\I/~T4'/7 AT NEE

T B L FOHARTA L Z BT BUE N £,

o — ORI re EEIRAZU 7 R LT CA Access Control 28
W 556 . ZOATV T IPERE A HZ R E LT/ AR —RLThb CA
Access Control ZBHAETHZ a2 MR LET,

m  =—7) CA Access Control Z {5 IE L E#EITA5EE. 2—THI DN EH S
DEvar WCRIRAERAZHTEL T AR — H/CZ’) % CA Access Control
BT AMLENHDET,

Windows TURIRA Uk ETCTARL—TA40T S RTLEHEFERTH-ODHAESA4
Windows Ti% ¥4

CA Access Control L —F (22 3 27 N (XA osvar @ ACVAR 47
U7 R)I1E. Windows BEREEA I OMEEEHL ET,

Windows T RINA L b ETARL—T 407 VAT LDEREFE AT L5813
PLFDOTARTA L ENAFTHMERHET,

»  Windows BREEAEDEEZ H L 7= 555 . CA Access Control 5 ELEI %
F T, CA Access Control TIIEF 2GS ER A, SHIZ, Windows D
—HE DOV —ATlX, fLE D Windows —E 233 TN CA Access Control T
BN SNDT-DICaL Y a—Z 2 FHEE T A2ULERHYET,
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IURRAVPTERERRY HILEH

EHEIZFS T BRBLOA N —T 47 VAT DINEIR DT RIRA L MT
FUARS —%F FuAfTExET, UTFOFatATIE, RIS —DIERBI
7T 7'aAIZ. CA Access Control T RANA L RRRY L —NOEE & AT 5
HALA OV TEBAL 9,

1. policyfetcher 23RV —% 1G9 %H&, CA Access Control IRV —NDZE
DRV —F 71T CA Access Control 7 — X _X— A TEFRIINDINE I

BLET, U TFDONOTADDARIDFEELET,

BEDR) —FTT =2 R—=ATEBRINLTWRWIEE ., CA
Access Control TRV —D AT —Z A% [T 7 aA DO—HZ (kth ] 1228
HLET,

F ARV —ET AT HIE, REROER L ERL, R —%
BT 7 uATH0ERH0ET,

BEDRI Y —FTT —HF RN —ATERSINTNDE5 ., CA Access
Control IRV —ZaL AL L, FORV—INEENTWDHIL—L
FERITLET,

2. T _XTO/N—hE—KT, policyfetcher [, CA Access Control 7 —#X—2
A CERIENE SN TSI EIHERLET . L FO0T RO
CIBRAELET,

R o> THNRWEA | policyfetcher [T FIH 2 Z480IKL F97,
BEHAE N > TDEE . CA Access Control 13, 2 B SN E %

HEALTWS, T RREA b EOFEEDORY S —DRY Y — 2T — 52
ZFERMINCERLETS,

S AV — D A AT — 2 A%V T T BT, AV — TS
AT HUENHYET,
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R)O—DTTAA DT IV a—Ta09

RYS—DTTAA DTN 2a—T10T

RAMIRY L —ZE DY THEA | policyfetcher 237 7 A A b XA % BUS
L, R — APV T N FATTHET, R —I13E Y Thn-m Rl Ak
FRlzrFFesEnEztA, Lo T, mURKRA LV RNCRY Y — RS20
TIAASINIZVTHEXIC, SESEFRBHTT 7oA =7 =034 T 51
PERHET,

RV — T T AR 2T — 5T D7D, YERARV Y —EHTIILL T O
IRNT TN a—T 7 T I ary PHBEIITWET, ZhoDTrvay
IZ. CA Access Control =% —7"F A X B 721X policydeploy —7 (U7«
DOWTINEF L THITTEET, CA Access Control T X —7 74 XEH
TlE NI N a—T 7 T2 a xR —EFB] 27 D[RV — 137
HTIZHVET,

PLFDIIIRNTT Ny a—T g T T I ar b ET,

m  Redeploy - RV — AV NG T 7 aA AN XAV ZAERKL | 1E
RLT-H AT T RIRA LV MET 7 aALFE T,
TURKRALNTORY Y — T af I T—DNELUT-EEIC, 204
FrarEHALET, OED, selang RV — RZUT RO ELTICRRLTZ
BEa T, NIV —DFT TaAfEERZITIICIE, = RARA MBI HAY
V7' =7 —DJRRNE TEI CHER L TEMERHVET,
F: ZDOA T a2 1X CA Access Control T X —7 54 REFL TOHFIH
R]HE T, policydeploy = —7 (U7 4 TIIHR—hSNTWERA,

m  Undeploy - RUT—Z 5%t i3 DR ARSEN Y CTRRE3°I2, fRESNT-
TURRAL NSRS —5F TR L ET,
ZDA T ariE, DMS _EDORANIEN Y THN TN R A R
HIEBEDORV Y —ZHIBRT 572D HLET,
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R)O—DTTAA DT IV a—Ta08

Reset - T RIRA L MUy R LE9, CA Access Control |38 AR A7 —X%
2x2VEy R BRI — 52 _RTF FaAfgiL£9, £7-. GPOLICY,
POLICY. RULESET DA 7 =7 b X THIBRLET,

DX T ar T AL T _XTORIS — F g HTURRA
L DMS FIZHDHT U RRA L NDAT —Z 2% BB L £,

i BB CVERIGAENHDHI . ZDA 7 L a Tk DEPLOYMENT 47
VxR GDEPLOYMENT 47 ¥ =/ MI T U RIRA L N ET21E DMS 75 Hl
FrivEH A, dmsmgr -cleanup HEREZFEH 358, U RARA U MEY &Y
NL72%%1Z DEPLOYMENT A7 ¥ =7 k& GDEPLOYMENT A7 =7 Mo Il i
THIENTEET, TURRAU MYy RLTEE . EDOT U RARA MR
Vo —%BHEBVEINY THIENTEET,

Restore - {5 ELT2HRAR EDORY S —%9 _RCTTF T aAfERLET, RIZ,
BT 7 al ZATEAERL, £ DX A % FATTHRANMIEE T HI LI
Fo T HRAN RICT 7 a5 (TH AL BT 7 aAT2) WEDODH
HT_XTORY—HYANT LET,

DMS WU RRAU N ETCHE CHLZ LR TR —%2T X CHT 7 u
A4 H7281T, CA Access Control oA XL —T (7 VAT LEH T U RARA
VR EICHA ANV T BIEE . I N I T T BT RIRA )
ARNTTHBEITIL, ZOF T ar A EHLET,
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FRSNGG IV RRA UM DAIRR T %

FERSNGE>T=T UM RA U DREIBR T &

DMS IR T DI MA ML £9°, ¥ 2 —H#7)>5 CA Access Control %
TUAAN=NL, DALY 2 —ZE R ENLELTZSE TH, DMS 132
D) =R ~DSREFERFFL COET, EMIZRRSFFIEEL T, 2ol
V=75 DMS ZHET D UERHET,

W<l /= REHIBRTDITIE, LT OW TN OBRIEZITOET,

. DMS B =2—# ETdmsmgr 2—7 (U T 4% FEITLC, M2 7)—
Ty T HATVET,
dmsmgr -cleanup number of days -dms name
number_of days

CA Access Control /—R72Mifi AT HE T/p<72 > T O O e/ A
B EFRLET,

m DMS LB a2—H# ETLLTD selang 2~ RERITL T BHED / —R&2F
B CHIRT AL TEET,

rr HNODE HNODE name

BE: /—F&HId 5L, CA Access Control [ HNODE B D4 X CTHF 71
A BRIEHIRL, 77 0L ZRAT D30 lr —V % X THIBR (130207 7 aA
BAY AN EEN TN E) LT, £5°K HNODE 47 ¥ =7 N H|
BRLET,

TIAMAVIEERFERORT

CA Access Control T X —7 T A RE B CTIIRIY — T 7oA DR R—
rLCWET, ZOBERTIL, RIS —DOF 7l AN FFalf A ZATD
MBHUARN) Z2F R TEET, ZOVANIE, KT 70l XAIONT | %7 71
A FRTHPERENTZ HEF, MBI NT-T 70 DX AT REEMIOORSILET,
KT T A FATIZONWT, SHITERB ATRERGEMIE L C, 7 7 aA ZATME
RENTZARANBLORY Y — X7 T 7 uAENRI—DR—Vay T
0A ZAIDAT —HA([Fa—IZ AnbiLELZ ], [k#h], [KL]) | selang
DOHI(CDa~v  ReT 7TafL-fER) RENFTFbNET,
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R)O—REFEDLLAH

TIAA A NERRBRORTA &

1.

CA Access Control =X —7FA X T L FOFNAEZ FITLET,
a. [RUT—EFH]ZIV0 LT,
b. [RV—14T74T7%7)07 %7,
c. EMDEAY A=a—"T, [TTaARA ]IV =% RELET,
[T RA R NER]Z A M RATRE/R X A7 UANMIRRENET,
[T aAf A NER]E TV T ET,
[F 7 aAER ]| N—URERSNET,
TS EEO#HEEERL T, [(BEE 2y LET,

CA Access Control T % —7 T4 X 1L, EFRINT-HFFANTT 7oA
BT DG MABASL . LIZHL TR RA2 R RLUET,

(A Ta)T7aADORN AT EI) 7T, BEAMTENTZT T al A7
DOV CREME HE TR ET,

R)O—REFAREDLLA

JLRRV L —EFH T, (R — T 7aA0fEREL Q) =V RRAVMNIT
AT HNENHLT 7R )L—)L e R RRA L MIERIZT 7 aA3i
TWDEBEDN— VL EDEN R CEET, Fio, R — 47 V=7 MNIxt
LA TN =7 a7 A OBIMREE I OWTHRRLET, 2k, &Y
T —DT I aA BT AMEE R TEET,

TURRAUE E TRV —REFEEFATT DL, LLTFTOT 7 aingZr&in
7,

1.

TURRAVNET T aAEN5H/— )V DUANea— 1)V RARPSERF L F
o

INBIE, T aASINAE R — IR ESNI L — VT, TSN
AHERYL —D POLICY 47 =7 M B AT S 407-2—F7 /LD RULESET
FA T2V NERESILTCWET,
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R —REHEDLLHA

INBDZN— VIR RIRA L MIERSNDINE I e TF =y 7L ET,

BE: REFETIX. RAT47 =R HENDENEINNTTF =7 &
NEFA, T—HFRXR—=ZANEF TV 2 Na—WFEIA T = NE k.,
Z—WPENTV Y — AR, HDHVITEEO L — P F= VY —R) ZHIBR
THL— BRI ET, 722X, AR T LT O/—/v )i
HASNDNEIMITHER TEEE A,

rr FILE /etc/passwd

(AT va) a—A N ORY— F7 D= bE DMS DAV — 47 V= sk
AL ET,

W RZEH R T — L AN ECOMEEETF = 7L ET,
-strict 77 al EIRET HE MR EREIZ T — /L0 HNODE 47
V7 MCEEATT B2 UL —& DMS T HNODE 47 =7 M B8+
FONTER—b L E T, 2OV — L TIRUL FO A EITLET,

a. B—h/)L RARE T HNODE A7 =7 MZBh#f bR —D
Iz

b. HNODE 47 ¥ =7 MZB#AHT H7245 POLICY 47 ¥ =7 hDRY L —
DAT—H A

c. HNODE A7 V=2 MZBIEAT T B4 POLICY 47 V= hDRY T —
DT XF v

LLFD 2 77 AV NSIVET,

m ACInstallDir/data/devcalc/deviation.log
RBEDIRAF R CINESNIc R bxT— Ay —,

m ACInstallDir/data/devcalc/deviation.dat

RV =, ZDRAEDIAL, ZOT7A/VORNFIL, =V RARART
selang =~ >R get devcalc Zfi 452 TG TEET,

3 : CA Access Control IZREA AU MHIEELE T, AU M seaudit
-0 ZFEALTERTEET, seaudit 2—T 4UT A DZEMIZDOWNTIL, [V
T X AR R TLTIEE N,

M ENT-R7E% DMS IZ@EL£7,

BEIL, m— L CA Access Control 7 — X _X— A |ZFRESI7- DH R T
DMS (ZEfF S ET,
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R)O—REFEDLLAH

RETEEEEDN) A

DMS (ZRV Y — i ZEAT — X ADEE D TERNE ENDHIONC, =i HALEE
ZEHNCEITTDRENRDVET, TURRA b ETHRRY > — e
INZT DL, £/ —hE—hEE T policyfetcher (28> TR ZE G HAFERE NN
HSIET,

¥ T ANV CEITENDMAFEIL, T RRAUNOGBINSN-IHH 2%
BLEF A, ZNHOHEBZZ M4 51213, devealc_command Bk E 424
WL, BT — N CRAHAENFETINDSIOICLET,

R —f = rH FRE S = — W B2 R — R AR TEITIND I
policyfetcher BX EZ A LT HZ L2 BEIODLET,

R)O—DIRZEQTEELVIS— T7AMIL

R — A T, BWEFTAOFATRICH L a7 BER S E T, &
oOaZiL, =7 — Aybv—I8 G A ACnstallDir/data/devcalc/deviation.log (&
s iE7,

ZousiE, LR—NMIRENT (DMS DD BFELT) R2ED., kIR A E
DEITENT B ENSIES N TR WES I HLET, Z0ous T, FHE
FHEAE RN DMS IS EEN o= a 2 ca 4,

fl: REOTEELUVIS— 771U

RAER7 BILOTT— 77 ANV DOFIZLL TIORLET,

BALAREZ]: Mon Jan 23 13:04:48 2006

WARNING,¥"DMS AN DEAHIIIRL ELT, W2 Ta— U S ET, ¥
ARV — '11s8#02' DIRANRONWEL-

F&THEZ): Mon Jan 23 13:05:04 2006
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R —REHEDLLHA

R)O—RET—F2 IT7AIL

RV —RZEFRE TIL, RV —LZDIRZEDOIVANE G TeT —X 77 A IVHME
RENFET, 2T —H 77 A%, ACInstallDir/data/devcalc/deviation.dat |Z
AN ILET,

E T T A EENAR) L — DY AN, RENHEINARI Y —IZ
U CTHRARVFET (T 74T, X TORI—L ZURRA DT
DRV — N—=T7),

BE: {EFETIE. ZAT47 L—ADREASNANEINNITF oo s S E
B, T—EXR=2N0A TV MNa—FEIA 7 VoI NEtE, = — 3
72X —2HE R, HDOWTEEE DO —F F7213) ) —R) ZHIFR T DL — 1
RSN ET, 72X WEFRE T LT OA— A2l H S0 E 90
TR CEERE A,

rr FILE /etc/passwd

RAEAT —H AL (R0 > TH7R<TH) DMS ITEESNE T, EBEOR
I — IR FESNE T, LR —FOIERRERC, EBEDRZERE L2200
T ANISEFEL TR —MNIBINTEXES,

R —IRAET = 77 AL T AT RFEIRENDZEBRHVET,

Date
FFEFROIA LRSI TR FRUET, BT IREL R— Dk
MOITERDET,

F&=.: DATE, DDD MMM DD hh:mm:ss YYYY

Strict
AR -strict A7 a2 EL TIATSNILZEERLET,
FEZ: STRICT, DMS@hostname, policy_nametxx, [1]0]

ZZCL[1]0] 1%, m—H/L®D HNODE A7 ¥ =7 MZEF AT B =R o —
& DMS@hostname (fi FH FIREZ2 5 #1) D DMS) @ HNODE A7 ¥ =7 NI
AT HNTARY L — EORITRZED R S 720> (1) S7ens->727>(0)
EREMWRLUET,

R —DEA
ZORYY — NR—=Tar DR ZEZEZRT DRI — Ty 7 EfABLET,
FEZ=: POLICYSTART, policy_namettxx
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R)O—REFEDLLAH

.

E0
BRHEHSNTZAR — DR ZEEZRLUET, WAEICKHST 2RI —D4 FilE,
ZOITD EDEIIT DRI —TTICHNFET,

RZEITIL T DDEATRHVET, TDHG 4 DITREEZELRL, FEVD
3OITBMENZHEHEELRLET, ZNHEROFRITRLET,

REDZAT iz

YN ROV SV DIFF, -(class_name), (*), (*), (*)

T T IR OBy DIFF, (class_name), -(object_name), (*), (*)

FTIINENEIL-  DIFF, (class_name), +(object_name), (*), (*)

T T4 N RGN DIFF, (class_name), (object_name), -(property_name), (*)

T T aNBINENT- DIFF, (class_name), (object_name), +(property_name), (*)

T T AMEDFLELZ2N  DIFF, (class_name), (object_name), (property_name), -(expected_value)

Tu T EIGBINEI  DIFF, (class_name), (object_name), (property_name), +(value)

F ARSI RIINEY T AT DL AMEDA T V=T b, TrRT A
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ZHIZ, Connector Xpress ZfE FHL T, 174 $— 3% (Java & C++ D] )
ey "y 7L L. HIBRT DL TEET,

Connector Xpress ~D T3 A NI RRALU R VAT LDRAT 4T AF—~
T, 72EZ UL, RDBMS ~D#HEkE, 8L NT —H X —2D sQL AFx —~ DHL
#31Z Connector Xpress Zfli I CXFE9, ID FHLT v Ya= T \ZBET S
RAT AT A=~ DD~y 7 et 5858 Connector Xpress
HERATEET, w7, FeEVamu S LAY THRATAT AR —~
DEZENRBSINDITENTIRSNE T,

7E: Connector Xpress DFEMIZDUNTIL, [Connector Xpress 1R %21 T
Q=A%
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PUPM [Z Connector Xpress =% 94 55 %

T 7 4/VED PUPM DT RINA N XA T TIHIRNTURRA N EE T 51
IZ. Connector Xpress & FHL CTHLWTU RIRA N XA T ZAERR L, $iiET
BTN ISAT =R BB CTEFET, 7221, Microsoft SQL Server 7 — %X —
ANDEFHET 107 2 s SAT —REEBRT 572012, #A47° sQL DFF LT R
KAV T HELET, T 74/LED PUPM O SQL =2 RARA b ZA7 1%,
sQL Server EORHET I NEEERL, T —H_X—ANOEBI DT —T T
BELRWEREHC >0 E T,

UTOFIEICHENET,

1. Connector Xpress &1 Ah—/LL £,

7 : Connector Xpress & > Ah—/ LT 5 HFIEDOFEIZ OV TIL, CA
Support @ CA Identity Manager 7 7 3 =)L 735 A F-TX 5[ Connector
Xpress VR &S L TIZEN,

2. Connector Xpress T, FTLWWTURRA UK AT HRELET,
3. Java IRTZ — N2, ZOFLUNWT U RINA N AT 258K LET,

LN RIA U XA TG T, Java IRI X B —/NTEZDTURR
AN EAT OEREFGIMELET,

4, TUHA—TFARERY— N ITHLWT U RRA s XA T —RLE T,

TURIKALU N ZAT Za—R 9 HDX, CA Access Control = Z—TF AR
BH CHIHCEAINCT AT,

5. CA Access Control T X —7"FAXEH NOFLWTURRA N XA T H
IZ PUPM DU RARA U RAERL L £,

6. ZOFLWTZURRA I ETRET I AU —REBHLET,
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Connector Xpress M4 : SUN ONE T RRA VDR TE

ZOFITIX, VAT LEBEDAT 4—7 )3, SUN ONE 7 4L 7 NIZHERE T 5
72812 Connector Xpress PNIZ SUN ONE U RARA U~ ZA T ZAERR L £7°,

AT =TI B —T T A XE B — /N 7R ARNZ Connector Xpress & A
M= LELTE, AT —T7 XL FOBEEZEITLET,

1.

[AH —R] A=a— 5[ 71T L]-[CA]-[Identity Manager]-[ Connector
Xpress] DNEIZEIRNL F97,

Identity Manager Connector Xpress DAA Y A= a2 —NHRRENFE T,
[Setup Data Sources] #2777 L7,

[Setup Data Sources |V 4> R NFRSIVET,
[Add]%27Vy 7 L ET,

[Source Types] V4 RURBRE, R AIHEZRY — AINFRSIVET,
INDI 23R L [OK] &2V 7L ET,

[Edit Source ]V 1> RUABAEE T,

T OFME ALET,

s Name -- SUN ONE

m  Server Name -- serverl

m Port--389

m Bind DN -- uid=userl,ou=cont1,ou=ldapConnector,dc=company,dc=com

BE: TALIN v 35—y DT AN TR BEFEOT AL IR
~N—Z DN DHE. FIZIEHVFERA),

m Base DN -- ou=ldapConnector,dc=company,dc=com
[Test] &2V 7L THEftaX E A MERB L £,

[Enter password for data source |V 4> RUNBHXET,
BHET AT 2T =R AJLTLOK] &2 )y 7L ET,

TI=HENRT T, fERAY VR ERENET, FHOT —
Z Y —=ADMERSNE T, AT 4 —TIIRITFLNT 0y =7 MeAERR L £
j‘o

[Project]-[new]-[data source]-[Edit] DNEIZIERIRL . EERET 7k /X
AU =R ATJLET,
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EEFDZEEE

[Endpoint Type Details | i 23R ARSIV ET,

9. ZURRAUMGERAEZATIL, [VTA]IT A2 ZX T NIy 7L T,
[User Details |47 > aa @R L £,

[Map Class ]7 4> R 7B L O Attributes] V4 R NFRENE T,

10. [Select Object Classes] T, 27 A inerOrgPerson Z B JIL CLA F D&
MWrE~y 7 LET,

m ch-- AccountID
m Sh--last name
m uid -- AccountID

m userPassword -- — 77k RRAT—K

[ Identity Manager Connector Xpress: Project - C:\My iplanet Endpoint Type.con M= B3
Project Metadata Tools Help
= —
i = =
¢~ ‘Now Endpoint Tyne Map Class and Attributes [ » [

[ Classes @ Provisioning Servers

Use this dialog to map this provisioning class to an endpoint object.
o @ Connector Servers

©- | User Account

fall Containers

Description |Maps Provisioning Account object attributes to attributes in LDAP object classes.
Custom Types - - - ~ L L2

Managed [v]
Operation Bindings

Search Container |Enfer the location of !

Name |User Account

o
o

Select Object Classes
Add structural class: [ lv
Add auxiliary class: ‘ l b2
Class name Type Derived From []
inetOrgPerson Istructural " JorganizationalPerson, person | <]
Remove |
Map Object Class Attributes
Native Name | Native Type | Name | Type | Multi-valued
[} Al
[™]
[m]
[m]
[m]
™)
m
[m]
ol
[m]
[m] u
Ll
Ll
[m]
[m]
e W £
|Account ID |String | ]
u i | [m]
userPKCS12 [Binary [m)
userPassword |Octet String [Password String | [m]
userSMIMECertifica...Binary | | ol
x121Address |IA5 String [m)
x500Uniqueldentifier |Binary | | | i~ B Ad
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11. 7PV AREL, U RRA U AT DEZRARAELE T,

AT 44— 1%, Connector Xpress (ZHT LV SUN ONE =2 RARA R XA 7%
RELELTZ, AT 4—71%, ZZClava IRTHX B — NIZZ U RIRA R #
AT G ET,

Connector Xpress Mf§l: Java AR9R H—/3T®D SUN ONE T RRA b D & %

ZOBITIL, VAT LEHE D AT 4—7 )3 Connector Xpress CIERK L=
RINAL N ZAT % Java ARTH P — R THEKLET, AT —7 1%, CA
Access Control =X —7FAXEH FLNT U RIRA LN XA T ZRRT DI
DI, TNEBELET, AT =713 T OEELFEITLE T,

1.

[Identity Manager Connector Xpress Project]7 (> R D [z 7 & H—]
F T variE AUy 7L, [Add Server | &I £97,

[Connector Server Details ]V (> RUMNERIILET,
Java AR Z B — ORANM EFRELIOK]Z 7V 7 L ET,

S Java IRIH P AT — SO — T, DA — T RIS
P RN TIE. T I TEOHF— R Tl — 3% A A— L U ET,
[Connector Server Password Required ]V 4> R FRIRSIVET,

TR =T TAXE R — R OE AV =Rz AL ET,

HE /AT —REE, T H—T TARE Y — B A= LU TR
ELIHDTT, MEDOTZURRAL N ZAT DO—ENFRENET,

TURIRALN XA T HA77V w71, [Create New Endpoint Type ] ZER L &
7

[Create New Endpoint Type ]V 4> RUMNRRIINET,
TURBALNEA T NTILLOK]Z Uy 7 LT,

TT—RHHSIZR2IT AU, Connector Xpress (2B LT RARA b #
AT DPERLSIVET

AT 4 —T7 1% Java AR Z — N TH LW RARA U M B L ELT-, A
T4 —TE, T A —T TARE Y — NIZH LW RARA s 2 AT %
n—RLFET,

TR

Connector Xpress Dl : =L Z—TFA RE Y — SX~D T RIRA LS ZAT

Dr—F (P. 170)
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Connector Xpress M4l : IDBC TURRA D EERTE

ZOBITIL, VAT DEBE DAT 4—T7 H ., Microsoft SQL Server (ZHEfr =
%7212 Connector Xpress PNIZ IDBC U RIRA L b XA T ZAER L £,

AT =TI B —T T A XE B — /N 7R ARNZ Connector Xpress & A
b= LELTE, AT 44— XL FOBEEZFEITLET,

1.

[AH —R] A=a— 5[ 71T L]-[CA]-[Identity Manager]-[ Connector
Xpress] DNEIZEIRNL F97,

Identity Manager Connector Xpress D AA Y A= a2 —NHRRENFE T,
[Setup Data Sources] #2777 L7,

[Setup Data Sources |V 4> R NFRSIVET,
[Add]%27Vy 7 L ET,

[Source Types] V4 RO RBRE, R AIHEZRY — AINERSIVET,
IDBC AN LOK] &7V 7 LE T,

[Edit Source ]V 1> RUABAEE T,

LT OFEME A LET,

T —HXY—RA% --SQL Server

n T —Z_X—ADOFESH -- Microsoft SQL Server

m 2—H¥4 --sa

=4 - mysql

s A—h--1433

n TN o

[Test] &2V U THEfeaX E A MERB L £,

[Enter password for data source ]V 4> RN BH& £,

sa 2—W THYU ANAT—=RE A LIOKIZ 7y 7 LT,

TR HENRT IR, HER A E— U NERENE T, FioT—
B —=APERRESIET, RIZ, AT 4—T 1INV RBRA N XA T %
FELET,
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8.

10.

11.

12.

13.

[Identity Manager Connector Xpress] D AA( > A==2—|ZFRY, [New
Project | Z IR L F9°,

[New Project]” 1> R7iZ[Select Data Source ] 3R /RZILET,
PEHMERR L T2 T — 4 ) — A% @I [OK] &2y 7 LET,
[Endpoint Type Details] 7 RUNRRIIVET,

TURRAUNLEFRHZE AL, (VTR T A2 Z T A7)0 71T,
[User Details |47 a2 &N LU E,

[Map Class ] R LU Attributes |7 4 R 3R RENET,
[Select Schema and Table] 7> a2 C, A F&EIRL£7,

n AFX—~E, dbo ZEIRLET,

T — 7 VIO WTIL, sqlConnector 7— 7 /LA IR L £97,

~ Y T E B DININERSIVET,

[Map Columns]&Z7a Tl [Namel#IZLL FOfEZE A LET,
s [unamelfTIZIE, 7HV UM IDEZASLET,

m [upasswordJ{TIZI%, /SAU—R&EAJILET,

[Project] - [Save ] DNFAIZEINL | = RARA U ZAT DERZRAFLE
ER

AT 4—7 1L, Connector Xpress (ZH LV IDBC = RARA LK AT HFRELE
Lize AT4—713, 22T lava ARIH Y= /NI RIRA U b AT 728Gk L
ESpR
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Connector Xpress M4l : Java A2 H—/\T® JDBC TURRAU D& %k

ZDFITIL, VAT DEBE D AT 4—7 )3 Connector Xpress CIEK L7z
RIRA N 2 AT % Java ART X — STHELET, AT +—7 1%, CA
Access Control =% —7"FAXEH FL WV RRA VN XA T HRRT DT
DT, TNEBELET, AT A—71ILL T OEEZEITLET,

1. [ldentity Manager Connector Xpress Project] V4> R D[ Rr 74 H—s3]
A7 variEf 7Yy 7L, [Add Server ] & IR L £7,

[Connector Server Details] 74> RUNFIRSILET,
2. Java IRIH Y= ROFRANMEFRELIOK] 27Uy L ET,

S Java 2RI Y P NFEAT— RO TE, T T R
P TlE. T I HNVNCIOY— R FICEAi Y — A A— L U ET,
[Connector Server Password Required ]V 4> RN FRIRSIVET,

3. =T TGAREBR— ROBE/SAT —REZ A LET,
WE/ SR —R &L, = H—TTARE Y — A A=)V LTZBEICHE
ELT-LDOTY, BEFfFOTURARA U X AT D—ENFREINET,

4, TURKRALNEATHA27V 71, [Create New Endpoint Type ] &% 4R L %
ER

[Create New Endpoint Type |V 4> RUNFR RSN ET,

5. ZURRALNZAT L EANTILLIOK]Z 7Yy 7L ET,
TT— R HENZT UL, Connector Xpress (ZEVHTLWT U RRA R #
AT DPERRSIVET

AT 4—T7 X Java ARIE B — NITH LW U RRA MR GRLELT, A

TA—TNE, T =T TARE R — NI LW RRA N 2 AT %

n—RLET,
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Connector Xpress Dl : T A—TS5A XEBHY—/N\~ADIVRRAUk Z4THO—F

ZOFITIX, VAT LEBEDOAT 41— T N ANER LT LT U RARA s &4
Tl BT TAREY— N ICa—RLET, AT — 7 BH LT RER
AN HAT Hrm—R35HE, CA Access Control T X —TFAXEH NHTUR
RAVMEREVEBTAIENTEET, AT — 71X TOEEEZFITLE

S
1.
2.

6.

JBoss 7/ —Tay —_EiE I LET,

LR OWT N EFATUET,

m  (JDBC) 77/l conXpressnamespace_config.xml.template ZfRIEL F
7

m  (SUN One) iplanetnamespace_config.xml Z#wEL £7°,

ZDT7AMILLF DT L7 NINIZHD E T (JBoss HOME X JBoss &A1 L
A= LT AL RNITT),

JBOSS HOME/server/default/deploy/IdentityMinder.ear/custom/ppm/namespaceConfi
gs/

<endpointType> /X7 A—4% QD7 T, 7 74/VME
'REPLACE_WITH_ENDPOINT_TYPE | ZHIBRL £9°,

Connector Xpress CHRELTZTU RRA N AT ZH ANTTLET,

ZD 774 )V% conXpress_EEndpoint_Type_namespace_config.xml £\ )44
AT CLL FOT AL 7 RITRIFLET,

JBOSS HOME/server/default/deploy/IdentityMinder.ear/custom/ppm/namespaceConfi
gs/

JBoss 77V — gy r— T EhL £,

AT 4 —=TNX, Z =T FARXE B — NI LD RIRA VN A7 Za—
RLUELTZ, AT 4—7 1%, CA Access Control =2 #— 7T ARG B NIZZDH
AT DEURFANEERL, TURRALN EORHET o Mk 352L
D TELHINNTRDFEL,
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Connector Xpress M |fREIE

Connector Xpress |Z/ERK L7 RN Ak 2 A 7"C Discovery KT 7177 K
U4 —REFEITTDHRIC, L FONEEEETOILERHVET,

Connector Xpress NIZIERL7=DERICH AT D RARA B, T2E 20T
sQL Server TURRA UM EFR L, TUORRANEBET AV ILT
Ty NV EREHELET, CA Access Control =¥ —7 T A REHL IZEY UK
RAVIPERRSIDT A OISV R MET 7 L PO ERL S IV E T,

TURIRA LR ZAT D A==2.—7)35 Connector Xpress (/B 7= RaRA
YREATEEELET . [URLIZA— VR T L FOBID LN T — &~ —
At ELET,

[2—H v/ A ]BLOSAT =] 74—V RIZZEMIC L TR EE T,

[ Use the following privileged account | ZfEF8 L . = RARA U MIEERETE
DEIREFEST-HRMET I PR IRLE7, FRNZEFR LI RARA b
FHIZ CA Access Control =22 — 7" F A XE | ZIOERR S L= BlfrS 7=
Wt T I N fE L ET,

Bl: TORRALFD[URLI 74— ILE D sQL Server T—RR—X 4

LLF oz, sQL Server 7 —2 X — 24 % & ¢ p [URL] 74— /LR DS RSN T
WET,

jdbc:sqlserver://server.company.com:1433;database=database name

PUPM SDK
PUPM SDK =i FHH 32 L, K-HET T b /XA —R 2T =77 7R B LI
F eI AT HT TV r—ar B CEE T, PUPM SDK (213, /XA —R
a3 a—< SDK & Web H—E & SDK D 2 SDOFEENHNET,
PLFOFRIZ, 20 2 FEFHD SDK OAEDOH EA RLUET,
B EE INAT—K 323 2—7 SDK Web H—E X SDK
Ias oI =5 Java Java
NET
= — 3R Yes No
INAT—R Fyoia Yes No
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HEE INRAT)—K a2 2—7 SDK Web H—E X SDK

T RARALRT CA Access Yes No
Control 232485

{85 FHEE 5 : PUPM SDK

PUPM SDK TlX, AZUV T NOEET 17k XA — R OE A HEk145

LN TEET, N—Ra—RENTFRAT—RE ST AT T N BT LR

E L ATUVT MNO/RAT —R & M E RS 57 7V r—ra B T E
‘é—o

T2 20X, RICRHET 7 MO/ N—Ra—RE T/ SR —R &G T A7) R
Z TURRALMZ 10 > TNDELET, AZUTNIZELEHE A,

PUPM SDK Zfif 4B &, i)/l o 2 A L CTRIHET DV b 7RAT —R %

F 2T IR HEAZV T INO/RAT — R EH L, IRISAT —REF =)
AT LT TV —ar AR CEE T, BN AT —REZE T 5L
WX BET I DX 2T 4 DA EITRSL B T,

CDEAGEFATTHT TV r—ar Bl 5854 . CA Access Control =2
BT TAREB INT =V T I NETT = VAT HEXRET T
INAT —REE L LR R LET, FHET DT U NDOFRIRF AT 2 H
THE, ZOEREMRTEET,

E:CLDONART—R oy a—<EFEHLTH, A7V MNDO/N—Ra—Rzi
T-/RAT —REEHTEXFET, 7220, 77 AV NDON—Ra—RZ7-/3 A&
U —REZFEBCTHEBH T AL, CLU DO/ SR —R av s a—<aHHLET,
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INRAT—KR A a—T SDK 7TV r—2a0 NN RAT—RERE T %A%

INAT—R ay v a—< SDK AT D&, FpHET I b 7SAT —R &2 Bt
F oA BIOF 2T O 57 7V r—a BERTEEd, /3&
7 —R ay 3y a—< SDK 2 425121, L FOFNEITHEY LENHY £,

. TV — gl BNENMET AT RIRA L MZ CA Access Control Z 12 Ab—
VTS

n TV r— gl HOSRAT —R a3 2 —<% CA Access Control =% —
TIARXEBNERTD

PUPM SDK |Z1%. R 2 fFEFE N HVE T,
= Java PUPM SDK
= .NET PUPM SDK

IRAT—R Ay a—< SDK 77— aid, PUPM =—Y = hedE L E
9, PUMP =— = M, Avyt— F=—%ff LT CA Access Control T2~
R—TFGAREH L@ELE T, PUPM =— = M, SSLIBE BLOER—k
7243 ZEL TAVE—Y Fa—LlELET,

UTOTatATI, /NATY—R a3y a—< SDK 7V r— gl D3/ XA —
RERET 5 5 1EE2RLET,

1. 77U — a0t PUPM =— V= MO RAY — RER 2 EE L ET,

2. PUPM =—x NI, /"RAU—REREZ5Z{ELF£7, CA Access Control I3,
TV r—ar BT T H—Y D D BREEL, Tyl o R LET,
LR D DA RN AL ET,

n AT —REERDF v 2SN H85 6 PUPM =— = U NIRFHET
VNIRRT —=RET TV —aAZERLET, ZORT YT, I m
BANKK T LET, CAAccess Control =X —7FA4XEH Tl /XA
U —RELROEAL a—RNIEZIAENEE A,

n AT —REERDBF v 2SR WA PUPM = — U = U NI/ VA
U —RERBLOT 7V —ar 03 7o —% 4% CA Access Control
TR —TTARER I EELET,

3. CA Access Control =X —7ZAXEH | THEREZAEL, TV r—vay
\ZHRFHET T1 7 N 2SR — R OBSHERRE 52 5/SAT —R a3y a—< )
FIETHIEEMERLET,

INAT =R arya—<X, 77V r—2ab O/RA 77V r—a N
RCEDEMET U, T IV r—yar R T caba—Y BIOT
Vr—ar w7 CEXARANEELET,
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Java PUPM SDK

4, LLTFDONTAPDARNNFEELET,

n TV a ISR — REEHERR DM 5- 3 COB A CA
Access Control =X —7 T A K& X PUPM =— = NIRFHET T
TR RAT—R iR ELET,

n TV al IR = REUSHERR DM G- STV G4A ., CA
Access Control =% —7 7 A4 XEH |X PUPM =—Y = MITT—
A= R ELET,

EHHEDEAT . CA Access Control T X —7 T4 XEH 1 3A XU MIEIT

HEER L a—RNEEXIALFET,

5. PUPM =— = NI FRHET DTN MAT—RE I T — Ay —T%
TV — N EELET,
TV —ar BRI THHET 17 s 7SR — R 2B S LT-34 . PUPM
T— 2 MINAT —=Rae% vy 2L FT,

E:RRHET TR SAT—RNEFE SN 85E ., CA Access Control =% —7
TAREI TSR —REF AR N T RRA M7 B —R ey AL ET,
TURKRALV IR T B—RF Y AN A=V 52 5T DL, PUPM &—V = N
KT DR RAT —REX vy abHIBRLET,

3RS

ISAT—R a2 a—~ SDK 7 IV r— a2l 4 A7l RINA L e
P ET A 515 (P, 296)

Java PUPM SDK I, FfHET B U b /RAT —R &G, =y 7Tk, BLO

F oA T 5 )ava 7 TV —2a BAER T AT DAY —R a3y a—
~ SDK T, Java PUPM SDK [, CA Access Control 731 Ah—/L XL TCV5
Windows 33X TN UNIX = RARANCEECEET, ERkT % Java 77U —
a3 IRE 1.5 LB AE T2 L ERHVET,

Java PUPM SDK 1ZLL FOF AL ZRINICH Y ET,

ACInstallDir/SDK/JAVA
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ZOTAVIZNNZIE, L O7 7 AV RHVET,

m  PupmlavaSDK.jar -- Java 77 U/r— a2 G £405 SDK 74147 T,

= CAPUPMCLientCommons.jar -- 77 U/r—a il BiREz, 77 A RRIZEE
NDHVENHHYR— FA47 T,

» jsafeFIPS.jar -- 77U/ —a @#RIC, 7T ARATEENDNENHD
PR—~T7A47 7Y,

m  CAPUPM.properties.SAMPLE -- 7 74 /L~ 77V r—ay 7axT w28
WIH-DITHRETEDHY TV 7710,
ZOT7 7 ANERET DA HlT7 7 A/ % CAPUPM.properties &4 L,
TIVr—ar BB T HEX ZOT 7 ANGA BT TAINNAIZE ENDHY
HERHVET,
E: ZOT7FANEEFTDHEN CA VR —MIBIWEDELIZEN, B
HNZHOWTIE, 4577 =0 YR —b (http://www.ca.com/jp/support/)
IZBRWEDELIEEN,

m  Samples -- FHET BTN RAT—REF =20V TN TF =07 A § 5
TV Java TV —amh G o TND T VA,

TN —a WIHEAL ARVINBINEROu T 25T 255, SBIZ,
logdj 7A 7 TVINITANRAZE ENDUENHVET, T7Vr—ar DV
THTRIRAT—RERfSG, T/ T UM BIORTF =743 5HI21F, CA
Access Control =X —T7"FAXER CEDOT 7V /r—a I Software
Development Kit (SDK/CLI) /NAT —R 2 v a—< 2Bl T DM BERHVFET,

EZIEE

ISAT—R a3 a—~< SDK 77U r— a2 4 572D RARA L e
ET 5715 (P. 296)
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.NET PUPM SDK

Windows CH %

NET PUPM SDK | %, lHET 7o b 7RAT —REEUE . F v/ TR, BLO

F oA THCHT IV —ab BB T T2 D /XA —R a2y a—~
SDK T9°, .NET PUPM SDK /% CA Access Control 2512 Ah—/L &L TCUND
Windows = RRA MO B THA TEET B ALEDOA L =T 47 T AT
L ENZODRHET 1T NDSAT —RERG, T T UM BLOTF =7/ A
> CEET, .NETPUPM SDK %1 3 5121%, = R A MZ.NET Framework
2.0 LI Z AV AN— LT DRERHDET,

.NET PUPM SDK IZLA FOF AL ZRINIZHY £ T,

ACInstallDir¥SDK¥DOTNET

ZOT AL, LR D7 7 AN BHVET,

m  Pupmcsharpsdk.dll -- C# 77V r— a2 G 5 SDK 747 7V,

m  Examples -- FpET BTN NAT—RETF =T TN T =7 AT 5Y
VTN T IV —arkEE A CWND T FIH
BTN T TV —a A, A A LZFIUTOR NS T (s
TrAN) BLO A NVENTY T (exe T 7AV) NG ENET,

TN = a DRFHET 17 S SR —R 2R, F=v 77U, BLW

F w7 AT HIZIE. CA Access Control T X —TF A XE B CTEDT Y
r—3a HIZ Software Development Kit (SDK/CLI) /XAYV —R a2 v/ a—~<%
TERLT DM ERHVET,

EIEE

INAU—R a3y a—< SDK 7 IV r—av i3 272Dl RinA U M
P ET A 515 (P, 296)
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Web H—E X PUPM SDK

Web t—E"Z PUPM SDK 2 -5 &, KetET I b /RAT —REF = /A
VBLOT =T U S Java TV — v al AR TTEE T, Web —t
A PUPM SDK [, CA Access Control 231 Ab—/L I TRV RINA Uk
(AT —I ZURIRA U NRE) THEHTEET,

Web $—E"Z PUPM SDK 77 V/r—> a2 L CRIHET ok 7R AT —R
BTz T INETT 27 ATDHINE, TV —varER T —%E
CA Access Control =% —7" T4 XE B CIERR L . T D 2— YY) 72 Rk T
JEA vB— NV EEIY CTHLENHNET,

Web $—t" A PUPM SDK Zf 9 A121%, L TR —R "N RiRA
MZA YV AN—/V T DR HDET,

m  Apache Ant 1.7

Apache Axis 1.4
Java SDK 1.4.2
n (A T7Tar) Eclipse 72 E DA BRI BR 5% (IDE)

Web $—E"Z PUPM SDK [ZLL FDOT 4L 27 IZHDET,

ACServerInstallDir/IAM Suite/Access Control/tools/samples/webservice/Axis
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WEMET 117 b 7R AT — R OOVER E 71T BRI CE AW A2 E
%Li‘j‘o

PUPM T RRA U NEFHET O D IER

LA FDORE 7 Tld. CA Access Control T X —7 T ZEH TOTURKA Lk
DVERS, FFHET D U NOVERB LI v A 77U —ar OV
EZOW AL TOET,

BELD PUPM DU RARA U NETNIRFHET 10 U N B E T I3 556
I%, PUPM 74 —F 2T 522G LET, PUPM 7 —X &3 58,
2—WH 1 ODAT YT TEL DU RRA L NETIIEAET I N AR —
KL, PUPM D RIRA N REHET 17 hOE BA B8 TEET,

IURRAMDER

CA Access Control =X —T7 T A4 RE P T U RRAVNEREIERR THL, =
VRRAVROEH BIORTUREA U EORHERS IOV —E A T HT D
AT CEET,

LTOFIEIZHWNET,

1. CA Access Control T X —7 T A XEH T, [FteT 7 M-[mRARA
VN[ RIRA L IOVER ] Z 7 7 U E T,

[V RIRA DB : T RIRALROBR] NN F RS E T,
2. (AT a)BHFEOTURRA MBI T, T RRA U M Dae —Lb
LT L FDEINHERLET,
a. [ZVRRAUNIAT DA T V27 bDat—DIERR 1 #RIRL £,
b. MREMARINL, 7oV F2MEE AL, (BRREIE7Vv I LET,
TANE NN —E T DT RRA UMDY ANRE RSN E T,
¢. HHTZURRALROR—RELTH AT 547 Vo7 M@ E7,
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3.

[OK]&#ZUv 7 L FT,

[ RBRA UV RDVERR] B AT R—=T D[ 12 T RFERESNET, =R
RANEBE GO T =V NOAERR LT 6 X AT 0T Ry AD
T 4= RIZIE B A 7Y =/ FOER T Tloe— RS TV ET,

ZDET DT 4—NVRICT =2 ATILET, LLFOT7 4—/LRIZOW Tt
E)ﬁbi‘d—o

£ R
TURRA U NDOGRBAL EEFRLET,
F ZOT7 40—V RIX, T RIRA L RDLHEIH CA Access Control T2
H—TITAREH TCEDINEREINDINEERZLET, T RRA
N ZA T OFRIFIZ, BilE RafiELET,

ERBA
(AT vary) U RiRAMIBAL T, Gk AiEmeE e L E7 (EX
HH),

IVRRA AT
BHEET I —E R T AT IR GFIET DU RRA L NDEA T HIRE
L/i‘j—o

E DURBRAUN ZAT OEERERI, BINOX AT 0r Ry 7 AP &
F9, ZI T ZDXAAT DZURRA LS EORKET 7 L M E BT
728012 PUPM DL EBEL T B F oo v VAR E TEXET, BRI 5
VRARAU ZATVE, BT DM E RSO R RIS B LT,

(FFa) vl Ay TV r— a8 7 %I AT NOT 4—)L
RiZfEiz AL ET,
A4y 7)) r—3>

ZOTURRAVNTEN Y THEaT A 7TV r—arZiELET,

Ful A TV = ar R RINA L NIEN Y TAHRINZ, £,
ay Ay TV r—ar R LET, EEoas A T r—a
VERILTZURARA L MIEN Y THZENTEET,
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6. (A7 ar) CAEnterprise Log Manager #7427y 7L, # 7T NDT 1—)v

NIZAEZ A LUET,

ZDOHTTIL, CA Access Control T2 X —7ZA XEEHL D PUPM T2 R7RA

U ETCORET 17 NEEAE A X R CA Enterprise Log Manager L' 7R —

R CTXE9, CA Enterprise Log Manager ~DH5f5i 2% L TV V2

B, ZOXT 3 FR RSN EY A,

RANE
CA Enterprise Log Manager ({5 ELT2 IR ANM A ERLET,
ZDT7 4—VRIZMEZ ATIL72\ 546 CA Access Control =& —7"5
ARG L[] 27 OLART] 74— /VRITHRE LTo AR AN Zff
LET,

A=tk
CA Enterprise Log Manager |[Zf§EL 72 I/ s a4 ERLE
4, 72¢20F, Windows =— = LA U RIRA DAk 1l
20X, TNT-Security | IZ720 3,
ZDT 4—VRIAEZ AN SILZ2UW A . CA Access Control =% —7"5
AREI CRIET IV NER AR IDLIR— e Forn§ 58, T
DITURRAL N ZAT OREEARIRRRSNET,
E AU BT OFEHIIZ OV T, CA Enterprise Log Manager D~
=27 NVESZRLTITIEZN,

7. (ATvar)ERIZTEI)V0 I LT HETNOT 4—)VRIZfE AL E

ER

ZOFT TEURBAMNEF DIRVEZARTE T DL, BT 7B A v— V%

EREIIETTLLEXNED BN T 22N TEET,

Wb T 72 A m— )LD AL 7373 CA Access Control T 2 — 754 REF |2
Oy AT HEE, FO2—WIIFHET 7B A o— )W IZERSINTZEIEIC
Ve THMET VR A T I "D T 78 A S L £ 7,

rEE
TURRAVMNTEE DL EfRRELET,
HhE

M OA TR ELET,
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Custom 1...5
TURRANER DAAZLBEEFEELET (K5 2),

FEET 7 ERA a— L O A AR NEMEL [AR]E T [ AN RY
=Tt rvar (AR N — ]I RN TR ELE T,

8. [V7IvhEIZIvILET,

CA Access Control =X —7FA XEH | L, = —F =357 7
VA NVERERAL T, TURRA IA~O8Ei 2RI TUE T, BRIk L
e TURBRAVIPMERSIVET, EILh T a1E, =7 —
EZELET,

BEEIRR :

PUPM $%#5i 1 L FH @ Access Control (P. 198)

MS SQL Server #Z#i{E . (P. 201)

Oracle Server £ /& it (P. 203)

VMware ESX/ESXi #4175 2 (P. 208)

Windows T — = b AFEGEE # (P. 209)

SSH Device #£#7¢{E #t (P. 219)

SAP R3 H&feli 7 (P. 227)

CA Identity Manager 72tV a =7 Bk 15 (P. 229)
PE R SNz U RARA L M AT R (P. 233)
A 7TV r—a OIER (P. 233)
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PUPM $E#51E$R P 0 Access Control

PUPM = RiRA b ZA7 F D Access Control TlL. F5#E Access Control 7%
TN EETTEET,

ZDHAT DT RIRA L NNER T D856 LT OE#HZFE EL T, CA Access
Control T Z—T7 T & N RIRA L MO 5191l £ 1,
A—4nJqy

TURKRA UV MDOE B —F OL4HIZERZLET, PUPM X, = RARA b

~OBHE. THI O 7RAT—ROZEERY = RRAMExET
HREFRE 2T DFEATICZOT I WL ET,

(BT arARET AL PUPM T E X 27 D FEITIZ 22—
Oy AT AN ERLEE A, fRDDIZ, PUPM IXEFE DRFMET 177
VRAFERL T, U RRA NI T A AR 2 FITLET,

INAT—FK
TURRA U NOFE L —F DA —REERLET,
RXE
TURBRAVIDIRANM A EHZLET,
RRAN KA
ZDRANPAL S THHR AL DA RTERELET,
5 : Domain.com
EE 0]

TURRAU IO, T AT DR, 7SAT—RDOZEH /oL | =R
ALK T DG BRA AT O FEATITRHEE BT 10 o N 32702897
ERELET, 7212 BEOTURRA ML CEBA AT 2 E(TT
ZDRFHER AL T IO N EETEET,

ZDOF T arBRRETHE, PUPM ITEBA AT OEITIZ 22— ul A
TN E L E A
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IBM AS/400 R 1EER

IBM AS/400 =2 RiNA L b ZA 71255 T, IBM AS/400 DB FERIZ T vy M
B TEET,

IBM AS/400 T2 R7ARA L M L CHEIE LI E BE = — 1%, DL T OMHERRA
Ffo TV ERHDET,

n tMOZ—YF ThHTUIDOFIR

n HHOZ—F THT U OFKR

n tMOZ—F THT U RRT—RDFE IR
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ZDEAT DU RINALNeAERT 2856 LT O #AZHEL T, CA Access
Control T X —TF T A REHL N RIRA VM CE DI L ET,

E2X:0]
TURRAV DL HIZFRELET,
FE: T UFNRAUMITEAAN E—ETHLERHDFET,
Rl =
TURRAUMDOE I —Y D4 FIZERLET, PUPM X, = RARA b
~OERGE . T ROKH  NAT —ROEF Y U RIRA MO
DR 2T DFEAITICZDOT 7 " HLUE T,
E BRI AT v ar AR ETHE PUPMITE A A D FELTIZ (22—
Oy AT AN E L EE A, fRDVIZ, PUPM IXRFE DRFMET 177
VREREAL T, U RRAU M T AE A A 2 FEITLET,
INAT)—FK
TURRAPDER 2 —F DO/RAT — R EFRLET,
RAR
TURRAVIDRAN A EFELET,

3E: CA Access Control AU RIRA L MIA L AR—LENTWDEE . 2D
JEMEIZ CA Access Control RANML ZFRETHZ A BEIDLET, =R
A RD CA Access Control IRANG Z RN T DI, T—/LR Ea—%ff
AcEEd,

BE: FAMITITZURRAU M E— BT DB ERHVET,
E=d

TURBA VIO, 7T MO, NAT —ROZEHARY | T RR
A MRS DR BRSO FA T\ BT 7L N 35738 57
PHRTELET, 2ex01E BB RRAV MU CTE A AT 2ELTT
EDRER A T AV MR ETEET,

ZDOF T arERETHE, PUPM ITEFA R DOEITIC 22— ul A
VTN ERLEE A
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MS SQL Server E#5IE#R

MS SQL Server = RR Ak XA 7 %A L C. Microsoft SQL Server #7771
TN EETTEET,

MS SQL Server DT R7NA L MU THEES VAR BLE = — 1%, LU T4
LT DRERHET,
m  securityadmin P— 3 B— LA {REEL TS

7 : securityadmin —/% m— L& FfO 2 —H |3 serveradmin 331N sysadmin
PN =NV EETHIENTEEE A,

ZDEAT DIZURIRALNeAERT D8A . LT O #AZHEL T, CA Access
Control T Z—T7 T & N RIRA L MO CxA5191cL £ 1,
Rl =7 %

TURKRA U IDOE B —Y OL4HIZERZLET, PUPM X, = RARA b
~OHHE . THI U NOfRH 7RAT—ROE Y = RRA MRt
DR 2T DEATICZDOT 7 "M HLUE T,

(B A T arARET AL PUPM I E BIZ A7 D FEITIZ (22—
Oy AT AT N E L EE A, fRDDIZ, PUPM IIERFE DRFMET 177
URAFERAL T, U RRA NI T A AR FITUET,

INAT)—RK
TURRAIDOE R —F O AT —REEELET,
URL

TURRA U NIHERET D721 CA Access Control T2 % — 7T A XEH
DMERTED URLZEFRLET, URLIIFFEDHAT DT —H_X—R H—
NetEELET,

¥ : jdbc:sqlserver://servername:port
51 : jdbc:sqlserver://localhost:1433

E: URL OB DOFERIZ DWW TIEL, T RRA L RDRF 2 A MR IRL T
FEE,
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RAR
TURRAVIDRANL HEFRLET,

7 : CA Access Control 3= RIRA LV MIA LV AR—/LENTWDIGE ., 2D
JEMEIZ CA Access Control IRANA ZFRE T HZLEBEIDLES, =2 RR
A R® CA Access Control IRAN, B FRxT D722, U —/LR B a—%A{f
HATEET,

Port

(AT ar)P—"OVA= T R— g SERELET, FRETHR—F
F X, URL TR ET R — &L —HTHX0ENRHDFET,

fil: 1433
AVREVR %

(FTar)Ts —HR—A AL AR AL T ELET,
EE3 0

TURBA IO, THT MO, 7 SAT—ROEF /2L | = RiR
A NEXFT B BLS 20 D FATI R BT 77 N 5785
PIELET, 72203 O RARAV ML CEM A AT 2 EITT
DR AL T AT NEARE TEET,

ZDOFTarERRETHE, PUPM ITE A AT DOEITIZ 22— ul A
TN E L EE A
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Oracle Server HfR1EER

Oracle Server T RINA U N XA T %A T 5E. Oracle 7 —X~_X—R KT 7
TN EETTEET,

Oracle Server DU RINA L MK L THRE L& B4 = — 13 ALTER USER
BTN SELECT ANY DIRECTORY D AT IMERR AR L CWAME R HDET,

ZDEAT DU RINA AR T 2856 LT O #RA2TEL T, CA Access
Control = Z—TF T A REH N U RIRA L MR CExA LI L ET,
A—H 04y

TURKRAVNOE I =Y DL FIZEFRLET, PUPM L, = REA R

~OHHE THI U NOfH RAT—ROEE/RY = RRA Mkt
DR 2T DEAITICZDOT 7 " LU E T,

BRI AT v ar AR ETHE PUPMIITE A A D FELTIZ (22—
a7 ALT TN LER A, SV, PUPM IR E DRFHET 17
VRAFERAL T, U RRA NI T A AR 2 FITUET,

INAT)—R
TURRALMDE R —FONRAT—RE2EFRLET,
URL

TURRA U NIHERET D721 CA Access Control T2 % — 7T A XEH
DEATED URLZERLET, URLIIFFEDHAT DT —H_X—R H—
NEfEELET,

F&R.: jdbc:oracle:drivertype:@hostname:port:service
51 : jdbc:oracle:thin:@ora.comp.com:1521:orcl

7E: URL OB DOFERIZ DWW TIEL, T RHRA L RDORF 2 A MR IRL T
TEEWN,
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RAL
TURRADRAM ZERLET, ZIUTTERE/MIFRANMTY,

7 : CA Access Control 23 =2 RARNA U MIA L AN—/LENTWDIGE, 20D
JEMEIZ CA Access Control IRANA ZFRE T HZEEBEIDOLET, =2 RR
A R® CA Access Control IRAN, B FRR T D722, T —/LR B a—%A{f
HATEET,

EEZ 0
TURBAVIAORESE, TAT ORI, /XA —ROZF L | =R
AV NEKRETDE IS AT D FEATICRHEE BT 0 N 3502890
FIRELFET, 722X HEO T RARA MR L TEBRA AT % FITT
ELRFMER AL TV MR E CEET,
ZOF T arEIRETDHE, PUPM ITEBX AT DEITIZ[ 22— n s A
TN LEE A
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Sybase Server 5 IE R

Sybase Server = RIRNA U~ XA T 7235 Sybase Server FiHET 17k
EBTEET,

BE: 7NN ESIL, AA—h 2638 3PV TV THEREATRE T
HHTEEMETRL TIZEN,

ZDEAT DU RINA AR T 2856 LT O #AZHEEL T, CA Access
Control T X —T7 A REH N RIRA MBSt TEALHIZLET,
A—H¥ a4y

TURRAVIDOE B —F DL RIEERZLET, PUPM I, TURHRA b

~OHHE THI U NOfH RAT—ROEE/RY = RRA Mkt
DR 2T DEATICZDOT 7 "M LU E T,

E BRI AT v ar AR ETHE PUPMIITE A A DO FELTIZ (22—
a7 ALT TN LER A, SV, PUPM IR E DRFHET 17
VRAFERAL T, U RRA NI T A AR 2 FITUET,

INAT)—R
TURRALMDE R —FONRAT—RE2EFRLET,
URL

TURRA U NIHERET D721 CA Access Control T2 % —7 T A XE H
DMERATED URLZEFRLET, URLIIFFEDHAT DT —H_X—R H—
NEfEELET,

&3 jdbc:sybase:Tds:servername:port
51 : jdbc:sybase:Tds:localhost:2638

7E: URL OB DOFERIZ DWW TIL, T FRHRA L RDORF 2 A MR IRL T
TEEWN,

4
TURBAVIDRAN EEFRLUET,

7 : CA Access Control 23 = RIRA L MIA L AN—/LENTWDIGE, 20D
JEMEIZ CA Access Control RANA ZFEE T HZEEBEIDLET, =R
A RD CA Access Control IRAN, & FRRT D722, UV —/LR B a—%A{f
HATEET,

B30
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TURBALV DR, T AT DR, NAT—ROEF L = RR
AN T DB LAY DFEATICRHEE BT 7 N 3272897
FRRELET, 72203, HEDOTZ U RRA MR L TE XA Z T T
EDHFHER AL T Nt E TEET,

ZDOFTarERETHE, PUPM ITEBA AT DELITIZ 22— ul Ao
TN E L EE A
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RACF & #t1E %R
RACF XA 7' %4 fil 5L, RACF KitET 1 M B B C&EE1,
ZDEAT DU RINANARRKRT D86 UL T OFE WA EL T, [assign the
value for eACVPM in your book] 3= KA M CEHIOICLET,
a—+4osqy
TURKRAVNOEH 2 —F DA FIZEFRLET, PUPM L, U RHEA R

~OEE, TV RO NAT—ROE T/ = RARA U MIxT
AP 2T DFEAITICZDOT 7 " HLUET,

BRI AT v ar AR ETHE PUPMITE A A D FELTIZ (22—
a7 AT I N LER A, DY, PUPM IR E DRFHET 17
VRAFERL T, U RRA NI T A AR 2 FITUET,

5 : cn=user1,host=RACF,o=company,c=com
ISR —R

TURBA L IDOER A= DR =R EHRLET,
AL

TURRALVNDRAN ZERZLUET,

3¥: CA Access Control 3= RIRA L MIA LV AR—/LENTWDIGE . 2D
JBMEIZ CA Access Control RAML R ET HZ A BEIDLET, =R
A R® CA Access Control IRAN, KR T D722, UV—/LR B a—%A{f
HTEET,

AN—X DN
LDAP 7 4L 7 \UN DR BRI AR A L MR EL £77,
5 : host=RACF,o=company,c=com

URL

TURRA U NIHERET D721 CA Access Control T2 % —7 T A XEH
DEATED URLZERLET, URLIIFFEDHAT DT —H_X—R H—
NEfEELET,

#1: |dap://host_name.company.com:591
FHiH

TURBALIAOBESE, TAV ORI /XAY —ROLEIRE | = RR
AN DE BRI AT D FATIRHEE BT 0 L A 35738 97
EHRELET, HEE OV RRAL NI L CTEBA A7 % F4TT
EDRHER AL T MR E TEET,
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ZDOF T arHRRETHE, PUPM ITE A AT DO EITIZ 22— ul A
T HT N AL EE A,

F: BB BIOM O —Y 7T MO T o8 MR A RO — 1 T
AV EFRELET,

VMware ESX/ESXi 1§ 53R

VMware ESX/ESXi T RARNA Lk HA 7125~ T, VMware ESX/ESXi KitET I
VN EPRTCEET,

ZDEAT DU RINANARRKT 2856 LT OF WA EL T, [assign the
value for eACVPM in your book] 732 RiRA LV M CEAHIOICLET,
aA—H4
TURRA U IDOE B —F DL ZEFRLE T, CA Access Control -
B —TTAREENIZDOT AT ML T, 2 RARA U I~O#EE, 7

HIURDRH, SAT—=ROEFTI2E | U RIRA NIk 2 BA AT %
FETLET,

(B A T arARET AL PUPM I E BIZ A7 D FEITIZ (22—
Oy AT AT N E L EE A, fRDDIZ, PUPM IIERFE DRFMET 177
URAFERAL T, U RRA NI T A AR FITUET,

INRAT)—F
TURRAVIOE L —F DO RAT—REERLET,
RX b
TURBRAVIDRANM A EHZLET,
EE 0]

TURBAL O, T AT ORI, SNAT—ROEERE | 2 RR
ALK T DG BRA AT O FEATITRHEE BT 10 o N 35702897
ERELET, 7HE21E BEOTURRA ML CEBA A2 E(TT
XHEHER ALY T I MR E TR ET,

ZDOF T arEFIRETHE PUPM (TEBZ A7 DEITIC[2—H n s o
TN FE L EE A
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Windows T— T b R R IEER

Windows T=— = " A U RINA U~ AT Z2AF H 9 5E Windows KikE T
I NRECEET,

Foo—hL a3t a—HF ETRA(Y 22— VAR ETHE PUPM IZF DR AL
v a—YORAT =R EE T CEEE A, ZOHIBRIL. Windows DEI{EIZ
K4 5HLDTT,

ZDEAT DU RINALNeAERT 285 A . LT O #AZHEL T, CA Access
Control T Z—T7 T & N RIRA L MO CExA5191cL £,
a—4¥ogq

TURRAVMDE L —Y DL FIZERLET, PUPM X, = RARA b
~OEE, THI O RAT—ROEERY = RRAMExET
DR 2T DEAITICZDOT H 7 "ML E T,

3 (BEMIA T ar ARE T AL PUPM T E BRZ 27 D FITIC[2—H
Oy AT AN E L EE A, fRDVIZ, PUPM IXRFE DRFMET 177
VREERAL T, U RARA NI T AE S AT B FELTLET,

INR)—F

TURRA L IOEBR L —F D NSAT—REERLET,
RAK

TURBAIDOFRANM E EHELET,

#1: myhost-ac-1
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RAR ALY
ZDORAMPA N THHRA 2 EaELET,

S RAN RAA AT BEEERE AR E L E T, 72E20E, 58872 R AL
45 company.com THhOY A BEEARED company DA% ATJLET,

Active Directory
2— T 7R Active Directory 7 T L "NEINERRELET,
aA—H FA(Y
ZDZ—YFNA N THHRA 2 EFaELET,
E oY A AT EES T AR E L ST, Tme T, BN AL
443 company.com ThoOA #EEARED company D&H& A JJLET,
EE: PUPM HEI AL 2L T RiRA v Mol A4 5854 7k
AN KA BB E T AIEMERLET, Z RRA N — 07—
DA IR THAREIT, T —0 7 N —T 4 TlIeL R AN IR ELE T,
EE3 0
TURRAV IO, 7T OfR Y, XAV —ROEF/pE | = KR
AN T DEBRA AT D FATIHHEE BT I N 3200895
PHELET, 12213 EHOT U RRAV NI TE A A2 FEITT
ELRFMER AL T Mg ETEET,
ZOF T arEIRET HE PUPM ITE X AT DEITIZ[ 22— nr o
VTN ERLEE A

Windows T—Y bR TURKRA D PUPM A DERTE

PUF ORIy 7 Cld, PUPM % 52453 5HIZ Windows T-— = R A U R7R
AV N CTHBERG G N HLIB IR E FNAZ L £,

EZIEE

Windows T— = LA TURIRA LS EOR ALY a— W\ T Dl R E
(P. 158)
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Windows T—Yx bR TURRAVCD ITFAT 04+ —ILERTE
Windows Server 2008 33 ). T Windows 7 Enterprise THZ)

PUPM Windows =—3 = R A IR/ XX, Windows =—3 = LA TR
AL REDHEGITR—h 135 (DCOM R —1) 2 AL £9, PUPM Windows
T—V xR TARIZTICS D—ETT, aRxTH L, U RRA D
foit% . BhRYAR—h (1001 LA _E) 2 AL C WMI(Windows Management
Instrumentation) —E ALEEL £,

Windows T— = h A TR AL M T Windows 7 7 A 7 7 4+ — L INE 2L
INTNDHE, R—h 135 BLOENR — DR T 7 AT 74—/ &>
TT v IENHBENHVET, Windows 77 A7 4 —/LinZ b0 8%
Tuy I Uizgh, AT TARE Y — NI R A U R EE(E TEEY
S FDT=8  Windows T— = " A U RBA L NEVERR TX 720w, F7-
IV RBA P LDV —ER T HT U RERT P a2 — VST HA AT R T
T A,

Windows 774 7 7 +—/LZ Gl TWOHEE . PUPM Windows & —3 =k
VA AR I BN RRA NI CEDINN, 77 AT I+ — NV EHET D
MENHVET, 77AT T+ —/VORXE TlIAR—h 135 2B, #J72 RPC
R—FE WML —B R ZELNDT X TCDRT T AT T 7 AT T4 —)1IZ
Ko THFENDIOITHRELET,

EZIEE

Windows 7 747 U 4—/V% PUPM FIZE%E 3551 (P. 211)

Windows 7747 O A4A—JL% PUPM RIZERTET DA E
Windows T— U PR TV RRAVMIEEY

PUPM Windows =— > h- A a7 Z% Windows &T— x> R A =R
AL PEDEEGTAR—1 135 (DCOM R—R) 2 AL E 3, ax72%, =R
RAV DR . BIRYAR—1 (1001 LL_E) Zff L T WMI (Windows
Management Instrumentation) r—E ZALBEL £ T,

Windows 77 A7 74—V &G MBI L TV DEE . PUPM Windows =—3 =

VRVAR ARTBINE U RRA NI CEDINT, T AT U A — VAR ET
HMLBENHOET, 77AT VA —IVERKELIRNE, ZoF—T T4 XE Y —
NI RARAREBETEERE A,
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Windows 7 7 A7 74—/ L% PUPM FIZERE T HI21E, LL FOFNAIZHEVVE
£

1. A—b135 ZPAEET,

2. ®972 RPCAR—FE WMI H—E R ESLNA T RTDOINT T 47 INZF ]
SNAINNT, T7AT A —b —VEERLET,

L FOWZSEIZ, 22— D Windows 77 AT 7+ — VAR TEL TLEE
AN

Bl : R—b 135 ZBA<
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a. PUPM [T RRAVMIF LNV RAT —R &R ELE T,
PUPM X127 77 AN LW RRAT — R A EX AL EE A,
b. PUPM X 500 UKL £9°,

c. PUPM (X word: LWV LFHNEZETHETRIELET, ZOXTH%E
ZAETHE ROFIEICHELET,

ZDARUROIRTA—=HL, LT O <item> BE THRESNET,

<item>

<param name="sCommand" value="[%%password%%s]" />
<param name="bHideSentLog" value="true" />
<param name="iWait" value="500" />

<param name="sWaitForText" value="word:" />
</item>
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3. PUPM L., BibET 7 FOFT LN RAT —R 2R L E7, PUPM X, =
FNEZ5E T T 52O FOT 7 a2 TLET,

a. PUPM (I RARALMIF LUV SR —REFIEFELET,
PUPM X127 77 ALV WVRRAT —RE2EX AL E T A,
b. PUPM X 500 VRV £97,

c. PUPM (% local-user* # L\ ) LT A 25 THETHRIELET, 2O
THNEZAETHE, IROFNEIZHEF T,

PUPM 7? failure. invalid. 7213 error &\ SUFHNEZELT-8E . 8
AU —REE TR ELT-,

ZDARUROIRTA—=HL, LT O <item> BE TR ESNET,

<item>

<param name="sCommand" value="[%%password%%]"

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user* #" />

<param name="sFailureResult" value="failure;invalid;error" />
</item>

4. PUPM 1L, B-HET 1 bOF LV WVIRAT —RZa3y kL Ed, PUPM (X,
DFNEETE T TDHI-DIZLLTOT 7 ar &R ITLET,

a. PUPM IZLL FDOa~wrREFRITLET,

commit-buffer

PUPM |Z022 77 A NI ZDa<w L REEXGALER A,
b. PUPM X 500 VR £9°,

c. PUPM (% local-user # &\ ) L[5 HETRHELF T, 2D
FHNEZET AL NRAT—REHE T2 TLET,

PUPM 73 Error: Update failed: &\ ) XT3 E LT85 6, /XA —
R IZRELELT,

ZDARUROIRTA—=HL, LT O <item> BE TR ESNET,

<item>

<param name="sCommand" value="commit-buffer" />

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user #" />

<param name="sFailureResult" value="Error: Update failed:" />
</item>

NAY—RERMPRE T LELT,
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SAP R3 $E#TIE$R

PUPM SAP R3 = RRNA L s ZA 2L, SAP R3 DRFHET H L " & PG
9, SAPR3 U RARAL % PUPM NIZHERL T DRIIZ, SAP R3 R X5k
ETAHMLERHYET,

ZDEAT DT RIRA L NAERN T HEE . LT O HZEL T, CA Access
Control =X —"F T4 XE INT /A A TRt CEHIDITLET,
aAa—¥ o4y

TURRALVMDOE R —P DL RTEEFRZLET, PUPM I, T RARA b
~OEE, THI O RAT—ROEERY = RRAMExET
HEPLE 2T DFEATICZOT I ML E T,

BRI AT v ar AR ETHE PUPMIITE A A D FELTIZ (22—
Oy AT AN E L FEE A, fRDDIZ, PUPM IXRFE DRFMET 177
UREEHL T, T RRAY NI T AE A A 2 FEATUET,

INATT—F

TURRADEB A=Y DAV =R EFERLET,
RR K

TURBRAVIDIRANM A EHZLET,
VATLID

SAPR3 AT L ID #EHLET,
SRTLES

SAPR3 VAT LE SHERLET,
D9FAT7ES

SAPR3 VAT L ITAT U NEBEERLET,
i

TURBAL IO, T AV RO SAT—ROZF el | =R
AV NEKRETDE IS AT D FATIZRHEE BT 00 N 3202890
HELET, 12203 EHOT U RRAV NI TEA A2 FELTT
EDRFMER AL T N R ECEET,

ZDOF T arEIRE T HE PUPM ITEFZ AT DEITIZ[ 22— n s o
AT IO FEALER A,

FVATAID, VAT LE S BXOTIAT U RE S OFEMICOVWTIL, SAP
R3 DRF 2 A IRL TS0,
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SAP R3 ORI ADIRERTE

PUPM Zfi fIL T SAPR3 = RARA L~ EOYRMET 7 M@ B XD 91T
$AIZ1E. SAPR3 AR A E R ETHMENHY £,

SAP R3 RV X% ETHITIL, o X —T FTAXEH Y — SF7- 13 Java =%
75 P —s3(ICS) WALV AR—ILENTNDT R TOHY— )| SAP JCo TA 7T
VaA A=V LET,

O SAP 7 A AFERAEE AT DHE, SAP ~—4 h S L — AN SAP JCo
TAT IV Ao a—RTEET, THEHOVAT A T Ty T 4 — A7
SAP JCo TA 7 TV AN LT~ Z &2 MR L TLIZE N,

5l : Windows £ T® SAP JCo SATSYDAVRA—)L

LLFOFI I, x86 il Windows 2003 Server |Z SAP JCo A7 V&AL A
=L B EIZDOWTERIAL £,

1. sapjco-ntamd64-2.1.9.zip & —Wi7 4L 7 ICHIH L £,

2. sapjcorfc.dll IBL N librfc32.dll 7 71 /L% Windows system32 7 4L 7 hJIZ
ar’'—LET,

T A= URFIRENTD ZOT AL I HDBAF DT ANV BE
ELET,

3. sapjco.jar 771 /L% Java Connector Server extlib 4L 7 |22’ —L 7,
ZOTALZEIE LU R OSATICHYET,

[set the Access Path variable]¥Connector Server¥extlib

4. CAldentity Manager - 2 (/¥ H—/"— S —ERZFEBILET,

PUPM % fHL T SAPR3 U RARA LN EDRFHET 17 " B CX A L)
2720 FLT-,

EZIEE

SAP R3 $Ef5e G i (P. 227)
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CA Identity Manader 7OE 3= F G IEH

CA ldentity Manager 7't >a=> 7 ax/&Z T 5L, Tueva=r7
P — X TEFELT- CA Identity Manager T2 RiRA L M FCEE9, PUPM
PN C CA Identity Manager DT RRA > N ER T2 HIIZ, Identity Manager
TR Va= BAT aRxE N ER T AN ERHVET,

Eax X = _XOVER T IEDO NI OWTE, T4 ~LVTES L
TLEEN,

;¥ : CAldentity Manager 70t va= 7 apx X — OREREIT,
etaadmin DFEEFANA R ELET,

I N o7 N = 3

eTGlobalUserName=etaadmin, eTGlobalUserContainerName=Global
Users, eTNamespaceName=CommonObjects,dc=ProvisioningDomainName, dc=eta

CA Identity Manager (%, #—7 v VAT A ETRESIVTND/SAT—R R
VLI R R NAT =R R —EIRG TEE T, BT v VAT AT
L TRRT—R R —Zi 358, PUPM (T2 —H /AT —REETLET,
72720, =PI RARA P ECEESINT SR — R A HT5Z 83T
FHA, X VAT A EDO/RAT—R KU —78 PUPM D/RAT —R 7R
U\ ZHERLL CWBZEEHERRL TL/ZEVY, CA Identity Manager /XA —R 7R
Vo —ifii| A7 > ar OFEIZ OV TIE, [CA Identity Manager E 2201 | %
ZRLTLIEEN,

ZDEAT DZURIRA L NAERT D56 LT O #ZFE EL T, CA Access
Control = Z—7F T A REH N RIRA L MR CExALOICLET,

IVRRAb
CA Identity Manager 7' 2t Ya=7 H— R CEZRLIZELBVIZ, =VRR
AU NMIETEERLET,

CA Access Control =24 — 77 A4 X4E Bl 73 CA Identity Manager =2 R7RA
UNEATHFIRTHOIE, 22— NI e Va=r s N T B
T2T B DHTT,
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RAL

TURBAVNDORAMZERLET, UL, = RRAMIHD S TS
FmPE4 T, CA Access Control = Z—7F T A RXEF X, V—/LR B o2—
NWTOTZURHRA L IDFRRIZZDOLBIEFEHLET,

30

TURBRAV IO, T AT DR, AT —ROE R L = RR
AV NEKRETDE IS AT D FEATICRHEE BT 0 N 320890
PHELET, 72203 HEOT U RRAV NI U TEZ AT B FLTT
EDHFHER AL T Nt E TEET,

ZDOF T arERRETHE, PUPM ITE A AT D EITIZ 22— ul A
TN E L EE A

EZIEE

PUPM JH @ CA Identity Manager 7t Ya=2 % — ¥ D% E (P. 230)

PUPM FA® CA Identity Manager 7AOE 3= 4 T R—CvDERTE

PUPM 2L C, 'rEVa=r7 — 3 TEFKT 5 CA Identity Manager
r12.5 3LV r12.5 SP1 DT RARA L hOEBRA BRAG T D RITIZ, PUPM H O CA
Identity Manager 7 REVa= 7 v R — U AR ET DU ENHVET,

PUPM FH® CA Identity Manager 7AE 3= 4 IR+—UvDREFH %

1.
2.
3.

CA Identity Manager 7BV a= 7 = 3—U v Za/ A LET,
(AT LIETHI) I U ET,

HETHRAAERINL, oA NZDD[NAA G E ] Z 7V 7 LET,
RAALBREV ) — IS EKRSNET,

[PNARTU—=RIVV—=%RBAL, [T Db AT — R 5| L [R] H] ] 2188
RLUET,

[T A0 b RAT =R 2 3@l BRI ] ST A—=Z DR A BRE ] 703
FoRSNFET,
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5. [WREIZ7Vy 7L EE[WWZICEEL T, [0KIEZ 2y LET,

6. LEHIZ7Vv7LET,
[T 77 s 7RAT —R a8 [ ] T A= 2 DENEESIET,

7. CAldentity Manager - 7 BBV a=7 $— 33 XN CA Identity Manager -
apx & H—s3(Java) —E AL ET,
CA Identity Manager 7 Bt Va=7 <3 — %) PUPM AICEESILE
R
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CA Identity Manager 7AE 3=y aRr IR ERHIRDEE

KEVET 10 U MR D 4 P —R & 3273 HBRIZ, CA Identity Manager 7'HE V=

=7 aR7 AL CA Identity Manager ##it~ % — v T ELTE =V R A

R EIZER 1000 fROFERZIRLET, ZOT 74V MRRHIRA LT T 5L,

K7 TINTIVELDFERER R T HIENTEET,

CA Identity Manager 7AE 3= 4 a4 ERHIBEDEE

1. T Z—TIAREHY— 3T, Java AR7Z — "2 IELET, LITF
DT DPDEEZFATLET,

a. Windows TiZL, [1r—EX]U 4 RU%BHE, [CA Identity Manager]-
[Connector Server (Java) service] Z &R L | [Stop #2777 L F7,

b. UNIX TliE. A FDOT 4L 7RI EIL £9°, ZZ T ACServerlinstallDir
T =TT ARG — NN A= LS TCNDT AL N %
TRLET,

ACServerInstallDir/Connector Server/bin
c. UTDa~vsREeETLET,
./im jcs stop
Java AR Z B — "PMELLET,
2. im_connector_confxml 77 A /VEBIWT, #RELET, ZDT77A/UELL
FOTFALIMIZHYET,
ACServerInstallDir/Connector Server/conf/override/imdyn

3. h—2>TI_SEARCH_SIZE_LIMIT | & RO C, fEEL THRZEHIRZfREL £
T, LLFICHZRLET,

<param name="I SEARCH SIZE LIMIT" value="1500" />
4. Tr7ANVERFLTHEET,
5. Java aRI7H — \EEEILET,

BEE: 774NN YEOBRRHIRMEA T ET DL, VAT L ST 5 =< AN
KT 25anH0ET,
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BRAERIN-IUNRA U MERIER

BESARIRST T KA b ZAT N ko C L BRI ST T R A b b
VAT DIEHET 1% D/ AT — R R TE

PUPM I, BEfeifERENI-= o RARA U N LT Ho o h~Dda s A F213T

I RDEBEITOER A, ROVIZ, PUPM I, = RIRA U EORHET 7
7 hDIRAT —R IR —/)LREL TOHIEEEL F9°, CA Access Control =& —

TIAREH T, PRS- RRA U N O RHET B R /R AT —

REEETHZONN, BB RRA S EOT T N FBTER TS

MEERHYET,

PEHRIRSNT= = RARAV N L C 8BRS NT=T D b D B ZERL T
F9, BERRESNIZT 7 M PUPM NEBRL W T 7T, T2Ex
X, PUPM 1T, B fESRSIVTZT T U RO AT —REEFLER A, SHIZ,
WEbET 17 M 4 P —RFE- 13— R T M7 P —R 2L
T, R RENIZ U RRA LN EOT Ho o MM TEEE A,

ZDEAT DU RINA AR T 2856 LT O A EL T, CA Access
Control = Z—TF T A REH N RIRA L MR CExA LI L E7,
RARE

TURRAVIDORANM EEFRLUET,

A4y 7TV r—av DERK

ay Ay 7V r—va i, AV TN AL T, =V RARA R ETT U —
arEETLET, 20T S —i gl o T, a—FRERET Ik o8
AT —ReF 7T RIS, 22— RET I MBI e A
SHFET, nFA TV r—a il o T PUPM BB AU 2R ECEE
7

LFDRATOar Ay TV r—a BERTEET, AT DOurs A
7 VA —3 9203 Visual Basic A7V 7 N T4,

m  ORACLE_10G_WEB.vbs —- Oracle 10g 7 —4X—A® Enterprise Manager
Web A2 ¥ —7 = —AZHBIIZRT A LET,

m  ORACLE_10XE_WEB.vbs -- Oracle XE 7 —4X—Z® Database Home Page
Web A2 ¥ —7 = —AZHBIIZRT A LET,

m  ORACLE_11G_WEB.vbs -- Oracle 11g 5 —4X—A® Enterprise Manager
Web A% —7 x—AZHBRJICa A LET,
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PUTTY.vbs -- SSH Device = RRA L M HEWICRZ A LET,

X PUTTY B AL TV — a2 351213, PUTTY Release 0.60 %
:1/]: :L“—y \_/l’/X]“—/l/Li'd—o

RDP.vbs -- Windows = RiRA M HEIRIC2Z A LET,

HEha s (o2 LT Windows ©=— = R R U RRA U ECTHRMET A
T NAT —ReTF =7 TN 585A . CA Access Control T X —7" T A X
B IIAHRAN A B RHET I N ORNATITE T, Windows =— =
/I\I/X TURRAVNHORT A T TV r—a AR T DRI, LT &

SBLET,
TURKRALV NI —I T NN—T D— B ThHIHIG AL, 2B a—Z 4 03 R
AN RAA 7 40— VR THESILCWAZEE MR L ET,
TURKRAVINR AL D—F THHEE VL. RAL N RAR KA ]
T 4= LR THESN TWAZLEMERLET,
F [V RHRAURDOET XA EE L CLIARARN KA ] 7 40— VR E A
HTEET,

FIFNNCIE, 0l Ay TV r—a BT DIV AT b~ F—
TX | B VBT T, nl A TN —var B TTE DR
Microsoft Internet Explorer 777 NDAHTT,

Ay Ay 7T r—av DR A E
1. CA Access Control T Z—T7 T A RXEM T, [BHET ho N -[ard A T

TVl —a]-larl A TV r—ar ORI Z A7 270w 7L E T,
(a7 Ay TV r—arOVER: a7 Ay 77V r—a MR B A
IRENFET,

(AT var)BEGFEOT 7V r—arw@IRL T L TFTOISICL T, v/ A1
TV —arFOar’ — LU TER TEE7,

a. (@l Ay TV r—ay BATOF T2 7 bOat’—OVERR ] 23R
LET,

b. MBBEMEZTIRL, 74V FEZ AL, (BR]IZ7Vy 7L ET,

TANEGNEIC—F T Hul A TV r—ay DYARNE RSNE
T,

c. HHarZ AL TV —ar OR—ZRLU TR T A4 7Y =/ MR
WLUET,
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3. [OK]ZZVw I/ LET,

(o Ay TV r—ar ORI Z AT _X—UnERSnEd, 77
= ar BB OF TV 2V NBAERR L CWAE . X AT 0l Ry 7 A
D7 4—IVRIZIZ B A TP = OER T Tloe— RS TV ET,

4. LLTOT7A4—=NRICEEZ AT LET,

E2X:0]
2=YPRZOT TV —ar BT LTI T o4 Rz ERL
F9,

ERBA
(FFaal Ay TV r— a3l U T, itk A SRAE ERL
F9 (EXEH),

A1) Tk
oAy T — g OEENIAE 95 Visual Basic A7V 7 M 1E
ELET,
I RSN TCWAINED AT T NII AL~ AR LI EE2 BEID
LE9,

a5%h
—ours Ay TV r—ar INE RN ChHALIEELET,

(7o E7U0 7L F T,

CA Access Control T X —T7 A RXER Il (2 77 Vr—awlERk
LET, a—¥Bursqr 77V r—rar a2l TELI0R5121%, v
TA TV —ar w2 358512 CA Access Control =25 —7 5 A
REBNOTURRA N BB THHENHET, mAFKAEZHE AL,
Windows Server 2008 |- Ca—¥ a2/ A 77V r—r a2 A3 51203,
TURKRAV ETEMORE FIEZFITTHMLERHVET,

TR

S A<t o DEZE (P. 300)
ay Ay TV r— a3 5728 O Windows Server 2008 = KA b
DI T (P. 215)
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PUPM TR RA B L VEHET HOU MDA R—R A%

PUPM DU RRA MBI ORHET 7 MEHEE B8 L3 5121%, PUPM
TA—=F M HLET, PUPM 7 —F 24 5L, 1 RIOFINATELLD
PUPM = RARA L NS K OMFMET 17 R CA Access Control =2 % —7"7A4
RIEPNA R —FTEET, £/, PUPM 74— F %L T, PUPM U R7R
A NBEORFHET T30 MO ET A R AATH LN TEET,

¥ PUPM 74— Z 2L T PUPM = RARA U B L O ET J1v7 o Rl
R4 A2 T TEEE AL

BE: WP OTT—ZERET A=D1, BT 7k CSV 77 A VA
R—RFTDHIZ, = RARA R CSV 774 /L% PUPM IZA VR —RLTLIEE0,

PUPM U RiRA U MBI O MET B CA Access Control =X —7"5 A

REPRNA LR —FTBI120E, L FOFEIEICHEE T,

1. TA4—FDOTaT 4 T A)VEFRELET,
ZDT =B DT aRT 4 T AN LT R=V 7 R, BLOKR—Y
T TANE KBRE BT T ANDTFNE BIRTT— T 7 A VDT
WA DLFTIEG TR ELET,

2. (T a)R—=UT THNE ABREFELT A THAA  BLOT
T— T 7 AN THINE DT 78 A% |FR 35 CA Access Control /L—/L%&
EHXAHRFT,

ZINODTFNE DT I AERIRTHIEIZELST, RE 22— R
VRIRAURBIOEMET Tk CSV 7 7 AIVNDYE L SAT —RICT 7 F
AT HD%EFHIELET,

3. DLW, £ 5 OFIEEZ EITUET,
a TURBRARCSV 77 ANEVERR L ET,
n BHET TR CSV 7 AN EVERR L ET,

CSV 7 7 ANV DEATIL, PUPM T RARA L MR ITEET H7 L FOVERCE
IR A2z LET, HAIOTRRA MBI OEET 17
CSV 77 ANEANER T DM ERHVET,

o7 TV r—ar THEME S e AR R EL T, CSV 7 A VEVERR
TEET,
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(AT ar)R—=Uo 7 227 B E 4,

=V T ZRIRERMEESNDE, PUPM 7 4 —Z IR =) 7 7422
% CSV 77 A /L% CA Access Control T Z—7 T A XEH (277 a—RL,
CA Access Control T X —7" T ARG T CSV 7 7 AV HPUESIET,

EAR=VT XA HTFETRMEL TRV S PUPM 7 —& 1L
TA—F DT aIT 4 T AR ESIVIZREFRIC, A=V T 73V H N
W27 AN DLE DR L £ T,

CA Access Control T X —7" T A XEFLZLD CSV 7 7 ALV DILERNTE T
L7=b, T — 77 AL THILEND CSN 7 7 AV 7 3V Z I\ IHA AT D3
IRVNINE IR L TTZEW,

ZDT A, KL T=2 A7 B3I TN CA Access Control = X —7" T4 X
B N CE RIS T AT B Y ARFRLE T,

TFANDITTGT—HETEL NEIELTE 7 7 AN AER—=Y 7 T3V NARAEL
ESx R

RN—=Vo 7 220 ZBELET,

PUPM T RRA U MBI ORHET 7 MR T RTA R — ENDHET,
FNE 5 25 7 FTEHBEVIKLET,

PUPM J4—45 D ENMED LA

PUPM 74 —F %A 95281280, <D PUPM U RRA LV NEIZITHHET
BTN — EINERR ETII B TEE T, PUPM 74— OENMED A%
PR HZ LT, 22—V DRZEIZBWT PUPM Abolb iR IEIZFR EL .
T AR REMEDHARIEDO N T T IV 2—T 4 TR TR St B E7,

LLFO7 et ATIL, PUPM 7 4 —& OEIEDAHHE I ZOW TR L £,

1.

Z—WEHITAB St RZL ST 1 DL ED CSV 77 AL DMERR S AL,
R=V T T VE R FESNET,

CSV 77 AN DEATIL, PUPM U RIRA L NET-ITEAET 7 FOVERE
TPIIEEZ 22RO LET, TURRAINHEEHET 7 I, Bl %
D CSV 77 ANEVERR L E T,
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2. W=V T ZRINGENDE . PUPM 74 —F TR =V 7 75NV Z 12
% CSV 774 /L% CA Access Control o % — 75 A4 XEPZ7 v 7 a—RL
T, FHESNRMICFATENDINNC, K=V T ZRIHETEE
T, Fio, R—=V> 7 ZA7TFECAT 52 TEET,

S PUPM 74 =X N T 7 AN R CTEIRWNG S 77 ANVELBE X F
B Ao RUFRD CSV 77 ANMTIR =V T T HAENITFEDET,

3. CA Access Control =% —7 A XEBE |X CSV 7 7 AV DL R
loriginal_timestamp.csv ] \ZZ8 B L, JLERGE 27 7 AV 7 V2 \ZREEIL £
7
7E: original IZICD CSV 77 A /L DA THITC, timestamp L7 7 A /L D ALERIF
WERTHIALAZ LT TE, T2EZIE, JLD CSV 7 7 A VD4R
lendpoints.csv] D354, CA Access Control T X —7 7 A & [ TALEE
BT 7 A T FNHNDT7 7412 endpoints_091209130256.csv ] &V V)4,
IR EXR

4. CA Access Control T ¥ —7" A XEHL 1T, CSV 77 AV DEATEIAZEIT
MERLFET, CSV 77 A/NVDEAT T, L F DAV AELET,

m  CA Access Control T X —7 T4 XEH INF AT 558 T CEXHE6 . CA
Access Control =X —7 74 REHE 1L,

- FOHAIEFZETLET, 722X, ZU RRAVMERRLE T,
- ZFOXRAITFOEEAL a—RE2ERLET,
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m  CA Access Control T X —T7TARXEH NH AT Z5E T CTEIRWGE .
CA Access Control =% —7"F A4 X% 1%,

- CSVI77ANDFDITETT— T7A)V THIVEND CSV 771/
\Zae—LFE9,

- TFAILURE_REASON | &V 4 HiTD %, =T — T 7 A )V 74 /VH N
D CSV 77 A NMZat’—LET,

- AR UT-FH A [FAILURE_REASON | ¥ IBINL £,
- FOXATFHOELRL a—RE2ERRLET,

TT— T 7 AN THWVEND CSV 77 AL T, RIF AT %55 5
BT HIENTEET, ZO77A4VD4Hib [original_timestamp.csv] T
7

F e WEE BT 7 AN T NEND CSV T 7 A NATT R COUEL T 5 A
IIN—BEINETN, BFHAAIDAT —FAIEESNEEA, DFY, XA
IS8 T LTERIRL =T ESNERE A,

5. CA Access Control =X —7"F A4 XEH 1L, CSV 77 A /VINDEAT CFIE
4 IR FET,

TJ4—EZDTONTA IT7AILDETE

DT 4—=E DT T 4 T AMIE ST A=V TR, BLOR =Y
THANKE APIRE BT 7 ANDT 3N BERTT— T7 ANV DT 4 )VH DL
AIEG AT AR ELE£7, JBoss |E, EN T DN T74—F DT T4 774
% ey UESE I

4= DTOINTA I7AIVDERESE
1. JBoss 7/ Vr—Tay r— NN THOLGEIL, TNEK TIEET,

2. TXANZTYHTTA—E DT aRT 4 T7ANEREES, ZOT77 (L
1L, LR OEATICHY 9, 22T, [JBoss_home] L JBoss DAL Ah—/L
e ISR
JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/default/feeder
.properties
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3. LLFD W TR0 D87 A= 25 HMMLET,
FOLDER_POLLING_INTERVAL_IN_MINUTES

MRz AL CERLE T, 22 THRELZME T, PUPM 7 4—# 1L
RNV T TINFLR—=V T UET, ZO/NTA=HX, T 7 4/)VRT
HheoTOET,
#HIfR:1 ~ 60
F 74Nk 60

FOLDER_POLLING_CRON_EXPR

PUPM 74— N —U T T N %R — o 7T AR A S E L E
T ZONRNTA—=HL, cron RELTHELET,
BE: CONTA—HEEATHER.
FOLDER_POLLING_CRON_EXPR 1T/ B AV Rl (#) ZHIFRL |
FOLDER_POLLING_INTERVAL_IN_MINUTES 1T JEEEICa A ML 5418
IMUT, ZONRFGA—ZEMEHLET,
#i: FOLDER_POLLING_CRON_EXPR=0 0 23 ? * MON-FRI
ZOFITIX, PUPM 7 ¢ —4 73 H g B 224 B £ T4 11 RFIIAR —
VT THANE eR—V T T HINHREL TNET,

A=V 7 HRPEESIET,

4, (A7 var) L FONTA—ZEfmELET,

FOLDER_FOR_POLLING
K=V T THINE DIEZ - PUPM 7 4 —F N CSV 77 A IV R DNE
INIR—=V T T DT HNVH
T 7 FIVE:
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/waitingToBeProcessed
X ZOTANKNL, mE—TTARE R — N o o —& BITR
EINONENHVET, ZOTA/VE DX T 7 A NAERETH
MERBHVET,
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FOLDER_FOR_PROCESSED_FILES

WUBRYE T 7 7 A IV T AINHA DEFE - PUPM 7 4 —X I3 CSV 77 A V%
AVER U 7-1%12 . WLBRE F+D CSV 7 7 ANV H BT 57 V7,

F I IV
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/processed

I IOTANAKT, A —TFGAREHY— N aL e —H FICED
ESNDULENHOES, ZOT73NVE DMkt 77 A R2AEFEETD
VENRHVES,

FOLDER_FOR_ERROR_FILES

TT— T AL THIVE DETFE -- PUPM 74— DMILBLTX 720\ CSV
T ANEBINTDHT VA,

Vark V2
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/ppm/fe
eder/failedToSubmit

FZOTFNFE, AT TARE I — N as B o —& EIZRD
EISNOVENOHNET, ZOTHNE DMt 7 7 A SAEFEET D
VENHDFET,

R—=V2 T TANHE DARINEESNET,
5. 77 ANVERFLTHLET,

T4—F DT NT 4 TrAVHPRESNET,
6. JBoss 77 Ur—ay r— "EREEEILET,

Bl 24—FOFTaT1 I7ALIL

PLFOBITIX, AR—U 7 740 F % 30 3l TR —U 27455912 PUPM
T4—RERE L R—VT TN ABLE R T 7 A THVH | BLOT
F— TN T HNE DY ERLET,

# feeder folder polling job configuration

# folder specified as FOLDER FOR POLLING will be checked every

FOLDER POLLING INTERVAL IN MINUTES minutes e.g. 60 equals every 1 hour (max value is
every hour)

FOLDER POLLING INTERVAL IN MINUTES=30

# if cron expression is supplied remark the FOLDER POLLING INTERVAL IN MINUTES key
# FOLDER POLLING CRON EXPR=

FOLDER FOR POLLING=C:¥feeder¥waitingToBeProcessed

FOLDER FOR PROCESSED FILES=C:¥feeder¥processed

FOLDER FOR ERROR FILES=C:¥feeder¥failedToSubmit
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IURRARCSV IT7AILDIER

TURHRAL B CSV 7 7ANVHNDEITIZONT, ~ZITORIZHDHITIX CA
Access Control T Z—7F T4 XEH T U RIRA L FOVERRLSRPE B AL THH A
JERLET,

BE: CSV I ANEIER T DB, MZFDT7 7 ANEER 7 7V r—
AV NIRNZE . BEOT 7 ANANET TEAHI LR LET, PUPM
T4—H1%, AREEETED CSV 77 AV DI AR E£97,

LUTOFIEICHNET,

1.

CSV 77 ANVEAERR L C, Y4 aia T £9,

U RBAURCSV 77 ANDY DIt —EER T AR B EID
LET, o7 T2 UILL T OT AL I RIIZHDFET, 20D ACServer X
TR =T TARE Y — R A A=V T2 T AL 7N T,

ACServer/IAM Suite/Access Control/tools/samples/feeder
TURRALNBIED A BiaAEE T o~ X AT ARl £7,
TURBALNRIEDARNILL T OLBV T, W<OPDTZURAA NS
PEIX, FFEDZURRA N ZATIZDOHRFNTT,
OBJECT_TYPE

AVR—NT BT VI NDEA T HFRELET,

fE: ENDPOINT
ACTION_TYPE

FATT DT I ar DIATHfRELET

f: CREATE, MODIFY, DELETE
%FRIENDLY_NAME%

CA Access Control =% —7" T A XE B N TZDOTURARA L M 2R
THEDIERT 2405 ERLET,

DESCRIPTION
ZOXURRA NSRS DI A ERL £
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ENDPOINT_TYPE
TURBALNDZA T HRELET,
S FIHAREZR = RARA >~ XA~ % CA Access Control =X —7"5
ARG NZERIRTEET, CAldentity Manager 7’0t va= 7 XA
DT RRA L MAERK T 55514, CA Access Control =25 —7 74X
BH NIZ Identity Manager 7'V a= 7 AT DRy K H—x
PERRL CTRBEET,

HOST
TURRAVIDRAN HEFR LET,
LOGIN_USER

TURFRAVNOEH L —FOLFIZERLET, ZOBMEIT. CA
Identity Manager 7't >a=7 U RIRA N XA TIZRLTIIAERD
TIEDIVFEA, T2, ZOMDT X TOZURHRAL N ZATITHIL
THZTT,

SSH Device UAS DT RTOHF N RIRA L~ H AT

n  FRHEEERT A7k (IS_ADVANCE B 1) 28 E L2V 4. PUPM
TlE LOGIN_USER Zfif L T RARA L MIBEES L, = RaRA
VMR AE AR (el 21X, T AT ORI/ SAT —R D
BH)NFEITSINET,

n  FREEHET DU NEFRET D% A . PUPM Tl LOGIN_USER O
RTOENERSIET,

SSH Device = RARA b

n  EEPEE (OPERATION_ADMIN_USER_NAME) 36 JOVERME & B 7
IR E LIRSS . PUPM Tl LOGIN_USER Zff fiL C—
VRIA VMRS AL, U RRA MR DB BEA AT PRITS
nET,

s BMEEHEEZIEET58E . PUPM Tl LOGIN_USER Z{# L T
TURRA NI S, BEE RS 2 L T RARA U ME
KT DEEL AT NFITSIET,

w  FREEERT Y NARE T Y56 . PUPM ClX LOGIN_USER D"
_TOMA RS IET,
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PASSWORD

LOGIN_USER D/SAY —RAEFRKLET, ZDEMEIL CA Identity
Manager 7’0t va= TURIRAL N ZATRILTUIBE I TIEDHIE
FA, 12120, TDOMDT X TOZURRA U ZAT R LTUTHEZNT
E

URL

TURRA U MIEEG$ 572812 CA Access Control o X —7F A R
HOMEAT S URLAZERLET, ZOBMEIL, MS saL Server 33}
Oracle Server D= RRAL N XA T IZHHTI,

F3: (MS sQL Server) jdbe:sqlserver://servername:port
FZ3.: (Oracle Server) jdbc:oracle:drivertype:@hostname:port:service
DOMAIN
ZDTURIRARBANTHHR A DARTIEIRELET, ZOJ&E
1% Access Control for PUPM 33X T8 Windows &=— = R A R
RAUN FATIEHHTT,
IS_ACTIVE_DIRECTORY

2— T 7R Active Directory 7 T L MNEIMERRELET,
ZDJEMIT Windows T— 2 b A TURIRA U s HAT DIREH RN
T‘j‘o

HiIFR : TRUE, FALSE
USER_DOMAIN
LOGIN_USER 23AL /S THHR A DA RTAFEELE T, ZOJEMEIT
Windows T—3 x> A A T RBA U XA T I\TH B TT,
CONFIGURATION_FILE

TE3%7% SSH Device XML B BE i E7 7 AV DA BIEEELET, =0
JEM: 13 SSH Device = RARA U N XA T IZH T,

F ZoBMOEETEELRWEE . CA Access Control =7 —7" 54
RN T 7 4/VRERET 74 /V (ssh_connector_conf.xml) 771 /L%
ERLET,
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OPERATION_ADMIN_USER_NAME

(AT vay) U RRA LV NOBMEEBRE 2 —FOLRIE ERLET,
PUPM I, ZOT HT U M L TR RRA L M A A7 %
FATUET, 7221 BRET 7 bR — R L B E L%
T, 2O LD X512, SSH Device T RARA U~ ZA T IZH %)
<7,

n  FrHEEERT A7k (IS_ADVANCE B 1) B L O ER BB 2465 &
T 584 PUPM TIXEFHES BT 7 Ml L T RaRA v b
IR S, BB LR A E L CU RARA VU MOk 5 #LA
AT WEITENET,

m  LOGIN_USER BIOBMEEHAE T U Meta €9 556 . PUPM
TIX LOGIN_USER Zffi L CU RARA L MIBEGE S L, HR{EE B
FEFEHLU T RARA LM T EA R NEITSNET,

Check Point 77 AT U+ —/ /L2l 4% SSH = RANA L MIKRFL T
VEEBEAIETETAES . DX AR— — V2B ETHLERHY
9, 72720, PUPM 2L T RARA U b EDTF 28—k ThY
VRDONAT —REETTHILITEEE A, ZOHIBRIT, =F A/ —
k7N PUPM N OOBEGRBRSNI=T I U N CHHVERSHHZ
LEERLET,

OPERATION_ADMIN_USER_PASSWORD

(AT var) U RRA M OEEE EE 22— DO/ AT — R & EFRL
*9, ZOBIEIL SSH Device TUREA b ZATITH T,

ENDPOINT

CA Identity Manager D' atya=7 — NCEFLILEEBVIZ, =
URARA UL ERLET, ZOJEMEIX CA Identity Manager 7 'HE
Vasm S TURKRAURN BAT AN TT,

IS_ADVANCE

(A Tvary) U RARAU ML, = RARA MR 55 BA A
(7L 213 THI U ORI/ SAT — RO ) - FATTHDIT, K

MEE BT 1 L Nl 5 E0 R e L £d, ZORMEIT T T
DIURRAL N ZA TN/ TT,

SSH Device LIS DT X TOH N RIRA N XA T L, FEHEE
BT 7777 b (IS_ADVANCE | TRUE) 248 € 554, PUPM TlIfrHE
BEOT el T RR A MRS, U RBRA BT
KT DEEL AT NFITSIET,
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SSH Device =2 RARA > b

s FREEERT MBI O EE B
(OPERATION_ADMIN_USER_NAME) Z+57E 3584 . PUPM Tl
FRHEREELT W e L Co R A MO S L, B B
B L T RARA LV MNIRE T 2B BS A NFATSINET,

s FRHEEET T NDBREFRET DA PUPM CIIFrHEE BT
TUNER LT, T RRA L MRSV, T RRA L MIxd
DEPR AT NEITINET,

#IFB: TRUE. FALSE

i ZOBEMEOEE TRUE IZERE L7285 A1E, LOGIN_USER (21X EA 4R
ELFEHA, 7272L. PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE,
PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME,
PROPERTY_ADMIN_ACCOUNT_CONTAINER, L
PROPERTY_ADMIN_ACCOUNT_NAME (X5 & T DN ENHVE T,

PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE

(AT var) FHEE BT IV MR ERSIND T RRA L D EA T %
ERUET,

I BHEEELT Nl 4 AI2IE, IS_ADVANCE % TRUE (248 7E
THNENHYET,

PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME

(AT > 2 ) R BT 17 MRS E R SND T R A L MDA BT TE
FLFET, TURARAL NI CA Access Control =X —7F T A XEH N
(HAES DRERHVET,

S BRHEREL T D U R fd F 510X, IS_ADVANCE % TRUE IZFRE
THUNENDNET,

PROPERTY_ADMIN_ACCOUNT_CONTAINER

(AT al) FitEEBT I IR ERINIDAL T EERLET, o
VT FIE FDAL AR ADMUD AT = VNS T AT TAT
T

fiE: (Windows =— =~ 2} 1 X Oracle Server) : Accounts
(SSH Device) : SSH Accounts
(MS sQL Server) : MS SQL Logins

X EHEEELT U NaefE 9 AI21E, IS_ADVANCE % TRUE (245 7E
TALBERHNET,
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PROPERTY_ADMIN_ACCOUNT_NAME

(A7 ar) PUPM IZED U RARA U NI 2 BA A (T L 2 0E,
T NDFRHR/SAT — R OZET) O FATICME S A RHEE BT
BT NDALRTEEFLET, FrHET S M X CA Access Control =2
B —TFAREE NICHIET DR ERHVET,

S ERMEEFRT D MNefd 9 5121E. IS_ADVANCE % TRUE (48 7E
TAHVENHYET,

LOGIN_APPLICATION
TURRA BT pa s A TV r—ar OA4RERELE
B

OWNER_INFO
TURRA DT EZEELET,

DEPARTMENT_INFO
HMHOAREREELET,

CUSTOM1....5_INFO
NAZ<[EGDFEME 5 >ETHRELET,

. TURRAUN BRI OATE CSV 7 7 A/VITIBILE T,

FATIZT U RARA UV NAER FT I E W T 2H A R LET, Tz, ~o X
ERICBMERMLETT, ZOBMEIT A~ EFIUNEICT AL NGB F T,
ITIZBYEDIEN 2 WG AR, 74—V REZEIZLTRBEET,

TrANER—=VT T VEIARFELET,
TURIRALBCSV 77 A V%, PUPM 74— IC XD AR N A M 352 T
LTWET,

F: T IANNDR=Y T TANAF XL T OBETCHYET, 2D
JBoss_home 1% JBOSS A Ah—/LLT=T 4L 7R TT,

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/waiting
ToBeProcessed
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Bl: TRRAL2k csvI7MIL

PUFIE, = RARA R CSV 7 ANVDY T CF, ZnS oY 7 =R
ALK CSV 77 AViX., ACServer/IAM Suite/Access
Control/tools/samples/feeder directory (Z&HV E£7,

OBJECT_TYPE,%FRIENDLY_NAME®%, DESCRIPTION, ENDPOINT TYPE,HOST,LOGIN_USER,
PASSWORD, URL, CONFIGURATION_FILE,DOMAIN,IS ACTIVE DIRECTORY,USER DOMAIN,ENDPOINT

ENDPOINT,Oraclel,oracle 10g,0racle Server,TEST10,
ORAADMIN1, ORAADMINI, jdbc:oracle:thin:@TEST10:1521:RNDSRY, ,, , ,

ENDPOINT, local MSSQL1,local SQL server,MS SQL Server,
localhost, testAdmin, Passwordl@, jdbc:sqlserver://localhost:1433,,,,,

ENDPOINT,SSH_Device2,unix machine,SSH Device,TEST84, root,Passwordlq,,,,,,

ENDPOINT,IM Access Control,Access Control via provisioning,Access
Control,TESTL,,,,,,,, TEST1

3RS

SSH Device XML 457 7 A /L DX AT (P. 222)
H AH <A X7z SSH Device T2 RRA L MAERK T D 515 (P. 221)

BT HIUNCSV I7AILDERR

KFET IR CSV 7 7 A NZBITHEAT Tl ~vHITDT% T, CA Access
Control T X —T" T A RGP THRIFMET 107 L FOVERRSRCE B AATHOH AT e 3
LET,

BE: CSV I ANEIERT DB, MicZz D77 ANEERH T 7V r—
Tar NIl BT s ANANE R CTEAHI AR LET, PUPM
T4—H%, ARTEEETED CSV 77 AV DIA AL 97,
LTDFIEIZHREWLNET,

1. CSV 77 A/VEVER L T, Wil 4 mliafhr £,

U RBRAURCSV T ANDY DIt — R T AZE R BEID
LET, 7N 77T FOSGRTICHYET, ZD73XAD ACServer
1T =TT, RE RS — R AV AN—= L T2 T AL 7T,

ACServer/IAMSuite/AccessControl/tools/samples/feeder
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2. BT U RO IR E T D~ Z TR LT,
FeMeT 0 NBMEDAFNILL T DLV TT,
OBJECT_TYPE

AV R—=NTDA TV NDEATHRRELET,
fE: ACCOUNT_PASSWORD
ACTION_TYPE
FATT BT I ar DIAT EEELET
fE: CREATE, MODIFY, DELETE
ACCOUNT_NAME

CA Access Control =2 X —7ZAXEB EORHET 1 MR $
AR ELET,

;¥ : RACF. ACF. Top Secret, SSH Device 72 E DT RIRA LN X AT DA
AL T — A VAT NTIE, KCFENLFE KB T—F 4 %Al
HALET, INBDOZURRAUS ZATITNE, RLFE/NCFDRIELN
TN ANTILET, AT —5 AT LE LN Oracle Server
EDOTURRA EORFHET 1T NI, T MM B KSCFTTA
FILET,

ENDPOINT_NAME

FEMET 1 SMFAET D=V RRA L MDA RIEERLET, TURK
AV NCHERDRHET 10 MeARRLTED I T HITIE, CA Access
Control = F—TTA X T U RRA LM EFRT DUEDNHY F
R

NAMESPACE
TURKRAVIDZ U RRA U AT HFRELET,

E: FIHRTRE/ 2= R A b #A 7% CA Access Control =% —7"57
AREB N TEKIRTEET, CAldentity Manager 7' 0t va= 7 A7
DT RFA L NAERL T DRI, CA Access Control =% — 754 X4
B NIZ Identity Manager 7' 0B Y a= 7 XA T DRy X2 —s~\ %
VERT DML ERHDET,
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CONTAINER

YebEe T ho SO T FO4RIERRELET, 2T HE, F0A

VAR ADMMD AT 2 VDB THHITATT, arT i b
EDT T]AN— ST, BEHENTZHIETET V=V Mk i3
BHlzDITFEHSIET,

fE: (Windows =— = FL-AF L X Oracle Server D RRA LK) ¢
Accounts

(SSH Device = R7"1 /1) : SSH Accounts

(MS sQL Server = R7ARA 1) MS SQL Logins
DISCONNECTED_SYSTEM

FEMET J10 o NGRS AT DN RIT T HEINERELE T,

TRUE ZFRET D&, PUPM (X7 AV M EBIL A, RDYIC,
PUPM X, BEREAEIRS AT ADRFMET 17 RO /SAT —R AR —/LREL
TOHFERELF T, PUPM T/RAT—RELE T A=, S5
TURRAUN EDOT 7 "OSAT — R FECE RSN ET,

{i; TRUE. FALSE

EXCLUSIVE_ACCOUNT
H—a—HFDHNNDTHT IV T =y I TN CEXENEINE
HBELET,
TRUE 45 E T 5L, PUPM TIZH —2—HFDHNNOTHLT T M
F I TIRNCEET,
{iE : TRUE. FALSE

NEW_PASSWORD

BibET N RORAT —REERLET, ZOBMEOEEZFEE LR
%54 . CA Access Control =% —7 74 XE B ITFEE L T2/ SAT —R
RUL — | ZHERLL 7= S AT —REAERR L ET,
E XA —RITHRELZ/ SAY —R R U — [ CHEPLL T D LBE NS
Di‘a“o

PASSWORD_POLICY
BT 7 FD/RAT—R R —Z3a B LT,
EFEELRVRAT —R RV —Z R ETAEX AT R L £9, £
72, CA Access Control =X —7" T A X EBN L -TRIHET 1o L R
TERESIER A,
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OWNER_INFO
T AT E DL ELET,
DEPARTMENT_INFO
HMHOARIERELET,
CUSTOM1....5_INFO
NAZ<[EGDJFEME 5 >EFTHRELET,
3. HARIDITE CSN 77 A /MTBIILET,

FATIIRHET DV MBI FET I LR T DX AR LET, Flo, ~o &
ERICEDBME LTS, ATICRIEDED WG AR, 74— R
ZECLTREET,

4, TFANER—=I T THIVEIAEFELET,

HBeMET 17~ CSV 7 74 /V1%, PUPM 7 4 —& (2L > TA VR — RSN A
2358 TLTWET,

¥ T IANNDR—I T TN T FOBTICHYET, 20
JBoss_home 1% JBOSS AL Ah— L LT=T 4L 7R T9,

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/waiting
ToBeProcessed

Bl $ETH IR CSVIPALIL

PLTFVE, BET b CSV 7 7ANDH T VT,
ACServer/IAMSuite/AccessControl/tools/samples/Feeder 7 L7 I E D
K7 7 AN DV TARHYET,

OBJECT_TYPE,ACCOUNT_NAME, ENDPOINT NAME,NAMESPACE, CONTAINER,
DISCONNECTED SYSTEM, EXCLUSIVE_ACCOUNT,NEW_PASSWORD, PASSWORD POLICY

ACCOUNT _PASSWORD,demol, local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, Password1@,default password policy

ACCOUNT _PASSWORD,demo2, local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, ,default password policy

ACCOUNT _PASSWORD,disconnectedl, local windows 2003,Windows Agentless,
Accounts, TRUE, FALSE, Passwordl@,default password policy
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INATT—K avoa—<vDtEvh7yv7T A%

FETOR—IT RRIDEE

RV T BRI BEIIGEIDE PUPM 74 —F (IR =V TV H D
CSV 77 A% T 71 —RLET, CA Access Control T 7 —7F A4 XEH X,
WIZ CSV 77 AIVNDEATE IR L F1,

EAR=VT ZATETFETRAEL TUORWIES . PUPM 74 —& 1, 74—
H DT aIT 4 T AV THRESNTZREMIIR =V 7NV B L £,
A=V F BA7 5 FAETHITIE VAT L v 32— % F-1L PUPM Z—4 > |
VAT IR — DR — LA RS TWAVERHDET,
FETOR—) T RRIDERIRAE
1. CA Access Control T Z—7 A XEH T L FOFINEZFEITLET,

a. [T ho RN EI)9 U ET,

b. [THU NV T HTEIIILET,

[T 4—& THNAE DR—=V T 1Z A HMbE AT REIRZ A7 U ANMIFK
émi‘j—o

2. [T4—F THNEDOR=Y T 107 UFT,
[T —H THNZ DOR—=V 7 N BHNFERIINET,
3. [V 7IvrEIU0ILET,

PUPM 74—, IR—U T T NZ D CSN 77 ANER— T LE
R

INATD—K avsa—<DtEyh7yvT Ak

INAT—R a3y a—<L, 77— ar, Windows F—E A BIR
Windows A7 Y a—)L ZA7 T KET 1T NI O —E X T HT e
FERLTZAZV T NDFELT, T —H N —A~OHHE, £7213 Windows —E &
I a— VIR H AT ET21E RunAS 2~ ROEBZITWET, 7SAT—K
Ay a—vIlEo T N—Ra—RESN AU —=RET TV r—ay A7)
FBHEIBEL ., = X THT U MIRART —R R —A il i@ H L E97,
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INAT—K arsa—<vDEvh7yv7T A%

IRAT—R arya—<I2X 2 DDOTNV—TnHNET,

n A TN TARRT =R G AT =R 2t a—~ - T4
~—2Z_ Windows F{T2— Software Development Kit

AU REHERHIANRAT —RERGT 5/ SAT —R a3 v a—< -
Windows A7 2—/L # A7 Windows H—E"&

Software Development Kit /XAT—R T v a—< | IRFHET Tk /NAT —R
ERSG, Tzl T UM BERTF =070 LET, OTXTOXAT DISA
J—R 3y a—< [ IRET I SR —REERLET R, AT —R%
F I T IONEIT T =74 LER A,

LUTFO7av ATl SAT—K avya—~<aty Ty 570 kN
DA—HINGE T THUERHHLZATIZOWTIBHLET, &7 vk A %
SETTAIE fBESNT-e— VN KLETT, VAT A vRX—UYEHn—/L
NEN Y THNLTWDA—TX, 2O 7 1 ARDFXTD CA Access Control T
VH—TTGARE B AT e AT TEET,
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INATT—K avoa—<vDtEvh7yv7T A%

INAT—R arva—<&Ety Ny 73 52% LLFOFNRICEVET,
1. VATLEHEIL. L TFOINIZ U RRA MR ELET,
a. CA Access Control &, 5 —#X—Z_ Windows E{T2—% BIO

Software Development Kit /XAU—R I v a—<&fHT 5T RR
ALMIA A=V LET,

VAT NEBRE X, A AN /VILE T PUPM DR S REREE B ZNIC
TEET,
¥ Windows A7y 2— /L X A7 £7-1% Windows H—E & /NAT —R
a3y a—~< AT ADIZ, CA Access Control 2T RiIRA L MIA
AN—L T BHLEIHY FH A,

b. LAFDO/RAT—RK av v a—<52FEHTHTREAA N ET, B0
REFINEEFEITUET,
m 7T —#~_X—Z(DBC) - 7 —H#—=A(UDBC)/NAV—F T o —

~ T 572010, TURRAU R HEHLET (P. 282),

m 7 —X%~—Z(0ODBC, OLEDB, OCl) -- 7 —#%—Z(0ODBC. OLEDB,

OC) /SAT—R 2y v a—~<EfF T 572010, TV RBRAL Mk
ELET (P.289),

n T —HN—A(NET) - 7 —H = A(NET) /NAV—R 2o —
~EHH T 57D, TURRA N ELET (P 291),

m Software Development Kit (CLI) -- CLI /XAY —F o —< % fifi
AT 272012, TURARAU MR ELET (P. 293),

m Software Development Kit (SDK) -- PUPM SDK 1 [Tl -5 7-12 .
TURARA MR ELET (P. 296),

TURRAVMNIANRT —R ar s a—<aFEHT AR TSN ET,

2. PUPM Z—74 vk VAT L~ F%—T+% m—/LX, CA Access Control T A —
TIAREGE TRAT—R RV —ZERRLET, SAT—R R —|C
FoT FERB IOV —E 2 7 H7 U NHD/SRAT—R b— )L B IOV A
U —R IR ER ELET,

3. PUPM ¥—7 vk VAT L < FR—T %L, CA Access Control =% —751
REE CEURIRAVNAEKR L ET, = RBRA NI, FERB IO —E
AT AT MNZE S TEBINDT /S ATT, CA Access Control T 4% —
TIARER T RRA AR T 27> PUPM 74— ZfEHL T, =
VRIRA P A IR TEET,

S ERET YDy Ty SR T TIC U RARA U MAER L TUNVD
AT, ZOFIEEE TLET A
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INAT—K arsa—<vDEvh7yv7T A%
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PUPM BEIAS A2 7V —ay RO ThEHRBATA R T BHE

PUPM H B/ Ay TV —ay ATV N DA< ARTAZLIZE- T,
PUPM H B/ A HEREA LR CTEEJ, PUPM HEIEZ A2 SDK 2 HL T
HAR I ATV T NARK L, 22— R RRA L MIHBIFICn A T&EH L
NTLFET,

PLFo7avAxTld, BB Ay 77V r—ay AV T "N h AR~ A R4
AIFHEIZHOWTEHALET,
1. Visual Basic 227V 7 "B L £

A7V FROVERICIE, BEHED COM F 7' =7 M £7-13 ACLauncher ActiveX
A REFERCEET,

2. CA Access Control T X —TFARXER Cal Ay 7V r—a iR iE
U AERR LT AU T N T 7 — s a AT BEA T 9,

3. ul Ay AV TR RRA U N BT 3
TR

PUPM HEnZ/ A 77V —3 92 Visual Basic 227U’k (P. 269)

PUPM BE&1O4Y (4> 714 —3 Visual Basic A9 T+

PUPM BB/ A 77— 9Tl Visual Basic A7V 7' ML TH
Bl —Y nr/ (a2 LES, FlLnr A 77— ar wlElE
WIBEfEOa T A TN r— a9 572812 Visual Basic A7V R
AR AR TCTEET,

PUPM BB A TV r—ay A7V MNIIL, 2o H—T T4 RE B —
ININBITAT VR =y DX T a— R ActiveX (28> CTIEDSE #LS
NOEENEGEENTNET, T H—T T RXEEHY— N[ZEORZ YT L
PRSI, F—U—RMEICE#SIVET, KRIZ, ActiveX [IZEDI7T7A4T Uk~
v TRV MINEITENE T,

PUPM BB/ Ay 77V Ar—ay AV NILL FOF AL 2 IZHY £,

JBOSS HOME/server/default/deploy/IdentityMinder.ear/config/sso _scripts
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BR

PUPM 0 A2 77U —ay ATV NI T OF — 0N E& FET,
#host#

A—YRHBNIR T AT DT RRA MDA TR EL T,
#usernamet

F eI TUNSIVIZRHET T MR EL £,
H#password#

F oI TINTDRHET IV N DSAT —REFRELE T,
#userdomain#

(Active Directory) Bt 7T h s KA L 2 fRELE T,
#isActiveServletUrl#

ACLauncher ActiveX TT7 Bk AT —R F w7 Ay AR NeERT5H
7= HT5 URL ZHRELE T,

#CheckinUrl#
ACLauncher ActiveX C, —Y NI RIRA U "nba s T R80T
IR INRAT—R T 2 7 AT HT2DIEHAT5 URLEIEELET,
#SessionidUrl#
ACLauncher ActiveX T, &> a7 ObserverlT Enterprise (Z i #kS V7=
BICRLER SN Ty ay ID L E T D720 325 URL 2R ELE
7,
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PUPM HEha /Ay 77V r— a0 DDLU FDa—RO—EIL, ZBENED LS
IR ENDNERLTWNVET,

Set pupmObj = CreateObject("ACLauncher.ACWebLauncher")
hwnd = pupmObj.LauncheRDP("#host#", "#userDomain#¥#userName#", "#password#")
' Set window close event
pupmObj . SetWindowCloseEvent (hwnd)
' Set server checkin event
pupmObj .SetServerCheckinEvent ("#isActiveServlietUrl#")
' Wait until one of the events signaled
rc = pupmObj.WaitForEvents()
If rc = 1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")
Elself rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)
ElseIlf rc = 3 Then 'the account was checkedin at the server side - close the window
call pupmObj.CloseWindow(hwnd, 120)
End If

&

PUPM DB BN A2 T 7V r—ay A7V NORBIEIZLL FOLBY T,
n  COM A7 V=D
Set pupmObj = CreateObject("ACLauncher.ACWebLauncher")
w AEIRTAL TV =T ar DFT
hwnd = pupmObj.LauncheRDP("#host#", "#userDomain#¥#userName#", "#password#")
n RITRIARY - NRAU =K Foy A WFln s (2 FI3AA LT b

' Wait until one of the events signaled

rc = pupmObj.WaitForEvents()

If rc =1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")

Elself rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)

Elself rc = 3 Then 'the account was checkedin at the server side - close the window
call pupmObj.CloseWindow(hwnd, 120)

End If
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g Ay TV r—ary by alr BT A1t A7V MIGRERM S R,
PLFIZiE->TEMUET,

B EZas T LT OEREZFATLET, LT 2Bl ET,
Set observeIT = CreateObject("ObserverIT.AgentAPI.Proxy")
n TV varE TRV T LR EBIMLET,

'Get application processid

processID = pupmObj.GetWindowProcessID (hwnd)

'Start recording

sessionid = observelT.StartByProcessID(processID, true)
'Send the sessions if to the ENTM server
pupmObj.AssignSessionID "#SessionidUrl#" ,sessionld

n FETREIYas T U EBIMLET,
'Stop recording

observeIT.StopBySessionId sessionId, true
AR
ACLauncher ActiveX TIZLL FDOAY Y REAEHLET,

LauncheRDP (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT *phWindow);

ANV TFovx )V TCIE—k T AT By awBRL, UE—h T A
T 7 T4 R N RVEIRLET,

5 : Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd
= test.LauncheRDP("hostname.com", "hostname¥administrator",
"password")

LaunchePUTTY  (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT
*phWindow) ;

ATIVT )L PUTTY B al aBRGAL ., PUTTY U4 R /N KL
ZIRLET,

5 : Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd
= test. LaunchePUTTY ("hostname.ca.com", "root", "password")

LauncheProcessAsUser (BSTR bsApplication, BSTR bsCommandline, BSTR bsUsername, BSTR
bsPassword, VARIANT *phWindow);

ANNIVT oo/ TTatRERIRL, 7O A TR ANURVEIRL
S

1] Dim test Set test = CreateObject("ACLauncher.ACWebLauncher") Hwnd

= test.LauncheProcessAsUser("cmd.exe", "/k echo This console is run
under %YUSERNAME% account...", "administrator" , "password")
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GetWindowProcessID(VARIANT *phWindow, LONG *pProcessID);
FRESNZTAV R ANURADOT aE A ID ZRLET,
5 : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password") id =
test.GetWindowProcessID(hwnd) test.Echo "Process ID =" & id

GetWindowTitle(VARIANT *phWindow, BSTR *pbsTitle);
FRESNTET AR NURVDOZANVEIRLET,
5] : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password") title =
test.GetWindowTitle(hwnd)

CloseWindow(VARIANT *phWindow, LONG Seconds);
T4V RUBXRICHACAZ LB T DAt —V G ATl Ry
JA%RRLBESNIZT AR RO 4 Ry 2T E T,

$51]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.Sleep(5000) test.CloseWindow(hwnd, 60)

SetTimeoutEvent (LONG seconds);

"WaitForEvents" A/ RDXA LT IRAGELET, XA LT UMHEIZET
A& . WaitForEvents A/ RIZ, A LT IMIELIZZEE R T RVET, 7
1y 7 LTINS — LB R ET,

#i]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetTimeoutEvent(10)

SetWindowCloseEvent (VARIANT *phWindow) ;

"WaitForEvents" A/ RIZxIL TUA RUEPACAA XU MR ELET,
T4 RUDBRAUSIL-1% . "WaitForEvents" A/ RiL, 7 v/ T\ ba—
IVINLERYD, U4 RN OGN ZZ 2R T RVEE R RLET,

5 : Set test = CreateObject("ACLauncher. ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetWindowCloseEvent(hwnd)
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SetServerCheckinEvent (BSTR bsURL);

PUPM F = Ay AU M, BT 7 a7 56k TRELE T, ActiveX

X5 BT EIZ PUPM 22/ UL ET,
5] : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")

test.SetServerCheckinEvent("http://server.com/__azy?djfhwek5jy34brfhwk

eb") (replace with variable)

WaitForEvents (VARIANT *pRetVal);
LVURBRAMED 1 DI T HET, AV D FETETmy 7 LET,

FTvaril--a2—PIZLo T RUBRALLNELTZ, 2 - XA LT Th

DML ELT, 3 - B — MU TF =/ A SN ELTE
5 : Set test = CreateObject("ACLauncher. ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")

test.SetServerCheckinEvent("http://server.com/__azy?djfhwek5jy34brfhwk

ebll)
test.SetWindowCloseEvent(hwnd) test.SetTimeoutEvent(360) rc =

test.WaitForEvents() If rc = 3 Then call test.CloseWindow(hwnd, 10) End If

SwitchToThisWindow(VARIANT *phWindow) ;
VAR % ZIEORATHICEEIS T
$i]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SwitchToThisWindow(hwnd)

SendCheckinEvent (BSTR bsURL);
2—YPRT 4R EACTED, Fov s A ARUNeEELET,
5 : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")

Sleep(LONG milliseconds);
APV T D FE T —RHF I L E T,

Set test = CreateObject("ACLauncher.ACWeblLauncher") hwnd =
test.Sleep(2000)

Echo(VARIANT* pArgs);
Aye—UEEEICH A LET,

Set test = CreateObject("ACLauncher.ACWeblLauncher") hwnd =
test.Echo("Password Checkin")
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TN YR

TR AANTABRI A XAT D 1 OTHY, 22—, HH=
RRALN ECERSNTCODRHET IV N TF =07 TURL, ZDT 7k
AL T O RRA U Moa s A TEET, IErs/ A TliL, BEins
A% LT, Active Directory CEFRSAVCWDEHET WV N TF =T
ThCEET,

7=& Z X Active Directory |Z examplel £V )4 HijD UNAB DT R7RA M
EFL . examplel D2 —H L7 )L—7 (JL—F &5 Te) % Active Directory (255
173 5HLLFE T, CAAccess Control T —7 T A REH CTL—NERHET B
VRELTEELET, V— T =T VN8B EIn A 2T 5
BAE, v T AT IRERINTNDTURRAL R, DD Active
Directory KA avha—Jlia/ A LET, W—r T oo T UM HERIC
PR a 7 A AFE T 58513, examplel DT RRA L h~D 7 A L %3 R
TEET,

CA Access Control T X —T A XEBNZID, ar A2 7T Vr—a a8
I RRANHOIER R A AT v av FoRESET, TURR

ArMeaZ Ay TV r—arZ2E80 YL CThHIUL, YEEn T AL Z2RET D

BIMOFNEZE AT T AL ETHYEE A,

AR FAET D N T D2 — DT 7748 T %85
72912, 22— @ CA Access Control DT RNA L M PUPM IZFEA TEET,
SATE DENESTDDIL, 22—V REHET HT N NAT —R&F =TTk
L. CA Access Control DU RIRA L b~ A ANZHBENT AL %2445
G DHTT,

MR AIZED LTI —F DX 2T 1 T H7 L ZE VT o3 i X

WET,

X2 UT T A0, 22— N PUPM O BB A2 L C=
VRIRA VMO AT AINNHRETEET,

n ThHUEEYT 4 &80 T HT-8 . CA Access Control ([ZX DAL a—R D

FHEABLAF R OB OB KT D b 22— P4 TIIRTD 2 —
YA PMEASNDIDTHRETEET,
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CA Access Control [ZLDEEA L 23— ROEBZIALLFF ] O OB, LD
Z—FAMEHENTHINTHEETHE. CA Access Control Tik, BV A2
tyarHOBEAEET—FNEREINET, THEINZEAT—RIZIY, 0
2 —FHOEEE—RNERHET DY NHOBEEE—RBREHSNET, 1D
Z— )% CA Access Control DT —Z X —RA|ZEFRIIL TRV A CA
Access Control Ti, 7 74/Vh 22—V HOBEET—REFRHET IV NHOE
HE—NNEFEINET,

722X 1 DO RRA L MNHITHR R E LR ELET, TDTRRA Lk
T, userl (GO —W) H OB £ —RIXIH T, privileged_user &V 944 BijD
Kb T 1 N OBEAEET—RIZE P T, userl 23 privileged_user XL CT—
VRIRA U ~Da s A BB A T 585A . CA Access Control 12
Fo. s A vy a HOBEEE PR, NG ESNET,

R B & d F TEDHDIL, CA Access Control 73 Ah—/LE L TUD
Wmdows T—Y xR A i/l\*ﬂ‘\%"/h‘: SSH Device = R7RA Lk ETD A
T, SBIC, 2—PIFHEHET T s NRAT—ROF =/ TN HEIR S A
VEFEHTOMERHNET,

PUPM D#EAHEREZ A ZhIZ LT CA Access Control A2 Ah—/)L 3 5HL HiR
HEILTT 74V THNIZRVET, CA Access Control ZA 2 AR—/LLTHb,
CA Access Control = RARNA U MEBE 2 L C, =V RARA M E TR S
R ELET,

Bl: ATA4Y ARV MOEELI—

LR OB Tl Sk AR EL-T o hoal 4 A _URER L a—R
DRENTWET, TURPFA L IA~ADRT AT 22— PUPM O H B2/
AL EERTHMIENSHLHEFRESNTNET,

Event type: Login attempt

Status: Denied

User name: examplel¥administrator

Terminal: examplel.domain.com

Program: Terminal services

Date: 27 May 2010

Time: 17:35

Details: Automatic login is required for this account

User Logon Session ID: 7dd2b3dc-8ala-4ffa-8e7d-f9bc20d2b341
Audit flags: OS user
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Bl: )YV—R 7o RABEELI—F

LT OBITH, MR EERELTET AV NHOVY —A T v AL o —
RAVRENTUWOET, CA Access Control IZEDMEAEL o — RO EZIA L LT A]
DR DRI, BT T b 22— P4 TlIaloe O —HF 4 BMEAHSND L
NZFEELTCWET, TtO2—H4 (userl) (F[ 22—V 4 74— /LFNIC—E
FORENTWET, Fi2, BHET H U b CEEE) 1Z A — 4] 74—
NWRIC—ERRINTOET,

Event type: Resource access

Status: Denied

Class: FILE

Resource: C:¥tmp¥core.txt

Access: Exec

User name: domain¥userl

Terminal: examplel.domain.com

Program: C:¥WINDOWS¥system32¥cmd.exe

Date: 02 Feb 2010

Time: 14:20

Details: No Step that allowed access

User Logon Session ID: 7dd2b3dc-8ala-4ffa-8e7d-f9bc20d2b341
Audit flags: 0S user

Effective user name: examplel¥administrator

EZIEE

S A & D% E (P. 300)
i A o D FEENT B 925 JEFIH (P. 279)

i RS DEMEDLLH

SRR B2V TA LT AT AC YT 4T BTz | 22— D CA
Access Control DT R7RA N PUPM IZHER CTEET,

LR O a2 TIE, MR HES OEEDO L i STV ET,

1. —HL, CA Access Control =X —F T A4 XEH TRIHMET 17 b /XA
U—RDOF =T IMNIHER T A 2L ET,

2. CA Access Control =X —7"F A XE M Tlid, DMS MO RIRA L RO
HIRESSH, 7L Bl fy Ay—V R Ay — Fa—CkEENET,
Ay —UIZUE FET AT DA, THY N F =y TR —
YOLRT, BLOTURRAIDOARINE ENTONET,

FeE: BIETHUUCDEE 277



PUPM M BEIOT 1>

3. CA Access Control = R7ARA 2 _ED PUPM Agent Tld, Avt— Fa—
NHTL al Ay Ay —URRSSNET,

4, 2—PRTURRA DT A NEHET HT7 o e fdi 35BS, CA
Access Control #F Al T P UAZTVERET 1T hDOR—T1)V T —H _— A
La—R RSN, LT 7y ar NEfranEd,

a. ZOTLVACEY TR T AL DHNZT AT "DF =TT
N LBELTHMEI), DFD, 2— PR RRANIaZ (T5
TeOIZHERT A2 T AUERHLNEIDPDHERINET, LU
FOWT DA IDFAELET,

n TAVNDF =y I T RRMLEET, PUPM Agent CIIRFHET 17
NHDOTL 0l A Ay —U NZIATIRBILTCORWES ., =y
AZEa T AL RITRIES S NET,

n THUUNT I T URNRKE T, PUPM Agent CTHRIFET 7 N
DTV ar Ay Aye—U P2 RO TWAIGE . v/ A %0
1T 2B MOHIIR, 7282 1% TERMINAL il FRMEEL 2N BT,
AR A BRI SIVET,

WIS, T AT AR S ET,

b. T UUNZEY, FFRIOHWE T2l —F D5ed ID ZfEH TS
BN HHNEINDDHERIIVET . LLF DT DA R4
LET,

n 2—VOITDIDEEHATINENDLGA, T T D
Z—HLEFEHL T —R T RBERNFHISFL, BEA L a—
RNEZIATFNET,

. — OO ID IMEFASHRWGES = TIIEET
’MLEFHL TV —R 772 AR NFHES L, AL a—RnE
TIAENFET,

EZEEE

U AL B DELIE (P. 300)
Ui A D FELENZ BRI 5 JE S IH (P. 279)
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ImMARMEDREICETIERER

Ui AR A2 R DA, LT OREBEL TS,

m URRHE AL, CA Access Control 73 > Ah—/L &L TV V5 Windows ——
‘/“I/H/Xkot@“ SSH = RARA VN ZAT IR ETEET, O RAR
AN BAT TR AR E CEEE A,

= (UNIX) CA Access Control |, =V RARA U ORI SN Le7 1
7"1:'7“?A 2L T, PAM BT A A X —T 7 R ffi ﬁéz\gﬁ%wi%
ToeZIE, =M SSH 2l H L T R A MR 3254
Access Control [% PAM 17 A A5 — 7 Nef LT SSH D74’/%4’
VHE—T T NTDHMENRHYET,

CA Access Control 2307 A 70/ 7 NI LT PAM BT A2 AL X2 —F

T T AT ET AT, vl Ay 7 ul T A0 LOGINAPPL L
2—R"C loginflags (pamlogin) 777 % &% €L £ 7, L MIZHIZRLET,

editres loginappl SSH loginflags(pamlogin)

UK EIT. BHET U s a S AL CORAMETEET, urA
/f\t/\iﬁf AT HT s a sl A ATk U CIIESREL 8 A,

RN FFHET T DT = 7 T U NI H BN A A TS5 E
(COBFEREL E,

m (UNIX) SEARFE AT, SSH 07 A AZDOMEATEET, SRFHA D EAE
HOIT2—FPEHET Tt RAT—ROF =7 TR, BLUCA
Access Control DT RIRA L~ ~DEF A2 PUPM D B Bhia ' A %
2880 THY, PUPM TIiL SSH il A2 A7V 7 R h3f it
ENDTO, ZOHIBRNEFEELET,

fhour A 24T RIZarZ Ay TV r—a BT D7D AL~
4%thﬁ)7%%‘f£¢b fthooa 7 1> ZAT DA EE AN 55
Al W A 71T A0 LOGINAPPL L 2—R ? loginflags

= e

(pamlogin)7°D/\°?4’7<i’nxmbiﬁﬂo

TR
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8723 PUPM TVRRAVDEETE

ZOBrva Al LFON IR EFILTWET,

7 —F_X—ZA(DBC)/SNAV—F Ay a—< &l 572D JBoss 77V
r—ar O U (P. 282)

Oracle 7 —4~—Z[a]l JiE 15 # (P. 287)

5 — % ~— % (ODBC, OLEDB, OCI) SRV —F =i a—< il 457 DT
VRIRA LR DR IE (P. 289)

7SN A(NED SNSRI =R 2 Y o B DI DL RARA L b
X IE (P.291)

CLIZSAT—R 2y o —< & 4 572 D RABA L R OFEE (P. 293)
VSRV —R av v a—< SDK T IV —v a4 57Dl R A b
B 5 )7 (P. 296)

Web ¥ —E"A PUPM SDK 7 7'V — a2 57 I R A bk
ET 5 J515 (P 299)

Jiis A £ O EE (P. 300)
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T—AR—ZX(JDBC)/NRT—K av>a—I&FERT B8 D JBoss 7T r—a> D #lE

T—AR—X(DBC)/NRT—F OV a—TEFEHT5=6HD
JBoss 7T r— 3> D #ElE

JDBC 5 —HR_R—RA AT —R ara—< 5T, F—F_R— A~
% IDBC 2l 427 7V r—sar NO/N—Ra—REN 7SR — R & E X
Bz AZENTEET, 7TV —ar RRis L T RART — R a4t
DAL HEIZ, PUPM Agent (210 CA Access Control T2 2 — 77 A RE B )»
DRFMET 1D N ISAT — R PEFGFEGL, N — R — RSN AT — R DT
IR NAT—RIZEX L HIET,

INAT —R ay v a—<PMEAT L7 —H_X— R E T HEIIZ, IDBC /XA
J—R ar s a—<Z AT 5720 DT RRA L MO THRE T,
T—RR—Z(DBC)/NRT—K a3 21— %#FEHRT 5182 1Boss 7TV
r—lavEERT AL

1. PUPM FEAMERENAH ZhT/ 2> TNDZ U RARA L MZ CA Access Control 23
AVAR—=LENTNWDIE, ZL T, T —HR—R i 357 7V r—3
VN IRE 15 LA T2 L2 MR L £,

T AR T AT TV — v ay AV AN L END TR R
A NZ., CA Access Control A Ab—/LLFET, T —HX—ARAMNZ
CA Access Control A > Ah—/L T AT HDFH A,

2. TR RAHERRL TWST TN —rar RO GEIIE I LET,
3. LLFOT AV ZMNZEENL £9 (ACInstallDir 1% CA Access Control Z1 > A
M= L7274 7R TF),
ACInstallDir/SDK/JDBC
4. LLTOT77ANERUET,
m CAJDBCService.sar
m CAIDBCDriver.jar
m  CAPUPMClientCommons.jar
m jsafeFIPS.jar
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T—AR—ZX(JDBC)/NRT—K ar>a—I&FERT =8 D JBoss 7T r—a> D #ElE

5. LLF®DOTFT 4L ZRJIZ CAIDBCService.sar Z#at'—L £, 22T
JBOSS_HOME % JBoss &A > AN— )L LI=F AL 27 ) TT,

JBOSS HOME/server/default/deploy

6. LLFDOF LZRIZ, 774/ CAIDBCDriver.jar,
CAPUPMClientCommons.jar, 33X jsafeFIPS.jar # =2t —L £,

JBOSS _HOME/server/lib

7. T A—TFGAREFY— T NRAT—R a3y a—~<AICER LT —
B —AXML 7 7ANVERRRLET,

8. 7rANEMRERICEHEET, U TOW T A OBIEEZFITLET,

m  Microsoft SQL Server DT —# V—ZARET 7 AIVDHAA AR
(P. 284)

m Oracle HDOT —# V—ZARRET 7 AV DIIAZ <A X (P. 284)
TR )= ARET 7 AN AR AR T HDIL, T —H X — At ik /E
BIOTF—% V=R 0525458520 TT,

9. CA Access Control Z#E)L £,

RAT—R av v a—<u T RRAUIRRRETEEL, RIZ,
CA Access Control =X —7FAXEH 77V r—2a HO/RAT —R
AV a— AR T OMNERHVET, NAT—R ar v a—vEERL
7otk TV r—var R L ET,

EZIEE

RAT—R a3y a—~<OH]: IDBC T —HX—X (P. 285)
S2AT—R Ay a—~DVERL (P. 259)
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T—AR—ZX(JDBC)/NRT—K av>a—I&FERT B8 D JBoss 7T r—a> D #lE

Microsoft SQL Server BT —3 YV —REBREIT7AMILDHREIIA X

IDBC 7 —Z R —Z )SAT —R a3 a—~< A ETHE, Microsoft SQL Server
TSN 2O IDBC A E 357 7V = al WD/ N—Ra—R &
NI SAY —REEZHZHZENTEET, “URRAUNEHEHLTZ&, LT
DFNAIZHES T, IDBC /SAT—R av v a—<aHHLET,

Microsoft SQL Server DT —42 YV —REBEIT7AILDHREATARX

1. <driver-class> %7 % W OlF T, 774 /LM% IDBC KT A /X 7T A 7 rasx
TATCEIHLET, L FIHERLET,

<driver-class>com.ca.ppm.clients.jdbc.CAIDBCDriver</driver-class>

2. <connection-url> %7 % ROVF T, 7 74NV M%7 — 2 _X—Afkiax £ T
Bz F9, LTFICHlZRLET,

<connection-url>>@@acom.microsoft.sqlserver.jdbc.SQLServerDriver@a@jdbc:sqlse
rver://SQLServerl:1433; selectMethod=cursor;DatabaseName=tempdb</connection-ur
1>

3. CA Access Control ZCEIL £,

Z#LC. Microsoft SQL Server HIZT —4% V—ARET 7 A )N DAK <A X
LFEL7z, WKIZ. CA Access Control =2 X —TFFARXEH TT7 SV r—3
YHONSNAT =R ar v a—~EER T O MERHVET, SSAT—K av
Va—~EER L%, TV ar mEE LY,

Oracle HDT—2 V—REBEIT7AILDHREIIARX

JDBC 7 — X RN—A )NATU—R a v a—< &R ETHE, Oracle T —H_— 2R
~OPHGIZ IDBC 357 7V r—a WD /N—Ra—R &7/ AT —
REBEEBAZ DZENTEET, TURRAU ML, L FOFIEICHE -
T,IDBC/RAT—R avya—<a i HALET,

Oracle BT —2Y—REBEEIT7AIDHREIAX

1. <xa-datasource-class> %7 % RO T, 7 7 #4/LMEi% JDBC RTA/X 7T A
T NTTCEIEZET, UL NICEERLET,

<xa-datasource-class>com.ca.ppm.clients.jdbc.CAIDBCDataSource</xa-datasource-
class>

BEE: 70T ORILFENLFTT 7 ANV MEEFRIC THLLEN D
Di—gpo
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T—AR—ZX(JDBC)/NRT—K ar>a—I&FERT =8 D JBoss 7T r—a> D #ElE

2. <xa-datasource-property name=> #7 % 9 XTCHOIFET, LLFIZHIZR
LET,

<xa-datasource-property
name="URL">jdbc:oracle:oci8:@tc</xa-datasource-property>
<xa-datasource-property name="User">scott</xa-datasource-property>
<xa-datasource-property name="Password">tiger</xa-datasource-property>

3. INLOTRNT 4 —DXFINTELOET, LLFIIHlZRLET,

<xa-datasource-property
name="CAJDBCProperties">CAJDBCPropertyRealDatasourceClass="oracle.jdbc.xa.cli
ent.OracleXADataSource";URL="jdbc:oracle:oci8:@tc";User="scott";Password="tig
er";</xa-datasource-property>

4. CA Access Control ZZEIL £,

ZHVUT, Oracle HIZT —% V—ARET 7 AN E DAL AR LE Lz, K
|Z. CA Access Control T X —TTAXEH T 7V r—a HoO/RA
U—R arya—<ZERTA0ENHVET, NAT—R arva—~<%x
ERR LTt 77V —av L £,

—_—

INAT)—K a2 a—< Dl IDBC F—FR—X

T VAT LAEHLE D Steve 3 JBoss T U — gl Yr— LT,
IV TRAND/INAY =R Gl T 7V r—ar i@ T 464 R ET, 7
7V — a1, Microsoft SQL Server 7 —4 S — A~ DG & 7RRIE T D728
(22T THXARD/SRAT —REfEHLET, Steve iX, 77 UVr—aing —

B R — T DTN PUPM MBFFHET 1D s NAT —RE TG 5489
(ZJBoss 77V r—ay r—_"EEHLIHELTWET,

Steve IX Windows = RARA 2~ B2, JBoss 7V /r—ay Hh—R R—Tg
> 4.2.3.GA 3L\ Java Development Kit (JDK) 1.6.0_19 Z1 > Ah—/L L E£L 7=,
TURAA L MDA HEITIL JBossEndpoint T, JBossEndpoint¥Administrator &1
I BIDL—F D run.bat 77 AV EAF L T IBoss 77V /r—ay Hh— 3%
EENL . 2P —/3)3 Microsoft SQL Server 7 — XX —A|ZHEGE 5T 7V —
TarEFETLEST, FOT IV r—Ta 0t sa T HUC M EAL T —#
N2 THEHRELE T,
1. Steve |X JBossEndpoint ECLL FOFNEEZEITLET,

a. JBoss &fEELET,

b. PUPM & HEREZ A %N 2L T CA Access Control A A—/L L £7,

c. UFOTALVI7RNIIEEILET,

C:¥Program Files¥CA¥AccessControl¥¥SDK¥JDBC
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T—AR—ZX(JDBC)/NRT—K av>a—I&FERT B8 D JBoss 7T r—a> D #lE

k.
l.

D77 ANV ERDTET,

m CAJDBCService.sar

m CAJDBCDriver.jar

m  CAPUPMClientCommons.jar

m jsafeFIPS.jar

L FDF 4L 7RI 7 74/ CAJDBCService.sar 2=t —L £7°,

C:¥jboss-4.2.3.GA¥server¥default¥deploy

LR DT 4V ZMIZ7 74 /L CAIDBCDriver.jar,
CAPUPMClientCommons.jar, 353X T jsafeFIPS.jar Z=2t"™—L £ 9,

C:¥jboss-4.2.3.GA¥server¥default¥lib

UTFOT 4L 7RI EILET,

C:¥jboss-4.2.3.GA¥server¥default¥deploy
UTDOT77ANERNT, ELET,
m  imworkflowdb-ds.xml

m objectstore-ds.xml

m reportsnapshot-ds.xml

m userstore-ds.xml

<driver-class> # 7 % [L.D17C, 7 74/VMii% JIDBC RT7A /N VTR 71
NTATESHZET, U TIHEZRLET,
<driver-class>com.ca.ppm.clients.jdbc.CAIDBCDriver</driver-class>
<connection-url> ¥ 7% BT, 77 ANV MEE T —F N — Rk
ECTEIMAET, LLNICHZRLET,

<connection-url>>@@acom.microsoft.sqlserver.jdbc.SQLServerDriver@a@jdbc:s
glserver://SQLServerl:1433;selectMethod=cursor;DatabaseName=tempdb</conne
ction-url>

BRIFLTCZ7ANVEACET,
CA Access Control ZE L F£9-,

2. Steve IX CA Access Control =X —7 A XEH CUL TOFIEEZFZEITLE

‘g—o

a.

JBossEndpoint_PUPM &£ )44 HITD Windows ©=—3 = R A T R7K
ALNDEATHARR L FT,

JBossEndpoint_PUPM LU R7RA L~ ECsa Fite 7 o ML E
j‘o
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Oracle T—RR—X [ ITBMNE R

c. UUTONFGA=ZEFER LT, T —HR—=A /AT —RK a3 a—<%
Ve L £,

- 4411 -- JBossEndpoint MS SQL connection

- Ar¥a—< ZA7 -5 —H~—Z(0DBC/IDBC/OLEDB/OCI)
- TVUr—iar /XA - C:¥jboss-4.2.3.GAYbin¥run.bat

- THUUh--sa

- 7RAD -- JBossEndpoint

- — — JBossEndpoint¥Administrator

3. JBossEndpoint¥Administrator -— 73 run.bat 7 7 A /L& FITTHET
RABRA b ED 1Boss 77 V/r—ay $r— N EEISILET,

JBoss 7V r—vay r— "N EEISIL, 77U —ad, sQl Server
~DOBFAITLUE T, PUPM Agent I, Bfcid T A 2 —% 7", T
TV — g NET 17 b 78RR — R AR F9,

4. Steve IX. LA FDOT 4L 7RIS JBoss 27 7 7 A )L TIT— D3R ) ife
BLET,

C:¥jboss-4.2.3.GA¥server¥default¥log

Oracle T—AR—X [ITIEMNEH

tnsnames.ora 7 71 /UL, Oracle DT —H_X—RI ¥zt T DB DT —H~_—
AT RVAZEFRT D, V74T 2 MallF O Oracle #ERK 7 74 /L TT,
tnsnames.ora 7 7 A /VZITEELDR AN, | IR—b, S —E R4 | A RAEZ AL,
FLSID BEENDGAERHVET,

PUPM Agent TlX. SORACLE_HOME & STNS_ADMIN DO ER B2 85 2R L ¢,
tnsnames.ora 7 71 /L D5E R/ SAGRI L F77, BREAEIILL FOL U AR
TUNRICERSILTOET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Instrumentation¥Plug
Ins¥plugin¥EnvironmentVariables

bk 0%
Bt ORI T2 AL X — T T DT TTA L DARIERRELET,
{iE: OCIPIg, ODBCPIg. OLEDBPIg
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Oracle T—R2N—X A TBINTEER

PUPM Agent | X Oracle 7 —#_X—A~DHEfG DRI T A L X —T 75720
|2, tnsnames.ora 7 7 A VEFRNTL 3, 77 A2, 2O T X TOEMEDHE
BOENEENTODEE . PUPM Agent (280, ATREZR B EDO B LA G
2L TEBI DRy hT —2 By "RAMERRESILE T, PUPM Agent |, R hT—
7 vy bl — BT DRHET 1T RO /RAT —REEUS L7Z CA Access
Control =X —7 A XEB IRy NI —7 o T RTEELET,

f5]: tnsnames.ora 77 JLRD R YT —2 vk

LA R tnsnames.ora 7 7 A /L DR T,

SAMPLE_INSTANCE=
(DESCRIPTION=
(SOURCE_ROUTE=yes)
(ADDRESS=(PROTOCOL=tcp) (HOST=host1) (PORT=1630)) # hop 1
(ADDRESS_LIST=
(FAILOVER=0n)
(LOAD_BALANCE=0ff) # hop 2
(ADDRESS=(PROTOCOL=tcp) (HOST=host2a) (PORT=1630) )
(ADDRESS=(PROTOCOL=tcp) (HOST=host2b) (PORT=1630) ) )
(ADDRESS=(PROTOCOL=tcp) (HOST=host3) (PORT=1521)) # hop 3
(CONNECT DATA=(SERVICE NAME=Sales.example.com)))

PUPM Agent |XZ® tnsnames.ora 7 71 /L& fi#HT3 5 & CA Access Control —
VE—TTAREIRN A T DI NI —7 By MM ELET,

s HOST=hostl, PORT=1630

m  HOST=host2a, PORT=1630

m  HOST=host2b, PORT=1630

m  HOST=host3, PORT=1521, SERVICE_NAME= Sales.example.com
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F—ARA~_R—2Z (0DBC. OLEDB, OCI) /SR —K av > a—TE#FRATA-ODIVRRAUCDETE

—

F—ARAR—X (0DBC. OLEDB, OCI) /SR —K O a—<I%{F
AT 3=0HNDITURRAVEDETE

Windows T—Y xR R T RRA N TCHED,

ODBC, OLEDB %/-1% OCl & —Z_X—Z )RAU —R a3y a—<ZfE AL T,

T AR 2 DHEHEIZ ODBC, OLEDB 7213 OCI 2 927 7V r—ar
NON—RI—RENT/ AT —REBEZMZ HENTEES, 77U r—r3
VINT AR A a i A DA . PUPM Agent [ X85t DRI TR A L X —
7L, N—Ra—REz 2 SAT —R% CA Access Control = Z— 754 R4
PR SSEUS T DHHET ok SR —RICE XML £,

7V /r—a1d, CA Access Control 7312 AR— L& 31TV 5 Windows T—
VU RA ZURBAL BIHFIET DM ERHYET, OCl 7 —H~N—R /S
AT —R av v a—vu2ERT 5856, 77— ar )y oc18 LA
HILhMERBLET,

PUPM IZBID T Z T A F LT, KX A 7 D DR ITH A % —E 7 "
F7, 72ExUR, oCl 7T A 03 OC &4 28kt DA TR A X —& 7k
LET., LLFDOL AR F—7A3, CA Access Control 777 A D@EifEAZ=
o—/LLEd,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Instrumentation¥Plug
Ins

KT TT AL DFEITLL T OV 7 — NI T ET,

m  OCI -- Instrumentation¥Plugins¥OCIPlg

m  ODBC -- Instrumentation¥Plugins¥ODBCPIg

m  OLEDB -- Instrumentation¥Plugins¥OLEDBPIg

T —A~—XZ (ODBC, OLEDB. OCI)/SAT—R ava—I&#FERT 56D

IURRAUNERTET DA

1. PUPM DHEEHEREDIAH T 72> TUND U R7ARA L MZ CA Access Control
WAV A= LS TNDZ AR LTS,

E T AR R T AT SV = a I VAR L ENDH T RN
A RZ. CA Access Control A Ah—/LLFE T, T —H_X—Z RAMZ
CA Access Control A Ab— /L3 AN IIHDFHE A,

2. TURRALNT CA Access Control {5 1L F9,
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F—ARAR—2Z (0DBC. OLEDB, OCI) /SR —K A a—v&EAT3=HD TR RAUEDEETE

3. G OFEIZS L CEbRL AN 7% —T L FOFNEICHEVE
£

m OperationMode L' AN = NDfEN 1 THHIEEFERLET,
ZOVVAN) e MNINET T A AN ET,

s TV —arAREIT A7 0 ADO 4RI ApplyOnProcess L AR
U =N DETHLZEZMERLET

ZDOLYUARN) MR T NSNS T AR ELE T,
ez IZ NS T FV A —ary HONRSAT —R av s a—<ZERR LT
DAL, w3wp.exe 28 LU AN N DfECHHZ ExfERLET,

o —VFEHNRZOL VAN =N OEEEFE LT 528138890
TEEHA, FEMICOWTIE, YT 7= YR—h
(http://www.ca.com/jp/support/) IZEB I F i E<TZEVY,

4. CA Access Control ZZEIL £,

TR A NAY =R Ay a—< T 570 DT U RRA U Mgk
FELELTZ, KIZ. CA Access Control T X — 7T A XEH NIZT 7V /r—
Al DT —BR— A RAT—R 2 a—<EER T AN ERHY E
ER

FE NS TV = ar DR AT =R 3y a—< 2 BT 556 | FitE
TG NAT = ROBAGIZSAY —F ar v a—< & TED
NT_AUTHORITY¥NETWORK SERVICE F LT hostname¥IUSR_hostname
2—WERETIHVNENRHYET, 22T, hostname [F = RRA L D4
AiEFRLET,
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T—AR—ZA(NEN/NRT—F AV —RE@ATHHDIURRAVEDERTE

T—AR—Z(NET)/INRAT—FK a2 —I%FERT5=6HD
IVRRAPDERTE
Windows T—Y VLR TURRAURTEM

NET 7 —HR_R—R )RRAU—R avya—<Zfif{45L, 57 —F_X— 2~
HElZ NET 2T 27 7V —2a NON—Ra—RES /XA —RE EX
Pz AZELNTEET, T —aring — AR —2A~OEERIT 58,
PUPM = — = NI DRI TH A X —8 7 R N—Ra—R&ni= 4

7 —R% . CA Access Control = X —"7" T A RE R SIS T DRFHMET 17 b
INAT—RIZEEHAZ T,

¥ 77— g 1d, CA Access Control 731 2 AR—/LE 31TV V5 Windows
T—Vx VMR ZURRA U NAFET DRERHYET,

PUPM 1%, Bt DTAA L X — S "N 5T T A Za—R T 570127
07 A& FEHALET, NET 777 A%, NET 20+ 58 04 A
A —1t7RLEJ, CA Access Control .NET DEIEIX, LA FTOL AR +—|Z
FoTHIEISET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Instrumentation¥.NET
¥

TuTrATETTITAL OB EIL L FOV T X —IFELET,

m 7747 -- Instrumentation¥.NET¥Profiler¥

m 77 AL - Instrumentation¥.NET¥Profiler¥Plugin

NET T—ER—R ARV —R a1 —EHRTEE=HICTURRAU+E

BRETDAE

1. PUPM DM EHERENH NI /2> TCNDHIT U RARNA L MZ CA Access Control
MAVAN—=)LEN TCNDZ LA IR L ET,
T AR R T AT TV v ay AV AN L END U RR
A2 MZ. CA Access Control ZA L Ab—/LLET, T —HX—RARANMZ
CA Access Control &AL Ab— /L3 AN IIHDFHE A,

2. TURRALNT CA Access Control {5 (L F4,
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F—AR—Z(NET)/ART—K ava—T&#FERATHI=HDIURRAUMDETE

3. G OFEIZS L CEbRL AN 7% —T L FOFNEICHEVE
£

m OperationMode L' AN = NDfEN 1 THHIEEFERLET,
ZOVVAN) e MNINET T A AN ET,

BE: SuryyAT7L7 T4 D OperationMode L AR R
M LICRESILTWDZEERERLET,

s TV —arAREIT A7 0 ADO4 RIS ApplyOnProcess LY AR
U =N DETHLZEZMERLET

’0)1/‘/“2%) TUNIE, TSN EASNS S e AR R ELE T,
72X NS TV r—2a FHO/RAT —R oy a—<a2ERL T
%)iE'/Wi w3wp.exe N LU AN = N DETCHAZ LA MERLF T,

o —VHEENRZOL VAN N OEEZETR LT 5238810
TEEHA, FEMICOWTIE, YT 7= YR—h
(http://www.ca.com/jp/support/) IZEB IV F i E<TZENY,

4. CA Access Control Z#CENL £,

T —HNR— AN —R Ay v a—<EE ] T 5720 DT RRA L Mk
FELEL-, RIT, CA Access Control T Z—F 5 & NIZT 7V r—
Tar DT —HR—Z )NAT—R ar s a—<ZEl T 208N HY E
ER

E NS T IV = al ORAY —R ar v a—< BT AN A . K
THT R RAT =KD SR —R av v a—<fi [l T&5a—W
L LT NT_AUTHORITY¥NETWORK SERVICE 35 XX
hostname¥IUSR_hostname %5 E L £ (hostname |X = RARA L My & 3R
LET),
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CLUINXRT—R O i a—I%FERTE5-HDITURRAUEDERE

CLUNRD—K Ao a—<IFxFRITH-HDIVRRAULD

=L ==

X ;B

CLI RAT—R oy a—<IV 7 M= TR F vk 7SR —R oy a—< D
—FETY, CLLDO/SATU—K ar v a—<&fHL T, AZVT NNDO/N—Ra—
RENT-SAT —RERHET 17N SAT — R CEX W2 AT LM TEXET, CU
DIRAT—R Ay a—<L, BHET TN RAT—R BB, BT
rSAY —REF 2oV T I NEITT =/ A T HAIV T NOERBIE TT, =
DAZVT M. CA Access Control T X —7" T A4 XEH SEfMET 7k X
AU —R&ZHU5 9% PUPM Agent ZFFOVHH L £,

DT 7 ANENIATV T N 22 S DHEREIZHIBR 238 5 .bat F721E .sh A7V
FREEXATITIL, CLU O/RAT —R avya—<ZHALET, 72205, F
B TT7ANVHNDON—Ra—RENT2 AT —RE BT 572D acpwd —
TAVT 4 AT DAV T MNCEZIADIENTEET, F2, CLI D/ RT—
Karvyva—<%2fHL T, 2—PFIZZ U RRAU P EDa~<w R TA4005
acpwd L—7 AT 4Z FITSHEHIEL TEET,

I ATV TN ON—Ra— RIS AT —REET 7k XA —R |2
EXHLZ DITIL, PUPM SDK 2 T 528 CTEET, 72exiE o771
IVINDISAT — R B Z R DI AT ARSI ATV T M EZIATITIE,
PUPM SDK Zff FHL £7°,

CLLD/ISRT—R A a—I&FRTB=HICTURRAUNERTET DA%

1. PUPM DA HEREN AN/ 2> TWAT U RAR AL MZ CA Access Control
PAL A= LENTNWDZEEHERLET,

2. AZUTFNILL FoOa< RaBmLET,

acpwd {-checkout | -get} -account name -ep name -eptype type [-container name]
-nologo

E: acpwd =T AT A DRELDFHANIHONWTL, [ VT 7L X V7R %
Z L TLTEEN,

3. AxUNUHET AT RAT—R) O N EENT 25510, 2—FD=xs
V7 e BHLUET,
CLI D/RAT =R 2 a—< AT D701 R M ELEL
72 IRIZ. CA Access Control T % —7" T4 XE B WDOAZV 7 NHD
Software Development Kit (SDK/CLI) 7SAT—R 22—~ Z{ERkd D4
ERHVET,
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CU/SRT—F av a—<EFERTREODIVRRAUEDRE

S EER

INAT —R v a—< OVERL (P. 259)

CLIM/INAT—K A a—<DLLH

CLI D/XAT—R ar v a—<%2FHL T, A7V NO/N—Ra—RS 7/ A
T—RERFHET I N RAT —RICEEZMR A DHIENTEET, CLUD/RAT—
R avsa—<id, FET Tt SR —ROBE BHET 17k 7RAT —R
AT oI TN FTT = /AT DD acpwd 2 —T AU T4 & fEHT 5
APV FRNDOERBIE T, /2. CLI D/3RAT—R a3y a—<Zff LT, =—
PIZTZURRA b EDa~< R FA4000 acpwd 2—T 4 VT 42 FATSEDHT
LHLTEET, CLDO/RAT—R a3y a—< acpwd 2 —T 4T 4 DOff FHIZ
BNEOULL HaAEIE L ET,

¥ AZVT M, FolFam~w R A28 acpwd —T VT & EHTHIC
IZ. £ CA Access Control =% —7 T A XEBE NIZAZV T NETIZ2—T ¢
7 4% Software Development Kit (SDK/CLI) /XAT—RK 2 v a—<ELLU CER
THUENHVET, /RAT—R av v a—<id, BET TS RAT—RD
BSATF A S Vb —F DY AN ERLET,

LLFO7atAIZ, CLU DO/RAT —K av s a—< @i 5L AaitB L £

ER
1. TURHAAUBED acpwd —7 4UT A 1FLL FOWT D J5 1L TRER
HEhEd,
n 2—WE, av R Iar TN R b —T 4T ETLE
7,
n ATVTRERZT IV r— gy = "N FETEN, 2—T VT (B
OHLUET,

2. acpwd L—T AUTAITHHAET I N NAT—REZERLET, PUPM
T— U MIFR R DT 1Z CA Access Control o X — 754 REFE ~1
J T ANERRELET,

3. CAAccess Control T X —T T A XE B XU RIRA L NEFHMET 10 B
IRAT—RZFELET, PUPM Agent |3/ ATV —REFRRTHMNITDOT 1
TTINHRE L, B AY B —U Ak L E T,
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CLUINXRT—R O i a—I%FERTE5-HDITURRAUEDERE

4, 22— RIUTN TV — g P— 3 F7213 CA Access Control =2
BT FGAREI L T AT NAT—RIZF = /A LELET, F7-.
PUPM Agent | IfiERB A E— R0k L £,

5. PUPM =— =M, F ool A DIEF I TON -2 LR B Ay
‘E“V%Hﬁil%ﬂﬁbij—o

E: Er(0) 2E TR Ay E— U1, PUPM Agent (Z8%/ S AV — RO
DRI, Fxo I TUb, 3 F = /A2 27 LET, acpwd 2—F 1)
TADHELDFEMIONWTIL, VT 7L X 7R RLUTIZE,

Bl : INRT—RZWFETHRIUTH

LLFIZ. Windows |DUHET Ik RAT—REBRTHAZ) 7 OB D
BramLET, 2O TiE, PUPM Agent 73 CA Access Control =2 R7RA L MZ
ALV AN LS TNWDERELET,

ZDOY T Iv 27T NI, CA Access Control T X — 7T 4 X H s B8 L
T-REHET S v b XA —R & LT, Windows L' AR DO R DB N
JOHIBRERITLET,

set AdminUser=PowerUser
FOR /F "tokens=*" %%i IN ('"C:¥Program Files¥AccessControl¥bin¥acpwd.exe" -get
-account PowerUser
-ep compl 123 -eptype "Windows Agentless" -container "Windows Accounts" -nologo')
DO SET AdminPassword=5%i
set runasadmin="C:¥utils¥psexec.exe" -u %AdminUser% -p
%srunasadmin® SsAdminPassword%s REG ADD "HKLM¥SOFTWARE¥PUPM Registry"
%srunasadmin® SsAdminPassword%s REG DELETE "HKLM¥SOFTWARE¥PUPM Registry" /F

ZOFITIX, AZUT ) PUPM Agent 2B TL CRIHET D Lk /X AT —RZ 1)
BLET, ZOAZVFNIL, THY M (PowerUser) . T RARA L 14,
(comp1_123) . T RRAL N XA (Windows Agentless) , Z-—H D7)
4, (Windows Accounts) 3 g FILCNET, ZORZITNL, 7RAT—R7Z1T%
FRTHIOIZPUPM ==V = MIFERL, DAY —R LT, LY
N =R ZBNB L OHIBRT 28 #E = — L LT PsExec 7' 07 7 L5 T
LET,

F£7E: PUPM IR RAUFDERTE 295



INRAT—R aAra—< SDKF7 TV r—2a aERAT =0T TURRAUNERET DA%

INATD)—KR O a—< SDK 7T r—a zER3 58
(TR RAVNEERTET HAHE

INAT —R 32—~ SDK Zf# 4% &., CA Access Control =2 R7A8A >~

DT TV r—ar B TEET, INOOT TV r—Ta i, BHET o
K RRAT—=RERG, T TR BLOTF =740, NAT—RFyya
BLOR2—VREEEI TVET,

TV — g 0E, FEATRIC PUPM = — Y = Mo — L L ES, 2O —V <
M. CA Access Control =2 X —T7 T A RE B NORFMET Ik /XAT —R
PRAE, T 7T U8 BXOF =4 LET,

PUPM SDK |Z1%. RD 2 fEFE N HVET,

m  Java PUPM SDK -- Windows & UNIX DT RRA L RNHD Java 77V —
arFERR T HEEITIT, 2D SDK A AL £9,

VERK % Java 77U —3 g 1% IRE 1.5 LAGE 2 T 2L 03 H0 £37,

= .NET PUPM SDK -- Windows = RARA L NHD et 77V r— a2 ERk
TAHLXIZIT. 2D SDK ZfF FHLE7,

.NET PUPM SDK Zfifi 4 5121%, =2 RARA L MI.NET Framework 2.0 LA
A AN=LTHUERHDET,

IRAT—K avya—< SDK 77V r— a4 5720l RiRA U M

IET DI, L FOFINEIZHENET,

1. PUPM DFEEHEREN A N7 > TQNAIT U RARA L M CA Access Control
MDAV A= LEN TCNAZLERERLET,

2. NAU—R a3 a—< SDK AN a AL T A7 —ar a1ER L
F9, T VOGEIELL T DOEBYTT,

m Java PUPM SDK --
AClInstallDir/SDK/JIAVA/Samples/PUPMJavaSDK/src/cpm/ca/pupm/javas
dk/Tester.java

m .NET PUPM SDK -- ACInstallDir/SDK/DOTNET/Examples

INRAT—R a3y a—~ SDK 77V ir—ar i {5720 DU RRA Y
Mg ELFLTZ, KIZ, CA Access Control =X —7 A4 XEH NDOT
/- —a FIZ Software Development Kit (SDK/CLI) /SXAT—K a3/ 20—
~EAERT AV ENRHVET,

296 T A—TSAXEBHAR



INAT—R aAra— SDKF7 TV r—2a a AT =0T TURRAUNEERET DA%

S EER

ISAT—R a3 a—~< SDK 7 7V —al 3/ SAY — R Bis 35 575 (P.
173)

Java PUPM SDK (P. 174)

.NET PUPM SDK (P. 176)

AT —R a2 —<OVERL (P. 259)

Java PUPM SDK 77— 3> M ELT

INAT—R a3y a—~ SDK 7V r— a4 57012 RiRA U b
JELIS, TV —ar B FEITUTHHET I b N RAT —R a2 Hufs:,

F TN BT 2o 7 A TEET,

Java PUPM SDK 7 T —avaRT9 5%

1. CA Access Control T X —TFAREINZT IV /r—ra HO/RAT—R
gy a—<EER LT e R L F 9,

2. avw R s N4 RO ERE TV = ar A AN LS
TANL L FT,
3. L FOavw REETLET,

java -cp PupmJavaSDK.jar;CAPUPMClientCommons.jar;jsafeFIPS.jar;[log4jLib];.
applicationName {explicit | keyvalues} {checkout | checkin} "endpointType"
"endpointName" "accountName" "accountContainer" flags

log4jlLib

(AT va) T AAL ARV BLIOMERE 7 I Z5RE T 57027
TV —ar hME TS logj 747 VDA BIAERLET,

applicationName

Java PUPM SDK 7 7'V —Lar DA RiITA EFRLET,
explicit

AR URPEANTA=ZOWREYMEESE T D LA REL £,
keyvalues

AR —MENT 2T HZEEEELETS

¥ 7E: PUPM IURRAVEDERTE 297



INRAT—R aAra—< SDKF7 TV r—2a aERAT =0T TURRAUNERET DA%

checkout
TIVr—a WRHET 17 s NAT —R&EEUS (AU E7213 7 =
ITON)THIEERELET,
5E: flags 7XTA—=21L T TV Ir—ar inNFET T ARS EITTF vy
TN T arAfEELET,

checkin
TV —a  INERET T3 s ST —RETF o VAT AL E S
H/:E_’L\i-g—o

endpointType
FRHEE BT I MR ERSNDTZ U RRA L NDIA T HEFRLET,

3¥: CA Access Control =X —T7TAXEH O[T RARAL RDOER]
KA AR LT A ATREZe = RARA U N XA T DVAN R TEF
9, TURRAL ZAT X, CA Access Control o — 7T A4 XE
IZFRIRENDHEBITEFR L E T ([SAP R3 via Provisioning ] 72&)

endpointName

FHEE BT D VNN ER SO T RRA MDA RIZ ERLET,
accountName

FFHET 0 PO HIZERLET,
accountContainer

FrEE BT WD PN ERSNDAL T T DA ERLET,

FMET 10 SR T IIERSIVTORWE ST, 207 A—FH
DT Iy NEfRELET,
flags
T IV —2a WRIET 7 s RAT —R&F = 7 TIN50, F
IS T 20 ELET,
fE: 0--FRHET I N AT —RETF = VT NE T T = /A LE
7 (GetOnly 7777 false) . 1 - KFHET D b AV —RERSGLET
(GetOnly 77775 true) ,
TV —aAd KT D b AT RIS L THRESNIZT 73 a
CERFATLU, RERERRLET,

¥ : semsgtool L—T (VT & A3 5L, $fED PUPM SDK =5 — =—RD
A F IR TEET, semsgtool —T AUT A DOFEMICHOWTE, V7 7L
ATTAR | RLTLTEEWN

298 I A—TSAXEBHAKR



Web H—E X PUPM SDK 7 T —2a T 51=0IC TR RA UM ERET A

Web H—E X PUPM SDK 7 7)o — 3 #E AT 51=6HIT
URIRAVNEFERET DA E

Web t—E"Z PUPM SDK ZfE 5L, FetET It /RAT —REF =T
UNBEOTF 2wl AT % Java T F N —va BERCEET, 77U —
VAANTEUH T TARE Y — L EREEE T DO T, TV —Tar i
FIETHTURARA LM CA Access Control 21 Ah— /L4 BB LD £4
Mg

Web H—E"2 PUPM SDK Z I 3-21213, LL F D3 R — R b U R A
MZA A=A LET,

m  Apache Ant 1.7

m  Apache Axis 1.4

m  JavaSDK 1.4.2

n (AT ar) AP ERSL (IDE)

FE: 7V a b X — T RE Y — S O OFLERITIT
NTLM D X7 B 7p it Y uha L 2 3522 BED LET,

Web H—1E"Z PUPM SDK Z{# Fi4 57D I RIRA U "k T A1, LA
TOFNEIZHENET,

1. Web #—EZ PUPM SDK Readme Z& ML £,

Readme Tl. BREEZFREL. Java Vo 7 IVEERRL CTHEITTDHIEICD
W TS CUVET, Readme (XLL FITEMHISHLCUVET,

ACServerInstallDir/IAM Suite/Access Control/tools/samples/webservice/Axis
2. Java VI NEEHLTCSDK 77V r—var AER L £,

Web H—E"Z PUPM SDK 7" 7V r— a2l [l 572 D RaRA b
R ELELTZ, WIZ. CA Access Control T X —7" A XEHLZT 7V
r—varkRTa—PElERL ., EERRHEY 7 A m— L 2RI Y Th
VERHVET,

AR

Web —EZ SDK 7 Z VA7 —ar 33 AY —R 2 B4 5 47 1% (P. 178)
Web #—E"Z PUPM SDK (P. 177)

F7E: PUPM IURRAVEDETE 299



I R S DEXTE

Im RS DERTE

UEAFA T, FET WD N T =0V T IS H2—YF DT /7 48T 4% 18
BR-572812, — D CA Access Control = KA ha PUPM IZHE AT 5
TEMNTEET, WAL, BHET B M FFD CA Access Control T R7R
AL I~ORTANZIE, BB A 2T OMERDAL LR ETHIL
HTEET,

AR S AR E T DENC, LT O RE R LET,

. TR A AR E T DEHET S "3 CA Access Control =X —T7F AR
BEWNIAFET DL,

SR AE DT RARA N ETHEI THHIE, DFED, PUPMAgent 273 =
N @ EnableLogonintegration Bt sk & DfEN 1 THHZ L,
3 PUPM HESHERENS A %072 CA Access Control ZA v A—/L3 5834
AR EILT 7ANVNTHEN T, WMAREEHDNIL TR LREL
TUWRW A CA Access Control IXE DT 7 ML Th iR FE A %58
HILEE A,

= (UNIX) CA Access Control IZ, = RiRA L MR T A= IS5
TAy I RNIKI LT PAM By Ay A2 — N LET,

ez X, 22— N SSH 2L T RRA MO+ 5854 . CA
Access Control 78 PAM 227 A A2 — 7" I T SSH 2/ A /124
VH—Y TN DI AR LE T,

E: PAM vl Ay A B —E 7 NI LN LOGINAPPL 77 ADFEARIZDOUNT
1L, Iselang V7 7L 2R D1 PSR TLTZS0Y,

ROFNETIL, B—DFHET 117 MDA B &R E T DI EIZHONT
AL £, HEEOTRRA L EDORICARIDORHET T MIIE, B AR
BERET LRI — &M TEET,

ImMARMBERET DA A

1. CA Access Control T RARAUNEH T, [2—W 47 [2—V]HTHT
DNAIZIZ V7 U, S KA E X E T DRHET D U N R L E T,

3E: CA Access Control =V RARA U NMEEEL ZHRITH2—HFOEBL LD
MICHONTIL, AT 7 ~ 7B B RUTLIES N,

2. KRHET D MBI E T,
[2—=PFOEFE]FAT N—=DIT[ B ]F T HFRRSNET,

300 TUA—TSAXEBHA(R



I R S D EX TE

3. [THTUR I arTUROA T a0 s, £330 28R L
S

JTD ID DEFE

R a—ROEZALBIOFFICE T2 EE1TOBIC, CA
Access Control NEFHET 1o b o—H 4 Tl BT o v b
F eI TN Tea—YF DL RIEMEATHIOHELET,

O A RIZT IOV MDFIVITINDRBETT,
CORFMET I N TRV RIRA L NI T A F 572012, 22— H
s A BT HONENDLZEHIREELET, BRI/ A2k

T, 22— I/ AT—R%&F =777k, CA Access Control =>4 —
TIARE I IPOLT U RIA L MZH B e A TEET,

4. [Savel]#ZUZ7LFT,
YRMET 7 N AR A E /DL TR ELEL,

Bl WAMEERET SRV —

PLUF @RV —IL, administrator LWV A RTOT DSOS KRG Z R EL
F9°, RUT—IX CA Access Control 23EEATL T —R A2 E XA L o] DM &
TR, wDa—Y 4 &M T LB ELET, Fo, BEELL T
RIRAL NI AT HIEE IR A 2T HLERHHZEHIFELE
7

editusr administrator pupm flags(use original identity)
editusr administrator pupm flags(required checkout)

EZIEE

Ui A (P. 275)
S A A DEMEDLL A (P. 277)
Ui A o D FEHENZ BT 5 i F 1 (P. 279)

¥ 7E: PUPM IURRAVMDEERTE 301






[ un

EE . FHETHOUVNDEE

ZORIaANE BLF Oy N EENTOET,

BT b 73AT —R O] F =~ 7 A (P. 303)
BHET H o b SRR —R D H B+~ b (P. 304)
BEHET H o b /XA — RO F#()J -+~ b (P. 305)
RebET 717 L MEIARDOHIEE (P. 306)

Tl AT — R (P. 307)

BrbET 7 FOES AT (P. 308)

ISAT—R a3y a—< D[R] (P. 313)

TURRA U NEHE XA —R DU ART (P. 315)
HIORMET 72 b 7SAT—R D7 (P. 316)

YET DO INRAT—FDEHEIFTv oA

HIE, 1 DU EDA—FILISTTF =y 7 TURSIVTODRFHET T b /32

U —REBHIHNT = /A TEET,

FHETH IV NRAD—RDRHF I FE

1. (BT o B -[T A0 M- F =y 7 A V7 )y 7L ET,
[T 7 A2 FHET T10 L ROFRIR] N — VU BFRSNET,

2. BRBMEZERIRL, 7oV 2 B2 AL, R 1270y 7 LET,

TUNE SN BT BEFHET I DY AT RSN E T, [=— R
F oI TORINL., Bt T I "R TF 2o VT RS E I B I
HZ TS CTF =TSN 22— @£

3. FxvIAFTDRMET AV MR T, D8R 22Uy 7 LET,
DAY —UNFRIRSNET,
4. IW]&2ZVy7 LT, BRARRBLET,

CA Access Control = #—7"FA XE B | IH AT BT Iy LT, T AT
]\%%I“/ﬁ/r‘/biﬁ—o

FE8E: BHIETHIUMDERE 303



HETHOUR AT —FOEE vk

=2y Ly hV AW &y B NOY =3 I EV] S

HEh AT —R Ukwh ZA7 2 LT, BIRUIZEHET DT b/ AT —R
By Ed, BAAEERIZ, CA Access Control o Z— 7 F A REM X, Th

U MIEN Y THNTZ AT —R R —%_—R |2 BIRLT=T H 7 ho#H
LUVWRAT —REARR L ET,

BE: TV NDONRRT—RETEY N HE, BIO/SAY —RI3fEH TE /<7
VET, FIONRAT—RZEHL QWA —P L, B SR T A A~Da s A
VEREGET ATDI, TN TF 2o A LTS TF 2oV TN T AMLEN
HVET,

iy

X ZOF Tl IR EEGRRS NI T T MTIA S TIEH EE A,

=Y by ] AV S R NOY=E DR ] 55> S

1. [(Fete7 o N -LT7 v M -[BET DR Uy M Es)y 7L ET,
[HEYT DN Uy b RMET 17 U ROBIR] R — U3 FoRSET,

2. MBEMEERIRL, 7oV 252 AL, R 12 7y 7L ET,
TANE NN —E T DIRFHET 7 L NDYARNNRFIRSNE T,

3. Uy DHRRHET DN NAT—RZEIRL T, [EIR]Z2 7V 7L ET,
EBAY = DERRINET,

4. [N 1227V07LC EHEHERLET,

CA Access Control = # —7"FAXER |, XAV %V TIvRL T, THY
VR RRT—R &RV R ET,

304 TUA—TSAXEBHA(R



HETHOUR RRAT—FOFEY) bk

HPHETHOUR NRAD—KDOFE))yk

FHEN AT —R Uy s XAZ X, BT I NDOT Tk SR —R &1y
. T SAT — R FE)y CAER T H72OIEHALET, il SAU—RIL,
BR SV RFHET T L MBI Y THINT- /SR —R R — (UL 5
BHVET,

BE: TV RNONRAT—REVEy DL GO/ AT —R 3 TEp
VET, FIONRAT—RZEHL QWA —P L, B SR T A A~Da s A
VT ATDI, T AT N F 2o A LTS TF 2 VT I N T ANLEEN
HVET,

FH#h SR —R Uy O RIL, BRI RARA L NORHET 17
N B BT DG DT HI LM< BEID LET, BRIz R
AL ETRRAT —REZEE 3572 NZ, CA Access Control T2 % —7F A X4
FRTKEANSIL QDD AT — R 2T L E T,
BIETHOUR RRT—FOFE) ybAiE
1. (BT o N -[TH 7N -[FEy AU —R Uy NE7)v 7L ET,
[FE AT —R Uty bh: BT I ROIRIR ] RX—UNFRRmSINET,
2. MRBMEEINL, 7NV ZEEZAIL, (R E27Vv 7L ET,
TAINE G BT DT T DY AR FTRENET,
3. NAU—REZEETHEMET M @IRL ., BRI A2 77U ET,
[F#E) AT —R Uy b _X—URERSnET,
4, FLUVSRT—RZ2 AN, HEROT=OICHE AL TS, [T Iv %
IV 7L FET,
CA Access Control T X —7"FA RGN IX AT BT Iy LT, THTV
r SR —REZZEHLET,

FESE: BIETHIVMDER 305



T h™ U MlS D EIRR

YET H o2 Milst D EIBR

FFHET DD MANEAE T 58, 22— B EIET =7 TN RN
IRNEFHET 1D N T =y TURNTELIDNT/R0ET, PUPM ZKGRE D3 FiHE
THY N T 7B AR ETKR T HE, BRI OERIA Zh7e Rk
THI e F =07 TUNTHIENTEET, BN EAINDT I e
2—WNF vy TUNCERNWIINT, FFHET 0 o M HIBR 5288 T
xET, BRHET T UM EEIER T B, BT A — Y O T BT NMIT
T A IVNORFMET 17 L NESRMEIR D 8 D>, PUPM X —77 R VAT I~ R—
U m— LINEYLTHNTOED, F2id, COX A EE RSO —)L T
HOVENRHYET,

FHET WOV NERZHIBRT DICIEUTOFIRICHENET,

1. CA Access Control T X —7 T ARG T, (KT I M -[HI4+ - R
MeT o MR DR %227V 7 L ET,

LRt 7 o o MR DHIBR : Rt 7 0 o MR OFIR ]~ — D3RR S
ET,

2. MRBMEEINL, 7NVHEEZATIL, (R E27Vv 7 LET,
TANE NN BT DIRHET T o MDY AN F RSN FE T,
3. HIBRT 20T I M IR L BRI 227U/ L FET,

BARUIZRAHET 0 M HIER T 20 E D= D MR Ay £ — 08
FoRESNET,

4. [TV ]E27Vv 7L %7,
WEVET T FESRDHIBRSNVET,

306 TUA—TSAXEBHA(R



FE/NRT -

FE/NNRT -

TV —ary = NREITINTESLT ., PUPM 3FH TE2W G4
PUPM % L CHRIIET 1D L N F =/ TR CEER A, fRDYIZ, PUPM
DAY — R —7 4V 7 Td 5 pwextractor ZfEHL T, T —ZX—=A
IORFMET 7 N RAT—R &R TEET, IRIZ, ZILHD/ AT —R&Af
FALCHEMET 17 MOl Da—F LTl A LT, B ET 7k 78
T —RER T 7 TEET,

PUPM DRI CEARNWD TTF —Z_—ZBEET 17 b 2320 —Ra2HhH
T 556 1%, PUPM OUARNT REZFEZLTT DY 3% DO FNEIZHY FH A,

pwextractor DA L Ah—/ UL, T X —TFA XEBY— 30D A L AR— LEFIZ
1TWET, 5 74/LFTIL, CA Access Control /L —/ L% pwextractor Z L
FHAD, pwextractor ZLRFET D/ — /VITIERCTEE T,

pwextractor Zfili 921213, LR 3BT E 7,
B T HR—RAT—TIADT I AN

n T —HAR—R T I BATHEDIZ PUPM AT T A v —HF
ZBIO R —R
FoNODOILTF U v T, A — T FARE Y — R (L AN— )L
THERIHEHLET,

CA Access Control =2 & —7"Z A XE B N FATL TODDME ILL TWANZEE
oI, Fe, TV —ary P 3IREITL TN DHME IEL TWhA Iz b
57, pwextractor Zf# I C&E9, F/z, pwextractor ZVE—hCHEITTHIE
HTEET,

7E: pwextractor OFEMIZOWTIE, [ VT 7L X D1 Z R TLTEENY,
5l : Oracle Database WS DIFET HO Uk IRRAT—F D

PLUTF OFITIX, Oracle 7 —Z _X—AMBEFET 7~ /AT —RZERH L,
774V C:¥tmp¥pwd.txt. ~H A EZIALET, AF—~4 (T ord TT, %
72, 7 —H_X—A[LHR AN myhost.example.com (ZECESNTWET, =X —
TIARXE Y — /3% Windows I B o —X B IZA VAR LENTOET,

pwextractor.bat -h myhost.example.com -d orcl -t oracle -1 joesmith -p P@sswOrd -f
C:¥tmp¥pwd. txt

-k
C:¥jboss-4.2.3.GA¥server¥default¥deploy¥IdentityMinder.ear¥config¥com¥netegrity¥c
onfig¥keys¥FipsKey.dat

FES8E: BIETHUULDEE 307



HETHIUEDESR

BHETHIVEDEER

CA Access Control =X —7Z A XE B INFAT T DHFMET 17 L MEIEIZES T
LE RS AR, FnTHIENTEET, SEHIMEHICE ST, HHA
I BIOARUNIET 28RBS E T, XATOAT—ZAITHL
T AR DOF v vV FTHEY T IV M FEITTEET,

BETHOUNDERAE
1. CA Access Control T X —7FFARXEH C, [FFHET M- Bt 157
Uo7 LUET,

[REHET 117 NOORBERL ] 2 A7 DMl ATREZR X A YANMIFR RSN E T,
2. [BRET H7 NS ] AR £,
(R MET I L OB 12 A7 IS EE97,

3. FRERZEME (P.308)AFREL, KT DITHE AL T, K] Z27Y v/ L&
¥

MRRMEE T DHATNFRSNET,

YHETHOUNECEERTLH-OORERNE
SUER Y 7 Iy RSN H A g3 DITIE, [RHET 1D U NORBEA ] TR
FEHEEEAE AL E7, LTORMIZHEASNWT, XAV EMRBETEXET,
FtaE

RS2 DE A0 Z BMR LT e — Y DA R &AL ET, ZDa—H
LSV TRENFEITSINE T, A a—VaE AT LTZ e R
THI20E, [REE AR Z 2 AL £,

i

MREBRIFEL THRV KRG D4R ET, ZO2—%4 _%o“b\
THBNFATENET, A2 —VF L2 AT U2 e MERT 51T
[MEE]ARZ 2 AL ET,

E AR DOTANZEL T RRA AT FATE IR BR80T, 7
7 FIVNMZ I KRR A AT DF R H N0 ET,

308 TUA—TSAXEBHAR



FETHOUEDE

2R %

R FNEL THAI A ETHRILET, [FAZH] 74—V RDfEELTl=],
AN ZETe ) [LUN TRt TL T TR T IREDSEHERRET DL,
READIATLZENTEET, mexlE, =150 %EE L, T3 AN 74—
NWRIZTZ U RIRA ORI EAN ST D8, XA E = U RIRA L ROAE
B EWVORRER SR E TEE T,

Thoobs

REBSMEL U CT AT N HFBIILET, [THTU M 74—V ROfEE
LCl=), TBAF&&ETe ), TELFCRRtA), TLAF TR T 1728 OFME4EE
THE MBERIALZENTEET, 72X, I= & 2R, 7%

AN T A= VRIZVEERE | AT D8, [THU UM = EHE | VO RTR
K EfRETEET,

IVRRAUS BA4T

MBFMEL T2 RARAU N ZAT HGRALET, [T RRA N ZAT]
TA4—NROEELTl=), TELFEETe), TEAFCRAGA), TEA TR TK T J72
EOFMERETHE MBEKVIALIENTEET, 722X, T=1510F
BN, THF AN 74— /LR IZIWindows =— = R A | E A ST 5L,
[ RIRA b ZAT = Windows T— = hL R | FUVIORR RS A R E
T&EET,

IVRERAUME

RBFRMEL TV RRA M ZBBILET, [ RRA M7 — 1
ROfEELTl=), TELFZETe ), [ELTF TR, TEAF TR T 128 DS
FIRETHE MBEROIATZENTEET, &z, =) 523N,
TX AN 74—V RZTexampleHost | E A )35k, T RIRA U M =
exampleHost | W ORRER A FRE CEET,

AR

BRBRILEL TANU M AR LE S, (AU M 74— LR DfEEL T
=) TELFZETe ) TELR TR, AN TR T1REDFRMFEIRET D
b RBERDIATL ZENTEET, 722X, T=1 &2 3IRL, 7% AL
7 —/LRIZI ChecklnAccountPasswordEvent | & A 13 5E ., T4 R4 =
CheckInAccountPasswordEvent | SV WO EZ S 25 E T FE T,

FESE: BIETHIUMDEE 309



HETHIUEDESR

RRAYDAT—HR

MRS LI DA AT AT —H AZRBILFE T, XATDAT —H A% IR
TDITNE, THAT AZ—B A = | R HNIL, R ERIRLET, LTS5
PEIZ I SNWTC FRTZEHITRDIAT ZENTEE T,

n ET

n FETP

R

s B

n —HET

s SRR

n ATV a—LiERHR
BROEBERE

FRBRSAEL L CTHART DB E R £, XAV E &N T 5120,
(S ATEICE DS 1AL TR ZTRIRLE T, LA T ORMEICHS
W, FAVESHITKRDIATe ZENTEET,

&

IOF T arERE T HE REBREDI A IR TEET,
h

ZDOF T arERETDHE, THEILEDH AT TR TEET,

ot

DX Tar ifET DL, MEBIREDI AT ERPFTEET,

xt R AR
Y7y MRS AT DI R T Z @I ET, 7 Iy M7 1 — LRI,
[BAa B L[ T HIZHRET o0 ENHVET,
HITIYRSINTULVEWIRI DR

A PIRED I AT AL E T, MOXAIEFRMG LT Z AT 0, H T
SRS TCURNWH AT DN BIIESNE T, ZOF =Ry 7 A% IR L=
B FDINRE AT BT R CEEBLIOFERINET,

EBIRIDRE
V=70 —0—fE L TUKRB T NEF A7 @I £,

310 TUA—TSAXEBHAR



FETHOUEDE

S EER

HAY AT —HADEA (P.51)

BRY AT—BRADERHA

YT IVMNERFART DAT =B AL, ELFOWT IR0 ET, FATDA
F =R ANZFEANT FRT DX BLRRHY I N2 E DT 7 a2 FELT
TEET,

E XA ER BV EIIHE YT I AL XA AT — AT HS
THFYU BV RAEHY T IV RAUNERREINDINC [V T IV MEFRT A
I DR R ETHMERHYET,

EITH
LLFOWT 3 AL A ICFRRSNET,
n  U—r7u—RRASNED, R T LW WG S
n  BUEDX R ORNZBIGES NI H AT PNIATHOSE
n  RANFRINBBGEIIZN, FE7E T LT RWES
n TIATY ARUIRBIASIIZA, FEE T L TCORWGE
n  BEIHVARUIRBBGSIIZN, FEE T LT ZRWSGE
ZOWRREDHA AT [T v BT HIENTEET,

¥ ARV T AL BIIEOZATIZETARSE T DORAN A
KX AT NG R TRy ENFET,

Iyt ILEH

FATHDHAT EITARDONTNEX Y BV LT A I EH RS
7,

R
CA Access Control T X —7 T ARG NU—r 70— 7ot AD—HT

HHANNEINIFA AT RS LGS IFoRSE T,  Hh S a A
JIIHYTIvNTHIENTEET,

X XAV EEY T Iy AHE, CA Access Control T2 — 7T 4 REFE 1T
Ko TR EITIESR SN R AR FATEARU RN T RCEY 7 IV RS
nE7,

FE8E: BIETHIUMDER 311



HETHIUEDESR

—&B5E T

—HEDANRUNEINTIRAN Z 2RI TR LU A IR RIS E T,
— ISR T LA NE IR AN XAV I T IR AN TEXET,

7

BAIITE T LT B IFRSNET, BUEDF AT DARAN ZA7 EX AL
ANRVENTNTEET DL, FATNETLET,

KA

BAEDH AT G ENDH AT FAN HAY | FTATHRAS AR D
BAICEREINET, ZORAT—H AT ZAZPER LTS ICFHE RSN
F9, RRLIZAAZIIHY 7 IV AZENTEET,

Ao 1— )LBH

HAD Tt CEITTAINAT Y a— L ESN TWAEAICF RSN ET,
TOIRBEDH AT | TX BT ATENTEE T,

dt

PUPM DITURRA UV TCHDEETARIMDRT

PUPM D R7RA > % CA Enterprise Log Manager C#ia1 & {2 OFiHE
THT Sy aANIONT, TURRAL N TCOBEEAN IRl CEET,
BEAS A~ M CA Enterprise Log Manager L AR —RMIINESIL, = —V 1% CA
Access Control =2 % — 7 FAXEH INLZEDOEHREF R TEET, 2oL
R 358, 22— RRHET BT N TF =y 7 TURIZZIL, DT
I NINFATT DT 7 arZ B c&EET,

CA Enterprise Log Manager L' iR — e R TEHDIE,
CheckOutAccountPasswordEvent F7- 1% CheckinAccountPasswordEvent D1~
VRMIRILTOR T,

PUPM TURRA UV DEEARVINERTT DA%

1. CA Access Control T X —T7FAXEH C, [T oM - AR ] %7
Uy r7LEd,

[REHET 1107 NOORERL ] 2 A DMt AT REZR A A YANMIFR RSN E T,
2. [KET RO I F9,
[FFHET I N N A BEREET,

312 TA—TSAXEBHAR



INAD)—K avsa—v DR

3. FRERZRME (P.308)AFREL ., KR T HITHE ANLT, (K ]IZ2/V /L%

o

MRRMICE B DX AT NFRSNET,

4, BERSNIZHAZIZOWTL, (FHET I NOBEE ] X—T D'y ar
IS OT A2V I UET,

F TAUNEIRINDDIL., CheckOutAccountPasswordEvent F7- 1%
CheckInAccountPasswordEvent DX MIKFL TDOIHTE,

CA Enterprise Log Manager L AN — b3 FE /RSN ET, ZOLR—NMNIIL, Bt
RUTHFHET I b Byt ar OBBEASVINEENTOET,

5. [Frea—]&2Uy s LET,
LiR—F23 U T, CA Access Control T Z—7" T4 XEH |21 5D
HAY VAN IRENTZLRFHET 7 L ROBEAR [ R—U N RoRENE T,

3RS

PUPM =R A b EDEEA A~ | (P. 153)
PUPM = R7RA > h% CA Enterprise Log Manager |Z & 32 7% (P. 154)

INATD—FkK O s a—vDRE

CA Access Control T X —7 T A RE B TH—E R T AT RO/ RAT —RIN
EEINDHE, ICS 1T —E R T H7 U MIBEHEM T O TWDE/NAT —R
YV a—D/NAT—REFERITLET, ICS DAY —R ar T a—~< DN
AT —REEHLEWEGEE, [SAT—R av v a—<ORE &2 H LT3R
U —REHEZFA{TTEET,

FE8E: BHIETHYIUMNDERE 313



INAT—K avia—<vnDEH

INRT—K avsa—<DREEAA X

1. CA Access Control T X —FFARXEH T, [FEHET T B ]-[/RAT—R
gy a—< ][RRV =K arya—~<DORE 277U ET,

[RAT—R arva—<OR I ZAT R—URERSNET,
2. MEBEMERIRL, 7V 2EEZ AT, BRI EZ7V I LET,
TANZ RN —E T D/ AT —R ar v a—~DYANIERENF T,

3 [=URFAN ZAT T 40— )V ROAEIX, TWindows Agentless] T3,
ZiuE. PUPM 7% Windows Agentless T RARA L F ECORBYS—E R T H
U NEEBT 50T,

3. R AT—F avva—<E&RL, [T 3Ivh 27007 L ET,
JCS I BIRENTZSRT —R A v a—<O/SRAT — RO E &R ITLUE
7T
EICS 1T, SRR ar v a—~<OEHiE 5 BRI TLET, ICS AR
U—R a3y a—<E IR E . AT —R oy a—< 39k
AL Ty —27SN5D T, FEICRMIT20LERHVET,

3RS

PUPM A3/ SRV —F 2Ly a— ISR —ROE B AT 5 515 (P. 148)
INAT—R a3 a—<0Of]: Windows A7 Y =—/)L X A7 (P. 265)

314 TA—TSAXEBHAR



IVRRAVNEBENRT—RFD)RLT

IR RAVNEBENRT—EDRNT

BEE NSAT—RINEFEINDHT-ONT, PUPM [, 7SAT—RZEFEO HEFIZLT-
BT, [HRAY—RET —ZX—RA AL ET, ZURRAU NI T
TINBYVARNT LI26 . T RRA N T2 —03 8 E 95581, BUEOEH
BRI —R P RIRAV N E TRESI TS EHE AT —R B2 FF,
TURRA UM L A3 A1, AL Ay Ty 7 O E— 3T
HINE G AT —REVANT T o0 ERHVET,
IVRRAVNEBENAT—RDY AT HE

1. CA Access Control =X —T7 T A4 XEB T, [FpbET 7 b, [T RERA
UL [ RARA R SRR —R YARNT IRA VN A AT 238 IR L E T,

[ RARAU R RAT—R YRRT IRA b T RIA MR ER T H [ D33
SNET,

2. MREMAEIRL, 7o 2@z AL, R ]127) 7 LET,
BRI B DT RRA L PDYANR TSN ET

3. UARMPOZEURRAMEIRL, [ER1Z227V 7L ET,
TURRAVPBIOEHE T WY MOFEMARRINET,

4. [NRAU=FRAffIA=2 =00, UANT T2E B/ SAY — R 28R L £
S

[VNAT—R HAf ] A= 2 —120%, K7 SAT —R O H RN AR RSV E
T, LAY T 7O BT —F IV SAT — R 28R L E T,

5. [fEa8]&27Y)y I LET,

PUPM [T, 7SAT—RORERARITLUET, R T 8L R A E—
MFRSINVET,

6. (A7 a)Veyh T BINORHMET 17 b /XA —R&ERIRLF7,
7. [VT7IuR]E7)v L ET,

PUPM [T ENT-/RAT —RZYARNT L, F DA —RABAEDE HE
IR —RIZEELET, BIORHET I ML CWD 5
PUPM I ZZF DT 7k 2R AT — R UARNT LET,

FEE: BIETHIVMNDER 315



BIDEHETh O IAXT—FDRT

HIDIFET O b IRRT—FDFR R

TURBAUN T —DOFEREL T, NI Ty T I RIRA L NEYARNT LT
A, TURRAUS EOBFEET 7k 2RAT —RE PUPM T — X _— |
KNS TOD IR —RERII SN FE L, TURRA U NIas A Fi-1342
BT DX LT Ny 7y T IS O E BLE /SAT — R &2 R T D%
FRHVET,

IRAT—RZEF DTN, PUPM [LIH/ RAT — R &L ET, ZHickoTC,
22— X LAFIHE A L2 SR —ROWFna i H L T, UANT LTz RRA
MR TTEET,

BIDIETHIUR IR —RERTTBHHE

1. CA Access Control T X —TFAXEH C, [FHET o], [THT R,
LUARIDT 7 b 2RAT—=ROFR]ZERLFET,

[LLRTDOT 7 s 7SAT—RDE R BT 1177 RO TRIR ] F Z1 Hj [fi )
BREET,

2. MREMAEIRL, 7o 2@z AL, R ]122) 7 LET,

TANARMN =BT D RRA L NI ORFHET 10 L hDY AR R ETR
éni‘a—o

3. URNPDFHET o iR, B2y 7L ET,

AAHNEIE ~E R SN T2T 0 ROFEM IS LUV S AT — R R RS
B E A FRSNET,

4., VAL RNZERL, [SAT—ROFER]EZ7)0 7L ET,

CA Access Control T % —7" T A XE B O D EEBIC, FrtET o
h NRT—RNRRENET, I T, AT —REFE AL T RRA
(2 s A TELIDTNFELT,

5. [FACZ]Z7VvI7LET,

316 TUA—TSAXEBHA(R



FOEF

UNAB D& FF

UNAB > iR—

ZOEIa it ROy I 3 EERCVET,
UNAB 1> 7K— %k (P. 317)

UNAB D 7E 71k (P. 318)

UNAB O = —HAEE DAL A (P. 319)

UNAB = RARA b IS AL 1G] (P. 319)

HRAR 77 B A LU UNAB 5% E DEFLA (P. 320)

L —PIEHRDFR (P. 330)

UNAB D= 1E (P. 331)
UNAB A7 —H AD 3% (P. 331)

UNAB 7 /37 75741 (P.332)

b

UNIX 385FE7 71— % (UNAB) I, Active Directory -— 255 UNIX TR AR~D
TR E BB IO T D, WO AR —R N THEMSIL TN E
T,

UNAB FB8FET=— b -- UNAB #BGE=— = (uxauthd) 7 —E 13,
Active Directory EDEEARMALL | 2 —V ORFEB L/ AU HERAT 5-
Active Directory ~DARANE K, 2 —VF BT V—T DB, n—TL
TIBAT7ANDOEEREIZEIL T, Active Directory & DZ 272k &
PREFLET,

uxconsole -- xconsole |3, Active Directory {Z UNIX IR ARZ B kL, = —H -
TN—T%BATL. UNAB 2B kI L ONT 77 4 7T B0 T5
UNAB BB — )L T,

uxpreinstall -- uxpreinstall =——7 4U7 ¢, UNIX 2> E =—4 75 UNAB 3/
AT DR ZHEPLL QWD EAMRFELE T, uxpreinstall 2—7 U7 11
EZONHMEEZWIL, ZNODOMR HIELZ TR LET,

CA Access Control T 27— 754 X - CA Access Control =% —7"7A4
REPNZE ST, FROBFTNS UNAB AR AN E B CTEE 9, CA Access
Control =% — 7" 74 XEH % I35 & Active Directory = —|2X%
EHENDE UNAB RARAD T 7B ADHIAE, RAN 027 A U HERAT 50 %
B ARANMEITOBE OffR, BLOL AR —FDOAERNTEET,

% 9E: UNABDEMR 317



UNAB DERTE A%

UNAB D% E

ik

UNAB (UNIX Authentication Broker) 73 UNIX 7R AR ~D T 7 & A% # -4 A 40
L PR Tl FEB IO E S 2 AR IS OERATE A58
NTEFET,

UNAB % UNIX FRANIA L AR—/L L7256, UNAB % Active Directory {8 &KL |
UNAB %ﬂfjbbf UNIX = RRA L IAD T Z—TFGA X a—F ORI

ML ET, WIZ, BT BRIl T, n— 2—F B0 L—7
% Active Dlrectory WZBATLET,

1. Active Directory (Z UNIX IRARZ B kL £,
ZOEERMETIL, UNAB (X7 AL Bk A A Z— 7 L EH A,

2. UNIX n“\xbf\@77tx%§¢ﬁfﬁi@¢ﬁéﬁﬁ“éi‘/§~7 TAR 2—H %
ELET, 207D . CA Access Control = % —7F A XEH /hHo
7‘/])/uu ul—‘tj‘) /“—%ﬁzﬁkbiﬁ—

3. UNAB ZHZNZL T, UNIX IRARD—H 7T I B RZ I TEAHIHIT
e

4. UNABZ A RGN —| o H—T T X a—HPBION IL—T %8
MLUT, Frlna—FRars A TExHIICLET,
ZOERMET, m—A)L — AT (etc/passwd 72 8) [ICEFBS I Im 2 —

BEIUNAB 27 A LGB AIRY S — I Z o TRF RIS e Z— T T A X
2—HFOus A PRSI ET,

5. a—W RIS /L —T% Active Directory ~{TL %7,

318 TUA—TSAXEBHAR



UNAB D 1—HEREID{THEHA

UNAB D 1—H T DL &

UNAB % UNIX RAR BICA v AR—L L TR ELT- . = —H X Active
Directory —4 7 hHU Uz iZn— L 22— ThHy L TR A TEET
GBINL7-H AT —RIZNED),

UNAB 23 F4TE4L TS UNIX TRANMZZ—YRa s Ao 2R bl L FOAR
VERFEAELET,

1. Active Directory 72132 —H/V THT U DO 2—HZBILUOVIAT—RD
ANEARTHE AT aT IRy I ANFRINET,

2. UNAB [Z, Active Directory, 27 A iGNy — Fzidm—A/L ARARD
TIBAT7ANCZ—HFDILT v VETRIEL, 22— DT 7 )
DRSS BNE AR LET,

3. —PNEEEINAHE, UNAB [E— 12 UNIX FRARAD T 7 AHERR A
5 LUET, FBAESNARWIEE . UNAB 1, IRARAD 22— T 2% T
=974 D= 3

UNAB TURRA Uk LIZH S 1EER
UNAB 73— HZ3RIEL 72 , UNAB (I RARA b RICELF O AL
7
n
m SHA-LZEHL Ty alSitio/SAT —R
n 22— IIREM
n 2= THTVRata—L
n  EEREKaT AR
s RIEREREOZ A
n  ERREMERT A EDORIE R0 A EHK
NSS 7 —&X—Z7 nss.db 7 7 A M2 —W LT N—T D EMEERFTHDIC

*FL. UNAB X logon.db 7 7 A /W Z— Y DOtz RAF L ET, W HFD7 7 AL
L FOT AL ZNIZHET,

/opt/CA/uxauth/etc

% 9 UNAB DfEMA 319



KA 7O RHI{HE LU UNAB ERTE DL HE A

RAR 7O XFHE KT UNAB E%5E D LA

CA Access Control % —7"F A REFL /55 UNIX ARARA~D 2—HF B LY
N—T DT 7B AEHHEL, UNAB Z i E TEET, UNIX RARADZ—H L
W N—T DT 7R AL, IRAR~DO T A N SN2 —F B IO

N—TNDBT VAL 5T HZETITWET,

UNAB ZRARDREFIEIL, RARADT 7 L AEIEHT 2B 5 LR TT, CA
Access Control =2 X —7 7 A X H 2 L T, 3D UNAB R ARDEEHE
ZHAEL ., 2 a2 T X TORAMIE AL ET,

2= BIOTN—T0al (U AHEROF 5 Foidb— AMEDEFHEITH-
7-1% . CA Access Control =X — 7" T4 RGBT EMRA RIS — T8 HL | LA
TOEMEEZITVET,

1. CA Access Control = #—7 FAXEH 1T, 2—PFBL ORI L—TDUAR
FIATRENRTA—ENEENT=T T aA A R r—D 2B L, ED
I =% RUL— 3 SIVDRANETZIIARAR 7L —TF ~EI YT
E3r e

2. CA Access Control =X —7"F A REH 1L, IRANMIEART T A28, 7\
=R — N ZERE L £ T,

3. UNAB (I — "o — VGl RV —Z A Ah—/LL | CA
Access Control T X —7" T A4 XEH | THERAY B —V B ELET,

Fr =T TGAR a T A R —BILONUNAB a7 A RS —D il 5%
RANMZT 7 aA L6, 2o —T T4 A al A R —[X UNAB B A
R —IbElesinEd,

320 TA—TSAXEBHA(R



RAS 7 AFIEE KU UNAB ERTE DAL HEA

UNAB A4S ARSI EIE

UNAB RANETAIIARAR L —F ~Dua s A I 572012, 778 AR
Al SNz — P EIT N —T DOUVANAERKR L £7, RIZ, ZOYANT, CA
Access Control =L 2 —7F A4 REH DNEIR LT RANEZITARAS 7 —TF12
FYCTT T aA TR —~EBHINET, vl A R —4ixlarz (v
@FRPE IR THRRESNET,

F: RV —DTFT T A AN AT —H AEFIRT DL, [T 7 uA AN
B2 A CEET,
UNAB 0 ARSI D EE &
1. CA Access Control T ¥ —T7JA RXEB T, LLFOTFIAEZEITLET,
a. RV —EEIZIV0 L ET,
b. [UNIXFRRET w—H] YT FT %)y 7LET,

c. MBEIINLUT, EMDOIART A=a—TIRANEIZIX AR 71—
TV =% RBALET,

i I ATRE/ R X A7 DUARNNRRRSILET,
2. LN HpOBNEEREITLET,
n  [BRANaT A RREOE R 27 ) 7 U ET,
[RAN BT A GRREDE B : ARAMRIR I AR RSN ET,
s [RAN =7 A RO E ) 7 L E T,

[RAN ZNV—TF o A RFFOE T RAMR R B E D FH SN E
R

3. BHEFTARANELIIFRAN VL —7 D4 RTE AN L, (ME 227V 7L F
ER

TANR LN —F T DRANEITARAN L —F DYV ANNF RSN E
7,

4. EHEFTDRANEINIHRAS 7V —T 2 @R, DRV 27V 7 LET,

[RAN BT AL FRREDE . ARXAE T ETILRAN T —T a4 385
DFEH . JRS I — T _R—NFREINET,

% 9E: UNABDEMA 321



KA 7O RHI{HE LU UNAB ERTE DL HE A

5. (A7 vay) L FOINNCL T, 2—VEBIMLET,
a. INHTL Ama—nb [ —W]EBRLET,
b. 2—HDOAFEI S AT 2 =PI DEATAILET,
c. [BMIZZVY7LET,

BN 72—, FFaEica— PRIV L — 7 JUANMIR RS
nES,

6. (AT a) Ll FOIINILT, ZN—TZBIMLET,
a. TNET Ama—b[ I —T ] ERLET,
b. BINTEHIN—T D4R AT LET,
c. LEMIZZVYILET,

BINL=Z =73, R & ca—F B LU0V L —7JUANMIER
SNET,

7. (AT a) U TFOIOCL T, a— T BIO L—72HIRLET,

a. FIEHL—FBLOY L—T URMSDL, BIRT 52— FBL0Y
N—THIEIRLE T,

b. [HIR]ZZUy 2L %S,

BN L2 — VP BIOTN—T73, BFEE A —T BT V—71
ANPLEIERSET,

8. [V7IvhEIUvILET,

CA Access Control o X —7ZAXEH |1, 2—V BT L—TDHEH
BV ARNARE ST ARANEIIARAR 70— ZE0 Y CTET,

322 TUA—TSAXEBHAR



RAS 7 AFIEE KU UNAB ERTE DAL HEA

UNAB FRARET=ERAN T IIL—T DR E

UNAB RAMB L ORAR VL —T 2B B DM E A EFR TEE T, CA
Access Control =2 % —7"F A4 X B |3, UNAB Bz 555% i€~ 71 /L (uxauth.ini)
F721 CA Access Control Be 5% iE 7 7 /L (accommon.ini) N DR EE DR &
N B ET, RERGER E DO EHK T % . CA Access Control = X —75
ARXE B, BT ik A B DR > — 2R L. VAR ANET
FARAR 7N —TIZE Y TEF, AU —IL, Teconfig@B AN, | T4
SNET,

F: ARV —DT T RAAN AT = F AR TR T DT, [T 7 uA A MNEA]
B2 A CTEET,
UNAB FRRREF[EHRR T IIL—T DEREHE
1. CA Access Control T X —7FARXEH T, LA FTOFINEEZFEITLE T,
a. RV —EFH]ZIVvILET,
b. [UNIXFBFEZ m—H]HTHT %)y ILET,

c. BEIIJSUT, EMDFAT A=2—TRAMNEZIZ[HRAN 7L —
TV —ZREBALET,

i FATRE/ 2 X A7 DUARNNRRRSILET,
2. U FDOWTHOBEERITLET,
s [UNABRARDRERE]Z 7Yy 7L ET,
[UNAB "R ARDRRE : ARARDORR R ] i 23R ~nSNE T,
s [UNABRAN 7V —TF D% E1 V7 LET,
[UNAB RARDFRTE : IRAS 7L —7 DR B N F RS ET,
3. EEFLHRANEIIBAN Z—T D4R ATIL, (R 2707 L%

R
TANEGNENT— T HBRANETNTARAN 7 —TF DY AR FRENE
R

4, EHFDHRANETNIHRAN VNV —T 28R | RIR] 22707 LET,

[UNAB % : AR, 1 ET21Z[UNAB R E . XA 27— 74 1B D3N R
SNnET,

5. BRTHE I arbh—r & IRL, [b—27 DB %E7Vy 7L ET,
IR BREREN—7 o NERENE T,

% 9 UNAB DfEMA 323



KA 7O RHI{HE LU UNAB ERTE DL HE A

6. BREHRTErN—7  DEEZEFLET,
L BRERTEN—IDOFERICOWTIX, [ V77X N 2SR TL
2,

7. (T a)BETHROEI g BXON—7 28R, [M—272 DB
&7V 70 BIGU T, BREHREN 7 DA HLET,

8. [V 7Ivh&EIUvILET,
CA Access Control T X —7" T A RGP [T, BRIRE 7= UNAB RAREZ 1T

HRAN T NV—7 EOBRBEREN—7 L DIEZ R ELET,
CA Access Control TA—T 54 X EE OHRACADRYS—DAZIVRDIEER

FEFRY AR R EVARNDAER % . [T 7 aA A NER ] F 72 a2 T, CA Access
Control =X — 7T A G B INEH % UNAB ARANMIaI v LT Z LA HER T

%\iﬁqo
CA Access Control T A—TS5A XEBDHRACA DR —DAZSVFDFER
&

1. CA Access Control =% —T7F A4 XEH T, RV —EH ]| &7 [RY
V=) HAIENAIZEHR L C, [T 7 aA AN AT var 2 EIALET,

[FTuAANN AT vay Ama—RREET,
2. [TTuARNER]F T v ar BRIRLET,

(77 aA A MEEE IR B 2B S E
3. FAMBLIOERTHRI—ZBINL T, [FEIT]E7V I/ LET,

7 Y DR RE R FRSIET

FEus Ay R —IZIE, TV 7 v 7 Al login@ ] DYE EILTUVET,
4, FERITEIVYILUTC, T T A AN AT —HREFRLET,

CA Access Control T X —TFAXEBEXT S aA AN ZATDAT—H
ABIOH EFRRLET,

324 TUA—TSAXEBHAR



RAS 7 AFIEE KU UNAB ERTE DAL HEA

A—HE KUY IL—T% Active Directory IZF81T79 %A%

—H% UNIX AR Active Directory (AT 5L, BEIX R EA— D
BT TV r—a lTA TEDHIZ0 , UNIX RAR ETCOa—FBLO/ V—7
DE PRSI0 ET,

=P BT L—T"% Active Directory {1 T3 DI21%. L FOFINEIZHEN
E3 N

1.

BT oAb TIal —iay B—RTETLET,

T3zl —ia2 F—RTIL, UNAB | i:L~47L:JbJ:(}7‘/I/~7°%: Active
Directory IZBITLER A, Ho0o72354 . UNAB I & 21T 77 AL
\ZREERLET, nY T AT :~#%;Uﬁw~7)§@@%ﬁ DAHE
PEIZOWTHELET, 7*“7%»%1 X, UNAB B &7 71 /L
(migrate.conflicts) IZLA F DT 4L 27 RJL k_ffbiﬁ‘o

/opt/CA/uxauth/log
AT T ANEL T a—RLET,

WA~ 7 A /L%, CA Access Control T 2 —7F A XEH 755 CVS BT
RAMDHE ‘7/13~F‘Liﬁ“

E:CSVAEF T O —RT AL, ATV a— L EINTZIROL R —R ATy
TavhNE T THETHETOIVLENHYET,

Active Directory (AT D452 —J1/V 7 7 MK T 5 Active
Directory 7w U NEAERR L F97,

UNAB (. BEFF Active Directory =— 7 H 7 M ffo T\ D2 —HF D
HEBATUET,

E 2= T HTUREER T HEXIZ UNIX BRI E T DX EIIHD E
A, Active Directory WIZZ L—T"ZAER T 2L EIZHV EE A, 71—
FIIRBATBE R IR T — L THERGS IV E T,

Bt A H IR D CSV 7 7 ANV E AR AN Ty 7 a—R L £,

UNAB I T o A2 HEAL ., IS =T Ho MBI O NV —T %8
TLET,

. BATH TRICBIT 7 7 ANV E B EMERL C, 7 7/ TS S T

72T MBI N —T BN IEE I TSN 22l L E T,

% 9 UNAB DfEM 325



KA 7O RHI{HE LU UNAB ERTE DL HE A

UNAB I, BATAE IR SN BB Z i 67 74 /VICREE L 7,
77 AR, B—H L IRARDE Active Directory ~DL—H L7 )L —7 O)%%’:
1T ELIHA ORKOFEMNGRERSIET,

AT 7 ANE CSV 77 ANV ~TI AR —KL, AT Ly Ry —hera B a—H(Z
Ao —RL, BAEREL THRLET, Z2ELIZATL YR —NI % T
FFTN CA Access Control T X —7FA RXEB |ZT7 v 7 m—RTXET, CA
Access Control T X —7 T A X (L7 v 70— RENZAT Ly Ry —R
Ay—U Fa—|ZEELET, UNABIZZDOT77ANVEZEGL, BIT7 atk X
EHIATUCRBITSN ST — B X NV—T2BITLET,

FERAN TN —TERATT DL SR T T ANEX T a— R TEEE A, L
L BIESNTHE T 7ANVET v 7 a—R LT, BT a v RTB T DA 2
WFHZENTEET,
BITHED@BRAE
1. CA Access Control T X —7FARXEH T, L FOFIEEZFETLET,

a. [RUv—FH]EI)v7LET,

b. [UNIXFRETmn—H YT E2T7 %007 ET,

c. WMBEISUT, BMDHRT A= 2 —"TARAN EFZIX[HAAN 7 L—
TV —HEBHLET,

i AT REZR X A7 DY ANRERSNET,
2. LFOH TR0 EERITLET,
s [RANBITHE A O E7) v 7 U E T,
[RANBATHE S OfFD: RAMRR JBE SR RSNET,
s [RANTNV—TBATHA OR 27V 7 LUET,
[ARAR 7 N—T AT DR . ARAR 7V — 7 FasR N A3 R RS

WET,
3. A EMIETARANEIIIAAN VNV —T D4R AL, [(FiR]Er
VoL %d,
TANR LN —F T DRANEITARAN T —F DYV ANRF RSN E
j‘o

326 TUA—TSAXEBHAR



RAS 7 AFIEE KU UNAB ERTE DAL HEA

4. BEEMRTDRANKIZIAAS Z N —TF @R, DRI 27Dy 7L E
B

[UNAB B1T: A XAE]EI-IL[UNAB BT : AR, 27— 78] =3 )
FoRENFET,

5. (A7 var) RAMBITHOBE 7 7 A VvEX v a—RL, L FTOFRIAT,
A EfRRLET,
a. [UNABBATE G EEMOE 7 u—R] s a T, [ AR—REH T
va—RIU IR £,
AT T4 R DEAEET,
b. 77 ANDRAFGITIZBEIL, [PRAF]ZRIRLET,
CSV 77 AV ESNIZET~F U a— RS ET,

c. CSVZ77ANERE, 77AVNTHRESILCWDEEEMRRL, 771
IVERELCHU £,

6. (A 7Tar) BAN T NV—TBAITIZEHL T, Bt & &Mtk 45 CSV 77 A /L%
ERRL ., PREGFLET,

7. HRANEIIARAN T NV—T OBITOB A ZfFIRT5 CSV 77 A/VE, LI
DIHLTTy7rm—RLET,

a. [UNABBATVV=z— a7y Fa—Rtwriar T, [BRIRY %
EIRLUET,

HATaT T4 Ry NBEET,
b. 77 ANEZRLTCBA]EIZIy /L ET,
c. [TyFu—R1E7)yrLFET,
TrAIVNT T a—RENET,
8. [V7IvhEIUvILET,
CA Access Control T X —TFA XEB [3T7 7 AN EAyE— Fa—|T1k
ELET, UNAB IEZF2—b7 7 A VZ Sl BT 7 0k A2 HBHLC,
RIS NT-T IO MBI NV —T D072 I TUE T,
9. BATH TRIIBAT 7 AV E MR LT, 7 7A/L CHIBIERE ST
=T IR BL O I —T N IEF BTS2 MR L £,

¥ : Active Directory [Z[RICA BID L—F £/13 7 NV—TDFIETDHA .
A—WENITN—T BT T HIEITTEEE A, T2E2IE, gl EVIOZHETD
TN—THBITLIHEL TWABEGE . Active Directory (2 gl &4, RijDL—
PHRIFIET HE, UNAB IZZ DI N —T % AT T HILITTEES A,
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KA 7O RHI{HE LU UNAB ERTE DL HE A

f5l: UNAB RS 77AILDH A

LUF OBIE BATAEL I ZVERLS LT UNAB i B~ 7 A /W 1 D—H# T,

**k*k Conflict Details as found by the CA Access Control UNAB Migration tool at 10/12/29
10:49 ***

*kk - CRITICAL

Conflicts:

kokk
Fokok The next found conflicts prevent the user/group migration and need the
intervention HoAok
Fokok of the system administrator as they cannot be solved by the migration
tool. Hokx

User 'John' conflicts:

User 'John' from domain 'development.computer.com' is assigned id '47670' and Unix
id is '300821'

User 'John' from domain 'development.computer.com' is assigned primary group
'47670' and Unix primary group is '1011'

User 'John' from domain 'development.computer.com' is assigned home directory
'/home/aletestu’ and Unix home directory is '/home/johnl'

User 'John' from domain 'development.computer.com' is assigned shell
'/sbin/nologin' and Unix shell is '/bin/bash’

*+% - AUTOMATIC
Conflicts:
kkk
Fkok Migration tool will try to solve the next found conflicts when run in
"administrative mode",
kookk
Fkok if not solved this conflicts will prevent the user/group
migration
Group 'alegcheck' conflicts:

Cannot add members to Active Directory group 'dev users' because UNIX group
'dev_users' contains member[s] that do not exist in domain
'development.computer.com'.

UNIX group 'alegcheck' members: aleucheckl;aleucheck2
User 'Johnl' conflicts:
User 'Johnl' from domain 'development.computer.com' has no UNIX attributes.

***  TGNORED

Conflicts:

kkk
Fkok The next found Conflicts are shown for informational purpose, they will be
ignored for
Fkok while migration the
user/group

kokk
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RAN 7O XF{EFH KU UNAB 5% E DL HE &

User 'John' conflicts:

User 'John' from domain 'development.computer.com' is assigned gecos '' and Unix
gecos is 'gecos of John'

User 'John' primary group '1011' was not migrated

ZDOBITIL, UNAB IZE-TLL FOE KRB EDHESINEL,
n 22— john' [ZIXLL F DB MENTELELR
s =— D (47670) 73 UNIX =—H ID (300821) L& 7%

n 22— 7T A<V 7 /)L—7(47670) ) Active Directory 7/ /L —
(1011) 5675

. —H H=—2LUNIX 7 4L 27k (home/johnl) 7} Active Directory 75—
2T AL RNERTE (/home/john) L& 35

m  =—H UNIX > =/ (/bin/bash) 73 Active Directory > = /L J& 4
(/sbin/nologin) &5 5

UNAB [ZE> TUL T OB A SIS ELTZ, UNAB X, IRIEIBI T 0 R FEAT
RRZZNOOHEE MR L ET,

m  UNIX Z/L—7 (dev_users) 7} Active Directory [ZfE(EL7RUD

m  Z— 'john1' (2% L T UNIX JEMED G ESAL TR
<una> [ZES T F DO~ AT —aNHREINEL, BIT7 2B AH | <una>
IXINHOFAETHELET,
m  =—H gecos (") A3 UNIX EV 24T gecos (john @ gecos) Lt
. 2—H TTA<U Z—T7(1011) BTSN

f5l: UNAB BREERD7AIL

PLUFOBIE, UNAB DBEA 7 7A/V Tl E LT B 2 il T 57O B T5
UNAB B4 ﬁ@ﬁ% CSV 7 7 AL D—ETH, CSV 774 /L% UNAB RARNZ $7
v MTAIZIE. CA Access Control T X — 7 T A REM ZfEALET,

Y)a—3 YYa— YYa— FHEE U 7f—L Gl FilR A» GEC
2avig av AD D 749 D & /N 05
& IvEY )
J&
root Group 1 /home/s 1
Migration,N uperuser
O AD /
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A—HFFEHRORT

ZOFITIE BERR CSV 7 7 A MFL T A& ENET,

n Va—iar T 4T 4 XA -- USER

n VVa—Tar T 4T 44 - superuser

m VVa—Tar AD BT 4 - root

A - =% ZL—7) Active Directory IZ LD D72
m UD-1

m  F—2L T 4L 7K - /home/superuser/

s GID--1

F: 2=V OBITOFEMIZOWTL, [ LD TP ES L TLIESN,

A—HIFWMDRT

UNAB [, =3 T AT NI BT DI A RN TEET, 7ol iE, 7Av b
AT (A= ANEINIT o Z =T TARX =Y THY N w0 AT —4
AFFAIEIHER) 0/ AV BRARL T, B—A A BLRT 4 —T T4
TR ND—ERKR, T I NOFERIEIMOTR LRI TEET,
A—HIFRORRAE
1. bin 7ALZMICBEILES, 774V TIE ZOT 4L ZRIEEL T D/

IZHDET,

/opt/CA/uxauth/bin
2. LLFoWFhroavwr R e ANLET,

./uxconsole —manage —find —user <filter>

./uxconsole —manage —show -detail —user <filter>

UNAB | &, $§ESNIZA T a it Ca— WA #RLET,

T VANV =R () 2 TEET

3¥: uxconsole —F A UT A DFEHNZHOWTIE, Vo7l 2 X TR %5 8L
TLIEEY,
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UNAB D=1k

UNAB O —al A AN—)L T B X —F 4 AT N T
556 . UNAB A% 1T A MLBENHDF T,

uxauthd.sh AZ7J 7" "a4Z (1T, UNAB 2% 1EL$9,

UNAB D{F1E A%

1. UNIX 2> E=a—H(Zroot EL TR AL LET,
2. UNABbin 7 AL 7 ICBEILET,

3. UTFoav R eEAhLET,

./uxauthd.sh -stop
UNAB & —EL2ME (LU E T,

UNAB R T—R2AD KT

UNAB DIIED AT —H A TR T HT-OILZDA T a2 HLET,

UNAB RT—RRADRTRA %

1. FOALE a—ZDOE MR > T WAL —HF LU T UNIX 2B 2—& |
oA LUET,

2. UNABbin 7427 IZBEILET,
3. U TFTOa~REETLET,

./uxconsole -status -detail

UNAB DIITED AT —H A% RN T DAY E— VN ERSILET,

31 uxconsole L —T A UT A DFERNZHDOWTUL, V77X TN
TLIEENY,
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UNAB T/\v% J7A)L

UNAB BRBEE% &7 71/ (uxauth.ini 7 7 A /LIND) D=— 2 h B72 a3,
FATRHZ =V =2 MC L TIUESNA T Ny T IEREERLE T, 7 740
FClX, UNABIZLA FDTZ 7 A NVNIZHDHT S 7 IERAEINEL 3, 22T,
[UNABInstallDir| 1% UNAB ZA > Ah—/LLT=F 4L 7R ) TY,

UNABInstallDir/log/debug/agent debug

UNAB % E 7 7 AV TT /30T A= XL > TODEE . UNAB
T—YxNE uxauthd 7 —FVDEEN LI EZIZT ANy 7 Ayt —T % T Ry
7 Ty A ML £,

-debug A7 T arZ L TUNAB ZLE) T DL, 7 /30T Ay—URa—HF
A= )VIZFRRSNET,
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ZOvrva Al LFON IR EFITWET,

A2 U T JEHE (P 333)

LiR—k %A 7 (P. 334)

LR —k #—E Z (P. 335)

CA Access Control = Z— 7 A XEB | LR —aR R T 5514 (P. 341)
EEAEL 7R —1 (P. 350)

AL I LR —] (P.377)

X )TaRE

EEDOEBREPRAN— AL E AR IIBITUZBIECIX, 77 —
I EALA DR T IN LR EBEZ 52 T HEN) | RA R T LUV ET,

ZDO IO REIT AL 5701 Wb DB 2 U T kR MR SV BRI

BWTCEASILTWET, 72&x i, — ki a— L %207 ¢ B

IEFEVES B | A DOE &I D1 o AN OFRBIE HOIRE ., &k
(ZEAT oE RO BLUOCKEBIFHERE O X 27 4 DORAN 7577 4
DIEREALIRE D4y BT,

CA Access Control LR —h HF—E R Z Lo TEITSNTCNARAN S F7 7 4 A
LAR—hDHME THLEFX 2T 45V IEE, BIOERFHOMELZLLTIC
SLBHLE9,

Payment Card Industry Data Security Standards (PCI DSS, RA Ak H—RER
T—R X)) T(1EH)

PCI DSS 1L, FEHRoNF L 77 E DX 20T 2B AR ED 3 A% [
IET5AMT, KFEZLY v I—R&thck» TURESh - UEHE T
T, LDy H—RRTFE YN H—RDF — 2D T, Gk, R AE. 2%
15, FITFRAFTHZEIT . PCIDSS [ZYEHLS AL BB £,
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LiR—k 247

Health Insurance Portability and Accountability Act (HIPAA, EERIE DA EE
A LERBEEICET HEE)

HIPAA 1%, J5 {81 D3 alifk E 72 3 6 LT RIS R R 2R T& 549
(AR DK ERHAT LT, HIPAA 72, (REEERBEDO T — XDt
F2UTABIUT TAN—ITHRAL TOET,

Sarbanes-Oxley Act (SOX, H—A_RU X AU RX1)—ik)

SOX &, Bl DS MR BUE LTOKREE LA TS, ZoERE, 73T
DKERREEOEERITHEMASNET,

LiR—k 247

CA Access Control DT —H B LA XU MBI A ML, 2 flEO 5L
A—FCTRKRTXET,

m  CAAccess Control LIR—h - 22— BN —FNRETTEXHT 7 a10Z
DWTCEIRLET,

CA Access Control L' iR —NZ, %= R A LD CA Access Control 7 —
HER—=ANDT —H F bbb, TURRAUN BICT 7 eA42510—1vEBX
ORIV —, BIORI O —RZEICBET D HREIREELFT, CA Access
Control L7k —NR %, CA Business Intelligence 33 U CA Access Control =2~
H—TTARXER TR LET,

. EELR— - 2P BRI —PRETLIET 73 a Al o0V TRk L £
7
AL AR—NI, U RRAU N EORA RS 7741 (seos.audit) DT —
Z bbb TURRAUN ETCED—FNE AT I armEFAT L
BT AIE AR F9, BEA LR —NI, CAEnterprise Log Manager
F LY CA Access Control =2 — 7 T RE B ZFKRINET,

7E: CA Enterprise Log Manager CORE L 7N —DERROFEMIZ OV T,
[ CA Enterprise Log Manager Overview Guide | &= Z B L TI/ZE0,

3¥: CA Access Control LR —h~ 3O CA Access Control B L R — KR d
DI BNy iR— R "o A ANV L RETAHALENHYET, EEAIC
OWTCL,  ELED R SR TLTEEN,
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k ETHEITEND Windows Y—E ZE721% UNIX 7 —F 2T, BiAf—
FIZHIRESNT A=Y Fa—DF 2a—|FEREBELET,
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H1 e 7 — SN —RF | LIR—2E D CA Access Control =2 57— 54 X5
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(RDBMS) T3, SFEXFRY— N EFHTHIET, T —FX—A TS
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RN—h F—=HEFHLIY, PRT —H_RX—R T —HE RN F T,

—IRAVZRL AR = T VA IS, T A A BICRIR TEDL AR — AN E A
IAENTOET,

Web 77U % FEITL T, LIR—FDOEREEHELITHITLE 2—H,

7 : CA Access Control L' —h % —E RO LB I OT —F7 7T v DiEHIZ
DOWTCL, LD N1 2SR TLTZEN,
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PUPM L'"R—h 7 —X%&Fx 7 F v LET,

SN T —E D bLR— M AL ET,

7 — 2 = T REZe T —# B iuE, LR —b AR —2 L%
LCUR—MEARKL, RfFSNIe T — 22 TEES, LAR—hR—%
JUIZ. BusinessObjects InfoView 78 —4 /L™ CA Technologies /3\—’= T
T, PRT —H =R T T DT ES AL, ZEHED CA Access
Control LAR—MI NV RSN TUVET,

LA —E R T =TI F v DOEEMICONWTL, [ ELET N 2SR
LCLIEENY,

% 10 E: LIR—FDERL 337



LR—kH—EX

EIVRRAVINOLR—RDT—2Z2RET 5%

LAR—F AT 512013, U RIRA L MNDT — 22 WWEETHVENH D E T,
L7R—h % —E A, CA Access Control 331N UNAB DA RIRA L MIAV
A=V SNV R—h =P = ML T, A7V a— VS REZNIC, E
73 A T U R CURRA L INSLT — 25N L ET,

3 LiR—bh =—Y = M3, CA Enterprise Log Manager L#i& 4 5728012, B
BT —ZEWNEL V=T 4 7 THLELHVET, ZO7mEATIE, L
AR—h === b3 CA Access Control T RINA L MIBL CLAR—R57-
WICEITTET 72 a Nl oNTORRBELET,

LAR—h =M, FE RRANCULFOT 7o arwzEiTLET,

1. RAFRAFETL, fRERAM Y — ISR ELET,

BE: LA —h =V M EMIINCFEITT DI ES L, DMS D
BTN E IR WG AL, RV —RZEFHRE DR AT ¥ 2— LT 508
HVEH A,

2. CA Access Control = KRR Ak |C CA Access Control 7 —#X—2&
(seosdb) 33 UM% Policy Model 7 —#-X—Z (PMDB) Dt —ZA{ERk 35
7, 7213 UNAB = RARA b T UNAB 7 —H#_R— 2Dz —&ERk L
F7.

ZHUIL AR ==V = U IME TS Ko — T, Zoae—&{#
+5HZ& T CA Access Control D37 4 —~< 0 ATEEZ KT+ 2 b7l 5 —
HEAFETEET,

3. BT —HN—ZNPSDT —H % XMLEERICE T LET,

F—BR—ANOT RCOFT V=M T LEF, SE), 7 —4
R—A AP =T 2 =R =T 4UT 1 (selang 72E) N L THEBTED
F =B CRLT RCOTF — Ny I F SN ET,

4, F—HRX—ZAD XML A=V g A leAi— NICEELET,
LA—h TP ML BTN EOL R Fa— 07— 2L
7,

I LAR—ROF —ZF PUPM U RARA L MSITIES L EY A

338 TUA—TSAXEBHAR



LR—kH—EX

BEIVRRAVINOD T —RENBELUIEMNT 5%

T=ENFER RALE ETIERS DS 2O T — XA D780 (Bl
P NICRESNET, MBRSNET — 4%, LHR— DA T
F e B NR—ADARL — DI E SN ET,

BeAi Y — N LR DT 7y a2 FZ 7L ET,

1. FEZURRALPEDOLR—F == 2 M| T RRA DT —H R —
ARERDXMLE T HZELET,

2. T—HR—ZARAF—< |- T, AvE—Y RUZ v B —2 (MDB) 2 L
TXMLEZ 7 Z AR F4,

ZIELTES XMLE 7 1L, F T —Z _R—Z AL E CEDHEHIT Java 4T
VI MIEHBEINET,

3. KlavaA 7 VIR RT —Z_R—R AL ET,
ZILTC, BT URRA VIO T — X T — X R 2L RS TEH L
NI ELT,

S TURRAUN T3 VR R IAD DR AU ER DY ET,
DY, LR NCHAT BRI, 2Ty 7 v ay b OR A T F T AR ENRDY %
¥

CA Access Control T A—TSAXEE TORFT YT avbkD X TFr A%

CA Access Control T X —7Z A XEH Cld, LR —hCT — &% H 350
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LTzth, T H—T TR 22— RHRANMIK L TR TWD T 7 B AME R A
HCEET,

CA Access Control UNAB T A—T 54 X A—HRIHRACAD T IR

ZDOLR—FTIL UNAB FRARNC T 7B AL A —T T4 X a2 —HF DY A%
2—WRNZFRLET, LR—MUT, FHANMIT VBRI 2 —TTA X
2—W miElOrT AR IT, BILOGENRRANOT 72 A% 7 Al ST
(=P FIT N =) oW TOFERP RSN E T, ZOLAR— MR
L=, = =T TFA R —PIPRAMIK L TR TWA T 7 AMER A2
HCTXET,
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CA Access Control UNAB T A—T 54 X 1—H

ZDOLR—KTIL, Tx%«@?ﬁﬁxﬁﬁ‘féhﬂ\5:£/§7~7°*74’;<“n—*f
D—ENERINET, ZOLR—NMNIL, BIEOZHZ—TTA X 2—F 7
B, =W ID, R—L T AL IR, ijZU\/::/l/ﬁ/l’775>§Eﬂ“éﬁ/bi’9“
ZOVUR—NeER LT T, 22— NRIA—FDOEFH 2o F—TTAX 20—
P OEBIMEITHIFRDNTEET,

CA Access Control UNAB T A—TS5A4 X 21— 7HOT4ET«

ZOLVAR—MNIUT, BITBLIO—H BTSN =T TA X 22— T hY
YRDT T AT 4 YARRERRSINET, ZOLR—FEHT5HE, UNIX A
AN ETOZU AT ITAR 2= DT I T4 TSR TEES, 2O
R—MZEoT, =P LIZHIBIDO KRB a T A B LUK 7 | milElD
RN SR —RE 72 E O fER T ET,

CA Access Control UNAB T A —TS5A4 X J')L—7F

ZOULR—NIT, Zo B —TFGARX T N—TF DN RSNET, 20O
RN—=NE, = H—TFTAX T N—TDFEM (T N—7"1D 72 8) 4L F 9,

RAR 4" )L—T R CA Access Control UNAB 7R Ak

ZDOLAR—RTIL, UNAB DFRARNBHRAR 7/ —T RN R RENET, 2DV

N—PafE 954 UNAB ARARDBAED 7 L —7 OR AR TEE T,
ZOLAR—MIE, L TFOFEHRNEENTWET,

n RARN T —T

. RAM

n GEHK
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CA Access Control UNAB A—A )L T IL—TEITAT—R R

ZOLAR—=RITIE, KT N—T DELREA LN TCOBATT R READAT —H AN
FREINET, ZOVR— T 5L, FRAN EOBIT7 a2 AOBIUED
AT — B AL MR TEET,

ZOVR—MIL, LT OIEFHRARARIINET,

. RANM

s BITAT—H 2R

s =T

n JL—7 1D

n HHIOBE

= GID DA

. ADHE

m  Active Directory 7 /L — 7 D& 7L

n TR

CA Access Control UNAB O—AHJL F)IL—T D E

ZOVR—=NTIE, o=V I —7F Ta T OENERENET, 2oL
RN—raFEH35E, % UNAB DRARCRILZ )L —T DAL AL AN D
HEETCEET,

ZOLR—NIIL, L FOF SN FE RSN ET,

RANE

TN—T4%

s JL—7ID

AU AL AR
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CA Access Control UNAB O—AJL 21—+

ZOLAR—=MI, v—) 22— P RIA—ZOWEEZFRLES, ZOLAR—h
DIFRTIE, =7 7 b UNIX RAMIR RS INDA L AS L ADEK
IMERISNET,

ZOVR—MIL, LT OIEFHRARARIINET,

n RANK

n P4

m 2—H%ID

= 71 —7ID

SR NS AP /4N

n A )b

n TR

4" )L—FBI CA Access Control UNAB B—AHJL FIL—TBITAT—ER

ZDOLHR—NI, a—Iv TNV —TDBITAT —F A% 7 V—TRHNCFERRLE
T, ZOLR—Rf45L K7 —T OBIT 7o AOBAED AT —H A
HERTEET,

R A KB CA Access Control UNAB OB—A)JL FIL—T 4T

ZOLR—NI, a—H T N—T OBITAT — A% RANINCE R LET,
ZOVR—NEE T DL, I N—T DBITAT — X ADFEME R AN R R
TEET,

CA Access Control UNAB O—A)L A—HFBITRAT—EX
ZOLR—NI a—hL 22— ORBITAT —Z 2K RLET, ZOLR—k

HERT 5L, K= OBITAT —F A FKRL, n—IL a—F @ik
PR =TTAR 2= RMA B TEE T,
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R ARRBI CA Access Control UNAB A—H)L A —HBITT7—42 X

ZOLR—NI, a—hL 22— OBITAT —ZAERANINIFERLET, =
DUR—RfEH T DL, 2=V DOBITAT — X A RARNINI TR TEET,

a2 —4 5l CA Access Control UNAB A—HJL A—HBITT—42 X

ZOVAR—=NMI, v—=2)b 2—=FOBITAT —F A2 —PHNFRLET,
DUR—NeAfEfAT 5L, Fa—DL 2—FOBITAT — XA RRTEET,

4" )L—JBIl CA Access Control UNAB 3EfZ#0—AH)L 5 )L—TF

ZDLR—RCIL, EAREOT— IV 7 )V—T DR DT N—T BN TR RSN
F9, ZOLR—I AT HE, n— IV EENT X —T T X s B
Ha—H ) I =T DA TR TEET,

21—+ Rl CA Access Control UNAB JEAZ#O0—A)L 1—H

ZOLR—F T, FEHEOT— )L 22— OF RPN — RN RSN ET,
ZDVR—IEERTHE v— IV EEN X — T T X R e B D —
Y OEHREF R TEET,

CA Enterprise Log Manager L'7/k—

CA Enterprise Log Manager L' 7R —RZ. CA Access Control 332 T8 UNAB D7 71
DN TITAET 4 VY= REERE IR D MIE AR R LE T

CA Enterprise Log Manager L iR —hD#EAIZ-DUV VTl CA Enterprise Log
Manager D~ ==7 V&SR TIIZEN,

NAR L LR—k

CA Access Control L'7R—RZ 9T, Crystal Reports Designer XI Z{# L C{E
RS TOET, ZIHDL R —RI BusinessObjects InfoView %41 LC Web
N—2DA TRt SN ET, BNV R — NI AZ~ AT HITIE,
Crystal Reports Designer XI 234 ZT9,

E AREOFNEFATIE, LR—MD IR~ A X% BT DRI N DOE N
ZUNOMERBALE 9, Crystal Reports Designer XI DFEHIIZ DUV T,
[BusinessObjects Enterprise XI Release 2 Designer's Guide ] &2 AL T2 &0,
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CA Access Control Universe for BusinessObjects

CA Access Control Universe for BusinessObjects |d, CA Access Control L' AR —h
P —ERADOH R T —H X —ADO ML 2 — %R L ET, Universe [ L5 MA
FETLAY—THY, T —F_X—=2ANOT — XY LET, ZOLAT—IL,
T =B R ADEHEIREE DR — a2 EELET, Universe |3, 77
ABIOA TV OEFDTT,

Universe | BusinessObjects Enterprise Designer Z-{# JH L CERK SV ET, CA
Access Control Universe (%, CA Access Control L' 7R —hk r—E ADHI 57—
N AU R = DOIERZ I L7572 12, CA Technologies 128> T
FELEZL TV ET, CA Technologies (Z2VBAFE X417 CA Access Control
Universe [ZMETELZRWNTL7ZS, B BIE, [EA D universe D EEREEL T
A —ZERRLE T,

CA Access Control Universe D &<

BusinessObjects Designer Zf# L C. CA Access Control Universe 3 /R CXFE
7
CA Access Control Universe ZF&RR9 DIZIE, LTFOFIEICHRELET,

1. [AZ—}]-[7'17F A]-[BusinessObjects XI Release 2]-[ BusinessObjects
Enterprise]-[Designer] Z 3R L £7°,

[User Identification]% A7 17 1R 7 A)3F 7RS4, BusinessObjects
Designer |ZR/ A C&AHIHITRDET,

2. JvTrvevE AN, [OKIEZV w7 LET,
Quick Design 7Y —R OB AR H 23 RS E T,
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3.

[Run this Wizard at Startup] =7 Ry 7 A% 4721, [Cancel]&2Vw7
LET,

Z2(D Designer Ty al BEET, XAV N—NIZ2—HF A BLOVR
CNIANERINET,

[File]-[Open]%&2V>ZL . CA Access Control Universe %5 A CUW\HT (L

7N %P1 T CA Access Control.unv 7 7 A /L %124 L | [Open] &2y 7
LET,

BL{ED Designer 7 1> R T CA Access Control Universe 3B X% 97,

3 : CA Access Control Universe IX, 7 7 4/L~® universe 7 7 A /L AT &
L THREINT=T 4L ZRJNT CA Universe¥CA Access Control O N IZK&HA
INTWVWET,

BELR—FMDHRETAX

FEHEL R —NMIWTNE DAL A R T HZEMTEET, 72E20E, AL, {4,
na | BIOT+ M EISUTERTEET, BREEZTOICE, LA— M
Crystal Reports Designer XI THIKMERHVET, EOLR—IHZENE TN
T5.pt 77 ANVEEHALTONET, ZOT77AVEBRNT, LIR— e I A~
ARALFET,

BELR—IEHDRETAXTBHIZE LTOFIRICHRNET,

1.

HARART D rpt 774V % Designer TRIZF T,
LIR—FDTF WAL Ea—NErmSnET,
LR DT D EF7700 FT,

n LIR—RDHANVEEETHIZIL, [File]-[Summary Info]lZ 27U 71
[Title] 74—V RIZFAMVEATILET,

8 TXANEPAAARTHINE, T A Ea—NOFLEDTF AN
BFHF R, FNEX TN U THREEITOET,

s THRANOFIRIFIEEZE T DL, BIOTHALR—MNOTF AN
427V 7 LT [Format text] Z384R L . MBEIZIS U T RT 428 L
7,

custom .rpt 77 A NVERGFLET,
BLWA RS L VAR — MRS, WO THAR TELLIITR0ET,
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NAZ L LR—bD 2

H AL I LR —RZ, BusinessObjects InfoView Z{# L CAB T2 4B 236
ESr e

HRBL LR—bE AT BICIE LTOFIEIZRENET,

1.

BusinessObjects InfoView Z B &, BHHELEHER TR A LET,
[InfoView Home ] X— U NR RSN FET,

[New]-[Folder]Z2VU~>2L . [Public Folders]® FIZH LT 42 ZERK,
LET,

[Create A New Folder] # A7 R— N ERENFET,

HAZ I VIR—h 74 NVZ DOL4RIBIOGAZ AL, [OK]Z27Vy 7 L F
‘é—o
HLWT 3V Z BERRENE T,

VERELT=7 4/ % T, [New]-[Document from local computer]-[Crystal
Report]#27Uv 7L %79,

[Add a document from your local computer]# A7 _R—INEFRIINET,

LIR—=RDEA NV ETAZ S ARSI rpt 77 ANV ~DSAGZ AT,
[OK]ZZ7Vy 7 L ET,

T AL I LR — R ABAE AL, BusinessObjects InfoView 735HFE R T& 559
2720 ELTZ, WAL L LR =ML EZN OB DL R —hERIERIZAT
Va— ) THIELTEET,
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F11E: HUTILR)O—ERRNTSH
TARRYS—DT7AA

OB a it LFOR IR EER CVWET,

7L AR — (P. 381)

BTN R — DORAFST (P. 382)

YTV R — A7 (P. 383)

HEPLARY > — AN T 57T 4 A R — (P. 387)

HEPLARV S — AN T T T 4 A R — ORI (P. 388)
HEPARY S — XA T 57T A A RV —DAIY T (P. 389)
R — T 7 aA Ak (P.392)

HoT)L Ry —

CA Access Control & EHIZHEEE AT L RS —Tlik, A —F 407
VAT LABIOT IV r—ray ) —AMEGEOT-O IR S NS B S E R X
ORAN T FI T4 A TR L CVET, KRV —(X selang A7V 7 MI7e-o
TEY, ZOHFOaAANMILST, RIS —D B E FN TS L— L350
INTWET,

ZNHDOH T L AR —TliX, CA Access Control C—H D AT L% 1R
FTHIDDON—=ZFA PRSI ET, 7 RV —2 H DRI —
DR—AELTHEHT DL, MRORI > —% BT 57 mE AN B/ E
T, oL R —1k, B @tﬂ%:bw RV —BIOBRE (o Ah—/L
SN TWBERED 08 or—VIC Lo TRRDA N —T 47 VAT L RY
UNIEDE THARE AR T HLERNHYET,

Yo T IR —F h AE <A X LT-#% T, CA Access Control =% —7FF A4 X
B AL TR —Z2 T RRA U h~T 7 AL E T,

YT RV — T FOL@T TV — 2 al RENIA R —T 47 V&
TLTHEMAAEETT,
w TV —Tar

- Apache

- JBoss 77U —my =X
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- CA Access Control Web H—E"2Z
- Microsoft SQL Server 2005
- Oracle Database 10g
. IR —T T VAT I
- AIX
- HP-UX
- Red Hat Enterprise Linux
— SuSE Linux Enterprise Server
- Sun Solaris
- Windows 2003
n RAET AT A
- VMware ESX Server
- Hyper-V

- Solaris10 /' —>

BT IL R —DRFISAR

CA Access Control iL, Vo7 /L RV —% LA FOT AL I RIZA L AR—/L L F
7,

ACInstallDir/samples/Policies/
AClInstallDir

CA Access Control DA Ah— /LT AL 7N A2 EZRLET,

ZOBFTIIE 3 2OV T T AL NI NRHVET,

m  Applications - 77— al B ORI — NG FNTONET,
m 0S-A L —T U VAT ADRI—RNEFENTOET,

»  Virtualization - [RAES AT LDRV L — NG £ TNET,

382 TUA—TSAXEBHAR



YT RI— R Tk

CA Access Control |Z. RV —%T X AN 77 ANV ELTHEALLE T, 2D 771
SR, RV —%2FEITT 5 selang AZV T IR EFENTWET, F=. £RD
U IMEERY L — DT T oA fRRIE A TEL—ER ) — 0 E F T
F9°, CA Access Control T X —7" T4 XL ZktT DRI —DFT T Ak
T OaAfREREATUVET,
P T  RV— D4 AT OS_ACTION T,
(0}

RV =D R R ERDA N —T 4 T VAT LEERLTNET,
ACTION

ATV T IINELTT DRI — T rarzEHRL TOONET,

& : deploy 7213 undeploy

720X, 774V _LINUX40_deploy.txt ] D354 . Red Hat Enterprise Linux 4.0
ROV TN FTaA R RV — RN EEINTOET,

FE TV — gy R —ICT FaAfREAZ) T NMIHDEE A,

BT RS — X9 TR

KRV —(L selang AZV T NI72>TEY, ZOFDOIANIEST, R —
DEMEEG N TODL—LNEHSILCWET, 7L R — 2707k
IIRAN 77T 4 AD R e m T IO IR LS E T,

m IAR

BTV R — TR NIBINESI WD), o7 L R — D4
B al TN EITEIND DN E R T DR HET,

m IO
P 7L R —Tik, BT A0V — 2% 1 2Oz TF UV —RZFEL
TWET, ZOHEICKY, TEOR) —NEHE LT TOY Y —R|T
—EECHEHEINET, RV — L—/L (ACL) &l # DV — AT T 5

VEIHVER A, T7E21E RV —T1o0arTFE2FHHALT, T
TOVAT LBRERET 7ANEEEDHZENTEET,

RV — a7 T, 4] POL_container_name ZfEHLE3, Zh
SO T EYV TR =L RN TEET, mexiE, oS
JL RY T —ClX, POL_SYS_CONF =7 F % f#i L C 0S BREEsR &7 7 /L
EARELET,
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s Z—/)L

=P OEHEHEIE T D010, o7 R —Tide—/LIZ ACL &
wHALET, %2 —/LClL CA Access Control D—H 7L —72Mfi X
N, ZOTN—FZ, BEEOZ—FEBINTEET,

AU — a—/)LClL, 4 BB ROL_role_name ZfEALEd, 7=&zx1%.
Yo7 R —F, adm BE W p DX AIAI DY AT I 2 —H|T
%L "C ROL_SYSTEM 7 /L —FZf L £9, Z<OR)—Tix, 22—+
(2 GETE072 0 AT SR BE72) BRI WHERRZEID Y TTVET A, 22—
PRI A AMEH CERNINHEIRE TN THZENTEET,

n A

T OaARHE T AR EE R/ NRIZINZ DM ENSH DT80, o7 L R
2 —"TCl& CA Access Control B aEHLE3, o7 v RV —id M
TRIABBEREE AL Ta— DY AT L)) —A(F 21T, a—hL RA
rOMRARN— V) AR LET, £z, RV —DOE R AL 572901
A=Y EROEEBEALET, 21, 2— P EROLIIE L
A—PDOHR—L TALINEEDDLIENTEET, FHEZ—FRH]D
R—L TAVINEFEAT L6, 2 — P EROLEEE — EEEH2 577
FC. BB T AT R COAL— N HEICE TSN ET,

fl: R)— RHY T aAVb

LLF® Solaris SPARC 9 Ho 7 /L ARUS —Da—ROHPETIL, Y7L RY
ZEDINTIAAIDEINEILTWANERLTWVET, selang 1§ 30—
IVEERLTWATZD Ny 25t 5 (#) DI EDTNIAA T,

#

# * Home Directories Protection Policy *
#**************************************

#

# This policy uses the FILE class to protect the home
# directories of sensitive users so that only the owner
# of each directory can access it.

#

# Prerequisites:

#J0000None

#

# Roles:

#J0000None

#

# Containers:

#OOOOPOL_HOME_DIROIOOIN- home directories of sensitive users
#
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# define container POL HOME DIR

# Protect home directories

editres  CONTAINER POL HOME DIR audit(<!POLICY AUDIT MODE>) owner (+nobody)
comment ("AC Sample - Protect home directories")

authorize CONTAINER POL HOME DIR uid(* undefined) access(NONE)

editres ACVAR ("HOME OS ADMIN") value("/root") type(static)

editusr < ! (USER 0S ADMIN> )

# define specific FILE resources and connect them with POL HOME DIR
editres FILE ("<!HOME 0S ADMIN>/*") audit(<!POLICY AUDIT MODE>) owner (+nobody)
defaccess(NONE) <!POLICY WARNING MODE> comment("AC Sample")

authorize FILE ("<!HOME OS ADMIN>/*") uid(<!USER 0S ADMIN>) access(ALL)
chres CONTAINER POL_HOME_DIR mem+("<!HOME 0S_ADMIN>/*") of class(FILE)

Bl: YT RI)O—DaTF

LA F @ selang 4 771%, POL_SYS_FILES D7 /37 4% R TCWET, AIX o7
VRV —IZE VAT A T 7 ANVERET DOV TR — NG N TVE
7

AC> sr container POL SYS FILES
Data for CONTAINER 'POL_SYS FILES'
ACLs[O000000000000:

0000Accesso rII000000000000™0ACces s
OO00ROL_SYSADMINCO(GROUPOD) JALL

O0O0OROL_SYSTEMOOMN (GROUPH) DAL
OO00*0O00000000000 (USEROOO)OR,  Chdir
0000_undefineddOO0(USEROOO)OR, Chdir
Membe rsO0000000000 :

0000/ boot/*0000000
0000/ dev/ kmemOO0O00
0000/ dev/mem000000 (FILEOD

0000/ dev/po rt00000 (FILEQOD)

Audit modeJJ000000: Failure

Owne rJ000000000000:  +nobodyO00000 (USERT)
Create time[000000:010-Dec-2008 10:32
Update time[000000:010-Dec-2008[]10:35

Updated by00000000: rootO000000000(USERON)
Comment00000000000: AC Sample - Protect 0S system files

FILEOD)
FILEDD)
)

—_—— o~~~
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Bl: T RYS—DER

LLF @ Red Hat Enterprise Linux 5 %> 7 /L RUS —Da—R O TIE, Yo
TN R —=TEDINTEEPMERSH TOL0ERL TWET, ZOFIT
I, o7 R —dr— L RARNB L OVE BLEE = —Y root DFR—A T 4
LN DA RIOBEMZ ERL TOET,

#

# * AC Variables Definitions *

#****************************

#

# The rules in this section define variables that policies use.
# Variables:

# LOCALHOST : list of possible names for local host
# POLICY AUDIT MODE : set policies audit mode

# POLICY DEFACCESS : set defaccess of policies™ resources
#

editres ACVAR ("LOCALHOST") value("localhost") type(static)

editres ACVAR ("LOCALHOST") value+("127.0.0.1")

editres ACVAR ("LOCALHOST") value+("0.0.0.0")

editres ACVAR ("POLICY AUDIT MODE") value("FAILURE") type(static)
editres ACVAR ("POLICY DEFACCESS") value("ALL") type(static)

EZIEE

L YIEFE AL (P. 116)

FHAIA S IEHL (P. 117)

EEAEFHDHTART A (P. 118)

T RARA U N TR fRR S DR A (P. 121)

386 TUA—TSAXEBHAR



FEPAR) S —ERR N TSHOTFAR R —

WK —ERRS TSI TARA R —

WEHLR )Y — AN 77T 4 AR —I128D), 2 RRA b BIGREIZHE
RV —LRAN T ZI T4 AR —%T TuaAfTEET, FRI—F 1o
D selang AZVF R THY, RV —D BIZFHIHT a0, GFENnDHL—1,
BLOEHSNAEENEENTNET,

ARV —IZL, Payment Card Industry Data Security Requirements and Security
Assessment Procedures (PCI DSS) standard. 333U VMWare VSphere
Hardening Requirements {ZYEHLL TUVVET,

YEPLRY S — e RAN T T T4 AR —IE, LLFOF R —T 47 VAT A
BIOMRET T T +— LT TEET,

n AN T (T VAT A

m Red Hat Advanced Server Linux

m  SuSE Linux
m SLES

m AIX

s HP-UX

m Solaris

= Windows 2003 R2
= Windows 2008 R2
n AT TV T — A
= VMWare H—/3 ESX
= Solaris 10 ® Solaris ¥ —>

m  Hyper-V
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PR D —ERRN TSI TA R R — D& R IH AT

WK —ERRS TSI T4 AR R —DI&HRIGAT

TR —TFGARIE TR — XTI AV AN— L HICHERLRY S — LR 57
TAA RV =D DMS IZESAIS I E T, ZiuE, = X —T T/ XEHY— N
DEFA L AN—IVET T aATHEEIC BB ThILET,

WEPLRY S — RN T 57T 4 A RV —DEFBEIL, RV —F#H v rva
C CA Access Control T X —7 T A4 XE B HATUVET,

fi#l 2 DFTLV N CA Access Control A > Ah—/LClX, #ELRY S — LRI 757
TAA R =TT OGNS ET,
ACInstallDir/samples/Policies/Out0fTheBox

AClInstallDir

CA Access Control DA Ah— LT AL 7N ZEFRLET,

CA Access Control IZ, RV —&2TF AN 77 AV ELTIREL T, 2774
JAZIE, RV —%2FIT 95 selang A7V T IR EFENTWET, F2, KR
U IIRER L — DT T uA R A TEL BRI — R E T
%7, CAAccess Control =¥ — 7 FAXEH NI T DRI —DT 7aAfl
T I aAfRREI TV ET,

P T R — D4 HHNEL REGULATION_ACTION T,

REGULATION
KUY — DR GHRERDRAN O I ERLET
ACTION

APV T NINELTT DRI — TrarzERZRLTONET,
B : deploy F£721% undeploy

72& Z1X pci_dss_7.1.1_deploy.txt (Zi%. PCIDSS &7 = 7.1.1 DY T 5
AR IR — NG FNTNET,

E RS — X2 F5 75 0 A RY L —13 0S IR IEE T, Windows 35
FOVUNIX DY AT LT TEET,
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PR —ERRN TSITARAR)O—DR) T

PR —ERXN TS9T4R RO —DRI)TH

FZRV—1E 1 DD selang A7V 7R CTHY, RV —D BHHYZEFH T 5T A,
BIOEENLL— LA REENTWET,

A

YT R —IFERBIBIMENTODTD, T R — D45
BI A TMBRRITENL DD EEE T DO L ET,

EH

YEPLRY S — L _RAN T T77T A AR —1TA X —T 7 AT AT
KELER A, 2L VY —RA T N—T IV AT AL TRIPET, =
DOREE RIS D728 VY — A VANTEBME A S L, ACL TR —
OEHIMEASNE T, =X —TTARXEHY — N RRA U h3EE
ENHE FOTURBALNIF N —T 407 VAT MU T—Ft
HIRAR 7 =T ~HENGEINSHL, R — N2 RRA L h~T 7 aA
SNFET,

°—/

2 —FOEHREMIE LT D202, 7L R —Tlidr—/LIZ ACL %
WHALET, % 2—/L L CA Access Control D —H 7L —7 73t X
. ZOTN—T2, EEOZ—FEBINTEET,

RV — a—/LClL, 4 HHI ROL_role_name ZfEAL£4, 7=&zx 1%,
P 7 R —IE, adm BEDN Ip DL ISATI DY AT I 2—H |
%fL"C ROL_SYSTEM 7 /L —7" %L £9, Z<DORY > —TlL, =—H
(2 Gl )72 AT MEREIZ L B2 DR IRV MERRZEID Y T ONET 3, 22—
PR A AL TERWIDHERRZ DT DN TEET,
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Bl: ERR) S —ERR TS T4 A RIS —DAAUE

PCI_DSS_7.1.1 #ELRY T —BO LU OWr A I2iE, LR o — &N 75
ITAARY L —IZEDIHRERPHT B THNBEOHFASNTOET,
selang L — V2L TODT2 /Ny aflds (#) DDIRED T A
FCT,

#

# * 2. Protect <!USER 0S ADMIN> Logon and Access Control Administration *
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#

# This section uses the TERMINAL class to restrict administrator users from

# logging in directly (read access). Access Control administration is blocked as
# well (write access).

#

# To separate security administration from system administration, the policy

# sets READ access only to these special terminals.

#

editres  TERMINAL ("<!HOSTNAME>") audit(ALL) warning

authorize TERMINAL ("<!HOSTNAME>") uid("<!USER 0S ADMIN>") deniedaccess(READ)
# The following line is commented because the warning mode in UNIX is not

# applicable for write access to class TERMINAL.

#authorize TERMINAL ("<!HOSTNAME>") uid("<!USER 0S ADMIN>") deniedaccess(WRITE)
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#

# * 1. Role Definitions *
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#

# The rules in this section define the roles that the policy uses.
#

* Define built-in 0S users with the logical property. This prevents users
from logging in to the system.

* Create the user +nobody in CA Access Control only. CA Access Control
sets this user as the owner of many resources (to disable ownership
bypass). You cannot create this user in the native 0S.

* Create at least one user in ROL AC ADMIN. Without this user you cannot
login into CA Access Control.

Note: By default, the rules add the superuser account to ROL_AC ADMIN.
We recommend that you remove this user and add security
administrators to this group.

Roles:
ROL_SYSTEM : built-in 0S users
ROL_SYSADMIN : system administrators
ROL RESTRICTED : restricted users with permissions for specific tasks
ROL_AC ADMIN : CA Access Control administrators
ROL_AC_AUDITOR : CA Access Control auditors
ROL AC OPERATOR : CA Access Control operators
ROL_AC SERVICE : CA Access Control service managers
ROL AC PWMANAGER : CA Access Control password managers

HoH R H K W OB oH RO H K HOH H KK H KK

editgrp (ROL SYSTEM ROL SYSADMIN ROL RESTRICTED ROL AC ADMIN ROL AC AUDITOR
ROL_AC_OPERATOR ROL_AC SERVICE ROL AC PWMANAGER)

chgrp (ROL_SYSADMIN ROL AC_ADMIN) audit(LOGINSUCCESS LOGINFAILURE FAILURE)
editusr (+nobody) comment("AC 00TB - Resource owner used for disabling ownership
bypass")

chusr (+nobody) owner(+nobody)

join ("<!USER 0S ADMIN>") group(ROL_SYSTEM)

join ("<!USER 0S ADMIN>") group(ROL_AC_ADMIN)
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# Protect JBoss files

# Protect JBoss files in the application directory.

# These rules apply protection to files that are not protected by other rules.
editfile ("<!JBOSS HOME>¥*") owner(nobody) defaccess(NONE) warning- comment ("AC
Sample - JBoss base dir")

authorize FILE ("<!JBOSS HOME>¥*") id(ROL JBOSS ADMIN) access(ALL)
via(pgm("<!JBOSS_HOME>¥bin¥*"))

authorize FILE ("<!JBOSS HOME>¥*") id(jboss pgm) access (READ, CHDIR)
via(pgm("<!JBOSS_HOME>¥bin¥*", "<!JBOSS_JAVA PGM>"))
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