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Windows —E ALRF#EE A 02T HIZIL, CA Access Control L' VAR D
Instrumentation¥Pluglns¥WinServiceplg =7 a> @™ OperationMode % 1 |Z
RELET, (R#EALERCT 5121, OperationMode % 0 IZFR EL£7,

7 4/)V T, CA Access Control I, Windows Y —tE AD{RELZ BN L £
T,

CA Access Control |ZJ>C Windows —E AT HI121X. fRi#EEZBNIZL
T, WINSERVICE VT A% T I T 47T DB NRHOET,

Windows H—E XD {R#

Windows #—E ZRZARH#ETEZAHD T, Windows DHEEIRETHILEL TEE
R

Windows H—E RZ{RETBHIZI1E, LTOFIEIZRWNET,

1. Windows —EZFENH RN THLHZ L (P. 64) MR L E T,

2. WINSERVICE VTANT VT 47 THHZLHMERLET (T 74V TT Y
FA N> TWET),

3. &7 % Windows H—E AL [RICA T, CA Access Control (Z
WINSERVICE L't —R &2 {ERE L £,

3 Windows —E 2D 4 RijllX. Windows Yr—E AD 7 /"7 4 X AT
TDLEMR]FTIZFRRSNET N, 20X 7 EDIFRRL | ER—TIEHY
FH A

4, Y—bERZ, TIEWEFOT I AMERREZE Y TET,
INT, R IIRHESNET,
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Windows H—E R {R#

Bl: IRRT—5~DT7 72X %HIBRT S

Windows OFIRIIAT —F\Z1%, —ERAZ AT —TFH1HNET, LLTD selang
a< L RICE5 T, WINSERVICE 7T AINT 7T AT NZIRN) AT —F~DF 7 4)L
N 7R ANT FEAIRDN G ESIVET,

setoptions class+(WINSERVICE)
editres WINSERVICE(spooler) defacc(R)

Windows Server 2008 T IPv4 Z{E AL Telnet A X)) T4 TRESN
AR

Windows Server 2008 Cld. IPv4 Z{# L7z &, CA Access Control T telnet
P tX 2 7T TIRETEEE A,

Windows Server 2008 . localhost @ telnet £2%¢ (localhost [E] @ telnet) 2%
#5121, Jetc/HOSTS 77 ANELL TFOINCEFLET,

127.0.0.1 localhost
# il localhost
127.0.0.1 <RASY VT 4T ADIRN P—r >

BHEWOIE 22— IPv6 RAL L NIZH DG E T, LLFOIT2 BN £,

127.0.0.1 <Ky FT 4T ADBD V—r 5>
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{REEXTZ Windows H—E XAANDT I EADERHAF DR

CA Access Control %, Windows Y —E A& LR T 285 £ OV —E A2
TDT IV EAORREALH— N NC AR IZEELET, ZOIHRT
IR ADRIAL, P —EREE T 572012 (LB, 15 1L725) services.exe 7'
BREEH LR THLG AL RENR T —EAD Y —E R T —F X —2
BHEIA~DOL VAN T 72 ADFERTHLLERHVET, services.exe 7
e R LA RICED T 7 AT, ARSI —E R4 LoiidkSi
IRODITKIL, LY AN TR ADFERIZIDT 7B ATIL, BV VAR
PRADEERSILET, Windows M —E X ZEHET 54 R TOT 7/ EADOR LA
FrRTDHINE, VANVR I —REEHATILERHET,

1R %4 Windows M —E 2 ~D 7 78 ZARITE R THITIT. 7T
WINSERVICE &1 — 24, *myService* DEEAEL 0 —R% 7 ¢ )L ZRLEL3 DG
TANZEAERLET,

CA Access Control TlZ. L7~ WINSERVICE VY —R|ITxIT 5T X TOE A
La—RRERINET (T 7 BARITH LOANENTHH00, —E 2
AL H—T 2= 25N T HHONIERHVFETA),

Bl: HIRRT—5 B—EZAANDTRTOT I AOBRAZERTT S

ZOFITIX, L FOIINC, TR AMEZFF T2/ OEIRIA T —F H—E 2% CA
Access Control [ZxfL CEFRLIZELET,

er winservice spooler defaccess(none) owner(nobody)

PLFDEST seaudit =—T 4T 4 ZAFE LT, HIRAT —F h—E 2 ~DF
RCOT I AOAL T —ERKRTHIENTEET,

seaudit -resource WINSERVICE *spooler* *

ZDOa< U RIZEY, FIRIAT —F S —E Rk 57 78 AR TICEIL TRtk
SHIm. 7T A WINSERVICE DT R TCOEEEKL a—RpN—EFKRSNET, H
FFERIZLL T O L7201,

seaudit - Audit log lister

3 Apr 2008 16:53:48 D WINSERVICE bigHost1¥Administrator Read 69 2 Spooler
C:¥WINDOWS¥system32¥services.exe bigHostl.comp.com

3 Apr 2008 16:53:48 D WINSERVICE bigHost1¥Administrator Read 69 2 Spooler
C:¥WINDOWS¥system32¥services.exe bigHostl.comp.com

3 Apr 2008 16:53:50 D WINSERVICE bigHost1¥Administrator Read 69 2 Spooler
C:¥YWINDOWS¥system32¥services.exe bigHostl.comp.com

3 Apr 2008 16:53:50 D WINSERVICE bigHost1¥Administrator Read 69 2 Spooler

C:¥YWINDOWS¥system32¥services.exe bigHostl.comp.com
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3 Apr 2008 16:53:53 D WINSERVICE bigHostl¥Administrator Read 69 2 Spooler
C: ¥YWINDOWS¥system32¥services.exe bigHostl.comp.com

3 Apr 2008 16:53:53 D WINSERVICE bigHostl¥Administrator Read 69 2 Spooler
C: ¥YWINDOWS¥system32¥services.exe bigHostl.comp.com

03 Apr 2008 16:54:10 D WINSERVICE bigHost1¥Administrator Read 69 2

HKEY LOCAL MACHINE¥SYSTEM¥CurrentControlSet¥Services¥Spooler
C:¥WINDOWS¥regedit.exe bigHostl.comp.com

03 Apr 2008 16:54:10 D WINSERVICE bigHost1¥Administrator Read 69 2

HKEY LOCAL MACHINE¥SYSTEM¥CurrentControlSet¥Services¥Spooler
C:¥WINDOWS¥regedit.exe bigHostl.comp.com

03 Apr 2008 16:54:19 D WINSERVICE bigHost1¥Administrator Read 69 2

HKEY LOCAL MACHINE¥SYSTEM¥CurrentControlSet¥Services¥Spooler
C:¥WINDOWS¥regedit.exe bigHostl.comp.com

03 Apr 2008 16:54:26 D WINSERVICE bigHost1¥Administrator Read 69 2

HKEY LOCAL MACHINE¥SYSTEM¥CurrentControlSet¥Services¥Spooler
C:¥WINDOWS¥regedit.exe bigHostl.comp.com

03 Apr 2008 16:54:26 D WINSERVICE bigHost1¥Administrator Modify 69 2

HKEY LOCAL MACHINE¥SYSTEM¥CurrentControlSet¥Services¥Spooler
C:¥WINDOWS¥regedit.exe bigHostl.comp.com

Total records displayed 11

Windows L AR EE

CA Access Control TlZ. Windows L AN ZARF#ETAZ LN TEXET,

L ARN) 2 —2 AR 28E-5I20%., 7T A REGKEY DUV — A& —|2E0Y TEd,
DV —REFRUINNC, F—TT 7 B AER R ETEET,

—IZH L CT 7B AMERZFREL Th, F— DV 7 —D7 7B AT EL
FHA, 212U, 7% =052 (—RER) 3BT, F— DA R 7T 71
ZREDL BN E T,

CA Access Control TH AR —hZF15 DL, Windows Server 2003 LLE&ED
Windows > A7 A ED AC BRER 12315 REGVAL Y —ADHTH, ZhHDY
AT I TlE. CA Access Control 1%, REGVAL 77 ATL P AR EA{RH#EL £,
REGKEY 77 & AMEIRIT ., F—DIE~DT 7 AT EL £48 A,

Windows Server 2003 JOFTD AT A ED AC Bz Tl CA Access Control 1%
REGVAL VY —Z%& PR —hL TV EH A, REGKEY La—RIZ#E SN 7782
MERRDY . 2 —DE~DOT 72 AL £,
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REGKEY L'=—FR& REGVAL L' a2 —R DO EIXFIC T, /L a—RiZid. LT
DT 7 AHIFEHY ARG FILTNET,

= ACL

= CALACL
= NACL

= PACL

REGVAL L 1—R & REGKEY L' 2—FR D[l FIZBW T, L FDRILT VA XA
DA SNET,

m  READ

m  WRITE

m  DELETE

m  NONE

i : CA Access Control DL P ANRE T, AT Dr—FBIOT r—RD
L AN BRI IR S EH A, Windows Server 2008 LL[& D A7 LTl
T 7Y BNT 72 AMEDS NONE OERFESNTZL VARNEIZTY 7 8ALIHE LT

B4 . CA Access Control |E REG_NONE Dfi% 3K L %9, REG_NONE Dfii,
I FET DI NELMEAR ESN TN LB L9,
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Windows L A R) TR DRE

Windows L' AR = N2 RFETEHD T, Windows EEZBINR#ETHZ
LINTEET,
Windows LU AR TUM)ZRETHITIE, ULTOFIEICHLET,

1. REGKEY 77 A L 2—R& REGVAL 7T A La—R &2 455813, 2 b
DL A—RBTIT 4T CHHEEMERLET (T 7AWV TTIT 471
fcﬁ’)fl/ \ij‘) o

2. [R#ETHLUAN F—FITE DL T, REGKEY L= —RF£7-1% REGVAL
Va—REEMRLET,

A X FRITEARRE T AL AL, 2L VAR R4 Z AL TL
P&, UANLVRI—REH L TF— IR ARSI TWAT R TOH
F—F IV T —DEEEETHAIENTEET,

ZIL T, LU AR =2 RUIE, CA Access Control 23— RI|ZHEET5 7
TANNDT I AME IR #ESILET,

3. (AFvav)a—HFBLOLV—TL FOT I AMEIR% . REGKEY L 21—
R&E721% REGVAL L2 —RIZE EN A1 Y727 72 AU AN B 24 CF
7,

Bl: LOAM) F—IZa1 T3 TIHILNDT O AHEE NONE IZERTET S

PLUTF O selang 2= Rid, VYV ARN) —Zxt 95T 74V DT 7 A%
NONE [ZRXELET,

er REGKEY HKEY LOCAL MACHINE¥SOFTWARE¥Test¥Keyl defacc(NONE) owner(nobody)

ZORER keyl IZXT DT 7N IDT I B AMEITZLL FO L0 ET,

Action Windows Server 2003 L Windows Server 2003 EL  Windows Server 2008 LA
CIOPZS N DS AT L D XT L

YT —DFI5E BT EiER E{ER

X—rxy EHE, HES EiEk s

A INE Y ]

29

F—DNNATD S B B

T—REBLIOT

o—RK
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Action Windows Server 2003 L Windows Server 2003 LI Windows Server 2008 LA
HIDY AT L BEDYRT L DS RT L

(EXOYIES BIER A e[

EOFHEAI | 1E s AT Al

B, AR, o

L] 55

YT X -0V T — S Edll Al

%yl 5

Y7 % —DIERK FFA] FFA] Al

Y7 —nr) A A Ell )

[ UNE AL NS

EEl]5S

YT —DONNAT FA] Edll EaEl)

Ou—RNE=IETT

7—RK

Bl: LOAM) F—IZ1T 3T 24D T AHEE READ IZERTET S

PLUF @ selang 2~ Ri&, LYV ARN F—Zk§ 5T 74V hDOT 72 A%
READ |ZRXELFT,

er REGKEY HKEY LOCAL MACHINE¥SOFTWARE¥Test¥Keyl defacc(READ) owner(nobody)

ZOFER keyl IZKT DT T AN RDT 7B AMEIZLL FO X E,

Action Windows Server 2003 L Windows Server 2003 LI Windows Server 2008 LA
CIOPZ.S N [£:3 [£:3

BT X — D2 Al Al Al

F—OHBIY  FFA 7 7

X—DEE AFIE HS B EIERE

W OEITIE

F—DNNATD S SIS B

n—RBLIUT

—R

(EX2IIEES Al Al |
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Action Windows Server 2003 LI Windows Server 2003 L Windows Server 2008 LA
BN AT L [£:3 [£:3

EOFEAHEY FFA] Al Al

EDOVERR., 4 R1Z HE FFAr Fia)

W OEITHIRR

YTV TH— FFAf Al Al

Al

Y7 X —DIER AT 7RI Al

YT X =02 Al Al Al

NP AL NS

] 5

YT X —~DONAT  FFH] Al Al

DOu—REITT7T

7—R

YT X —DIEDFIZ FFA] Al Al

T —DEOER 75T | FFA]
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Bl: LA F—DITAIVEA—FIZHT BT IAHIL DT It XHE% NONE
ICERETD

PUF @ selang 2~ Rid, LYAN F—HNOTXTOV 7 X —|Zx 957
TAIVNDT 78 AMEE NONE IZREEL T,

er REGKEY HKEY LOCAL MACHINE¥SOFTWARE¥Test¥Keyl¥* defacc(NONE) owner(nobody)

TANKI—R (*) 13 Keyl (2 HSILEE AN, Keyl DT XTOH 7 X — |25
A ET, 2L, Keyl DT X TOY T X —IZx L THHDL DT 7+
ADERENDEVIER T, F/o, BURED/L—/LITIY | Keyl DA HITZE
HEITHIBRbIEST S ET,

ZDOa< R, Keyl DE~DT 72 2% LET, Keyl DY 7 —DfHE
(7L % 1E. Keyl¥subkeylY¥ OfE) (Zxtd57 7 & A1Z, Windows > A7 LR T
HpnEd,

m  Windows Server 2003 PLfED T AT AT, ZOa<Rid, Keyl D7
X —DEEINZETDHOOT 72 ATHEELET I, EEER, ZRTEH,
HIFR, BLOGEADT-ODT 72 AT LET,

= Windows Server 2003 LVRTDY AT LTI, ZOa< Rk, Keyl OV
F—DEICKTTHT R TCOT IV EARIESRLET,

Bl: LOAMMEIZR T BT 24D T A% NONE [IZERET S

Windows Server 2003 LARED T AT L TiL, LL FOD selang 2~ R T, 77k A
MEZ NONE IR EL TR DL VAN EZ R #EL £,

er REGVAL HKEY LOCAL MACHINE¥SOFTWARE¥TestKey¥valuel defacc(NONE) owner(nobody)

3 : Windows Server 2008 UL DS A7 A CTlL, 7783 N7 7 AN NONE
DIFEFEINTZL P ARNEIZT 78 AL L ELT-H5E . CA Access Control |3
REG_NONE Dffiz i L £4, REG_NONE DL, HIZFAET DT NE BN
BESN W Ea B L £,
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T74IL AN )—LDREE

T7M4IL AMN)—LDREE

AR —ALEiE, A =T ADZETT, T AV AN —AIZIE T 7 AV
T —HET AT HIBIME RPN CNET, 722 01E, F—TU—F
SOCAR T — B o RGN T HARN) — LH B CEET,

E: 77 A0 AN — AT NTFS 77 A /L S AT D TCOREHATRETT, 771
IV VAT BOFERIZOUVNTIEL, Microsoft Developer Network (MSDN) Library
D Web HA ML TTZE0,

FILE /L —/LZAERKL7=3554 . CA Access Control X, D77 A/VDT 7 4 )LD
T —% AN — L& HEIICRELET, 72Ex 03X, 7740 c:¥foo.txt Z R
I 5H/L—/L Tl c:¥foo.txt::SDATA ~D T 7 v AFFal bl £, 72720,
CA Access Control ClE, 7 7 4/L NS DT —42 AN — A% H BRI LRES
NEEA, T7HVNISOT —5 AR —LZOW TR, BINO7 7 A NV AR#
N—VEAER T DM ERHVET,

T7AN AN — e i DI, LT DN T % FATLET,

n FFEDAN —LERET DI, LFOREATT 7 AL — VBRIl &
£

drive:¥path¥filename.ext:stream

n FEDAN — LANOREED AN — b AAT AT 5121%, L FOER
TI77 AN —VEVERRLET,

drive:¥path¥filename.ext:stream:type

T RTOAN—LERFHETHITE, LT OB CafElR 7 74 v—
IWEVERRLET,

drive:¥path¥filename.ext:*
Bl: TRTHOI7AIL AM)—LZRETS

PLUF @ selang 2= RiL, 774 /b c:¥foo.txt NOFT X TOAN — LALRH#T
HEFERR T 7 AN — IV ERRLE T,

er file c:¥foo.txt:* owner(nobody) defaccess(none)

Bl: BEDAMN)—LZRET S

LT ® selang 2~ RiX, 771/ c:¥foo.txt N AR — A mystream %R
FTAT AN N—VEVERRLET,

er file c:¥foo.txt:mystream owner(nobody) defaccess(none)
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REI7M1ILDIRE

RET7AILDIRE

AL AR—/LHIZ, CA Access Control 125V, 2 DDXAT DOWNERT 7 A )L ZAxi#
FTON—NRESAENET,

n NELV—L - RET 7M. )l T BT —H_X—RA 77L&
S AP

WL — VIZHIBR CEER A,

L] :7‘j7j’/l/}‘ JL—)b - 3@1% %’ﬂﬁj;OJ:U\nm M k—'fﬁﬁﬁ ‘g—é/va}‘gﬁﬁﬂ %%‘
KO — FERHERE DR 7 7 AV RELE T,

T 7 IV )= U IA A= VR IR TTEET,

RNET7AIL JL—IL

N7 7 AL L— LD R ET 7 AV B T A BLOF —2_—2
T ANDRESIVET, WEET 7 AL b—/Uid, selang ICFRRSILT ., HIBR
TxFH A, UL, FILE L — %R LT, NE 7 7 AL L— LB X% %
ZEMTEET, ZIHD FILE /L—/LZHIER T %E, CA Access Control TIZPY
7 7 AL — AR ET,

T =B —A T 7 AV EFRNT, CA Access Control [IZEOINERT 7 /L /L—)b
THRHESND T 7ANZIE, L OT 7B ARERRDHVET,

m  CA Access Control DINER T 2 A~DT7 )V 77 A

n ZOMOTRTOT 7T AN T 7 EALELTT 72X (B

T5%54)
CA Access Control IZEVNEL T 7A /L L— L TIR#ESND T —F_R—Z T 7 A
X LT O7 72 AMERBZHV FET,
m  CA Access Control N7 2 RIZ1XT — X _X—R(ZkH3 57V 778 AME

FRHDET,

m  NT AUTHORITY¥System —H|Z(E T —F_X—R|THT DA T 78 A
BHVET,

MO TRTOT 7B TT —F =R KT DT 7B AR HD FH
Mo

EMOTRXTOT IV HOT 74/ 772 AMERIL r12.5 SP3 TEH
SNFELZ, LARETIOV—ATIX, 3T X TOT778HiLT 74T
T R—= A T AN LTt A0 T 7 AW R CQONVELT,
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RET 71 IL DIREE

CA Access Control T, NER7 7 AL JL— L TLL D7 7 A DMEESNET,
FD2F/EHDOINZIL, 77 AN DL %R T LV AR 7 H—FB L= R

N —RFRSNET (L4255,

CA Access Control TlX, LA FDOLT AR

U F—T, LYAN = NIBMERSNLET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl

E —ERDOT AN DOBFNINE NS E TSI, ST ALY AR TR A
HVET A, ZNHDT7ANDGF AR ETHIEITTEET A,

714

LORR) $TX—LI UMY

TIHILEDIT7AILDIERR

seosdrv.sys

%SystemRoot%¥system32¥drivers¥seosdrv.sys

cainstrm.sys

%SystemRoot%¥system32¥drivers¥cainstrm.sys

drveng.sys

%SystemRoot%¥system32¥drivers¥drveng.sys

pwdchange.dll

%SystemRoot%¥system32¥pwchange.dll

SUSRAUTH.dII

%SystemRoot%¥system32¥SUSRAUTH.dII

eACSubAuth.dll

%SystemRoot%¥system32¥eACSubAuth.dll

eACPasswordFltr.dll

%SystemRoot%¥system32¥eACPasswordFltr.dll

FTRTOT—%
N—R Ty A)

SeOSD¥dbdir

AClInstallDir¥Data¥seosdb

T _RTHO~ILT lang¥help_path AClinstallDir¥Data¥help
TrAIV

T_RTONRAFY - AClInstallDir¥bin
seosd.trace SeOSD¥trace_file AClinstallDir¥log
seos.audit logmgr¥audit_log AClInstallDir¥log
seos.audit.bak logmgr¥audit_back AClInstallDir¥log
seos.error logmgr¥error_log AClInstallDir¥log
seos.error.bak logmgr¥error_back AClInstallDir¥log
Seos.msg message¥filename ACinstallDir¥Data
stop.ini STOP¥STOPIniFileName ACinstallDir¥Data
stopsignature.dat  STOP¥STOPSignatureFileName ACInstallDir¥Data
response.ini SeOSD¥ResponseFile ACinstallDir¥Data
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T7AIL LORM) HTHR—ETUN)  TIFIVEDT7AILDER
audit.cfg logmgr¥AuditFiltersFile AClInstallDir¥Data

T EDFHAIONWTUL, VT 7L X U R RUTTZSN,

TIAILE T7AIL IL—IL

CA Access Control ClL, #B 7 7 A )WV ARi#ETHT-DIZ AV AR—)L T
T A T AN L DMERESIVE T, T 7 AVE T AL b—/L selang
IZFRRSI, HIBRCEET,

LA FDZFE Tl CA Access Control 12XV T 74V k 77 AL )L— )L CIRESH
BHERET 7 AN 2 DT 7L ARERS L OFF TSN TS 7 /3 A — 7
SN TWET,

ZDFRTIX, PMDBDIr X Policy Model 7 —#~X—A (PMDB) 2357 4L 7K
THY. pmd_name 1345 Policy Model D4 R T4, 7 7 4+/L M TlX. PMDBDIr
I ACInstallDir¥Data (Z&HYVET, PMDBDir DiATIL. LA F DL AR =R
IZEFRSINTWVET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Pmd¥ Pmd directory

74 TIHIE TR FFRISNTWE7otY
AClInstallDir¥data¥crypto¥crypto.dat 2L sechkey
AClInstallDir¥data¥crypto¥def root.pem* 2L sechkey
ACInstallDir¥data¥crypto¥sub.key L sechkey
AClInstallDir¥data¥crypto¥sub.pem L sechkey
AClinstallDir¥log¥policyfetcher.log Read +policyfetcher
PMDBDir¥pmd_name Read. Chdir -
PMDBDir¥pmd_name¥* Read. Execute -
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FELSE: FAINEBE

[ un

T O AER

ZOvrva Al LFON IR EFITWET,

772 AMERR (P. 77)

T 72 AREFRDERGE - 5] (P. 78)

77 A EN AL (P, 79)

VY — AT 5T 7 B AMERR AR & 9% J5 1k (P. 80)

2—HPDOT I EAMERL TN —T DT 7 AHEBRE O BAER (P. 82)
X274 LYV X274 A7) BEPEF2UT 1 7L (P. 83)

CA Access Control DE72 HEJIL, 778 AMER (77 B AMEEL XN ET) &
FOY T EHTLHIETT,

TR AMERIZIZ, WAL T Oar mR—x o M0 £,

n  TIRADWEM DOV —A (T 7 A/ RAR SHARRE),

n TIRARDIAT (FEHEY, FEIAR HIER, vr A FATRE),

s TRV (a—VERIT V=T DT D),

PUITFD 128 FIZY TUIFELG G, 22— FITH LTIV —RIZT 7B AT D
FREID Y THRET,

m I PRYY—RAD ACL IZE > THFAEN TN,

w2 T RERMERBEIN Y TONI T N —T DA,

YN TR AMERNEN Y CHN T T LR FETLCT IR, T2
EZUE, —WITIL, SPECIALPGM 7T AND 7 a7 T I FEAT T HHERR ., £
721% SUDO 77 AN D a~ > K& FATT DMEIRDIEND Y THIL TS,

S VT ABNDOT 72 AMEBRDOFEAIZ DWW T, [selang V7 7L A HAR | %
SR TLTEENY,
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T O EAERDKTE - I

T XERDELTE - I
Bl: WEBL—F~RHRYT I EREBEHET S

LLF @ selang =~ R, Wik tty30 @ ACL IZN &= —Y internal_user Z 1B
L, SR A~DFEA RO T 72 AMERRZ AT 5 L9,

authorize TERMINAL tty30 access(READ) uid(internal user)
Bl: TE—TFA X 1—FARABRYT IR EREF 5T S

LLF D selang =< R, Wik tty30 @ ACL IC=o X —TF T AKX —Y Terry
ZBINL, SR ~DFEAI T 7 AMERE T 5L ET,

authorize TERMINAL tty30 access(READ) xuid(Terry)
fl: )Y—RIZHTEIIVER—TFAX 1—FOT7 ) REREEETS

LLTF O selang T~ R, Wi K tty30 ~D Terry D7 7 2% none IR EL .
Terry DT 7B AZ4ESLET,

authorize TERMINAL tty30 access(NONE) xuid(Terry)

Bl: TUE—TS5AX A—HFOT I RERE)V—ZADLHIRT S
LLUF @ selang =< R, ik tty30 @ ACL 2>5 Terry ZHIBRL £97,
authorize- TERMINAL tty30 xuid(Terry) access-

TV, Terry (21X, S RA~DT 7 4V DT 72 AMENEN Y THILET,
Bl: T8—TS5AX A—FITHTEBET7IEREZHETS

LR D selang 2~ R, =X —TFA R 2—H Terry &, 2—H L7711
E BT MR A ROV T EEHE LU TRRIELET,

authorize ADMIN USER xuid(Terry)
authorize ADMIN FILE xuid(Terry)
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7RI A

7O AHIE) A

V) — 22kt BT 7B AMERRIL., T BRIV AN S ES N ET, KUY —
Z L a—R|ZiE, D7t 2 SO T 7 AU ANRE Y THNET,

ACL

UV —=ANDT I RAPHFAISNDT 78 V& DT 72V sdrrsnsT
IRADZIAT i ELET,

NACL
V) —=ZADT T EADNERENDLT 7Y ZOT7 72N iR ST
IR ADEATEHIEELET,

TIRAMERIL, 22— R — D TaT AT onEINTRE | T 7B AIZE T
DIRDLICI S THERDET,

EHEETIAHE) A

St & T 7 AHIEIU AR (CACL) 1E. ACL DYEIEMERETT, T/ 8H NIy —
ANDT I 2E I T-LXT VY —AD ACL & NACL IZFD—HF DT 7t A
FEPR DN EEFZIIU T2 EA . CA Access Control [ X5 & 7 71 Al {#HIU A
NMerERd L ET,

KA ET 7B AHIHY AN TIX, T 7B AR ED TEILED (T2l 2 X, i
SNTeT T T LOMNCED) G5B DVY —=A~DT 7 2R ELET,

ez X, R ET 7B ARV ANAL L T, Program Pathing /L — /L% &
FTTEET,

CA Access Control Ti&, L FOFEMATET 7B AHIEVANAE 35203 T
ET,

s Tl T T 7RI AR (PACL)

. TCP VT A TR A AN

m  CALENDAR 7T A 77 & ZifIHU A

FATET 7B ARIEVARND = N Z2EF T DI, selang authorize 2~ R
Dvia AT varzEHLET,

FSE: HFaANEE 79



DY —RIZHGT DTV EREREZRET DHE

DT 72 AHIFI AR FIERIZ SAFAHET 7B AHIEIV AR DK =2 N Tl
U —=ANDT T EANHF R SNAT 78t e, FFrSVbT 7B AD XA 7 %5
FELET, BT, A ET 72 AV ARO =R Tl MERZEID Y TS
FMHIETELET, PACLOSMLIE., 778N T 78 A% T D7D EITT
BB NSDHT T T DL BT,

5 : PACL DEFH

TUH—TTAR 22— sysadml 237 17T A secured_su & FEITTHIEIT
o TA—/N—a2— IR NDHIDNTTHITIE, LT D selang 2~ REfHL
T MET 7R NV— L EELET,

authorize SURROGATE user.root xuid(sysadml) via(pgm(secured su))

defaccess - T 24 ILk 7HOHAR T4—ILK

V) —Z2DLa—R|Zi%, T 74NV TIEA 7 1—/LR defaccess 2 HHEN
TXFJ, defaccess 74— /LRDAEIZIE, VY —Z 77 AHIHUARDONT 1L
THHN—=ZNI2NWT 757 7 B AMERRE R ELE T,

) —RIZHT BTV ERERTRET 7%

TR PY ) = ANDT I A% IHE, CA Access Control 1, #5355
NHFET, HRTERSNTNEFT L1 O LOF = 7% T 7T HZLTT 78R
MefRA T =/ LET, T v ZIldo TT 7B AR (T 78 ADE G E-1X
FEA) INMEHNDE, CA Access Control I X2 AULL EF =072 4789, by
IZRERAEIRLET,

INODOF =y EATTHNAFITIEE TS, UV —AT&IT, CA Access
Control [Z7 7 ANV CIXLL FOIRFCT 7 A La—REF =y /L ET,
1. VY —=ZORZ| N — 2Dl

2. VY —RAOFTAME (AT 7 EANRFFAIESND)

3. B1F=v/

4. UY—AMD NACL

5. UY—ZAD ACL
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)Y —RIZHT BT VEAERERES HFHE

6. UY—AD PACL
7. UY—A®D defaccess 7 4—/LK

B e D 2 DOF =7 ONEFFIX, accpacl 47 v ar DR EIZL>TREVET,
Y —Z PACL Dff FHZIEZHIZ 3 HI21X, selang =~ KD setoptions setpacl-
PEHALET,

1 OOT 7B ARIEV AN, RIC2—F BT DO NN E T
HIENHVET, T2z iE, 2—VEHRNIIEET DTN E FO2—F
NETDHE T N—TICHT DTN EGEFENDLIENHVET, CA Access
Control |, &L~V THN T X TOZNETFT =7 L THhH, IRDL L
ICHELFT, KLV THEA T A — VA MR35 IEOZEIC OV T,
22—V DT VR AMERET N—T" DT 72 AMEIRE DI AAEH (P. 82) 1 & MR
LTLEEEN,

Bl: 27ANDT7ORHFAIDIER

PLFDOFRIL, T7EY userl NV —RA 77 A)L 1 DFLENZ R BAHT LA
L TWET,

LLUFDFETlX. CA Access Control |3 accpacl 47 > ar DT 7 4/VMDFREIC
PS> TPACLZEHLET,

userl [Z3xf9 % NACL

userl IZx§3 %  userl [Zx9 B  defaccess D ERMIZf[TESH

RDOIUN) ACLAMIR) PACLRDIUR) TN BT REH
Read (ILE) (L& (L& a0 AT
(REZ) 7L (L& (1L Bz U E
(CRIEZE) Read (1LE) (L&) Bty U]
(CRIEZE CRIEZE via pgm (IEE) securereader 7127
securereader FTEDFEITIZEST
Bty VR
CRIEZE) CRIEZE) CRIEZE) Read Bz RS
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A—HDTIERERETIV—T DT IR EREDHEEER

TURNIIN CRIEZE) EERSILTWAIEA. =
7% ZHII AMCAFAE LR W S B L £,

1. userl (X9 DT NIRRT

TN (IEE) LRSI CWVDEA . X, CA Access Control 1245
F oI TONT ., 77 2RGIEHV AN O MIXERRN I EA B R L F
7,

CA Access Control X, DS ICTF 27 L ET, T XTOIT T, T EBEANE
BINTWBELOERNAIETHE LD, (IEENRAZEIZEELT
LTI, W, TI7EARERSNTWDELOEMANZHH /L OEILT X
T CREHE)NIRVET,

A—HDNTIRRERETIL—TOT7OERIEREDHEE

F

a—H BIOR—FNBET A7 L —F 12t LT T 7B AHERRE BRI
AIETIESTHIENTEET, LRI TUIINOLDOT 7B AERD B A
THIERHVET, LLTFOHITIEL, =2—%2 2 2D7—7 (Group 1 &
Group 2) DAV N THLHEXIIHAETHT 7B AMERNFEICY Y — R ZEV Y5
NI E ., EOIOfE R/ D0 ERUET,

PREZ IL—THE[R (P. 83) A7 L ar DR ESN TWAZEARIRELET (5

T HIVRDORERE)

A—H DT I RIER Group 1 DTV R¥E Group2 DTV LRIER =EMETIERIE
RR FR

ERRY W S (1EE) (1EE) HESN=T 72 A
T RAFFA] (1EE) (L&) T IR AFFA]
(CKEZE TR ATFA] (RIEZ T IR AFFA]
(CRIEZ (REZE T AFFA] T IR AFFA]
(RIEF% T U AT T U AT TR AT
(CKiEZE) EREN=T 784 (1LE) HESNET 72 A
(CRIEZE (1EE) HHRSNT=T 7EA EARSNE=T 724
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tXa)T4 RN, X)) T ATT) . BXUEFI) T INIL

TR (RIEFR) EE RSN TODEGEA . i, 2—VF37 v —7 1Tkt
TAHZUNNERIN QNN EEERLET,

TN EER) EFERENTWDAEEE . ZHX. CA Access Control IZ15F =
IHTONT, 772 AMERIZEMRI W EEERLET,

2§54 )L—THER (ACCGRR)

BFET N — T HEFRA 7 a2 (ACCGRR) Tl. CA Access Control 731/ —AD
ACL Z=F =79 57 1E% ML £ 9, ACCGRR 23 2072554 . CA Access
Control I%, ACL T, =—H¥NETHT X TDZ /L—TTFFAISIL TV HHERR
ZF v 7L F7, ACCGRR MERN7235A . CA Access Control (%, ACL Ciii FH AT
BEZ2 = N DWW T INIAE none N E FNTNDINEI LT =7 L FT,
none NG L TCWAEA . 77 BAIZIERSILET, none 23E FIL TV
H4 . CA Access Control 1%, ACL N IO ATHE/ 2/ )V —7F = N &[5
KTRCOIN—TF = NEERLES, 2O T a i T 74V CHER)
T,

ACCGRR A7 T araH NI T HITIE, LT D selang 2~ RaEfE A TEET,

setoptions accgrr

ACCGRR A7 v a  m sz 3 HI121%, LA T D selang 2~ FafHTEET,

setoptions accgrr-

tXal)T4 LRI, X)) T9 AT, BELVPEF) T

NI

X2V T A LAl R 2T BT IVE, VY —ADT 7 e A& IR 218
IO I EZAREL T, 772 A AN 5EL £ T,

X274 TVE BFX 2T bbbt R 2T AT HVE 1 OICEED
T BRI TR TT,
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tXalTa LN X)) Tqo ATT) . BEUEFI) T INIL

txa)T4 LRI

X274 LUE, 22— BN =X ZEM Y THZEDOTES 00D
255 FCOEETT, V—AOT 7 EAKIEHVANC—IZT 7B AMER D
FHESNTWTH, 778 0ex27 4 LV R) Y —ZADO X207 ¢ L
WEVEWEE . ZDOT 78 HIED) ) — R T 7 A TEET A, VY —AD
X274 LAULRErDSE, DOV —A KL TeF 2T 1 LoD
F o7 IFFEITSNER A,

X274 LAV BrOT 7', B2 )T L ErlS oYY —
AT 7 vATEEE A,

tXal)74hTIY)

X274 T2V, CATEGORY V7 AIZHHL I—R DL FITTYT, X2l
T4 T2V, 7&?47‘&)/~7< B Y THZENTEES, V—R|ZEY
BTHNTWDETRXTOEF2IT 4 ATAVNCT 78 RE YL THRTWD
WE DI, FDOT 72T —R T 7 EATEET,

tF2TA SN

tXx VT4 TULIEL, SECLABEL 77 AIZHDHL a—RDOLHTTY, BXalT g
TN ZES T, B 2T TV EEBOEX 2T 7T V% 1 DIcEs
OAHZENTEET, BX2UT 0 7L ET 72t E3) Y —RAZEN B THE,
FOEX VT4 TV TN X 2T LR o U T BT
FYOAEDOEN, 77 H FIV Y =R ESNET, BX2UT7 4 T
WL, T2 ETY) Y — AR ESNT R EDO X 2T 4 LB LU
X274 TV BE SN ET,

fBl: €3 21)T+ S)U High_Security DA

High_Security 1%, ¥ =2U7 ¢ L~UL 255 & XU 4 TV
MANAGEMENT 31T CONFIDENTIAL & d et a7 4 T ThHELE
9,

2—H userl X =2UT 14 T High_Security [ZEIV Y T=854 . userl 12
WX, B 2UT 0 LUL 255 b B 2T BT MANAGEMENT jbc]:U\
CONFIDENTIAL 23X ESILET,
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FE6E: THOULDIREE

ZOvrva Al LFON IR EFITWET,

BD—HLL TOFEITDOHE (P. 85)
Surrogate DO ¥§FED T 7 (P. 90)
SUDO L 1—RDIEFE (XA DEL) (P.92)
22—V DIET I T 4T IREEDT =7 (P. 98)

AOLI—HFELTOETDRE

CA Access Control T SURROGATE 7T A& H N+ 5L, BlDa—HEL THE
ITOREEZANLET, BlO2—TFLL TOEITOHEETIL, FFED/L—
IWVTEEDFFASITODHEICDOH, HHL—FEZFT/L—T 38D (T
X2 UT A 5B 1) 2RO SID IZE T TELIDNHEETEET, ZOMREAE
M3 5L, 2—FITHER D726, 22— 0B DO —F O] FICEE T
ERNIOITLET,

Fo R UTARRBA LR A —T T VAT AR L Ca— Y X
T N—T i T BT,

720X, EOa—HFHE I LU THEITTE/20E91Z CA Access Control /L—
NWHEFZRTHELET, 22— Tom DUV ONDX AT EBFH LU CTEITT
AT hEFELTLUET, ZOWE . Tom (TEHE LU CEITTAMERLET-
722 . CA Access Control 1X2D 70T LD FEFTHZFRILEH A,
BOIL—FLL TOFEITOLRHEIL, LLTD 2 DOEF—RNTHEITTEET,

n a2—¥ F—F (X —ET}

n —)LE—R AEZ—ET ]
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AMOI—HFELTD

EITDRE

1—H EF—KA3—tT+

22— FT—R A Z—C T NN T HE, CA Access Control X Windows @D
RunAs = —7 AU T A MBS ND, BIDZ—HF LU TOEITERDHE A
Z—t 7 N FET, 22— FT—F A —EF NI, R —FENDHTXTD
Windows 73— g T H ATHE T,

E: BO2—HFELTOIATOREZ AT 5 (SURROGATE 77 A% A T
T2) GG, 22— E—N A Z =T NIT 74V N THE TRV ET,

=W E—R A F—ET ML, LTDORA) Y IRHYET,

m  CA Access Control [%, Bl —H LU TOEITEREZIT T2 — Y 2355
L/\i‘d—o

RunAs 1—7 (VT 4% T026< D Windows 7 7V 7 — 3 Cld, NT
AUTHORITYY¥SYSTEM =— ¥R BR AT L 7m 2 —HF ORELE/RD | Bl
2—HPLLTOEITEREZITWES, =2—P TN ¥ —E7 TIL,
FERZ1TH NT AUTHORITYYSYSTEM — W T3/, 2—T 4T 4% FAT
Llza—YEHBILET, 72E20E, Tom WEBLE LU CTHEITT D701
RunAs #4179 %&, NT AUTHORITY¥SYSTEM = —H AR B D 22— LLTD
EATHERZITVET, WKRIC. CA Access Control IZELRAFT-> C\AH—H
N Tom THAZEAFHBILET,

n 22— RunAs 2—T VT 4B FATTDHEEITD I, CA Access Control
BN D—F LU TOERITERE A H—E T N ET,

THUCES T RT 4=~ P R RIE SR F/ DRICIIZ £,
=P E—F A F =t T DT AU YN, CA Access Control 739 ~=TD

Windows 7' Tt ANERAT 5, BIO2—HFEL TORITEREZ T X TA
S —E T T HETRLIRNEND FITT,
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AMDA—HFELTDETDRE

A—RIL E—K 18—t Th

B =) T—K A X =T NeHF T 5HE, CA Access Control [FXTD
Windows 7' BEANG BIO2—HF LU TOIATERE T T, Z—87 L
£, W—FN E—R AF—E7 L, PR —F&iDH T TO Windows
N—=Ta TR RIREEVO DI TIEHD A,

E —F TR A F—F T MEH TE720 Windows /N—a OFEHM
\ZOWTIE, [ V=X /=P SR TLIEE0,

B = B—R A Z—ET DAY MI, Windows 2 E 2—X TEITSID
BIOL—FLLTOFATERE TN TURETEDLENI AT,

H—FI) =K A X =TT MNUL, L FOT A RHVET,

NT AUTHORITY¥SYSTEM =—H 73 BRZFATL e —F O BEL72 > T
BDOL—F LU TOEITEREZITHE, CA Access Control 1L FEFRIZ R %
{Tolea—PEiBl TEEEA,

7-& 20X, RunAs, FTP 8L telnet ER X, 9°-XTNT
AUTHORITYYSYSTEM —H|Z K-> TEITINET, Tom WEHZELTHE
17957212 RunAs ZFE1T795&. NT AUTHORITYYSYSTEM = —H 72351 D
Z—HLLTOFEITEREZITVET, KIZ, CA Access Control [ E K%
17> TCUNDH—H )3 NT AUTHORITYYSYSTEM THAHEFRAIL £,

CA Access Control %, OS 3l BAED—HIE L TITH T N TOEREZ A
H—t T RLFET, FDIdD T p—~ AL RETHENH £
R

CA Access Control IZBI|D—H LU TOEITERZF vy 2 LT, 3B
S D T2 OBLRIC B LT B A~ N RRET BB ) &
T
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AMDI—FELTOEST

DRE

CA Access Control BBl A—HELTHDETERICHETIAHE

SURROGATE 77 AD KL a—NRE, FFED L —FER O —HFEL TDEITH
SIS LD OHIRAEFEL £, CA Access Control TlE, BlldD—HE1L
TOFRITEREMERDOHD L —F DOHRNT VA TELMGA TP =7 LT
P ET, SURROGATE 77 ADL a—RiE, LB (Bl D 2—HFELTHIFEIT) D
PRAEDRE A SN2 —F E I N —T £ L ET,

HHL—VEIZTN—T N, BIO2—FFI TN —T L L THEITTHI LA
FisRU7-834 . CA Access Control IZVL FA2FEITLET,

1.

SR A FEIT LI — W E/713 7 L —7 D SURROGATE L 2 —R D7 7t AHE
(R L £1, SURROGATE L a2 —RIZL->TiL, A FD /00354
LE9,

n  EREEITU2—WEI1TZ L — 7D SURROGATE L —R 723, Bl
A—WLLTCETT A LA A EITHESRLET,

CA Access Control IL, B2 —F LU TOFEITERZFF ol F-I13HES
T 5FRZ, SURROGATE L' a—R D7 7t AMERR 2 FH L £9,

. —YEEIZ—T121E, SURROGATE L —RIIHD FH A,
Tt A% FNE 2 (ITHEDFT,

2 —WFELT N —TDF 7 /L k SURROGATE L 2—R DT 7 AkER %
JJ\T@OEQ k—ﬁﬁn Lij‘

n ERNZ—VPNBEITINTZHE . CA Access Control [3# D —H |
USER._default SURROGATE L I —RI|ZE RIS TCWDT VR X AT %
5 LE9,

n ZERDBTN—T 0D FEITEINTZHE . CA Access Control [ZZ D7 )L—
7’12 GROUP._default SURROGATE I/:z—}\ ICERSN TCWAT IR H
AT & B LET,

;¥ : USER._default, GROUP._default, 33X T} _default SURROGATEUSER O™
T 74NN T 7R AMERITH AR T, ZO%A, 2 —FEIZs
JL—"7"0 SURROGATE L' 1—K THIDZ—H L L TOEITER MG EN
TUWRWBRY, CA Access Control [ZBI| D —HF/-137 N —TLLTDE
ITERZT N CHFA[T A2 B LET, ZOMIEEZERE 5120
USER._default 3T} GROUP._default L' 2 —R D7 7 & AME[R 228 L T<
&N, F7-. _default SURROGATE L1 —R DT V& AMER A A H 4524
IZE-o T, 22— N —T IR T 74V MR E a9 528H T F
7T
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AMDA—HFELTDETDRE

ADA—FELTORITOEME

BOL—FLLTOFETEFEHTLHE, FFEOL—FBIORT L —T I3 LT,
BOL—F LU TOFRITEREZFF A FTES T — VAR ETEET,
AMDLI—HELTORITEZEMNELT HHE
1. (AT var)h—x =K A= NeHNTHFIEE LI TFIR
Li’g—‘o
a. CA Access Control 215 [ELE7,
b. L FOLIYAN =N DA 1IZEFLET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥
Se0SD¥SurrogateInterceptionMode

c. CA Access Control ZFZEIL £7,

T A= EF—F A F =BT NIT TH A THNINIR>TOET,
2. selang A~ R 77 NU4 RO EBIEET,
3. SURROGATE 77 AZ Az L £,

setoptions class+(SURROGATE)

4. CA Access Control [Z3E%59°% SURROGATE L 21— ® selang /L — /L& TE
LET,

5. (I—x =R AL X =T D) EEO2—FDORELEL TH]D2—
LU TOERITEREZITH, SYSTEM = —HF D/ — LA EHRLET,
auth SURROGATE USER.Administrator uid("NT AUTHORITY¥SYSTEM") acc(R)
Windows T, Z<D2—T7 4T 4 BL O —E R (5] :RunAS 72L) 25
LD —Ya, =7 (VT 42 FATUI 2 — P T3, =¥ INT
AUTHORITY¥SYSTEM | &L CilkBlIL£9°, ZD2—T 4T 4% F T Lo —
P, BIDO2—H L TEITTDHIEEFF [T HLHIT SYSTEM 2—HF D
N—IVE BT HULERHVFET,

fl: AOAI—FELELTOERTEREZHFTT S
PLUF @ selang L —/LTlL, 7 —H#_X—ANDLa—R THIDZ—HFLLTDE

TP RIS LRWRD EOa—F TR0 —HFL LU TEITTHILEN
TEET,

editres SURROGATE default defaccess(READ)
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Surrogate DO #RED YR 7 v T

Bl: HEDI—HFITHLT, BDOI—FELTOETEERTS

LLF O selang L—/LTldk, 7 —Z_X—ZANDOLa—R THIO2—HFLLTHOFE
1T ARINCEF ALV RYD  EO2—F BRI D2 —F LU TEITTHILIET
ZEE A,

newres SURROGATE USER.Administrator defaccess(NONE)
Bl: TI—FIZHLT, BIDI—FELTORITESRATS

LT O TrEL, Administrators 27 /L — "7 1ZJ@& 3 A AL 7353 Administrator &1L C
FATTHEETFRILET,

authorize SURROGATE USER.Administrator gid("Administrators")

Surrogate DO ¥¢BED Y7 v T

L DE . A —& Taf g Y E BIOURN a—Y L, A—
I — P DOIRINFEIT CEHLE AT 5 FATTHVBENH O ET,

INFETOFHETIE, INODOX AT EFATTHMERHLHT X TOL—HIZ,
A/ = ORRAT =R 2 HHE CWELZ, U A o274 %
BT ZECDZMNVET, T BRBRRBREL TSR —ROLA%
LT VAT LAEHEII—NEOIE SR ERICE o TEEXF
=T BRI HFATURIT TR BT, VAT DEEE OARINRKEIRVE
E

Surrogate DO (sesudo) = —7 U7 41%, 2OV~ EfEELET, ZD2—
TAVT 41X, SUDO VT AT EFRIN TCNDLT 7 var DFEI T —WITFHF L
F97, SUDO 7T AD KL a—RI|ZIIAZ VT FIMEAFSIN TN T, APV T Mk
ITCEHa—P LT N—FPIRESNTOET, TNHDZ—H R/ )L —T1T,
HENGEU CRERFFRAIN G2 HIVET,

ez X, 22— PRV RAT L 22— THLENOIN, THIRAT —Z | —E 2
ZH#Eh4% SUDO VY — A& EFHT DI, L FD selang =2~ KE A JILE
j‘o

newres SUDO StartSpooler data("net start spooler")
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Surrogate DO #RED YR 7 v T

ZD newres I RIZE ST, — D= TE 1T NEITO T AT LAFHERR 2
TEDEFESNT=T 7 ar L LT, StartSpooler N EFSNET,

BFE: data 7T 412X, BRI SR ZAFE L TLIZEW,, ARt A
LT DL RESNTOR2WNT AL 7NN Bz DOKRE 7 v
TTLIN, iR THEITSNA A REMENH DT,

S5H1Z, authorize 2~ R&2{# L C, StartSpooler 77z % FAT 3 HHEFR %
22— 2 2L TEET, 7282 IE, = — operatorl ([ZTHIMAT —F |
P —EADOEEE AT DHIZIE, L FoavrRe A LET,

authorize SUDO StartSpooler uid(operatorl)

F7-. authorize A~ REEHL T, fRESNT=T 7 ar DFE{ T 2—WFITxt
L CHIRMICERIE T 528 T FET, 7ol x X, =—Y operator2 | ZTHIHIIA
T —Z | = AORENEFF A L72WN IO T DI, L Da~vr RE A ILE
‘a’—o

authorize SUDO StartSpooler uid(operator2) access(None)

sesudo L —7 AUT A& FATTHE R#ESNTT I ar NEITSIET, T2&
Z1E, = — operator1 THIMAT —Z | —ERZEE T 5121, LA F o=
< REANTILET,

sesudo -do StartSpooler

20 sesudo L—T A UT 4%, F T SUDO 727 as D FEFTHEIR N = —FIZ
HHNEINET =y I L, ZDZ—FIZ) Y —ADWER R H DG AL, DY
V= ATERSNTNWDAVY R 27V T M FEATLET, ZOBNRLIZ
sesudo |, StartSpooler 77 2> DA THER 7S operatorl (25 E D%
F w7 L7211, [net start spooler |7~ KA AT AHERR TRIENL £,

3 sesudo =T AUTADFEMICHOWTIL, [ Vo772 X /NSRRI TL
t={A%
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SUDO La—FDEZE(BRRIDEE)

SUDO LaA—FNDEZE (ZRIDEE)

SUDO 77 ADL a—R(Z1%, a~ K AV MM TOET, 2—F %,

ERUT-MER TEDAZ )T M FATTEE T, FEREZFI A TEXDEMNEI DT, A
IV T e FELTT 5 sesudo T~ KE SUDO L ar—R Dl J7 CrEZEIZHI IS E

ﬂ‘o

¥ XEEL D Windows 77 VA — a2 O SUDO L a—RZ21ERE T A4
SUDO La—RHOXIFER DT 77 %58 €T HAMENHVES, XIFEH 0777
ERELRWGE ., TV r— a3y 7o RCEITESNDTZD, 2 —
PITEMECTEFE A, SN OWCL, A7z —T 2 TN 5 R
LTLTEENY,

SUDO L 2—RClZ, comment 7' /X7 ¢ 2R 7e B I HL £7°, W5, =
DEH7: comment 7' /8T 1% data T NT A EDNET,

comment 7 X7 4 DfEI, <R A2 RNTT, 251k (prohibited) F7- 1%
77 A] (permitted) T HAZVT N /RTA—LEN MBS U GEMSNAG A
HVET, comment 7T AEEKIT—ES S CHLLERHVET, b
A DREDRANEFS T2, FATRIRET 7 A /M2 R/ A4 TR T D40
HINHVET,

comment 7T A DIERIL, L FDOEBYTY,

comment ('cmd[; [prohibited-values][;permitted-values]]"')

prohibited fE XN permitted DU ANMIEWE TES728 , comment 7 12/3
TADMEIFZLL F OIS T2 TEET,

newres SUDO NET comment('net use')
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SUDO La—FDEZHE(ZRIDEE)

ZDAwURIZHRESIV T DRI L SHU 7B L, sesudoNET <2 K Clnet
use | IV U REFEITTHIEERLET, FHEDATIT N /T A—ZENEE X
IWTCWNRNTZD T X TOEDNFF A SIVET,

TANRT—R &GRS0 BH AL T %& . prohibited /3T A—X B L
permitted /X7 A—H & ZLERITFEE TEX DI ET, EHTEHUA LR

1 —R1%. Windows DIEHER) 2T A NVR 1 —R T, 2EIEFTH/ 3T A—HIB L)
FFA[ T D/ 8T A—=220%, LT OB EIRETHZELTEET,

EH &5 A

SA P

$G BE170D CA Access Control 7 /L —"7"4,

$H (UNIX DF) =P DAR—I T AL TN THREDNTA—=H

SN il

o) sesudo % F{ T3 %= —H D CA Access Control TD4 Hij

SuU BETF?D CA Access Control =—H44

Se Z2Dx R,
ISR U TARTA=ZDBRES TRV SUDO 2~ U R AR E o5 AT
LET,

sf WEAF DT 7 A N4,

S8 BEA7? Windows 7 /L— 74

$h WEAF DRAN,

$r Windows #t B0 7 72 AMER B DREAF D7 7 A IV

Su BETED Windows —H4

Sw Windows EHXIALT 7B AMENRHDEEF D7 7A /L

Sx Windows F1T7 7 L AMEDR D DREAF DT 7A v
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SUDO La—FDEZE(BRRIDEE)

prohibited /X7 A—{EDV AN 27V 7 MBI 58513, LTI ICLE
7

m  AZUZhE prohibited /X7 A= DA EIan TRYY, &K% —E5|
AR CHAET, 72exiE, = =PI LT -start Off HITEE R4 273,
ENLA DT X TONRIFA=ZOMERITFAIT556, LLFOa~ R
ASLET,

newres SUDO scriptname comment('cmd;-start')
ZZT.emd 1T —V ORIV T MR LET,

Fo NI A—HEE AT, TR TCONRTA—=EET T4 VMR IET D
BAlE, SUDO La—REZLL FOI IZERLET,

newres SUDO scriptname comment('cmd;*')

n 1 DDARIUT b RTA=HZF L THEED prohibited E% 15 E T 55611,
AR—AL FHERYFEFELTHEALET, 220X, =—FIZxfL T
-start J3E O -stop DFEHIFEEIET D0, ZNUAND T XTO/RTA—=ZD
RT3 25813, L Foa~v U Re AILET,

newres SUDO scriptname comment('cmd;-start -stop')

. FEDOAIVT R T A—=HI LT prohibited fHZE ET 28 E 1%, 231
() ZXOFEEELTE AL T, ZZ 40 prohibited fii&> hD %
XOWET, 72LxiX, APVTIDFENID /3T A—HT -start F3L N -stop
T HIEEERIEL, 2 & H O/RXTA—2TREFD Windows = —H4,
(RO DFE LS MR) AT 552 1T 58581 L FDa~y
REANHLET,

newres SUDO scriptname comment('cmd;-start -stop | $u')

FRE LT T A= IV AT T RDO/NT A= NLNGETT, FRE LT i t%
® prohibited /XTFA—=Z DY), DT X TONRTA—=FTHEHASILE
ER
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SUDO La—FDEZHE(ZRIDEE)

permitted /N7 A—HEDY AN A7V T NMBINT 555 1%, LLF OBEELT
WET,

sesudo L7 YT A DT A= HEIZ OV T TOHAET =7 LET
- X% prohibited [EDW T HILEL —H LR,
- XAl 1 DD permitted fEE —E AT,

OFY, prohibited YANMIH 5/ 3T A—F{EIX, permitted VANIHFEESI
TV ThH, permitted (21T EH A,

permitted fELDVARE prohibited fEDY AN EIam  CRYY | k% —
Ho| AT CHHAET, prohibited [EDVARNEFEELRWGE TH, B2
AIMETT, BIamr23eub, permitted fEE L THRE L7 MEDS,
prohibited fEEL CLEESNE T, 72& 21X APZUT MD/RTA=HfEEL T
fEE NAME DA ZFF Al 355813, L FDa~ 2 RE A LET,

newres SUDO scriptname comment('cmd;;NAME')
DV ASDIEREL [FFRIATNE T

- 1 ODARIVT R RFGA=Z T L THEED permitted [EZ 45 E 55
BlE A=A TFEXYFE 5L TERLET,

- BEOAIVT | RFA—HT permitted [EZIEET DAL, AT
() ZXEFEEELTEHL T, ZNE10 permitted D FDFH
ZXY0ES,

T2 21T 2 DDRTA=ENHHELET, WD/ 3T A—H 21 Windows
D=L TUTRDLRWETFZIREL ., 2 F B ONFA—=2ZIE
Windows D7 /L —7 4 ZL TIRBIRWEFAIEET DML ENH LG E
X L Foa~rRe A LET,

newres SUDO scriptname comment('cmd;$u | $g ;$N | $A')
AIVTNDIRTA—=BINFEE LT RTA—Z IO ZNGET, R E LT %
O permitted /XTA—Z DY IA KD TN TONTA—Z| TS E
7

L72h35 T, comment 7 B/NT A RIKDOTERIL, A7V TR NIA=LTELD
prohibited fE, /X7 A—4%Z" LD permitted fEDNEIZ/2VFE T,

comment ('cmd; ¥
paraml prohibl paraml prohib2 ... paraml prohibN | &yen;
param2_prohibl param2 prohib2 ... param2 prohibN | &yen;

paramN_prohibl paramN prohib2 ... paramN prohibN ; &yen;
paraml permitl paraml permit2 ... paraml permitN | &yen;
param2_permitl param2 permit2 ... param2 permitN |
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SUDO La—FDEZE(BRRIDEE)

paramN_permitl paramN _permit2 ... paramN permitN')
sesudo —7 AU T 4 TliL, =B AN LT=E&N\TA=FELLFDOFIET
FxvI7LET,

1. /NTA—H N & permitted /X7 A—% N BN—ETENEINERERLET
(pemitted /X7 A—% N BMFELIRWEGE | Fcth D permitted /37 A—4 73
ERENET),

2. /XTA—X N & prohibited /X7 A—% N BN—E T DNEINERERLET
(prohibited /3T A—4% N MFELEL72WGE | H 1% D prohibited /X7 A—%
MERENET),

T RTDI/RT A=) permitted 73T A—HE—EL ., prohibited /X7 A—ZL—
B DTG A=A PNFEAEL WSS | sesudo 1 X~ REFEITLET,

fl: 21— net send DERITEHAITEI2RIDEREZEVNTYTTS
A FOFNETIL, ==—Y Takashi IZ net send I~ RO FEITEFF AL T, net
start IV ROFETEFF A LW HiEERLET,

1. CA Access Control T RIRALVNEFD [ — 4T Z2 7007, [MEREB
JOFE] 74752 0)0 7 FT,

MERBLORAT I A= a— AT var DEMNC T REINET,

2. (PAOFEFE]EIVYILET,
[FATFATL] N — U BRRSNET,

3. [FRIDIER]EIV 7L ET,
[ZATDVERR] N — T BFRARSILET

4, LLFOINHATaT D7 4—VRIZATILET,

JA4—ILF ]
Al NET
K net;start;send *
BIEEE: nobody
T I AT IEA 2L (7 v ar OBERARL)
RIS T 7Y = —: Takashi
RERT L AT
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SUDO La—FDEZHE(ZRIDEE)

[(RAF1E 7V LES,
BN ZZ DEAE(SUDO) L a—RMERSILET
5. YAYDFATN—VEfERLET,

a. Takashi TR/ AL LET,

b. aw R TRITIEE, LT Oa~< U RERITLET,
sesudo -do NET start
LT DAy —V N ERE&nET,
sesudo: 'start' A \TA—FEE 1 EUUERHTAZLITEF RISV QOERA,
31 net start I % prohibited fEE L TEFERSIINIZDOT, EITSNFEE A,

c. UTFOEEETLET,
sesudo -do NET send comp message

ZOawURIIE TENET,

Bl: HEXT TV r—2avE2EALT, EREDELT HRIFERITTHIE
BEL—HIZF5TS

LTFOF RTINS, 2—FIHEEDAFT VT A MSCEY 2— L& FHL
T, BWOHERR A LB LT DM ER AT TE T,

1. CA Access Control T RIRA LV NEBD [ —F 14T %277 L, [HERE
JOFEI 74T 52 7)0 7 F7,

MERBLORTI A= a— AT var DEMNC T RENET,

2. (PAOFEFE]EIVYILET,
[FAIFATL] N — U BRRSNET,

3. [FRIDIER]EIV 7L ET,
[ZATDVERR] N — T RFRARSILET

4, LLFOINHATaT D7 4—VRIZATILET,

JA4—ILK ]

44 Hil P2

T —H c:¥winnt¥system32¥mmc.exe
ik nobody
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A—HDIIETITATREDF VY

J4—ILF E
FTar KEER (AT T ar ORH)
TIHIVNT IR L (T ar oEIRAL)
FrRlsn=T 7' Z—: Tori
FEA ST
[RAF]Z7V0 7L ET,

BrLWF A DFATL (SUDO) La—RAMERR S ET . Zodafl4~
Tald, P—EANBEIN TWDIREED L EIZ, vl A L= T _TD
2=V PEMTEHT AT T 2= A =T == AL ES,
DAL H—T = =A%, P —E AD LocalSystem 7 A hEL TEITENT
WA EIZDOHFEH ATRE T,

5. ZAIZDOFATN— NV AEHERLET,
a. Tori CuaZ A L%E7,
b. A~ K a7 & L TFTOa~v  REFEITLET,

sesudo -do services

c. mmc.exe DECEILF T,

A—YDETITATIREDF VY

2—YDOIET I T AT IRREE T =/ T HHERER L C, RMEEIE AR
LT = DT H I e LT AR ER T 78 ROV AT LER#ELE T,
FETITA4TIRED H LIL, 22—/ AL CWVRWHERLE S, =—
THT RN —HEIEESN T, B/ A TERLRDETD, IET VT4 7 IREED
HEaRE CEEd, HEILELEZT AV NI, FEICHOWT 77471275
VBN HDF T,

FIETITATIREDT = Tl NARY—RERXT 7T 48T 1L ThHY
VRENET, 2=V ONRRY —RNE RSN B, T 7T 47 IRAEA B
ELTCED—Y DT AT Me— i IE T HZLITTEEE A,

FET 7T 47 HEL, USER 7T AE721% GROUP 77 ADL 1—R D inactive 7' 11
INT4ZFE L CRE TEET, GROUP VZ7ADL a—KRTORREIL, TD
=T INTaT AN T N—T ThHHL—YOHRTEH SN ET, F7-. SEOS
JIFAD INACT 7 _T 4L T, VAT LARIKRO T X CO2—YIZIET Y
TATIRREEHET HIEHTEET,
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A—HYDIIETITATIREDFVY

selang Tl L FOa~  REEHL T, IET7 7747 IRRBE 7 v — S VZERTE
LET,

setoptions inactive (numdays)

T I T 47 A N —T 1R ETHIE, L FOa< R HLET (2
DFEIL, ZDTN—F kT D AT DBRDIET 7T 47T R ELVBE S
nE$),

editgrp groupName inactive (numdays)

T 0T 47 BBE—FICHET DT, L FOa~<w  REefEALET (2o
RIENX, ZO2—PIThT DTN —TBILOVAT AR ORELVHERS
nET),

editusr userName inactive (numdays)

—FHEIEL WD —Y THT N O VT 47T B, L T Dawy
REfEHALET,

editusr userName resume

—WE L WA T T AL T —TEH T 7T 47T AL LR o=
< REFERHLET,

editgrp userName resume

VAT LERLAIVTCIET VT 4T vl A F e B D120 LR D
av U REFEHLET,

setoptions inactive-

TN T DIET 7T 47 0l A TN T 5120, L FToa~
UREFREHLET,

editgrp groupName inactive-

=PI T DT I TAT A Fey BT HITIE, LT Da~y
Rz L ET,

editusr userName inactive-
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1Tl

E7E: A—H NNAJ—FOEIE

oI Al RO IR EENTOVET,
NAT—RELPay 77Uk R —OEEE (P. 101)
2T —R BT =7 DK E (P. 102)

TT— Ayb—OfRYE (P. 103)

NAT—=FEXVAYIT7 IR R —DEE

RAT —R 3 b — R ARRRE VAT, SR —RERGEHIEIZIX LT O X
e KB ERH O ET, B2, e SAT — R HER S 290,
EVRBRIC AT —REH LY. FU/ AT — R #0358 UAE 33 L fiEsisn
LT, SELDRAT =R E Ry N — 7 TEE T 5L W ENDfERIERH 570
ETT,

Windows (213l H O/XAT —R JL—)L EiRU L — 0350 | Z 3 UTHEHLL 72/ XA
U —R&Ea2—HRMEHTHZET, ZOIH7MBEDIFEALE Z Rl CEFET,
CA Access Control |ZIBINE 2L —/LTlid, XV R R/ /AT —R &2 —F )3
EIZTRIN T HIENTEET,

CA Access Control THETZXH/L—/WILL TDLEEYTT,

. LUV AT—RIILIENZE A L= D& —F L T 720y, CA Access
Control |ZFSHFNSNDEE I 2D/ XAT —ROEiL, XAV —RK KRJ—T
HBESNET,

LW RT R — P4 2 T 581X TEAR,
LW RU—RIEHRTO/SAT —R 2 & T 2L IXTER,

B HTLUVVSAT—RIIEFERTOSAT —RE—E L TlE7eb72\0 0, CA Access
Control Cld, KX F &/ CFILXKBISIER A,

LW RT—RIZE, SR —R R —THESN TW5, JiT .
BRICT B, N BEOK LT TSR ST 5L EERL
A DR AN ECASYA AN
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NAT—FREFVIDERTE

HTLVV SR — R TR IR UAE S ST O, 7SAT—K R —T
FRESIVTCODE A Z TURWT 220,

CA Access Control OFEETE A LSV TWBEGEEL LUV IRAT —
NIZBER 52813 TERV, FFEITILLTOL VAN 7% —0
Dictionary fE CIEESILTWET,

HKEY LOCAL MACHINE¥Software¥ComputerAssociates¥AccessControl¥passwd

AT —=RZ LI, EAPIRETRE T 2HERHVES, DED, AR
X T2/ SAT =R R, 2= DL ARAT =R &8 R T 0 E D DY
£7,

INAT—RZTEI, EAIWIRETEE T2 ERHET, KEA M
[REFEETHE, 22— TS SR — R 2 AT JHZ 201k
TEET, NRAU—RNEEBEBRI TONDE, AT —REREASZ Y773
F—"—Ta—L . LEHE AL SR — RSB SN A A0 £
7

INAT—RKRBFIVIDETE

INRAT—F@RBEFIVIERET DT UTOFIRITHNET,

1.

CA Access Control T RiRA LV NEBRD [ BREEXE X T 27V LET,
[(BREERE A= — AT var BNEMICFRRENET,

[l errarOF 7T ar TITADOT 7747 0] %7V 7 LET,
[(ITADT 7T AT R—VNERSNET,

[—VkB= ha—L]® 73T [PASSWORD]ZiEIRL €., [{R17F]%
7)o L F T,

ZINT, AU —=RWE T =N T 7T 472720 FET,

(R —1krvar0F7var T, [2—F AU —RK R —]%270y 7
L/i‘é‘o

[:LF*'H: /\OXUF‘F‘ ;jf’ut‘/»«]l\o%yﬁ‘si%ﬂ——\‘éﬂi‘é—o
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I5— Ayt—C DR

5. NRRT—ROF o2 fEATHIL—NAEZERL. [R1FE1E7V0 7L ET,

AT —=RDOF =y 7IZEF LTI — VT, SAT =R P E I L E T
M ET,

6. (UNIX D) sepass —T VT %A HL T, HrLV VAU —REFHLE
7

iE: sepass T—T AUTADFEANZHOWTIE, (VT 7L X AR |25 L
TLIEE,

Bl: 1RRT—F Fxvy L—ILEEETD

LAT D selang 2~ RiE, WAV —RWEF =0 7%7 7747120, LA F D

INSCF AT A AT — R L— LA ERLET,

T 6 T

m NI 3T

n BT 2

setoptions class+ (PASSWORD)
setoptions password(rules(alphanum("6") lowercase("3") numeric("2")))

¥ : setoptions 2~ ROFEXDOFEMIZHOWTIL, V7 7L A AR 250
LTLTEENY,

I5— Ayt—IDEER
Windows > A7 A Ca—H O AT —REHRTEL TWAEE LA FDO Ay
T U NRIRENDIENHVFET,
IRAT— RN RESIOL N,
ZDOxET L, NAT—RBRY O — B AL TR W EEERLET, Z
D=7 —DJFKIE, LLFOWTnTT,
. SNSRU—RRANEREIIDLE VD, FITEV,

n AR EE A S CEY ., Windows NT Change History 74— /LR
(ZAFET D,
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I5— Ayt—C DR

. NRU—RNZEEICEOLTNE TR,
AT —RRD/ AT —R KU —3E 4 (CA Access Control /XA —R 7R
U —TRIESNIZ B2 L) i 7= TR,

ZOTT—ZERETDITIE, AU T T N TOBEM A= /AT — R & &
FTHINTLTIZEN Y,

104 Windows T RRAVNEETAF



EFEQE: BIfRLER

ZOvrva Al LFON IR EFITWET,

B U7 AT 5 (P. 105)

AU DALH—ET] (P. 106)

Access Control D7 77 4E 7 4 DEEAR (P. 113)
CA Access Control DEEAT G5 (P. 115)

B 7 2 A (P 129)

A A RO FER (P 133)

EAro 7 (P. 137)

X )T4EFEELSR

TR LT AR L EBLIOS AT AEHE RS EERMFED 1 91,
AT D TOT I TAC T AR FITERL T b LWT 7T AE T AR IE
T ITAET 4 T52L T, vX a7 CIRESNIZEREIZBWL T,
Y VT AT E B2 B 72U E 9, CA Access Control (21X, LLF D&
Fa U7 EEREN DY ET,

8 VATAITIVRALE2— TR RSNEY Y — A ) — R IT 7B A
LIk (T 7 ANV OFAIVRE) | BIOZ D A R 1249 D8 RE

n EFXVTNERORB DD T EXE, TORBPIUAE DT HET
b YR — Pl B L OB S DR

n BX2VT A UKL T TN EEONESE BREE T ol —H
IR T HIKAE

»  TURA N VEEMT DRI, L=V D T AN DR

CA Access Control COREAT, AL TOEEEET ML TWET, DFD,
X 2T AR YT, SAT LAEEE B LU 27 0 B LI IMAT
L EBEFATUET, 72720, EATREICRLELT-ET A BIENCHD
Gtrld, ZOFIERE R CTEET,

TX VT BE A L, AUDITOR BEEID Y THI TN D2 —H T,
TRV T RN E L TERIN WD —P T, 22— BN Y —2R
IZE Y CTONTERNL— VOERREDOERIAIEFZITTEET, F2. 2
D —H (21X ADMIN JE12372< T CA Access Control DRER 2 —F (VT 1%
T DR 52 5 CVVET,
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ARUEDAE—E T

ARIDAZA—T+
CA Access Control %, LLF®D 2 DDOFEN =Sz A A XU M AV
H—t 7R LET,
n  EWEIRTTRANT T AT IR A
. ZOANRUIETHT DL — LN T — R — A FAE T DA

7=& 21X, c:¥data¥payroll (IZIFET DT 7 AN ~DTXTDOT 7 AV T 7 v A%
e 321213, L F O — VAT ET,

newres FILE c:¥data¥payroll¥*

F7-LFILE VTANRT 7T 47 (T 7 4)VE) THHAZ MR T DML ENHVET,

A= TRENDARULDRAT

CA Access Control [Z. LA FD 2 DX AT DAR "o A Z—2 7 UET,
n (A =TT Ab

A= TN ARUIPEDERITT T EAD—FEL Ty adi,
TEREEAEANV Mo Tl EET,

n AR

A3—ETr ET—F

CA Access Control |, f>Z—& 7~ B—RIZESNT, Ao ¥ —E7 b, FER
F vl TIBABERARVIDOERE L a—ROu/ s TV E7, CA
Access Control 121X, LA TD 3 DDA Z—E T~ B—RBHNET,

m  Full Enforcement & —FR

m  Audit Only E—F

= No Interception E—F

A BEE—R (108LL FOXR—UTERSMH: )IFA v ¥—E7NE—FTiZ
BHVFER A, ZOT—RIL, Full Enforcement T—R CTOAHEREL . FEIERFOE
WA EZBREL COET,
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ARURDA B~ T

Audit Only E—F

Audit Only E—Ri%, 77 ® A VL— 1 %EF =770 HALZ0E$1, A
A= T ENTT R TDOARN MR LE T, ZOE—RIX, a7 o747
A FTIHANCRE 957 — 22 UE T D70 1AL E9, Audit Only
%*‘F"C X. CA Access Control [ZA XU MEEEAL , BEAE AU MRl L ET

S ROREELR AT, L— A b HLUEE A, FORES. CA Access
Control WX, A Z =T AT R COT IR REZFFAILET, 2k,
RTDOARMNIONWT, FEESNDEERT N P (FFA)) THHZEEERLE
R

Audit Only E—RIZi%, LLFOHIRFE @EHINET,

m  Unicenter IZIZEEAEL a—RNIIEESNEHA,

Audit Only E—RTlL, T _XTOARUVIRTFAI SN ET (P, FFafSir=
A~ MZ, Unicenter IZITEEESNEHE A,

n V2RIV —POEET 0TI BESNFEA

Audit Only E—R T, VY —REA OHRE THIL, 2—V[EAH DR ETH
W, 75— TP T TR IO FLERSIVET

Audit Only E—FDtEyr7v7

Audit Only E—RX, 77 EA L—N%2TF =7 720w L7208 7712
H—t T RENTZT R TOARUIEFREFLET, ZOF—RNIX, a7 7947
A FT TN BT 5T — 22 INET HT-DIfE AL ET,

Audit Only E—RZ& > 7 v 7§ 5IZ1%, SeOSD¥GenerallnterceptionMode CA
Access Control L' AR =M% 1IZRELET,

EE: Audit Only E—REMNT 2541, BiAn/ 2 EATL /20 O-43 72
TAAY IR DDHZ L, :JbotUﬁPEmﬁa)#/rxﬁﬁu[SE@ FENRF S AEZST
HHTLEMERL TS, B nY Ny I T o7 (P 143)DA T2 a i/ (ZOW
Th, &I ﬁéz%‘eﬁ%wiﬁ
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ARUEDAE—E T

I

LEx—FK

B — LT VY — RS TED T T ThHDHERIFRC, 7T A
TEDLA T ar Ty, BEE—RN)Y—RFRII7 T A ASNTONDE
BT IR IN—)VDT I AERDIFEAT5HE . CA Access Control 1, VZ—
v a—RW & TR I Ce N ETLERLET 23, U —A~DT I A
ITFFAISIE T, VAN EEE—ROLEIX, TDOZTAND T XTDY Y —
AN —RIZRDET,

¥ L —R X, CA Access Control 73 Full Enforcement E—R D5 D LA T
ER

;¥ : Full Enforcement &—R|Z., CA Access Control for UNIX 23R — k35 ME—
MDE—RTT, CAAccess Control for Windows TlZ. Audit Only E—R%
A—RLTWET,

BEE—NX 77 BA RV — R EAFIE T TG TEET,
MR —RAE AT D5 1E, RV —2 G T HHIC, BB ns TRl s
725V —DOFE R BN HERTHIENTEET, B/ 2R T5I1C
IX. seaudit 2~V REFEHLET,

U7 AT T 1 warning DAL, 7T AEEEE—RICRETEET,
V=R T N—TENIITANE LT —ROLGEIZ, 77 ER L—)LER D
A HE | CA Access Control 1L, 77 A% AL, (VY —RA Z)L—TF7-1%
JIATITR) VY =2 B BT H= NEBEE 7 ICEeek L E T,

V) — 2D LT — R DR EE I T ADEE T —ROFREITIMTILTOET, Y
V= AR —RICRELTGE . TV —ANET 57 TANLE G T —
REHIRLIZELTH, EDY Y — AT LT —ROEEER0E T,

E VY RAFNII T ARG — R E TEDLDIE, VY —RAEITI T AT
TasXT 4 warning BHAOGETIT T, T LH T RTOY Y —RAE13r 7
RZZD T O/RTANHHOIT TIEHVEE A,

FEMEER -

Audit Only “E—F (P. 107)
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ARURDA B~ T

) —ZADESE—FDOHRE

V= AZEF—RICRETHILT, T/ A N— NV EZHEA 5287 7
JEA N —)VONREERTEET,

Sl 4 DY —REEET —RICRETHIZT TR, 27 A& EEE—RIC
E (P.110) T HZEHTEE T,

)Y —REZBEE—RIZERETBIZIE. LTOFIBIZHENET,

1. CA Access Control T RIRA L NMEBL T, BEE—RNIIRET D) — A%
RELET,

I [ ) N R RS ET,
2. (B 572/ LET
Yy — AT B BTN — DR RRSET,
3. [#ET—FIZBINL, [RIF)E7)0/LET.
EHUIY Y — AT — IR ET,
F BTN TIE TR NV VERDEAELILG S T/ BRI AE

FUET D, CA Access Control [T TG L a—REEEe/ICR&EHLET, 20
72 VY —AD audit 7T 4 &G E T HMEITHYER A,

sereport = —7 U7 (LAIN—FEF 6) A T5L, BEE—RNTHLHT T
DV —=ANRFRSNET,

Bl: IPANEBEE—FIZRETS

LLF O selang DHITIE, 77 A/ c:¥myfile 25 —RIZRELET,
chres FILE c:¥myfile warning

Bl: IPAVDBEEE—FEVITTS

LLF O selang DHITIE, 7 7A /L c:¥myfile DG —R 2B L £,
chres FILlE c:¥myfile warning-

myfile DEEE—RITIEN T/ 5D T, CA Access Control [ myfile |2k 57
I A — VT LET,
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ARUEDAE—E T

Bl: lEREBEET—FICKETS

LU F O selang OHITIL, WK myterminal 2345 —RIZERELE T,

chres terminal myterminal warning

Z DA CA Access Control [THERR D& D — 2L DA myterminal 7>5
DT v AEFFAILET N, ZOUENLDT 7 2030 F A SN D2 —HI(Z
OWNWTCEEAL a—RE2u /| ZResLET,

HSREEEET—RIZHRTETTS

il 2 DLa—RZELE T —R IR ETHOTIERL, Z7T7ANDT R TOLa—
N S L I
YA N—VEHEATHZERL T IR =L O REER TEET,
DIREEEE—RICERETHHE
1. CA Access Control = RRA LV NMEFE NT, L FOEELZFEITLET,

a. [RE]JEZVILET,

b. [(VT7ADT T 4T E oV LET,

(VFGADT 7T 4T _R—=VINFREINET,

2. [T —RICRETBITAD [BEEGIDOF =7 R A AN L E
B

3. [SavelzZUv 7L %7,

BAY T —UNFEIREIL, CA Access Control 47" > aL D IE I HHT SH
TN EEENET,
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ARURDA B~ T

ZEE—RANBEINFYY—RADRER

CA Access Control #3225 L CW\AEA 1L, BEE— N2 —IFiy7e TR ELTE
M0 ERHVET, 2— NN ELFT D) —AOYNIEIRT T A %
Fro QW AZLZER LD, 5T —RNE24 712U EF, CA Access Control |3
B2/ — L OiE HZBRAL £9,

BEET—RTHLH)Y —AEMERT DO, BEET—RTHHT X TDYY—
AETR VIR — MR TEE T,

LiR—FeER T DI21%, L F o< Re A TILET,

sereport -f pathname.html -r 6
CA Access Control {ZL > CLAR—FMERSIVET,

7E: sereport = —7 A UT A DFEIZHOWTIL, (V7 7L A AR SR T
FZ&EW,
Z2EE—FTHHIIVSADHER

CA Access Control # 235 CWL\HEE 13, BiEE— 2 —Ry7e TR L TE
AT0ENHVET, 22— RUELT DY —A~OUTEIRT I AW %
FfoTQWBZLaflil L0, B E—RNE24 712 %7, CA Access Control | %
B2/ — L HZ B L £,

LT — N THDI T AL T HT-H 1T, CA Access Control TZDF —Z %3
TRTHIENTEET,

ZOT —HEFRRTDHIZIE, LLFOD selang 2~ RaE A JLET,

setoptions cwarnlist
LT RPN ESNT I T ARG R T RPFRINET,
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=AM
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DATLATFOADRITHE
VAT LET T T —RLIED LAWY U= ar A AN LT DT80
I\ BFE DRI AT b AT F 0 R FATUAR T IR R B WS A 30 £
T o VAT L AT FUARE | CA Access Control /L— /L &5 — IR E
LRV LB R CEIh, BEE— R 7T DR ERDYET, £HT DL,
CA Access Control IZRFH /L — LD A& Bt L £7,

VAT B AT T U ADELTRHE ST R T 5123, LT O EEAT

WET,

1. AT F U A%BAMT DRI, LT O selang L —/VAEAL T %4357
TAGEEE—NIZRELET,
setoptions class(NAME) flags(W)

2. AT FUAREFITLET,

3. AT UADFEITH, seretrust L—T (VT 4 & FITLET,
seretrust —7 (U7 (L selang 2~ REA L £, 2O~ Rid,
T —HR=ANTERINTNDE T BT T LB I ORES G 7 7 AV % 15
£ trusted RAEICT DL AICHE L2 ET,

4. selang A~V REFEITLTC, 7T —HRN—ANTERINT-T 0/ T L5 FE
fERELET,

5. LLF®D selang v— V&L T, R —iHEB N T D7D, 7T A
MBS —RZHIFRLET,
setoptions class(NAME) flags- (W)

6. CA Access Control Bs &2 77 A VAR L7,
B/ 2T, AT T U RICR DL Z T T2 — ADEE NG ENT
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X seretrust T —T A VT A DEERMCHOWTIL, [ VT 7L X DRI AB LT
TEEW,

112 Windows T RRAVNEEHAF



Access Control D7 I T4E T DEZ1R

Access Control D7 TA4ET14DEZR
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DT I ar R TEXDITNEA L0 TT, N—A L a—RiE
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F721E LLF DLV AR H 7% —"C trace_file fHEL TIRESNIZ 7 7 A NMIZE
fESIET,
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"= 77 AN DL a—RII T VAP CEET A, b —AEREIIA S
X2 UT AR CTIIaK U AT LG A B EL CREFENT AN =X LT,

7 7 /W Tl CA Access Control DHTHIULIRFICD IR — R Ayt — U W3
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L. F—Z2 Ay —I 3RS EE A,
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No—X La—bk J4)L7%

CA Access Control TIX, LA TFD 2 o2DXZAT DR —A La—Ra4kLE13,

m 2—HF R—RALa—R-a2—HPRETLELa—REeERLET, Fi:
2— 1 BT 7 AL c:¥tmp¥tmp.exe (ZT7 7 EALELTZ,

n R —ALa—R - VAT ANRE T LT IvarartekLE7, f:
Watchdog 737177 5% untrusted |ZF%ELELTZ,

F—R& L 2—R{Z seos.trace 7 7 A /WIZEZIAFEIL, trcfilter.ini 7 7 AV & H A
LCIANHETEET,

2—WERN —RA[RRICRELT-SH A, TO2—VIZB 75 — R La—R)
EXIAENDT-NT iTFGTéﬁ"EV:I~I\ 73 seos.audit 7 7 A /UIZEZIAEN
9, B ﬁl/ﬂ*—]\ IZ audit.cfg 7 7 A ML TTANHAEINET,

R —AARUNZE S TERESNZER L a3 —RNEF vy 2307, Full
Enformacement 72— 23 12 FH SV ET,

LLUTF O selang 2> R T, 2 —H & N —RA[RRICHELE T,

editusr userName audit(trace)

Mo—RA La—RFEHITEEL o—R2FRT5120%, seaudit 2—7T (U7 1%
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FL—X La—FD T4 )L 70

"= TANE TrANEAFE T HE, FFEDTEIEDT 7T 48T A3 L — A
T AN EESIAFNIWINFEETEET, N—RA T4 HZ 77 AV,
trace_filter iz L T, LA FDOL Y AR £ —THELET,

HKEY LOCAL MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥Se0SD

77 #/V ML ACInstallDir¥log¥trcfilter.ini T3~ (ZZC. ACInstallDir 1% CA
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EE: CA Access Control DA AR— LEEIZ | *seosd.trace* L) 1 T/ EXIA
FNTR—R T4 NE T AVBMERRSIVET, ZOLa—RiX, Mzl
L72WTLIEENY,

"= TANE T7ANVNDOEATIZ, N —ATDUENRNT VB RAE X
TITAET %R LET, 722 1E. Microsoft Word ~D—4 77 2%k
L— AN T DITIE, N —R T 4B 77 AL FOIT2BMLET,

*winword.exe*

CA Access Control DEEExTE

Y2V T A BEA I, CA Access Control [E, 7 —#R—RIZEFRIINTNDHEE
T — e EREOBEHT—RIIE-T, A F—t 7 NN A R IO
La—RERFFLET, B OLa—RiE, INHLOEE L —VIHE-TE
EEnE7,
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NET,
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ARUNI A B —F TN AR NDOEER T ot A it TS ET,
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IRAT — R I (PASSWORD 777 R)
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AR N\ ZE3EER T AE DML, CA Access Control DAL 2 —t& 7k T—K
R TR EDET,

AJA42 A2 8—tTrOHIR
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FPR—REZNTNET,

H—=FNEN LTI AL A F =T MR ET DL TEEE A, FEREL
T UTOREBE T DMEDROVET,

YT RAEIR— R NEIR ALY a2 he—F(DC) V«/»@n@%m
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Ta—/V&NH) §5 DCIE 0S IZJGEU THEZRDE T, Windows bw/fxiﬁ
TlX. CA Access Control % DC Z LIZAV A=/ T AR HVF T,
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2 — (TERMINAL /L —/ V) % DC _EIZELE T AMLERHNES, ¥—7 b
P I E T DML EIIHVET A,

72E Z2 11X, Windows KA AZS AL TWA23 DC TIHZ2W 7 7A /L H—N
“C KA 22— Dur Ay AR NeAREFITEE TOILERH LY
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BRI 3285 7352 L Cid, Policy Model A4 =X 2 (3T DC A3
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DRAELET, ZiUE, nZ A FERERNT NN 1 D0 DC TOAEITEI
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DOuy A RN —3F— R =N ETCERTOILERHVET,

Full Enforcement E—K T CA Access Control BB DX &

Full Enforcement “&—K (i# 7 #21E) TlZ. CA Access Control [X, LA FDIHIZA
N R L E T,

AR =TT RENTY Y —ADELG T — RN F 7D 4 . CA Access Control
1. VY —RFE 1T — O qudit 73T 123 STV — AL, A
NN IZReERLE T,
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FAIL ERDIY W7 A 7N

A B =T RENT VY —ADE ST — RN NF DS T EA L—)L
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Audit Only E—KF T® CA Access Control BEE DX &

Audit Only E—R Tl CA Access Control |FF8AED E R A2 LB /L—)1¢,
WHLEEA, 7780 0T _XCOA X —8Tsad (v A_XURBIONCA
Access Control |Zdi> THRF#EZIL TV \E))/*—X@‘ﬁ‘f\f@/l’/&' TN A
UNE, T BADKIR U= R B LT R K n I C R g S IVE T,

CA Access Control ANEEEOJ [CEZ AL AR EERTHHE

CA Access Control BEEE T/ |2 EXAT AU NI LLTFD 2 2O HIETER
TAHZENTEET,

n JY—XEHIT 7 BYO AUDIT 7'/ ¢ %{#H L T CA Access Control 23
A\ CESAT RN M ERLET,

7¥: GROUP if_ J XGROUP ™ AUDIT ' T &ML T, 7 v—T7 D7
RTCDANIEE T ORT 4R ETHIENTEET, 7L, 2—W
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WA L — )WZHADNW T, T B AR B LT 7B AFF A DA~ MZE
T HERL a—RPRFSNFET,

FTARTOT7EFBLIOVY—AIZ AUDIT 7RATARHY, ZOT 08T 4T
IO 1oLk EOEZBETEET,
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TIRTICEDY Y —=A~DRIELIZT 78 A2 n 7 ICREaR L £ T
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TR HIEDY Y = ADEINLIT e R e n 7SRk LT,
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LDV —AEIZTT 7Y D AUDIT 73T s DIEAZEFH L ET, £/~ CA
Access Control TlL, ZOHIET, TRXTORN—RA A RXUMNEEER RS |1ZFLF)
FTRHINFRETHIEHTEET,
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T U FOINIL T —ABIOT 722 AUDIT a7 42 ELET,
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BT —RRHVET,

FoFE: BEREER 123



CA Access Control DEEE X &

S EER

CA Access Control X707 7 A )L I)—T %L Ca2—W T XT 454 E
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A—HBLUVIVAEA—TS5A X 1—HDTIHIILDEETE—K
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7> AUDIT_MODE 7547 ¥ =7 MZHEID 4 ThivEd, AUDIT_MODE 7'H/37 ¢
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LILER A
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newusr userl profile(profileGroup) owner(nobody)
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ITEAR =T 427 AT MTESNET,
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AT T A T—R AN THI20E LT OFMRICHENET,

1. CA Access Control —EZADME LL TWAZEAfERLET,

2. LURAN) =T Z5AEHL T, L ROV VAN 2 —IZBEILET,
YHKEY_LOCAL_MACHINE¥SOFTWARE¥ComputerAssociates¥AccessControl¥FsiDrv
LUITOEEZZEELET,

m SilentModeEnabled = 1
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A=Y TLIUATLE T, IR, SYSTEM (X F AT T~
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194 Windows T RRAVNEEHAF



N Z A VAL TAV.S

FSAINDINAINRDERTE S iE

1.

BypassDriversCount L'V AR = NfEZ | /A7 SADFEEXGDOR T AR
DEUTERELET,
ZDOx R, CA Access Control L' AR D FsiDrv S+ —IZdH 0 £,

3¥: F9° CA Access Control 245 [ELT75, CA Access Control L' AR =
VNIEEETHMLERHET,

INANATHHERTANIONT, LT OBIEEATNET,

a. DriverName_drvNumber E\ )4 FijD REG_SZ ZA 7 DL AR k)
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kDR EZ DL E 9, CA Access Control L' AR U —PN® FsiDrv 5 —
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DriverName_1 REG_SZ avDriverB.sys
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Stack Overflow Protection

STOP M E 1k

AH 7 Fr— =T —h IEBEEE (STOP) 1%, Ny —INAK T F—rR—T
n—A AT, ZNEFHAL AT AR AT HOZ 1T HHERE T,
ARE ) Fr— N =T a—(ZX 5T Ny —E, VE—hEIFe— LDV AT
LKL T, BHELL THODDHaA~ U R ETHLFEITTEET, Ny l—
WL, AR =TT VAT ARMD T T T LD NNT R T, AX T
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