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Bl: selang EHEALTTF—IR—RIZT L—TERET S

PLF D selang 2~ R, 7 —F_X—R|IZH I V—T Tsales | EFRLET,
T N—7D7 ) 32—t [Sales Department] T3,

newgrp sales name('Sales Department')

Bl: selang ZHEALT, T—ER—RICERShTWST L—TDT0/3T1%
P )

LU F® selang 2~ R{ZL~> T, CA Access Control |, 77 /L—7" AC_admins
A NIZHRT DT RN TCOARIEERLET,

chgrp AC admins audit(all)
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Pl : selang ZERAL T, ACLIZTUA—TFSAX T I —T%EEMT S

LLF @ selang =<K%, myfile W) ACL I X —TTA X J)v—"F
mygroup ZB L F£7°,

Authorize FILE (myfile) xgid(mygroup)

fl: selang Z#EAL T, T—ER—RIZEBRSNTNDT IL—F T 4—T5
A1 X 1—Y%EMNTS

PLF D selang 2~ R, 7 —FRXR—R|EFRSIL WD /L—T AC_admins
(2, TH—TF A X 22— mydomain¥administrator ZiBINLF9,

joinx mydomain¥administrator group(AC admins)

Bl: selang ZHEAL T, T—ER—RIZERSATWSI L—TIZTV58—T5
AXTN—TEEBMT S

LT ® selang 2~ RiX. _restricted 7 /V— 2 X —TFGAX T )V—"7
Guests ZIBIILE7,

joinx Guests group( restricted)
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ZOvrva Al LFON IR EFITWET,

)/ —Z (P. 49)
772 (P. 50)

VY —=RET T RY NPT 7 RATE, T7EA L—)UlEs> TiRESNH T
TAT A FLZZ DT T 4T 41255 % CA Access Control 77— ~N—Z L
a—RTY, U—RDOBNZIX, T7A/V, T O T L RARN SRRERHYE

B

CA Access Control TUVY—RA La—KR&E{ETH 32 HAIE, V/—A L a—FK
(XIS DV —ADT VB AT A ERT HIETT, VW —A~DT 7 EAIZ
VBT 7 AR IX, VY —A La—ROT7 7 AHIVAMIFE ELET,

V)= T )N—T1%, FOMDY ) —ANSREDY AN G Ee) ) — AT, U/ —
A T )L—"7"LIX. CONTAINER, GFILE, GSUDO. GTERMINAL, F7=1% GHOST ®
WTNDDTTAD AL /3T,

V=R TN =TI BARNY ) =R THDHT2D T DAL N — A Z[FEC
DX TUNEIN Y TONET, LIRS T V=R TN —T 2T 52wk
X EHEOMK L TT, VW —RA TN —T DT aRT B T AT, T
THDAN V) —=ZAD T UNT 4B HTEET,
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7oA

7E: Windows TlE, VY —RIZxt T 52— W82 T =7 T DHFRIZ, CA Access
Control {28V, VYV—A 7 )—7 @)ﬁﬁ%*@ﬁﬁﬁ‘%}ﬁéﬂiﬁ‘o ZhuE. r12.0
T%]\éﬂ\ibf:o U\ﬁﬁ@UUb—X’C \ it FJ.E7 a2t AT i)/“—x@%ﬁ%@
FHINE SN TNELT,

7-L 21X, none BL U no owner DT 74V~ T 7 A% 277 FILE V) — A%
EFLET, FILEVY —RIHEESNTFTH B % 272 GFILE VY —AD AN
T, CAAccess Control r12.0 LARE Tl 5 ESNT=I NV—T & I2ZED
T ANDSERIRT VB AMEN G- 26 ET, LETOV—ATIE, #IZHZD
T7ANDT IR AMER G- 25N THERFATLT,

CA Access Control TlX, La—RI|ZHE|NY CAZ DO TEA T /T g XLa—K
DIFTAZLES>TERENET, 1 ODITANDOTXTHOLa—RIZ, R 71
INTUDNENY THNET, 72770, 2D e T Ofd] ii?ﬁﬁ@ifo
I7ADFENE, LLF DL T,

m  TERMINAL 77 A, ttyl, tty 72 OEEROL a—R B E FET,

m FILEZTRA, 77AVDLa—RnEENET,

m  PROGRAM 7T A, /TPl a—RNEEnEd,

FLa—RIiZiE, La—R ZZRTH LT T o OEPMRESNET, 7oEx
1. XUSER 7T ADL a—R|ZIZTL Z—TFFA X m— O E #0875 e

DT T 4 PMEIES I, HOSTNET 77 ADL a2 —RI|Z{I Ry h —E 2%
IP 7TRLA F—X72 D7 08T 4 PMEIES I ET,

CA Access Control |Z1X, FHRIERINTIZTIANGENTCWET, F/-, 2—HF
EFITAENENDF I T A EFRETHIELTEET,

HDSADTIAILE La—FK

\ZEAEDITAZIL, T 74V La—R (_default) & HHZ LN TEET, &
DLa—RiL, 77ADV)—ADHH | T —H_R— AT DL a—R RN ER
SN TR — 2D T I v A ZAT ZAELET,

oV —2A L a—REEREIZ, _default L —RIiZi%, ACL BL X defaccess
TA—NREEDHIENTEET, default L2—R{L, USER, GROUP,
CATEGORY, SECLABEL, 33X TN SEOS # RS T R THOITAIT/ER TEET,
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UACC V5 R (BELIEFE)

UACC 77 ADfERITBEID LFER Ay Z7TANDL a—RIZXT 5T 74V h
EZFEETHITIE, _default La—RZ2f# L TEE,

CA Access Control D—&FD A/ X— a0 Tk, D77 AD _default L'2—R|Z
L7z —RIZ% LT, UACC EWVORID 7T 22T L TUVvELTZ, UACC 7T A

O IZREID L EW A, _default L —R & H 925854 UACC 77 AD %}

ST HLa—REF=yrSiEt i, SED/N—Tal T, UACC 77 AT
R—hSN7e<e D A REMENHV E T,

72& 21X, == — Henderson 237" 112 A store_log MI&HIFE T (kill) Z5hr7=&
L9, ZOHA . CA Access Control Tl LT DIEFCHERRAF =y 7 &
T, FT AN, 72 A store_log INT —HX—RITEFRIILTNDNE I
NF v 7ZFLET, CA Access Control [ X, 7 —4— AT PROCESS 777 AD
store_log LV L a—RZRRLET,

. BT ALa—RNREOMNBRWEEA . 2O 7 A CA Access Control
ICEFRSNTCWER A, ZDHA . CA Access Control [, PROCESS 77 AP
_default L= —NR_ F£721% UACC 77 A PROCESS L' Z—R DV N Wiy ]
FHL T, Henderson 7 store_log Z5lI# T (kill) TEAMNEINEHIWL £
7,

- =—% Henderson 7% _default L'=—R® ACL IZEFRSILTWDHGEIL.
ACL IZH8 E SAVIZHER % F S &,

- Henderson % _default L' —R® ACL IZEFRIIVTWRWEGA T,
_default L'—R® defaccess 7 12/ 3T ¢ | THR & ST HEBR 23568 F X
F9, ZOMERRIL, _default ® ACL IZBH/REITHE E STV g
TOx—FITEHASIET,

m SR store_log BT —HN—RIZERSNN TG, =—F
Henderson 735 — X _X— AT/ 1tz A store_log ® ACL [IZEFHIIL TS
MEIDBEITRVET,

- —7 Henderson 237 1 & store_log D ACL IZEZHRINTWDEGE
I3, ACL IZHR E S MERR S i SV E T,

- —7 Henderson 7% ACL IZEFHEIITUWRWEATE, store_log VY —
ADT T AN T 7R T /3T AR E SV MR EH SV ET,
ORI VY —ADT T VN T 7B AEWNET,
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7 _default OF 74V h 772 A (defaccess) 75 NONE [ZRR ESAVTWVDIGA
F720%. _default 23K $57E T UACC 7V T ADKN T DY —ADT 7 4 /LR
NONE THHLE X, VT AIZEFRSN TN —R(ZT 78 ARG I T2 T 7
YL, VY —A~DT 7 A ESET,

_default (£721% UACC) DF 74V b 7w AMeL U The EALOMERR (ALL, £7=
1A 12> TIE READ 7° EXECUTE) DA aR E SN TV AEEA . B RIICiR#ES
TN =21, TRTCO—FRNT I ATEET,

FHIERSNT=I5R

FHATERSNIZI AL, L FOXAT I TEET,

DSRBZALT B &Y

T = ITN—=T R V=R IT IR T AT Ve EFRLET,

BT X2V T 4 TR 2T BT IVRE X2 T o DT ST A EETS

AAT eI N EFRLET,
A AR—)L CA Access Control OENMEZHIEI4 54T =/ b EFRLET,
U —= T IR =L THRESNDA TV =/ e BEFRLET,
PLF DT, FRIEFRITAD—ETT,
935 R 95X RA4 A
7

ADMIN EFE ADMIN EMEA R /a2 — P ICE BT A R LET, Zhbo
2T N VHESR B M2 L, B HE R oD 1 F i &
HIBRLET,

AGENT Uy —= CA Access Control IZITE S ER A,

AGENT_TYPE Y —2 CA Access Control (2133l SV EH A,

APPL U—= CA Access Control |Z/3 S EH A

AUTHHOST T CA Access Control (213 A SN FHE A,

CALENDAR ) —2 R R A S b —H, Vv —7 BIXO Y —2D
Unicenter ING HL U A7V Ve EFRLET,

yola=d)| ET% X2V T 4 B TIAVEERLFET,
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9S5R 95X BRA4 A
7

CONNECT U —2 N AR L ET, oA a—Rx, FOoa—F Ry
DAE =N RANIT VB A TEANETERLET,
CONNECT 7T A% T 7T 4723 DHIIZ, streams B 2— LN T/
TA4T THHI L MERLET,

CONTAINER UY—A MDYV =R ITRICBHAT V= bDI N T EEFRLET, T
I DRI DT T2 I DT 1 DDV — )V
TAHEOT 7R L— LD EFHEEA LS ET,

FILE U — Tr7AN T AV IR FIXT7 7 AN~ AT ARHE L FT,

GAPPL Uy —= CA Access Control IZITE S ER A,

GAUTHHOST et CA Access Control |2/ S ER A

GFILE Uy —= ZDOITADEZE L a—RX, T rAINVEITT AL RIS IV —T %
EFLFET, FNV—TZERTHUL, 22—V %27 L—T1E
TAHGEEERUGTET, 77AVEIXT 4V 28 (FILE 7T ADY
Y — ) % GFILE VY — A ZBHRAGIZBIILE 9,

GHOST U —2A ZDIFADELA—RIE, RAND T N—THFERLET, J—
THEREZFRTHIT, 22— V2T —F BN TH5E LRI iE
T, BRARHOST 77 ADVY —R) & GHOST U — AIZBHRIIZIB
L%,

GROUP 7Y ZDITADE L A—RL, W/ N —T 52 ERLET,

GSUDO Jy—= ZDITADEZ L a—RIL, HHL—FNEITLTH, BlO2—H0
FATL QWD INTRENTHENTEDHI~V RDOT V—T
ZPEFRLET, sesudo I~V RIXZDOITAEEHLE T,

GTERMINAL Uy —2 ZDITADEZELA—RIX, RO N —THEHLET,

HNODE EH HNODE 77 A1Z13. kD CA Access Control R AN BEJ A (EH
NEFENET, 77RO L a—RIL, #fENDO / —RE2FRLET,

HOLIDAY 3% ZDIFTADHKL A= RIL, P ORT A AEF A a L HEE

TOWMA 1 DLl EERLET,
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VIR D2 34

Bl

HOST U—=

ZDITADZ L aA—RL, FANEEFRLET, FANI, FANM F
TZIP TRV AIZE > Gl S E T, A7 V=7 MNaiE, v—v
RARNZDRANPL Y —E RE G CELNEINEIREST DTV
TR VMRS ET,

HOST V7 A% T 77 47\ 29 DREIIZ, streams T 2— LINT 774
T CHHI MR LFET,

HOSTNET U—=x

ZDOIFTADEE L T—REIP TRV A A2 IZE>TEBISN ., 77
TR — VBRI F9,

HOSTNP VY —

ZDIFADZ L aA— R RAND T N—TEER LFT, FL—
FIBL TCWDRANT, TRTRICART A2 — 20 ET, %
HOSTNP 47 = 7 DA BNTIZT ANV R T — R B EEFNTWVET,

LOGINAPPL

it
P

LOGINAPPL 7 FADK L a—RiL, n /Ay 77V r—a DFE
B.al Ay Il IrxfERALarl A TEHaa—VDRE. B
Xour (v 7ar 7 L0 T EORIEZITVET,

MFTERMINAL

i
i

MFTERMINAL 7T AD 4L —R %, AL 7L —.L CA Access
Control ‘S Vo — XA TR LET,

POLICY VY —

POLICY Z7FAD 4L a—RiE, AR —DT 7 uA B L OHIFRIZ S
FEREREERLET, INHOLa—RL, R —&2T A
BLOWIET 5720 D selang 2~ RDY A % E e RULESET 47
VI~ DIV I INEFNFET,

PROCESS U—=

ZDITADE L aA—RL, FATARE7 7 ANV 2 EF LET,

PROGRAM VY —

ZDIFADE L a—RIE FHAET 7R L — Ve T
T&ED trusted 7R T L% EFRLET, trusted 707 TLET, &
SASNIRNEDIZ Watchdog HEHE TSI TS setuid F7213
setgid 7’2/ T LDIETT,

PWPOLICY T

PWPOLICY 7T AD L a—R, /NAU—R R —ZERLE
7,

RESOURCE_DESC  E#

CA Access Control (213 S vEH A,

RESPONSE_TAB TE e

ST
CA Access Control (23S EH A,

RULESET Uy —=

RULESET 7T AD L a—R (X, R —ZEFHRT DL —LD vk
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9S5R 95X BRA4 A
7

SECFILE TEF ZDITADZ L aA—RiL, BRI TUIRDLRW T 7 AL E EFRL
F7,

SECLABEL T ZDIFADZ L a—RE, EX 2T TULEERLET,

SEOS AV A=)V ZDITTADLaA—RIIT 7T 4T JTAERAT —R L— VAR E
LET,

SPECIALPGM A2 AR—)L SPECIALPGM 7T AD 4L 2—R %, Windows TlX, X7 7 v 7 1%
HE. DCM HEHE ., PBF F¥HE. I8 TN PBN REREA B kL . UNIX TlZ,
xdm HEHE. N7 Ty BERE. A—/L HEHE . DCM HERE . PBF HERE .
BLOVPBN BEREZ B G F97, F72id. Bl e fR R E A  BE L
THT TV —arhinla— D ICBEA T ET, Zhick
D, HEDRFEITL CODDTITZa IR EL TSI TODNNIHES T, 7
I AT DRI E TEET,

SUDO Uy —= sesudo I R THEHINLZD I AL, HH2—V (— k=2 —H
7RE)BELTLTH, BID— (root —H72E) BREITL TS
POINZRENTAZIENTEDLaV U REERLET,

SURROGATE U —= ZDITADZ L a—RIZE, T/ A RBELL CEfH &S —
PEEFRT D TI/EVOT7BA L— L REENET,

TCP Uy —= ZDITADFZ L T—RIL, A—/L http. ftp 72E D TCP/IP ¥ —E &
AEFRLET,

TERMINAL ) —2 ZDITADE L A—RIL, iR (2= Ra s A AMEHTEDT
INAR) B BFeLET,

UACC U —= EV) =R TTADT I ANV T I BA N— IV EERLET,

USER Ve aiea ZDITADK L aA—RiL, W2—FE2ERLET,

USER_ATTR EFR CA Access Control IZ13E S EH A,

USER_DIR ) —2 CA Access Control |2/ X S EH A,

XGROUP Uy —= ZDITADE L a—RL, CA Access Control (25T A 2 —75

AR a—PHERLET

FA4E:)Y—RDEM 55



72X

95X

D5A 34 A

XUSER

Jy)—=z ZDITADE L a—RE, CA Access Control |6l T —7"7

AR ITN—THERLET,

filt
il
Jdl

3¥: CA Access Control 7 —#X—Z 75D TCP 3L X SURROGATE |X. &
THANVNCIXT I T 47125 TOVER A,

TCP VT AT 7T 471275, TCP L'a—R137p<, _default TCP VY — A& L
TUWRW BV =BT v 7 7L —R 35854 . CA Access Control I3, 777
L—Rz, FOITA%IET 7T 4712 E T, SURROGATE 77 AIZ DU Th,
IR T,

PLATOYY— AT SURROGATE 7T A% 777 47 IZLC, SURROGATE L' =—R%
E 7. F771F SURROGATE L 2 —R DWW N DIEE T 7 4 /L IS EE LT
DY E . EDV)—=2NST 7 7L —R9 5 CA Access Control I X, 777
L —F#b SURROGATE V7 ADR E R LE T, 7T7RIT v 7 7L —R#&b
TITATERD, TI—FI) B—RDA L H =7 M Ex A b Ed,

3 : CA Access Control 77 ADFERNZ SOV T, [selang V7 7L A HAR | %
SR TLIZEN,

CA Access Control T, LWV T RAZEFRKL, D77 A @b a—R&{E
BT ALk TG 7 Y = MR CE £,

Bl: T—ER—ZXEa—DI1—HFEEISR

F N ZE A LTI DT — 25 B LU AR L TS A Mib DL
LT,

2 —WIEFET T A DATABASE_VIEWS ZEFK L, KT —HX—AEa—%Z DY
FGADV—A A NELTEFRTHIENTEET, VV—RIZ, FDT —#
NR—=AE2—% BT D5 AT BT 7B AR A TEFR T D ACL ZED 24 T
FI, 22—V NRT—HRX—=A T 2—ZERR L IO ELT2EXIT, CA Access
Control [%, =—Y DT /v AMERRZF =7 L ACLIZIHEDW THER A FF A £
TIXHESLET,
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A—HYERIFAD))—ATDITAIILEA—RDEFEH

2—PEFEITADY ) —ADL BNITAINR I —REAF {52 T, D
PR — 22k T AU — A La—REERE T E S, UALR T —RD/R
B b —F T AL RO Y — A TR, VY — A La—R | R
FoNTT 7 AMERIC Lo TR ESET,

FEHTEXATANRE—RIiZ, LT TT,

. ALEOEBCCTFITHRIELET,

n - (EED 1 LFITHISLET,

W) — ZAD L FINEEL DY) — A L a— R4 L4 A8 DY —A
213, VAR —RZ2RL bRV —&n RS ET,

CA Access Control TiZ, VY —ZAHELTLULFDIANR T —R & — 3 H
TEEY A,

m /*

= /tmp/*

m /Jetc/*
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A—HERITX - B

AT —E ZZRMEL TWAV AT AT, A COEEOES T IR#H TS

YEEEZET, ZOBX2UT A ET DL, L TORIAIZIENET,

1. ELAERTLa—REEMNT D DT (-2 %1F . TRANSFERS) Z 7E 5%
LET,

2. (RETOIVLENHLEHEL ~ILDEET LT, TRANSFERS 77 A IZL1—R
ZEHFRLET,
7-& 21, Upto.S1K, Upto.S1M, Upto.$10M. F3J TN Over.$10M &V D4, Rif
DLa—REEHRLET,
LRI T AMENHAHZE DM DY — 2% TRANSFERS 75 A AL 7\
ELTERLET,

3. —WITLIZ, I RESFAD R0 D EITHEIRZ 5 2 5121, TRANSFER 77
ADEZFEL A— R ~DT I AT F-3 S L ET,

4, I\, IOV TN DEE I T L0, 22— DT Ve AT &
F oI U THIESELZ T /351012, $RITOR4E 7 /T AT CA
Access Control API ~D=— )L &R AL E T,
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T O AER

ZOvrva Al LFON IR EFITWET,

772 AMERR (P. 59)

7 72 AREFRDERGE - 5] (P. 60)

77 AH ) AR (P. 61)

VY — AT 5T 7 B AMERR AR E 9% 51k (P. 62)

a—HPDOT I EAMERL TN —T DT 7 AHEFRE O BAER (P. 64)
X274 LYV X274 AT BEPEFX2UT 1 7L (P, 65)

CA Access Control DE72 HEJIL, 778 AMER (77 B AMEEL XN ET) &
FOY T EHTLHIETT,

TR AMERIZIZ, WAL T Oar mR—x o M0 £,

n  TIRADWEM DOV —A (T 7 A RAR HHARRE),

n TIRARDIAT (FEHEY, FEIAR HIER, vr A FATRE),

s TRV (a—VERIT V=T DT D),

PUTFD 128 FIZY TOIFELG G, 22— FITH LTIV —RIZT 7B AT D
FREID Y THRET,

m I PRYY—RAD ACL IZE > THFAEN TN,

w2 T RERMERBEIN Y TONI T N —T DA,

YN TR AMERNEN Y CHN T T LR FETLCT IR, T2
EZUE, 2 —WITIL, SPECIALPGM 7T AND 7 7T I FEAT T HHERR ., £
721% SUDO 77 AN D a~ > K& FATT DMEIRDIEND Y THIL TS,

S VT ABNDOT 72 AMEBRDOFEAIZ DWW T, [selang V7 7L A HAR | %
S TLTEEN,
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TOEAERDKTE - I

T XERDELTE - I
Bl: WEBL—F~RHRYT I EREBEHET S

LLF @ selang =~ R, Wik tty30 @ ACL IZN &= —Y internal_user Z 1B
L, SR A~DFEA RO T 72 AMERRZ AT 5 L9,

authorize TERMINAL tty30 access(READ) uid(internal user)
Bl: TE—TFA X 1—FARABRYT IR EREF 5T S

LLF D selang =< R, Wik tty30 @ ACL IC=o X —TF T AKX —Y Terry
ZBINL, SR ~DFEAI T 7 AMERE T 5L ET,

authorize TERMINAL tty30 access(READ) xuid(Terry)
fl: )Y—RIZHTEIIVER—TFAX 1—FOT7 ) REREEETS

LLTF O selang T~ R, Wi K tty30 ~D Terry D7 7 2% none IR EL .
Terry DT 7B AZ4ESLET,

authorize TERMINAL tty30 access(NONE) xuid(Terry)

Bl: TUE—TS5AX A—HFOT I RERE)V—ZAMLHIRT S
LLUF @ selang =< R, ik tty30 @ ACL 2>5 Terry ZHIBRL £97,
authorize- TERMINAL tty30 xuid(Terry) access-

TV, Terry (21X, S RA~DT 74V DT 72 AMENED Y THIET,
Bl: T8—TS5AX A—FITHTEBET7IEREZHETS

LR D selang 2~ R, =X —TFA R 2—H Terry &, 2—H L7711
E BT MR A ROV T B EHE LU TRRELET,

authorize ADMIN USER xuid(Terry)
authorize ADMIN FILE xuid(Terry)
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V) — 22kt BT 7B AMERRIL., T BRIV AN S ES N ET, KUY —
AL a—R|ZiE, D7t 2 SO T 7 AU ANRE Y THET,

ACL

UV —=ANDT I RAPHFAISNDT 78 V& DT 72V sdrrsnsT
IRADZIAT i ELET,

NACL
V) —=ZADT T EADNERENDLT 7Y ZOT7 72N iR ST
IR ADEATHIEELET,

TIRAMERIL, 22— R — D TaT AT onEINTRE | T 7B AIZE T
DIRDLICI S THERDET,

EHEETIAHE) A

St & T 7 AHIEIU AR (CACL) 1E. ACL DYEIEMERETT, T/ 8H NIy —
ANDT I 2E AT LXT VY —AD ACL & NACL IZFD—HF DT 7t
FEPR DN EEFZIIU T2 EA . CA Access Control [ X5 & 7 71 Al {#HIU A
NMerERd L ET,

KA ET 7B AHIHY AN TIX, T 7B AR ED TEILED (T2l 2 X, i
SNTeT T T LOMNCED) G5B DVY —=A~DT 7 2R ELET,

ez X, R ET 7B ARV ANAL L T, Program Pathing /L — /L% &
FTTEET,

CA Access Control Ti&, L FOFEMATET 7B AHIEVANAE 35203 T
ET,

s Tl T T 7RI AR (PACL)

. TCP VT A TR A AN

m  CALENDAR 7T A 77 & ZifIHU A

FATET 7B ARIEVARND = N Z2EF T DI, selang authorize 2~ R
Dvia AT varzEHLET,

FSE: HFANEE 61



DY —RIZHGT DTV EREREZRET DHE

DT 72 AHIFI AR FIERIZ SAFAHET 7B AHIEIV AR DK =2 N Tl
U —=ANDT T EANHF R SNAT 78t e, FFrSVbT 7B AD XA 7 %5
FELET, BT, A ET 72 AV ARO =R Tl MERZEID Y TS
FMHIRTELET, PACLOSMLIE., 778N T 78 A% D72 DICEITT
BB NSDHT T T DL BT,

5 : PACL DEFH

TUH—TTAR 22— sysadml 237 17T A secured_su & FEITTHIEIT
Lo TA—/N—a2— IR NDIDNTTHITIE, LT D selang 2~ REfHL
T MET 7R NV— L EELET,

authorize SURROGATE user.root xuid(sysadml) via(pgm(secured su))

defaccess - T 24 ILk 7HOHAR T4—ILK

V) —Z2DLa—R|Zi%, T 74NV T7EA 7 —/LR defaccess DD EN
TXFJ, defaccess 74— /LRDAEIZIE, VY —Z 77 AHIHUARDONT 1L
THOHINRN—=ENWT T[T 57 7 AMEREZ R ELE T,

) —RIZHT BTV ERERTRET 7%

TR PY ) = ANDT I A% IHE, CA Access Control 1, #5355
NHFET, HRTERSNTNEFT L1 O LOF = 7% T 7T HZLTT 78R
MefRA T =/ LET, T v ZIld o TT 7B ADORER (T 78 ADE G E/-1X
FEA) INMEHNDE, CA Access Control I X2 AULL EF =072 4789, by
IZRERAEIRLET,

INODOF =y EATTHNAFITIEE TS, UV —AT&IT, CA Access
Control [Z7 7 ANV CIXLL FOIRFCT 7 A La—REF =y /L ET,
1. VY —=ZORZ| N — 2Dl

2. VY —RAOFTAME (AT 7 EANRFFAIESND)

3. B1F=v/

4. UY—AMD NACL

5. UY—ZAD ACL
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)Y —RIZHT BT VEAERERES HFHE

6. UY—AD PACL
7. UY—A®D defaccess 7 4—/LK

B e D 2 DOF =7 ONEFFIX, accpacl 47 v ar DR EIZL>TREVET,
Y —Z PACL Dff FHZIEZHIZ 3 HI21X, selang =~ KD setoptions setpacl-
PEHALET,

1 OOT 7B ARIEV AN, RIC2—F BT DO NN E T
HIENHNET, I2&21F, 22—V EHRMIIEET DN E, D2 —HF
NETDHE T N—TICHT DTN EGEFENDLIENHVET, CA Access
Control IL, &L~V THEN 2T XTCOZU N ETF 7L TB, IROL~L
WCHELF T, KL L TEA T AL — VAR A EOZEIZ OV T,
(2= DT I EAMERE T N —TF DT 7R AR LD EAE (P. 64) 1251
LTLIEENY,

Bl: 27ANDT7ORHFAIDIER

PLFDOFRIL, T7EY userl NV —RA 77 A)L 1 DFLENZ R BAHT LA
L TWET,

PLUF D FETlX. CA Access Control |3 accpacl 47 > ar DT 7 /LD EIZ
PS> TPACLZEHLET,

userl [Z3xf9 % NACL

userl IZx§3 %  userl [Zx9 B  defaccess D ERMIZf[TESH

RDOIUN) ACLAMIR) PACLRDIUR) TN BT REH
Read (ILE) (L& (L& a0 AT
(REZ) 7L (L& (1L Bz U E
(CRIEZE) Read (1LE) (L&) Bty U]
(CRIEZE CRIEZE via pgm (IEE) securereader 712"
securereader FTEDFEITIZEST
Bty VR
CRIEZE) CRIEZE) CRIEZE) Read Bz RS
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A—HDTIERERETIV—T DT IR EREDHEEER

TN (REFE) ERRSILTCWDEA . ZHUE, userl IZXT 2 NIAST
I AHMEN) AMIIFAELRWNWZ LA ERLE T,

TN (IEE) LRSI CWVDEA . X, CA Access Control 1245
F oI TONT ., 77 2RGIEHV AN O MIXERRN I EA B R L F
7,

CA Access Control X, DS ICTF 27 L ET, T XTOIT T, T EBEANE
BINTWBELOERNAIETHE LD, (IEENRAZEIZEELT
LTI, W, TI7EARERSNTWDELOEMANZHH /L OEILT X
T CREHE)NIRVET,

A—HDTHORRERETIL—TOT7OERIEREDHELE
J=8

a—Y BIO2—PRETH7 N —I1Tk LT, 77 B AR A REIZETF
Al FZIIEET22ENTEET, BRI TUIINLDT 7 B AR A
THIERHVET, LLTFOHITIEL, =2—%2 2 2D7—7 (Group 1 &
Group 2) DA N THLHEXIIHAETHT 7B AMERNFEICY Y — A ZE0 Y TH
NI a . EOIORFE R RUET,

PREZ IL—THE[R (P. 65) 7L ar DR ESN TWAZEARIRELET (5
7 4 I)VEDFRIE) o

A—H DT I RIER Group 1 DTV R¥E Group2 DTV LRIER =EMETIERIE

BR BR
HRSNZT 78R (/L&) (/L&) RSN ET 7EA
TR ] (1EE) (1EE) T I ATEA]
(CRIEZ T URAFFA] (CRIEZ% T U ATFA]
(CREZE (REZE T U AT ] T AT
CRIEZE 7 U AFFA] 7 AFFA] V]
CKiEZ) EREN=T 784 (1LE) EESHET 722
(RIEF% (1EE) RSN =T78A EARSNE=T 724
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tXa)T4 RN, X)) T ATT) . BXUEFI) T INIL

TR (RIEFR) EE RSN TODEGEA . i, 2—VF37 v —7 1Tkt
TAHZUNNERIN QNN EEERLET,

TN EER) EFERENTWDAEEE . ZHX. CA Access Control IZ15F =
THTOIT, 772 AMERITBR NI A ERLET,

2§54 )L—THER (ACCGRR)

BFET N — T HEFRA 7 a2 (ACCGRR) Tl. CA Access Control 731/ —AD
ACL Z=F =79 57 1EA L £ 9, ACCGRR 23 2072554 . CA Access
Control I%, ACL T, =—H¥NETHT X TDZ /L—TTFFAISIL TV HHERR
ZF v 7L F7, ACCGRR MERN7235A . CA Access Control (%, ACL Ciii FH AT
BEZ2 = N DWW T INNIAE none N E FNTWDINEINET =/ L FT,
none NG L TCWAEA . 77 BAIZIERSILET, none 23E FIL TV
H4 . CA Access Control 1%, ACL NOR IO ATHE/ e/ )V —7F = N &[5
KTRCOIN—TF = NEERLES, 2O T a i T 74V CHER)
T,

ACCGRR A7 T araH NI T HITIE, LT D selang 2~ RaEfE A TEET,

setoptions accgrr

ACCGRR A7 v a  m sz 3 HI121%, LA T D selang 2~ FafHTEET,

setoptions accgrr-

tXal)T4 LRI, X)) T9 AT, BELVPEF) T

NI

X2V T A LAl R 2T BT IVE, VY —ADT 7 e A& IR 218
IO EZARBEL T, 772 AR AN 5EL E T,

X274 TVE BFX 2T bbbt R 2T AT HVE 1 OICEED
T BRI TR TT,
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tXalTa LN X)) Tqo ATT) . BEUEFI) T INIL

txa)T4 LRI

X274 LUE, 22— BN =X ZEM Y THZEDOTES 00D
255 FCOEETT, V—AOT 7 EAKIEHVANC—IZT 7B AMER N
FHESNTWTH, 778 0ex27 4 LV R) Y —ZADO X207 ¢ L
WEVEWEE . ZDOT 78 HIED) ) — R T 7 A TEET A, VY —AD
X274 LAULRErDSE, DOV —A KL TeF 2T 1 LoD
F o7 IFFEITSNER A,

X274 LAV BrOT 7', B2 )T L ErlS oYY —
AT 7 vATEEE A,

tXal)74hTIY)

X274 T2V, CATEGORY V7 AIZHHL I—R DL FITTYT, X2l
T4 T2V, 7&?47‘&)/~7< B Y THZENTEES, V—R|ZEY
BTHNTWDETRXTOEF2IT 4 ATAVNCT 78 RE YL THRTWD
WE DI, FDOT 72T —R T 7 EATEET,

tF2TA SN

tXx VT4 TULIEL, SECLABEL 77 AIZHDHL a—RDOLHTTY, BXalT g
TN ZES T, B 2T TV EEBOEX 2T 7T V% 1 DIcEs
OAHZENTEET, BX2UT 0 7L ET 72t E3) Y —RAZEN B THE,
FDOEX2VT 4 TV TN X 2T LR U T BT
FYOAEDOEN, 77 H FIV Y =R ESNET, BX2UT7 4 T
WL, 77 EIFY) Y — AR ESN TR EDO X 2T 4 LB LU
X274 TV BE SN ET,

fBl: €3 21)T+ S)U High_Security DA

High_Security 1%, ¥ =2U7 ¢ L~UL 255 & XU 4 TV
MANAGEMENT 31T CONFIDENTIAL & d et a7 4 T ThHELE
9,

2—H userl X =2UT 4 T High_Security [ZEI1V Y CT=854 . userl 12
WX, B 2UT 0 LUL 255 b B 2T BT MANAGEMENT jbc]:U\
CONFIDENTIAL 23EX ESILET,
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FE6E: THOULDIREE

ZOvrva Al LFON IR EFITWET,

THY e HEH (P. 67)
Bl —F DOE A (P. 67)

Surrogate DO ¥§FED T 7 (P. 73)
SUDO L'I—RDEFE (P. 75)
INAT — RO 11 (P. 78)

22—V DIET I T4 T IREDT =7 (P. 81)

ThoUr=RET HER

Z— T AT NI, BB SAT — R OFERIC /2 ET, root 77K
DIRFETIX, =2 —HF DYV Z (su) BRAEEHAL . Surrogate DO (SUDO) F¥RE
AL T, A== —PHERICET DL~ ZfRIHLE T, CA Access
Control |21, serevu (L—FHEREVEL 7 —F2) BL T PAM (Pluggable
Authentication Module) 29 2 BeBED /S AT —R{REL AT LD HE STV
F7, o, 22—V OIET T REN—EM MRS A I By T
TR EL CT HU M50 TEET,

1 —HNEK

UNIX D sua~< > RaEfHTHE #—7 vk 2—HFDORRT—REFHL T, %
Da—PIZEYEZHZENTEET, =—F ID DYVRERZEZITH2— W%,
H—7 N =W ORAT —REFE T D0, EZE DL, Ll H R
T —R&EEHTHI0NH =7 Vb 2—FIHKHETHILERHVET, ZDLH7%
T80, W<OMNDO/RAT—R R — IR LFET, Foosua<2 R, ED
A—PNZDOaA~v U REFFOH L 7-ONERERLRWZD  Th7 MO &
AT D — P EEBEO—FLXFTH LI TEET A,

CA Access Control {253 F4LTUV5 sesu —T (U7 (1%, 2D UNIX D su <>/
ROEBETRIVIR CTJ, sesu TlL, BFED FEREL T, X—F vk 2—H D/ A
T —R T, 2= HFO/RRY —REZHERTHIDITRETETET, ik
7B AL, SURROGATE ZZAIZERSAILTNDT 7 EA L— /I FESNTHE
ITSNET, £z, av REFEITTH—F O/ AT —RIZHE SN TEITEN
HINTTHIELTEET,
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REFA—HDEH

su DFATEITIRY | sesu DFEATTIL, ¥—F v 2—HFD/RAT—REH->T
WANEIMIFEMRHDFH A, EDRDOY, sesu DFEITIL, T —FX—R |
ESITODEIRIIKFLE T, K—FDurs 12 1D BitESNDizd, 77
arkEFTLI— Y ORRENEDET,

2 —W) _surrogate 7 /L —7 D 2—HF OB — |72 5855 . CA Access
Control |[Z—HF DT 7 ar DFERIR NN — A P o — LU CEA RN
EELET,

ZOTaTTAE, B THEASNDZEEESTEDIT, 77 AV VAT ANT

v —JENTHEY, HHELINEFEITTEETA, ZOD, X2 U7 FEFT,
ZO7ar T B FATT DRI, TN EITRIEET 7 ANV ThHHI L~ —T L,
22— ID % root | ETHDLERHVET,

BE: sesu 1—T7 VT 1= HHTDHEIZ, TXTOHO—H% CA Access
Control 7 —#N—R|ZEHRL., AifeFRFE2REL TSV, ZHUL, CA
Access Control |ZEFESIILTUVVRN—H TR L TV AT AR B S d
ZEER T BT,

A—HID DEBRIL—ILDERTE

=YD =P HEHTEIRNIINCT D, T 2—P|EHETE
HINTT BTN, 2—H ID OFEBNL— NVERETILERHVET, Zhb
DJL—/UE. SURROGATE 7T ADN Y —AZE LU CHIEISNE$, =—%E
il — LA EF T AHITIE. SURROGATE L a—RAVERL T AME RN HD F5,
A—H IDDEBEBRIL—ILERTETBIZIE. LTOFIBIZHRELNET,

1. CA Access Control TURINALVNEBD [2—F X T %707, [MEIRB
JOFE]V 74T 52 7)0 7 F7,

FERBLOFE] A= — AT v ar BEMANCRRSNET,
2. [=—W D DE#IZIVILET,

[Z—HID DEH]X—TDBEREINFET,
3. [=—¥ D OEHBOMEHKIZIV I LET,

[2— D DEBOIER]R—V R FRINET,
4. BT NX—=TDT4—)VRIZATIL, [RITF]E7V 7L ET,

7E: SURROGATE 77 A 7'u/X7 A DFEAIZOWTIL, Iselang V7 7L A
HAR 1SR TTZSN,

68 UNIX TVRRANEBAAR



ZREGI—YOER

A—HEH sesu DY T VT HE

T 7 HIVETIL, sesu =T AT LT 7 A/ VAT LN T — 7SN TNDHT=
W, HELINEFITTEEE A, sesu 2 — V2Nl TEAHIHITT DRI,

T —HR—ZA )= )VEREL, TN LTZRIEHASNDIIICLET, &
2 VAT AD su—T 4T 4%y 7L, —HF DRI CA Access
Control @ sesu L—7 (VT 4% T DI THH0ERHVET,

sesu o h7 7T AL, LT OFINEICHEVET,
1. RN —VERL—VERELET (P.69),

2. VATAD sux—T 4T 4% CA Access Control @D sesu =—7 4UT 4121
ESXD (P. 69),

3. VRV ATLED su2—T AUV T 4% FATTERWIIIZLET (P. 72),

F ZOBYNT YT ESE T3 HE, CA Access Control DFEITIRFIZT AT LD su
=TT AIFETINT | 22— FILL R sesu 2—T AV T 12T DK
TR T HZENTEFET, CA Access Control NFEITIILTUVRWEGATR, &
AT LD su =T AUTADMEHSNET,

EARXMLGI—HFERIL—ILDOETE

sesu L —7 AT DfE HZBRMET DRI, R —FEHL— LT —
AR—AERTHLERHVET, 2D/ —LICE->T, AR —F
PR —V DT I b~ — VP ERT DO — T, FFED2—F
72X 7 e AR M B o — P EHEEEA T2 DI LET,

ARG —HEBRIL—ILERTETDIZIE, LTOFIEICHKLNET,

1. LLTFOEMZEEL T, root = —¥ (USER.root) f§ ® SURROGATE U/ — A
PVERRLET,

» T - nobody
m 7 74NN T 78X -none
n TRTCOFHFICTL avba— i 5T5

ZHUCED  FRZEF A DR RD 3 _TO— M root [T —WEHLT
X0 FET, TRTOEHEIT, root (T —EHLIT HHEMRIH R
I 5ashET,

E: AE 2 OE B 2\ HERZ AT 5300 EEEO7 )V —T A
LTI R TOEBE MR E N 535203 TEET,
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REFA—HDEH

. UToORMEAEEEL T, root 7L —7 (GROUP.other) 1 ® SURROGATE U

V= AN L £,

s A% - nobody

s 7 74V T 7 EA - none

s T RTCOEEEICTL avba— a2 535

ZHUCKY  FRIZEFRT DR RY T RTO 22— M root 7 /V— 7 12 (E
TERLVET, T RCTOFHEIZ, root 7 /L— 1B HT HHEIR A
A EEIVET,

EAFEAE D UNIX AT LTl root 7 /V—7 1% other £7213 sys T9,
USER._default D — @)L — L ELL FOINTETLET,

» FTHA#E - nobody

m T 74V T A - none

m  root |2, REFRDZ—VITRDMERZAT 595

n BEEOTN—TN REFRDO PR DOMEREN 535

MK BRZEF AT DRV RY TR COa—P N —PEHR XA
NFET, £, FRITHESORWERD ., root 8L N root 7 /L — | — &
YA DFERR M H-SihvET,

3 root ICHE[R A 5-2 5281, dtlogin 72 E D77 T L0y a OFF
BEET 7HNVID XU RUFTAE T root (—H 1D = 0) 1 HIFA

Da—PFIEFT T LA NFHIIL IR ET, HERET G LRnE,
07 A AZIBILUET, AU, CA Access Control 23 RAGICEF AT S TUD
e —PEEREEE T Ty 7LD T,

. GROUP._default HHDOZ /W —T E#L— L ELL FOIIIERLET,

s A+ - nobody

m T 74NV TR -none

m root |Z, REFKDI N —T % EMT DHERE (T 535

n FHREOTN—TIZ REXRDT N —T 5 BT DHERE 535

ZHUCKY BRICEF AT DRV RY . TR TO—P NI L —TF [T E R TEA
<IN ET, F- FRTHESDZRWERD . root 8L WK root 7 /LV—7 27 )—
T BT DR 5 SN ET,
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ZREGI—YOER

5] selang TOEXMWGZL—HBEBRIL—ILDOFRTE

LA D selang 2~ REfEHL T, A2 — P&V — VA BRI E
L\i-g—‘o

nr surrogate USER.root defacc(n) own(nobody)

auth surrogate USER.root gid(sys admin GID) acc(a)

nr surrogate GROUP.other defacc(n) own(nobody)

auth surrogate GROUP.other gid(sys admin GID) acc(a)

cr surrogate USER. default defacc(n) own(nobody)

cr surrogate GROUP. default defacc(n) own(nobody)

auth surrogate USER. default uid(root) acc(a)

auth surrogate GROUP. default uid(root) acc(a)

auth surrogate USER. default gid(sys admin GID) acc(a)
auth surrogate GROUP. default gid(sys admin GID) acc(a)

ORT LD suL—T4')T 4% CA Access Control @) sesu L—T 4TI EHR
T 74V T, sesu 2—T AVT (X T 7 AV VAT LN T —7ZNTWAHT-
W LI NAEFEITTEFT AL, sesu —T 4T 42 fE AL T—F Mo
2—YDOTh o MeREFEH TEXDI0CT 212, £ sesu 2—T7 47 1%
BN, RITVAT LD su % sesu L—T ()T IEHL T HLENHDET,

AT LD suL—T ') T 4% CA Access Control @D sesu 1—T ') T 412 E#L
FAIZIE. LTOFIEIZHELNET,

F: LN OFNEZ FETTDITIE, root FIIIMHERZ R OO 2 —H THLH M

ERHVET,
1. UTFOa<w RaeEHAL T, 22— sesu 2—T (VT 452 ETTEHIHIT
L%,

chmod +s /opt/CA/AccessControl//bin/sesu
2. UUFOa<w RaEHLT, VAT LD su—TAUTABEMENTND

LB L ET,
which su

3. UTFOav R REEHLT VATAD su—TAUTF A DLBIEEFLE
T,

mv su dir/su su dir/su.ORIG

ZZCLsu_dir 1X su 3 DT AL I RITT,
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REFA—HDEH

4. sesu—7 (VT (% sua~v U RNIZU I LET,
1n -s /opt/CA/AccessControl//bin/sesu su dir/su

I, =I5 &EFEE sua~ U REFETTEET N, EBRICEITEIND
DX sesu L —T (VT 412720 FET,

5. LRz~ RZ&f L T, CA Access Control 25 1-L %9,

secons -S
6. LLTFDa~RZ{#HL T, CA Access Control DX EXZEEHLET,

seini -s sesu.SystemSu su dir/su.ORIG
seini -s sesu.UseInvokerPassword yes

h—2" SystemSu D3 EXESIVE T, ZAUTED, CA Access Control 23FEITE
TCWRUNIRFE Tl sesu lZ T DV AT L su 2 —T 4T 4 ZFEONHE 5 L
NI ET,

~—2>~ UselnvokerPassword 73#% & 41, CA Access Control [ —|Z,
root D/XAT—REZ 3D 2 —F D/ AT —RTlial, By D/3AT —
ROANZROET, —FEBRPT AISNAITIL, —FOFEEIED
PRV ET,

7. LU ToOa< R L T, CA Access Control Z FHa—RLET,

seload
A—HYDUATL su A—TA4)T14EZTDALL

sesu L —T AUT A DERRSIL T T, FETYH, LLATEFRIEEIZ, root 721
2—PDO/RAT—R &AL T, su.ORIG (ZHEZEFHLIZV AT L suL—T 4
V7 4) 34T CEET, ZhERiIE9 521X, PROGRAM 77 A% LT, CA
Access Control D ZEFTHFIZ, BIZRAIIZ su.ORIG DI TAFHLIEL F9,

7E: CA Access Control DA A—/L I L OMERLRFIZ seuidpgm 21 L7235
B ZOFNEITHE HENTHV ER Ao sulFZEH (su.ORIG IZHARTA ) STz
72, FATINER A,
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Surrogate DO #RED YR 7 v T

A—HYDIRTL su —TA4)TA+ETDMELE A

1. selang DLLF Dz~ Ra{# LT, CA Access Control 734 RiiAZ8 8 L 7=
suL—7 AT AT DI LET,

nr program su_dir/su.0RIG defacc(x) own(nobody)

2. rootL TV AL, L TFOa~w REfEHLT, 77AVO7 78 AB I
BHRAETLET,

touch su dir/su.ORIG

CA Access Control L su.ORIG Z SR L CTUWAT-0  Z2ENINZ HiLiz
su.ORIG D FEATIZPHIESIVET,

Surrogate DO ¥¢BED Y7 v T

LD A R—&  FuFriarBlE BIORTU R a—H3 2—
N2 =W DOBNEITCTEDLE AT EATTHLERHVES, ZOXAZIITL,
U FDOHAINEFNET,

s CD-ROM D=7k
n N7y 27T RO
n JUHEDOEYNT S

INFETOFHETIE, INODOF AT EFATTHMERHLHT X TOL—H(Z
A= N—= =P D/RAT — R S TWELT, ZHUITAROEXR 2T 0%
BT ZECORN0ET, 2O, BRBRBRIKREL TR —ROAM%
LT DL VAT LEHE L= NOOIE SR RIC L TEESF
N—F 2 BRI FATURT IR 0T, VAT ME BB OB P REIIRDE
7

Surrogate DO (sesudo) 2 —7 U7 41X, ZOVL o~ EfEHELET, ZD2—
T4U7 11%, SUDO 77 Al :E%éﬂ“(b%?&/a/@;‘%ﬁ%n PIZFFATL
F9°, SUDO 77 AD KL 2—RIZIZAZ VT RBRIFEITNT, AV T a5
ITCEL—HFLT N —TPRIEESNTWET, ZNHDOZ—FRLT L—7T |
HHNZIG U CRERFF AN 526V ET,

72z 1. 2—Y N root 2—HF THHHNDLIHIT CD-ROM Z <~ 4% SUDO
VY — A% T DI LT Oa~rRe A TILET,

newres SUDO MountCd data('mount /usr/dev/cdrom /cdr') tarquid(root)
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Surrogate DO #RED YR 7 v T

ZD newres AV U RIZES T, —HOL—HTE1T DS root DFATHEIRZfHE T
EOMRHFESIIZT 7 a LT, MountCd NEFRSNLET, ZOBITIL, root
NHE—27 N 2—H D ID THHIEEAMEIZ T D722, targuid(root) /37 A—
HEfEAHLCWET, 20X —7 vk 22— ZIE, root DFEITHEIRN 5-2 54T
WET, FERRIZIE, SUDO La—R DT 74V hD X —7 v~ D I root ThH5H7=
O, ZOHFITHREL TWD/RTA—ZIARET/2DFT,

BE: data 73T 2T FTERIRMERS S AL ZAT L TLTES 0, AR
ST DE RESH TORWT AL Z I bR b DA E 7 1
TIL0, R TEITSNDFTREMEN DD T,

SbHIZ, authorize T~ RZAi L T, MountCd 773 a2 3T+ HMHERA
2—WPIZHE2HZELTEET, 72E41X, =— operatorl |Z CD-ROM D=7
YREFFA LI, LT Da~v Re ASILETS,

authorize SUDO MountCd uid(operatorl)

F7-. authorize A~ REEHL T, fRESNT=T 7 ar DFE[ T2 —WFITxt
LCHRIICEE L9228 TEET, 72ex X, =— operator2 1245
CD-ROM D~ Ntk (3 5121%, IkDa~<RaE AJLET,

authorize SUDO MountCd uid(operator2) access(None)

sesudo L —7 AUT A& FATTHE R#ESNTT I ar NEITSNET, T2&
z ¥, =— operator1 73LL T D~ R LT CD-ROM 2~ 5L
LET,

sesudo MountCd

Z O sesudo —T AUT (1L, HMIZ SUDO 77> 2 D ELTHER I = —H 2
HHNEINET =7 L, D —F| ) —ADMER N B DG AL, F DY
V—RIZEFRSNTWDAV R AV N FATLET, ZOFNIRLTE
sesudo |&, MountCd 77 a D EITHEIR S operatorl |2 DM EINET =
717412, mount /usr/dev/cdrom Jcdr I~ RAEEIL £,

FATHIIC sesudo TL—F D/ IR —RE2HR$ 541X, PASSWORD /37
A—REFRELT-a~v L RE# LT, SUDO La—RAERE-IILEFLET,
ZDONTA=BEE LW GE | —FRa~w  REFEITTELNEINIL,
SUDO A7 V=V hDT IEA L— L HE ST ESILET,

SE: sesudo = —7 (Y74, $5LV SUDO L-1— RO H (editres 1~ ) DR
HZOWTIE, VT 7L o 2 AR BRI TIEE N,
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SUDO La—KDESH

SUDOLa—KFDESE

SUDO 77 ADL a—R(Z1%, a~ K AV MM TOET, 2—F %,
ERUT-MER TEDAZ )T M FATTEE T, FEREZFI A TEXDEMNEI DT, A
IV T e FELTT 5 sesudo T~ KE SUDO L ar—R Dl J7 CrEZEIZHI IS E
‘é—o

SUDO L' 2—R"CiZ, comment 7' /X7 ¢ ZRER7e B NZAE AL £7°, @5, =
DIEH72 comment 71/ T 4% data T/ NT 4 EVDNET,

data 7’/ T A DfEIL, 2~ R A7V RCT, MBS U T, 2Rk
(prohibited) £72137F 7] (permitted) 5 AV s /T A=K % 1 SOLL EiB
IMUET, data 7T AE2KIT—ES | A CHTLENHVET, bag
DAREDIRAZSHT=DIZ, FATRIRET 7 A M FE /AL TR T 508
DHVET,

data 7/ X7 4 DRI, L FDERBYTT,

data('cmd[; [prohibited-values][;permitted-values]]')

prohibited 35 XN permitted DEDVANIE M CTEBH7-8, data 72/ 374D
EIZLL T DI 2R BB T 2L TEE T,

newres SUDO MountCd data('mount /dev/cdrom /cdr')

ZOBITIL, < RIZHREE S TWARE HEZMEIZE - T, sesudo MountCd =
~ KT mount /dev/cdrom /cdr LWV \HO AT FINFETENE T, HEDATY
TR IRTG A=A LS TN RWN e | TR TOEDNFF RIS ET,

TANWR I —RE58 )70 2585248 35 & prohibited /X7 A—& B XN
permitted /37 A—4 % ZHRIZFRE CEXHIOTRVET, FEHTEHYALR
H—RIZ. UNIX DFEHER) 2T ANV K —R T, A TEXAEHIILL FToLEs
nTI,

EH £ A

SA P DfE

$G BEAF D CA Access Control 77 /V—7"4,
$H AP DR—L IRA R —

SN il
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SUDO La—KDEE

EH £ A

$O FAT T D2 —F DA

SuU BEAF D CA Access Control —H%44

Se IRTA—=HINFRTESIL TRV SUDO 1< R

Sf BEFED7 7AWV 4

sg BEED UNIX 7 V—T7"4,

$h BEAE DR AN

$r UNIX DFEA B FF A D3 G- S AT BEAED UNIX 7 7 A /04
Su BEAED UNIX =—H 4,

Sw UNIX DEZIALFF A A G-I BEAFD UNIX 7 7 A /v 44
Sx UNIX D FEATFF R DM B ST BEAED UNIX 7 7 A V4

prohibited /X7 A—ZEDY AN A7V 7 NZIBINT55A X, L FOI L F

j—o

A7V 7 RE prohibited /X7 A= DfEZEIan TREW, &AZ—HEq|
AR CHAET, 7oexiX, =—FI2LD -9 O AL, st o
T RTONTGA=ZOFERHETF T 5E51F, LFOa~v RE A LE
7

newres SUDO scriptname data('cmd;-9')

ZZT.emd lZ2—YF DRIV T MR LET,

FIo NTA—ZELFTF AT T R_RTONRTA=FET T H/VNIRET D
YA 1X, SUDO L'a—R&LL FOIIIZERLET,

newres SUDO scriptname data('cmd;*')

1 DDAIVT S NFA=BTHKL THEELD prohibited [EA 15 E T 556 1%,
AR—ALTHEEXYWFL S ELTERALET, 72Ef, 2—F2r5 958
FOV-HUP D HEZEEIEL . ZN LA DT R TORTA—=ZDOff AT A]
THGEIX L Foa~wReEALET,

newres SUDO scriptname data('cmd;-9 -HUP')
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SUDO La—KDESH

BEELD ATV TN /XT A=A 2%t LT prohibited EZF8E T D% A 1L, 731
() EXEFEELELTEAHL T, 2210 prohibited &~ %
XEET, 72Lx1T ATVTRNOFEAN D/ ST A—=2T -9 LT -HUP DFfifi
HzEER L, 2 FHO/RTA=ZZEEFD UNIX =— 4 (R O D —
EAZR) O HZ LT 556813 LFoa~ U RE AILET,

newres SUDO scriptname data(‘cmd;-9 -HUP | $u')
FEELINNTGA—=RIN AT T NDIRTA=H RS WGEIL, FRE LTItk
O prohibited /XTA—F DY A3, FRVT X TO/RTA=ZZi I E
‘ﬁ—o

permitted 77 A—ZfEDOY AN A7V T MBI 851, LL T OBEET
WET,

sesudo L—7 (U7 4 TlL, /XTA=ZfED, %> T 5 prohibited EDOVNT
EL—E LN Z &, BERUXFIRT 5 permitted fEDOD72<Ed 10—
THIED 2 ONTF = SNET,

permitted {0V AR prohibited DY ANt Ian TR, £KE—
EHI TG CH A ET, prohibited f[EOVARNFEE LW ETH, £
AIMETT, BIamr23enk, permitted fEE L THRE L7 MEDS,
prohibited fHEL TALEISNE T, 72E20F, AZVTRDORTA—HELLT
il NAME DA% il 58580, L FDa~< e A LET,

newres SUDO scriptname data('cmd; ;NAME')

DY ARDFEES [FARIZATVET,

- 1 ODARIVT R RTGA=H KL THEED permitted E% 5 E T 55
BT A=A FE XY T L TERHLET,

- BEDOAIVT |k RTA—=HIT permitted [EZFE T T D5 E1E, AT
() ZXYFE LU THEHL T, 23210 permitted D& D[]
XYV ET,

7ol ZUE, 2 DDORFGA=ERBDHELFT, WD/ 3T A—HIZIE UNIX D

Z— WL TRWETEIREL., 2 & H D/R3TA—=HIZT UNIX DT IV—T 4,

THRWRTERETHMLENHLLG A X, L FOa~v  RE A LET,

newres SUDO scriptname data('cmd; $u | $g ; $N | $A")

AGVT NOIRT AR DPRTE LT RTA—=H X0 ZNGA X, F8E LTtk

D permitted /X7 A—Z DT N3, DTN TO/RT A= HIIVE

7
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INAT—FREDRLLE

L7235 7C, data 7237 4 2RO, AVVT R, RTA—=L2TLD
prohibited fii, /X7 A—4Z" LD permitted [EDNAIZ/2DFET,

data('cmd;
paraml prohibl
param2_prohibl

paramN prohibl
paraml permitl

param2_permitl

paramN _permitl

INAD)—FREDGLE

b W72 ZA T DARIET 77/ AL, 7SAT—REHERI T2/ D —12857
J¥ A T3, CA Access Control (|21, 7SR —RILE A1 H UG I3 57-912
serevu BX U pam_seos £VH 2 DDV — L BRHEBESNTOET,

serevu

paraml prohib2 ...
param2_prohib2 ...

paramN_prohib2 ...
paraml permit2 ...

param2_permit2 ...

paramN_permit2 ...

paraml prohibN
param2_prohibN

paramN_prohibN
paraml permitN
param2_permitN

paramN_permitN'

| &yen;
| &yen;

; &yen;
| &yen;
I

)

SHIINAT =R EES 14589 1 DO FH1EIL, 7327 —R R — )L—)L
ZHELT, BIEOBRE Tl SN TWA SR —RE #2522 T,

serevu 7 —EUE, fRESN IS E ERlAaa s A BRI — Y OT
VhETyZLET, 20X FBEREEBL T A LIHETHIL AR
59 52L T, 7RAY —REBROTREES | 25 1ELE T,
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INAT—FHREDLLE

pam_seos

W 22— a7 U =T U7 4 OFE I fERIL, AT LN —E
AW EL R TR 127252 TF, —E R ERBO— X172 A
TD 1D AT LEREDT T IADARIERZADRHOET, ZAD
B AoNDE, VAT LEEE DT AT NI LR AT ZE AL
0y A CEIRINET, HL;oﬁIﬁz%%#«f@E%f;n~% T AR
ZFDE VAT LHME I ARREIZMED AR m%wih ZOBE VAT L
FETATFRIIHVETA, ZOXH7RNEFT-DIZ, serevu T*‘%/ﬂ
IZELF D 2 DOBMEE—RPHEINLTOET,

. TAVMNIFEE LIRS0 Z 0% BB EELET,
. TATUMNEL KA ET,

serevu [ZX > T root NN IR HZLITWT=D VAT ARy TINS5
ZEEHVFEE A

3 oserevu T —ELVDFEMIZOWTIE. V7702 HAR | ZBRBL LS
AN

¥ root ZEEELEENSSFAT-DIZ, root —H D/ XAT —R OBV ZIX
Rl BN LEE T,

pam_seos |%, CA Access Control (D& E727 17 MEBEFERE CE S D
PAM (Pluggable Authentication Module) T3, CA Access Control T, 93T
0)137 Ay TaT T hOAT AR pam_seos ﬁ)@Uﬂjéi’bij‘o ZDOE

Y a—/UE, RIS TULERERBATRAL T 2720 ICBfIcr— R T& 54t
757\]‘7\\“/“3:7]\“@?1

pam_seos |, IRD 3 DDT 7 ar % FATTHINTGRE TEET,
. /Ay =T— O

TATNEH I AR — NI, KR R Tons Ao ORBER L,
77 A BIXOKRMLTonr A 25k 3 D877 7 A /L Dl 512
MRS A TekLE T, ZDOFY 2—/ 11, CA Access Control 237 7 A%
EELTr— 2% T 2D TIER<  UNIX DT —Z L £ 7,

CA Access Control Tl, K707 AL DR DERN 727 7 A WATEEIA
FNFET, serevu 2—T VT 11X, DT A NF G I AR, %@%?&
FEHLT, 22— OT7 7 AMELE TN T D0 E D), FT-INITT 5

TN DTSN T ERELET,
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INAT—FREDRLLE

TS E—RORE

CA Access Control NRZ AL ZEE T 556, BHI1X, /A4 yiar
HIZHES B AR REINAZEIIHVEF A, pam_seos TV 2— /L DT
N =R PR ESILTNODEA . CA Access Control [Z1d, B A D
SEBICET2HEWVIANER RSN ET, 2eXE, e 1o ik,
2O AL RS TN ERLET,

s AR O SRR R BLOW s A DOF =

AT —REHEa R — RN, segrace L—T (U T & LB, 2 —F D
NRAT—=ROFHRBLOR T/ DEF =/ L Ed, 2—5
D/RAT—R NG HREIZAUZR0  BGT 17 A DR RS TR0
Y. segrace 3 sepass -—7 4UT & LBIL , 2—PFIZLD/ AT —FD
ERETFAILET,

7E: CA Access Control 73 segrace Z LB 5D|E, /NAT — R DA H SV H 7
BAEDOHRTT,

S SSH LRI LT=m 7 A2 A RUMNEEAST5I120E, AL T D SSH O
IN—=a D3 PAM YR — R T 50123 A VB IO E SV TWA LB
HOET, THEHDN—T500 SSH 28 PAM 2 L TN RS, CA
Access Control |X—V N/ (2 V— VIOER LTZNE DT T&
T A,

AV A=)V Tl T AL, BE#ET 5174 pam.conf BREERRE T 7 /VITIBINL .
HWEREER E T 71 /L% [etc/pam.conf.bak EL CTERIEL £97,

pam_seos E 2 — /L OERBER EIL, seos.ini 77 AV A AL TITWET, 4
FE/HEREIZI U C, [pam_seos] B/ a Nl®HbLL FOM—2 0 R ELE T,

IRAT —ROFHABBLOR T 7 A DOF =7 2AF 9 5HI121%, seos.ini
T7A LN FOM—7 %R ELET,

call segrace = Yes

ary Ay T B—RaH 3 A2, seos.ini 77 AL FDOR—0 %
RELET,

debug mode for user = Yes

serevu C pam_seos D7 A =7 —fg HHE&REZ A H 92121, seos.ini 771
LN R D=0 Z B LET

serevu use pam seos = Yes
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A—HYDIIETITATIREDFVY

il 49 & 1l R

Zowrvar TR R#EITTEIZIE, LT ORI EHIRS DV ET,

m  SunSolaris TlE, B AL DRI 5 BRI T 5L serevu [CBETSUE
‘é"o

m  pam_seos EYa—/LDFEEET, PAM ZV7R—hKL TV 5 Sun Solaris,
HP-UX, BL O Linux D=2 g /A [RESIVET,

A—YDET7IT4TIKEDTF VY

2=V OIET I T 4T IRREE T v/ THMERER L C, REE ISt E R
BT —Y DT 7 Nl L T2 R IER T 7B ANSS AT LR H#EL £3,
FETITATIREDH EIL, 22— ma s A LWV RWHAERLES, =2—
TR —EHE LS T a A TERLBRDETD, T 7T 47 IRBED
HE AR E CEEd, —FEILLET AV MNI, FEICHOT 77471275
MERHYET,

X IETITATIRREDF = 7Tl INAT — %WE X7 7T 4T 4L ThHY
VRENFET, =T ORRT RN E BN A, FET VT4 T IREEA L
LLTED—YF DT H e —HfE LT 528 if%iﬁ/uo

FET VT 47 BEIL, USER 77 AET-1E GROUP 7T ADL 2—R D inactive 7' 12
NT 2L TR ETEXET, GROUP V7T ADL a—RTOREIL, FDY

=TT T AN T N—T ThHHL—F ORI TEHA SN ET, F7=. SEOS
AP INACT 7T 4L T VAT ABIKROT X TO2—YFIIET Y
TATREERET HIELTEET,

selang Tld, A FOa~<w U REMHL T, IET 7747 REE 7 0— S LITHR E
LET,

setoptions inactive (numdays)

T ITAT BEEI N—T IR ETHITNE, LT Oa~v  REEHLET (2
DFRIENTL, TDT =TIk T DV AT DBARDIET 77 47 FHELVHEES
nE),

editgrp groupName inactive (numdays)
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A—HDIIETITATREDF VY

T IT 47 A —PICRET DL, L Foa~<  ReEHLET (Zo
FEIT. FOL—WIXT AT N —TBIOV AT AR ORELOHELS
nEJ),

editusr userName inactive (numdays)

—HFE L WA= TAHT N ONT 7T 47T HI21E, L FDOa~y
REfEHLET,

editusr userName resume

—HHE L QAT a7 AN TN—T /T 7T 47T AL, LA R o=
< REFERHLET,

editgrp userName resume

VAT LRV SRVTIET VT 4T al Ay F oV BN A2, LLED
a<v REFEHALET,

setoptions inactive-

TN—T VKT DIET VT 4T 0l Ay F oI WD, L FDa~
UREFEHLET,

editgrp groupName inactive-

2= T DIET VT A4T a Ay F ey VTN DI, LU F DI~y
Rz fHLET,

editusr userName inactive-
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1Tl

E7E: A—H NNAJ—FOEIE

ZOEIa it ROy IR E R CVET,
JRAT—R DL (P. 83)

INAT —R AR —DE S (P. 83)

ISAT —ROF AR o/ A (P. 86)

INAD—FDEE
PNAT—Rdeh — R RERRE BT, AT —RFORFEIZIZ, LT D L)
7RI ERHVET,
n fEZ SR —RIFHERIS 30,

n ROLBFCASRT—=RZ2EH LD, RIC/SAY —RE#0IRLAE L TVhD
SN[ TSy (et QA VAN

n Ry —ZEF LU TELTREESN AT =R EENDERMIEDD
50

INAD)—KRYS—DEE

O EBER/ANRAT —R )b— U d, BRI EZ IR REERIIZ B 25 0/ XAT — R )M
NIZHBNIRNEDIT, Fﬁ@fp\xv REfMHLZRWZETT, Y,
T —R X a U7 & BT 5ME—DHFIEE N —= 7 L ETT, CA
Access Control (Z&>C, 2=V EHENMILN72IRDDIT TIEIHVEEA, L
ML, 2= NRARRO S E 2 £/ AT — R &2 359 11— L ERY
—Zi b cEE T, — iR LT OE B AR E TEET,

LV ZAT —RIILARNE A L7 SAT —REFICICT A2 8T T kd
oo

. LW RY =Rl —Y L F T 523 TEEE A,
n LV RAT —RIIE T RO/ SAT — R & T Z 2T TEER A,

LUV RRT—RIZIEEEFI O/ NAT —RO— 82 H o2 i3 cadtd
Mo

. RXFENLTFOXBN IR BRI AT —REZE /D /SAT —R
ZREICICT AL TEEY A
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INAT—RRYL—DER

LW RT—RIZIL, SR —R RS —THRESN TSR T, Frik
SCF BT N CFE BEOKR T A TN E AR SR BT
WERAHDFET,

LV SRR TR U S SCF ORI, 7SR —R R —T
FRESNTWDEE B 72WIDNTT N ENRHVET,

®  seos.ini 771 /L®D Dictionary h—27 N ESIVTCWAEEE T 7A/L TfEH
DEEIESIV TS HEER | HTLV AT —R I3 22813 T E A,

n NRU—RTEC, e RAIRZIEE T OB ENDHVET, OFED A
HIRAEE 7o/ SAT —RIRAIL . 2 — DL ST — R38R T 544
ERHVET,

n SNRU—RIZEZ, EAHIREIEE T oM ENDVET, RKEA D
IREAEES DL, 22— DEIAMIATEL AT — 2 BT 5T L4051k
TEET, NRAU—RNEEBRNTELE T 5L, AU —REREY AR
Fr——=Tm—L A SAT =R EA A A RRIZ R D56 0 B0 %
B

BE: NRAU—F )L—/LL, sepass DIAIFEEL | ZAT 4T DI/RAT—R 2 —
JUZITR L FH /U, passwd % sepass ~DY L 7| ZEZHAZ TNDZ L% filERR
LCLIESNY,

NRAT—FREFIVIDEE
NRAT—FREFIVIZEHRET DI LLTOFIRIZHLET,
1. CA Access Control = RARA L NMEBRO [BREERE |47 %7y 7L ET,
[(BREBERE I Ama— AT var NEMNCE RSN ET,
2. [ZotiltrvarOF T ar TIOTADT 7747 0] %y 7 LET,
[(ITADT T AT R—=VRERSNET,

3. [=—¥iRarha—L]E2 32T [PASSWORD | &IV L€, [{#-17]%
IV 7 UET,

:n_/c—\‘ /\OXUF‘FEDE%I‘)?Zﬁ?&%/rfa:finij—o

4. RV —]vrar0r 7 a T, [a—Y RRU—RK K)o —12 7007
L/jzhj—‘o

[;’_»—-‘H: /\f,x]j_}:~ Z].\E’U:/.__:I ,\0»_\‘/“7555/7?57}%1'@40
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INRAT—KR)O—DES

5. NRRT—ROF o2 fEATHIL—NAEZERL. [R1FE1E7V0 7L ET,

AT —=RDOF =y 7IZEF LTI — VT, SAT =R P E I L E T
M ET,

6. (UNIX D) sepass —T VT %A HL T, HrLV VAU —REFHLE
7

X sepass T —T AU T A DFEMIONTE, (V7 7L X AR 2B L
TLIEENY,

Bl: 1XRT—F FvJ L—ILVEEERT S

LUF® selang 2~ Rk, 7NAU—RWEF = 7%2T7 7747120, LA T O

INCTFHE D SR —R L— L 2 ERLET,

n BT 6 F

n NF 3

BT 2 F

setoptions class+ (PASSWORD)
setoptions password(rules(alphanum("6") lowercase("3") numeric("2")))

7E : setoptions 2~ ROFEXDFEMIZHOWTIL, V7 7L A AR 250
LTLTEENY,
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INRAT—FDEHDEAREBEFOT (1>

INAT—KDZEE

CA Access Control {213, ACInstallDir/bin/sepass &\ ) FEATRIRET 17 L3
BENCWET (ZZ T, ACnstallDir 1% CA Access Control DA Ah—/L 5 4L
JRITC, T 74V Tl Jopt/CA/AccessControl/ 720 ET)  1FEAE D2—
WIX. /bin/passwd T3 7 a7 I L5 HL T, /SR —REZEE 350
HERHVET,

m  sepass /27 T LIS TOH, HLL W IAT—R7)3 CA Access Control D/
AT —R R —ITH AL TWADZ LR TEET, [, sepass 7'
TITIZEATDI, FLUVWRAT—RE/RAT — RO H A2 LT
F B R =25 WP TEET, £, 2T T AL, /bin/passwd E[FIT
BEREA FATLET,

m  CA Access Control |[Z85/3AY — R WE T = 7 & R T8 %RV,
JCDFEAITRIRET 17T A [bin/passwd ZfE H LW TS, HAHT5
Ea1X, gt [bin/passwd Ziel T CTRE T 5728 CA Access Control T
IE, 7SAT =R T D E T =72 FATH T, VAT LD/ SAT—R
DFFAISIVET,

selang Z L TSR —REEF T AHZEETEXET, NAU—RE22—|C
Y THL, LTFOa~  ReEASILET,

chusr userName password(string)

A (BHELLOBO2—FD/NRRT —REEFLIZEEIZ, 7RAT—R
F v AR THLSE . 2 —FIXREBIOOT A I ANAT — R H 5
MDD ET,

INAT—OAEMPAREEFOT 12

interval /N7 A—=Z|Z13, NAT =R CE o E A ERELET, fiE
L7z HE S aE 35 & CA Access Control 13, BIFED/XAT —RAHATRYI T
bHZ L —FITBHMLET, BHEZT T —F, 72D SRAY — K%
B30, Myal AV EEICETHAETH VAR —R 25| e 35
ZENTEET, BTl A BIGET DL, 2—FIIT AT LT 7EATE
7eIRBDT, VAT LEBEIEHEL T, HLV SR —R &3 E T D)
HVET,
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INRAT—FDEHEAREBEFOT 1>

INATD—FHAEDIETE

setoptions 2~ Ra# L T, VAT LAREDL ~L TR — R 2 f5 &
LET, "R —RFNAEE5E, T X TOZ2—FTH LV IRAT—RD AT
ZEORESNET, 22— onr A AZUTF NI segrace =—T AU T ARG FAL
TWDEA . £7213 segrace ZFF UM 378912 PAM 3% EL CW\D A (R A
TAT FR—T (T VAT BHPAM B R —RL T DE5E) | CA Access
Control Ci&, FRESINZ BEITET DL, BIED/ AT — KRR/~
eZeNa—PFITEMSNET, BAEZ T —F, 2B SR —R %
T30, Myal AV EEBICETAETH VSR —R 25| e 45
ZEMTEET, MTrIAVEERICET DE, 22— WX AT A~DT 7 EA
DIERINET, VAT LEHFITEAEL THIHILVV SR —RE R E T DB
BHVET,

VAT BEROL )L TRAY — R 258 8 £ BWIE T I2iE, LR o=
~UREHHALET,

setoptions password({interval(NumDays) |interval-})

NumDays DAEIZIX, 1 (0) F/IXEOEEARETHILERHYET, HilH
B0 ICRETAHE, 22—k B AT =R OF = v 71 TS 2 /20 £,
RAT —RIZHIIRZ R E LW GE1E, WilA 0 IZEREL 9, WilH 0 1%,
X2V T A B O N — I L TOIRFELET,

interval- /X7 A—#X, NAU =R O EXZTVIELET, ZO/NTA—=ZD
N2 =P DT 0T 7 A0 TN —TIZHFENTODL AT, ZOEMENS
£, TNLSDEA X, setoptions I~ R TRELTZT 7 4 /L MEDME &
NFET, ZO/RTA—HT chusr 2~ REIT editusr 2~ R TOAfFE T
7

BrOI—FF=IETIL—TTDONRT—FEABDERTE

BrED—YEIZT a7 7 A0 7 —F I L TR — R AR ET 5
ZEHLTEET, INLORENEIL, VAT L ERIGHE T 52—V i3
N—T DORAT— RSN E T, fHEL-AEITET DL, CA
Access Control IZ, FIAED/ SAT —R B HAREI LI 7~ 7= b — I AL
F9, BEEZT - —, BN RT —REE T A0 T a s A
IS ETHETH VSR =R 25| X 52N TEET, M
AVEHRICET AL 22— P T AT LAADT VAR EESNE T, VAT A
BEE I OERL THLOASRAY —RERETHLENHYET,
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INRAT—FDEHDEAREBEFOT (1>

i m L

A=Y DAY — N RRE £ THDIHE T IZIE, RO~ Fe A LE
‘g—o

editusr {interval(NumDays) | interval-}

7 N—T D/IAT — N & BOE FITIOIE I, RO~ Re AL E
B

editgrp password{(interval(NumDays)) | (interval-)}

NumDays DfEIZIX, 1 (0) F/IXEOEEARETHILERHY FI, WiH
’5_’“1?13(0) IZRIETDE, AT =R OF = N2 /e Ed, /RAY—

RIZAEMIIRA R E LR WGaIEL, Wiz o(Bw) Ik ELET, WMo i
TR 2T BN —FIK L TORGHELET,

interval- /X7 A—4|%, NAT =N O EZROIELES, XEZTIEL
Th, Wil OEN 2 —H La—RA| _;Qﬁéﬂ(b\éfa/\i . La—f
NOEPMEASNE S, TSN DEE L, setoptions I~v U R TRELZT
TAHNVMEMERSNET, ZO/TA— 5’i setoptions. chgrp. £7-1%
editgrp I~V RO THEALET,

IRAT —R F = 7 BN TODEEE . CA Access Control 14, =.—H 731
TA L E B DTN, 22— DR —ROFHRE T = /L ET, /3R
T —ROAFZDAR NG T, 2—FTZ 0% EBNTn s 35087 1 3
G260 FET, TO®RITET A TERLRVET,

WMYars AL OFTvar T, 22— ORAT =R IR YN %, =—
PR CERRDETORICHTFRSI NI KT A BlEHELET,
MWYar A BEUIE, 0~ 255 DIEERE T HLENHVET, MTar 1
BT DL —WIIL AT LADT I B AR RINDT2D VAT LE B
FITHREL THLOWASAY —REZRET AU ERHVET, MTas A mEE
DO IWCEREESN TWBEE ., 2—FInr/ Ao T&xEt A, T 74V bDas A
YHAE s RITY,

TOFREFEHAL T, 2—FI2 AT —ROEHERE T 520N TEXET,
2—HDONRRAT—REV YL, 22— PR SRAT —REZ B ETES 1 [T o
TA AT HLET,
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INRAT—FDEHEAREBEFOT 1>

BFOT A2 DIEH

INAT —ROANWIRBEINTZ IR 22— Frs A ORIz
B TEHINTTDHITIE, =—F D login. .profile, F721% .cshrc 7 7A/L1Z
segrace L—7 AUT A ~DMERHLEZEBMNLET, ZOIIIERETHE,
segrace L —T7 U7 AIZED ., BT T AL DRV E RT Ay E—U 0 EKoR
S FET, segracex L—T AU T & FE AT HE, 2—F D/ SAT—RRH LN
FREINTHLEI D% GUI TERRTEET,

iE: segrace 2—T 4T 4B LW segracex L—T AUT 4 DFEMIZHOWTIE, TV
T A TAR 1S RUTITZEN,

VAT LRI T O T e A B O T 7 AV MEZ R E T HITIE, B
Toa<w ReAJLET,

setoptions password(rules(grace(nLogins)))

i — Y ORTrl AL % BE FIFIOBE I, LT oa~vrRae A7)
LET,

chusr userName {grace(nLogins) | grace-}

TaT AN TN—T O Tl A i EEIIBWIETIZIE, Lo~y
K& ASLET,

chgrp groupName {grace(nLogins) | grace-}

chusr 2~ REIL chgrp 2~ R T2 —HIZH L TRELTAEIL, AT A
EROBEIESNET,

7E: GROUP V7 AD grace 71/ 74, BIO B — AT ur A 5% E Tl
Z—HF DAY —ROF BRI OR T s A D% ﬁELiT
7272, USER 77 AD grace 7' 10/ 37 4 TII/ AT —ROHFZNHARA 3
M’aoto IRESNTWET, Mres A0t 2—F D RU—RDH ?ﬁ/ﬂ;ﬁﬁﬁé
M=% . (GROUP La—RE72II AT ADT 74 /L Ml L C) B #1HY
ICRRESNVET, AT —ROAWIRIT, 71— 10T ETEET A,
2—WFIZDOHHETEET,
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EQE: J7MILBEXUVTAT S LDRE

ORI aAE LFOR 2N EENTOET,

77 ANVEBEIOT AL IR A~DT 72 AR (P. 91)
abspath 7 /L —7 2L A eADAKE D7 a7 (P. 101)

FAT 47 UNIX BX =T 4 LD[EH (P. 101)

B 7 7 AL OGS (P. 104)

7 7 AL DI (P. 105)

setuid 7’27 7 LB LW setgid 727 7 LD (P. 108)

W OT 0T LD (P. 112)

H—FI) TV a—)LDa—RET o n—ROR# (P. 112)

kill =~ NIk 22317V (P. 116)

IT7AIVELVETALINIADT 72 AHIR

CA Access Control TlZ. UNIX 3 A7 ADMEIRTF = 7HEREZ 1R Ef L > i1l
SN T 7 A REZ B INL £,

CA Access Control I, LA FOE T 7 AV TR A 2 —8 TR, =D
B E OB EN 22— I A S TV DI LA HEZRL THD . UNIX ICHIEIZ R L
9, DoZNIET I BA ZATTT,

s T ANVEVERT 5 (create)
. G AEVOETT7 7 AV EBAL (read)

I 2RI AT DIERE IS T HERE (s -l 72 8) ZRITTED
DEINEIET D201 read HEMRZ LB LT DA, i€

STAT intercept & 1 IZERELE T, FEMIZOWTIX, [ V7L 22X TR
EZIRLTTEEN,

n BXALOBHIYTT 7 ANEBL (write)
n T ANVEFEITTS (execute)

n TV zHIERT S (delete)

n Ty ANAEIEHT TS (delete, rename)
T RAFAE Y M TS (chmod)
n FTHEZZEE TS (chown)
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HAL AR T T BT 5 - 72203 touch 2~ KD ZELT (utime)

ACL ZHR—RL TCWAY AT LD RAT 47 ACL % (acledit 2~ K &A{#
L Q) #RtET 25 (sec)

T AL N &2 92 (chdir)

CA Access Control DT 7B A F = I BNHAT 47 UNIX DFRFEE F72 5 1T LL
ToLBVTT,

CA Access Control DFERRTF = 71%, = —H D FELh=—H D (euid) TIiF72
BT AAMFEALTZ LD —HF ID IZHE SN TIThIET, 719:2 4
userA 73 su A~ REFTUCHIO 22— DRI T235 5 | userA 75)
TIRBATEDDIL, userA INT 78 A% FF [ XL TCL \5774/1/0)%L’CT
su v REFETLUTHIOZ—HZ78 5T UNIX DFBEESITE/2D  suz
~UREFET L2 — I =T s 2= DT 7 ANIT 7B AT HHE
FR2SHENIZ G- 26D EILHIFHA,

CA Access Control TlX, AT L EDOT XTOT 7 ANVNIT 7 BATEDHE
[RNA—,8—22—H (root) I HENHIIZ G2 bNAZEITHVET A, A—
N2 —H L, VAT LMD FT X TO2—PLFEREIC, HERTF =7 D
BT

FEFRT =71, CA Access Control DIZHET 7R YRR, S f&T7 7 A
UL, BEFEIIR, X207 L-UL vX 2T 73, B EF 2
T T H SN ThIVET,

BHEN =TI LTI 7 ANA~DT 7 AR EF R LR > T2
8 . CA Access Control [%, FD—HINT 7 A )L ~DT 7 AR A Fi D
TN —T I B TCWAINEINET = 7L ET,

il = D77 A )V T 7 AL, CA Access Control DIl DEEE FhixlZL-o
THEAINET,

77 ANVERIBRT D5 UNIX T 7T L 27 IZxd% WRITE 727& A
MEPR N — P IZ BT HADITHT LT, CA Access Control Tl 18 ELT-
77 ANk D DELETE 727 B AMEN L — 2L BT,

T AINDLBIEEZITHREIL. V) —A 77 A% T % DELETE 7/ &
AMERRE H—F ok 77 AAZKET D RENAME 77 2 AMEBR A3 2 — | 2
FCY, F7o. UNIX Tk, BT 4L 27 IZxF 3% WRITE 77 & AHERRE
Z—PFITHE R ET,

T RTCO—WFE, T 7V R EEILEIR72< Jetc/passwd 7 71 /L5
F O Jetc/group 7 7 A VKT %K AHI72 READ 77 AME (B FR) 23 5-
ZONFET, ZOMEROFHITEoT, AT L HW NS AIRENEE I
bIVET,
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m  CA Access Control 7 —#X—Z®D FILE 47 V=7 DOFTAE 21X, Z0OA4
TV NI THRESIN QWD T 7 AIVA~D T )V T 72 AENF 52
HILET,

n  chdir 77 BA ZA7 1% chdir 2~ R2BARAGICHIFEIL . UNIX OIS 1T
BIENT2DET,

T ANVARGEL AT MBS D RE L, LLFDLBY T,

m _restricted Z /L —T DA TIHRNZ—PIZONWTIE, LLFOT7 7 AL &
T 4L 7R D F73 CA Access Control TLRIESILET,

- TAR—RAIH A DAFTTERSILTNDL T 7AVEBLOT AL IR

- TR RIZEBSNTA NI = (Jete/* 128) & —Ed57 74
BT 4L 7R

T N—"7 _restricted |ZJE T HZ—FIZONTE, TRTDOVAT L T7A

JLI3 CA Access Control TLRESIE T, 7 —HX—RIZEFRIIL TR

T AN T HMERIL, FILE 77 AD _default Lo —RIZES& £,

m  CA Access Control Tl fRENNEER) Y — 2% 7T T _RTOT 7 AV 4
BEIOT AV NG (VAN —REFER LI Z—%ETe) DT —T7 )V
PMEFFSNET, ZOT7T—T7 NZMNT DD TELATY D EITIE
HIRRHOET, WHE, T —F =AWl % DA BT TEFR TEXDH7 74
NBLOT AL 7N O KL 4096 T, £ Hi/ F —2 D KEiE 512 T
7

O T AN, BRI T IR L— L RN A TR S LT
NET, ZDIEH7T 7AIZ1F. CA Access Control 5 —H#_X—RA 77 A )L
ERas BIOBREREZ 7ANVDEHIET,

EFEMICOWTE, TV 7 7L A AR D FILE 77 A0 AZ SR L L
72&0,

CA Access Control CliL, 77 A/WMIZKIL CEL N DT 78R XA T2 H T %
7,

= ALL

= CHDIR

= CHMOD
= CHOWN
= CONTROL
= CREATE
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m  DELETE
m  EXECUTE
= NONE

= READ

= RENAME
= SEC

=  UPDATE

= UTIME
= WRITE

T ANARHES AT DL T — X DMRIFSIN QDD ED T 7 A Ve
TAEEIMERN] T, 722 1L, CA Access Control 2 HL TIR#ETEADT7 71
ST L FDEBY T,

m /etc/passwd
m /etc/group
m  /etc/hosts

m  /etc/shadow

F e R R ZFAR G (P — N T —F L DI T VAR ZA]) L, S5IZH AR
\ZDHZE DM T X TOME 7 7 A )V AR #ET HITIL. CA Access Control 1
THUENHYET,

WAZT 7R AFIE DN EE I — D7 7 AT, T2z 22— R R —L
EHRELLBRWEGETH, L— W&o THIfl S E T,

771 IVIRFEDHAE

seosd 7 —EUDBEENTHE, T —FRXR—RITEFRIIVTODEAE B 7 71V
A7V MK TUNIX D stat I~ RREITSNET, KIT, K77V
FT V2D N G e T —T VN AEYNITHERR SV E T, 512, @5
77 AN LI i-node BEONT INAANT — T TRTFESIVE T, CA Access
Control TliX, ZOMHFREFEHL T, 77 AN ~DNN—R VI EARGETHILEL
TEET, ZHUT, N—R VT DIRENRT A AL LW i-node (ZFHSWTTT
bAIDTY, T —H_X—RZE, 774V D i-node BILUNT /A AT
HIERITBRESNET A,
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J7M4ILDIRE

CA Access Control THLW T 7 AL )b— LAAERL T HE X, LLT O T
DIVET,

T AN UNIXBREICHLG A &AIS, 77 AT LT stat 2R
NETEN., I, 774D i-node BLOT A ZADGHREITHH
VRIMT A T —T BINENE T,

T ALDBUNIX BRECAAELRWG S, 77 AV OF B N T 7
A T =T ISBMMSILET (i-node BENT NAADIEHITE FNEH
N) o ZOHFMTZUINL, BFEH7R 7 7 AV ATV 2N TR &
RICTY, R, =RV ONERT —7 /IZIE, i-node BLOYT /31 A
TEMOVERRIRHZZ D7 7 AN T 2o 7T HMENHDH LN FERBRATFS
NET, ZORIZT7AVDMERINDE, I—FRMZEoTT 7 AV DAE
XA B —E T REEL, seosd DT 7 AN T —T IVNDT 7 A )LD R
P TEHINNT, 774D i-node BILONT /A AEH DS seosd (2 E
SNET,

T ANVEHIBRTHE . CA Access Control 12XV, seosd 77 AV T —T7 )LIND
TURNIMRHIBRSIVET, 72720 =M BER T A A IEA T T —#
N ARSI ET,

selang CLRiETZ 7 AV ETEFRT DITIE. LLFOa~<~RE A JLET,

newres FILE filename

7=L %X, /tmp/binary.bkup 7 7 A V& XGRS HITIX, L F D~ RE AL
7,

newres FILE /tmp/binary.bkup

¥ T RASATEREE TN AN N VEEFRTDHE, TIHIVNT Y
T AMEIZ NONE EIV Y THONET, ZOWE. 77 ANVOFFEDIRINT 7A
ST 7R ATEET,

K DIFEFET 7 AT, A= ==X DT 7 B AN T DTN

HVET, INEITDRNE, A== —F DAY —REH > TN H—H
2, RET 7 AN A~DT 7B AMEN BN G2 50 E T, FIRFZ, 77 A/VAT
HHEUNDOT R TOZ—FIZEDT 7 AN~DOT 7 EALPL IETEET,
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RICEO & BRI OB D7 7 AN ERET DIZIE, VANV —REE L7 7V
KNB— L ET, UALRD—RIZ, * O HLL EoC) BLOR (| &
B ARED 1 305) T,

FEELIARF— UL, 77 ANV DFER/SAL ERESNE T, TORER, 45—
v [tmp/x* 1. /tmp/x1. /tmp/xxx. LT /tmp/xdir/a LV FTD T 7 A /VIT
gﬁb\ij—o

CA Access Control THRIE TE2L vIF— 0%, [*. [tmp/*. BL O Jete/* T
T,

BE: Iy ANAHNRE = ATIEFITE ) ORI — )L ThHIZD | fHE T
ToRININA NS — Z iR ER N TLTE &N,

722 Z20E L FOa< > RTi, /tmp T4V ZRIAND, a THHEED b THRDDHT 7
AN FTRFOT XTDOT7 74V (Jtmp/axyz/axyzb DIHRT7 7 A NbEFEND)
ERENREL TERL TWET,

newres FILE /tmp/a*b

T7A4IL ) J)—RBZTDIAILEH—FDEHA

T7AN VI —=RGITANR I —REFEHTDHIET, D7 7 ATk T
BIFAN LA REVERTEE T, AR — RO/ — b B4 il
o7 7 AT _C, La—RNZBEEMHT BT 7B AMERIZ L TS
WET,

FEHTEXATANRI—RiX, LT TT,

AL EOEECCTITRISLET,

n LB 1 RIS ET,

WER ) — ZD L FINEEE DY) — A L a— R4 L4 A5 D) —A
IZiE, VAR —R &R, b EW—EnfFEHESET,

CA Access Control TlX, 77 A/ U —2H ELTUL FORF— NI T&EE
A,

. *

m /*

= /tmp/*

m /Jetc/*
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Bl: 274V )I)—RATDIAILED—FDER

77 AV UV — [usr/lpp/bin/* I X, /usr/lpp/bin TIZHD GESRARSIL TN
5) T XCDT7ANBIOY T T AL I ZfRELE T,

T74IL 7OEADHIR

A== 2= LB T 7 A I ~DT 71 A% selang THIBR T HIZ1E. newres
AV ROV —=Var 2 HLET, 72exiE, A—X—a—H BID
myuser LA D —FZ 8% /tmp/binary.bkup 7 7 A /L ~DT I A% 5 1ET 5
2T LT oo~  Ref HLET,

newres FILE /tmp/binary.bkup owner(myuser) defaccess(N)

ZOav R UTOZEERLET,
1. /tmp/binary.bkup ZRE7 7 AL EL TERLET,

2. a—W myuser 7 7 A/VOFTAF I EL T, myuser (27 7 A/ ~DT Y
AR 5 A FET,

3. I7ANDT THIVE T BAMEZ NONE [ZFEEL T, o 2—HFI2LD
TFANDT I A& IELET, 77 A ~DT 78 A% —F|C
AT HITNT, FDTFANDT 7 EA — L E PR E T A LB
HVET,

FE: root HR T selang 2~ RARLEIL |, Bl DO2—H %2 FrHH L L CTHZRE
IR EETICFILE La—RaERT D&, ERLIZL I —ROFTAH L root |2
720ET, FTEE THD root 11— (OFEY, root 2—H L Trr (957
RTCOZ—W) L, 77 AR T HEETHHERT 7 BEAMEN 525400 T0
7,

7E: seos.ini 77 A/LDI—2 use_unix_file_owner % yes (ZFXECTEET, =
DFEEIZL ST, UNIX O— e —HE, i L TS 7 7 AUkt § 57 7t
AN—)VEEFRTEET,
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T74IL TOEADHLE

FTAH DR FILE La—REERTHEEReGE03H0ET, g E DR
FILE L' 1—R% selang CEFRT DL, KRl A& CTdhH nobody | 2 H L
F9,

72L& 21X, /tmp/binary.bkup 7 7 ANV EARET 7 AL EL TEFEL, T_TD
Z—FNZDT 7 ANZT 7 EATERNIINZTHITIL, LL T O selang 2~
REZADLET,

newres FILE /tmp/binary.bkup owner(nobody) defaccess(N)

ZD newres AV REFITTHE, T2 ZDa~v  RaEEFR LIz —Y (root
THHINEINITERR) THH-Th, I 7 AT 7 BAT AT TEEE A,
T RTCDOZ—YET 7 AT 7 EATERNWIIIZLI %, BEIL. 20774
NSDT ' AEE 1 AL EO 22— BRI 2D ERHET,

TRAE7 7 AR T B — T 7B AEH/REGIZHT 51214, authorize =~
UREFERHLET, 72EXIX, /tmp T AL 2RI Jo THHEDLT X TOT7 74
KT DHH T 72 AMER %2 = — Tuser)o ] IZ 5-2. 5121, L Foa< R
EANILFET,

authorize FILE /tmp/Jo* uid(userJo) acc(Update)

3 : CA Access Control Tik, M H DT —HRXR—RAIZERXINTWDE T 7A/LD
BPRESIET,

T74 VRO I3 51— FIR

2N, T ANVEITT AL 7 NIZxET DRt A 7 7B AFF A & A 5L C
WRWIGAIE, 7 74 /LT, start ISR A L T7 7 A /VIZEE 92 1F 8% B
B9 D2ENTEET, 2E2IE, 774V [tmp/abe (2% 3D ZEA4 0 TT 72 A
PRl R 7o — X, DL N OB EE S T CEET,

1s -1 /tmp/abc

A I TR AR Rl AR I D — S T A VR E RS H 2 L& IR
T BHITIL. STAT _intercept X E4& 1 ITRXELE T,

7 : STAT intercept i EDFEMINZOWTIL, [ V7 7L X DR 1220 TS
JEE0,
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TIHILE PORAMED KT

—HT DL a—RN OGN AT, _restricted 7 /L—T7 WO —HF DT
THANK T IR AMEEFIRTHITIE, 7T AD _default L'a—RIZXFL T selang
? showres < RafEHAL F9,

72L& 2 1E., CA Access Control 7 —Z N — AT IFIAFELZRWN T 7 A /UKL T
_restricted 7 L —T7 NOL—YREF-TNDT 74V T8 AMER TR T D
(121X, selang @ showres 2~ R LT, FILE 77 A®D _default VY — A% 3%
RUET,

showres FILE default

F FOMOTRTO—PIZIL, FFED CA Access Control 7 —Z X — 2R
N— IV TCERSNT-T 7B AMENMS BN ET,

EHAAET O ERAHE) XD ER

TrANT IR ANER] T 5707 T 05 5EEL T, T7ANA~DT 78 AR
FBETDHIENTEET, ZOINIT 7N TR R EITTHI LA,
Program Pathing EIFEONE T,

E T TANCT I BATHEMEL TR ESN =T 0 T LN )L AT T
DAL, ZDv =)V A7V RO 117 HIZ #1/bin/sh 23& LTVl F i
DNEH A,

AT DOa—Rix, 7SR —RZEH 7177 A [bin/passwd 2 353 <X TDHF
TR TC, Jete/passwd 7 7 AV D FEF AT R[5 HH1TI, /bin/passwd
LIS DBATIOMT=, Jetc/passwd 7 7 AN T DT 7B ADRRT, TTH
oy SIET,

newres FILE /etc/passwd owner(nobody) defaccess(R)
authorize FILE /etc/passwd gid(users) access(U) via(pgm(/bin/passwd))

Z D newres IR, /etc/passwd 7 7 /L% CA Access Control IZEFEL .
T7ANDOHAESLETEEOL—VFIZH LTI 7 ANV OF AT EFF A LE
9, T authorize 2~ R, /bin/passwd 7’27 Z LDl T CT &AM
ITONIGEIL, TR TO2—PFIT 7 AN ~DT Vv AEFFAILET, 2D
FET/RAT—R T A NV airiET 5L, 22— /bin/passwd 7' 17T L&fH
HALTWZaWGATE, haADKREIZES Jetc/passwd 7 7 A /L ~D TR DA
= lTusers | 7 /V—T Da—|ZLDH/ AT —R T7A VD EH N T vy I &
35 D
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KA ET 7B A VANT, T — 2 R_R—AEH L 2T A (DBMS) D7 7 A WAT%E
57 7B A& HIET 5 AU RIS HE T, BH L. 7~&A~7\ B
IZE o TSN TWA TR T LR —T AU T4 LTS A T D &,
Z—HR DBMS T 7 AT I EATEL L E T, MTODSV\?/% [ZoW
TEZXTHELLD,

authorize FILE /usr/dbms/xyz uid(*) via(pgm(/usr/dbms/bin/pgml)) access(U)
authorize FILE /usr/dbms/xyz uid(*) via(pgm(/usr/dbms/bin/pgm2)) access(U)

Z® 2 2P authorize T K%, DBMS /31U T AL ZRIZEL TWH 7 a
T2 pgml X7 0T T A pgm2 DWTINIZESTT 78R TN S A,
9-_TD CA Access Control =—H(Z, DBMS AT LD T 7A )L ThD xyz ~~
DT AL AILET, 2= OFRITURICTAZYATPMERASILTNAHD
LIZEBELTIEE N, ZOT AXYAZIX, CA Access Control IZ/EFHIILTUND
Tm“f@:ﬂf%?ﬁffb&#o ZOTAZYVAIDFERIL, 774V T 7EA
O)$E5E SIZFARIL CQWNETS, 72720, T 74V s 771 A CA Access Control |2

I TN —FIZHEH SNSRI W TRV ET, CA Access
Control T AN —ATERSAN TN —HFIZX LT _undefined 7 /L—7
EREHTEET,

%7~ Unicenter TNG IL- % D ACL 71/ 4% ffi fl-9-%& . Unicenter TNG 77
LA DAT—HRZFEDNT, BUEDY Y —R Tk 57 7B A% FEE D=2 —
P BIOZ L — 1R TRl £35S T3, Unicenter TNG L 4
D ACL 7' a/XT7 1 AR HE T o xT ¢ LR 7 23T 1 D 2 FFEDI BV E T,

72 20E L F Do~ RE3479 5L, basecalendar EWVIOREHES L 7 DSk
{HAsF & 7 7 A AT george SV —HNBEIMENET,

auth file filel uid(george) calendar(basecalendar) access(rw)

Fo L FDa~ K& 795, Unicenter TNG L& 7505 george &V V)
Z—HPREIFRSINET,

auth- file file2 uid(george) calendar(basecalendar)
EET7VERFIHI)ADER

NACL (Nagative Access Control List) Zff L C, =—H E/= 37 V—7EH D
T IR AAT A TEET,

CA Access Control D1< >R 53E (selang) T, LL FDa~Re AL T, 77
TREHEALET,

auth className resourceName [gid(group-name...)] ¥
[uid({user-name...|*})] [deniedaccess(accessvalue)]
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_abspath Z'IL—T 2 &BrO/DKREDOTOYY

_abspath 7' )L—F(2&BrOMDAREDTOVH

SPATH ZEH D N TORAR AL FRSI IV S TV 7N |2 BT 2R b
() 2ZAE, EFa) T4 EOFRTT, BLTORIZEX THAELLD.,

m  root @ PATH 2D JCEEIZIE, LR () TALVZRIRHVFET,

s EEOHL—WNRERN T 0T A (M DOAKRE) ZAERKL . /tmp/ls &
LTRRIFLET,

n UEB<T AL, BEOHHZ—TFDOEXLIZEBYIZ, root T —F A /tmp
TALIZRIING s av U REFITLET, EOREE, WO 1s a3~ RH)3HE
fTSNARO0IC, 27 E BEMEIRZFFD root =—W|Z&-T, /tmp
FALIZIIARTEESN T b A DARB N EI TSN ET,

ZOtX 2T 4 EOMEgHIEEPERR T D728 12, CA Access Control (2%
_abspath LV V) 2—H ZL—7NHESILTCNET, _abspath 7 /L—70DF"
RTOANE, 70l T AR AR S ARG T2 e 2R IS E
T,

o7 N—TLREEIZ, =2—Y % abspath 7 /L —IBMNTEET, ZO%
EIXREI ORI A NEFINIIR, 22— X7 0T THIT 7EATHEEIC
RIS AL A FH TEER A,

24 T47 UNIX X2 T0EDEES

CA Access Control D7 7B AFFRIIIFRAT 47 UNIX DT 78 AFF Al L0 Ak
TT M, AT 47 UNIX DT 78 AFF A% CA Access Control D7 72 AFF AT
FIHASHAZENTEET, DFD, T/ R [ 2 —HITHIENTEET,
7277 ZORBNZIZ O OO HIREENHY E T,

n [AEIAL L CEATEEYA, RO STEAFNI/2DE, FILIFEIT
X415 CA Access Control DR~ RAET X CHIlEI X4, 72771, B
FOT A L— VETHIEIS L EE A

m  CA Access Control TE-x HNT=T 7B A AT I UNIX IZTESILET 25, UNIX
THZ2BNT=T 7 AFF AL CA Access Control [ZJESILER A,

m  UNIX BIEOT 72 AFFA[ L AT LOHIFIIZ XD, UNIX TIX, CA Access
Control DfEREALZI =T 7B AFF AT LV MEZRFF vl X, 8 H TER WS
BHVES, T/ BAHIEY AR (ACL) Zfifi 2 727X —7a2D UNIX T, CA
Access Control D ACL D MEZ I RER T XTI T DN TE2WGHE
NHVET,

FE8E: J7MILBEIUVTOTSLORE 101



A T47 UNIX X2 T1EDEHE

CA Access Control |Z[FIHISEAZ L3 TES ACL 2 272 UNIX D7 Tk
7 F—2A0Z., Sun Solaris. HP-UX, 33X Tru64 T3,

ZDLXH7 ACL DIRWNRE T TR0 655 UNIX D rwx HEFRZ CA Access
Control D}EFRIZ, HAORRE X CRIMESEHZENTEET,

[FIHAIX. authorize 2~ "R UNIX 47Tz & seos.ini 7 7A /LD
SyncUnixFilePerms h—27> DL AG R I L THlfEIS L ET,

UNIX A7 arai8EdTAHZ LIk~ T, authorize =~ R|%. CA Access
Control DA T2 UNIX THEEAITVET, ZOa~ RTlE, ZET
T IR AR IR0 T- A T UNIX DT 7B AP 23R & T %1,

(UNIX 7 ar a2 HLRNWEA . selang D~ RiX UNIX EX=U7 ¢
\ZE B A B 2 F8 A, F£7-. CA Access Control #ERRIZ. UNIX (Z X~ CHill{#
SIVTCWAE T CIEIEZNC /20 ET, L7z23> T, selang TUNIX (ZEDHT 7
© A fESR T DME—D F5151L, authorize I~ KD UNIX 47 vav %
ERTHZETT),

authorize =~ K® UNIX 47 a 1%, SyncUnixFilePerms h—2 73
seos.ini 7 7 /LD [seos ]t al THEUNIRESILTNDLGEIZD A H)
ELET, ZOM—27 Tk, LLFOMEDMEH TEET,

- no X, ACLHERRA RIS ENZeateEL £ T, 774V MATT,

- warn X, ACL FE[RZ RIS E72U DN MEBRE AT 17 UNIX HERR 2N 5%
AL BB SR RITTHI LA ELET,

- traditional I, 7 /L —7"® rwx #EBR% CA Access Control @ ACL {ZfiE~>
TS HZ LR ELET (H 4 O —FOMERIX UNIX 22—
HWEHA),

- acl IZ. UNIX ® ACL % CA Access Control ™ ACL I[Zfi-> T4 524
PHRELET,

- force i, UNIX BREED T 7 A& 4% CA Access Control @ defaccess
FERRIZHE> TR T A2 28 ELE T,

SyncUnixFilePerms b—2 > DAEDZE &2 T HI21X, seosd T —F >
FRESTAOVLENRHVET,
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2 AT47 UNIX X aToLDFEEA

{51 : [E1HA

LU FOBITlX, /var/temp/newdata £ )7 7A /L & fowler 2V D) — %4
L. FILE 77 ADL a—RIZ7 7 ANV T TITEFR SNV TODEEEL TOET,

1.

seo0s.ini 7 7 ANV ETRETEHLHIT, seosd T —F L& IELET,
# secons -s

seos.ini 7 7 A /VERET DHERE FF O — P L Trr AL, 2D
seos.ini 771 /L D [seos ]t a T SyncUnixFilePerms {74 LL F D LHIZ
WELET,

SyncUnixFilePerms = acl

acl I%, UNIX A7 >arzfE 3 5E . UNIX @ ACL 23 CA Access Control
ACLITJSC CRIEEESNAZ LA EIRLE9, UNIX A7 a OREIL, h—
T acd IR ESILTWAIRD AR T,

seosd 7 —E A FHEEILET,

# seosd

selang ZHEEEIL . LA F D selang I~ REFITLET,

authorize FILE /var/tmp/newdata uid(fowler) access(r w) unix

ZDOa=wRIZEY, fowler 21, /var/tmp/newdata (Z %9 % Read IB3LN
Write 77 B AMERRDN G- 2 HAIVET, UNIX A7 al B ET D, kit
HIRAT 47 UNIX MEBRIN G- HVET,
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HEI7AILDERR

HP-UX O %Il R

HP-UX @ ACL TlZ. CA Access Control @ ACL % IE L TE/RWEES 03BN
S I

Sun Solaris A #lIFE

HP-UX @ ACL Tl 22— LT N —TF D45\ T 7' AERR &
Y TEF, OFY, B TOHNET 7B AMERIL, 22— DT T A<V
TN—THIRESN TG E DR, fRESNT-2—FIZEHINET,

%7~ CA Access Control Tlt, 2—H L7 L —T7 D G Tl
22— P FR TN —T T NCT I AR Y CE,

L72723->7C, CA Access Control DFE[EHY HP-UX D—H L7 )L — 7 DI~
BRIy TENLE, 22—V EFT N —T ONT NN *  Fi2iX
lany [ITRX ESIVET,

HP-UX IZ, RV 2— L = F—TF (LVM) OFIE FIZHDT7 7 AV VAT LD

ACLITHR—FLEHA, ZDO78, —EROEE/R HP-UX v > ClZ. root
T7AIL AT N TOIH ACL DEIHIN T IS ET,

HP-UX @ ACL 1% 16 = R ETIZHIRZALTUVET, CA Access Control ™D
R CIE, AT REZe = R Z AT REZ2 RV Zh =R I L 97723, 16 —
YV RUTI, 3T CA Access Control O ACL Z5E I KM TRV
BHVET,

Sun Solaris DA X, FAT 47 UNIX D ACL 78 /tmp T 4L 7 IZFIHSN T
WEH A,

WEI7AILDER

Watchdog #§BEIT. FEELT=7 7 A /L LISMT setuid/setgid 7 0277 LD/ A )
PIRHETHILENTEET, seoswd 2—7 (U7 (Watchdog 7 —F>) IZ, LA
T2 mEMGANZ T = 7L TCNET,

seosd T —EUNHEENTTHY, IGEL TWHDNEID (MWEZILUT,
Watchdog 7 —FE 128> T seosd 7 —FENEEEISNET),

trusted 7 T LENT T FAN N —PIZ Lo TEREINTNEID (B
TN TWAEEA T, seoswd (L7 7 A VD ELTHHIESNET),
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RET 71 IL DIREE

seosd 7 —E LM fork THFLINAH7-ONT, seoswd 727 T L0 HEHIIZE
1TS&HL, Watchdog BERESBRIGS IV E T,

3F: seoswd DEEHNZHOWTCIE, [ V77l X TR SRR TS,

seos.ini 7 7 /U121, Watchdog BEHE D A L ERVEE H A LT 07 SOl % il 45
THEEDN—I BBV ET, o, ZOT 7 AR, ZHDEICET 5
HORF2 AN EENTNET,

¥ seos.ini TP ANVDEERNZHOWTIE, [V 7L 2 X R AR TS
VY,

Watchdog B§REA 7% &, setuid 7' 27 7 LB L setgid 707 T AITHKL
TUUTONKERIC AT TTUUR F ey I 2@ D7 7AWV L TEITTEE
T o ZOF =y 212U, 77 AN DBERINTBROBEE L a—FOARLE E

S

722X, X 2T A EHE DL [etc/inittab 7 7 A )V DT &2 FF A S D8R

BERELXZEZ THELE), CAAccess Control TT77A/VEREMRL  ZH 3o
TG GBS D ERSID I T DITIE, LA T D selang 2~ RafiE L E
‘a’—o

newres SECFILE /etc/inittab

ZHUTC, Jetc/inittab 7 7 A /L ~DZE TGRSV E T,

RET7AILDIRE

AL AR—/LHIZ, CA Access Control 1280, 2 DDXAT DN T 7 A )V ki
THN—RESAENET,

n NELV—V - RET ANl T, BIOT —H_X—A 77 ()%
L £,

WELL— VITHIBR CEEH A,

T 7R )b - BE O S B L OGREEICE AV —MEH ER
J O — ZEHERE O 7 7 ANV EIRELF T,

T 74 IV = IA AR VR IZHIBRTTE T,

FE8E: J7MILBEIUVTATSLORE 105



REI7M1ILDIRE

RERT7AIL JL—IL

WE 7 7 A — XD, BEET 7 AV, vl 774 BEOT —F_X—2
TrANIPMEHESNET, NEH 77 AL L—, selang IZF ST, HIER

TEEEA,

CA Access Control [ZXVINE 7 7 A/ — L CIRHESINA T 7 A NI LT

DT 7 AERPHVET,

m  CA Access Control DINER 7 a2 A~D 7 )V T 7 A
n ZOMOT XTOT 72T AN T 7B AEFATT 7R (B

THHR)

FILE L —/L &R LT, NER 7 7 AL L — VB2 52N CTEET, Zh
B FILE /L—/VZH| RT3 5 &, CA Access Control TIZNE 7 7 A /L /L— /L8

JHLET,

CA Access Control Clt. N7 7 A/ L— L CLL F D7 7 AN IMEESNFT,
F£D2FBOINIX, 77AN DT R IAERREN —EERINFET (%

L5 E),

X —EOT ANV OLGETIENER

SHL ST DR E 3 Y FH

o TIEDT7ANDGEHRETHIEILTTEEEA,

I7AIL seos.ini DtV av LEETE TIHIEDT7AILDER
T RTDT —HX—R 771 [seosd] dbdir AClnstallDir/seosdb
v

seos.ini - AClnstallDir
privpgms.ini - AClInstallDir/etc
loginpgms.ini - AClnstallDir/etc
xdmpgmes.init - AClnstallDir/etc
nfsdevs.init [seosd] nfs_devices AClInstallDir/etc
osver - AClnstallDir/etc
accommon.ini - ACSharedDir
seos.audit [logmgr] audit_log AClnstallDir/log
seos.audit.bak* [logmgr] audit_back AClnstallDir/log
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RET 71 IL DIREE

274 seos.ini ND Y3V EERTE TIHILEDT7AILDIZFT
seos.error [logmgr] error_log AClnstallDir/log
kbl.audit [kblaudit] audit_log AClinstallDir/log
kbl.audit.bak [ kblaudit] audit_back AClnstallDir/log
kbl.error [kblaudit] error_log AClinstallDir/log

T EDFHAIOWTUL, VT 7L X U R RUTTZSN,

TI4ILE T7AIL IL—IL

CA Access Control TlE, #E 7 7 A VAR #ETHT-DIZ AL AR—/LHICT
TAIE T AN =L DMERESIVE T, T AR T AL b—/L | selang
IZFRRSIL, HIFRCEET,

PLAF D TlX. CA Access Control (ZXDT 74V E 77 AV b— )L THR#ESTL
DREIET 7 AN, ZDT 7 AERBLOFF A SN TNV T 720N —EHR R
INTWVWET,

ZDFTIX, PMDBDIr I3 Policy Model 7 —4#~X—Z (PMDB) 357 ALK
THY. pmd_name 134 Policy Model D4 RITCY, 7 74/ Tlk. PMDBDIr
IZ ACInstallDir/policies {Z&HYV E£7, PMDBDIir D¥GFTIZ. seos.ini 7741/ D
pmd £27 a2 ® _pmd_directory h—27 NZEFRSILTNET,

74 TI4IETIER HASNTWSTIEY
ACinstallDir/data/crypto/crypto.dat 2L sechkey
ACinstallDir/data/crypto/def_root.pem* L sechkey
AClInstallDir/data/crypto/sub.key 2L sechkey
AClInstallDir/data/crypto/sub.pem 2L sechkey
ACinstallDir/log/policyfetcher.log B8l +policyfetcher
AClInstallDir/ladb/*db.la* B3, sebuildla

/etc/passwd F_T F_T

/etc/shadow T_C ERNE
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setuid 7AS S LB LU setgid TOT S LD IFE

2714 TIHIETOER RIS TWNB 7Ot
PMDBDir/pmd_name/hsock Read, Write, Execute, seagent, sepmdd

Cre. Chown, Chmod,

Utime
PMDBDir/pmd_name/pmd.ini Read seagent, sepmdd
PMDBDir/pmd_name/seos_* Read. Write, Execute,  seagent, sepmdd

Cre, Chown, Chmod,

Utime
PMDBDir/pmd_name/socket Read, Write, Execute, seagent, sepmdd

Cre., Chown, Chmod,
Utime

setuid TAYT S LE KU setgid TATSLDIRE

22— 1D R E (setuid) 7' 17T AL, UNIX Theb BB I HESND 70/ T4
D 12T, setuid 7B T L% EENTH7 0 EAIZEST, setuid 7077 A
DA ED 1D A HBIMICEGSIVET, setuid 7177 ADFTHE D root T
HOHGE . setuid 7/ T LA RENITHE — R —FIXHBIICA——
22— FE T, setuid 7T TLNEENTHE, A— I — 2 —PFNFITTX
LT RCOEEE T BB ATRITTELINNTRDET, LIz~ T, setuid 7’1
T LN IELMEHEINDINNCTHIENIEFIZEE TY, setuid 7277 LW
DN RTEIIT =z ED, VAT A EOTXTOT7 7 AR T BT 7%
AMENL—PIZHE 26 ET,

CA Access Control Cl, PROGRAM 27 Z A%&A# L C setuid 717 7 LB L
setgid 7' 17T LhfR#EL TV ET, CA Access Control [, A+ AM—/LEFIZT
TANNTTRTOT T T LDFETEFFAILET, 7 —FX—AT trusted 7’
0y I LEER UL, 70T L0 trusted 77 T AEL TERSNL TN
BAT setuid 707 T A E 21T setgid 7 T LD EFTEEIETH IO, CA
Access Control DEIEZZE T CEEJ, 72&x1Z. /bin/ps (FmERRER KT
177 h) % setgid 7R T AELT(ARKDOHERDID) FITTEHINTTH
21X, LLF O selang D~ RafE L £9,

newres PROGRAM /bin/ps defaccess(EXEC)
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setuid OS5 LB LY setgid TOT S LDIFE

/bin/ps 7117 LA, CA Access Control O trusted 7' 1177 AE L COBERSILE

7, RIZ, CRC, i-node F 5, VAR, T ARXEK G TAEH. I/ NV—T Tk
AR YN, R ET AR, BT var ) La—FNOZoMo Ty
HIVEBL SRS, T —H_X—AD PROGRAM 7T ADL 1 — R [ IS L E
R

Watchdog #EBEIZ LD, 70T LD CRC, YA X i-node, BL UM DOREENE
W TF =7 SET, ZOWT I OIENZE EIN784 . Watchdog £
HE T, trusted 727 7 L VAL 07 T 0 EHIRL CF /I L5 ~D7T 7k
AZEET DL, seosd IZKL THBICFE AR HINET, ZHUTLD,
setuid 7R/ T LB W EIIBEIL T, 70l I8 RN EIERH T3 T
ELET, EED newres I ROBITIE, T —H_XR—RIZEHRSILT
W2 —HPHE D | T _TO2—HIZ /bin/ps T~ ROFEITEFF AL TV
HZEITHEBELTIESN,

untrusted setuid 7’227 7 A%, UNIX RX—ADA XL —T 4T AT MIEBW
TIb a2 EX 2T 4 R— VIR D AREED BV E T, trusted 7077 LD
TIVAN—NVEEHTAHIET, B2 UT 4 EHE L, TANTF =75
ZITZHEE D trusted 7 07T LD AT setuid D FHZFFRIL, 70l T AD5E4
MAELRFETHIENTEET, 72720, TXTO—HA trusted 5217 7 HE

T AN HEIIICEE) CEHDIT TIEHVER A, T7EA L—/UZES T,
ZD setuid 7T T LNDT VT RAMERE 52 D — PRI L —T %R
FINCHEETAMERHVET, 722X, AT D 2 D0 selang D~ R Tl
/bin/su DEATHERR D I %2 27 B D= —H (sysdept 27 /L—7) IZ5-2 T
WET,

newres PROGRAM /bin/su defaccess(NONE)
authorize PROGRAM /bin/su gid(sysdept) access (EXEC)

T A R=ATERINTNDT R TOL—WEIFETHITIL, TAXIARY
(M) 2 HALET, 722413, CA Access Control IZEZRSNTNWAT R THO—
P sua~ U ROFEITEFH [T A%, L Foa<w Re AJLET,

authorize PROGRAM /bin/su uid(*) access(EXEC)

ZOFHNZ, setgid FATAIBEY 7 AV DIGEITH Y TULEVE T,
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setuid 7AS S LB LU setgid TOT S LD IFE

nr < RBE W er < REfE LT, PROGRAM 277 AT setuid 7' 1277 A

BE D setgid 7’0/ T L8 G TEET, BHER setuid LIS B LW setgid LA

o7 s T b, [FERIZ PROGRAM 77 A IZR G CEXET, Zhbn7ar7

LD FILE b—/LZE LT HER DN — I LA F &b £, Sy

Z 03 Untrusted OEH 7 07 T MO FATETF ] 065813 (Ty 7 7L —R

%2, 7077 NI Trusted IREEICSNTI2F TSN ET) | blockrun 7'

T 4% no IR ELET,

m  blockrun 7B 3T 478 yes IZERTESILTCWAIG G, 707 T AT
Trusted JRAEIZZRDETEITIN T, B T2 PACL IZE> TRFATSAL TN
L7 7 ANSDT I B AEFFAISIVER A, PACLIL, 7B T AN
Trusted JRFEIZ/2DFETHE LINI/R0ET,

m  blockrun 71 37 (73 no IZERTESILCWDIGE ., 70/ T AXFEITSNE
9, 72720, RS T AR TS PACLIZE > T A S TVDY Y —R|T
TIRATHIEITTEEREA,

blockrun 7 /37 ¢ DA% yes |25 E T D21, LLF D editres/newres 2>~
REfEHLET,

er program /bin/ps blockrun

blockrun 7' /X7 A DAEZ no [ZF% E T DIZIE, LL T D editres/newres 1<K
REFALET,

er program /bin/ps blockrun-

F 7 4/VRTlE. PROGRAM 77 ARSI TND T RTDOT 17T LD
blockrun 7'B/37 3 yes IR ESAVET, ZOfEIL, seos.ini 77 A /LD
SetBlockRun h—2 &M L TEHE CTEXET, sHIZ OV TIL, seos.ini 771
NOFHIES L TTZEN,
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setuid OS5 LB LY setgid TOT S LDIFE

setuid/setgid TRAT S LD BEIE &

CA Access Control Tl, 3XTD setuid 7127/ 7 AL X W setgid 711/ T L%
HBENWMIZER CEET, =—74V7 ¢ 7B 7L /bin/seuidpgm ZfEHL T—
HOa< U REERRL., TXTO setuid 727 T LEF D FEITHERZ EFRLE
R

72X, 77 AN VAT LR T setuid 727 T LB LW setgid 70T A%
Ax L, ARSIz selang D~ K% /tmp/pgm_script 7 7 A /VIZEZIA
Tel2i%, L F D selang 2~ FE A JLET,

# seuidpgm -qln / -x /home > /tmp/pgm script

seuidpgm (Z&> TAERINIZH N7 7AW 1E, BT T DRI, BEITST T
EBIOEETLHIENTEET,

7E: seuidpgm 2 —T A UT A DFEIZHDOWTIL, V7 7L A AR =S ML

TLIEEY, setuid 77T L FE 21 setgid 7 07 T L LIS DT 07T Kk Rk
(RGBT EICHOWTL, T Y7 7L X 71RO SECFILE 7T AD A5
FRLTL7EENY,

FfAETIOEX

T 7 RAMERIZE 589 1 DO E eI, RMIEATET 2R L— LT,
7=E 202, securedSU EVIFEFIZZEPEDE VNV I—Ta0 D su A< RRHY,
ZOaw U RIE, 22— P RA— = — TR HRNTHR A D FE A B EE i A
NFERBEATOLARELET,

ZDOTUT T LEFITUTNDDIGE DI A—/N\—2—WF| T DT L% UserX |ZFF
AT 51 OOFEELT, L FOINCFHHET 7 EA NV—NVERET HH
ERHVET OL— /L ZRET DRI, USER.root (Z defaccess(none) bk &9
HLERHVET),

authorize SURROGATE USER.root uid(UserX) via(pgm(securedSU))
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BEOTOTSLORE

login AW R DIEE

/bin/login DfE X, A—/S—2—HF DI RETHZELEMIBEIDLET,
A== =PI RELRWEA . D2 —F D/ RAT — R &> TN DL —
P, hoz—FLL /AL, O2—F DO/ RAT—R & EL T, 22—
PID L HE LU ARICET 5T RCOMIREE TN TEET,

/bin/login Z1H 3 DHER% selang CEA T T 51213, LA TFTOa~Raf L
ij—o

chres LOGINAPPL /bin/login defaccess(N) owner(root)

BEDTOTSLORE

CA Access Control TlZ, setuid 717 7 LB LW setgid 71/ T L% {7#E 5D
ERICHIETEFE O 0l I LG #ETEET, TD7=DIZIE, PROGRAM 77
AD blockrun 70 N7 1% IR THEICR ELET,

E B A T ar DI ONWTL, V77l X TR B R TLES
U,

H—RJL B 2—)LOO—KRETFUO—KDIRE

T —F F 2 — T UNIX FN— Ty S S R T ADI AN — KT T,
EFTROU—FIAN A~ RS BEETHAREATL, FE oo & &I T
2Z—RNFEZENTEET, TIUTLY, N—R 1—)V DB ERERE a7
N—=F D592 THIEIRAEY) V) —AZMER 9 MR U T iERZ o — R
THEVITHRMENFEH L F T,

CA Access Control TlX, 1 —FR/) BV 2 — /L OIR#ELZH B L OENIRE
TEET, W— BV 22— VOREEZHNIZT HE, CA Access Control 13,
H—FI T 2— )V en—RBIOT v —RKT 5V AT A a— Ve 2—F&
TR, EREINTET VRS F—H_R— R h LTSN L a—R, 5
F0) KMODULE 75 ANDLa—REBALET, H—F/L Fa—/L La—R
\ZXF D7 7B ANE RS E . CA Access Control Tl BsRShiz77&
AT —R  F-E 7 ra—R  OWnTFnTT,
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H—RIL EDa—)LOO—KREFO—RFDIRE

Linux AZR DT THT AT L TliE, KMODULE L —R D4 FillE (GE4/ AT
[372Q) H—F BV 2—b T ANDLFIERICIC T ABERBIET, Zh
L BV VOAFINT 7 AL DA FILFAL CHBIZ0 TY, Linux TH,
KMODULE L=t —R D& HiilE, H—F/b B a— DL iDL RIUITT A4
ERHBHDOT, EBOT 7 AN ERBDHALHVET, Linux TT7A N4 %
ZHELTH, Linux BMEATHEY 22— /LA ITE TS, KMODULE L=1—K
FEDNOEETT,

H—F) T 2—/LDa—RTOT7A )V INAF = H NI LT IREET,
HRENT-T 782 —REN5HE . CA Access Control [ X, LA FOBINF =
THEFITLET,

m  KMODULE L' Z3—R® filepath 702/ 37 412, B 3h7akaxt 7 7 A /v /XAD
DRFFSNTNDTE,

R4 filepath NO 7 7A/LIZ, KMODULE L' a3 —R4 & —F$5F 2 —
NRHDHTE,

m I —LEV2—/LH KMODULE 71737 1 (Linux AN DT AT Tl
filepath, Linux A7 ATl signature) & —E3 524,

3¥: CA Access Control I, Linux A7 AL EDO—F)V T a2—)L T7A)L
WKL CT—BDOV T A TFYE AR, ZOV T X TF v h—F) T a—)b
L a2—R® signature 72/ X7 4 DEEL T AL E9, CA Access Control
1, T/ BADT-N T 2T v T =/ LET, V7 32 F &2 FEHTA
ST A 0B THYEH A, CA Access Control 23 HENIZS 7 2 F v 2B H
LTHEALZET, 7277L. seretrust 2—T AU T2 L ConEFETT5
ZEHTEET,

EZIEE

H—=F)L TV 2—/LDa—RTODTZ7A)V XA F =7 DHEMEB I OMER
(P.115)
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H—RIL EDa—)LOO—KREFO—RDRE

H—RIL B 2a—ILDIRHE

=N EY 2= DOu—Re7ra—RaR#ET 22T A —T 147
VAT LR T DN TEET,
HW—FI BED2—IILERETHIZIE. UTOFIEIZHENET,
1. —F) B a— LV OARENE N CNDZ MR L E T,
2. CA Access Control |Z KMODULE L' —RZ{ERk L £7°,
H—I Y 2— VAR T A, L T2 EFRTHOLERHVET,
n —FI)LETa—)LDOLHE]
Linux AAADT RTOT AT L TIE, KMODULE L a—R D4 Fil (584
INATIIIR) T —FN BV a—)V T AIVDLETEFRICAZ T DM
HVES, ZIUL, BTV 2 VDA FINT 7 ANV DATRTERIC Th D728
T4, Linux TlE, KMODULE L' = —R D4 FijlL, —F/L P a—/L

DL FIDOIHRERCNZ T HNENHHD T, BEROT 7 A N4 & Brr Db
AbHVET,

s La—ROFEE (F74VhClE, BY 2— LV Z2AERL TWD—)
a (L) H—FN FTT o)L TrANDHIE T A A FT I
EV a— )W DON—a NS AL, 77 AL 7RADY AR

¥ HP VAT AB L Solaris AT AT, Bl — %L 2 —/L
_ALL_MODULES ZEFKL T, T XTCOH—F)L TV 2— /DT v a—K%&
PREETEET,

3. EVa—Ou—RBLIONT v a—Ra2EZ 7T 5HERE 54 52— E7-
&iy/v_70€fﬁ%bij‘o

f5ll: selang ARVFEFERALTH—RIL ED2—IILEZHETS
LI T ® selang =~ > RiX. CA Access Control {ZX L CTh— /L EY 2—/b

serial.o # EF L CRAEL , =X —7 T4 X 2—H kadmin [ZZDEY 2—/L
DOa—RBIOT o —RNERITTHMERZT 5 LET,
newres kmodule serial.o owner(kadmin) defaccess(none) ¥

filepath(/lib/modules/2.2.19/serial.o:/1lib/modules/2.2.20/serial.o)
authorize kmodule serial.o access(load, unload) xuid(kadmin)
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H—RIL EDa—)LOO—KREFO—RFDIRE

A=V ED 21— LDREOEMEES SVEIIE

B =TIV Y 2—)VORENF N THHEE . CA Access Control IX. CA
Access Control 7 —Z RXR—AZERSNTWAT— L B 2—/LOa—RE
L7 e—REF v /LET,

7 4L TlX. CA Access Control [X, T —F/L T2 — L ORELF L
7,

H—FI Y 2 — )LV DL G NFETNTENTT DI, setoptions T~ K
7oL LT, KMODULE 77 A% H N F7- 1380 L E9,

B3l selang ZHERALTH—RIL E—FDREZEDIZTS
LUF D selang 2~ RiX, 1—2/0 E—RFOREEZGNILET,
setoptions class+(kmodule)

Bl: selang Z# AL TH—RIL E—FORBEEICTD

LLF D selang 2~ R, —/V T—ROE#EZERN L ET,

setoptions class- (KMODULE)

H—FRIL BD2—)ILOAO—KRTDI7AIL NR FvIDEZEE TV EMEL

=T BV a— VORENRE N THLG AL, I— L EVa—/LDa—
RCTOTZ7AN RAF oo b AN TEET, ZNDHL728A . CA Access
Control IL, B—RFXHRD N —F/L Y =2—/L7) KMODULE L' =2—R ® filepath
TrRT 4T 528 (Linux SOV AT LAOYA) . 721X KMODULE L
T—R D signature 7137 ¢ (Linux ¥ AT LOSE) b—8T 55 F =L
E3x

T7AN INAF = 75T T DI, BREEEE T 71 /L seos.ini D seosd &
73T, special_check h—22% yes (IZi%ELE T (T 74/L M no TT),

CA Access Control |, 77 AV /SA F w7l —%)V T—RIR#EDOM T NEH
W CHAEE DI, T7AI RA F =75 EITLET,
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kil A< RIZxtd B/810F1)

fl: seini A—T 1) T4ZERALTH—RIL EL2—)LOO—FTDI7AIL
NRFIvIEEHNTS

H—FI) T 2— L DE—RTDT7A IV /XA F oI5 T A%, LA
ToOXHZ, seini 2—T4UT 1& secons —T (VT 42 HLF9,

seini -s seosd.special check yes
secons -rl

kil A< RIZxd 5/810F1)

TR R ROT S =gy TR E DIy ay JVT 4TV
77 A, B RGERENORE T O ERHVET, AT 4T
UNIX EF2UT 4 VAT AT, 7ot R 22— 1D IZHEDSNWTT o 2D fg#
ZITWET, ZAUL. ZAT 47 UNIX DEEE TlL., root = —WF X3 X TH 72
BRI LT THEITTEHIEAE ML E T, CA Access Control 1L, 7't
ATHEITEN TWDFEITARET 7 A NNV — VB EFETHILITE-
T, UNIX 7B RO EZ TR £9°, CA Access Control 7' B ADIREIL,
ZOT B ADZ— ID [TKIFLEH A, CA Access Control THEH#ET 5
THO 7 at 2% PROCESS 7T ADL a—R|ZEFRTAMLENHVET,

72&2 0% ASCI B =—T7 T 5 /bin/more OHRHIFE T (kill) ZFH1E32121%. LL
TOFNEHENET,

1. selang ZEEIL£7°,
2. LLFDselanga~rRE AN LET,

newres PROCESS /bin/more defaccess(N) owner(nobody)

ZDOz= R, FEGHE T kill) T5ZEM TN\ rtE2EL T /bin/more
ETEFRLET, LIZN-T, T 74D T 72 AHEBRIL, none (N) T,
owner(nobody) ZFX E T DL, X ZDN—NEEFRKLTZ2—H TH-T
. /bin/more 7't AZARHHE T (kill) THZEITTEEE A,
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kil A< Rz g B/810F1)

3. selang & TLET,
4. FlE2 CTEFLIV—NVETANET,
a. UToav e AJLET,
/bin/more /tmp/seosd.trace

b. /tmp/seosd.trace 77 A /L DY A XM, [bin/more ZT-72HITHK T &8
IRV D REITHHEEEL T, Ctrl F—EHLRNE 2 F—2 ML
. /bin/more Y ut A% —HHE EL £,

c. UTFDOawsR RaAALT, —FHEIELZY a7 O5RHlR T (ki) 25t
HET,

Kill %1
ZORIATIHLL . CA Access Control Tl [ 77 B AZF A DMELR S
FLIZ | VI AU NERENE T,

BIAREL T B E D —Y D /bin/more 7 & A& diiHI#& T (kill) TExAXHIT
5121, L FD selang 2~ F&E A ILE T,

authorize PROCESS /bin/more uid(username)

X VAT A EOMODOANRAFVFELTRIRET 7 AL OFEFHE T (kill) 2[5 1k 25
At FICRIEICHENET,

CA Access Control Gl i@ D kill > 7 /L (SIGTERM) , BLOT 7V r—=3
VTR AT TER Kl 227 F L (SIGKILL 38X TN SIGSTOP) 7ML S N Ed, CA
Access Control IX., SIGHUP <° SIGUSR1 72 Dt D> 7 F )7 at AL |
kill > 7 F VB0, kill 7 F AT 20 ERELET,
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FOoOE:. OF4 a<TURDHEIHE

ZOvrva Al LFON IR EFITWET,

0y A Fat 2O H# (P. 119)

s a7 A 77— a OfilfE (P. 122)

i A2 fd 95 o — PHEBR O E 3§ (P. 123)
ISAT—R F vy a7 A OFIR (P. 127)
RE Y SR H IS 2u/ A2 L— /L DJEFE (P. 129)
[AlRF 7 A > O HEZh AL, (P. 130)

2 — W HEN O RIFEEZ A OHIR (P. 131)

27 A AU ROF (P. 132)

04542 701X 0%

CA Access Control (213, 17 A O EMETED 2 FiFE (SRR IZ L AR EREEE
TV — 2N K DRERRE) B S QW ET, TERMINAL 77 A% 3
Hi . a A TCEHZ—YF LUK EIIHRANATETEET,

3E: TERMINAL Z T ADFEANZOWTCIE, [ V77l X DR 25 R TLIEE
VY,

LOGINAPPL 77 A%&AF 5L K pu s (2 77V /r—3ia (telnet. FTP.
rlogin 72 &) ZfEHL Tl AL C&x A2 —WFI/ N —T 2B ETHIEL T
XET, VTADT T BANN—NVEHRETHIEILEST &ur A 77V r—
Y ALEA DNV EERLET, xR TRTO2—FITHRAR~D
FTP B5li 25 F nl L. RO E D 22— T AT AD telnet #5552 7F Al L.
T RTOZ—WIZT AT LD rlogin ki 225 L35, Vo7 — VA TER
T&E 9, LOGINAPPL 7T AD KL a—R T, B EDus A2 TV r—ail
BT AT /7R L— LA EZRLET,
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a4 4> 70t X0 &1

{51 : LOGINAPPL

T2EZUEL FTP 77V —var O & fEA 2 — Y OHITFF AT HITIE, AT

DFNEIZIENET,

1. AT D selang a2~ REMFHL T, FTP D7 74/ 77 AME% none I
EHELET,

cr LOGINAPPL FTP defaccess(NONE) owner(nobody)

2. LIF O selang a~ o RZffi L T, =—¥ anonymous (2 FTP O 2 7F
ALET,

auth LOGINAPPL FTP uid(anonymous) access(X)

account LW\ 7 L —7 & T H—V I telnet DB ZA# 42 LI HIBR 9
DI, L FOFNBIZHENET,

1. LATF®D selang 2~ R&2f AL T, rlogin & rsh D FHAZEIELFT,
auth LOGINAPPL(RLOGIN RSH) gid(account) access(N)

2. LLF®D selang 2~ R&fEHL T, account £V )7 /L—7|Z telnet D H
AL ET,

auth LOGINAPPL TELNET gid(account) acc(X)

. FEROFITIZ, RLOGIN XN RSH OHFIFRIZHOWTEHBALEL=25, fhod
ny Ay s AbillRTEET,

i oars A 7arg L BINERITE T 558130, FrLn
LOGINAPPL L 1—RZ B3 A M ENRHD E T,

Ry AL AB—R TN =T A EIT, setgid A XU NETZIT setgroup A
NUNTIHREDET, ZNBDA XN TENWET, ZDOT—7 U AT,
2—HDID ZEFIInT A LT —FITE T35 setuid 1NN THRDVE
R

By Ay TV —ay BIIT T HEFET AT L 32— /L X, CA Access Control
TRIAY TITAE T A ERTHDIEHENE T, BEfons A 77
Ur—2a Al on T, Zb0rZ A UNEFRHONCORRESILTOET,
oo AU NERIE. CA Access Control DL —RA 77 A )L ZH_RBHZ LT
FoTHERR T&ET,

3¥: LOGINAPPL 7T A, BL O — A ZADOFREFIEICETHEEMICHOWTIL,
['selang V7 7L X 4N %2R LTTEEW,
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AT 4> TOt X0

SFTP AT A A2 3—tTrOEHIL

Z—WRSFTP L T RARA L MIaZ A 3585, SFTP 77 )/ r— g
VTCIE, 22— DOFRFEIT SSH 2ME FHX#1E 9, CA Access Control {21V SFTP
TV —aripoal A BATRA LA — T NENDRE, T 74V TiERs
AL SSH 7 A LU THlbiL, v7 A 38T OFF A o4E 7512 SSH LOGINAPPL
La—Ro)—/LaMERSIET,

SFTP & SSH a2 A L3872 XL SFTP B/ A KU SSH v 71 A E
RO — A FEXIATeEHIT CA Access Control Z 5% E 3 D21, SFTP /A
A B =T NN T HUNERHVET,
SFTP AT A AV A—EThEBMT DAL
1. ZURFRAURTavo R Far 7N RUERREET,
2. UUT?Dselanga~rRFaE AN LET,
er LOGINAPPL SSH loginflags(EXECLOGIN)
ZOATURIZED, SSH a7 AL DRI, 7ot AR FEATT DD
EXEC 77 al ChOZENEESILET,
3. LLF®Dselanga~rREANLET,
er LOGINAPPL SFTP loginpath(path) defaccess(a)
loginpath(path)
SFTP 7 A 77V r—2ar M7 )V RAERELET,

ZOaw L RIZEY . SFTP EUVH 4 RTD LOGINAPPL Lt — R AMERR S,
SFTP ' A TV r—1a ~D/S AN EFESITAENITHIFR 2 720 R
D, TR_XRTOZ—YFRSFTP 2 HL T RRA U MIas A TEHIEN
fREsnEd,

Bl: SFTP AT 42 A2 8— T DB

ZOHITIL, Jusr/libexec/openssh/sftp-server (Z&>% SFTP 1/ A2 77 ) /r—
T a AL T, SFTP B Ay A B2 —t PR NIENE T, RAID selang
<> R Cl. CA Access Control {24V SSH 27 A AZX L CPAM B/ A A
H—tv I IBERESNAZ S RESNET,

er LOGINAPPL SSH loginflags(EXECLOGIN, PAMLOGIN)
er LOGINAPPL SFTP loginpath(/usr/libexec/openssh/sftp-server) defaccess(a)

5 : LOGINAPPL 77 ADFEAIZHOUWNTIX, Tselang V7 7L 22X TR 2 BRL
TLIZEY,
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AIENLGEOS A2 7)) r—2a O

SENGERT A2 7T )/ r—ar Ol

CA Access Control TlX, @BiGHI72ar A2 77V — a2 HliEFs L O #
THIELTEET, 2F, FFEDONL—NVENHAAF— Nl — B 07
TV —ar DI N—TERECEET, AENn s A TN —a
VETEFTDHITIL. LOGINAPPL 77 A& L £,

AENGOTAY TI)r—23 DEE

AFERIRa A TV — a0 % selang TIEFET HIIE. LOGINPATH /35
A—BERE EBEFOuT A HIRERETHEEEFLav U REEHALET,

LOGINPATH /XT7 A—#1Z1%, [ J. *.? 9B 1 DLl EO XX FAH AL IER
FH TR SN EFE 2 R A E D DVENHET, 72, ARERY7
telnet 77V /r—al BEFHRT HICIE, LA FOa~<  REfHLET,

er LOGINAPPL GENERIC TELNET loginpath(/usr/sbin/in.tel*)

BENGEAT A2 TR S LDA 32—t T

W Oary A R REE 3554 @ADL —/WEBALNTT, 72Ex
X, A F =T ENT=n T A 7 a7 T 590 loginpath 7 /3T (IZHE EESHL
TU5 LOGINAPPL A7 V=V NN T —HR—AFAET DAL, T DA T
IO — LN S ET,

7277 L. BFEIY72 LOGINAPPL A7 =7 D34 . CA Access Control TIZLL T
DIUEENTOIET,

1. seosd L. Ao X —t 7 SNT-al AL T IV r—a Al —875
HD (LOGINAPPL A7V =/ M —Edpur A0 RRA) R4, Ao
Mo BEIL. FOF TV =7 O — L5 S E 1,

2. HONSoT- A, BiERN a4 RAEFERAL T, —&T 5
LOGINAPPL A7 Y =/ ORI TIIVE T,

3. —HI ATV EEOLG AL, IV BT AT V=D
L=V RSN ET,
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IHREFERATHII—THERDER

ImREERATS51I—TIERDEE

BAEINLD AT LADT IR % T 0y 74 AR 75D 10X,
MR (DEY, AL gn) BR#ET AT, a—Y Rl A LR ARNE
IR (X mRea sy — 7 E) a4 el 70 E9,

BT —XT 7T DUERIT, UNIX BBIFES TS BEOT L HAT <~ 2
FIp0ES, 1FEAE DV AT, B Y —/3 (PTS) £721% X Window ~
F— Pl THEBURAR ) 2351 S ChoNET, w271 VAT AICBIL
T, IARDL AN ERDIRNGE S 12725 TUVVET, CA Access Control [, Jin A
ERTRENDLDERHELF T, CA Access Control Tl LA FD 3 DD J5{ED
DTN TIRARE ER LIS A 1T, 0/ A DB TR O ENR FEI TSN E
¥

n R X RS XDM B A U4 RO EER L Tal A 3554,
CA Access Control TlL, IRARIZ (Jetc/hosts, NIS, F7=1X DNS 7)>5) Z5#a
ENTZ XKD IP TRV AN, nl A BRI SN -0RE L GRS
NET, BANMEA~OEBIIPLUIG A T3 AN TR IP TR
L Z%A# L7254 CA Access Control Tl IP 7R L AN 2R # 4

HTELTEET,
D PRS DRSS AT HE AL TTY Ao TR DA
ES

PR RY T =I5 (telnet, rlogin, rsh 722 HL ) nrA95%
e, ARG (Jete/hosts, NIS, F721E DNS [ZL->TC) BHAIUT-FEK
JC P TR AN R4 LGk S E 7,

FE DRANIK 507 A2 )b—/Lid, TERMINAL 77 ATy ¢ HR AN
EFRL, W2 —PBION—T%F T/ O T 78 A UANMIBEINT
HZLIZE S TEFZETEET, K/ A2 75D TERMINAL 472 =27 b C H BRI
[RAFRTEL . FORANE TR DT A TXAME A R 2 HI [R5
T TEET, F£/2. TERMINAL 7T AT ANV —R &2 LT, " F—
(RAMAENTIP TRV R) &—H T HR AN ER T HIEH TEET,

W A=/ 2= PRV AT DEHE IR E O AL OMERZFF > — 2D
WTE, X 2T 4 CRESNTGITICH DA 2 3235 IZHIBR35 24
ERHVET, ZOIDNHIRTHE, A= =2 —PFLL T AT AR AL
RADIRAZ RN =03, B DVE—RRNOY AT MR ANTHIEN
TEEH A VAT AT I BATHITIE, BFa) T4 CHRESNIZGFTICHD
RSN AR D 1 BEEALRIT IR EE A,
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ImREFERATHI—THERDER

F NI =T Oy AT, 22— REBRITRAN av ) — b7 78R
L CWAEVIMREEEHD T A, — L, RANMIER SRS T 7&
AL TWDD, BRITERANN G —ERAEZAE T HIEEFF AISILTOD Ry b
T —JHNOMD ) —RHT 7B AL TWBREEERHD ET, BIDORARNGD
0y A e a—YPICFF AT HE ZD—W TR E DR DI TR, F D
RIZESTHF RSN TODMDIRENSH T A TEDHIINT/RET, #
OIS MEZ R RIHERF T 21213, Sk NV — T 2 ER L, SR o= —W
23, B DR T AE DK S NV —T 5D BB EEAT 2 HIIZHIRL £
7,

U AR DMHERRIX, LDV —AEFI2D AFHIZT 7B AT HHERRN L G- 251
TWAH—FOuERIFEE | MERZFIRTHLERHVET, X =2UT 43 Elk
IV TN B — R RS ITFED root 2 —HLL Tl A TEXRWEINIT,
A== — P DR T 7B AMEE bl R T A E R HVET,

CA Access Control Tl Mii K& EFRK T HEXIT, MK EROITA B ZI/RMIC
BETHVLENDVET, HHIT, BX2) T BHEELL T root 2— W
T AN THRDFTAEF 2o T2 86 | EDOURIFA—/S—a2—HFLLTor
TADABEIRURITIR DD T, Z<DEE ZIUTEELWRIETIZHY
FH A, ZOIHRMEWVIZE S THIGRV D BIZEF 2T 4R — /LA TER
EI1Z. CA Access Control Tl, Mii kK& EFR T HEXIT, MK DA HE & E TR
HVERHVET,

U tty34 ZEFR T DIIL LT Oa~< U REE L £,

newres TERMINAL tty34 defaccess(none) owner(userA)

ZOa<w R, BR tty34 ODLa—REERL, T 74V DT v AR
NONE TR EL T, A& EL CuserA ZEF# L CWET, WRKOFTEE TH
% userA 1L, Ui R tty34 /DU AT M0 7 A HMERR DY HBIHIIC 5- 2 5
£,

T A_RTOZ—PITKL TR tty34 DD s (2R 14 5101%, fra#EEL
Clnobody |5 ELET,

newres TERMINAL tty34 defaccess(none) owner(nobody)

R EDURARNOR T A HMERZ 2 —FITE 251203 L FDa~vrRae A
JILET,

authorize TERMINAL tty34 uid(USR1)

ZOa< L RIZEY, USRL TR tty34 22Hm A CEAMERN 52 HIvET,
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IHREFERATHII—THERDER

R T AMERE I N —F 252 528 TEET, 72820 U T oo~
URTCI, WK tty34 2 9 AHEMR A7 L —7 DEPT1 DAL NIZH.2 TuvE
‘ﬁ—o

authorize TERMINAL tty34 gid(DEPT1)

SR DT N—T (SR N—T) ZE T DT LT D~ Re AL E
‘ﬁ—o

newres GTERMINAL TERM.DEPT1 owner(ADM1)

AU R AR AR Y )L —7 TERM.DEPTL |ZiB N AL, L RO~ REA
HLFEF,

chres GTERMINAL TERM.DEPT1 mem(tty34, tty35)

DR N—T 2 T HHERR A USRL 12525121, L F Do~ RE A
jjl/i‘j—o

authorize GTERMINAL TERM.DEPT1 uid(USR1)

ZOa<w R TI, tty34 LN tty35 Ol 5 &A# H 3 24 [R% USRL 1252 C
I/ \\i‘j—o

root L—H D iR D HIFE

BRETHMLERDLHES 1 DOREEL T, TERMlNALﬁ?X@—?www/I/—
ARHVES, PIHISEEEMEOT 741k /I/~/I/Ti TEINTWRNWT Y
BRI TR CTHFAISNET, TERMINAL 77 ADEATE, JmanﬁEE TR ]
REMER BV ET,

722X, VAN EH BOmAENDHHELFT, 1ZEAE D —V I EE D
Kol A TEHINTLUETMN, root —VITHERTERINT- 2 EOHR
INHDIHAT A TELIINTFHRELET,

AT, TERMINAL 77 ADT 7 /L~ READ (TR E T HE . root —H &5
atm”f\‘m)n—ﬁﬁp T = AR — ZNIZHFE D TERMINAL L 21— R 3720 MF

BOIKRNOa T A TELINIRVET, A=/ \—2— DML EDE AN
07 A CEHIEIFEFLLBYER A, F7o. TERMINAL 7T ADT 7 4 /L
NONE |[ZRRET HE, T —HN—ATHIMAE ERT AU ERHLD | MEH
BB IETFICRELRDGENHVET,
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ImREFERATHI—THERDER

CA Access Control TlX, ZOMBEAMEIT 572812, TERMINAL 77 AD
_default La—RWNIZT7 7B AHIEHVAN EF TEXDHINNT/>T0ET, LT
D~ Rk, F/NROEMET root —H% 2 SORRITHIR T2 k%77
LCWET,

newres TERMINAL terml defaccess(N) owner(root)
newres TERMINAL term2 defaccess(N) owner(root)
newres TERMINAL default defaccess(R)

authorize TERMINAL default uid(root) access(N)

AD 2 DO~ R T, terml & term2 % root D3FTA T AR EL TEF
LTCWET, ZD1D ., ZNHDOHRIT, A—/S—2—FToOrs ()3 al§E7s
UWRRIZZ2DE T, newres TERMINAL _default 2~ F& chres 2~ R Tlid, 7
TANK T I RAMEEL T READ R EL CWET, TORER, 7 —H_X—ZT
EFRIN TRV RIZIE, T X TOZ—FNT 7EARFETT, authorize
AU RTH, REBEDOMRICK T HA—/ N —a2—F DT 7 A% PRI EE
IELTWET,

3E: UACC 7T ATBAEBIFIEL ., VY —ADT 74 )V s T OB AMERARTE T HE
XA TEES, 725 VY —RADT T4V T AMEZ TR ETHITIE,
_default La—RzFEH 355 B EE TS,

HEZZ 9 HHIR

TERMINAL 77 ADT 7 4 )V 778 AHED READ D54, loopback VA, 17—
TV IRANBER ., BILOmRSAN, OFEHZHIRT20ERHNET, Zib
DEFROME HZE 2 —FIZFF A3 58 OT _RCO2—V %, ¥—~7 b 2—
POIAT —RE > TWAEASICH SO —Y D BT LN TEET,
BIEL TR EEFZ 2 THELL,

n W UK T2 H TR F9,

n VR T CA—R—a—Foual/ AT ENTHERTA,

n 22— P UIZE, =—TID % root |ZEMRT DHER DBV FH A,
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INRT—K FyoEOT A2 DOHFIR

2P URAR— 2P DR —RE AFTLEL,

n T RTOZ—HIT loopback S KRNSO AT HHERN 52 5T
‘é'—o

Z—HF U, =—%ID LT root Z45EL . root D/XATY—R% AJJLTC,
telnet loopback 2~ K& FEITT 5721 T, ZO—HOT /R JL— L& fif
A CEET, Z0IIIL T, 2—HWiF, A= _"—a—FDual/ (3]
SITORWIER T b A——a—W By ra G c&Ed, =—PiL,
12—V IRAL EATIARDRANM R T2 88T, FRRICT 784
= VBRI TEET,

ZD L7 3 SONEgtEARIR T 211X, L FOEREFHEMALET,

newres TERMINAL loopback defaccess(N) owner(nobody)
newres TERMINAL localhost defaccess(N) owner(nobody)
chres TERMINAL hostname defacc(N) owner(nobody)

ZORFVTAERIL, B—HIL IRARNLO telnet, FTP 728 0 TCP BEsR A1
B AZElck s THEHIETEET,

F7- . TERMINAL 27 /L — 7 DF 7 4 /)L 77 AkE% NONE |23 EL T,
TERMINAL /L— /L3 5O GTERMINAL /L — LA 8T AZ L Ic - Th I IE T
ESE I

INRAD—K Fxyo&OT 42 DOFIR

CA Access Control CiZ, /bin/login SE{TA[REY 7 A /ML EZHZ O EH A,
CA Access Control DF21T7HY, | Jetc/passwd. shadow password 7 71 /L, F7=
IL NIS passwd ¥ 7L D/SAT —RORE AT ET, DI, CA Access
Control TiL, LA FD®7 v ar THHT52F = rb I r&nE7,
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INRT—=K Fzyo&OT A1V DHFIR

AoA4> Fulh

nJ Ay T ANRAED M2 s L 7= . CA Access Control X7 1 2% A
HA—t T LT ORET = /7L ET,

AT —R DA NARITAZND,

BRI TS, 2—WIX, 77 B AR EGINDENC, M Tas A
VO EEEEZITRVET, T/ BARERESNT-SGA. B2V T
HE I —F O RRY—REFERID Y THOMLERHVET, MTar 1
DEELI, 22— AT —R RV — I o TRESNE T, =—3 /(R
7—RK ARUT—IZL, setoptions I~ K& L T/ a— LIZERE T D,
chgrp 2~ REEHL T R7 740 71— L THRE CEET,

7E: setoptions IV U ROFERIZOWTIX, T VT 7L X VN1 &ML T
S,

segrace T—7 AUT A &HEH T HE, 2—FIZFF RIS WA TR A
DFRVDEEL, 22— DEULED AT — R A REINIC 25 ETOFEY H
B, 2 REBICaZ A LT AREa 7 A U Rl RN CEE
‘j—o

3 segrace IV U RO SOW TR V7 7L 22X TR 2L TLTE
él] \O

2 —WFIIFF A SN AR o s AL TNDD,

FFA SRR A L TNAGE TR, BBERIROT =y 7127
L SN TORVIRDN DR A LR IE, 22— Fidns T
xFHA,

BITEDORFRE T & B C (FRIERINIZHIRIZE> O vl AU B3 FF [ &
TUWDD,

TSN TGS T A NI KIRDOF =y 7 TR E T, FFAfS
TNV E, 22— Ers A TEERA,

HHTERSNIZ BELL ., 20— 4 D3R HOIRREIZ /2> TR0
AR

FRIEFRSINZ ATV ESREHDIRRE CTHoT25A . 77 BRI AES
NET (F74/VNE 90 HTI 0, ZEH 358513 setoptions 2~ K%
FERLES),
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B lERICET 20510 IL—ILDESE

B sSERICEAT 20040 IL—ILDEE

T AN fERICSOINDDIX, TITAETAINDINnEE T, BEREBX
CARIT, AL a—REERTED AN 572 ARAE T AT AT
RALRLTLRVET, @YK AL — IV ERETDHE, RAFIIRES
NCWDGATICH DM AR E S S 5215372<7e0E3, £z, EH (DOW) LFF
i (TOD) DT 7B A N—)VERET DHEARAEITA T A AR TN E)
BRI UIMR AZTRADZEN TE2RVFET, 2D — VA E
DT, INENLDR AZEELHIRLET,

Z—YRaT A TEXLHMEH LR, 22—V T LIZHIRTEET, =—F oD
DOW 7 A RIS LN TOD u/ A U HlfR % EFR T HI2IE, L DO~ &
EHLUET,

chusr USR1 restrictions(days(Mon,Tue,Wed)time(800:1700))

ZOaw RTI, AR, KIEH  BLOYKIER @ 8 Bk 17 DT DI,
—H USR1 Dl AL %]+ 52248 EL TWET, USRL 1L, FREST
7-WE H OFRERFEIAN ., FIXEESN H UM/ AT A2 81X TEE
A,

days /X7 A—H|ZI%, ANYDAY (i 7 H 9 _XCa/ A1 AJHE) 3L O WEEKDAYS
(HRE A LAREH TR AU AHE) OEEFEETHZEHTEXET, time /N
S A—X 2% ANYTIME (X OISR CHL R/ AL AR OfEA S ET AL TX
E3r

3 : DOW BLONTOD OFIRIL, T —F_R—RTEFRSNTNWEELDY Y — A
Wi TEET, ZOREREIL. MR X O L — Tk LT R RE R
A O R 248 T 25 A ISR BRI T,
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REOJ 1 DENE

BIEEOS 142 DOEML

1ZEAE D UNIX R—=ADA N —T 47 AT LT, RIRfa 7 A 23 flHE
TY, UL, BHEOmE»ons A5 a—PIZHFA 58, 22—
RANROT AL TNBEEIT, D 2—FDRBIDGFTNHZE D —H & HE T
a7 AT HERERHVET,

CA Access Control Tl&, 7 AL LT212I2, uZ AL LTEAR NI H 57 DR RFa 7
AHERE NN T HIENTEE T, ZIUTE ST, D2 — 2B DU KD
ODARNEEESTaT AT HZEFTERIRVET, 7270, AL TODEEE
DIFRNAGIL, F0IR L7 A TEET, secons IR TLL FDALvF %
ERALET,

# secons -d- (AR A 2 2 97%)
# secons -d+ ([FIR 7 A BB D)

-d AT VA HMERE DO RRITTEET, (OTXTOLTva ik,
ADMIN JE 4 F721% OPERATOR &M &R > —FIZDOHFF ]S ET), [FIFF
a2y AT AT, WAV NI oav  REERHLET, o=
~URERETDHE, BELRHIZT A RO EBKZENTEE T, BIOdE
NoRT AL THIEITTEERA,

7E: secons -d- Aav U REFEHALCRIKERZ AL 2B IET 25513, VAT L5
7 7RSI EINZ, =Y T NEIIIZ secons -d+ A H 3B N BHY E
7T, RS A 2l BTt N THEn AL 2R A6, |
Ca—H ID IZL D7 BB AREINIIFATEN T RITIIUL e 7 A TR &
7,
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A—HEMOREREFOT A2 DR

— S HEAMAORROT A2 OHIRE
CA Access Control TIX, LATFD 2 oD HETCRIa S Ao O EEI#EcXx%
R
FEELANIL
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fRESNTZa~ U REeY T RITAN 5 —2_X—23mHLE£7,

a.
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PMDB L= ENIEESE
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ANBESNET,

L7 v ATiL, BREDEH % Policy Model DY 7 A7 T A NIARET H )T
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BEAF O EMEIL, BUBEREE R E 7 7 A /TSNS E T,

o EERBEE E Y 7AW, audit.cfg 7 7 AV O EMEIIENS N ER A,
LW T 275 A R AR T DRI audit.cfg 7 7 A /VITINZ 7225 8 1%, 5L
WY T AT TANNGESNEY A,

PLUF o7 a2 AT, Policy Model 238TLWWH 7 AV Z A 258 E T 5 7 1EIC
DWTEHIALE T,

1. Policy Model DFT LT A7 T A NEERLET,

2. Policy Model |&, £ DIRABBREE R &7 7 A /L DfEZwi A B £9,
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5. selang =~ R, updates.dat 7 7 A /VOEZFEHL THLWY 7 2751
NERELET,

HEIOR A AP b5~

CA Access Control 1. Policy Model #-—E 2% fi L T, iR ESN - PEE 4k
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7,
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FTAN A a— BRI RRA R T E T,
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Y A% PMDB DIEREEETE

RY L —Z RS — L EBET DITIE, £~ A% PMDB ZERL TRRET D
VENHVET, a—I)L RAN ETIEITOICIE, sepmdadm T~ R&fif
Jﬂb\i-g—o

E: LT OFNETIL, sepmdadm 2~ REXEEEATAN T HELATBAL
£, TRTOANNIKT a5 R TAL NTA=ZDFENTFIZONTIE,
(V7 7L 2 X D N1 TLIESN,
YR PMDB EZERBLUVEERET HICIE. LTOFIEICHRLET
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LET,
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7. NIS. NIS+, 721X DNS ZFEFTL TWAE54E 1%, PMDB DZE H T NIS/DNS
T —T NV BT ANEINETRIR L F1,

FHTE PMDB WD —HF BI O L —F IR L TIThhvEd, T—7 L
2%, 22— —HFORHEICBE T DE RIS TOET, yes &%
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FEA/NADVRERS AL, IRICEAFE T,
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FLET,

BHEIZIX, PMDB D T 4 A 4 AHER B £,
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1T BT LWA N ZRRELET,

BIRNRZMEET DL, ZOFEHRAEL EITHT LY PMDB 2MERSIVET,
B E

P 7 275473 PMDB DIERL L% E (P. 158)
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YERT % Policy Model D4 RiiZ A 1L E T,
Policy Model 44 238 kAL, IRICHEAF T,
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a. NIS/DNS 7—7 VA H T 25618, TyIE AN LET,
ZZ T, NIS @D passwd 771 /L& group 7 7 A /L DIGET &S A bl E T,
a. NIS/SAT—R 77 A VD552 % ASILET,
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I —Y terry_jones @ UID &L T 1234 ZHH/RAGICER E T D21 (FD UID
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YT 2AITANREEH T 5HE . Policy Model 1ZLL F DT 7 ar a7 ET,

1. Policy Model 23537 A7 T A NG DB INETITHIBREND S A DT
AT TANRDA R ESTEREM LI ELET,

2. PMDB 7 —%E.Thb sepmdd IL, _QD_timeout_ h—7> TEFIFL T
B REFEARIETHFET, BT AT TAN T —=HR— 2D izl I FE
7

3. HIIREFRHI2E LT R TYH T A TA N\ e T CERp oot 7 —
FANTEDOY T AT TANNDHE U ZEIEL T, YT 2RI TA/N UAMNIH
DIRODY T AT TA /RO E 7 ik A £,

4. sepmdd X, VT AZTA/NYRARD 1[A]H DAY & T L%, 2 B H
DAX YL ZFETLET, 2B HDAF Y TlE, 1B HDAF Y TEHT
XS T= Y T RITA RO B A AL ET, 2 [ A DOAFvTiL, B
VAT I A= VNI A LTI NI D ET (K 90 BORE) T AT A RO T
AR HET,

7¥:_QD_timeout_ h—22 %3 seos.ini 7 74 /LEB X pmd.ini 7 7 A /LDl FIZ
RSN TWDGENDHVET, M—I Rl DT7 7 ANAFAET D%
sepmdd (% pmd.ini 7 7 AV OfEEFE L ET,

E BT RITANASDFHIEMOIRIERFIZ PMDB T — 03 84T 5L,
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Policy Model T—AR—XDEF

PMDB &SI TV DI B 2 — X THELZ 1T -, PMDB B AL H B
ICHEFT SN EY A, PMDB 2 E B4 5121, PMDB 2% —4 vk 5 —Z_—2 L
LCHRETHILENHYET,

Bl T =R —2EFRTE T HITIL, selang DA~ 2R 2 = /L hosts <
VREFEHALET,

hosts pmd name@pmd host

ZH T, FBELT= Policy Model 7 —# X — 2739 _TD selang T~ R THHT
SNFET, WIZ, 2O E2—XBIORT X TOV T AITA/N aa—H
FOTITF 4TI T — A R— R Zaw RN A BB ESIVET,

il : 2—%5*y PMDB #3EE T3

H—I7 N T —H_— 2% myPMD_host @ policyl (Zi%E T DL, LA F D=
~UREHLET,

hosts policyl@myPMD host

ZZC. newusr 2V REATITHE, Bl —WT policyl 7 —#X—R|Z1B
MENDLANT, ZDOa LB a—2BIWNT X COY T ATTA /N a ' a—H
LT ITAT TR ZHIBMENET,

BEHI7AIILDD) =TT
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DEHNE a7 7 AN EMHNCHIFR T 222 B L ET,

EH T AN I)—0 T o7 H120%, L FOa~w U RafE ALE T,
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sepmd |3, FIEBRIESNVTWRWRAIDOEHT =N OA 72y MEHEL T,
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2SN,
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B I7MILDIESIE
PMDB D fERLT% . sepmdd Z LB T 5 RTIZ, updates.dat 7 7 A /UITIRAFS LT
TG HERE S LT DI ETEET,
FH7 7 ANERE LT DI, pmd.ini 77 AV D [pmd]EZ7 T aiidHd
UseEncryption b—2 2% yes IR EL £,
updates.dat 7 7 (/L& L9 HI121E, -de AT Z 45 EL T sepmd —7 4
V7 4z B LET,
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ERELET,

YT AT TANPE GG R E 2T ID IO T DI, BRIV ALY T 205
ANEHIFRLET,

2—H% N sepass L—T AT 4 HEHL TR —REET 5L, @E TR
INAT—RFaEa—ZOE PMDB IZEESIVET, Bl PMDB (X, seos.ini
774D [seos] BT a D parent_pmd b—2 27> passwd_pmd h—7>,
FATEDOWM S TE Liﬁ‘ 72720, 2—Y) sepass L —T (VT 1 &L
TR —RE BB LUTGA TR, :L~47L0>ﬂéﬁ%a/\;<17 K% Bll> PMDB |24
L. Z&® PMDB /b ix %ézhéota HEETHIELTEET,

HH— Y D AT —RZ R D PMDB (2258 9 5121%. newusr. chusr, £721%
editusr <K T pmdb /ST A—HZAH L £9°,
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5l : B PMDB IZ/SRT—FDZEZEIETET S

sepass Z2f# L TERE 7=, Tony SV 22— O/ RAT —K % BllD
PMDB pw_pmdb@name1l.yourorg.com (Zi5{§ L, Z D PMDB /NHIRES DL
NHRET DL, L FDOa~r RaEAJLET,

editusr tony pmdb(pw_pmdb@namel.yourorg.com)
YIRS \DHI&

FEHTTE MG E DY T AT TANARIESINI2WNIDINTT DS IL, FDH 7
AT TANRNEHRT DR ERDHVET, Tt YT AT TA TG WAz
FESZ2 0 I ICBRIE (P. 166) D2 EH TEE T,

Y IRISANEBIBRT BIZIE L TFOFIBIZHRVET,
1. ALt a—2a T A7T7AN YANPBHIRLE T,
sepmd -u PMDB_name computer name
a2 —H% ) Policy Model DY 7 277 A3 YARDOGHI RS IVET,
2. BT RAITANRYANDLHIBRLIZa B 2 —4% T seosd 15 1L LE T,
secons -s
seosd 7 —FE L MEIESIVET,

3. VT ATTANRNYARDOBHIBRL=2 2 —# T seos.ini 7 71 /L® [seos ]
v/ alldH b parent_pmd b—27 L DIEEHIFRL £7,

LB 2 —23H PMDB 5 BT Ha 52 1T EL S 7e<720 97,

4. seosd ZHELENILFET,
YT 2RIFGANRNVANNSHIR L2 Y a—% FOT 75747 5 —Z_—2
X FEELT PMDB O 7 AT AT 0FE LT,

E T —HRN—Z0 PMDB DY T AT TA RS DE . PMDB [T~y
RZ2EE LR ET,
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EHIEHRD T4 ILZNE

150 PMDB i L T, HE D RIRDY T AT TAN T —=HR—=ATT —H
DIFZFRY T o b BI85 515, VT AITAN T —H_X—=Z 28D
La—RERETINEERTIOLERHNET,
BHERE I/ ANIEST B HE

1. FTAIFGANDOY T2y hOBEL T PMDB ZaEL £9° (P. 161),

2. #l PMDB @ pmd.ini 77 AWZHD filter b= HEFL, [RILar B a—
B CRETDHIANA T7ANESRTHIOLET,
ZDOIDNHRETHE, TANVAEICHEL T AL A—ROBNY T AT T4
N T = E R CHEIEREL CEEINET,

E: RAT 47 UNIX BREE C join 7213 join- selang 2~ R&EFITT DL, CA
Access Control {Z=2~ K% change group (cg) IZZHE L FET, RA7 17 UNIX
Bl C join £721 join- I~ RETANHEV T BIT1E, TA4NE T7AILD
LR OATZRE AL ET,

MODIFY UNIX GROUP GroupName USERS NOPASS

FAT 47 UNIX B2 Tl join F721 join- a~ L Raa2—HV LTI NHIT
THILITTEEFEA, ZON—UIZFDMMDEREED join £721Z join- <K
WITE SN EE A,

Policy Model D71 I)LAR 74 L
TANE T AL, BATIZ 6 DDT 4 — /LR E RO DIT TS ILET,
T4 —=NARIZZLL T OfFRyIE ENET,
s FFREZITEG SN T B RO,
1 : READ F7=1X MODIFY
n  EAZITHBRE,
Bl AC EIIIRAT AT
m La—RDITA,
f3: USER F721% TERMINAL
L RNEHASND, IVTADF T V=R,
7=&Z 03, Userl, AuditGroup, E721E TTY1 (Z720ET,
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La—RIZEoTRFATEIIRVESND 7 1 T 1,

7221, 74V #4730 OWNER 3L FULL_NAME (%, 26D 7 a3 ¢
RO URNIET R TCIANANBEINDZ L EWRLET, 7037~
1L, V7 7L 2 AR NCREHES IV TND ERBDIT, IEFEIZ AT T 2008
HVET,

BT HLA—REY T ATTAN T —H_X—R|THEE T HNEID,

PASS F7213 NOPASS

T4V T 7AINVDELTIZEL T O/ — L H3 S ET,

EDOT 4—)VR T, TAXVRY (*) AL CRlRE/R T X COfEAfEE T
AZENTEET,

[FICL 2 =R DITIC S T 55613, OO T TS
E

T 4=V REAN—ATREIVET,
TA—NARIEB DB S L5613 A EIan TREIDET,
# CIHEEDITIZTA MTERIRSINET,

ZEATIMEH CEER A,

fl: 240% JF7LIL

VL FOBITIE, ZA4NVE 77 ANVDOITIZOWTRIILET,

CREATE AC USER * FULL NAME;0BJ TYPE NOPASS
77 RAEA BRER JTA  La—K4, properties JLER 7 1
(*= 3T

Za))

ZOBITIX, ZOITERIRELTIZ T 7 ALV DA FI)S TTYL_FILTER T, PMDB TTY1
® pmd.ini 77 A NVEFREEL T 4V 4 % [opt/CA/AccessControl//TTY1_FILTER
LIRELTZ54E . PMDB TTY1 Id, FULL_NAME & OBJ_TYPE 7' /351 Z45EL
CTa—HWEFHBUERT AL a—REeh T AT TA N5 ELER A,
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Policy Model DT 5— A% 74 )L

Policy Model D=7 — 17 (FEANAIZEZIAEND) Dz L FITRLET,

IZ—TFXk I5—Hh73Y
20 Nov 03 11:56:07 (pmdbl): fargo nu u5 O Retry R ETT—
57— urs {4 rcerithcli, (10068)

T 5—: Plcask VPMDB # 5 OEFEZ U H At ETcEE A,
(pmdbl@name.company.com) # 5 DHFERZYAIY 5 tucE e, (10104)

20 Nov 03 19:53:17 (pmdbl): fargo nu u5 0 Retry jé%ﬁ%:nf?b_
75— Hgiceierclhr, (10071)
RA PG E 2 ¥ A, (12296)

20 Nov 03 11:57:06 (pmdbl): fargo nu u5 560 Cont T AR AT —
=5 —: USER u5 O KBl %L %, (10028)
TTLFELTLE T (-9)

20 Nov 03 11:57:06 (pmdbl): fargo nu u5 1120 Cont
=7 —: USER u5 DfERicREIL £ L 2. (10028)
TTLFELTLE T (-9)

Policy Model DF— a3/ A F) 74—~y THLHIZD, LLFDOa~v RN
ANTHILETORFRTEET,

ACInstallDir/bin sepmd -e pmdname

F 2T — a I TFEICHIBRLZ2WTLIZEEWN (728 20X, UNIX D rm <R
PEALZHIER) . o/ Z2HIRT5120%, L FOa~v  RoRZF AL TLEE
U,

ACInstallDir/bin sepmd -c pmdname

EE: CA Access Control r5.1 LR D/ R—a THOZT— al D7 4 —<v M
WX, IHAN—=Tar O 7 p—~<y e D BEHMEIIHDEE v, sepmd ZFEHL T,
[HAN—Yar O — al 20452 L3 cEEti, ZONN—Va 0
TA—<yNIT 7 7L —RT 5B, IH=7— 82X ERROR_LOG.bak &L T
I —EF, sepmdd AALE) T AHEHI LB T ANDMERSILET,
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\

f5l: PMDB EE D ITS5— Avt—

LU FOFNL, AR /=T — Ayt —T 2 R COET,

B fmdb & HFRI5405 aATF A7E0 734

NN S S

20 MNow 02 12:53:17 (pmdbl): fargo nu ub Retry

ERROR:

Connection failed (10071 sa— " uxie— | )L (TS5— @OEEE)

Ho=st 1= unreachable (12Z296) 40— Fut— LTS — OEED

g—20 J-F

REEITIZIEM T, B BEE BEXOW T A TANBERENE T, KRIZ,
I7~72%E$éﬁ7‘_:17/]\ MDFEIRSZI, EDRZIT, BH 7 7A/VND R
L7=H OB AT 72y h (10 #50) MiE £9, &EDT7I71E,
PMDB 235 1% H BRI R T 3750, 3 im e r8 3 1ok 350
BoRLET,

n 21THIZ. Ay — LoUL Avb— (RAELT-ZT—OFfEE) LU —
a—ROFERLET,

n 31THIE, AT — L UL Aye—U (=T —DFERH) LU —2 a—FR
OB ZERLET,

Bl: TS5— Avte—

1 DOaAv U RIZE-> T, HEOTT— AR BLOEREINDGERHDET,

Flo, ZT—F AT — LU A= AT — LU Aye—U F
XD TSNS E N ET,

UTDOZT—I2T A= L3 1 DL EH A,

Fri Dec 29 10:30:43 2003 CIMV_PROD:VV—AIZHKIMLEL, VF—r 2—k = 9241

0)7‘/'12# 1%, TCITE A RTREZR Y 7 A7 T A /3D Y — A% sepmd pull 13
RAT G A ICFRRENET,
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Policy Model D/ \yo 7w

PMDB % /X7 774584 . Policy Model 5 —#X—ADT — X% RDT ¢
LM Zat—LFET, 2T TOT —2naEznEd,

R —[EH

m  Policy Model D37 A7Z A /XDY AR

=L

B EXAE
m LIUAR) R

m updates.dat 771/

DT T T —I, AR —TF 47 AT I, £721E CA Access Control
N=2a i T/ \0 777 7 7A/V736 PMDB A VAT 75281 TE
FHA, RILT IR TH—L AR —T 47 AT A FBETNCA Access
Control /N— g INENET B35 ARMZ Policy Model 273y 77 w7 L CL7ZE
AN
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sepmd Z{FEFLT= PMDB D/ \yo 7w

PMDB /37 77 ClX, Policy Model 7 — % XR—ADT —HEF5EDT 4L
JRIZae —L &7, PMDB D777 T AL, BRIy, TEUX
CA Access Control 772 A )L— )V TELRFES TG ATIZ AR AL TLTEEWY,

PMDB Z 12— 1)L IRANI AN I T 7§ H551X, sepmd —T7 (U7 1% Af H
LEJ, F/-. selang 2~ R%fH>T PMDB ZVE—h IRAMI /NI T 74
HIELTEET,

3 : PMDB IZFIRINC A Ty CEET, IR ATy 7 Cld, HE
WD T TP PMDB 2METEDRANMI NI T T &I, 7T 7 INE DR
ANMIBENL CTHH T AZV T Va5 Skt EEE T 548512 PMDB 7 275
ANPETINTT, FIRIZR NI T o7 1d, ~AX LD PMDB 23 [F UARA
N E TSNS EICOREHTEET,

sepmd Z{EALTPMDB £/\w o7 v 73 %A%
1. LFOa< RFEFEHLT, PMDB #1227 LET,
sepmd -bl pmdb_name

PMDB |3y 7 SNDToWD | BT A7 TA /NI~ Rk TEednE
B
2. UTFOWNT N OERIEELITVET,
s UTOa~v RafioTPMDB 2\ /7y LET,
sepmd -bh pmdb name [destination directory]
s LU FOa< Rafio>TPMDB 7 —#N—A& RIS N7 T v 7L
E
sepmd -bh pmdb name [destination directory] [backup host name]
F A=Y PERELETAVINERELRWG S NI T YT O
TAVIMITRIFSIVET,
AClInstallDir/data/policies_backup/pmdb_name
3. LLFOa~UREE-T, PMDB Dry Z&fRERLET,
sepmd -ul pmdb_name
PMDB D1y 7 MEERSHL, YT A7 TA/NZa~ Re ik G TEHIOITRY
£9
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selang Z#{FE L= PMDB D /Ny o7 v

PMDB /37 77 ClX, Policy Model 7 — % XR—ADT —HEF5EDT 4L
JRIZae —L &7, PMDB D777 T AL, BRIy, TEUX
CA Access Control 772 A )L— )V TELRFES TG ATIZ AR AL TLTEEWY,

selang I~ REFHL T, PMDB Z#2— /L 7R AR, F7213VE—F HRARMZ
N T o7 T&ET, B—H)L IRANMI PMDB Z2/30 7 77 A4,
sepmd = —7 4UT (B HTEET,

3 PMDB IZFHRIINCN I Ty CEET, w7\ T7 vy TIL, BEE
DT TP PMDB DMETEDRANMI NI T T EGL, 7T T INEDR
ANMIBENL CTHH T AZV T Va5 Skt EEE T 548512 PMDB 7 275
ANPETINFET, TR NI T o7 1d, v AX LD PMDB 23 [F UARA
hECEEINOGAICOAEHTEET,

selang Z{# AL T PMDB Z/\wo7vII5h%

1. (F7var) selang 2 FHL TUE—hK ARAN)D PMDB (ZHEREL TV D5
A% L F O~ Raf#i~> T PMDB ARAMI B L £,

host pmdb_host name

2. LLFOa~UREf AL T, PMD BEICBEIL £,
env pmd

3. UFOa<wsREHL T, DMS Zry 7 LET,

pmd pmdb_name lock

PMDB X 7SN AT-0, VT AT TA N Za~v  REEETERRDE
R

4, LLFOa~ U REHEHALT, DMS 7 —4_X—R% N\ 77y 7 LET,
backuppmd pmdb_name [destination(destination directory)] [hir_host(host name)]
F AR ELET AL ERREL WSS Sy 7T I EO
TALZNRIFENET,

AClnstallDir/data/policies_backup/pmdbName

5. LLFOa~UREEST, PMDB Oy 7 2 fifBRL £9,

pmd pmdb_name unlock

PMDB Dy 7 MEERE I, 7 AT TANZa< Rak 5 TEHIIITY
i‘é‘@
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Policy Model MY ALY

Policy Model ZYUARNT 35354 . CA Access Control I35 EDT AL 7T/
77 PMDB 7 7 A )Vt —LE 3, JLD PMDB 7 7 AL DT —HR, LLF
ZEDTTTH LV PMDB T AL ZMIIca—SiuET,

AU —1
m  Policy Model D% 7 A7 FA/3DY AR

Ei==4

B X AE
m LUAR) R

m  updates.dat 771/l

a2 T (L7 MIZEELED PMBD 7335354 . CA Access Control IZEE/ED
T ANEHIRL CTIPBYARNT 77 ANEZDT AL 7RIIZat’—LET,

DT T T —I, AR —TFT 47 AT I, £721E CA Access Control
N=arZ{T 20T 7 7 7ANH6 PMDB ZVANT 52813 T
FHA, RILT IR TH—L AR —T 47 AT A FBETNCA Access
Control X— a0 RENMET DA AR Policy Model 273y 77 7 L TLIEE
AN
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PMDB M) A+T

5 PMDB ZYART 9 5L, CA Access Control [EF D PMDB D/ 377 v~
Tr7AINNSIREDT AL IR b~TF —&%a™—L£9, CA Access Control |
YART ALERZAT O AR L CRITSILCODLERHD F T,

3 PMDB ZBIDURINN0 I T 7T BILOVANT 554, PMDB XU AT X
N7z PMDB 7 — X X—RA|ZHHH—3F )L V) —AO F Hia . BB TW)
FH A, FLWEZ—3IF L UV —Z TV ARNT 72 PMDB IZIBINT AL EE 330
FT, FLWF—IFL VY —RZBMNT5HI121E, VAN S372 PMDB 245 (kL.
selang -p pmdb =~ RZFEITL T, SHIZYANT S472 PMDB ZELBIL £,

{5 PMDB ZUART 3 5121%, LL D 1) 7417 PMDB Z#UARNT 584K
ETHEATLTLES N,

m  sepmd -restore —7 (U7«

m  selang restore pmd 2K

o sepmd 2 —T AUT A DFEBIZOWTCX VT 7L X DR & R T2

I, selang A~ U ROFEAIIZOWTIE, [selang V7 7L A AR | &L
TLIEE Y,
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Fa7)Larvko—)L

T 27 v arka— Uik, PMDB O H 7 at A% 2 DO 3T A8 ES
ETT,
1O EOaw R THRESNANI Y7 a2 ERRLET,

ADMIN EMEE R > —HTHD Maker (ERLFE) 75, PMDB Z #1451
SOLL EDa< REATILET, MUY Ia Al —E D ID B 5 ED
WTHI, 77 AVATKEINSIL T, RO TR LT,

n NIUWILarDETETAILET,
% 2 BPETCIX. Checker (=) ISRT W7 arNDa~<w L Reay 7L,
F oL T a~vr REH A £-13ES L £, Checker (F=v )%
ADMIN EPEZFF2, Maker (TR ) LIAAD—H T, hTLPFrvar
DEFRISNDE, ZDa~RZ PMDB TEITENET, Mv¥Frrar i
ERENDE, ZDORT Y7 a ATEIBRE L, PMDB (X F T SVER A,
Checker (F = )%, bV 7 ar NO—EDOa~ L REFZFA] L THENOD
v REHRGTHIEETEER A, U7 a ik Ttl1 oObnk
L TR D ERHDET,

X find 2~ REB L show 2~ RIiZiX Checker (F = 7)) OFFA[IIAR
g‘(j‘o

sepmd L —7 AUT A THRTA=HEM T HE, Maker (TERE) 1, KRB DK
TV rvarERos, R, k. EIFHIBRTEE T, Checker (F=vH) 1%
NI ar Rl TSR T 57201l ay 7 LTE0 | th CTUEE T 5720
F7213B1D Checker (F =y D) IZE S TS B7-0DIZ TP o ardayy
ERERLTEN T DZEMTEET,

sepmdd 7 —F/14, start_transaction I~ REZ(59 5L, %7(’1:!?7(@
BOFSEZEELET, 7 atRL, ZNUEOT X TOa~vNIZOd
WMEZEATEST, EOFFITHHINT I a1TiBmsi, sepmdd T
L DATYNIRIESIVE T, sepmdd 73 end_transaction 2~ R&%{5 4
L& KRBT NAVZ LN ENE T, ZORKRBT NVAVALIEST, M7
I a® Maker (TERE) IZBIFRL TBa~U RdkT U7 arNo=
~UROPIZIRNZENT = 7 SNFET, o, WO FITERHFEL TR0
NPT aNlEioTTTITrRy 7SN TWOA 7 V=V Ma~v RNOA T
P OFIIRNZENTF = FEINET,
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I TV 2 I NS BREIN, IO I a TRICA 7Y =7 Mt 4
HIEITTEER A, FoyZamiidde, BEL 7Y/ iy S, M
FILa Nl BOEGEFNEN Y TONT, T —HNBT 7 A RFSINE
T, KBTI a3 &2 DT A NVAARESIVET,

iE: sepmd 2 —T7 U7 4 FE721T sepmdd T —F L OFEMICOWTIE, [ V77
SRR B IR TSN,
Ta7ILarta—ILOEHE

F 2T )V arha— LGl PMDB O FE FDOIEE% Maker (fER%E) & Checker
(Foh) V) 2 NDOZ—W|THIFHZENTEET,

T 2TV Ak — VRN T HIZIE, pmd.ini 77 AL BEL O seos.ini 77
AND[pmd]t 7 a2 Tis_maker_checker b—27>% yes IZEREL £,

is_maker checker=yes

X INBDOM—I DA R E T HHEIIZ, Policy Model @ Maker (1ERL#E) &
TERRL TLIZEW,

rSoH oL 30 DIERERITRSE

FaT I arha— L RNENI o TOAEES . Maker (TERSE) 13, Checker
(F =) DRSBTS a BT AMLE R HY £,
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FSUH O aVEERTBIZIE LTOFIBIZHWET,
1. UL TFOSMET-L TCWAZ LR L ET,
s Maker ({ERK#E) IZ ADMIN FE[R 3 528,

n BHOWBMRT D~ RREEN WV ZE (E B E2EE 352
~URIZAFIART),

n IVURNOA TV OHIZ, Checker (F=v 1) DNEZAWLFRL Ty
TRWBIDRNT I a O EFR CTHHA T V7 7Tk,

p IV RNOTRTCOLT T V2 MBMFEL TWNATE,

n B Maker (TERRE) DIFEONH LIZBEAED T WS a AfRtEL T
PN E GRETEXHDIZEDEI DO Iardir),

2. maker &\ ) PMDB [Z#5ki L £97,
hosts maker@
ZOD hosts T RIZX 5T, PMDB (maker) IZHfe S Ed, TaT7 /L a
Fa— LN N2 5 TOD A . PMDB D4 Billd & (2 [maker] T,
hosts 2~ RD A N11%  IRANSOEHG DR EILToE D) E R T Ay —
URRRSIET,

3. "I arEBMRLET,
start _transaction transactionName
NI a e AJTTEIITEH T ABEO RO FIEEL T,

start_transaction 2~ REEHLET, MoV roar o E=IZ N
PIa i, 256 SLTFLLNO I A& ET,

4, FIUYIarE ATILET,
ZHUE av U RDOUVARNTY, LLFICBlIZRLET,
newusr mary owner(bob) audit(failure,loginfailure)

chres TERMINAL tty30 defaccess(read) ¥
restrictions(days(weekdays)time(0800:1800))

5. MW I a AR T LET,
end transaction
ZNTRIU YT aNIz2lk T, MU rvailE#n s con-z—8n
ID ZBEENERENFT, I~ RIET7A/VITHEMSIL, Checker (F =
) DBz Cay 7T H5ETIE, 77 BABIOVEE N A[FE T,
RO a v ERET DG AR U v ar ID FEEEX
TEBWTLEENY,
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FSUH L aVERET HITIE UTOFIEIZHENET,

end_transaction I~V N&2 A 13 56&, ID HFEENFRRINET, JiuL, b
T AT A B OEFTT, NI al BB TARTS
YA, FIETHR N 7o ar OERERIC TN, 774 VDT

I ar B DBITIT I ar O D FEEIBINLET, 77 AVIIHNE

BT NS THZENTEET, LLFIhlZRLET,

hosts maker@
start_transaction transactionName transactionId

0%, #Ueav  REAL T, MU I ar B TR ET,

chusr mary category (FINANCIAL)

end transaction

PLFDORIA=HEAREL T, FFE DKL VI ar oL ET,
AClInstallDir/bin 7S AN THEHEL CWNAZ LA MERL TLIZEW (22T,
AClnstallDir 1% CA Access Control DA Ah—/L T 4L ZR)C, T 74/ k
Tl Jopt/CA/AccessControl/ T197),

aARVRENTA—E £ BR

sepmd -m | RIGA—BHIFOH U 2= ORI 7y as o — B RR
LET,

sepmd -m la FRTOD Maker (fERHE) DRERF LRI YL ar g ~ T
FRLET,

sepmd -m lo NTA—BEIFEOH LIz =P DT Y7o ar 2R 3 TD

Maker ({EfHE) DTV o arz—EFRRLET,
VANNDE T Y7 a2 120% . Maker (TERLE) DA I, o7
2ardID Fa. BLXONT W7o arOFH (Maker (TEREE) 73
ANLTEGE) g EFNTOET,

UFDa< REHL T BEDN Y7L a B I E
‘éﬂo

sepmd -m r transactionId
UFDav REfEHLT BEDN 7o ar ZHIRLET,

sepmd -m d transactionId

bSO IV DFIVIE LV NE

T a7V arha— LRG> TOAEE . Checker (=) 1. Maker
(ERE) DMERRLTZ b 7o as R4 A B8 H0 £97,
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FSUH O EFIv T BITIE LTOFIBIZHLET,
1. UUFOSRMEMTZL QDI e MR LET,
m Checker(F=>7)|Z ADMIN HE[R 2352 &,
n  BID Checker (F=v 1) WhToF I a7 CUVVRNTE,
s BOBMRT D~ RREERQOVRNIE (B0 B HICERT 5=
~ U ROMER AT
2. ACInstallDir/bin /XA EHL F5

(AClInstallDir IZ CA Access Control DA Ah—/L T (L7 )T, T 74/l
Tl Jopt/CA/AccessControl/ T97),

3. FEITHIOAEGF LN I arwRRLET,
sepmd -m la
FE BOMPMER LN 7o a S OT R COINT oY I ar %
FoRLET,

sepmd -m lo
HETY T aAZiE, Maker (TERRE) D4R MUY 72 asd 1D Fi,
BEONT I ar OARTEIITHANE N ET,
4, NIUW I al BB LRIy LET,
sepmd -m r transactionId

FE I ENTENT U I a s I E T TTEEY A,
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5. FUY I a Bl ET,
sepmd -m p transactionId code

code
LR auwfgE TEET,
m O-FU VI al R LET,

ZOE "I arNOT RTOa<w RIS, PMDB
TIHTbEREINEE A,

n 1-Fu VI arEFaLET,
roo Y7o arNOa< R PMDB T2 HICE TSN E T,
n 2-FNWriarouy s A RELET,

"W a NIRRT I g DF 2 —ITRENDHD T, 4
THID Checker (= ) IZL> THLERCEET,

REILT-a~v o REEB Lo~ R R Ay —U RFRoRESNET,
3 Maker (TEREE) BL X Checker (F = 1) OFEMICHOWTIE, V7 7L A

AR D sepmd =—7T U7 1D, LW selang V7 7L A TTAR | D
start_transaction 2~ ROFHAZ S RL TZEW,

seagent T—E & sepmdd T—EV DEHE

seagent T—EY

seagent 7 —E NI, VE—h IUEa—20bEREZ T, Z DR A
PMDB (Zji T & E 0N HVE T, F72, ER%E seosd (2155 T & ERHVE
9, sepmdd 7 —F 1%, PMDB DT —FLTY, ZOE®IZ a2 TliE, Znb
DT —F % PMDB B CHLA G DO THEH T HIEICOWTRBLET,

seagent 7 —E(X, seoslang 331U seoslang2 &) TCP H—E A (T 74 /L k
X ZN 27 8890 F5 L Ur 8891) 1Tt DHefia itk L £, #HafeEka= T
5k, seagent I fork T 7' aBARZAERL ., B0 DFR AT DA LEEL
FT, ZO%, Bl EEHHOE G AL ET,

= —HI3 selang @ hosts A~ R%& ANJ19 5L, seagent [ —HFR3HHHL T
vy Bl fork T 7B REAERLE T, 7 RERFIa~v U REGEA A
Tz AHAY R EZITEY, sepmdd T —EAZELE T,
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sepmdd T—EY

sepmdd 7 —E LA FOMREE FATLET,

= PMDB D EL

n BT RITGAN T =X —RDE B

= PMDB DOV T AITAN F—H_R—A~DEE DR E

sepmdd 7 —FE /13, seagent 3 PMDB |27 7B AT HMINHHEXIT,

seagent |[ZL-> CHEIMICEBISNET, B 1X sepmdd ZH/RIIIZEEATT S
VEIIHER A,

7E: sepmdd (%, root = —H TIIR{GHEEL—Y _seagent IZ&L > T, ACEREET
FITENFET, sepmdd [ZLABV Y —ZA~DT Vv A% EF Al E1-13HIIRT5 (7-&
Z X, PMDB T AL I N~DT 72 A% H[R T %) (23, _seagent (ZxIL Tt
RN — VR LT,

shadow 774 JILD{EF

EH sepmdd (X RAT 47 BREED FHTIFIZ shadow 7 7 A /L &FHHLEH A,
72721, shadow 77 A /V OB EIXTEET, ZHAEITHIZIE, pmd.ini 771 /L
D pmd] 7 a:128% UseShadow h—27 2% yes IZEREL £,

UseShadow h—2> 73 yes IZEX TESLDH L, sepmdd (X, PMDB E[RILT 4L 27K
(28D T 74V D shadow 77 A /L& L ET, shadow 7 7A /L DIGHT A28
F4 584813, pmd.ini ®[pmd] &7 a1285 YpServerSecure h—2 &4
MALT LW adeEL 7,

(YpServerSecure Z{# L C) shadow 7 71 /L DTz 1 — A1 )L TRARD
shadow 771V (7= 21X, Jetc/shadow) IZZE 595354 . sepmdd I
UseSystemFiles h—2 % yes |ZX TEL T,

BE: UseSystemFiles h—27ZDHDITE T LN TLIZEN, ZO—70%
sepmdd 7 —E L F72(d seagent 7 —E NI S THEIIZZEHINET,

3 seagent 7 —F L F721d sepmdd T —F L DFEMIZOWTL, V7 7L
A FTAR | D seagent +—T 4T 4L sepmdd =—T 4T 4 DR Z SR
LTLIZENY,
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AT —LD/INAT—R[EH

A ITL—LD/INAT—[EHA

CA Access Control Ci, CA Access Control & 31TL TV % Windows F721%
UNIX << > &, CA Top Secret. CA ACF2. E7=i% RACF £ = U T (L, (B L0
CA Common Services CAICCI /37 —3) ZFATL TCND AL T L —LE D/ A
U —RE#EZ AR —RLTvET, R, CA Access Control DFEAED /XA

7 —N Policy Model UL > TEILET,

ATV —D—YPRAT —REEE T H7=ONT, 7SAT—K Policy
Model [N DT RTO~ I ANCEDOEFMEESIET,
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F1I2E: affEMNGEX )T HEE

ZOvrva Al LFON IR EFITWET,

TARIVIRAE DS R D& (P. 185)

AP 121DV —AD R (P. 189)

2K F—s3—=T 1 —D} 1k STOP (P. 190)

Y — A0 H LEMEE O T 7B A )L — )LD EF (P. 191)
BL X277 ¢ L~ULEYGE (P. 191)

TARIVIREDIm K D RFE

AR INA =T L INOT I T 4T I FE THIESILCWDEA . T HI e CHE
Bifi7ikiEL e Ed, ZDXH7eiiRIC BB L 1) @il L7212 AHF I,
YA RO T RTOUTREN T TIIa T A F A THEA ATREIRRE TH D720 | /3
AT —RDZERe T NI — 7 [A COBBEEATH =D DB MY — Va2 B
THVENRHVERE A, NAT—RE AN URTIURT A7 by 7 B 50 TE /R
WAZ)—> = N [FRILHET N, EX 2T FHE N T X TO2—H
\ZBEIRAT)— B — RIS HZ LI A FIHETT,

CA Access Control (21, selock V) AT —> 1) 2—T 4V T4 BNHEBE S
TWET, ZOZ—T (VT 41X, TARVIREEDN R E LT R 2@ L3
TOMmMAKRERY T THIET, TNODmAERHELET, 1EEITRHEXIT,
=PI RRAT =R EFEET HINTROLNET, 1 5 UANIZE#E G722/ S A

T —RBADNESNWGE, SkiTey 7S IRBIZZ20 E 9, selock =—
TAVAT VX, i D vy 7 Z iR RS DHENRZ RO — Y73 selock DEZE)HZ
PRAT—REEBELTNTH, ZNHDL—F D/ AT —REfEB TEET,

E: APV my ) =T AT ADFRONTUL, [ V77X DR %
BRRLTLZSN,
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HRIE A5 selock A7 > a4 AMERH Y ES,
n RDEF2UT g, mOFNERE

timeout A7 v ar L THALT UMM KEME (10 53728) IZEEL .
-lock-timeout &7 > ar A HL Ty XA LT UM SHIZKE72fE (60
SSIRENVICRELET, ZORETIL, selock (kD E— RF—R~DBIT
\ZEDMBELL EAEEO R EhRE L £9, Fio, RPN EN
BAESN D o T8 OH B Ay 7 SIVET,

n mEOEFaD T ROFIENE

timeout 47 L al ML THA LT U N/ N7l (1 5372 E) ITREEL .
-lock-timeout ﬂ‘7 /a/’%ﬁﬂq L/“CH/7 BALT T N/ NS (0 “”2 57)
IZEXELET, BXE Tl X’\O)Tﬁﬂzx%f“Tﬁ"é&ﬁt WZfE
%Wfrﬁ’#i’%ﬂ‘ foe@ 7%@?@@5’%?571 NIRRT — R RS EET
T, B— N EB—FDOBHEE. j?ﬁ?ﬁ%ﬁ()\77747 T3 HEEIT selock 23
WAZRAT =R O A& B R T HITT DI, -lock-timeout 47 a
Ty ZALT UM 0 IR ELET,

B selock AU RIE X AZ— T w7 a2 )V DO—ERIZRETEET, 20545,
PN AT AT (2§ 572N, selock 25 HEBIFYIZEEEIL £9°, A
7V 7' NI, root ID TiH7/e<, =—H ID THEITT DML ENHVET, selock
AV URERE =TT AV T NTHRET D HEIL, PANDREEIZEST
R0 ET,

E i AX— T ATV T ROFERINZHOWTIL, O UNIX S AT LD
~v=a T VESIRLTIEEN,

RiEE—

selock (Z1%, LLF D 3 DOEEE—FRHVET,
EZAZE—F

E=F E—RiL selock DPIE—FTT, ZOF—RTIE, F—FH—F B
FOSTRAOBIEDNERINET, FA LTV OHIRRFF NI —R—R
ifl@i?WX@E%f’Eﬁ*ﬁﬂjéﬂf\ transparent /X7 A—X 347|725 T
LA selock [T HEIJICE—/ N =R CUIWEDVET, £=% T—F
> %JZ%/\ T—RIBITT B0 SR —RE AN THLE IS £
Moo
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t—/N FT—FK

TN B—=ROLGE | WEHEENZE 2D NENBINT DV AT AT
A NFEREINFT, ZZAHDOEEBLIOBEI§TH57 A2, #/E L,
PLFD 2 SORENRHVET,

RO —PICHEHE OB ZARE ASND TR D722 E
K

n  BEOBETTER DRV ET,

TAAL DIBLEB IO E L, selock 7> ar 2L TR CxEd,
AR —REE~VAOERIED RSN D L, 7272 HITE—/ N E—R) D
E=H E—RIZREY, B—N B—RICBAT T DRNIER ARSIV TN AN

ICHOERESNET, E=F TR0 bbE— R =N IBITTDH729
(AT =R AT H0EITHEE A,

T — N =R DIRHE T lock-timeout /N7 A—H | ZHE € S 7= HrfE] AR 4
He, BEIMIZeYZ E—RZU0FEDVET, Zokx t—NET—R) b
27 =R ~OBATZ T HE _ EOAyE— VIR RSNNEE A,

Oy £—F

T 7 HINVNRED YT T—RTiX, BEIT 57 A2 BN _E 2k
L CERINET, selock N —R—RFEII~T AOENEL T 5L,
22— DOIRRAT—R A RDDIAT T R I ANFRRISINET,

=Y PR IELVVIRAT —R & A T1T5E, selock ITEF=4 E—R|ZHID D
VET, RIERSAT—REANTHE AU —RATIOX AT Ry
AL GBI, selock Xy 7 E—RDOIRFEIZ/2VET,

-transparent 47" al Z lon IR ET DL, BTy 7 SILET D, WA
F5 I ERERRIIL, FATH O v A TSN ET, BEimOE I
Wﬁ?ﬁﬂi’/ﬁéﬂ“@\é LERTTEDICAERINET, ryY %*—l\%@'ﬁ
AL TWAEEIT, E— " E—RICiIER A,
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TARIVRREDImARDOYI DEXTE

selock = —T AU T 4 TIET AR VIRFEED R AR Z Oy 7T AL T, TARI/VIREE
IZHDIRE NIRRT VAN H#E T LN TEET,
TARIKEDIHEKEOAVVIZRE T HITIE, LTOFIEICHKLET,

1. (473 )DISPLAY BRiE ¥ A iR EL £ 1,

selock =~ K% f# 195121, DISPLAY BREEA# A 3% & T DM ERHY E
T 772U, selock AN TH =7 v TURT LA REREIRET DI
TEET,

2. 2—Voul A A7)k (login 77A/V) I selock 2~ RERELE
7

selock 2~ R, Jetc/login 7 7 A /L= Jetc/cshrc 7 7 AR ETHIE
HTEET,

A VWO THHE ORI AR CEL—FIX 24 WET, T I7ALNTIE
BAED 22— L root =—HCT9, 7272L. seos.ini 771 /LD [selock] ?7/5
2% unlocking_user b—27> ClDO 22— A Z+RETHE. root —HF D
ROV D 2 —FEEH B THZEMATHETT, selock DEITHFIZ -user 4
TrarEEHT oL, BIEO 2 — a1 — I TE T TEET,

Bl: RE—bF7YT IPAIIZRETH7ARILREDmKDOYY aTUR

A FDAT—hAMI X AF—R T 77 A )L COREITE LT — 7 A
H— Ty T avRTY,

selock -display SDISPLAY -timeout 5

ZOaw U R SRN— Y T T AT 4 DIRUVIREEIC 25 TN 5 5412
selock ZHCEHL F7,

Jr—,3)L xstartup A7V MILL RO T2 8INT 522 B0 LEd, @H
xstartup A7V 7" ~Z Jusr/lib/X11/xdm/Xstartup 7 4L 27 MIZHD F T,

selock -display $DISPLAY -user $USER -timeout 3 &

ZDAT =AMLY X R 2L TNDE T X TCO—FIT LT, Uik
Ay 357 A0 ANEHINET,
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API [ZKB)Y—ADIRE

A= Oy PAAVDER

selock 2ME 457 74V DY AT A T A2 1%, CA Access Control D=,
AClnstallDir/data/admin/Selogo.xpm 7 7 A /WIZHVFET,

IOT77ANEESHRLZ T MBOT A3 2 EHTEET,

X T AT T AT XPM N—U a0 33 TERTH AV ENHY F1,

API [ZKB)Y—AMDIRE

CA Access Control |22\ — R ((:NU Y —R) ZEFE L TWDA5EE1E., CA
Access Control AP (L CTENEDY Y — AZARH#ES AT LN TEXET, &
APLIZIZ. LD 2 >DOLAYRHVET,

E#S173Y)
7177 <73 CA Access Control FRFET U a2 I TEAIHICLFET,
user exit

CA Access Control DENEZ Y 27 MEBLE 3 A NEAR 2 &Y T T
E5HIoITLET,

3¥: CA Access Control API DEEFIZ OV T, [SDK HAR |1 2B TLIEX
/AN
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ARV F—\—210

—®DH1E: STOP

AAYY F—i\—

J0—@M51k: SsTOP

A Fr—r =T — X o> T, ™y —x, VE— EiFe— L O AT
LRI T, root 22— (RA—r—2—H) LL THHWP LA~ Ra{i] ETHHE
1T C&EET, Nl —1F,. AN —T 4T VAT LMD T T T LD T
FALT, A7 A —_—=Tu—2RESEET, ZNHONRTIZLY, 22—
PINTOT TN RSl FEETEDLIDNTRDDT, RIZFETTHa~ R
EHERMDVET,

AR F—X=Ta— TR AT TIEHVET A, BEOTRL A2 EWRDH5
TRUVAT EEET AT a2 El TEHD T, (BHEIZEIC T av712d5) K
?mu:' ]\ k—%”ﬁl]ﬁ)ﬁlﬂiééhé & fﬁbjﬁﬁ—o

B 7 Fr— =T a— [ IFRERE (STOP) 1%, Ny I —NAE T Fr—rR—T
D—A3 XY FNAFIHL TOAT AR ATHOZR LT AEEE T

i Linux XA T 47 A%y 7 DT 4 MM (ExecShield randomize) 733 TS84T
W5H5E . Red Hat Linux 33K TF SuSe Linux C STOP B§REIZ A N0 £ A,

Linux s390 RHEL 4 TlL, XA T AT AX I DT % IMUIIHERER T, STOP %
BINZT DI, W TDNBENHVET, AT AT AT DT% ML
PN T AT, L Foa~vw s RE AN LET,

echo 0 > /proc/sys/kernel/exec-shield-randomize

STOP M BEfta &= 1k

STOP Z 4D TA L AN— VT D5 7T 74V NCIIAZ 7 F——T7r—B
IEBERED B DT 72> TCONET, TNAE TN DHIZIE, seos.ini 77A/LD
[seos_syscall ' E7 v a il bh—2 %28 H 1L T, CA Access Control % Fif L #
THMENRDVET, ZEITOITL, seini A~ RELL FOIOEHLET,

seini -s SEOS syscall.STOP enabled 0
RDVIZ, seos.ini 77 ANV EFETERTHIELETEET,

STOP ZFHE AT AITiX, h—27  DfiZ 1 1228 ¥ LT CA Access Control
ZEEEIL £,

,’I Sun Solaris 7 A7 A T STOP 23 H 2072356 . dbx 7077 N TIE & 12H%
FELEH A, STOP TSN TNADL AT AT dbx 2 A0 E NG AL
Bl FTSTOP Z T AL ERHVET,
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J)Y—RIZxTHERBERFBHDT IR IL—ILDESE

) =X T HEBEFBRITFTDT IR IL—ILDESE

CA Access Control Z{# LT, U —A 778 A% L CHEE M H OFIBR %
FEETEET, ZOMAEIL. TERMINAL 721 A, SURROGATE Z:k . BL
=P ERVY—RAHLUTHEATEET, 220, LFO/L—/L T, i
K ws3 DFEEDEHBIOEH 8 KD 19 BFE TORRIAA O H A2 524212
L TUWET,

chres TERMINAL ws3 restrictions(days(weekdays) time(0800:1900))
ZOURARINED BT A FRIE, ZHHORHHH LLAMIFRO BV ER A,

CA Access Control CTlL, B EIAMZ B 15 EATOMER L —Y ID ~D 12—
YR Z A IECEET, 722X, =2—3 AcctMgr 1T B | D AT FF
A[SHILTWVARRBR Y <~ R — % T, AcctMgr DRZ A U3 H O EhEs RN
DIHTHIRESNTNDELET, BRAZEMHERDRNZ—H ) 2+ su
AcctMgr #EFTL T AcctMgr DT BT NIT 7B ALIHET DA RHVET,
FEERE M — Y % AcctMgr [ZYID R X TERWIDIZT DI, LT o=
~UREMHLET,

chres SURROGATE USER.AcctMgr restrictions(days(weekdays) time(0800:1900))

ZOEDEER T, IRERROHHDDY Y — R TEES, N7 TV —
varOFEEIHEM T2 —PEROMB T AL TEET,

Bl tF¥al)T+4 LANILEBEE

CA Access Control IZ. LL FiZ7~ 9 TOrange Book] ™ B1 #§GEAii 2 TV ET,
w BX2UT AT
n X2V T
n XU
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Bl tE¥a)Ta LANILEER

txa)T4 LRI

X2V T4 LV DT =V /NI HE, CA Access Control (XAt DHE[R
F o IZMZ T, EX 274 LNV DOF 2752 FTLET, EXaTa L
U, = FBLOVY —RZEI Y THZENTED 1035 255 FTOED
BETT, BX 2T LR EIN Y THNTNDY Y — AT L T —30
T I REBR T HE, CA Access Control TliL, DV —ADtF2UT ¢ L
Nea—HFoEXa VT LRSI ET, 2 — DX VT L
B —ZADEFx 2T 4 LUV ERIED, ZED ETHHYE . CA Access
Control CIIMDMER T = 7 DA TSN E T, VY —ADEX 2T 4 LUK
DTFDOHE VY —A~DZ—YOT 7B ATHEINET,

SECLABEL VT AMNT VT 47 I8 E51%, VY — AR a—HFDvX 274 F-UL|Z
BIEAHT SN TWNAEXF 2T 4 LULME S, VY — A La—REBI)
2—H La—RNICIHRIICER ESN WA X270 LUV T ERSNE
‘é—o

XU o 1//\/1/0)%:/7%1%%] LTV —RERGETHITIE, X277
LV a ) — 2D a—RIZEN Y TET, newres 2~ RE7-1L chres =~
VRO level /3T A— 5%_420“( XU T4 LB —AZE S TET,

X274 LAV DOF =y TRESILTNDY Y —RIZH L T2 —HF D7 7+
AEFFAITHIZIE, X2V T LU —FOLa—RIcE0 Y TET,
newusr 2 RE1L chusr I RD level /X7 A= ZL-T, BX2UT 4 L
VBB Y TET,

X)) T4 LA FvoDHEME

X274 LNV DF 2o VB[N THITIE, LLF O setoptions 2~ R4
FITLET,

setoptions class+ (SECLEVEL)

tXal)T4 LRI FvoDEMIE

X274 LV DF 2o 7 BN HITIE, LA RO setoptions 2~ K%
FITLET,

setoptions class- (SECLEVEL)
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X741 HT3I)

XV BTN F oG THE . CA Access Control Tl flDHE
[RF o ZIZMA T, BX2V7 9 73 FevIBEITSNET, 1 2L ED
X2 UT 4 HTITINEN Y THNTNWA)Y — AL Ca—Y N T /2%
gisk4 5L, CA Access Control Tlx, #DVY—A L a—RDtvFXaU7 4 h7d
VDYAR 2 —W La—ROvxal7 4 h7IAVOVANA RS ET, VY —
ANZEN B TOENT=T X TODTIVN 22— DI TV YANMIEFNTND
LA MR T = 73 TSIVE T, B TRV AT, VY —RIZ
*FTHL—FOT BRI RINET,

SECLABEL V7 AN T VT 47 183550 %, VY —Aba—H DX 207 1 LI
AT O TWE R 2T BTFTUDOYARMMEFSH ., 2—HF La—FE
FOVY—R La—RNOHTIYOYANIERS N ET,

YX 2T AT IVOF = 7|2k —REARH#ET DI, 1 DL Eo®
X274 T AVE) ) —ADLa—RIZEV Y TET, newres I~ RE-IT
chres <KD category /X7 A—H|ZLH> T, BX2UT 4 W T7TVEDY — (T
EYCTET,

tX2V7 94 BTIVOF 2y THRESNTNDYY —RIZHL T, 22— D7
I Y 2AE AT HI21E 1 DU X2 )T ATV A —Y DL a—RIZE|
DY TET, newusr 2~¥ 2 RE/IL chusr 2v2 KD category /X7 A—H 21>
T X270 73V —FICEV Y TET,

tXal)T4 hT3) FvIDERIE

X2V T 4 BT IVDOF =7 AT THITIL, LLF O setoptions 2~ R%&
ETLET,

setoptions class+ (CATEGORY)
X271 HTI) FvIDEIE

X2V T4 BT IVDOF = 7 BN TTHITIL, LLF O setoptions 2~ R%&
FETLET,

setoptions class- (CATEGORY)
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tXa)T4 ATIIDER

XV hTAVEERTHITIL. CATEGORY V7 ATY Y — A% EHRLET,
YXaUT 4 B TIVEEFRTAICIL. LLTFD newres < REFELTLUET,

newres CATEGORY name
name (21X X274 HT7IVOL4RIZFRELET,

Sales LW )X 2VT 4 ATV EEFRTHITIE L TOa~vRe A JLET,

newres CATEGORY Sales

Sales BX N Accounts 2\ )= )T HTAVEEFRTHIIE L FTOa<wy
K&EALET,

newres CATEGORY (Sales,Accounts)
X274 hTI)D—EXRT

F AN —ATERINTNAET R TCOEX2)T 4 HTIVDYV AN R TS
121X, L F D X572 show a2~ REETLET,

find CATEGORY
_lzﬁ'r:lu;;/]) j\]?«j‘uo)ux}\zﬁ@‘ﬁa:i‘%%éﬂij—o
A alTq AT OEIR

X a7 B TAVEHIRT AHIZIZ. CATEGORY 7T A HF DL a2 — R &Y
LET, X274 h72VEHIBRTHI2IE, LLFD rmres 2~ REEITLE
T

rmres CATEGORY name
name 2T X274 BTV DOL4RiEEELET,

[Sales | bV )X =T 4 B T7IVEHIERTHIZIX, L FOa<Re A LE
T,

rmres CATEGORY Sales
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tXal)T14 SN

TH2YT S T, FEOEF 2T L L 0 S EDOEF 2T HT
)L ORI ELET,

Y X2 VT4 TV DF 2 VN T HE | CA Access Control TlEfth DOHERR
F oI T, X274 TV DF =V NFEITINET, BF2UT7
FrOLINEN Y THNTND)Y —ANDT 7 A 2—FNERTHE CA
Access Control TlX, ZDUY—ZA L a—RDOtX=lT 4 G-I ESN TN
X274 B TITYDYARE 2—H La—RDtvxa )74 T-VLITHIES
NN X274 BTIVOVANRSNET, VY —ADEX2T 17
NJNZEIN G TONTZT R CODTIIR2—FOX VT4 T-UIZEEN
TUWAIEA . CA Access Control Tl B 2074 L)L DF =7 DN T4
FT, BENTORWEATR, VY —RCRFT 52 —FOT7 7 AIHER S E
9, CA Access Control TlX, VY —A L a—RDtXaT7 4 F-VUIFEES
TWHEF2UT 4 L Le a—F La—Rotexa )7 T-ULHRESNT
WHEF VT LANAPHIRESNET, 22— DX )T 1 FZEHIDY
TohizEx=U7 1 I//\/1/75>)/»—;<0>Jz%;)7*4 FTUZED Y Thk
X274 LULERIUD, 21080 ETHAEE . CA Access Control Tl
FEPRTF = 7 BATENE T, VY —2DEF2UT 4 L-ULED FOBAIE. Y
VAT D= OT /AT EENET,

X 2VT 4 TN DF 2 I BN 72> TWDGE, 22— La—RBIO)
VY —2 La—RIZBESN TS EX 2T BTaVetF 2T LUl
SN ET, BX2VT 4 TV O ERICIEESNL TWDEXF 2T DL
e TIAVOIIMEHEIET,

X2 UT 4 TULDF 2o 7L o T —AuAR#ET AL, BT 0 T
V) —ADL a—RIZEN Y TET, newres I~v K iﬁ X chres =<2 KD
label /3T A—XZL> T, BX 2T 4 T-ULEY Y —RAZEND Y TET,

X274 TV DF =y 7 TRESITNDY Y — | iﬂfC 2—HFDTY
YAEFF AT DI, X2V T o T a—F DL a—RIZE Y TET,
newusr <> RE7=1X chusr <R D label /37 A— &%ﬁﬁﬁb’(\ X2l
T4 TNV —PFICEIN Y TET,

TXa) T4 SNV FIvIDEMIE

X2 UT 4 TNV DT =V GNTT HITIL, LT O setoptions 2~ R%&
FITLET,

setoptions class+(SECLABEL)
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tXal)T4 INIL FvIDERIE
X274 TN DF =7 Z BT HI21E, LLF O setoptions 2~ R%
FATLET,
setoptions class- (SECLABEL)
X T4 INILDER
YX VT4 T UL EEFET DI, SECLABEL /T A T Y — A& L £ 7,
X 2UT 4 T ULEEERTDHITIL. LLFED newres 2~ RE2FETLET,
newres SECLABEL name category(securityCategories) level(securitylevel)
KIHH DR
name
X 2VT 4 T ULDOLRIERELET,
securityCategories

X274 HTIVDOVANIRELE T, O DTV e E T 510,
N T INVLHANR—AFE I~ TR FET,

securityLevel

X 2UT 4 LoULEIRELE T, 15 255 T TOREKAMH AL £,

Managers SV )X =274 UL EF L, Sales 331 Accounts V)t
X U7 ATIVEEF2YT 4 LUL 95 R ET DI, L FOa~< U RaE A
SILFET,

newres SECLABEL Manager category(Sales,Accounts) level(95)
X274 INILD—ERT

F AR A TERINTNAT R TOEF 2T 4 FIULDY RN TR T 5
W% LA F D X957 show 2~ REETLET,

find SECLABEL

X274 TULOYARNREEINCE RSN ET,
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BlLt¥a)Ta LANJLEEE

X274 SINILDHEIRR

X aVT 4 TULEHIRR T AHITIL, SECLABEL 77 ANDHL a—RZHIRL £7,
Yx2VT 4 TV EYIETHI2IE. LLTFO rmres 2~ RE2FELTUET,

rmres SECLABEL name
name (213X =274 TV DL RIERRELET,

[Managers | £\ EF =27 1 T~V EHIRTHIZIE, L FOa~<>RE AL
£

rmres SECLABEL Manager
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Vool

ANVEDER

EHEIL—ILD

ZOEIa it ROy IR E R CVET,

BEA L — )L O E (P. 199)

CA Access Control B/ | ZE XA EA UMD ESR (P. 201)
a—H yiar v/ FEREEET AL <A (P. 202)

CA Access Control 23— DEE A E— R AP jE 35 J5{% (P. 203)
e —R (P, 207)

Ay (P, 211)

s L—5 47 (P.213)

22— F—R T4V E DT (P. 219)

e

X B

CA Access Control TlE, X 2T ABEEDT-DIZ, T —HX—RA|TEHZRZINT
WA L — W ZHADWT, 77 BERIER B L OT 78 A AT OA X MZES
THERL a— R RIFESINET,

T RTCOT 78T BLOVY—R|Z AUDIT 73T 4 R0, ZO7 a7 4Tl
PAFD 1 DL EOEERE TEET,
FAIL

T ED) Y = ASDRMLTZT 78 A en /| ZRegk L ET,
SUCCESS

T 7B HICRDY Y = ASDIL T T 7 e A n 7 | TR L E T,
LOGINFAIL

7’7‘E4j‘ (XD RIEL Tz N Tons Ao a2n /|5l £ (ZOfEiEY
V=TSN ERA)

LOGINSUCCESS

VAl QJ:E)EJ‘ZIJJLf_ﬂ‘J\‘“CODHﬁ‘/f‘/%Dﬁ‘L:%EﬁLiﬁ‘ (ZOMEIXY
VAT ESNEEA)

ALL

7 7@ FAIL, SUCCESS. LOGINFAIL, 33X T} LOGINSUCCESS. F7-13V
V) —AD FAIL 3TN SUCCESS ERIUIE A7 ICitekL£97,

FI3E: ARNVIDER 199



EEXIL—ILDETE

NONE
T Y EZIFTY = AL T, n 7 Th R L R A,
TRACE

ALL LRICIE R B LI ONT R TCOVAT A AR N |C@2 8L ET, (Co
EIZVY —R T HS N EEA),

F AR AT 7Y EIT) Y — A La—REER E X BT 5541
WO TH, AUDIT 7T o2 ETEET, Fo, n/llikdhiA <
A AV TIBEIT2E90, AT 555 135 E @A T O &R E T 52
LHTEET,

EEAn7OLa—RiE, L0 —/WIE> TEEINET, /UM
B\ ZERER T D EIMNE, LLF DN — VTSN TIRESIVE T,

n UY—ZFEIT 7BV AUDIT(ALL) BEID S THONTWAE AL, DT
T OFT XTORT A AR, FBELUCA Access Control (28> THRi#
SITNDYY —RIZEHT DT X TOARUID, TR KL T2D )
[O¥ata RN RaviRviEY olot BN = I A MRk S <y g AN

m  CA Access Control IZL > TIR#ESINTNDY Y —A~DT T2 AL,
T 7Y £ — &I AUDIT (SUCCESS) 23 EIN Y THNLTWAEHEA IR, A
USRS VD,

m  CA Access Control IZX > TIR#ESNTNDY Y —AA~DT 72 AN .
T Y1) — A AUDIT (FAIL) 23EID 4 THILTWBIE AT, A
[N = ARk 5 s A

SH1Z, =P H N —AAREICRELTSE . £ DO2—P | —A La—K
NEXGAFENA- T, ST AEREL a—RNIEEn S I EBXAEFNET,
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CA Access Control ANESEOJ IZEEFALEBTEANVINDESE

CA Access Control MEEEAY [ZEZ AL EBETANRIINDESE

CA Access Control TlZ. 77 B AD R LA A v/ ICEX AL FET, CA
Access Control NEEE R/ | ZEZIAL T 7B A A RN EFR T DITIE, BEA XS
GOV —AFEZ1TT 78D AUDIT 7T DIEEE R LET, £7-. CA
Access Control TlX, ZOHIET, TXTORN—RA AR NEERR T 1506
THINHEESTHIELTEET,

AUDIT 7' 11/37 ¢ %4 FH L C CA Access Control 235 7 | C AT B A A X
UINEFRELE T, selang F7213 CA Access Control T RANA U NMEEE 2 HL
TCUTDOINNIL T —ABIOT 72912 AUDIT 78T 4R ELE T,

AUDIT D& CA Access Control SO (3R89 AR @ERAAEELA T Ik
Z.g
FAIL 77 AD IR —HFEBIN)Y—2
SUCCESS T AD R R SANONI VA
LOGINFAIL g AL DR 2
LOGINSUCCESS s Ay DKL SRS
ALL FAIL, SUCCESS. LOGINFAIL, —HFEBIN)Y—2
LOGINSUCCESS, F X TN INTERACTIVE (Z
EE]
TRACE ALL BIOT RTDOV AT L ARUMNE 2—H
e
INTERACTIVE UNIX 2o E'a—X FOa— Eyigy a—HF
NONE EEZRONVIERE > g mw S YA =PRIV —A

A VOB T RTANRESNTWRWGAE JV—TF1d7 e
77 AL 7 )L—T7 D AUDIT fEIZLY . CA Access Control CTa—H L T
SNDEBET—RNITHEN N SAREERHYET,
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A—H wyiar OJ M HEEET B LLH

A—H tyiar OV BBHENEEET HLLAH

2—Y tyrar n/EERTHEL, TURRA N TOa—Y T 7T BT 4 Db
V=R byiarolid BIOa—Yiityrar P AN Lizav o FoFk
REATHTENTEET,

toiar ali— a2, [etc/shells 7 7 A VARSI X TO T 1T A
IZDOWTATIEITWET, 72&%1E. /etc/shells {Z /usr/bin/passwd 73 ARS
NTEY, 2—FREO/NRAT—REE T 572012 passwd & H L7255
B Eyiar nlEERRTHE seaudit T—T AU T AICK S TEREINT/IA
U—RNERINFET, byiar ol itdghad EIEIT BRI, Jetc/shells 77 A
NETER L TR EAHERE L £,

UTOFIETIE, 22—V tyiar a7 gk ae 7 2 L<ABHHIN T

7.
1. F—Ah—Fol—F47arzZHZL T CA Access Control ZA1 > Ak—/L
LET,

CA Access Control D/XTA—H Ty A )V JAR<ARXL T, F—Hh—FK 1
H—=H/MILET,
E i AVAN=LFIT seos.ini 77 AL THR—R—K o —2HMITEE
‘é‘o

2. CA Access Control ZiEd &L £,

F—R—K o — F—F (KBLAudMngr) NEITEN TWAZ L &R L £
4. CA Access Control 7 —FL DAT —H A% w7 AL, issec =—
TAVTAEHEALET,

3. RL—RF5=—WI|Z INTERACTIVE 7'/ X7 42 E0Y T, Eyiay n/ i
AL ET, UTIChlZRLET,
m selang
eu userl audit(interactive)
m  CA Access Control = R7aRA > Mg EE

[User Properties |V 4> R DB |47 D [XfFER] F =y ViR 7 A%
AT LET,

CA Access Control |IZL»>C, 22— THU U bDByay al it a %)
IS ET,

202 UNIX TVRRAUEEBHAR



CA Access Control WNA—H DEEBXE—KRFRETHHE

a—YPNRTURRA Ml A 5HE CA Access Control (210 —F
Yo ar OFRENBGEINE T, 22— RZURRA b TN
AL, o a Ik TLET,

CA Access Control TliZ, fo&kS7/=tv a7 kblaudit 77" 7 7 A /LI R
FENFET, ZO77AMILL FOT AL 7 RIZHVFET,

/opt/CA/AccessControl/log

kbl.audit 27 77 AV ONEEFKRTDHIZIL, seaudit =—7 (U7 1D -kbl
aAvREEHLES, U TICBlZRLET,

./seaudit -kbl -sid 65223 -rp

X seaudit -kbl IV U ROFERIZDOWTCIE, V7 7L X TN 2B L
TLIZEN, REANDRAN D2 —F o al ZIEL TR — M AR
TX5X91Z. CA Access Control = R7"1 1% CA Enterprise Log Manager
BT HEEBEIDLET, CAEnterprise Log Manager ~D#i A DEE
M DOWTIE, T ELED RIS R TLIES Y,

CA Access Control MA—H DEEBEE—FEZRETHAHZE

Z— WD T —RTlX. CA Access Control 23 D —HF DEER 7|2 k(E
THEHEARCMARELET, L FO7 ' ATIX, CA Access Control 3
2= OERET—RERETDHHIEIC OO THRIALET,

1.

CA Access Control I, USER 77 AE7-1% XUSER /T AD L —H DL —R|Z
AUDIT 7 0T A DAE RSB DN EINET =7 LU ET,

Z—H DL a—R(Z AUDIT 23T DB 3 55E . CA Access Control
1T DEE 22—V OERET—RELTHEHALET,

CA Access Control |%, = —HF N7 a7 7 AL 7 I)L—F|ZED Y THHRTND
MNEINET 2L FT, 2—FRT a7 AL T—FIZEN YL THNT
WHEEE . CA Access Control |3 GROUP 7T AIhD, £ DF a7 7 A 7
JL—T DL a—R|ZAUDIT 7 /37 DIED G I TCWDNEINETF =
LET,

2—YPNT a7 AV T N—TIZEBTHATWT, Ta7 7 AL JL—
7 DL —R{Z AUDIT 7 1/ T 1 DE A5 E5E . CA Access Control [ D
EAa—YOEEE—FELTHEALET,
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CA Access Control WNA—H DEEBE—KRFREITHHE

3. CA Access Control IZ, — BT —T DA IR THLEINEI P EHERLE
T, =PRI N—T AN ThDHEA . CA Access Control |3 GROUP &
7213 XGROUP 7T AD T L—"7 DL-—R (2 AUDIT 7 1/ T 4 DA 8 57>
EIET e 7 UET,

22— NI —T DA RT )L —F DL-a—R|Z AUDIT 7235 1 DI
Nd>HYE . CA Access Control IXF Dz 22—V DEERE—REL A
LET, bLZDOZ—Y NI I —T DA R TIIRND, HHNTIZDS
=T DL a—KH AUDIT 7 X7 A DIEEFFTZ720 A . CA Access
Control [TV AT A BRDEEA T — R e 2 —F 2BV Y TET,

F o —RNEROT NN —T DA NRTHY TIN—TF T LRI B A
E—RNHLHE, 2—VOEEET—NIEHEINET, 2—F DR
F—RE AN THALT L —T DT R COEREE—ROEEHTT,

7E: CA Access Control 737 /L—7"0 AUDIT 7’ 0/ X7 4 DAEZfE L CT—H D
BEAET—NEREL, 2—FOrs (o fICs N —T DR AT N2 LHLI
BT arlArohoa—YoEEgFEE— Ny EFEINET, /L —7EfRE—
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CA Access Control MA—H DEBE—KFERET D HE

LA FOXTI, CA Access Control Nt—F DA E—REPRET D IEICD
WL E T,

[ELy

aA—=HEFo 2
FoAlle Fil=TFIZ@Y ST
LhTLVES LY

Fi—FIcEFTE—F

F®UETNT

£y

LMVE
(RTAY- [ELY

F——
L= EEE—F
FEW

k4

A-FORE
T FiRa— OB
EE—F

A—HFDEFTFE—F 1—HFOEFEE—F
LMY F 2 4L DR 0D A L
F—F E=F

A—FDEEE—F
R L— T e L
T—=F

1 2Ekdms
L—TIETFE—F
Y ETHT

T

Bl TIL—TREE

=YD Jan 1L, I NV—T ABLIOT N—T B DA NTY, JL—TAD
B —RIZ FAIL THY ., 7 —7 B DB —R1X SUCCESS T, Jan I
FF DT N—T DA R THDHI-, Jan 1Z1% FAIL 3L SUCCESS DEFES LT~
BT —RRHVET,
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CA Access Control WNA—H DEEBE—KRFREITHHE

S EER

CA Access Control X707 7 A )L I)—T %L Ca2—W T XT 454 E
T25J515 (P. 42)

A—HBLUVIVAEA—TS5A X 1—HDTIHIILDEETE—K

2 —W (USER 47 V= 1) ZVE 95 &, CA Access Control (25> T 74 /L k
7> AUDIT_MODE 7547 ¥ =7 MZHEID 4 ThivEd, AUDIT_MODE 7'H/37 ¢
DT 7 /VMEIXFailure] . [SuccessLogin] . [SuccessFailure] T3,

TUH—TTARX 2= (XUSER A7 V=7 M) BT DE, T 74/ T CA
Access Control |ZJ>TF 74/ h® AUDIT_MODE 2347 ¥ =7 MZEID 24T
LILER A

3¥: (UNIX)USER A7 =Z kD AUDIT_MODE 7' /X7 DT 7 )V Ml & 8 T
T AL, lang.ini 771 /V D [newusr ]z 72T, DefaultAudit DfEZFREL
£

—WMOI—FDTIHINEEEDER

r12.0 SP1 CR1 KV AL, A FOT 7Y OF 74V NER T —R X7z L TL
77
n GSTHUSER 79 A La—RTAUDIT R ER SN WV —H B

RAUDITENERIN TWA T BT 7 AL 7 ) —F BB T BT Ve
—

T AR ATERINTORNT N TO2—H (_undefined =—H L
a—RIZ&oTEEND)

Fr o T TGAR 2—FEfEH L= 6 . CA Access Control 73 —F
EREZREL TR T D813 ET, ZD%E ., _undefined = —H
DT NNTIEBEESINEFEA,

r12.0 SP1 CR1 726, ZIHDT 7 H DT 7 4 /L ’NEEA T — R [ Failure ] .
[LoginSuccess ] . 331 LoginFailure ] 12720 £ L7-, LARTOEIEZ 951
X, ZNHD—H D AUDIT 78T 4 DfEZ 72 U JICEREL TLIZENY,
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GROUP L.a—K®) AUDIT ZA/NTAIENZEE

GROUP L aa—RNH55E . TAUIIILL T D 2 DOEENHV E3,
n 1 OD2—Y ByhDOERR) —E2ERTIHI 077 AL
n 2OHDOa—Y BybDarT)

r12.0 SP1 CR1 LA% . GROUP L'=m—R (% 2 D B O=—H &y hOEEE RS —,
EFRTHIONCRVEL-, BMEOEFTIZL > THELALAREM DO H A REZ [A]hE
T 572012, 2 DHO=2—H By NHIZHID GROUP Z1ERLL T7ZEWY,

B — LT, VYRS CE DT T 4 THDH LR, 7T A
TELATvar Ty, BEE—RNR)Y—RFIX7TRATHEH ST
BT VA N— VDT 7 RERDFEATHE, CA Access Control 1, VA#—
v a—RWEIFCEREe N NERLERLET D, VY —A~DT /&R
FFFAISNE T, Z7IANEEE—ROGEIT, ZOV/T7ANDOT X TOY Y —
ANEEE—RITRDET,

2

# £ — R, CA Access Control 73 Full Enforcement & —R DS DH G T

o

el

7% : Full Enforcement & —R|&., CA Access Control for UNIX 23R — k35 ME—
DE—RTT, CAAccess Control for Windows TlZ. Audit Only E—R%
A—RLTVET,

AN, T/ BEA RV =B AFIIEE TG AT TEET,
L —NA T 2B A%, RV —Z2 AN T RN, A nT Tage
725V —DFE R BN HMER T HIENTEET, BEa /2K 1512
X, seaudit 2~ RAfEHLF9,

JTAZT T warning 3D G, VT A EE T RIS ECTEET,
V=2 T N—=TFEIAIITANEET—ROLBEIT, T/ BA L—)LER D
A3 5L CA Access Control 1%, 778 A& FFalL, (V) —R 7 )—7"F7=1%
JIATITR) VY =A% BT H= U NEEE 7 ICLek L E7,
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VY — A ET—ROREETTADEEET—FOFKEIFMILTNOET, U
V= AHREE T —RNCRELTZSE . TOVY— AN BT D7 T AL E LT —
REZHIBRLIZELTH, ZDOVY—RA TS —RDFEFELERDFET,
I VY —2AF T AR L — R

- L

CRIETEADL, VI —RAE- 1T T AT
TusXT 4 warning BHAOGETIT T, T LH T RTOYY — A& 13r 7
ANZZDTaRT A NHDHDIT TIEHDEE A,
1)) —ZADEEET—FNDEKXTE
V) — A —RNCRETHIET, T/ BA V= Vw5287 7T
TR N— VDN REEEAR TEFET,

E A2 DY —REEEE R E T DI T V7 AL S —RC
BT (P.209) 9 528 TEXET,

) —REEEE—RIZHRETHICIE LTOFIBIZHWNET,
1. CA Access Control = RRA L NEHT
MELET,

f =)

VEE—RNICRET D) —RE
W [ EH]_X—UnERSNET,

(AT %)y 7LET,

VY — AR B AT — R ] U R FRENET,
3. =

(e — RS, [RIF 1227V LET,
BRI —ANEE = — N2/ T,

FEEE—RTII T BRIV —IVER DR ELES . T AT R
FVET D3, CA Access Control T4 T 845 L o— A2 0 /7 | C5igkL £, 2D

7280, VY —AD audit 7T AR ETHLEIIHNEE A,
sereport = —7 U7 (LAIN—FEF 6) A T5L, BEE—RNTHLHT T
DY —ANFRSIET,
fBl: I7ANEELEE—FICRETD

LR selang DI TIE, 7 7A /L c:¥myfile 2 5E—R|

==

\—Iﬂ/EL/gz‘?—o
chres FIlE c:¥myfile warning

208 UNIX TURRAUEEBHAR




Bl: 27ANDEBEE—FEVITTS
LLF @ selang DB TlL, 774V c:¥myfile DS —R BRI L E T,
chres FIlE c:¥myfile warning-

myfile DEEIEF —RIZHELN T2 50D T, CA Access Control [ myfile (Zk9-57
IR N— LA ALET,

Bl mREEEE—FICRETS

LLF O selang DFITIE, Hi K myterminal 2#45 5 — RN ELE T,

chres terminal myterminal warning

Z DA CA Access Control [ZHEIRD 51— HFIZL DR myterminal 725
DT 7B AEFFRAILET N, 208 KNODOT 72 AN EH IEG I b —(C
ONWTCIHERL a—R2n /| Eiek L £,

DIREZEEHEE—FIERET D

il # DL a—RZEELET —RICHRET DO TII R, IJTAND TR TOLa—
REEEET—RNICRETHIENTEET, BEE—REEHTHZET,. 77
TR L= IVEERTHIERL TR L— VO RAEH TEET,
DIREEEE—RICRETHHE
1. CA Access Control T RRA L NEHE NT, LA FOEEEZFEITLET,

a. [FREIZI7VI7LUET,

b. [(VT7ADT 7T 47 %IV I L ET,

(VFADT 7T 47 L] _N—VNERSNET,

2. [BEIE—RNIGRETDITADBENIN DT 2ol IRy I A% A AL E
E

3. [SavelzZUv 7L F7,

MR Ay — DFE RS, CA Access Control A7 > al MIE & IZH TS
T2 eSS INET,
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1

I

HE—FANEESNT)Y—ADFER

CA Access Control #3225 L CW\AEA 1L, BEE— N2 —IFiy7e TR ELTE
M0 ERHVET, 2— RN ELFT D)) —AOYNIEIRT T A %
FFo T DT EZMER LD, B E—RE4 712U E 7, CA Access Control [ %
B2/ — L O ZBRAL £,

HBEE—NTHLY — AR T DD, BEE—RTHLTXTHOYY—
AR LR — MR TEE T,

LiR—FER D123 L FOa< o Re A TILET,

sereport -r 6

CA Access Control |IZE > TLR—IIMERRSIVET,

7E: sereport = —7 A UT A DFEIZHOWTIL, (V7 7L A AR SR T
FZ&EW,

ZEF—KRTHDIITADIEDR

CA Access Control #3235 L CW\BHA 1L, BEE— N2 —REiy7e TR ELTE
M0 ERHVET, 22— NRUELFT DY) —AOYIEIRT T A %
Ffo T B ZEa R L0, BEE—RA24 712 %7, CA Access Control |
BEE 3B/ — LD H & Bl dE L £97,

LT — N THDHI T AL T HT-H 12, CA Access Control TZDF —X &3
RTDHIENTEET,

ZOF =S ERFTHITIL, LT O selang v FE A AL ET

setoptions cwarnlist
BB —RPEESNT I T AR R T RPFRINET,

X setoptions DFEAMMIZDOWTIX, [selang V7 712X TR %S L T2
=\ AN
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BExOY

AL a—RNL, BEAEeZ VO 77 A VIS CnET, BEdin s O
IZ. seos.ini 77 AV CTHRELE T, seaudit =—7 (U7 ¢ F7=I1% CA Access
Control T RARA L MEHZM AL T, i /GRS AU M —Rk
TRLTED REHIBRSCA RN XA T 72 8 TA RN T 4 VAL 7205 L
NTEET,

X seaudit OFFEAMZHOWTIL, [ V7 7L X DR 1 SR TLTEE0,

B0 7 X a— OV IARTES L CUVET 23, CA Access Control D12 JL—T ¢
VURERE A AL CEEESRABAN TEET, B TA UM RETEAIOI,
WO 2T — T — AT THEERBEIDLUET,

T 74 NVE T, RFET —F L THD seosd (2o T, root AT DEEA T )ME
RSV ET, 2L, seosd 7B T A — root TEITSINDHTZDTT, =
DI ANERSNDEE AT OFE A I /FHZIA LT AT — root DA E-
ZHNTWET,

root IAAD 2 —H M su 3~ KT root (Z7252 THEEE R/ 22 TEH L
91T, CA Access Control @ seos.ini 7 71 /VIZ1E 2 DO NI HES LT
FT, INOLO=URNIEFEHLT, v 77 A VICEIV Y THT NV —T I F g
RAfRELET,

» EEHE0TIZOWTHRETHT N,

YA LOEERF 4B ) auditforce LUV T IL—T DAL THDHELET,
O— N BT T A NI NLOZ—FINFIRTEDHINTT DM EN
HVET, seos.ini 77 ANVEFREL . [logmgr] 7 a - ® audit_group h—
7% auditforce [ZRRELET, ZHUTEY, o— VR v/ 23T 55T
HEOFFAI 2N auditforce 7V — 71252 HVE T, ZORF G, WK T
ek SNz — VR a7 OFTA 7 13 auditforce 7 /L— 12720 E 5,

0y =T T NE, ZOM—I B )T, T —EUBMERL
TNETDEERT 1T DT 7 B AMEE DR > TV DR L ET,
BB IO 7 7 AV ERICINCT 7B A ORI 5 THY . CA Access

Control D)L —LZ Lo T —YNRER T \ZT 7B ATERWGE 1RG5
ZEICEELTIERNY,

n TT— 0l TrAMIONWTRET AN, 2O RNIE, =F— s
TrANDT N—T A EHERERRICIEELET,
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BEExEny

ATLEERELE

VAT KEEAF Y 35X, AUDITOR B MEEID L THN TWA—H T, A
TLERHYEF L CERSIN 2 —PE, 22— RBIOY Y —R(ZEV YL TS
NEERBIEOE R 8 D2 A5 FTTEET,

\'/

BB AT, PR —FELTHRITTE R, BAHNEIL v/ v—T
YT EREEAEHIL T 1 BORAND Iy NI —7 EDOSEX Fli RO A E
WENESTHIENTEET,

A5 IW—T4V T EED LT VT

A5 =T % ybTy T3 BI2E. ULTOFIEICHELET,
1. a7 V—T A TREERET 7ANVEAERRLET,
seos.ini 7 7 /LM RouteFile b—27 L THEZZE T LRWED,

AClnstallDir/log/selogrd.cfg 73 CA Access Control D17 JL—T7 4 7 Bz hE
RIEZTANELTESIET,

ZZC. ACInstallDir 1%, CA Access Control DA Ah—/L F AL ZR)T, 5
7 4V Tl Jopt/CA/AccessControl/ T,

AClnstallDir/samples/selogrd.init 7 4L 7 NIZH > T vpas p—F 47
RERET 7ANVDRHVET, oL, FEF I I Niens V=TT
BRERET 7ANVELT, IRD 3T THERRSNAD T 7 ANVEERLTEET,

Rule
host destination

destination |ZI1%, i &L a—RZ2Z(ETHFRAMAEATILET, TXTO
JIA NI =R T BLOW RN/ | GeeksivE T,

F BRERIET 7 AN ORE LD OWCL, T 2—7 U7y IO
selogrd = —7 (U7 42T HRHZ S L TTZE0,

2. EEEERAEELET DT R CTORANCTELT —F (selogrd) A B | B
TIEWEINET 5T X TORANTIET —F (selogred) #FEITLET,
IO T —EOFEHOFEMICOWTR, [ V7 7L X TR %5
FRLTLIZENY,
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a4y IL—F45

T74ILDEAN

vy —T g TREREEE T oL, n B INET DL, RAND FIRE H
A AV FTFOMOSE I E AR ETHIELTEE T, SRB IR
DR Y F-iFdal v F— Al ko TIESNE R Iz S -n 7 O
TE RISV TRIZIE(E TEET,

DI ETRE T DI, vf =T A T RERET 7 AL BI O
selang DAV U REFERHTHMLERHVET, 72&41EX, =—Y root ~D
setuid ZR DS KD TH7-NCHTE H D= — John [ZBHITHELET,

1. LA TFDselang 2~ REFITLET,
chres SURROGATE USER.root notify(John)
ZD chres A~ RBEETDHDIE, —I0 root (2725728 DYIVIR X B
RZFEDINFAT T DTN, FllleEidin 7 L a—RMERSIL T, seosd
T —FLN5 John EWVV)—PITIEEEDHIETT, ZOT—F1%, @
HILT—REV) R L a— RO AERRL E 5,

2. 12U LDV —RZHLU TEIMZIEELIRZIZ, 0l —T 4 7 BREER
ETTAINILLTFD 34728 C&EE T,

Rule2
notify default

ZOITEIBIMT AL, 0l V—T o T iEHT A, maEEA L
I—RDA— )L Ay E—MER SN ET,

i BRERETFANDT —<vhBLOnS V=TT T =D
TN T OFENCOWTE, V7L 2 X TR B IR TLIEEN,

a4 JL—F424

CA Access Control Cl, B V—T 47 T —F Th5 selogrd Z{# H L“C\

BIRSN e — VR RS La—REREORANIEAMLET, F2, &

1:77 La—REBJ A=/ Ayt—T  ASCI 77V, Folda—HF v Ry
IZH 7 A=<yl B AR NI TRHAY =V 2R G LET,

R a—RON—T 4 7 ZFRET HITIE, selogrd IFERERET 71V
selogrd.cfg ZfEFHL 9, ZO77A01%, #5535 (BLOMEE L)) A n
T La—Re EORELEEIRELIZVANTY, 207 7A /L OFEMIZ DN T
X, TV 772 R S IR TLTESN,
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A7 IW—T427 DERE

seosd DELENF|Z selogrd F7213 selogred & H B BN T 5121
[daemons] &7 a 285 seos.ini Dh—7 > (selogrd F7-1% selogred) % yes
IZRRELET, ZAUTLY, seload #FATLI-EXIZ, seload IZ&L>TTF —F
NEEISNET,

7-L %1%, soes.ini ®[daemons | E7 L a b U T HN—27 T L FD LD
2720 ET,

selogrd = yes
selogrcd = yes

0y —7 4 HEREIL RPC 2 L TS L o —RZHR AT 5720, 7747
74—V OWNRNZa 7 BERINEE T —F &l E 3 HE. portmapper 73—
T —ENEI Y THR— R uﬂafféiﬁx#ffbfidﬁéteb UDP R—Fh
ZAHIERT C&eZeET, ZORBEEMR T 572912, ServicePort h—72
VEMBRALT, FRNCER SN TODR— M — R 5 —F N ZE0 Y THo L
WTEET,

T NI — I 5D R —b 111 (portmapper DR —R) ~DiBIEZ 7 7 AT
74—V CHFR[ T 55A 15— 30 seos.ini 77 AV DIHEETLTITZINY,
PREESIT= Ry NI —27 T portmapper ~DiBIE&E 7 7 AT 74— /L CiFrl L7

WIGETE, 2747 B — O] B[R CRFE DR —MFEHL TS
Jé EWARAHNET,

INEREEIATOE, 7947 MBI O — SO J5 O seos.ini 7 7 A /L0
ServicePort M—7  ZRICAEIZER ELET, BIE (T —FL D EESNIZR—h
GZ/\%/F‘éi’Lé CEEWT D) Fid AL ERETEET, R4
PIRELTS AL, 7947 MB X O — RO 5 O —8 R4 fRR 23R L C
HDHZEN \%T?o 2L 20X, b —E A4 seoslogr 5 LT, 77T~
rBL O — 3D Jetc/services 7 7 A /VIZLL Fa BT 288103, LLFD XD
IZLET,

seoslogr 2022/udp # Audit log-routing

DIAT U RETZNT Y — 303 NIS 2 HL T —E A4 28829 585551, NIS
=R~y BT HLERHET,

214 UNIX TURRAUEEBHAR



a4y IL—F45

BEEOY IIL—T42T DIESL

Eefas La—RERF B b TEEd, B s{bime2 3 5L, selogrd 7 —F
AL EAOS La—REE S L TOBIE T —F L (selogred £/- XA n
T N—B)VTEELET, RIS IET —FNTZE LIV a—FEE Skl
7,

CA Access Control (21, selogrd (2% LT, CA Access Control fE#ERE S35 L
N adcipher IZEDEE ARV 5kl 2 FFEHORE SL A H BT
F9, B 5L TlL, seos.ini 77 A /LD [selogrd] Z7  ar THRESN T WAL
HIAT IV A7 V=7 OREEMME S ET,

FEVERE S CTIlIILa T4 7 FY liberypt 2MEFHSIVE T8, BEAE ORE 5L Tl
CipherName h—7 AN ESILTWD 7 7 ANV OBEMEASIVET, T 74
JVRTCIX, 2O7 74441 adcipher T9°, Zivik, BHIDILHTA 7TV ~D
LR U 7 U7 T3, CA Access Control DA AN—/LIFIZ, 4 DDOILHFTA
~771 (libldes. lib3des. libIDEA, 33X} libblowfish) A3 CA Access Control ¢
Jlib T AL 7 NITAEIIS IVE T,

CA Access Control TIIIEH T A7 ) OIEUHERE BAVEEIME RS E 9703, BE2
DG 5L TlX KeyFile h—2 AZHEESIIAE B D7 7 AV (T 7 4V MEIE
adcipher.bin) M SV E T,

b AL D XA T P TE T DHITIL, UseEncryption h—2 2 FHL £,

m  CA Access Control #E#EIRS b Z{# 1 9-%1Z1%, UseEncryption=native Zf5
ELET,

»  adcipher (ZLDEEE R A5 b A F 4 5I21%, UseEncryption=eTrust %
FEEL. CipherName F—7 > 11O KeyFile h—27 2@ 722 ffiz AL %
7

»  selogrd DI 5L A HEZNIZ T HITIL, UseEncryption=no ZF5EL £ T,
TSIV TR W EE B 25T ANVET TS 9 5121%. RefuseUnencrypted

]\ 7/78ﬁﬂﬂbi?0 ZODR—27 1% UseEncryption h—72 2 &—FEI2E 4
%D T, UseEncryption 73 no IZER ESIL TCWAG AT EELET,

n S SN TRV EEE 2975121, RefuseUnencrypted=yes %5 &
LET,

n LS TSR LR S LS AL TR WEE A DO T 252 ATl
RefuseUnencrypted=no Zf5§EL ¥ 7,

¥ selogred 77— 1%, seos.ini 7 7 ANV DEICh—7 AL ET,
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S CRA L DI, ZOFETHIA TS sechkey +—7 (U7 42 HL %
EE

BE: La—REERIUET —E IR ET25 A1, selogrd B8 X UULEE
T —EOM S CRICIHRE AL 7 7 AV ERE BN E SN TV A2 e %
MR TS,

BFA—ILIZEKBEEDYS La—FDEE
selogrd 2 AL T, L2 —RZ&E AV DS EEZEETHIENTEE
T BIA—IE AT =T VT4 2L TEE T 00 TERDFTIE) |
SMTP ZfH L CTA—/L S — NICEEEE TEET,

Edrn s La—RaEA—)L Y — N ICEEEE T 5HI2E, seos.ini 77 A /LD
[selogrd]ZzZ7 a2 UseSmtpMail h—2 &% ELE T,

UTOHEALIETEET,

= SmtpTimelimit M—27 %L T, A—/L b —SRRE LRV EDZA
LTURNRRELET,

= SmtpMailFrom h—2> %L T, EEE AL~ 74— L REHE
ELET,

= SmtpMailServer F—27 2 ZAl L T, A—/b H— SORAN TR A% F57E
LET,

LW HIETIL UNIX A= 2—F U T 2l T A—/L H—3L
DEEHE A BT L. SMTP b L2 L CTA— LA L2 LET,
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SNMP b5y T DERTE

A H—Fh Fy T —7E T a0 SNMP (Simple Network
Management Protocol) Z{# Fl 423 27 LD 3-A 1%, CA Access Control B5 AL
T—RZEHLTSNMP F7y 7 ZAER T 51T selogrd 7% iE CEXET,

SNMP ~7 o7 3451213, H AT CA Access Control 74771 @ SNMP $t
ﬁﬂ“79£71\%ﬁﬁm&b\ WIZZnBDE ATV = 7 AL T selogrd % 1E
LSRELET,

3 : CA Access Control 237 7 4 /L hD 35T (Jopt/CA/AccessControl/) (2 A A
/L ENTUWRWGAIZ, selogrd @ SNMP JE5EREREZ# T 421213, f'miﬁ
B EHEL TS selogrd ZFEITLET, BREAKIILLTOLBY T, 22
C. ACInstallDir 1% CA Access Control A > Ah—/LL7T=T 4L 27 ) T9,

m  AIX ClX., LIBPATH % AClInstallDir/lib IZFRTE

m  Solaris T/, LD_LIBRARY_PATH % ACInstallDir/lib |Z5% iE

m  Linux CiZ. LD_LIBRARY_PATH % AClnstallDir/lib {Z5% iE

»  HP Tli. SHLIB_PATH % ACinstallDir/lib \Z5% &

WA F 7=k GlE . ACInstallDir/lib 7417 WIZHV ET) D4 Rl

snmp.xx 3BL N libsnmp.xx T3, JEIE T xx 137 TV h7 A — AL > TR E
T, ANRYEETIE, L FOEBYTT,

" 0-AX T TV H—L

m sl-HP 7Ty T —LA

" 50-TDOMDT XTDTTYhT 4 — 14

selogrd  SNMP JLaEREA- 1 95485, CA Access Control 737 7 4/L hD
BT A L AR—/LSIU TR AU, selogrd & FAT T DRMNCLL F OBRBEA
Ba & T o0 ERHVET,

m  AIX Cl. LIBPATH % AClInstallDir/lib {Z5% 7E

m  Solaris T/, LD_LIBRARY_PATH % ACInstallDir/lib |Z5% &

m  Linux CiZ, LD_LIBRARY_PATH % AClnstallDir/lib |Z3% iE

m  HP TlX, SHLIB_PATH % ACInstallDir/lib |Z5% &

ZZC. ACInstallDir I%. CA Access Control A Ah—/LLT=FT 4L 7R Td,
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HEATOIMFERT 5K selogrd ZERET HIZIE. LT DO FIEICHEL
EX R

1. ACInstallDir/etc/selogrd.ext LW\ 7 7 A NV EVERR L F97,

2. ACInstallDir/etc/selogrd.ext 7 71 /L2 snmp.so D72/ X AZBINL T,
SNMP 3547 V= NG A ERLET (COFA TV =/ MARE
THET T I~ FDOAT V= NIEBMNZV 73N ET), LLT 2]
RLET,

snmp /opt/CA/AccessControl//1lib/snmp.so

3. TZIT, selogrd.cfg 77 A/VEFXEL T, SNMP N7 DRI F L7057 7
T arDEIAT | BELOSNMP b7 w7 DR H R AR @R $ D568 & R E
TAHULENHYES, ZOREIL, MOBERBMOFREL LI TVOET A,
snmp ZE[EVAT LELTHRELET,

7-& 21X, CA Access Control DFCENIF IS L OVE: (2 SNMP b 75T 7
FTATNZL . 26D SNMP 7 7 D@ %1% AuditPC ICEETAHLLET,
ZEITICIE. L F DB 9% selogrd.cfg BrEaaX &7 71 /LB L
E3r D

snmpRule

snmp AuditPC

include Class(START).
include Class(SHUTDOWN) .

FIBEIC DT 7> ar F-XT7 7B ADEAT T SNMP N7 72T 77471
U720 hoDsE ek 55280 TEET,
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A—H rL—R T4ILEDFELT

L PEN — AR RICRE LIS G EO2 =PI T D —A La—Ri
HEXAENAT- N, I T HEEL 22— R 78 seos.audit 7 7 /VICEXIAEN
F9°, CA Access Control DLLFTDOVI—ATIL, ZNHERL 2—RIX
trcfilter.init 7 7 AL CT7 4NV A XL TCUNVEL T, CA Access Control r12.0 SP1 LA
BEms, 22— fL—R La—RiZko TAERSNZEE L 2 —RiT audit.cfg
T7AMZESTIANZENDIDNTIRVEL T, ZOT 4 NVHZ 1T DT TD
RV a—RET7VHLET,

AR a—R 745 % trcfilter.init 2°5 audit.cfg [ICTFEN TRAT T DM ERZHY
T, TANEERBITURWEG A, 2 — W N— R ZX o TERRSN B AL
I—RET74NZEINT2 LI ET,

¥ M — R La—RI5[&FEX trcfilter.init TV VXSNET, hL—R 74
JVA T trcfilter.init 2> audit.cfg (IZBATLRWTLIES WY,

A—H FL—R T4V EBEBTT5HE

1. trcfilter.init T, BAT T 20 ERHLL—H No—RA T NVZERLET,

ZDT 7AIVDGATIL, seos.ini 77 A /LD seosd 7T a D trace_filter 5%
ETHhM0ET,

2. audit.cfg \IZLL F& AL E T, usertracefilter 1T trcfilter.init HEATT 5
2—P FL— R TN T,

3. (AT a)BITTANERHAL—F RN — X TV AZTLIZFIEHL ~ 2
TR ET,
Bl: 21— FL—RX T4ILED ST

ZOHITIL, L FD—H RL—R 7 LA W trcfilter.init 7 7 A /VIZHVET,

*ExampleFilter

ZDa—W "N —R T4 VA EFEATTHITIL, audit.cfg 77 A /L DOFTLMTIZLL
TaEANLET,
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EEEERDEREE

ZOvrva Al LFON IR EFITWET,
7 a—/ S AERRIETE (P. 221)

7 v—7HEFE (P. 224)
P A A HER (P. 227)

FEFR O] (P. 229)
B 7L (P. 232)
BRIRICBA 9575 [E 1 (P. 234)

J8a—/\)LEREHS

Ja—r OHERBEMIL, 22—V La—RIZRELET, Za— VRSN

ADMIN B 1%

PERESNDE, 22— IR E OO REEL T TEET, ZDkrvaT

(3, &7 —SUHEIRIE M OB RE IS SO BRICOWTRIBAL £,

ADMIN JE M2 LY, = — 1% CA Access Control DIZEALE TR THOa~v U RE
FATTEET, T—HX—ZTADMIN BENEW YL THN TS —T T
T —HRXR—=AD—W TN —T BILOY—REERBLOEHH TEET,
ZDJEMEIX CA Access Control N Cleh iR )72 @ METd, 72720, L F D LH7e
HIBRAHYFET,

F =B R—ZNT 1 2 —HF DI ADMIN JBIENRE Y THNTWDEE
X, FO2—TEZHIRTEET A, T2, TOZ—F DL a—KH5 ADMIN
BHAHIBR T A2 TEEE A,

ADMIN JEMEITE S THITUVD A AUDITOR JEMEIZEIN Y THAL TV
W— L, 22— T—T | FI) Y — R L T TN A B O F
HH(EEE—R) 2L HTEER A, ADMIN BHERHY, 21— FL—7,
FTVY—R(C F%éﬁ“‘éﬁkﬁfﬁf MEa R DM EAH L5 1, AUDITOR
EMEE B B HIZED Y THOMERHYET,

ADMIN @3 EI Y Thi /2 —H 1L, A—s3—=—H% (UNIX D root 7
T NEZIE Windows @ Administrator 7 U R) ZHIBRCEFER AL 72
7L, A—s—z2—H% % ADMIN LIS D2 —F| TR IETHIEITTEET,
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AUDITOR BT

OPERATOR B 14

AUDITOR JEPEDNEIN Y THTz 2 — L, AT ORI B TEET,
AUDITOR JEMENEID 2 THN Tz —F OB RINZMEIRIZEY | LT O ZLA37]
AETT,

TN ANDIERE R TEET,

BEA 1L, selang D=2 K showusr., showgrp. showres. 35330} showfile
EHATCEET,

. BEFOLa—RICHL TR — AR E TR ET,

LA, selang D=~ K chusr. chgrp. chres, 33O chfile #5247 TX
7,

OPERATOR JEMENEIN Y CTHN T2 —HIZiE, TXTOT 7A/MIxT D
READ 77 B AMENHVE T, ZDOT IV BAMEIZLYD, T—H_X—=ZANDFTXTD
F =R —EFRRLIZD NI T Pad BT TEET, AL —HE,
showusr, showgrp. showres, showfile, 33J " find D&~ REFEHL T,
T —HR—ADLa—RE—E RN TEXET, OPERATOR JEM: T, secons
2—T VT & T 5L TEET,

3 secons —T AUT 4 DFEMIZHONWTL, V7 7L A HAR 2SR TL
=Y
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PWMANAGER & 14

SERVER B 1%

PWMANAGER BT D 2—HF D /RAT—REEHTH 3 A7-DD chusr 2~
RE721T sepass T~ RO HHERZ — = —FIfF 5L ET,

3£: PWMANAGER (2L T ADMIN —HF D/ R AT —R 2B T J 51203,
setoptions 2~ KD cng_adminpwd 47> aL R ELET, FEMIZOWNT
IL. Iselang V77122 D1 N1 &SR TTZS0Y,

PWMANAGER JEMEIZIE, BT ar Ao mis, Bloa— o 20 —R#[ ., +
T2 — A7 XA — R L— L2 B B3 AHMERITE FIL WO ERE A,

PWMANAGER DHEFRIZIZ. showusr 2~ R L find =2~ ROff FMERD
EENET,

¥ = —Y3 nochngpass 7' 0/37 1% yes IZiR B LT85 H . PWMANAGER C
I FD2—YFD/RAT—R B AT CTEXEE A,

CA Access Control Tl fiDZL DX VT4 TFT /L EFRBEIC, — k2 —V
XA — ATV —AX T IV BATEAD | EVH TV EFF R L QW EE
Mo —EL—PAREARME— D7 VT TH TV —AXIZT 7 BEATED
MITYT, 12720, T —HF_R—=A P =N =R NT TV r—TardlH
2, P —ER2EZH O —WFIZRMIET 57 e AT, tho2—F2fRib- T
MEMRZ R4 ENFFIsnE T,

SERVER EIMEICEY, 2 —FOMERE 7 V57 0 AN RAISIVET,
SERVER J&MENED Y THi /= —H X, SEOSROUTE_VerifyCreate APl %517
TEET,

3¥: ERVER B M3 1Y CA Access Control API DEEREIZ- DT, [SDK A8 Z
TR SR TLIEEN,
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s 1 O EOWIMAZERLET, IGN_HOL JBMAEFF > — WL,
HOLIDAY L 1 —R{ZE R I COD IR, WO THRrI M52k
WTEET,
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AN

7N — T HERIE M2 B9 D123, B BER OS2 B L TR<LZE DR HY
7

TR N—TL EAL7 NV—T O &L, Bl FEfREb Wb, 7V — 75 H
FHERZRATHHEBICEE T, 1507 —F1%, 12U Eos—7F
DO (N ITRDBIENTEE T, 1 ODF (DFD, FALZL—T )L TH
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GROUP-ADMIN &4

VY —ALa—RBIOT 7Y La—Ral T _XCoOLa—RIaIfrFE N
WET, La—REFIAELTWS LW 2R, La—RE2FRoR, e, BIW
BRI DHERR N H L B R L £,

TN—T1X, ENENDOLa—RE A C&ET, 72ZL, La—REa 75
TI—THNT, La—KREEHTELDX., FFE€DOHERRHLL—F DA T,
ZORRI e — I, Z N —THER BN ENE N O —F La—R{TE%
ESNTWET, Z—THERBEMIX, L ToEBYTT,

= GROUP-ADMIN

= GROUP-AUDITOR

= GROUP-OPERATOR

= GROUP-PWMANAGER

INHDOFEMEIT, join AU RIZESs TRESINET, ZOa~v U RiE, IEY 7
[RO&HDHL—FDIHNFITTEET, join < RIZE, 2—HF% 1507
N—TIZFEEDDHEVHIEE], BI O —F I N —THEREERNH D551
ZDJEMNERTETHEVIEENHDE T,

TN—T DA N EFZTHL—Y La—REEH T DHERN T L— T DR
MEAL RIS EENDNEINT, FDO2—H La—ROFrAEICL> THRED
S I

3R
P A EHERE (P. 227)

TN —T EEMER BN E Y O a—PT, FFEDLa—ROELSE
VERS CEET, La—R2{ER T 572010, ZV—7EMEITZFDOLa—R D
A B EZIECTHDLENRHYET,

La—ROFAEEIL, 22— P N —THERBHEPIRESNTNDET L—TT
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N—T DENFH LN ET, FERROFITIX, 77— Of i OB
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GROUP-ADMIN BMENED Y THIN Iz —FZiE, 7 v —T7 OB & ENIZH
AL a—RIZKT AL T OT 7 AMERR DBV £,

TR R BA avUR
Read La—RO7 T2 £RrLET, showusr. showgrp. showres.
showfile

Create F—BR—=ATH LWL a—R2ERKLET, FTA  newusr. newgrp. newres,
HERETDHDLENRHVET, newfile

Modify La—ROF T 4B HLET, chusr. chgrp. chres. chfile

Delete T = AR =25 a—REHIRLET, rmusr. rmgrp. rmres. rmfile

Connect 2—HE TN —TIBINEIIT V—T 55 EE  join, join-

LET,

GROUP-ADMIN BMEIZIE, L F O I HI IR FIELHY £,

GROUP-ADMIN Z2—H X H K L T —RE T VB AR A IR E TEE
i, LTen-> T, LN OfilfRE521TE 9,

- GROUP-ADMIN =—H# (L. B DOtEF 2T 4 LUK E WX 2]
T4 LoYLEEIN Y CAHZ LT TEEE A,

- GROUP-ADMIN =—H% X, B WAL QW aWked 2074 73
FrRld X270 TN EEN Y CAZEITTEEEA,

GROUP-ADMIN —H %, 7 —H =2 HA— /3 —2—3 (UNIX @ root
T 17 NE- X Windows @ Administrator 707 R ZHIBRTEXEH A,

LI _i‘ﬁ“bKOﬁW)ﬁ%UBE ZDFED 7 vu— IV HERREYE ] TRHBAL T
WD7r—UHERR B PEIZ B D £

- GROUP-ADMIN -—H|%, 7 —H~X—ZANTHE—0 ADMIN =—H L
a—REHIFRTEEE A,

- GROUP-ADMIN =—H (%, 7 —HX—ZAND %7 ADMIN —H D
La—R75 ADMIN JEHEZHIBR CEEE A,

- AUDITOR JB&1ED72V Y GROUP-ADMIN .—H %, BEEE—RA HH T
FHA, BEEE—NEZEEH TXAHDIZ, AUDITOR BHENEIN Y THNT-
GROUP-ADMIN Z.—H DA T,

- GROUP-ADMIN —H% (L, FO2—WFITH L Th, 7 a— LHERR & M
(ADMIN, AUDITOR, OPERATOR, PWMANAGER, 31T\ SERVER) %# ik
ETEERA,
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£

GROUP-OPERATOR B 1%

GROUP-OPERATOR JEMENEIN Y CoHN -2 —WX, 7 —7 O HEF NI
HH TN TOLaA—RDT T (% —EFRRTEET,

GROUP-PWMANAGER J& 4

GROUP-PWMANAGER BMHENEIN Y THhN - —H X, 7/ — 7 DA RhHEPHN
I a—RRHLHL—Y DO/RRAT —RE2 B HTEET,

FT A AR

TR R=ADT X COLa—R (T 7% La—RBLON)Y—ALa—RKD
W)X, T EE N FELET, La—RET —Z_X—X BT 5581,
owner /N7 A =2z L TLa— RO A HZHREIIZEIN Y THH, F2i
CA Access Control (ZL->C, La—R&EERLI-2—ELa—ROFrEEEL
TEMYCTHIENTEET,

AR D T340 true DGE . 7780 a—RE2FrALET,

n INBIILa—RoOFgrEELELCERSINET,

n INBIELa—ROAEEEL TCERSNTZI NN —T DAL SNTHY, 2570
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BHVET,
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Read La—RO7 T2 £RrLET, showusr. showgrp. showres.
showfile
Modify La—ROF T B R LET, chusr. chgrp. chres. chfile
Delete T =B R—=2ZpHL a—REHIBRLET, rmusr., rmgrp. rmres, rmfile
Connect 2—YETIN—TGEINEIZT NV —T 5558 join. join-

LET,
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a—ROFTAE IR T nobody iiiHA TR EL £ 7,
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ZHIFECTEER AL
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X2 UT B FE L, seos.ini 77 ANDN—TLEHFERALT, T—7 DA
R T =T NEEET LR ONGT —T N RIA—HEERZRTEET,

EPE MR A O — T, F vyl T —7 L% ON £7-13 OFF I2H)0 k2.
T XYy o NRIA—ZEET L AEEH NI vy o 7T — T NV eEZIAT
ZEMNTEET,

¥ secons —T U T 4 E£7-1 seos.ini FIHARET 7 AL D[ seosd | Er T a
DFEERICONWTUL, TV T 7L X R 2SI,

Fai—Z U DEREIE

INHDOHEREHZ LTI DL, N T r—~ ARShiZa ELET,

m 3ODT—TIL(F =)D 1D T—ROFRRKENFER TSN TNT, B
DT —T IR ESILV TR WG S T— 7 VROV A X & YRR L E
T,
FE: 30T —TNEE, TN, =Y BLXOMEROT—T7 LT,

T PMRMEICRESNLTWDSE REEZIECL T — 2Rkl
Ey

n  MERGERIRE KV AXD— AR ELRNIDIILE T, T—
TNNRERDE, LA—=R DAY ATV L ORFR 23270 5,

246 UNIX TURRAUEEBHAR



FyhT—7 FrulaDEH

FYRT =0 Ty a1 DEH

PRI —7 Ty aF 0T IP Ty aEEICIY, ZITE-7- TCP BE
RKiTFvroadh, T RXR=RUIEEEINFTA KDY, ZbD%E
RKiZ syscall B CHENIICEFISILET, ZOBEREICZED, <D TCP E{5H:
K2 BT ARARD AT F—< L ANME ELET,

IP vy 2 BB AN HITIX. seos.ini 771D [seosd] 7 a1
HULFDOR—22 %78 F 1T, CA Access Control Z B L £7°,

network_cache_timeout

Xroa T—TNENETAIHEEL TR LET, 2O 20t ZITA
AVER ORI RARR & T 05 &I EE T,

UseNetworkCache

ZDOM—U % yes ITREL T, IP vy a2 AL E T,

XY aBEREN A NI DE ST T3 T TCP #&fe 31— /L 7—
TINAREENF T, La—RZ BT IP TRLA BT R—h, 2—H /L R—h
THERSIVET, FTLWEERLE T X T, 20X vy 2N THREBESNET, IP
TRUAIPAR—b BLOO—/V R— R—KF 57 —Z Dty M FIET
D86 BRI T SCICEFrISIVE T, ZAUTEKY, Bt A fife N3 D IRF AT D B
SNET,

EHENR Ty aDER

77 A VDL BifEDI1E. CA Access Control 237 71 /L 3 2T LD HAaAd -4
B WLVBERFE N <720 EJ, CA Access Control DH— /L1, )72 A
NRUNRA A= T IESNIEEIT, ) —RETEERINT 7 ANV E
9, BIE A X oo EREIT, 77411/% TN T — 7 WAARIFL £ T,

ZOOMEREZ AN T HITIZ, seos.ini 77 A /LD [SEOS_syscall [ 7L ai2dHb
~—2" cache_enabled % 1 |ZEXELE T, 77 ANLIL, T —XDXT
(i-node FEH LT A AEK 7)) LT —T NV NIZF vy 23V ET,

¥ seos.ini HIHIER ET 7 AN DEEIZHOWTII, [V Z 7L X TR 5B
LCLIEENY,
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fork RIHAD {5 FH

fork [=H#A D {5 A

seos.ini 7 7 A /LD [SEOS_syscall] &7 a5 fork [FIH#A~—2
(synchronize_fork) (. #7022 AERRFD fork A X hOEIEE B ELL F
T, ZO—T DfEZE/NSKTDHE, fork /XU MBI AET D20, X
T AN ELE T,

3E: seos.ini HIHARR E 7 7 ANV DT HONWTUL, [ V7 7L X TR B R
LCLIEENY,

=B EIELIDER

CA Access Control |Z1E, —HED 7T 74— T seosd 7 —F NIV T LA
A LDBERNANLZ R TET DA T ar MHESIVTCWET, ZOKEEEZH NI
FBIZIE. seos.ini 771V D [seosd] © 7 a2 5 rt_priority b—272 % yes
IZRRELET, VT NEALTEITTDHE, VAT L NI —~v AN M ELE

7

¥ seos.ini HIHIER E T 7 AV OFEANZHOWTIX, [ V772X TN 25 B
LTLIEE,

JOtRX 7ML S RTLDEE

VAT DDA AT DI T AN T B R T AL AT L
(/proc) IZJE L TUWAE5E 1T CA Access Control T 7 AV 772 R%TF =73
HVEINDDNEIDEIRE TEET,

ZOREREARH N T DITIL, seos.ini 77 A /L D[SEQS_syscall]BZ L alidHs
proc_bypass h—2 &L ET, ZOM—2/1ZIE, CA Access Control 7371
TR T7 AN VAT BT VAT HIENEMESINDT 72 A E RGNS
ESSIR

3 seos.ini 77 ANDI—T L DFERNZOWTL, [ VT 7L X TR %2 [
LTLIEENY,
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EHE/NRDER

EIE/NADEEE

T ANDFAR SATIERL, T 7 ANV DX/ SATT 7 ANV ERIRTHE VA
?A@ﬁf‘?ﬁiﬁﬁﬁbiﬁh 72770, ZOMBEEMTHZEIZEY, 771V A
NP EIEIZIRDET,

ZDOBMEEA N T DHITIL, seos.ini 7 7A /L D[SEOS_syscall] &7 a| \_3?)5
~—2> bypass_realpath & 1 [T ELET O 2B/ LT=%HE . CA
Access Control 1%, EEEOT7 7 AN BTG LA, ZHUE, 72Ex 13, “/‘/ﬂf
Uo7 Vo 2208 a o ET,

X seos.ini 7 ANVDI—=T L DFEINZHOWTCL, V772X TR %5
LTLIEE,

BE: COMEEIL, BT (B LY 2 5720 HEICERTA0LEND
VET, AR SAZEHL T 7 AN T 7B AT 5854 A iER 72— U 3
BELEE A,

trusted 7O XA ED AL

CA Access Control Cl, 7’07 T L% trusted 70/ 7 AL CEFR TEET,

trusted 7RV T LLEDFTRTTNI L ODT =T IVITHEMNSILET,

trusted 72 A (BLXOED trusted 7 2B A% T2 —8) (ZBE4 54

NTDANRUP (ZEANPBLOFEARN) T, BReRy NI — 7 DB
D—EEL TR L THAISIET,
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FYNT =D FTOTAETA R—bD/NA/3X

“NHDOT s T LEIRE T HITIL, SPECIALPGM 77 A% L FO LI L £

£

n FBELETal T80T 740 AXURBLIORY T —7 AR_XURNERIET
BIZ1E. PGMTYPE 7' /37 1% fii L C pbf fEIB LN pbn A5 EL F
£

n FRELIZT 07T A0D setuid /XU MBI setgid AU MEE T HITIE,
PGMTYPE 7' 2 37 ¢%fii L C surrogate fEZ+5 EL £ 77,

n [EELI-70r7 T 503 _TD CA Access Control FREEFF = 752 EB M5
IZIE. PGMTYPE 7' 2 37 ¢ Zf# FH L C fullbypass fEZ 5 EL 7,

CA Access Control %, PGMTYPE (fullbypass) 7' /X7 4357 1t A% Mt
HLUET, /-, 7oA A hDOL=—R L CA Access Control BS54,
L—RAFEET v a S NICE RSN ER A,

n FRELIET 0l 506 END T X TOTal T AMIEWEILIETD
21, PGMTYPE 7' 2/X7 ¢ %A# L C propagate fEZ S EL £,

E BX 2 VT HERRDAREIL . PBF, PBN, DCM. FULLBYPASS, 3L TX
SURROGATE #ER DG ENZD A [N T,

F2YRT—D THOTFAET4 R—FDINAI1V R

CA Access Control [ZEAREREZATO T ITRFED TCP/IP R—MMZ 59
TOHEHRAN S (ZAEBLOEE) BN CEHZEARET HITIE, Zhbo
RO NRARAEIRELET, ZNHDOR—Ne A /AT 5L, VAT LA
DIEIRS AV, AR MLUBE DS G L SIVET, A/ SAS IV A U N,
07 BION —2 a | SVER A,

3¥: CA Access Control Tld, 2y NI —7 82kt A XU MDD Ir e /INAISATEET,
T NI — i T2 ENLEDA XN T 7 AN DF—T 72 E8) 13N
ANRATEER A

trusted 2R EEfCIE, IR LITRITHRESNET,

n ZEREG AN/ NAT DT, seos.ini T 7 AL D [seosd | B alBH D
bypass_TCPIP X iEx B L £ T,

. BERERE A/ NAT BT, seos.ini 77 A /LD [seosd ] T a B D
bypass_outgoing_TCPIP X Ex AR L E T,

MR ET 7 AV b—=T OB, BN EE KT A FIHOFEM
WZOWTCIE, V7 7L X R SR TLIEE N,
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BEEBLUN —ADOEROER

f5l: 5248 Telnet AR D HBR

bypass_TCPIP i €% 23 (Telnet R—R) IZERET D&, T—FV AT —T g ~D
Telnet #EFeIFIC 7 7 ANV BN —R2 77 AN DRy T —F7 AR R
7\ ZEEER LN DT E T, ssh, login, BENFTP 228 DIENDH—E R
(ZBE T DA XU b, BEORY N — I8 2 3D LA DA XU M7 74
NDA =T 7)) IF, slEkEn/ICGEkSnE T,

BBl : FEE FTP ARUMDINAIRR

bypass_outgoing_TCPIP X E%4 21 (FTP R —N IZERE T DHE, V—FJ AT —T 3
YIHD FTP #efll e 7 7 AV B I — A T 7 AV DR ST — 7 A

NUNERZIZEEERLRWNEDIZA0E T, ssh, login, 3358 Telnet 728 DIFEN»
DO —ERIZE#H T HA b, BEIORY N — I8 32 LA~
YN TANDA =T E) X, Bl ERER ISR RS IVET,

EEXEBIUAN—RADERDER

CA Access Control Tl, 77A/V VAT L& LT, AT —2BL UM —
AT —=HERFLET, VAT LNDIZEAL D7 1AL, CA Access Control
DZDT 7 AN VAT KZEZIANTWDR], 7 lEnEd, 207741 &
AT DADT 7 AR M D113, LT OB EERITVET,

. YERY—ZABIOT VB AO IR ER T — R EETELET,

. YHERGEIZOHR, N —REFEET,

s BEEEDNELIEWNT 7 AL AT A R T AL RL— A T AL
CA Access Control & —H#~_X—Z 77 A )LEFEANL £,

s UFRHEE NI 7 AL AT AT, lookaside T —HX—A F AL IR &
AL £,
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T—EIR—ZXDEFDEH

F—AR—ZAN AR DEEE

T AR = A=)V ETEFR T D ITIEIL VAT L R T p— L A .
2.32‘?‘0

n  ZLORGEL, — BRI HEND T AL 7 NI 2l iER 720 — i
EONWTIThNE T, ZORELL TOAT DA P ELRDET,

7= 21X, Jusr/lib/* ZARET DL AT LNO T TOEAEN CA Access
Control IZX > TF = ZENFET, T —~ L A% h ESEAHI20%, #HE
T 27 7 A /TR CREER 2 — 2 Loz L E 9,

n 2RIV —ROBEBNIEWVG S, T X TOKRGFERE RSB ID
F o 7T AL AT LARBDDNET, T p—< A% FEES
IZIE, 7 —F_N—AN TRV B A A L0 IolcLET,

PMDB BE#HT DN E

Policy Model |Z, ZDH T A7Z7ANIZHLT1D2DN—TNT1 DT Da~
VREXEIELET, Policy Model 2345 /L — 7 N TE YT A7 TA 2 k(ET 5
< RO I RKE 9 5121%. updates_in_chunk h—2 2 HLE3, 2D
r—=2 2D\, % Tpmd.ini 77140 1D Tpmd 7 ar a5 R CL72
=\ AN

ZDOr—7 o DfiiZ KELTDHE, Policy Model T~ REE(ET 57201 21#
SNV AN D 720 ET, N—T D& T 3 572N, Policy Model 15T
LWELRZT =/ LET, M7 DfEix KESERET HE. Policy Model 2387
LWERZTF =y 7 3 DB IIEAD L ET,

el xiX, (sepmd -n F 7 a2l L C) HrLu 7 277 A /3% Policy
Model (ZIEBNT 2355 Policy Model 23255 352~ U RiZfthdH 7 A7 F A
DT TIZZIT WS TWDT2D , h—7 2 OfEZ KRESERELE T, Policy Model
Tl DOV T AT TARA~Da~ U RORERRENTIELRY ., LT 275
ANSDOAT L ROEFRFREINTELRDZEIZEY BT R7 T A/ 3DBANZD )
DR ERMELET,

F: ZOM—7AZ1E 100 KO REVMEZ R E L2V TLESNY,
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Watchdog D /N T+ —< 2 AD A L

Watchdog D/ \ T4+ —< 2 AMD[A] Lk

VAT LAMAEI T DI RS R T 7 ANV E I AT ¥ T DD TIERL,
EHAMNZAF v 955912 Watchdog 77— (seoswd) Z % ELE T, A
T LARDNSNEZNIAF ¥ LT T DL Watchdog 3% iE CEET,

ZOMEREZF N T HITIZ, seos.ini 77 A /LD [seoswd ]I aldHDb
IgnoreScanlinterval h—27 2 ZfHE L, iBINOR—2 2 TAXv L O RIRE B AR RF
ANEFELET,

NSO ORI HONWTIE. V7 7L A HAR D seos.ini #1H17%
E77ANDFHHZZRL TN,

Class /NS A—RDH#EREMR £

CA Access Control TZTADT 7747 {biRER LUV T ADMERRST 5-H6E
T DL, T — ARSI ELET,

DSRADTIT1471k

CA Access Control {213, CLASS T —HX X—ANTT VT 47 FI23HET 7T+
T DOWTIVTHLNZET HIEFRPFEMSILET, CA Access Control ZELE)
TDE. T IT AT T2 TADY AR SEOS_syscall IZIESLFET, L7zA3->T, CA
Access Control WNF N ZZNHD I T A AL A — 7 N D4 THVFER A, CA
Access Control 37T A% AL 2 —t T " HDE, 22—V INITADT VT 48
TA AT —HAEE R UG E DR TT, JTANRT 7T 47 TlWGaE, VY —
ANDT 7 HRIAZ— T sVER A,

FILE, HOST. TCP, CONNECT, 33X X PROCESS 77 ARIZDOWTIL, 77T 47 T/
WITADA L Z— T B TExE T,

D5 ADERTE

1Y) — & 77 A SEOS [, CA Access Control HE[RAT 53 A7 LD EEZ HIEIL F
Ty SEOS VT ARIZIE, I TARINT I T AT EIIN IR ET HE H e/ 7 ms

TANBHVET, (setoptions T~ RE2EHL C) R HD I T AZMLhIZL, b
FRAT 5 E 3 DR 2 M T ET,
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BRI DR

BRI D ERR

seos.ini 7 7 A /L D [seosd] &/ aNlH AL D R—22 (GroupidResolution,
HostResolution. ServiceResolution, UseridResolution 72&") Id, CA Access
Control (&A% RIfRI-DFAT HIEZFIEIL 7, ZNHDOM—27 2k
ETHE NI F =~ ANRM FLET,

FlX. AT LOLRIFERZFATTHDYIZ) lookaside 7 —F X — A% AE
CEET, /\72L~“\7/X%F']J:ét”5 IL. lookaside 7 — %X —Z A4
arzEiRLET, ZOKRRICETHN—2121, lookaside_path X°
use_lookaside 72X 03BN FE T,

E IO OFERINZOWTIL, V7 7L A AR D seos.ini #IHAR
ET 7A/NVDOHBZZIRLTIIZE0,

UID Z—H4 |2, GID &7 L—T 412, IP TRUAZRARM T, BLOKR—h
B Ga Y —E AL IZENENEHT H5E 1. CA Access Control (D77 4 —
VAN AT ENHVET, CA Access Control N2V D ZE WA AT
T 5I71E1T. seos.ini 77 ANVD—7 L OfEIZ L TIREVET, KRR TS
~—2>/1%. under_NIS_server, use_lookaside, GroupidResolution,
HostResolution. ServiceResolution, UseridResolution, 33T resolve_timeout

<7
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BB DR

IATAT G R =TT VAT DDA =R DA AL CEBAE FITT 58
Bl VAT D NT =~ ANDOB T D720 ET, IP TRV 2%
RANGNZERLS DA, DNS 728 DIMA AT =R Lafdi L CA #2524 T
THLENHVET, ZORAIL, VAT L T 3 —< L APKIBIAK T 452
EDRHVET, NI A= ARKRIEIIE N T2 H X, seosd 237RANM; DA
TEL 215K L CUNA L CA Access Control 231 2 —1 7 RT3 _TD
7rt R seosd DMLERESE T T AETRETHMLENH LT T,

m under_NIS_server h—2 > DfEi% no IZEXE T HE. seosd 1L, LA FDY—A
HT —HERAFL T, UID, GID, IP TRL A, BLUOR— & B DL Hi%
UNIX (IZFFRI L ET

imARDIELE Y—R

AHRT T seosd X, LA FOT7 7 AN E LI HLE T,
s UID 22—V ZITEHT DA 1X, Jetc/passwd
m GIDZT N—T BT DAL, [etc/group
n P TR AZRANG IZEHT 585 51%. Jetc/hosts
n B RR— Y —E R ITEWT DAL, Jetc/services

NIS 7F AT >k BHRDY—RA L, AR —FT 40 VAT LABIOFONR—Va R E
IZE-THERRVET, BHEIX., Jetc 77 A/VIBIONNIS — D IE#
ZERELET, 7277l —E O AT AT, Jetc D7 7 ANNTY — A
T B THONANETF TS AT ADOBRER EDBRICEE SN
*9°, 7=2&x0X. Solaris 2.x VAT LADE . BHEF X
/etc/nsswitch.conf 7 7 A /WZ L > TR ESILET,

DNS 77 A7 22— T —7 BLOW—EROZEHLL, Jetc D77 ANEE L

THEITEINFET, BAMAIL, DNS — _Z RN L TEBRINET,
— DT AT LTI, Jetc/hosts 7 7 AL D riAB B THOIET,

NIS 7FA T REBLTNDNS 7 IP TRL ZNSRAR, ~DZEHT . DNS TEITSNET, 22—~

TAT Uk

N—T7  BEOY—EZROZEHIZHOUWTIEL NIS Z7F4 T o DA L]
REDERITIETEITSNET,
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B HIDARR

m under_NIS_server h—2 > D% yes I E T D E. seosd (T H IZ A iz
FATLET, seosd TEEH T — 45Xy ad b6, 7T —FDY—A

T FDEEY T,
mARDIELE Y—2R
NIS P—X W, =N a2 Ea—H I — "B T4 7L TEIEL, &

PAATHT-DIT NIS — N F—Fo %27V ET, NIS &R~
FDI—=ANEENDT 7A ML, WH fvarfyp [CHVET, 7272, Y
ADOHERB LA —T 40T VAT AOFEFEE NN —V a1 o

T, 77 ANVDGEII R DGE1RHVET,

DNS H—3 EHNAE RSN DIEIRDY — AT YA ORI L > TRV ET,
DNS (21X, A RIfFRT —HR—RAEAX Y T4 T var R EH
Iue LT3 T, CA Access Control I35y 2 af# H TE7U 7= |
lookaside 7 —# N\—2%&f T HMLENHVET, sebuildla =—7 1
UTAINTRARN VAR 77 A )V TE 58912, lookaside 7 —& X —
AEFRETHMLENHYET, FEAIZDONTIX, ZOFED sebuildla
=747 4 DOHHEZ L TTZEN,

DT T DNS H— R E[FERRTT,

IXN—a2 2 LIRED CA Access Control @ seosd Tl 2 #a~7 1t 2%l ]
5728012, GroupidResolution, HostResolution, ServiceResolution,
UseridResolution, 3330\ resolve_timeout D& b—27 b T&EE T, =
NHDI—T 2 DFERINZDWTIX, [ V7L X N 2SR TLIES
AN
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516 I : UNIX exit D{EFE

UNIX exit

ZOvrva Al LFON IR EFITWET,

UNIX exit (P. 257)

a—Y La—RFEFIL—7 La—REHO exit (P. 258)

CA Access Control 77— /L B—4# exit (P. 262)

UNIX exit 1%, EFEEI7=BID CA Access Control 77T 4B T4 M TONIZHE
I HEMIZFATENAIDHR ESNT= 7 0l T L (L =/v AV N EIT 5T
A[EE7 71 /L) T, CA Access Control T, CA Access Control 77— /L &
Va—NER—RELXT R T5EX EIIRFED selang 2w R A%
ITTHEEIT, UNIX exit 2l CEET, 72&x 13, FriolsBmiiz g —+
DM T o 2% FEITTEE T,

UNIX exit 1X. L F D 1 DFEITE ORI CTEITTEE T,

m pre-update exit LLC, 2—WF I/ N —T DL a—REFHH 5%
selang =~ R DHi

m post-update exit L C, 2—VF/I/ N —T DL a—REFEHT 5%
selang I~v R D%

m pre-load exit L "C, SEOS_load 7> CA Access Control 71— /L& —K7 %
i}

m  post-load exit &L C. SEOS_load 7} CA Access Control 77— /LA m—R1L7=
%

m  pre-unload exit L C, SEOS_load -u 7 CA Access Control J— RV &T
= Al N I Y: ]

m  post-unload exit &L "C, SEOS_load -u 7% CA Access Control 71— /L &7
n—RL7=t%
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dA—4 La—KRFEEIFTIL—T La—FEHO exit

A—H La—FFEIFVIL—7 La—KFEHD exit

UNIX exit [X, —H La—RF/-37 V—7 La—R&EH7T5 selang D2~
VRAYUNIX BREE CEITSNAT- RIS E T, a~v 2 RI1v Ao

7 x— A (selang) £721% GUI (CA Access Control T RRA L NMEEL 72 E8) DED
Y — L EAFE L CHAERIZFEIC T,

FEVO R, 22— La—RER3o v—7 La—RofERk, 2%, £/~
THIREERLET, 22— ERIIZ N —T DA ETLTEH UNIX exit |Z
EITENER A, LLTFOa<wRI2k>T UNIX exit S E TSN ET,

= newusr
= newgrp

m  chusr

m  chgrp

= editusr

m  editgrp

® rmusr

= rmgrp

UNIX A DI, & exit 7 READ root 7 HEALL TEITENDLIINC A ET

73, CA Access Control Ml 51%, 2D 7 B AN seagent £ ) Agent ID T
ITSITVDIDNT R ET,
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A—H La—KRE=IFYIL—T La—KEHD exit

BAEINTULVA selang exit RO TrDLLH

CA Access Control (21X, AZU 7 FAHBESNTNET, ZNEYAY ZTUT R
LTHEAL, BED selang D~ RO L OAT =X AZSC T~
07T LEEOH T 2N TEE T, CA Access Control D—EEL CTHEIILT
W5 exit A7V 7N ACInstallDir/exits/lang_exit.sh T3 (ZZC. ACInstallDir
I CA Access Control DAV A—)L T 4L IZRITY ), ZOAZVTNMILL FOL
NTFATSNET,

1. CA Access Control Tl AZUTrD 3 DD/3F7 A—Z | ZAEH B B E

SNET,

INSA—4H ¥ETE AT RE7LfE

52 USER | GROUP

ACTION CREATE | MODIFY | DELETE

STAGE PRE | POST
ZNBDIRT A= INRTINEE L. CA Access Control DALEE %G 78—
FZTN—TDONT N THDL), 22—V FI T N —F TR THTb
DALVEEDMERL. HIFR, FI3EEOWT I THD), selang DA~ KN
1781 (PRE) 72133471 (POST) DWWV THHNTT,
27V TN O T 70T M ST A=A TET N CTExET,

INSA—H ¥ETE ATREZLE

EXEC_RV UNIX 2~ RO EVEZZITEVE, EVEIL. a2~ KRB

DNRECU T OIS E T,

PRE 2~ ROGE | RVMEITZHFIZ 01T ET, POST 2~ RDE;
B REVEZH LT exit 37T 20E T 2R ETEET,
Z DT A—=BDE BN DOVNTIX, ACInstallDir/samples/exits_src
TrANESRLTTZEN,

2. CLASS /ST A—H I LN STAGE /NI A—H &AL, w727 (L 7RI
HHTTTEPRRINET,

ACInstallDir/exits/USER PRE/
ACInstallDir/exits/USER_POST/
ACInstallDir/exits/GROUP_PRE/
ACInstallDir/exits/GROUP_POST/
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dA—4 La—KRFEEIFTIL—T La—FEHO exit

3. I7ANVENKILTDS THELLL T O T, W rvaras g
BT R_RTCOT T TLN, w7 T 4L 7RI LEIRENET,

Snnaction string

ZIZTonn X7 e T LD FEATIAFZEFRT D 2 #1010 #EEKL., action I X

CREATE., MODIFY, F£721% DELETE DU YT 30>, string 13an A SCF41 T,
4, N THTXTCOTaTTLN, £4FiD 2 LT HBIO 3 LT HIZHHE

HDONEFFIC > CEITESNET,

{5 : UNIX exit RV Tk

a2 —Y &KL £, ACInstallDir/exits/USER_PRE/ T 4L 7 ’IZIZLL F D7 7
ANDBHVET,

m  S10CREATE_precustom.sh

m  S10DELETE_precustom.sh

m  S99DELETE_prermusrdir.sh

2—YPEHRTDa~v N ERIT UGS 22— PR ER T 50 Tl <HIBR

THDT, 1 OHDOT I TMIFETINEE vy YD S DD 2 HTDOEF
IZHASNWT 22oHE3IDHOT 0 FANBICEITINET,

selang exit [ICJET CEMTESDFIH

exit ZERT DA Bk LT= 3 D85 A—4 (CLASS, ACTION, :3L X
STAGE) DIE/) 2, CA Access Control DT X TOREUET — X (LR T 7B AT
A7) BRIACEET, IS, exit AV N ICEHR 52—
VT —=HEIIN—T T =L EETEET, 22—V EFI N —T I
THZDIHMIE T —HE k&I DI, newusr, chusr, newgrp, 721
chgrp 2w R T, 7 —&%&—EHG| HFF CH A, =—F E721L7 /L—7D UNIX
APPL 7' e N7 A DIEE L TERLET, L FIHIZRLET,

chusr JONESY unix APPL('HIRED=MAY93,CLEARANCE=2")

—EB| G CHENT-T —2M, exit 7075 LA TUIRAIRECThHAZE N RTHEE
R0ET,
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A—H La—KREEIFYIL—T La—KEHD exit

£179 % selang exit 7AS S LDIEE

FEATT D exit 7’1177 L% CA Access Control (ZFE7R 3 HIZ1X, seos.ini 77 A /L
Dllangl B/ a %78 E L F£9, CA Access Control (21, pre-user, post-user,
pre-group. post-group exit ™ lang_exit.sh A7V 7" pSHEBEIILTCWET, F
7o, exit ZHRELRWZEOME O exit Z1EKTHZEHTEXET,

B HE D selang exit Zf5E T HITIEL, MEITSET T seos.ini D[lang 7 aC
EEOREFITT X TORELHELET,

E: exit NEEFONHENADIE, exit b—27 L DfEEL TR/ XA DR ESILT
WASA DI TT,

f5l: selang exit Z¥8E T 5

PUFOFNZIRT seos.ini 77 A /L Dh—27 2 DFETIL, 7 /V—7#EDHIIC
groupcheck 2V )70/ T A A FATL, 7/ — T HBRED%I|Z flag_exceptions &
VIO T T A EITUET, F7-. lang_exit.sh LV)H 7 s T A 2 —FEED
BIZFITLET, 22— TEAEDORNIFEITIND exit VBT T ATHVER A,
seos.ini 77 AV D= AT T DOIDNTRESILTOVET,

[lang]

pre _group exit = /opt/CA/AccessControl//exits/groupcheck

post group exit = /opt/CA/AccessControl//exits/flag_exceptions
post user exit = /opt/CA/AccessControl//exits/lang exit.sh

BALTIELVEDHMDITS—

seos.ini 7 7 /LD exit_timeout 5 TR ESIL TRV RD | exit DFEAT
1% 15 IR ICHALTURET, BrliSt o RVfEix=7—%2R~LET,

m  pre-update exit NHALTTRLTZ0 16 LA EDVZ— a—REKLIZEA .
CA Access Control {3 exit 7' 2EAZ58H#& T (ki) L, =7 — AytE—%
FRLUTHEFa~ ROFETERIELET, NSO IEE DY 7 —
I—RPRSNTZGE I~ ROFITIEH LSV ET A,

m  post-update NXA LTI RLTZ B RSN OEZ KL 72356 . CA Access
Control |X exit 7' BEARZMHIKE T (ki) L, =7 — AvyEe—T%FRLET,
CA Access Control D~ RIX 3 TIZEATINTNDD, 2w RO
NNIRFFSN T FE RISV ET,
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CA Access Control 71— )L B—4 exit

selang exit DY T I

HERESND AV T MERT 7 =y 7% B1GT 572012, L FDOT AL 7 MIZH
HAIVT M B HR L TLIZEN Y,

ACInstallDir/samples/exits-src
ACInstallDir/samples/sample exits

CA Access Control I—=JL A—4A exit

CA Access Control 71— /L3 —R E£72137 > m—K (SEOS_load) LD EMT
UNIX exit BAFFONHENET, ZAUIZED . CA Access Control — /L&A —R$E
7XT7 o — R4 Ry —T 4T VAT AE—R =TT
LD EEERTEET, 72X —F/b T a—R O UNIX exit Z1fif
FL T, SEOS_load -u DFEFTHEIZ CA Access Control D7 L —R 215157 1
TAZHEBIEIEL B CHEBI§T5ZE0NTEET,

—¥BDA R —T 4T AT LTI, CA Access Control (71— %/L o —R D
exit, 1 —/L Toa—Ro exit, £/-1XF O i NHESNTEY, 3<I12fE
HTExES,

3¥: CA Access Control 71— /L DT L —RZ25F 57 0t ADKEDEEHNIC
ONTE, V7 7L A HAR SR TLIESN,

H—2I)L O—K D exit D LLH

AN =TT VAT DY — R AN T AT a e R D701, CA
Access Control ClZ, CA Access Control D1 — LR REA 1 — R 95 L X2
UNIX exit & B BIHICFEONH 9 28N TEET,
SEOS_load #3179 5& ., CA Access Control [ZLL FDOT 7 alwiTuV\vET,
1. UFOTFALIZNNTT mr F05RERLET,

ACInstallDir/exits/LOAD
2. UTFOEROT77ANLEFRFOTXTOT T LEEINLET,

SEOS load string.always

ZZ T, string lHERE OB SCTHITY,
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CA Access Control I—2 )L B—4 exit

3.

4.
5.

AClnstallDir/exits/LOAD T 4L 7 N C RO o727 7 A VT EXNEF
THEITLET,

SEOS load string.always -pre

-pre /XTA—RERTELTE T 7ANEFEITLET, 2SI, ZD/R T A—
AT 5 exit ZE0IR L T, A — N2 — R4 BRI ER T 7o ay
FEITTEET,

o oexit NS OEEZIRLT-35A . CA Access Control X exit 7' 1t 2%
FREFE T (kD L, =7 — Ay b—T %2 F R CTh—3 O —R&2 kL F
R

H—3JV (SEOS_syscall) Zrr—RL £,

AClnstallDir/exits/LOAD T 4L 7 N T RO o724 7 7 A NV aFEEXE
THEITLET,

SEOS load string.always -post

-post XTA—HEGE L T T 7ANZEFEITLET, ZhIckh, 25
A—=HERH T 5 exit ZRLll LT, W— a0 —RLIZRICHLERT 73
VEFITTCEET,

F exit RSN OEEZ IR L T-35E . CA Access Control [ exit 7 1t 2%

SRS T (ki) L, =7 — Ayb—T%FRLE T, CA Access Control 77—
FTTTIZE—RENTWAIZD, B —REN-FHITRDET,

H—RI)L 72A—KD exit D LLH

F R —T T VAT KEY—R RX—T BT a2 & 572012, CA
Access Control TlZ. CA Access Control D5 — VLIRS RER T a0 — R4 54
=T UNIX exit 2 HENAIZFF OV 32 e TaFET,

SEOS_load -u #3173 5L CA Access Control IZLL FOT 7 al w41V ET,

1.

PLFOT AV IZNINTT 0y I 05 BELET,
ACInstallDir/exits/LOAD
UTFOERDT7 7 AN EFF T X TOT 0T T L5 RIRNLET,

SEOS unload string.always
ZZ T, string \ LB OB L THITY,
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CA Access Control A—=)L A—4 exit

3. ACInstallDir/exits/LOAD T (L 27 N TR oMo 724 7 7 A )V Z i EXNEF
THEITLET,

SEOS load string.always -pre
-pre /NTA—HERREL TE T 7ANEFITLET, 2SI, Z0/R3FA—
ZERRMT 5 exit ZFLiR LT, A— RV &2 T 0 — R DHHNIILERT 7
arhFTTEET,
E: exit NI DAL T-35 A . CA Access Control [ exit 7' 1A%
AT kiDL, =7 — Ayt—T% KR TH—FRLDOT o a—R&EH
1ELET,

4, H—FNVDOTLra—RERITLUET,
T —RVINT e —RER WG EIE DL O FIRICENET,

a.

b.

C.

d.

UTDORADT 7 AN ZFf DT X TOT 0T T LZEIRLET,
SEOS unload string.opt

AClnstallDir/exits/LOAD 7 4L 7 ) TR OMN o787 7 A N EAE
FFCEITLET,

SEOS unload string.opt -pre

-pre /NTA—HEREL TE T 7ANEFEITLET, ZHUTLD, ZoRT
A= E R DRMATED exit ZFLRL T, I—FE2T ra—R4
LN MBI BINDF T ar DT 7 ar T TEET,

7 exit NERLSDOIEE IR L7258 . CA Access Control [T exit 71t
2ZEBEHFET (ki) L, =7 — AybE—Y%FRLTH—RLDT a—
FafiELET,

H—FNETra—RLUET,

AClnstallDir/exits/LOAD 7 4L 7 N T RO 7287 7 A N Z i EAE
FFCHEITLET,

SEOS unload string.opt -post

-post INTA—HEFRE L CE T 7ANEFATLET, 2L, Zoox
FTA—=RE R T DS ED exit HERL T, h—LE T a—R
TARNIMLE R BINOA T ar DT 7 a2 FITTxET,

7 exit NERLSDOIEE IR LT . CA Access Control [T exit 7' mt
Az T kiDL, =7 — Ayt—T %R RLUET, CA Access
Control 71— /U T TIZT > B—RENTWALd, 7orr—REh
FERITRVET,
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CA Access Control I—2 )L B—4 exit

5. ACInstallDir/exits/LOAD T (L 27 N TR 2o 724 7 7 A )V & EXNEF
THEITLET,

SEOS unload string.always -post

-post /NTA—HEFREL KT 7ANEFATLET, ZHIZED, 2T
A—ZERRT 5 exit ZRLil L C, W —R NV ER—RL7RICHNERT 73
VERFLTTEET,

X exit NERLISDIEE IR L7255 . CA Access Control I X exit 7' &A%
SRS T (iDL, =F7— Ayt—U%FKIRLE T, CA Access Control 77—
KT T TIZT v e—REN TN, Tra—RSni-EEicenEd,
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5 17 Z: LDAP Di24E

ZOvrva Al LFON IR EFITWET,

L — 4 OER L (P. 267)
S50CREATE Ldap u (P. 268)

A —H & DERE

CA Access Control & LDAP Ol F &M HL TV AE 1. I B IZ/ERLT=A27)
TReEAL T, MEOM T — A&k TExET, o7 v AV N, 3
OHESNTWET,

EE: sebuildla BLUWAER LDAP iR EZ Y T v 73 5IT1%, LDAP 2 Ji<EE
L T DL, BX W Idapsearch 2~ REFEITTEXHIENMETT, Idap
(1) . Idapsearch (1) (Z DU NT®D man ~<— BLOLDAP 7747 N D~
a7 VTN T ORAES TR BEID L ET,

HESNIZAZV T DY E 2 DOAZ7Y 7K (Idap2seos 3L U seos2ldap) T,
22— DEE LK% CA Access Control & LDAP H— SO CHH A= A
B L O AR — LT,

19 1 DDV 7 )L A7V 7k SS0CREATE_Ldap_u.sh Tl HBl UNIX =—H4,
DVERCEFIZZE D —H 4, % CA Access Control 7% LDAP (2 H EIZHEIEL £
7

P 7 27V F R TlL, Language Client API (LCA) A 7 ZVHLIE TéHD
tellca.so 2 A7 TCL > = /VEBRE IZ T 7 B AT AVENHYE T,

SE: LCA BXONTCLIEIEDZEMIC DWW T, [SDK BARE AR | DF 5 3=
lLanguage Client API] 3 X OM 6k ATLCA JEIERERE 1 22 FRL CL72&0,

TCL 23725 E 13, comp.lang.t_c_| (248 H #87RE415 Larry Virden 1285 FAQ
2R TLTEEW, 20 FAQ I MIT Web A hB KO8 Terafirm Web A~ C
ZHTEET,

Fo TCLIZEHT 2= —A FF a2 AV, BILRVY —RAIZDONThH, Sun ©
Web AP T TEET,
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S50CREATE_Ldap_u

S50CREATE_Ldap_u

SSOCREATE_Ldap_u IZ. Bl UNIX = — ¥ ERRENDE ., £ D—H % LDAP
W7y a—RLET,

CA Access Control (21, il UNIX ==—H% LDAP H— NIZ HBIAJIZ AL R —
MR T b AV TR BE S CWNET, ERRICM BRI TR
X, o TNV EIR R DG ERHVET,

YT ) A7V T NMAE T 5120 HESHTWD exit A7V 7 M3 T
IAEHL TWHZEZFTTREL T, L FOFINEIZIENE T,

1. S50CREATE_Ldap_u.sh 771 /L% ¢L 7K ACInstallDir/exits/USER_POST
(Zat—Lxd, ZOT AL IR TIEL, AZU7 R post-user exit [Z720F
7

2. seos.ini 77A/LD[Idap]T. base_entry h—2 /T LDAP JEAR T R AR
ELET,

7L z1F. A ITHS ServerWorld EWVVHREARDOEEE . AT NI
o=ServerWorld, c=CA &720E3,

3. FILEZ ar T, ARANMLGEL T DAP — DR AM R ELET,
LDAP JEART AL N D/RAZRELET (o7 ZAZVTRNIED, FD
FTALIZNID FD bin TAL IR TIAL a~ R a—T4)T 4o BBRIh
7)),

Common Name (cn) IZ2—HF D7 )L 2 — 2B EESNET, 722 0X. CA
Access Control 7 — XX —R (2 —F DL FIEMED BN TODE A
Common Name [Z2—H DA FiEMETHEASNE T, EAMIZIZ2—F1T
Common Name (227 &3V ET, L7223> T, Common Name [F— 4 % Jk
HEZLWZEEBEIOLET,

ZF D14 T selang Zf# L T UNIX IZIBINS A4S —V 1L, HEIRYIZ LDAP
P— Ty a—RENET, 2—Y N4 TIZ DAP IZIEET A5 A1T. —
F— Ay —UNERINET,

_@xyﬁ AL Ca—Y 2B 56 BIE$ 5 LDAP DIGE B I

HENRDLHE, ENBIT /tmp/add_UserZLdap.tcl.log T ANZIEESNE T,
= AR T IS Vi IO UNIK DFFHETT (2%
AL CHRTEET, 077 4/ME, Bl — &I 570N, Hll
JIEBE RIS IZ LT EEEXSNET,
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5 18

CA Access Control T, CA Access Control T RRA L DR ELZVE—FTE
CEET, ZDOHAIL. CA Access Control T RARA L MEBLE 721 selang 1
VET 2 — A TTEET,

ZOv 7 a Al LFON IR EFITWET,
i JE (P. 269)

X E DS (P, 270)
AR E DA T (P. 270)

CA Access Control [ &, ff L TV AT RARA k& Policy Model D% EALLT
IRAELET,

®  Windows 2 =—%4: Windows L AR
m UNIX 2B a—%: FIERE (ini) 7 71V

ST CEARTEBIOZEOREDERDEMZOWTL, [ V77X
AR SR TLTEEN,

= | Ses
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E '_._I 2)1N
SRTEDLEHE
CA Access Control & Policy Models DEMEZHIEITHIZIE, B EEZEFE D40
ERHVET,
REFZERTHIZIE. LTOFIEIZHLET,
1. CA Access Control T RAIRA U NEEL NT, A FOBEEZFEITLET,
a. [REJEIZVILFET,
b. [VE—MREIZIVVILET,
[VE—MRE] L=V NERENET,
2. ERIOVE—MNEE]EIVay <M T REISCTEGE]Y ) — % &
L CEETARENETEN WD B a2 RoRL, FOv s a2y
Uy 7LUET,
[ta vav: gl VAT A =T RN FEIRE L, DI
WCEFENDHT R TCOBRENERINET,
3. MEIGUTREELRKLUTREL, (M2 DRFIZ Iy LET,
BRI RENMEFESNET,
1 — I~
BEERXTEDLEE

CA Access Control DEEEL a—RZARR L, M2 HEEE LT 51203, &
BRETTANDOREEERTINLENDNET, BERET 7AVORTEE
EHFHITIE, selang 2~ REHHLET,

EEREEZRITHICIE. LTOFIEIZHELET,

1. (A 7vav)selang > CVE—h BANMIERE 5121, L RO~ K
EHALET,

host host name

2. UTDavrRafisT, config BREEICEEL £,
env config

3. editres config 2~ NiE, MEIZIGU CERER EDEFIZHEHALET,
BEAEREITERINELL,
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fl: EEREIFIILOEE
LITOBITI, BEABEY 7A/VIC LATIBILET,

er CONFIG audit.cfg line+("FILE;*;Administrator;*;R;P")
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& A: NIS DIRIZEETE

oI Al RO IR EENTCOVET,
A A=)V O E A (P. 273)

A HIFRTR: (P, 274)

TRy 7 OElkE : lookaside 7 —#X—Z (P. 276)

’f/Zl* )I/JZOD/I,._.\EIE

F ZIORTIERIL, A AL 22U TR TSN WO AN A E A5
HHOTY, ZONMERIL. 82 Network Information Systems (NIS) . Domain
Name Services (DNS) . 335 TN UNIX D4 B O &2 BRAR L CUWNDZ A/
FRIZLTWET,

CA Access Control DAV AN—)LEEIZIZ, 2 DDA T2 arDEBEHN1 D%t
ELTC, 22—V IDZa2—VLIZ TV —TIDETIV—TIZ, RAND IP TR
L AZTRAMGIZ, b —E R R — e —E A I N NEHTEE T,

n VAT AREAEFHLET, 2O TIE, VAT A EORYNT—F
T TR DEMEEFRLET,

- Digital DECUNIX Zff FHL . ZAU25 NIS — N TIIRWGE AR, 774
JVNCA BRI AT KBS ME SV ET,

- Digital DECUNIX Zffi FHL . ZAU25 NIS B —/NToHhDHE XX, lookaside
T = AR A5 T D AT BB T A OEIR AL T
Ay =T PA AN VERICR ARSIV E T, ZAUZEY Ry kT —7
Fyvi ol T DEMRNERSINET,

m  |ookaside 7 —Z_X—A&fEHL £, ZDFT —HX—A[L, sebuildla = —

TAVT A THERRSILE T,

- NIS ‘*j‘*—/*‘J:“C%ﬁ@"Z)JZO | ZFR TE S47- CA Access Control Z2{# L
TWAEA L. lookaside 7 —# X —2&fH L £,

- AVAN—IVREOTFT T 4L TIE, HP-UX 11.0 LA L=, Sun Solaris 2.6 UL |-
IBM AIX 5.1L LA b, BEO R —FR DT TD Linux 77y h 74—
2 FC. lookaside 7 —Z N —2AME I E1,

F:IBMAIX Ty b7 3 —2A E Tl lookaside T — & — 2% 4 A LFEN
HVET, VAT LBEBEFER T A0 T a b ER A,
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A RIARIR

A HIE R

CA Access Control TIIT AT A VY —A~DT 78 AE R A AL Z—E TR,
FEROFF A FIATEREZRELET, UL, T —FX—R|ERINT=T Y
TA N — NV ER) Y — ISV TRESNE T, VAT LY —A~DT 7R
FUROA L H—FT NI, I—FV LUV TITEIVET,

RAN, I N—T 2—% BIOY—ERA&HI#ET 572912, B—3/ B
BE T 5 AT A 32— /)L TClE, AR ClEa<a—RE 38l (Ip 7RLU A, 7
N—7"ID, 2= D, BRIV —ERFEF70L) BMEMASET, CA Access
Control TlE, &4 BN SN TT 7R L— A RNEFRSNET, LHETIE. CA
Access Control IZL> TH— R NFRIH CEHa—RNICEINET, ZD7'e
B REL RN ET,

ABRT DA TIE, A RIfRRIEL, e— v Oa— 7r—7 BIW
ARAN 7747V (Jetc/passwd. [etc/group. 35N Jetc/hosts) 248 L CIE#52
ITEIVET, 72721, Sun Solaris 2.5 UL F&EITL TV AR A FREET, CA
Access Control T4 R Z MR T DM ENH LA 1L, Bh#ET 57 7 A /L& IRIT
DRI e T AT NI O S E T,

72720, REWERY N —27 Tk, ZOEMa— R FSNAZ L TIFEA
EHVER A, NIS, DNS, F/-1ZZ DM H &2 H D56 . A aia k3 55

IR TEDHa—IL 77 A VIEH0EE A, HEREFERIT, X by —7fH

TH—NZHERL, =BT B E3,

NIS/DNS 9547 TOD LA RIERIR

CA Access Control TiX, Z79A 7 A (P — 323K 2 TW20) O NIS SR
F72IX DNS WK T, LLF DI CTA R N TSN E T,

1. CA Access Control (20, B — S~ D2 3K 6D 5 R hT — Z IR 73
HRkEvET,

2. CA Access Control D J— R NALIEREREIZ LD BRI A X —8 7 haivE
j‘o

3. I —RVPEIEREREIC D BURDFF RIS E T, ZHUZ, CA Access Control
DT v AL > TERNPNE CARSN -2 e B TX7=72 T,
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A RIfRIR

NIS H—/3F721X DNS H— /N~ DS HENL S AL, 4 RS LB 2
WG ET,

L RIDMRERSILDE . CA Access Control Tl JtDT 7B AR RT3 55F
A F IR E T AUE N TSN E T,

CA Access Control DFEHEERERER & Ch . 7747 v b Y — TRl BT 4 Riffid vk
NIEITSNFET,

H—/\TORRIER: TykOvy

CA Access Control Tld, LA TDXHZ, 7747 L e Feiadnh— N L T4 ifiE
REFAITLET,

1.

CA Access Control (230, BHE Y — X ~DREGEA RO Dy NI — ZBR N
ERENET,

T —FNVALIERREREIC D BRI A L Z—8 7 b ET,

H—FIVALIRAEREIZ LD | BORSFF A S3UE T, 24U, CA Access Control
DT AL TERNPNES CAER SN2 L2 B C&ET2720TY,

NIS H— 3F7=1Z DNS P — X (Fl—86 K F) Ic k> T, 2y T — 285k D
AT ANBELR DS IVET,

B —ANALIRREREIZ LD | ZRBA =T RSN ET

B —FALIRREREIC LY . ZDBER )N CA Access Control 7 A2k ->T
ERRESNTEH DTN Z DGRBS IVET, ZDOERIT seosd DAz
T AR OF 2 — TS ET,

seosd 7 —FELNT v Ry ZRBEIZ/RDE T, seosd T —F N4 BRI
(ZLBEARE R L 9708, COIE AT 57 18 A Tl, seosd

T = NS R NI — TG DT ANFVEF A 252 T HLD FCALER A 6D
HIEWTERNWD  ZOUTREBD AL E T, mYIOERITE->T, &K
DERPAEKRSIL, TRy NMERRSIVET,

Sun Solaris TR RIAER: TykOvy

Sun Solaris DA FIfERTIL. nsed X vy 2l T VAT AVLERHYET,
nscd |3, — XAV R — L P —ERELROF v 22857 2 A THY
passwd., group., 3L hosts 7 —H N —ZADF ¥ 2 ZtE L9,
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FTykOvodO[EEE : lookaside T—RN—X

ZOF ¥y alIKB TIEHY ER A, passwd, group, 335 hosts 7 —4
N—ANEEIND) AR RS 7 OBR)EE DL WAV ET,

Sun Solaris DX E T, AiDOEIZ aTuBALZIoIZ, Ty Ray 7233844
HRREMEDRHVET, UL FOHITIL, CA Access Control & nscd 7 2 Z03H A
TERT 2281280, ToRay 73 B8 AELET,

1. ZHifERTIE, CA Access Control 73 nscd v =l 7 7 EALET,

2. nscd 7EEBRIZES T, FOF vy a7 XL WS NALZ BBV E
T, ZOHE . nscd 1, (B—A /v FE72 T —/N ED) passwd. group., X
W hosts 7 —ZXN—R|ZT7 7B AL TIEREEBHLIIELET,

3. IIMBLODT —FRX—=A~DT 7 BAERIX, I — R NALEEREIZL > T
H—t 7 S FET, CAAccess Control D7 1 A TR A A kSR
U2 BERIT seosd DR TEZFFOF 2 — IZE SV E T, 72721, seosd
ILFEEFOHIOEREZWE T CTHDHT-6, BERETF ] THNEINEIRE
TEERHA, BAIDERIZE ST, IROERPAERIIL, T v Ry 7 h3ME
RSV ET,

TRy oDEE: lookaside T—AN—X

seos.ini BREER% E 7 71 /LD under_NIS_server h—21%, T 74 /LR Tl T
Ry 7 % [mEEd 253910 yes IR ESILTWET, ZHITED, NIS, DNS, F/-
13 nsed Fv v 2 TIERS, WEROA BITRIR T — 7 A MEISES, Frichs
EDBROIRY ZNHDT —T MIAENTHES N ET

CA Access Control PNE D4 BifiEEE 1. NIS D4 BIfER L0H1X5HMTIHL | Jete
T AN AT HL00 EERIAERS N E S, O FED ., NERO4 Riifig 215
TAHE . TRy I PIAE T HIERIED7RWREE T /87 4+ —~ L A3 L
7,

7E: lookaside 7 — & —R (21X, WNEA BIfiERT —7 VHOF v 23HY
FH /A, CAAccess Control XA —7"> 77 AL N RIVEfESTT—T VG
T =R it A0 FET,
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FykOvo@D[EEE : lookaside T—RN—X

BRIRRT—TILDTARINDRE

CA Access Control D4 Hijfi#-7T—7 /L 1%. CA Access Control DB R IZ A= Ak
SNET, ZOT—T WL, ARV TR T A AT IHEMN T DML ERHDET,
AEYSORANE, AEVOIBAMIZ DN D AIREMENRSH DT TT, Fiz 1F
WITAEVNTRIAENLEF S EE A, ZD728 CA Access Control Tl
=Y TN—T IR AMNIE T HE MO EAGERRS L EE A, AEY
DT —7 V&2 H 4521, CA Access Control Z FHELENI 45 VBN HD £

‘g—o

AT — XA HMEEF T D72D1Z, CA Access Control (ZIENE D4 Rk 7T —7
IVETEFTT 4 AT KT 5 lookaside T —Z X—ANHBE SN TOET,

7 : lookaside 7 —H# X — A& FIET 521, seos.ini DFXE & H T 50503
HVET, seos.ini DR EDFEZHOWTIL, (Vo7 X DR 25 R TL
72&,

lookaside T—A#R—XDEXE

lookaside 7~ —4~— A%, userdb.la. groupdb.la. hostdb.la, 3311 servdb.la
LV 4 ODT =T )V THERSIE T, 2D 4 5DT—7 /Wi, 22— 7
=T RA BLOY—E AL R ESR AL 3, ZhbDT—7
JUZ. seos.ini 7 7A/L? lookaside_path b—2 THESNDHT AL 7 K
WENET, ZOT 4L 2L, T 74V Tl Jopt/CA/AccessControl//ladb T

j_o

4 DNT—TILEED lookaside T—HARN—X

4 ODT—T7 )VEETr lookaside T —HR— AL R IET HITIE, LLFOWT
MOEMEEITVET,

CA Access Control 71> Ah— /L3 A4 12. lookaside 7 —Z X — 25 1E
T BNEINEMER T DA =V NERENTZD, yes HFRELE T,

CA Access Control N TIZA LV Ab—/LENTWAEEATE L FOFIEIZ
HEWET,

a. seos.ini D[seosd| B/ a T, L FDOM7 % yes ICEHLET,
- under_NIS_server
- use_lookaside

b. sebuildla-a #E{TL T, 4 2DOT—7 & T X TEMRLET,
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FTykOvodO[EEE : lookaside T—RN—X

3DUTDT—TILEEL lookaside T—HAR—X
VERK T 27— L. 3 DL FChmENER A, 72& 213, lookaside 7 —#
R—2%FHL T, RAND BEfERTH5E81E. LLTFOFNEICHEVET,
1. CA Access Control A AR—/L L7214 seos.ini 7 7A /LD [seosd | &7 3
Y CUL RO B HLET,
m under_NIS_server ZZZ |2 ELE T,
m HostResolution % ladb IZEX ELF 7,

2. sebuildla-h Z#ZE{TL T, v—4/L iR AR DNS ARARNE & T3 _TOHOHRAL
TR SN AT — 7 IV EERR LT,

EJ =S

sebuildla -e Z#3FE1TL T, (Jetc/hosts TEFHLIAILIZ) B— N1 )L IRARD I D
T =T WEIERRLET,

DT —7 V&G e lookaside T —Z_X—AZAERK T A1, seos.ini 77V
D2 h—2 %A LT, sebuildla TG4 7 ar 23T ET,

IO OFERINZOWTIL, [ V772X TN D seos.ini #1315
ET AN DOHRHAEBRBL TEEVY, sebuildla DFEMIICOWTE, [=2—F7
7y DA R BTSN,

BE: RANMGEINTA%E1E., %12 sebuildla Z51TL TL7ES0,

lookaside T—AN—X D H#EEE

lookaside 7~ —XX—AMD 4 D7 —7 /L (groupdb.la, hostdb.la, servdb.la.
userdb.la) (Zi&, 7 /L= ARAR, P —E R BIOBRADOA AR T 5T
DDOEWPEANSINTOET, ZNHDOT—T VI, seos.ini 77A/LD
lookaside_path h—2 > CTHEESNAHT AL 7 MNITKMSIVET, ZOT AL IR
UiZ. 7 74 /VF Tl Jopt/CA/AccessControl// ladb T3,

CA Access Control W D4 BiffiE i, NIS D4 B L0 1503 | Jete
T ANEZRTHI0G EHIABEESIVET,
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TykOvo@D[EEE : lookaside T—RN—X

lookaside T—AR—XDEE

ZZTHO ML ORIEIZHSETEE AT, A AM—/LERCTEY)
u&“ﬁéﬂfb%t&)\&i&/u&“@n~4f IRELEFTHLEIHVEE A,

CA Access Control T lookaside 7 —# X —ADEIE ST 1EOWEE L, L FTD&
FSUNGERR

m  seos.ini 77 A/VOREETHN—T U NRESNET,

n /opt/CA/AccessControI//eX|ts TALIZNNOB S5 AR w7 Y 773
FTINET,

m  |ookaside T —H _X—RAZANER T HT-DIT
Jopt/CA/AccessControl//bin/sebuildla -a I~ R3FEI TSN ET,

sebuildla = —7 U T (1%, E4703 77 AL NIS 72 DIRAT 4T DRI AT =
A LEFIFHL T, look-aside 7 —&# _X— A& AERK L £,

BT HR (RAT—R | dh—2L T AL 7R OBFT, gecos 72 L) I3 lookaside 7 —
TIATKERNSIVET, lookaside T —HX—RA T —T )W, ID F 5 OHAELE
LETDBDPEAASIVET,

lookaside 7 — X X—ANMERRIH7=5. sebuildla =—7 47 42 FHL TZD
F—H_X—2% FHLET, CA Access Control 2 FH B AV E|IHY FH
Ao

RARD lookaside T—T LD EEH

HRARD lookaside 7—7 /WIZEFTHMLENRHVET, ZNEITHITIE, EH
(5] sebuiIdIa -h =TT ZETLET (BRI A ML TRV ET),
ZOMFRIZIL, cron Va7 A FE AL E1,

selang DU REEHL T UNIX D—FEIZT N —T OF —Z_—2%
WS 5N, sebuildla =7 (VT & FATT LML ENRHYET, CA
Access Control |ZIZZD BEID =D D exit A7V’ pRHEBEIILTWET, 20
AIVT N, 80 ST A—2%A FL T sebuildla =—7 V7 1% FATLE
7
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