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Windows {H {5 B . AFEFG I CA Access Control MV i $24iE, CA
Access Control /MU i FEAEANY AR 2 ThRE, DAL S ORI B T

&b
He o

KT RAARTE, EATS M ERATR BE ™ 5K 4 CA Access Control,

fE AR I H P

AFE R 7] AT selang iy 2B 4EH AL E 52 CA Access Control £ IR
B ZEMAGE RS

1E: fi 15






P2E: selang MAIES

it 1 R e e

CA Access Control #iy 24T fi# B FLET (p. 17)
selang i 21572 (p. 24)

selang i 24 (p. 25)

selang 155 (p. 32)

UNIX ] selang Fic ‘& (p. 33)

315 selang # B (p. 35)

CA Access Control 6y ST IEF

CA Access Control [{)E BUIZ 11T 444 selang [T 774 shell (CA Access
Control Ay 2155 HATH). i selang iy 25, #EALLYE CA Access
Control 4l FE P47 € o selang i 215 5 & 208 B H

selang SZ A7 T+ CA Access Control 223 bin H3% K. #iA selang

shell I, K B 7€ (1 selang #2875  $&7n A I UIE B T8 1) 1
TESRSE. EH AN PRl

AC>

BRAIATEIL R, selang fiv 4 shell ZEAME G FEPIZ4T. BiAE S — LAFuS

f¥] CA Access Control 54l i iz 17, 1 7EHIN selang fiv4 Z HI 48 % hosts

AN
2o

FEZRSE

selang 155 (p. 32)
hosts T4 — 43 £ 2 CA Access Control 3 (p. 113)




CA Access Control #y 24T il FEFL 7

selang SZ &% —324T CA Access Control #7417

selang SZ A7 0] L H 4 shell, AT HEAEX] CA Access Control 24k /%
AUAH IR U5 AR . T8I 76 A2 shell WHRAT selang iy, AT LUK
s PR AT B AR

ER: mAMHRUTE B Ik 2 hadEsr Y, FRAFELES -o 2T,
fE UNIX I, eSS

selang [{-c command|-f file}] [{-d path|-p pmdb}] [-o file] [-r file] [-s] \
[-u user pass]
selang [-1] [-o file] [-r file]l [-s] [-u user pass]

1E Windows I+, Ity &0

selang [{-c command|-f file}] [{-d path|-p pmdb}] [-o0 file] [-r file] [-s] [-v]
selang [-1] [-o0 file] [-r file] [-s] [-v]

-c command
Fr g LTI selang fiT%.  7E selang AT 5E AT 2 KR H .
2R command W EAG, WG SRS FAFE SRR i
selang -c "showusr rosa"
--d path
7 IE selang T 58 AR A B0 e EA T BT o
ER: BT LR E A A %
--f file
Fit 8 Mg USRI AN 28 3 R AR AE RN B selang T4

Y selang HATHIA S ()i 2 I, T AT a2 (AT 4 5 2 Won 7 BT
Yo selang ¥R BIRTESESE o 7E selang BUTE file H IV 2 5
PR H

BRIz R I .

{85 selang B HTERIA AW E B8 %2, % N ACInstallDir/seosdb (&
1 ACInstallDir 4% 3% CA Access Control [ H %)
BTG THATH -d B -p $5 2 MLk I,

ER: BRIV B selang.  EANAEARIZTT seosd BH R, HAH
A A5 1 ST B A SO A H LB PR (] CA Access Control & B 51 A4
BEPAT IEFE Y .
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-o file

Tk selang finth S ASRE RSN BHRIHH selang I, E#i< 41
B AESCE. WAHRE TSI, selang 2378 13 1% 3CHF
SNENE NS

-p pmdb

F59E selang i A 58T 058 X (1) PMDB [ 35H 12 , 150 122 A Z0 £F A< Hh
TAEuE GXJ2& PMDB 1 H P EARED) e X8 e B s i) 5 04
ANEAEREFEAT

HE: W sepmdd 5 seosd 7E5E ) PMDB a4y, NG
B, X 5{H T hosts SN

BEEPH ! E2E R P T T BRI O, W AR T T
I AR, ) CA Access Control X B At =L ScE (i
CA Access Control Fitl & i T fir e LHTD o

-r file

A€ selang ME SCIYSCPE PRI & o 12 3CHF N 2% Hh A 33
selang WA S AL H, JF HIX LA & d10 5 B T A7 0 0T o AT
5% file 1A A )5, selang 2347~ H P HEATHIN .

U SR BAT N A IE A, W selang REAE ] 32 H 5% 1) .selangre
LA

i B (LB T 4TI selang, TS BoRRROBGH B

-u user pass

CECBRT UNIX) 4y IEAEIZAT [ selang $i 7€ FH ) 24 A1

S URE TN, 200K seos.ini SCAFH check_password Fric & A
yes, IXHEMIIEIT selang -u I}, CA Access Control fii x4/~ “Hi A\
WY . E] LLHE T =G s

seos.ini 3L [lang] #B43 H1IFI45 1 no_check_password_users £ 7 T %
3K selang [ Geid S AR A IR HT P 4136

HER: UK check_password brid BE Ay no(ERINELE D, U selang A
LERAET A o

(BT Windows) #2475 N




CA Access Control #y 24T il FEFL 7

A R

w WUERAEH] -h, DA A STUAICRE 4 2
w EARERE - BT fIETRC S

n ARERE -d IETY -p IS A

» WEREEE -d B-p, WTETTRAE -l

FEZE)-Y

hosts T4 — %L £ EFE CA Access Control 3 (p. 113)

selang #7% Shell FIhgE

HEN selang fir4 shell J5, #Bon IR R AT

AC>

WILZIRFF G, TR selang 4. HI A A IG5 () 268
wee WERTEALZITP AN —4m2, WA AT EEA KR

2 (\), UMEET AT 8 Nz 4. ol Ugaiar 217, AR M A
TSk A A F R AT WS . o] DS A AEAN TR, AR

FHFRUEI) Backspace ##F11 Delete B R F4F, Bl % Ctrl+D (£E UNIX
O IBR AT

selang SCHF UNIX shell tesh FIILARE fiE shell H2ALVF 2 ar ST HIA L)
At BLELL N IhRE:

. BT
. et

n ATl
n RRERIIRE
VER: 7E UNIX T, 807 LU R UNIX exit F2)%, Wb R8T 055 shell

JEIAS BT AT R P AR IN B B e 2 Wi B JE B shigdT. AR
UNIX exit IJTELIME B, TES 0 (n i & 2151: 7T UNIX) .
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CA Access Control v 2 TR FE

PR AT
selang S HF T AIRFIR -1«
PR Vi X
# oy * HZ S TEATHE, RREATEERT: BITARIT. H AR
PR selang iy 20, ERATIRAH
! JEI EATH, RIZATRIR I 72 shell 74, selang ¥ fim &>
RILEBIEAE RL shelll F2)7 AL AT; CA Access Control A
PATIZAT
\ S RE5% YERATH I EG— N2, R e F—174k4k,
BT L b A IAER—AT5IN B2
| 2k 327 TR i A A S ARSI S T A A AN (FR T I 2548
P
selang SZFF R A PAEEE
B EHRGE &X

o] L-f ] Rt A
Eg‘/\

T M2 7 il sk S AR R i 2

Tab UNIX HT 58 a3,

Ctrl+D UNIX EICAMLTAT R, o5 247 H 1 58 18] Ab BEA 45 5 VU 5
AR .
LESERRAE AT FATAR] FARA B 15F, B3 Ye b A5 R 245

Esc. Esc UNIX W 2AT P A A A . Ay AT IR T ORI SR B

Ctrl+2 ok, XRE, G AT DAARSAE BT AL BB A T2

F1 Windows — ZEANFAFHUAEAN L —m 4.

F2 Windows B LA Ui 1 ”Enter charto copy up to : Ui AR
HR7RF, JHE: D 7. WA L—m AP IIEANTR G, selang ¥
WA ZWL, Eiﬂﬂﬁ—ﬁxﬁfﬂﬁ?ﬁﬁ’ﬂiﬁ WRAZ AR
A Z R, 4, AILAFRIREE P2 LG AT S, HEIF—
Qs N A N A
A5 FH IR B T o

F3 Windows A _bL—m 4 (S ik AAH=]D .




CA Access Control fiv 24T R B FE

i BERARGE X

F4 Windows  ZfE Uil . St A L NI E . “Enter char to delete
up to: CRT NEEMMBRRF, HEl: D 7.
A5 FH AR A% B Y o

F5 Windows  fii A E—iy 4 (S EFiskAHFD

F6 Windows  7E#r 4TI Ctrl Z (72). 3XFE, T LLF% Enter BEIFLE T 4T
PRELIT N2

F7 Windows  Box—ANE 1, Hrh g KA sl Enr LAE A ) bk
)T Sk IE AT AAT I A 2 o
% F Esc & mT B .

F8 Windows Hi A _b—di4, S EEEkAHE, (R OShRE Tar AT I kM
AR

F9 Windows W rar A LA N E . “Enter command number: (i A7y 2
T 7 MIAGS S A F7 YR AN G S WA
i F Esc & n] B .

A B

selang HPY LT I A A7 E 27 2 i 26 Al LRI Tt
ALE AT GRS IR i 4o B8 PR DI R
RERIFL 4 WAERE ) LTI 173 2 TR A T e
5. BKF Enter IR, HFHAT 20 LRAE R 4 A7 1 SOA.

WAR AT IS, AL il x4

selang i< shell SLRFAEHIAF A5 7 SLACSKAUR H 1 A 2 1) B BIPREE TS
FaW

P R BAT

AN [string] b= A WRARE string, W selang 2K FLFH
B Uy 2 JE T

An [string] Py Sl sk AR I n AN, Hrh n 2R
IG5 string, W selang 24 HLF N2 J5ian ar 2 5
[T

A-n [string] HIRAEIEER n NS b n BIEEE. e

string. 1] selang £ FLIR I 5861 4 -
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KPR T RE

Pepk 7R BAT

Amask [string] T R LA mask F3k a4, H mask & SCAR
Frdi . WRARE string, N selang 234 H B N 21 J5i4h
A a1 -

HER: 7F Windows F1, W LUM#H] F7 A ) il ka1

A LA — S8 A BORAE selang fir2 shell " ORA7FBE o o

ER: E UNIX PIESR A X 4 KNS, {HAE Windows HHARIX 43,

. A

)

BB I 717 2 DL I BT I & 5 A3 HoAth o] H i 4 X 43
J¥, selang BRI iR5]. i, w] LA ho 11T hosts 2, KIA'E
JeME—— AU TRk . HZHEN ho, selang BITJ iR
MEPATH L. R, AZ N LLER P new J3k. #8070
WL 2 (245 LLIX 4> newusr. newgrp. newfile fil newres.

"

FAS I Al RIS TR S 4 S A B, il
22 LA new JTk,  IAIEE v ] % newusr X140
Honue XL SO R A 2 (AT S TEIR I k. ATRALLK
EE SN UNEE SHE VNS

w SEIEAEEE (AGER T UNIXD

LE LA R HR 8 3% Tab B 0] DLSE R . SETR AL E b R SCH R
1. RS FeE 755 LR Raa A —AS, N selang ¥4 H 5 1%
AT R VU P B e A s n] B lan, W iREE N BE n, selang
Bt ew, DAAIARIA new. WA T T ], IHBEAN T —
AR, ARG TR Tab HELLSE %R . % Ctrl+D 1] DL #E
FEIA T RERIEI . RIS AE e S AN S, XA .
A E—Berh s, W R w16 new 3N u IF4% Tab BE,

selang 2424t sr, I A IEFLAE AT S newusr.,

ANET selang Ao AR AEE L N AE, ARl —21l TP 58
WACEEThEER S . D, N newusr Mercedes, SR JEEEA
showusr Me, 4% Tab, M4E'5 Me ¥4 €4 Mercedes, 1 T FT

VAN

showusr Mercedes

RABE AT AT LA Me” TR IR 44




selang iy & 112

B AR UL A

selang SCRE R FIBFL AT 545 -
* (B5)
TA B Z PR AT P41
? (5D
FEAT AN FRF CCFIREEAR S BRATBR AN o

SE A TAT R AT VL FCAE AT HAB A PR e 745, EEH A
15 (2), W MBS

fEREo o o PATo o o

mmc? mmc3. mmcx. mmc5
mmc?.t mmcl.t. mmc2.t
mmc04.? mmc04.a. mmc04.1

RICAAEMT R FLAD A AR, AR S (%), e

VAN

*Hb%f" o o #L/ﬁ‘o o o

*i*.c main.c. list.c

st*.h stdio.h. stdlib.h. string.h
* fRERM A Il

selang If & 1EVE
£E/ selang iy 23 A%} CA Access Control i ZE A T4 & I AE
selang i & LN :
commandname parameters

T4 4 1] 45 %11 CA Access Control BEHUATHI 4. HH, A FHR—Ek
2SR, XESHh CA Access Control $EAEFAT %y 2 BT s 1 HoAth (5
/%\0

24 selang Z %8



selang iy &%

selang ZHUEE N«
parameterName[ (arguments) ]

ZH 4 ] kR CA Access Control 1548, V2 S8 7 5 argument,
argument 1] &) CA Access Control $& AN S H AT T M5 B . A%
%A argument. 4¥5E £ argument I, EEHIE S BTSSR 2 R IX
U8 argument. ZEU[¥) argument A 5 1] ERLE S HL

T 745 R E X argument BHIIBRACSR B TE, HAUH 265 () NS
PERIAT . EREERLT, nDMER A S (*) 6N argument, PLALEi%
argument [T Al REfE. RS0, BS53F AESZ s G A H
— argument $EALRFEME 4. AN, MR argument & — AN CE4,
W] DAAE 30 B A SO A — 30y . ECAF A * (ROREANEK
TR 2 (TR NFR .

76 UNIX B8 rh, AP 3R RME B X 4 K/ANE 1, I Honr BLRI A5
INEEERERUR B FRE Fltn, #&aTLLEH 7 1D 24 users3 [ H P R4 44
8 N Mike Jones. Windows ToiEH X 53 KNG G B, B IHERAT
ZfE B TR UNIX TAF 3 FEE Y Windows AL, UNIX 254k
PR AAEE B B, WAL Windows FAEGHU R P ARIR A
Mike Jones, IIJ{EE F AL CA Access Control Ei#is JZE R, T LUK iZH P
ZHINN mike jones. {HJ &, WIHE N ZERE UNIX THEALVE HZEHE
e, Wz P 25N 4 Mike Jones.

selang 17 &L

TLAY 0] B 5 AC BRAHMERAE R G (M 0S) FAKE A (K30 3¢ 1 selang iy
Ly WU AR, T RZ A4, LIRS TAI&MZ

w  REBHEKPTA

n B EA ADMIN &

n  RPECSRAE R —HVEE N, EE %4 B4 GROUP-ADMIN J&
e

m  7F ADMIN B0k 1 ACL H, #8445 CREATE B, MODIFY 5 [a] £
PR

m  (Windows) 15 2238 H VA FEACHE Windows I8 58, T84 BNV i% &
Windows 4% 5" CA Access Control & H 53 4H FRI I o

m (UNIX) D222 B AR VR B i UNIX R38R A B8 W i e A il
UNIX =L 224 30 CA Access Control 7 B 53 20 1 Al B

ER: B MU ] TP AR SR T IR SR R A B

Yo =~

%2 7. selang A 1ES 25



selang iy &2

Access Control 73R #F

BT AR 4P T U5 AR, wl PAE ] BL R -E28 Access Control 414 :
ACL

Fr#fE Access Control %113, A& FAL I U5 0 H 7 44 F1 i 44 UL R 52
AN P AR VT ) 225

NACL
15 7€ 7 Access Control #15%, A5 AL in) Y511 FH P 44 54 44 .
PACL

AR 17 0] B2 7 IR FE 7> Access Control 7). £EAS PACL #5605 H 7
RV Ui ) CA R P 5 I R g e 0 ) e 200 Ph A T AR R 17 B
shell JHIAS 1 44 FR o

INET-ACL
Internet Access Control ¥1|3 .
CACL
%A Access Control 513 .
CALACL
H JJ7 Access Control, BT Unicenter TNG H JJ7 1) %55 ACL.
AZNACL
FBCACL, B AR VFEE T U5 Ud W] U7 ) 93 UK ACL.

LERG B P17 1) Y5 AR IE,  CA Access Control A8 FH BT A5 AH SC (11 471)
*o

ER: LU authorize iy S 4E LM RAYIR . HHK LA
R, BEEFCR N authorizeo  ANREH]— MU 22 AT~ Al
& XZAVHBPR A5 53 B IX LS F ) o

TRAH T A LSRN REC A 1 Access Control 513, R T Ri%E
HHFZREA Access Control 413, T LAANREIR I authorize iy & 6 HLEAT
5

B ACL/ NACL CALACL PACL INET-ACL CACL AZNACL
ADMIN X X X

APPL X X X
AUTHHOST X X X
CONNECT X X X

26 selang Z %8/
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xR

ACL/ NACL

CALACL

PACL INET-ACL CACL AZNACL

CONTAINER
DOMAIN
FILE

GAPPL
GAUTHHOST
GFILE
GHOST
GSUDO
GTERMINAL
HOLIDAY
HOST
HOSTNET
HOSTNP
LOGINAPPL
MFTERMINAL
PROCESS
PROGRAM
REGKEY
REGVAL
SUDO
SURROGATE
TCP
TERMINAL
UACC
USER_DIR

X

X




selang iy 2L

VIREBUR (30
A T REFTR K. FRIRIIN T ACSRBEh 4 s

[ {EL o
S BRI HME RHFVTHE ...
JIRCES e} PR PAT I 676 BERAF
7 XPEIE A AT T 17 RARAE
ADMIN create FEERF A il 5%,
delete TR I R e %
join- AL I 2 USER sk I 58 T 240 10 Bz .
HE: Ui FIE LA B2 R
&4 BB Id .
HR: T H R4 CRH P 4% %] GROuP
W) Vi E R U AR .
Y B A P R
HRE: 1%V K8 H 0 USER K.
read HI Az Il %
AUTHHOST read M B B IR AL %
CONNECT read R M
CONTAINER inherited %ﬁ: LI BT MBI SR A 2
DOMAIN chmod BRI R P AN T RE AR R R
W WAL AR AT X ) 8,
execute NIES T s 3% ok 73
read A1) A R
FILE. GFILE chdir 18 2 [ T read 1 execute RIALPR D7) H 3% .
chmod O R G
HR: DUEHT UNIX 4L,
chown ORI .
control PAT I 78 A R E i 5551
create FERCR PO IE K .
delete e TP R IE %
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selang iy &%

e BRI RME SV
execute PATFEFP
ER: ViR & IE DA SRR .
read i SRR H AN e AT R ek

HER: 7 UNIX b, W7 2 o R DL i H
FRAR 0] AAT SR S 45 B EAE - (il
Is-1) , i%¥f STAT intercept it & W E N 1. A1t
4i{5 &, 1524 Reference Guide

rename CINGEAT SN
sec B Id S 1 ACL.
update PAT BB GARMAT AU SR
utime B RS A R A e TH]
EE: AUEHT UNIX L.
write Al H 5%
HNODE read FIHH IR E .
write SR DS TEAIE B
HOLIDAY read FEARE AR H
KMODULE load INE N AR .
unload A R
MFTERMINAL read LY IRES R S
write MR L2 i 7 2R
POLICY delete T s
execute & S
read A RIS TR S o
write AR SR TR B
undeploy PAT RN 7 TR A5 A
PROCESS read 2 kAR
PROGRAM. SUDO. execute PATREF o
GSUDO
REGKEY delete kR Windows VI 5 o
read H1IH Windows ¥ /1R B 1) ) 25
write B Windows v i

fi 2 %: selang & iES 29



selang iy &2

S BRI HME RHFVTHE ...
REGVAL delete MIER Windows ¥t 2 4E .
read B Windows VEMRAE .
write B Windows v iR A .
RULESET read PRI TELN (5
write P il K TR B
SURROGATE execute REH .
TCP read M FE L N V5 ) TCP ARk 55 .
TERMINAL, read o B S o
GTERMINAL
write S
UACC inherited HER: ZRIA RS ME S e e SRR AL
1.
WINSERVICE read 1 Windows 55 1) JE 7k«
Jaz) J& 3 Windows JIk %% »
B B Windows I 25 1 JE 1
resume Pk 52 %745 1) Windows fIl55 .
(Gl 15 11 Windows A5
BT fm #{5 Windows Jilx 5%

HER: {Hnone Mall iEHT A, 5 none A, {H all fREFF &M
NV E. A RUIBPRTELE R, ESREH TRNEIERS
() (i i B PETERT ) o

Windows U5 [ AU fR  (3%28)

AT EH R T BRI E 2R . R RAZRAIH T Windows (nt) H

(R 257 W)
% AR5 RE SeHFVI R ..
IREES T MZIEPAT 766 WA
G ML AT 7 AT
COM. DISK  HHf WAT R, 2R G AR AR .

30 selang Z%f8w
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owner

S AR VT ...
changepermissions & O F YR 1) ACL.
delete IESAER
read V7 1) B A0 el 1 AN RER L HEA T B
takeownership. chown. B R E BRI T
owner
write LEACTHCYN e/
FILE W HTREE SO NTFS SCHF R Il AR FAT 3C
A REAAT V7 I AR
B AT MR BEHN G G A
changepermissions. sec & B ) ACL.
chmod PAT AT ERAE CERERAN)
chown SR E BRI T AT
delete UIESAER
execute PATHET .
HR: ZEHZ VIR, ) in) & B AT B
PR o
read Y 1) B I AN e IL AT B 2o
rename iy 44 P
R ZEGA U, DIEATR BRI AR
RO6E BARI i ZA R o 4% H & AT 5 B (1) I
e
write 1B 5 YR
update PAT B2 GARPAT AL A A
PRINTER Egil EEATEINL. Billn, e T EINL B E Bl B
1EFTED S PREATED . TEBRPTAFTEWEL. 508 ACL
BB T BB 1k
print T ERHLETER
REGKEY append. create. subkey 1) et B v M R )
takeownership. chown. ORI T A

changepermissions. sec-
dac. writedac

BB IR ACL.

“l/l—l

=g
N

H
Tl

2 ¥ selang fi



selang I35

e BRI RME SFVIHE ...
delete il IERAS
enum SR
link B 4 ) v M B 1)
notify B A A R A R B R
query AR M A
read Ui ) B YR AN BEX) FLEAT BE 2.
readcontrol. manage B M R B ) 22 IR T I E R, AR RS
CHAZ) ACL 1
set A1) gt Bl A R R B A
write S A A R B A
SHARE B B R YR S P O BRI N B
read Vi ) YR AN BEXS FLIEAT RE 24

HER: {Hnone M all AT /7 5. 45 none AIFl, 1H all &SR 2 I
NI E. ARV AR IOVEANE S, TESW (s 5P : T
Windows ) .

selang I35

k& T 1EAHL CA Access Control Hidi ZEHH TAELIAL, selang 18 7] H F1& 14
A (Windows B UNIXD Bdfi s, A A 4 (PMDB), %236 T
CA Access Control f{iZEFE ML (Windows B{ UNIX) FRIEHEZE, =t CcA
Access Control Bt B 58 FIER A . EEUIHIAEE, 5 env GRS
i, 1A IE T T M

FEATF AR, A2 M, (HEAME S EOR argument
FRESATIT AN NI, THAERAEE T TAEZRT, E SR TETE
BEATAF AR A

ER: WARE IR env BIAKA T native J& P, WERE R AE A
AR RS P i A% A2

32 selang %8/



UNIX ) selang it &'

SCRE R AIIAES

73 e i oVaN i

Fe A5 env pmd AC(pmd)> JIi A selang fir 22l {fEAH PMDB FizAT .

AHL Windows  eny nt AC(nt)> JT A selang fir 2 4 A& 25 Windows s 122 .

AC env ac AC> JTA selang i 2 ¥ [ 7F CA Access Control £#f
PE FisAT,
HE: XERIAKE.

A Hi UNIX env unix AC(unix)> JIT AT selang Ay 234 AT 7EAHE UNIX ALK 224
XA iEAT,

ZIKf@ env native AC(native)> Fﬁﬁ selang ﬁ‘ﬁéf\i’aﬂﬁiiﬂﬁﬁﬁii@%i%‘*@
iTe

LR T env config AC(config)> T selang 12 Al 7 ML) CA Access

Control L& W & _LIE1T.

Eg%‘a@:

environment iy % - WE %425 (p. 107)
AC BT (p. 210)

UNIX P45 1 1) (p. 445)

Windows P48 (p. 416)

UNIX /] selang it &

fE UNIX |, %0 LS selang I LAE . KZHEEIHR Y selang &
BLUNIX Z2 R M7 8% GEHT selang UNIX 3758

selang SEFHFETHE LR PIAN SCAF FH T Pic 226 1«

seos.ini

415 CA Access Control fit B %M, IXJ& CA Access Control [1) =it & S
i

lang.ini

55 selang 1 H IBCE S S




UNIX |/ selang fic &

selang 76 LA — 72647 M B AE T lang.ini A%

m  seos.ini SCAFPTAERT H %

s HMEHX

W R AR p—A> lang.ini XAFPdRERRIE, W selang R4 H iz Fh

. WERAEPAS lang.ini SCAFHHIRE IARIC AN, WAL 0 32 H ke
FRMEDCRE 7 5 5 — IMEL.

R 4% 25 1F) seos.ini LA HIFRIC DefaultShell F11 DefaultHome B ¥ 7 2%
lang.ini SCFEH ARC DefaultShell FIT HomeDirPrefix |1 & I {H

EE: 2~ lang.in XA T H 3% ACInstallDir/samples/lang.init ' .

B P
BEHT UNIX FH P BRI ST T Jete/passwd, ASiE#& AT DLUBE SOz R 4%
oo WRIEAE NIS N TAE, JH T 2AE NIS IRjRS5 4% EHAT I ERAE
B U S0, BT seos.ini LTI passwd #5743 )
YpServerPasswd, VAF& MRS ; SCF 5 3% A2 44

S O BE S 4L ) SO
BB UNIX ALK BRI SCEAE T Jete/group, AN AT DL BUZER NS4S
WIERAEAE NIS F TAE, I8 7520 NIS k554 BT ek .
S ST S, 1 1B seos.ini SCHET ) passwd #4)H)
YpServerGroup, UL¥E A& 7 SO 3842 44

UNIX F P 4308 B 3h &4

T AR 2T T BEHT UNIX I 280, PR A2 T ST UNIX 22
HI, CA Access Control J Gl U /etc/passwd or /etc/group 1453 )
Ao % SCAES RIFR A Jete/passwd.Se0S.bak I /etc/group.Se0S.bak.
WUERAEHDH UNIX RGEN HBAS 3%,  WIBRAG(E BRIk . AAE 1 IR AE
selang 174 shell 214 1 5 2 UNIX RS2 IR T 4407

34 selang %15/



345 selang #5 B
345 selang # B

RS H A selang fir & 5E, W LABEINSRASH o
FLUEN selang fEZETER), IEMIALL TR —:
? BB

Bt B BRI FTAE IR EE ) selang fELR A Bh A, Hoh BoR T H k.
EEN

FH

E T selang T2 84 selang 74> shell AH G HAh 32780
W Sl s i B = R 3 B SOA
HENFRBE
env
E X T selang #1535,
% 1 WoR TR BRI selang AEL T B SO, Hp BOR T Hat.

ER: EUNIX b, ZEOREMAIT P 2 3 B SCAS, AN
ERAr AT I SCA, 1B Ctrl+2 (2i4% Esc. Esc)

FEZRSE

help T4 — 3k selang #5 ) (p. 112)

selang #1155 (p. 32)
selang M2 2% (p. 37)







#3EFE: selang s

A0 DA 3238

selang i 2 2% (p. 37)

AC 3855 R selang #i 2> (p. 41)

T FEAL BT selang T2 (p. 150)
A UNIX PR selang 14> (p. 156)
AHh Windows P4 H 1) selang 774> (p. 169)
FMEAE IR IE ] selang 114 (p. 198)

selang iy ¥ S%

FRALTRIF A T T selang #T4o

ER: AT E URFE 5 BT fir & E AC PR E T iE
Ko AR, RGO Z DB, B ENHERED IS is1r
TTAAIF o XLy AL R A HI RS (%) T bid, FFES
AR B 2 5 BEAT I 3K

iy HE N Ve
alias AC F1 Unix H)H B E X selang 12 FH @ T ) 51 42
FR: UGEHT
UNIX FHLo
authorize- auth  AC I NT * YRR E U 0] 38 U [l 8 Y5 T A AR
PR o
authorize- auth-  AC I NT W CART 52 345 32 Ui 1) 35 18 U7 IR0 4R o U1
HRR
backuppmd pmd ¥ PMDB s A A (1 £l £y Bl e H %
check AC oz A FH 2 A5 FAT 0 e TR R 107 IR AP
checklogin AC fiff e P IR 8 B PR A5 75 B T 2 A
Y DL A T B AT 2o g R A £
checkpwd AC R A FH - T 38, AEAKT LT o, B
AR AT A 2 H)
chfile cf AC FlIAHh *F1 4 CA Access Control B A #1E R G K
FEH SO S e o

VS

% 3%: selang iy% 37



T %y HR i EH

chgrp cg AC FIIAS b * B 40 CA Access Control BiAS i FRAF 52 Gi s
JE T AT P A 1A

chres cr AC FI1 NT *TH 41 CA Access Control B ASHI A R S 8
T A B %

chusr cu AC FIAHE *BH 41 CA Access Control B ASHI A R e 8
FE A N

chxgrp cxg AC BT 4T CA Access Control Bl 2+ i Al
HWHE.

chxusr cxXu AC FE L CA Access Control ik 7+ I BLA 4k
M 5E

createpmd pmd FiEFe EHL _F A5 PMDB,

deletepmd pmd MAEFETHL_EAHER PMDB ¥ selang {£473C
. PMDB H 3% [¥ N4 PMDB H k.

. AC PATHESE POLICY [¥) RULESET X 5 A7 Aifs 1) 11
# selang i % o

deploy- AC HATHEE POLICY 1 RULESET XTGP 1 5
EH%EX/%LB% selang (i} 7

editfile ef AC FlIAHh *[11] CA Access Control oA M #:1F 2 Se £idk 72
FRIS NSO SR 5 S, BOR FERE AT B K

editgrp eg AC FIA b *[1] CA Access Control B AS i #:1FE 2 Ge E i 7%
FRESICETA, B e A A e

editres er AC FIT NT ] CA Access Control B A 1A F R G B0 4
PRSI PR e SR, B S IR B U
oK.

editres config Jit & G TR E IR R E R E

editusr eu AC FIASH 1] CA Access Control B A4 R 48 B [
RS ICETH S, B SR ERA .

editxgrp exg AC ] CA Access Control Z(4f & s g Ak
2, B S LA kgl e k.

editxusr exu AC i} CA Access Control 4 4= Fh s gt ol H
Jr, B S A AL S B

end_transaction AC I XA PMDB 1L F4E 5¢ il start_transaction fiy
P
T o

78 env Vi P E selang FTVEH T 22 423085,
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i %5 IR Y B

find f AC FIIASHh A SR ESR P RIE %

findpmd pmd SIHTHEAL LT PMDB.

find config fic & HIHZ LB DU 15 R Cini
SCAF B MRS o

find file native I

find xgroup nt F1) e 2 1 B2 AR R AL AL R A4 R

find xuser nt F1) 2 1T B AR ARV P R A4 R

get dbexport AC 5% M\ CA Access Control 5% PMD %4l % 7
FR R o

get devcalc AC K6 2R AW A 22 V545 3 o

help e 7K selang #

history Hrf BoR AR E S W P AT A %o

E=VIN VA BRI E selang v 2 K IE R A L.

join- j AC FIAS b R I .

join- j- AC FIAS Hb K FH P 2 A I

joinx jx AC B AN I

joinx- jx- AC A R B AR P

IS AC FIAS Hb find g2 B4 o

listomd pmd FIHAT % PMDB AT . SOF SO A
e HAERE R

newfile nf AC i) CA Access Control £dfi 22 His IS Fid s
I E Lo

newgrp ng AC A Hi *J1) CA Access Control B{AS M4 1F R Ge 5 d 4
HS IR

newres nr AC FI NT *[11] CA Access Control BUA M1 2 G 5 ds
S I R B K

newusr nu AC FIAHb *[11] CA Access Control ZEAS M4 2 G Hds e
PRSI N B

newxgrp nxg AC 1] CA Access Control £ 4 s fnfr 4k 41

newxusr nxu AC

[i] CA Access Control 3 Evs g Ak
Fo

% 3. selang iy 39



selang &%

T HE  HIE UiEe

pmd pmd TR RIS R H B T & 3R
KAV A A IR SRS TR S5 .
ST SO DL DR 3w aa A Sk

rename AC T 44 B PR P RN S

restorepmd pmd FEA I AL F3E i PMDB.

rmfile rf AC M CA Access Control 4k /2= = il B SC2F 55
Ko

rmegrp rg AC FIAHb * M\ CA Access Control B{A M 4F 2 5 5 ds JF
P B 2

rmres rr AC FI NT * M CA Access Control B A} Windows 4 /4
R PR K

rmusr ru AC FIAHh * M CA Access Control B A M54 2 Ge £k 12
R R

rmxgrp rxg AC M CA Access Control £dis 2= HH IR AL 21

rmxusr rxu AC M CA Access Control " IRV HI P .

ruler AC 1A BEE AT show & s r g .

search AC FIAHE find T2 A 44

setoptions o) AC FII NT * U BN 5 R AT R ) A R IR T

showfile sf AC FIA H#h *%1) Y CA Access Control BRASHI I 1E R e 504
FER SCAE S 1 JE

showgrp sg AC FIAHE *%1| 1 CA Access Control BUA M1 2 G 5
e Al s B

showres sr AC FlI NT *%1|Hy CA Access Control B Al Windows £
FEF I R IR JE

showres config fic H A FR R PR R B R

showusr su AC FIAHE *%1| 1Y CA Access Control 4l 5 A Hh B &
AR e Pl sk I JE .

showxusr sXu AC F1|H CA Access Control HH AV H Fid sk F) &
Mo

source Vi PATHREE AP A4

start dbexport AC St CA Access Control B¢ PMD #4k /% .

start devcalc AC fih R SREE Al 22 V5o
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AC P55 R 1) selang #ir &

e %y R i

start_transaction AC i — N Bk Ay 2 T 4f T S AL A il
PMDB i F2 (FI A AL BE 5555 (1) ST AF

subs pmd Y 1T B E AN B 52 PMDB SR K 122 1T [ £
A PMDB.

subspmd pmd B CSCAES P 2 3 () ML R B s A R AL 2

unalias AC F1 Unix MIBR selang iy 2 F1 & 4 1) 51 44

undeploy AC deploy- T & [ 4

unsubs pmd M PMDB 3T [ 2 21 3 h M BR T [ 7

xaudit nt BB SR I T IR R U 0 AT

xaudit- nt TR B A% A5 A I T 45 bl sy Il A

HE: AHIEERT S Windows (nt) B0 UNIX FREEHEIN, X HG T4
BRI AL ERATE RS

AC A5 T selang &

AT AE CA Access Control Z4li 12T T selang fir & ) 5E 3 5%
(AC B R4 , XU A4 7R HES .

alias /7% - 58 X selang 5|44
ZE UNIX =L EF %%
i H alias Ay 221 8L E X selang Air 2 g R0 44 o ATAH PR v LA

1 H alias %o

R B DL e 8 3 S0 b e SO 44 LLRATH selang -r fin 4K AE
LAET A selang 23 1& A 1) — 410144

I A7 LA

alias [aliasName [aliasValuell]

aliasName
(Al & SCEHAE R 44 I 24 K
W AR 1%L, N alias iy 2K 51 H A e LB 4

A

3. selang i 41



AC A% ) selang iy 4>

aliasValue
(k) & X selang fir %> shell 5 aliasName FHICER = X o
R ARG B IZIET, W alias 1y 2B i 45 7€ ) 44 O AE

185 % i8] LLE aliasValue HHALEE M8 (S0 22 $9) o Wi
aliasValue £1575 5, W H R Z K, 20048 FHE 5 IE A R4 2 4

R
ARl PSR MR R B
T4, LSRR B T, AT

%

alias newadm newusr ($0) admin

Sz AL, R e 365 rR A s e B 3 2K il

newadm(Terri)

EAEAE AN Terri A S INBIEHE . Terri B9 7457 B EGHE 2 P
i) ADMIN JEME . X 5% LU R a2 248

newusr Terri admin
Bl AR B FR
PO ) 4 LIE A 4656 10 50 % ace B4 @ 2 FR access, EHIALLT

PANYA
IJ[J/?\:

alias acc access
TEIAE V] U LT A 25 LA A &0 44

authorize file x uid(y) acc(z)
. e BT 4

AR IR & AN AR E 2 2 F g PE 44 16 B S gk
ATHRRE. it e SOl 44

alias newterm newres terminal

RJE R LT A 2

newterm newterm owner (nobody)

RS —A> newterm FAFHRIMAGZE S A, DU B R SCH B AT R
WA S K i 4. X S HIN LR A A

newres terminal newterm owner(nobody)

42 selang Z %15



AC M558 1) selang #iir &

FEZE)-Y

unalias 112 — MIEE selang %144 (p. 150)
selang SZ R — 24T CA Access Control i1 24T (p. 18)

authorize fiy< - W BN YR A U7 IR ALFR
7E ACTHREEFH R
1 ] authorize fiy4> 5 50V a2 %5 B8R 117 1) AP

%A WS S S AH R IE ) Access Control #1)38 . & —IRAN B 4
Access Control ¥l f]— 4 H .

Ui a1 2237 R YR I, CA Access Control 546 25 AH W ) Access Control
IR LA ETT AP . IX %8 Access Control 41 A A0 3% 8 Y530 s P (K
Yo, AR LLALFE B YR ZH 10 K P Y Access Control #1158 . U 4a4% T 15
i) AL B IR AT AT NACL 05 ) ABCRR DR Z84% TR, BT 1%
BB i FoAth ACL 2711

R ITAT BT BRIR AT AT U5 AR . R EE SO ™ (oY
) VTR, i ESCRIR AT, B, )T nobody.

R W2 R T Windows B, (HE/ETT XA AN
B H authorize 1%, T EALWHIRIR, XERBINTFA I E
SR—AE ALK

n B HAT ADMIN Bk

n  WEAAREPTE N PR GROUP-ADMIN J& 1

s BOERIRMPTA

w VR EAAE S EUE ATV ) ADMIN 2830558 T RGO IR o
XFAFMIZEEE, authorize M2 HAAFIMTEN . XEEREUHE.

m TCP

m  HOST. GHOST. HOSTNET Fll HOSTNP
n HAhPTAER

VS

% 3. selang find 43



AC I35 T 1) selang fir &>

X TCP 2K, i A HA LU IR

{authorize|auth} TCP tcpServiceName |\
[{access|deniedaccess}(accessType)] \
{[ghost(ghostName [,ghostName]...)] | |
[host (hostName [,hostName]...)]1 | |\

[hostnet (hostNetName [, hostNetName]...)] | |
[hostnp(hostNamePattern [, hostNamePattern]...)1} |
[{gid|uid|xgid|xuid}(accessor [,accessor]...])] ...

% T HOST. GHOST. HOSTNET 1 HOSTNP 2§, i HALL IR

{authorize|auth} {HOST|GHOST|HOSTNET|HOSTNP} stationName
[{access|deniedaccess}(accessType)] \
service({serviceName|serviceNumber|serviceNumberRange}) \
{ gid | uid | xgid | xuid}(accessor [,accessor...]) ...

XTI HARSE, %A BAT L %K

{authorize|auth} className resourceName |\
[{access|deniedaccess}(accessType)] \
[calendar(calendarName)] \

[{unix|nt}]\
[via (pgm ( program [,program]...))] |\
{ gid | uid | xgid | xuid}(accessor [,accessor...]) ...

access (accessType)

€ S ACL Access Control #1)& U M AP 4 H - 1% ACL RI R &
W) U5 1) 5 4% T 1R 05 ) BLRR

accessType
& RS ACL DT IR 2R, Bl s e 5 N

ER: R R 20 authorize iv4 I¥) access(accessType) Fl
deniedaccess(accessType) i1, NI CA Access Control Jj 4 %5 ({3
wr, WY SR, WIAE UACC U ) R EE B UACC 2R
TSR PRI BE U7 ) AR Ja8 1 i e ) U7 Tl A B

calendar(calendarName)

i 58 H T 2 U7 ) BURR R 1
className

& X resourceName FIT J& 112

deniedaccess(accessType)

B 28 NACL T 7 AP . NACL T] 48 5 415 4545 1 1 ) 351135 1)

KA.
accessType

TRE EHRLR T IOV R SR, B e A .
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AC I EE T 1Y selang fiv %>

gid (accessor [,accessor...])

5E S A MG FLRCE 5 AU R A4
ghost(ghostName [,ghostName]...)

TE XA AE BN FLV X TCP/IP RS (1) 15 I A PR ) = ALA
host(hostName [,hostName]...)

5 A AN HAE XS TCP/IP IR 55 HI U5 IR LB = A4L o
hostnet(hostNetName [,hostNetName]...)

SE N — AN B S AN S BN TCP/IP RS (7 1Rl A PR () HOSTNET
Ko

hostnp(hostNamePattern [,hostNamePattern]...)

TE AN AN Ll H BN TCP/IP IR SS1RI37 AL PR K] HOSTNP
Ko

nt
e g 2151 Windows H1IF R 4E ACL S INAE -
UK FILE 8 7L
resourceName
JE SCIEAEME L Access Control #1131 BE YL % o
service(serviceName| serviceNumber| serviceNumberRange)
S8 SCICVFA I AL i A2 LB B 55
serviceNumber [serviceNumberRange
€ SCHR 559 5 B T
FREuH, MR - GEART) J0RE, #ilin 1-99.
FR]: MRV I 0 1) 65535 2 [H].
stationName
FEFR I RZR PR E IR A4FK, W Tk :
m  HOST - FiA TARE 445K o
m  GHOST - il id ghost fir & E K 12 e A EHLALII A4 K

m  HOSTNET - i i 1P Hiuhik (1 — 41 #E AL RN UL BCAE 52 S BT
LR

m  HOSTNP - it 42 Fhi xE SR LA 2R
X T ICAEMRATI BN, LA IPva kg 2UFR 1P kv
tcpServiceName

F8 8 Bk How BV ) AL 1) CA Access Control TCP AR 451 5K

Yarie

73 %: selang iy 45



AC P15 1) selang fir 4>

uid (accessor [,accessor...])

58 S A MG FEBCE 5 BRI A

ATUMEH] * AR s
unix

FRAE AT ) UNIX HH R R GE ACL AN .

SUAESCHRF ACL ) UNIX SRS R R, HLOGE T T FILE 2P SR
via(pgm(programName [,programName]...))

NEAFFEP VIR 8 L — N E AT . via Z40n]$5 @ P 1 PACL
) —/N4H . programName B 45 5€ 0] LAVS 0)1Z R I FE T o
programName "] LA IBECTT . 1 RFET 5 PACL HIZ A4 HIL
i, U HEA BAKAE WAL EC I 4% H AL

W pgmName $5 %€ FIFE T 5 shell B4R 7E PROGRAM 25+ 5E X, T
CA Access Control ¥; A zh 61 @ PROGRAM il 5% LG HH A TR P .

xgid (accessor [,accessor...])

JE LA A AR E V7 AL PR R A4
xuid (accessor [,accessor...])

TE A AMEE A E V7 AR A P
. BB Angela BEHUCAE
PLF selang i 2 1AL H F' Angela S2HU5Z FILE %5
/projects/secrets L [ 3

auth FILE /projects/secrets xuid(Angela) access(read)
Bl ALEEAL Angela BB

PLR selang i AL A 7 Angela H CLEHUSZ FILE W55
/projects/secrets {4/ 1 3CAF:

auth FILE /projects/secrets xuid(Angela) access(read)
auth FILE /projects/secrets defaccess (none)
chres FILE /projects/secrets owner(nobody)

HER: 75 UNIX b, G SRS T SCORU R LA i P & 75 nl BARAT 3R
B IS B RTEAE (B 1s -1, 5% STAT _intercept BB & N 1.
A RTELME ., 1527 Reference Guide.
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AC M55 11 selang i 4

Bl A TR A R

PAF selang fir & A #Z AUV 41 RESEARCH (11T 47 1 3 % 5352 TERMINAL
TEUR tty10 PRY 1) 4y :

auth TERMINAL ttyl0 xgid(RESEARCH) access(read)
Bl AL Joe Fty LA

PLF selang fin 24 AU /7' Joe #5133 GFILE %Y secret_files T/ 4[]
A

auth GFILE secret files xuid(Joe) \
via(pgm(/bin/backup)) access(read)

XF T Windows i i, BLF Air 24554

auth GFILE secret files xuid(Joe) \
via(pgm(C:\WINDOWS\system32\ntbackup.exe)) access(read)

XL S AUAE Joe [T I BLPR AN H BEUEY) ACL B NACL i & 1IN A7

FEZE)-Y

authorize- g4 - M BEYEMIER U TRAXLER (p. 47)

authorize fiv% — W & Ui 1 & X4 Windows Y5 K17 M AR (p. 169)
chfile iy 2 - E ALK (p. 54)

chix]grp 1% - B ALEE (p. 60)

chres 4 - B R YRICK (p. 72)

chxJusr #r 4> - HSUH B YE (p. 87)

authorize- 174 — MHIFR T 1] 35 X} Windows % 5 1 U5 I AR (p. 171)

authorize- fir& - BRI B U7 i) AL FR

7E ACHREEFHEM

{ifi Fi| authorize- v 4 Mt I 1) Access Control 5113 (ACL) H I 4 15 1r) &
ER: S R T A Windows 38597, (HERAE T A5 i A

i
1T BAT 541 H authorize iy 2 AH R VT AR, 4 B84 H authorize-
meo

3. selang % 47



AC I35 T 1) selang fir &>

XFAFZREE, authorize- fir 2 HATAFIRIKE A XL
= TCP

= HOST. GHOST. HOSTNET I HOSTNP
w HABPTAR

X TCP 2R, A HA LUK

{authorize- |auth-} TCP tcpServiceName |\
{gid |uid |xgid |xuid } (accessorName [,accessorNamel...)\
[host (hostName [,hostName]...)]1 \
[ghost(ghostName [,ghostname]...)] |\
[hostnet (hostNetName [, hostNetName]...)] |\
[hostnp(hostNamePattern [, hostNamePattern]...)]

%fT- HOST. GHOST. HOSTNET 1 HOSTNP 2%, i d HALL PR

{authorize- |auth-} className stationName \
service({serviceName | serviceNumber |serviceNumberRange})

XTI FARSE, % A L%

{authorize- |auth-} className resourceName \
[{access- |deniedaccess-}]\
[calendar(calendarName)] \
{gid |uid |xgid |xuid } (accessorName [,accessorName]...)

access-
i 7€ i 4 NN B ACL (352 T U AR Hh =l NACL A B Uy il 2

W BEARTE 5 access- AR 2 deniedaccess-, N4 £ M-S ACL
R B U7 ) 3

calendar(calendarName)

I 5 0 U7 T AR 1 D
className

&3 resourceName JItJ& IS A FK o

deniedaccess-

FRE T NN BRI NACL HEZEFT U IR i ACL A bR Ui
B

gid (accessor [,accessor]...)

s AT PR A F I L. P SR A
i
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AC I EE T 1Y selang fiv %>

ghost(ghostName)

A€ GHOST KX R I 44 FR
host(hostName)

R E HOST Rt B A4 7K o
hostnet(hostNetName)

852 HOSTNET KX B 7K.
hostnp(hostNamePattern)

7€ HOSTNP &g SR
nt

i 7€ 275 M Windows 1 R 48 ACL HH IR 1E -

UK FILE 8 7L
resourceName

R E BB Access Control 12 I BEIFHC SR IV AR DU E — AN 3%
PR

service(serviceName| serviceNumber| serviceNumberRange)
& SCEE N ACL ISR AR 55«
stationName
FEFR I RIZR PR E IS A4FK, W Tk :
»  HOST - AN ARG A4 R
m  GHOST - Jil id ghost iy <75 172 b o SCIK LA AR -

m  HOSTNET - i i 1P il (1) — ZH Fe s AT UC R 2 i E ML
R o

»  HOSTNP - il i 44 B o A EHLAL A 7K
XS VEMNT AL, R E 1P HubEVE L .
serviceNumber [serviceNumberRange
SE SCHR 55 9 ' B T
FREuH, MR - GEAFT) J0kE, #ilin 1-99.
R EEERIE A 0 1) 65535 [
uid (accessor [,accessor]...)

& XA B AN EMER LA H AL . RTE S B 3 b A
TR

AL uid(*) 45 P BT -

selang 7% 49



AC JA3% N ) selang 4>

unix

i A1 A UNIX R R GE ACL I RS it .

AAESCRE ACL K] UNIX R 2%, HAGE M T FILE S8 fId sk
xgid (accessor [,accessor]...)

JE S A B MRS H LT e IS S B i 2 B i

/™ accessorName

xuid (accessor [,accessor]...)

FE XA A BRI H kgl A1Z 5 88 i
e

7~ MHIBR AN Uy el ST A R
DU a2 1] M BEVE /products/new FT A& SCAF ) ACL AT NACL fHIFR2H

research:

P
=
22y
>
&

auth- FILE /products/new xgid(research)

research 21 HLAE ELAT XS SO BRI U7 i) BB

Eg%‘a@:

authorize iy - 5 E X TEYR V5 IALBE (p. 43)

authorize ﬁﬁ/\ — WCE Vi & X Windows B 5 17 R AR (p. 169)
authorlze i % — MR U 18] % Windows BEY5 ) U5 R BLPR (p. 171)
chfile T4 ﬂﬂaﬁzﬂﬂji(p 54)

ch[x]grp un 2 - el E Pk (p. 60)

chres it %> Tlﬁﬂﬁﬁifldi (p. 72)

ch[x]usr fv2> - B - EYE (p. 87)

check 74> - B %2 F 7 U7 I AU BR

TE ACH B HHER

1 check fir 4 PTAf 2 F ™ S AT RS BEUR DT BB o A& ]
ARAEGEIRIKT ACL ANER IV i & PR A Uy AR . ERE, A SHF
PACL; R, "EAFRUI 2 7 m] LIS b s R P U ) B il

HE: seos KU, %A A H. < PACLITEANG R, 1HSHIE
T EAVE RGN (i B P15 ) .

50 selang Z*%15r



AC FREE T 1) selang fiv 4>

AU, AL MR AR E 3G X BE I AA 298 AL
-

n  IZ T A RS B A SERVER JE M.
n B HA ADMIN JE 1.

AR SRV (5w
check className resourceName uid(userName) access(authority)
access(authority)
58 SCEy H uid SRR U ) 2R A AR U5 ) SRR
A R R TG A RO
className
5E X resourceName JT & 11254
resourceName
5E U PR HR
uid(userName)

E X HEIGFH A resourceName 11137 Rl AP 1] CA Access Control ]/
14 FK

Bl B P RE BA BRI EVT FAR

;cﬁﬁﬂzﬂ%)i' Alain 275 BATXY file ZEIFEUR testfile 5 AR, A
PL R fin %

check FILE /testfile uid(Alain) access(w)

ZAm A P LA 7l H 2 B 7 Alain BA S R 28 S0 15 AR,
Ij'j Alain & IR T A & -

Access to FILE /testfile GRANTED
Stage: Resource OWNER check

checklogin 74 - iR S XER

TE ACH B HHER

i checklogin i< RTAfAE I IR SRARR 1 ity ZEEA T 38 A 7 A
Lo A5 it EEEAT A s A

FERE: seos KMIF, ZmAAn]H,

% 3%: selang iy 51



AC I35 T 1) selang fir &>

AU, AL MR AR E 3G X BE I AA 298 AL
-

n  IZ T A RS B A SERVER JE M.
n B HA ADMIN JE 1.

I 2 L F g
checklogin userName [password(password)] [terminal(terminalName)]
password(password)

(ATiE) & NAEC A HI S/ A7 ), CA Access Control ZEARPE 4T &
20 B B FE i A A 1) 250

userName
T SCELIRAIE G SR AR R T T IR 4 R
terminal(terminalName)

(A& & %0, CA Access Control H x0T Higb 4746 2 AR e H A2
15 HAT IZ 2 it 6 SR AL

Bl WP RERAEFE

;cﬁﬁmﬂ%)i' Frank +& 534 M i mutra &% 3 localhost WIRLFR, 17
N

checklogin Frank terminal(mutra)

DL fir 25 L B 7 Frank 7] LA 2355 mutra 2% 3] =41 winsome

(localhost):

Login by USER frank to host winsome is GRANTED
Stage: Resource class global universal access

FEISUF Y Frank 2569, 35 ANLL R v 4

checklogin frank password(111) terminal(localhost)

BRI CA Access Control 4 R H IR B W 56 UE FH )7 Frank (13505, 15 %0
AN A4

so class+(PASSWORD) (localhost)
checklogin frank password(moonshine) terminal(tack)

ik so Al e H AR A A
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AC FREE T 1) selang fiv 4>

checkpwd ir4> - R 25 2555 3 M P

7E AC FRBE AR
] checkpwd iy &6 £ ] F 8 00 /& 75 N ST N o XA 2 AN B0
R

PAFHZ a4, 02 HA ADMIN JE&PE B .

Fi MR CA Access Control 25 hE K )42 52 BV A1 206 Fr 0 .
IR, KRR R R B

Changing userName's password is permitted.

LI OB S (EEACR T A R T N PR TEPSY:

Changing userName's password is denied.
denied reason

b denied_reason & A ik 1 S R 2R A U
il

Changing JDoe's password is denied.
Too few lowercase letters in password.

denied_reason 1 F 5 R SR MU S — N . il dn, i S A ik
R, HZEMWERE AR, NS R 2 L

ER: seos KU, =S ATTH. ARBEH G EARE L, HS
B3 ] RS R R BE I (i et BPEETE ) o

LA LL A%

checkpwd userName password(newPassword)

userName
$5 5E EA A HOPr 2 64 (K] CA Access Control H F [ 44 Fk o
password(newPassword)

g B A Y .

>
>

b
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chfile 72> - IBHCCHFER

£ ACHIRHHER

i H chfile. editfile I newfile iy 4 1] LAALHE FILE S8 idx. ixut
a5 AHIE], AXAE AR 7 A AN A

» chfile Y& 0] 2L FILE B8P (1) — AN Z Ml sk .

n  editfile Ay 1] QY A2 FILE 8 [ — Ak 2 AN 5%,

»  newfile fiy4 A £Y/& FILE R [ — R Md k.

=
o~
=4

HER: A e T A, HBA7 77 AR

BN I MU T FILE RGN SCR e %, A AU Z SO %
IR . CA Access Control ¥ #H4T R oIk Ar, BHENLE FHIE&ME2—NH
1k

1. % EAT ADMIN B4

2. RUPICSEAARE A TEE N, %41 H A GROUP-ADMIN J&
ll'ﬁio

3. BHOCER, ERIEMITAE .

4. 1BAE ADMIN 251 (1) FILE 0 3% [ ACL ' 25 CREATE (X} T newfile BY
editfile) B¢ MODIFY (%] chfile) i aALFR o

5. ¥ seos.ini LA HHIARC use_unix_file_owner B E K “yes”, M|
TR B SRR (RAFEAE T A HEAE R4 1) CA Access Control
& SCCAERD .

{{chfile|cf}|{editfile|ef}|{newfile|nf}} filename... \
[audit{none|all|success|failure}] \
[category[-](categoryName)] \

[comment (string) |comment-] \
[defaccess(accessAuthority)] \
[label(labelName) |label-] \
[level(number) |level-] \
[notify(mailAddress) |notify-] \
[gowner(groupName)1 \
[owner({userName|groupName})1 \
[restrictions( \
[days ({anyday |weekdays|{[mon] [tue] [wed] \
[thul [fri] [sat] [sun]}})] \
[time({anytime|startTime:endTime}) \
| restrictions-] \
[warning|warning-]
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audit{none]all|success|failure}
i 8 WML DT ) Ao Uy (e RN AT
= all - CA Access Control BEIC sk B IV 0], tHid sgAarill 2t AR &

BRI U5 ) 243K
m failure - CA Access Control i s Aar il 21 1) AR L 5 AT U7 1] 223K,
X BRI

= none - CA Access Control A i) H & U5 ANEATId 5% .

= success - CA Access Control iC 355 %8 Y5 A U7 [71] o

HE: B audit 34, E420HAT AUDITOR JE 1.
category(categoryName)

58 SCELAY PR 2h SCAF I 22 A 2R D sk AN R H 2R EGEE 5 408 )  (FF
CATEGORY ZHH5E ) &

W AE CATEGORY ZEANIEL B I 45 %€ category %1, CA Access Control
W SOHT A R SO E X HE, FE RIS CATEGORY 2R 1T,
SRR S AN
HEE: AXRL2FNEENTEAEE, HSHEH TERRERS
() (i sl B PEIER ) -

category-(categoryName)
MBEBEACF MR — D N2 MERZ A 222200, 1EH
Gl REAS I B o B Y
BT SR MR 4R € 1 24200, JGie CATEGORY 282 15 245 3))
176
HER: WSHUIAEE SO K N AT 2L

comment(string)
Wt 2005 255 NP AT REEC S AT BRI N B SOl k. 2R
AP PEL TS0, S| SR D PR ., PR
B s e SRR BT VR .

comment-
NS 5 I B R A A S
TR WS SO R N AT 2L

defaccess(accessAuthority)
P8 SCAF BRI VT BB o BRIA UG TR AL BRE #5271 SR SO0 i) ACBR
(RIAEART U 1) 2 (RIACRR AR FEANTESCAT ) Access Control F1 . ER
AV AR AR 38 FH T AR AR e b LRI P

A
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XftE
JE SO AR 2R A D HRE — A3 44

U SRAE A SO A2 R AL S N 21 FILE S8 AP e Fe P S e, 15 18
HIHE selang H SR VFIFAE AL RIE o 3 SCHCE e Mk, il
S SRS AN, TSR B 5 2 b SO 4

FER: WARRE T 244, CA Access Control ¥4 45 5E 1S4
Ir AL BB SCAFIC . WERAL SO A 24 1%, CA Access
Control ¥ it — 2 &, IR BEBIR ) N — A3t

gowner(groupName)

H+ CA Access Control 4145 A SCAFE KA « W e &4
T B I B A kR BN 2 A28 R PR A I A2 LRERE Ul ) 5C
P, N A 38 062 ST AN SZ BRI U AR - ST 4T
A UH 2] LU A BRSO d %o

label(labelName)

FEAE SECLABEL P E I % Ahr2E 7 a3 e 2 b ARy 52
LARFHMEFANWRE A LI 0 R R BHEL R 1
B AN ARRRE, AR MANME E I AR R A 1 AR

ER: ARZEEREANER, HS G TERERIE RSN (7
HEIER)

label-
IR AE SO s E SR 22 bR
ER: WSHAE SO
level(number)

N BRI KIRE ZRHN . WRIAS T 1A 255 Z A I 8EE . 4D
RULHT A B SRR T 220, WEBERR 2 e i

ER: ARZEINNHEAGER, HS G TERSRE RSN (7
FEPEIEIT) o

level-
FH.1I- CA Access Control X B YR AT 22 A A 7
EER: WSEUEBSOE RN 2L
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notify(mailAddress)
HENZ B SR ARR PRI Vi 1), #4578 CA Access Control &
IRTEENTH R o AT 44 FH B A BB A bk B A 2 ) ey
Al CaniRagsE 17ald) .
SRS M RGOGENIN, A BEATEA TR SR Ak 21 b
R HIERT, BRI T H SR h RS IE
RO LA I, HR AR S % H S5 AN Rzl %
TE N R AL L W 6 55, LIRS JE TR G4 1) R 28454
[R5 0] S A i 1
JER: 30 MERF.
HE: AXRIEREE FOCKIE R, ESMEH TERERER
G (it BT ) o

notify-
FRELE CA Access Control 4% 1 X1 & P ARER 1) S 1R 7 n) AL PR sf AN
BENERTA
EE: WS SO RN AR

owner(Name)

K CA Access Control Hl /™ 8RR & N SCAFC SR INPTAT # o WIERSCAFL
SKITH R 2 00 | AR BN 2 4 IS BURAE L AL ARERS U n) ST
P MR PTAT 2SI AN S BRI U5 AR - SCPFI AT
G2 T LUSEH NI R S >k

restrictions(days(dayData) time(timeData))

e P AT LAAE — JA IR J LR B AL — R R J LA 2N g i) SCA
WIERAA WS days Z MR E time S5, I [A] BRAPHEE N H Tdsgh 2
AR AT TAE H 7R E . WA 0 time 146 E days, W H IR
PR N Tl sk S8 AR ISR PR, an SRIFINE € T days
M time, WA HBEAEFR & H I B04E € I TR BE A U7 0] BRS¢
days(dayData)

feE P T LAy i SCAE H . days 28004 R 811244

- anyday - #Z TAEARAAT— R U5 ) SCAFIIALRR .

- weekdays - % 7 R/ TAEH CRE—2 2 1) Ui %
IR -

- mon tue wed thu fri sat sun - % 17 K BE4E TR & H WV5 0] % U5 )
BB . AT DASATA P4 2 H . Widq e 24~ H i,
T A8 2k BlE 5 4 B 25 H .

VS
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time(timeData)
i€ FH P o] LAy [l ST 1B . time ZEATAE ] R 211544
- anytime - £ TAE— R HATAAT IR A D7 ] 92 U5 ARACRR

- startTime:endTime - %7 REALEFE R I 8] B N 5 ) 28 U5 IR AL
f. startTime Fl endTime (145350 hhmm, I hh 2R
F 24 /NI R RVERIZNE (00 2 23) 1) mm 258 (00 &
59) . VIR, 2400 2 BN . StartTime W20/ T
endTime, Jf HIXPHANIS ) DAIAE[A]— Ko 1 S £ 15 b #
PR T AR BT X, TR e 8¢ i P10 T 2 P T AR 5 o s i) 2
e oAy 25 ] F) Kb T 2% A I I 1) Sfe R I TR . T, T SR AL PR
AL T AL Zem s T A2, A, ERir A B 8:00 2
T/ 5:00 LEISAZHLY) 0] 283, 1548 € 5 TH] (1100:2000).

BR -
IR0 B S5 T e 0 R BT A PR o
ER: WSHNAEBEOLR AR
warning
R SR R
warning-
SR H 2 A
7Bl 30 ST T AR BR FR 161 DA BR A R 1 2 ST
SRR fete/passwd SCAFIRIT I ACRR BRI 4 BRE U F2 Z AME B A P
BB, iE R A LL R 4
chfile /etc/passwd defaccess(read) owner(root)
WIRF A AR A
»  EHA ADMIN JETE.
 EdE A e LT id Kk Jetc/passwd.
m 3K Jetc/passwd ) ACL T GAEAT 45 H
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T e T STAE R T AR PR 1 A 4 e )

FLFHIEXT /home/bob/secrets SCAFI VT ) AR,  H I RvF T & £ TAE

H ] 08:00 # 18:00 Vj [n] 3CAF, IEHMIALL T fig 2

newfile /home/bob/secrets defac(none) restrictions(d(weekdays) t(0800:1800))

WA AR 45 A

» B HEA ADMIN JE .

m  Bob #& CA Access Control F /7, 1fij H/& FILE 254 /home/ bob/secrets
R PT A

s RELAEXHE 3 H SRV A

LR AR T P U5 [l 45 32 H 5% (/home/bob) HH AR ST, 1575

UNIX 4 AL R4

newfile /home/bob/* defaccess(none)

fas o] LU LR iy 2 1E Windows S ATAH [H] (44 -

newfile %userprofile%\* defaccess(none)

WA AR 45 A

B CEHE X F CA Access Control.

RS AR R 4

FEZRSE

authorize 72> - W E X R YEAT VI AR (p. 43)
rmfile 174 — MIER SCAFIC K (p. 122)

showfile fiy 2 — W CAFJEYE (p. 136)

chfile #iy4 — 1B UNIX SCHF R (p. 156)
chfile fit% — & Windows S AF R E (p. 172)
ViAUR (3228 (p. 28)

>
>

b
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chixldrp fr4 - B4 B M

7E AC T EEHH R

{# H % chgrp. chxgrp. editgrp. editxgrp. newgrp 1 newxgrp 1] LLEE
ce a1 JE T, BT PALE CA Access Control BidE e R A2l (g b 2)
XA S HA R S, BART

m  chgrp—cg

m  chxgrp—cxg

m  editgrp—eg

m  editxgrp—exg

= newgrp—ng

B Newxgrp—nxg

XL MG E], SOV FAELL R 5 AT P AN -

m chgrp. editgrp Fil newgr fir % H] LLAL B GROUP P fid k. iX iy
A H T B8 XS Ak A P A7 8 9K ) CA Access Control 2. 31X
L6y 42 TR 22 S R

m  chgrp iy & 1] 24 GROUP KR Hp 1) —ANERZ Ml %

w  editgrp 12 W] QY254 GROUP ZEH [l — a2 AN d % .

m  newgrp 113 1] /& GROUP 2K i — A ek Z ANl k.

HR: XA R T A IR, B X FAA

m  chxgrp. editxgrp Fl newxgrp i 2 1] AL FE XGROUP ZEF [id 5%, IX
L6 iy 4 F T A 8 /e Al HH P A it vh o€ LI CA Access Control
Ho eI ZERLT:

» chxgrp v 1 £2C XGROUP ZH [ — ANk Z AN 05k o
m editxgrp 172 ] 2Y#E 201524 XGROUP 2R [ — N ELZ AN id %
m  newxgrp 2 ] 2/ XGROUP ZEH ) — ANl 2 AN id ok .

E

B EHEHT ) CA Access Control 4, 2 /D & R4 52—
s & HF ADMIN JE 1,

= {F ADMIN 2111 GROUP B, XGROUP it 3% 1] Access Control %1)3¢ 71 Ay
153 T B ERR .
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TR INEAE 4], F DB A&
14 H. A5 ADMIN J& 1k
AL AR B GROUP-ADMIN J& 2k [ 2030 [ N

[ ]

e
e
sact
=
3
it
¢

= £ ADMIN ZH1[1) GROUP B, XGROUP ' 3% 1Y) Access Control %1)3 1
O T8 CoFF chix]lgrp) B @ G T edit[x]grp) FLBR .

{{chgrp|cg}|{chxgrp|cxg}|{editgrp|eg}|{editxgrp|exg}|{newgrp|ng}|{newxgrp|nxg
}} groupName ...
[{admin | admin-}] \
[audit(none|all|success|failure|loginsuccess|loginfail|trace|interactive)
|audit-] \
[{auditor | auditor-}] \
[comment (string) |comment-] \
[expire[ (mm/dd/yy[yyl@hh:mm])]|expire-]1 \
[gowner(groupName)] \
[homedir(fullPath|nohomedir)] \
[inactive(numInactiveDays) |inactive-] \
[maxlogins (maximumNumberOfLogins) |[maxlogins-] \
[mem(groupName) | mem+(groupName) |mem- (groupName) 1\
[name('fullName')] \
[nt[ (comment(comment)) ]
[{operator | operator-}] \
[owner (userName|groupName)] \
[parent(groupName) |parent-] \
[password( \
[history(numberStoredPasswords) |history-] \
[interval(maximumPasswordChangeInterval) |interval-] \
[min_life(minimumPasswordChangeInterval)|min life-] \
[rules( \
[alpha(minimumAlphaCharacters)] \
[alphanum(minimumAlphanumericCharacters)] \
[bidirectional|bidirectional-] \
[grace(numberOfGraceLogins)] \
[min_len(minimumPasswordLength)] \
[max_len(maximumPasswordLength)] \
[lowercase(minimumLowercaseCharacters)] \
[max_rep(maxRepetitiveCharacters)] \
[namechk|namechk-] \
[numeric(minimumNumericCharacters)] \
[oldpwchk|oldpwchk-] \
[special (minimumSpecialCharacters)] \
[uppercase(minimumUppercaseCharacters)] \
[use dbdict|use dbdict-] \
)|rules-1 \
1A

Yors
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[pmdb (PolicyModelName) |pmdb-] \
[{pwmanager | pwmanager-}] \
[restrictions( \
[days ({anyday |weekdays|{[mon] [tue] [wed] \
[thul [fri] [sat] [sun]}})] \
[time(anytime|startTime:endTime) \
| restrictions-] \
[resume[ (mm/dd/yy[yy]l[@hh:mm])]|resume-] \
[{server | server-}1 \
[shellprog(fullPath)] \
[supgroup(superiorGroup) |supgroup-1 \
[suspend[ (mm/dd/yy[yy][@hh:mm])]|suspend-]1 \
Lunix[( \
[appl(quotedString) ] \
[groupid(groupidNumber)] \
[userlist(userName...)] \
)11\

FMBR B A5 e SOBPERE RSB IE, SN JETE, i SRR - R
) B () CEREFEES) .

EE: HAEAHERE S, EIANSEA . Bl E 41
ANGE KA
admin

J e ADMIN JE 1. FTfE4]l B4 ADMIN JEPEIH - vl Dok s A
% audit ZELLANITA SE T selang v 2. #5045 BT ADMIN
JE A fiefd ) admin 40,

admin-

M F IES: ADMIN JE . (CA Access Control AJTfiff 42 /b—ANH 1
HA5 ADMIN J&tE. )

AR IS new[x]grp v & — A o
audit(mode)

FIIF &2 PIRERH % . AN none. ally success. failure.
loginsuccess. loginfail. trace. interactive.

HH%-
KA 2 I PR ER %
auditor

4153l AUDITOR J& . Jir/E41 AT AUDITOR Ja& 1 i H 7 ml LB A%
R THIRIME R, I HAEW & 7510 5K FE CA Access Control HZHUKE
A TR RS B R X TR 52 CA Access Control -fR47 %8 U5 A 5 1] A A2
WG ERITT R . BRI T HA AUDITOR J& ML H - AR el
G, WS RIGHTEWNEBIERRN (i 55D -
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auditor-
M s INBR AUDITOR J& 1 -
A B E S new[x]grp SR

comment(string)
) ALk N 2 4 255 NP REEC AT R TR AT R
AR A A PSS, RGBT R G, TR
H B e LR VS DDA A LA 545 £
ER: G, Hadsk 128 MR

comment-

ML P R R AT (R o 25U chgrp BL editgrp
A A —iE A

expire(date)
WCE A S R I E . SRR HIWH, S H P AR g%
I, H Pk S S r R R P 2E s, kS8 P RS I
e HSEOE R TRCE SO
FHT 1 s U o 2038 A AT S i) [a) «
mm/dd/yy [yyl[@HH:MM]. “F43 0] DL 2 75088 4 A7 5.
R ANREE A S H R E resume S0 A A #IR0H Fad
Ko Wl expire- 240k 5 H I I A il .

expire-
T newgrp 74, ‘© o XA EAT A H AR 0K F o XFT chgrp
editgrp W%, EMH PR S MBI H . %S EUGEH TR E S
-4

gowner(groupName)
#+ CA Access Control Hl e dl iz WA I KM fae 2144
B, i SRR AR, AT EGE S A . WA
B I A% S E, B4l KT .

grace(numberOfGracelogins)
WCEACHAT P 2 00 VT I RS IR B D SRS S IR B 20 T- 0
1255 Z [i). dXF) RS KR EUE, K4 Ui RS, HFHA
P R R DR R . A R E NS, H
FUEAREE . %S EUE R THCE SO .

grace-

BRI FE PR SR B . %SNS cherp BX editgrp AT & — i .
BB HAGE TR E SR

VS
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groupName
feE N LA BB A A . T4 new[x]grp, RN
AL EME—IR], JF AT A A, AN ]
DAL [R]— 24 K

history
TRE CAE IS A H o T UMEH history- MR D7 52 ad sk 3

homedir(fullPath|nohomedir)
faE P H e ik it . W E e ARl gegi 2, W)
groupName Y4 EH: 2 ¥8 € M2 . W FE 2 nohomedir, NIAE H3)
WHE T H3%.

inactive(numlinactiveDays)
fRELE RGO H P SO AR SRS Z BT A R E . a3
GREN, HPEERER . S HOGEH TRE 4l
4 numinactiveDays i N 1IEAEEERE . WK inactive B N, &K
REAEH inactive- Z2EUAHIA] .
HEE: s, AbddEmEsh . EPOIEARESIH S, 2
ZCRE R ) I TR A s TR AR AT LA

JEESD-
K HPRES AATEB BE SO G B S8 chgrp BL editgrp fip
L. ZSEAGEMH TECE S

interval(maximumPasswordChangelnterval)
WCE AT W o U S 2 J5 BAE R GEHE s H P i N5 55 i 2
S RIRE N IEREEEE . IR TA) 5 R 22 ] 4% FH 20 1R 5 i ) (1)
[RIREAG 7Y, IXKE, B EAST I, AL setoptions iy 4 % & 1]
BRI o ANk 22 4 SESRAR IR F P 6 Ik ) 1] o8 150 B 0 %
TE 5 € B R BT, CA Access Control 538 21 FH P 24 5 1655 2 211
FH P AT SZ RSB 2 Ay, ok AT H IH 350, 1 3805k 21 55 PR & S ICEK
IR e BRES I EUG , BAELEH U5 R RS, A 2GR
WA LG EERT S . S HE TRl SO

interval-
O 2 PRy B R b TR TR B 1A e an SR EDOVH K ASE T P ad s b AT Aip
fHo W, FAH setoptions 2B E KIBIME. %ZEIN 5 chgrp
5% editgrp M & —RAEH . ZSEOOCEH TECE R4
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maxlogins(maximumNumberOfLogins)
TCE Al R S Sk i 2 it 0 () (HK M n] Al T
R &S . MR ARIREIZSE, B Ok TP R
fio AW, B2 REREREE . ZSH00EH THE 4.
HER: WY maxlogins W H A 1, WITLVEIZIT selang. 2K
CA Access Control, ¥ maxlogins 1% & 5 SO K+ 1 1ME, ARG FHR
J& J) CA Access Control.

maxlogins-
MBRAL I KGR E . WERARTRE %S, Rl Pl i)
R, BN, FAAHREREREE. 1ZSHS chgrp 5L
editgrp v % HAEH . ZSEGEH TRCE SO .
mem(GroupName) | mem+(GroupName)
Bl gl (aF41) ¥R ing CA Access Control 141, A1 CLAE CA
Access Control H1 52 X T & A 4l (GroupName). TR ZIRINZ /N il
M, WHHIESRAE. MRALEEER, WH5 5B e,
HE: ZRA PR IMBEINRA, A join[x] drd.
IR TN 3 H T A A
mem-(GroupName)
MAZAA MR A4 . 20 CAE CA Access Control 58 X T il i 41
(GroupName). W EMERZ AR 4], TEHE S Edl4. widl
HAE N, EHTI SR ETIE.
HER: 2O P A TBAMIBR, 5 joinx]- dr 4.
IR TN 3 T A
min_life(minimumPasswordChangelnterval)

TESCVFH P PR B3 2 BT b I 2 il i) e /D R B 1S 3UGE H
T E S

min_life-
MR min_life 5 . WA ARIEEZSE, HAHP X RE T
min_life 240, WPEAEHIZH P dsk . &), KAl 4R
min_life (X & . %S EN S chgrp ¢ editgrp S — &R . 1ZSH
ANGE 1 & SR .

name(fullname)

TREAR Y. MANRZN A7 D PR PR AR e RPAT
P B AR5, RS S R A AT R S TR

A
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nt(nt-group-attributes)

N3E T Windows)  [r]ASHl Windows R4 s N4l e X, 888 Bk
Hrmdie 2.

comment(‘comment')

REERE T RS INBIA A S o AR LART ) il sids o 1 VR 5
FEER, UBEAL R E BB 75 AR LA A A

comment & T RHUCT-FAT Y, S0 255 AT MR
WEAEATERG, TG SRR PR SR .

operator

Jy2H 53 Hic OPERATOR J&1. FTLE41 245 OPERATOR J& M: ) H - mf LA
B H B P i T R S, IEXT CA Access Control & LI T X
PR SRR .

e LA & MR R I8 i LUAT ] secons iy & IR T AL, A %
secons SLHREF LG B, HSW (25758) -

operator-
MK IHER OPERATOR JE .
e S E S new(x]grp fr I A
owner(Name)

H+ CA Access Control H P skl 45 e M AIC s A 3 . WIS 4l
BEAE I HAWAZSH, WIS EIEE . ARG R, 1HS
b 38 TS RIBRAE R (i b B PETE R)

parent(groupName)

P I CA Access Control 2l Fi @ WAL KLU . AR TR ARINTE
A5 R, WESHEHTENEERREN (Gl 55 ) .

/\Iﬁ-

MBS A H 2 B R . %S E Y chgrp X editgrp iy & —iiZ
i H .

password
LA Ci VeI PRI
password-

WA i 4L ) i i 22
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pmdb(PolicyModelName)

e M2 A Pl 9 H sepass B CSCAS s I K T 2 R AL 3k 45
i 58 H SRS A . i\ PMDB 1) 564 FRUE 44 7R o

FNHG R IL B AE seos.ini [1) [seos] #77 [¥] parent_pmd Y passwd_pmd
Frac e SCHSRIAR Y o % S HE T SR

pmdb-

MALE s INER PMDB JEPE. %S EN S chgrp B editgrp fiT &z
. ZSEGER TRCE 4.

pwmanager

H 3 IE PWMANAGER JEME . B/ dl HA s M1 Rk B o] DL S X508
PR . HREAE R, ESHEH TENEERS
1 (G el BT o

pwmanager-
ML E 5% PR PWMANAGER J& 1k o
ANRERF S H S new(x]grp fiv & — LA .
restrictions(days(dayData) time(timeData))
T A 53 AT AAE— J ARRIR T LR RA B — R RIS LA NI s R 4

WISRAEH 8k, BRI 2, CA Access Control AN 5l H
B RS Hobh, G REIAEH THUGCEEAEN; H P rl AT A i
izAT e e e . ZSEUE R THCE /41

VS
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R days ZHOMIRE time 280 W R] BRI N A Tidskh 2
AR AR AR H 7 IR WIERAWS time 195 E days, W FIYIER
HRE N ] F g sk b 2 H AR AT IR TR PR W R AN 6 5E days A1
time, W SRVFALR SAAESR &€ H YIRS 52 I 18] Be Ui 7] R 4¢

days(dayData)
e P LSRRG H M. days ZE R R8540
- anyday - OV AT G 5%
- weekdays - (Y LV E AR H CRII— 221D Tk,
- mon tue wed thu fri sat sun - H RV ERR 2 H IS5

T DAZAEAT R E H . WRIRE 2 A H, A=
1% BGE 5 73 B 4 H

time(timeData)
FREH P LB R RSN R B . time S0l R4 TS 4L:
- anytime - SCVFH 7 AE— R AT AR IS T) 65 ¢

- startTime:endTime - L 0 VFH F AR Fg 58 I TR) BOE 5K
startTime F endTime A& X390 hhmm, b hh 2R H 24
NI R ZRYE IR /M) (00 A2 23) 5 1l mm J& 43k (00 £ 59) .
THVERL, 2400 2 AN EME . W2k endTime 5& /N T
startTime AT, WAIZE B DI KRR B G. 7
), AEIA R i TR B AR [l — H o
YEE: CA Access Control {i JH Ab B %8 B 7647 B IS X o iR
P AEALT 55 Ab B AR AN [RII [X 1 2o b 8ok, IBA 20K B A
REEEN .

PR -

M s A B BRAE AT BRABURT 7 65 s RGERTRE T IR W RORSR &
BSHL JHER sk PR T restrictions 28, #HAEH Al s
. %SNS chgrp B editgrp fy& A . XS HAUEN T
M B S

resume(date)

Ja il k45 e HEE S EEE I Pl s FH RIS U H AT (]
W) WAl mm /dd/yy[@HH:MM].

IR [F 45 52 suspend S0 resume 240, E HI L A/EEER H
W2 5. RN date, WIAEHAT chgrp fr 2B SL RIS . A1
KUEAE S, WS WIEH TEMWEIEREN (G EHIERH) - %
SHANIE H TR E S
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resume-
A T BRI H AN TR AR eAERD o Bk, P EPEIR
SIS AR BHECh . 1ZZ ALY chgrp 5L editgrp fiTd
A ZZEAGET TR E SR
N
R S L
alpha(minimumAlIphaCharacters)
B/ PRSP
alphanum(minimumAlphanumericCharacters)
R FATHL
bidirectional | bidirectional-

P8 R U A . S E ) SR s, oA
BRGNS, R AR A B SC . 3P D ] AT A b R T H 5%
i CERSJsids®) AT B I bR . 2 FHOOU ) s i
ST B ) A P Sl o, IF H IV IH 3R

R DU sl sk E N L 1 OKRIMME, A Refi % IhRE.
ER: £ UNIX L, ENIURK AL E % & passwd_format 13 H
NT, A sefd Hliz2hhe.

BEEP ! WK seos.ini X Frid“passwd_format” ([passwd]
O R R ANT”, 418 F selang 612 H 7 I 425048 H “native”
LI A “unix”) o 0.

nu uSr 1026 native password(uSr 1026)

FEh, IR IETEARRIAEE GIASZ unix 5D T TAE, Wik
env native
chusr usr_1 password(mypassword)

min_len(minimumPasswordLength)
BN K

max_len(maximumPasswordLength)
PN LRS-

lowercase(minimumLowercaseCharacters)

DN TR

i =z
A
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max_rep(maximumRepetitiveCharacters)
REHEE T
namechk|namechk-
AR 4 kA A 0
numeric(minimumNumericCharacters)
BT
oldpwchk| oldpwchk-
AR [H 3 i A A A
HER: AUAE Unix Fl Linux #:1E R4 AL
special(minimumSpecialCharacters)
IR T AT EL
uppercase(minimumUppercaseCharacters)
KRG FRE TR
use_dbdict|use_dbdict-

WE MM, use_dbdict ¥ibrid BN db, FK IS CA
Access Control 4 22 (11 ¥R a] BEAT LE . use_dbdict- ¥ P AR 1N
BEE N file FFHRHELE UNIX 1] seos.ini 3CA8% Windows [¥)
Windows 5 M58 H Fi e 10 SR A 3 6

server

H# SERVER JE ML E R on” s WA 41T 7 (/40 R A5 SERVER J&
P, AR VEARER 2480 S 32 AT R v ) HL A P AL . R
aifE 5, ESWEH TENEERRN (Gl EHERE) .

server-
% SERVER J& ML ¥ & 4 “off”.
ANBEW B new[x]grp v &2 .
shellprog(fullPath)

feEEH P A H login B4 su iy & J5 BT IR FE TR shell 58 $4 %
5. FullPath &7 B F 45

supgroup(Group’sSuperiorGroup)

fREBHA (R4 .
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suspend(date)

Rl (AR B AR b 3T e Lo AU # U
HIWA (k) IsE): mm /dd/yy[@HH:MM] .

H P ARREA FHEER I Pk 5 8 R 5. WRTRE date, WAE R E
) H I Fd sk . Wik date, WIAEFRAT chgrp v & I 37 B £
EH P Ids. S HAUEH TR E SO

suspend-

M e sk s BREEE H ], IR A IR MR AT SE s 3l O
HD o 228U chgrp B editgrp fr4 2 H] . S EOGEH] T
P B S

unix(groupidNumber)

(IGE T UNIXD 78 UNIX [ % & 41 g ek Gl 4l Cn SR AN AR

groupidNumber 5&— A>T . AREK4LIDFRE N E. WEZ
W& 1% £, CA Access Control ¥ & kB K UAT4L 1D, FHH4 %411 1D
WE AIZHT . CA Access Control 7E— VRN NG 2 AN 2L i LA )
Jr NG ID G5 seos.ini SCEFHH I AR IR AllowedGidRange 1] E
SR AT

userlist(userName)

MU B . UserName & —/ NN UNIX FH P IR 4. TR
ZANH I, TEHES B A 4. KT chgrp A editgrp iy
4, EBEAbE 2 1 R 3 A ZEKE 5 0 1 A AL e ST i 1 4138

7~

F P Bob 75 BLK AL 41 Sales HACZH AN BT 41 )\ ACCOUNTS S 25y
PAYROLL.

chxgrp Sales parent(PAYROLL) owner(PAYROLL)

H P Adminl #5564 projectB 15X 41 M\ divisionA FE 254 divisionB,
JHKs 41 RESEARCH Fi8 & 8 T A7 -

Adminl B.f5 ADMIN J& 1.

chxgrp projectB parent(divisionB) owner(RESEARCH)

VS
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w  EIH sally A MER E H KA R E S NewEmployee [ shell
TP Ut B o
Sally /& NewEmployee [T H % -
editgrp NewEmployee homedir() shellprog()

n ) Adminl #2241 ProjectA ¥R Ik 41 RESEARCH 1141, FI )
Adminl ¥4k ProjectA 4T % .
Admin1l E.A5 ADMIN J& .
R A owner(Adminl).

newgrp ProjectA parent(RESEARCH)
Egﬁta:

join[x] T4 — B AN A AL (p. 115)
join[x]- iy & — ML HER T (p. 118)
rm[x]grp @2 — MIBRALICK (p. 123)
show(x]grp fiT % — S nAUETE (p. 138)
chgrp 114 — &% UNIX 41 (p. 157)

chgrp T4 — 15 Windows 41 (p. 173)

chres fiy2 - (BRIR LT

FE ACHRBEHH R

fiF] chres. editres Il newres 774, 1] LLALFEJE T CA Access Control 28
PIB Rl sk XEem A g5t R, AAE LR 5 1A A A :

m chres iy & W] 20— N BR

» editres Wiy ] @Y L B2 A YR

m  newres i1 2 1] gY@ — N2 A TR

VE: W FFEELLE T A Windows SR, (HERAE 7 X/ A
7],

PUFH newres dr N IR, /D050 2 T A& —:

s YA ADMIN JE .

m  fEAE ADMIN ZEHP R R YR R0 3 1 ACL H BAT B EARR o

n U1 seos.ini U HRIFRIC use_unix_file_owner BEE N yes, NI UNIX
W SCAE BT T DL S CA Access Control [T 225
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Ffi H chres Y editres fiy2 8 Ik BE SO YR, A ZIAHZ B YR 2 A A2 1
R . CA Access Control ¥ 42 B LR P46 2 2 59 A2 N AT R — N4
o

1. % HEA ADMIN J& 14 .

2. WO VS HE N, BEIZ4+ B GROUP-ADMIN J&
e

3. BRERIATHE.

4. £ ADMIN & ¥ P20 5% K] Access Control #1183 Hic 114
2 COFF chres) B BIZE (6T editres) ALFR.

ER: BWEA BN KE N 255 N AT PR/,

NRAIH TIEH T LMEH] chres. editres Al newres iy & PR AN 2K

Ry S 4L

e Bt
#H HJs categ comm defacc lab lev noti own restrictio warni Hfih
% ory ent ess el el fy er ns[-] ng
ACVAR X X VARIABLE
_TYPE.
VARIABLE
_ VALUE
ADMIN X X X X X X X X X X X
CALENDAR X X
CATEGORY X X
CONNECT x X X X X X X X X X X
CONTAINE x X X X X MEM
R
DOMAIN X X X X X X X X X X X MEM
FILE X X X X X X X X X X X
GFILE X X X X X X MEM
GHOST X X X X X X MEM
GSUDO X X X X MEM
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S Bt
% HJj categ comm defacc lab lev noti own restrictio warni I Aih
% ory ent ess el el fy er ns[] ng

GTERMINA x X X X X X MEM

L

HNODE X X X X X X X X X X X SUBSCRIB
ER.
POLICY

HOLIDAY X X X X X X X X X X DATES

HOST X X X X X X

HOSTNET «x X X X X MASK-
MATCH

HOSTNP X X X X X X

LOGINAPPL x X X X X X X X LOGINFLA
GS.
LOGINME
THOD.
LOGINPAT
H.
LOGINSEQ
UENCE

MFTERMIN x X X X X X X X X DAYTIME

AL

POLICY X X X X X X X X X X X SIGNATUR
E\
RULESET

PROCESS X X X X X X X X X X X

PROGRAM x X X X X X X X X X X TRUST

PWPOLICY X X

REGKEY X X X X X X X DAYTIME

REGVAL X X X X X X X DAYTIME
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e J& i
% HJj categ comm defacc lab lev noti own restrictio warni I Aih
% ory ent ess el el fy er ns[-] ng

RULESET X X X X X X X X X X X SIGNATUR
E\
CMD.
UNDOCM
D

SECFILE X X TRUST.
FLAGS

SECLABEL X X X X

SEOS X X X X X HOST

SPECIALPG X X

M

SUDO X X X X X X X X X X X TARGUID
PASSWOR
D

SURROGAT x X X X X X X X X X X

E

TCP X X X X X X X X X X

TERMINAL x X X X X X X X X X X

UACC X X X X X

USER-ATTR X X

USER-DIR  x X X
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{{chres|cr}|{editres|er}|{newres|nr}} className resourceName \
[ac_id(id)] \
[audit({none|all|success|failure})] \
[calendar[-](calendarName)] \
[category[-](categoryName)] \
[cmd+(selang command string)|cmd-]1 \

[comment (string) |comment-] \
[container[-](containerName)] \
[dates(time-period)] \
[dh dr{-|+}(dh dr)] \
[disable|disable-] \
[defaccess(accessAuthority)] \
[filepath(filePaths)] \
[flags[-|+](flagName)] \
[gacc(access-value)] \
[gowner(groupName)] \
[host (host-name) |host-] \
[label(labelName) |label-] \
[level(number) | level-] \
[mask(inetAddress) |match(inetAddress)] \
[mem(resourceName) |mem- (resourceName)] \
[node alias{-|+}(alias)] \
[node_ip{-[+}(ip)] \
[notify(mailAddress) |notify-] \
[of class(className)] \
[owner({userName | groupName})1l \
[{password | password-}] \
[policy(name(policy-name) {{deviation+|dev+}|{deviation-|dev-}})] \
[policy(name(policy-name) status(policy-status)
{updator|updated by} (user-name))] \
[{restrictions([days({anyday|weekdays|{[mon] [tue] [wed] \
[thul [fri] [sat] [sun]}})] \
[time({anytime|startTime:endTime}) \
|restrictions-}] \
[targuid(userName)] \
[trust | trust-] \
[value{+|-}(value)] \
[warning | warning-]

ac_id(id)

Syt 25 (HNODE X% ) & X ME— 1D, % ID B{R-A7AE A Hh CA Access

Control #4l5 A A1 DMS =, CA Access Control 1 1% ID #5~i{ HNODE,
NTITASE RS g s 1P HbE B 44 Bk TR B CAN 25 52 I = S SR 7 B D) s CA
Access Control 175 R] DLRR B i A4 o
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%

R SRy ) Fik . fRE A N @Rz —:

m all - CA Access Control BEICSKAZ AUV M) 223K, il sk AR LR
I IR 243

m failure - CA Access Control it sk ARSI AL VS 7] 2438 IX A2 ERIA
H .o

m  nhone - CA Access Control A~ i) H & 3045 NEE 5%

= success - CA Access Control 10 S5 PZAL 17 ] 223k

calendar(calendarName)

€ AT Unicenter TNG A I [H] B il /) Unicenter NSM H JJ7id5%. CA
Access Control 43 IX L5 G (17138 FUE 8 T R TA L, (HAX e
HHATERY . FREZAHPIN, 1 H & alE 5 400 H i 2485 .

calendar-(calendarName)

ME PPN — N ELZ S Unicenter TNG H sk, %S5
chres B¢ editres iy % — & .

category(categoryName [,categoryName...])
TR/ R TRe S0 - W =1 A a7 3 | B
U AE CATEGORY AN B Il 5 72 category 241, CA Access Control
B HUHEARE T B E X HaE, fE RIS CATEGORY 2K 1T,
SRR 2 BN S A0

category-(categoryName [,categoryName...])
MFEEAC I R — A A~ 420
T SR P IMBR € 1 22422800, JG18 CATEGORY 282 15 /215 3))
1. ZZEILY chres 5L editres iy % —#E AT H .

className

FE TR T B 2R I 440k, 281k CA Access Control JE X IF B35

2K, EAH find fr 4.

cmd+(selang_command_string)
Fif g RIS selang v 25138 . IXLE 2 H T-HESKmE a2 . 9l
an:

editres RULESET IIS5#02 cmd+("nr FILE /inetpub/* defaccess(none)
owner (nobody) ")

cmd-

M RULESET i %2 53 SRS 58 28 1w 2 1) ¢ .

Yarie
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comment(string)
¥ 2 h 255 N FFFR AR A R N B PRl sk . iR
Frep A EAT TSRS, I TR AR R T R . AT R
e S AT IE T4 5
HR: AT SUDO 2, AT H BATHRIIRI & o A7 955E X SUDO
WRINTFAE R, S W (G B BE75H: /7 UNIX) .
comment-
MR T MBRIERE . %S HNY chres BY editres fip &I .
container(containerName)
X3 CONTAINER X%, BI—Ff—f i) 441K
containerName &7 CONTAINER 215 X [1)—/MELZ 4~ CONTAINER
WCREMI TR T5E 2 CONTAINER INF, 358 25k BLE 540 Bl 44 7K
container-(containerName)

P PR AN 3% 4~ CONTAINER 1E53% . %S HUL 5 chres
5l editres fir & LA

dates(time-period)

JESCH P ABEE SR AN e AT B, W H . WsRaEE 2 AN
RIBG, 16 ZeAs o BRI e B A DA s X

mm/dd[/yy[yy]l][@hh:mm][-mm/dd]/[/yyl[yy]][@hh:mm]

WEARARSREF 0 (HERE 1990 F AT HIFEHN) » WIRIRIN ) Bl
H&—F— k1. ATLIRE A8 DU a0y, filtn. 98 5%
1998,

WER AR € AR ], WA — RGN T PO 5 WiRfe e
SEORESTR], DR — RIGE R R o N FIA s 0h
hh:mm, 4 hh JE K 24 /N ERIRVEFZNESE (00 %2 23) , 10 mm /&
78h (00 £ 59) .

R RIS R A RS (Flhn, 12/25@14:00-12/25@17:00) , Mg
& T HHAH (12/25), WMk H R FRral—30R .

W RARAT i 2 I BT A (RN DX 558 1 A A i PR B DA [i] 37 4 ) [) B e
B B A I ). B, WERISTEAZ), s R,
A 255 N 09/14/98@18:00-09/14/98@20:00. X 1] LARH 11 J ' £
WAZHLI R4 3:00 & R4 5:00 JEAT 8%
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defaccess([accessAuthority])
T8 SCH YR ERA T TIA PR o BRIADT i) A PR E B2 735 K Ui 1) YA
LEGEYS I ) $ 0 2 A (R AEART U ) 25 (PIBLRR o BN U ) B PR A 38
TR o WA o A 88005 ) BPR A PR 2K 1 S
LN R 2% accessAuthority, CA Access Control 73 it ba 17 i) AL B,
%7 A PR JE 7 UACC 2R AR PSR 1) 3k 1R UACC J@ 1tk i e
o

dh_dr{+|-}dh_dr)
8 SO i TR AEM IR ) 43 A 2CE A L

filepath(filePaths)
TE S — A SO A, H RN AN R AR
A HE S () 4rBE.

flags(flagName)
8 SCHMAT 2 FE 205 DA A T A 25 e 2 8IR A . WTHIAR A : Ctime.
Mtime. Mode. Size. Device. Inode. Crc Fll Own/All/None.

gacc(access-value)

AERE P R B AR T U 22 AT VT 1) 32 0R 97 (1. DT T K 5L
G

gowner(groupName)

#+ CA Access Control 4145 N P KT iRl Y4
T A R0 2 EhR B2 428 B R A L AL LLRES Uj 1] %%

s DNZH AT 38 0z PRAHAT AN SZ BRI U AR o TR YR 4
HHE WL DL AR R Il . ARFEAER, WESH (il
R : T UNIX) o

label(labelName)
RIS T ARG .
label-

MBEEAL R P IR 2 e hr2E. 12 RN chres B editres i 42
(U

level(number)
HBPILSKIRE Z R g . TERIA T 1M 255 Z 8] [ IE R4
level-

MBS MIBRAEAT 22 200 . 1ZZHUNY chres B editres i 4 — i
il

A
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mask (/Pv4-address) match (IPv4-address)

mask 1 match ZHEH T HOSTNET i 3%, /)% HOSTNET 1 3 i
WEEAT], JFH NSOl X R,

4 mask Al match — & 7] BLE S HOSTNET id s 8 i EHL4L
WA mask sk =L 1P HuREF AND 2B 1% T match Huhk,
HlAE HOSTNET 0 S 4 i 1

i, $5 5 mask(255.255.255.0) £l match(192.16.133.0) ZEHE EHLE
PR, TSzl ) P ik Ve fE 192.16.133.0 3] 192.16.133.255
Z |,

mask il match 2475 % IPv4 Huhik.

mem(resourceName)

R e G BHEA I BB . WER BN Z A AT, I HIE S 7
B EEAS A4 FK

AT LLKE mem S0 DR SR B AC sk AEH :
m  CONTAINER. %€ AR TR — R
m  GFILE. iZRALEE O ) Bl sk
m  GHOST. %R E CENA M TR
m  GSUDO. ZEH 5 Mm-S 4 Btiiidsg.
m  GTERMINAL. %005 E &4 1) B il ok o
m  GPOLICY. %A & U NS Tl R .
m  GHNODE. ZJEH 5 LENA MBI IR.
m  GDEPLOYMENT. %A 5 i SO i 22 (1) B I 5
i F mem Z3E0KAH N R L S s In B e 984, Bilan, B FILE idsg
AN E2E GFILE A .
EE: WK mem S50 T CONTAINER %, B AZALHE of class
DAZIELFE CA Access Control HH g SR o3 PR YR AN PR e . LG gt Be i
A, WA i, DN A E GRILE BEYR4L
newres GFILE myfiles
mem-(resourceName)
N YL M o i D R e T SR B 2 A B B, VA A
HOE S5 IR AR, SN chres 5L editres iy 2 — A H .
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node_alias{-|+}(alias)
7€ S UM 44 o
TH Ay i 0 44 52 44, CA Access Control 1] LU iy 2 SR & B iy
A RAE BT ) 44 B S5 S 5o

node_ip[-|+](ip)

SE SCENUR 1P Mk .y 2SR A BURT A 1] 1P stk DA R Sy 5 44 PR 51
JIT i 9 Ao

notify(mailAddress)

HENZ IR AR I IR B U7 W), {HFE7% CA Access Control &%
AR TERAH P4 P 0 E T IR bk s e A2 4 L
il CanSigE T .

AT H B AR GES BN, A BT A SR SR AR 2 b A
B ISR, AR T H St R B

FEICROBTLANE RN, S AR H S B A S ZIL k. A7 K07k
MEFRFZACKNGEE, WS (G g5/ /17 UNIX) .

TRV R AL A 28 0 X 3, DARHREAN T SRR T R (R R 52 AL
K30 7 223 W

T 30 NFER
notify-

FRIEAE TNV A B 5E AR I IR AN B AT N . ZSE S
chres ¥, editres iy 2 —#{# i .

of_class(className)
5 5 B mem S E073 %] CONTAINER 3055 R B
owner(Name)

H4 CA Access Control FH /7 sl 415 & A B sk A & i 3wt dsid
KT 5 12 0 e bR B8R 22 A28 B FR A L A2 LRE W 15 1n)
PRI, WZ T F % BRI A A2 BRI 07 AR . BRI T AT
Fn AT U R R s il & . ARG R, WS (G5
PEHEH: T UNIX) .

"
XFFSUDO 2K, F&E sesudo fiy & ity B R R HI 7 %0
CATE

I password 244, Uﬁ sesudo M AT UG P %M. %5
AN chres 5L editres iy — A . WIER LLHTARAEH password 2
2, WA LEMNHIZSEG

Yarie
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policy(name(namef#xx) status(status) updated_by(name)) |
policy(name(nametxx) deviation{+|-})

TEARFER P I T 7, JRfe e RS gh, EnT LA F
H FME A LR T AEAE NS 22 o BB SR IR A N 06 200 BB
updated_by JEVE. R B SCRBS IR I P AR5 5
HWCRAERT LR 2 —: Ok H. ciliE . cBuNisE. SRI.
SigFailed. T HEFA. UndeployFailed ¥, TransferFailed.

policy-[(name(nameittxx))]

MY RIS i 44 (R S RRAS o W SRR AE SRS, JUDHS I B3R 5 21
T R PITAT S

resourceName

SE SCEAE AN N B IRIC S A4 PR o 24 50 ki In 22 /N B YR,

B SR RPN RIS S, 2R a0E 5 9 B IX S Pt i 44
o IR /D¥gE AN RIRL IR

CA Access Control ¥4 4545 € [ S50 M AL PRERAN B id % . an iR Ad
PR PRI A A%, CA Access Control 5k HL—4574 B, JFdkaab
HIRATN AR

ER: WREBERIELRRP AR, EH LN EE RS AR R
<lvariable>, 15|41 <IAC_ROOT_PATH>\bin. % HAELE S IE T4 ] selang
KU A A
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restrictions([days] [time])
i e P AT LAAE — JAL R J LR BA R — R R JLAS 2N 5 i) SCA
WG days ZHOMIRE time Z4L,  WIIN A PRGN H Tdsxh 2
LA HIAEAT TAE 7R WA B time 1146 € days, W) H MR
PR Tl sk b D48 AT IS TR] FR . WUR [FIINFE € T days
M time, WA HBEAEFE & H A B)4E € IR B A U7 ) R SE .

[Days] #&& FH -~ ol LAV ) X H . days ZEnT 8 H R 41+

ZH

anyday - R VFH] 7 AEATRART H 335 9] S04

weekdays - (X ARVFH P E TAEH CEM—2 2 F) ViR %
Mon. Tue. Wed. Thu. Fri. Sat. Sun-{Y 0V EIEE
A H AV R B YE . Ee] AT e e H . anifs e
T2, EH SR EEE S bR s H .

(Time] $i5 & HI7 o] LLY5 ) B A I T BL . time ZHOTAER] 41
1S4

anytime - JCVFHI T AE R A AT IR TR1 D5 7] BE Y

startTime:endTime - {X 0 VFH 7 A6 F8 58 R [R) BE P V5 0] 8¢

Ji. startTime 1 endTime 1% X384 hhmm, Forp hh J2K

H 24 /NFRRVER/NEE (00 42 23) , 1T mm 2508 (00 &
59) o THVEREL, 2400 ZCAHINAME . startTime D25/ T

endTime, Jf HIXPHANAJDAZ0AE [A]— Ko i R & 55 Ab #E

FAL T AN I DR, 130 I 28 (1) T B[] AR 85 SR W) i) A
P88 Ry S5 [ 1R AL BE A AS I [A) SR R L TR . foilan, SR A2
PAL T AL s T80, B4, E v B 8:00 £
N 5:00 FEIEAZILY ) £ 3, 1548 € I TA] (1100:2000).

restrictions-([days] [time])

T BRI = U5 1) SCA (R T A AT R Ao
ruleset+(name)

a2 5 RS ORI R 2
ruleset-(name)

MRS IR AN S o A RORAR E A, DR AN SRS o HI 3k i A
WSS

signature(hash_value)

TRERME . XT3, XI5 SRS A IR RULESET X 1146
Fro RTRINILE, SXHET- S 8 iy HI AN SRS O 28 GRS
2 HIER,

A
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subscriber(name(sub_name) status(status))

FEALRER TP AN ST, IR FOIRES . IR BLRZ—
R, TH. ATHEREZD .

subscriber-(name(sub_name)) | sub-

MAT R IER T B . WERARAR T, BT T ) #H 5
[438

targuid(userName)
XFF-SuDo 2K, fREH AR, BEAERIZH P IBR K HAT 2
BRINE A root.

trust

i 8 BN ZFEHE . trust ZHAUEH T PROGRAM HI SECFILE 2511
Prlie. HEREPRFFZIE, HP M TPATZR . AXEHE R,
WS (i BPEFSR: T UNIX) « %S 8N Y chres 5{ editres fir
S YR

trust-

8 TR I SZ AR B . trust- 24040 T PROGRAM F1 SECFILE
KT HPARPITEUN ZFERY . AXRTFAE R, 1620 (i
MR HT UNIX) o iZS3UE chres BY editres fiy &L
)EH o

undocmd+(selang_command_string)
He 522 ST B ) selang iy 41148, ISR I IR L%
Fms CROEHED) M. fili:
editres RULESET IIS5#02 undocmd+("rr FILE /inetpub/*")
undocmd-
M RULESET % S 53 S ) B i % 51 3
value+(value)
PR A MBFR € ML 5 (ACVAR X% .
value-(value)

A E A B (ACVAR X15) ARt B 6 e 18 .

warning

i R 0] 25 A BRAS A2 LA ) %235, CA Access Control th fti/71%
ViRl Vi) %Y. {H4&, CA Access Control BifEHi#% H di b 5 N4k
?ﬁ/%\o

VR LB, CA Access Control AN Ay % U 4H ) gt 245 0 |1,
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AC FREE T 1) selang fiv 4>

warning-

8 78 W7 0] 2 IARAS A LAV R B8, <eAC KR 4a1Z H F Uy ) ¢
P, FHABNESEHE. 128 chres 5L editres iy & — LA
.

Bl

n I/ admind 75 B G2 tty30 [T E FERIA DT iR),  FFRREIE T
YEH TAERTE (FZF-8:00 &2 R 6:00) i 1 23

- J ) adminl Ef5 ADMIN J& 1 .

chres TERMINAL tty30 owner(adminl) defaccess(read) restrictions \
(days (weekdays)time (0800:1800))

w  EFHGH T Sally A5 B MIBR At T S0 account.txt [ FILE ZRid sk 1)
group F1 owner &1k .

- H)7 sally & Jared B Fic kT & -

chres FILE /account.txt group() owner()

BRIBRATATC R E M G R B R PR D, B
55 B 2% [ & E'”()”El"JiZ)%‘@o

n T/ Bob 75 S PR £ tty190 )47 E B, 1M HLAE 24952 T % i 1)
Ui e AR B 0 75 2] ﬂo

- H)" Bob #& CA Access Control F /7, 1 H.f& % tty190 AT 4
o

chres TERMINAL ttyl90 comment- notify(Bob@athena)

s /7 Adminl #22%% OPERATOR 51V I 2 %5 USER.root (‘& 1E
SURROGATE 2£H1) [z a2 5%,

- HHJ Adminl E45 ADMIN J& 1% .
- OPERATOR &5l L 7E£ 4k PR e

chres SURROGATE USER.root category(OPERATOR)

» P adminl 7558 /bin/su & XN EA EXECUTE 4 R vs ) I 5245
fERER .

- JHJ" admin1 B ADMIN J& .

- RN BUR BRIATI
m restrictions(days(anyday) time(anytime))
= owner(adminl)
m audit(failure)

newres PROGRAM /bin/su defaccess(x) trust
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AC P45 F 1) selang g2

H P adminl #5206 H 41 1D AR “system” 2H 2 LR IR IR, BT
HH (35 adminl) #EAREVT )T .

- ) adminl 5 ADMIN J& 4. [n] CA Access Control %€ X T H
nobody.

- KRV BAR BRI
m restrictions(days(anyday) time(anytime))
m audit(failure)
newres SURROGATE GROUP.system defaccess(n) owner(nobody)

n /7 SecAdmin A2 5E X ProjATerms, — M & T1. T8 Al T11
(&, sl HEEHH 4] PROJECTA 78 TAE H 1 B2 b s 1] ¢
F-8: 00 2 4 6:00) fH.

- H)" secAdmin H4 ADMIN JE k.
1] CA Access Control 5& X 7 2w T1. T8 A1 T11.

1] CA Access Control & X T 2H PROJECTA.

audit(failure)

newres GTERMINAL ProjATerms mem(T1,T8,T11) owner(PROJECTA) \
restrictions(days(weekdays) time(0800:1800)) defaccess(n)

Eg%‘la:

rmres 2> — MIER P (p. 124)

showres i1 % — WonPEEYE (p. 139)
authorize 74 - W E X BRI 19D M ALBR (p. 43)
chres 7% — 15 Windows %5 (p. 175)

find iy 2 - 71t H Ed 5K (p. 108)
CONTAINER & (p. 233)

iR (%28 (p. 28)
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AC M55 11 selang i 4

chixlusr fp4 - B PR
e ACHFEEHH R

{FH 74 chusr. chxusr. editusr. editxusr. newusr Fll newxusr 1] 5 £
@t - RI7E CA Access Control £k ZEH e UH Fid sk (Wi 1
2 .

XA S HA R ], HARDTE

s chusr—cu

m  chxusr—cxu

m  editusr—eu

m  editxusr—exu

®  newusr—nu

| newxusr—nxu
XA, B, 4 cu 54 chusr 4 A .

PITATIX S & (S RATR], FURVEEAT BT AR 3% b prid i X L8

VYN

A < ¢

4 chusr. editusr F1 newusr i3 H T EH P . X8y A2 A ) 2=
[=A
#ﬁD‘F:

m  chusr T & A 20— EE > USER K

w  editusr T ] QYL A USER 3K .

m  newusr fiT & A /& N ELZ > USER itk

R XU A FIAAAAE T AR IS, (A 3EE 7 A AR

% chxusr. editxusr Il newxusr fiy2 H TN H o IX 88074 2 7] 17
ZESUWE

m  chxusr iy 2 A] 20— L E /S XUSER 035
n  editxusr 72 0] QYL IE B2 A XUSER 1E3K .
m  newxusr T2 A gY#—A B % /) XUSER 1C3K o

USER Fl XUSER i A7 JE PEARAH ], B T el FH - A7 vh o X
)&, XUSER id sk ANS Jf e e,

PATIX LAy A B, ST S SR S R SO 7 idsk, BRIV P 24 are

i =z
T2
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AC A% ) selang iy 4>

P %

FEAI4d CA Access Control ), Z/DDA0HE A &2 —:
= Y8 HA ADMIN JEE.

= ADMIN ZEH 1) USER BX XUSER it 3% (1] Access Control %13 1 k#4343
e 1 AR .

BN INEAE S, BN L R A
n B HA ADMIN JE 1.

w  URAPERE NG E N, I e ZA S HAA
GROUP-ADMIN JE M, WSS 5 1%00 50 B A 5 AH R R AR

s WRH PR REN, S AP B
GROUP-AUDITOR J& 1, &R LLFE € audit 4.

w BRANPEHE.

= 7F ADMIN 271 USER B, XUSER 1t 3% 1) Access Control %13 1 Jy#54)
fi 7 MODIFY X ch[x]usr) B CREATE (XfT edit[x]Jusr) AR .
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AC I EE T 1Y selang fiv %>

{{chusr|cu}|chxusr|cxu}|{editusr|eu}|{editxusr|eu}|{newusr|nu}| {newxusr|nxu}}

\

{userName | (userName [,userName...]1)} \
[{admin | admin-}] \
[audit({none | all |
{[success][failure][loginsuccess]|[loginfail]|[tracel|[interactive]}})] \
[{auditor | auditor-}] \
[{category(categoryName) | category-(categoryName)}] \
[{comment(string) | comment-}] \
[country(string)] \
[email (emailAddress)] \
[enable] \
epwasown (password) \
[{expire[(date)] | expire-}] \
[fullname (fullName)]
[{gowner(groupName)]1 \
[{grace(nLogins) | grace-}]1 \
[{ign_hol | ign hol-}] \
[{inactive(nDays) | inactive-}]1 \
[{interval(nDays) | interval-}] \
[{label(labelName) | label-}] \
[{level(number) | level-}] \
[location(string)] \
[{logical|logical-}] \
[{maxlogins(nLogins) | maxlogins-}] \
[{min_life(nDays) | min life-}]1 \
[{notify(mailAddress) | notify-}] \
[{operator | operator-}] \
[organization(string)] \
[org unit(string) \
[owner({userName | groupName})]l \
[password(string)] \
[phone(string)] \
[{pmdb (pmdbName) | pmdb-}] \
[{profile(groupName) | profile-}] \
[pwasown(string)] \
[{pwmanager | pwmanager-}] \
[regular] \
[{restrictions( \
[days ({anyday |weekdays|[mon] [tue] [wed] [thul [fri] [sat] [sun]})] \
[time({anytime|startTime:endTime})]
) |restrictions-}] \
[{resume[(date)] | resume-}] \
[{server | server-}] \
[{suspend[(date)] | suspend-}] \

Yarie
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AC P15 1) selang fir 4>

[nt[nt( ]\
[admin|admin-] \
[comment ('comment')|comment- ] \
[country('country-name')] \
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] \
[flags({account-flags) | -account-flags})] \
[homedir(any-string)] \
[homedrive(home-drive)] \
[location(any-string)] \
[logonserver(server-name)1 \
[name(full name)] \
[organization(name)] \
[org unit(name)] \
[password(user's temporary password)] \
[pgroup(primary-group)1 \
[phone(any-string)] \
[privileges(privilege-list)] \
[restrictions(days(day-data) time(hhmm:hhmm|anytime) )] \
[script(logon-script-path)] \
[workstations(workstations-list)] )] \

[unix({ [gecos(string)] \
[homedir(path)] \
[pgroup(groupName)] \
[shellprog(fileName)] \
[userid(number)1}]

admin

L ADMIN JE 1. FLAT ADMIN J& PR F P AT BUA HE Ay A7 B
audit IAMUFTH ST selang 4. 04T ADMIN JEHEA
REATH] admin 244,

admin-

WHERH F ¥ ADMIN JEE.  (CA Access Control BiiF 22 /b—ANH ' B
4 ADMIN JE 1. )

AR IS new[x]usr Ay A Ad
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AC I EE T 1Y selang fiv %>

B

5 € ¥4 52 CA Access Control P47 1) 0 L [FTRF AL FH 2 3 B i 5% 21w
MHER . BIgE 2GR, SR 5 bR 4
FRo audit JEYEMT Fros:

m all — CA Access Control ik T H P iksl. WALHINEShA

failure. loginfail. loginsuccess. success. interactive #ll trace.
» failure — CA Access Control it 35 I8 (157 ) 2433
» loginfail — CA Access Control 1\ 5% 25 UK 8 55 24K,
» loginsuccess — CA Access Control it 55 8.1 [ & 5
m none — CA Access Control A skATAn H Fi% 5.
= success — CA Access Control i, 3% I IV ] .
m interactive—CA Access Control itk A8 H. 304k .

m trace - CA Access Control 1.k 1T H 7 A i o AE BR B S F A
MIRESTH R o

auditor

Sy H P43 AUDITOR J&1E.  HLA5 AUDITOR J&@ 111 F 7 o] BATE B R 40
WIRHE R, 9 HRe s 2 7510 5K 7E CA Access Control AU A it
FEH AR I 21 [ AT 52 CA Access Control A3 78 Ysi )37 n) LA K2 6 44
PEERIVI R . A5 4% T H A5 AUDITOR J& M%) F 7 BB I e A5 L
WEWEH T B REN (5 2P 155)

auditor-

MH % IR AUDITOR & 1

AR ZHE new[x]usr fir 48 1.
auth_type

a2 S UL T %

H g sso A .

ANRERF IS HO T4
category(categoryName[, categoryName...])

Ao e — A B A A2 .
category-(categoryName|, categoryName...])

Ml s PR — A s A 22 42980

eSS new[x]usr fir &

selang 7% 91



AC P15 1) selang fir 4>

comment(commentString )
P d s B R
commentString

= Sy

Specifies the comment. commentString & 7RI 7775, |E2 N
255 NFF . W commentString 55 #, 555 & 5]

.
comment-
Mg s R IR RE
A S E S new[x]usr fir & — i H
country(countryName)
fasE P PR S /3D, SSRGS RE A AN i B 5 X
countryName

ESCE KM . ZSHOERE N 19 DRI T RECT T4 R
R TATH P EAR TR, WS SR A AT R S .

email(emadilAddress)
5E SCHI ™ 1) L IS A i i o
emailAddress
S SCHI 0 L 7 st
RR&: 2N 128 A7 4T
enable
JE FH PEART Jt AT A5 P R 7 6o
AR ZHE new[x]usr fir 48 1 .
epwasown(password)
SRS, SR O A SRR R O AN
N, AL A S 2.
ER: A BN . A AL RCE Y, FRE N
/etc/shadow B passwd LS5
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AC FRES 11 selang fin 4>

expire(dateTime)

BEE MM B . W RORRE HIIEUH T 2 gk, A
RRE T L IRR LAVAIELIP B

AR e BB R, (R B v GROUP 3% AL

HER: T expire- Z50nT LA FHBIAR H s AN Ts AT H
resume Z AT IZERAE .

dateTime

& XHI, Wmnle XNTE. w2 AL
mm/dd/[yylyyl@HH:MM]

AT LA P 07 5 DY 37 B0 2 SR
expire-
XFT new(x]usr i, AIE SCARA 2 H IR R
XtF chix]usr A1 edit[x]usr fiv<,  FTAH K HholilER 210397 H 30
flags(accountFlags [-accountFlags)
fag Pk S ke g JE k. A RA MR EESIER, S
“Windows H”
M Cs PR bR, G5 AE accountFlags Wi RIS IR (-) o
fullname(fullName)
TRl e .
fullName
XA, RN REUE AT, e 0 255 AT Wik
fullName 05 254%, T IG5 KB 747 ER 5.
gecos(string)
AR R . ARG R A RS .
gowner(groupName)

4 CA Access Control 235 ¢ I H Fid kA & . W Ral i & 114
AR A B A2 0%, I i S 4 BT A 8 6 SL9AA A 52 B
I UT AR . FH Pl I AT 3 an 26 n] CLBEET AT FH - il ok o

VS
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AC P15 1) selang fir 4>

grace(nlLogins)
5E SCHI AT LABRAT 1) 98 R S5 KK
LB FE PG S G, P AV RSE, 1 i R G B Gk
RUERFr . W grace WEANZE, WP LS.
WEARM sk B ZZH0ME, 155 55 GROUP i ¢ E

WHRARIR R EZSE, I HA 7 Fr B R E SO 5 %S B,
MAE F GROUP ic sk HIME . 4% USER A1 GROUP 10 AN 25 (H
4% F] CA Access Control 4> Ja) i PR & k5% .

nlogins
JE S PRSI AL . H N 0 2] 255 2 [A] (R34

R ESMRAEILE] 0 Z 0y, T NSRS, R EIA B R
AR, IR R R GUE B O R FEORT 1 Y

grace-
WG P ) o BB e 1 o 518 ] CA Access Control 4 Jaj i PR 5 5
&EO

AReB IS newusr iy 2 —iEA# .
homedir(path)

feEH P EH R e e. WR BN R 2ERIZ, CAAccess
Control 2% userName 5 #4534 4z .

homedrive(drive)
T € P 3 H s AR B 4 o
ign_hol

g P4y ER IGN_HOL J@ . B IGN_HOL J&ME A 7 vl AR H Ak %
e SCRATART e ) B PN 6 55

ign_hol-
IR FH 7 ff) IGN_HOL J&@ .
inactive(nDays)
TREE RGP SO RS SRS Z B e R E . k3%
REy, P IeiEE %,
HE: HP A ieAE . BEUUNARESI P, B2k
“ bR ) W TR AR A R H AT AR
nDays
SEMREL. nDays NESIERE. W nDays 2, WISl
H inactive- Z U4 [A]
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AC P55 R 1) selang #ir &

L5 B)-
K HL PR AANTE S BE SO i 3
AHER LSS newusr iy 2 — A H
interval(nDays)

SE SCAE VB O RS 2 SR T R G T i OB S 2 B A
I RE SANEIIEBE . WS nDays 1%, CA Access Control ¥
A8 () A Ay H A S B . IX RS KA setoptions i
A E RN SO R ZRBAR I R nDays 385 2%

153 nDays &, CA Access Control ¥IB &1 H] /7 %65 3. HI AT gk
AT E, HENAR RS SR IR IRB RS SRS, ¥
HA PR R, TP A RGUE B DU R LIRS B % i

interval-

HOCTH FH P AR R ) TED B e . i SR Bl R R B SR A
FASHUE, WA . &0, 54 setoptions fiy & B E K ER
IMH-

AEERFIEZE Y new(X]usr fiT & A ]
label(labelName)
MU 93 IE A hR %
label-
M Al s P R 22 A 2E
AR S HE new(x]usr AT 2 — A
level(levelNumber)
A Ad s o) e 2 A ) .
levelNumber 5 0 £1| 255 2 5] (1 44 .
level-
Mg s b IR 2 40 o
ARER S S newusr fiT & — AT .
localapps
Hi CA SSO 1 .
location(locationString)
TR I E . RBGERE P AME AL
locationString
SESUALE. locationString T RHECT TR, T J 47 NV
IR locationString G 5k, 1S5 ¥ 5.

VS
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AC P15 1) selang fir 4>

logical

Sy LOGICAL JE&E.  HAT LOGICAL J@ T F ik gk, H
A AT FH T 9 35 CA Access Control 1% H -

wltn, fsn] ARSI T A & R 7 nobody 148 i) BAR 1 B 5 T &
Vil s, ZH P EBOANG O P22 . XEWE, RAH
AJ U AZbK 8 5k o

logical-
MBS 7 B LOGICAL J& 1

logonserver(server-name)

fRE AU P 8 A5 B AR S5 &5 M B B AR, CA
Access Control £ Ki 5 ks BALM BIM5 4%, 155K iz il ) #%
T LAEPT 1 AR R AR o

maxlogins(nLogins)

N H PR BCE IR SR R IRE. 0 () ERRH P ol Rl I A
B &mE . WRRIEEZSH K2R KSR E,

HER: WHYKE maxlogins E A 1, WITEILIEAT selang.  DAZK 4]
CA Access Control, 4 maxlogins %8 55 KT 1 (i s i f
setpropadm SZHHFE) , #RJ5 XA 8] CA Access Control.

maxlogins-

TR 7 B B KOG SR BB . O 4 R B

AR S EE new[x]usr fir & — 2 H
min_life(nDays)

FE SRR PR U3 R 2 i b N2 i i e /D R B TN IR
min_life-

TRIER 7 1) min_life BEE .. R Ir AR E ARG %S
HfE, WA ZAE. 5, FH{EH] setoptions i 5 B AYERIME .

AR S S new[x]usr fn & H .
nochngpass

fRE AN SRR AR P 6
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AC IAES T [ selang fiT &

notify(notifyAddress)

BERH P8 6, 1) notifyAddress 3% HL TR T8 2030 S 4RI
B NARL G5, DORHRENE B il B R AR U 1) 22 Al
i) )3 o

CA Access Control Xl ANTH B, #SEFZHEPTHA—KH X
Ko

notifyAddress
5E ST 44 8 e s
Yl 30 MEFS
notify-
e 58 A 8 S A KT AT
ABERFBEZ A new[xJusr fir & A H] .
nt

Xt chusr Al editusr 172, 1%S400] H SCAH Windows R 48 H 11 H
FrE o

XFT newusr #54, ZSHS K PN N2 A Windows R4
WRIgE T 2N, T R XS H O R

B U AE CA Access Control 1 ASHE Windows 548 FHEAERIEL
G5, ESRHIEEmL.

nt ZEIGT N ) nt B IGURT 7~ 1B IO ARV 7 G
operator

Sy P4y ld OPERATOR JE . .45 OPERATOR Jg 1ty I F mf LAK
s FE P T @ PR C %, JEXT CA Access Control 52 X T SCH-41
AU

BAZIEYER 0] DS secons dr 2T HILT, K secons
SRR S, WS (2575/0) .

operator-
K& OPERATOR J& I AT/ ie s MBS
ARER S H S newusr fiT & — AT .
organization(organizationString)
FEH AR RBGIREPAME A 124124,
organizationString

XML, organizationString & TR FT . BE N 255 )
=2 5y

F4F. W organizationString 57, 1RG5 G R,

VS
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AC P15 1) selang fir 4>

org_unit(org_unitString)
faE I AR ] BGOSR AMEFNHZ A LR T
org_unitString

BN T, org_unitString /& TR F- 45, B Z ok 255 4
2o i

FIF. WYL organizationString £ 5 7, G S LG,
owner(Name)

4 CA Access Control H sl fa e M Fd sk T & . A RTE4IME
B, EZWEHTEEEE RSN (5 5755 .

password(string)
P ECER. FRERR A B 5 Z AN AT WA T
TR, AR EM I TG P NGk RGN,
WAL E BT

T SN, BT EAEH setoptions cng_ownpwd B4 H]

sepass W B selang £,

pgroup(groupName)
WERH T4 ID. groupName F& UNIX 4 F5% .
phone(phoneString)
FESCH RTS8 RBGEREH A I BT 5 A
phoneString

€ SCHIE ST, phoneString J& 7RI F 4/, wE N 19T
F. W phoneString B5254%, W HRG SR ETIE.

pmdb(pmdbName)

fREAEH T sepass SEHFE P B U AL, BEpr gL k45 1 e
PMDB. #ii A\ PMDB [F5¢ B E L FR. 0K ik BITE seos.ini ]
[seos] #43 I¥] parent_pmd BX passwd_pmd Fric o5& SR SR,

ANBEXS AR A AT
pmdb-
MH % I ER PMDB J& 1
ARER LS ES new(x]usr iy LA o
privileges(privilege-list)

1] Windows F /7 il sk s N e BPR , 853, 4n 3 privList 51 11715 A 0
(=), JURT R FE E ARR

AER S E S newusr diT A — A H
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AC FRES 11 selang fin 4>

profile(groupName)

R FH P Fa 0 40 i B ST

i A%
auth_type
expire

grace

SR
interval
maxlogins
min_life
password rules
pmdb
pwd_autogen
pwd_policy

pwd_sync

restrictions (days, time)

resume

suspend

unix (homedir, shellprog)

o B S -

MBE & SCAFA H IER ™ o

AN E ST BAT B B -

AN Z S new(x]usr iy A — &AL .
pwmanager

J3H P 5 lic PWMANAGER JE . B 1% MR P aT DLSE Sosodis 4
R PSS B, IS EH TERINEE RGN (47
SHEPTERT)

pwmanager-
M s R PWMANAGER J& .
ARER LS E S new(x]usr iy LA o

pwasown(string)

L PRI E iy R S S TSP (G U SR T eV € 6 L 2
HEAT SR IR AL 3] o PR SRR 280k

A
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AC P15 1) selang fir 4>

regular
HE K OBI_TYPE J@ 1, DAMMER AP IR PR &
restrictions([Days] [Time])

Fe e F P nl DIAE— R W J LR LK — R AR )5 . IX SB[ )
A7 7E [XJUSER ic 3% [¥) DAYTIME J& M.

UIERAWE Days 1MEE Time, WU Ta] BRI R Fd sk b e K
ARAT“ A H BRI

L 2% Time 48 %€ Days, W) Days BRI N T CAEId s 7 2 X
ATAR] B 1] FR 261

WIRIFIN T E T Days 1 Time, W ;" HBELEFE € H W10 45 72 I 1H) B
N7 A R G¢ .
K

fa e AT UGS H . 87 Days AT LU ] DR S B o

- anyday — SUVFH 7 EATA— R U5 W) S0P

- weekdays - A ARVFHASETEH CRE—22H) Uin %

- Mon. Tue. Wed. Thu. Fri. Sat. Sun — K 0VFH P 7Ef8 &€
HIHU A 8. 8 a] ATy 4e e HiW. e e T
ZANHI, RS BUES Ar BRIX e H 1 .

#1E]

e P n] USSP A B . time 2800l R 21244

- anytime — FUUVFH 7 AE SR ATART S 1] 7 ) 95 905

- startTime:endTime — X fLVEH A 45 5 ISR B PN 10 8 U5 o

startTime F1 endTime HIk&% X34 hhmm, H.H hh /M (00
A23) , 0 mm 245 (00 % 59) . iEVFE, 2400 TR
(I TAME s 1 XA 8 0000

StartTime 757N endTime

HER: CA Access Control 1 AL B 28 FITAEAT B IS X . 5
P AEAL T 55 A B 28 AN [RIIF IX 1 P b8 =%, S Z00Fs b IR
RHIEEN o

restrictions-([days] [time])

OB IR P 55 i g RO AnT PR o
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resume([dateTime])
Ja i 45 e HE S HEE R Padsk. iR RN FE € suspend 244
Al resume Z4, KB H WL AHEHE HINZ J5 . WA 20 dateTime,
WIHAAT chusr dir 2, RESZEMRE ] idsk. AREAE R, 1S
W TR E RGN (i ml B P75 )
PL [m]m/[d]d/yy[@HH:MM] ¥ X5 N dateTime.

resume-

ML B BRI FUATI 8] CAEREAED o Rk,
WaSFEZ OR HD S SO .

ARERF L ZE Y new([X]usr fir & AT H] .
script(logon-script-path)
FRE PG Bahis AT IS AL . S EUE IR . W,
SR AT ECE TAEREE . & nT LI profile Z80i & FH 7 (1) L
RS,
server
4 SERVER J&PEWE K “on” . iZJEYE ARV 0T H P as AT Rk f 42
SRILABF P B A RTEAE R, 1S 0IEH TR RS
(g kil EPETE ) o
server-
4 SERVER J& PE 15 & 4 “off”
ANEEB I ZHY new[x]usr fir 2l .
shellprog(fileName)
feEEH P login B8 su 2 J5 BAT BB RE P B shell [R50 %%
2. fileName & 575 F4F 5 o
ANHERT AP H A H I 0
suspend([dateTime])
AEHH PR, (R R A B AT E L. H P AREHZEH
PR ik ;o8 sk R S8
WERARE dateTime, FH{rdac HIHZEH P adsk. W3 2
dateTime, WIHAT ch{x]usr fir&iF, BFArBIEEH H P d %,
LL mm/dd/yy[@HH:MM] & X5\ dateTime .

suspend-

MH Fdse s H I, I8 H P RS MNAEH SO B H GE
g1 .
AHEW IS new[x]usr fir Al
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AC P15 1) selang fir 4>

unix

Xt ¥ chusr A editusr f7%>, %S H00] SR UNIX RGP H P €
Mo

XF newusr i, XS E KA INEIA L UNIX R ZEH
WRARE T 2N B Rk XS E BRIt

A KW LE CA Access Control H R AHE UNIX R4 EEAE 1RSI
B, ESHARERRIRERS.

unix I 1 unix 32 I5UR1 -7~ 3%E IOk FH P e R

userid(number)

wWEH P HME—2CF 1D (UID), H TME—R H BV 6. 20552/
B BRSO, A2/ T 100 Y. A RABFEREF
PITEAE R, IES (=2F750) 1 “AlowedGidRange 451t

userName [(userName [,userName...])

ESCH T4 RR . BN A0 b 20—

1§ newusr #7241, userName [i] CA Access Control Frii 7. 1
BB newusr 2 HH ™ C LRIAHLIAET, T CA Access Control
W A AR 520 P 6 B USER g 5% . {EE, Tl WA CA
Access Control {4 ANV P R8T, TIAME A newusr 24 CAFAE T4
MO FRBE 1 1 42 6028 USER 3% S5Ok A8 chexusr fir 4 3 050i% 1
J'ff) CA Access Control J& 1k .

HI, ARES T EA R A E Sk 4411 CA Access Control F ' 4. (3%
MEILR, sk S ARz T, HIES — 4 [ sesu] 1
EJ‘ly\o )

FER: EUNX T, WP 2 d oplek, WIZETR E userName
i, VAP REZR

7~

FH 7 Bob 7y BKs FINANCIAL ZE550% & Jim (1idsrh, K Jim 124
HAHN TS 155, FHHF Jim ST RGLU  BR I TAE H 1 4 8:00
F| R 8:00,

- H /" Bob HA5 ADMIN Bk
- [i] CA Access Control 5 X. T F /' Jim.
- [n] CA Access Control & X. T FINANCIAL 2551,

chuxsr Jim category(FINANCIAL) level(155) restrictions \
(days (weekdays) time (0800:2000) )
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AC I EE T 1Y selang fiv %>

F 7 “admin” 75 SRR T 7 Joel, AR =AW, M 1995
8 H 5 HIT.

- JHJ" admin A5 ADMIN J& 1.

- [n] CA Access Control & X T H J* Joel,
- ARIIHN 199448 3 H.
chxusr Joel suspend(8/5/95) resume(8/26/95)

FH ™ Security2 75 520 H 7 Bill i) AUDITOR J&tk:, JF HA S5 #%
Bill (T H TGSl .

-/ Security2 HA5 ADMIN F1 AUDITOR JE& 1.

- [n] CA Access Control & X T H /7 Billo

chxusr Bill auditor audit(all)

M7 Rob 7y BB A7 A2 7 Mary [RAC sk (1480
- J1J7 Rob & Mary FJHI il sk I & .

chxusr Mary comment ('Administrator of the SALES group')

B sally 7y SN BRAF it A6 H] ™ Jared [RAC SR (10 [ 5Kl X 47
PRANE S 1 o

- H/7 sally 42 Jared I P K TH 4 -
chxusr Jared country() location()
F F* Bob 75211 CA Access Control & X H J* Peter #ll Joe,
- )7 Bob F A5 ADMIN J& 1t
- B CA Access Control & X H J* Peter Fll Joes
- KRV LR BRI
= owner(Bob)
m audit(failure,loginfailure)
newusr (Peter Joe)

JH1 ) Bob 72 [f] CA Access Control & X 1) Jane, FF¥“payroll” {5 &
KT E A

- JH/ Bob E45 ADMIN J& 1.
A 1] CA Access Control 5& X ) Jane.
H ) Jane 444 4% G Harris.

audit(failure,loginfailure)

newusr Jane owner(payroll) name('J.G. Harris')

St
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AC P45 F 1) selang g2

JH ™ Bob 72 1] CA Access Control & X /™ JohnD, JF1¥5H e 4285
%A NewEmployee, #2221 4 3. JohnD HEEE TAEHIT
71 8:00 2|~/ 6:00 1 FH R4

- HH ) Bob HA5 ADMIN JEPE.

- [1] CA Access Control i& . T NewEmployee il
- TR P 424474 John Does

- KRV BAR BRI

= owner(Bob)

m audit(failure)

newusr JohnD name('John Doe') category(NewEmployee) level(3) \
restrictions(days(weekdays) time(0800:1800))

deploy 14> - JB 3 RE&HE

1E AC RS AR

1§ deploy 2 B HIE T . % A KR ATI T RULESET X % 47 ik
[1) selang 74>, RULESET X$ % S5 HSITHIE 1) POLICY X B GG, ik
TSR T A 2o

BEEPH ! AR FIE AT policydeploy SZ R FE ¥ 8 O A7 1 5
M. deploy fir AN FRAT 70 S MG B2, Lok Sif fi 350 28 SR s Fs AN B
DMS.

PI2AT deploy 1%, TEHA:

o 5 LS 3 SRS (R B R 1 2 R 5 W TR AN B A TP R POLICY
HNODE F1 RULESET 2 1)1~ FEAL P .

XA BE 5 S SR P 10530 e 5 A R S T
BB

IRLESEAEPTATIZ LT SN L LA TR SIS (1) selang fir &4 7 AL
i3

i, RS QUHB I SCIE B, WA ZEHATN FILE S0 7 BE
BURR

nr FILE /inetpub/* defaccess(none)

WRE: AREEMENTNFEE, WSW (W EEIER)

S AT B A%

deploy POLICY name#xx
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AC P55 R 1) selang #ir &

nameitxx

ELHRB ISR Y] POLICY XY B FR RIS ATIRA S )

deploy- fiv% - JB Bl SRE&HH Br
7E ACHIEEFH R

i te deploy- (5% undeploy) iy 1] JA ) Sl B & . Zm 2 HAT
Wik RULESET X % A7 i1 selang 7174, RULESET XI5 548 i & 11
POLICY X AH G . IX 48 SRS BV ¥ B i 2 o

HEEPH! BAT5mFIE I E ] policydeploy 52 FH R AP BUIY #B 2 Sl
deploy- i AN AT 70 TG EUTE 28, EL M g o BRI 508 28 SR s B AN B
i DMS.

B TiZme, mEAEA:

m 0TI 0 R TR R 1R )2 2 e e RN O PR
POLICY. HNODE F11 RULESET ZE[#) 1~ & FRAL P .

w R EIRG A IR P T 1) S G R v A R PR AR Y 1 B

BURR
XL AEPTAT X LT SN L LI T R J A I 78 8 AR selang iy
A 3 IIALBR o

ER: ARMERSOTENGEE, WSW (W EEIEG) -

I A7 LA RS
{deploy- |undeploy} POLICY name#xx

namettxx

T 5 SRS 1) POLICY X R AAFR CRIGZAAFRAS)

editfile 74 - BIBAB BT R
7E ACHIEHHER
i 42 5 chfile fiy & —if i,
EZER:

chfile iy - EECLATILK (p. 54)
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AC 55 R 1) selang fiv &

editlxlgrp fir % - BIERM B R4 LR
7E ACHITEHHER
ZAT itk 5 chix]grp fird il
FEZE) Y

chixlgrp fir % - ek 4lEPE (p. 60)

editres ir % - BERFE LR
FE AC B HH K
45 chres iy 42— Ui .
BZER:

chres fix %> - B ECEPHIC K (p. 72)

editDdusr fir< - IBEHH ik
7E AC TR
Zar At chxusr 4 —2id k.
BZER:

chix]usr 1T 2> - XA FEE (p. 87)

end_transaction 74> - SERAIEHIE & T

FE AC FFBEH ) UNIX EHL EF R

end_transaction 774 1] 52 X4 ] PMDB 1 F£ [ start_transaction fiy
P

< o
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AC IR R 1] selang fir %>

environment 7% - B ZENE
FEFARERER

environment 172 A W B %4355, CA Access Control % 7 CA Access
Control 1 UNIX ‘%4> 355, I H] selang 14> shell I, BRIATE DL Rk

JE AC KT

AT RS NV 5w

environment {ac|config|etrust|native|nt|pmd|seos|unix}

ac
8 5€ CA Access Control %4> 3% . selang fiv4 A 521 Al CA Access
Control il /% o« A 48 iy S A I S8 e 4 2 9 AL AL 0S 22
AYCE BT BT . 7E CA Access Control FR3H1, selang $E75101 R -
AC>

BLE
FROE I REC B, AR 12 B R B e i AL

etrust

R CA Access Control 4> 5z .

ER: XIRE ACHIE, XIHATUE N T 5 FIIIRA AR .
native

TR E BOER BN BN R A ML E ) AR R G0 2 2

(Windows G UNIX) . selang #iv% A3 AKL OS 2 e . 7EAH
g, selang #2784 :

AC(native)>
nt

155 Windows 24235, selang fir 223 %0 Windows ¥l /5. 4k
T2 SCFEX] CA Access Control 24V B I [RI BT, 7E Windows 34
Eirh, selang #&7~H:
AC(nt)>

pmd
i B R PRI 1K) selang fiT 2. #4 selang 74 shell #&E 4 pmd
WG, & AR ek ALK PMDB HiEqT.  7E pmd M,
selang P&/~ WIF:

AC(pmd)>

faran =z
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AC A% ) selang iy 4>

seos

}58 %€ CA Access Control %I 15,

HER: X5¥RE ACHIFE, XL TET &R T 5 A RA I
unix

FEE UNIX 43R 85, selang fir4 1 7E UNIX X4 R4 FigiT. fE
UNIX FREEH, selang $27R101°F

AC(unix)>

find #r4 - 5 I FE D %

FE AC FIAHIIA S A 2

find fiy & Wi @ R LKA TR WARRIEEEM S, WK o
JIEEENIER

FE: find i Y list f1 search w2 AH A

T %A, AR SRR, WILL b 2 Pre SRR -

n UK HAT ADMIN. AUDITOR B¢ OPERATOR J&1E, TI&E W LUK find
mAH5IAE SR

w Q1RGO ADMIN S 5N T S B OB PR, WA ] DA il 5%
P ARER IR FR 2 class 24U,

A A LA g

{find|f|list|search} [{className|class(className)} [objName]]

className

85 find BNH RO FKAE,  WIH KR className, find #4541 H
iRCEE

objName

{8 5€ CA Access Control A8 R i 5k . objName R L5 Bl 4T
Bl B78 TERMINAL BH BT E %

P78 TERMINAL 2B BT A i od, i3 AN BL R fir 2

find terminal
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AC P55 R 1) selang #ir &

det dbexport iy — K% F H B EE FERN
e ACHFEEHH R

get dbexport iy & 2 M IEFE 2 1 41 L) CA Access Control 4k /2
g% PMD H gl Erh 3 H R . TR AR R e A, I ah i
K H get dbexport 1y Z 1 & H start dbexport 4> o

AT RS NV 5w

get dbexport [pmdname(name)] [params(OFFSET=number) ]

pmdname(name)
(Alk) 8 AT K PMD 88 R IR 44 7
params(OFFSET=number)

(AI3E) 58 WA DU B e i P A R B 24T X TR
3K, get dbexport v 2 HLAE M T M2 R IR [F] 200 17, on S i
AHEZEE, 2R e R A G —AT R Im s £ .

Bl A B PR R A

AR E) A G i H get dbexport iy & IWESZERZ R A THL EF S H cA
Access Control Hli EH AT RAG . SB— N2 KR 200 17, RJE5H
AN AR R R R S 1Y) 200 47

AC > get dbexport
(Llocalhost)

Data for DBEXPORT 'seosdb'
setoptions class+(CLASS)
setoptions class+(CLASS)
setoptions class+(CLASS)

chres CLASS ("resource") defaccess(none)
OFFSET: 201

AC> get dbexport params("offset=201")
(Llocalhost)
Data for DBEXPORT 'seosdb'

chres CLASS ("resource") defaccess(none)
chres CLASS ("resource") defaccess(none)
chres CLASS ("resource") defaccess(none)

chres CLASS ("resource") defaccess(none)
OFFSET: 401

Yo =~
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AC JA3% N ) selang 4>

det devcalc fg & —

FEZE)-Y

start dbexport 7% — JH AR S H (p. 144)

R KBS W ZE 2R
e ACTFEEH B

get devcalc iy 2 M W& fn 22 5045 SCF (deviation.dat, A A0 75 SR s 2=
VRS FRRGE, IEgs AR —AN8 2 /N E 1) DMS 28l
o BRI SCAEAE, 2T L4 AT start deveale A4

I SIS B MR N, b m) DR E BdE 22 vH A . i SRR
?&FJ#ji%ﬁlxnuv

BEHA! WEEASKEEE N T AR . ek 200 N E
PErr BN % CH P sl @tk 7 s aeA, Bl siEbr H - Bl vt
PO . i, THEIEERE SN T EL R RO

rr SUDO admCommand

TR A IS i 22 B SO M s SRR s PR 5 R, WS (2
WEHTER)

BLIZAT get devcalc ﬁﬁ’v\ R 20 LA T SR 2 7 ) AR LA S
DEVCALC )25 BRSPS BB FR

taw A7 L Mg
get devcalc [params("offset=number")]
MWts E=4F
CRIEE D) 5 S Aw A% H LU SIS O 22 Kl SCAF R R E 247, get
devcalc fir 4 J BEMR T >R M SRS O 7 it SRl [ml de K AT 40 (it
max_lines _request LB EREE) « WRIHTPTHEZFEL, %
iR IR [R5 72 R 0] ) e e — AT A % 2 i df
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AC A5 R 11 selang v 4>

7Bls FRHER SR i 2= 23

PLR 7R B2 7R T 24 max_lines_request BEE B E A 10 B, Wi fifH get
devcalc 72 MM i 22 B U R G S . B — D R AT1+17,
SRS A e A r & Bl AT

AC> get devcalc

(localhost)

Data for DEVCALC 'deviation'

DATA : DATE, Mon Mar 20 11:22:15 2006
POLICYSTART, myPolicy#01

DIFF, (FILE), (filel), (*), (*)

DIFF, (FILE), (file2), (*), (*)
DIFF, (FILE), (file3), (*), (*)
DIFF, (FILE), (filed), (*), (*)
DIFF, (FILE), (file5), (*), (*)
DIFF, (FILE), (file6), (*), (*)
DIFF, (FILE), (file7), (*), (*)
OFFSET : 11

AC> get devcalc params("offset=11")
(localhost)
Data for DEVCALC 'deviation'

DATA : DIFF, (FILE), (file8), (*), (*)
DIFF, (FILE), (file9), (*), (*)

DIFF, (FILE), (filel®), (*), (*)

DIFF, (FILE), (filell), (*), (*)

DIFF, (FILE), (filel2), (*), (*)

DIFF, (FILE), (filel3), (*), (*)

DIFF, (FILE), (fileld), (*), (*)

DIFF, (FILE), (filel5), (*), (*)

DIFF, (FILE), (filel6), (*), (*)

DIFF, (FILE), (filel7), (*), (*)

OFFSET : 21

E§%4gz

start devcalc i1 — Ji 8l (i Z= vT 5. (p. 146)

setoptions i /\ — W t CA Access Control £ 171 (p. 128)
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AC A% ) selang iy 4>

help #r4 — 3KEX selang #5 B

TR A

help T4 7R selang WEEMI T A W JLF:

s AR, ZaAK EoR selang A HIFIZR, FFEATHEEAS
selang 14 [ a7 ko AR

e selang fr AR AT, B BIREE 2 T,

Y access ST, Zm KR —NIER, ZYIRAE
authorize #7211 access ZH ) new*. ch* fll edit* #ir 2] defaccess

ZHIIE
n  5lineedit 24—, %2 TonEAE selang i 247 I FH IR4E
A TFHIBER

ER: LR PR A2 WA ISCA,  JFHAMER i 247
[RISCAS, TN Ctri+2.

{help|h} [commandName|access|lineedit|className|properties|privilege]

access
13K access M1 defaccess Z 4 n] LLIR € (V5 ) R RZRAIR ($258)
className
TSR K T AR & 2R Ry A 1 T
command-name
T SRR E fr 2 TEIE
lineedit
TSR ERAE selang T 47 BT HIHORF IR AT IR
JE
CAC FABE) 13 KA S ] S8 HI 7 5 SCH s M A5 IR
privilege
(Windows ¥£35%) i sk 0 BE 1) Windows ALFR (£} ch[x]grp~ ch[x]usr
edit[x]grp F edit[x]usr 72) £,

Ez%‘lat

selang i1 2 2% (p. 37)

selang #1355 (p. 32)
35153 selang # B (p. 35)
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AC P55 R 1) selang #ir &

history fir& — 7~ Z 7l C A K&
FEFTE RS TR

history 72 1] #J HI7E 41T selang 174 shell X TEHHIATTIA ML, X
LGy A3 RN AP HES . BN A AT a2 g . i,
N =N AT S A 3.

RUAE AT chixusry new([x]usr 2% edit[x]usr -4 FIRERE o A T % A
Rutt. history iy Bon— RAE S (2**), 1AL SCE .
i &4 LU IR

history
Eg%‘a@:

fiir 2 [ ALK (p. 22)

hosts 7% — EH R ITFE CA Access Control £
ERARERHER

hosts i 248 selang i 244 & 25 2 1) B HLEL M ALY ik 1% 2,
AT DA HoAh 44 FREE R R FE CA Access Control ML,  DUME A LALEA
Hb CA Access Control RS- 1T AR BZ M H L. BRSO R, i
selang iy 2 #05 5E [m) 2 A 3= M1 5 22

FESRATHE [0 BNXLE LML Ay 20T LA J5HAAT hosts T4

SONAIE EHUE P CROBTD IR EAVEAE A, 20 L ROt 2 —
w O U T A S A BB e R A L e (A PR

w ] DA s e ST R LA 2R 1 2 A
EAHIENIPTE S, g R AL B SRR

LA Y| AT T N PMDB, AT S 44 ¢ hosts fir

2

VER: CA Access Control JH I [FEEE EHL A M AE D 4 KR ORY ML, h T8
Yo B 44 38 TR YR, AE b4 58 X HOST ) CA Access Control 43k H1
et s S22 AL WA A AR5 B e 44 2 X HOST, CA Access Control
o ks, X JERA CA Access Control 8 AL 5E 4R e % (H

411 mymachine.yourcompany.com) o

Yo =~
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AC A% ) selang iy 4>

AT RS NV 5w

hosts [{systemIds|policyModel@[hostnamel}]

systemlds

FREAAT selang i M AL RS 1D, FiRE 2D LU, EHFES
TR ARG ID HIFR, FFH A BZ 5 70 Bl R 4¢ 1D

policyModel@[hostname]

FRE AT selang i 4 A SIS AL O Bk . 4877 2 SRR, 1
A5 R SRR kAR AT I 25 B 5 B SR A 2 3
ik

WRAIGE L4, CA Access Control 24 B AL 141 111
PMDB,

ER: S RAEE BN, TR BR L3 T SRR
PITAE R AR GEAN W 2R T R S R 5 T &R 48, BEe
A AT BRI AR TEAE R, WS EH T
SR REN (G EH757)

Bl kP B BT R AL
LI A B A S Bz R LB P, AR AR AL BN LA

P
authorize TERMINAL local host uid user name access(write)

SR A A 1 OB A LB 4, 1S R L R AL

AN
T %

authorize TERMINAL local host gid(group name) access(write)

. Bt selang 4N T FE SR g AR 7Y

PR AT Ja Sl N T LRSS h B SRmsAiAy, 1w BN LN 4
hosts Policy@hl

W R DRz 3 Policy@hl, ¥ E ~ R R,

BB hl

ILAE RS N TR AT i 2 #0K E 1) 2] Policy@h1, T AN € [n) B A 3=
Blo  selang f7m A7 B AR B3

Remote AC>
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AC IAES T [ selang fiT &

~l: ¥ selang Ay S N TR
B TR R a2 N H T T AE v athena, AL a4

hosts athena

TR N DiE R R athena, JEHE B o BRI .

(athena)
Successfully connected
fFE: HbshiAN 2.50

T NPT i 2 X N T athena, A E R IER AR ENL. 1R
WIGET T, WACE P as in g athena, 1 R 61 TR

Remote AC>newusr steve
(athena) HEIEFIMAIST steve.

joinD] fy4 — W H P IME A A
7E AC HRBEHFH R

join[x] M2 nEEH A AR — AN AN WAL, BE B AU G H
JEME . F5E T H P AL 20 g X3 CA Access Control.

1FH join 5 P H s inZ 41
{8 joinx 5 MV FH s in 2 41
EER: W SRR TAMIAES T, (HEAE T G A .

K H join iy K MEG R 75 2 AF Aete e LN Fi 5 FL (¥ LA BT AT e ik
o WUERLLRT O SOXM R, AR IXEm Y, BRARH join fiv

L HFREEN
ER: ARABRENTENEE, B HEN TENREREN (s
HEHTHTD
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AC A% ) selang iy 4>

W A /D 2 R A4tz —, WIAT LA join iy
Y HA ADMIN JE .

FER: WHRTE M CA Access Control 40 5% ANV A,

HA MODIFY A1 JOIN 5 [a) Al .
n  ZAH ISR AR H AT GROUP-ADMIN J& 1k R 20 70 A
s BEANITTHE.

= 7E ADMIN 35+ GROUP & (v = H 738, sl T

CONNECT [ .

b L A%

{join[x1|]j[x1} {userName|(userName [,userName...1)} \
group(groupName [,groupName...]) \
[admin|admin-] \
[auditor|auditor-] \
[gowner(group-name)] \
[operator|operator-]1 \
[owner (userName|groupName)] \
[pwmanager | pwmanager-] \

[regular] \
[nt | unix]
admin

A userName F& 5€ ('] H J 73 lic GROUP-ADMIN J& 1.
admin-

% F 7 () GROUP-ADMIN Ja& 7«
auditor

A userName F& 5€ [f1H J 73 li. GROUP-AUDIT J& 1 .
auditor-

Tl FH P 1Y) GROUP-AUDIT J& 1
gowner(groupName)

fe ¥ H P n 24l groupName
group(groupName [,groupName...])

Fr g SO A 1 s i A2 4.
nt

¥+ userName 1EF:E| Windows 3l ZEHH 4
operator

A userName 35 5 ¥ /' 43 li. GROUP-OPERATOR J& 1k .

IR 2=
JONTIT

i 2 [7 I
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AC FRES 11 selang fin 4>

operator-
B2 7 () GROUP-OPERATOR J& 1k

owner(Name)

4 CA Access Control /84145 2 A IIAC R IITA 2« W IR 4]
ik, (HREEaEE, WIENZIER NI Ta .

pwmanager
A userName 5 5 [¥1H /43 Fi. GROUP-PWMANAGER Ja& 1k .
regular
JH R R B ERRE
unix
¥ userName iEF5% 2 UNIX %24 R G H 14

userName

SRR (] —4UBr m P BRERD Bl group S8R € MALM
EDAR

W44 join, M| userName A HI il sk 44 FK . W44 joinx,
W) userName 3NV F 44 FR

7~

n /7 Rorri 7522 % ) Bob I BN B4 staff o
- Rorri #1f5 ADMIN J& 1

- BN BRI
s admin
m auditor

s owner(Rorri)
m pwmanager

join Bob group(staff)

faran =z
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AC P45 F 1) selang g2

FH 7 Rorri 7558 8 I 41 staff & Sue M5E Yo U477 &
GROUP-AUDITOR; Rorri Ay 25 Il GROUP-PWMANAGER J& 1'f .

- Rorri #1f7 ADMIN J& 1.
- RN BUR BRIA T :

=  admin

s owner(Rorri)

join Sue group(staff) auditor pwmanager

selang AT IZAT I, KMk E—2cidak. K Sue HYLLHTE I
Wk AR . B, Rorri dAZ0H57E Sue ILAEN i B A KIS &
P

EZfER:

join[x]- iy & — M HER T (p. 118)

show|x]grp i1 % — WondlJE 1L (p. 138)

show([x]usr i % — W xR (p. 142)

joinx]- fir< — AR H -

7E AC TR

join[x]- iy 2 1] P2 Ak B
join- TJ AP EBZH A R P &R
joinx- A PN S ZH H R AV P

R join[-] iy 1L AIAAAE T AMIREG , (HEAETT XA P AR

LAEH] join[x]- fir%, WAL FAIFMEZ

% EL.45 ADMIN J& 1k,

HER: WRZEE S CA Access Control A1ic % AL, &8T5 A I
HA7 MODIFY H1JOIN 5 13 KB .

ZA A EAE I B GROUP-ADMIN J& PE AL Ju B i .
IR T & .

1E ADMIN 251 GROUP ic sk 17 il 4 2 vh, A% T
CONNECT AR .
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AC FREE T 1) selang fiv 4>

b AL A%

{join[x1-|j[x]-} {userName|(userName [,userName...]1)} \
group(groupName [,groupName...])

group(groupName [,groupName...])
g E N IR L 4
userName
i€ ZNA BRI -
Ry 44 join, W userName Sk FH i sk (44 F5R
Rt 24 joinx, W userName Sy VT 44 R

il

7 Bill 7522 A2 PAYROLL {7 sales25 Fll salesd3.
H 7 Bill A5 ADMIN Ja .

joinx- (sales25 sales43) group(PAYROLL)

BEER:

join[x] fix % — ¥H AN E WAL (p. 115)
show|[x]grp 1% — WAl )& E (p. 138)
show[x]usr 112 — W ETE (p. 142)

list #7-< — FI BB
7E AC MIAHIF T HHF R
X 55 find iy A AH [ .
FEZEHSE
find 74> - A1 HHE A 05K (p. 108)

newfile fr4 — AU HHER
FE ACHEHH K
L 45 chfile fir 2 — il i M .
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AC IAEE R I1) selang iy 2>

FEZE)-Y

chfile iy 2 - (EHCCAILSE (p. 54)

new[xlgrp < — BIEAHEZR
£ AC BT PR
L% 5 chgrp fir & 2B .
BXER:
chixlgrp iy % - ek 4lEE (p. 60)

newres 7% — BIEFIRICF
7E AC TR AR
b4 chres i & —Ht Ui .
BE2ER:

chres T2 - B P (p. 72)

newDxlusr 4 — AIEEF P iE T
7E ACHIR A
tir 4 5 ch[x]usr fird—iE i,
EZER:

chix]usr 112> - S FEE (p. 87)
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AC FREE T 1) selang fiv 4>

rename 7% — E A4 BHEEILR
FE AC IR
B R I 4 o %0 S IR DU R 4 AR A
ER: BAREE A4 SE0S. UACC A1 ADMIN P ff)ic 5k o
LFH] rename fir %, BT RA LB I . CA Access Control
KeHEAT T ARG AT, EENE T A& —:

s BEHA ADMIN BN,

n VEOSRAE S ALIVEE , 7EIZ 41T AT GROUP-ADMIN J&
/r/-lko

ORISR TR A .
m  7F ADMIN ZEH [ 88 U520 5% K] Access Control #1387, Bl T
CREATE (%1%} editres) i AL .

b L A%

rename className oldresourceName newresourceName
className

S XA B iy 44 I K T IR 2K
oldresourceName

5€ X CA Access Control Fic s K24 4 .
newresourceName

S S B Rl R MFT 44
il

I ADMIN 1 755242 Host H 1] 3% spree3 HLfiv 4 M spreed.
w2 E G EA ADMIN B

rename host spree3 spree4
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rmfile 7% — BIFR TR R

7E ACHEEH AR

rmfile 772 A W T IR )& T FILE 210105k .

WSR2 N AN —, AT CARIBR SO e %

s B HA ADMIN Bk

ISR EIHE GROUP-ADMIN J& 1 (R 40 3 [ 1

s OB T A

= 7E ADMIN S50 FILE i W5 ¥l g, i85 Be T DELETE 15
) AP

a2 LA Mg
{rmfile|rf} {fileName | (filename [, filename...])}

XfE
58 SCEHMISR R SCA

CA Access Control ¥ FRAHAN BRREAN SCAF I 3 o Al FEAL BRSO e 2R 4
1%, CA Access Control ¥ & H—45WH L, FFEREAbE# AR P 1) T —A
S

Bl BIBR SRS

BRI (HA ADMIN BUBR) AR BR AN SCA4) CA Access Control {4
1. FEUNIX b, IXA[HEW R FR:

rmfile /etc/passwd

7t Windows b, [FIFEMIAT 2 vl Be il T Fis:
rmfile C:\temp\passwords.txt

FEZ)F

chfile #y %> 1! ALK (p. 54)
showfile 172 — i~ CAFEYE (p. 136)
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AC P55 R 1) selang #ir &

rm[x]drp 74 — MIBRAILF

TE AC TR
rmgrp FII rmxgrp 2> M CA Access Control FIAHUIAYE (nf k) e —
MR Z A .

HER: HURE DT RAEAE rmgrp a2 TCIEMIBR 4L 4 D, i, %
Hnl e HAR A R T A Al Sk 1 T A 3 B 7 S TR Access
Control A, ARHE 2L ] chgrp. chusr. chres il authorize i 4T
)8 BB ASUR N 3% 5 S ) 4% (1K) 4 3 s AR S R D7 IR) AR -t LAt
sepurgedb S TR H 300 B £ 4 h A —2.

VR rmgrp A A B ATAELE TAMBREE DY, (R AE 7 3 A«

LA rmgrp i, R/DFTHEAL FHISKIMEL—:

»  EHA ADMIN JE M.

w R AL 4T GROUP-ADMIN J 1 (1 2135 il /A
R EMIBRA T .

» {E AUDIT 2§f¥] GROUP it % H A #543iC T DELETE ALFR

AT RS NV (5w
{rmgrp|rg | rmxgrp|rxg} { groupName | (groupName [,groupName...]) } [unix|nt]
groupName

Fi 2 B 1¥] CA Access Control 41.

nt

(RJ3%E) BT M CA Access Control it 22 A I B2 2 b, 16 W ASHE
Windows £k 2 HH I R 1% 41

unix
(RJ3%E) BT M CA Access Control it 22 A I BR 2 2 4h, 1B W ASHE
UNIX £ 22 I B iz 4
7~

H 7 Joe 82 M Edis 2 A I 41 DEPTA A1 DEPT2,
n /7 Joe %J SALES ZHHHI5 GROUP-ADMIN FLB
= %] DEPT1 F1 DEPT2 #BHi SALES 445 »

rmxgrp (DEPT1, DEPT2)

Yo =~
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FEZE)-Y

ch[x]grp i uu - HAETE (p. 60)

join[x] fir ik ? — B3 E N B4 (p. 115)
join[x]- fin % — /‘)\Qﬁ FHER T (p. 118)
show[x]grp i — WondlETE (p. 138)
rmgrp % — MIEE UNIX 41 (p. 164)

rmgrp 1% — MR Windows 41 (p. 188)

rmres 7% — PHERFE IR

1E AC RS AR

rmres 172 A YR NS E A IBR . AT AR rmres iy 2 MR E T T 41
KA 3%: ACVAR. ADMIN. APPL. CATEGORY. CONNECT. FILE.
GAPPL. GHOST. GSUDO. GTERMINAL. HNODE. HOST. HOSTNET.
HOSTNP. LOGINAPPL. MFTERMINAL. POLICY. PWPOLICY. SECFILE.
SECLABEL. SPECIALPGM. SUDO. SURROGATE. TERMINAL. PROGRAM.
PROCESS. RULESET. TCP. UACC FUFAif FH /7 5 X3,

HR: Zm A T A Windows B, (HEAEA AT A

N B FE P R B O s, SRS R A Stz
s Y HEA ADMIN JEM:.

n  RPECSRAERE—HVEE N, 5% 4 H A5 GROUP-ADMIN J&
P

RIS A .

m  {E ADMIN % B PRS0 5% 1) Access Control 51|36, BT
DELETE A2,

AR NV (5w

{rmres|rr} className resourceName
className

?bﬁ{ T IEIZR I HK . ZEHIHIA CA Access Control 5 SLIFT BRI
75, HMH find 4. ARG R, ESHAER “find 72",
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resourceName

e EMER A BEIC KA AR IIER 2 A BRI, TG 5K B
BRI, FEH R BOE 5 7 b 54 -

CA Access Control 5 FAd AN B AEAN YR S o WIS AL PR BE JRIN A AR
1%, CA Access Control & —4iH &, FFAkEEb B R P~ —>

il

FH 7 Admind 75 B0 5% TERMS MEHE 2 (1) TERMINAL 25 IR
s /7 Adminl Ef5 ADMIN J@ .

rmres TERMINAL TERMS
Eg%‘4§:

chres T4 - EMCEYHILSK (p. 72)
showres 7% — W HYEYE (p. 139)
rmres iy % — MFX Windows %5 (p. 189)
find iy 4 - 71|t H Ed 5K (p. 108)

rmIxlusr 174> — WIBRFH B x
1E AC R E R

rmusr F1 rmxusr 772 7] A\ CA Access Control U4 EMIER /=, 3 nl il 54
CA Access Control Z1ic sk FAFLE T F sk 51 H o

rmxusr A )\ CA Access Control £k ZE - ER A H P o rmusr BT A Z i
FEHF R A P . rmusr iy 238 o] WARHIAET R HERH -~ (rfig) .

HR: B A BEAEAE rmDusr JCIEMIERIGH . Bl i AT e
ST ARSI I A 5 B 7R 8 1) Access Control 81)3%

e TR B 248 chixlgrps chix]usr chx]res Fil authorize fiv 2 T3l
SE I BORIN 53 55 SN 53 16 F P A SR AH DGR U5 Il BB ot ) DA
sepurgedb S HIFE P A 3 FREod 12 A — 2

VER: rmgrp AT AR AETE T AR T, (EERAE T A TR L

% 3. selang iy% 125
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é\

AT rm[Xlusr %, WFE /DML FAIERZ

& HA ADMIN JE .

B3 16 P I S AE S AT GROUP-ADMIN Ja 14 (1) ZH i [l 1A o

7t ADMIN &[] USER 13 R 15 il 42 i) #1128 vh oA #8540 E T DELETE AX

==

[y

Bt P s AT
ru & rmusr [ [/] 3Ci] o

rxu & rmxusr [ [ n] o

sy AL Mg

{rmusr|ru | rmxusr | rxu} { userName | (userName [,userName...]) } \
[unix|nt] [appl(homedir=yes)]

appl(homedir=yes)
(BUEA T UNIXO o BRI 0 3 H o

S HR A M) I H3AE /home. /tmp 5L /users "t A AE. Al
W H A7 T AR H %, 1 9%%E SO9DELETE_postrmusrdir.sh JEIA L
HEZEHR,
HR: RS IRIEIZ R, DAHRE unix I,

nt
AMECRE P A Windows P15 IHER, 3 )\ CA Access Control H i .
{6 rmusr 3K

userName
E X dsk.

unix
AMERE AN UNIX RSl 34 AN CA Access Control HHill
A rmusr 534

Bl

PL R 21 A\ CA Access Control HHIHI AV H P Terry i Jane:

rxu (Terry, Jane)
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FEZE)-Y

ch[x]usr fix % - Eﬁﬁﬁﬁ)ﬂﬁu (p-87)
show[x]usr i 2 — o H P EYE (p. 142)
rmusr iy 7 — JHERE UNIX 7 (p. 165)
rmusr 112 — MR Windows JH /™ (p. 189)

ruler if % — EFEE BRI EHE

7E AC FIAHLIABE 5 35
ruler iy 2 1] 52 XM ruler, MR AT PLsE X CA Access Control 7] 7R~
KB LR

ruler iy 2 0GEH T MAT S E M ENL . A VLR EE BREAF 5
Ko WHIRTESKENL, ruler fy2 oL SGHT ENH B M B,
A PR AT %A A

= .77 ADMIN. AUDITOR &, OPERATOR J&TEIFIF /7 o

w (R R E AR R 2R ADMIN 2 S U SR I . 43l
w, W REAEACEK S TERMINAL 0% 2K ADMIN FR 30 2 BUAL
B, AT LA 2E TERMINAL BEE R,

LA LL A%

ruler className [props( all| propertyName [,propertyName...1)]

className
U I @ ST NP IRy i

[props(all | propertyName [,propertyName...])]
TR R 1 e .

A1 props 240, NI CA Access Control 23 578 2411 ruler N K@
I FR o

g
fE M R s R I R T
propName

¥8 W% SN CA Access Control JE1E. i Z nl{5E 40 N E M,
FH 25 BGE 5 B T
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setoptions iy & —

il

m /7 admin 752 CA Access Control S R BEANH AN @ By
A AN B S AT
ruler USER props(NOTIFY, OWNER)

» ) admin A5 3 RS USER (S HbR O 1 J@ o
ruler USER

» )" admin 7522 CA Access Control 3 [F] i /s 2 USER T [ G J@ k1Y
RN ruler.

ruler USER props(all)
Eg%‘4§:

showfile iy 4 — /s LR PE (p. 136)
show(x]grp 1% — EonAUETE (p. 138)
showres i1 % — WoRPtEYE (p. 139)
show([x]usr i % — W xR (p. 142)

P E t CA Access Control ZETH

7E ACHIEH AR

setoptions My 2 LEBATIN RSt 5 & R Sty 1) CA Access Control %

e i, #sn] DL setoptions Sy AREANREL T 28 0 a2k H 22 40
A, WEEMSNE, LA CA Access Control I (1) 4 i ¥ & -

EE: WA FFEAEAET Windows MR35, {HEAE 5 26 T ANA o

T8 HLA7 ADMIN J&PEA e ff ] setoptions #i1 4, {HAFAEBIAME L - LT
HA5 AUDITOR X, OPERATOR J& P Bl i] 1 i fiy 2> setoptions 1|3
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AC FRES 11 selang fin 4>

i A%k

{setoptions|so} \
[accgrriaccgrr-1 \
[accpacl]accpacl-]1 \
[class+ (className)] \
[class- (className)] \
[class (className)] \
[flags{+]|-} (T|W)] \
[cng_adminpwd|cng_adminpwd-] \
[cng_ownpwd|cng_ownpwd-] \
[cwarnlist] \
[dms{+| -} (dms@hostname)] \
[inactive(nDays) |inactive-] \
[is dms{+]|-}]1 \
[list] \
[maxlogins(nLogins) |maxlogins-1 \
[password( \
[{history(nStoredPasswords) | history-}] \
[(interval(nDays) | interval-)] \
[(min_life(nDays) | min life-)] \
[{rules( \
[alpha(nCharacters)] \
[alphanum(nCharacters)] \
[(bidirectional) | (bidirectional-)] \
[grace(nLogins)] \
[lowercase(nCharacters)] \
[min_len(nCharacters)]
[max_len(nCharacters)] \
[max_rep(nCharacters)] \
[{namechk | namechk-}]
[numeric(nCharacters)] \
[{oldpwchk|oldpwchk-}1]
[prohibited(prohibitedCharacters)] \
[special(nCharacters)] \
[sub str len(nCharacters)] \
[uppercase(nCharacters)] \
[use dbdict|use dbdict-] \
)| rules-}1 \
)1\

accgrr
JA ] S P BE (ACCGRR) HE 51 .
BRIME A enabled.
accgrr-
25 SRR (ACCGRR) JETI -
accpacl

FERTA PR i H AT PACL.
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AC A% ) selang iy 4>

accpacl-

& H] PACL.
class (className)

“hj CA Access Control 255 B BRI FR ¥ & .
class+(className)

Ja /N2 CA Access Control 25, W25 FH CA Access Control 28
ABEORT SR . AEEUHER AT, e L EL il s LA AR
il J& T % 5 . 4 J<BE CA Access Control £ 1) 28 Y52 i 14
G, GBI (G EEER: T UNIX)

W FAME . —:
m  CA Access Control 25 ¥4 FR
m SECLEVEL. iXn]JdH &g k.

m  PASSWORD. IXH[Jim . 7€ Windows I+, i&w] )i AL
AR,

class-(className)

A — N 224~ CA Access Control 5. CA Access Control NMEY & T
EEHRA R A NAME

m  CA Access Control 2544 FK
m  SECLEVEL. IXAJZEH]Z 42 kA .

m  PASSWORD. XH[ZEHS M. 7E Windows I, A 2EH]K
%_:Eg"c

eV A% FH 2% GROUP. SECFILE. SEOS. UACC Fil USER.

cng_adminpwd

24T PWMANAGER J& 1 (19 H )™ REWS S 250 ADMIN ™ ) 65
cng_adminpwd-

A5 1L HAT PWMANAGER J& P11 117 S5 ADMIN JH ™ R38R . X2 3R

L.
cng_ownpwd

i P ReigIE I selang 5504 H S0,
cng_ownpwd-

AR B selang S XCH QRIS X2 ERNE .
cwarnlist

R GRS AL B R B K
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dms{+|-}dms@hostname)
I7] / N IZEHIE 12 1K) DMS 08l 172 125 Tn /Il R DMS Kl 2
flags{+|-} (1| W)
BCEEGERR 5 RA R ARME R
|
R RPN R X KN

T I AL
FR: GRS KNG HHRS 55
history(NStoredPasswords)

F8 7 I S AR A I AR A s 5 H . S e RS ),
TR RIS IR AR, e IH R SR TP R Can R
L) o CA Access Control 1] [Jj 11 PR L 5 B 260k B 8 b AT 1%
i,

BN L B 24 3. WRIREANE, BACRLEE,

{E Windows I, history ZEIA] J5 AT 8 NARFIN B . A7-fif %00
IS FH R 25 2 2 setoptions bidirectional 2% bidirectional- 32 T
E o

fE UNIX |, history ZEII AR 2 A5 Ji K3 0. A
passwd_local_encryption_method it &' 1% & LA € A& 75 A H K20

history-

AR Dy sl s R

7t Windows I, 1 n] 4% 2505
inactive(nDays)

R a2 DAAESIR G 8. BN H SRR P ANE
KMHT. IHMA IR WM inactive WEAE, RURSTH
inactive- Z A [A] .

AEE3h-
ZARE s g A A
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interval(nDays)

interval(nDays) ¢ B 71 ¢ B 5 S U 5 HLAE RGeS A B
M RN R K SN IR A SR TRl Rl B o =2, 0
AEFRT P (R s i i () ()RR 2 o A RN SR o I, T I 1)

RS

WIS IR Y segrace J& H 7 B Sk IA ) —&64, W CA Access
Control £ {EIA B8 B BN, WAL P4 mr sy 3.
Ja] 37 BV D, s gkl IH S0, HRA R v PR B R B A
P58 RGFEG, KR P UiR RS, JFHH s R aciE
TUE R DU PR

interval-
FL T 3 AL IS T T o 1
is_dms+
W AT HEE PR E ) DMS.
is_dms-
BT R 224 i B 45 € ) DMIS .
list
TEBi % 1 W7 2 HT ) CA Access Control B .
maxlogins(nLogins)

Ve AT ) S R 2 25 . 0 () (KR H R Al (RN AT
EREN A ER. WA AEHT I PR R e, T DA i
fH.

HER: WA maxlogins E N 1, WIJCILIEAT selang.  DAhZK 4]
CA Access Control, 5 maxlogins ¥ & B T 1 ME, AR5 B 8T
Jii 3] CA Access Control.

ER: AE Unix F Linux #1248 B %
maxlogins-

SRS A A DS SR I 2w H O JERAS, BRAE
FEZ A B A s ooz HY 7 (8 sedb AT 1 R

min_life(NDays )

L S R B P B N R B TN TR
password

T AL .
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FE)

P AN Z M CA Access Control JH k6 15 351 25 i 5t 117 235 e
Mo XA

alpha(nCharacters)

TR I 1) e D T RE ARG N R
alphanum(nCharacters)

TCE BT S A I i) e D PR AT N R
bidirectional

TR Km0 PMDB I — R 7> Ak IR ST, AWISC (FE

IR 73 R I R

7E UNIX |, BEIEDS BB LU passwd X 1B (H RN :

Passwd distribution encryption mode=bidirectional

EE: AR ERE RS, A setoptions i 4.
1E Windows I, #65 DLAEA MR A8 H Fi8 s 1 0 % 7 A e D 52
TR AR

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Encrypti
on Package

bidirectional-
i e R A LAS A5 In 25 e UKL
7t Windows |, P A ERECH SHA-1,
72 UNIX b, HRisil 5 3 & LU T passwd X5 B 5524 -
Passwd distribution encryption mode=compatibility
s AR ERERE, MAZMH setoptions A4
WIRAEE TIZILI, WK CEAEA M A R g 1) 7y kK

.
grace(nlLogins)
B A H P 2 H RV IR 5 K 5 PR SR IR R AREL

29+ 0 f1 255 2 18] (4475 0 A1 255)
lowercase(nCharacters)

BCEBT SR L A (R B D NG AT AN R
min_len(nCharacters)

BCE AR/ NEIACE . BB 0L ) f D A S
max_len(nCharacters)

BCE RN AR iR 2 I AT
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max_rep(nCharacters)
BB B LI (i K R NN
namechk

KB 2 A & H P P 4 PR F P I 4 R e BRI I
N, CA Access Control #5047 A2 o

namechk-

%1 namechk 16 7 .
numeric(nCharacters)

BEEBT SR L (R B DB AT AR
oldpwchk

Ko A B i B IR B B e S B . BRA
THOF, CA Access Control FEHAT IR 2.

HER: UE Unix F1 Linux #1E R4 EA
oldpwchk-

%4 oldpwchk.
prohibited(prohibitedCharacters)

fae P A BEAE S RS TP AT I 74 SNSRI 74T .

R AT BRI IR ) R\ Ay # A
prohibitedCharacters | T4 fi5 2, BHIEATH Tab .

special(nCharacters)

BRI B B DR IR AT AN AN
sub_str_len(nCharacters)

BCE TR DA UL AR A S 3L i KA R 8. N — N
uppercase(nCharacters)

TR S I B D K P AT AR
use_dbdict | use_dbdict-

PR Z M. use_dbdict ¥ARICIE N db, FKE S cA
Access Control 24l 2 1 FRLim] BEAT LB . use_dbdict- 5 PY A5 iR
WE A file FEHHEAE UNIX K] seos.ini U1k Windows )
Windows J3 M} & 5 e 1 SRS A i
F)-
AR FURA T o rules TR € PR AN S H T30 i i
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. ¥E CA Access Control 3£

» )7 John 7 B2 OpsAct 28, X0 AN E XK, M TRy
A DL HRAT

H ) John #15 ADMIN JE 1 .

setoptions class+(0OpsAct)

n 7 Mike 7510 B AL NS, AR P B 2 /00 6 N
100 . Mike I8 7 S PO 6 SR I S i

H ;' Mike B35 ADMIN &1k o

setoptions class+(PASSWORD)
setoptions password(rules(min len(6)))

m )7 SecAdmin 7 # j8 H % R Z0NR T .
H F SecAdmin H.A ADMIN J& 1.
setoptions class+(SECLEVEL)

w7 Janani Ay B O Z O A B E AN S 1% 2 ) DMS.
H P Janani #1#5 ADMIN J&: .

setoptions dms+(apache@myHost)
. KRETEERL

T R E Warning YRR E T2 5B BT LMEH] setoptions
selang T & AT ZEAE, W N UWIR:

setoptions class(classname) flags+ (W)

classname

RSN e LR E IR/ e
ER: WSS KNG, SrERA00KE,

SR BRR S SR, LT LM setoptions iy, U1 R Hi7s:

setoptions class(classname) flags- (W)

FEZEIE

setoptions 7% — W E CA Access Control Windows 5l (p. 190)
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AC I35 T 1) selang fir &>

search g2 — FIHEHREE LT

showfile i &

TE AC FIAHIFA ST A AL

X5 find iy 44 Al

BLER:

find T4 - 41 H 50 I 5K (p. 108)

— B R

1E AC RS AR

showfile fiy &% i SCAFC R @ YE . B T RHUF 51 H . CA Access
Control 1] AL BRAEANE 3%, H A BRI HAME L AL PR ) 55 5
A5

ER: M 2 AL TAMI ST, H34E 750G P AN

BHAT showfile iy %, /DT EH A2 FH &2 —:
12 /INE N y)JETEZ —: ADMIN. AUDITOR Fil OPERATOR.
n ROEZSE T .

1. ADMIN AR FILE ZEA0 SO0 IR U5 il i 1) e b b s die e T
BRIUBCRR -

n  EWA RS A Y, BN A SR, A
GROUP-ADMIN B, GROUP-AUDITOR J& 1t .

a1 LU kg
{showfile|sf} {fileName |(fileName [,fileName...])} \
[addprops (propName [, propName ...])] \
[next] \
[props(all | propName [,propName ...1)]1 \
[useprops (propName [,propName ...1)]1 \
[nt]unix]

addprops(propName [,propName ...])
B SCEN N A28 ruler BB, A T A A
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XftE

o e EA B PR I SO IE SR I A R

CA Access Control ¥ FEAHA BRREAN SCAF I 3 o U REAL BRSO e AR 4
1%, CA Access Control ¥ &t —2ciH &, FRgRaab Bz R i~ —A4
A

fileName 8L & M RCAT 45, XA ILEC 2 AN 344 o

{E UNIX b, ER R ZRRP A S R R A5 B A& R SO @ e, 1A
AR A RTEAINEEN R (/)

T4

nt

BN PTR B 7y B EWAE KT BCE N AWM, 1%k
TR AT o

e KB WK/INEE query_size TICE B 11 7E - BRIAK query_size X & A4
100,

7~ Windows SCFJEPE & CA Access Control J& T,

props(all| propName [,propName ...])

oy B AWML R 1) A 1 58 LRI ruler.

unix

7R UNIX XA @ 1 S CA Access Control J& 1 o

useprops(propName [,propName ...])

IR E X rulers 2 ruler 52 5200,

7~

P root Ay BB 41 H SCAHFIE 3% Jete/passwd [P JE P .

F P root #1145 ADMIN J& 1«

showfile /etc/passwd

Ez%‘lat

checklogin i 4> - ffi 2 5 45 B (p. 51)

chfile g4 - BSOS (p. 54)

rmfile fiv 2 — MR SCAEIESK (p. 122)

showfile iy &> — W R A SCAFJEPE (p. 165)
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show[xlgrp fy& —

ErdEHs
7E AC T EEHH R

show([x]grp 74 7] B 205k BT CA Access Control JEMER W E . (Af
1) W] DU R AR IRET JE P

ER: showgrp T IE P AFAE T AMIA G, HERAETT AP A

R E DL I & —, WA PAHAT show[x]grp fir 4 :
s BE/DYAH Y EMEZ —: ADMIN. AUDITOR F1 OPERATOR.

s BN, BIHE GROUP-ADMIN 2 GROUP-AUDITOR J&
PE, B A H RN LA EE SS9 GROUP-ADMIN J& P 41y [
P

s BEAMIIEE.
m  7E ADMIN 251 GROUP sk V7 i # 2)2_ vh, A8 4 7 e EURL
{8

A L A%

{showgrp|sg} {groupName |groupName [,groupName...] )} \
[addprops (propName([, propName ...1)1 \
[next] \
[props(all | propName[,propName ...1)]1 \
[useprops (propName([, propName ...1)1 \
[nt|unix]

addprops(propName [,propName ...])
B M A e SCEA IS ruler (&
groupName
T A R PRI AL A4 K o
groupName AL &I RC AT 745

FE UNIX b, SRR AR SRk v A s g AL e vk, 5 el
ZHTROMEAN — R (/).

T

BIRPTER By M EWEE KT BCE M AWM, 1%k
TARHATH -

KWK/ query_size BB W B HiE . BRINI query_size 4
100,

nt

RO A (R R 1 LUK FL A Windows R GE AL TEANE S -
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props(all| propName [,propName ...])

A AL R ) A ) 8 SUZFEI ruler.
useprops(propName [,propName ...])

R LA 2 o rulers 2K ruler A2,
unix

SR R R R JE 1 DL R AR HE UNIX R SE AL R4S B

7~

w  HEEH AWK security 41K JE .
- Y TE security 41711 H A5 GROUP-ADMIN J& 1k
showgrp security

7 admin A BRI ML R
- JJ" admin H.47 ADMIN £l AUDITOR J& 1.

showxgrp *

B 51 HiE R CA Access Control 5& X BT AL 4H 1) JE 4

Eg%‘a@:

chixlgrp T2 - ek 4lEPE (p. 60)
rm[x]grp fir 4 — MIERA LK (p. 123)
showgrp iy 4 — B AH A JE I (p. 167)

showres 74 — B RIEEHT
7E ACHIHH R

showres T4 1] W J& T80 2R MBI v JE v . @ v A R 7
Gt . [ showres iy 241 F412: ACVAR. ADMIN,

CATEGORY. CONNECT. FILE. GHOST. GSUDO. GTERMINAL. HOST.
HOSTNET. HOSTNP. SECFILE. SECLABEL. SUDO. SURROGATE.
TERMINAL. PROGRAM. PROCESS. TCP. UACC FUTA[ FH J* 5 LS.
CA Access Control A AR AN B8, H I W 86 LA 2 4
PR 8 YA R

Yo =~
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HE: M2 FFAAE T A Windows F5H, HHAE )7 LH A
G

showres i 1] DL 7~ CL & HBUH SZFE AT RE P AR O S B . IXEE B4
¥
IR SRR R A

s BTN ZRERE T P UID R R SR A2 A5 (R
LV DI

w U R IR E IR ]

W AR T A& —, WA LAAT showres i 4

s 5 /DPH FHEYEZ—: ADMIN. AUDITOR I OPERATOR.

w EBENITEE.

m 7 ADMIN QR BRI SR I S U I il g & o i d e T
LU R -

LA L A%

{showres|sr} className resourceName \
[addprops (propName [, propName...1)] \
[next] \

[props(all | propName [,propName...1)] \
[useprops (propName [, propName...])]

addprops(propName [,propName...])
AR A 8 SCELAS N4 ruler R B
className

5w YR T EI’J%’SE]’J% FH)H k) CA Access Control 5 XK U
2K, WEMEH find 4.

T4

BIRPTER BRIy S EWEE KT BCE N AWM, 1%k
AR AT -

B NN query_size L B W EMIE . AHK/NERIAMEA 100,
props(all| propName [,propName ...])
AR SR I 2 e SCEISBT rulers
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resourceName
fewe B LB Bl sk I AR B 2 AN BRI B PR, E
HFESHER WA YR, HH T E0E 5 70 R4
CA Access Control 5 FAd AN B AEAN YR S o WIS AL PR BE JRIN A AR
1%, CA Access Control & —4iH &, FFAkEEb B R P~ —
resourceName 1] £, & 1l L A7 715

FE UNIX L, B2 FR b A S R R 7 R st 1 B A R S
THE BRI TR MEAN — DRI (/).

useprops(propName [,propName ...])
R B E X rulers 2 ruler N2 540 .
s BRI M

fEiZonfld, H7 Adminl #5582 50 H 2 K5 TERMINAL 2R I HERD ath*
UG HC A C SR ) JE ok

FH 5 Admin1l H.45 ADMIN F1 AUDITOR J& k.,

showres TERMINAL ath*
il B ENUE B
ez, P Adminl %1 H HNODE 2 1) AN i 3= LK JE 1

AC> showres HNODE ' Tlocal ‘'
(localhost)
Data for HNODE ' Tlocal

Owner : LOCALHOST\Administrator (USER)
Create time : 13-0ct-2010 11:12

Update time : 13-0ct-2010 11:13

Updated by : LOCALHOST\Administrator (USER)
Attributes :

REGISTERED NAME=localhost.domain.com
MAC_ADDRESS=00-50-56-B5-6B-XD

FEZRBI,  fr IR A BLE &
m  REGISTERED_NAME=localhost.domain.com
= MAC_ADDRESS=00-50-56-B5-6B-XD

It =z
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FEZE)-Y

chres i % - Z R YHIL K (p. 72)

rmres 7 — MR TEIE (p. 124)

showres i1 % — W A HL B 50U PE (p. 194)
find T4 - Z1 HHHE R0 K (p. 108)

show[xlusr 74 — B P B

7E ACHRIEHHE R

show[x]usr 7y 7] i 78E % CA Access Control 7€ S —ANERZ AN
P JE A

i FH showusr on WHEEHT I @Y. 3 showusr oMV )8
P

VERE: showusr Ay &I AIELE TAMBIRE T, (EERAR 7 AT FEAS .

BT U B H AR e @ . A HADH e sk 18

P, AR R AR

n BOEZH P IESR T A E .

n  BE/DPIA FHEMEZ —: ADMIN. AUDITOR £ OPERATOR.

s ZH P WRERR DA TR —M4EE N : ADMIN.
AUDITOR. OPERATOR.

= {E ADMIN ZEH USER i 15 IRl =il 512, A4 T 152 HUR
PR o

AT RS NV (5w

{showusr|su |showxusr |sxu } [ {userName |(userName [,userName...]) } 1 \
[addprops (propName [, propName...]1)] \
[next] \
[props( all | propName [,propName...])] \
[useprops (propName[, propName...1)]1 \
[nt|unix]

addprops(propName [,propName...])
Ak e A E SCESA INZ 41 ruler 1))@ VE.
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F—4
SARBEHRIOHER A, AR TR AN, %0k
TAEH A H .

K EWR/NH query_size FCEBLEHE . AHR/NRIMEY 100,
nt

7R BRI JE PR LA P Windows Y J& 7 -
props(all| propName [,propName ...])

h I A WRIRE R IR A ) e SO rulers

unix
7R BRI R R LR T UNIX R S Pk

userName
&S 4. BSR4 .

FE UNIX _E, BB S A R A S R R 3 A5 BEE R 1R B D P i sk s

PE, EEA A ATRIMEN DRI (/).

WRAIRE N7 E, SR W A SR sk i w1
useprops(propName [,propName ...])

AN R I SE X rulere 2 ruler ANSZ 5500

il

)7 root A ANV S Robin HJEE. root E-A5 ADMIN Fil
AUDITOR J& 1.

showxusr Robin

s ) root Z5 A A ) Robin F Leslie I ' @M. root A5
ADMIN F1 AUDITOR J& 1k .

showxusr (Robin,Leslie)
HEER:

rm[x]usr 174 — MHERH 7 d % (p. 125)
chlx]usr 12 - SESUH 2 JE Y (p. 87)
showusr 1% — WA B TE (p. 168)
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source 72 — PATR B U2
FEAEREHER

i H source 4, AILABAT —NELZ A E RN S T selang i 2o
CA Access Control 1] 52 HU#5 & 314, ?ﬁkﬁﬁ@ﬁﬁ“ﬁéﬁﬁ@ selang &7~
FFo TEBHE PR 2 SLWATAR - #mT A F % a2 o

%12 5 UNIX ) csh #iT tesh 1 source fir 2 AHL .
Phdy A7 AR

source fileName

XL
5B selang v & 1) SCAF 44 B

7~
ﬁﬁ)j admin A HHAT A A initfl SCHEF 2. ZH PN LU R oy
A

source initfl

start dbexport i7% — BB ESH

1E ACHRIEF B

start dbexport i 25 423 I ML) CA Access Control $idli J4E, I
o b S B G2 X . ZID% E3:3) PMDB, St n] DU Z a4 S5 H
PMD £i4i 7

VEE: i get dbexport fir A& H i

e A LR R

start dbexport [pmdname(name)] [filter("CLASS, CLASS...")] [param("depend=yes")]
[param("edit=yes")]

filter("CLASS, CLASS...")

CAIE) 2 MRS 2. WREARER, Ml
P R AR
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param("depend=yes")
(A3 485E T HAKAE KLU LG AE filter ZEUR R E M. MfRE 1%
ZHIF, CA Access Control 2 3 HIFR E FIZRAILL F AR A7

RSB SRR e I IR RN, If Bz B A AN
A2, W CA Access Control i84x 5 HAG B0 05 U5 2H HH 05 5 1) R
.,

n WA T B SRR s PR YRR, ) CA Access Control
B2 5 G SO U5 2H 1R 8 53 R U5 PR

RSB SRR e R IR, JF Bz A PACL, U
CA Access Control it T Hi & PROGRAM 28 H 28 5 (1T AR U

n WRAE S SR e S YR, JF Hi% 2K B CALACL,
] CA Access Control i84 5 HiZ 2 CALENDAR 28 H 8 5 IR RN

w USRS T S SR e R R BRI N, O FL S i o — A
PR JE CONTAINER ZEYHA 72, ) CA Access Control 43 3 HY
&2t CONTAINER R Bt s (R, JF 5 B B A R
CONTAINER 8 i 2H J 524 1140 3 5 R )

param("edit=yes")

(HJIE) F57E CA Access Control K BT B U sl U 1) 2 X3 BE4S KIS
SO B OB IR BT ) AR

P I RAEFE 2 1% S8, CA Access Control 255 T newres #i U &
Mk editres U o

pmdname(name)
(ATIE) 8 CEF ) PMD 2045 P IR 44 FR o
Bl JEENBEEEE R

T ARG B HE B FILE AT GFILE RSB IR 3 . BN seosdb
(IR ) EHL 1) CA Access Control Zdi ) 53 H .

start dbexport filter("FILE, GFILE")

Bl BB EE KRR B2

FHIRBI A BB FILE ZE B AKAE T FILE 8 B2 U8 PR AT 2 i R
S, IR T TR IR B ) 2 PR A AN RS B A 8 SR R U )
(R RE I <

start dbexport filter("FILE") param("depend=yes edit=yes")
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start devcalc 772

FEZE)-Y

get dbexport 4 — £ % 5 HH I EGE ZERL (p. 109)

— AR R ETTE
FE ACHFEEHH R

start devcalc iy AJ Jo 1) SO i 22 VST OB i 22 IR & o i 22 Bcdla A7 fk
AR b SRS i 2 5080 SCA: (deviation.dat) H, K S 2R A& —
ANELZANBCE ) DH RIE S DMS.  ZRT R PR M mZE 8, #2817

get devcalc iy % -

ER: BATFET Lisfrze ks . WEREAEH] m g g 2,
policyfetcher 23 A € WIPAAT 12484 . WA ] T Al 7, dRE A
B g I TR . A ORISR 2T SR R, S (2
BTG o

FHZAT start devcalc 74, WA LML) £ 07 [l A PR LA SO
DEVCALC 12 BRI AT LR o
s A LU R
start devcalc [params("-pn namef#xx -strict -nonotify -precise")]
-nonotify
(") $85%¢ devcalc AL DH ¥ (i 2k & K 1% %) DMS.

EE: mMZEHE 4 policyfetcher 1247 7E devcalc_command Mt & ¥

EPEITEX, BRONES T, A FIZIE IR S P9 IO IE i 2R A o
-pn name#xx

CAIE) 8 SGE SRR ITH POLICY X% (RN IRA) FI3%, fWZEvh5
TN AR R . WURRSRE SR, M 22 o S T 5
FEAH TR P82 R T AT SR 1 2252
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-strict

(A3 765 A HL HNODE X % AH G I SR A 5 55 — A~ nl H DMS L
HNODE X G AH G S I 2 TR AT L8 .

IEHROUR, 2T s R A EAL B 2. WRRE T
TEIG, W 22 SRS IR AN L S 5 b 2 SR ] DMS L [R5K
WEREAT LA, B HUER LA R Uy

1. SAEAH EHLAI HNODE X G2 AH I I S 512
2. 5 HNODE X % KHKIK POLICY X % K SRR A
3. A5 HNODE X 4 CHE(1) POLICY X 411 5k %544 o
2 T BRI A 22 E LS5 RN, 1 1 T

HER: WA KR R IS AT 2205, T DMS R R T
A TR DU R i kU HC BN B DMIS 313, BICRE A 10 )2 R A R il o0 Dy
BONRRB G, IRJEAEIX LN J2 R b R A I T

-precise

CRI3E ) 67 i 2 1 7 3o A8 s s o B0 P R A A (ELE SRS Hh AN 2

IO S JRIERME. BN DL R, i O s A i U
ANVCHECFIIR . 24 R8T i s A 12 I P R g 2 1 s
ATECEI R A A I

BB SRR R SR = T
NN SR T AT LA start deveale 7%, 4444 myPolicy

(150 ARG RRAR T SRS 72, IR 22 RS RIE R AEAH CA
Access Control 3% [ 45 52 ) DMS %13«

AC> start devcalc params("-pn myPolicy#02")

start_transaction iy — Ja 3 W EEHIFH %L
ZE ACFFIEH I UNIX =N EF R

start_transaction il end_transaction iy % LA & — AN 2 AN A nT G A
r Dual Control PMDB B FEAR AL BEF 55 (130 F . AR 55 R A\ im0
o CAA ADMIN JEPERAER ) SR HIE# . XL 4 7E PMDB
PAT 0T, ARG B (A HIE S R B R

e~
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AT A S UE 5%, AR E A R IR Be 5%, RS R A
BT AT, W T DO TR &R, B X ey & B B % S 5
(RN, Wz (2£7557) 110 sepmd SERFET) Uifile &
end_transaction Ay 2, ZFSSWER]—MME—) ID 5. W1 Maker
ALY 5 g BAS R 1% 9545, WIDAZILE start_transaction iy 2 HURF iZ AR U
SINIEZ RS ARG . AHE HRRIZESN, ¥R EEHE 1
GRR ZFL) 1D 5 R B (SR 58 & O AE transactionName 5
PN T B

e B Tk M R E I F 5. —DFS PG H AL P
XL & 2 A RERC AR 55 (K A i A 1

TN RAC BRI S AE AR A B RO B2 /T, AR RATAE — A S SO

o R A E A AR R4 %, WR SRR, ST IX L
e, JFAHN LT X PMDB.  WHRR A F R 4123155, M BRIX ey
%, HAH S PMDB.

TEBRVE A IR 45 2 SN end_transaction fiT &, KBk 1% 345 50T
ID. XL A RESY HI T N A I Al A U

w WURIEA S SRR B CAE S — AN AR AL B R 45 i Al ]

w IR HEEE AL - B ES AT

AR BB R

w WUERIEA S SN BAAEAE GXFEOL R s — 48 5 2D
WUREHAA ADMIN JEHE, W] LLEAT start_transaction #ll

end_transaction 7% .

n XY AETH start_transaction Al end_transaction fiy2 2 Bl 2T
hosts %, BT LAIE DA Z0A3 BIFANA BEATH hosts i 4

ER: ARWEERIKTEAE R, WESW (G 52751 T
UNIX) ©

(EOREREv= e ATE

» M start_transaction Fll end_transaction fiy% Z HI A Z0HUAT hosts fir
4, I H. PMDB ¥ 44 FRU 20K “iil 5 7 o
m i start_transaction fll end_transaction iy &A%, WAUKEE pmd.ini

AN seos.ini ST [pmd] #5437 is_maker_checker Fric B E
J yeso
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AT RS NV 5w

start transaction transactionName [transactionId]

end transaction

transactionName
R FEPILFRELUE . "IN % 256 NP R AR AT 8 .
transactionld

fE QI S IN TR e 4 I S5 e QUEESESSI, 124007 1D K
Hahias. BHE 35N, BAEEZID T,

7~

= Maker Sally A5 524 H J* Anne s N2 PMDB H,  JRR T % R 40
AUBR BR HI7E TAF H ) 4 8:00 21 I 8:00 2 10]. 4R, Sally % 50Kf
tty30 &5 BRI VT R BR BE Sk R, Sally f S2RR I EESS

“general”.

- % Maker $i1f5 ADMIN J&14: .

hosts maker@

start transaction general
newusr anne

(days (weekdays)time (0800:2000))
chres TERMINAL tty30
defaccess(read)

end transaction

4 Sally #ii N\ end_transaction fir &}, 2 k13500 —4 1D 5,
7.

= Maker Sally 75 224 FINANCIAL 28 A 1 Anne.  Sally 71 24 K L 48
AN T P Anne idk,  Hi%dAr 2 WA/ PMDB AL P BGHAT o

- 1% Maker #i5 ADMIN J&1E.

hosts maker@

start transaction general 7
chusr anne category(FINANCIAL)
end transaction

o

It =z
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TCFENC IR ) selang iy 4

unalias 7% — MB selang 544
£ UNIX EFL EF
unalias i 2 FTMI B H1 alias 4 L4
HER: A alias A 251 T CoE S 44 M HAE .
I ar A7 LU RS

unalias aliasName

aliasName

PR VIS -e el AP AN EZR
Eg%‘a@:

alias iy 2 - & X selang 1% (p. 41)

undeploy T4 — JB 3l SRS &
75 ACFRIE R
Zfir 4 A& deploy- fir 2 1A 7] il .

CEZ

i)

B

deploy- fiT 4> - JH S FEME MR (p. 105)

TREIEEFEF K selang i<

AT EAE CA Access Control it & % AT ITH selang iy 2 15834
7%, XA BT HES .
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editres config — BAL B X E
FEREREHFER

i F editres config fir 2152 CA Access Control it & ¥ &' .

W AR SCAFEE,  editres config iy HA ARIIAS . IXEEREEA
¥

s CHZACE A Caudit.cfg Al auditrouteflt.cfg) F1 PMDB fifiik SO
w  HARPTA SR

P TS AZ L B SO PMDB JifiE SCPFIN, - i 2T AR
editres config name [line+|-(value)] [clear]
T AR A SO, iy TR

editres config name section(path) token[-](name) value[+|-](value)
data_type(type)

HR

fREA BB E 7H.  ZE 0k PMDB JiiiE SCf, SRAIHE
pmdname@filter K$5 & CAF 44, HIUI master_pmdb@filter.fit

ER: AT B BRI AR RS, 1] find config i

/?\0

clear
TR % e A% C S A5 PMIDB 975 126 SC A () T A B
TR ARSI BRSO b R
data_type(type)
i o B 2% H I 2R 4L
{E: str. numeric. multi_str
BRIME: str

HER: X T UNIX, data_type HAEN stro HAMZE AT H T
UNIX, eI & W B AR SO CUR TR )

line+(value)
S8 SCIARASIN 21 o A% S B SOk PMDB i e SCA A AR
HR: value I LUZ (BB .

line-(value)
58 SCHS AT H A% B S A 5 PMIDB i 126 ST I I F) 41«
HR: value N LUZ (AR

faran =z
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section(path)
S A DU TR R4

HER: AT Windows VMR E, WHRARSS ek, Whzdr 2%
& e M R Bt & e o

token(name)

58 SCHS S DU B 4% H A4 R
token-(name)

5B SCHS S B 0 4% H A A4 R
value(value)

& I ERATCE & H M. R E L HIME S 4, C
Access Control ¥ 1% H & 1% value

W ATEE 1, ZmHhEERESHME.

value+(value)

(3 FH T- Windows REG_MULTI_SZ YEMHEIH ) & SRR LB hn 21 fic &
2 HIMH.

CHT g HABBC B ) & A AR E 4 H M. WA & 4 H
[I{E L2 AELE, CA Access Control 23 % (B & e i¥ value o

VERE: AR selang IEAHUA MBI, WIS (")
.

value-(value)

(& H T Windows REG_MULTI_SZ VEFEI0) & AR M T ' 4% H
HFHI R PR

CHTAT SLARBC EAED 973 MICE 5% H P I ER AL AT
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7~l: 7E Windows &5 ACROOT BLE &

N B 3 B 4] 4 Windows P B ¥ B & T CA Access Control.

LIRS CA Access Control it B Ay 4 FH “4 B A% AR 07
er CONFIG ACROOT section(Se0SD) token(GenerallnterceptionMode) value(1l)

MR BIEAE CA Access Control 4E47 DL T ML fAT 444 41 2
WHI—AM54 . domain_names {E MR 2 REG_MULTI_SZ 7 M &
Iﬁ:

er CONFIG ACROOT section(Se0SD) token(domain names) value+(company.com)

L7 AN CA Access Control 44 DL - SEHLAS fft b (13844 51 46
MER—M 4% . domain_names V1 Il T /& REG_MULTI_SZ Vit
I—Dj:

er CONFIG ACROOT section(Se0SD) token(domain names) value- (company.com)
S A1 M A P L

er CONFIG ACROOT section(AccessControl) token-(Emulate)

W A A6 A PR SE BT P SR A TR ) 52 SRS AR 2R i -

er config myPMDB@PMDROOT token(Parent Pmd) value(topPMDBghostl.comp.ca)

7~l: 7E UNIX _EEE seos.ini BLE #E

TR A8 15 BH G 4R] A UNIX BE & 15 B 15102 CA Access Controlo

7R 1K CA Access Control L' 4 Jii I PAM B IF -

er CONFIG seos.ini section(seos) token(pam enabled) value(yes)

%R IBLE CA Access Control 4E4 LA T~ W LA AT I 44 -

er CONFIG seos.ini section(seosd) token(domain names) value+(company.com)
Z IR CA Access Control 4t LU T~ W LA AT I 44 -

er CONFIG seos.ini section(seosd) token(domain names) value- (company.com)
BRI B — A P L P

er CONFIG seos.ini section(serevu) token-(admin user)

il AT B E S

AR 7 A 78 0 280 B AR G B S A

er CONFIG audit.cfg line+("FILE;*;Administrator;*;R;P")
Bl 5T PMD i SCA:

LAR 7R AT N 2 PMD §3 S

er config pmdb@filter line+("*;*;USER;*;0LD PASSWD;PASS")

Yo =~
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find config — F| L B & IR

FERENRFEHHEM

find conflg i 2 0] A1 R T 18 I B9 ALY CA Access Control it B %%
o IXLETEYEA] DL 7 2 B Bl e S A

AR BE ALY AN ] «

UNIX Windows
seos.ini ACROOT
pmd.ini@pmd_name pmd_name@PMDROOT
SEOSDRV
tam &7 LR g

find config
HEE: iZm A AIRA audit.cfg 5% auditrouteflt.cfg Fit & A2 .
7~ F)H Windows EHLEIAC B IR

PLUR 7™l 7R T AE B AT %40 pmdb (SRS ) Windows ML AT
find config iy & I T H -

AC(config)> find config
(localhost)
pmdb@PMDROOT

ACROOT

SEOSDRV
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showres config — B RACEE B
FEREREHFER

1§ [l showres config iy 4 ik 7x CA Access Control Fit &5 & o

X FASFISCAEE,  showres config iy & AT AR IS, XL 4E4
fii:

n  HZACE M (audit.cfg A1 auditrouteflt.cfg) 1 PMDB §i ik S

w  HARPTA SR

F T H AL B SO EAN PMDB i SCPFIN S i 78700 T -

showres config name

T HABFTA SRR, iy &3 IT :

showres config name [section(path)] [token(name)] [recursive] [section only]

B

fee A A A G BEE R . EAE A < PMDB ik SCAF 15
B, 1R pmdname@filter KARESLAE4, Hl4n
master_pmdb@filter.flt

HER: BORMEITE P EVLECE SR, EEH find config

AN
HD/Q‘\O

J

section(path)
(AT 78 A EA A FAS BRI SR R &R 0o

URAE RS E 1AL I, W% iR 91 L 27 A0 B Dt K i A T 4
ERIIT

token(name)
CATIE) & SCRS AT 35 AR JEL R C B B85t 1) 44

RIS CIZIE I, Wiz K8 CoE SFR > CEF7E) I
JITAT G S 2% H AR 2

recursive
Fi5 08 BIRAT PT84 T B A I 4% H R A A R
section_only

T DB AT R 5 S (AR E S HD

Yo =~
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A HlL UNIX SR H ) selang iy

AT ETE UNIX RG S HAT T selang 4 CAHL UNIX FA 55 1)
WA e S, XA A B

chfile #i74 — B UNIX U4 B

7EAH UNIX BRI Th A 3%

chfile Al editfile iy 7] LUSE 20— AN A UNIX S 1 .
R A A R T AC RS, [HEREG BT A
e A7 LA R A%

{{chfile|cf}|{editfile|ef}} fileName \
[owner(userName)] \
[group(groupName)] \

[mode( \
[fowner(string)] \
[fgroup(string)] \
[fother(string)] \

)]

X5

o B O B I S SRR . DN AN UNIX SO . BEE
AN SCAET, 355 HIG SR SCPE A SRR, IR I3 B2 5 73 b SCAF
o

group(groupName)

WSO B fee AR 4.
AR

BB S A
fowner(string)

Ty SAE T F IR E VT AR . L string TAT R e ow T x, TSR
BRI BARPATRR . A FRE s 4 0 setuid.

7E string BTN LN (+) v IR BB INALPR « - 7E string A THI N
BT () PTIIBRACR o Gn SRFR e ATAE, W AT AR PR i F

string o
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fgroup(string)
fee UV MEE . 1 string FAEHFBE e w Bl x, AI554s
E HARPATAIR . A FHFBE s 2 S0 F setgido
1t string BTN LN (+) T BUA BRI . 75 string B TN
T (<) PTIMIBRAN R . WURORARERTAL, W2 AT AR B A R )

string o

fother(string)
fig 8 N 30 oAt vy ie) 2 107 Rl B 78 string AT EE ry w i x,
AL R E B B ANMHATRR . 7E string AiTRIID_E 0 (+) A )
A BRI IR . £E string BTN g (<) PTMIERACBR . SRR
TREATATATZR, W56 AT BB A 5 & 2 string .

owner(userName)

ECSCAFRIBTAT & . Fi8 €A 200 UNIX P I 44
CEZEISE

find file 4 — FHHAHL LA (p. 161)
showfile A4 — W R AHL SCAF SR YE (p. 165)
chres 12 - BB JFICK (p. 72)

chgrp #r4 — BB UNIX 4

FEAHL UNIX FREE AR
i H chgrp. editgrp fil newgrp fir 243 UNIX 2, X6y 445 HIAH A,
ANAE L J7 1A P AN ] :

m  chgrp & EX— A UNIX 4.

w editgrp 12 GYEELE LA UNIX 41,

m chgrp i gY#— 1 Z A UNIX 4.

VER: ERCEBE (seos.ini) FFHRE M SCAF A X AR TELEC . N, 58

FIES s BRIATEOL R, SO Jetc/group. B RTVELIE R, ES
(7 o EFPETE R : 7 UNIX) o

HR: MR T AC TS, (HIER AR,
S AT B A%

{{chgrp|cg}|{editgrp|eg}|{newgrp|ng}} groupName \
[groupid(integer)] \
[userlist(userNames) ]
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groupid(integer)

WEHMH D, g NERAFIME—%07 1D B2 4. CA Access
Control A~ fRVF4H ID 2,

groupName

TR EEMUN ALK, fa2 Il UNIX A ARR. e A4,
R A SV RITAEIA 55 1 IF LS 802 5 7 Fa 4l 44 -

userlist(userNames)
FREF MR HE . B CE X UNIX & RN 44 . IR AAE

AT, A AR B SRR . ARE R AR
R AE BRI P SE R S 81K

Egrﬁ‘.%:
rmusr 14 — MIEE UNIX /™ (p. 165)

showusr i % — oA ST (p. 168)
chx]grp 4 - AR E (p. 60)

chusr 14 — &3 UNIX FH P

FEAH UNIX BRI A 3L

i chgusr. editusr I newusr 2 AbHE UNIX FH F'o X 28y 445 I AH
A, ANAELLT 7T AR

m  chgrp & B4—NEEA UNIX P .

w editgrp 7 QUL — A EEZ A UNIX P .

»  newusr if % GYZ—NEZEZ A UNIX HI P .

HER: ERERE (seos.ini) 8 E M SCEF R P TSR, W, 5

AR BOATE LR, XN fetc/passwd. A RTFELIE R, ES
B (T i EPETE R . T UNIX) .

BE: iR T CA Access Control 3185, {HERAE J7 U6 FTA
[A].
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A Hb UNIX P55 7] selang fim 4>

AT RS NV 5w

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName \
[enable] \
[gecos(string)] \
[homedir({path|nohomedir})] \
[password(string)] \
[pgroup(groupName)] \
[shellprog(path)] \
[userid(number)]

enable

Jet FH DRATART s DRI i 4 2 FH R P bk P 8 5o I /&) chusr il editusr

gecos(string)

FE M EA RN BEER N7 S, Bl e, R
G5 AT R G

homedir(path| nohomedir)

FeE FH P £ H &I 58858845, CA Access Control 226 4t H 5% . 38T
UNIX 32, T8 CA Access Control &5 i Ih A 7 3 H 3%

WIRHEE T nohomedir, I UNIX Ef A4k 7 A1) homedir.
password(string)

AP B . RE R ZIMNER AT, s B T
OO P FUCER RGN, BB .

pgroup(groupName)
e 44

shellprog(path)
FEAEH ] login B2 su fir 2 J5 HAT IR 7 5 shell )58 B2 2%
1o

userid(number)

Ya e 7 I ME—407 1D, H T{E = Access Control. i A\—~ KT 100
P BE I ANEZ/NT 100 [ME .

userName

FREDUT UNIX I 948 Rk S NI, s S 5K 0 P 4451
RAGE, IR EGZ S 72 44
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FEZE)-Y

rmusr i 2 — MR UNIX )™ (p. 165)
showusr fiy ? — WoRAHH] R (p. 168)
chix]usr a7 2 - e - EYE (p. 87)

editfile A4 — B UNIX 3B
FEASHL UNIX FREE TP 3%
Lar 25 chfile fiy 2@ .

Eg%‘a@:

chfile ¥4 — 1B UNIX LA (p. 156)

editdrp #r4 — BB FE UNIX 4
FEAHL UNIX FREE A3
i 44 chgrp v 2B .
CEZE) Y

chgrp 14 — & UNIX 41 (p. 157)

editusr 74 — BIEFEEL UNIX B
ZEAHE UNIX BRI 3%
Lir 25 chusr iy 2 —iE Ui .

Ez%‘lat

chusr 14 — 1B UNIX JH ™ (p. 158)
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AH UNIX FAEEH 1) selang fir 2>

find file fy % — 71| A Hb 304
LEAR IR P R

f#H] find file fr 2 FH HHEMD (—ANFRHHRD ILECIITA R AF. X
B S BRI TR N P HE S —F
I ar A7 LU RS
find file [directory][/mask]
HFE
HH H 5% directory WK TR SCAF .

mask

Yt H 3% directory 15 mask AZ & IUCHCII T A 3. mask AT RESHL

FEEECAT T o
~Bl: FE Windows _EARpRE B8 42 Hh B HR AT AT R P Ui
LA R4 ] 51 CA Access Control bin H 5% I BT AT $h AT 301
I C:\Program\Files\CA\AccessControl\bin\*.exe
Bl 7E UNIX BB RS FMR L e i S

LL R 41 %1 CA Access Control bin H 3% F LLAE] se TRk T E XC
4

find file /opt/CA/AccessControl//bin/se*

% 3%: selang iy 161



AH UNIX P58 17 selang A4

join 74 — K PR INE A H A

FEA IR P

join Ay Al I s BN 4irb . 2 VR A H AR R 8 TR E
FRI4 .

TE: Wi FRAAAE T AC KB, (EE/EE AR,

LT H] join # 4, LA R &RAF R4 Kar:

n  EAEHEIY CA Access Control FI Jid %7 FA ADMIN &1k .

%0 EAE R B GROUP-ADMIN J& M i 20 Y FE 4

w R R A A S T

m  J&TE ADMIN 2511 GROUP it 35 (115 Il #5111 2 o HAT JOIN B,
MODIFY f{1 T BLRR -

HRE: W ADMIN ZEHH 1524 CA Access Control GROUP it s Al A B
FRIABCRR, U ZESR A2 [FI IR 14T MODIFY AT JOIN J& 1
AT RS NV (5w
{join|j} userName group(groupName)
group(groupName)
fae R s n 2 A A
userName

FRg IER 2 D group ZHUREMAMAT I 4. HIRES
AP R AR S R AR EGE 5 2 BRI T 4

7~

F P El A8 H 7 Bob I ZH “staff” .
m  Eli 5 ADMIN J&M:, H YRTIAREE N A,

join Bob group(staff)
BE2ER:

join- 1y 4 — MAH AL P HIBR ) (p. 163)
showgrp v % — B A A (p. 167)
showusr 1% — oA B TE (p. 168)
join[x] T4 — W A 4 (p. 115)
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A Hb UNIX P55 7] selang fim 4>

join- firQ — MASHLAH AR A P
i S G
join- ir 4 il AL IR .
VERK: M4 FIREAEAE T ACTRBE, (HARAEAT A
LG join- A4, AL FII 4L

» B HA ADMIN .
 ZYC SR H A GROUP-ADMIN J& 1 (1 2 35 FE A

n ROEBHREE ALK T .
n  J&YE ADMIN Z5¥) GROUP i 3 FI V5 ) #2241 51 2% Hh B AT JOIN 1%
MODIFY )35 ) A

W X B P ECE ST A AR, A A RA LR PR R A
RAHER . W ADMIN ZL3AA 15 24 CA Access Control 10 sk A 4]
(RIACRR UK 20 [F] ISHH MODIFY F1JOIN Jeg 1k
A A LU R R
{join-|j-} userName group(groupName)
group(groupName)
i 8 EEN PR F P (A HBA
userName

frog EENAL P BRI P B e WAL IR Z AN i, 35
TSR 2 PRAER, JFHZE R B0Z 5 0 FaH 4

7~

FH P Bill 222 M PAYROLL 21 A I3 FH P sales25 il sales43.
s )7 Bill A5 ADMIN JE 1, H MArIRss A,

join- (sales25 sales43) group(PAYROLL)
BEER:

join 74 — FH PR IR AHA (p. 162)
showgrp v % — B A A (p. 167)
showusr 1% — oA B TE (p. 168)
join[x]- Aiv % — WAL R P (p. 118)
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A UNIX FAEEHH 7] selang fir 4>

newgrp 72> — B]& UNIX 4

FEASHL UNIX BRIE 2%
tir 45 chgrp A& i B
BEER:

chgrp it 4 — & UNIX 41 (p. 157)

newusr fi74 — B1J& UNIX F P

ZEAHE UNIX FR8 A 3%
tir 45 chusr iy & — L Ui o

Eg%‘a@:

chusr 14 — &2 UNIX JHJ (p. 158)

rmgrp % — MIER UNIX 4H

7EAHE UNIX BRIE A3
rmgrp 2 1] M UNIX RG I ER— Ak A4,
ER: WA AT AC ST, (HEAFH AT,

HER: EREKE (seos.ini) FIRE M SCIF N BT EE. . B8
FIMIER; BOAEOUT, HOCEEN Jete/group. A RTEAIE R, WZ
(T el B PETE RS : T UNIX) o

b A L%

{rmgrp|rg} groupName
groupName
fia e MR A AR . %A DAL TR UNIX 4. nHRE —

NEREANAY . MERZ AL, RS SRR TIRSER, Jf =
1 EGE 5 7 R4 o
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AH UNIX FAEEH 1) selang fir 2>

FEZE)-Y

chgrp 14 — & UNIX 41 (p. 157)
showgrp % — WA JEYE (p. 167)
rm[x]grp @4 — MIERAL K (p. 123)

rmusr iy — MIEX UNIX B 7
FEASH UNIX FRBEH 3K
rmusr 772 1] L UNIX RGEH IHER— D2 AP
BE: WS FEEET ACHE T, (HIREG A,
HER: ERE RS (seos.ini) HPHRE W SO PR TP AT EEEG. W,
BOAMER: BROATEOL R, WSCHE Jete/passwd. HRIFAIE R, 1HS
) (G pt EPEAE R : T UNIX)
I A L R
{rmusr|ru} userName

userName

FREDUT UNIX P I 440 BRSNS 3 S 5ok - 44
PRI, IF R BGE 5k 4.

E§%JB=
chusr fi7% — B UNIX JH S (p. 158)

showusr iy 4 — WoRAHIH] PR PE (p. 168)
rm[xJusr a2 — BHERH S id % (p. 125)

showfile iy 4 — B/ AHI U B M
TEARMIAEPH
showfile fig 2 ] 41|t —NERZ AN RGESCAF A I ELR (5 S
B MW AR T AC B, (HEAEH AR
I &7 L F g

{showfile|sf} fileName [next] \
[{props|addprops}(propNames) ]

TR

Yo =~
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addprops(propName)
WEERRKEME (B RO o JEBHERZIERA I 1A R . ruler
BCE N TR W, IR SR LLRTIE [ ruler.

XEE
i 8 A A E B S A FR . Al AN — AN B Z AN UNIX SO
Yo HTREZA AT, TEREE SRR SRR, AR
GBS 4

FA
BRI RS > AR R TR E AWM, ik
AR A

KA/ query_size BB BCEME . A/ NERIED 100,
props(all| propName)

BHEERRMEE B .

b RATIR AR B WA R

. BN UNIX SRR S R
FLH L UNIX SO /tmp/foo ITE4I{EE .

showfile /tmp/foo

~l: B8 Windows SCHHI BT &

TEANIE Windows SCAF C:\tmp\foo.exe T # & k.
showfile C:\tmp\foo.exe props(Owner)

BZER:
chfile #ir 4 — &I UNIX SCAE % (p. 156)

chfile fir% — & Windows S AF R E (p. 172)
showfile fiy 2 — W CAFJEYE (p. 136)
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A Hh UNIX PA5E ) selang fip 4>

showdrp 74 — B A HI A B
TEAR MR P A
showgrp T4 Al B R A HARAE R G K — A2 AN TE1E B
ER: MW FEREEET AC S , HEAEG AR,

R FUNIX |, 7ERCE W (seos.ini) T8 & 1S4 o 6 4334T i
Y. ﬁm SRR, BRIAEDL R, ESCPE Jetc/group. 5 T4
H5R, WS M (I EHER: HT UNIX) .

LA L A%

{showgrp|sg} groupName [next] \
[{props|addprops}(propNames) ]

addprops(propName)
WEETRIENE (B RO o JEmHERPIZRR I 2 1R R b . ruler
BB AU TARAE W), JERE 2 LU E Y ruler.

groupName
i B ORILTEANE BN A RR . 2418 BRI A 41 44

HHRE Al E A ST AL, 5 SR AR SIR R,
IRk B 5 B LA

T4
SRFTHCR IR MY, AR T BB ORI KN, 6
SRR A

KA KN query_size iR B W BT . Bl K/MNERIAE S 100,
props(all| propName)

BWEERRREE FRRO .

Wb RATIR AR KA B WAL

7~
él"ﬂﬁLT Unix SREEH S, BHH UNIX 41 security BIVFELIMS &, 1551
PLR 4

showgrp security
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FEZE)-Y

chgrp it 4 — & UNIX 41 (p. 157)
chgrp 1% — &4 Windows 41 (p. 173)
show(xlgrp @12 — EondlEE (p. 138)

showusr iy & — A P B

FEAHL UNIX FREE B3
showusr T2 1] SR AHIEAE RGP 1) AN A 1B YE
W A AT ACHEE T, (HEREG FTAA

HER: fEUNIX b, (ERCEBRE (seos.ini) i s (RS0 Pyt F P AT 52
B asms SRR BONEOCT, MSCHR Jete/passwd. A KT
MER, ESW (s EHI5H: /7 UNIX) .

b A LR

{showusr|su} userName [next] \
[{props|addprops}(propNames) ]

addprops(propName)

BEE R ENE (B0 o BYEMZIEEA I B iR R . ruler
BEE N AR, JFR R 2 LRI B E R rulers

userName

fag E R A E TR P 2R TR e LA A ) 4. 51
M2 I JE TR, TF SRR 2802, JF 2 eeg 55
B 44

T4

BIRPTER BRIy S EWEE KT BCE N AWM, 1%k
TARHATH -

KA WK/ query_size BUE BB MIE . A ANERINME N 100,
props(all| propName)

BERER PR B

NS B SRR RSP &
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A Windows FAEE ] selang 1y 4

il
AL T Unix BREEHIE, ZEFH UNIX P leslie (R TPEAIME R, %A
LA i 4

showusr leslie

FEZENE

chusr 74 — E X UNIX I (p. 158)
chusr i1 % — &% Windows HlJ™ (p. 178)
show|[x]Jusr it 2> — o H BN (p. 142)

A Ht Windows ¥£3Z 7 /] selang iy &

A AEA Windows AETHHRATIIPITAT selang i @ M58 5%,
XLy T BE Y HES o

authorize 174 — WE U5 7 X Windows IR 1177 i AR
ZEAHL Windows I35 A3
authorize iy A 4E3PA BT RIRE 2 YR I P A4l g2k . AEH
authorize, 1 LUK SR KA :
n RVFEFEN CA Access Control ) 8R2H 7 ) 5 .
2% FERE I CA Access Control B AH 5 1] W35 o
m B SCREE A P B SRR I 7 ) AR R 2K
R WAL T AC T BT, (HE/EA A .
T4 Windows M3 (12557 47 ACL, I H al it authorize iy 4%} ix 4
H AT
= COM
m  DISK
m  FILE
= PRINTER

m  REGKEY
= SHARE
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R B B T A VT B, TR R I authorize
ST B

AT RS NV 5w

{authorize|auth} className resourceName \
[access(accessValue) |deniedaccess (accessvalue)] \
[gid(groupName, ...)1 \

[uid(userName, ...)]

access(accessValue)

XFF1ELE vid 5% gid ZECH AR IRV R 3, §8 e A S 0 gE s BT BA
IV ) BLFR

className
{8 5E resourceName JiTJ& 123 4K

deniedaccess(accessvalue)
XFF1E1E vid 5% gid ZECHARIRIVI R 3, §8 e A S 0 B R BT BA
175 5E U7 ) BLFR
4411 accessvalue F] LLJ&: all. create. delete. join. modify. none.

password ¥, read.

EE: HA8K accessValue T authorize fir %, TAGEKEHH T

authorize- iy % »

gid(groupName)

5 5 HERCE HORUE T ABR Y Windows 4. 1 groupName Fn—4
2> Windows A4 FK. $5€ 2N, W H SR EE S5 4 fadl
g o

resourceName

B RN I PR AR 2 S RN I AN BRI, 1R
IR Y RIGEFS T4, H S E0E 5 0 X L R4 FR .
MR — AR IEAK
CA Access Control ¥R 545 72 S H o M AL B REAS TR Y0 ok . W IR A
PRI K 4% %, CA Access Control ¥ 2 i —4501 5., IF gk ab B
IR — AT

uid(userName)

Fif e B U7 M ALBR 1Y) Windows )7 e userName & — AN
A Windows P P 4. MR 2P, T H S 808
KR 4. B ELE Windows H5E KA FH /T, 50
userName 85 N5 (*).
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FEZE)-Y

authorize- 1y — W& Vi 7] & X% Windows B J5 117 R ALBE (p. 171)
chfile i1 % — &% Windows 4% & (p. 172)

chgrp 4 — 124 Windows 41 (p. 173)

chres 7% — B Windows %5 (p. 175)

chusr 74 — &% Windows ]}~ (p. 178)

authorize 72 - B EX YV AL (p. 43)

Windows i [MIAX PR (3%75)  (p. 30)

authorize- Ay% — MR V7 )3 X Windows ZJE FI U5 ] A BR
ZEAHL Windows FRiE 4 3
authorize- iy W] I 1 WFRIEVT i) 425 1) 51w I B 17 ie) 22 R A e et 95 Y8
AT AR o IXFERG PR B BRAA U R AR, AT Al 2 U 0] 3 02 75 RE %
Ui 1) € BB YR
WE: WA FEEELAE T AC 3 g, (HEER AR,
[ S WY 5

{authorize- |auth-} className resourceName \
[gid(groupName, ...)1 \

[uid(userName, ...)]
className

Y5 5€ resourceName It & 2SR 44 7R
gid(groupName)

15 5 HERCE HORUE T AR Y Windows 4. 1 groupName F7n—4
B Z > Windows I 4FR. $a& 2N, 3 H S aiE 5 2 a4l
Yo

resourceName
8 58 BB AN N B IEIC S I A2 FR e 2 B a2 > BRI,
B R RPN RIS 5, 2R EGE 5 B IX L PR 44
o W2 A /DR — N RYR TR
CA Access Control #4545 2 I S0 AL FREREAN Tl % . an R Ad
PEZRIR I R A%, CA Access Control # k th—4ciH B, JFgkaab 2
HIRATR — YR
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uid(userName)

o BB E YR AR ) Windows I F' . userName j&—/NEl %
A~ Windows H I P 4. Mige 2 ANH I, R ehE S
KM 4. BEEELE Windows T1E XIWATE H 7, 5

userName 5 7€ M5 (*)o
HZER:

authorize 4 — W E V0] 4T Windows FEY5 1 U7 [ AR (p. 169)
chfile fit% — &2 Windows U AFEE (p. 172)

chgrp 1% — 154 Windows 41 (p. 173)

chres 7% — 15 Windows % J5i (p. 175)

chusr i1 % — & Windows HlJ™ (p. 178)

authorize- iy - MY U7 W ALER (p. 47)

chfile #ir4 — &% Windows U4 B

ZEAHL Windows FR3E 3
chfile Al editfile iy 2 2 AMHA K. BN MBS —EEZ A Windows
4.

HER: WA A PR T AC B, (HIEAPTAR.
XFTNTFS SCHFRSE, Zdin 2 BA LR

{{chfile|cf}|{editfile|ef}} fileName \
[attrib(attributeValue)] \
[attrib(-attributeValue)] \
[defaccess(accessValue)] \

[owner (userName|groupName) ]

XY FAT SRS, xS HAT LU Mg

{{chfile|cf}|{editfile|ef}} fileName \
[attrib([-]attributeValue)]

attrib([-]attributeValue)

fag T S A — A B M. 928 value FTITA IS () 1Y
SR MR % s T -
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A Windows FAEE ] selang 1y

defaccess(accessValue)

fa @ A Mz 4 N B2 Everyone BV RIALFR . T R H] R &

Everyone 1Mk A . BR T i &k S SRR H 7 LLAR, A Everyone

ZH AL ) A BRI B HE A e R 2 P

HR: ST CA Access Control I35 58 L HIXT4:, Defaccess HAH

ANEHE S SHFANEBEIE Y CA Access Control 4128 FHAHIE K U 1)

R ATAT VS ) 3, R T ERA VT B o X R 7E CA Access

Control H e XIH Y, W3R T ERAVI BB .

defaccess ZH{W & H T NTFS XA &R 4¢.
owner(userName|groupName)

P A P sl e e SRSk . SRR R I E &S A

WSO TE BRI U7 AR o ST T A 28 i 2% nT DL SE B sl it e 1%

A K o

Eg%‘a@:
showfile 4 — W R AHL SCAF SR YE (p. 165)

chfile iy 2 - CCAE 3% (p. 54)
Windows L A1FJETE (p. 449)

chgrp 74 — 58X Windows 2.
ZEZAH Windows IR 3L

il chgrp. editgrp Al newgrp fir 443 Windows 2. 3X 44 K Al
A, AAE AT J7 A AN :

m  chgrp W% A8 Z 4 Windows 4.

w  editgrp M2 QY EEL— A8 Z A Windows 4 .

m  chgrp W% GY# £~ Windows 4.

HR: i A P T AC B, (REAEA BT

E XA AT SRR, TR AP RGeS S, JFH
R BOZ T 7 XL A

Yo =~
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A M Windows 5511 selang iy 4>

R

R BRI G A PR R, A join BU join- iy
2
AT RS NV 5w

{{chgrp|cg}|{editgrp|eg}|{newgrp|ng}} groupName \

[global] \

[comment (string) |comment-] \
[privileges(privList)] \
[privileges(-privList)] \
[rename_group]

comment(string)

WAl s R B 2 0 255 AN PP AR R AT . R
HE A A S TSI T A& 247 R AT e R B 45 H R 8
PP e WERF R R PR B AR, IG5 5 B 155
g,

GRERGN, FRUE Windows SN II— N BT . I SR Rl A5
Windows Fl AC I3 Al — A4, CA Access Control H54di A VE B¢
“CA Access Control 41",

global

et Rl AR UAaME—, JFHYHTAREAE T Windows %4
PaEH . Windows AN SRR AT FHAE T [R]— 44 Ko

R 4 R4 IE H CA Access Control 4.1 I[P SIS, 374
~groupName. A T [MJG3Z, 4.1 WA T iR SR pog =X

groupName

YT 4 newgrp, F5 U IR E s P Al kA FR. BN A
WME—, I H Y RTANAELEAE T Windows BdE /7. 5 CA Access
Control HliZEAE], Windows A SR VLA A ] — 42 FK o
X4 chgrp, 7 EEH SR PRI 24 55K

4 X AR MR R, W20 4 BUR AR o, 5
FH 7 b S 43 K L 4

privileges(privList|-privList)

1] Windows ZHd sk P IR e AP, B0, Y4 privList 57 145 A 06
(-) B, MHERIZER € IBR . A RAE A AHL Windows H IFATAR] A FHAL
{8

HBEMEH cherp BF editgrp i & KI5 E %S, IF H A 7R S i
AN A BETRE . BT Al i, ANREAE T BRI AR .
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A Windows 85511 selang fiv4>

rename_group

iy 4 Windows 2 EF 4k . IHH AT E e e EH &
ma ks . AU UME—, I H WA EET Windows 2 ds
JEH . 5 CA Access Control 4 PEANF], Windows AN SLVFZL AT F A8
I —# 8%,

WE: EP Active Directory [ Windows 2000 |- 4:%% CA Access
Control I}, CA Access Control 2 5 fiy % LRI 1] Windows 2000 4144 .

chres iy % — &2 Windows &5
ZEAHL Windows I35 A 3
7 Windows 350/ H chres. editres Fil newres @iy 24t ¥ & T CA

Access Control 2RI BRI BP0 . XSS 45 MR, AXAELL N7
A T AR :

chres i & 0] 20— A2 AT
editres W72 ] GYEE 1520 B AR
newres 1y ] ZY#— N Z A FE

HER: WAL FFEAFAET AC HEE D, (HEAER TR,

i & HAT LU R X

{{chres|cr}|{editres|er}|{newres|nr}} className resourceName \

ik

[comment (string) |comment-] \

[defaccess(accessValue)] \

[dword(integer) |string(string) |binary(hexastring) |multistring(string)] \
[location(string) |location()] \

[maxusers(integer)] \

[owner (userName|groupName)] \

[share name(string) |sharename-]

{{chres|cr}|{editres|er}|{newres|nr}} \

DOMAIN resourceName \
[computer(workstationName) | computer- (workstationName)] \
[domainpwd (connectPassword)] \
[trusted(domainName) | trusted- (domainName) ]

binary(hexastring)

URTE AR BE RS o BER], R %A -

It =z
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A M Windows 5511 selang iy 4>

className

158 5€ resourceName JITJ& IS 44 F5R .

T newres 1%, HA{E }: REGKEY. REGVAL. OU F1SHARE. X
T chres fl editres 7%, HX{E A: COM. DISK. DOMAIN. FILE.
PRINTER. REGKEY. REGVAL. SERVICE. DEVICE. SESSION. OU F/ SHARE .

comment(string)
[r) GRS P IR AT Hr o A R LA ) B2 SRS N T A
R, WIARTE E BT AT B AT R R . 2SR
SHARE Fl PRINTER % Y545 %4«
computer(workstationName) | computer-(workstationName)
P AN I AR A4 FR, B, WA S EET A S
W5 5 S I INER I TAR RS A0k 228X GEH T- DOMAIN %%
P 1 HAEH chres BY editres iy K18 E %55 .
defaccess(accessValue)
8 A2 4 P E A Everyone IRV IRIALRR . T RGEH B2
Everyone IR 51 o B T P &0 S 4 Sk ¥ FH P LA, 4 Everyone
ALV I AP IR CFE A W AR 2 P
HER: X T7E CA Access Control I35 52 L IFIX} %, Defaccess HA
AN s 6 FALE BRI CA Access Control 513 FHTE SR 15 1]
R AT 5, A2 T BRIA VG AR o % TR 7 CA Access
Control H5E LI T, B2 T BRAIA VT AL RR .
defaccess ZH{VidE T NTFS I R SE.
domainpwd(connectPassword)
58 P O3 A B O AT O R INF 6 25U N (1) 25 0
ZSHULRE AT DOMAIN %, 8 L GER chres oY editres iy 42K 45
ELZ
dword(integer)

URTE AR B A EDN B, R e A
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A Windows 85511 selang fiv4>

gen_prop(propertyName)
faE oU K E .
BB HART OU FATRL
gen_value(valueName)
€ OU S & PEAE .
BB HART OU FATRL
location(string)
EUIITEINLAIAZ B A S 22k 1 () T ER i b
%S HUART PRINTER BT 24
maxusers(integer)
FrE l DAR]IN IR BIE 52 H S W oK P 4L (integer) o
S UK SHARE BHUAT 34
multistring(string)
WARE MR BB 2 74T, RS2 i (H .
owner(userName [groupName)

R AT BT 5 A BEEIC KNP AT & . BEBRC SR M BT 4 X%
BRIRIIAT IC PR R U5 TR AR o BRI 0 ITAT 4 4R 2% mT LA SE R B %

PWadk. AXRVEAME R, WESW (&5 & 755 : HF Windows) .

WoF T EAT XA 248 E 11 FILE 8% SHARE i85, NREFE & owner 230, It
A, %ZH065 T DEVICE. DOMAIN. OU. PROCESS. REGVAL. SERVICE

1 SESSION %5 Y5 TC L o
resourceName

LSS IR B R A A4 PR . 2 S A N 2 AN BEUR I, 15

PRA PRI PIRAEAEAE 5, I 2B M BOZ 5 0 iR LEBEI A PR o

IMAEDRE — D BB IR

CA Access Control KR #4572 IS8040 m A BN B sk . an R A
PN K 4% 3%, CA Access Control ¥ 2 i —450 5., JF gk ab B

FIRAH R —A B
share_name(shareName)|share_name-

PRUTEIHLI I

ZSHUAK PRINTER B85 24
string(string)

I RTE N B R AT R, R E A

It =z
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A M Windows 5511 selang iy 4>

trusted(domainName) | trusted-(domainName)
T S 1) PSR S IR A PR, B, A SRAZ S 3T T i A 9k
5, WHRE RO FEAE IR A FR . %2 EUAREH T DOMAIN 5.
15 LA chres BX editres iy 2 KI5 E 1% S5 .

Eg'f—‘ﬁ‘;a:
rmres i1 % — M Windows % (p. 189)

showres 7% — WoRAHL T 5 & PE (p. 194)
chres iy 2 - BT PICK (p. 72)

chusr 7% — 15 Windows F

FEAHL Windows FRE8E 3

1§ 1] chgusr. editusr FI1 newusr iy 2 4L Windows 1 /7. XLy 4454
AHIAS, AXAE RA R J7 AT AN «

m  chgrp & B2 A £ Windows H /7.

w editusr AT GIEECE 2 EE A Windows T .

»  newusr 7% Y/ —Z A Windows H 7

HR: ML R T AC TS, (HIEIER IR,
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A Windows 85511 selang fiv4>

AT RS NV 5w

{{chusr|cu}|{editusr|eu}|{newusr|nu}} userName \
[comment (string) |comment-] \
[country(string)] \
[expire|expire(mm/dd/yy[@hh:mm]) |expire-] \
[flags{(accountFlags) |- (accountFlags)}] \
[full name(fullName)] \
[homedir(homeDir)] \
[homedrive(homeDrive)] \
[location(string)] \
[logonserver(serverName)] \
[organization(name)] \
[org unit(name)] \
[password(password)] \
[pgroup(primaryGroup)] \
[phone(string)] \
[privileges(privList)] \
[profile(path)] \
[restrictions( \
days({[mon] [tue] [wed] [thu] [fri] [sat] [sun]}|anyday|weekdays) \
time(startTime:endTime|anytime))]\
[restrictions-] \
[resume[ (date)]|resume-} \
[script(logonScriptPath)] \
[suspend[ (date)] | suspend-]1 \
[terminals(terminalList) |terminals- (terminallist)] \
[workstations(workstationList)|workstations- (workstationList)|workstation
s-]

comment(string) | comment-
APl ETER AR R
BB S 255 NFOFIOF R T IRT R
FEATEA%, WG SRR AR A SR .

country(string)
Fa s TR 2 /X o AERABGS R P AME T AT H
BSHOERZ N 19 NPT R AT R R AT TSR
e g, WG RN A B SR .

expire | expire(mm/dd/yy[@hh:mm) | expire-

BEE MRS R H . WRRSRE HIYL, B A, AT AT
RE SN, PSS . iR e g g sk, Wk e
JHERSIN 2

expire- Z40 5 newusr fiy 2 — AL H W] e A BT H BRI bk
J1o KT chusr Fll editusr v, %S0 TG & 09 kS o i
kA H

date ZE KN mm/dd/yy [@hh:mm].

It =z
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A M Windows 5511 selang iy 4>

flags(accountFlags |- accountFlags)

e kS R e B, OB EERIYR, ESE M
“Windows {H"”

FEMNH e ERbr &, TE7E accountFlags Hi THIN IR (-) .
full_name(fullName)
fRE 5 H PSRBT P 124 .

BSHOERZ N 256 DTN T RHCT A . AR PR TP
R, WG SRR AT A SR .
gecos(string)
iﬂﬂﬁ?ﬁ%?ﬁ%iﬁ% Btz e . S5/ rr g
g,
homedir(homeDir)
TREM TS T AaE 3 3 O EAKEh &M 3 H .
homedrive(homeDrive)

fre P B H sl as. P A2 8RB H O EmRsidMEH
Ko

location(string)
TOEH AL E . AERAGE R P AMER A
BESHUERZ N 19 NPT PR AT R R AT A TS AT
22, ARG SRR A B SR .

logonserver(serverName)

fe g B UE P 8 kA5 B IRSS 28 o 2 H P g B3 T AER I, CA
Access Control 2K 5 kA5 BAL M BRI R S5 2%, 2RSS #e s iz ) #7
T LAERT T 1 TAE S AL RR .

organization(name)
faE P TAERAH L. HBO R AME A5 B
HBHOLRL y 256 DERT BT TR, WA R
FEfTE M, UG SRR R R

org_unit(name)
fia e P Heh TAE A S WA . SBO B Al R AE B
HBHOLRL y 256 DERT BT T, WA
R M, WS SR AR R TR
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A Windows 85511 selang fiv4>

password(password)
FH P RCE . a7, Iz ko8
KA. HP T UERRGN, W2 B,
BSHUERZ N 14 NIRRT, R EARAS S EE Y.
KB T#ER A, IBAREME N T—IRExAG%. I RS
KRGS, IR ER N, BRAMEEE T SRR bR
EHEMH A, BT setoptions cng_ownpwd B AT H
sepass W B selang 110,
WRAEIELAE A Windows NT &40 EIH P& %5, W] ge i3 471
?7%/%\:
WRINE, AFFGEEK.
AR IR R IR A RGBSR . X W B DA AT — P R R i
JRIE :

%

N

AR T R T EOR KL
W EIE CAE ], IFAFAE T “Windows NT B ) S id 7
H

NS

|
o

N

U

o

[

P B L5 2 (R — 715

w AT FAR A SR K (IR CA Access Control

P SR BB I 2EKD

N TR R, VI ORBEE AT A I A A S R
pgroup(primaryGroup)

wEM S EM 0. AU TE O A —, Bt e Rd.

BSHEREZ N 1A D TR TR, JFEARU S TR EGE S .
phone(string)

T AT S SRBGSFER A G B
privileges(privList)

) Windows FH FHic sgs Inke e AR, 803, 4 SR privList §iTH 547 I
T () JUIRTINBRFR A AR . K AEH chusr B editusr iy 2 K48 E
%S, I H A RRAE Y T Pl sk IR g . AVEDET I Fdsk
I, ASBEAE FH ek 2 OB

profile(path)
RIS (REPAl WEIERD FRe & P & SO SO ) 58
BERATAIE . B G SR BUTAT ARSI, AR bR 4 b S AR
IUEZN:7

]
™

N

Yo =~
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A H Windows 4355 711 selang #iy4>

restrictions([days] [time]) | restrictions-([days] [time])
i e R AT LAAE — JAL R J LR BA A — R (R W S8 I ] 7 i) SCAF

WA days ZHOMRE time 24, W a] R M H Fdsxh 2
e M AT AR H7 BRG] WERA WS time U455 days, U HIUIER
HPRE B b C2e i AR TN TR FR ). AR RN 4R E T days
Al time, W] R BEAESRRE HUIIRIHE R IN TR B A D7 9] R 456

w  [Days] $5E M AT LAV R SCAER H Y. days ZHCT 48] R 211
24

- anyday - SCVFH T AEAEAT H G iS00
n  weekdays - SV P AETAREH CRI— 210D Ui BH

- Mon. Tue. Wed. Thu. Fri. Sat. Sun- {0V H )R E
B H AT R YR s a] U AT e e H . wiie e
TZ2AHM, 15HSHE0E 5 7 i L8 H 1,

w [Time] ¥ H Al LAV R BRI IR ] B time Z50nTAH 1 41

T2

- anytime - LV AE— R A AT AR B[R] 5 ) 5 5

- startTime:endTime - {¥ S0 VT FH 7 #E 5 a2 IS () B P4 7 ) %
. startTime fll endTime A& U4 hhmm, o hh 22K
H 24 /NEFRIRVER)ZNE) (00 £ 23) , 1 mm &5 8P (00 £
59) . IHVERE, 2400 2 LAMBE. startTime D20/ T
endTime, Jf HIXP§/NI 076 [ — K. 0 B 2835 55 AL R
BT AR RTI DX, 135 T e g 25w P T 263 P[] R0 5 oA B 1) 2
i Ay 5 [ ) A T S A S T T S P RN A . B, T SR A
BT AL L T Az, 4, EARVFN LT 8:00 3
T/ 5:00 LEISAZHILYS 0] 283, 15 4R 2 I TH] (1100:2000).

resume(date)|resume-

Windows P& FH 7l = 16 EHFD CRTaz ) Isfie] o 4 2R [F] I 2 suspend
ZHOM resume 4L, TERIOR KR HIIE RS H 12 5 80H 4% 6 R
AL T HARRAS

FE IR TR U EIIAT CRTaE D ]

mm/dd/yy [@HH:MM]

fEH resume- ZE00 K H P k-5 FRRES NS BN Oa D SO “+E
7. ZZHUGEY chusr 5L editusr fir 2  .

script(loginScriptPath)

fae P B B 3his AT SO AL B . %8 S A AR A B ik
ITBCE . T profile ZHB Al A (0 TARABEHEA T BEE, Db
SHCERTIER .
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A Windows FAEE ] selang 1y

suspend(date)|suspend-

HA PSS . HARA R K S SR RS, WkiEe
date, Windows 7 F5 ¢ HIHESEH ik 5 . Wi 20% date, Windows
BEAESAT chusr 2 SCETEER FH bk .

FRLU AU N H AT Calik) BFEl: mm /dd/yy[@HH:MM] .

i 1] suspend- ZE0 ks FH ik - FRPRZS N “EE 7 SO “W5 37 (A
D) o ZSERAEY chusr BY editusr iy & 1] .

terminals(terminallist) | terminals-(terminallList)

2 ARE N\ P T & H g1 5R R s0E, JIf

ERCASE N SR O I /IF

“terminall, terminal2”

workstations(workstationList) | workstations-(workstationList) | workstatio

ns-

EARE )\ AU T T8 AR . 515 Rz R g i,

HMIESRE2R. Hlln.

“workstationl,workstation2”

editfile fiy4 — 1B Windows 3% B
7EAH Windows FF3EHAE R
Uk 45 chfile iy &2 Ui .
BT P

chfile Ay % — &% Windows SCAF 1% & (p. 172)

editgrp fv® — BIEFE L Windows 21
FEZAH1 Windows FREEHAH R
I 455 chgrp fir & — K UL .
BE2ER:

chgrp T4 — 1B Windows 41 (p. 173)
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A M Windows 5511 selang iy 4>

editusr 7% — BIEFIE T Windows F P
ZEAH Windows SRIEHH R
Lir 25 chusr S — Ui .

FEZE)-Y

chusr 1% — &2 Windows 1) (p. 178)

editres My — BIEAE Windows iR
FEAH Windows FREE AR
b4 5 chres fiv 42 5 1

Eg%‘a@:

chres 4 — &4 Windows %t (p. 175)

find file Ay% — 71| i A b 3O
TEA HFRIE AT AL

1 find file iy 2 tH 3D (—ADFAFH) ILRIIPTA RGO, X
SESCA AL RN TRy HEA AE— 21

LA L kg
find file [directory][/mask]
HF
HIH H 3% directory H T AT SCAF

mask

Y\ H 3% directory 15 mask A2 & UCECI BT A S mask 7 RES
B BCAT A5 o

7~ 7E Windows _E4FRE B2 B HR T $ATFE PS4
LL R #4141 4 CA Access Control bin H 3% KT il $047 3044

A C:\Program\Files\CA\AccessControl\bin\*.exe
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A Windows FAEE ] selang 1y

7~ FE UNIX B3R5 IR X T e R S

PLR Ay A 1] 51 Y CA Access Control bin H 3% F UL} se F3LIKFTH X
A

find file /opt/CA/AccessControl//bin/se*

find {xuserixgroup} iy — F| H NV H P A
7E A H Windows FFEEHH 3
find {xuser|xgroup} 7% 1] #1 i 24 i 5l A7 723 P Ak H - 5 (1 44 R

R % AE Directory Services [] Windows 2000 #:1E &4: 5%
SCHFo
B A7 A Mg
find {xuser|xgroup} mask [domain(domainName)] [next]
xgroup
frg 1% a2 IR [l Ak 41 o
xuser
frg 1% a2 R Ak H

domain(domainName)

S8 AL BRI 2R 7] H Ao

YR AR LIEIT, Wi &R 3R 1] 24 Bk il
mask

AR 5 SRS
F—4

B2 selang iy Hi A& 75 N 4k 2251 H 26 1T find xuser 5% find xgroup
i A 8 S AL A - B

W RA b I H kL 100 A, AT H I I
Bl BNk

DU i 241 T Ui B abe FFELIRTHT 100 AV H F

find xuser abc*

Yo =~
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A M Windows 5511 selang iy 4>

join 74 — K PR INE A H A

FEA IR P

join iy Al I s BN 4irb . 2 VA H AT R G TR E
FRI4 .

TE: Wi FRAAAE T AC KB, (EE/EE AR,

LT H] join # 4, LA R &RAF R4 Kar:

n  EAEHEIY CA Access Control FI Jid %7 FA ADMIN &1k .

%0 EAE R B GROUP-ADMIN J& M i 20 Y FE 4

w R R A A S T

m  J&TE ADMIN 2511 GROUP it 35 (115 Il #5111 2 o HAT JOIN B,
MODIFY f{1 T BLRR -

HRE: W ADMIN ZEH 1524 CA Access Control GROUP it s Al AR
FRIABCRR, U ZESR A2 [FI IR 14T MODIFY AT JOIN J& 1
AT RS NV (5w
{join|j} userName group(groupName)
group(groupName)
fa e R s n 2 A A
userName

FRg IER 2 D group ZHUREMAMAT I 4. HIRES
AP R AR S R AR EGE 5 2 BRI T 4

7~

F P El A8 H 7 Bob I ZH “staff” .
m  Eli 5 ADMIN J&M:, H YRTIAREE N A,

join Bob group(staff)
BE2ER:

join- 1y 4 — MAH AL P HIBR ) (p. 163)
showgrp v % — B A A (p. 167)
showusr 1% — oA B TE (p. 168)
join[x] T4 — W A 4 (p. 115)
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A Windows FAEE ] selang 1y

join- firQ — MASHLAH AR A P
i S G
join- ir 4 il AL IR .
VERK: M4 FIREAEAE T ACTRBE, (HARAEAT A
LG join- A4, AL FII 4L

» B HA ADMIN .
 ZYC SR H A GROUP-ADMIN J& 1 (1 2 35 FE A

n BOEBHEE ALK T .
n  J&YE ADMIN Z5¥) GROUP i 3 FI V5 ) #2241 51 2% Hh B AT JOIN 1%
MODIFY )35 ) A

W X B P ECE ST A AR, A A RA LR PR R A
RAHER . Wi ADMIN ELHA 15 24 CA Access Control 10 sk A 4]
(RIACRR UK 20 [F] ISHH MODIFY F1JOIN Jeg 1k
A A LU R R
{join-|j-} userName group(groupName)
group(groupName)
i 8 EEN PR F P (A HBA
userName

frog EENAL P BRI P B e WAL IR Z AN i, 35
TSR 2 PRAER, JFHZE R B0Z 5 0 FaH 4

7~

FH P Bill 222 M PAYROLL 21 A I3 FH P sales25 il sales43.
s )7 Bill A5 ADMIN JE 1, H MArIRss A,

join- (sales25 sales43) group(PAYROLL)
BEER:

join 74 — FH PR IR AHA (p. 162)
showgrp v % — B A A (p. 167)
showusr 1% — oA B TE (p. 168)
join[x]- Aiv % — WAL R P (p. 118)
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A M Windows 5511 selang iy 4>

newdrp f7% — 8)& Windows 2
TEASH Windows FREEHIFH 2K
b4 5 chgrp Ar & — i .
BEZER:

chgrp 1% — &2 Windows 41 (p. 173)

newres 7% — A& Windows %5
FEAH Windows FREE AR
b4 5 chres fiv 42 5 1

Eg%‘a@:

chres 114 — 15 Windows % Ji (p. 175)

newusr fiy % — B/ Window F
ZEAHL Windows I35 A3
iy 45 chusr iy .

FEZRSE

chusr 172 — 1524 Windows H] /7 (p. 178)

rmgrp 4 — MIEE Windows 21
FEZAH1 Windows FREEHAH R
rmgrp i 1 A Windows #cdf 22 R — i A4 .
HER: S AL T AC S, (HEAEA T A
R SIS W

{rmgrp|rg} groupName
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A Windows FAEE ] selang 1y

groupName

FiE L MBI AR 2 A UL 2T Windows 2144 . Wl 4R
ARG MERZ AR, SR 2 PR, JIf
2R BOL 5 B4 -

rmres f7% — B Windows % JE
rmres 72 1 )\ Windows F G4 22 H IR — AN B2 AN Tk
HR: Wi FRAAAET AC B, (HERET A
A A LU R

{rmres|rr} className resourceName
className

e g BRI SR SR A Bk
resourceName

fR7E className ZE A Windows B2 4 K. MR Z AN B, 3
FF 55 P 25 R 56, FEHZ s eGE S8R 4.

FEZRSE

chres 1% — &5 Windows % (p. 175)
showres #ir4> — W R ACHN FE Y5 B 1 (p. 194)
rm[xJusr 2> — MR FHESK (p. 125)

rmusr 7% — MR Windows A P
FEAHh Windows FRBEHE K
rmusr 772 1] )\ Windows Z8 G £54# 2 MR — e 2 AN H P
ER: WA AT AC G, BEAEG A,
I A7 LR g

{rmusr|ru} userName

userName

FREDUMAT Windows HI IO 440 MIERZ SR I, 35 S SR
JIAVRIEEE, IR G S M T 4
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A Windows P55 H 1] selang i 4

FEZE)-Y

chusr 7% — &2 Windows )™ (p. 178)
showusr 7y 7 — WoRAHH] T ETE (p. 168)
rm[x]usr 4 — MIERAH i 3% (p. 125)

setoptions fir4 — ¥ & CA Access Control Windows 3%

setoptions 4 1 31 B 5 Windows 4 R G 1 R S iE [FH 1) CA
Access Control %17 .

HER: MWar S FFAAAET ACH B, (HERAETT A BT AN

22 HAT ADMIN JE A &1 ] setoptions ﬁ*ﬁ/v\, {BAFAEI MG DL - AT
HA AUDITOR 5{, OPERATOR Ji& 1" Bl n] {5 F iy &> setoptions %1)3% .

b A L A%

setoptions|so \
[audit policy( \
[success(system|logon|access|rights \
|process|security|manage)] \
[failure(system|logon|access|rights \
|process|security|manage)] \

)]

[password (
[history(number-stored-passwords) ]
[interval(nDays)]

[min_life(MDays)]
)]

audit_policy{+|-}
fRE R (+) IR EE () %
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A H Windows 435 7] selang #iy 4>

audit_policy(success(system |logon|access|rights| process|security | manag

e))

I

SE TSI LEA I £ 1) CR BT Il Ao Dy I R A .

system - 228 ¢ P BRE BT JE Bl EAL.

logon - 240 Sk RGN RS ESS

access - 2V W AT ARAGRT G (lan et .
rights - 210§ /] Windows Server £,

process - P&/ P0G FLTE A AN E L . TR EUT a0 S AN 2R
B H S,

security - 2 5 SR M6 S

manage - ARG MHBRECE SO ik sk . R, 3
(CRCRSIE

audit_policy(failure(system|logon|access|rights | process|security | manag

e))

I

JE IO ST MR LA I B A AR g IRl Ao D7 1) SR A .

system - S ¢ P B FHT A BT A L.

logon - 240 Sk RGN RGBS -

access - 2T W AT ARAGR G (AN SCptD .
rights - 221X /i i} Windows Server £ .

process - P& fPil  SRLLTE AN E R [R5 R0 AN
SERECE AR

security - 22 5 SR M 6 S

manage - ARG MHBRECE SO ik sk ). [, 3
(CRCRS i

history(number-stored-passwords)

i

S SO JZE P A I LLRTAE S A B A B H o SR BT s A I, I

ANBEFRE I AL SRR AR (AT %8S . NStoredPasswords 24T
1A 24 Z [ FHEH. WARHRENE, KEARAFE R .

interval(nDays)

interval(nDays) A B 71 ¥ B 8 U 5 HLAE RGP S A\ 9T
fith 2 DA AR ok ) R HK

nDays ME W20 IE AR Zr . W RN TRl R o4 2, IR L (0
BRI TR RR AL A . AP SRANA BB R Y], R I TR TR B B %

min_life(NDays)
VB ST SRR () g5 /N KA. NDays wWhZuise IEHE4 .

Vv
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A M Windows 5511 selang iy 4>

FEZE)-Y

showfile fiy 4> — W XA & PE (p. 136)

showfile f§ % — B A H T H B M

FEAHIME HH

showfile fiir & ] ZIl Y — AN EZ AN R G F A IEA (5 E o
HR: WA A FFAAAE T AC B, (HEAEHITAR.
B A7 A Mg

{showfile|sf} fileName [next] \
[{props|addprops}(propNames) ]

addprops(propName)

BEE R R EYE (b)) o RIERIZIER SN R 21Tk ] o ruler
BEE NN TAURAE D, FFR W 2 LRI B EL R ruler.

XL

P8 A I RS BSR4 AR . AT — e A UNIX S
o HAREZA SN, ISR SR IR, IF s ek
SCAS T TR

T4

BRPTERIEAE R . AW KT E AWM, ik
WAEH A

I NEWR/NH query_size FCEBLEHE . AHIK/NERIMES 100,
props(all| propName)

BEEERNEE B/ .

Wb RATIR AR KA &AL

Bl BaR UNIX SCHHRITEGR S B
B UNIX SO /tmp/foo HITELETE L.

showfile /tmp/foo
A~l: B Windows SUHHIBTH ¥

A HE Windows XA C:\tmp\foo.exe [F1ITH & 2.
showfile C:\tmp\foo.exe props(Owner)
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A Windows FAEE ] selang 1y

FEZE)-Y

chfile #i1% — BX UNIX U B (p. 156)
chfile i1 % — &% Windows 4% & (p. 172)
showfile fiy 4> — W XA & PE (p. 136)

showdrp fy& —EB A HAH &
TEAR MR P A
showgrp #iir & A /s AU ERAE R GE P I — N el 2 AN 4L TEZI1E B .
ERE: @A FRAAAE T AC B, HEREH A

HER: 7F UNIX |, 7ERCE W E (seos.ini) HEE I SCLE N 0 HEAT L
B, Ushn. SEH RS, BRIATEOLR, MSCPER Jetc/group. B RTE
58, WS (a5 5: 7 UNIX) .

e LR

{showgrp|sg} groupName [next] \
[{props|addprops}(propNames) ]

addprops(propName)
BCELE BRI RN bRJO o SRR SRS I B A FFR T . ruler
BCE N TARUCE W, JER R B LLHTBEE Y rulers

groupName

e B N AN R A FR . AL DU IIAT A4 4 .
HHRE AL ST 2L, 35S R AR IR,
I ks B 5 B4

T4
SURPTHSKIEUR R . A AT BB B AN, %
AR A

KA WK/ query_size BUE BB MIE . A ANERINME N 100,
props(all| propName)

BERER PR B

NS B SRR RSP &
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A M Windows 5511 selang iy 4>

A~
%WLT Unix FREZFIR, 251 H UNIX 4 security IIVEANME S, 1EHIA
PLUR 4

showgrp security

FEZENE

chgrp #ir 7 — B UNIX 4 (p. 157)
chgrp i % — WE& Windows 41 (p. 173)
show|x]grp % — WondlJETE (p. 138)

showres 74 — B RAH B IR B H
B Windows 5 1) & 1k .
i S WY S W

showres|sr className resourceName [next] \
[{props|addprops}(propNames) ]

addprops(propName)

BCEERRMEE R RO o EIEM IR RN 25 bs R . ruler
BEE A TARE D, JERE 2 LARTBEE Y ruler.

className
froE TR P B SR A B

L
B PriE SR EE . AR KT ROE AN, ik
WAEH A H .

BREWR/NH query_size FUE BCEHE . AHAR/NERINME 100.
props(all| propName)

BERER PR B

NS E N SRR ISR &
resourceName

8 5E className 2K ILAE Windows R U5 4 FR
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A Windows 85511 selang fiv4>

showusr f74 — B4 - B
FEAHE UNIX FREEH B2
showusr i ] W R A HERAE R G I — e AN H P ek
ER: MW FEREEET AC S , HEAEG AR,

EE: EUNIX F, 7ERCEWE (seos.ini) HHE & SRR P k4T 352
B . SRR BOATEOLT, SO Jete/passwd. A KT
UG R, WES0 (s EPEIER: 7 UNIX) .

LA L A%

{showusr|su} userName [next] \
[{props|addprops}(propNames) ]

addprops(propName)
WEELRPEE br)D o BRI IR S §ibs . ruler
WE AN TARE W, FRRR 20 CLRT&CE ) ruler.

userName

fE E R A E P P AR SR A 4. 5
W2 AR R TR, 55 SRRH  2 50K, IF s saE 549y

R 4
T4
SRFTHCR IR MY, AR T BB ORI KN, 6
SRR A

KA KN query_size iR B W BT . Bl K/MNERIAE S 100,
props(all| propName)

BWEERRREE FRRO .

Wb RATIR AR KA B WAL

Bl

LT Unix FRBETRISE,  ZEH1HL UNIX L leslie FVELEAE ., 5
PL R fin 4

showusr leslie
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A M Windows 5511 selang iy 4>

FEZE)-Y

chusr T4 — B UNIX I (p. 158)
chusr 74 — &% Windows [}~ (p. 178)
show[x]usr 7% — B/~ H EE (p. 142)

xaudit 7% — B AR S Access Control 313&

xaudit 772 A 7E 2R G0 1 in) 471126 (SACL) PR inai.  445E el 2%
TR BRI U5 AL PR IS, 124 R Hp RN I 2 S 800 & — 4 Wi %
HEL. xaudit- iy A A SACL HHIHIBR I, I H G B2 FILE.
PRINTER. REGKEY. DISK. COM EX SHARE 4.

[T SD W SR W

xaudit className resourceName \
[failure(auditMode)] \
[gid(groupName)] \
[success(auditMode)] \
[uid(userName) ]

className
g VIR P (M PR USRI A A4 K
failure(auditMode)
SR O BB T 1 AR LA ) o
auditmode AT RE IR TE T B R PR s S8 AL -
R A NTFS SO AT BLAAT AR

s DISK 1 COM: changePermissions. delete. modify. query.
read. synchronize. takeOwnership.

m FILE: changePermissions. delete. execute. read.
takeOwnership fl write

m  PRINTER: changePermissions. delete. print fil takeOwnership.

m REGKEY: delete. enumerate. link. notify. queryValue.
readControl. setValue. subkey Fl write.

YT AR YREAL: none Al all,
gid(groupName)

€ IEAE HAZ O BRI AR A2 . Fi8 0 2L, RIS
25 o A4 o
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A Windows 85511 selang fiv4>

resourceName
18 € IEE1E 2 R 48 Access Control %11 3% (SACL) HI P50 S B 2K
success(auditMode)

TSN TR R BT )
auditmode HIA B I T ¢ BT i i B YRS 2 .
EE: HfH NTFS 0] LLEA 5 %A

s DISK fll COM: changepermissions. delete. modify. query.
read. synchronize. takeownership.

m FILE: changePermissions. delete. execute. read.
takeOwnership Fll writeo

= PRINTER: changePermissions. delete. print I takeOwnership.

m REGKEY: delete. enumerate. link. notify. queryValue.
readControl. setValue. subkey F1 write.

YT A SEEEAL: none Fil allo
uid(userName)

fo e EH I IR ISR . g 2P, EH AR
BRI SR 4. IR ELE Windows NT s v 52 IR A H
J, 15 userName 1858 M5 (*).

FEZRSE

xaudit- 774 — MR R 48 Access Control 41)3 (p. 197)

xaudit- 5% — MR &R 4t Access Control 51|3%

xaudit- #ir27] A SACL H BRI, I Ho %5257 FILE. PRINTER.
REGKEY. DISK. COM Y SHARE 15 %%
it S WY S W

xaudit- className, resourceName \
[gid(groupName)] \
[uid(userName) ]

className

FRE BHIEIT I (1 B K A4 K

Yo =~
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SRR EREE ) selang fir 4

gid(groupName)

RO IEAE S M VU VT LRI AL, 182 /ML, 2
L 5 4 R AL

resourceName
T8 7€ IEZEM B3 H R 48 Access Control #1134 (SACL) HI & Y50 5 B 2 K

uid(userName)

8 B BRI U BRI . nRAR e 2N, W
GG I 4. BHREAE Windows NT 2dfe 122 e SR FITT H

J, 5% userName Y8 5E MRS (*).

Eg%‘a@:

xaudit 1% — 155 ZE 4t Access Control ¥1)% (p. 196)

RIRFLEIFR BT H 1) selang T2

ARG AE A IR AT T A selang i & 58S %, Xy
AL TR HES o
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SR RIALT ) selang i<

backuppmd 7% — %13 PMDB
7E pmd FREEHFRL

backuppmd T4 PMDB £idhs [ i) B 4%ty 245 € 1) H 3. PMDB %
P P b A B AT 4, AT SR . R EFIRC B S
X1 DMS, iz LA M

backup pmdName destination(path)

X1 PMDB, i LL M

backup pmdName [destination(path)|hir host(name)]

destination(path)
& AGREAFAE 250 SCIFI H 5%

EE: WREAfRe®E, XTHERS &0 2E
_pmd_backup_directory_ bric 1 $8 58 I ER AT B

ERAMH: (UNIX) ACInstallDir/data/policies_backup/pmdName
ERIME: (Windows) ACInstallDir\data\policies_backup\pmdName
pmdName
5 LAY PMDB B8 DMS R 44 5K
hir_host(name)

B — DR EER-IP T PMDB 251 21848 5 11 1ML name FH1& 24
PMDB i] /', M40 % 2] name EHLI T AT AT HE4T
ER: Y43 PMDB Fl¥ PMDB F B 1L A — ML R, A SCRriZdar

/?\0

createpmd 7% — FEEHL A% PMDB
7E pmd FRIBHEF R
createpmd v AI 7RI FE FHL g L PMDB. Al — AN EZAH iR e

3 PMDB [P L B A RIS R4 B 5y . ] LU X PMIDB R4
PMDB FIi] [ # PMDB. W] iH L e FHIZ4T createpmd T4 o

Yo =~
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Mg B AIA ST Y selang i

AT RS NV 5w

createpmd pmdname \

[admins(user [user ...])] \
[auditors(user [user ...])]
[pwman(user [user ...])]1 \
[parentpmd (pmdname@host)] \
[desktop(host-names...)] \
[subscriber(host-names|pmdnames...)] \
[pwdfile(file-name))]1 \
[grpfile(file-name))]1 \

[nis] \

[xadmins (user [user ...])] \
[xauditors(user [user ...])] \

\

admins(user [user ...])

WA AW S Rk PMDB B EE R . HAERIFZ AN P

auditors(user [user ...])

A€ R A PMDB [ AZ SO — s AL . ISR BT
AR

pwmans(user [user...])

B— s A 8520 PMDB S B 5. A BRI 2N .

parentpmd(pmdname@host)

Je g A2 PMDB 142 PMDB {4 FK .

HR: WREAG selang IEH T4 € LA HMERIAL”, R I

G S B, EEANHE A I g AL, 48 HI B

T

createpmd subs2 admins(abcl23 root) auditors(abcl23 root) desktop(pcp36949)

\
parentpmd ("aa@pcp36949, bb@pcp36949")

desktop(host [host ...])

R — A A B G 0] DU SR HE PMDB I L. FZ MR IT £
ANENL.  BRIAH PMDB [ EHL.

subscribers(host | pmd [host | pmd ...])

F EHLEL PMDB $i73E JyHr PMDB [RAT T0# - Fl 2B M BT 24> ALK
PMDB.

pwdfile(filename)

$5 52 PMDB 2515304

grpfile(filename)

$8 5 PMDB 413044
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FME I EAEE 1) selang A4

nis
TEHT PMDB P EHL_EHAT NIS 2285,  FEA i e SCH DR % H BT
UNIX 5 #HT.

xadmins(user [user ...])
B — Ao 5 E S PMDB A HE 5. TSR IT 2 AN .
xauditors(user [user...])

FRAE W A PMDB K A% SCAF I — A B AN AL . RS R T
2R

pwmans(user [user...])

$5— AR Z A 9 5 Y PMDB B L AR T £ A
i

deletepmd 1y — M EALHHFER PMDB
7E pmd FRBEHH R

deletepmd 772 1] L ML EMIBR DL R 30 H -
= PMDB [{] selang {4 301
- B ESCt
- VEMERIm
= PMDB H &P %%
= PMDB H3%

BEEYLRA Y BB b I EE () B e miﬁﬁéLL%iﬂﬂﬂJ&% PMDB
SCAESRMIER PMDB. 15244 PMDB 1 1 deletepmd iy 4 -

b L A%

deletepmd pmdname

findpmd 74 — %I EHL_E /) PMDB

7E pmd FREEHH R
findpmd iy 1] #1) HH 8 31% 42 2 10 L ) PMDB L A & FEF &5 2
o
i CEDNY W
findpmd
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SRR RS ) selang Ay 4

listpmd 14> — | i A >< PMDB HI{5 &

£ pmd SR HR

listomd fir & 7] 51 A7 5¢ PMDB A AT BB SO RS ¢ H AR A5
Bo WARAEAMETEI, W% 28 SR pmdName [115TAT
2NEE

AT RS NV 5w

listpmd pmdName \
[{info|subscriber(subNames) |cmd(offset) \
|errors|all errors|log}] \
[next]

cmd(offset)
R HUH S A A MRS &

A% i 5 B R eSO A . A RARE T WA, SIS M R
BEIFRE R WERARIRE MR, SIZA W EH ST kT A

AT

R OIS I A e D2l PMDB &4, fif% 5
EUA ARG T T KN — O IO B Ry S BB SO K4
U % B R BT i %

errors|all_errors

RIS R H & errors Z2HUE R T AR IERE R LA
HRMWEER . all_errors 7~ T A%

%
SRAT XA pmdame [t 115 B, LA SR BT A 2
3.

T4
SRBTHCRIHR MY, AR T BB AR KN, 6
SRR A

BRI/ query_size FLE W EMC . Al K/ NERAER 100,
pmdname

5T SRS LA B PMDB A4 K o
subscriber(subNames)

B HH SRS AR (10T ) 2 S DR, A iR T A2 DL K
PRI T — A4 . W subNames 5, #5n] LUEFET & 1)1
%o

202 selang Z %15 mi



Mg IA S selang iy &

H&
SR SRS AR H RS
Bl E7niESE T B ) PMDB T & {5 B
B R B LB compint 13k () myPMDB SRES AR RIT & 2114, 1F
ETPNV R

listpmd myPMDB subscriber(compInt*)

pmd 7% — ¥4 PMDB
7£ pmd FREE AR

pmd i AT BRI A A R S BT R s ks
BRI S5, DL A SR SO
AT RS NV (5w

pmd pmdName \
{[release(subname) |start|stop|truncate(offset)|lock|unlock \
| reloadini|startlog|killog|clrerror|backup|operation]}

backup

K RS RAAL B 2 25 0 IRE
clrerror|clrerr

T B S B Y 43 1 35
killog

SR AR T S S0 WRAEHRE T IRIE T, UL Ao 37 S AR
TEBAHEH .

FEPIH! AL kil 654 C ] PMDB R4

lock

R SRS AR AL 2IBUE IR, JF LRSI s 1 b ) AT 7 A& B
Bk

K M AT M A5 O IRZS A 3 B n] B IRAS
pmdname

5E X BN AT Prik T ) PMDB 44 FK o
release(subName)

MASHT AT (5 5 Z 2 h B th subName $i € T 3 . IXRNZIT
) 5 ] LLSZ R B . subName 5858 4 ] LLEECEE B BT B+

Yo =~
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SRR RS ) selang Ay 4

reloadini
(BUEHF UNIX) BT RIS A pmd.ini SCHFAT seos.ini XA,
T e TR s T DB SO R A T G W E R IR ISR 5 B R
startlog
OGNSR — % H &S i S 25 H A& S, i
BRI
=E2)
JA 2l CA Access Control SRBSEETUNR S . A HABZHAT My 20,
A5 FH B3R T
fZik
155 1= CA Access Control THEAETY 5 & R v/ IR S o

truncate | trunc[(offset)]
MBSO rP BRI AR ARHRE offset, s K 1] BE % f b AR
RSO BOKRT Be A o D T T P ) b A HALE .
RIGE T offset, FMIBRIGEMBEIIIERHE .
HR: WIOUE listomd iy 2P ALK BLS IR SRR S, A&
5t A% S AR A R AL &

fiEst
W RIS B IR B BOIRZS, JF ALV SRS AR AL 50 Rk ah
HAT s
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TG AR AYIA LS P 1) selang fiy 2

restorepmd iy & — L] PMDB

£ pmd SR HR

restorepmd iy & I8 JE AL EHL K PMDB. 4 KL J5i PMDB ) #5403
PERTIR A BN IUEAT SIE R ENUHRI- 6. #AE RS CA
Access Control fit4~. CA Access Control W2 IEAEIE R EHL FIBAT

ER: WA 1 2 L4443 FI4 J5 PMDB, PMDB ¥ A& E ik R 1)
PMDB (i i F Bl S ¢ #’ﬁ’ﬁﬁo T DA ZBUK B (1) 24 By 2 Y50 0 281 3 Ji
(%) PMDB 1o IS IIHT I i DE Y, 545 1k )5 ) PMDB, 12847 selang
-p pmdb 1%, AR5 A Bhik J%"Bﬁ PMDB.

LA L A%

restorepmd pmdName [source(path)] [admin(user)] [xadmin(user)] [parentpmd(name) ]
admin(user)

CUNIXD R A HI ™ 3 R 3d s f¥) PMDB )8 B 5
pmdName

JE SCELR R ) PMDB R 44K o

parentpmd(name)

(afk) & XGEJE I PMDB IR 144 HFK. K% pmd@host 15 5E
A

source(path)

(Al & A& SCHFFRERT B 3o WRIEATR € i H %, PMDB &
NERIAA B 1) SO AT IR S o BRI B AE _pmd_backup_directory_ Fr
A BT E X
ERINE: (UNIX) ACInstallDir/data/policies_backup/pmdName
ERINME: (Windows) ACInstallDir\data\policies_backup\pmdName

xadmin(user)

CUNIX) CBEAME P e OWIE 5] PMDB [P EE i o
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SRR ) selang iy 4

subs 7S — ISV B4 2 BT B B3 R
7E pmd FRBEHE R
subs T2 BT & AR I 2042 PMDB B0 #4E FE 1T 13 3142 PMDB.
3 ENLVT % PMDB i
. ZENA ).
m  CA Access Control W20 IF#E1% ENL FizsdT
m  PMDB WA BEAT VT T ) ALK A2 PMDB.
J3—A~ PMDB 1] 5] 73—~ PMDB I :

m 1T PMDB ] parent_pmd it & ¥ B 20 & IEAE VT [ 1Y PMDB
(A& PMDB) 4 FK.

m  CA Access Control WAZ5UIELE#E V] %] PMDB FT{EH) AL _FizqT.

B A7 A Mg

subs pmdname \
[subs(subsname)] \
[host type(mfHost) sysid(sysID) mf admin(mfAdmin) port(port)] \
{offset(offset) }

o
subs pmdname [newsubs (subsname) ]
o
subs pmdname [parentpmd(pmdname2@host) ]
host_type(mfhost)

VTP BRI LA,
mf_admin(mfAdmin)

B E R BUE BE

newsubs(subsname)
g SRR pmdName 1T 7 subName F-44 354~ PMDB ¥ 4 25 25 i A1l
S RIEL BT 2

parentpmd(pmdName2@host)
¥ PMDB pmdName2@host 1F A pmdName (15 Mg AT
pmdname

SE SCENS HANAT BT e 1T [¥) PMDB 1) 44 5K o
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FME I EAEE 1) selang A4

port(port)

PANIE = RS
subs(subsname)

KT B 5> i 2 PMDB.
sysid(sysid)

PNHEES AR

subspmd 74 — B 3L PMDB
7E pmd AR AL

subspmd iy & 1] B 508 BT IE$E 2 I L CA Access Control (g 4 11452
i

b L A%

subspmd parentpmd(pmdname@host)

parentpmd(pmdname@host)
i pmdname@host 14 2415 AL A MG AS Y

unsubs iy — BHERTT [
7E pmd FRBEHHER
unsubs iy 1] SIS 1] 15 4 1 h IR 1T 14
i SR ISR

unsubs pmdName subs (subName)

pmdname
JE B HANAT PFri i T it) PMDB )44 7K o
subs(subName)

& LN pmdname VT 135 513 A BBR IEILT 158 35 144
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5 4

NI

RAJET

3L

KB B

A THE CA Access Control Hiffs e RIAS M B A R 48 b LI RN
B LR BT AT R T B HES 7 SNPREA C UR A
R B BT LME SRR TE . AL HIWRLE selang 280K BUBRIX L8 @ 1 LA
LWL it & IX B AL

B B DA 3278
FERE A (p. 209)

AC SAEETZE (p. 210)
Windows M55 HH )55 (p. 416)
UNIX SRS K (p. 445)
HHT e LI (p. 446)

PLN 25 iE H 145 e 2R g PR R -

n  FEERMVIERET UM R, B e SR SR ) A
KBTI FRR RS, S G Fd R B ey . —HAlg,
EAT A B ST JE

s 5B AEHASTS [ 2, 0T DU BT R S BN B R
HIER .
Blhn, comment CHrAT N SCA) SRR FEC S s InvE R
comment- NEHRZEF IR %3 8. Y eI 8H0 SN, ANRefl A
VRSN =

w B B RS T ) SR B R
IEAEVT M5 2E (USER F1 GROUP) H ALE I S i A HH 1) selang i & 4E
AR5 BT IR :

- il chusr. editusr 1 newusr A] ZbFH USER 25 5% .
- f§i[f] chgrp. editgrp Il newgrp 7] 4b# GROUP 25it 5k o

- A H chres. editres fll newres 7] AbFATAr] B YRR P A id k. Wl
BB, WAL R LUEH] chfile BX editfile #i74.
- fiiHH showgrp. showres. showfile ik showusr H] %1 it % [1] )&

P
- f§iF] authorize 11 authorize- 7] UL A & P sk N 58 Seak i %
ACL.
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AC A5 1R

FEZE)-Y

selang 25 % (p. 37)

AC PRI H2R

ACVAR &

AT ELE CA Access Control 204 5 HAFAE M T A A @ PE (AC IAEEHh
128D H5eiEs%, XS 25 7 REFHE) .

ACVAR JEH RN C SR AR E SCHRE A0 s L — M. A
%R

ACVAR ZE AR 7 AR B A4 PR
PR SCR M T e T BT s k. KE o m e aiig e, icn

fFH selang B4/ PRSI HIX L@ M. AN a1 g tbric b “ /76
COMMENT
S ARG AR R P HABSE B . CA Access Control AN IG5 B
TR
JaEl: 255 NFAFS

CREATE_TIME

(R RE) B iC sk H YA ] .
OWNER

S8 AN C R T B .

POLICIES

(R B %A RS (POLICY XTS5 Bk,
UPDATE_TIME

(5 B S EUB SOkt BRI A
UPDATE_WHO

GHEFD WP T B s B DL
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AC FAET S

VARIABLE_TYPE

JE SRR, AHE

built-in
TR e AE L2 1a) t1 CA Access Control )it 1% A0, AR BT
Uiy iR R G VB AT AR AT
TR ATHE Sl B P B AL

osvar
188 12 R T A R G H AT AT -

regval
(Windows) $57E 1% S 5L TV MR AT AT o
HE: EHAEE IR N REG_SZ B REG_EXPAND_SZ yH /i R AU (1)
TR AR

static
i AR AR AT ) 408 SO A A3 E .
HR: A A AR A A
VARIABLE_VALUE
E AR IR .
ER: AT ARG AT AR
VARIABLE_EXPANDED_VALUE
R EE) & SRR, I AR P AT I A &

ADMIN &

ADMIN 1 AN L AR AL ARV IE ADMIN FH 48 BHRE 2 2R 1 o
WA ADMIN d s KR 7R 8 23R F 7 5 B &4 CA Access Control
o FZWEEE AV HIR DR R 3 U7 A, IF HaE
SCRESAT VT R 3 512K (CACL) o

ADMIN ZE0 SR ) B2 2 AR IR I A R o

DU SCUt B TSRl r A e . KRSy E iy niis o, iEen]
fFH selang B PRSP HIX L)@ M. AN a8 thbrid b “ /76
.,
AAUDIT

(ZEME) . 27~ CA Access Control 1F 78 /% TG B Ih 258,

A
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AC A5 1R

ACL
€ SCAT LA ) B v i) (R P RIZED s iml R B F1) 4
Access Control %13 (ACL) AN TR E FIME B
ik
SE XTIl
il
5E X 1) 7% B U7 ) BB o
{E authorize 2§ authorize- T H{ H access ZE B4 ACL.
CALACL

F4 Unicenter NSM H RS 8 SCnT LAy ) B85 V5 Rl 2 CHI P A
M) s R 5K

F JJ7 Access Control 51| (CALACL) F AR/ N e RS R AIME B
Vi i) &
& XTI 6
Hb
5E XX} Unicenter TNG H 8 H 51 H
il
S8 X 1) 2 8 GRS R U7 ) BB o
HATH P4 ON A S VEVs ), HABITAT 5 00 R #HE 4815 14 -
A LAAE authorize 74 H1 i H] calendar Z 404k 71 H I ACL 1 5E X1
Y7 TR AR FC V] BREH U T 92 U5
CALENDAR

22718 CA Access Control FH I HI . A1 B85 FR 1) Unicenter TNG H
Jixt % . CA Access Control 45 & HIS 18] (8] B 51 HY Unicenter TNG 3%
sHI.

CATEGORY
5E AP g P BRBHIR IR — AN R A 22280
COMMENT
8 A B E AR s TP LA AE S . CA Access Control A EAF B
AT
W 255 74T
CREATE_TIME
(E R BB i s 1) H AN ] o
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AC FAET S

DAYTIME

SE SCE PR i) 25 A IS vy LA i ) T SYIAT IS T B 1

1E chres. ch[x]usr 5% ch[x]grp 1T & " H restrictions Z4n] UAX M01%
JE

1 YT i) B A PR At RT3 5 0 0

NACL

IR NACL J& 12— Access Control #1135, 1] 52 Sk 5 44175 0] 2 YR
(17 ) AR 07 I 288 (il 5N o Y35 i ACL. CALACL.
PACL. NACL RN HIE S R HIME B

Vi &
SE ST ) o
Vil
S8 SABLEIBT 1)  (K1 7 ) S
~

{ifi | authorize deniedaccess 7y % B¢ authorize- deniedaccess- iy 215 £
ZJE M.

NOTIFY

T8 SCHEYRBIH AR R R R EE AN 2 S . CA Access Control
AR AZ A Sl IR R R AR e F

Y 30 AT

OWNER

JE SCIIA T M L 4 o

VS
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AC A5 1R

PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) BEIR V5 18] 3 938 S FL Ui R 28, F2JF Access Control 513
(PACL) H AN TR R HIE B

iz
SE VTR
BEr

JE SO PROGRAM R IFE SR 5 IHY, 7O Ll daE, B 1%
M e A UL R

Vi Al
SE SV 1) B UR U R AR
FER: TRV HIERC TR PACL HH B YA

1F selang authorize 244 [ via(pgm) 2% 0] i) PACL "R NS
s Vil R U8 ] LA authorize- T4 M\ PACL il
“Lﬁ I‘ﬂ%‘c

RAUDIT

E XAEF A H & T CA Access Control ic 5117 o) SR8 5,
RAUDIT 7] M Resource AUDIT R4 E 4K B REETE:

sl
P 5 1] 3K
FZh
AR 7] 375 3K
failure
FEA DT RE SR CBRUD .
x
JoVj )i 3K
CA Access Control AJ LA I BRI AR 228 D7 [ S, ANl
f:r?#%iji o] RO U) 4 P SR U, B P B B YA Dby RS 3 ) 24 B

%’éo

i/l chres A1 chfile T4 (15 % ZHORE S F A% A5

SECLABEL

& SUH P BT IR ) 2 A0
VER: SECLABEL JE YEXT N chres 1 ch[x]usr fiv4 ) label[-] 2%,
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AC IABEHHE

AGENT 2%

SECLEVEL

SE X 1) 3 BURIR IR 240 o

R iZJEYEXN chix]usr F1 chres fir 2] level[-] 2%,
UACC

7€ SR FEYR P BRIV TR, e 45 B 17 K 2 L F CA Access Control X
A IAE TR ACL H 1R 1) 2B 952 T IR U TR) AL

1F chres. editres B¢ newres 1% {# 1 defaccess %1 1] L& S0i%)E
e

UPDATE_TIME
UEBE) B BB Saa s H IR E]
UPDATE_WHO
CIBEDD W RBAT BT IR 2 53
WARNING
FRUR A A SR, AR EEAESBLUE, RVEHZ R

RIBTA U ISR A RIS 1035 SR S 40 ) R, % 6 o A%
BRI VN S

AGENT K [ RE/ME 3% 8 S~ CA SSO FHAEARER % 5 .
AGENT ZRid % 1 B AR EL I H K o

PURE U] 1 il s i R e k. Koy @ kg, ibn]
1/:%;5 selang B B A IR HIX L JmME . AN oE S B MR C N 7 A
AGENT_TYPE

FRELI2RAL
COMMENT

T S A AR IC P I IARE B . CA Access Control AMiff FH LA 5

AT AL

JaFE: 255 N FAF.
CREATE_TIME

(E R Bonalgid sk H AR A

OWNER

& SCHHA ISR I P 8R4
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AC A5 1R

AGENT_TYPE &

UPDATE_TIME
(B 2o BB Sl s i H AT E]
UPDATE_WHO

GHEFD 23T B s B DL

AGENT_TYPE 2 [ % > CA SSO i FH AR,
AGENT_TYPE Z&ic 3 H ) i AR B R 2R 2

L5 S T UL R . KON AL ST i, 7]
1] selang s P B IFEHIKISRIE. AT 0RIERFC ) A7 6
.

AGENT_FLAG
WEHREMEMER. wEP LA NAIME:
» aznchk - 5 & 1540 U6 & AT AL

n predef (7€ X) . freetext (230 A) 5k userdir (J /7 H%) - 18
& P YRR

m user &} group - XEEEIRIEME (Ui EH G2,
AGENT_LIST

AGENT ZRHPX %513, IXLEXT G e Al ] AGENT_TYPE X G A% 1),
I HHE agent_type ZHHME: B0, 47E AGENT & () @ Xt % i),
SBaUE Rz E .

CLASSES
5 ZARHAH OGS B BRI 2 A AT B A1)
COMMENT
& A A SR IE s P A E B . CA Access Control AN HI LA B
AT
W 255 MRS
CREATE_TIME
(F B WosBgd s i HHFI A .
OWNER
S AT ISR I H - B
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UPDATE_TIME
(B 2o BB Sl s i H AT E]
UPDATE_WHO

GHEFD 23T B s B DL

APPLZE
APPL 1 RN IE 36 8 S—™ F CA SSO A FH I I FH R 177
APPL Z5 it 5 P IR B e N H RSP IR A4 R o

PR e Ui T Gl sk pr AT e . K m e ig 2, il
i1 selang B0 BEAL TP HIX L g ME . ANRHE R PEARIC N 17

ACL
€ SCAT LA ) SRR v i) CRH P RIZED vy im) R AL 51
Access Control %13 (ACL) T IFFAN TG E IS FAIME B :
Vi i) &
& X il
il
S SV 1) % B R 07 ) BCRR o
7t authorize Z¥ authorize- fir 4 F i 1] access #1554 ACL.
APPLTYPE
Hi CA SSO 1 H
AZNACL

S XIABLACL, AL ACL, RIESCVRRE T BE U W U7 1) BEUR 1 ACL. i
W AR RIS 15, AR AIERIN G T, A AZNACL I, Xt
BAAEEAE
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CALACL

A Unicenter NSMH 2R 52 SCATELYS ) BRI DT 1) % CHI AT
A KIVT RS .

H JJ7 Access Control %1/ (CALACL) H IIREAN U R AL FAIME B
il
& X Vi) .
H
5E UK Unicenter TNG H 1 H 751 FH o
il
SE YT 0] 780 B R U TR AR o
A H I ON I A fevFvs ), HAb A5 0 R #R R 4a 15 1)
FJLLFE authorize fir & HH ] calendar Z 8R4 4E H 7 ACL & I
U7 I AR Fe VY B4 07 [l 935 o
CALENDAR

22718 CA Access Control FH ) HI P A1 B8R FR 1Y) Unicenter TNG H
Jixt% . CA Access Control #2415 I ] (5] BE 51 HY Unicenter TNG %
s H 7.

CAPTION
I N R EAR R ISCA . BRIAEA APPLACSK A4 FK.
R a7 ANFREEUF AT
CMDLINE
R I AT $AT S0 44 . i CA SSO AT .
JaH: 255 MEAF.
COMMENT
ST A S Al s R HABAF L. CA Access Control AN AT IEAF &
BEATHRAL o
W 255 74T
CONTAINED_ITEMS
P S N R il sk A R (Rl — M) S

1F chres. editres fl newres iy 2 H i H item[-](appIName) %] LIE
SO JE T

CONTAINERS
AN R AR AR (e S AN R D
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CREATE_TIME
R BE) BoR I sk K H YA 1) o
DAYTIME
58 SRR [e) AT I m ] LA i) B8 58 1S53 I ) B o

£ chres. ch[x]usr &% ch[x]grp T2 - H restrictions 4§ 1] LUE 401%
JE

SB AN RETISH N ER7ADE SV R e B
DIALOG_FILE

A5 N RE 7 8 s P 1 H s 1) CA SSO IS I 4 Rk BRI H %A
‘B2 Jusr/sso/scripts.  ERTA{E A no script.

1E chres. editres Fll newres g2 "1 {4 F script[-](fileName) Z4(n] LL{&
Oz .

GROUPS
WFBUE I NI RE R A9
HOST
IS FHRE P B A 1) AL A4 R

1t chres. editres fil newres 7% "1 H host[-](hostName) Z%i 1] LI{&
MO JE M.

ICONFILE

AL T S TN R R B BRI SR SO 44 BROE #E 2. CA
Access Control ¥HEELE R & H P 1 TAER 3B bR, W A
4, WISCAFAE RIT a0k

1. HETH=x

2. {E PATH PREEAR S 41 (1) H 5%

BRIV AL TAE SR BRI &I o
ICONID

KIbR SO bR ID ClnSRFFED o W EA $R 2 ICONID, U
24BN E R

IS_CONTAINER
N A SR BAEAno”.

1F chres. editres il newres iy % H{# H container[-] Z%7] I& 501%
JE
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IS_DISABLED
NIRRT . RN PR, AP SARERE. 4
1 S O FH AR P DA R AN SRAT AT P AR AL e i 55, i DB AR
A BN SR N RS kb, (HuLH Pk
PNV, Bxmadilt, Iz SonN e . BRIAMEN not
disabled.

IS_HIDDEN
N R Ebs e & o e m b GRS O e o &
WVFAEFRIE master N AR, i, SR i Hofd 3 R R e i
N R . BRIAME N not hidden.

1F chres. editres Al newres %y 21 {# ] hidden[-] %] & %% )8
P

IS_SENSITIVE
] P AEIS B PG I 18] 5 T N R I, 15 e 2 F AT S 5
iF. ERIME K not sensitive.

1F chres. editres 1 newres iy 2 " ] sensitive[-] Z % 0] LUME %)
.

LOGIN_TYPE
AL P 1 770 {H k) pwd (Zl%558) | otp (— RS
appticket CRAIHLN FHFEF S SUE T B 52 | none (AN 2%

i) 5L passticket (i IBM G4 HHORTIHL 2 B A% I — 250
Bk o BRAMEN pwd.

1F chres. editres il newres it % 1 {# H login_type(value) Z %] LI&
MO JE M.

MASTER_APPL
Ira) B Ath Y R Py SR AR 535 0 1 S FH R P (Rl sk 4 Pk . BRUVELA no

master,

1 chres. editres 1 newres 72 H i | master[-](app/Name) Z%(7] LA
Bz lE k.
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NACL

YR NACL J&PE & —A Access Control %13, 1] %2 X ik 46 417 ) % e
I 0] 28 M AR Za ) v i) 2888 (il 5N o 7155 ACL. CALACL.
PACL. NACL H R4 HIA S R HIME R

ik
& X Vi) .
T 15
E AR AR AT ) (U7 1] 8
] authorize deniedaccess 774 X authorize- deniedaccess- iy 2154
ZIETE
NOTIFY

T8 SCHYRBIH AR R R A @ AN 2 I H . CA Access Control
AP A% SR I I R IR LR E T

R 30 MRS
OWNER

S8 SCHIAT I S (K P ekt
PGMDIR

IS R 3 0 AT AT SCEE TR ) H s H Sk %158 i CASSO A .
PWD_AUTOGEN

&N R S5 B S 75 4 Y CA SSO I B/ Rt . BRIMELH no.
PWD_SYNC

F8 W N R 3 2 75 1 s oAt Y R P ) S s AR — 3. BRI
{4 no.

PWPOLICY

I PR IR 8 B S (1 T sk A R o B R SRS — 2R, TR A
P AT AN SCE RS 2N R BRIMEA no validity check.

RAUDIT

B X AEE R H & CA Access Control 12 5% 117 in) S 2878,
RAUDIT 1] )\ Resource AUDIT HiRAEH E I FR. A RUEALEHE:

]

FITAT Ui 7K
R

ERBUITT 35K
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failure
RV RE SR CBRUO .
¥
TViiRiEK .
CA Access Control RJ it A7 SO0 B IR RS 22l U7 Il FAF, ANl
TR VT el BRI LN HT B0 BE U, O H K T U5 O i b 1 2 B

x.
18 H chres #il chfile iy I H A% ZHORAE SUd 28
SCRIPT_POSTCMD
o A S A G R PAT— DM IE R 2 A4
SCRIPT_PRECMD
FINTE S SR AT R HAT — e 22 A2
SCRIPT_VARS

H1 CASSO ], & MERIIZR, Hrh & EHa R W IR R A
PRI R P B AS A R A

TKTKEY
Xt cA $SO 1 1] .
TKTPROFILE
X cA SSO 1] .
UACC

58 SO GRYR P BN VT AR, e 45 17 K 2 X 31 CA Access Control ¥
A ILAE BT ACL H U5 9] 5 4% T 1R U5 T BLRR o

1E chres. editres B¢ newres 772 Hfifl ] defaccess Z %] MEM1Z &

>

o
UPDATE_TIME
(R B s EUE SO sk H IR TA
UPDATE_WHO
GEAD TP T S A HE 5
WARNING

RIS S . AR LR SRS, RUFRHZ SRR
IR VT s SRy W SRS T 1035 o e SR 45 U Il B0, o 7 4%
SRR EEP NS SR
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AUTHHOST 2%

AUTHHOST Z5H AN 3 8 L CA SSO H ) — AN G4 B63E T4 L.
AUTHHOST g 35 7 1) B 7 A B A B AIE E LI 4 R

PUR & U T IR r R i m k. K Jm By g i, iem]
T H] selang ol B A RIS HIXLLJE@ 1k . AN AE SR & PRSI R “ 17 6
/4;%4/0

ACL
€ AT LA Il B R g il CH PRI R U5 il 2R B i) 513k
Access Control %13 (ACL) T IR TG E A FAIME B :
Vi i) &
& X ViR
il
SE YT r) 250 B R U7 AR o
£ authorize ¥ authorize- iy 2 H i ] access ZH1E X ACL.
AZNACL
& XAZRLACL. $ZAL ACL, RIS VFEE T e U5 ud W] U7 [ SR UK ACL. 5t

W AR RIS 15, AR AIERIN G T, A AZNACL I, Xt
GAERE

CALACL

HRH5 Unicenter NSM H IR € SOnT LAY 1) BRIV ) & CHI A
M LI R FIE

H JJ7 Access Control 51|32 (CALACL) F AN e R A E R HIE B
vlZES
E MU A .
H
7€ SUH Unicenter TNG 11 H 151 H
ksl
S8 X7 1) 3% B U7 ) BRR
A H P ON A SSVFU i), AP 500 R ER AR 4a D71

Al LAALE authorize iy 2 H i H calendar ZEUH s 45 H [y ACL H e LW
Vi ) PR K Fe 14 P a2l v 1) %3
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CALENDAR

22718 CA Access Control I HI P AT B FR 1 # Unicenter TNG H
JiXt% . CA Access Control #2415 I I 8] (5] FE 5] HY Unicenter TNG %
shHDI.

CATEGORY
€ XA ees P sgt P — A 2 A2 2280
COMMENT
& A A SR IE P HAE B . CA Access Control AN I LA &
BEAT AL
JR: 255 NERFS
CREATE_TIME
(fF B sl id s 1 H AFI H] o
DAYTIME
SE S B 1) o] B RT LA () 98 T R B Tl BR

1 chres. ch[x]usr 5X ch[x]grp 72 1% restrictions Z%n] LME 2%
JE

YIS T BRI Rt R 5 5k — 23

ETHINFO
EHLI LR MIE -
GROUPS

FURIC ST 8 F) GAUTHHOST BY CONTAINER i sk [R5 3%

BB AUTHHOST il P i @, A Z0AEAH M) CONTAINER B(
GAUTHHOST it 5% H 5 2 MEMBERS Ji& '

{E chres. editres 2% newres 772 9% FH mem+ 8¢ mem- 3 n] L& %
ZJE .

KEY
AL CA SSO A H .

224 selang Z %151



AC IABEHHE

NACL

YR NACL J&PE & —A Access Control %13, 1] %2 X ik 46 417 ) % e
I 0] 28 M AR Za ) v i) 2888 (il 5N o 7155 ACL. CALACL.
PACL. NACL H R4 HIA S R HIME R

ik
& X Vi) .
T 15
E AR AR AT ) (U7 1] 8
] authorize deniedaccess 774 X authorize- deniedaccess- iy 2154
ZIETE
NOTIFY

T8 SCHYRBIH AR R R A @ AN B H . CA Access Control
AP A% SR I I R IR LR E T

JaHE: 30 NMERFS
OWNER

S SCHRIAT I S P 54
PATH

At CA SSO 1 1
PROPERTIES

AL AE UNIX dbdump H 45 .
RAUDIT

€ X AEH R H & CA Access Control ic s )7 i) FE{F 2,
RAUDIT 1] M\ Resource AUDIT HPRAE HVE 4 HFR . 3B ALHE

k=]

P AT U5 18 K
o)

AR R 3K o
failure

LRIV SR (BRI
x

TVT K

A
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CA Access Control A g FEN B IR I REAN 2R U7 i) F 4, ANl s
T T Im) R0 DU B e I FH 2 05, B FH 2 B A A i a fr) 4 B

%’éo

18 H chres #il chfile 4 I H A% ZHORAE Ut 28
SECLABEL

& S BB IR 22 440 o

VERE: SECLABEL JEM:XI M. chres 1 ch[x]usr @iy 21 label[-] Z%L.
SECLEVEL

SE XY r) 7 BRI R 22 A 0] o

WE: ZJETEXN ch{x]usr #1 chres #iy 21 level[-] 5.
SEED

Nt cA ssO ]
SERNUM

S BAE E AL P25
UACC

58 SRR P BRIV IR, e 45 B 17 K 2 L F CA Access Control X
A ILAE BT ACL H U5 9] 5 4% T 1R U5 T BLRR o

1E chres. editres 5%, newres 7y 3 ¥ F defaccess 24 n] A& 1% )&
M

UNTRUST
E X BPFIE T ARZIC. WHERBEE T UNTRUST @i, Wy in) #0K eik
%A . ISR BEE UNTRUST JE Pk, DU U 5 22 vh 371 i L

At Je8 R T U ) 2 TR0 TR ACRR o SR DA 5 R 2 T 2 4G
WYR, CA Access Control 2= 3% E UNTRUST J& .

1E chres. editres o, newres i H Al H trust[-] ZH0] LM& iz 8 M.
UPDATE_TIME
(5B o BB el sk 1 H I Ta] o
UPDATE_WHO
CIEEND BoRPAT RS 25
USER_DIR_PROP
FEE) o H HHA TR,
USER_FORMAT
it CA SSO 1 .
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CALENDAR &

USERALIAS
L E SRR E SRR LI BT 5 44 o
WARNING

FRUR R VB SR, AEBEE R B RUS, SAVRRZ Bt
RIBTA U ISR i RIS 1036 SR S0 ) R, g 6 o A%
HasH B4l

CALENDAR ZEH A AL S # 4 4 CA Access Control HH 5K i i8] R i 1)
HP S R g X Unicenter TNG H JJjX1 4. CA Access Control 145
€ IS (] [R] BR A 2 Unicenter TNG 353l H [, BA S it o) B Ta) B 1] o
{fi ] chgrp. chres. chusr. editgrp. editres. editusr. newgrp. newres

1 newusr #ir 21 H JJi (calendarName) J& P44 H Jiic s 4 Be 45 %5 U5
AL S H AT CALENDAR JE . [a] N AL R YRR RS
% (453 Bt—~ CALENDAR ZEX1 % .

= ADMIN

s APPL

= AUTHHOST
= CONNECT

= CONTAINER

= DOMAIN (f¥ Windows)
= FILE

= GFILE

=  GHOST

= GROUP

=  GSUDO

= GTERMINAL

= HOST

= HOSTNET

= HOSTNP

= LOGINAPPL (f¥ UNIX)
= MFTERMINAL

= PROCESS

w
S
&
o
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= PROGRAM
= REGKEY (X Windows)
= SUDO

= SURROGATE

= TCP

= TERMINAL
= USER

CALENDAR Z& [ ¢4 7 & Unicenter TNG H /1 4 F%

PR e Ui T Gl sk pr AT e . K m e ig 2, il
i1 selang B0 BEAL TP HIX L g ME . ANRHE R PEARIC N 17

COMMENT
& AT A ARl s P ) HABAE L. CA Access Control AN AT IEAF &
BEATHRAL o
JuR: 255 NERFS
CREATE_TIME
(F B Wl sk it H RIS A .
OWNER
JE AT ISR IR P e
UPDATE_TIME
(F B o BB Sad s 1 H M A o
UPDATE_WHO
CHAD  Sos AT SR BT

CATEGORY 3£
CATEGORY ZEH [FI AN s #0 0 SCEUAH e R 1) 22 4228 o

CATEGORY &t SR 1) A 7 0 22 2R I A4 FK
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CONNECT &

DU SCUt I TRl se pr A et . Ky By niig i, dn]
{FH selang Bk PRSP HIX L)@ M. AN a0 g Mk b /7 6
#,
COMMENT
B ARG AEC R P ) HARSE B . CA Access Control AN H LA B
AT
JaHE: 255 M.

CREATE_TIME

fF BVE)  EosBl il S H AR 8] o
OWNER

S8 SCHIAT I SV P ek
UPDATE_TIME

(i B W BEsad sk i) B A )
UPDATE_WHO

GHFD @I T B s DL

CONNECT R [P R I ] 58 L— AN FEFHL, % ENEH TCP over
IPv4 MASHE =M LE B 2% FE L

EE: CA Access Control £ IP 3815 U5 in] FE AN & FH T IPv4.  CA Access
Control AN 1Pve BEAT AT 1] .

HER: WIS CONNECT SRR VT 1) (e, I TCP RICiEAT Rt il Uy
i) AEH] TCP 28k CONECT JEORHIERL, MIANE I HIZX P E.

CONNECT Zic s H (1 OB 2 e A2 E LI A FR

A
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DU € UL 1 2Rl s R @ 1. K g vl ig e, iew]
1/??% selang BUE BRI HIIX LeJm e . AN B L B bR id ok “ /76
ACL
€ SCRTCAYS ) B i v7 iml 2 CHH PNl R 3Lvs in) R K 4136
Access Control #1|% (ACL) F I G EWEAS FYIE B
ik
SE XV
il
SE YT r) 250 B R U7 T ARR
£ authorize ¥ authorize- iy 2 H i ] access ZH1E 5 ACL.
CALACL

F 4 Unicenter NSM H JRES 8 SCnT LA ) B85 15 1Rl CH P A0
M) s R 5K,

H JJ7 Access Control 51| (CALACL) F AR N T RS R IME B
vk
E Vi .
H
52 UK Unicenter TNG H I H 7951
il
SE YT 0] 255 SRR U7 AR o
AT H I ON A i), oAb A5 0 R &R AR 4 15 1)
FJ LLFE authorize T4 HF i H] calendar Z 8R4 £ H 7 ACL & I
Y7 ) BB R ATV P 28 1 i) 93 U
CALENDAR

27~ CA Access Control {7 AR5 U5 PR I ) Unicenter TNG H
X% . CA Access Control #45 5& I TR [B] FE 5] HY Unicenter TNG 7%

HEP.
CATEGORY
& X o tices P st P — A2 A 22 2280
COMMENT
AR AL K T I ILARAE B CA Access Control A FH IIEAF B
AT

Y 255 74
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CREATE_TIME
R BE) BoR I sk K H YA 1) o
DAYTIME
58 SRR [e) AT I m ] LA i) B8 58 1S53 I ) B o

1F chres. ch[x]usr &% ch[x]grp i 2 H £ F restrictions Z %] L& X%
BN

S0 A i) B ) 4D it ok g 5 kg — 3l
GROUPS
PR LRI JE Y CONTAINER iC 5% 514

B R iz m e, DA ZAEAH N ) CONTAINER ¢ 5% H 8 i
MEMBERS Ji& - .

1E chres. editres B¥, newres @72 H{# F mem+ 2% mem- % 7] IE X
ZJE k.
NACL

IR NACL JB 1 S — Access Control 513, T 58 X %46 441)5 0] % U5
(KI5 1) 8 S AR L1007 ) 2880 (il 5 N) o 5iEZ 1 ACL. CALACL.
PACL. NACL H R4 HIA 5 FHIME R

IEES
E MU A .
il
JE AR LA ) 5 (1)U 1] 81
{# ] authorize deniedaccess 7y 25X authorize- deniedaccess- iy 21524
k.
NOTIFY

S8 SCHEYRBIH AR R R AR @ AN 2 . CA Access Control
AP AZ G S TR AR AR e .

YelEl: 30 NFAT.
OWNER
& XA R H 7 A .
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PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) BEIR V5 18] 3 938 S FL i R 28, F2JF Access Control 51|13
(PACL) H AN TR R HIE B

iz
SE VTR
BEr

JE SO PROGRAM R IFE SR 5 IHY, 7O Ll daE, B 1%
M e A UL R

Vi Al
SE SV 1) B UR U R AR
FER: TRV HIERC TR PACL HH B YA

1t selang authorize %y 21 H via(pgm) S50 7] PACL H R INAZ
Vi) S HD7 288, AT L authorize- i M PACL HH B4R 15 [1]
%‘c

RAUDIT

E XAEF A H &S CA Access Control ic 5117 o) SR8 5,
RAUDIT 7] M Resource AUDIT R4 E 4K B REETE:

sl
P 5 1] 3K
FZh
ARV [ 37 3K
failure
FEA DT RE SR CBRUD .
x
JoVj )i 3K
CA Access Control AJ LA I BRI AR 228 D7 [ S, ANl
f:r?#%iji o] RO U) 4 P SR U, B P B B YA Dby RS 3 ) 24 B

%’éo

i/l chres A1 chfile T4 (15 % ZHORE S F A% A5

SECLABEL

& SUH P BT IR ) 2 A0
VER: SECLABEL JE YEXT N chres 1 ch[x]usr fiv4 ) label[-] 2%,
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CONTAINER &

SECLEVEL
SE X 1) 3 BURIR IR 240 o
R iZJEYEXN chix]usr F1 chres fir 2] level[-] 2%,
UACC

7€ SR FEYR P BRIV TR, e 45 B 17 K 2 L F CA Access Control X
A IAE TR ACL H 1R 1) 2B 952 T IR U TR) AL

1F chres. editres B¢ newres 1% {# 1 defaccess %1 1] L& S0i%)E
e

UPDATE_TIME
EBE) B EEsad sk H AT a]
UPDATE_WHO
CIBEDD W RBAT BT IR 2 53
WARNING

PRI R B SRR LR B SRS, RV B
RIBTAT U ISR RS D 1) 35 SR B A0 ) R, R o A%
HEHEHA— il

CONTAINER ZE 1 [ AREANIE S #0552 SOR B HeAh B J5SS ) — 410 %, M ]
AT FEINE FH T JUANAS TR G2 1 5 SOV TR U ) T4 . CONTAINER
FA K IR T L N ST R0 5

= APPL

m  AUTHHOST
m CONNECT

m CONTAINER
= DICTIONARY
= DOMAIN ({¥ Windows)
= FILE

= GAPPL

m  GAUTHHOST
m  GFILE

m  GHOST

s GSUDO

A
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= GTERMINAL

=  HNODE

= HOLIDAY

= HOST

= HOSTNET

= HOSTNP

= MFTERMINAL
= PARAM_DESC
= POLICY

=  PROCESS

= PROGRAM

m  REGKEY ({¥ Windows)
m  RULESET

= SUDO

= SURROGATE
= TCP

= TERMINAL

= WEBSERVICE

YER: CONTAINER it 1] PLtkE7E HoAth CONTAINER id5%

FERERS G245 7€ A CONTAINER L3 R 5 21T, A ZBSEAE R I [ 28
A H A%

L AR P A BIAR Y A S TP B ACL, e ke BT 1)
CONTAINER .55 ] ACL.

CONTAINER 2K ) 4 & CONTAINER E3 &K
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DU € UL 1 2Rl s R @ 1. K g vl ig e, iew]
1/??% selang BUE BRI HIIX LeJm . AN S L @ bR id ok “ /76
ACL
€ SCAT CAYS ) B i v7 iml 2 CHH P LD 3L in) R K 9136
Access Control #1|% (ACL) F I G EWEAS FYIE B
ik
SE XV
il
SE YT r) 250 B R U7 T ARR
£ authorize ¥ authorize- iy 2 H i ] access ZH1E 5 ACL.
CALACL

F 4 Unicenter NSM H JRES 8 SCnT LA ) B85 15 1Rl CH P A0
M) s R 5K,

H JJ7 Access Control 51| (CALACL) F AR N T RS R IME B
vk
E Vi .
H
52 UK Unicenter TNG H I H 7951 o
il
SE YT 0] 255 SRR U7 AR o
AT H I ON A i), oAb A5 0 R &R AR 4 15 1)
FJ LLFE authorize T4 HF i H] calendar Z 8R4 £ H 7 ACL & I
Y7 ) BB R ATV P 28 1 i) 93 U
CALENDAR

27~ CA Access Control {7 AR5 U5 PR I ) Unicenter TNG H
X% . CA Access Control #45 5€ I TR [B] FE 5] HY Unicenter TNG 7%
shH 1.

COMMENT
& XA B E ARl I HANE B . CA Access Control A A5 B
HATHAL
JaFE: 255 N FAF .
CREATE_TIME
UE R Bonlgdid sk i) H AR A
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DAYTIME

SE SCE PR i) 25 A IS vy LA i ) T SYIAT IS T B 1

1E chres. ch[x]usr 5% ch[x]grp 1T & " H restrictions Z4n] UAX M01%
JE

1 YT i) B A PR At RT3 5 0 0

GROUPS

PR SR ITJE 1Y) CONTAINER 03 1514

FENRIL P B, DALEAH N ) CONTAINER 5% H B £X
MEMBERS J& 14

1t chres. editres 5% newres iy 2 " # H mem+ 8¢ mem- 5] L& L
ZJE M

MEMBERS

oK B AL AT SRR R A

{E chres. editres fll newres 73 9§ F mem+ 5 mem- 2% n] L& &
ZJE M

NACL

IR NACL JB 1 S — Access Control 513, T 58 X %46 441)5 1a) % U5
BT 1) M AR 4a 7 ) 2880 (il 5 N) o %55 ACL. CALACL.
PACL. NACL H A4 H A5 FHIME R

Vi &
ST R
i 1]
S AR LI V5 1) (K17 ) S

i authorize deniedaccess iy 25X authorize- deniedaccess- #iy 2 &4

R P

OWNER

S ST LK ] B
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PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) BEIR V5 18] 3 938 S FL Ui R 28, F2JF Access Control 513
(PACL) H AN TR R HIE B

iz
SE VTR
BEr
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1% H GSUDO Ky—41 SUDO W e Ly i) I, T AN A& A BN Bt g
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vk
7E VA # .
il
SE YT 0] 255 SRR U7 AR o
7E authorize ¥ authorize- iy H i  access ZH1& 5 ACL.
CALACL

FFE Unicenter NSM H DR 2 2 SCRT BAS 18] SR A U5 18] & (HH 2 R
M) S ILy; i R R

H JJi Access Control 413 (CALACL) HRIFEAN T Z S RIS R
vlZES
& Vi)
H
7€ SUH Unicenter TNG 11 H 151 H
ksl
5E S Ta) 28568 BRI IR U7 Tl BB o
A H P ON A SSVFU i), AP 500 R ER IR 4a D71

Al LAALE authorize iy 2 H i H calendar ZEUH s 45 H [y ACL H e LW
Vi ) PR K Fe 14 P a2l v 1) %3
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CALENDAR

22718 CA Access Control I HI P AT S5 FR I #Y Unicenter TNG H
JiXt% . CA Access Control #2415 I I 8] (5] FE 5] HY Unicenter TNG %
shHDI.

COMMENT
B ARG AEC R P HARSAE B . CA Access Control AN H LA B
AT
JaFE: 255 M.
CREATE_TIME
E R SRt ic ki) H IR
DAYTIME
T8 SCE B in) FEAR] IS0 A 1) 9 YR 1 H SR R) PR
1E chres. ch[x]usr 5% ch[x]grp T & " H restrictions Z4n] UAX M01%
JE
A By i) B ) 4D i ke g 58 ok — 3%
LOGINFLAGS
P8 3 N R P IR IR D e, CLFE W £ 1 B8 ESORN 5 PR 2% S v )
kb . ARUEET:
»  execlogin - $5 & G sk il 4 A B RE AT I EE — > EXEC #:1F .
» loginprefix - &€ CA Access Control 5 LOGINAPPL %t 5 44 FRAE A
AT INEBPE XA 4. B, wmREREZEME, N
userd P P HEE T CRON 1155, T4 4 CA Access Control 53l
FI] CRON fL45 Bk, &K 2 W E N
USR_SBIN_CRON_user1.
ER: CA Access Control N2 LOGINAPPL 5 44 FRAE b BT v
n#l root F /.
» nograce - F5 tH 2 7 Il I % N F R 26 S i AN gk 5 IR 6 %
REL
= nograceroot - 5 24 root FH F Il il 1% W HFR P8 S I AN Y i /b
B PR B SR B

w
S
&
o
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» nologin - ffi{R KO PR NG S IR B S ACRRIPANTE N B SR IR
*o
HASE S F L (W rlogin) 2 53 rlogin H 5 il &6 5% - 1]
BRI, XS FECTERH PN E . fEPAT
B UUGE, rlogin SURAR S — MFEF APAT SEPR B 5% .
T A AE & SRR (510 rlogin 5% telnet) ,  JT124T seaudit -a,
1% 0] R A ST 5 DL K AR B ) — RO S A R Y H A
Kidsk, Houid J& root.

m  pamlogin - R~ H Pl iz HER PSS, 2 dH CA Access
Control PAM & 447 o

1F chres. editres o newres i % H{# H loginflags (] LME M )E

P

LOGINMETHOD

o 8 S N R P & 75 A R4 CA Access Control 140 & Sk FE T o

HRE B

= normal - f§ H LSRN HART B ST setuid F1 setgid 17 -
seosd i A 45 € FE 7 IR .

m  pseudo - $5 H S S W HFR P IR HH 59— ANRE 7 LLRAT setuid 1
setgid HH . seosd f A & o) —F2 7RI

£ chres. editres i, newres #ir 44 f# FJ loginmethod 2% 1] LM& I50i%

JE L
HEWH ! GUNE B SO IR R
LOGINPATH

o N e AR (B R AE)

1F chres. editres o newres i % {# H loginpath Z £ 1] LI& 5% )=
P
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LOGINSEQUENCE

€ X seosd ALF seteuid. setuid. setgid Al setgroups FLFHIF, LA
ek B G 6 R B A 208 s B RE I H P Gl A TE root H P B
T inetd) WENSERRE KM . &2 LoE O\ RG S

HORMERUP IR 22 IR OVl R 25 5 setgid BR setgroups ZHFITHG,
‘B setuid FAREH, R TR B0 50 BB LR B RKH
Fo

KR SE e 5%, R T 4% B setgroups BX setgid F4H LA
setuid B} seteuid &5 W 110 HAT BT A $5 € dERE

AR BB B S FMUF 2 — IARAMEIE S . REHCE AT AL
ERINM) SGRP. SUID B & IS ATAMR AR, B E RME R K
setgroups R, SRJE K H setuid fv &6 H 7 10 & 43 5Ok H b
M.

Ak, 2R SGRP. SUID BCEAEAEM, Eatw s T Flbr& 4 €
A PR

m  SEID - 3 — seteuid FHff

m  SUID - 55—/ setuid F1}:

m  SGID - 5i—/ setgid HH/f

m  SGRP - Zf— setgroup Hff

m  FEID - % /> seteuid Zfff

m  FUID - 5 /> setuid Hff:

»  FGID - 5 /> setgid Fiff

m  FGRP - 5 /) setgroup Fif}

= N3EID - 5§ =/ seteuid Fiff

m  N3UID - 5 =4 setuid H1F

»  N3GID - 2 =4 setgid Fiff:

= N3GRP - % = setgroup Fff

BEEYH Ml AR Bk YR e EF RS . (B, AT
7t LOGINSEQUENCE SN #&/E =2 vd e brids. Wi, SGRP.
SEID. FEID. N3EID %%[f]-F- N3EID. FEID. SGRP. SEID.

EE: WREANIES XTI RGPy, WA
PRSI A POk H P S O B AR uid 19 setuid i, RS A DL
AT BAZE— setgid T¥, setgroups 14 TT46 1 ER bR Fi44 .

A
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B, WA —A> setgroups FiF, ZJF RS = setuid i ¥ &
HixH o, Emi 20 LOGINSEQUENCE % & A SGRP. SUID.

FUID. N3UID. #&0] LLAZATART 3 2 I by & -

SETGRPS : P=565302 to 0,2,3,7,8,10,11,250,220,221,230

SUID > P=565302 U=0 (R=0 E=0 S=0 ) to (R=0 E=0 S=0 ) () BYPASS
SUID > P=565302 U=0 (R=0 E=0 S=0 ) to (R=0 E=0 S=-1 ) () BYPASS
LOGIN : P=565302 User=target Terminal=mercury

m  SETGRPS #HFE R /N2l A 2% .

B SUID iy A A%k 2ms, IR AT LLE DL T
e R A S AR s . X AN SUID. )

S SUID dn A Vgt 2, DRG] LA LB
SECQ RGO, A SRS . GXAAMUFH ) FUID. )

m  LOGIN FHF 52| &1 SETUID FiE.  (REA BB =1
HAE, FrLle 2T N3UID ARk, )

1E chres. editres &Y newres iy 2111 1] loginsequence Z % n] U4
BN

NACL

IR NACL JB 1 S — Access Control 513, T 58 X %46 441)5 18] % U5
HIV7 1) & AR 4a 7 ) 2880 (il 5N o %555 i ACL. CALACL.
PACL. NACL F A4 H A& FHIME R

ViR &
ST R
i 1]
S8 SARLEFA V5 1) 7 (K17 ) S

i authorize deniedaccess iy 25X authorize- deniedaccess- #iy 2 &4

R P

NOTIFY

8 SCHYRBIH AR RO R A @ FN B M S . CA Access Control
AR AZ A Sl IR R R AR e F

YelEl: 30 MNFAT

OWNER

S SCHIAT I SR I T B
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MFTERMINAL &

RAUDIT

E X AEHAZ H &P CA Access Control 103 F U o] S84 28 1Y
RAUDIT A M. Resource AUDIT FRZEHE IR . A UEALHE:

iEc]
P51 3K
T
CRALI VT 1) 35 K
failure
FEA VTSR CERD .
x
TVi g K .
CA Access Control RJ it A7 SO0 B IR BN 2l U7 il F A, ANl

AR ) R LA N P 2, B P A BEUEA T O Rl B 1R 4
XK.

1] chres Al chfile iy (1H 1% 2 HORAS U LA
UACC

78 SO GRS P BRI TIARIR, e 45 B 1a) K 2 X2 CA Access Control B{
R IAE U5 ACL H IV ) 2 4% T (K5 T AR o

1E chres. editres 5%, newres 773 ¥ F defaccess 24 n] A& 1% )&
P

UPDATE_TIME
(i B o EUAE SOl sk i H IR
UPDATE_WHO
GEAD Wrn AT B A HL .
WARNING

TR R IV E SR, AR R B SRR, SAVPRZ B
(RIBITAT D7 IR0 3 3K s 3 SRSV ) 1 SR S B84 Vs 1) RO, g 5 1 % H
EPHA—FKiIdR.

MFTERMINAL 28 F [R5 58— T8 2 CA Access Control (1)K
BN 22K B 5 TERMINAL ZEAH RIS, (B ARZ3¥% CA Access
Control #3% .

MFTERMINAL 2 [ 8~ 2 KL 2 K.

A
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DU € UL 1 2Rl s R @ 1. K g vl ig e, iew]
1/??% selang BUE BRI HIIX LeJm . AN S L @ bR id ok “ /76
ACL
€ SCR] CAYS 1) B i v7 iml 2 CHH PNl I i) 8 K 4136
Access Control #1|% (ACL) F I G EWEAS FYIE B
ik
SE XV
il
SE YT r) 250 B R U7 T ARR
£ authorize ¥ authorize- iy 2 H i ] access ZH1E 5 ACL.
CALACL

F 4 Unicenter NSM H JRES 8 SCnT LA ) B85 15 1Rl CH P A0
M) s R 5K,

H JJ7 Access Control 51| (CALACL) F AR N T RS R IME B
vk
E Vi .
H
52 UK Unicenter TNG H 9 H 7951
il
SE YT 0] 255 SRR U7 AR o
AT H I ON A i), oAb A5 0 R &R AR 4 15 1)
FJ LLFE authorize T4 HF i H] calendar Z 8R4 £ H 7 ACL & I
Y7 ) BB R ATV P 28 1 i) 93 U
CALENDAR

27~ CA Access Control {7 AR5 U5 PR I ) Unicenter TNG H
X% . CA Access Control #45 5€ I TR [B] FE 5] HY Unicenter TNG 7%

HEP.
CATEGORY
& X o tices P st P — A2 A 22 2280
COMMENT
AR AL K T I ILARAE B CA Access Control A FH IIEAF B
AT

Y 255 74

320 selang Z %55



AC FAET S

CREATE_TIME
R BE) BoR I sk K H YA 1) o
DAYTIME
58 SRR [e) AT I m ] LA i) B8 58 1S53 I ) B o

1F chres. ch[x]usr &% ch[x]grp i 2 H £ F restrictions Z %] L& X%
BN

S0 A i) B ) 4D it ok g 5 kg — 3%l
GROUPS
PR LRI JE Y CONTAINER iC 5% 514

B R iz m e, DA ZAEAH N ) CONTAINER ¢ 5% H 8 i
MEMBERS Ji& - .

1E chres. editres B¥, newres @72 H{# F mem+ 2% mem- % 7] IE X
ZJE k.
NACL

IR NACL JB 1 S — Access Control 513, T 58 X %46 441)5 0] % U5
(KI5 1) 8 S AR L1007 ) 2880 (il 5 N) o 5iEZ 1 ACL. CALACL.
PACL. NACL H R4 HIA 5 FHIME R

IEES
E MU A .
il
JE AR LA ) 5 (1)U 1] 81
{# ] authorize deniedaccess 7y 25X authorize- deniedaccess- iy 21524
k.
NOTIFY

S8 SCHEYRBIH AR R R AR @ AN 2 . CA Access Control
AP AZ G S TR AR AR e .

YelEl: 30 NFAT.
OWNER
& XA R H 7 A .
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PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) BEIR V5 18] 3 938 S FL Ui R 28, F2JF Access Control 513
(PACL) "H BN TR R HIE B

iz
SE VTR
BEr

JE SO PROGRAM R IFE SR 5 IHY, 7O Ll daE, B 1%
M e A UL R

Vi Al
SE SV 1) B UR U R AR
FER: TRV HIERC TR PACL HH B YA

1t selang authorize %y 21 H via(pgm) S50 7] PACL H R INAZ
Vi) S HD7 288, AT L authorize- i M PACL HH B4R 15 [1]
%‘c

RAUDIT

E XAEF A H & T CA Access Control ic 5117 o) SR8 5,
RAUDIT 7] M Resource AUDIT R4 E 4 TR B REETE:

sl
P 5 1] 3K
FZh
ARV [ 37 3K
failure
FEA DT RE SR CBRUD .
x
JoVj )i 3K
CA Access Control AJ LA I BRI AR 228 D7 [ S, ANl
f:r?#%iji o] RO U) 4 P SR U, B P B B YA Dby RS 3 ) 24 B

%’éo

i/l chres A1 chfile T4 (15 % ZHORE S F A% A5

SECLABEL

& SUH P BT IR ) 2 A0
VER: SECLABEL JE YEXT N chres 1 ch[x]usr fiv4 ) label[-] 2%,
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POLICY &

SECLEVEL
SE LY 0] 7 BRI 22 0] o
HEER: ZJEPEX N chix]usr Fil chres iy 2 1] level[-] Z4.
UACC
& SON IR I BRIA VT TR BLRR, &9 BH 1) A 2 LI CA Access Control B4,
AR IUAE TR ACL T )7 ) 28 52 1 1 Ul TRl AR
1E chres. editres 5 newres 7721 f{i | defaccess Z4n] LME MUA)E
P
UPDATE_TIME
(i B W BEsad s i) B A )
UPDATE_WHO
CIBED WoRPAT BT B 0L
WARNING

RIS S s, ERYE LA SRS, RUFRHZ R
m%ﬁw@mk QT REHEAN 7 ie) 3 SR I S 4k U7 i) RN, WA R A%
SHE N4l

POLICY A (R BEAN T SR i SO 2RI EBUI 38 2 ST AR P 5 1R 435 IR
ﬁ%@%ﬁﬁRMBHﬂ%m%ﬁ,ﬁﬁ“ﬁ%@A%?W%ﬁW@W
EORIE ) selang T2 AR . TSRS S, KHIE1T deploy selang i 4,
A2 PAT i RIS A e DR RULESET X & i fn 4. HX
T NS J5, KHIZ4T deploy- selang it 4, ﬁﬁﬁé\%ﬂﬁEXﬁﬁﬂiﬁﬂxﬁ
P I AEAEAE CVBERE I RULESET X b (K AT i 4.

POLICY RGBS BRI (#) AL RRAS 5 (R S R A Pk 481
41, mypolicy#13.

PUR & U] T R s Ir BAT @ e . K Jm e By g i, i m]
1] selang B BEF P HIX LLJE . AN AESUR B bR 0 “ /7.4
ﬁwo
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ACL
€ SCAT LA ) B v i) (R P RIZED s iml R B F1) 4
Access Control %13 (ACL) AN TR E FIME B
ik
SE XTIl
il
5E X 1) 7% B U7 ) BB o
{E authorize 2§ authorize- T H{ H access ZE B4 ACL.
CALACL

F 4 Unicenter NSM H RS 8 SCnT LAy 1) B85 15 1Rl CH P A0
M) s R 5K

F JJ7 Access Control 51| (CALACL) F AR/ N e RS R AIME B
Vi i) &
& XTI 6
Hb
5E XX} Unicenter TNG H 8 H 51 H
il
S8 X 1) 2 8 GRS R U7 ) BB o
HATH P4 ON A S VEVs ), HABITAT 5 00 R #HE 4815 14 -
A LAAE authorize 74 H1 i H] calendar Z 404k 71 H I ACL 1 5E X1
Y7 TR AR FC V] BREH U T 92 U5
CALENDAR

22718 CA Access Control FH I HI . A1 B8Y5 FR 1) Unicenter TNG H
Jixt % . CA Access Control 45 & HIS 18] (8] B 51 HY Unicenter TNG 3%
sHI.

CATEGORY
5E AP g P BRBHIR IR — AN R A 22280
COMMENT
8 A B E AR s TP LA AE S . CA Access Control A EAF L
AT
W 255 74T
CREATE_TIME
(E R BB i s 1) H AN ] o
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DAYTIME
S8 SCHE BT 1) 2 o] IS AT LU 1) B8 9 8 IR ) BRI

1F chres. ch[x]usr &% ch[x]grp 2 1 1# 1] restrictions 2% 7] LIM& H5i%
JEE

1 S5 B T R F PR At v 7 5 kg — o3l
EFFECTS_ON

SE SCHSEIS N R OV ) 3Nl (HNODE %1%) %1%,
FINALIZE

i 58 M SRR FRUA AL A5 LR 28 e (RTLGED
GROUPS

T UG YEAD ST ) CONTAINER 1235 51 3¢ BRI 565 W8 A BT g )
GPOLICY X[ %513,

1E chres. editres 5 newres 2 1118 Ff mem+ 5 mem- 247 L& L
k.
HNODES
HEEMED o MV CHERE LR EE 1) CA Access Control 11 fi 513,
NACL

BRI NACL J& Tk & — Access Control H1|3&, 1] 5 X k4 467 1a) U
RIV7 Il AR e U7 ) 28588 (il 5N o Y335 W ACL. CALACL.
PACL. NACL &N 4 HIE S R HIME B

vlZES
E Vi)
il
E AR LA AL 1) 2 07 ) 82
fi ] authorize deniedaccess fir 4 E{ authorize- deniedaccess- fir 21514
ZE .
NOTIFY

8 SCEE IR A R R S ELE A0 B . CA Access Control
AR AZ A S R AR A e T .

YaR: 30 ML
OWNER
8 SCIIA I SR I FH P B

A
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PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) SRR V5 1) 3 938 S FL i R 28 . F2JF Access Control 51|13
(PACL) F AT RIS FAIME R

iz
SE VTR
BEr

JE SO PROGRAM R IFE SR 5 IHY, 7O Ll daE, B 1%
M e A UL R

Vi
S8 SV R) 2 R BRI R U7 T LR
ER: ATLMERERCAT IR E PACL B

1E selang authorize iy H 4 1 via(pgm) S50 7] PACL HH 7 IITRE
Vi) S HD7 288, AT L authorize- i M PACL HH B4R 15 [1]
%‘c

POLICY_BASE_NAME

5E SCIHE SN RRCA T 1) GPOLICY X2 K144 5K o
POLICY_VERSION

SE S SRS RRAS TR RRCAS 5
POLICY_TYPE

B SURBERA . A E AL

=

m  Login - 457 7E JRH& S UNAB &5k 5

m Configuration - i 5& %I J& UNAB Pt & Sl o
RAUDIT

& XA E A% H & CA Access Control 1235 [R5 1) SEAF (12878
RAUDIT 1] )\ Resource AUDIT HPiRAEH E A FR. A RHALHE:

=]

FITAT U5 1035 3K o
BTl

CARALITT )T K o
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failure
RV RE SR CBRUO .
¥
TViiRiEK .
CA Access Control RJ it A7 SO0 B IR RS 22l U7 Il FAF, ANl
?4%173 e RO U) 4 . SR U, R B B YA Dby RS 03 ) 4 B

%’éo

18 H chres #il chfile iy I H A% ZHORAE SUd 28
RULESETS

5E SUHHE ) RULESET X% %113 .
SECLABEL

& S P BB IR 22 4 0] o

VERE: SECLABEL J& XN chres F1 ch[x]usr @y 211 label[-] 2%,
SECLEVEL

5 X [ 3 BRI 220 o

R ZJEVEXT I ch[x]usr I chres fiy 211 level[-] Z %L,
SIGNATURE

T 55 SRS AT I (1) RULESET X 4248 44 IR B S o
UACC

58 SO BRI BN UG IR, B F80H ) R g L F] CA Access Control B,
A IAEGEIE ACL A )5 1) 22 352 T IR U TR) AR o

1E chres. editres 5%, newres 7y 3 H{# F defaccess 24 n] A& 1% )&
M

UPDATE_TIME
(B o EUAE Sl sk i H IR
UPDATE_WHO

CGHEED 7R AT B HT 1 0L

B34
CRR PR 7SR B A8 B A AT RRCAS

WARNING
R R B SR AEBEU R B S Aas, SR VER i Bt
RIBT A U5 I 5K B RIS T35 SR S 4507 I RO, R AE i 4% H
HEPHA—FKiILxR.

A
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PROCESS &

PROCESS K M e L — e (RInJHATCfF) , PR
GRS (i) IS AT A B Dl e 20k B2 T AR E
M5 BEREARY IR AR AR IE XS 5, (Rl Ik e g Rt 4 468 e 45 MUk 1)
FEH xR,

VER: 7F PROCESS K AP, FATEBUEWMAE FILE e iZfE
o XA IEHE \REAZRAE N G i) mr AT Sk, AR
P PAT SO

CA Access Control i LABH 1E = Fh & 1bf55: WM& IE(5 5 (SIGTERM) Al
I RE S JGVE e i R P A (SIGKILL FH SIGSTOP)

2 "% HH
Windows KILL Win32 API
UNIX 2 b 9

UNIX AT Windows STOP PTH S E
UNIX T Windows TERM 15

HABAF 5 (1 SIGHUP 8% SIGUSR1) A28 CAT I HAniERE, JIF Hizidtie
TRAE ST 15 M 211 A5 5 sl A DU R 7 06 1 H s

PROCESS it sk [ R HE i il s T IR TR P I PR o T $ 08 S8 2L 10 %

VA
12

PAR s Gt ] 7 s BAT (e k. KHS oy S iy Bk, T
i1 selang BE B = X e JmvE . AREB Sl h 776 1 )&
P

ACL
€ AT LA 1) B g el CH P RIZED R L5 il 2R B i) 51k
Access Control 4113 (ACL) IR ORI T FHIME B
VIEES
& X Vi) .
Ti 1)
S X 1) 7% B U7 ) BB
7E authorize ¥ authorize- 172 H i  access ZH1& 15 ACL.
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CALACL

A Unicenter NSMH 2R 52 SCATELYS ) BRI DT 1) % CHI AT
A KIVT RS .

H JJ7 Access Control %1/ (CALACL) H IIREAN U R AL FAIME B
vlEES
& X Vi) .
H
5E UK Unicenter TNG H 1 H 751 FH o
il
SE YT r) 250 B R U7 T ARR
A H I ON I A fevFvs ), HAb A5 0 R #R R 4a 15 1)
H[ LLfE authorize i H A H] calendar 24U #1 H 71 ACL HH € LI
U7 I AR Fe VY B4 07 [l 935 o
CALENDAR
7R~ CA Access Control H [« A AT 5 B il (1) Unicenter TNG

Jixt% . CA Access Control #2415 I ] (5] BE 51 HY Unicenter TNG %
s H 7.

CATEGORY
5 X Bigs T BB IR I — A B A 2 I
COMMENT

& AR SR IC S A E B . CA Access Control AN H LA B
HATHRAL
JFE: 255 TR
CREATE_TIME
(F B Wl s it H RIS A .
DAYTIME
S8 S BRS [0) 25T I ] AU ) B2 1 S [ B

1F chres. ch[x]usr 5% ch[x]grp 72 H i H] restrictions % ] LL& 51%
JE

1 Y Tr BRI PR R 5 50— 23

BaTE. RREME 329



AC A5 1R

GROUPS

PEURAC S TR ) CONTAINER 2 s I 26 .
FE SR P HZE T, DAZIAEA M) CONTAINER 0 3% H B X
MEMBERS Ji& - .

1F chres. editres B¢ newres iy 2 H mem+ 5 mem- 0] L& IR
ZJE bt

NACL

IR NACL J& PE & —A Access Control %13, 1] %2 X Bk 40 417 ) % e
I 0] 28 M AR Za ) v i) 2888 (il 5N o 155 [ ACL. CALACL.
PACL. NACL H R4 HIA 5 FHIME R

ViR &
5E VT I o
Vil
S8 SARAEFA 5 1) (K7 ) A

{#i ] authorize deniedaccess iy 25X authorize- deniedaccess- #iy 2 &4

=E .

NOTIFY

S8 SCHYRBH P AR R R AR L@ AN 2N H . CA Access Control
AP AZ G Sl TR AR AR e .

Y 30 AT

OWNER

S AT L] B
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PACL

€ SRR E T (BT & SR 2RI K 7 i) i SR N fo
VFUT ) BEIR V5 18] 3 938 S FL Ui R 28, F2JF Access Control 513
(PACL) H AN TR R HIE B

iz
SE VTR
BEr

JE SO PROGRAM R IFE SR 5 IHY, 7O Ll daE, B 1%
M e A UL R

Vi Al
SE SV 1) B UR U R AR
FER: TRV HIERC TR PACL HH B YA

1t selang authorize %y 21 H via(pgm) S50 7] PACL H R INAZ
Vi) S HD7 288, AT L authorize- i M PACL HH B4R 15 [1]
%‘c

RAUDIT

E XAEF A H & T CA Access Control ic 5117 o) SR8 5,
RAUDIT 7] M Resource AUDIT R4 E 4K B REETE:

sl
P 5 1] 3K
FZh
ARV [ 37 3K
failure
FEA DT RE SR CBRUD .
x
JoVj )i 3K
CA Access Control AJ LA I BRI AR 228 D7 [ S, ANl
f:r?#%iji o] RO U) 4 P SR U, B P B B YA Dby RS 3 ) 24 B

%’éo

1l chres il chfile iy I H A ZHORAE SUd 2B
SECLABEL
5E SCHI P BB IR 22 42 ) o
VER: SECLABEL JE YEXT N chres 1 ch[x]usr fiv4 ) label[-] 2%,

A
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PROGRAM 3

SECLEVEL
T8 SV )3 BT R IR 2 A2 )
R ZJEVEXT Y chlx]usr I chres iy 211 level[-] Z %L,
UACC
T8 SO BRI BRI RIS, & F88H ) A 2 LE| CA Access Control B,
A AR GEIR ACL )V 1) 3 P2 T I U5 TR BB
1E chres. editres B} newres iy 2 H i FH defaccess Z (] ME 1% &
e
UPDATE_TIME
R Bos BB S & i H HAAT S A]
UPDATE_WHO
GHEED BoRPITHEFT ISR .
WARNING
RS o SR, YR b SRS, RVEHZTE
IRV R K s an RN ) sRkoadi Je R4 v Il MU, W W A%
HEREAN—4id K.

PROGRAM & HH R RE N L s # 0 XAIA M A2 2 A5 AT E SRl (1 — 56 20 1)
eIy ZRP RO E A4 TE 2 A0, B eT IR
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%R, CA Access Control 2= H 31 & UNTRUST J& ' .

1F chres. editres ¢ newres iy 2 F i H trust[-] 2800 LU )E
M

UNTRUSTREASON

(EEMD o BFCBOH 2B R .
UPDATE_TIME

(i RE B BB Sl sk i H IR ]
UPDATE_WHO

GHEFD 23T B B 5

a4 TE: RREME 355



AC A5 1R

SECLABEL &

SECLABEL K RN E AR K e g0 5 2 AR AR GG . Wi i
SECLABEL RAbTiGaPIRAS, L ebR% 47 i USER 1035 PR M % 4 2
DI e o | s L W 5 L g e [ e W A L s WL WA o e
()22 A o R 22 4285

5 USER A P L A s AR, N ATHE R o4 fRRE, I AT
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