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<attribute
name="InvokerURLSuffix">:8080/invoker/EJBInvokerServlet</attribute>
<attribute
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<attribute
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<attribute
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te>

<attribute
name="InvokerURLSuffix">:8080/invoker/JMXInvokerHAServlet</attribute>
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connect / as sysdba
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select dbms xdb.gethttpport from dual;
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7~9]:  Active Directory 3827

Ao 43 H P DN A& geH P BA S DN:

= )" DN: CN=MyQueryUser,OU=ENTERPRISE,OU=NFS,
OU=ACCOUNTS,DC=EXAMPLE,DC=LAB

. R CN=MySystemManager,OU=ENTERPRISE,OU=NFS,
OU=ACCOUNTS,DC=EXAMPLE,DC=LAB

PUR MR AE H % P B ™ DNORTRGERT (8 DN i — 1 sl R
fFae DL TR, CA Access Control /M A5 B K il 2 e 2% 3 H St
R SR -

O0U=NFS, OU=ACCOUNTS,, DC=EXAMPLE , DC=LAB
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OU=ENTERPRISE, OU=NFS, OU=ACCOUNTS , DC=EXAMPLE, DC=LAB

PR A8 2R S P DNCRTZR G 1™ B DN A3 H SR g [l —15 e,
BT LA 5 B A R ARFE € A F S vt — A1
¥ Active Directory RR K E N AZRMPEHB - R
1. J2 ] Identity Manager & H 54 & .
2. 77T Identity Manager & PG -
3. e Hs”, AR5l acdir Hak.
SRR s H s R A 0 1A
4. ke H SRR I T
5. IR, ORAFE XML ICTHF, SRS 4T TT LLEAT 94 -
HER: X4 ac-dirxml.
6. FRINCEEAE LT E K RRbRId. Bt

<LDAP searchroot="0U=ENTERPRISE, OU=NFS, 0U=ACCOUNTS , DC=EXAMPLE, DC=LAB"
secure="false"/>

7. KRS R . -
<LDAP searchroot="0U=NFS, OU=ACCOUNTS, DC=EXAMPLE ,DC=LAB" secure="false"/>

ER: PUVECHBRA oU (HRHIT) , PrilitRMRAE B
BT AR R AR — N R

8. DRAFFFIRHISCIFS

9. {E Identity Manager EHIFEHI G rh,  FL H S 8 M RS HE A Y« B
e

EAINEERTYIN TN S B I
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11. egka,
WISl H s T
12. Hiili ac-dir, AR5 Ht“FAEEHR 73 ) ac-enve
WIS g Sl s PG Je M DT
13. B ER E B0
Identity Manager & B3] 5 44 5087 )0 A5 I I HI 8 i) BE 24

R AW B A3 Identity Manager & ¥ H & TEHE S,
W (LiEE) -

Eg%‘a@:
Toik SN ac-dir.xml H AL E A (p. 20)

TEE N ac-dirxml H Fh0 B4

RN

T Identity Manager E Bl &5 F H T ac-dirxml HRACE XM, FRIK
IS NZSCEER),  “HRECE RS FB P 2R UM R R

IEERCE HRIE . . .

IEE NG . .
His: (140:67): cvc-complex-type.4: J&M: “value” WHII/E G “588” L.
Ak TTEFA

kokok kK kkokk

1 MR, 0 M
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ac-dir.xml H SR E SCHHER T H P AR 2 A N 25 . n] A S
KB X CA Access Control £V A H# Wi 5 H P AE < B, Bildon: 5o
FH s 5L Active Directory #2118 AT AEEF X SSL Al HIC & CA
Access Control {2V A7 H# DL B Wb 46 F L& Active Directory B 24
ac-dir.xml 30

SRR, T RAT LT A
1. $TJF ac-dir.xml SCAFREAT S -
2. KB Fhric:
<Container objectclass="top,organizationalUnit" attribute="ou"/>
3. R LLATAIFR LB O LU FRid:
<Container objectclass="top,organizationalUnit" attribute="ou" value=""/>
4. PRAFIFRHISCAE

AR, BT LUK H SR & S5 N3 Identity Manager & BREE 6
BN AL H SR B SO T S 5, A ZAE SN SO S T A B3
5.

CA Access Control MV B To1EiEEE| DMS

R«

FRAE G K2 CA Access Control AV HE I, e BRI R g B
FR T BRI RN

iR Hbs LRSS S % i s AN

YT 5

HF ac_entm_pers ToiEE K] DMS. B A Xh Ak A8 B AR 25 28
DMS 2 [8] 138 VAN B3 i EA T 5 A1 B0 o

HER: ac_entm_pers /P A LU NEBUSEYE: ADMIN, AUDITOR,
IGN_HOL. LOGICAL

FEHEBR LS, TE AT BN A
1. FTJF selang.
2. JERT| DMS:
host DMS_@entM host name
3. HEi¥ ac_entm_pers H% 5

eu ac_entm pers password(password) nonative grace-

2 ®. ‘223 CA Access Control i AT AR5 w4t 21



CA Access Control AP F 3k 154 v i 7 o] 5

4. R ac_entm_pers A5 B 224 T ARV BRSSO AL
authorize TERMINAL entM host name uid(ac_entm pers) access(a)
5. IGUF ac_entm_pers J& 75 A DU SRRV HEIR 55 2% -
host DMS @entM host name uid(ac_entm pers) password(password) logical
6. 1/ ac_entm_pers B 5 BB AL A BRI 5% 5 DMS JEFL B o

DMS & X} ac_entm_pers BEAT S 50 1IE, CA Access Control MV #
K2 DMS.

R HRUMTEE 5 DMS FIZER R TEAE ., 1S4 CA Access
Control 1MV B P77 H)
L AR AR R B I RN, DMS B TEVEXT ac_entm_pers 34T
GOAE. BHEBRIE R, IEHAT AN EAE
1. B AR AT T R RS D R AN T AR [ 26

2. WEATIHNE LA ER 4 rh Ak B 25 4% WL 44 (entM_host_name)
SEIEHAT

Bl R 4 PR E T AL B S54% 1 58 45 R 2 0L
4, AR A T IR 25 241 TERMINAL 10318 50 B0 4, WAL
MrEHLA H. ac_entm_pers Joi2 5 5 2V A BEIRSS75

3. #rF CA Access Control i 1% 31+
seaudit -a

4. TYF DMS Hi A% -
seaudit -a -fn DMS log file

ER: WG F AT RE SR AL HE R 25 %8 11) TERMINAL 3%
R ERG EALA RS R

w~l: B7s DMS SRS

PAF 7~ s 7 T 44 24 DMS__ ] DMS A7 i S A

seaudit -a -fn "C:\Program
Files\CA\AccessControlServer\APMS\AccessControl\Data\DMS \pmd.audit"

CA Access Control MV E# ET R F B/~ -5

RERR :
FRAEFTIT CA Access Control NV BE 1, FHRE £ B 5.
fRPRTTR:

ER PRI, R AR M BOATE S SO “Oeth (ORE)” .
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7 InfoView T B[ “25 5l 7 A

1E InfoView S ISR B “ 2 0 H 45 1%
FER

FiX & Vi 7] CA Access Control #5515, 7E InfoView 1 HE L DL 4 i

I FEIR O
L VES

1F Windows |+, RJHEEAR IEAAE X 5% %%E CA Access Control Universe.
M3k CA Access Control Universe [Fi%EF .  WHRIEE ALY, 15w HEE
B mHLUEREY, R EOER.

1t Solaris |-, LA bouser £ 4733 3 If-44 AR FIrak 2t A
SCASHCOMP/CommonReporting/bobje/setup/env.sh:
1. BN LIBRARYPATH:
$MWHOME/1ib-sunos5 optimized
2. E #1335 BusinessObjects Il 45

cd $CASHCOMP/CommonReporting/bobje
./stopservers
./startservers

CA Access Control ZE UNIX _FZ&IEFEAR BB

ZE UNIX B3

R«

1E R CA Access Control ZZ3ELE UNIX Ui 15 27 Ji5, CA Access Control 7%
HHENE.

fRR TR

ERINFG LR, CA Access Control AN2XAFE UNIX i 5t HBN A3 .

T seosd Jio G BEREEC B ONAE UNIX tHEHLE s B3l a5, 15E
AClnstallDir/samples/system.init/sub-dir H%, L7 sub-dir &8 EeE RS0
MH . AT HFMOS— N, b &a T 7E & m
#eE 248 H3))a5) CA Access Control A5 1 .

HER: A KW JH3) CA Access Control [MTE4I{E 8., S (Lnhts
) o

B2 ®. ‘223 CA Access Control i S AT AR S s 44 23



TovAE Linux s390 ¥ s b a8 G G HEFE

TCIEAE Linux s390 ¥ s BB B fE & R

ZE Linux s390 F Linux s390x _EH %%

RER :
IV B Bl seosd BY ReportAgent J& & 7R

fRRTTR:

CA Access Control ToiEAF i . 3R] Java IhbE . B Ib 0] 8, 15T

DU 44E:

1. ffi3€ accommon.ini 3Cf4 global #5411 ] java_home Bt & ¥ BB &
Java NG A2

2. ¥ LD_LIBRARY_PATH B A5 it ({4 B 24 Java FRBE IO 525 10 %

A
7%=

RAJa TVATEREE] selang

HER :
FAE 255 CA Access Control 2 J5 2218 )3 8/ selang Bi4% 4% 31| CA Access
Control ZHf FERT, e DU £

e PIARIG, IEFER !

(localhost)

R BRI

i AL example. com R, A

TS
B IEAE om0 o T B 2% s R 5t LA 5 1) R0 Dt R
HE IR £ 3R ) Fc
1. {51k CA Access Control:
secons -s
2. DIARHIE)H B selang:
selang -1

HEE: HUH root FI /AT LALE UNIX THELL ELAAS HiAR 54T selang.
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GRS JE ICIRIE RS selang

3. KA O oA (terminal_name) 614 TERMINAL id3%, LA
Moo A ELE A Xy in) ALRR «

showres TERMINAL terminal name

5.

WRACSEAAFAE, WA A HL 2055 1) TERMINAL 125% :
editres TERMINAL terminal name owner(name) defaccess(accessAuthority)

HEE: raE g — P, warblE—4494. R
TERMINAL 3% FTER AT R ALFR A none, S SIS AE G il S 4
SE BRIV RIACRR, DA P Bl AE it 2 b o

T 27 e B AN IE A, 1 b i 52 SCIEf U ) BLPR «

authorize TERMINAL terminal name uid(name) access(accessType)

(UNIX) ¥ 25 [seosd] #%> terminal_default_ignore Bt & ¥ & X {H .

BEPC B B E T e e 3% T8 35 R AP CA Access Control A& 15
% default TERMINAL F1H /& TERMINAL 10 5% [#) defaccess {1

HEE: fX terminal_default_ignore Bt & % & HIiE4I(5 B, 1S

(Z5757)

(UNIX) F6r 75 i o8 B 2 15 S 2, 41 s

a.

R E T AL 15 2 50
sebuilda -h
Tor A i 25 50 12 v ) 2 g N LR =ML 44 A2 15 AH 7]

sebuilda -H | grep hostname

K 1) T HUG & S A A

6. J53)] CA Access Control:

(UNIX) seload

(Windows) seosd -start

HER: WRANEIEE ) selang 8% 42 E| CA Access Control 5%, &)

SRR B o

TSR RGN hosts SCIF.  TRIKR B AR G B 02 i ) 445 2

W2 B, ¢ CA Access Control i SRR &5 22404 25



S 7RTE Solaris 10 H & SCE R W A

B ~TE Solaris 10 HE XA HIE R

Z& Solaris 10 B3

AR«

MPATH “secons-s” 15 1F CA Access Control I}, CA Access Control 7145,
B IRIEFRIY Solaris 10 THE AL EHT “/var/adm/messages” H&E3CLFA
Pt 5HL ¥ SEOS_use_streams fit B W B LN yes.

fRY TR

R EDON R AUE B2, ARYMEAT R R . BEHRHAETE
¥R S SRR T

m  “SEOS: Restored tcp wput”“SEOS: Restored strrhead rput”
XLy B SEOS_syscall THREZE] T M 4% hook.

m  “SEOS: Replaced tcp wput”“SEOS: Replaced strrhead rput”
XL R W SEOS_syscall ThfgE FH T 4% hook.

FEE I 18] P30 M BRE AR R R B3R

¥£ Windows 3K

AR -

TEENZ,, CA Access Control #1R], 43S MIBRAE M BT, BB PL NS
1‘5@%’ /%\ :
TCIEFTFEE: TR MR e .

EVTT R

1247 RemoveAC.exe £ FFE 7 LIMIER CA Access Control Vi it 2 &0 H
K. RemoveAC.exe SEHIFE P AN EIE ™ i, (H ] A B R M T SEALH
MIER BT CA Access Control I 480 H 5% .

HE: RemoveAC.exe SEHIFEFP ANELAELE CA Access Control 22274
o BARGEEED, 1N http://ca.com/worldwide 5 Hi AR L FFELR .
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ProductExplorer A 3 5l

ProductExplorer K83}

AEAR :

IR IE T Windows [ CA Access Control =124t Server Components
DVD il A A UK B 286, ProductExplorer 4 i sl

TS

AT LT R4

s ESNE ARS8 H sk I XU ProductExplorerx86.EXE S04 o

»  Ji M autorun LA H3))JA 3)) ProductExplorer.

B2 . 4%l CA Access Control i i FIUIR S 2 41 1E 27






%= 3 E,

A3 SRS A 17 A PR

AR 735 BAR F2

FEAH U il 94 25 UK ) 2 R L S K E)) 2% (p. 29)

FH P Ay Phs n] 52 OR3 (1) 25 (p. 30)

BEH 1) AR AG 2 kit /etc/passwd Fil Jetc/group CA4: (p. 30)
AP BRZH AN BE Vi [ B AH v LS T E A 15 1) KR (p. 30)
G R AN e ™ (p. 31)

FH ] {8 HA I [R] BR ] 384T i 4 (p. 31)

CA Access Control ¥ T4 H /7 ¥R 5] 4 root I (p. 32)

ToiEH A A S8 4 B A 2] — 4l (p. 32)

Windows & # 51 1] DL 2 CA Access Control %45 (p. 33)

A Ry A S P Bl L S R R R L (p. 33)
{EFFRIR A B U R e HAE (p. 34)

A 5 IR MR IR Eh A AL IR B 2%

ZE Windows FHRL

AEAR :

e DA U5 ) R Ge g s, (HBTCEAs )™ U5 il 2 RT3 E 52
28 o

fERTT R

FLAE Windows 2008 444 FH /1 U5 ) I 48 HSL 2 0k a2, i LA R
selang i -5 N 21| S .

newres FILE \Device\Mup\*

HAE Windows 2003 2 7 Uy il M ZS IS 20K B 45, TR LR
selang i -5 N 21| S .

newres FILE \Device\LanmanRedirector\*

W53, ARSI AN RIALE 29



H ] BAD n) 52 R 1 BE

FH P AT PAV i B2 R ) B IR

AEIR -
b A T BNV LR none, {HGEBZR T AT m] U Il 12 95
3V

HEER IRV 1] (5L (p. 104).

B AR ZE Bk /etc/passwd F Jetc/group ST

7E UNIX B3
FER :

TAVEE T Jetc/passwd Fll Jetc/group SCAEFIERIA VS R AR A none [
FEDU),  AE R IX e S AFAT A U R ALRR

FEYTT R

BN LR, CA Access Control #2512 kit %) /etc/passwd Fll
/etc/group R G CAFITEECTT RIAUBRAS 2. EEAd CA Access Control 15 11
Bkt X R G SO I ST M AR EE 7Y, 1K seos.ini SCAF [seosd] #i 43
] bypass_system_files [f*J{E 5 4N no.

HEEPH! W3 CA Access Control 5% 1Bk 2R 48 AR ST ) A
BT, IS R W E T IEMIRR . G R AR B A A ATk
LT ) ACPRAS 2, fUFE CA Access Control 45 51 il root FH /7 £ N
M AT RETCIEVI M R GE, R RGEUERE T HE I

A FH P BREBASBE VT 1) S PR(E AT DA B IE A B0 1R AL

ZE Windows %L

IR :

A BN e B AV 1 B AR, AEADRAT T ENASBE U 0] B35
fRPRTTR:

AR AT BE CARAEIE T, Bt A BB RRAEE T IR i AN
ARRAFME SID ANFIFK . B ARG O, AT R Ak

R A RN KPR S, 2 (@A 7 Windows /]
IR E PG

30 bEHEER TR



S ORI ANEIE ]

R R AN e

7E UNIX B3

AEAR «

PRt serevu BB A 4 JIBIR 5 Sk 22 IR EOA BIF5 5 B 5 7R 3% 15 PMD
AR A . fER P EEE IR G Sk, CA Access Control AN E 1% H]
Jo #EFAE ] nodaemon £ 5 serevu LY pam_failed_logins.log
SIS, MRSSA8 AR Y. .

FRRTT 3R

seos.ini L1 [seos] #5411 passwd_pmd [{EAIEMi. ¥ passwd_pmd
IME 132 B M sepass 1) & 126 %6 At 5F 3T T 1) 254 PMID [ 44 K o

FH P AT AERR I TR BR 6 R 32 AT A <

AEAR -
e A BCE T I TA] BE%J (ELZA 8 53 AE0E L SR VR RIS Ta] Ja 5 AR mT LLis AT

CA Access Control iy %«

EVTT R

1EZ BRI TR LY, CA Access Control 1] BH i J 3 B8 (K & s i
(ETCIE SR P Wi e . BB 7 AE 52 BRI 8] B PN 5 1) % 5 B
A, T N SRR B Ay A 1 B YR 5 DAL FE B[R] B A

VER: CA Access Control 23504 7 H ' ) USER Bl XUSER ic s H & 547
FERF TR BRI, AR5 FRAS EXiZF 7 B & 1Y) GROUP B, XGROUP & 15 A7 £ )
(i) B 5] o

W53, QRIS AR 31



CA Access Control 745 H 1 3155 8 root FH )~

CA Access Control XA FH P iR A4 root A

7E UNIX B3

REHR :

eI LLIE root FH ' S 431847 sewhoami 52 FH F2/# I, CA Access Control
Kz A root F

fRRTTR:

FEHEBR UL )@, 15 7E G SN H FE Y LOGINAPPL i % e LA N N2
= LOGINAPPL it 35 1) 44 Bk B S YRR P [ 44 R o

m  LOGINAPPL it 3T 1Y) LOGINPATH S35 58 7 & 35 N R F IR 1IE 16 58
WRRAS
TR B s N R 4%, 1 SIS 1T IS (p. 106), 4R Jo il FH 8 5%
I FE 8 S FIE4Y CA Access Control. Y5 BRI 1] SREUR 42

= LOGINAPPL it 5[] LOGINSEQUENCE S35 5E T & 5 N R R I 1E

e P . BARAHEE), 15l http://ca.com/worldwide 53 A
TR

& : CA Access Control N4 5 a8 =77 8 s W A2 7 1) LOGINAPPL i
Ko WHREAE S = B R, Tl SOZN R
LOGINAPPL it 3%

TVERH P B E B G e — 4 4A

AEAR :

FRARATAGIEA H P ok R e 2L B B B 01, (AR FRIAT LR A &,
BN T T AL A B

editusr userName pwmanager
FRIRTT R
T TR BN FH R b B A B O3 TS N 21 (1 20 1) 44

join userName group(groupName) pwmanager

32 Wb FEERTE T
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Windows & # 51 A] L5 4 CA Access Control 4L

Windows ‘& ¥ 57 0] DL 5 2t CA Access Control 2515

ZE Windows FHZL

AR«

Windows & H 53 7] LLZE 52 CA Access Control 47 ] Windows #1551 7§t
CA Access Control 515,

BRI R

FLEE A 2 AT CA Access Control H585E [ P A4 0] LLHE 2% CA Access
Control %15, 54 LA RV MR 5 4K EnforceViaeTrust V3 & T 4 {5 15
BN 1:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\passwd

B I R TS 7 St U REIE 1L CA Access Control 535k ) 48t FH 1 %55
ZIE MR BRAAE R 0, IX RS AN F] CA Access Control KB
I e E PR Y

B RE R P BRI I RR LS
AR
TR M TS TN P BUAEE: CA Access
Control {84 54 2 5.
O

WA IR W) 52 %Nm$®mM%F%%%m%FM@ AN B B
Hs o T E SO oA X R P R s A o

LUN SRS 7 Qe A P G S AP L 5t ) SR«
1. QR E A

2. DRCE SCIHH BUE E S

3. R R BC B A AT

NG S A B P A SR s IURE 3 H T 5 2 SR ORI
RIHP

53T QUSRS AN AR 33



55 TR P A . 3N R 37 I 4k

(2 RS G WA Y SR QT = 3

ZE Windows FHZL

REAR «
Bon'E T —MESFRIRFIN,  seirH P is47 28 B3 Windows W F2)7
(#n: notepad.exe) . FEHI ' 2Iz TN HFERPI, fT55F8RE:
o
AYIE S
WK SR VE R s AT N FE I SUDO R0 B AS BaAUbrak . i R4
i AR 55 FR IR AZ 1748 H 2\ Windows N P AH AR BB A H. AR &
W[ RS AE G BialT, BRES2 A,
AL g 2 15 T 7l D
1. 24 SUDO itk BAC B bRk

er SUDO resourceName interactive

resourceName
o g SCVEI P 147 R 1 B I S A4 K
PUAE AR E BHCE T A B A bR& .
2. R Pk E R S SR IR SS :
a. 2R H AN,
b. WIRALSFRIRVISAEL, W HFB 3l CA Access Control

VR HRATSIRIRA S E X SUDO Ilsk I 25 8., S (W T
Windows #9515 EFEIERT) o
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5 4

NI

15

‘B B CA Access Control ZHEE

it 1 R e e

selang Prifj i £ % [7] 100 25 ic% (p. 35)

SR B PE 2 e % H A T U UTimes AT £330 5% (p. 36)
CA Access Control 23 = 4534 (p. 36)

seland & 2 & [A] 100 &id%

query_size Fit & ¥ E I ERIAE & 100.  ZEBE NI CA Access Control 24 selang
IR MR ACSRE, 15 2K query_size PIL ' 3 B I

query_size it B W B A T

m  (UNIX) seos.ini 31 [lang] #5743

m  (Windows) lang T8, 41 FFiw:

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\lang

5% 4% 5HL CA Access Control 2l 35



A B 2 Jn Tz 1S H I UTimes AT 40>k

A BIE L 5 B A% H S HBL UTimes MIFEZIE3%

AEAR -

FAE CA Access Control IELEIZAT I O Nl FHHEEAE R & T H &4 CA
Access Control 235 JZE IS,  CA Access Control [1] i % H dirh & ik 1724 T
PLFHEMAH:

03 Mar 2008 15:58:01 D FILE UTimes 69 10
/opt/CA/AccessControl/seosdb/seos pvf.fre /usr/sbin/fbackup

ER: LR UNIX A2 9B 1, BT ZRFEE T
Windows 115 AL,
fRYTT R

1% 9 1% B & 7~ CA Access Control B iE T 450 5 4E 55 8T UTimes SCFH
HA®k. CA Access Control ¥ FH IE & A5 .

L5 1 SRR F A% H G, AT U A

n WURED R AR S BATH, SRR R A
OPERATOR J& 'k -

n UUREDRET S B HATI, IR R S AW
pgmtype (#47) JEME) SPECIALPGM itk .

LA ORIERf 0 K 122, TEAEH] dbmegr SRR FPHRAT %470

CA Access Control 3 EEH IR

ZE UNIX EE

REAR :

FAE CA Access Control iz H & I T 70 &«
seoswd: [ID 973226 auth.error] 4 seosd HJHiNEEN . FLEHUT seosd
iz

Inseosrt InitDatabase (0x270)
. /Access Control i1%/seosdb/seos_cdf.dat 4tk

RRTT R
il FH DA IR A8 S R

FE: R e B 2 2 354 BRI B Jopt/CA/AccessControl/ 1,

36 bEHEERTE R



CA Access Control 3 a4 I8

f&5 CA Access Control #3E FEHER

1.

N

{55 1I- CA Access Control:

secons -s

CRIE ) g Bt e 45 0y B LA AL, DAMEAE T SR ot e 3R it 454
ARSZHFo
LAl ACT T SRy N TP N EIE
cd /opt/CA/AccessControl//seosdb
dbmgr -util -close

FER: W CA Access Control AR IEAAICH], B /E vl GESbric 4T
I

LORERACI L

dbmgr -util -check

WHHAT FHEREZ —

w  IRTER A A N A R R, TR R 6.

o WRAER A AEE R DR, WA e P B e M 75 M
LI (p. 109)s

Fe) S 0 P S A

dbmgr -util -build all
PR, 5 B8040

dbmgr -util -check

Ji 3l CA Access Control:

seload

ER: R FEABIRT, WD A, BEREH, F
il http://ca.com/worldwide 5 AR T HER .

o 4. P CA Access Control #5237


http://www.ca.com/worldwide




55

NI

.1

ER BT E L

BEFR AL DR 6 A

TR B FE TS (p. 39)

syslog 74 o b seosd (1IE AT (p. 39)
TIEFE I —AME N ftp 344 (p. 40)

A H EHURD H bR ML) H AR TR (p. 41)
Tk selang 342 5]t 547 (p. 41)

TAREREITRETHEAL

FER :
FTCHIERERIICFE CA Access Control #HHAL.
fRYTT R

HEBRIEFE ] # (p. 104),

syslog PHFEE R /RS seosd ) THAE I

7E Windows - H 3%

REAR :
TEIZAT CA Access Control i, THEMIATHIZITZNE H. syslog 11 7~ LA R
‘?\% 1%\:

seoswd: 5 seosd HULEiINER. FLEHUT seosd
seoswd: 5 seosd HIEIRMBURMIT 5378 [HLh]
seoswd: ¥il]: 5 seosd K@i,

055 F: PR AL 39



VLI — M\ ftp gk

TR TT R

THEHL_E B9 75 4K 44 T2 CA Access Control BN o £E R 55 4544 Tk,
ATEL N HAE:

m ¥ CA Access Control H 3 M\ S48 A HERR:

m {5114} CA Access Control H SRS (U5 i) i) 414

4 CA Access Control 7EERIATE &L N L3 CA Access Control {5 M 5 |
AR EE H ok, BT LA HT B EAS S B IO v SEATLIR 9 25 B o

HUE B R B R A AN EE— 4% SPECIALPGM il 3%, F1141% SPECIALPGM
3K K PGMTYPE B YL E A pbf.  pbf R38R e B of S ab 2 4
(PR J2E A 7

TAEEERIE—MMEN ftp

ZE UNIX BB

FER :

3 JH 3)) CA Access Control I, "B JEikE K H vsftpd B2 —MMEA ftp
R, OB T ftp () TCP FUIIHI vsftpd ] HOST AL, CA Access
Control xR 45361 3 1¥) TCP &, HOST MNFE K B vsftpd [T 5 L%
A ftp 3% .

fRYTT R

U S AE ) 8] CA Access Control Z I JA5)) T vsftpd, vsftpd SX7EF45 %
SR O frp EHCE — MRS . R RERELE vsftpd AL
—AMEN ftp 22 J5 CA Access Control A Rk FRIZE R .

vsftpd 7EAL PRI ftp 2 J5, S R0 H DE & b2
—A™ ftp &, {HAE, CA Access Control JKi 8 51 2 Gt 1 FH I IR e 473 16
T J 25 frp 4%

PSR —MEN ftp 4%, HMH NYIARE AL —:

n  {F)3 3] vsftp Z i i 5] CA Access Control.

s [THEARS A 23R (W inetd B4 xinetd) )5 3] vsftpd.
ER: A EEAIRS G G HRENFENE S, G5 ENEER
GV R

»  {FJ3 3] CA Access Control J5iz4T tripAccept SZHFEF .
BLZAT tripAccept SLHFEIT, W20UH H seos.ini A4 [SEOS_syscall] 8

) call_tripAccept_from_seload #rict. S IIEAEIZAT tripAccept
SRR 2 i1 e i Hoe —4% SPECIALPGM itk .

40 i bEHERRTE



AHL R H A AL 5 H B T A [

A3 ENUA B A5 ENL BRI B AR R A

7E UNIX B3

AR«
CSRIERE S CA Access Control ML, HELLL Y &

ks AHTHEHLS BAR BN SOR .

fRY TR
ISAIF seos.ini LA [seos] #573 H I locale P B 15 B £E A EH LA H bR 4L
rE A

ToEfE A selang EH: 2 i ks

AEAR 1

CEARME M selang 4% 2 £ UM, W RIS T AR R R -
Bl el kI
B TT R

TR AL TR E TR I 2 A7 AE 8, K 2% CA Access Control THE7HLH
AT R N RN 2 AR B K

ER: ARNEFEIARNTENEE, WESW (L755)

W5 . BRI 41






5 6 F: M PMD HRE AN

AR 735 BAR F2

117 PMDB JEik M 1= PMDB 2 5 (p. 43)
VI i A H R MR A (p. 44)

31 7 PMDB JGik M 3 PMDB 3 5 57

HEAR :
T AN 21 PMDB A R 454 . 117" PMDB % M 3= PMDB 2t 31| 5
Fr. 3 PMDB AR HEPEELIRIHE:

TeERMOk A2 PMDB. (¥R

TG R
ﬁg%ﬂ)ﬂ PMDB ¥ 17 1= PMDB 258, A LU R iR HEER i 17)
i
HEBR PMDB 37 [F] &
1. FHE PMDB 1] ) (master_pmdb_name) J FOIRZS
sepnd -L master pmdb_name
HRE: ¥ PMDB I BT R4
2. BEI AR C LT P AT H
3. BARRENANT] HAT ) parent_pmd Pt 'S CE RE A2 75 I
parent_pmd Bt & 1% B T
m  (UNIX) seos.ini Fll pmd.ini X417 [seos] #5457
m  (Windows) LA 4 g

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\AccessCo
ntrol

HER: B parent_pmd Fricd e E 1 BHLA 0205 = PMDB [ 3L
25U . SRR 2 TS S IEMECE AL AT v B Bh T HERR I v
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DMS L= SR FRAS FRIAR 2K e MR o

50 iR HERRTE TS



FAT AR R NGV 88 A 3 1

7~ MR B SRS AR AS PR ZS
DL 7~ ) s it i 44 o mypolicy AN A 01 1) SR FRIIR 2

AC> sr HNODE _ local _
(localhost)
HNODE ' Tlocal ' %

BAELA Y7 AR : R

HOZRE DRI
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HEFR UNAB 3 M} i e

HERR UNAB Y MR

DL 30 7 ] ] T-HEBR7E Active Directory [1) UNAB v it 4 H) 388 21 (1) 4%
(CE S

H T EAIER, UNAB R

AEIR -

(52 1] Active Directory V1 iif UNAB I,y MO S 7s BA S £ 150
S

Pl

SREUHIUG FEHRIN R I 2, 18 <Administrator> () Kerberos Stk

RRTT 3R

H T8 B S0 AN IE A, UNAB VM. EEHERR I 1) 8, 175 36 1F & 1
BT I T UNAB.

T 8MRZE A IER, UNAB YF R

KEAR :
=23 ) Active Directory V1:/JF UNAB I, B L AR5 8-

IREPILG R MR 220 . (4] <Administrators> [ Kerberos TG {sBail sk

APE S
HHT- Active Directory F1l UNAB ¥iij £ 2 [A] (1 I 800 22 K T-HCEE, UNAB
R

PP ), AT CL R A
1. T31% UNAB i 255 Active Directory [ £hidk4T [F]20 .

2. ¥ uxauth.ini ' [Agent] #i4> T [¥) use_time_sync FRiCH K E N yes,
L E Shc ) 2

66 WIEHEERTE RS



HEFS: UNAB 73 Wi i

BT NTP IR E A IER, UNAB M RIK

RER :
(52 ] Active Directory v/ UNAB IS, i3 LA R A5 L :
ek, RIEMiRE NTP RSSALE
R R:
FH 2R TE A T 2 9 28 I [T P8 (NTP) k5 4%, UNAB V120

SLHFBR IR, 154 uxauth.ini Y [Agent] $73 F F) ntp_server ARid i E
Jafg ) NTP R4 48,

HTEE TR, UNAB HEHHRI

REAR :
(EARAE Active Directory 1V it UNAB I, 81 DL A7 B -

WAL Kerberos 5 FEI . ik /opt/CA/uxauth/uxauth.ini. {#/] <Administrator>
) Kerberos TEH U6 IELRIM

R«
HH T uxauth.ini SCAH L5 TG AU Kerberos fE, UNAB v it 2 M.
SRR ), 151847 uxpreinstall SZHFEFEIE Kerberos B & .

BT 5t/> DNS % &, UNAB 3

KEAR :
(2R ] Active Directory VA /i UNAB B, I DL MR8 B »

7% <domain_name> - AE] LDAP A4 RR

A

Hi TR 7E Active Directory "'/ & DNS #¢'%, UNAB 71 /IR
FEHEBR LS, TE AT BN A

1. 12847 uxpreinstall S 2T KL AT DNS 52H

2. 7% uxpreinstall SR I H LU & DNS 1528

3. WIRANIERE, VAL LT SO R DNS B :

/etc/resolv.conf
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uxconsole -register ZJ

7E UNIX BB

FEAR :
FIZAT uxconsole -register LA/ UNAB diig i i,  HHEL LA N AR S

WIS 2s YES Active Directory A DC.
HHE [ad] #24% lookup dc list Al ignore dc_list #rid.

FRRTT 5%

1 uxconsole 7 Active Directory H i3 Mt UNAB i s if, B R B0 5 i s )
PRAV B 5T IP) Active Directory ¥ f.  {HJE, uxauth.ini 3T ad #5407
ignore_dc_list Bt & ¥ B 23 %1 H UNAB G s A 5 2 TR P ksl 2 .
Jit 3 Active Directory i i H (1) A kg2 il 28 R 1AE ignore_dc_list i E
wWEY, MR

BRG] [, 15 M ignore_dc_list T EVEE HINER T AR Active
Directory ufi s T A 2 A FK,  FFEBNZEAT uxconsole 5L A FE
¥

HEE: uxconsole 5L FRFF 23 & BIL Active Directory 35 5 [ 4 FR 5 A
uxauth.ini X ad #5H ) ad_site Bl & % & . 9% UNAB Active
Directory ¥l i HFEITELIMG S, WEZIW (SL755) -

R4 % UNAB B35 1%

KRR :
Pk K UNAB, B ok T 3035 21) UNAB ity 25, {H RIS R 73 K o

EVTT R

FIHEBR LR, TERAT BN A

1. BUF UNAB & 75 e s s B 3l
a. fEum sl BT PR 1.
b. BTl M

./uxauthd.sh status

>Ig'ﬁfy_ll /‘R/EJM_‘H ﬁ/ﬁﬂ“ UNAB E/Jélﬁu’lj(u_no
2. ARSI AT O N B L
a. Mt BT PR R B H I T LR A

./uxconsole -status -detail
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KAy UNAB & 5% S5 E

L SR SRS LSS B, A A5 R R R R SR A4 K
A A B IR 5525 A% 3 UNAB iy i ) SRS S AL A 2
o MR BRI SR AT AT EL R i

./uxaudit -a
18 Jan 2011 11:03:23 S UPDATE TERMINAL  ac_entm pers 338 10
_default acmanager.forwardinc.com auth terminal _default

xuid(yaeyu0l)access(read) (0S user)
B A A A 2

R syslog SCAFHHZ AT B BAITE AR R
B 52 FH P R T 1865 SR A PR AR

TEf 2 PR i H s T L R %

uxconsole -manage -show -user <AD user account>
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ReportAdent JCV R4l i ik 2 b & B IR 55 2%

ReportAdent JCIERHR & RIE BV B B AR 55 25

AR 2

)55 T UNAB, JFFU1E ReportAgent Ji & HERE IEAE21T, (HIRTCILELE
CA Access Control MV # &y G AL .

fRRTTR:

A DA Ik R T s b i 78

1.

K AX“UNAB EP 5 ENTM 8 TH 7] 87358 43 FR B v B BA A R 45 25 1
WSS R S R gt H &

Tn DR S B K12 21 CA Enterprise Log Manager, i 5 1 A2 75 5
accommon.ini X £FH [ReportAgent] 43 1) audit_enabled Fric &
A 1o

Jii Fl ReportAgent iz

¥4 accommon.ini XA [ReportAgent] # N HTRAFRIC S A 1

B E UNAB i 25 R S0 unab2xmllog. % AL T-PAE H 2k
/opt/CA/AccessControlShared/log

F5)IZ21T ReportAgent 2 Jil UNAB BG4 22 1 i -
/opt/CA/AccessControlShared/bin/ReportAgent -debug 0 -task 2 -now
HER FAIEMR:

n  EIETFE)I21T ReportAgent Z i, ¥ E1E
“/opt/CA/AccessControlShared/lob”¥s i1 21| SLD_LIBRARY_PATH
I:FI o

n  {EET-ENIiBAT ReportAgent Z 1T, ¥ .dat LM
/opt/CA/AccessControlShared/data/audit2txt/ H & i[5 .

m 17X ReportAgent SE RSP IR ARG B, 1ESH (=F
15D o
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VEF UNAB MRS Kerberos TG 44 B iiF 22 1K

I UNAB EHLET Kerberos -5 43 B6-IE 25 Ut

7ZE UNIX BB

REAR:

Ff# ] uxconsole -register #ir 415, W R LL 4S50 B«

%} /opt/CA/uxauth/uxauth.ini {{iff] krb5 set config files KW: P& ST Hb 20 KIE

2
i} <Administrator> (] Kerberos & #6iF4IK

FEYTT R

uxauth.ini P AFAER B E MR E B E . BfF It n) 8, 15
uxauth.ini SCAFH REANC B W B A LA (E .

FEMEL S 3 UNAB U 3145174015 2803

7E UNIX LB

N

¢ IRAE Active Directory [/t UNAB ZEHLERH 3l UNAB I, W EILL R
%i%?ﬁl%\:

JGVEATHF NSS Bzl NSS Z2fr. #Hueftid 2803.

EVTT R

Jvar HsEP I NAEAS L o SR g6 0] B, 35 85E var B B N AR R
T 95%, ARjEEIRiZmL.

Active Directory F ' ToiE B % ] UNAB ¥ 5

7E UNIX B

AR :
HA UNIX JE ) Active Directory JH J* JEiE & s 2] UNAB 5 15
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Active Directory F /™ JGi2: 68 5 £ UNAB i A1

RIS+
TR DA%, AT EL N R AT

1.

i RS LR AR —
= user_container it ‘& ¥ & IR E LS
m user_container FCE W E IR E AR TR A48,

VER: user_container it & 1% B A7 T uxauth.ini 3L/ AD #43
':Fl o

fifi 5 H ' 4E Active Directory H H. A UID #1 GID,
B M R R
HUE UNAB 2 117 CUAE 5 i L3 8
a. B BT TP SRR AT & H .
b. IzfrLLl M4
./uxauthd.sh status
B — 20 5, AN UNAB S HIDIRES .
1iff 72 Ui /5 L 1F Active Directory "HiE Mt
R Wi S ARAE Active Directory HA M, i3 H uxconsole
-register SEH B MHZ AL
WK Pk A i pd A B ERAE R G A PR D O AT S 6 HERR
a. 151k UNAB:
./uxauthd.sh stop
b. kR NSS A7 1
rm -rf /opt/CA/uxauth/etc/nss.db
c. AAEERIE RSB PRECE AT 5 6 SRR A7 IR A I i s
7
Bi4n: X1 Linux BY Solaris % £, A nscd J& & HEFEE T IEAE
14T AT HP-UX i s, KA pwgrd J5 G217 IEAEIZAT
d. WREERIE RGN B IR B 97 )5 G R IR AR IsAT, WEIE
ZHERE
e. J33)) UNAB:

./uxauthd.sh start
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FH P TCVEAE UNAB 305 FIE4T7 a4

10.

{ii ] HoAth, Active Directory HI ik F 3R EX Ticket Granting Ticket (TGT).
BATLA a4, LM Administrator 1K )7 3% 4% 3] Active Directory:
./uxconsole -krb -init Administrator

FER: BT AT CEE keytab RIR TGT, 140

./uxconsole -krb -init -k

HREA#HT Active Directory FH 1k J

s BTN R

./uxconsole -ldap -search
"(&(objectClass=user) (sAMAccountName=johndoe) )"

R AT bk A4 B SR P K P 4K TR (22 57
FEHAb R kT Cn & D
n IBITBU R4

./uxconsole -ldap -search -b DC=unabca,DC=test,DC=co,DC=il
"(&(objectClass=user) (objectCategory=person))"

B0AIF Active Directory AT UNIX _ [ 7K UNIX 8 2 15 58 4 4H
7]

F P E¥5AFE UNAB ¥ i _EiEfTar &

KRR :

OIS 5] UNAB 3 &, H UNAB 755 3R 196 3 6V [ UNAB ‘i 1%
A uxaudit TPATEET P (Ejﬁﬂ:) ke 1B, BIGVELum A s T4
fa] UNIX 52>

fRYTT R

HAMIFEH P 2B UID FIH - 28 sk 20—, BRI P Ieikvi
1) H: /home H 3.

FR DU, THRAT EL N R AT

1.

MHIERH P ) /home H ko
F&E: /home Ei‘?ﬁfﬁﬁﬂ: /home/userName.
LR 8 35 B g A

WA AT — A%ﬁﬁ‘]/home Hx. BFE, H)alLA7E UNAB
3t 55 _E AT UNIX 72 o
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TCAEAR R BB P & UNAB i 11

THEEEREERFEFE UNAB i &

7E UNIX B3

AR«

FeAd H CA Access Control AL il K& P UNAB Ui &, {H UNAB i AN
BoRERREET,

BRI R

I61UFE UNAB i i 2 75 1] 500 RS2l 1. 76 UNAB i i AT LR 3
1E:

1. HGiF Distribution_Server BC'E ¥ & MAE &1 O ik B 7 IR as Th 5
LI FR

Distribution_Server i & X & A7 T accommon.ini 3L
communication 54>

Mz ssl://ds.comp.com:7243
ER: BB T, ARG T Ak A PR g5 o L
2. ARV R BAF R R T A . S R DA B 2 R R 55 A AT
MW AT EL T #RAE:
a. ATIF AR
b. IETLA N2
acuxchkey -t pwd "password"

password

& S BB, BRINIEOL T, S R e 43 CA
Access Control NV FE 552 S iE TS .

3. EHHZ) UNABAREE, IR
a. ‘FHiF UNAB Ibin H %,
BOATEOL R, ML H ST Jopt/CA/uxauth o
b. HH ) UNAB UL
./uxauthd.sh restart
4. BUETH B BAIIRSS ST IEAEIsAT, Wik
»  Windows— il CA Access Control 71 5L A B AR 25 & 15 IEAEIZAT o
n  UNIX—IIF tibemsd HEFE /275 IEAEIZ AT
5. F0 7 syslog ST A A & 17 AT W B A S 45 2% 28 TR 1
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JoAF Linux 390 i i A 8l )5 & BEFE

6. WCEIHEBAIIMRSS &%, LUK S8 AR SC A0 Rl 81 H &S b

T AT LA 454
m UNIX:
a. 77 pmd.ini
b. ¥ [endpoint_management] ¥4 ) debug_mode Fric &l
1

s Windows:
a. FHUEILLN N

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Pmd\
DMS_NAME\endpoint management

b. *## debug_mode Fric HIMEIE A 1

7. EHRSNMIERRSGAEUNHE K. &F MS B
endpoint_management.log SCA4-H 1 IE THIE B

& C I UE UNAB i i i) 5590 AR 55 4 12EA T IR

TCIEAE Linux s390 ¥ BB 3 fE 6 R

ZE Linux s390 I Linux s390x B %X

RN
F 7k )5 8l uxauthd Y ReportAgent J& & HEFE

PR TT 5
UNAB 7t i _EFRANS] Java FABE . SEARTRILINRE, 35 HAT LUR #4

1. ffis€ accommon.ini 344 global #543 H 1] java_home Mt & ¥ B L&
Java FRBE PR AR

2. ¥4 LD_LIBRARY_PATH FRIEAR 5 [ {H 15 E N Java FRET (1) L2 RV %

VA
%2
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H 7 e 8 s O s Y

PP RS R B U S

7E UNIX B3
REHR :
CEZAAAE UNAB i i 8 S sl B o i iy, LA N A TR S
passwd: BHMIERRICER TR
R R:
SE4F uxauthd M Y 2508 B K0T SK I PAM ABEELER )
TP ), T RAT LR A

1. 0 uxauth.ini SCAF pam 555 H pam_receive_timeout At & ¥ B 11
=

#ltn: pam_receive_timeout=100

2. 1E1IFFEHTH B UNAB,

HERE: K uxauth.ini XAHRTEAE R, WS (2F750)

76 HREHERRTE T



11 E: HEFg PUPM Wik

BEFR AL DR 6

KA HEHE TAEV (p. 78)

RunAs 048 H J5 1& =K (p. 79)

ODBC. OLEDB 1% OCI $iudfi 72 % i 4 ] U7 15 sKAB I (p. 80)

PUPM SSH & %R I (p. 81)

T R ) R A A fid ke CAHHE T ARV I B Al 28 H (p. 82)
1E61 % Windows Agentless %ifi i I 31 “ U i g FE 447 1 8 (p. 83)
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KA DU AR R

ROt T/ER

AEAR -

AN E PP B S DL AR, MBI SKIE I 1 PUPM dii sl R AL
BV RESN, AR R

RIS+

T ARG o0 B SRS DL AR it AR 2 B S DU R th R g B it

e, MTAZBOARIAEAEN .
T R ID BRERAT

1. {F CA Access Control MV H o, AKVGEFR“H M, “41457,
“AEE TS

BT IT B U P55 IR S R 1

2. MNP R RSN I SCARE D A *home* . FLITT IR
CA Access Control MV B 7R 5 REAFAHFF IS

3. IEFEEANN WRAESS, SR A s .
SN WR B PR R T T

4. B FAEIR, KGR A k.
AT T AR B

5. M LAEWEERE N hzik 5 ik $“SingleStepApproval”.

6. LE“EEALHENER o> Th AT U B A
a.  MHEAEARSS” N hrid srb g R fAE 5 S DURA IR
b. NS5 NWIERF" T e i | E X

PrivilegedAccountOwnerResolver”.
BB E, EmEs5 Afie P ESHRRE .
c. {EHZEARR SCAMET R E SourceObject.
d. fE“E" SCAKEHIRAE TaskAdmin.
e. Bl
CA Access Control fMVAFH i itk AT55 .
f. M MBS EHLAME, EELE cHe:
m  SourceObjectAttribute—tblUser.manager
m TargetType—USER
7. HalhE”
BORCER DRSO LR, IR RS B i e SO HEHEN

78 ks HERRTE T



RunAs % W45 F 5 1 Sk Y

RunAs 2154 F 75 78 Sk i I

ZE Windows FHZL

REHR :

KIECE T Windows RunAs R Af H 77,  LUE So v H P48 H RunAs 5K
AR HATAES . 2 AT RunAs SEFIRE R, S5 mgigskns, H
P ICVEAT IZ SR

fRY TR

BRI ), VR0 DA M I A

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Instrumentation\
Plugins\RunAsP1lg\CommunicationWaitTimeout

I MR IR E T S AR 5 55 Ay PUPM AREL I I 18] (B

;. B % CommunicationWaitTimeout JE MR D0 K{H
LLR 75454 CommunicationWaitTimeout J32/F 26 15 (R 84 hn 3] 30:

AC> env config

AC(config)> editres CONFIG ACROOT section(Instrumentation\PlugIns\RunAsPlg)
token(CommunicationWaitTimeout) value(30)

(localhost)

BRI E R
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ODBC. OLEDB =¥ OCT %ida = s b A FH 7 17 =K e sl

ODBC. OLEDB E{ OCI %38 P & A0 F 5 18 K i it

ZE Windows FHZL

REHR :

FArun s L T —> ODBC. OLEDB E{ OCI 3 25 b 77 . 24
BN R P IR BB PR, BB T Sk g, HE, fE
MR P 2RI BB R, i SR

fRY TR

PP ), AN DA R I A .

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Instrumentation\
Plugins\plugin\CommunicationWaitTimeout

HHF

i E PO R A 24 R

{H: OCIPlg. ODBCPlg. OLEDBPIg
MR IE E TR A ] U7 4 R PUPM AR B[R LI [R] (B

7~]: B CommunicationWaitTimeout ¥ M 2 0 I E

PLR 7814 OC %ot ZE #5548 FH 77 %% CommunicationWaitTimeout 73/} %
TE G 2] T 30:

AC> env config

AC(config)> editres CONFIG ACROOT section(Instrumentation\PlugIns\OCIP1lg)
token(CommunicationWaitTimeout) value(30)

(localhost)

JRICERR T
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PUPM SSH 4% £ it I

PUPM SSH % &8

7E Red Hat 5 &3
R
PN HTERA Red Hat 5 it & 49 PUPM SSH ¥ #5345 a2 1 F 454
PR 6 s A4 MRS B B R s, B S s AT S5 R I
YT S
TR Pz, AT BN A
1. SHiBLLN Hsgk, b ACServerinstallDir & %5 22BNV PEAR 55 25
) H 3%
ACServerInstallDir/Connector Server/conf/override/sshdyn

2. FTJT ssh_connector_conf.xml SCAF3E4T e
3. {F <array name="oChangePassword"> ¥ LA I

<item>
<param name="sCommand" value="set LANG=C" />
<param name="iWait" value="500" />
</item>

4. PRAFIFIRMICA
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VSR A A AR AR AR EHE TARRTS O R el T2

TER R E AR O TAERPR T AT

& T SunOne

ny—)Ht:
TEFE AR B T K5, B AE oL B 19 3 J ) 8 B G
HEMIIGOL R AT 25 H .
AT SR
BROATEOL T, ARk A LA BEIR 55 2 223648 SunOne HI W HX T I, 2
B AR SCRY . T2 T A T AR S DL AT R AU 7 2% 1
Ko
L0 SunOne H s i I LAEW SRR, W HAT BA T 45 4E -
1. WERZATARMAT BEERAE, 155 1] Identity Manager 5 BRI &
2. #TJF Identity Manager & FR 4 & o
3. WL B, “ac-env’. “FHRKE”. “TAER”
BT I TARRUR R & 1
4. EFER B AR SR HE .
5. IEFELRAF”, SRJEILEEEDHUA B LUEET A s
MAEARE X Sunone HsJHH T TAER SR
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7 Windows Adentless Jii i N “ Vg il gt ” Ji KL

1E 6% Windows Adentless ¥ = B 21«

ZE Windows 7 Enterprise hix_FH 3
RER :

VI RBHELE"H B

7EFAR K Windows 7 3 £ 52 A Windows Agentless dii £ 287U, 1L

B Ui gand” HE Hzd R
RIS+

i s QIR RE R, DRUOR R4 52 (KK 7 AN Administrator K i

Administrator ZH /) — .

SR DI, AT EL N R AT

1. &R REAHZE DL Administrators ZH il 3 B 03 R4 T4 PR 1K) i 0o
2. MCURERE P EIEAR” . H ks SE RO bk P IR R .

ST IRk Pl BB i 1
3. RREENZONBCE “ERINT, RS e

BT IT WMl 0 JE 1 2 1
6. SR LA LI
REFTIT i 42 22 0] U H
7. 1EFE“Root”, MRJmikfE wa”.
BRI R ST I 2 A0 AT

fifiE” .

10 BE T BLEHR S SN LA BE A o B R
4, RUGESFEH T H . IR RGN R
5. AR wME S, RIEEERETE .

8. M“ZHBRH AL RR R oy ik CIE S R ISR
9. MRV, HER“PITIE RIEHE.

10. PR dff o AR BE A

It

5y 11

=z
EH.:

HEF: PUPM % 83






12 F: FHRERm GRS HE

it 1 R e e

L] HE B 5 R 25 B (p. 85)

et Al 45 2% R AN AT U5 7] (p. 97)

i ] MS sQL #fs JZE I ToVELE CA Business Intelligence & H 15 (p. 98)
{# H Oracle ¥ 2 5] JCLAE CA Business Intelligence AT H R 15 (p. 99)
JCVEALE CA Access Control £V H & FH R (p. 101)

WA HERRIR 5 AR S5 i R

1T CA Access Control # & Ik 55, #EW] LAAE— AN (o7 B A A i A
(R P ARG 2R, EHEBRIE IS5 i, 5kt &
TN
DA S 1 ] 35 B s e o5 e 45 i
1. MR A EIERIE RS, PATEL T EELS —
m (B UNIX TFSEHL AR AR S AR (p. 85)
m /£ Windows vF 5 ML EHEER R F AR U (p. 89)
2. HEBRIY RIR S EE BT (p. 92).
3. FF: Boss #i (p. 93).
4. FEERARAE 1) #b (p. 94).

7E UNIX THEHL_EHERRIR & A 2 et
TE UNIX BB
R ACHE Tl i s EACHL CA Access Control H5dl 128 AT fr] S s A 74
B PE (PMDB) HOHEE BRI, DL XML A% 0K B K 32 31 0% kR Ss 25% 1
IS BAA o

HR: RS PAT IS . A RIS PR S S, T2
(ZF15/) -

F12 % HRBRIR ARG b 85



A ] FEBR AR e 55 i e

FE UNIX THEHL_EHEBRIR AR b

1.

UAF PR A A BT O E N E . BT L N R
a. ffH sum A3 root /7

b. RN AN Bk E A ACSharedDir/lib.  ERINTE LT,
ACSharedDir +& UL T H %

/opt/CA/AccessControlShared
c. SHEBIEMIEAR,
YOAIE FAIBCE B E 2T IR . XL R W B AT accommon.ini SCF
[¥] [ReportAgent] #5747 :

ERE: AT LUEH CA Access Control % & FH 8k selang iy 2 56 iiF fic
BRENE. HE, FdfEr, @UUEERL SR AT selang
2R O B . selang #i4>, ST DLZE b R rp B
O B YR, 1 T 1R I B R 5l CA Access Control .

reportagent_enabled
8 R AEA T SEHL R R (1),
BIAE: 0

HEPH ! DAL E WA R EN 1, A Rk
Hae . WERMECE B E N 0, R ARBEAN ok HEE 1
Kl PR ORI B0y I S5 2o B, R EC 1 B IR
0, EAHARAT LI Mg AR AR

schedule
JE SR AR I EH I R B 03 RS S PR I TR HE AE
] DU DL R R UHR 1B time@day(, day2]]...]
ERIAME: 00:00@Sun,Mon,Tue,Wed,Thu,Fri,Sat

e “19:22@Sun,Mon” K AEREA BL I H FELIH—Me b 7:22 A
ik

send_queue

S SR AR AR 5 P PR A 211K 2 A i 55 s B IR B
BAAI A4 FK o

ERIME: queue/snapshots
EEPI ! ) T R R P B AE
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DA AR 75 AR 55

3. BOAF FAECE S ST IEM . AL E WA AT accommon.ini LAY

[communication] #E4) :

WE: Bal LU CA Access Control i 255 PR 1 selang iy 2 56 F it
BREME. HE, FEdRES, @SR ERE P selang
iAok o O B (. selang #iv4>, 8] DLZE I R rp sE
PR BCE, MG 5 1L I F T A 8l CA Access Control.
Distribution_Server
& X3 55 #% URLe
R TCP WA ER AN 124 7222, SSL TR ER NI 11 4 7243,
TSN B 0E 73 RS54 URL & 15 I RS AR 1 1E A 1) 3
—%"O
BHIAE: L
A ssl://172.24.176.145:7243 I URL KR A5 A C 2R i 5 A 4 1)
SSL M LA 1P Hihik 172.24.176.145 535 11 7243 F 50 KRS 4%
BEAT 1 o
4. W seos.ini LA [daemons] i 53 R AR AR BL R AT
ReportAgent = yes, ACSharedDir/lbin/report agent.sh start

WA, AR S AR S & 3R CA Access Control JH Bl H 3))
AT

ER: BN, ACSharedDir H AT
/opt/CA/AccessControlShared.

5. {%1F CA Access Control:

secons -s

CA Access Control FIHR & ACHLE 52 11 o
6. WYRLLFH:

ACSharedDir/bin

A
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A ] FEBR AR e 55 i e

7. AEHLL T a4 DA R e AT i AU

./ReportAgent -debug 0 -task 0 -now

ReportAgent
BATHR A ACEE.

-debug 0
i€ LA B s AT s B RS & b St o
ER: WA TSRS SR, WA GE LU R s 1T i)
AL

-task 0

T E WSS TS EES = CA Access Control i 2 LA S AT A< b
PMDB [#){5 SR IX Lef5 B IE R RS a5 . IXEEfE B T4
Ji¥%. CA Access Control #¢75 o

-now
i € L RlE AT A
8. IRk A AR A A -
AR O E A R
n AR AR IRIRIRTE S H T b B AL RS R R S 2
b dgE T IEI AR
9. Jri&)) CA Access Control:

seload

CA Access Control FIFR &AL E 5 .
ol REARERH
DL R 5 ACH i H 2o 1A A A S R S 24

FIEBRF . o queue/snapshots
WSS
/work/opt/CA/AccessControlShared/data/db2xml/ACDB. xml

THAEIEAT “queue/snapshots” KikiRer. ..
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DR FEBR AR R 55 i

7E Windows THEHL_EHERRHR & A QR e
7E Windows &%k

A AC R T b AN CA Access Control Bid 22 FlAT (] 55 i A 754
B % (PMDB) FOHEE BRI, IFRL XML % 2R IR R 328 2140 A IR S 2 b

INEEE=H T
ER: REABEIERAT MRS . A RIS B, 125
(Z5157)

7E Windows TIEHL_EHERRHR S AT Mk
1. BOUF FAIRCE B R IR, XL E W AL T UL AR
HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\ReportAgent

R AT U# ] CA Access Control Ui 5. & B BY, selang iy 2 36 i It
BERCEM. H2E, 7ttt i.i)("?%?@ﬁﬁ%iﬁqjﬁiﬂ% selang
AR O B (. selang #iv4>, %] DLZE I R P BE
O E R, TG 5 IR IFH8 15 3)) CA Access Control.

reportagent_enabled
& AT SEHL R R (1),
BIAE: 0

HEPH ! DAL E WA MR EN 1, A Rk
Haliafr. WEARMECE B E N 0, A ARBEIA SR HEE 1)
Kl PETR BRI By I S5 2o AR, R HC ¥5 1 B FRE A
0, Ry AR AR M e iRk i AR

schedule
JE S AR IEH I T R B 03 RS S PR I TR)HE AE
] LU DL R R UHR 1B time@day(, day2]]...]
ERAME: 00:00@Sun,Mon,Tue,Wed,Thu,Fri,Sat
Bl “19:22@Sun,Mon” R 7EREAN A 1 HALE I — W E 7:22 ARk

Rt

send_queue
T SCAR T AR A H5 4l P2 DR S A3 S 1 20 R 95 i L A B
BAZ A2 FK

ERIME: queue/snapshots
EEPI ! ) T R R P B AE
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D] FE B AR T Al 55 i

RAIE N AN E W E LT M. N E A AT LU MR

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Common\commu
nication

Distribution_Server
& 53 RS 2% URL.
FER: TCP MR ER S 114 7222, SSL 3R IER A 111k 7243,
TN 2 B0E 7y R RSS2 URL S& 15 Ml iR Fe 2 1 IEmf i m
%o
BAE: &
A ssl://172.24.176.145:7243 I URL EFHR 5 A C B i 5 A 4 1T
SSL WY LA 1P Hbdik 172.24.176.145 {55 11 7243 500 KRS 2%
BEAT I TH

IG4F CA Access Control R 5 ACHE RS B 2B 8.

EE: B reportagent_enabled it & % B W E N 1, 4 HEK CA

Access Control, #EACEEARSSHC &N BB H 8,

IR E 1, PR 51511 CA Access Control:

secons -S

CA Access Control $#445 11, Hp Ao #fHR & AR IR %5
i BA B i & LU AR e 47 i i AU
reportagent -debug 0 -task 0 -now
reportagent
IEATHRAAREE
-debug 0
frog LR BB s A i QB R e i 5 B Bt
@% AR B TR ACEEAR S, WA RE LR AR e 473 A
B,
-task 0

FEE WAL AT ¢ CA Access Control s 2 LA S AT-fa] A Hh
PMDB H{5 B R X 25 B IE B KRS 78« IXES(E B H T4
J% CA Access Control i .

-now

e SRS TR A ACRE

90 WlEHEBRTERS



DR FEBR AR R 55 i

6. Wi A EE MR
o AEHH R TR

n B AR RIEIR T S H RO B R B R R S B
HOP € T IERR AR

7. )23l CA Access Control:

seosd -start

CA Access Control FIFR F AR AR 5545 2 51
. WRERERH
DL R 5 AR H i HH 2o 1A R A S R i S S 4

R ESHL
RIEAI . oo queue/snapshots
(A C:\Program

Files\CA\AccessControl\data\db2xml\ACDB.xml

THARBAY “queue/snapshots” K%kl . . .

PEB 2RI R B~
PL R 7R S 7E Linux BY Solaris THEHL_L 5 B AT R AR AT AR &

LD LIBRARY PATH=${LD LIBRARY PATH}:/opt/CA/AccessControlShared/lib
export LD LIBRARY PATH

LAUR 7= B2 AE AIX THROL BB AT G Y PR R AR A B A i

export LIBPATH=$LIBPATH:/opt/CA/AccessControlShared/1lib

LA 7B 2 AE HP-UX TSN E B E AN 3 Y PR AR A I A o

export SHLIB LATH=$SHLIB PATH:/opt/CA/AccessControlShared/lib

512 T HEBRIR S RS E 91



A ] FEBR AR e 55 i e

HEBR 73 B 552

P R Ss f b T B BB R A QB M sl A R R . AR
Ja, RIS Java Bean (MDB) R BEHGH B A S H (1 8cdiE, RIS

VANG P S 6L

HeBr 4 R AR 45 3% ks
1. (UNIX) @1 R pridsJ3 2l Tibco EMS & HE 1T H.:
a. WIWHERLLIFHZ:

/opt/CA/AccessControlServer/MessageQueue/tibco/ems/5.1/bin

b. 1ZITLA a4

./tibemsadmin

2. (Windows) Wi~ FTi& J5 8)) Tibco EMS & # T H.:

a. WUWELLFHX:

C:\Program Files\CA\AccessControlServer\MessageQueue\tibco\ems\5.1\bin

b. 1ZATLA N4

tibemsadmin.exe

3. LR 2 R Y A

w  WURI RIS E AR 7222 CERIASR D BT AR, 158

MELF 4

connect

w ORI KRGS SR AT 1 7243 AR AL T SSLREE i 7 AREE,

A LR 2

connect SSL://7243

4. Fu AN AR

HE: BUH 4Kk admin, BRI,
Access Control AMV & P 5%/ K AR Ss 2 I8 2

BEIRE R 2 53 R R4 L i S BA A
5. BN FIRIa2:

show queues

R ooy KM g5 ws LIRS A3
6. e A LA 25 A A 1

LIS AE 2 CA

TR T o
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DA AR 75 AR 55

HERR Boss W[

7.

8.

9.

(UNIX) Q1™ frids ¢ 8 e B AR A I AR
a. 1 sum VI3 root .

b. KA T AR R A ACSharedDir/lib.  BRINEBL R,
ACSharedDir 3 UL H 3%

/opt/CA/AccessControlShared
c. HFEREAEAE,
(UNIX) P B 22 LR H 5%
ACSharedDir/bin
FE3 R EIEAT R AR T RAT T AL —
m  (Windows) i21T7 L R4
ReportAgent -report snapshot
»  (UNIX) I21TLL R4
./ReportAgent -report snapshot

A ARBEKE CA Access Control il 2 FIATAn] A<t PMDB (1) P f ik
B4 KR5S A% L RS BAA

10. fEHRSACHIZ AT, A AE tibemsadmin SZFH R HH 8L 21 4 K

queue/snapshots [ A1

WAL NS IGANL,  BEW] JBoss W REARAEIZAT . ML ATHERR JBoss
E&ﬁ%c

JBoss Web [ FHF2 7 e 55w PR 5560 75 1 B 2K 3 [¥) Java Bean (MDB), 1X 4%
Java Bean ¥ AT LA S R S lCE G , JRE S Nb egidis iE . hoesg

P i A s 2ds
HEBR JBoss ik
1. U PTIREGAIF JBoss & 15 IE A S ) :

2.

n WHRE N HERTT S5 IBoss, i £E JBoss Ji &l I 2 5 #] Uh i
W e A ST AT R .

w  WERTECKE JBoss M MRS KA B, 15 7E JBoss i B A8 H H &S
PHo tail v AW ARt . O R AN S AR TR R

FIFUL R S B B R E iR, Horp JBossinstallDir 42 15 20 2%
JBoss 1 H 3k

JBossinstallDir/server/default/log/boot.log
SCAESIH T IBoss BRI A BT A A% I BT (1) 20 3%
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A ] FEBR AR e 55 i e

HEBRIR 5 1 P i

B 1UFE JAVA_HOME 78 5215 CL i B 2 IEA A7 & .

FER: W JAVA_HOME 38 CL W E 2 EMIIALE, {H JBoss ¥ A fift
MriZAZ i, 15K JAVA_HOME A% 3 5 B SEAR G4 &, fildn: JDK %
LA T 1Y bin H 3.

FIFLUR SO FF A R A 75 R«
JBosslinstallDir/server/default/log/server.log

WSCAEFIH T JBoss £F JBoss Web W FHFE 7 Al 55 28 P55 A A T 1 ¢
E

HER: BUAE) IBoss I, ‘B AE BN BT server.log 3L
i€ JBoss i 15 HA IR 55 A8 Y Akg i 0 AN 5%
CRrage) 2R INP S -5 oAb IR S AR, 35 1 BirideoRe INP 3 1
1099 5 4 Ho A 11«
a. FESCAGuAH AR P AT IFLL R 30
JBosslinstallDir/server/default/conf/jboss-service.xml
b. FELLH &R A i 15

<!-- bootstrap INP fRZIiWG . CRULEREN -1 Af{EAMER INP WA
Wris FISL FigfT NamingService. ->
<attribute name="Port">1099</attribute>

c. DRAFIFRMISCAE.
CRrade) 2R RMI B 15 AR IR S5 ARPR S, 1540 B Fridis RMI i 11
1098 5 L5 oAy HoAth g 11 -
a. TESCARZR AR T IT LU 30
JBosslinstallDir/server/default/conf/jboss-service.xml
b, ELUR 7 b B g 5

<!-- RMI &g, 0 == EX -->
<!-- EM:AH="RmiPort">1098</attribute -->
<attribute name="RmiPort">1098</attribute>

c. DRAFIFICHISCAT

TR T, 10T LAY ) 43 A R 55 2 A A0 T B8 12 v ) i e 20040
DUA N B AR, sRE AR IR A A e Xk . AT IR, &
2> | CA Business Intelligence.
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DA AR 75 AR 55

HERRR A 171 b

1.

i S A T IEAAIT URL K5 R k45 FL1fT (BusinessObjects
InfoView). IEAfH URL 4 :

http://host:port/businessobjects/enterprise115/desktoplaunch
(Windows) fiffi & AE AT T 1E A ISR B 10K U7 ] InfoView

FLYj i) InfoView, THMKIKPEH " “FEJF”. “Business Objects XI
Release 2”. “BusinessObjects Enterprise”. “BusinessObjects Enterprise
Java InfoView”,

o BAELL R RS R E R B

m Apache Tomcat

PR ERSSE

w ERRS

m  Crystal Reports =il 2% 77 I 55 2%

m  Crystal Reports 1E MV k55 %%

»  Crystal Reports T [l k55 2%

m Desktop Intelligence 1 2% 17 AR 55 2%
m  Desktop Intelligence /AR 45 2%

m Desktop Intelligence i % Ik 55 2%

n  HARE RS 4

n CRfRIRSS A

I A G ER RS

w  (HPIRAEN RS A

w T SR R I S5 A

. FRPENIRSS S

w AR DR RS A

= Web Intelligence 1EMV k45 %%

= Web Intelligence i & R 55 2%

Wik CA Access Control Universe [1i%4%

HER: W1 CA Access Control Universe 7K it 7R 7F BusinessObjects
Designer 1, R & HHE G AT BEARME A7 AT HF B S Hidls
WRFEAME R, S0 (LERT)
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D] FE B AR T Al 55 i

A& CA Access Control Universe 3£

CA Access Control Universe J& 1 CA $&41L#, HI-T-fai4b A CA Access
Control % Il 45 H e &t 1 14 75 B

YER: % CA Access Control Universe TR E B, 55 (7AW & P15
) .

W22t CA Access Control i 25 Ji5 H A JCH 5 MR 4534 2 (1) 1) it
AR 4 75 R S R

W CA Access Control Universe £

1.

WIRIEBE“TFUR” . “FEF”. “Business Objects X| Release 2” .
“BusinessObjects Enterprise”. “Designer”.

B o G A B E RHEHE, 148 0] M & 5% BusinessObjects

Designer,

AN, ARJE e

LERTFNE VST 7 a7 MRS i Up eI

HERR BN B IR, AR O

FEITIT 251 Designer xiilio AriiA HoRs 8o L™ 44 MU 44 7R

IR B “S N, W25 CA Access Control Universe [
H ok, 1EFE“CA Access Control Universe”, X5 i “Bfie” .

CA Access Control Universe Bl TS N, JF4E 2471 Designer & 14T
J:Fc

ER: CA Access Control Universe 171 F CA Universe\CA Access
Control N455E A ERIA Universe XU AR H &P o

Wk B T B, R
B o) B X EHE .,
Ve FEEMR [ Access_Controll ¥4, 4R B MR .

WA — 4, MERIEAENRN .. WURIERRMN, s
— AR

RIS R, TR AR B L I

w  EdE FE A R 4% $ - Oracle\Oracle 10\Oracle Client
KR - Ry

m  #FK - Access_Controll

n M4 - Oracle_adminUserName
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A R S5 A R P AN BT U i)

m %04 - Oracle_adminUserPass
» /&% - Oracle_TNS_Name
M 5 S A DR 6 LA .

5 2528 TR B AT U5 1)

AEAR -

(S2IAAE CA Business Intelligence B CA Access Control 1V H# 1 & F ik

I, BRI BL M EREE
A AR 2 E MR T

B TT R
SEHREER ML, T PAT BL R A

1.

6.

FTIF JBoss Hidi Cfs JBoss HAGE LA T-LL N Hagrr, Hrp
JBossInstallDir &1 2225 JBoss ) H =%

JBosslinstallDir/server/default/log/server.log

WSCAEFIH T JBoss £F JBoss Web W FHFE 7 Al 55 28 P35 A A T 1 15
1E.

HR: BEHRJE) JBoss I, BARSS AN —ANBN 1) server.log SUA
E H S SO R B R s A

0 MR I X 2 KNS T4
ALK B FR A0 5 H & SO A FR 58 AR

FITF hosts 3. BRINIEOLT, hosts SCAAL T-LL R H e

= (UNIX) /etc/hosts

m  (Windows) C:\WINDOWS\system32\drivers\etc

FEZSCAEB AT, BN P HUIERTX ) KNS N4, R
ERY N

TN IEAP TR 3 TP Tl sk IS4
TRATFF RIS

7~l: hosts 344
LR B BGE hosts U174«

127.0.0.1 localhost
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1 ] MS SQU ¥ [ I TEiAE CA Business Intelligence FH &8 4R 15

5 F MS SQL (3E FER JC¥E7E CA Business Intelligence 8T
B
RER :

TEFRAEFH MS saL Hofs ZEAE v B dls 2N, GVAAE CA Business
Intelligence HEFRE . LR AFMRE N, WEILLFMEREE:

HERRIN

AYIE
DL LR AT 35 Bh %5 HERR CA Business Intelligence £7-E 1) i) -
1. @1 N PTIREIF BusinessObjects M A5 :

a. fIJFLLF URL:

http://hostname:8080/businessobjects/enterprisell5/adminlaunch/launch
pad.html

hostname
S SR T P A4 K
K 7 o AR BRI 65 6 SR DT
b. AN AFIEN, RIGREOFR.
R s b R BRI

c. MR RSSER" “hostname”
“Web_IntelligenceReportServer”. “ff&hpiE” .

#4271~ BusinessObjects A5 .

d. i BusinessObjects {45 4 11.5.8.1061 B¢ 5 il A, i
11.5.10.1263 B E A

2. U ATIREIE CA Business Intelligence A
a. eI EFTFFLUR S0/

m  (Windows) C:\Program
Files\CA\SC\CommonReporting\version.txt

= (UNIX) /opt/CA/SC/CommonReporting/version.txt
b. I&1E CA Business Intelligence AN /& 75 4 2.1.13,
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1 | Oracle %4k FEI JGI%L4F CA Business Intelligence HH & & i 5

3. QR Pk g HE A SRR A A

a. Rk I “FEFP”. “Microsoft SQL Server 2005”7 “SQL
Server Management Studio” .

¥ 57K sQL Server 2005 5% BT H] .

b. HENEALEN CA Access Control AV HE Y4 2 st B B 2 1)
RDBMS & BELH] 2 (I 2 44 Fl 4

c. kR,
15648 5% 3 SQL Server Management Studio. W1 L8 TE 5 5%,
D58 Y A 2 P AN DA
4. WIFPriREAIF import_biar_config.xml U215 HAT IE A IKI{H :

a. FIIFESHTAERE 117 B &S s e )
import_biar_config.xml 4} .

b. FuF N AE MRS S P B 3 iR i A R
m  <username> S BH A A4 AR T
m  <password> 5K MG A
» <datasource> 55 HHi A IH R 4 FRAH R .
m  <server> LR R GT ARV EALA) AZFRAA A o

{i FH Oracle & FEHTCEEALE CA Business Intelligence 2

B

AEAR «

FEFALH] Oracle R AF D R HHE I, JoiLAE CA Business
Intelligence AR o FEAEFMA N, BBILUMHFRIE R

SEEP SN
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1% F Oracle %t#iE FEWT JCIEAE CA Business Intelligence W 2 &R 1

RIS+
DR Rk R o] 35 Bh 4 HE B CA Business Intelligence £7-7F [¥] 7]
1. W FPTIRLGAIE BusinessObjects [FIFRA S :

a. THFLLF URL:

http://hostname:8080/businessobjects/enterprisell5/adminlaunch/launch
pad.html

hostname
€ XA 1) ENLI AR
K 7 T AR BRI 65 6 SR DU
b. HIAJU AT, AR5 E R
Ha SR A BRI G

c. MK RS “hostname”
“Web_IntelligenceReportServer”. “FEwpniE” .

#5718 BusinessObjects HIFRAS S .

d. i3 BusinessObjects f{JfAS 5 24 11.5.8.1061 BV B ihie A, B3
11.5.10.1263 5 = iR A

2. W N PTREIE CA Business Intelligence KA 5 :

a. AERIET1)T _EATIFRL R SO

s (Windows) C:\Program
Files\CA\SC\CommonReporting\version.txt

s (UNIX) /opt/CA/SC/CommonReporting/version.txt
b. I1F CA Business Intelligence A& 754 2.1.13.

3. WAEEA IR e X T Oracle R liAr &, Hor
Oracle_home &1 235 Oracle ) H 3% :

m ORACLE_HOME #§n] Oracle_home H %
m  PATH % Oracle_home/bin H %
m TNS_ADMIN #511] Oracle_home/network/admin H %

4. R PrRKGAE & ERf e LT TNS -
a. TP AHRFTE .
b. BT M

tnsping TNSname
TNSname

5E SUTNS R4 FR
WRIER R R R, R EME L TNS,
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TCVAE CA Access Control MV Bl th Y B3R 1

5. Wi PTRSIE R AT T IR 1 S U 1) Kol
a. FIIFa 2R e .
b. BTl g4
sqlplus user/password@TNSname

user

5E XA AEHg CA Access Control 4V BE v 4 Bk A 1 B ) 7
) RDBMS & BELIT] ' I 44 K o

a2
& SCH P .
WIS TER S S B sQL fir AT, R BIEE R4 AN I
6. LI FFTIREIF import_biar_config.xml SCAF &7 B AT IE R AR «

a. FTHEH TS TP EEE et Eds
import_biar_config.xml 3/ .

b. Huk Ny JEVERE ST S 5 R e B A A
= <username> 5 user [
m <password> 5 password [
m <datasource> 5 TNSname FH 7]

7. (UNIX) LA AE 22355 CA Business Intelligence I35 5E [ H J1 5 4 7 45 15
4 FILIR 5 gt 4.

Z P EAE CA Business Intelligence %2235 [n] S [ “CMS B 76 ¥ B
GUPFRE M. PP BRI P& A X 4E4S Oracle_home H 3% H
A BIRIBAT Vs Il AR

JCIEAE CA Access Control NV H hEFIRE

AR«

(S2ARAE CA Access Control MV B A Ay AR5 I, B A W o i B
Business Objects & 0 TEHERT “Bafatikds” KR,
fRRTTR:
TR Y 2 (EAEBH IR BHE TP ) cookieo MR v UL n) @, 1 1] 5445
P2 ) cookie WEE LA SRR H 4R 2 7] 7 ) cookies

HR: RO T RN WL 1 cookie FITEANME R 2 BoR
BRIl B FA TR o B b o

12 T BRI RS RE 101






\

fYsR A: BRI 4E T AR

it 1 R e e
L4 56 IF CA Access Control J&15 UL IE A 202 (p. 103)

QT HEBR B 5 0] A) @ (p. 104)

Ui HE BRI 5] (p. 104)

AT HEER TR BE ] 7L (p. 105)

12T R ER (p. 106)
£E CA Access Control Web Al 8- 211 IS AT EREE (p. 107)

B 49m ] CA Access Control #4ki /425 (p. 108)

7 CA Access Control #4ki E (p. 109)

B 2 CA Access Control AXFE WK% H1 5 (p. 110)

fic B Y JE A B TCP i 1 (p. 110)
Feftes cA SCRFIIME L (p. 111)

AT EGF CA Access Control 275 O IE 223k

£ Windows B3

TR N AE 22205 CA Access Control J& 37 BV EGAIE & 75 L IEAfI 20 3% . LU R FEr]
F W EGIE CA Access Control & 15 UL IEMff 222

R STl 22 CA Access Control, T H] DL B DL R 56 24

— AN A N2 Windows VEM R :
HKEY LOCAL MACHINE\Software\ComputerAssociates\AccessControl

21 CA Access Control 1IEAEIZfT T, CA Access Control 25 4H FIl 125 4H 5%
{47, el CA Access Control S /87 BE 5% 487 selang fiv 4k
X tes i, HE, BATFEER CA Access Control ¥ 357 B 5%,
selang i & R HUX L6 2 PRI -

HOHT A S EALR, F A 38 3 JLIUHTY CA Access Control JIli%5 .
IXYE AR SRR IR 2 22 501 ) Watchdog 51EERIRCEE . MRPEIELE %
SRR R E I, Al Re ARG (WMTESHRIR) - JTfi CA
Access Control At 55 1) s 7~ Z Fr 2 LL“CA Access Control” Jf-3k.  #& LA
87 H Windows Il 5% 85 BRARAS A7 22 T WREE RS, JFIIRIXLe /R ds /&
AEIBAT o

Bfs A: WBEERERAZES LR 103



ey R R D 7 1] i

WA HE R SR IR i) ()

U7 ) BLPBR AN TE A 2 T EetJ 1 in) in) @1 e WJE R o 805 ) ) )
—NIRBE, SRR ER A VT AR A none, 1H root H AT AT 1f
W) 52 PRI BT IR .  DAT Gk AR m A B A HE R B Us U IR) r) 8

1 CRESE ORGP BEU I o A AR X SO 4 P A% «

chres CLASS ResourceName audit(all)

g e AZ AR AT 5O e o A R A A% A ) B
2. 247U (p. 106) - FELI) 8

3. EHEMESCIEAE L LS R I T 20 . Sl e
HH IR AR SRR A R 0 ) i) AL S AT

HER: SPECIALPGM X R ILMEA S S iz ki, {HIX LBkt 2 H /e
PRI

ER: EAHEE), 1 http://ca.com/worldwide 5 EIARSCFFIR R .

T HR R 2 )

VFZ K 34558 CA Access Control TS NLZ IR FIERE . a4 ) S FE
TCIFIERERIICFE CA Access Control THHE AL, B &R FEvH AL
o DURIERE nJ 35 Bh A8 TR 59 28 2 1) AL D IR
VER: B, 15 http://ca.com/worldwide 5 H AR T FFEE R .
1. K& CA Access Control THHE AL A HUT X LA P 28 1 5 4L«

n INEEH

n NETTE

= TCP A1 UDP ¥ [

2. #7 TCP. CONNECT. HOSTNET E{ HOST & i 1 Bl 3t 57 5 1) 40
e

3. T E AT AR ) R O 1
4. IZATHEE (p. 106) JFAERRER AT A A LU R 45
m  CA Access Control [Kl TCP K JUJ sl Aty 00 D0 iy BHL 1l (1) 3% 4
w  FALEIERE SR S S5 A A, (H P (B RV BRSE

5. Y% CA Access Control ¥ #% H & /& & A 15 n) in) @t 11 D (FE44)
ia%o
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DA HE B fE i)

6. ARl JCh it R L A L 1

7. BE BB RGN H S SO A t T3 OISR e i3 20U
R

FEZE)-Y

B2 CA Access Control A2 THI1 %5 - %5 (p. 110)

J B
AT HEBR A B 1) B
PR ik #2 m] 35 B DR 504 BE n) @ 1) JEL A o
WER: EHREED, il http://ca.com/worldwide 5 AR L HEER .
1. s PERE IR @ R AR E] . PERE TR BRI 7 R AR
s BAERGRBIN?
s CA Access Control & 3l ?

= CA Access Control IZ47—BtIN 1] J5 2
m  CA Access Control Bi#fE RSt Ia1THE & HEFERT ?
m  (UNIX) 12X CA Access Control PN AZ3 st 2
m 12X CA Access Control J& & JBEFE B AR 25 1 2
2. WRIEHHTE CA Access Control ‘T2 T PERER @, 1A LLT ) &
w  PERE T BRI LEHERR AL R Bt i i 2 2

m  CA Access Control JEFE & 75 75 FEAN A i Jo 3 o AR Al [R)— bR
ID?

w VSO B AR AT AT B = T R IR B R ?
w RN R AT R G ALY R ?
3. K7 CA Access Control ¥ /% :
a. 151k CA Access Control.
b. KA
dbmgr -util -all
. H G2 ] (p. 108).
d. EEHEE (p. 109).
e. HHT)H3)) CA Access Control, JFFRIEE & )y SRAFAE 1% n) B

Bfsk A: HBEHEERAES LA 105
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N,

IBATERIEF

Z

(Windows) 2% FH R B 2 £ 4

{%% 1k CA Access Control.

H4 UseFsiDrv {0 P(E S A 0. UseFsiDrv yE MR I T~ LA
MR
HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\AccessControl\AccessCo
ntrol

81 A 3l CA Access Control, FfH 2 & A A/ SRA7AE 1% In) 8

AT IR (p. 106)JF FFIL IR . AEBRER SO & LR A2

RTINS A, Bl JURPN R AEZ RS )

O IR

DA AT —1H:

- ACEEH=-1

- U=fifl

Eﬁ:ﬁﬁﬂﬁé?ﬁ 5E CA Access Control JoVZ T I /- 44 5k % s 43 1

R UNIX THEL_E CA Access Control TERERITEHE H., i
(/17 UNIX [ x5 B PR ) o

AT ER B V] F O HERR ) [ . CA Access Control 23 ¥ PR IR S B AL T
AClnstallDir/log H %71 ¥] seos.trace S 14

BATERER

1o MEREZSCPE PR DT E oK -
secons -tc

2. JRBhERER:
secons -t+

3. DL

s
=]

4. ¥

1EERIER:

secons -t-
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