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n  ZHAT S DMS | DEPLOYMENT. GDEPLOYMENT. POLICY.
GPOLICY. HNODE A1 GHNODE ({1 S EORE S 43 P 21 14D 2R
(EELIY QS

R A ABRA T BRI 25 5, 1ES W (G4 7 UNIX 1
i i EPEERY R (ZH T Windows H7% #5 EPETE R o
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A ARAF R AR, T LUK AR T — A B AN AR SRS 1) S 52
HAETATCRFA R E G, A TATHE . R, ARk
ZAMRATPERME A AL TR FARAS , WITCTLHs o PR A S U P

R G BB ARSI 5 SR A7 R AR

28 SRR BN, CA Access Control 2R BF 70 S B 5 0 2 W, 1% 5 0%
AR . WIS CA Access Control 755 IS 5535 A R ILES %, A
e E AT RIS JEIAS . IX B OR SRS B A S R IR, IRk ]

DLER B i _E AR R . BRI DL T 25 FH SR 500E

U RAN IR 5K %%ﬁﬁ“%% R LR %, RS Ay & R BEATI AR I
AT MTANE HoAt iy 2 R R

Hi%%lﬂfﬂh% CA Access Control £l i 4>, Bl AC I35 1 1) selang
e REGISUEAR A AN FCE RIS BIRIIA T P )ar 4. a3
TR IR 7 AC RS FILA AT v 2, SRR IR 2 AC FABEH 1)

A
fir o

SRS 6 UE e Ao A IR B A




QAR 6] SR S 28 S

SRS HRE ) AR R 2

SRS B AEAF A SR W] AAERAT B IR AT D0 B E858 AR5 AR SL S b i
o 8 Lo

HERE: BRI TR T B

PAUR SRR U0 B 1 SR S0E 1) A S 2

1. FFHRESREE o He 2 M LEL AL .

2. fERRENum A b, CA Access Control ANV B ARG TIF 12 S
3. IR ENZ —

s WIRRBE A SR, CA Access Control /L B Kt 5 s 328 2|
it 11 o

S s 4 BUBT SRRSO Sl 711 DMS o

USRS AL S 4%, CA Access Control AV PR A S8 TS
8 2| g Ao

i s 23 SR SRR A A 771 DMS. - DMS 20 5 B AT A
F R PR SRS AT L ) A 8 AT 55 R IR 285 BE iy M

FE: BT LLd ] CA Access Control AP i of [y« 25 4% I
RERKEE BRI A,

JE FH SR B

SRS 0 U ify O S s ] AAES AT R IO NG D0 B AR, AR5 R L SE P il
o b

B KBS IR, 5%+ policyfetcher i#43H policy _verification it & i {H
WH 1.

SRS IGAERE RN E
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T 1) S RS 22 SR

BRIl SRS A

7t DMS OV FAEAE R SIS A 2 B3 — M RA S . S —
ARG RIS I, EOR B BIARAS 5017 Bl S350 — IR A7 il s
myPolicy I}, CA Access Control {MV 4 2 K615 44 4 myPolicy 1]
GPOLICY %1%, LS4k myPolicy#01 [f] POLICY ¥ % . FHREEAEAE DMS
b CAFLEI SRS IR, X IR B T AT A A DL — 2k a1, LG
PSR RA . Bl 355 —+ )\ IRAE4# myPolicy [H)—ANKAI, CA
Access Control V& B K% 44 A myPolicy#28 ] POLICY X4t

R RO U B T 48 CA Access Control ANV PR G I fif o
WEARAS . BB FEANE H T UNAB 5 36 AL B TS
BB R SRS AR A
1. (Al AdH selang 5528 i 2 B 0 1 A ST
1o MG ) Zelt A B B A A b g b PR SR IS D T R A 2

HEPHI! KIS EEASGF AN I . AR RS
WA IAEA S . BAR SR A selang 74, (HAG
BIRAE M ZER S .

2. (HEE) M selang HUH 7 fir 2 G B (R IA SO
XL JE AN A s EIDGH S CIHIBRD SR A 7 1 2

3. 1E CA Access Control MV # A, FACH“SRMEGE #17, P rp o  oRmg”
1155, SRJGAEZE M AT 55 5 . rh e SR AR o

R TR HME 55
4. PRl SR
VRIS 7 B SR SRR R B o

R WORA B AR HLAT SRS R AT, Ve i o A kg,
IR PR G DA SR

5. Hlifie.
PRIl FE S S R R
6. IHEXEHEF I LLR 7B
R
& g (GPOLICY %) k. IAAFRLE DMS | 0h 22— 1K)
bty fEbrh i osZiinE— CIEsRSIYE, (Han R O AEEA
[ A FR A A, 0K TR SR 3 B ML
Pt
CAlik) s RIS HINME S5 (A dBSeA) o TP BOd %1%
MG A, DA BT R 02 S (AT AT HoAd A L
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QAR 6] SR S 28 S

7. Bl SRS R IE IR, ARJE AT LA Uik 2 P A A A
AR

w FERY T BTN R S AR o
U R A A A A A SO, A I I
n BT selang JAIA SN2y 4«
a. FLhedIBE, HRENEESEAEN selang BIA SO
b, F AR AH S8 BT 8 (0 SO0 ) AR A A 7 B
8. (H[HE) FRAL IS ms A i .
A7 FH G 7 B AR AEAT 5 FH T I SR PR AS 10 30 8 R A 1 LA A5 R
9. (W[iE) BB EAMEIRA

SR T F5 5 1 G At PRI SRS FBOAS TT LLIEA T3 8 G SRR e Jl s 5 A
AR, VI E I I,

R WCRARE SRR, BnT MESREE A, T JE 75 el 15K
WhRAS o ANI, AN BEESE AR 20 B A 1) SR R AS

10. FRAHEISHAF R R IR IR, ARG Hali AN .
R SR RN AHE
11, SEHEAT AT N GG TR A RS TN 20122 SHEMK PR SRS, AR PRt b 7

RTINS TIHERS O P, 3 SRS R 25 T 2 P €0 5t SRS £k 61 471
E L

12' E‘fﬁzuﬁ%in .

ReRASZAESS, WERERAT T, SRR s — 4 S, feulc g
BRI IRAS o R AN ] O R B RIS 25 UNAB 8 S ORI A 5
1% o

ER: W LU policydeploy SR PRIMATIZAT S5 FK
policydeploy S IR F ML LR L, HSM (ZH575/) -

FEZEIE

B I UNAB &AL (p. 246)
e 'E UNAB EHLEEHLAL (p. 247)

82 VA R



DA 6 SRS 28 S

Bl e X3 KA
ST G R 2 AR R 5T LAV 20 0 b LRI 12

.

AN e 2 & 1SR

1. i XA E selang & iy & Q@ A S/ . fFH LT selang iy
L 58 SUREAN S 1

editres ACVAR ("variable name") value('variable value")
2. (IR KAl AR R selang iy 28 I 2 A SCAE

HER: EBWIUE ORI RS, AR5 A REAE TR 1) e S
M5 Hixeeds 5, LI 5I HAR &= "<lvariable>"

3. 7£ DMS LAEfESFens .
A~ IR e AR SRS

EZnBI, YIS E LT %4 jboss_home H.F.A /opt/jboss {8 AX
B, I HAIEENSRPEZEH P Mark U7 i0) Jopt H s F (A% (1% H
SKAEIE T JBoss Vi) .

editres ACVAR ("jboss home") value("/opt/jboss")
authorize FILE /opt/* uid(Mark) access(all) via(pgm("<!jboss home>/jboss"))

3y s G PR SRS NS, 25 B DL A

authorize FILE /opt/* uid(Mark) access(all) via(pgm(/opt/jboss/jboss))
Al BlE S XA AR EAE A SR

T AN E LT 444 jboss_home H E A C:\JBoss {H [lAE &, ¥
C:\Program Files\JBoss {H s Il £ jpboss_home AZ &1, FEAIEY i) F ).

editres ACVAR ("jboss home") value("C:\JBoss")
editres ACVAR ("jboss home") value+("C:\Program Files\JBoss")
editres FILE ("<!jboss home>\bin") defacc(none) audit(a)

0 1 G LRI, X B LL R R

editres FILE ("C:\JBoss\bin") defacc(none) audit(a)
editres FILE ("C:\Program Files\JBoss\bin") defacc(none) audit(a)
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QAR 6] SR S 28 S

Bl AR A R A SR 3 21 Windows AT UNIX 3 /5

NIRRT T B8R JBoss FERE MR RS LI AR B A, (EIE)
AT A FR A [ Y) JBoss SR M 3% 21 Windows F1 UNIX % il %7
5E ST A jboss_home ABHE, X UUAR G E UREMRAE RGN JBoss e
(A%
1. & XM jboss_home i, XA E LM EAE RGN IBoss %
S g L
ESTOA
n  QIEE X Windows F[¥] JBoss 27 B 11 Sl , IR % A ms &
F) Windows ¥ 1 :
editres ACVAR ("jboss home") value("C:\JBoss")

n  GIEE L UNIX _EF) IBoss A B IR T ms,  Fl 2 om0 25 21
UNIX ¥ 15

editres ACVAR ("jboss home") value("/opt/jboss")

2. QI jboss_home X =R Y JBoss 27 R4 E I TR, FFoRE 2 T
38 3 Windows 1 UNIX i f4 :

editres FILE "<!jboss home>" defacc(none) audit(all)

m % Windows i x5 4 SR ,  Sx B LA R
editres FILE "C:\JBoss" defacc(none) audit(all)

w9 UNIX S G SR I, 2 B LR R

editres FILE "/opt/jboss" defacc(none) audit(all)

A5 RIGRE AR

— HUMS A7 AL DMS b, S8t n] AR R B A, I A SR
FRASEUTH H 2 AR o
HE L R SRBRHIA

1. 7E CA Access Control VA HL o, FRTH SIS B, F Ao o
TIETR, ARG LEZC M HAT 45 28 B b i T SR AR o

¥ TR SR TS
2. HEEE I
SN Sl 7R SRS s SR A 2R B e o
3. AR, RERGER.
¥ s 5 e S8 2R BT IC 19 SEns 41 36
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FAKNE

4. EFEAHNIGNS, R)E AR

R SR A TS A T ARSI R IR L, ] DR
RSk, BRI AR foT RRCAS 10 535 AT #82 J
AL B BT RIS RS ZR . I SRR A SR, ARAT
FRAZ S 1) 1 AN B S 1Y) — ML R

5. iR I S SR R IR .

R AR SR FRAS SR, RS FRAS B AT S8 R T2 AR 110
.

6. IHHATLL FRIEL —:
w PR A B
R S AT BB A (R 3 B
w PO PR AR R
R S A OO B AR (1 3L B

HEE: BT LM policydeploy SRR P RPAT IS . H K
policydeploy SR P ZF R, WEZM (=F/54) -

KM, CA Access Control MV B MASHE CA Access Control (4
FEES PMDB 3 i selang FUIUJ, Jf-7E DMS b G 2 A7 i € 2 K00 1) o6

W o I SRVFIECKE ORI — A Sy e (PR DU e 488 kg mo] AR AP 22 0 5 T 5
W&, I HA B PMDB T 3 i 2 5k i & 7,

TR b U 35 2K PMDB 462007 T %3¢ T CA Access
Control r12.0 B S A L o LA HHLK) CA Access Control hitA
KNG, U E ST A
AT L
1. {E CA Access Control fMVE BE th, AT F #RAF:

a. Pl R

b, F S TR

c.  FEZEMIIIAE S5 R TT SRS A o

VIR “ W P N AT 45 23 s AE i - 25 511

2. Bl A

SN Sl R ML s T
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QAR 6] SR S 28 S

C BN AL SR A EE NI G UK PMDB B ALK AL K,

SRR ke

HE: UL PMDBname@host % \$5 & PMDB 4 #%, il
master_pmdb@example

M T NRLFR” ) GRSk s AR HO LSS BO

L HGLUONTBL RERa R

Z

E SCRIS A FR . LA FRAE DMS _EAAZUR ME—/) ComarE)
FEARMY L Z5E— CAESRAIPE, (EL0 R CAFAEA [R) 44 PR (R S
OB TE R g A 2 AL

YiH
CRI3E) 5 SCHmE L35 Wi ] CH BSeAD o ALy Bad iz
MG, LA B TR U0AZ SR AT A HeA £ L
SRR

FRE BT N P, DR S AE SRS o WRAE“IE E A1 R
P RAREARMTIE, H5T HPTAT IIF S e

FHERER

i€ DL MO TR e 2R iR e 2RI 28 an R
ANEPEZIETN, CA Access Control {5 HIEFE“1k e 41387 41 g
JEMIZE

o 30T TR AR B B

kAT AR, PRI EBA B G R A e —

EERTVINE VNS

R
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SRR YEFP

R LURS S5 2 5 I SRS RRCAS 73 BC 255 38 LB ENLA . 200 R SEms
K AZhiE, i oms i HRES .

HER: BRRANE ] T8 SR A RC B

0 BOAF A ) SRS R A

1. 7E CA Access Control P/ HL /1, FATH SRmE 1, T A o mg”
FIET, AEAMIPAESS S b REIT A leh, ARG S o e ok

FE“HMGIEFE 55 Wi BORE 75 “70 BC SR 17 45
2. SERULI T, ARJRAED S 2R

CA Access Control K HeA8 TRl& A i T 45 . RIE 2 AL (CHEE AL
VI LA BN R R PRS0 E) J5,  CA Access Control i a7 Rl k4
£ LA DEPLOYMENT fE45 LLEE TR & .

EER: BT LMEH] policydeploy SE IR RPUTIZIESS . 1K
policydeploy SLFIRE I 25 L, W2 (24751) -

R LUK B (0 SR AT LA # A

LI I E R IRORES 3 S W

w RN R S A

w RN S A

w  BIANZSRMS AR R B R AT R A R
w AR RO SRS A

1 1 CA Access Control /45 PE 5% policydeploy =2 FFE #0471 L
1@ o
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AT B AR 1 HLE WL CL A IR S0 AT B 23R 1 5
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St LB SR £ P

1. 7E CA Access Control {2V B b, FRTH“SEIE S B, P i o
FIETR, LEAMIPAESS SRR R IT Al , AR5 S “HOH 0 Bl ok

PRSI FE AT 55 B BURS S s “IRCH 73 FC SRS [7] 7 o
2. SERUEIE, ARIRAED DRSS 2 E g R

CA Access Control ¥4 H2AZ T ME oL 55 Mg M ENLIBGH e (82
I 4y B Bl 3 o 38 4 UL K R SRS B 0 e ) 5, CA Access
Control ¥ 7. Bl A% & FHLE 4 DEPLOYMENT 145 DL TR &R

FE: el LU policydeploy 52 R P R AT 1ZESs. K
policydeploy S HFEF I 245 B, WESH (=F£7/5/) -

A B BC B ENUT R 2 BB SRR hi A

B AN B 8505 2 20 i AL O & % s 1) - L
i 2T 50 0 C BB % SRS IR B R 2 BB iAo
A B4 BL ) ELT R E BB SR h 4

1. 7E CA Access Control VB /1, PATH“SRME S B, T A o mg”
FIETA, LEAMIPAES SR b I leh, ARG SR TR
W& o
TE“ M L PR AT 55 B B s “TH R 1) 5

2. SERIEIS, ARJEAE R s B S g R
CA Access Control ¥ A8 Mg FH 2T 55 . X T BN B EIAT T

iM%, CA Access Control 5 4 1% EHL % DEPLOYMENT 145 LAREAT

VR ERET N, CA Access Control M HE H i
T L L5 H AR SREmes 11 AL B WL A BE AT IR

EER: B LUEH policydeploy SEHFE P R BATZAT S AR
policydeploy SRR P I 245 5, WESH (=£/5/) -
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U R AE TR OB R BRI SRS A ) o g — A e AL, B Ay R ]
BT RE TN LRSS (R THRRCAS, - D] UK SR A T P20 o
A B ECH N RS AT RE B SR A A

1. 7E CA Access Control V& HE b, FATHSRIGE B, F 5 oemg”
FIETR, LEAMIAESS SR Il ARG s PR g0k

TE M TR AT 4 Bt 5 R e T
2. SIS, SRIGIEREE MG e

CA Access Control K $E AT Mg FE AT 55 o X T N BB AT 1
iM%, CA Access Control ¥ 4 1%Z T /LA & DEPLOYMENT 4145 LLidk4T

FE: e LU policydeploy 52 R P R AT1ZFESs. K
policydeploy S HFEF I 245 B, WESH (=F£7/5/) -

1] LA DMS _EIHIBRIZ 4R 5% (GPOLICY X 5%) ER SRS A (POLICY %}
%) o YIRS AR, CA Access Control £V B 14 I 4 55 5 & b
A SR J 1R 350 2 RN BT 3 2 A (RULESET X %) o 24| B i 4 SR M 1)
T R 5 12 5 T W AH DGR R AR A SR hAR S FLAH G JEIAS

EANBEI U 3% FRD 322 A SRS B SRS A

FELLRIEOL N, R TR B S s -
w TCVAMIER SIS (1A A SRS RS
LU R R 7S S
FENMIBR SR 2 T, A UG N RN 2% SRS PRI AR AF S AR
RIS CAE TN BT RO
b B TN IR 73 e BB B8 % 5k, AR5 A4 RERE LI ER o
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15 TCTE T B ) SR Rl A

TR A

AR UL MEER DU B, B TC 2 B S A -
RIS RRAAE AL AT (D RCs L HBE) o

b 20N TN IR 73 e s B8 12 SRS AR SR i 4 s L
% o

»  SRISHCAAE DMS _EATIRES

b 20N TN IR 73 P IR B8 12 SRS AR, SR i 4 s LN
B SR TCTRIGH 40 Fe B 788 SR RS, U6 20T g FE AN
LB MRS o

w RIS IR N CIBON R, (HARAE R
BB N B IR S A REMMI AR SRS FUAS
B RS TCEEIIRR O SR R A
PR AR R TIRM BR K s RCAS K s 81, DO Al T4E DMS B BATIR
&, HEREZEN B
LI IE PN
= RIUT

FEIXPIRIE LR, A 2050 N ML T MR SRS AT, R MR 5
WA AR o

ER: KT (HNODE) ERSEIIREH L 2L, 2 H (24574
Do ARMEREMS A RPIRS I E 2GR, WS (e ETTH) -

RIS AR ACZE EHLEE LA, AT LR iZ S0 M CA Access
Control AV PR H %

EEHH! MERTIE (GPOLICY X% ) i), CA Access Control MV 7B £
T 5% 12 SR 1) BT AT SRS RCAS (POLICY X5 ) DL Az 5B SR i A AH DTG
() RULESET X%

T B SR

1. 7E CA Access Control VB 1, PATH“SRME S B, T F i  oemg”
FIETAR, ARG AR AT 45 25 B v g T SR AR o

R R HME LSS
2. BB SR o
L IR RE Sl 7 o3k SRS - SRS 1R B
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SR A

TR SR s Rl A

3. ESHERVEH, RJE Rl R,

R s 5 5 SCIR 2R v DG FC (1 S 21 4
4. EFEEMIERKIHNS, Rk

PRI Whon— 200 R, 0 1) S 15 BRI SRS
5. iR,

B DL B -

ER: BT LMEH policydeploy SR KA TIZATSS. oK
policydeploy SE PRI 215 8, WHSM (Z=H/5/) -

Egrﬁ‘.%:
JCIA MR (IS (p. 89)

AT LU R AN 71187 21 CORAF I SRIE FRAS (POLICY X5 o 4 liHIBR Sng
FAS (POLICY X}%:) I5f, CA Access Control AP/ B £ Ik 55 1% S i
AHH IR T A 18 283 AR 18 8 AR

BRGSO IR A, IS LA A4

policydeploy -delete name#xx [-dms list]

-delete nametixx

IR T o (1) SRS Rl AR
-dms list

(Al 552 LLE 520 BE ) DMS T S AR, I S6-1 5 b o S s
WA . IR R & DMS 15 55, I policydeploy 52 FH R -1 FH 4 A
Hb CA Access Control 45 /= 1 45 %2 1) DMS 5 55141

B TR 1S 5 R4 SRR iR A

AUz 1) 5 TR ] A DS FFI R R 7 FE ) SRS RRCAS 11S5#05. 71 1%
NI, SRS AN 1ISS5#05 R/ FC4n AT EHLER EALAL, FFEAAfE{E
crDMS@cr_host.company.com DMS 5 £ .

LM 1S 5 PRI HEBE IR A, 5T I &R & 11 FFI24T policydeploy
SCH T A

policydeploy -delete IIS5#05

WS RRCAS 11S5#05 M crDMS@cr_host.company.com DMS 15 &5 I B4
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RE

AR KT

R ERR

e XA

AR AT K AH 7] 1 SR s 3518 22 1) 5L AT AN [R] 0 B AN [R) 458 2R 48 1140 g 1
o B, R4S CA Access Control FEEENEAE RG22 3547 B AN ],
AEAEAT AT DA FH AR 5K AH ] 1) SR I35 28 7E Windows FH Solaris i 5 L .

Az ACVAR RAPIIXI A, JFHAT I ZAME. sl B AR AL & R
WIRATHE—A4FK, SRS PR AT R th T ME— A4 FK. AEHI L T
i — A7 B A

m  ffiffl CA Access Control i /s B PE & Y i b AN &,
Qe AR ARG, R 12 SRS T S B 2 i 0

HEEPE ! G R a A SR T AR R . R R
A AR TR B 3T CA Access Control 208515, B3 304 To Vg B i%n
I, 1 CA Access Control tHTGVASZit iz ). #2050 e XA, KRG
A BEAE RIS A 5| e o

CA Access Control 37 7 FH F 58 X075 & 1 N B AR
e AR RS AE CA Access Control i R e AR i,

n PN EASEJE CA Access Control 7F 225 IR) G R AR & . IEANEEIB 2L
WE&%O

CA Access Control SZFFLL N H ' 52 LRI AR &

HALE
5E X CA Access Control ¥ fi 17 [ 58 7 &
fn DL CEA R ZFRA A FHE SR 5, R RN AR m AR A 20
AR T B R g R RO ) S
R WREE QA BN AR e AR EIEA, CA Access Control I 2>
B S .
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EMRERE
(Windows) R 47 8 1H 52 X CA Access Control ¥iij 15t IR
R & H Ak R M REG_SZ 51 REG_EXPAND_SZ 7 I S AL (v
Bl RARNGE X T 4400 jboss_home RITE MR AL f :
editres ACVAR ("jboss home") value("HKLM\Software\Jboss\home") type(regval)

TE TS S B Z U, Windows B A H
HKLM\Software\Jboss\home v fIf} & 1t (1) (B K AR AT 25 e (H .

BIERERE
FRIEERVE RGLIABE A1 72 X CA Access Control i i LRI '
A~ TAINGE X T 4k jboss_home [F#4E RYi A 1
editres ACVAR ( “jboss home” ) value( “JBOSS HOME” ) type(osvar)
TE FEME T BRI, o s FH JBOSS_HOME #AF RZEH 15 AL 5
FAE A AR T A2 A1
NERE

CA Access Control 1F % %% 1t R 1 [A] £F CA Access Control 4t E G2 N
B, BARE SR AR R, (RS LIE R hE HN &
e, WHEZELSAR IR T CA Access Control it i [ R G 15
o MAHMNII RSB EA TR LR, NEREF(ESM AT,

HER: 5 H CA Access Control Ul ERT, W B EANEIEAERH .
61|73 DMS B PMDB I}, CA Access Control ANl 4 & A8 H .

CA Access Control S 7L T N E AR 1
<IHOSTNAME>

FRIRAHTH AL 56 4 B E LA
<!HOSTIP>

FRUENLIP HihE (—AEZAS)
<IAC_ROOT_PATH>

FriH CA Access Control Z23E 1%
<IAC_REGISTRY_KEY>

(Windows) #51X CA Access Control Ay i 1 .
<IUSER_OS_ADMIN>

FRIRAH VRN B3 RS B 3L
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1 FH 22 B

<!DOMAINNAME>

PRRAH TS LA

<!IDNSDOMAINNAME>

FRUA HBTH ML) DNS 344 .

Ml EFH R A ERE
P A1) 6 S 19 5% T USRI«

authorize TCP 8333 uid(*) host(<!HOSTNAME>) access(WRITE)

T SRS 8 213 £ host1.example.com H.3ify s 4 BEHEHE I, & o5 Bl
D SWIUE

authorize TCP 8333 uid(*) host(hostl.example.com) access(WRITE)

AE AR RN, W 23RNy LR .

T AN BB MM I3 A L Ath AR 5 Bl SR s A FH AR

A nl LA ZAME . 180T DL AT B AR 1

A DT iIRE . B, FAELNE T 4408 ac_data HAL SN
E (1) <IAC_ROOT_PATH> A5 5t [ 745 &t ;

editres ACVAR ac_data value("<!AC ROOT PATH>\data")

2 HA CA Access Control BRIA 222511 Windows iy 5 2 B 1Z H0 )
At LU R

editres ACVAR ac data value("C:\Program Files\CA\AccessControl\data")
AT H A — MR, B, Beie AT & AT
WHRAE AR AR 5,

EAEE B AR e AR I A o W SRS A g S AR 3
i, CA Access Control 2312 SR I 350 2R A B SO “HR B Hi
B EAZ NS, e LR e AR, ARG R E AR
EH%O

R EHRBIEN R e LA, 15 A %K) DEPLOYMENT
M. ANEBOSE R HIEEEH T IRMEKE, CA Access Control #f
SR AR IR
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il

m  CA Access Control TGiEMENTZH A T CA Access Control 4% Fl1 Windows
REAS BN, 511, CA Access Control TCVEfaMTE X T 444
varl A8 & 11 LA KL -

editres ACVAR varl value("%SYSTEMROOT%\temp")

TG UK %SYSTEMROOT% & X A CA Access Control A% H.{#
' %SYSTEMROOT%\temp 1550, T84 H LA K] :

editres ACVAR varl value("SYSTEMROOT") type(osvar)
editres ACVAR var2 value("<!varl>\temp")

m  CA Access Control JCiEMETAH BRI AS &, i1, CA Access
Control JGiZf##r LA R 74 v (1) 22 & varl Al var2:

editres ACVAR varl value("<!var2>")
editres ACVAR var2 value("<!varl>")

YRR e AR R H SRR, 6 Windows FIT UNIX i 55,
CA Access Control 2% [ I/ 1) 77 [n) fl AT 26

w WIRAEH] selang FUUIK E SCAR I, )00 2004 FH SR MG K00 D150 22 81 i
o URAEH] selang BRIUAE b i H B2 58T CA Access Control (4t
J%, CA Access Control NI JCi2 4w BEIX Se60N) . foilan, WG C&qE
Uiy b3 X440 jboss_home 7485, S HEAEH T 41 selang #i
UG Tever L,

editres FILE <!jboss home> audit(all)

CA Access Control 2 JCvkgm i1z N, T A2 7E 2k PEh At an 44
<ljboss_home> [{] FILE X} % .
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N T RSB A R, ORI B ISR A T — L R HE R R
&0 LI H] CA Access Control 4V 45 # BY, policydeploy SE R P4 71X
Lepi /. 7E CA Access Control MV # vh, Wl RsHEBRERAEN T M
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a. P IR Y,

b. SRS L .

c. TEZMIMAT S S R T B

BB A% AT 55 2 oA ] FAE 459 R

2. BB

P 7 S B A LI

98 ANV H iR



SRS i 22 T S A 1) 1A i 3
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FEAR RE SR W 5 SUEAHB E B AEAE K CA Access Control JTGE
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w BIZE 24 EERET NTLM SSP (F35244% RPC) %) it i e /N4
WA
11, AR sems, SRR B
A b 22 A B BRI RK T IT
12. AR PR TR 2L 128 A7 N ik It
13. i rE” IFR .

O 56 PUPM LS T Windows Server 2008 R2 x64 ¥ii 15, 481 fE
I 5 AR B KBS IR AR in 21 DCoM.

1B Windows Server 2008 ¥ y5, DA {8 F Bk N AR

F£ Windows Server 2008 _-H 3%

1F Windows Server 2008 T 5541 I, Microsoft 5 5 T “ActiveX 5 1F 11 H 3))
PR ERIME . £F Windows Server 2008 #1441 I, %1% i [ 2R A
fHN“C2EH”. 1E Windows [F5GHITRAS b, iz EAME s B s
7. 1ZIETRE N T ASHY Intranet F152 45 AT 1ok s X I 1K) 22 1 -

FE L Windows Server 2008 Jify i B H & sk N R /7>, 15 A Akl
Intranet 15215 AT A 3l i X 35 5 2 “ActiveX #3125 B sl 787 & T IME .

ER: WA SOZIETIE, WICTELE Windows Server 2008 115 AL
A A3

FEZEIE
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&%t PUPM B & Windows 7 Enterprise ¥ f.

7E Windows 7 Enterprise _FFH 3%

W RABLE Windows 7 3 5 FAE ] PUPM, 1 48 %0 i g7 HoAb e & 4
®.
SER LR IR
1. 3TFF Windows % .
2. SHBEICL MR, RN MR AT B 3-6:
HKEY CLASSES ROOT\CLSID\{76A64158-CB41-11D1-8B02-00600806D9B6}
HKEY CLASSES ROOT\CLSID\{233664b0-0367-11cf-abc4-02608c9e7553}

YRR ] DU P “ g4 i o P 1 R I IR A SR I S R
I

3. ArBERRARENRI, SRR ERE AR
VRN S 7R AR A o

4. .
RIS B vt 2 2 AV R ATE o

5. WKRETETA T IEDR . BT O B
“Administrators”. “NH”, R o miE”

TR UAEVCE R UTHESC A o

6. FEBUBR” S TEHEF LR AL B 7 A FR” H 1 “Administrators”, SR JE1E
“Administrators [FIALPR” & 1)« SOV 41 ik £ 58 a1 i) R IEHE

7. ke ” 3 5 Windows T K

8. MKIATIT Windows Pl TiA” . & B TH”, “fRk%5”.
PEI 4T T Windows [l 45" #2415

9. fifili“Remote Registry” IR 5%, ARGk Jm
G IS AT I & 1 R AE

10. K 3SR O HE”, RIEESE R B
T JE l“Remote Registry” Il 45 .

11. 7E“I847"fir 247 81T DCOMCNFG 4.
WG T A IR 557 B

12, RPGEF PRI G H 7 “AAFEIRS” . TR .

13. A P R, RS IE PR R
BEISHAT TR Jm P 5 1 AE .
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14. FH“COM LA IR IR, ARG AE“VT B0 T ki g A BN
R
BRI FT I BRI 22 4" XS TEAE o

15. 7E“gHEl H 7 4R 5 H bk “Administrators”, ARG ik FR A L in)”
R RE VS )" 1 SO VR IR AE o

16. i, ARJELE A SIATEEE R 35 b A DR 14 FI2D IR
15,

17. e o AR S H G

8 CVEGE PUPM TiC'E T Windows 7 Enterprise Jif i . #8048 7] G 7 25
HC B B K B

£ Windows Server 2008 £ Windows 7 &3

PUPM i i FF AT A IE AR €1, FLAF S AHE B 5K 003 LU
A1 PUPM 5 20 EF S8 G A s ] A OB B (UALHE, B0 55
SOV £ BT DA B AR T
U W DA, R A, B RG B
PRI
HETPIS A
L U R HITINY TR A A
M A B DT T
2. SREIASL IS, R AL
BEIT 2241 TT 00 BT s
3. AHLA PR LB DOERRIE P IT  E Fi
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4. BRI, JEi
R A ]
5. TS 0L SEHLLARL AT K.
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JER VAT O 5 473 B B S PR A

SSH I & HEZ(F B

7E Windows Agentless i /5 _EH 3

ST /P N TR0 2% 5 S5 1K) B A0 B0 A1E BTS04 5 M B4 473 56 TS 7y 2% 53] LA
Ky TR P i/ RS 2 BRI ST 4. A =P H T4 8 5%
) Windows J5 ¥l /Wi N £ 45 3631 i«

m LM — LAN Manager Ji 1]/ iV,

m  NTLM — Windows NT J5i /1 3

m NTLMv2 — 55 hR I NTLM

LAN Manager 5 /356 11F 25 il 15 T 47 il ity s 56 FE 40 JSC VD / e 187 5% 49 565 A 1
Wo 1ZWE BB “RIE LM FI NTML TR . 4% LAN Manager 5
153 BOATE 5 ) 1 B TR 2 “ R 325 LM T NTMIL T 7 B, M A5 B I 4% 5 A4
fit 5 Windows Ui s BEATIE A . BT, 4% 0 E IS I RIE NTLMV2
M W \FE 25 LM AT NTLMZ I, AP B AR 45 8 6V 55 Windows it s B4 T
B

43 55 _E ¥ LAN Manager 540356 1UE 2 ) 50 B2 “ 1% LM AT NTML 1]
NI, A REA]EE Windows Agentless Ui fi. W1 TGVE G Windows
Agentless %ij i, 8 R AEFE 220 e b R BT R I . B 47 500 B S

SSH ¥ £ 1 Fo VI BRARERL UNIX K P

FEPIH ! EEACE PUPM SSH B A2 BT, Jerrim i 2% /i i i e 2
i, SR PG B

DSOS B, TERAELLIE R, LU CA Access Control /L4
PR A DU R 5
AP E®R

S8 Sy e (A B T 1 44 FR o PUPM A ZEIK 7 7 iy 1t b pAA T/ 2
55, Bl SER P KRB A e A .

HER: WREIRE SR EI, PUPM AN “ 78 5k P Sk AT
EEAESS o A, PUPM (IR AE RURFAUK )™ A5 s P T 3 AL 55
U SR AR B A H BN P, PUPM 23 i Z K P 7 o A T B
5%

=

78 Sz g A B R A
Exlh

78 iz R N

168 ML FRE



PUPM iy i ARF ALK 7 1 1) 5

f§ F Telnet
FREMH ] Telnet C(IMIANE SSH) £ SSH B4 o

BAEEHERAPER

CRI3E ) 5 S = (VIR B Y L IR 448K . PUPM AT K )™ £
MEPATEBATSS, Blan, SIS SRR R Y . R EAN
FREBRARE B, PUPM S (T P ik P e sl LR AT B
fE5%

U SR A RS, R B K AR ) SSH i n 4 R A B T, MU R
LR AHE, EVEER PUPM B ot i b 1R85k P (1351
RIS, 5K AU PUPM HR IR I

BRIEEHE R Y
CAJIE) & SCERAEE BE 03 F P (3505
[W=eais
ﬁl% SSH BE46 XML i B SCAF I A FR . F8a] LURRIE 75 22 1 5E X XML 3L

ER: WREAIEEZTBIME, CA Access Control AV BE F4 i
H ssh_connector_conf.xml 34}

[
RE e T AT R B BRI ™ A 5 AT BRAE ST, Bl MR

B RO P AR S RS . e ST DAFRE A n] AAE 2 A g
s AT A PR SS (h BUE K )

UIRARSEIZIE T, PUPM AN “H P B3 K P SR AT A BT 55

PUPM 3] UNIX % i BB 3K

g U, S8FR R PUPM A I B2 31 5 AP AT A BT 45 (ke Bl
IR SCREAUIK P 2505 A BE DA o XS UNIX K P, I Al
TG PR root. {HJE, PUPM ¥ SSH 323 UNIX 3 A, T3
SEgH 2% |- RN R LA root L B A BEAT SSH I Hz .

BT RAZ I, S AT DUAE G “SSH T4 i s B[] B o — AN IE Sk
F—AMEAEE BRI . (PUPM T “SSH ¥ £ /E A UNIX ¥ fii 1] 3 A
HAY, D TERAEH BN, i ] AT S R B Gk s A LE B A
BB PR IR IEFE K 7
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LU FE U] T PUPM A HTX 8K ™ S 42 21 “SSH e 2 i 4 14 5 3

1.
2.

PUPM i R P ) FE 3 3 1 B i
PUPM i IR B DA ™ R SRS DI e Bk

W, G0 SRR UK S root TR ST, PUPM 1 H root $E 4 17) 4
Fl root K /7.

PUPM DAHEAER B 03 S AT 45 BT 55

W, AR P K S root 1KY, PUPM LA root 7 B4 43 4i
TS .

RS SSH LA v RN I, R T AR A B Bk
HR ) Ay i T B DR T

Al ez B e XA SSH 15 i

% PUPM FH K R IR ALK 7 EI’JEM\WET & T“SSH W &7 v s, 148
Al LA H g LI “SSH 152 2% Ui 1

FLEIEE E E SCHI“SSH B om L AT LR A

1.
2.

5.

H R X “SSH B XML Ao

7E CA Access Control A/ # i 31 432 “SSH ¥ 28" it /4. (p. 151).  7E
WOE S B, AR XML ST A FR

A B SO EAEE T “SSH B4 3 o
FERS G 3B AT R BRI (p. 143).

CA Access Control AV # 4 FH S AE XML S 38 2 5038 R i
R TRERUIK 7

B 5] JCS iRy H & S (jes_stdout.log) AT JCS i fE a8 48 i A
(jes_sterr.log)e SCAFA T

ACServerInstallDir/Connector Server/logs

WERTTEL, THESOXML SCAE LU R BLAE H RSSO R

WR: 195 SSH B XML I IS B, 120 (2475
)
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B FFRAL) SSH 1% & XML FR B 304

CA Access Control &L F“SSH #225"XML it B 0. 18 H 8 X e r
PR N AR AL SR

aix_connector_conf.xml — £ X & AIX % 2311 SSH ¥ 2% & L &

E )

checkpoint_connector_conf.xml — %5 FI G 7% 57 K B4 1F) SSH ¥
e N E W E

Cisco-UCS_connector_conf.xml — %1%} J& Cisco UCS ¥ty /5 Y] SSH 1B 7%
& X B

device_connector_conf.xml — £ 5% i 1 i #8551 45 e IEE Bk

===

EO

nis_connector_conf.xml — £1-XJ 5 NIS Al 55#%— {1 SSH 15 4% &
SCE R
HER: KA root Tk FIECERRMIR . IHPAT LA N EAE:

a. B NIS ¥ £ (nis_endpoint_1) JA8 HER A XML SCAF5E X root Bk
Fs  (ssh_connector_conf.xml)

b. A IAl NIS 3 55 (nis_endpoint_2) FFA% 1« 40 e 30 i S —
AN NIS 5t 151 root 1K P o

ssh_connector_conf.xml — &t & i H passwd T2 5T gobk 7 0
(1] SSH 15 2% 1, WAl FH % S3CA

HER: BAHAE S (Bl root) fi7E OB .

sudo_connector_conf.xml — 4Pt & i H sudo F1 passwd fiy2 )
SSH B #% Iy, Al FH % SCAT

H & X SSH % XML 3CHF

“SSH 45" XML A2 X PUPM IEFE B “SSH 128" i s« I bk = DA
JCHE gy B P RERUIK 5 8 1) 77 20, CA Access Control $#24E JLANAN A
[F1“SSH 25" XML Ao IX LSS 7 PUPM R RIEHE 21 4 Fh S T )
“SSH ¥ 5 i poi I BRI TR

Un R “SSH B8 i s A 6 FH D75 2 S i KRR 7 SR, A
SUSSH BEA"XML SCAER TR EEBOA R E . B, g X SSH B

F XML SO, DU A A I ARBR 5V A BT i ™ I B ek UK
R PR T« AT AL K ) S o
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fr e

STERUTHR:

1. 7 CA Access Control NV BE |, BT & X XML 3. IX
Yo AL T LUR H sk

ACserverInstallDir/Connector Server/conf/override/sshdyn

2. SRR FE SISO, SRIRHT TR SCAFREA T S i
ER: KB SO ORAAEAR R H >

3. BECCIFH NS BORIE N R A 25K .

SAFP I REA <item> JTCEAE X T REm 2 1S4, PUPM fif 11X
ey A E i o5 RIS . B <item> TR E X
PUPM &I %5 ut 4. A a] LUE S PUPM R 22 315t £ 1

W,
4, {RAFIERIISCAES
T O E N o i H 8 T “SSH WA XML XA

HER: AK SSH W XML AR UM R, 1S (2477
)

R WEREAR PSS, HSCEk SRR 5 e O, BN 2
HJ UTF-8 gt ok rfr S

~Bl: SSH ¥ & XML SCAFIE & X PUPM 4>

12Nl T “SSH ix% XML SCAH R 29 an el 2 L PUPM £E“SSH ¢
2% EPAT I 2o % RS <item> JuE AR T X T REE BAE
IS8 FrE R <item> LR A E X T PUPM i i 142 B 7 2K

(1 HELAS

H <item> JTCE AL sCommand 37T 3. sCommand e X T
PUPM 7E3i i EHATI AT 2. sCommand UG S %50E L T PUPM
TEZ 2 JG HAT AT At B A

% 1) #8578 Cisco-UCS_connector_conf. XML I#FEPE’J%*B/\ZIMTE
S PUPM H K BE 24 Cisco A2 bl FIRFBUNK P40 11 i 2
Cisco-UCS_connector_conf.xml LA T-LUR H 3%

ACServerInstallDir/Connector Server/conf/override/sshdyn

s 7~ Cisco-UCS_connector_conf.xml SCA—3B4r . &0
B’JE%E%%E@J Cisco AZ#RMLITIER:, FFFRE PUPM $hAT LLSREUH
P12 o

HER: AR SSH I XML IR UG R, 20 (2477
) o
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PAR R ) 45 52715 PUPME U4 LS X Cisco ATH ML L R4 ALK ) 4 5 1)

il

%o h TR <item> JURMTACE PUPM AT TS, (ERFMD IR

12t 3L T AN <item> JT

1.

PUPM 5 52 T SO ALK F 2518, PUPM 0T LA T B4 LA 52 1% 45

B

a. PUPM R LAF A4
set password

b. PUPM 2554} 500 210

c. PUPM SRR word: SUATAF . MBI BT AT R I, ik
NI

PAF <item> JCHEFRE T PUPM 75 1% 0 BER B 4% -

<item>

<param name="sCommand" value="set password" />
<param name="iWait" value="500" />

<param name="sWaitForText" value="word:" />
</item>

PUPM 5 E R AUIK /1 BT %5 . PUPM 44T LL N 184E LLSE IliZb

BR:

a.  PUPM Y4 b i 32k 21y 1o
PUPM A28 %8 5 N H &S

b. PUPM £551F 500 ).

c. PUPM ZEAFHEI word: SUAR AT . HEENZ A AT oI, ik
N5,

PAF <item> JUHRIEE &2 S

<item>

<param name="sCommand" value="[%%password%s]" />

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="word:" />
</item>
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PUPM A ARFAUIK P IR BT 351 . PUPM AT LA N 3 4E LA SE 1% 20

%

a.  PUPM 387 2% Bt B 326 21 1ot o
PUPM A28 %5 5 N H &S

b. PUPM &%51¥F 500 =),

c. PUPM ZEAFZIN local-user* # SCA AT H . 3N EIZ 745 H
I, SHEANT DR

i puPM 22 failure. invalid BX error SCA AT, D250,
FEGRIE

LAR <item> Jo#$iE %A 2 IS 4L

<item>

<param name="sCommand" value="[%%password%%s]" />

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user* #" />

<param name="sFailureResult" value="failure;invalid;error" />
</item>

PUPM HEASHEAUIK J (K307 . PUPM AT LA N BRAE LA S8 %0
L
a. PUPM KDL Find:
commit-buffer
PUPM A& iz 25 AN H &S
b. PUPM £x554F 500 24
c. PUPM ZEf5#%UN local-user # SUARF A7 H . MHEIN RINZ 7 A 5
B, B R O 5T K
W1 5 PUPM #2003 Error: Update failed: SCAS 45 Ef, %5 fth o
RN
PLF <item> JUHRTRE M2 MSH:

<item>

<param name="sCommand" value="commit-buffer" />

<param name="bHideSentLog" value="true" />

<param name="iWait" value="500" />

<param name="sWaitForText" value="local-user #" />

<param name="sFailureResult" value="Error: Update failed:" />
</item>
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SAP R3 E#{E A

PUPM SAP R3 Jify 5. 7 A /F 83 45 R A SAP R3 K 1o 7E PUPM H 1] 4t
SAP R3 3 S5 2 i, WASHCE SAP R3 iERELSE.

MBI IR A, IERAELL I E R, LAM# CA Access Control £ME4
AT DUERE R 4
HARPREx

SE SO e A R T B 44 FR o PUPM A3 P 6 o 10 LA T4 B
55, Bl SERPb . R R e b .

HR: WHREIRE SR E I, PUPM AN “ 8 5 ik P Sk AT
BTG o M, PUPM IR RE RURFAUIK ™ A s LA T AL 55

=

SE S e (R HE L P (350
FEH

5E SO s R LA o
A% D

& X SAPR3 &%: ID.
RAEWT

5E X SAP R3 RYi40 5 .
E gAY E TR

5E SLSAP R3 RGEK J i 5 o
3

RE e T A R B BRI ™ A 5 AT BRAE S, B R
B O P AR S RS . e ST DASRE A n] A 2 A g
s AT A PR SS (k BUEK )

UIRARSEIZIE I, PUPM AN “H P B3 K P SR AT A BT 55

ER: ARARLID. RGG 5B i 5 1 E 215 8, TS SAP R3
BE=P
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fr e

FioE SAP R3 2R

TS AZIBCE SAP R3 IEHLAR A 1T LI PUPM K45 B SAP R3 diig i _L Y
BUIK

PIMCE SAP R3 RS, IHAEAML A IR 55 5 ) Java IEHL 2RSS 2% (JCS)
LR AL AT IR 55 4% b 2235 SAP JCo JE.

4 AT LU FH 45 1F) SAP % 5% D\ SAP Marketplace N SAP JCo ZE. #fiiAJiTik
T%EI’J SAP JCo FEIE F 1t I RS 4 .

. ZE Windows _E %23 SAP JCo

R AR 1) 85 7 G AT £E x86 Windows 2003 Server |- %23& SAP JCo £

1. ¥ sapjco-ntamd64-2.1.9.zip fift = 45 £ i s H 5%

2. 4 sapjcorfc.dll 1 librfc32.dIl SC2FE H3] Windows system32 H 3% .
ER: WRARGEATRR, WE S% H P R ETEAT SO

3. ¥ sapjco.jar X F4 |5 Java Connector Server extlib H %o 1% H A7
T

[set the Access Path variable]\Connector Server\extlib

4. HHJHE) CA Identity Manager - Connector Server I45 .
BAE, AT LM PUPM K45 BE SAP R3 by it RREAUIK /-

FEZRSE

SAP R3 WEF%15 KL (p. 175)

CA Identity Manader it 45 % /5 B

CA Identity Manager IC25 14452 2% SO VF I8 BEAERCZA AR 55 25 7 e LK) CA
Identity Manager ¥iij ;. 7E PUPM H1ll % CA Identity Manager Jifi 542
A7, Al 1dentity Manager Bt 45 2870 (134 28 AR 55 2%

ER: AR RIS S S L 2 A5, TES B

WE: MEACE CA ldentity Manager BCZ5 ZE Lo IS 2% 1), FRese4n
HER A FR etaadmin.

Bl

eTGlobalUserName=etaadmin, eTGlobalUserContainerName=Global
Users, eTNamespaceName=CommonObjects,dc=ProvisioningDomainName,dc=eta
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CA Identity Manager 1] A5 il S5 76 H bR 5400 S 1) 2505 SR g AN (7]
(PR SN . a0 B TE H bs R 40 Lo i S il 20 g, PUPM 2 B LOH
FUEM . HJE, Mok s BT ZE . A B RS L
TS W8 754 PUPM 25153551 . 45 5% CA Identity Manager %5 fidh 55 % s 1] %6
TS 25 8, 535 (CA Identity Manager B FEISHT) .

AN S T, TEREAE LU R R, LUl CA Access Control MV

PR AT DU 3y
& X AR, A2 HAE CA Identity Manager Bt25 Ik 4525 & X
(4 FR5E A=A A

DS AL 25 AR 45w PP T 14 4% 2 - CA Access Control Ak A2 4
7~ CA Identity Manager Ui s 2578

Ex

B SGZI RS A . %R AR e g% s P R A4 Bk . CA
Access Control AV B 5“4 Jay & " il FH I 44 FR R 7 i A o

[

R A A7 SR R R BRI ™ i i PR BT SS, Bldn: R
Ui s IR RS SRR . e T PSR AN W] BAAE 22 o
s EPATE BT S5 (R B ™ o

UIRAREIZAET,  PUPM AN 385K P SR AT BEAT 55

FEZRSE

X% PUPM il B CA Identity Manager Fit45 B #E2S (p. 177)

&%t PUPM it & CA Identity Manader it %5 & BH 5%

&2 PUPM JiL'E CA Identity Manager FC45 5 BEZS A4 REfH PUPM 2k
PR AENC 2 IR 55 28 0 52 SLIP) CA Identity Manager r12.5 Al r12.5 SP1 ¥
1% PUPM B E CA Identity Manager EC45 & B 2%
1. %3 CA Identity Manager Fit 45 & P 5 o
2. PERGIEDUR.
3. EFRARBINCE I, AR S A O R i A

SR H I Y
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4, JEIFETL B, EH“Enforce Synchronized Account Passwords” .

B H B “Enforce Synchronized Account Passwords” 2 5 ) “ds fic B 1%
iR

5. ki gmiB”, RHEF SO No”, SRJE R RE” .
6. E‘EE‘”@}EHHO
“Enforce Synchronized Account Passwords” F{J{H % 5 25 o

7. HHr)A 3 CA Identity Manager - Provisioning Server flI CA Identity
Manager - Connector Server (Java) k55 -

.4 PUPM AL & T CA Identity Manager Bt 25 & Fi 4%,

125 CA Identity Manader BC45 442548 R R 5]

MAIBATRERUIK S R B 7 2N, CA Identity Manager Bt 45 %9 g 24t
XHEFE CA Identity Manager 33245 B 2% H I & 1) B i 50 IR [F] 22 15 1000
MR BT DB SR R RIS rh B E 2 450

1B CA Identity Manager At 252 3518 R BR

1. FEMNVE PRS2 L, 1515 Java IEFE SRS 25 IHHUT FAIEAEZ

a. fE Windows H1, FTIF“HR45" % 11, HEHE CA Identity Manager -
Connector Server (Java) iIR%% I B 1k .

b. 7E UNIX H1, SRR F5HS, Hrh ACServerinstallDir 327~ %235
AV BEAR 55 2 1 H %

ACServerInstallDir/Connector Server/bin
c. BITLLRArS:
./im_jcs stop
Java HEREAR IS5 AR 15 1
2. 4TJT im_connector_conf.xml SCAEHEAT 4. %30 T LA R H 5k

ACServerInstallDir/Connector Server/conf/override/imdyn

3. FRFIFRIC“_SEARCH_SIZE_LIMIT”, Jf H 48 R EITE € fE. 4
.

<param name="I SEARCH SIZE LIMIT" value="1500" />
4. PRAFIFFIRHISCAE
5. A3l Java B RS AS o

EEUH ! 508 B R R IR T S EUR G E F R
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T T i A IR RS R
W I s S SRV A B B T o o PR BOR  F)

PUPM ANE s 2 Wy i i K, B AVE B EBIk . A&, PUPM
AR B B RPN P R W A7 e o REUR B X CA Access Control £V
(e )TN Wl U L R S T2 A VAT B 4 v = 0 ) Wl e P y) I B

M = 25 b

SUREAEWT T v B QW Ik 7 o WK 2 PUPM AN T R 1)
M5 B PUPM ASBE O T IOk o i35 5. bk, BTGV R
IR AU P 1) 327 B A IR 45 P 1) 327 Sk i IR I g b FRDIBK 7

SN S A, TERRAELLURAE R, LM CA Access Control £V

B0 L i A
EHL4
TE XA A B <
ARERN T

B s N R A BRASE g 1B BT — AN RSP, RS2SR Bk
F G, 2N RS B8 NEERUK 7 . 5 N R T VR
il & PUPM H 3%,

AT LA LU R R PSR N R . R (8 S N A2 P 2
Visual Basic Jii4s:

m  ORACLE_10G_WEB.vbs— RV H 5/ %5 5% Oracle 10g 4 i AV

PRI Web $£ 11,

= ORACLE_10XE_WEB.vbs— L V& 1 5)) %5 5% Oracle XE 4 = (1) 504 22
T Web $11,

m  ORACLE_11G_WEB.vbs— R VF#& H 5/ %5 % Oracle 11g Fds Ak A
PR Web $£11,

m  PUTTY.vbs— FLVFIE H 808 5% SSH 1BE 4% i £ o

VER: BUILETHENL 223 PuTTY MK 0.60, A GE{1FH PUTTY &
SN HFEFF

m  RDP.vbs— S A 38 5% Windows Jifj /4. o
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48 308 I REAE Windows Agentless i s 25 H AR 7 25 6y
i, CA Access Control £V BE 25 T A LI B I 2R AUIK ;- 44 FR IET i
. TERE Windows Agentless ¥ s (15 6 s N RE > 2 i, i S0niE A
-2k

o UL TR0, BACE R S B T UL
%4

w WU SRR A, BRI ELIER B h R T A .
R AT U G o s AT 55 KA o LI 7B

BN DL, b2 REUE B UM A e G S N B . AT

PLYE Microsoft Internet Explorer 31| W &% A4 ] & 55 3 RE 77

BIREFNHEF

1. {F CA Access Control NV v, KK Tk 17, &5 H
TR “BI VG S N R AR5 o

RIS LG S N IR s Bk N RS R 4o

2. (At Iy SRS AU S SN TR oK B 5 R Y I RE P
2 FLRIAR -

a. MEPEQIE AN G N IR AN R
b, WEEMRN B, BATHE, K5 Hdi R,
VRIS K A 7 DU RC T E 25 P (1 8 S N HI R PP I 8113
c. EPEEHIMPE RN I RE P LA (KX 5
3. HLRAE”

VRIS BB s N RS P A 55 I o A R 8 S b H R 12 AAEL
ARGV, MR 5 B rp 2 UG ISR B BT S 14H -

4. WHUFPBG:
ZR
5T SCE I RAR AL S B TR P A4 8K o
BiRA
CAIE) 58 EZ MRl sk 5 R (B B3R .
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WA\ PUPM Siig s PR A K

JiiA

5 XK A 3106 5% Y IR PP 1) Visual Basic 1A o

HR: AUUEAE o SOX L L A
=)

it O H 2GRN R
FrRAL
CA Access Control AV HH KB G sk N B F P 2561 CA
Access Control AMPA B Aok i s i3 SO Al S s IR, SRJE A4
REAT PG S IR o 8 A R AT HAR I B R DA

ZamfER, T EEALE Windows Server 2008 ¥iii 25 _F A% FH 2 5% v AR
}?o

Eg%‘a@:

PIC ' 2 i 52 1 (p. 229)
& 2% Windows Server 2008 ¥ i UEAT A X6 S Y R T (p. 165)

A S\ PUPM 3 s AR ALK 7

i F PUPM I FE 7S B PUPM dity st FIAEFAIK 7 (1 B Bh 5 EE . PUPM
IEFE P RV — AP BT 2 PUPM i SURHREAUBK 7 3\ CA
Access Control MV HE . 0] I PUPM 27 KA1 4 55 24
PUPM i s FHAF AL 7

EER: AR PUPM S IEFE K MIER PUPM by s FREAUIK /7

HEEHWH! B AF A A, IS S NRRRUK S sV e
Z R, B A CSV XA SN PUPM.

BB PUPM i st AR ALK 1 52 N 3] CA Access Control ANV #E w1, 4k

AT CA #4E

1. PBCE SIERET ot
FRERE T RN SR R T RSN TR) TR) g DL A R v SO . AR EE S
A ST JEFINVEE A ST A A R 4 R A

2. (D G NIREI WIS . AL BRSO R SO R R SO
SCASERELT U 8] 1) CA Access Control FiII .
PR 11X} 3% 6 S A2 2 )5 1) A Bl 1 B LR AR BRI 7 Uy ) ity s 1 B SC
FERL RN ' eV S

>
>
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WA 5\ PUPM iy s RIRE ALK P

PAT T — I A A
w O A CSV XA
w  OUERRRUIK P Csv St

CSV SR YRR AT H A — N BB i PUPM i i BRI )
MIAEST. S Zi )t B Y . CSV SCPFRIRFBUIK 7 CSv 31

HR: 0] DAY IR P P RCE — A ALt LA csv
BELE
CHIE) JHiRsAESS

BTSSRI, PUPM Sk R e 48 h SC A Je i i) esv S A%
FI| CA Access Control MVEFH, 4K )5 CA Access Control MV #il £
b FEIX L CSV A

EE: WREATIRFMIES, PUPM FIARE P /E SRR
JEESCAEITa s RN TR], AER WSO e b B S o

4 CA Access Control VA FE 4hHH 52 €SV SUAEIF, B B4R 1
CAFIEH) CSV AR A R AT S

2B H SRR A 25 F CA Access Control ANV FE Tovib 31 K4F
%o

B SO B, TR SO ARAT RN Fe W S e
FFEEEWAT5
EELES-7, HEFAEEE PUPM S S FEFRUIK F .

PUPM S3iXFE 7 T/ R

WL PUPM SikFE P, BAE—AN DI IR 6 o8 2V F 2 PUPM i £
ALK S . TR PUPM SRR 16 A R ] 4 B 18 DA s A IR A
(K77 s PUPM,  JE 38 Bh 4 HERR AT BE A& A (K AR An] ] 151

DU I R T PUPM a6 RS 7 (1) LA S B

1.

& (O HENCEERD) AERe SO rp B R RAF — DA Csv X
G

CSV AT Y RE— AT #R AR — N B BB T PUPM i £ BB
RIES5 o 8593990 A i s AR UK 7 G B ) Csv ST
MECHAESS TR, PUPM FERE R R ) SO P ) Csv SCfF 1

1% 3] CA Access Control ANV, & 1] LARC & #0H4T- 55 1 Fi8 58 PR
3247, Wnl AT LI @mE M5

ER: WR PUPM AR FICIETE Ay 44 30, MGk AL BEZ S
ARAEFL) CSV ST RO B AE R WIS
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Wi 5 N PUPM ity 55 FRFASUIK P

3. CA Access Control MV BE Hiy 44 CSV LA original_timestamp.csv,
TR SRS 2 AL BRSO 1R SO

YER: original JEW]UE CSV LIS FR,  timestamp f& 3 7R SCAFAL B
TR RIS )R BN, an SRR UG CSV S/ 44 A

endpoints.csv, CA Access Control V& B 25 2 AL 3 SO S
e U 4k endpoints_091209130256.csv

4. CA Access Control AP/ B AR IKAL B CSV U RE—4T . XfT- Csv
AT, SRS
m WA CA Access Control MV B 0] LLSE AT SS, Bo:
- SEZAESS, N A
- GRS R H LK.
m WA CA Access Control VB HE TLILSE AT SS, Bo:
= B CSV U AT S B R SRR SCEE I esv ST

- ¥4 4 FAILURE_REASON [T 51 N 245 152 SCA SO A2 1) esv
A

- BRSSP JEL RIS N3 FAILURE_REASON 471,
- BUEZAESS I A A Sk .

BERSCAF SO (1) esv S A A T — B i) 7 OR B R 2%
WHMT4s o 2SN A RRM A2 original_timestamp.csv.

R CAF S eI m i esv TSI T BT 1Y C AL BIAT 4%,
FREATREATSIPRES . WS U, 1ZAT5 S 5 b & 2R
5. CA Access Control MV EE 24 csV A IRE— AT EE DK 4,

R E X RS

FIERE T B M SO AR E T RS VI TR R) B DA R RS WSO . AR SRS

A JEFNE R SO SO A RR R B o JBoss e (EREIR i B L 1%

TR JE 1t S

BB R R S

1. Wik JBoss N HIFE P IR 45 #8 IEAEIEAT, iR HAT 1k,

2. {ERETURMGmia a8 H AT T S AR P B SO SO T LA R
‘B, P JBoss_home J&1E 2% JBoss I ' :

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/default/fe
eder.properties

>
>
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WA 5\ PUPM iy s RIRE ALK P

3. HH YIS HZ—

FOLDER_POLLING_INTERVAL_IN_MINUTES
SE L PUPM T FE P 0 ) SO AT 3 v IR B ()R] B (LA 23-
NN o ESBAEBING O AT R HIRE.
FR#: 1-60
BRINME: 60

FOLDER_POLLING_CRON_EXPR
5E L PUPM PRSP X 5 W SO SR AT R M I 18] o K13 40dR
€M Cron Fikx.
EERI! WREHHIZSE N
FOLDER_POLLING_CRON_EXPR 17 H BRI REbRIC (#), FHEIEAE
ZAT I TF LA I B A i K25 H
FOLDER_POLLING_INTERVAL_IN_MINUTES %4
7~]: FOLDER_POLLING_CRON_EXPR=0 0 23 ? * MON-FRI
ZonlfR 2, PUPM FIEFEFAE R — 2 B TL R 11 SO 5 S
PRIEHEAT R

I TR A B E A R

4.  (W[iE) ZRIELL NS4

FOLDER_FOR_POLLING
SE SISO — PUPM SRR X CSV S A TR W IR SO
Ko

ks
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/pp
m/feeder/waitingToBeProcessed

ER: 2 TN AR SS 2 v N b S Zide
SE LI R L SO AT

FOLDER_FOR_PROCESSED_FILES
E X CANBE SO — PUPM S TR 7EAL B csv X2 5
PESEW: Z VIR I
Bk

JBoss_home/server/default/deploy/IdentityMinder.ear/custom/pp
m/feeder/processed

R SR IN T A IR S5 A5 AL b aAZiR
JE G xS AR
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Wi 5 N PUPM ity 55 FRFASUIK P

FOLDER_FOR_ERROR_FILES

58 SESIRSCAE SO — PUPM SIEFE P SL SV A B ) csv ¢
8 S

Rk
JBoss_home/server/default/deploy/IdentityMinder.ear/custom/pp
m/feeder/failedToSubmit

ER: LSRN A BEIRS5 2s v AL Ee AZiidR
JE AR Z o SR AT

BRI AR C
5. DRAFIF RIS
SER T RS O .
6. THT ) 5 JBoss N FE 45 4%

Bl SRR RS

FHRBIECE PUPM LR E4E 30 23 Bh— U A 48 ) SO e i AT 56
W, I SCRSCEIE EUARBE SO SO RS R S SCAE I A

# feeder folder polling job configuration

# folder specified as FOLDER FOR POLLING will be checked every

FOLDER POLLING INTERVAL IN MINUTES minutes e.g. 60 equals every 1 hour (max value
is every hour)

FOLDER POLLING INTERVAL IN MINUTES=30

# if cron expression is supplied remark the FOLDER POLLING INTERVAL IN MINUTES
key

# FOLDER POLLING CRON EXPR=

FOLDER FOR POLLING=C:\feeder\waitingToBeProcessed

FOLDER FOR PROCESSED FILES=C:\feeder\processed

FOLDER FOR ERROR FILES=C:\feeder\failedToSubmit

>
>
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WA 5\ PUPM iy s RIRE ALK P

BN S CSV X

Uity i, CSV SCAE bR SKAT 2 5 (AR AT #3 7~ —ANE CA Access Control i

N4

R ) kG e AT S

EEYH ! G csv IRy, TSN B ST TR A TS
HAZSCFRE A H 44 . PUPM AR A AL BEAE W T A 44 1) CSV 3C

G
THIZ T 5 B Ak
1 QA csv 3eft, JFRME AR 4 .

ER: B AI A 55 CSV R SO — B AS . B SO T L
TH, M AcServer R 1& z 2 AL PRI 25 45 1) H 3%«

ACServer/IAM Suite/Access Control/tools/samples/feeder
B 7 i a4 PRI AR SRAT

Sy e JEPE R AL FRUNN BT e e 0 L DU RS E 1) s i B
U

OBJECT_TYPE
EiEpst s WP SIE ATt
{E: ENDPOINT
BIE_RA
i 8 EHAT IR AR Y
{E: CREATE. MODIFY. DELETE
%FRIENDLY_NAME%
& XUIETE CA Access Control AP HE w5 H 123 s 24 F5K
DESCRIPTION
S SCRR A 2 0 p Al SR AT R
ENDPOINT_TYPE
i 1% UK 2R
HR: EnJLLE A CA Access Control AV A7 FE Hm) H Ay s s 2
. {EBI#H“CA Identity Manager FC45” 28 ()i )5 2 R/, 1B 5200
7E CA Access Control MV £ H 414 “Identity Manager FC45”
R IE R IR 55 75 -
HOST

78 Xz LR BN R
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AT 5N PUPM iy R ALIBK F

LOGIN_USER

€ % R VB A RR . B TEXHESTCA Identity
Manager BC25" b s RAUHS 5%, AHEIE 1 BT HA (1R 3 1 58
P

XF T BR“SSH Bk LA P AT A3 28 1) g i S 2

n WUREAR E AU FK S (IS_ADVANCE J&PE) , PUPM £
% F LOGIN_USER 3 4 3|ty i FEAE o s _EPATE BAL LS (45
L, B ;RIS SRR

n WUREHRE THEAUSHK S, PUPM 2 Z % LOGIN_USER [t
ATARE

Ko} F-“SSH ¥ 28 Uiy 15

n  WUREANTE EHEAEE PE 51 (OPERATION_ADMIN_USER_NAME)
BCRFBUE NG 7, PUPM 21 F LOGIN_USER 34221 i 55, I
1E 3G L _EHAT B AT

n  WREIRE TEESHR, PUPM 21§ LOGIN_USER %2
P 1, JFAE R BRS04 o a0 BB T A FAT S

n  WRGERE THERUEFIK T, PUPM £ Z. % LOGIN_USER [
ATARE

PASSWORD

5€ X LOGIN_USER M1, %)@ M4 “CA Identity Manager it 45"
Uit SR A%, B H T T At 1 g 2R

URL

5€ S CA Access Control AV ¥ K2 31 A 1 URL. 1ZJE
idi FHT- MS sQL Server fll Oracle Server ¥fij 22874,

¥2: (MS SQL Server) jdbc:sqlserver://servername:port
¥3X: (Oracle Server) jdbc:oracle:drivertype:@hostname:port:service
DOMAIN

F8 0 1 AT IR I SRR . %8 1A FH T Access Control for
PUPM HI Windows Agentless ¥iij 2257 .

IS_ACTIVE_DIRECTORY

TR bk Fr 5 & Active Directory K /7. %@ MANGE T
Windows Agentless ¥iij fi 2R

FR#l: TRUE. FALSE
USER_DOMAIN
8¢ LOGIN_USER T @ M4 A K. i%J& PiE H T Windows

Agentless Jifi j 24

Vv
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WA 5\ PUPM iy s RIRE ALK P

CONFIGURATION_FILE
¥ & B IEAE 2 IR “SSH B4 XML e & U 448k . i@ MEad
TUSSH WA iy i S
HE: WREATEEIZEIERI{E, CA Access Control MV H 2%
A% F BRSO (ssh_connector_conf.xml).
OPERATION_ADMIN_USER_NAME
CATie) & o S B EE B H P 48K PUPM A FIZ K -
e i FRATEBEAES, B, RIBURE SR AU S 3 . %
JE P T “SSH 457 i s 28 A8, T R s
s WUREHREREAUE K S (IS_ADVANCE @) FlEefEes #
1, PUPM S Ad FRRRUE B ;a8 3w 1, JFA H A E 4
PR AR 5 BT BT 5%
n WEREFRE T LOGIN_USER FIEAEE BEGIK FY, PUPM 2 fiff
JH LOGIN_USER 34 2| ui 50, FFAT FH AR 457 23 03 7 g s 3h
T AT
L S Sk A5 ARG 2 195 K 5 1) SSH i s B e B PR L, S
e THE M. (B, BIEAEH pUPM B o s b )% 5Kk
PSR R R, &5 A 200E PUPM T K
Fo
OPERATION_ADMIN_USER_PASSWORD
(Al e S s (PR B L P I %0 . 1% @ PEE H T“SSH
BEAE" Uiy R
ENDPOINT

5 i M2 FR, 5 HAE CA Identity Manager Bt 45 Ak 45 2% 11 €
N5EA—5, i%JE MG ] T-“CA Identity Manager Bt 45" S 25
IS_ADVANCE

CAIIE) 858 I8 AR R B BRK 7 32 42 31 ity i R AE o 551
PATE BAESS (Wldn, RIS RIS ey o i@ s T A
A i R

T BR“SSH 125" AAMK BT 5 R o s 2880, W SRR T
BUE DK 1 (1S_ADVANCE A TRUE) , PUPM 23 FIASF A B IK:
JHE A B g b5 AR u R _E BT BT SS
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AT 5N PUPM iy R ALIBK F

X1 “SSH B4 i i -

w  WURIESR SRR BRI R B
(OPERATION_ADMIN_USER_NAME), PUPM <31l F A5 73
M P R B i, R AT B E A B O3 A i BT BT
%o

w  WUREER E R RGBT, PUPM 2 AR AL HMK P 342
P B s A I AT A S5

FR#]: TRUE. FALSE

R W Z e P (E R E N TRUE, NIANZEH5 %8 LOGIN_USER
PE. (HE, BA5EE
PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE\
PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME .
PROPERTY_ADMIN_ACCOUNT_CONTAINER LA A%
PROPERTY_ADMIN_ACCOUNT_NAME.

PROPERTY_ADMIN_ACCOUNT_ENDPOINT_TYPE
CRI3EE) 5 SCRFRUE B P 78 30 A T s LI a5 R A
R ZHBEAGEEK -, 02045 E IS_ADVANCE 4 K.
PROPERTY_ADMIN_ACCOUNT_ENDPOINT_NAME

(AR 58 SRR AUE Bk P AR B BT s U ) A4 K e 1200
FAIIAFAE T CA Access Control ﬁik%}fﬁ Hr,

HER: SAAEHIRBUE EIR T, L2045 5E IS_ADVANCE b I,
PROPERTY_ADMIN_ACCOUNT_CONTAINER

CRIE) 8 SCRFBUE B 7 AEFE AT P s . A dee —
I, HSPIEHABXT B4

fii: (Windows Agentless Fl Oracle Server) : Accounts
(SSH ¥ #%) : SSH Accounts
(MS sQL Server) : MS SQL Logins
ER: EAEHIFRBUE R, A Z0HE 2 IS_ADVANCE b 1.
PROPERTY_ADMIN_ACCOUNT_NAME

(A3 & X PUPM HRAE i i B AT E FIATSS (B, KBk
ORI SO0 ) [PV BRI P A2 B o R UK P A7 AE T CA
Access Control MV B i,

ER: EHBERUE B -, EAZ0FE E I1IS_ADVANCE 4 F .
LOGIN_APPLICATION
T 7 B SR Y R 10 44 Bk LA 5 i i DT

A
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WA 5\ PUPM iy s RIRE ALK P

OWNER_INFO
Fe 7 i U H H A4 FR
DEPARTMENT_INFO
E(Epeht I E LY 7/
CUSTOML....5_INFO
foE 2k HARE R P Y.
3. B AT S AT NS Csv AR

AT R — A VRS O IO S I FLAAIAT SRk AT
R ko SR R (RO A6 A A AT T AR S SREREA T A
SRR, PR R % T B 5

4. B SCHFARAT B E T SO
Uity 15 CSV A CMER s, Tk PUPM TR P Ak 2L

ER: BIANB SO, T LU Bk, Ho JBoss_home J& 85 2%
JBoss [ H 3% :

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/wai
tingToBeProcessed

™. MR CSV U

PUR &3 5 CSV Uil . 18 1] LALE ACServer/IAM Suite/Access
Control/tools/samples/feeder H & 114k 21 8 2 1 55 CSV LR .

OBJECT TYPE,%FRIENDLY NAMES,DESCRIPTION,ENDPOINT TYPE,HOST,LOGIN USER,
PASSWORD, URL, CONFIGURATION FILE,DOMAIN,IS ACTIVE DIRECTORY,USER DOMAIN,ENDPOI
NT

ENDPOINT,Oraclel,oracle 10g,0racle Server,TEST10,
ORAADMIN1,ORAADMINI, jdbc:oracle:thin:@TEST10:1521:RNDSRY, , ,,,

ENDPOINT, local MSSQL1,local SQL server,MS SQL Server,
localhost, testAdmin, Passwordl@, jdbc:sqlserver://localhost:1433,,,,,

ENDPOINT,SSH Device2,unix machine,SSH Device,TEST84, root,Passwordl@,,,,,,

ENDPOINT,IM Access Control,Access Control via provisioning,Access
Control,TESTL,,,,,,,,TEST1

FEZEIE

B R A SSH KA XML it & S04 (p. 171)

T 6 E 52 S SSH % £53ii A (p. 170)
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Wi 5 N PUPM ity 55 FRFASUIK P

BIBRFBUK S Csv 3CHF

ALK St CSV S F bR SRAT 2 A [RE— AT #ER R —AME CA Access
Control £l B Hh B it Bl A8 SR ALK )™ I 55

EEP ! A Csv STIERT, TS RABCA FA N RS A s
HAZSCFRE A H 44 . PUPM AR A AL BEAE W T A 44 1) CSV 3C
ko

THIZ T 5 B Ak

1 QA csv 3eft, JFRME AR 4 .

ER: AU ARSI 7 CSV RGBT — 1 EIAS . 7~ SCHATE
TLLURN H¢, g AcServer J& 18 22 AP PR IR 2528 1) H 5% -

ACServer/IAMSuite/AccessControl/tools/samples/feeder
2. QIR R B R PE AR AIRR R AT .

RO 7 & 1k 44 PR B s :
OBJECT_TYPE

i R AN R RAY

{E: ACCOUNT_PASSWORD
Bl _RA

o2 BT R R Y

fEi: CREATE. MODIFY. DELETE
ACCOUNT_NAME

52 SUESAEAE CA Access Control MV EE F 5| FHREAUIK P 1 44 5K o

FE: KANLARSG (451 RACF. ACF Fll Top Secret) Fl1“SSH ¥ 4%”
Uity ;T TUAE O - A X o KNS o R IR R NS TE U
X e R A FR . A RS RN KT L R SR
Oracle Server 3ij i FRPREAUBK 7 FRK P2 24K o

ENDPOINT_NAME

i e RN 1 A [R5 2 K 24 Bk . #5020 5E X CA Access Control

AP A B R s, SRS A RE B X A AT AT R AR
NAMESPACE

i 7 1% L PR i et ST

HR: B LIAFE CA Access Control MV F A a] F () i 28

4, FEANEE“CA Identity Manager lCZ5” 8 ¥ i /T, L2

7 CA Access Control A \NV45 2 th 1] 2t “Identity Manager it 45”25

AR IR 5545 -

>
>
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L] 5N PUPM i i AR AR 7

CONTAINER

FREUFAUNK PR B A FR . Bt — AN, s e HAh x4
(PIEE G o B2 R FH — Pl Ry e Uy o) 0 DU (A A1 2300 T 2Ok A7 i
PO

{fH: (Windows Agentless Fll Oracle Server Jii )5) : Accounts
(SSH 15 753 4) = SSH Accounts
(MS SQL Server %ij 55) = MS SQL Logins
DISCONNECTED_SYSTEM
T E R R 2T T W TR R S

L A48 € TRUE, PUPM NI FRAZIIK 1 o AN 78 4 Wi T R 50
PIRERUIK ' BB A I . BRRCY IS PUPM HR R RS I,
7852 8 PR i LT R O s

{H: TRUE. FALSE
EXCLUSIVE_ACCOUNT
i € S T DCH S P AT EAFEAT A I e 25 HE K T
WHRE TR 2 TRUE, PUPM MIACLE AN P ZEATA] B e 28 tH bk 7
fE: TRUE. FALSE
NEW_PASSWORD

TR R BRI S W REEANE B PERIME, CA Access
Control AP A B 23 A2 e —NTREST 4 R 5 0 SRS 1) 3 o

R B IITRE NT 5 B SRS
PASSWORD_POLICY
SR RFBUIK ™ B i) SRS

R R TR € 1S SR MEASATAE , AE55 W2 I, 17 CA Access
Control VA B A2 G A BUBK F o

OWNER_INFO

RN B # 2 FR
DEPARTMENT_INFO

FRAER AR
CUSTOML....5_INFO

TREZIE AR R
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Wi 5 N PUPM ity 55 FRFASUIK P

3. BAESATIINE] csv X
FF—ATHR R — MR A SR BN 7 RS, B g bk
ITHIFECE B . W EAT A RN, W% BN
%5,

4, B SCARAT RIS ) SO
FERUIK 7 Csv SO CERS i gE,  rl it PUPM S RERE SN

EE: BOARR W SCHIAL T LU R Hak, i JBoss_home f& 18 255
JBoss [ H 3k

JBoss _home/server/default/deploy/IdentityMinder.ear/custom/ppm/feeder/wai
tingToBeProcessed

Bl BRI csv SCHF

DU SRR 71 eSSV Xl . 1] DLAE
ACServer/IAMSuite/AccessControl/tools/samples/Feeder H ¢4k £
IR P CSV XA 7R

OBJECT TYPE,ACCOUNT NAME, ENDPOINT NAME,NAMESPACE, CONTAINER,
DISCONNECTED SYSTEM, EXCLUSIVE ACCOUNT,NEW PASSWORD,PASSWORD POLICY

ACCOUNT _PASSWORD,demol,local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, Passwordl@,default password policy

ACCOUNT_PASSWORD,demo2, local windows 2003,Windows Agentless,
Accounts, FALSE, FALSE, ,default password policy

ACCOUNT_PASSWORD,disconnectedl, local windows 2003,Windows Agentless,
Accounts, TRUE, FALSE, Passwordl@,default password policy

FEhF MR WSS

MWL IR, PUPM Tk R P4 EARSE W SCARIe 1K) Csv XA
SR J5i CA Access Control {0V B 2 AbPE CSV U I RF—4T o

ER: WREATIHZEMES, PUPM ST AL FIEFE R 1T
SCAEIT R I TR A R v SO e, 12T R G0 HE R sl PUPM H A5
RGUE BB MO BE R SR AR S5 .

>
>
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W] v B A T

F3) B3RS
1. 7F CA Access Control AV # H, AT U1 N4

a. HlReRUKR

b. Fd“k ) IETR .

WIS IR SO I AT 5543 Won e n AR S5 41 R .

2. FRCIRRR T SR

SN H B AR A P SO SR A W B o
3. iR,

PUPM AR FPE R W ST R B8 30 Csv 3CAT

W BT

SR 7 2 FR AT F RN 7 RIS K P SR AT IRIAS L B B A e A B
B Windows lR%5 HEE T4 8k RunAs 2 1 N H 2T+ Windows il

251 Windows HEEATS5. SR8 I 77 Se VI8 A A2 e JIE AR v i i

G, S R 25k o STt 3 A SRS

A PR AE T -

o LR RS AT — B . Windows d8AT B3 BAFIT
KIAM

m N B K AR R A 7 — Windows HEE(T 45+ Windows
A %%

BAPF R CRAERATH R 28 RBENFBOK %5, Ay 3L
AL [ R A 7 vl ARAFRE IR 7 8, (EEANGE HH B N

PLUR R 8 W A A i FH P A v A A i s A e AT 45 .
Frh I AT ¥ M O BESE IR A D IR . BRGS0 B
L0 B P ] A AT BE TR FE HP A EES CA Access Control MV & B AT-45 .
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L] B A A A s

SREEMA T, P S AT B A
1. RGUE LG N 7 3G B

a. fEMEHEGRE. Windows 1217 S FN AR A4 T & 1 HL A0 0 4if 1)
J7 PR 05 222 CA Access Control .

AGUE B AR 2R R A T PUPM SR BT E -

R CiEu i 2e3E CA Access Control B A]{# ] Windows
HEEAE 458 Windows Al45 251548 H 77 »

b, AEAEHILL R A 5 s b AT FAl G D 3R -

n B (IDBC)— AL 2% Ui sl LUK ] Hcdl 4 (JDBC) 25 i ] U
(p. 215).

s 03 (ODBC. OLEDB. OCI) — i i fic B Ay Hd J4e
(ODBC. OLEDB. OCD Z#d4d i (p. 221)-

w BRI (NET)— R i s 0 E A T B 742 ((NET) SR 48]y

(p. 222).

BRI R CEA (L) — i C Bl CLI S AL
(p. 223)-

w AR R T EAL (SDK)—Fi A S A 48 H] PUPM SDK
(p. 226).

Uit 1O R AT FH A T

2. PUPM HIr RS 0 {0 AE CA Access Control AP B rp i) 4485
TSRS o SR TR R R AU 7 TR 45K A i 25 o R U 2 i 381 3
i T] 5] o

3. PUPM HHFR RGP LIAE CA Access Control ANV B v 6 4 i 4 o

Uit 55 AR AU P FUIR S50 P BT B e # - #87] LAZE CA Access
Control MV HE A @)t i, B H PUPM S IEFE T 2K 5 i 15

R WURAEEBCE R UK I LR T, AT IZP IR

4. FRVEEIEE . Windows 21T S BRI A T HAL S AT H 7,
FH P RHAT DL A
a. PUPM H#r RS L 7FE CA Access Control AV PR A & I Ek A1)
RO S

1% H P a] PAZE CA Access Control AV #E Ak TN G1) R Ak
F, BUATH PUPM SR 7 2 NRRRCIK S
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W] v B A T

b. ZRZ T RAE CA Access Control ANV b A5 2
Windows IZ1T G FIER A F A T H AL SR 77
REE T BB BRI . Windows 18T S fl i F & T HAu
R A5 FH 7 SR UK AR G, I T R S A T A A5 Al
B Y o

5. A T 8% Windows HEE/T45 5k Windows JIk 25 %544 )7, PUPM H

FrARGE B L IR

X T R IR R 55 FIHE €455,  CA Access Control /P& B #R4>

Sy HAA S A T

HER: CA Access Control AV B AR IR H #85 AT DA SE o 20 pr i

FrizAT RS . 5 Un: CA Access Control MV #1300 i 445 1) v 44

LA BE Gk 53gunk - s AT RS, (EAN IR NT

AUTHORITY\Local Service K iz 1T 1 & BRI 55 -

IAEAE A Ak e B T A o

I P A T RS R D R R B ) A

EHEER
EEsE
| PUPM 3?33’:]
mEER
| 2==ms |
I FUFM Si7 I
EHEER
| SAsE
BEFRTAR ‘ findows BEEE
Windows 24754 Windows B4
sEE
FUFM EiF
EHEER
|EE%§E?|
F“miﬂm_‘
i ZpEEsgl
i E%E'EE..":‘:
i o
————— _l.._.._.!
r
FEESH
B

(= e

iy

FUFM SRESEER | EgTER

— — — I e mrrma s -

196 MV PR



Wy v B A

RO S5k

HRZ5K /5% Windows ik 25 FITAdE FH I N Bk P o I B 45 A TH S LR AL
MO R G AN AR ThBE . A CA Access Control £MP /&7 B A FIR 45k
FrEhd, fmtn] URY IR 55, Al e sy e g B

AT LURIAE Windows Agentless Jii il 145 BEIR 55 A € 4155 1 Ik 55
Fo KIS MK SR VERSAE CA Access Control AP B Hr ] I 1) 2 2 A
2K, RS A 7 Bl 2 X 2 e 25K 7 o TSR ANAE A IR 55
M B 2 R T, UM FH O R AN IR 45 i P A 45 SR 0 A R 25 ke
S

TR ORI, 58] A BRSO 1) 57

ORISR P ) AN R I e BT RS . BRI ] DA Y
HB AL bk Y BT IS AT RS« 911:  CA Access Control AV B & B b
TSRS L B GLbK 7 sl gk S Bris AT RS, (BRI NT
AUTHORITY\Local Service K iz 471 & AR S5 -

RKIRE K

1. Cafi) BERILZEIK T RS P, SR /& 75 7E CA Access
Control MV EE A SCT K 7 BT e 3k il 25 (DC) 11 LT g 1k

m Ui 257 —Windows Agentless

m & Active Directory—True

s EHUI—DC &4

M —DC Foe KR P& 1)k 44

ER: DCHEEIK ™ R A FEIAN ) TX L8k BT e i 42
fRE M

RIS R 1) S B T AR Sk AR R 55K o

2. 7E CA Access Control MV FE 1, AR IGEFEHREAUIK 7. k7
R IAR SR 5

ST IF R DU S5 W 1] S B 1

ER: U R BN {E 2 Windows Agentless, [KI24 PUPM XA
Windows Agentless it s |55 FEAR 51K
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CERREHRRNEE, BATHILEE, K5 RdhER.

SRR RE 57 DL OO LE A5 PRI IR S5 0K (K3, DU A X 28 55k
S Windows I 55 AHEEAR S5 51 . WER ) 3 AR B R K1)
[ RPIE LA TN ST MEPSS

ER: Oz RS a) . RS ANHEE AL 55 S e i A
W73 e SIS (1 B AR AT DL IR L8 A 5 R AR 55
WP AR S5

o ERRERE AT R B RS A E AR, R R R

2

RIS B R T

- EREEN G RS A AR S IR s i SR, SRS e R D

VRIS 40t 2 7

. BN ERE RS

WA B, CA Access Control MV A& 2R84 IV N IR 55
Pk 7E CA Access Control ML B VS INIRSS K 2 )5, ' HE)
S IE PRI ARE IR 5 AHE e AT 55 Bt e h A FH Oy . ST DU A0
(PS4 FH AT 45 K A AV O A 7

Egrﬁ‘.%:
IR AR G5 1K )™ (p. 145)

KIS (p. 143)
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B F R

ST FH 5 2 F8 A5 F R AUBK AR 45 0k P R P AT BIAS . 3 31 50 s A B

B Windows %5+ HEE T4 50 RunAs i 2 1 W FHFE T Windows ik

25 F1 Windows HEE 55«

AL A T

TR R I A AE O — Ak TR B Windows
BT 5407
HER: BUHHE R T “PUPM L1 TIRE M) PUPM i i1 I 223 CA
Access Control A" gt FH 42 75 SR U0 1y i A FH g o

w N B OGN SR AT B b 1 A A 7 — Windows HEEATSS5 . Windows
A %%

TR MEAE S AN AL S A 7. BRSO, it
RGVE B GO A RECIE LA

R WA R AT &k LR, B ER Windows 1217 5
Gy 7, RS AT S . U A R IR S5 bk 7 1) 5
KAz Windows HEE 14558 Windows filk 55 % 54 FH 77 o
BB

1. 1F CA Access Control VA HE v, AR KT “de UK F 7“2 s A
AR U B = 2 EE T

SIS I B A 7 2 6 s N R P 4 R s DT

2. (At By SR NPT SRS AL T R G A 5
FLRIAR

a. IEFERIEIRALY AL T T RN BRI
b, EPEMRNENE, BATTE, W5 Hd R,
VRIS K S 7 DG C 8 25 P (K0 A A H T R 104K
c. MEPEEHIMEPTE AL T R A B
3. e

SIS HY L sl S A P A 55 T o SR R AR 5 e AIRAT
SR, IR UEAE 5 B S TG TE ok B AT B 1R .
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4. BUHRREIR PR B

Z
58 SCE KRR AU 5 8 1 7 448K o
W
CRIEE) 3 B IZ s - E R AR CA B3
AT RE
TR ISR T ISR
MR B

(AT R T BA. 3% . Windows 1217547+ Windows &
TS5 ) AE g A b S Ad 5 152 3 A2 44 o

o T FEAIT R DRI, R AT R R 0 B

PR 8144 o

w TR AT Ty, i R B IR N R I
B4

n T Windows 84T S s AL HI T, 8 P AT (10 B T RE
PRt 4 o

n T Windows HEEAESS# AT, e HEE AR M A
%o

HER: B IR A S Al I ECHT (*) AT CA Access Control 4%
i, #l: <IAC_ROOT_PATH>\bin\acpwd.exe.

i & 2y

(Windows JIk%%) & X Windows R4S M2 4. 1EE KR4,
i 5 Windows A% 55 J& V£ 00 1) 42 44 52 A Al ) .

2RH
frog Ja RS ARy, ot iil, PUPM 532K HAZAE R 5 13
SR, BONHZAL 5 5 St % S

(Windows HEET45 80 Windows k45 ) $5 H b 6 85 2 il Uik
R

BERFEZHEA
(Windows HEE {558 Windows Hlk%5) &7t J5 il Dy i1 4 i [A]
W
EG:y=Fl)

(Windows R 55) 45 5€ /& 75 75 %00 B 2 2 J5 55387 JA 3)) Windows ik
%o
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FHAE 7 1 -

5. FL R R IR IR, IR S AR A SR KR ALK

RS GBI R TR Sl % 5 Windows 1247 5 43 R 1%
PEAE Ty, s A mT LAARA 98 52 R B R 3 65

L6518 Windows HE5 745 5 Windows 45 K8 e 08 1T U7
PUPM 2 E LA P Y BT 5 S iy AT 7 8
T

6. TR ATLLGE I I 056k, T R AL

AR R TR HdE R Windows BT S Y (1) %5
AR 7, AT CL TR A

a. Al EHIERIR, IR E S AT A LU R SRAGFEEBUIK
JUEM I EE BN, SGERE P BN, T &
BB LA VT R ™ A AR FR

ER: WTRIE SRR BN ENLE ENVA AR, ol
e " LI 2 CA Access Control ML K141 (HNODE &,
GHNODE X}%) .

b, IR, I E AT LAE SRAFRUIK 7 SR I P B
4, BUERFEPTAT", AR AR SRR
.

Fi € i 1 o] BRI A BR, #0%T: DOMAIN\user1.
ANEEFEIE CA Access Control £V HE ] F ol

67 Windows HEEfF45 58 Windows IR 45284 iy &5 48 FH 7
T Lty IR, IR T A bR s S A i A

7' %‘ﬁittﬁ%i” .
CA Access Control 1MV H 2 Qe &4 H 77 o

E§%4gz
KRR S A AE 5 (p. 113)

Windows 21T &1

I8t Windows RunAs W T, 7 o] DUE FRRRUIK 7 RACBR A AT
K T5s. 1] LB “Windows 1217 B3 SR Al FH 7, A 24 7 44
1T RunAs I, PUPM AXEE 1] RunAs N HHFE 7 B FER AR BUDK 280
“Windows 1517 S SR 7 b T H 7 JHREREAUIK J 30 ok AT
PRS2

AN AT LALE Windows Agentless ¥iii & _F 6178 “Windows 1817 5 43" % i i
M7
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ARG, SRS e AR IEIT — IR EESALT
C:\backup\backup.exe JF & H Hiia1T. WIRHAEE S RN, RGEH
51 Steve A1k /7 John T LIFUE4 1. Steve AJ LU# ] “Windows 1247 &
P B A F 75k John 7EBEA & B IV H 00 N a6 & AL 55

LLUR R FE Ui B T Steve il John 7E44 4 win123_PUPM ()3 b 61 g Rl
F“Windows 21T 5 43" %654 FH 5 T 04T 1) 20 1% -

1. Steve 7F win123_PUPM 22353 H 7 “PUPM £ )" T HEI) CA Access
Control,

2. Steve £ CA Access Control AV # Hh AT LR $4f

a. B4 4 win123_PUPM [1] Windows Agentless ¥ 25
b. £ win123_PUPM i & & I Administrator FFAUIK 7
c. MHHEUL IS “Windows 1217 5 43 25 A8 H 77«

s #FK — win123_PUPM Backup RunAs

n  fFHFE A — Windows 1217 5 {7

NV HFEFE 1 — C:\backup\backup.exe

m K/ — Administrator

s AL —win123_PUPM

s )" — Domain1\John

HER: Steve ¥ A i 2 R John A 44

“Windows 1247 S % A48 H 77 LAt

3. HEEMIROMTES KM, ARG John 5% 3] win123_PUPM F T HF 44

3o ABAEH LT ZEEAT RunAs fir & T IR & 155 -
s K" — Administrator
W —
FER: PUPM fREEZHE John &% B AL HE AL (P AT A .

PUPM ACEL S K AT John S BT i I T 4R 45 UM AT 5515 SR M 2 47
X John B IR ZIE K, BRI AZAF1%IE K. PUPM fRHEL
CA Access Control MV H KGR AUIK J 88t , I8 HARL4S RunAs
N . S5-I .
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BEROAE 5 ~%: Windows HEE/ES

“Windows H & 41:55" Fll“Windows Al 55" #0548 FH 7 45 Bh & H sh 4k i 55k
PP K. RSSIK S & Windows Al 5548 FH IR Py 3k 7o il dn,
ST EHE w55 AR B 3 S8, HEe AR 45 AE e 251k = 5 s 3
Uity 1 AT 1TSS

1A ] AYE Windows Agentless ifi 5, _F 1z “Windows & (145"
“Windows 45" #4577 . o £ sl [ %242 CA Access Control 5t A]
1 FH “Windows 225" F1“Windows HE & 145" % 4 4E 7

FEAN AT LAy p AE ] DABE g 3 A 1R bk 7 3847 (R IR 251 4 “Windows Il 55
EAEH 7. Blan, far A ST LY Administrator 1K IS AT
55 Al = f g 7y s SANGE AN 1 NT AUTHORITY\Local Service K fiz 4T
(PR 55 B gt 2 A A HH 7

E TR, REEH D Steve RN HHE AL 5B H T, 1%
HEE AR5 K 7 440 wind56 ) Windows it s F A 8. FHEE T 5518
H win456\ServiceAdmin K /7 & 55 211% iy 141 o

Steve 7E CA Access Control fMV/E B g AT BL T #84E :

1. Steve fillEE 440 30days MM SEHE . XML EIE TR E, CA Access
Control AV R 30 KA M 25 Mk 30 o — x4, I HA AT AE
S e o N | e e W = Wl 1 [ Sl Y T

2. Steve G244 4 win456 ] Windows Agentless ¥ /. o

3. Steve i ARSI 1 o B 1) 5k & FHL wind56 3 1)
win456\ServiceAdmin 1K F*, % 30days it S i FH T 55k

Je
4. CA Access Control MV HE 1 H LA N 2464 “Windows HE & f145”
B AE

m  #H — win456 L[] UpdateTask
(C:\WINDOWS\Tasks\UpdateTask.bat)

n  fFRFHIA — Windows HE (145

s VHIFEF S — C:\WINDOWS\Tasks\UpdateTask.bat
s FERUIK S — wind56\ServiceAdmin

m i — wind56

Steve CL A ML{F A /7. CA Access Control £MV 5 B A£F I 5 £
win456\ServiceAdmin MK /7 fR 35 R INE,  JCS #4385 5] wind56 i i 3T
W SR T HE AT S 0 . SR T SR L)), Steve A L
A FH < [R) 20 B R A8l FH 77 AT 55 R R A B

>
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PUPM H &) 5%

] 20 S i Ad T (p. 238)

PUPM B3 B>

L PUPM HEE sk, 0] DL R ALK 3 i - — 20 6 5 2] PUPM Ui
Ao PUPM HIEPERASERSH G Won%m, (Higa %M a
B8 53 B ity R RERUK o ST AAEZS Y JSAE CA Access Control 1k
B AR %M,

HEEPHI! BT LI Microsoft Internet Explorer 1] % 2% # 4 H PUPM
Halgx.

P H 385k, 1HLE CA Access Control VA HE wp 1) 2 8 5 V. FH
Fo SN R A O IRCASAE FH P v L BT — AN, JFiE
UGB A MR 7 o lan, WAL PuTTY ok N AR P45
HH“SSH % 2% uifi 1,18 root K /', CA Access Control MV Bl 2 #E 1511
ML EAT A PuTTY &, JFEROE S 3% 0 5L root K7

B3R TAERE

BT PUPM B &%, 0] LIS R AU 30— 20 B 5k 3] PUPM Ui
o

\\\\\

PUR I REUEE T PUPM el k488 B Bl id s B . L Z0FE CA Access
Control AV A1) 8 8 5 N FHRE T I8 H A3 iR 4h PUPM i 1k, RS
AR e
1. ZEHVERRUNK ;P8 I 6 6 CA Access Control MV B FH Sfe 5 5% 21 v
FRPE S N R
2. WM EALT A 73 ActiveX, 2 RAELUN IR
a. CA Access Control MV P ¥4 ActiveX T &% 2 & 11 HE M.
b. 2% ActiveX.
TR A 2205 ActiveX, BTGVE A 88 5k 3y /4.
3. —H ActiveX 2355388, ActiveX 21 B 5 N R T 52 X i As
SO AP B 25 2% N B BB T E L
A SO SR AU P80 . IR SCARIZAT . &R S B3
B NERRUNK 1P
FEE: ActiveX NERIFITH ML _EARAE A A
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PUPM H 3l %5 5%

4. JEI AT, Windows ZERE S [ 5L Internet I Y28 & 11 .
T8 5% B L PRRE BRI 7
5. HEHOZRIEN, KRBTSR .Z —
n ORISR OGP R B RS NRA UK 1 % B, PUPM 23 R4

B, EIERAE S R R R 1. SRS, PUPM %
G IRPIEE Y TS
ER: WHIWFEMASCAE AT e o 5T BL A e SUBASC A
DUSIE K B4 J 56 BR 401

o WURGSCHR G FOOF LB BN BUIK &0, PUPM 2 A%
R, W O T AR N

Egﬁta:
B G S HHFLT (p. 179)

W B & X PUPM B 308N HEFHA

el LUl IS B L PUPM H 318 N AR 7 AR 3 9 PUPM H 316 5%
fefr. A PUPM B 38 sk SDK KB H & XA, 1466 A
) 1 26 5% B i £
DU R B B e A 308 5% YRR e AR 1) 7 X
1. %k Visual BASIC JHIA

fas 0] LU kv COM X% 8, ACLauncher ActiveX J5 =B & JHIAS .

2. {E CA Access Control NP/ B e B 8 sk N R, RO i
A5 R R R

3. RE R IAIA 5 s ORI
FEZRSE

PUPM [ &) 8 %)W I FE/3 Visual BASIC A (p. 206)

>
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PUPM H &) 5%

PUPM B 3% N HFEFF Visual BASIC 4

PUPM [ &/ 55 N FH R 78 FH Visual Basic JHIASK S FH A &%, &
Al LA H & X Visual Basic JHIAS, DU A1 28857 5 5% N R 7 508 oA & s
MR o

ANV PR 55 & 2205 T i LN, PUPMY B 31 6 S B TR A
AR ActiveX DUEE AT . AV BUIRSS 2 AL PLIAIAS, LU
Bty . R, ActiveX AT I AL BRI BIAS .

PUPM H 88 N HFE A T LU H 3%

JBOSS HOME/server/default/deploy/IdentityMinder.ear/config/sso _scripts

JLER
PUPM X5 53 W IRy BV AS A0 35 LU
#host#

T80 I B 806 s 21 i 53 44 B
#usernamett

FrE 2 AR ALK
#password#

Jit 8 LA R B ) )
#userdomaini#

(Active Directory) f& & UK 1 4544
#isActiveServletUrl#

5 3E ACLauncher ActiveX HI T ik f 2 i 28 N4 1) URL.
#CheckinUrl#

LEH P s S L R, $8 € ACLauncher ActiveX H 28 Ak f 2%
i) URL.

#SessionidUrl#

W2 1E 0K AE ObserverlT Enterprise, 5% ACLauncher ActiveX T
Rk 2Adsk 431 1D 1) URL,
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PUPM H &l 5%

PUPM H 5% 5 N AR I 1 UL 7 B s 8 s o] R

Set pupmObj = CreateObject("ACLauncher.ACWebLauncher")
hwnd = pupmObj.LauncheRDP("#host#", "#userDomain#\#userName#", "#password#")
' Set window close event
pupmObj . SetWindowCloseEvent (hwnd)
' Set server checkin event
pupmObj .SetServerCheckinEvent ("#isActiveServlietUrl#")
' Wait until one of the events signaled
rc = pupmObj.WaitForEvents()
If rc =1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")
ElseIf rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)
ElseIf rc = 3 Then 'the account was checkedin at the server side - close the window
call pupmObj.CloseWindow(hwnd, 120)
End If

g5

PUPM I &) 5 55 I R PP AR S5 R it F s«
= COM XA IMHILAL

Set pupmObj = CreateObject ("ACLauncher.ACWebLauncher")
w [N R AT

hwnd = pupmObj.LauncheRDP("#host#", "#userDomain#\#userName#",
"#password#")

m  Post execution tasks—password check in, interactive login or timeout
' Wait until one of the events signaled
rc = pupmObj.WaitForEvents()
If rc =1 Then 'user has closed the window - notify the server side
pupmObj .SendCheckinEvent ("#CheckinUrl#")
Elself rc = 2 Then 'timeout elapsed - close the window
call pupmObj.CloseWindow(hwnd, 0)
ElseIf rc = 3 Then 'the account was checkedin at the server side - close the
window
call pupmObj.CloseWindow(hwnd, 120)
End If
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PLdsE RN P21, E R ds U R I B A, R s
w  JEWIERAGIRY,  WSINLLR A

Set observelT = CreateObject ("ObserverIT.AgentAPI.Proxy")
w AEN IR RATERSY, WSINELR AR

'Get application processid

processID = pupmObj.GetWindowProcessID (hwnd)

'Start recording

sessionid = observeIT.StartByProcessID(processID, true)
'Send the sessions if to the ENTM server

pupmObj .AssignSessionID "#SessionidUrl#" ,sessionId

'Stop recording

observelIT.StopBySessionId sessionld, true
YaRrS
ACLauncher ActiveX fiff I UL J5 v

LauncheRDP (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT
*phWindow) ;

JA BT i N SR (R IR ST 23 1 3R [Pz P S 1 i 1 A A

Pl: Dim test Set test = CreateObject("ACLauncher.ACWebLauncher")
Hwnd = test.LauncheRDP("hostname.com", "hostname\administrator",
"password")

LaunchePUTTY  (BSTR bsHostName, BSTR bsUserName, BSTR bsPassword, VARIANT
*phWindow) ;

SR B B SEYE I PuTTY 218 3F3R ] PUTTY % )4

Pl: Dim test Set test = CreateObject("ACLauncher.ACWebLauncher")

Hwnd = test. LaunchePUTTY ("hostname.ca.com", "root", "password")

LauncheProcessAsUser (BSTR bsApplication, BSTR bsCommandline, BSTR bsUsername,
BSTR bsPassword, VARIANT *phWindow);

JR BT i AN S R IR I R [P TR A

75 Dim test Set test = CreateObject("ACLauncher. ACWebLauncher")
Hwnd = test.LauncheProcessAsUser("cmd.exe", "/k echo This console is
run under %USERNAME% account...", "administrator" , "password")

GetWindowProcessID(VARIANT *phWindow, LONG *pProcessID);
IR AT B VAR ) R 1D

75: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =
test.LauncheRDP("hostname", "administrator", "password") id =
test.GetWindowProcessID(hwnd) test.Echo "Process ID =" & id
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PUPM H &l 5%

GetWindowTitle(VARIANT *phWindow, BSTR *pbsTitle);
R [AIHE E & H AN AR 1D

7l Set test = CreateObject("ACLauncher. ACWebLauncher") hwnd =
test.LauncheRDP("hostname", "administrator", "password") title =
test.GetWindowTitle(hwnd)

CloseWindow (VARIANT *phWindow, LONG Seconds);
WRNTTERE, TSR O X BP A OCH,  JFOC IR E B AR
1%
Nl Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.Sleep(5000) test.CloseWindow(hwnd, 60)

SetTimeoutEvent (LONG seconds);

A “WaitForEvents” 7 V48 2880, — H F)iA#MME, WaitForEvents
J7 92 D00 L BEL 1 E 3 FH R [Pl— AN [E, 2R 2R - )

7MFl: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =
test.LauncheRDP("hostname", "administrator", "password")
test.SetTimeoutEvent(10)

SetWindowCloseEvent (VARIANT *phWindow) ;

/7€ “WaitForEvents” J7 vE I & 1 it . KHIE L2 )5,
“WaitForEvents” /5 2: ML BH 11 1 FH R [F] 5 W7 iR [RE, - 3 28R [l
FORNE H TR

7F]: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetWindowCloseEvent(hwnd)

SetServerCheckinEvent (BSTR bsURL);
¥ PUPM ZE N A BN RPAT 451F . B 5 7P ActiveX 71 if] PUPM

75l : Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =
test.LauncheRDP("hostname", "administrator", "password")
test.SetServerCheckinEvent("http://server.com/ __azy?djfhwek5jy34brfh
wkeb") (replace with variable)

>
>
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WaitForEvents (VARIANT *pRetVal);
BHIERIASHAT , BB — 1R
D 1— M COCHE , 2— QI ], 3— 78 IRk 254 o 5 5
BN

7~l: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SetServerCheckinEvent("http://server.com/__azy?djfhwek5jy34brfh
wkeb")

test.SetWindowCloseEvent(hwnd) test.SetTimeoutEvent(360) rc =
test.WaitForEvents() If rc = 3 Then call test.CloseWindow(hwnd, 10) End
If

SwitchToThisWindow(VARIANT *phWindow) ;
SEAT Z G Tt (1) 2
MJl: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")
test.SwitchToThisWindow(hwnd)

SendCheckinEvent (BSTR bsURL);
PR I, RIEZENFEA
MJl: Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =

test.LauncheRDP("hostname", "administrator", "password")

Sleep(LONG milliseconds);
A AT
Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =
test.Sleep(2000)
Echo (VARIANT* pArgs);
FTENTH 2 e 4

Set test = CreateObject("ACLauncher.ACWebLauncher") hwnd =
test.Echo("Password Checkin")




PUPM H 3l %5 5%

HRE

LML

S S A BB IR, AT LSS A AN A E SRR
JIEAE 0K 8 s B oM . S g B sk, Bl LU B B
K2 AE Active Directory 15 SLIFRFBUIK J o

#iltn, %E{E Active Directory 11 X 444 examplel [ UNAB i i, FFKf
examplel i P RIZH (f94F root) ILH% % Active Directory. #%4 root /7
€ XA CA Access Control AV BE i REAUIK o I RIS FEZS H root
BHEH T B8k, BIESE&3E LT root K7 ¥ &, IX 42 Active
Directory 2% . EAELSH root I T 406 5%, BT LIk £
k3| examplel i 1 o

CA Access Control ANV B i 7488 4 e 6 o YRR e FO R A ity A 1) 5
R FIR I, — FUR B S N R I 40 B4 ity i, AN 75 A T oAt 20
DREN A S S 5 K .

W &amE R, AT LB F) CA Access Control i i 5 PUPM AHAE A,
DA ERER A RN P B P &3 AN P 2 RO P 3 6 5
18 H 8/ %8 5% & 5% 31 CA Access Control ¥ qi B, 2w i A AEH -

Lhm G AL T AR e s VER DR,
o BRmEE e, T UERE R UER] PUPM B8 SRR 6ok 2

VAN

n EERETUTH, BT PR E Y CA Access Control 5 N B #Z1c sk FIAE
PRI, ARV 4, AR B 4

W HIE TR E ™ CA Access Control 5 N8 A% s AIE H AP ok I g
IWIH 44, CA Access Control 2 BRUG SR HAZ R . BRI H
AR AT Fe ) P R o A ORI AR = () e A% SR e
JUVATAE CA Access Control ZEFEH 52 X, CA Access Control 2 2FHER
I A% AR 7 () i R

B, A8 g S N A AR . AE % L, userl M D FH
A I, M4k privileged _user HIHFALMK (1 o AR X 2 ik
7. Y userl fi ] BB ERAEN privileged_user 5% )i S5, CA
Access Control $ 1% 5 s 15 1) A% A 20 I, il
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PUPM H 3))%:

A A] LEE 22355 T CA Access Control ff)“Windows Agentless” F1SSH 14 45”
vy i AT R Ao i, AL, Al A B8 Sk A R
i,

BOANTEOLTR, 48223 17 “PUPM £ 1 T HEIY) CA Access Control
N, 28 H&umtEmk. 7523 CA Access Control 2 J5, f¥/H] CA Access
Control ¥ i 5 PR et i p b A 20w £ 1 o

Bl BREFHEZILRE

PR 7 Stz 7 J4 e & i Bl D FR 8 S A A D 3K
FI P b 2548 Y PUPM B )35 S5 R 6 5 1) 3 1

RO S Sy

K& B

fH)144: examplel\administrator

;. examplel.domain.com

Fifr: Zmifiiss

HiH: 2010 4= 5 A 27 H

fA]: 17:35

TEAME B\ XK R ABE R

FPEs4iE ID: 7dd2b3dc-8ala-4ffa-8e7d-f9bc20d2b341
Fiigbrk: 0S5 H/

Bl BRG] B A% IR

DU /-9 7 1 S5 TC 5 28 i 2 1 TR P2 (R B 07 el Al . I8 TR e
¥ CA Access Control 5 N 'd % id sk AIAE RS, ZAE A ST 7
%y MARRBUK % BV 4 (userl) SI{EH P 27 B,
MARFAUIK - (administrator) #1454 201 7 44 B b

HF2RAY: BT

W& o

#: FILE

WP C:\tmp\core.txt

giiel: AT

4. domain\userl

#ifi: examplel.domain.com

FiFP: C:\WINDOWS\system32\cmd.exe
Hig: 2010 £ 2 J 02 H

Afa]: 14:20

TEAME B\ SR AV PR

g s4iE ID: 7dd2b3dc-8ala-4ffa-8e7d-f9bc20d2b341
Fi%brdi: 0S H

BRI 4: examplel\administrator.

2

g
fals

i

212 ML PR



PUPM H 3l %5 5%

FEZE)-Y

P AR B (p. 229)
A SRR S 25 I (p. 214)

IR R LA R

W &R, AT LB Y CA Access Control ¥iii 5 5 PUPM AHAE Y,
DU N3 i 22 s YE R AT

PAUR R B 1 2 S RSP A J 2L

1. FHE ] B 3825 Y CA Access Control ANV HE A R EFRL K 435
i,
2. CA Access Control V& M DMS K& S VEL (S, Bl 4%
SKENH BRIE R BB WHEH R SRR A FR . 28 ik
FR I A FR A R i 1 R 2 K
3. CA Access Control i 5[] PUPM AHEZE 1 5L BA A oA 22 8 Sk i vy
Ho
4. AT RRERUNK P OE Sk B s, CA Access Control #2405 #8440
EERFAUDK 1) A b B0 R S R I L R A
a. ISR ALK ARG SR AT T B A ik, BEH PR
Sl A3 SR A RS R B . KRR AL Z —
w R FEEAS K T PUPM AR B AT L B BUIK P IR 5 ST
R, SIES4%5 3% 22K,
m WURFEEAS K P PUPM AR EEAAT T B BUK 7 Sk
AR, SIS TERA AR BRI S o0 R Fevresk, filn,
ANAEAERT 1R85 ) TERMINAL FR 1

w WCRATERE MK, SIS AR BT ARG 00 T e vF

Bk
b, SR PR AR A A TP BRI 5 G030 TR 5
RAEBL RS —

o RIS G, S R P AT
(S O P SIREPNPARE

o R BRI S TR BUM 4 BT
I B SROE S N

>
>
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N
il

d
®

PUPM H 3))%:

FEZE)-Y

P AR B (p. 229)
A SRR S 25 I (p. 214)

22 i 5 3K FR) SE HEE TR B T

FES A S B AT, T LT WA

15 0] LAFE 22T CA Access Control []“Windows Agentless” fl1“SSH ¥
2% s R ERCE AR . AN REAE H A p R N A
o

(UNIX) CA Access Control 2506 PAM & s 44 38 HH - FH SR I $2 0 5 1)
BRI B, Wi P E A SSH & # i . CA Access Control
WA ] PAM XS BOR A4 SSH 6%

BLF5 7 CA Access Control ¥ PAM 280 T8 %k f 7, iBEE S %
FEF ) LOGINAPPL i3k H % & loginflags(pamlogin) Fxrici. f120:

editres loginappl SSH loginflags(pamlogin)

EOLRE N R BUNK ™ 5% R R B o S B O I 55K 7 8 SN
A

DA A B8 B R BUIK N, dim R A 2 A ] o

(UNIX) AN B i B2 e H 1 SSH B oo AEAE PR Il A& ]k 2 4R
A LEH PR PUPM [ 3176 5 R 25 R BUNK P 438 1 -5 % 21 CA
Access Control ¥iij s B A AEH, PUPM A ER AL SSH 5 o5 ) o ikl
PN

WIS 'S A SUBIASK ) g ARG SRR o N R, A
JA AR G SRS R A um AL i, V7 A AH Y IR S S A S 1AL
LOGINAPPL i’ 3% 1 loginflags(pamlogin) J& 1 .

FEZRSE

Jic ' 2 2R K (p. 229)
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F7E: HLE PUPM ¥ &

A0 DA 3238

£ JBoss N2 Iy DAMEAE HI #5472 JDBC) B U A (p. 215)
Oracle ##i e 1 HARAS B (p. 219)

Fict & it DA T3 )% (ODBC. OLEDB. OCD) Z5HEAE T (p. 221)
e 5 S USSP 5 2 ((NET) B4 7 (p. 222)

Fic 5 i A A4 ) CL 250548 T 7 (p. 223)

o] P i iy e DA A FH 85 4 FH 7 SDK S FH AT (p. 226)
Qe P v s A(EA ] Web Jile 55 PUPM SDK W FHFEIT (p. 228)

BC F 2% i 5 1% (p. 229)

#E% JBoss N HIFE 7 AR A $dE 2 (JDBC) FSAE A

] LUAE ] JDBC £t 22 255 R A5 FH 7 Sk 44 ] JDBC 3B 2 £ in 2 (1) )3
R A g i 2500 . TS Ve Al Ik Y AR e S (I 3 AL 1A T 5 40 56 UE
PUPM fUHH #S<= M\ CA Access Control /MY # SRR AUIK Fr 4861, JF¥t
16 23 8 205 1 2 480 R R AR P 35

0 MC B R P 5 A B P W, 8 M % i o L4 Y JDBC
R ERTT o
#E7% JBoss N FIAE 7 AR AE B 2 (JDBC) HAB 75

1. B\ E % s B2 B T “PUPM £E 1 T BEIT) CA Access
Control, i 214040 FE i B H R P48 H JRE 1.5 B @A

HR: %3 CA Access Control [f3 i 2238 1 M 2IHGE 12 1) N
FRIP . BEANTE B H FE FHL %2 2% CA Access Control.

2. WCRSERREAE PR N R IE AR AT, TRk

3. Si# FHIH 3%, g ACInstallDir & 15 %¢35% CA Access Control [1 H
K

ACInstallDir/SDK/JDBC
4. RFNLLH S
m CAJDBCService.sar
m CAIDBCDriver.jar
m  CAPUPMClientCommons.jar

m jsafeFIPS.jar
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#E JBoss MW HIRR e US4 FH £l /4 (JDBO) A A1 T

5. Kt CAIDBCService.sar 52| N5 H 3%, ILrf JBOSS_ HOME Ji:fs 4%
JBoss [ H 3%

JBOSS HOME/server/default/deploy

6. K 3C1F CAIDBCDriver.jar. CAPUPMClientCommons.jar fil jsafeFIPS.jar
CEHEIRYII S

JBOSS_HOME/server/lib
7. gﬁﬂ%@ﬂﬂﬁ%%ﬁi, FR By B A4 ] 77 78 SCRIEHRE IR XML 3L
8. ATHM#ATIE . HPAT FIIERIELZ —

m  E1X) Microsoft SQL Server H & CEUE S IC E SCAE (p. 216)

m %) Oracle H e XA YR AL & SCHE (p. 217)

B A8 SO YT B S DU 2 B e e B E AR R R
9. JA#)) CA Access Control.

& O gl B i DA SR A T . BUAE,  AAZH04 CA Access
Control 4P A B AN IR P QI B A A I 7 o B R A3 1 7
ZJa, JREZN R

Eg%‘a@:

R Ji 9] IDBC EdE % (p. 218)
IS T (p. 199)

&% Microsoft SQL Server B & X B 3EYREC & L4

& n] LABCE JDBC 4k P s it A F k% 40 H JDBC 1E 8231 Microsoft
SQL Server F i 14 (1) )3 FHFE 7 A (AR i 4 At . L 2% ity A DL JDBC
FROAE T 2 )5, iE e YD,

£%F Microsoft SQL Server B & X E IR B XAt

1. $F <driver-class> Fric, FERFERINE 4N JDBC X ANFE 2@ 1 o
i

<driver-class>com.ca.ppm.clients.jdbc.CAIDBCDriver</driver-class>

2. $# <connection-url> ric, FRFERE ¥ A e e B e
il

<connection-url>>@a@com.microsoft.sqlserver.jdbc.SQLServerDriver@a@jdbc:s
glserver://SQLServerl:1433;selectMethod=cursor;DatabaseName=tempdb</conne
ction-url>

216 AV iR



HE 2% JBoss N HIFE Fe MBI 2 5 (JDBO) #5617

J& 3] CA Access Control.

B EUB BRI B SC A 2 X 3] Microsoft SQL Server.  BILZE, W40
74 CA Access Control AV HE A iy W F RS P B s s i A . 6] 2
SAAE T 2 )5, RsnzN R

EFXT Oracle B & X BHEVEIC & SCHF
fas ] UM & JDBC £t 22 5 i FH 77 ok 2k 4 ] JDBC 1% 231 Oracle %i#f
JEE R IS R o (K R i i 5 o v 5 i LA T JDBC S5 R 4ifi ) 5 2
i, ESTE R YD .

&r%f Oracle B & X IEVRRACLE 4

1.

$k #) <xa-datasource-class> Fric, FEEERIAE 40k
CAJDBCDataSource 2@ M. -

<xa-datasource-class>com.ca.ppm.clients. jdbc.CAIDBCDataSource</xa-datasou
rce-class>

EEURH! B0 BIOME R A KNS TE A
3BT 1) <xa-datasource-property name=> biricto i %:

<xa-datasource-property
name="URL">jdbc:oracle:oci8:@tc</xa-datasource-property>
<xa-datasource-property name="User">scott</xa-datasource-property>
<xa-datasource-property name="Password">tiger</xa-datasource-property>

ReX g MR A 2R TR S .

<xa-datasource-property
name="CAJDBCProperties">CAIDBCPropertyRealDatasourceClass="oracle.jdbc.xa
.client.OracleXADataSource";URL="jdbc:oracle:oci8:@tc";User="scott";Passw
ord="tiger";</xa-datasource-property>

J& 3)] CA Access Control.
& 24 Oracle H & X T YR RC E XA BIAE, 204 CA Access

Control AV B A N FHRE PP Qg S A A T . GRS AS A Ay
ZJa, AEEN R

W7 &, MUE PUPM R 217



#ES% JBoss W RE > LAEAR ] #cdfe )2 UDBO) % A ki s

LA 5 7~B]: JDBC HEE

Rz, RGEHE G Steve {F ] JBoss W FHFET IR 48 KT
A SRR (P R o N AR B SO K 561E 21 Microsoft sQL
Server 4l FE %L . Steve BB JBoss N HIFE P IR &5 2%, DUMEERRIRY
N R E R EAR R, B2 N PUPM SRISURFRUIK F %05

Steve CL7E Windows ¥iij &1 %2 %E T JBoss N HIFE P IR &5 2 A 4.2.3.GA
F1 Java Development Kit (JDK) 1.6.0_19. ¥iij ;i iy 44 41 JBossEndpoint.
%4 JBossEndpoint\Administrator [*JF /7 1§ H run.bat SCFK )5 5l JBoss
NHREF RS 2%, 1205525 LIs 7% H: ) Microsoft SQL Server £4is [ 1
NIRRT N HHRE AL sa ik Fe 20 50 d e

1. Steve 7f JBossEndpoint AT L N ERAE:
a. 151k JBoss.
b. Z&L)EH T “PUPM 1" TIfREN] CA Access Control.
c. FMIELUTH®x:
C:\Program Files\CA\AccessControl\\SDK\JDBC
d. FRFILL A
m  CAJDBCService.sar
m CAIDBCDriver.jar
m  CAPUPMClientCommons.jar
m jsafeFIPS.jar
e. #4301 CAIDBCService.sar il F 41 H %
C:\jboss-4.2.3.GA\server\default\deploy

f. B3 f}: CAIDBCDriver.jar. CAPUPMClientCommons.jar Al
jsafeFIPS.jar il 2 41 H 3% :

C:\jboss-4.2.3.GA\server\default\lib

g SMELLIFHX:

C:\jboss-4.2.3.GA\server\default\deploy
h. FTTF R OISO AT G

imworkflowdb-ds.xml

objectstore-ds.xml

reportsnapshot-ds.xml

userstore-ds.xml
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Oracle %d e 1) HoAth /5 2

i. 3| <driver-class> fric, FERFERIANME Rl IDBC X AN FE 72K R
o ol

<driver-class>com.ca.ppm.clients.jdbc.CAIDBCDriver</driver-class>

j. F| <connection-url> Fric, FERFERINE Ry B ds R e %
Ho .

<connection-url>>@aacom.microsoft.sqlserver.jdbc.SQLServerDriver@aajd
bc:sqlserver://SQLServerl:1433; selectMethod=cursor;DatabaseName=tempd
b</connection-url>

k. DRAFIFRMISCAE.
l.  JA3)l CA Access Control.
2. Steve fF CA Access Control fV & B 4T LA N 4E4E:
a. {34 4 JBossEndpoint_PUPM f#]“Windows Agentless” 27 [ iy

\\\\\

b. 1F JBossEndpoint_PUPM i i [ &0 sa FrRUK F .
c. AEHITR A E O] i H s 1 R A
- %FR — JBossEndpoint MS SQL %%
- fl &SRR — ¥k % (ODBC/JIDBC/OLEDB/OCI)
- NHFEFHE — C\jboss-4.2.3.GA\bin\run.bat
- K" —sa
- F#Hl — JBossEndpoint
- H " — IBossEndpoint\Administrator

3. JBossEndpoint\Administrator ] )il i IZ4T run.bat SO B A
JBoss W FHFE T 4545 o

JBoss N HIFEI TR S i 80, T N FHRE P 2218 H: ) sQl Server.
PUPM ARERFA A ZIE L 24K, F m) W FH RE 32 SR BUMK 2540

4. Steve 7£ NI H %M IBoss H ki U A A Akt iz .

C:\jboss-4.2.3.GA\server\default\log

Oracle 3R FE R H AL B

Tnsnames.ora SCF )2 Oracle Bt & S04, w8 & 7 i FH oK% 831 Oracle %%
P PER B PEHbIE . Tnsnames.ora XA AT RERL S 2D FENLA . . R
24k S4B A FREL SID,

7 . L PUPM 3t 219



Oracle %[22 1 oAb fi5

PUPM fi# 4T SORACLE_HOME F1 STNS_ADMIN FRE54AR &, DU g4
tnsnames.ora SCAF I SEHEEE AT . ISR S AL T A MR I A P e X

HKEY_LOCAL_MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Instrumentation\
PlugIns\plugin\EnvironmentVariables

HF
R PARE L 2 R I A4 R
{H: OCIPlg. ODBCPIg. OLEDBPIg

FFR M PUPM 24 Oracle s 5 (P& FE 24, #E4 AR HT thsnames.ora
e WMAZS R B ATATIX L BRI 2 AME,  PUPM A2 Ry BN 1]
AEr) B PEZL A O AR I . PUPM AR T AT 1Y X 28 52 K036 3] CA
Access Control AV #E, CA Access Control /MY # SRR L5 W 25 45 5 /T
HC AT REAIK 7 350

5]: tnsnames.ora 3L ) 2% 42

LR N 4 tnsnames.ora LA 741 :

SAMPLE_INSTANCE=
(DESCRIPTION=
(SOURCE_ROUTE=yes)
(ADDRESS=(PROTOCOL=tcp) (HOST=host1) (PORT=1630)) # hop 1
(ADDRESS_LIST=
(FAILOVER=0n)
(LOAD_BALANCE=0ff) # hop 2
(ADDRESS=(PROTOCOL=tcp) (HOST=host2a) (PORT=1630) )
(ADDRESS=(PROTOCOL=tcp) (HOST=host2b) (PORT=1630) ) )
(ADDRESS=(PROTOCOL=tcp) (HOST=host3) (PORT=1521)) # hop 3
(CONNECT DATA=(SERVICE NAME=Sales.example.com)))

1 PUPM fRELAEHT 1% tnsnames.ora SCAFIN, 25K DL W45 45 k2% 31 CA
Access Control /Il P .

m  HOST=host1, PORT=1630

s HOST=host2a, PORT=1630

s HOST=host2b, PORT=1630

m  HOST=host3, PORT=1521, SERVICE_NAME= Sales.example.com




Pt B v 5 DL A ] 204 )% (ODBC. OLEDB. OCI) ZdAdi ] )y

BCE s i LAMEF FH%3E % (ODBC. OLEDB. OCI) ZHGf

H77

%FF Windows Agentless % f A 3%

f&nr LLf H] ODBC. OLEDB Bk OCI ¥ 72 % i FH 77 >k 5 e FH ODBC.
OLEDB Y, OCI 52 2454 e 1 3 FH RS e o IR B g 85 i 4 B FH A
WEEBIEAR R, PUPM REESHEIZER 2R, JRR gm0 200 &%
45 )\ CA Access Control AV B A 2 2 IRFRUIK F 2% Al

I R P A 20 B BE F %235 T CA Access Control ] Windows Agentless Jij /5.
o RS ARGIE OC B AL F VRN FH R A R 2
OCI8 Bl T Sl AR

PUPM i FHAN R P dei A £ e R PR Y i e 22k, il i, oCl #difth4
AT ol FiEFe 2=k FAEM R I ] CA Access Control i 1)4T
N

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Instrumentation\
PlugIns

FEAMELFBCE AL T LU I
m  OCl—Instrumentation\Plugins\OCIPlg

m  ODBC—Instrumentation\Plugins\ODBCPIg
m  OLEDB—Instrumentation\Plugins\OLEDBPIg

JiC B0 s LAE{E I 4382 (ODBC. OLEDB. OCI) #Hgff By
1. FRIAFENE S 223 T CA Access Control 38 H T “PUPM 1% i g

ER: 2% CA Access Control [13m i | 22384 T 3% e 31 B 726 1 v HH
PP BANTT AR H0E 22 L 2% CA Access Control.

2. {Eui A _E45% 1F CA Access Control.
3. (EIEFRAE e MR i, AT DU ERAE:
m i\ OperationMode VF I} R IHKIME N 1.

I MRS T .
n BN IR I RERE 2 PR ApplyOnProcess V14 T )
{E.

MR IR e d A N R RE . Bilan,  anSREEAE N 1S N H
PR A A H 7y, 1A w3wp.exe A& 7 IR TTIHE o
HE: &S AT E SO MR ERAEEE, 1
il http://ca.com/worldwide 5 AR T FFEER .
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P 5 9 o AR i % (CNET) R A

4. JA 7} CA Access Control.

T OIS g i DU S A 7 . IRAE, L2004 CA Access
Control AV FE o frg N FH RS e G 2kt e 2 s h sk FH 7

R WEREH s N HFE PRI A Ty, A IdE
NT_AUTHORITYANETWORK SERVICE Fll hostname\lUSR_hostname |}
AJ DAS 2 3 0 A 7 SRR U BUIK 358, T hostname J2: i 1
4 F5 .

Fic B s AR AE PSR B (NET) B AR T

ZE Windows Agentless ¥ m_EH 2K

o] DU NET 0080 22 3 FH >R e A ONET 328 482 21 58000 2 1 1
FHRE PR I A gm it 200 . N AR e e e R s e, PUPM AR
SEHZER A, PR Y b %A B e A CA Access Control fEE
AR BRI 205

R MR PO AE 235 T CA Access Control [] Windows
Agentless ¥ s, I

PUPM fiff R 2 38 INAR A RPN #2098,  INET SRR
HNET &8s, AT MR i CA Access Control .NET [FI4T

HKEY LOCAL MACHINE\SOFTWARE\ComputerAssociates\AccessControl\Instrumentation\
.NET\

PRAT A8 A BB T LU 3
m  Profiler—Instrumentation\.NET\Profiler\

m  Plugin—Instrumentation\.NET\Profiler\Plugin

PC B S DA A NET $038 PR RS
1. BRINTES 52235 T CA Access Control 3/ F T “PUPM 4E 1K Th g

ER: 223% CA Access Control [ ui i b 22288 T 3 8 2050 4 1 v H
. AT EAEEPE 2 EHL 2235 CA Access Controls

2. {Eui A _E45 1F CA Access Control.
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Mc B 0 s MU CLn s A ]y

3. {EIEERANE MIEM R T I0h, AT DL A
»  ffiiA OperationMode VI R IR 1.
VEM RIS T 4G

BEEPIHA! #iiA OperationMode VI it & T %o B 2 2 R4 £ 15
M 1o

n  BIAEAT N R I IERE X FR & ApplyOnProcess V3 iff 2 Tt 1]
{H.
b R IE N RS . B, SRR IEAE A 1S Y H
TR @ A 77, 15MIA w3wp.exe 233 M 2 I R){E
HE: #EAE AT E SO MR . ERAERE, i
il http://ca.com/worldwide 5 AR T HHER .

4. JA3f) CA Access Control,

T 2RI ity o DA B e s i A F 7 . TIAE, 204 CA Access

Control ANV B v iy W FH RS e 61 B e J2e 35 i ek HH 77

R R us N R P A S 7, Wk

NT_AUTHORITYANETWORK SERVICE FlI hostname\lUSR_hostname & 5

] DA A A4S 7 R SRR bR P 2 b g P, o
hostname & it 15 ) 24 K o

Hic B b a DMEfFE A CLL SR

CLI R A 5 A — B e T e LR S 7. T B cu
B A5 FH ¥ A P 110 il s 0 3 A 5 e DR RPN 7 868 . cLL B A
ORI ASTT IR 28 s NREAIK P 3. AR 25 I H puPM AR
P, ZACFE M CA Access Control AV B 4G ZRFFALIK J 2571

] Ll 25048 1 )7 9% 'S Jbat 58 .sh A4S, X SBRIASZ BR T H D Rem G
VRN A S E A . il an, T DAgR S Al acpwd S L 1 D
AT T S I g S 5 0 . B AE R CLl SRS AE F 7k Ay B
M3 s T 2 ATIE4T acpwd SEH T H.

R BIETTLLEH] PUPM SDK K BAIAS A s £ g 25 i 5 45 Ay s BB
e BN, {EH] PUPM SDK 45 H & SCIIA KA 22 /> S v )
.

7. JUE PUPM BN 223


http://www.ca.com/worldwide

P 3 sl AR CLn s A s

BB o s AEAE A cu RS 4E 5
1. HWRINLER S F2235 T CA Access Control 315 FH T “PUPM £E " T fg o
2. KLU i i BN A

acpwd {-checkout | -get} -account name -ep name -eptype type [-container namel
-nologo

HER: K acpwd SEIFEHELTEANGE R, WS (Z2F751) .
3. BRI HIBIAS LA ] 2 s L CReBUIK P 305D
WO LN E I i LU cu S a8 ] . BIAE, R Z0AE CA Access
Control AP/ B b G R RIAS ) SR AT % T 5 AL (SDK/CLI) 2 i ik
J7 o
Eg%‘a@:

U7 (p. 199)

CLI SR {5 A O i A SR 2

Sl LA Lt S R A 73K AR F (10 88 G L i 0 00 AR S
o CL A REAE T 2R I AAE ] acowd SEH] T HARIK . 25 H sli&EA
R RS . AT CL R AE AT L RT LM S s i AT IE AT
acpwd S T H . Tl CL SRS AL ] 7 (K A U8l 34 B R A acpwd
ST A.

R BAEHAF Ny 247 acpwd S2H T H, #0020 J64E CA
Access Control MV # HoRg A B sz T s SO “8k 441 & T A2
{0 (SDK/CLI) B RUAT FH U7 o 12230 Ad F 7 e ARV SR EURF ALK F 4305 1)
H PRI
PUREFEVEH T cLl S8R5 A5 FH 7 1R A D .
1. LURA5 Rz — U i 1 acpwd SEH T A
s PSR His Tz H T A
n JIAREON HFE RS 28 ia AT IR HZ S T .
2. acpwd SEH T EOEREFAUIK F 508, PUPM AREREZIE SR K 45 CA
Access Control AV B 34 TF 4o

3. CA Access Control fMP4E # RERFBUDK J 2350 A ik B . PUPM A
PR Rz, ORS00 R 5 R UG FE P Rl S AE S .
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P e v st DA CLr S F

4. 18 (Hiﬂiﬁfﬁ%fl‘;”g}?ﬁ[ﬁﬁ\%%) B CA Access Control VA HHZE A
WWF , 1 PUPM AR 20 SRS B

5. PUPM fREESICKZEN ORI IHIAG B

ERE: HAHTFE (0) FAMS B3R PUPM ARBL O Ik 2. 2
% Azﬂ ﬁ%mwM%%h?%%mﬁ%mu,m I (=%
EH)

B IREUE RS A

U N B2 PP A R, ZARYE Windows _F3RIBURFRUIK 25
e ZontilEsE, PUPMAREE L2285 7E CA Access Control Jiij & .

ZR AR 22338058 F A\ CA Access Control MY 7 B SRER R4 A bk J1 35
i, 7E Windows V& s AR 45 H «

set AdminUser=PowerUser

FOR /F "tokens=*" %%i IN ('"C:\Program Files\AccessControl\bin\acpwd.exe" -get
-account PowerUser

-ep compl 123 -eptype "Windows Agentless" -container "Windows Accounts" -nologo')
DO SET AdminPassword=5%i

set runasadmin="C:\utils\psexec.exe" -u %AdminUser% -p
%srunasadmin% %AdminPassword%s REG ADD "HKLM\SOFTWARE\PUPM Registry"
%srunasadmin® SsAdminPassword%s REG DELETE "HKLM\SOFTWARE\PUPM Registry" /F

TEZ R T, AIZAT PUPM ARBIR SRR BN 3 0 o 12 IAIAS 0, 5k
F1 2K (PowerUser) lﬁﬁ)f—i%ﬁ\ (compl_123). ¥ 255 (Windows
Agentless). F /7 (Windows /") AR, ZHASER PUPM ACEE
RN ERY, FEH I E S DU R P 51817 PsExec #2728 i A
Ry IR I
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A1 I S A FE 0 58 P 7 SDK S FH R P

4T B B e s AR ASE R PSS A 5 SDK Y R

0] DAAE 2 48 1 77 SDK A CA Access Control i 14w 5 N L P, X
SRR R rl 3RE . A8 AN ZE AR RUDK s h, Pt S 2 A A
B0 36AIE

M AT N RPN, N R4 8 M CA Access Control £V BE 3

. 25 a8 NRRRUIK P 2505 1F) PUPM AR EE .

H PRS2 4 ] 77 SDK:

m  Java PUPM SDK — fifi H{i% SDK ®] & Windows 11 UNIX ¥ 2525 Java
N R o
1590 5 1 Java N R 00 25048 F JRE 1.5 BCE SR A

= .NET PUPM SDK — {i 1% SDK 1] 2k Windows 3 4% 5 C# N H #2
o
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ZAE A= (3) T H R
= Applications— {3 % RF i TN FH R () s
n  OS— O HAE RGN
= Virtualization— % B fUAL RS0 W o
CA Access Control LASCASCAEI L AR BEdems,  SCPF 0 35 AT 10 mg
(1) selang JAIAS . RS SRIG AR AT A —ASULEC NS, 0] LURRIUH #0E
PR . M CA Access Control AixMb 7 HH 855 I 355 25 SR s
BT LU N T A4 Z05%E . OS_ACTION
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oK H Solaris SPARC 9 7 S [ LL T i B 71 T 7 1l Skemes (1R R 7 5
i1 selang TEVLIUIN T ARG A5 1F5 (#) TSR AT AR o

#

# * Home Directories Protection Policy *

# Sk ok ok sk kK 3k 5k ok ok ok ok ok ok sk ok sk ok sk sk ok k >k sk sk ok sk ok ok ko sk kk sk sk skkk

#

# This policy uses the FILE class to protect the home
# directories of sensitive users so that only the owner
of each directory can access it.

Prerequisites:
None

Roles:
None

Containers:
POL_HOME DIR - home directories of sensitive users

H R OH R R W WK B W W

H*

# define container POL HOME DIR

# Protect home directories

editres  CONTAINER POL HOME DIR audit(<!POLICY AUDIT MODE>) owner(+nobody)
comment ("AC Sample - Protect home directories")

authorize CONTAINER POL HOME DIR uid(* undefined) access(NONE)

editres ACVAR ("HOME OS ADMIN") value("/root") type(static)

editusr (<!USER 0S ADMIN>)

# define specific FILE resources and connect them with POL HOME DIR
editres FILE ("<!HOME 0S ADMIN>/*") audit(<!POLICY AUDIT MODE>) owner(+nobody)
defaccess (NONE) <!POLICY WARNING MODE> comment("AC Sample")

authorize FILE ("<!HOME 0S ADMIN>/*") uid(<!USER 0S ADMIN>) access(ALL)
chres CONTAINER POL_HOME DIR mem+("<!HOME_0S ADMIN>/*") of class(FILE)

Bl B SR A AR

41 selang it {57~ POL_SYS_FILES )& M. AIX 7R 0 S A 5 (97 R
G SCA ()1 SRS

AC> sr container POL SYS FILES
Data for CONTAINER 'POL_SYS FILES'

ACLs :
Accessor Access
ROL SYSADMIN (GROUP ) All
ROL SYSTEM (GROUP ) All
* (USER ) R, Chdir
_undefined (USER ) R, Chdir
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Members
/boot/*
/dev/kmem
/dev/mem
/dev/port

Audit mode

Owner

Create time

Update time

Updated by

Comment

(FILE )
(FILE )
(FILE )
(FILE )

: Failure

: +nobody (USER )

: 10-Dec-2008 10:32

: 10-Dec-2008 10:35

: root (USER )

: AC Sample - Protect 0S system files

il g AR
K H Red Hat Enterprise Linux 5 7~ 7 S B& 1) UL 7 B 7R T 7191 S A

A (177 3.

FEZ P BOR S  sBlSg E SCT AL ML ] RE A FRANE

PR root )5 H 3%

#

# * AC Variables Definitions *
# Sk ok sk sk sk ok ok ok sk ok sk >k sk sk kok sk ok Sk sk sk sk k ok okok sk k

#

# The rules in this section define variables that policies use.

# Variables:

# LOCALHOST
# POLICY AUDIT MODE
# POLICY DEFACCESS

#

editres ACVAR
editres ACVAR
editres ACVAR
editres ACVAR
editres ACVAR

Eg%‘la:

: list of possible names for local host
: set policies audit mode
: set defaccess of policies’ resources

("LOCALHOST") value("localhost") type(static)
("LOCALHOST") value+("127.0.0.1")

("LOCALHOST") value+("0.0.0.0")

("POLICY AUDIT MODE") value("FAILURE") type(static)
("POLICY DEFACCESS") value("ALL") type(static)

HI 5 AR (p. 92)

B AR (p. 93)
A FH A% = [ HE I (p. 94)

sy s AT A (15 5K (p. 96)
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VMWare VSphere 504k 73K o

T MR B A S B SR IS T LA N A E RGBT 5

n BERSR

m Red Hat Advanced Server Linux

f%ﬁﬁﬁd

m  SuSE Linux

m SLES

m AlX

s HP-UX

m Solaris

= Windows 2003 R2

s Windows 2008 R2
RIS

m  VMWare Server ESX

= Solaris 10 _I[¥] Solaris [X 1%

m  Hyper-V

A T A B3 A S B SR A7 B

AV B 55 2% 7 22 2 T TR S AR R 5 512 R SRS A7 ik /E DMIS s
IR ARG TS AV BEIR 55 45 (K 4B 2N H 356 1o

M CA Access Control AV #H 1)« S ME 5 B ¥4 v 457 BRI M P R g 2 S
T
TEHREIR CA Access Control T 2e2% I, 308 P R e A S B SR W AR A £t A
D AR
ACInstallDir/samples/Policies/Out0fTheBox
ACInstallDir

5E X CA Access Control [F]235 H 5% .

302 LA PR



AT A o S SR LA

CA Access Control LASCA S IE AU hdems,  SCPF 0 S AT i mg
(1) selang AR . BEANSEE AT —ANVLHCHENS , R nT DUR R IO 6 &
RIS . M CA Access Control M4 PR 343228 R 340 32 SRS o
TSRS AT LR A 44 2058 . REGULATION_ACTION
REGULATION

JE A I H] T VAR ) A4 K o
ACTION

T T AR IR S 04

{&: deploy ! undeploy

B, FHISCAELE PCIDSS A 7.1.1 /N5 (791 30 22 SR s «
pci_dss_7.1.1 deploy.txt

R WP AR S B SR o T E R4, JF Hi&E T Windows
FTUNIX R

TR A B e S B SR I A

FENRME AL A selang JAIAS, ALHRRITERE W] T 12 S0ms 1) H 3 S A0

Srit:
. i
RIS R LA A T < S 55 B DA
—5.
. h

R PEAN S SR SRS S, T R . (HE, BHIRARE RS
MAE A AR O T ez il SRR ASR, i ACL{E
SR A AR R M i R B ANV AT BRI, R R A
AL ARV EC A UL, SR R A 1 A

= fith
N T A EL, RS Rs ACL ] T At RN A T ARAE ]
F&my LIS IS B F P ) CA Access Control HI 7 4

Mg AL 458 ROL_role_name. I, 754 St
ROL_SYSTEM 4 FIW'E ARG H /7 (4 adm Fllp) o VFZ 35S Ayix st
F P Z B HTIE 4IRS E5AE) , (B b AR 2,
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Bl RN B R ST SR R

K H PCI_DSS_7.1.1 3 M\ PESRIE (P UL T i B T 38 DR R A S i 3R
W R R 7 e i selang TEVERRIUIE DAVG A5 7545 (#) L IAT /23E
.

#

# * 2. Protect <!USER 0S ADMIN> Logon and Access Control Administration *

# Sk ok 3k sk ok K 3K 5k 3k ok ok ok ok ok >k ok ok ok ok ok ok ok K K Kok sk ok ok ok sk ok ok 3k ok sk ok ok sk ok ok sk sk ok ok sk sk ok ok sk K >k ok sk ok ok sk sk kok sk sk kk sk k sk sk sk k >k

#

# This section uses the TERMINAL class to restrict administrator users from

# logging in directly (read access). Access Control administration is blocked as
# well (write access).

#

# To separate security administration from system administration, the policy
# sets READ access only to these special terminals.

#

editres  TERMINAL ("<!HOSTNAME>") audit(ALL) warning

authorize TERMINAL ("<!HOSTNAME>") uid("<!USER 0S ADMIN>") deniedaccess(READ)
# The following line is commented because the warning mode in UNIX is not

# applicable for write access to class TERMINAL.

#authorize TERMINAL ("<!HOSTNAME>") uid("<!USER 0S ADMIN>") deniedaccess(WRITE)
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Bl TR AR ST SR A B

K H PCI_DSS_7.1.1 3 PSR MG 1 LA R Fr B 73R ACL N T4
77

#

# * 1. Role Definitions *

# Skookook sk koK >k sk sk okook sk ok ok ksk skosk sk k sk k >k

#

# The rules in this section define the roles that the policy uses.
#

* Define built-in 0S users with the logical property. This prevents users
from logging in to the system.

* Create the user +nobody in CA Access Control only. CA Access Control
sets this user as the owner of many resources (to disable ownership
bypass). You cannot create this user in the native 0S.

* Create at least one user in ROL AC ADMIN. Without this user you cannot
login into CA Access Control.

Note: By default, the rules add the superuser account to ROL_AC ADMIN.
We recommend that you remove this user and add security
administrators to this group.

Roles:
ROL_SYSTEM : built-in 0S users
ROL_SYSADMIN : system administrators
ROL_RESTRICTED : restricted users with permissions for specific tasks
ROL_AC ADMIN : CA Access Control administrators
ROL_AC_AUDITOR : CA Access Control auditors
ROL AC OPERATOR  : CA Access Control operators
ROL_AC SERVICE : CA Access Control service managers
ROL AC PWMANAGER : CA Access Control password managers

HoH R H K W OB OB R H R KWK OH H KR H KK

editgrp (ROL SYSTEM ROL SYSADMIN ROL RESTRICTED ROL AC ADMIN ROL AC AUDITOR
ROL_AC_OPERATOR ROL_AC SERVICE ROL AC_PWMANAGER)

chgrp (ROL_SYSADMIN ROL AC_ADMIN) audit(LOGINSUCCESS LOGINFAILURE FAILURE)
editusr (+nobody) comment("AC O0TB - Resource owner used for disabling ownership
bypass")

chusr (+nobody) owner(+nobody)

join ("<!USER 0S ADMIN>") group(ROL_SYSTEM)

join ("<!USER 0S ADMIN>") group(ROL_AC_ADMIN)

AT A — ™ CA Access Control ZEME ], 14 N A — L& H 2D B DL
PRI R B RPAT R A T A S AR . LR wH T8 4E
B A TR I S N 24 R A

A
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# Protect JBoss files

# Protect JBoss files in the application directory.

# These rules apply protection to files that are not protected by other rules.
editfile ("<!JBOSS_HOME>\*") owner(nobody) defaccess(NONE) warning- comment
("AC Sample - JBoss base dir")

authorize FILE ("<!JBOSS HOME>\*") id(ROL JBOSS ADMIN) access(ALL)
via(pgm("<!JBOSS HOME>\bin\*"))

authorize FILE ("<!JBOSS HOME>\*") id(jboss pgm) access (READ, CHDIR)
via(pgm("<!JBOSS HOME>\bin\*", "<!JBOSS JAVA PGM>"))

511 Fe RS e S B 309



g

25 9] SR SE it

BRINEOU T, 79 SRS 1R BIAS DAy BT AT w2 e 40
SR STt VMR R EARHI AR S, O S I
e

R P RUIH T Wfer hy BN SRS AR SRS St . A S W E AT

RYYEY I N 2 AN RS AE SRS S e 215 8, 1S R IERE RS

1] (T 4 EPETE ) o

B 7B SR S e

1. YulH SRBE A LUK RS warning- SEHBE 2400 warning .
AT o B R BT ) WA warning FRREIES, CA Access Control £
H IR B U ) e BB

2. HBE OGN .
TR St VAR H

310 ML PR



	CA Access Control 高级版 企业管理指南
	目录
	1： 简介
	关于本指南
	使用本指南的用户
	Enterprise Management
	企业管理界面
	集中策略管理
	企业视图
	特权用户密码管理
	UNAB 管理
	企业报告


	2： 管理 CA Access Control 企业管理
	管理范围
	CA Access Control 企业管理 中的管理角色
	创建管理角色
	特权访问角色
	创建特权访问角色
	用于将角色分配给用户的方法
	创建管理任务

	用户、组和管理角色
	Active Directory 限制
	创建用户
	重置用户密码
	启用或禁用用户
	组类型

	审核数据
	搜索提交的任务
	查看任务详细信息
	查看事件详细信息
	清除已提交的任务
	将消息队列审核消息传递到 Windows 事件日志
	将消息队列审核消息传递到 UNIX 系统日志

	电子邮件通知
	电子邮件模板
	电子邮件通知的工作原理
	自定义电子邮件模板


	3： 查看企业实施
	全局查看
	查看企业 CA Access Control 实施
	打开 CA Access Control 企业管理 以管理端点
	为 CA Access Control 端点管理 SSO 配置 UNIX 端点
	修改 PUPM 端点

	4： 集中管理策略
	策略类型
	集中管理策略的方法
	高级策略管理
	基于策略的高级管理的工作原理
	部署方法如何影响部署任务
	DMS 上承载的端点数据
	端点更新 DMS 的方式
	高级策略管理类

	主机和主机组
	将端点定义为企业中的主机
	主机组自动分配的工作原理
	定义逻辑主机组
	导入主机组
	分配路径

	如何创建和部署策略
	管理要求
	策略依存关系
	策略验证
	创建和存储策略版本
	创建定义变量的策略
	查看与策略关联的规则
	导入策略
	分配存储的策略版本

	策略维护
	对已分配的策略取消分配
	为已分配的主机升级至最新策略版本
	为已分配的主机降级至特定的策略版本
	删除的策略

	变量
	创建变量的方式
	变量类型
	使用变量的准则
	端点解析变量的方式

	排除策略部署故障
	如何删除过时的端点
	查看部署审核信息
	策略偏差计算器的工作原理
	偏差计算触发器
	策略偏差日志和错误文件
	策略偏差数据文件


	5： 规划您的 PUPM 实施
	特权用户密码管理
	什么是特权帐户？
	特权访问角色和特权帐户
	使用特权访问角色
	特权访问角色如何影响签出和签入任务
	特权访问角色如何影响特权帐户请求任务
	在紧急情况处理期间会发生什么事情

	密码使用方
	各种类型的密码使用方
	密码使用方按需获取密码的方式
	PUPM 将密码更改通知给密码使用方的方式
	密码使用方的实施注意事项

	PUPM 审核记录
	密码使用方审核记录
	PUPM 导送程序审核记录
	PUPM 端点上的审核事件
	如何将 PUPM 端点与 CA Enterprise Log Manager 相集成

	CA Service Desk Manager 集成
	特权帐户请求与 CA Service Desk Manager 的集成方式
	配置到 CA Service Desk Manager 的连接

	实施注意事项
	特权帐户密码的电子邮件通知
	Windows Agentless 端点上的域用户限制
	用于管理 Active Directory 端点的最小权限
	连接器服务器
	PUPM SDK


	6： 实施特权帐户
	如何设置特权帐户
	发现特权帐户
	创建特权或服务帐户

	创建密码策略
	密码组成规则

	PUPM 端点和特权帐户的创建
	创建端点
	创建登录应用程序

	如何导入 PUPM 端点和特权帐户
	PUPM 导送程序的工作原理
	配置导送程序属性文件
	创建端点 CSV 文件
	创建特权帐户 CSV 文件
	手动开始轮询任务

	如何设置密码使用方
	发现服务帐户
	创建密码使用方
	密码使用方示例：Windows 运行身份
	密码使用方示例：Windows 排定任务

	PUPM 自动登录
	自动登录的工作原理
	如何自定义 PUPM 自动登录应用程序脚本
	高级登录
	终端集成


	7： 配置 PUPM 端点
	准备 JBoss 应用程序以便使用数据库 (JDBC) 密码使用方
	针对 Microsoft SQL Server 自定义数据源配置文件
	针对 Oracle 自定义数据源配置文件
	密码使用方示例：JDBC 数据库

	Oracle 数据库的其他信息
	配置端点以便使用数据库（ODBC、OLEDB、OCI）密码使用方
	配置端点以便使用数据库 (.NET) 密码使用方
	配置端点以便使用 CLI 密码使用方
	CLI 密码使用方的工作原理
	示例：获取密码的脚本

	如何配置端点以便使用密码使用方 SDK 应用程序
	运行 Java PUPM SDK 应用程序

	如何配置端点以便使用 Web 服务 PUPM SDK 应用程序
	配置终端集成

	8： 管理特权帐户
	强制签入特权帐户密码
	自动重置特权帐户密码
	手动重置特权帐户密码
	删除特权帐户异常
	手工密码提取
	审核特权帐户
	搜索用于审核特权帐户的属性
	任务状态说明
	在 PUPM 端点上查看审核事件

	同步密码使用方
	还原端点管理员密码
	显示先前的特权帐户密码

	9： 使用 UNAB
	UNAB 组件
	设置 UNAB 的方式
	CA Service Desk Manager 验证用户的方式
	存储在 UNAB 端点上的信息
	控制主机访问和配置 UNAB 的方式
	管理 UNAB 登录授权
	配置 UNAB 主机或主机组
	确认 CA Access Control 企业管理 已将策略提交到主机
	如何将用户和组迁移到 Active Directory
	解决迁移冲突

	显示用户信息
	停止 UNAB
	查看 UNAB 状态
	UNAB 调试文件

	10： 创建报告
	安全标准
	报告类型
	报告服务
	报告服务组件
	报告服务如何运行
	将端点快照发送到分发服务器

	如何在 CA Access Control 企业管理 中查看报告
	捕获快照数据
	在 CA Access Control 企业管理 中运行报告
	查看报告
	管理快照
	BusinessObjects InfoView 报告门户

	标准报告
	报告的外观
	帐户管理报告
	授权报告
	杂项报告
	策略管理报告
	密码策略报告
	特权帐户管理报告
	UNIX 身份验证代理报告
	CA Enterprise Log Manager 报告

	自定义报告
	CA Access Control Universe for BusinessObjects
	查看 CA Access Control Universe
	自定义标准报告
	发布自定义报告


	11： 部署示例策略和最佳实践策略
	示例策略
	存储示例策略的位置
	示例策略脚本
	遵从性和最佳实践策略
	存储遵从性和最佳实践策略的位置
	遵从性和最佳实践策略脚本
	策略部署
	如何准备端点进行策略部署
	如何以分阶段的方式部署策略




