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WA A4 _surrogate 211 Al DA A AXEE, T CA Access Control 7
PR AZER B B NI ERES, R H P 2 TR .

Pl i selang $:FH A INE] _restricted ZH

PLF selang fir 2K 7 john_smith 8 I3 _restricted 2 :

joinx john_smith group( restricted)
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QUL I TR L Fe OB SR, ARl BARR R R T 23 e 2P
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MR AC E SO, B G AT LA 73 e AL AR DB 1Y A Rt )t e
AFPEBRIAREBRCE . X WA AT LR E LU AR IZH P I EH
S WORZJEMEL SOV AR K] PMDB LA K 5 e I B SCA A DI F )
F AR RN o

CA Access Control 211 fif FIEC B SCF e P Bk

ViR E e

PLUR i RE 18 B CA Access Control rfaf {5 FH e & SCA-2H A e FH P g k.

1. CA Access Control £ 7 USER B, XUSER 2K [ HH e 5 & 15 A & 0 g
P R

R Pl s a s B {E, CA Access Control MM %K .
2. CA Access Control £ 25 7& 744 H 7 40 e 21 e BSR4

WK H P e B E SO, AT RN 4k s, an iR ARK i H P
BB ECE S, 54 CA Access Control 4 ERIA & PEAE 73 Bt 45 %
.

3. CA Access Control ¥ £ e & SCA4-2H A& 75 A3 5 6% e PR I

R ECE S A E A ZEYERIE, A4 CA Access Control ¥ i%{H
SR ZH P . W R E SO B Bz B e, A4 CA
Access Control 4 ERIME L 4m 1% H /7 o

R WORBATWCE ) Bl B N AE T, B A 4L A%
o R S S P ) A

Ez%‘lat

CA Access Control #nrf g H 7 fifi s Hi A% A2 (p. 166)

Al LUAE H CA Access Control ¥ i 757 3 5 H selang @5 . & ORI BR 2L
P e sl Al P Bl A il 5k
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AR
B RA
1. {E CA Access Control i S /& ¥ b, HUATW FERAE:
a. il .

b. M B T REIR .

MRIEREAIERE, K s el Ui
2. AR XS L B

RP 1484

S SCE BRI 17 (O HERS . SmT DU AN AR 05 1R 2 4244
R DG S . ldn: A *admin* 41 4 FRAL 5 “admin” )
ZAEER

A+ CRS) WHI v &, 2 s U

= Ky

THF
H P 1A
g N SRS () H SR I . PR B LN I AR —

A

- MK —7E CA Access Control 4 7 b e LI VT ) 47 .
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B~ ACHK P /BLE ST

$8 2 BTN L AE CA Access Control 23 72 A3 sk ik /=,
TRk

- WHRIERE TN, N RS AFAE T CA Access
Control Z(ds = itk ;. CoAHIK )

- WRIERE T Ak, N R AS A CA Access
Control VAL E L (XUSER 8% XGROUP it 3% ) [Tk /7 o

AT
R SR G PTIE R AT il P b K U ) 810K
3. HPAT PIIERAE LS
TR e cE ek T TR NIVE S savi D E i) e
R IER G T DUMIBR VS 1
w U R AR DB U ) 3 1 JE
w  EPEEMBRAG VIR, AR IR .
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E
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= &= FIFSTE
“Hp&: [
HwEiEE BEEAREET % R
HPFER: | win-corvgyskasu (%) [ sm
% - BE ACERTE
w9 [0 gzzacws/z=mxs
715 WIN-COIYQYSKA3U
F) LTS XUSER BIER. &% *. BEN 11-7-19 TF7:12
A 1-10/11 [=]» »
CDgm | S S &% S uR =5 L

[ @3 WIN-COIYQYSKA3U\admin @, i

D @ WIN-COIYQYSKA3U\Administrator FEGENLR) SRR~ @, o

[ @ WIN-COTYQYSKA3U\coee Q, i)

[ @3 WIN-COIYOYSKA3U\Guest BREFAFENRTASHAZRS a o

[ @3 WIN-COIYQYS5KA3Ui1234 @, i)

[ @ WIN-COIYQYSKA3UNliang11 a o

[ @3 WIN-COIYQYS5KA3U\wang Q, i

[ @3 WIN-COIYQYSKA3U\xiona2222 Q, T

[ % WIN-COIYOYSKA3U\zhang Q i

[ @ WIN-COIYOYSKA3U\zhaol1 Q, o

1-10/11 [=] > »

8311 MR,

i F selang B EF

FLUF selang fiv & F T4 H P sk
= newxusr F editxusr - & SCHT ANV sk
»  chxusr fll editxusr - 5504V H 77 i CA Access Control J& 1t

find xuser - 51| 11} &5 CA Access Control it 5% R AMEF
rmxusr - I H

m  show xuser - 7~V H ' f#) CA Access Control J& 1

Pavand
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#LLF selang i 2 JH T CA Access Control 0405 72 /7 ic 5k«
= newusr il editusr - & SCHT I Fid sk

»  chusr Fll editusr - 5508 7 0@ PE

»  rmusr - iR P

»  find user - 41 H 8 A H

»  show user - W~ P I JEPE

Bl fER selang ZEXHE PR & XA P

LLF selang i 2 7E CA Access Control dis e & L T 22444 5l 4 100 )
B

newusr internalUser level(100)
~l: fFH selang 38 gV B P BB P
LU selang fir 2 14V /7 Terry #%1 T AUDITOR J& 1 :

chxusr Terry auditor

{§iF selang &4

BRANfE S AV A 1 A2 RR R 01 B A, 8T DU O T i A AT e s
( M CA Access Control H1) .

ST A 1 B 1 %Qﬂi‘ﬁﬂ‘éﬁﬂ‘éﬁ’ﬁﬁlﬂﬂﬁﬁy A LU CA Access
Control Ui iU B 5 LU T selang fiv 4
= join[-] A1 joinx[-]

B A PN S A 1) R 7

A3 ] join X4 N HEVS l"ﬂ%ﬁbﬂiﬂéﬁo A5 joinx KAV ZH A0 FH P s n
FINFBA . a0 - (D kg MR DT )3 .

m  editgrp. newgrp. chgrp
SO P AL I A e B3 B A e
m  editxgrp. newxgrp. chxgrp
S AP 2 (VA e B3 B A e
= rmgrp. rmxgrp

TR 4
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. {FF selang ZEEHE FEY e XA
PR selang fir & 7E B0 E v 52 T 2l “sales” .  1Z4111 44 /& “Sales

Department”:

newgrp sales name('Sales Department')

7~ A selang S BSCZE S FE b 2 SO 4L J

LLR selang i1 CA Access Control ¥ %41 AC_admins Ji% 7 1 T =R
-

chgrp AC admins audit(all)

A~B: i selang BNV AR INE] ACL

LLF selang fir 2 ¥4\ 2H mygroup 78N E] myfile [£) ACL:
Authorize FILE (myfile) xgid(mygroup)

Bl A selang R Ak A 5 0 BIZE B B 2 X HI4E

PLF selang i 22K AL H /' mydomain\administrator ¥ i 21 £ £ 7
E X4 AC_admins:

joinx mydomain\administrator group(AC _admins)

. B selang WAV A INBIZEBHE FEH & X K4

LU selang fir 2B AL 2H Guests ¥ INE _restricted 2 :

joinx Guests group( restricted)

435 HAAM 4






BRI

RIRA

S
s 5
~ @
L o
\e2
-
H
[

I\«
/>

R i) 3R] BAT ) HLAZ U5 R R PR I S AA,  BRE I 5 % SEARRT R
(1] CA Access Control s i1 % WYRALFE SO/ FEP . EHLAI A

=

1E CA Access Control 7 {1 gt B JFic sk i = 2 H i e SO0 5 % 50 sk AR
F I PR Y U TR BB o 7 i) 05 T 7 (A0 U IR S FR A 8 50 S5 11 Accesss
Control ¥R I5E -

RIS HAB TR IR MBI FHRALE LR R — 5
CONTAINER. GFILE, GSUDO. GTERMINAL 5 GHOST.

I T DU B 0 — Bl e s, DRI e b L o B LA AR R ) e
PRIk, A SRR OBt e i A 1A B, R DA S SRR U AL S
PR SO AT 1 B3 B IR R

HER: 7E Windows b, K H xSRI, CA Access Control 4%
ZERIFH TR . ZERVEAE 120 P END . ERTTRAT, FRL
BEFE A G A 4

B, AL B PrA 2 BT AR K 2 X FILE Wi 17 FILE %%
WA B ATFR R P 48 1) GFILE SR 0t 7E CA Access Control r12.0 &
SEERCAS T, i & AT 2 Mz SN SE T B . FEA R
A, B H PR LAV R S

£ CA Access Control H1, 3% 1) 258 Sl sk n] IHE 1 gtk i
il BAMEREME, R XLE P REA R .
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m  TERMINAL 2845, iZRE & &ummicsk, il tyl, tty.

m  FILE 2K, iZRUE S CHRid .

m  PROGRAM 2. ZBO -SRI,
AR S TE ] TAo 2R B e . W, XUSER ZEH [id sk

FEAV T A BT AR TRX AR J& P, 10 HOSTNET JEHP ekt
F5 0 45 i 55 M1 1P k- F5 0 I A (1) S 2k

CA Access Control TfETiE X35, &n] PLE SCHS, FROH P E X
;éc

K2 HERHT LI AT i 52 12 DRI UG 1) AU ERE % (Ldefault), X
SEBEIEORAE I B ORI B PRl % E 3o

B H AR —FE, _default ic5% ] LA FE ACL F1 defaccess 7B
%0 LA USER. GROUP. CATEGORY. SECLABEL Fi SEOS 2 AT A
K408 default i 5%,

44 I e TR FT . T UNIX



%

UACC 3K (HF)

AFFREAE T UACC 28, NI L SR E BOAE, TH A _default
WK

Jt e ELHARR AN Y] CA Access Control J4FK 5 UACC I Fppiss A 5 HiAh 2
(1) _default idskAHLLIC % . BLOA TV UACC 25, At H
_default ic3%, WIAKE UACC B AR id k. 7ERRIIMRA T, o]
REAN SRR UACC 2K,

filan, ik H " Henderson 2 Z¢ 1E3EFE store_log. CA Access Control
P4 LRI A A o B R S R (e s b e ST iR
store_log? CA Access Control 7F 4 J%E 1Y) PROCESS ZE {8 R4 H
store_log MJic% .

PRI BIIX RIS, WA LE CA Access Control 178 SUIZHERE .
LEIXFhE WL, CA Access Control 231 ] PROCESS Z5H1 1 _default it
Sk, UACC Z5H 1) PROCESS i3k, LI E J& 75 S0 1F Henderson 2% 11
store_log.

- WRH /7 Henderson tHILAE T _default 1ds% 1 ACL H, N HH7E
g e AR »

- LR Henderson AL _default i) ACL Hf, IR FH£E
_default I3 1) defaccess J& 45 e IR . ZBRNY H T
_default ACL AR B BRI A H .

w IR R T e X T ERE store_log, W) H P Henderson &1
A B 2R R store_log [f) ACL H .

- WK Henderson HHILEZEFE store_log 1) ACL H, I FH7E
AL R 2 IR

- 1% Henderson AHIIAE ACL 1, I CA Access Control M FH 7E
store_log T U5 I BRIA VT 1) & 1 h F8 e AL PR o 1A BRFR A B2 U
(I ERIA T TR AL PR

HER: W _default IBRIAVT M AR (defaccess) 132 E A4 NONE, B Ul
RARTFEE _default H UACC 2 AH N B BRI VT M BLFE 7 NONE, )
FEAATAT 22 U A2 R s SR8 I8 U5 1) 3205 10) 98 Y5

W _default (8% UACC) [FERIN UG I BL PR B A S s AR CALL,  B7E5:
LEIE LT O READ B EXECUTE) ,  NUIEEAN FH 2 ] LA ) A B OR3P IR AT:
(RS

Yars
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lEES & U5 ) BRI S, Bl Rl

& X TE SO A SR (B2 AR 28 R0 BT e LI %

2 5E X AF CA Access Control [KI4T A HEAT ¥4 il K ) %

PEUR 8 SCUT )R D) By R AP R0 52

TERAE A TUE SCRIIAER .

e EaEayitl i

ADMIN & X R RS B SR IR AN A ADMIN JBPEH . &
T DA IR LG F P e A R B2 AL 1 I B At AT T B B
o

AGENT R ANiE T CA Access Control

AGENT_TYPE P A3 T CA Access Control

APPL HIR A3 T CA Access Control

AUTHHOST i A~idE FH T CA Access Control

CALENDAR P A5 AT LA SE i ) TR BRI T 7 S AR BR 58 S Unicenter
TNG H IR %,

CATEGORY & X Rz Ll e 4285 .

CONNECT P A HZ 2] AR Y A i . 1228 A0 s e SR Ee H P m] DA
Ui MWL Internet 4.
JE CONNECT K21, W PR B LB E AL T VG RS

CONTAINER AR/ AT Dhog AL BRI () — 40t %, BRI ] DLAE A
FEE FH T2 AN RN G 2RI T4k 2 U7 i) BRI TAE

FILE PR fEFZIE AT AR SO B B SO 44 FEh .

GAPPL TR A~idE T CA Access Control

GAUTHHOST & X ANi&E T CA Access Control
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GFILE YA RPN e X s H . SR P IERE R
J7 Ak, IR SO H % (FILE 280% 05D 2014825 GFILE
IR, AIE s

GHOST YR RPN E X TN SR R T
FE, T ENL (HOST 2Ry % i) R 2 GHOST %, w
SET A

GROUP VIEES R IR C R B XA A .

GSUDO B R EAME S AN P AT AT — A (g 5 —
AN PIELERAT—FE) o sesudo Ayl %K,

GTERMINAL G AT AL

HNODE EX HNODE 2540 & 45 412111 CA Access Control ML EE . %K
W BRI AR AL A R — AN

HOLIDAY & X PR S e U P T ERAMUR A 688 R ) — ek
AN 18] BE o

HOST YA RPN EE XD TN BV A FRe I 1P kbR
o XG5 AN HE ML A5 w] LLNAZ NI 25 10U 1)
F o
Ph HOST 2R, M PR A I A H Ak FvE iR 2

HOSTNET A ZRP RN IC I 1P MRS FRIR,  HALS Vi 3,

HOSTNP B ZRPEMNE R A TN, Hrh, B Tz BN R
HHIEI LR . A4S HOSTNP S % 16 44 FREL & — AN T e
e

LOGINAPPL E X LOGINAPPL ZE P BN E e 8 L — AN N AR, FRiaT 2L
{EFZFE PR T8 W P, IRl 2 s i e 1 5 =K

MFTERMINAL 5E X MFTERMINAL &7 I8N0 5% 8 XL —> CA Access Control KA
BRI

POLICY HIR POLICY & RN e 33 e SO 28 At B Sk ms B 5 15 B . e
FEFR 7] RULESET A % I BERE, My ak Se x5 4,25 F T3 2 A H g
HWE (] selang iy 24122 .

PROCESS YR P IR S g AT AT S0

PROGRAM YR P IR 8 AN 0T 5 44U Tl B0 — {56 FH 1) 3246
Fefy. ZFCREF 4 Watchdog FEAT W AW LUAF AR AN B2 24017
setuid/setgid /7o

PWPOLICY E X PWPOLICY 2 AN IE 35 5 L — AN S e
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xR eyt PiHH

RESOURCE_DESC & X A% F T CA Access Control

RESPONSE_TAB EX ANiE F T CA Access Control

RULESET S/ RULESET ZEHH [P0 s 0 2 SC—4H H T SR (10 )

SECFILE & X R RN IE 3 8 S DANBE BT ) S

SECLABEL E X R HEEN R B LN LR

SEOS UHE P — A0 8 5 W B AT R R

SPECIALPGM e SPECIALPGM K [l RFANE 546 Windows (%4> DCM. PBF
1 PBN IhfEEL UNIX H ) xdm< 54+ HE£F. DCM. PBF F1 PBN
FEFP AT, S0k 5 B RS AR (1) 3 R 7 5 28 5 H P
ID Sk, IXFRAE A AR Bt T AT A AN & BT IZ R E N DL
AL BT AR .

SUDO B sesudo i 2 %K e SC—ANH P Cis SR ) Al AT
A (SN (root D) IEERAT —FE)

SURROGATE YR I FIREAE SR BT R I U i) RO, ey e R e ST
WEn] LUBRZ VT in) & FAEARRE,

TCP PR ZR IS E L TCP/IP JIRSSs, BB {F a3 http ok
ftp.

TERMINAL B RPN 8 Aty CHH P ] UNHDE SRR &) o

UACC P 58 SUREAN PRI A BRI ) B

USER i ) & 2 AR E LA

USER_ATTR E X A& F T CA Access Control

USER_DIR YR ANiE T CA Access Control

XGROUP HIR ZRE PR E S AE CA Access Control H15E —ANML 4.

XUSER U R RN E SR LE CA Access Control H15E L— ANV P
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F P 5 IR

ERE: BRSO, CA Access Control 24 /%2 TCP 1 SURROGATE 4b T+
TG BIRAS

WRAE I TCP A TG SRS P WIRRA T2, AH & AT TCP il 3%
HEAHE S _default TCP %35, CA Access Control I3 7E T125 3 1a)152 FH i%
%, AT SURROGATE & [Al R dm it

W18 N SURROGATE AT sl RAS IR IR AT, JFH B2 e X
7 SURROGATE sk B L4 5 2 T SURROGATE it sk [ ERIAE, CA Access
Control WS 7ETI %2 JG A4 B4 SURROGATE KL E . %R R IR ERE SR
A, PR AR O R A AR .

HER: K CA Access Control KINTELIME S, 1EZSH (selang %75
) o

AT LU CA Access Control i SUBIS, DU AT DU i o4 $h 5 %) S i 2
&Rl sk R G G .

A~ TR ERLE R P e X

Sy s AT DA FH 50 PR A A RN o B H s

T LLSE SUH P58 X2 DATABASE_VIEWS, I AN s PEML K] 52 X
HZRI R o A VR — AN B A P BT s 1 e SV

) ALPR ) ACL. 24 H 7 23 B s s FEAL ), CA Access Control 246
FAZH VTR, T ACL RVFEZE LA

FP 5 X B3R B8 B TR EE A

REAE 8 SCRIZE AR B AL b A T EAT 8 mT BLEUERT Y T2
APVEEGEIR A BRI AR T PTG 0 AT ) B B U 2 32 2
55 BRI AN IR U5 T AR A ORAP o

A BT R

» G RONERBCRMER T
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WRY PRI A S 2 IR K A FRAHDCHAD, ) A 14 = i P 47 DT
ks iz et i

CA Access Control /552 DL I BCFFAR 2CAE A YR 44 B

m [*

= /tmp/*

m  Jetc/*

H P e XHI2E - =6

IR RGN RAT RS, IF H AR AREAR YK ) KB S A Lk

)BT DAAR 4 DL A R Bz .

1. B XA R (1 TRANSFERS) FRACsR IS .

2. X TR REAS SEARY AR Bt S 85K, TEE TRANSFERS 25+ 5E il
Ko
wltn, AILLE X4 4 Upto.$1K. Upto.S1M. Upto.$10M Al
Over.$10M [1Jid 3K o
P 18 A B A i AT A oA R 5 52 A TRANSFERS 2R 3

3. BLTAFE P HAT AR 5K SRUE IR, 7 DL fEsdE 4
B A5 5] TRANSFERS 2577 &Nk .

4. tAk, BEASPRGnFEALE, FEAMT IR S IKREE T T4 A X CA Access
Control API IR, AT AP 2 7EA 25 FH 7 BOBLRR J5 A~ fo Vg ik 3k
AT
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S 5E: BHHIFMN

BRI E DA 2

Vi A BLER (p. 51)

B U A BER - 741 (p. 51)

Vi #1515 (p. 52)

] A e ot R U IR B (p. 54)
F - R4 7 in] BLBR 2 18] () 3] (p. 55)
AR FKHFARZE (p. 56)

U iE] A PR
CA Access Control [ 3% H (142 43 B A 535 AT U7 1) AR
Vi M BR 4R 2 A LU 4144
VTR, B, SCfFE. ENLE A
PR ASER, BRI, BN, MR, Bk, 1817
w YiinE, AREA A BUE A
WL —Mpai 2 Mg oUE L, W P AR ERR 7 507 0] 95 Y6
w  JH7 B YR ACL #2710 U5 ) BLRR
w R RA U RIAUBR I ZL I A

s P BITEAEVIRSRNEEF . B, H P HATE SPECIALPGM 2K
ST E AR, B 75 SUDO K his 47 4 AL «

WR: A RERNVT BRI PEAE R, S0 (selang ZH757) -

BE T RIBUFR - 751
TRl PRSP P T S AL

LR selang i 2 N 3B H 7 internal_user ¥ N3 24355 tty30 H ACL, 7]
L ui 4% T ST A PR

authorize TERMINAL tty30 access(READ) uid(internal user)
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Bl TR P TR BT AR

PLF selang fir 2B+ 7 Terry U803 255 tty30 [ ACL,  [1) & 5% T
BT 1) AP «

authorize TERMINAL tty30 access(READ) xuid(Terry)
s TSR R YR I A PR

LR selang i 25 Terry X 23 tty30 A V7 A R % & 4 none, [XIILHE
2467 Terry [R5 7] :

authorize TERMINAL tty30 access(NONE) xuid(Terry)
Bl B A A B AL 7 B U i AR

PLF selang fir4 M2 tty30 H1 AT ACL H IR Terry:

authorize- TERMINAL tty30 xuid(Terry) access-
Terry I AT 283 (R ER DT IR
AN PR TR R U5 AR

PLR selang fir &K AV H 7 Terry 88 b HAT B HH PR SCAEAUR 1
B,

authorize ADMIN USER xuid(Terry)
authorize ADMIN FILE xuid(Terry)

Vi R EE IR

X EEIR U R BB AE Access Control ZIR HRfg . BEABHIHIC R E /D A
H P Access Control 414 :
ACL

i E WA T DRI ) BLBR PR U7 [ 2 S LA A% 3 i U7 Il BB 2R 2
NACL

j’ﬁ%%ﬂi?ﬁ?@?ﬁﬂﬁﬁiﬁ [e A5 PR P37 1) 2 S LA AR 4 P 7 T BLBR P28

D TR BRIE IR T T BRI A2 (I8, il FH P e A AEAS i 5K
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251 Access Control 513 (CACL) $2 £ T ACL ¥ . 15 [m) 35 22Xy in)
PRURISE, A YR ) ACL AT NACL AR RiZH 7 i X7 i ALPR, ) CA
Access Control $ £ £ 45 Access Control 413,

%A Access Control F1I3& LA—Flky 52 75 3UHE & % BT i il B U5 U ) A
B, o) 3 o A P i RO R

foiltar, fany DU 454 Access Control #1J3 ie SCRE P2 % KU o

CA Access Control SLVFfi H LA 41 Access Control 4135 :
m  FEJ¥ Access Control 1) (PACL)

= TCP 2§ Access Control 413

m  CALENDAR Z§ Access Control 413

BLES5AF Access Control FII 45 H g X—"N4cH, W LT H] selang
authorize 74 1) via £

55 HAth Access Control #1158 —#¥, 4514 Access Control %1)3 #1445 H
FRE AT U5 ) BB PR )77 1n) 35 S HEA 4% 7 U7 I A PR P28 28, 1t
4k, 25 Access Control FIIZE 1) 4% H b8 & BRI 454k X T
PACL, ZMRFRIFINATR, Vil & T BT ST A B B AT V5 A .

~Bl: A PACL

BLAGE ANV J sysadm1 X A] i 18 4T AR secured_su N ABZE T,
A EMEH LR selang i 28 g AH BRI 4% A4 U 1) L)

authorize SURROGATE user.root xuid(sysadml) via(pgm(secured su))

defaccess - BRI\ U5 o) FER

PRI % ] AL G ERIA VT 1) 7Bt defaccess. defaccess 7Bt M{H TR &
FEVFTAT % Y5 Access Control 1|3 H AL 55 1 Uiy [l 383 FH 1 Ul ) A
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249)7 in) SR 7 i) WU ST,  CA Access Control 3 Je F4 FE 7 S50 o 1) 15

BAT—IRENZ KR B R 0 AR, B HRG S . WA T

— IRk AR T Ui SR (R4 e IR )r”J CA Access Control
—PATR A AR R [F] 45 R

CA Access Control e AT IX2ek B FAR 2L . BOATG LN, X FREI
PR, CA Access Control 37424 DL il Fr A 5 15 1] 5k «

1. BT DR USR] Ry B Al

2. BRI CRRVEFITT & BT V5 A

3. Blfaf

4. BRRHT NACL

5. BRI ACL

6. BEUHIM PACL

7. BURRY defaccess T

T Je P TR, 2 R H accpacl 20 i B e o fasnT DAE I H
selang iy 2 W B LTI setpacl- H2E U5 PACL [4E F

—™ Access Control #I R 1] LAV & Z AN H 45 H o i, nr Lo
SHH P B H, ©al LS BT E 44 H. CA
Access Control 7E8E N TN A 2 BTk Ar AN T A ml EI’J%B £l
9K CA Access Control WAl pRAEAN 0 IR SR PEAIAE B, T2
CHL Rl D5 i) BUER 2 [N 3D (p. 55).

7~ XSO 45 RAUR
TERER, B4 N userl HV5 IA] & 22 5L U UK filed.

{5 F#d, CA Access Control #%J# accpacl 3617 [ BRI\ ¥ B 8 1 PACL.

NACL AT ACLF T PACLHF T defaccess T 45 EBUR
userl 1% H userl 1% H userl 1% H KI4%H

R (Any) (Any) (Any) 4 s OB PR
(Not defined) VW (Any) (Any) 4 s OB PR
(Not defined) BEHL (Any) (Any) T OB PR
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NACLF AT  ACLHFHT PACLHAT defaccess 4 AR
userl K] H userl %5 H userl 1% H HI%H
(Not defined) (Not defined) via pgm (Any) FOVFE L
securereader securereader
FEJP I
(Not defined) (Not defined) (Not defined) izEL BT 1 R PR

R4 H R4 (Not defined), M7~ Access Control 41|13 HH AN{EAE T
userl )% H -

R4 H BRA (Any), WK IR1% Access Control #1)3 H1 14 H L% %
32, Ak CA Access Control AxtHHEAT# 7Y o

CA Access Control £ A [ 7 N ZE B4 o G R, X TFATE4TRKUL,

AT 5 SCHT IR BCRR S CAs A I B R ks S AT (Any). A, 42
g S5 TR R B o Ze 0 (K BT AT ook 29 BAT (. (Not defined).

F P R4V TR AR 2 TR) K EL 3
T LA B P TR 5 T SR AU, AT
BURTTRE ST, RO T I RAER i PR (AL 1 I 2)
I LA R P i LR, 2t BLASRE 0%

fR e BB AL (p. 56)IE T (BRINBEED

APRTRAR A1 UrEamR A2 KUrEsR SRV RR
Vi I AR 2 (Any) (Any) Vi I AE 2
Vi i) LAY (Any) (Any) Ui 1) AL
(Not defined) V7 ] CAAL (Not defined) T ] LA
(Not defined) (Not defined) Ui in] AL Ui 1) AL
(Not defined) i 1) AR AL i 1) AR AL Ui 1) AL
(Not defined) V7 ] B4R 4 (Any) U i) 4B 44
(Not defined) (Any) Vi AR 4 U ) B 4

AR5 H 27- 74 (Not defined), WIZRZRBAT I I s sE SUEAT 26 H

R HERA (Any), WERIRVT W RR TGS EE, K CA Access
Control AXf HBHATH 2 .

EHIRA 55

o5,



e CNE S IR

RRHABFR (ACCGRR)

A HEETT (ACCGRR) 41 CA Access Control 2 % U5 i) ACL 17
R WH S H ACCGRR, I CA Access Control 2337 ACL L3RS /7
JE I ITE A TR . W45 H] ACCGRR, I CA Access Control 23 A
P ACL AT B2 A AT il S 4% H AL 5 {H none.  WIERAT, W&4E
#ajjIn . 730U CA Access Control i Zm& T 414« H, Access Control 1]
ISR — AR N 4 HER AN BRINESOCR, %3000 J3 H

P H ACCGRR iEM, W LIMTH LA selang T4 :

setoptions accgrr

TAE] ACCGRR JETH, LU LT selang 14

setoptions accgrr-

RELH RAAIRE

ZEF

TR

G R RN e A AL T PR P YU 1l (1 HeAth 7 5, IX XS Access
Control #1138 FIVEI AN 78 o

K78 oY Ay o L B o Al DAL AP K 127 B ey LD W N TSR 2 VoS P
FCR AT

LRI RE N G FLEs U5 1) RTGEIR 1 0 2 255 Z [AIF#%. WisR s v
H LGN T B IR N A g0, BIAEAEBHIRTY Access Control
SR 5T T U5 RBR, V7Rl ANBEDS ) BER . A R BER
BARFMNZE, AL IAT 2 2R H .

LAGN N T R AREVT M) LA AN ) F AR B

ZRIHiE CATEGORY LA AR R LA 1) 5 A5 Y5 0 i 2 4
e FAT BT IR o BOA 1R SIS L I BT AT 2 2RI, Vil
A REVI H % B o
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‘YO FOAREE

RERE

LR IE SECLABEL RHIL SR IN AR bR Bk e g f— Al %
ARBRIAE—HL o B RFRBEI RS VT M BUR IR, STV
g S R e oy A LE Bt QI EA R | Rt be 1 Al e oA | B e o 1
Z5 o7 i Ui 1) 3 BT YR AT AR R R 1 2 A O RIS A B o

Bl A 224 kR4 High_Security

¥ High_Security S0 7% 24240 255 242255 MANAGEMENT Al
CONFIDENTIAL [ 24 h7%%

W HLEEH F userl 43 BR 45 % 4= bR %5 High_Security, I userl ) 224> 25 5
A 255, FAMMAEA 24255 MANAGEMENT F1 CONFIDENTIAL,

5% FIE 57






Y6 F: RPIKS

A0 DA 3238

DA AR RS ? (p. 59)
w4 R (p. 59)

15 B Surrogate DO L H. (p. 64)
JE X SUDO itk (p. 65)

By 12505 AT (p. 68)

A H P AR (p. 71)

NI

At A BRI ?

FH P 3 S B K65 . Root Ik ARG ELRE WS AL 7 (su)
i3k LA 21 ] Surrogate DO (SUDO) T E., J& & il kB 2 1 A PR 4 %4k (1)
Ab3% . CA Access Control 32 it — NP TR R S8 serevu (RS H
PR a3 I PAM (R4 AN SH B UERL R o &k w] DL i 5 e 78 H
P T SRS — BN )5 1A S8 e ARk -

ZER P EHR

L UNIX su fir%,  FP AT DU H As L (R i D0 20 AT 7o 22
DI D iR s i AT H S R (K 6, ad R, BeE Ok H

PR P AL B A . X S T S SG . 34h, su dr R TN
K HEW % &, DB AN B A R 5 S B i AT
AELLX I3

CA Access Control £45 sesu SEHFET, ‘& /& UNIX su iy 2 [ SR IAS o
0 LABCE sesu LAFE/RH N H QLIRS0 40 S 5k 5K, T
AR N A P i . S50k B2 T 76 SURROGATE
€ SCIAUT R R, FLIESE TP AT & 1 7 368 Cfik)

AN AL su VAT, X sesu (I VFRTR (T A 78 158 F b1 0
W TR TR R OVF AT DY ICSE T IS 1,
BB PH HSERT F CUBRE 73

e R 59



2R

W HEH 2 _surrogate 40 7 2 —AREE, ) CA Access Control 43
A2 FH P 45 (1) 4 S MR A A 5o P 7 1 R B A 326 38 R BRIt

N T B RALEAEZRETY, RGNS sesu BT T hiid, #FH
AR Al LUISATE . 2228 B S 0K ZRE i b al 0T K
setuid W4 root, BA FEAd FHZFEA .

BEEYHH! EEAH sesu SCHIFET AT M CA Access Control i [ & X
Fi H P 008 sesu SEH A E . IXFE T DLEE S oK 2 L2 CA Access
Control [FJH T HHEA RS .

WEH P 1D BN

HB IR ARV P Al P, TR T ID R ). XL
FRI)3E 1 SURROGATE %’é“ﬁﬁlﬁﬁﬁﬁ BLE SUEATT FH P & i), 4
FEHLAI|E SURROGATE 035 .

raowi el DE= g 55 W

1. 1E CA Access Control ¥ i & ¥ v, maghH ik Titc, R )5 i
BORFRIR” ¥ 1L+

“PEAUFIFR IR S T E 00K S 7 /w2
2. LT ID R
¥ BoR“FH 7 1D B T
3. gl D B,
W WG 1D B T .
4. SERMIEIR AU P B, AR AR A

VER: X SURROGATE KJEMEMITELIMGE R, TEZ1H (selang =475
) .

ARl kg H P B 23 sesu

BUEOL T, FESCE RGP sesu SEAFEF AT T ARl B AR
BAT'E . A TIREZRH, G027 e e 30 AN 5 754 sesu
WP SRR %%%ﬁ?ﬂi%?ﬁﬁﬁ su SEHREF, XFEH P AR
M f#H CA Access Control ] sesu SE R .
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BB A RN (p. 61).

{i /] CA Access Control ] sesu SEFFE AR ARG su SR P
(p. 61)

3. BRI RGN su SRS (p. 64).

B AE sesu, IHHATEL N #EAE:
1.
2.

ER: SCZLEG, 1817 CA Access Control I AL su SEHFE KA
SPAT, NI PEAEAE R 224511 sesu SEHIFEF . CA Access
Control WAHIZATH, R su LR R IEH TAE.

BEIA R PR

FHUEAEF sesu SERIFRIPZ 0T, S8 B AEHcH s P rh 6 i e i Y P B ik
PRI o SXEERIN 7 1 H AR S P e S P P XA 7 B A
B, I AVEREE L R R BT B P B 5 )
REFEAH PR EIN
1. A root ] J' (USER.root) fllZl HAT DL & P AR 5 5«

» nobody {F NPT+

BRIV FALR A none

w TR VA AT 8 AR I

R B A P 4 root HL P, BRAR IR RABBUTAE

P51 root H /7o
VER: WAL DR IS T Y, ] LIS A B A P A
Fr &G,

2.k root I /4 (GROUP.other) 61 B4 LUK J& P AR R U5 -
= nobody 1E N4
n BRIV IR none
w TR B D AT S8 AR AL

ORI LR L root AL, BRAR BB WA
Ik root T P 4L

HER: K4 UNIX &G0 L root H 4102 other X sys.
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3. %40 N TR B0 USER. _default f 7 B 4 AU
» nobody 1ENFTH #
n BRIV AR 4 none
n BB root HI PR HATAT R SE S P
n  BOBUE B DA AT AT R E SR H

ORI LR AR AT (BRARRAIBO 5 I HARBL root H]
JURT root JH AV HAEAT I (BRAE R IELE) .

HE: HERINA root 7, A REARVIRET (I dtlogin) #&
TEHTA BN root P (BRIA X & H BT 34 uid=0) )4 214 T-fr] At FH
Fro BN, 29808300 9, K4 CA Access Control 2 FH IEATf] A&
2 B BB P s 5

4. $40F BT 32 GROUP._default [ 415 4 k1)
m nobody 1E N T #
n BRIV AR 2 none
n B root T EHATAT R 2 A
n AU B AR AT AT A E AL

PR BT P R AT AT AL, BRAR Wl (AL, FFAL root HI P A1l
root JH T HARATAL, BRARE R AT

7~ A selang TEEFEAF =N
fEHLLT selang iy 2 7E 18 I PR35 Hh 152 B FE A P 5 4 ) -

nr surrogate USER.root defacc(n) own(nobody)

auth surrogate USER.root gid(sys admin GID) acc(a)

nr surrogate GROUP.other defacc(n) own(nobody)

auth surrogate GROUP.other gid(sys admin GID) acc(a)
cr surrogate USER. default defacc(n) own(nobody)

cr surrogate GROUP. default defacc(n) own(nobody)

auth surrogate USER. default uid(root) acc(a)

auth surrogate GROUP. default uid(root) acc(a)

auth surrogate USER. default gid(sys admin GID) acc(a)
auth surrogate GROUP. default gid(sys admin GID) acc(a)
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f#iF CA Access Control ] sesu SEHEFFRRSH su LHEF
BT, 2SR RGP sesu SEFREFHET T hrid, ¥E AR
BATE. ARVFH P sesu SEHFE LA F, B0 588
H sesu I EBRRLER su SEHFET .
¢ CA Access Control f] sesu SEFFRFBRARLN su SEHER

ER: BHEY root i BHABSBUN A RESAT EUF LB

1.

R CLR A4 oV FH Pz AT sesu S8 IR
chmod +s /opt/CA/AccessControl//bin/sesu
fEH LA N 23R RS su SR IO

which su

EHIEL R fir & BT i 44 R G su SEAIRE R
mv su_dir/su su_dir/su.ORIG

Hordr su_dir & su FT{E H 3%,
¥ sesu SEHFR P EEFE R su 2

ln -s /opt/CA/AccessControl//bin/sesu su dir/su

XAE T DL VE 4R su fin %, BARIEAEIZ AT Z sesu 5K
MR

i FH DL iy 245 11 CA Access Control:

secons -s

1§ FH DL iy 215 24 CA Access Control Bt & % &

seini -s sesu.SystemSu su dir/su.ORIG
seini -s sesu.UselInvokerPassword yes

WE FRIC SystemSu J& A T 18 T sesu £F CA Access Control A1z 1T 1)
HRGH RGN su SEHFET

B EARIC UselnvokerPassword /&4 T il: CA Access Control $&7x F
s NABATTIR R GG 350, A& root FH P B8Rl 5 — AN R 254,
T S AR, A RE SV BT H P

8 F BA T iy 2 FE8 N2 CA Access Control:

seload

e {RITIKS 63



W H Surrogate DO T.H

BRMHPIETREN su SEHEF

AR sesu SEHFRF CUHHMT THCE, HTA M ie 2 v LEA root A7
AL Bl HEAN H P 235651247 su.ORIG CEE B 4 I R 48 su SEHFRF) o
K T R R, TP PROGRAM 2K 42 2CEH 1EFE CA Access
Control 1247 I 4447 su.ORIG.

EER: W R e fIRCE CA Access Control I3 T seuidpgm, WA
DHATEZA B . suBASiElT, BBl (Efdaih
su.ORIG)

BRH P IBITREM su SEHERF

1. 7E selang 7, LU T 415 & CA Access Control Wi 4% OV H i 44
1) su SEHFE 7

nr program su_dir/su.ORIG defacc(x) own(nobody)
2. Llroot B 43 s, AT LU dir 4 BE B AU 1) AME BSOS 1)«
touch su dir/su.ORIG

CA Access Control 4 Wit su.ORIG, FT H.[K A &8 H touch iy 4 Xt
SCAREAT T B, CA Access Control iR BBH 1EFATIZ L1

% & Surrodate DO T E
BRAE B, 75 NSRRI PR o BT AT ) A BT T
S. BEEATSLEE P2
= H:4% CD-ROM
. RO
. BEITEINL
FE SRR )7 S R AT B ) PR SR P B, 2 f i

s, ZarBRUNE (AIRFFE M RN SRS A b
B P EERA T BIATAE S5 A SRy S B

Surrogate DO (sesudo) SZHFE MU T XS, & RV - HUT
SUDO 2 (HLHR R4l s & —ANIIA) v SUIREAE, iR e WIREE H - A
U n LUsAT A, DLRIE T3 — H S 2 A AT T DA EE R RR

Blan, ELLH P root 15 47 & X—/ 4% CD-ROM [#) SUDO iR, it
ANLLUF 4

newres SUDO MountCd data('mount /usr/dev/cdrom /cdr') tarquid(root)
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€ X SUDO it 3%

% newres i 2% MountCd & A SZ R I HAE, FEL83R 1 root AR
F A 04T %o Wl48 ] targuid(root) 2545 1 root & H AR 7 (i
HARA D) 1D, 52bs b, EHOREIR AT EIZSE, K4 root &
SUDO sk ERN HFr 1D

EREPH ! RS R P e L B A . DO ERAR A T fE
REAMBPAT AR ORI H SR PR RS R SRR .

BeAh, I AdH authorize 74, A AFRAUH ' H0AT MountCd #ifE . #
a1, FEAVFH T operatorl H:: CD-ROM, HHIN T FM4:

authorize SUDO MountCd uid(operatorl)

W] LS H] authorize a4 BIABT 1L P AT 2R O ERAE . N, 22
Bjj 1k FH P operator2 H:3% CD-ROM, 14N R4 :

authorize SUDO MountCd uid(operator2) access(None)

1217 sesudo LR RPAT ZRG IE. Flln, fEH Fold4, A
J* operator1 ¥4 CD-ROM:

sesudo MountCd

sesudo - H ¥ ek A2 BB 7 $14T SUDO #:4E, 4RJE, WA
PSR, WRAT B2 e a2 A . AEFRATTII 761, sesudo
¥i 7Y operatorl #2& A5 AHAT MountCd #:4F, AR )5 Hr4 mount
Jusr/dev/cdrom /cdro

URAEAY 2 sesudo FEPAT RIS KT R85, 15481 (445 PASSWORD
SN a2 A€ Xz suDo idk . WARAMEHIZZ AL, WH e
PAT Z A2 HIE T SUDO %4 1) 15 el KL o

EE: A sesudo LT 58 SUDO it 3% (editres iy %) VRSN E
B, B (2E7555) .

E.X SUDO i3

SUDO R FC A7 fifi i JAIAS, JXAFE, I 8 n] DU A FH B K
BAT A . & BRI BE ) B SUDO it sk B R TIX SEJIAC ) sesudo
i AR o

£ SUDO sk, TR R TRk HTid, T ko) Bl i .

A
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5E X SUDO i 5%

data J& PERUE S fir & JIAS, B AT DLAESC iR — AN a2 A SR ] sl se vr
FIBIASE L. A data JE L AURAER SS9, I HNZAEH ]
PAT A e BE AR A ARG TR AT S, RAB IR PR S 3R B E AT
HOEDATR

PLF A2 data J@ PR

data('cmd[; [prohibited-values][;permitted-values]]')

U 2R TR Se VR MBI A2 TR IK, DT EL—ANR) L1 data JE PE{ETW]

ov H
Hexe:

newres SUDO MountCd data('mount /dev/cdrom /cdr')

fir 2 T R 1] FAAE 2R B 47 2 sesudo MountCd #1447 IAS mount /dev/cdrom
[edro AEERREE ASEE; RV IrE ASEUE.

il PR ACAT N D RESR R AR B, W LR AR e A5 H 10 2 50 se VA H
MIZH. W] U R O AT 2 AR e UNDCEECFRT . AR R R P

g i

SA FBHE

$G AT CA Access Control 24144

$H F P s AR A

S\ Bl

$0 PATEIIH P 4

sSu I CA Access Control )44

Se AN AT 24400 SUDO i 4>

$f P

Sg 4 HT UNIX 2144

$h MHT =LA

Sr FAT UNIX BB ) 24 i UNIX ST 44
Su HT UNIX 7 44

Sw HAT UNIX 5 AR KT 4 HiT UNIX SCFF44
$x HA UNIX AT AR ) 241 UNIX ST 44
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€ X SUDO it 3%

AN 285 BAR BRI BUIA, AT L R34t

W55 o B ARZE NS B, AR EN AR AR5 5 N . B
n, m%%”E%Fﬁ%S,@ﬁﬁ%Fﬁ%%ﬁE%%ﬁ,%ﬁ
)\‘FEE/J Al 7

newres SUDO scriptname data('cmd;-9')

Herp emd ARGRIEHIIIA .

T, WRARVHEETSEE, HARERMMEHIa S5, 1§
F2 LA 772 0E X SUDO ik
newres SUDO scriptname data( ‘cmd;*’ )

IR A HE Z R, W2 PR B s . B
G EEAR R A -9 A -HUP, A SR AR T A
ZH, M TR A

newres SUDO scriptname data('cmd;-9 -HUP')

WIRZA AR SEAASEE, WSS IER () 1E NS A5 R
Py BEAF . Bian, an SR - Pk -9 F1 -HUP HAE IR 28—
BHOIFEE I HAB AT S /T UNIX T 2RSS —ANB 8 GES T
A ESZE) , 1N R I a4

newres SUDO scriptname data('cmd;-9 -HUP | $u')

WRMARZHZ THRT IS, Wi)s AN S HCREH] T
PAT IR S 4L

NS 2 175 FAR R BB 0 21 BRIAS

sesudo S HIFEFF R HIHAT IS 15 . AMNSE{EA RRILACAE T AH N
HIZEFME, T BB TR % 2 /D LR — AN R SR VE

M358 2 AR SER S 2L T, ABSEREA AR B AE
Bolg N BMEREAARERSIR, WS 5 S0, %
SR I B SRV mm TTERAY A HIE NAME 15 4 B AS (R 250
fH, VERIN v

newres SUDO scriptname data(cmd; ; NAME)
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B 1 A At

w  EWE S EERAE
- WERAAZSEAT Z A4 eV, E I

(R (SRS

=
- WERZADNWASEIA RVHE, EEEER (1) FA 4 e vr

HZ 5 B o

Bln, WREFAWANSE, B DS T R EALTRE UNIX
WP %, SEASEAE TR EAGE UNIX Y, AR

i

newres SUDO scriptname data( ‘cmd; $u | $g ; $N | $A” )

WRMAR S HZ RPN SEL Wi)s — AR vFE 250k

EH T RIR S

Pk, data EIERERME AN BRRWA, REZBENSSHHIEH
B, BRERBENSEHHARFE:

data( ‘cmd;

paraml prohibl paraml prohib2 ...
param2_prohibl param2 prohib2 ...

paramN_prohibl paramN prohib2 ...
paraml permitl paraml permit2 ...

param2_permitl param2 permit2 ...

paramN_permitl paramN permit2 ...

il G

paraml _prohibN | \
param2_prohibN | \

paramN_prohibN ; \
paraml permitN | \

param2_permitN |

paramN_permitN')

5 DL AR AP U 1) R AL 2 B I & b5 34T (V5 i) . CA Access
Control $&4E T PIANRL AN B 112 Kok 1) T H: serevu Fil pam_seos.

77 L B AT ) 5 AN iR S A A A R S R T s R A g

(IR LR

serevu

serevu Ji &5 P P8I 8 AR L P AT >

AR AR e 18 SR 2R IR

RO i o 3R DLE IR 43— 20 ik P BEN SR Bl LB AE 1
RSB, 3T LAR k] i
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B 1 A At

pam_seos

HH, AR BUE SRR P IS RS AE T efs R AUk ik 4B IR 55 K

e W WAIRLE IR 55 B R A R Sl A RGUE B R ik ). &0
AT RERE, KRGS KT, RS B A TS

Ko WIERKSPTAT ST P AR G, W2 S B8R G0iAE

MHIEWE . TG BRI, serevu Ja G FE/FH4E TR 2N
Ffrge A A o

w CREIR RO - BURE RN, AR TR BUR KT B S
w KA .

serevu MANTEY root F /7, A, MANBE R4
ER: fAXserevu G GRFNEAIGE R, ESW (2%/55) .

R ZRNVER root JT YA, BARS X root JH ™ A i d rti 1
Buip

pam_seos it CA Access Control HI -~ 20k /& LD e (1) W] i A\ £ 40 56 U
itk (PAM). CA Access Control 7EATfr] & S 1 1) 6 s Rt v 5  FH
pam_seos. ZAHLE AT LLZh A g DU /5 S5 Bt 75 D R 3L 0t
%o

Al AL pam_seos AFRAT N 41 =M AE
w R SR R

M 7 A B ARG T AT IR 8 e 2k, R Al S B W A% SC RN
FEIR OGS SO o BRI UNIX 2RI, ANELHE CA Access
Control 4415 o] (475 1.

CA Access Control JBf M1 8 55 5438 5 NFiik 0. serevu SE IR
PO S, AT R 005 B A 15 N T A BA S ART IS )
FH U7 R ARR

n FRALREE
1 CA Access Control #2446 Sk i, U100 T ANE S 21 R B oniE
ZaJi K. WIRE T pam_seos BB, N CA Access
Control AT A48 G ok JE IR I R Ui B o ol 58 PR B S i
WA 7 DB TR 8 IR E

A
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B 1 A At

29 R PR A

w A IR AN B R SR

SN HE A segrace SEFRIY, 2SR FPA A H] P ) 350
15 B HAR T8 BB AR WA P s B, HA S B R
AR PR L, W) segrace 1 H sepass S HFE T LA o iFiZ H P
B .

ER: AT EE SR, CA Access Control 4 ifif ] segrace.

HER: Z SSH SRIURIG I B s Sk, UK IEAE AT (1) SSH i A 23E
79 I FNNC S DL PAM. WAL SSH ARASANEE ] PAM,  JII] CA
Access Control JoiEAM A P2 15 ) T RIS s A

DGR PR AN AT N2 pam.conf it & SCLE,  FFKEIH R & SCAFEAF
fi# 4 /etc/pam.conf.bak.

Xt pam_seos FEHL L E O E W seos.ini SCAEHATIR . MR T 0 Th
i, BE [pam_seos] #i41 F HbRid:

TG A RN v BRG R 2, IE W seos.ini SCAEHT R BAR
it

call segrace = Yes

PP &R, TEHRCE seos.ini U F1FRId:

debug mode for user = Yes

Lk serevu {f ] pam_seos H S ARMUASIN, 15 15°E seos.ini AR
Gk

serevu_use pam seos = Yes

AATH A BIIRT BB T 5L AR R 61
m 7 SunSolaris #, TG R AR M)E, FE %] serevus

n  HFZEHF PAM ¥ Sun Solaris. HP-UX Al Linux BA 152 it pam_seos
B,
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P RIS

MBS TRERE

TR DI RERT 11 H X FC T AT 2T K et AN PR K
REFBIVT ARG, ARG RN AEXIH 7. B E
FEHL R P RS MTCTR T S i b R I ANE B R B, — HAi
R A2 T B O e

HR: ETCHRAER AT, 2R S iEs) . WA R
B WRZ I AN RE R4 ToER A M R

AT LU USER 28105588 GROUP S0 sk [ Te R AF Ja M 8 & o A R 3
Jo & HS M EZ AR N E SO . Sk ] LU SEOS 251
INACT JE P, RGN BT H P & & oA

1E selang #, i I LA & nl LLB I 4 7 75 U e TR

setoptions inactive (numdays)

BN W E R CHES AN RS H N EEERE) , WAL
T4

editgrp groupName inactive (numdays)

BN PR ERE CHES A AR ERM ARGl E) , Wi
PLR 4

editusr userName inactive (numdays)
ST HAE I R, R L R A 4
editusr userName resume

SR O R O B SCPEAL, TR L N A

editgrp userName resume

FAERGUEFE IO B S o, W AR i %

setoptions inactive-

SRR AL TR Gt &, WA LT

editgrp groupName inactive-

SR T I C R g sder S B iy 2

editusr userName inactive-
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mg

1 EY

T

5E SR S

st U W (. 73)

AL YN 58 B K (p. 75)

AT IR I S A AR B A, (R R OR T A AE AR BIT TR A i) 7L
o AR IR A ST

w A TAR AR (s AN AR foe 28 2 e

w T ) DA A SO 3 e R 4 A3 R R o

BN AN E e GRS A e ) itk 25
AR, NAA@EEINFZEE A eI A N 15 i 2 IR
. HLAR CA Access Control AAEFAZ T, (H'E Al LASR AT HL IR 5
W, X R U SR s ] i e P A R I D PR (% . T LUdR
E IR ELHE DL P 25

R ECEN T GE T

. AR

o R AT I .

. B ETR i .

. FETRIE ST ETIR RN |

o TS DR ARSI T T PR R R
NG TR T4

. FETRREA LR E T A

TS ANRE & seos.ini UK Dictionary Anic i [a] ) ] S R PR
PRI —

07w MR 73



w BEANEIS A A IR (R, e BR80T i
AR I T T o Je S 8T 1)

o CREANERSAIAT AN BRI . Gl E S e A 3
B, SEsmT AR b PR S S e i R B R A, 2
i HY A D SO SR AN, AR R BB SE AT A . D

EEPH! HLINA N sepass, AL UMAH S T H . il
FH¥R 17 sepass [5E B %44

REFHRERNE

AL E R RENE

1. {F CA Access Control 3 S/ B v, P Wl B kI .
Fasviatl Y S TN W A S AT

2. FE“HRIR X IR 0 PR o SR
W s RBOE” U .

3. FE“H P SR X 3 Ik B “PASSWORD”, AR J5 HLifi “ORAE”
BEARA R SO B L TR A

4. TEUTRNE” DRI RE T b B P A s
W S FH P B SR LT

5. 8 SCH T # MG A R, ARG Sl IR A
T8 SR ARG 1 R0 Y7 3 B Al B g 7 B R BRAT

6.  (fUEH T UNIX) Al sepass SEHIFE > BB %14 .
HER: 1K sepass ST IIHAME R, WESW (2£755) -

Bl B CER KA R

LUK selang i & Ris St o Ao &, JF 5 OWE 2/ BL R &)
EZ LR

RS EE R

setoptions class+ (PASSWORD)
setoptions password(rules(alpha("6") lowercase("3") numeric("2")))

HER: K setoptions in SN ITVELNGE S, WES W (=F/55) .
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BEN

CA Access Control f4f i] 44T 3L {4 ACInstallDir/bin/sepass (H:1
ACInstallDir 3& CA Access Control [{] 2235 H%, BRIVE A
/opt/CA/AccessControl/) , ZHH S i AM#EH /bin/passwd) H#
H .

N sepass REffLRBI M55 CA Access Control 15 5% . 1 A
sepass BEf4 B 09 SR 5t 122, DA R B s e S ) H . 1t
4h, sepass PHAT T fE L /bin/passwd HH [

A ] R R BT AT SO /bin/passwd,  BRAERSEFE 2024 CA
Access Control AT E M iAo fEXPPREHL T, &8 0] DAYk SL A
HZJR UG /bin/passwd, CA Access Control 53552 22 48 560 i AN
ATATAR R o A A

BT DU selang SERSCH RS . TR AN LA 2 D HI P i 52 SR -

chusr userName password(string)

R WORE (DUE B G 500 Sy — P i es ok & R
VI P I R S N B A o

TG I 58 PR x%

1] 1) o8 2 £ i v A B (1) e KRB, &t ¥e e IR U, CA
Access Control ¥l AH 7 i & fd E 2. H P Al BRI 30s, 1
AT AR S H I F %0 B B0 21 5 PR B s kg, fEfa— sl ™, H P
TVEVIM RS, WIS REGE B R R A ReIE BB &

Fi 5 R e 1R) 18] B

ERGU YO, ErTLME setoptions i i EAE RS T A HI
AR A 5 TR TR RO RS . iR segrace S FH R 2 HE 7 B sk AR T
KRy, BE R PAM BCE N ] segrace (WIRIEIIAMEAE RS
SCHFPAMD, W24k 145 58 RES,  CA Access Control Kl % 1 J7 24 /i
M. RJE, P RIS R EEE is,  sAREAE T IH RS, EE
BTG R RE . IERITE R BRI, FHELH Ui RS, JFH
P b0y B GEAE P AR DL HEHT 5

R ZR G0 [ 200 BB IO S R I TR AL R, S A H] LT iy 4

setoptions password({interval(NumDays)|interval-})
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NumDays FE D AU Zak TERE R, 0 ST PO o 22, UV FET ok
(s S I R A LSS 75 S S Rl 0, 0 ) B 4
B SN BT AU T2 4 KB A P

interval- 40 B SR I 0] ] B 15E B an R H P Bir LA B G S
HEAZSHWE, WHEZE. B0, B setoptions iy 4 B 1
BME . S HULY chusr B editusr iy 2 — A2 H .

TR BN P B A i e 1) 1R B

a3 my LLA R e FH P BN B SR AL e B I TR ) B e X e R 7 0K
L P el AL (1) R GV I TR TR] B 208 245 e KA, CA Access
Control Fil 40 H F M ursiE o 2. AR5, WP el r BV Ereg, )
RaAf H IH %0, 2R R 58 PRSI 358 RSk i UG, %
4 P &8, JFHH P B RE08E IR DLER B .

BEVCE O P (R i ) TRl TR) B, 1R AN LR 2
editusr {interval(NumDays) | interval-}
P B BRI AL A I TR TRI RS, TSI AL R a2

editgrp password{(interval(NumDays)) | (interval-)}

NumDays [FH{EALAUE B IEAEA. QORI TR TRIRE A %, TUIAE ] A i
[Ifa R A AR ANA B R 2], RPREI 1) (e Be i B % . REC
2 (R Ta) TR B WA 2 A SRR AL

interval- ZE0 0] B B A0 N ] [RIRR B & . an RO TixieE, JFHAH
FUsR P ACE T I R AIRE A, PR . S, K4 setoptions
AW ENEIME. UK 1%S405 setoptions. chgrp BX editgrp iy 4
—iE A
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T PR 5%

PR B 58 PR %

JA MR G, B P 2208 S I CA Access Control P44 71 % H
PR R R, B, AP e DR iR, APLS TSR
R ZJE, APANRERRE %

i PROE SR IE I BB RS . P AT SRV 2 S SR R . e
FRG SR B A0 F 0 FiT 255 2 J8) . ik B v bR S IRBUG, Kdada i
Vil R4, Py 208 R OEF I, Wik grace %
HONE, WA TS BRI RS S IR 5 IR,

BT DA AT AR A P O s . EE T I, JFe
H— o RS XYL, DM 8 s

BV A P R B 5 10 v PR & %, TEEZ 1Y login. .profile
8% .cshre XA segrace SEHFE I . 2 )5, segrace SEHFE
PR P B — 2R, Ul BRI 1 0 B S sk k. e mT LU A
segracex S5 R LA EIE 77 2R 5 FH - R s A2 15 20 3

HER: A X segrace Ml segracex SEHFRFITELNE R, ESW (=475
) .

R i BRGSO B R GG BRI, BB T dir &
setoptions password(rules(grace(nLogins)))

SEBCE B R E T e IR %, TR LL R ar
chusr userName {grace(nLogins) | grace-}

SO E IO G E SR RS, TR LD R S

chgrp groupName {grace(nLogins) | grace-}
chusr 5 chgrp T4 ¥ B INEE 85 1% dr 2 R € R P I R G E

R @mw%mjwﬁﬁ(%éﬁi@giﬁﬁ>&ﬁﬁﬁ%@ﬁ%

JaiZ ) e B G SR R B, ARTIT,  USER 2 FP ) 5 P 14 B0 5 A 1

o mANIERIE P m@ SR AE A R B S A shik i (A GROUP il
WMARGIINEE) o EBARENAREFEEIN, T AP E.
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)111]%'
(00)
P

PO

AR 735 BAR F2

B A6 SCPERT H SV (p. 79)

H] _abspath ZHBH IE4F AR L (p. 86)

5 AR UNIX 22 42 [F] 2 (p. 87)

WE R SCLE (p. 89)

P SRS (p. 90)

{4 setuid F1 setgid F2£)/F (p. 93)

LRy FLSE (p. 95)

PR A R N 2R T 3~ (p. 95)

P4 — HEBI SO AR kill d1 220k (p. 98)

BRI SCART B 3B 1R

CA Access Control AEAZ UNIX (IR 2248, H ) s i —AN 45 11 1 )
BB 2

CA Access Control #3R 1~ FI &R SCAE DT )54t IFAERE P2 IR [F] UNIX
ZHTHAE P AT AT B AL . U e) RN TG S e
n BIEESCAF (create)
w  FTIFSCFRAT R GRRHO
R A0 R SR LA A2 A5 T ASAT SRR SO (4l an

Is -DAH AT B ERAE, 1R STAT _intercept FLE W E N 1. A K
45 &, 1524 Reference Guide .

n STIFCRATEN (BN

AT (execute)

n RS (delete)

w  EAA S (HBR. EdirA)

w  HHBRAY (chmod)

ST (chown)

w  SHSUNTRIER — B, AT touch T4 45 R (utime)
Y AHL ACL — A acledit iy % — X TSR ACL TR S (sec)
s P H K (chdir)
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IR FR SO H 5 5 1)

CA Access Control V5 [ 46 £r 5 A UNIX FSZAUAFAE R FANA] :

CA Access Control J& T8 5 HI P I J5t 46 H P 1D 1B 20H 7 1D (euid)
HATPER A . ltn, S userA A su dir AR 2, )
userA 53R FLREV In) FCI4F userA Vi In) IREE S, 5 E UNIX A
W], AREEIHA FH 2 (P3RAE A2 1) UGG - B 3 1% B AR H 7 SCPF
(7 iR AP -

CA Access Control AL H I (root) #% T EH 81V 0l 248 E&AS 0t
IR . B 5 RE R E HAR - —FF, DI AR
.,

PR 253 T+ CA Access Control & FURI 41405 [l AL PR 41 2 . H BRI
IR PR 22 g, 22 MR 4 hnss

U SRR B KB U5 R AN SCPF, - W CA Access Control e £11%
PR T O SO AT 2

B i 5 FE CA Access Control A% i R 5 A% RER STV 1) 6

JHIER SCAEIT,  CA Access Control K2R H ™ A X 45 5 SCIE RO IRV
AR, 1T UNIXZESR P A 50 H S5 AR

BEE 4SO, P DA IR S B U ) AR FDGE H by S

PRI E A A VT AR« UNIX B R IZH P HA XA H %5 A5 17

BB

FT AT FH #3521 0 S04 Jete/passwd FiT Jete/group 17K A5 BURL PR
CRAEBUR ), T TC R IX e SCA BRI BB T IX ] G ] BE T

ARG

CA Access Control 45 22 H FILE X % (1K1 T AT 3 Uh 404G X120 G A%

P SO 58 A 7 I BLRR

chdir U7 ) A PR % 1142518 chdir fr S EAATIZ A2, X5 UNIX

EICIP

N EE SRR G LE PR

ST AN B T4k _restricted 21 A I 2, CA Access Control [ BEA:
PR B SCAFRTH 5%

- P A R SO R H S A4 FRE SRS H %
- B E SO AARREE (B, Jete/*) VRBCHISCIERTH 3

X JE T _restricted A 7, P RS SCAH#RSZ CA Access Control
MRS e X T ARAEEE e ORI SCpE, BAE T FILE 2811
_default it'3%,
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B F5F SCAEAN H S5 5 1)

m  CA Access Control i/ N&, ZRFITE XL ME X% (U
fFH B RCAF B FRI T/ B R 9. T TR WA i
AR, W, ] R A A AR e S SRR H SRR

H0oh 4096, AFRBLAERNE N 512,

n QAEAAELE TR SO 2 0 ) BRI, I ST 2 52 B AR
. X4 HE CA Access Control H0d JE S0 H A% H A LA

B

EE: ARUEMEE, EZH (25754) T FILE K.

CA Access Control S FF T 41 SCAF il 267
m ALL

= CHDIR

= CHMOD
= CHOWN
= CONTROL
m  CREATE

m  DELETE

m  EXECUTE
= G

s READ

= RENAME
m  SEC

= UPDATE

= UTIME
= WRITE

SCAEORAT RG] T OR35S H (132 5 SCA 4R

H CA Access Control {41 %1 304
m /etc/passwd

m /etc/group

m  /etc/hosts

m  /etc/shadow

Biltn, T LME

A7 =7

'5!/%:8 e
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IR FR SO H 5 5 1)

AR R

PRI

[A% H CA Access Control R4 5088 e (AN RS54 J5 S FE P 4% 115 In)
BB Ak o5 b pr A HoAh s 2

R 2 7 LT 1) 12 T (R B SO b RN B, BRI AT 4 R AH N
P

M seosd Ja B REF R B, RS AEEE FE R SRR B O S
AT UNIXstat 74 AR5, eRERAA P —A R, Hoh sy
B SCAENSISCH o Toh, X TRABEECCE, SR E ST
inode 1% %; ffH1Z45 ., CA Access Control i& 1] LRI S [n] X L34
PR, XE AR R P 524 Fl inode $efiL) . Bl EANER BE O
T3] inode FTHEA4 MG B

JH L CA Access Control /) 8T 1) SCAE I

w  WRSCHEAELE T UNIX 7, CA Access Control B 5657 SCAH-HUAT stat fir
A, ARG ) SCAFR AR I A SCAE ) inode A 25 LR 4% H o

IR SCPEARLELET UNIX HT, CA Access Control & ) ST 2878 I SC A2
LA H, %4 HANEA inode M1 &5 B %4 H HHHISC
XIS AR . SRy, WAL NEER D ORE — N7,
8 8 LB A () 06 200K A% S inode FIBEA4 {5 Bl . B A B 1%
SCAERY, PR LA RE, Il S0 seosd 1% LA inode AT
%55, CUE seosd £E U BOBNZ SO 4 H o

TEMIBR SCAERF,  CA Access Control B seosd SCAF3R H iz SO 1145
H, {Hi%% BW5- B LE CA Access Control Fdi e, DL T B 4%
A

PIH selang & SCZARYSCAE, TEHIALL T A
newres FILE filename
B, M —A4404 /tmp/binary.bkup FISCHE, I LL T T4

newres FILE /tmp/binary.bkup

HER: WAUE SOOI MRS R 2 JE07 2R, W) 73 BEER A AR U5 1) AL
BRAE” . B, AT SCAFRIBITAT 4 RENE U il i 30
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B F5F SCAEAN H S5 5 1)

N ERYR Z B AR SO, BB U R RS, A, AR
T FIIE G ;B (] - AR RE g A sh Vs ISk [, g nr bl
BELLE B ST T A7 8 AN BITAT SEAR 7 U ) i3 A

LRI A BATHAB AR SO, 35 8 Sl BCAT (1 SO A
WRCAFA * (RIRBAENFRE) M2 CRIRBR [ M5 .

136 e RS SR 5E AR A UERE, IR /tmp/x* v LARI4E Ky
/tmp/x1. /tmp/xxx % /tmp/xdir/a ) SCAFULHL

CA Access Control ARVFIEHE € IR HE /*. /tmp/* F1 fetc/*.

HEPH ! BV SO ARG AR 9 R T, BUAS B Bl b iU
fEHIEA

Billn, PAUR 24 /tmp Hach 28K a FR3kJFBL b 45 R FTA SCrF Cle
BE AU /tmp/axyz/axyzb ISCHED 58 OB ARG ST

newres FILE /tmp/a*b

FILE B4 FR A BB BCAF

T IEAE FILE SRR A AR TP ARG AT, 18 m] LATEE 5 2 AN SO Y ) SC A
ok AFRS IR A A UE BE A TAR] SCA38) 32 50 55 I 1 U TRl AR )
PRA

A @B R

R REE TR AT

n 2 R EPAN TR

WRY P BHIR A S 2N IR K A FRAHDCAD, 0] 1 14 = i e 4% DT
O Tz 50

CA Access Control /52 DL N ALK FILE Y544 FR

m [*

= /tmp/*

m Jetc/*

7~Bl: 7E FILE F Y5 8 F B RO RF

FILE %35 /usr/Ipp/bin/* {347 Jusr/lpp/bin R IFTA AR H 5 OV
FEiRED
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IR FR SO H 5 5 1)

BR Bl S0 1)

B selang FRTGIREZH 7 X SCAFITE ], W5 A FHEC K RRAS ) newres
. W, ZREEH R 7 myuser Z ANEAT AT HADH U5
0] S /tmp/binary.bkup, & LU#E ] R 31 selang i 4

newres FILE /tmp/binary.bkup owner(myuser) defaccess(N)

A A PAT LR D

4 /tmp/binary.bkup & RS2 R SCA

B myuser H 8B N ZSCHERIFTA &, T myuser Vi 1) 1% SCEE)

BUFR

3. R SCAERERAIA T AR B TG, B LA AT HL A 7 )2 S
AV V5 e iZ s, 2 R ST T e ) .

N

EEPRH WG root BRI selang fiv4, 2R J5 € X FILE il
S, HEAR RSP B Ts e WA, W root K A IX L8 SCAF1)
. YERNFTfE, root (Bl root B0 KIFATM ) ¥ HA X
AR SEA B HTE AR -

FRE: 0 LUK seos.ini 3L H AR IC use_unix_file_owner B E A yes.
XA AL UNIX P 2 B A SO U5 Tl A

RELLE ST 1]

A, € BT FILE WdskARIT . ZAEH] selang & XBATPT
AT K FILE C3%, WA R PR PTAT # “nobody” «

B, EE SO /tmp/binary.bkup & RS2 AR SO IEBR L BT A L Vi
WZ A, AN LU selang i

newres FILE /tmp/binary.bkup owner(nobody) defaccess(N)

1% newres iy 2 PREDEE 2 SOZan 21 (g2 4 root ) 18
ANGEVT RNZ . BHIERT A P U5 ) SO R, T8 IR A0 R A —
AN A PV A% SO

B A AV P Ui ) 2 R4 S F, Wi authorize v 4. 6140,

LT M) “userso” %} ftmp H s BL Jo TF K FIT A SO 5B U7 ) AL
PR, A LU fir 4

authorize FILE /tmp/Jo* uid(userJo) acc(Update)

YER: CA Access Control F R4 7E HA 0 e b e SUI ST
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B F5F SCAEAN H S5 5 1)

BRE 6l P SR8 SCAHAR B

EE RNV FAUR

U R AGBAT P SRR SO SR DT TR, MIERIAS 00 T~
TR AT LME I stat DhEESRAG R T3CAFIAE B Biltn, X SCf
/tmp/abe BAT BRI T AT LAAAT T 2184 -

1s -1 /tmp/abc

S5 1 EBAT BT BRI 343 SCAHE R 37K STAT intercept fic
BHUETN 1.

R 5 STAT intercept & & & VRIS B, WS (=£55) .

TANHE restricted 41 (FEAFIVCHEC M) H R BRI UG I ALPR, W]
K%M _default il F AT H selang showres 7% .

Blhn, EEFH _restricted ZH I H P X CA Access Control 4k /4 2 41
ST AA FERIA G AL, R4 H] showres selang 2 W78 FILE J511
_default B

showres FILE default

HER: A P #S AR E CA Access Control £ 4 22 K FT 2 SLITI
Vi ) PR

A5 PR 2 AV ) R 3 1R

ST DA R S R U7 10 o 25 AR U5 1) 32 SCA (R0 RS2 FE e D 4
Plo XM E S A RO BRAERR U RE I B

R WERTR R U R SR N shell JAIAS, U shell JEIAS 420 LA
#!/bin/sh 1E A EAT .

ARG TR SOV AT ARTE 2 B B R T /bin/passwd (R4 S E SCA:
Jetc/passwd (LR . ®FT Jetc/passwd 1, ATATAEYS H /bin/passwd
(R ) il AR A B 1

newres FILE /etc/passwd owner(nobody) defaccess(R)

authorize FILE /etc/passwd gid(users) access(U) via(pgm(/bin/passwd))

newres 7iT 2 # S Jetc/passwd & X E] CA Access Control, Ff SR VT4
M CFE SR D) SOzt W vr s A fE 7
/bin/passwd, authorize fir ¥ RVFITA M P Uiz, L7
PRI SRS, W R AL /bin/passwd #2177, RKEBH AT 7E
/etc/passwd SCAFH RS H IIRRER S, FfRH IR “users” 2H ¥ 7 X6
RS S A AT AR AT BB
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H _abspath Z1BH I-HFi AR

ZATVT IR BLR B 34 ] 3P e s 42 B AR ¢ (DBMS) SRV IR
MW, S A STVE R Hodie R R SR O KR e R S R U )
M. THHIE R

authorize FILE /usr/dbms/xyz uid(*) via(pgm(/usr/dbms/bin/pgml)) access(U)
authorize FILE /usr/dbms/xyz uid(*) via(pgm(/usr/dbms/bin/pgm2)) access(U)

WX 4 authorize 74, WA Vs ) & 98 F R T pgm1 8iRE/7 pgm2 (& T
DBMS —3EHIH %) , WFTHT CA Access Control JT /735 1] LLiJj 5] DBMS %
G xyzo TREA GHEH BTN . 25 8EE X3 cA
Access Control [T I/ MRS Lk, A8 25 5B UT AR AH
L, HOEBA VS A PRI IE F T A X 3 CA Access Control [ Fo ¥
=, AT LLA CA Access Control £k /22 i ok s LA 4 _undefined
.

T m I E Unicenter TNG H 5P, f#H Unicenter TNG H JJj ACL
JEPE K RV aldE 4 e P AL AT IR Ui Rl . ACL Unicenter TNG
H A P ACLJEME, 2300 o 5 B P R PRl 1 S vk o

B, LU 2644 george I s IN 244 4 basecalendar [1)%5 # H
P 205 1) 73 1 51 2R A

auth file filel uid(george) calendar(basecalendar) access(rw)

LL R v M Unicenter TNG [ JJi R 44k george [ /'

auth- file file2 uid(george) calendar(basecalendar)

fF A s R B
T LT3 228 914 (NACL) Jr 405 12 T T s 10 %
.

1 CA Access Control 155 (selang), ¥ H L Ry 045051

auth className resourceName [gid(group-name...)] \
[uid({user-name...|*})] [deniedaccess(accessvalue)]

A _abspath ZHFHIEFFE R ARS

SPATH A2 FH AT T AN A2 4 #O2 Adill s R e 3R i H k"
HOIE S () B8 Ae 4. Wi RELL G L.

n (UM H SR PATH AR IR T 2 24 1 () H ke
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B UNIX 224 [m) 25

w CEEH PO T AR, BVRRS RS, JRR AR R
/tmp/ls.

o FUCKREH P A RN, root &7E /tmp HagH IR Is fir 4.
SEBR L, root HEAIBATHR NN 1s fiy4, T2l FH 58 A AR E
AT CAFRAE /tmp H P IRRS AR L .

TR Z 24T, CA Access Control $2it T 444 _abspath HH F1 4.
A% 11 _abspath 211 FTAA R 03 7E VR FH RS e s FH AR A2 42

AN AR AR A —FF, GnT LU I U 2 _abspath 4.
R N OSSN AERL, Bz ARV TR A P AR R A2 44

A& H UNIX 24 F$

H AR CA Access Control AR LA H UNIX APR BE A 4%, (H AT LUK Al
UNIX BUBR 5 %5 1 CA Access Control AR [F2D . st A& 1, A DA X
FRR —2 . Axtd, [F2P52 2 PL KB

n [FREATY . —HERDAR, e BV E T B A H ) CA Access
Control A4, (H'EANE B 2 HIAFAERI V5 -] FE)

m  7E CA Access Control 13 T AL PR i DAL 31 UNIX, {HAE UNIX F14%
T IR R A e 3% 5] CA Access Control.

. T HSBPRRZNRMEYE, UNIX 7] e 01K H 2 AN Tt 2 )
CA Access Control AR . Ef# B4 Access Control #1)3 (ACL) T AEM)
UNIX At JEv2: e Bt CA Access Control ACL RT3 52 2% 1k

] 5 CA Access Control [f]25 H B4 ACL 1 UNIX “F-4 45 Sun Solaris.
HP-UX A1 Tru64.

FERAT IS ACL - BL T, 158R  LUEAL G2 T UNIX rwx BLFR 5 CA
Access Control # PR 7Ef KFERE L[R2 .
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A UNIX 224 )25

[F] 20 1 authorize i 2 ) UNIX ZE 15 seos.ini SCAF1f) SyncUnixFilePerms
i A 1
m EREALE UNIX GETH, authorize fin 2 223K 7E UNIX FI1 CA Access
Control W52t Z 2+ 5 0] LLLE ARTANAEAEALR A B 4% T
UNIX AR
CUn SR A ] UNIX ST, U] selang iy &% UNIX 2 ANEAERA .
A, FE UNIX {5 B 25 A K47 B, CA Access Control ARt TER% .
I, selang RJ LA ik UNIX 254 ¥ HE—J7 72 & 7E authorize iy 2 H A
H UNIX &I, D
m  {F authorize iy 2, WIILE seos.ini LA [seos] #B7 P IEAf i B
SyncUnixFilePerms #xicl, UNIXIEIUA <EAER . Zbsid A LA i
A5 FH R«
- no-{REAFL ACLAPR ., XIEERINE.
- warn - {5EAIAD ACLALFR, {HAE CA Access Control 5 ASH UNIX
PR P S e 2 s
- traditional - 5 € #}§ CA Access Control ACL 320 1) rwx A 2
I HACKS St ] P A B A2 UNIXO
- acl - {5 EHRPE CA Access Control ACL %% UNIX ACL.
- force - 15 E M4 CA Access Control defaccess [ 4 UNIX 42 &)
i) JE P
HEEFED ) seosd J5 G FEF LG, SyncUnixFilePerms Fiic {H A
I A &R 80

s [F2P
AR 7t S 444 Jvar/temp/newdata ¥ SCEERIZS y fowler IS, I
R FILE 2R Y — ANl sk AR Z S
1. KM seosd Ja G/, LMEREW Y4E seos.ini 31

# secons -s

2. VA 9’ seos.ini SRR T 7 S0 6 3%, Yl seos.ini 3L
1, i [seos] #5731 FF] SyncUnixFilePerms 4741 K Fi 7~

SyncUnixFilePerms = acl

1HI04E, acl &7~ UNIX ZETAR 45 CA Access Control ACL i 3% UNIX
ACL. HEEZFRic ARk & oA acl, UNIX LIt LA %I fE.
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AU

HP-UX PR

FHE ) seosd Ji G R

# seosd

WH selang, SRJG KM LT selang @4

authorize FILE /var/tmp/newdata uid(fowler) access(r w) unix

A2 T fowler X HT U ST “Read” T “Write” Vg [ AL PR, F-1H
I FR 7 UNIX B0 T AH R [P A H UNIX ACRR

PR 45 HP-UX ) ACL S Wt CA Access Control [1] ACL [1177 .,

Sun Solaris PRl

fE HP-UX 1, ACL #%H] RV 453 BV AR o Wt e, A%
R H P BB giR e, U RIAR A S N H % H
S

5IEAIA, CA Access Control % H P el {44l (A4 &) /i
Vi A ABLPR

FHN M, CA Access Control A PR IS 21 Ho A FH sl d] i e B 5 W Bl
“xn 5l “any” 2R HP-UX T /44 4

HP-UX A SCREFES 7 HLES (LVM) 812 T SO R 48 E 1) ACL.
Rk, LB HP-UX THE AL AT A R UV E “root” U R 48 ikt
1T ACL [A]25

HP-UX f¥) ACL BR7HIH 16 145 H - CA Access Control [f]25 LU ] it

AT A H, 2 16 N4k H rTREAS 2 BL5E 4 ) L BEAS CA
Access Control ACL.

£ Sun Solaris I, ZAHi UNIX ACL ANLE /tmp H sk sEzER .

AU S

Watchdog 1] AR setuid/setgid F2)7 1 @b fil SCfF,  LLAIE TR & 4T
HoAth SC . seoswd SEHIFEF (Watchdog J5 G FEF) 2SR & N 1)

H

i

seosd Ji BRI AL TEBPIRS LS BN (IR 2,
Watchdog Jii 53 2/ 745 HBT 1 31 seosd 5 B FE)7. )

MR ES T AT AL P 8. (WER BB, seoswd H7FlL
IEPATIXEE A )
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SR

seosd Jri B FE/PIRZENS, & HENHAAT seoswd Ry LA ShAERE /-
ER: K seoswd MTFAIME R, WS (2£75/H) -

seos.ini SCIFAL 5 1 watchdog IR INE AT TMhid. eibt
AT IR LEAE 1 B SRS

ER: K seos.ini AWMU, W2 (Z247515) -

A8 AT DA FH W AR P 5 5 30 S A AT X setuid A1 setgid 23 BT AT HIAH
A5 & A, IS AR A il AZ R P o

Bltn, EHEMIACE: R AT EH MBSt Jetc/inittab. BT
CA Access Control Y #51% SCAF IFAEA AR A8 ol i 2B a4, wI AR LT

selang 1% :
newres SECFILE /etc/inittab

BAE, HIRTAR 2 IR RIS SO Jete/inittab HIE .

A BRSO AR

112 REMIIR], - CA Access Control il i RIMISK gy i Tt 7L ) pAY 35 SCA°F -

w NEBRN — ORAECE SR H RSO AT
B TCTMMSR A AR o

w BRUHENY — ORI U, 5 D s P SRon s R 6 A 3£ O AR UE o A0
R 55 AR UE S o
T AAE 2 2e 2 I I B BRI

P BB ST R

PR SCAE R DU CRAC & SO . H B SO RIS PRSP E SCAE R )
1t selang HHANT] WL HJCVEMIBR o

CA Access Control i F P9 35 SCAF- BRI AR 7 1) SC A AT LR U7 i BLFR <

m  X] CA Access Control P FHERE ) 5841 0]

O AR T W) BRI BT CEAH SRR EER D) 15 )

10T PAZW S FILE BR3P 3 SO RN o 2 SR I i J% 6 FILE R,
CA Access Control £k &2 1] P4 58 SCAH R
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WA OR

CA Access Control 14 1 P43 SCA R 2R3 R B1) SCA-
THeE SO BN E R SIS .

AR HH

W SO E R N AE X, BA RN EBCE . AR
FIX LS SCAE R

X seos.ini PIELEWEMN BRNHALE
il

B B A [seosd] dbdir AClInstallDir/seosdb
seos.ini - AClnstallDir
privpgms.ini - AClInstallDir/etc
loginpgmes.ini - AClnstallDir/etc
xdmpgms.init - AClnstallDir/etc
nfsdevs.init [seosd] nfs_devices AClInstallDir/etc
osver - AClnstallDir/etc
accommon.ini - ACSharedDir
seos.audit [logmgr] audit_log AClnstallDir/log
seos.audit.bak* [logmgr] audit_back AClInstallDir/log
seos.error [logmgr] error_log AClnstallDir/log
kbl.audit [kblaudit] audit_log AClnstallDir/log
kbl.audit.bak [kblaudit] audit_back AClnstallDir/log
kbl.error [kblaudit] error_log AClnstallDir/log

ER: ARIKERENTAGEE, WS (25754) .

sl o =
3 8 .
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SR

BRIA SR
CA Access Control 7t %2 8] 23 il it BRSO R R AR S U S BR
WICAERRIFE selang HHa] WL HLREWS AN BR o
K FIH CA Access Control I BRIASTA UL 4 (R BEURK SO BL S X 16
ST ) AR AR AR R 1)
FEZAE T, PMDBDIr & S A R4 4 (PMDB) TR H o), 1
pmd_name ;R RISHIA L0k, BRSO, PMDBDIr £ -1
AClinstallDir/policies. PMDBDir [ & 1E seos.ini LAF I pmd #8453 H1 1
_pmd_directory_ FricHiE X
XA BRIAVT A PR iz ek
AClInstallDir/data/crypto/crypto.dat T sechkey
AClInstallDir/data/crypto/def _root.pem* I sechkey
AClInstallDir/data/crypto/sub.key I sechkey
AClInstallDir/data/crypto/sub.pem T sechkey
AClInstallDir/log/policyfetcher.log 152 HY +policyfetcher
ACInstallDir/ladb/*db.la* T EY sebuildla
/etc/passwd ol Kol
/etc/shadow A A
PMDBDir/pmd_name/hsock . 5. BT B seagent. sepmdd
#. Chown. Chmod-
Utime
PMDBDir/pmd_name/pmd.ini RHY seagent. sepmdd
PMDBDir/pmd_name/seos_* . 5L AT B seagent. sepmdd
#. Chown. Chmod-
Utime
PMDBDir/pmd_name/socket . EA. PUT. 61l seagent. sepmdd
#. Chown. Chmod.
Utime
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{44 setuid Fl setgid FiJ¢

P setuid 1 setgid 2%

BEE 1D (setuid) FEE UNIX 3t 2 Eseis TR 2 —. A setuid
P ERE & B 803R15 setuid F2/P T A EH I S . W setuid FEF AT
FoE root, WUAEAH R B H ] setuid FEFF#RS B 3l B 24
Fro Y setuid FEF RSN, R v PATHEE L Fonl DLSAAT OAT AT 45
1B, BRI, HALR setuid P27 HERHAT V. 56 BG4V 1T AN B0 T8 o] S0Ath 5
EAER L, setuid F2/7 G 11X shell #2517 Uil R4 AT AT
IR .

CA Access Control fifi [} PROGRAM {1 P setuid Fll setgid F£/¥o  SEL
B2, BRINEDL R CA Access Control SRVFHUATATEMIFE . 765
T X ZFLFE )G, %80 LU 2 CA Access Control 4T 4, MIaE 1EFAT
setuid ¥ setgid F2)7, BRAEEZFET @ O ALY flln, 2
/bin/ps GHFLIREFERF) 1EN setgid FEFIsfT (WIS FERAE) , wlf#
FHLLF selang iy 4

newres PROGRAM /bin/ps defaccess(EXEC)

CA Access Control ¥ /bin/ps F2 - M A ZHEFE . #RJ5, CA Access
Control 7143 CRC. inode 5+ K/ W5 Prasa. 4l PR,
b RAB SO TR) DA A K 725 4 (TRl ) , IR e Bk AR L
i () PROGRAM K IR0 381

Watchdog 23 7€ WK 2 iZ A2 71 CRC. K/ inode FIIAMAEM: . fn B IL
P AT O F 2, Watchdog 43 H 35K seosd MAZFEFE 4112 th il 5
AR, JEHIRL e fvin . IXEIRA S A Nl S e 5l setuid
FEFP AR . R, newres v 27l 1 RLR R vFiT s F - (8
FEARAEEHE e e LA D) 1847 /bin/ps i 4o

ARZFCH setuid FE/7 Al HESEFE T UNIX IHERVE RS BUE R T) 22 4R

o AT SRR 007 R, 22445 BE O3 AT LUK setuid FRAIA Y
HE 28 I DR e HE P R IR, 2 IR e 2 AERE P . (HE, ATfT
P #ANGE H B B S 32 60 nT SATARST s U7 i R 4 25 Fi e 2R 1R
1% setuid PP HOBHAHIH S A4, Bilan, Fiii—24] selang i 2N AL
System Department H] /" (sysdept 1) 4T /bin/su:

newres PROGRAM /bin/su defaccess(NONE)
authorize PROGRAM /bin/su gid(sysdept) access (EXEC)

fEH RS (*) v AR e EE U e e LB L . B, 2 e e X
FI| CA Access Control [RIFFAT FH 7 Al AT su fr 2, A LL N4

authorize PROGRAM /bin/su uid(*) access(EXEC)

Z UL IS FH T setgid AT AT SC1F
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{49 setuid Fl setgid FiJ¢

a] LIME I nr Al er iy 2 1F PROGRAM K1 Ml setuid Al setgid £ /7.

A DM AL T 7 PROGRAM 2R HP il — S8 55 22 (1) 4 setuid Hl setgid
FEIT o NIXLERRET 5 SC—> FILE BEI),  BHIEAREAZAH Fook e 1t
T WRZE RVFPATIOE ZFC IR (EETH )G, BHAT IR
ANEHIEE) , 5 blockrun JB 1% E 4 no.

» WA blockrun JENERCE yes, WA SR HH RO ZAERFZ
JEAREAT, IF HARVFXRE P UT R AH G PACL ARV AT SO F
FEZRE P HH SO 2RI, PACL SEEfr B AR .

w41 blockrun BV E R no, WISPATIZRE R (HI2, AP
ILVSTRARSS PACL AT E SCVF AL T BE U4
ZUF% blockrun JETEMI{EE N yes, H{EH LT editres/newres i 4

er program /bin/p blockrun

HLKE blockrun JRYEIIE BE H no, WIEFILLF editres/newres iy 4

er program /bin/p blockrun-

TEBINIEDL R, X176 PROGRAM K it ¥ T A #2)%,  blockrun J& 1
It e N yes.  1E0] LIEH] seos.ini 3L ) SetBlockRun b B 1%
Yo HRTEAGE R, 1HZ M seos.ini XA

H3hE X setuid/setgid 2%

CA Access Control #2241t T H #lE X T T setuid 1 setgid F /71K Ji . i
ﬂﬁ;&ﬂﬁﬁ}? /bin/seuidpgm, T LARJEE—21 ¢ T A setuid F2 /3 S AR
iR

Blhn, BRSO RS LA setuid Al setgid T2, %Hifﬂzﬂﬁ
selang T2 5 N /tmp/pgm_script 3CH, A% ALLF selang i 4 :

# seuidpgm -qln / -x /home > /tmp/pgm script
TR AAESRAS 20T, AR 75 24 BB L seuidpgm A 15 i Hh SO

HER: AKX seuidpgm SLHREFIHANGE R, WESH ((ﬁ%ﬁéﬁf?)) BT
B anfar %) setuid Fl setgid LLAMFIRE PSR AEALERYT, 1ESH (=F751)
th1[#) SECFILE 25,
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DRy R

05 )

RPGF AT

T PR IR R AE AU AR . B, AR IS — AR
4 securedSU [HEH 22421 su fr 2 WA, 75 RVFH PGB P2
HI AZARAE F 48 SOR U0 S8 R 50 E H P 10 5 4

FE NN PSR UT AU FIU A OR UserX ASXUSCR AR T (R 4%
HP I —Mo5id (PR EZIN T, 22508 USER.root & &
defaccess(none), ) :

authorize SURROGATE USER.root uid(UserX) via(pgm(securedSU))

5 ZUHEBUIECRS /bin/login FRAN XA AT . AN, FniE s —H
Jr RS AT ] AR EENE LU - B S0 5, IFR AR iR
LAGId B A 2 A B R 24 3 B 1

BAg H selang 524 /bin/login AR, 1EMHI LT 4

chres LOGINAPPL /bin/login defaccess(N) owner(root)

R E I

CA Access Control i 1] LLH R4 setuid 1 setgid F2 /3 [ AH [F] 7 vk AR 47
IR . Mk, P PROGRAM ZEH1H] blockrun J& 15 & A 8L FE Y
H.

ER: ARATREETIN MG R, B (25751)

A ARSI BN T B AR

AL UNIX A R G, ] DUMB AL LY Rz AT i

%, JERI{EA TSN BT I . X3 m 1 200, T DR 75 2

INEIIRE, TASTR Y NAE DL, XL A BE UK T T REA R e
A1 BTN DI fE -

& 1] LAFE CA Access Control H12EH Al g H W AZ ARy . an SR I8 3 N
FAHLR Y, T CA Access Control 24 N2 FIEN 3 PN A BRI [¥) R 4510
F, 2 JE AR B e o R SR BiE 5 (KMODULE 2R3 K 2eiisR it s
A PR o G S SR N AZ AR He 10 5% CA Access Control 117 AP, WIiE
SR ) BLRR A I B R #
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N RZ AR T 3 PRy

LEFTA AR Linux 3245 1, KMODULE ¢ 3% FR) 44 Fk A 20 UG it P9 A% A b S 4
MAZFR QA ESEEERAR) o XA B ) 44 FR -5 SO0 44 BRAH D
1t Linux -, KMODULE iti 3% ) 24 FRAN 7 ZEVL A PO AR BRI 4K, J5 4 mT
BEANF T 2B % o I SAE Linux BSR4, AL Linux

1 FH (IR (R 44 0%, H KMODULE 05T 3R B %%

LSRG AE N ZR P RZ AR ER R i SCPE R ARG Ay, IE 28 SR U7 ) BB
I CA Access Control J5404T DL HoAth 4% 77 -

m  KMODULE it 3 [ filepath J& A O BE A R £ SCAF 1% .
w4 filepath [ 3C/F HAA S5 KMODULE 1 5% 44 FRUC L AR

N KMODULE JE M (AF Linux REMISCIFEIE. Linux REET)
24 UL,

R CA Access Control 4 Linux R4¢ 11 N AZAS e S A2 il — AN
—MBL, I RBLENEL B ERR AN ZAEYE &Y. CA
Access Control ZERFR VS RN A28 44 . T B QAN 4, Kl
CA Access Control 2 HETH AN ZZE 4 . AL, £ LU A
seretrust SEHFET H QIS4 o

Eg%‘a@:
A% ARSI I AN AR ST A2 6 £ (p. 98)
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PAZIE BN AR T R

R AR

T DLORAP A A SR (R ISR N 28, X AEAT B T-ORAP B4 R &8

R AR R

1. ARG CE B LR

2. {E CA Access Control "1l KMODULE it\3K o
LI AR, AR EE X
R4 TR

LEFTE MAE Linux 248, KMODULE 2 3% 144 FR 2 25 UL JE P9 #%
RSO AR QAN 5838 88 40) o IR IR BEER (R 44 FR 5 S
PRI FRAH R . £F Linux ., KMODULE 18 3% [ & B FE UL D
PWAZBRER G A BRI 3 AT BEAS R TS BR (1 SO 44

n OERMETAEE GRIA MBI H P

n (HJ3R) WRRRER SO 4t SCrF AR, sioc s R (i
HENMIRRA) .

HERE: FHP R4 Solaris R4 I, A LU LT AN R f H

_ALL_MODULES KA BT N AZ AL R 128

3. 8 SCH BB I ER E B H P 8
s AEH selang iy &R IR IRER

I %1 selang i 2B W IZ AR B serial.o 52 X I ¥4 3] CA Access Control, Jf:
T AN - kadmin JHZCHTT 200% A AZ AR RIACRR «

newres kmodule serial.o owner(kadmin) defaccess(none) \
filepath(/lib/modules/2.2.19/serial.o:/1lib/modules/2.2.20/serial.o)
authorize kmodule serial.o access(load, unload) xuid(kadmin)

JB FIAZE ] A AR ER AR 7

WA E T WAAEEET, T CA Access Control B £ £+ CA Access
Control 4 A= Hh e ST AR IR In g AT 0 2%

ERIAE LR, CA Access Control J& JH N AR AR 47
B AR WAZ B R, 1 i F 52 H KMODULE 2%, ] fa ot A

H setoptions 4.
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DR BRI SCAEANE Kill iy 2511

™l fEH selang J& F N AZ B HR S
%1 selang i 4 Jii F A AZ AR H {47«

setoptions class+(kmodule)

7~ fEF selang ZEF N IZ BB {R

41 selang fir & 4% FH AL A HLLR 3 :

setoptions class- (KMODULE)

=AY 23 oSN e R e B L e vk

WG H T WAL, W3 AT LAE D48 P9 AZ A ER I I FH SO B AR A
. WRBH T SRR Y, CA Access Control 48 £ B Nk 1) N #%
i 215 5 KMODULE i 5% 1) filepath JBPEVLED CEFXFIE Linux R0
&1 5 KMODULE 1838 S A VLS CEFXT Linux R40) -

PR H SRR Y, AR E SO seos.in [ seosd 1, ¥
special_check #ricd % E N yes CERINIZE N no) &

WA LE RN o B SO BR AR A A P AZ BEER LR3I, CA Access Control A
SR A AR

Bl AL seini SEFIFE PR A B ARBUINE R FISCHF B ARk

BN P AZAR N0 H SRR 2, 18 n] LUAG H seini Al secons S H
PR, R AR:

seini -s seosd.special check yes
secons -rl

PRI ZREHI ST AN Kill fiy 228 1k

LT ORI AT A E RS (9 G 5t 2 R 45 s ol FH AR 7 5 & RS
YIRS Bt . AL UNIX 24 KRG TR P 10 AT HERE R
XRIAEAR UNIX R, root 1] LUSHTAT I FEHATAT AT 424 . CA Access
Control ARPEHEFE I AT [ AT AT S G, AT 42 = UNIX JERE R
$'.  CA Access Control FEFEORA 7 7RI FH P ID. PROCESS K1)
TSR WA ZIE X CA Access Control R RN HEFE
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PR — B SO AN B Kill iy 2 21k

B, AT ASCI BFE 2% /bin/more NS % b, iEHATLL R LR
1. JA3)selang.
2. HIALLF selang T4 :

newres PROCESS /bin/more defaccess(N) owner(nobody)

Z A2 ¥ /bin/more & XA BE X b 2RI R T I UERE s Rl
f%jw)wﬁ BB 7 (N). - owner(nobody) ¢ & O I3 /2 & iz At
I ANEE 2L /bin/more BEFE

3. B selang.
4. WA 2 A R :
a. BIALLTFm4:
/bin/more /tmp/seosd.trace

b. &% /tmp/seosd.trace X F LK, APk /bin/more 37 BJIE
W, B4z Ctrl+Z nl L /bin/more JEFE .

c. RN LI a2k SRR
Kill sl
T 2N R, CA Access Control ¥ 52 7~ “BU R B 415 247 1 L
BEFE T AV F &L Jbin/more HEFEIIEIAL, I A LLF selang fiy

authorize PROCESS /bin/more uid(username)

R AR R AT OR 7 2R e P K oA BB m] AT SCA AN 2 e 2%
1k

CA Access Control fR37 5 M2 11155 (SIGTERM) LA K N FHFR TG v 5 iz
21455 (SIGKILL AT SIGSTOP) o ‘el E S (#ltn SIGHUP B
SIGUSR1) A% 2|iff i S 2 M& I A2 M B 26 1 145 5 I 13E A
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Y9 FE: EHIERML

SR AL 77 BT L

P S ERE (p. 101)

] — S S YRR ST (p. 103)
S8 SCH P Al ] 28t FRANBR (p. 104)
SRR A R S R (p. 107)

8 S TRJARN P 6 S AR (p. 108)
A8 IT A6 55 (p. 109)

BRI FH ™ (1) 9 6 5% (p. 110)
PUNE 5 (p. 110)

NI

IS RHERE

CA Access Control $2 L& AR J\_J\_%Jﬁﬁﬂk_kfpﬂ%ﬁ}? 1
TERMINAL 2, 0] DUA a WS 26 FH 7 i DL DA R A8 24 i i 3= 416

HER: A X TERMINAL BV R, WES (2£7/5/) .

@%%%%%f%ﬁ%IMme FTP fl1 RLOGIN) Fil LOGINAPPL 2%,
18538 n] LF IR AN P sl g LB S . I N R U e ), AT
jJ!:/WX‘iF FHRE 2 SCRE e . ilan, vl bl XAV - iE
I ftp BB ENL. R — =N H P telnet S B RFEMA L
VIATAR F P at rlogin BB R SR,  LOGINAPPL S [FREA I 5%
R AN R B S N FH R e S5 el AR

T%: LOGINAPPL

B, I ARVFE S FTP AR, 1HPUT LR !
1. fEH LT selang fir 28 ftp BRI VS [ BLBR 5 2 A TG -

cr LOGINAPPL FTP defaccess(NONE) owner (nobody)
2. fERILLR selang fip 4 Vil 44 H AR frp AT 6%

auth LOGINAPPL FTP uid(anonymous) access(X)




il

il

==

%

R

BRI44 0 Account FIZH ] A BEAE T Telnet:

1. fFFHLL R selang fir 2 2% 1E4% F rlogin F1 rsh:
auth LOGINAPPL(RLOGIN RSH) gid(account) access(N)

2. fEHLLF selang 4 fa ¥4 A account [4L{§ ] telnet:
auth LOGINAPPL TELNET gid(account) acc(X)

HE: L nWBIE75 T RLOGIN I RSH R, 2t 3 1% 0045 Hofth 5 5%
FEFP

TeAS AT IS I R A FH T (8 S AR e, Y2 T i LOGINAPPL 2 5% o

BRI HNUG L TR A M A #547) setgid B setgroups ZHPFIT4h. 1%
HILL setuid LA, 1% FAEH T8 F ) 10 -S40 58 20Ok SIZ B 8k 1
Fo

G N R R SRS, CA Access Control 1 Fix 26 R 45 i H]
K ESIE B XL A AR UAE S S N R P Pt . 48] LA
BT A F CA Access Control BREE A KA FHIX L4 .

HER: K LOGINAPPL JSHI B R H A5 B, 1EZ W (selang =%
155D

Ja F SFTP B FA IR

24 PSR SFTP st )i s IsF,  SFTP N R AR i FH SSH S50 1iF 1%
J1. 24 CA Access Control £k F SFTP W FFE 7 ) B s 2 I, BRIA
TEOLR, 2B Bk WA SSH B Sk I# H SSH LOGINAPPL c 5 TR ) 7o 14F
Bl 488 5 24K .

WL E CA Access Control SKHE 5] SFTP & 35 Fil SSH & 5% 124 SFTP Fl1 SSH
BRI G BN, A0S ) SFTP & sk gk .
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J& FH SFTP B3k
e BT AP Rn i 1.
HINLLF selang fin4:

er LOGINAPPL SSH loginflags(EXECLOGIN)

22 HEE SSH Sk [ fish K 2 ERE AT I 25— EXEC $4E
3. HIALLF selang iy :

er LOGINAPPL SFTP loginpath(path) defaccess(a)

N

loginpath(path)
&7 SFTP %5k N FHRR 7 1 58 BE #R A2

2w 2B EE 44 A "SFTP" ) LOGINAPPL it 5%, & ST SFTP &5 1]
%zF?E’JE% T, R W AR A BRI, A P T LA
FH SFTP % 3% 21| i 1

Bl B SFTP BHa3k

ol AT /usr/Iibexec/openssh/sftp -server [1) SFTP %3¢ N 27 )5
FH SFTP &3k 3R . ZB—) selang fin 2147 & T CA Access Control ¢
PAM £ SRR T SSH Xk

er LOGINAPPL SSH loginflags(EXECLOGIN, PAMLOGIN)
er LOGINAPPL SFTP loginpath(/usr/libexec/openssh/sftp-server) defaccess(a)

HER: K LOGINAPPL EMIVEANE R, 1EZIW (selang Z=#715F) -

EH—RERN AR

CA Access Control i i] DAY il AT ER G 18 F S sk N FR P s X E A 18 n]
AR 1 F AR PR 5 i — R DU DT PE 1 8 s o R P 2l . B S— M8
KN RSP, i H LOGINAPPL 25,

X —fRERN AR

;c%selangﬂ?ﬁi W SN R, AT R 5 T G S SR i — 1
v, {HAE ] LOGINPATH % (IZi%iﬁUb@%—/\—ﬂﬁ%h:, HH—
Kk, H TN [V ] % ) o i, B X
—— % telnet R, EMH T84

er LOGINAPPL GENERIC TELNET loginpath(/usr/sbin/in.tel*)




7 SCH AP 23 (R AL BR

— G R HIEER

L SRASFH G SR PR, B BRI S 2 DL s SR e R A A
LOGINAPPL X%, %45 HAT 4 loginpath J&ETE & I AR 3R B S AL,
W) 17 FH 3255 5 RO )

{HR, XT38 FH LOGINAPPL X%, CA Access Control 4T T Il #1F

1. seosd YIRS N R P H 2 A HEFIULEC  (LOGINAPPL X
GIUCHL G SRR ) o GARERE, N F 2 S B R o

2. WIERARERR, WAEFH UCEC I — 8 Sk i AR 4k 2 2 LOGINAPPL X
%

3. WERAZAVCMC, U IR AT 5 2R e DG G R0 S XA

5 SCFH P A P 28 v R ASL R

B LE AR V5 0] R G i) e 1 055 — R I i RIS SR TR
TRUEAT DO I rR AT 5 S i L R i (i X 2w ald= il 65D

LEWA AR R G5 M D, am AN 2 9 T UNIX [ teletype 11
M. FERZHuG N, it pseudo i 2% (PTS) B X i & BEAY
I3t “pseudo A", X T LAERAM 5, 124 AR B XIRF
T o CA Access Control TR FAT T A &% % . 24 CA Access Control
PUR 3 = Fp 52— L&}, CA Access Control 158 sk i BE 04T
LRy

n CYH T XDM B SR M X 358 Sk, CA Access Control i
I /Jetc/hosts. NIS i DNS #5464 M4 ) X Zeam i 1P sthk FIAEH
BRI Zeiig o IR AW A4 T 4 2 MO ml o 185 S = A 1P st
CA Access Control i 1] LA A 1P sk EAT 24 .

w U £ R, TTY 2 ARAR TR 2

s Y Gl Telnet. RLOGIN. RSH 25) MM Z8E i, it
/etc/hosts. NIS B DNS #544 = HLA 115K 1P Huhk gl 4 4F i 44

A TERMINAL S5 SCRFAE TEML LA i X B IR U 1) A1 A8 I3 24 (1
R AL, TR s EALE SO X FREAS G, ]
DA 505 TERMINAL X 2 T S9N 11 B AR PR A S0 AR i ML
Ui 6 SR IR H TR (] o 4558 n] LYE TERMINAL S8 h Al HEAC A7k X
B (EWLAEIP Hdk) DEREC ) EHL.
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5 SCH] AP 23 (R BLBR

FERZHUEDL T, IR BT B AR ™ CUnBE g P BUR G
BOD ML T 2 BN Ssk. AEUBHH T SHEANRGEIA
8 FBETCEMBAT A IR LA AT R AE . AT —A
(VAR REE VSRV NINE S e ST e R TR S (2

I P A RN, ANBERA E R B S ARAE EH LRI G T A RTRE
IEARAE 5% EHUERR AR L8 0m 1T, BUEAE S M2 P AT BT SR LR
WSO 25 FOAT ] FEAt 1Y i AT I IR RPN G — B SRER A A
W AVFZHI R € TAESE &%, & RVFIZH T AZ CAE AL AT
Foftn 2o ox. o TOHRORART I Z 1A ARG &, 75 200 Zam 41t AT 7€ 3,
FE R SCVFREAS BT T A - ARAT TS T D a2 BEA TR A

HHABTEIRAR, AELumiBt, 5237/ U5 s SRR, /P
iy 2 AL SR AL 2B R R ] A6 0 28 i ) v e 2 BRI T
M PR BEAT N TTELLL root B 41 AN 22 4 IRz R 40 X5 5%

M5 i, CA Access Control H5 223k 4 I 20 Fg e £ 2 LT

Fo XN, W root fF A LA E B 0 O Zum A % CERIAR
B, WM gz K. ERZEIGH T, IIAGEXFE. N
T BRI T R T RS A /NGO T BUWIF 4T 1%, CA Access Control 23
BLRIEAE 2 it e ST

o XA tty34, A LL R s

newres TERMINAL tty34 defaccess(none) owner(userA)

122 ) ity try34 BUEEIC SR, K ILERIA VT IR BB TG, FHHF userA
B SO . R, W BB VR N 2o A TF) userA Tl I £
Ui tty34 HEN R GE,

BRI 1 AT P A Zdii tty34 %, TR E “nobody” 14 T 413
newres TERMINAL tty34 defaccess(none) owner(nobody)

LRV R E 20 65, TR BL R A 2

authorize TERMINAL tty34 uid(USR1)

ZAr 4 fuir USRL MK tty34 H ks

] AR T A FH L A BR o 8l DL iy 4 SU V74 DEPTA 1R 2
1 FH 2 ity tty34:

authorize TERMINAL tty34 gid(DEPT1)
BE R (BN , iEEALL N

newres GTERMINAL TERM.DEPT1 owner (ADM1)

©
_]IH
B
=
R
%m
2
RS
'_\
o
u



7 SCH AP 23 (R AL BR

OB 51 2N N 2 & S 40 TERM.DEPTL, &M AL N in4:
chres GTERMINAL TERM.DEPT1 mem(tty34, tty35)

RN USRL A % & imal, iEHA L R4

authorize GTERMINAL TERM.DEPT1 uid(USR1)

X AT LA USRL #2 T-1i H tty34 il tty35 [IALRR o

PRl Root F P ) #% 3

BRI T EE TERMINAL ZRERIAFIN . FERJIRSEERT B, BR
RN SEVFAR E AR S £E TERMINAL 1500, IX AT RESS
DWk =

FRELUN Ol Kb mi LA, Ay R BN 7 RE M &
Bk, (HIE A2 root HAE M PN TIUE I 20 6 o

58, BERF TERMINAL 2 ERE 325 9 READ 1] AT 7 (R R
root ) WAE B i Hh AT 7€ TERMINAL 30 ST ] 20 B sk . AT
B P RE M K im B k. AN, IEBUER TERMINAL R ERAE
T E ) NONE 23 it fil 48 e SCEHs e b R RS 28ty X ] BEFEANSLFR) o

KT fRPSZI R, CA Access Control 37 #F TERMINAL 2511 _default i 3%
Access Control IR IE o LU N i 4 on Wfar 46 2 dse /D 1 TAE 4 root
R 3] 280 P9 > 2 i«

newres TERMINAL terml defaccess(N) owner(root)
newres TERMINAL term2 defaccess(N) owner(root)
newres TERMINAL default defaccess(R)

authorize TERMINAL default uid(root) access(N)

HIP AT 24 term Fll term2 5 A root $H14A 11 %,  DAERBZH F ]
PLE SRIX PN i . newres TERMINAL _default Fil chres i 25+ ERIA U5 1]
PR B E A, DUEARART A T LA i) £ 12 b oA e SRR AT AT 24 i
authorize iy & W NAE A4 70 AR e 2w IR U5 1) BLRR o

HER: UACC RUIRAAAE; W LI E R BRI BOA DT IBUR . A
i, A _default sk 42 B AER A VS ) AR 22 AT 2
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SR ISUAE T R 51

1 TERMINAL ZE I ERIA UG IR B PR A 2 E, T A8R 8 12 B i 4t FH ] 4 2%
Uy ASHL EALLEn A TAESE ML AFR . Wit eV P Al X e
Uity Ay FARH P A H bR SR, RS SOV IX S P R A ]
HOMH P ID. filtn, sl Mo

o SUVFITPT U RS T AR
o AL T TGN

o RE U TASE 1D BB root (LR

o U BT T

. SBTAIL A ESIEIR

I U BT A4 telnet [F13F, §12 117 1D root RHR(LETS, BT
BRI AL, B, BT SR DN TR, B
BN A SR P P LR A L A LI 4
Fio AT LA SR Bk Vi RO

SRR AR, R B s

newres TERMINAL loopback defaccess(N) owner(nobody)
newres TERMINAL localhost defaccess(N) owner(nobody)
chres TERMINAL hostname defacc(N) owner(nobody)

B L IX R 22 A PR A 1 5y — PO A BRAISR A A EHLE Telnet.
FTP %51 TCP i =K.

T3 IEIE K TERMINAL ZH BRI U7 M) BURR ¥ & A NONE, R JATEE
TERMINAL F1 GTERMINAL F0 .

G Ry R itk end iy

CA Access Control ANE:## /bin/login ] FHATFE . BI{# 24 CA Access
Control IEAEIBATIF, 2SR Jetc/passwd. Shadow Z5H5 S EEL NIS %5
fih e S Ak 2246 A %55 . {H A& CA Access Control AT Hifth A 2, Wi b
Frik .




58 SCIN T F 3916 s )

BFRRE
B R S BT S, CA Access Control £ 28 i UL 146 A
LA
A Rk

WA VR, I P ER R LA 1) 2 T2 R R S Sk AR
ek (EVIRBERY S, A B B AT T e P Y ﬁ
PR 5 SR I IR BAR 3 FH i Sem o g, 18 0T LA A setoptions iy v
PLA ey 5 AR e iz, Wnl A chgrp i & A BLE SR TR 2
TR o

HER: K setoptions i MIVELNE B, 1ESW (2#755) .

& LIS segrace SRR A A H - B AR e RS Sk 8. P 10
HT A TR R R, B P OGS H R I 1A L A
A8 FH 1) 2 i

HER: X segrace M MITEMGER, ESH (=F751) -
n RN CIRABL e B ok ?

RIS, WIESALH GRS N — M a WERAE, W ARES
Ko

w T CARE FOR CARIN R A5 S v sk (R TE LI IR 2
URSOVF, WS SR GRS T — M U, H P AREE
» I AR RAGE S Sl TOE SURRE?

WIE, WFEL Ui . CGERIAMESA 90 X; i H setoptions iy 4 1l LA
BHSOZERIAME . )

5 SCH T A0 H 328 M)

{7 B LA /D I I 5 fe 7 5 3 B Blidi e RBUNUR AR M 1) e
), PO AR DA AR MR A% AL e A0 SR VL3 24 1) i AR
W,y PSR AR A A AL T3 Ry o B S0 . BB TAEH (DOW)
AL AFIS 8] (TOD) U [ BRI 22 3 B AAR B AE I 22 AL T IF OIS SRS
(R AR R A AT B e gL AT U™ A% IR Ak Bt

BRI FH P ] DAER S 1) H RN B R) 75 B TR/ N P e BN P e X
DOW A1 TOD &3P, 15 HLL T4

chusr USR1 restrictions(days(Mon,Tue,Wed)time(800:1700))
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SR

A R AVE ) USRL B2 80—, S —F 2 = 1¥) 8:00 1 17:00 2
[B] &%, USR1 ABEFEFRE H TR & I 0] LA I 8] 8 5%, ANRERE
& HHAAAME) H 5%

days ZHiL 52 ANYDAY {5 (FeVrfE— T A B RE35%) Fl WEEKDAYS
RN 2RI o time BHUEH% ANYTIME {8 (VR4
— R ATAT I RS D

HER: B Ll DOW F1 TOD BRI H 25 b e X iF 2% . 4
g i A2 A PR BRI AT FH I, Zahae e H

BRI RER

REHHT UNX FHRAE RSV R (HiE, QURAVEI N2
NI, WAAAERFERER: M) G, A T ges M
FoAt bt i e iz HY o BEA T 3 %

Bokh, ALk CA Access Control ZEH H O I K& KA, DLAE
HA NAGE LU G 40 N o — i B ok EIE, 18475 DL BT AEH 11
KR K umE R S . 1HH secons A1 F 71| FF LS4

# secons -d- (disables concurrent login)
# secons -d+ (enables concurrent login)

FEAT T LUA Y -d 26300, CFrAT HABZE UL REH] §- HAT ADMIN B¢
OPERATOR J& LI /™) o AUAEHIIFACE sk I HL ™ vl AAE LA AR BA
%S, BT RRESITITIrf S EmE D, HEA
BB LAt 28 3 8 5

HER: WAL secons -d- T &KL IEIfF R Gk, BAUAIFETHZ
il H secons -d+ LABES B BE /2 RGEZ S AR AL I R 6 KM
SARFFIRE S, W) CA Access Control fLVFEE sk Cl SR AT AT A1 I T
J D E R IEAEIZAT) o




BB A

SR &I P IR

CA Access Control 1] LR #1 B v 48 il 9 6 s A B
EH REH

FERCH P rh BB ] Al AT B R TR R R GEE e . v
LA P 4 = 052X P B SO A A P B A

P 5

H s e vE A SAEH R AR R . IR, AR
I, R LAREL AR A AT A Bk PR 5 20 X5 SR o U 3B 0, AN R 3™ T AT ]
A

W PRGSO 5 ek 2o LisiT e se k. —4
L ERIZ AN —OF . IFRG IR 2 BRI w] LA
FLIF AT 2B, T AN AR 28 3 ) SR AR ER

BRFI &R RER

HINLLE selang fir 4

setoptions maxlogins(NumLogins)

PR A IR R

HiNLLF selang iy 2 :

chusr username maxlogins(NumLogins)

NP BB RS R BRI B o R AUV O PR ). 2EB)5 1 CA Access
Control SRFIATHF & F 7 I A IR, TR 7 R G sk IR
FIBENF.  QEE, WRERIOIFRGERBBE N —, WAREAH

selang. )

WP RS

CA Access Control A2 F B UGHFEH J 1D T 23 A B s Fi . 18
W, PRI setuid R I H 7 ID.  SURROGATE 4%

X LLF A, M CA Access Control i LT 5, AW IX Le SR 6 5%
HE, WATEL G S0
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CA Access Control 4 ZAR B JELUR I P Sy, BV P e 8 s A FH 11 5
. Y5 setuid RS0 A2 {# CA Access Control 75 H ' & 45 [ 58
oo

CA Access Control ZiHA G4 ik, AR %SRRI A Sk Fitk. &
A5 FH R BRI TR ) 8 5% A

o SRR R ROE O ERFE/.  LOGINAPPL ZEH [T AT
PP 6 SR AT o

n  ZFEFPAT S LOGINAPPL 8 e SUAHXS [ — RAI R G -

il selang B CA Access Control ¥iij i & # JF UG5 PR 15 I, CA Access
Control PUAT B E Sk Gt . XA RIS 3K; M /2& CA Access Control
PAT 5 A AR — e Py A 7

EER: HXREAEE, 520 (selang Z%751) ' LOGINAPPL 25[¥)
SEQUENCE J& ' .

EIARREIN, A5 E I SR KB 4 AT SR
(TR FAEIR ST AV LRI, A SRR ¥ SR U AL
BRLAE T4 B

wltn, WHE ) ENL Minerva 31 HA5 A4 B HL Artemis A H CA
Access Control, 752355 /& T 51 AN 454

= %N Minerva (BUAHICISEAE IR B4 ) [ TERMINAL X %47 T Artemis
FIEE el s

n BEIEIZN G ACL S, IF HAETHA WRITE ALBE .

FEREATARAT SR ] - BORAS AH, i Ak e e fF . R, R 2
2 126 (R A BB







B10E: £I° TCP/IP iR

X AU 1) SR 55 4% ORGP TCP/IP IR G52 AR L IR . X
LR 55 A R 1) 52 46 T At R — 28I 5%, AN BE I EHLRFIHIA
R B SR

AR 735 BAR F2

B TCP/IP L4 (p. 113)
{71 TCP 2 (p. 115)

FR | TCP/IP Jik 5

FETFI L R, ATAR] AR AR AT DL SR 4% b H AR SEPLIR AR 5. w]
DI TCP/IP B3R AV F 2 IR SS.  Hop—Y8lR%% (B2 rlogin. rcp-
rsh. ftp. telnet Al rexec &%) XJ I 2E T UNIX [HRAE RSk it 218 H
1o oAt R 55t PSR EE — 07 AR At L

CA Access Control 7£ ML FH48% TCP/IP (432 1 B2, IFf & WV iZ% LA IE &

J7 AR TR 5 2 FE . CA Access Control A3 4 & #L4s ie LA =41

RS P07 ) KA R e 5 o AT AR B 22 vh G gt TCP/IP 7 n) K

W), CAFE € RVF ek BRE S TR IR (Ol SO, s =%
DL ZEFE shell) [RIVHSALFT R 2%

PL R 78] o ] s ORI TCP/IP U7 [l #R 0, DA A b B 1 AN 32 ¥k
WK o G0 FAEEBAT W TR TT e —N 5 B A 2, W n) BE s 22
T B B A P e A TAES RO B RS . W JEIXHE,
IHWCE UACC Z5HP ) HOST il 3%, W1 RTs:

chres UACC HOST defaccess(READ)

HA AR AN TCP/IP 857 el FUU ) TAE sl #2204 22k HOST 28 R il
S o XTI IR TAESS, BEILXPH RIS . #1
Wi, RHaAEH)E X T AR wss [13d3%, JEAR e Blok B A 8L
(FIAEA] TCP/IP IR %%

newres HOST ws5
authorize HOST ws5 service(*) access(NONE)
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PRt TCP/IP R4S

T A A ARV wss XA EHLHAT telnet:

authorize HOST ws5 service(telnet)

R E ARVF B telnet s [ AL, IR R L2
JotRE T A RE RS A e AR Gt TAE AR af AaioR A
AU SR I TCP/IP S5, 4T AAE MR 5 R A R 5 A
b, RIS SEVF wss R B AU SHLIAEAT TCP/IP IR 55

authorize HOST ws5 service(*)

AT LME UM iR e RS, e By i g 1 5 i 115
RGNS o T IR S5 #1517 g 115 g RS 1) S A
[etc/services FIPRSS . #EnT LR R 415 A F6 e i s :

m  EICAT Jete/services HE S A TR

w S

w P S RVE

w i Jetce/rpc RGECAE ALY RPC S

filtn, A4 SVF ws Bl 5 7E 7045 1 7050 (8] [KI4EAT TCP/IP
i &

authorize HOST ws5 service(7045-7050)

V2T, & BN I — ki & AR AR o S T L&
EARR, XA A5, CA Access Control $24ik GHOST 2%, H.rh4g
A GHOST sk & L — N EHAL. g X —> GHOST i3 JF ) FL Al 7
FIRHIN LN, TERALL R a4

newres GHOST ghl mem(ws2, ws3, ws5)
authorize GHOST ghl service(ftp)

newres it % € AU 5 U ws2. ws3 il ws5 fF) EHL4] ghl. authorize fiiy
L ARVFEIB =AY TARS R ftp UL S k55
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i TCP 2%

fFH TCP 2K

BN R TAER R g, (H0 THRAEE R RGN, CA
Access Control 18 SCFFE LML RN 7E HOSTNET 28+ e I 4%,
B, RN A

newres HOSTNET hnl mask(255.555.0.0) match(192.168.0.0)
authorize HOSTNET hnl service(*) access(NONE)
authorize HOSTNET hnl service(ftp)

m ZES-ATH, newres i € X AN hnl R4, il RS AT G
8, 'eiaE P Hbk R ET B E RN 192.168 ATl vH S LAS # AL
Ji3k 8 hnl 2%,

O ATHUVE AT RIS ROVF hnd ES oh (AT TAESE AT ftp, {HAS
SCVFPAT BN AT AT HAD R 55

CA Access Control F2{IL 15 —F 52 S TCP/IP U 1] F I ) T v e 44 Bk -H
ViR CA Access Control SZH77F HOSTNP 28 (ENLAA ) A H1m
B4 a2 S g%

HER: K CA Access Control U1 $0ATFFF Hf ULALHIME S, 5SS
(selang =% 71517) -

B, NI R SEVFA KL T4 “lin” TG IF LLF 4. org.com” 45 R
AT B S A TR LR PITHAT TCP/IP IR 55 -

newres HOSTNP lin*.org.com
authorize HOSTNP lin*.org.com service(*).

ER: h NS B BN AL EATAE NIS R b 7 K 1E A% AR T A
AR R R EER RS T TCP/IP A B iR .

b, SERTUMEH] TCP 4% i 55 AN A2 4% B LR E PRI«

ER: ARTCP RIEMER, WS (24751) .

il TCP FOR I A% IR 55 o

Bilhn, RSB fro IS5 I ITHs READ CRERFE AR 55 W] LMEHDD

PENERINHI G R BCRERAY,  (HRH 1B A4 Frpii st PUBLICH DLAE ) AL
M55 o

newres TCP ftp defaccess(READ)
authorize- TCP ftp hostnp(PUBLIC*) access(N)
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i F] TCP 2%

k] LLFs W eVl P sl e e I ds . fln, E RV
H Pt ftp ﬁiltﬂ%j\] hermes T-#1, @%?Bﬁ:/\ﬁ%ﬁ acctng 4113k
Bl LLUE N telnet 170 hermes, 5 HIALL Ny

newres HOST hermes

newres TCP ftp owner(nobody) defaccess(read)

newres TCP telnet owner(nobody) defaccess(read)

authorize TCP ftp uid(*) host(hermes) access(write)
authorize TCP telnet gid(acctng) host(hermes) access(write)

WE: defaccess(read) 2244 k%5 .  defaccess(write) 2244 NIk
%o

I HOST %&?{édﬁ%‘ (Rl ﬂ%H’EUi 4D, W TeP Rk
AR HALTIE SRS . ﬂ LU 174 setoptions class- HOST SKHUTH I
T HOST 25, SRJ5{E ] fiy 7 setoptions class+ TCP (15 3L SKELE TCP
Ko WFHH S HOST 28, K [ 3hHUH I GHOST. HOSTNET LA &
HOSTNP.

mH, Wi Tep 284 TIEEIRA, W{E F setoptions A7 4 class-
CONNECT (45 1= CONNECT 25,

PAT PR BER KB TR

FRINEOL T, TCP I AL TR IRES . AESEIET TCP I8, CONNECT 28
o HOST JEZ i, TR R ] T Bl i
FI/E Solaris |13, CA Access Control Flsiiibitl, 155 bl D%
1. {5° 1k CA Access Control. % A\ T2
secons -s
2. N NS
SE0S load -s
3. Ji3) CA Access Control. M T4
seload
Eﬁ R ST AR N B MU S TCP 28, JURKE HE B AT
R

AR REEIRGR, AReEeE className 25.
HfH SE0S load -s MEE.
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i TCP 2

P NI SHAEE :
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& IP RS
L34 INET o3

AR R 8
L

A4
£ ACL =
. 3t HOST
: RS T
2

BT R
.i!*

T RSN
=

# GHOST
MRS TG?

EHLZ
GHOST i
REURG?

RS
R

% ACL i
% HOSTNET
HERET S,

A
IPRMASK=MATCH ()

HOSTNET 2737

HAAE B )
R

% ACL e
# HOSTNP
A 7192

LHlE5 HOSTNP
aFILAS?

A B9
R

TCP H1iEF
defaccess fi
VA2

1526 % IR -8
AR
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] TCP 25

ELHFE
AR %% TCP

ERRS
0% ACL

ERTFE
HOSTiER?
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i TCP 2K

P R L -
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i TCP 2%

% 1P #th4EFR
AR5 R INET 18

=EFE
AR Tcp
eR?

EMmRSE
BFE ACL

£ _default
iEF cACL

B HE Se05
hEXT
mRA?

SRR
CACL{EMME B

BARRRNARE
BRE CACLH1?

St R RE
CACL{EFIE B

StMBRAA*H
CACLfERIE B

TCP &Y
10 R defaccess
2B RHE
GEEE

BRFBiEK
iR
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i TCP 2K

BEGFE
HOST i2 7

HIRLA?

EHRER

GHOST {23

2EE
o/ chcLE R 2/ REiH 2 mEHx
OSTHRTE ERRSE? T

GH
THE%?
&

I IPAMASK=MATCH
f1 HOSTNET 1237

ENERESHE
HOSTNP R FARILR?

RELW
fEHEI%E?
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Z

gl g il

BRI E DA 2

TR M AR T AL 72 (p. 123)

PR R A A HE (p. 125)

A5 PR 11 5 1 (p. 127)

FE TN E B HE s TR (p. 127)
KNI PLE RS [P (p. 151)

SRS AR 308 PR

P PG B AN R R ANIRSE . CA Access Control $ 44 S g A5
MRS, I RS 14, nT DLE I — A S s e B 2 AN Bl
e Al SRR AR 55 A TR I, EE R AR R T A R TR il i 17

T,

FEMEAR L (PMD) [ 45 1 FH HEms A A 84 4 (PMDB). 55 HiAh CA Access
Control 4 e —#, PMDB QL& HI™ 4 S ORY I DR U5RN A B B8 Ui U
] (AR Ak, PMDB L5 — AN 27 /B AR . RN AL
THTH ML) CA Access Control 27,  B& A T A — B AN R o1 5
HLERKI 55— PMDB.  SEHTLT )™ () PMDB S 11 )™ (1) X3

1A BRLAT SADUB PR BR BRI ) KU 3 22 A Kt 47 1T, PMDB 2 >
FRHEA AN TR,

HER: A RE P PMDB (sepmd SEHIFEIY) (I, WS (247514 ) -
A RAEH selang T4 2 PMDB {5 R, 15Z[d (selang Z4751)

REE: E) PMDB A1 &

P PMDB #iA T ASLHE T (EHEIEAE MR LEHR o %H
KA FRH seos.ini XA [pmd] #43 [F] _pmd_directory_ #ric$5 i€
_pmd_directory_ [\JERIN{E & ACInstallDir/policies, H:H', ACinstallDir +&
CA Access Control [1]%3¢ H & CBRINEHL T4 /opt/CA/AccessControl/) .

£/~ PMDB # T FH AL H P —AF Hak . HRKBIAFRE RIS
AFR. 1 H SO 5 ORI L A 2ds, (o FE
pmd.ini X
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SR AR IR K 1

E A H PMDB

CA Access Control f i T H] 145 FLAC L PMDB S HI R -
sepmd

Lmr L] PMDB A8 B S IR PP ok 4R AT BL R AR 55

n EHETH

w O SR S

w EHE ]

w BRI H S S

o PATHARAE BAESS
sepmdadm

Q% PMDB, JFRCEEATRAT BB R R A (1 Z
ER: ARFSER SR RRATHE, WS (2F5751) .

& FE PMDB

CA Access Control iS¢ fit— R %] £ pmd 3855 i H 1) selang v %o
Xty 4, En L AE s 2 PMDB:

backuppmd

=

%1} PMDB.
createpmd

1% PMDB.
deletepmd

JE%: PMDB.
findpmd

Won it EHLE T PMDB 144K
listpmd

FIHHELR ¢ T PMDB [R5 &
W IR
PMDB Fiiiid ¢ HoR A
SR SR A R i A A S
B S 1 1 25
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PR AR SRR R

pmd
& n] U H PMDB 45 B iy 2 K AT B R AR 55
n  AANETHIAT A R R T
w  JH BRI R A
w BT FUAR R T S AR
JR B SRS AR 5 5 R
AR BB SO
n  HEHTINEMIAG AL SO
restorepmd
ML SCAFIE R PMDB.
subs
T AT PMDB 11 [ fir 2 AT LU R A4S
o CREBLA RIS IN RS2 PMDB H
w CREBRT IS PMDB H
s NHUEEE (CA Access Control B %5 — PMDB) 3 4 PMDB

subspmd
A HBEHE PR 48 5E X PMDB.,
unsubs

M PMDB HIERTT

HERE: XA pmd 5L selang v 2 RN, 1HS
(selang Z=%715F7) -

R G RME

& CA Access Control [, &N % FEIRNBE 1 22 4hity . fEVFZ kb b,
M2 B AT PR R GG . HELE SRR AR (B WSz e R 413 ) Bk R4
IR 3 —J7 1, KEZHIRNA S RGE R TR

T AT JZ RS R R R R . SEmT LUK 5 R R S R G IR )
RN SE SC—A> 4 R e 1) e PR S A AR S A A DG AR R (3
PMDB.

HWR: MR PMBD I AT AT LU T A — T LA R L L, 3K
R T IS 1A S B 7 22

W11 . ETSERR R 125



PR AR SR R

Bl —ABRRERRIRE RS

TNTH ) UNIX R3S FH T Windows R R &5k, ANk {5 B — 28/ ME
e

LEZREIH, uh S ALFS IBM AIX AT Sun Solaris 248, T IBM AIX [
ZICFEPHER S Sun Solaris [ ZFCREFAIERAIE, Atk PMDB 75 2%
FEAAR R SE M) I

TR E 2R R LM PMDB, 1% LT DR E PMDB:

1. & X4 N whole_world ] PMDB, VL& AR HAth 54k R
GERITC IR SRS

2. B X %K pm_aix [f) PMDB, LI & FTE%REE T 1IBM AIX AL,
3. & X424 pm_sol [t] PMDB, LALEL A€ T Sun Solaris [RJALN] o

%A pm_aix Fl pm_solaris ) PMDB /&4 4y whole_world ] PMDB []
e b ERFTA 1BM AIX THEHLERZE pm_aix AT e ali sl BT
JIT Sun Solaris TFEALHATZ pm_sol [T ). 17 BA B R Ui B 1A%

A~

ho
OB AR i WAL
AIX Solaris
PMDB PMDB
|
Y l v FVL‘
= = = E=E=
1BM sun
AX . solaris  Solaris

4, MIEAE whole_world TN 5 V-G TC KM 4, BN I ek
' SURROGATE HLNI, W) [ 2l 5Bt s b 1 i 08 /2

5. IR pm_aix TASINZFEREI, HE0H 1BM AX THEHL, A

#21 Sun Solaris R4t .
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A TP PSRN 14 77 2%

5 b B LRI I 5 ¥R

& n] LUE ] CA Access Control SR H LA R 5 N — & THFHLE BE 2 A4
J «

o TN B 3SR SEHT - fAE R A a7 (PMDB) H i SR H R
2> F sl ay CURC B 10 2 P8 M b K A 126

ER: QUL (p. 146), JFHAUEA T UNIX. 4755
SRR B s s SR I X IR S, T BAE (Fi e B2 75 7 :
JHTFUNIX) E3RE . A7RBE HUU K B 2 S o 045 &, wT LA
(Giy wi B PEFG T : T Windows ) EHFH]

SRR - S AL TN RO SR G 1%
TR AR . GO T ARG B IR S LAR B IR
SMERE A . EAEHICThRE, 82RO BB 4L

ER: A KEPORIEE BNE R, TLTE (A EZTR) k.

F TN B B Bh R 5 B

e SRl P R AT 1R B R SR BB (R selang KLU Ky 30
Fflasil P8R . IR T AL T BBl e, LUK
AR R TR 2 — Bl e, EATLLRI R At . 2R, AT L
DR TR Ry [ 2l S T S B A A

TR XA FLSRNE R VA BR T A A 2 G Gk vh BE AT B — ) 5
W ST o FCAL D i REIEL I 5 it vt 28 SRS A BN 75 R A

TR ) 5 B SR 58 BT R
TN K] 1 B S B BRI, S O B R R e SRS
K B s DL 7 SRS T T
1. WA F /D —ANT AT PMDB i X — 4 L.
2. PMDB [0 fTf5 1 B i Rk 4 o
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SEF IR H 5l SR ST

3. W B N LR

a. WA B IEEA N, ) PMDB R E I TR TN RS (BRI L
NONEERE 30 2 Bh) KXdrS, EEIEH T HEE Oy 1k

AN, sl DIAELT e B T G SRR, OV
WP THEALT seos.ini LA [pmd] #570H, F pull_option A5 id
WH M yes.

b. WIS HIEE LAWY, (HAELN 44, W PMDB 2Ky
A UL SRR 5 U (p. 142)

4. WURAT PR PR SCAIT P T, W R AT
B IR BT TS AR

URAE S rmusr i A PMDB BRI ™, IR FITR) rmusr i &4 A5 5
AT B XA, A rmusr i RTA] A S TN B 2 A
Ja e b BRI o

A PMDB SRALHRECE B E T 3

R AL E S

T G A SRS ALY RO NS BT TS B S e A R 4 SRR R (3T T

PR IR U ] 1 P L OB e A Rl 4 SRS SR 14 40 1 5
1o G el A SR AR ) e B
2. SRR B B TC B S N R AUUC S A

HER: BRINE SCEAY audit.cfg SCIFIOME .  SRIEBIAUR 208 15
X SCA AR AT S 505 N B8] R AU G B S A

3. SRS ALK B (L B R T
4. selang iy 24 HBr IO C B AE SR REAZ 1T 7

BN REMSBI HA M FURC S, S HAT P RCE (. B
BT PMD Hak, Jffv 4N cfg_configname, H:H configname &
TR AR TR P B 1F) A4

REFARC B SCEEAEL B audit.cfg SO AT LA (W B AE -
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SET R H 2l Sk ST

BT HIEE T

SR AR A BLAT PG B P B RRART T 7 o BT A IC EARLA A R
P &S

ER: BECE SO audit.cfg U IR E S . EAEGIEEHT
SRR audit.cfg SCAF BT AR SE SRR AN AL AR 4 BT
AT e 1 Y SR s A 2R I BT 7 19 7 5K

1 QU AP BSRISAR ,

2. SR AR RS IRCH R UG S P

3. SRME AR I A M LB FURC & SO N2 updates.dat LA
updates.dat SCAFIR AL SRME U5 ] A .

4, SFEESKEIALKY updates.dat SCHF R IEEET .
5. selang i 218 /1] updates.dat SCA P (A RC B BT ).

RS BB R RS

A MACE + PMDB

CA Access Control {5 FH S & A58 784 il 455 00 B 11 )2 20 45 W) R AR 3R 3T 0
D)) SRS BE BT . JE L A [A]— PMDB 1] [ £ &5 CA Access Control 11541,
DL B R —> PMDB 1T &) — PMDB, #&1] LLGIEE 2 2 458 .

LA TN [ S s S, T AT DU A

1. GUZEFIPCE 1 PMDB (p. 129).

2. (Al QUEERIECE V] S PMDB (p. 131).

3. ATBVENL (RN g6 ¢ L2 PMDB.  (p. 134)

VER: DURJUT UL W s PMDB 245K . A JLFIAEE PMDB %
B ZR L HAD V. A ISR SE R RS, 155
i (Z=F15H) .

SN RAL B B, T R BT E T PMDB. BHEA T
PLEPAT I RAE, T LU sepmdadm i

HR: LRSI T sepmdadm #r & IR BN A R A
AN ATSHNER, WS (ZF5H) .
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SEF IR H 5l SR ST

A FIACE £ PMDB

1.

FEGATH, HIALLF A
sepmdadm -1

CA Access Control ¥ J& 2/ Tk i 1 4 B bk 227 FEIAS (sepmdadm), FF:
EoRIE ] DA P IR B IE I S

BN 1 LGRS — ANk (A3 PMDB e AL D .
TZIAS OB 0 32 [l SR 5K 1n) 7

% Enter BEZkS:,

A k882 ) 5 5 — 1 el R

FER: W CA Access Control KI21T, WIMHIAK K& L, BRI
5 J3 5] CA Access Control Fi B BB 4T AN .

i N\ s QN 0 SRS A Y P A4 K

PR HIASTE A SRS AR AR PR IR L

B NS B MR A4 RR

FASTE 26— AT AR, SRJE TSRS~ — T 4 R

WA R BRI AT P 458K, SRJH4 Enter B, TIGARHIAIT 4%

FASE W BT AT AT 7 IRk L
ER: BV RS 1T T LR R L5 PMDB.

WA IEAEIZAT NIS. NIS+ BY DNS, 1L #1482 521 PMDB 4
> 5558 NIS/DNS 3£ o

Kkl PMDB FR TR BEAT 508 Rt 7 A S SO
IfE B WIALESE yes, INIE I SR AR R 8T (1) UNIX JH ™ B UNIX
KRR NIS 3 65 SO AN ZE SO kAT 08T

a. NG TERH NIS/DNS %, 1HHIA yo
JIEIAS 37 B[ 0] #45 NIS passwd FITZH SCAE AT
a. BN NIS B SCAR IR e R AT
AR M o R AR R 2
b. A NIS 4 SCIFIR e R B A2
AR M o R AR IR 2
b. IR HT NIS/DNS %, TEHIA n 8Ud% Enter 4.
AT S R [ 25 Rk 8
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SET R H 2l Sk ST

8. I ANIEE R HALL PMDB FRFER B P -

a. PRSI N CA Access Control &1 I 48K, i A5 H% Enter
it

B O, T RUFE B PMDB g 1 .
HER: WU PMDB & /b e L—ANEH 5L (root HERINE) -
b. ARYE T B AN P R AR, BTN G % Enter B

c. FR¥EFEE RN CA Access Control T i% 4 FK, Hi NG 4 Enter
B,

B A% A PR 25 PMDB (1 1% H &304k
d. R4 T ER N P EH R AR, NG % Enter B .

e. HRE T E i N\ CA Access Control 5 H B 2 R, N JGi%
Enter i,

f. WS EE A PSS R ARR, BN JGT4 Enter B
SN DL 28 L AT B 5 PMDB R R SR
JELAS Y UGS (R [ 25 I 4k 4512

9. M B N B S 4 BK, AR5 H4 Enter BT A N B BE A i
B

AT M T AT B s, AR AR T R T AR IE BT ER A
10. % Enter BN P AAILEEE, B n LUAE B A B0 AT

A
URAE RN T TSI, 2 (i RS S A I 2ok B s B
PMDB,

E§%4gz

B FIACE 1] ) PMDB (p. 131)
JAT BT EALE L2 PMDB (p. 134)

Sl ML BT 7 PMDB

B & 3 PMDB J&, WHIRESEY 2R LEH), W %‘eﬁdﬁjﬂﬁaﬁﬂ)‘j
PMDB. EAEAMENL EHATIEEEAE, v LT sepmdadm i 4.

HER: N U T sepmdadm i & HIAC BB A7 RAEH IrT %m
AW 2ATZEE R, BSW (2575/)

W11 E. ETSRRR ALY 131



SEF IR H 2l Sk ST

A AEEIT 7 PMDB
1. fEmAATH, AL R4

sepmdadm -1

CA Access Control ¥ J& 2y Tk i 1 4 B bk 227 FEIAS (sepmdadm),  FF:
EoRIE ] DA P IR B IE I S

FN 2 DLIEFEEE AT (A5 PMDB JfE X IAT P HIALHI)
TZIAS OB 0 32 [l SR 5K 1n) 7

% Enter BEZkS:,

FEVAS Gk Sl ) 85 55—l L

FER: W CA Access Control KI21T, WIMHIAK K& L, BRI
5 J3 5] CA Access Control Fi B BB 4T AN .

i N\ s QN 0 SRS A Y P A4 K

PR HIASTE A SRS AR AR PR IR L

B NS B MR A4 RR

FASTE 26— AN AR, SRJE TSRS N — T 4 Rk

WU ARG AT P 6B, SRR H Enter B, TTERAAIT /7 4

AT WA 1T 2 IR ket

HER: BB AU S VT VLR 1 JE A2 PMVDB (p. 134).
iy N2 PMDB 14 F5

JHIASE A PMDB [ 44 FR -4k 45 .

ER: sepmdadm R SVFECNEENT BB AR — NS AN
o, ] DO RN e LA ik, B pmd.ini it
FICIFI parent_pmd FRid. AR HBEFRIC RGN S, TS
(ZF150) -
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SET R H 2l Sk ST

8. WIRAEIFLEIEIT NIS. NIS+ 5% DNS, iHEF4 2152 H PMDB B i
Sk B8 NIS/DNS 3 .

Kext PMDB FH TR REA T SE0FT . Rrh eIt 7 S SR
IR e REHE yes,  DNIE I SRS AR 2R S8 (1 UNIXFH ™ B UNIX
KSR NIS 3 it SO AN ZH SO rh AT 58T

a. WIRGEEEH NIS/DNS %, iHHiA y.
FEIAS ST B9 ) 485 NIS passwd AL SR
a. B NIS B SCAF IR e REBR AT
JEIAS T Y 5 B AR Rkt
b. A NIS 43R e HE B A2
JEIA T WY 50 e R AR Akt
b. NSRBI E B NIS/DNS %, 5 n 8U{% Enter 4.
FEIAR T SIS P [ 25 I 2
9. B NSE N HARAE PMDB KRR PR

a. HR4E T E S\ CA Access Control & 3 51 #4 FK, %A J& % Enter
%ﬁo

B CIRAIRAEL L PMDB & 1k
ER: WHIHE PMDB 2 5E S AME LY (root NERIMED
b. MR T AN PR AR, SIS 1% Enter B

c. AR T EHI N CA Access Control Hi#% I 4 FK, i\ JG1% Enter
%o

A% D 22 I AR A5 PMDB ) A% H & S
d. MRAE T A A A HRL B AAFR, SR % Enter B

e. MEPEFEEHI N CA Access Control SR FE B 4 FK, HIAJG %
Enter .,

SERL A P G 28 o AT B S PMIDB R R
£ AR T S AN P L B AR, M N A 1% Enter .
JEIAS T 8 A 0] 25 4k 252
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SEF IR H 5l SR ST

10. AR BN E P A AR, IR JE 44 Enter BT J0 /4 A\ S B 28 0
IV

AT M T AT 8 B i, AR R T R T AR IE T ER A
11. 4% Enter SERAINEITMAVIESE, BN n DUEDHT A A F0BrS AT

ZN
DR AE RN T TR IR, 2 A RS I ) [ 2K B B )
PMDB.

AT BTN XX PMDB

B VNS O PMDB [T P, BR T AE PMDB H AT A FR
A, BIPAT HA IR . BOE T BT PR e AN R

AT B vHEHLE X5 PMDB
1. ET NS AT, DS H RS 8 sepmdadm 4 :
sepmdadm -i
CA Access Control 4 i 5l SIS A B 4 72 PEJIAS (sepmdadm), I
AT DL A e R 1R T 1) 2R
2. N 3 DLEFES =k sil G SR AL S PMDB A1 i
PMDB)

T2 HHIA T B A i 1) A A 5 ] A8
3. 1% Enter #4k4E,
VLA L HIAS 4 Sl ) £ 5 — A ) it

FER: W CA Access Control IEAEIZT, WIIACK: K i, HK
155645 1F CA Access Control i FLFHA AT A o

4. i\ PMDB [FJ 4 K
JHIASTE A PMDB [ 44 FR -4k 48 .
5. FIANSLERYL PMDB [H 44 FK .
AT A %55 PMDB R4 FR, AR i 15 J P AL 226 8 0 K A

o
6. 1% Enter BEAMIABPTMINERE, BN n LUERTE A B0FHE 1T 1
Z

DR BEAA TIERE, WAE DX S A KB EAT TS L

HR: sepmdadm M ARVFEAEANT EHRERMAN— DRI, Ak, &
AP REAN B e e L2 AT, Ak, TE XY seos.ini FCE SR
parent_pmd fricl. A IFAEHILAMCIITELNE R, WESH (=F755) .
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SET R H 2l Sk ST

UID/GID &35

Cip s ak i\

PR R EE By, T A2 BRI UID W A GID e WAL B
W ZUHAR: UID i GID £EATA0 77 1) 75 SUHS A D

BRINTEIL T, PMDB S 7E REAN 1 5 #8687 s FH P A 2L A AH ] F) uID
1 GID, AHAEAT LAHE Bh N —FFar P (b F5 I 4515 o LIAH [R) 1 3 SO
AR F B SO TG, 5 pmd.ini SCEETR ) synch_uid ARic & N
yes. TR KA H B 2 & PMDB (13T ), 1 H.i% PMDB &7 /' il
JEE LB P GBI A o — R, I8 s ] AR A A b Bk 42 . PMDB FlI
PMDB 1] /'] UID Z 8] LA & GID Z [A] (I3 A4k

WA IR UID ©V4AE PMDB B AN HABIT o B A,
AT I AR EORTRE R, AEAEBAT IR o S I AR T AT 3T ) 5L
L, EHr s

[Fl 20 passwd MR o — B2 W (R 2 B8 P i) uib BLK
FEANHTAL GID.

N T DRSSl Bl e b K P AL B R AR 28 REIE RS B, 85 A I+
FIRMBIMEBEE . TSSOSO AR B, R NAEEATITT
SESCERAS L P NS BT, e eI

R P Al

1. I Jetc/passwd file and Jetc/group U E B SRS AL H Sk,

X —IRMEIE R, SR SIS A ] 5% (p. 123) FRATAR] LA %5
T SO R SCA
HER: WREMH shadow U175 BRI %S, @S H
secrepsw SLHFEIT. A XHAGEE, 1S4 Reference Guide.

2. Bt fetc/passwd SCAFAT fetc/group ST S I B REANT P HENLY, X
Fe—3k, ef15% 8 TSN BRI N SCEEA A .

3. 7E PMDB FT{EMITFEIML L, EHILRRE pmd.ini ST synch_uid Fr
I E N yeso

BRNIEOL R, FRid synch_uid BN yes. Ui RIS TR EHEANT P 4
JE FLAT ST R ER A UID FIERIA GID (B, AS42%iRk 5 PMDB [ UID Hl
GID AHVEHL) , 1% synch_uid ¥ &4 no.
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SEF IR H 5l SR ST

BR35E UID
FAHIFI UID 5% GID & I% E| PMDB KL 11 7 1 5 —Fhor =0, 74
AUHTH P IS 2R BB UID BY GID.
A FEE UID, 1EXAES newusr i & #R{E T userid 2% groupid %4 .
s AF TR E R uID AlEH A
WA EDR 1234 B AXHNA terry_jones [ UID GFEBCEAR B hid %A
HABEAE P % uID) , B A2
newusr terry jones unix (userid(1234))
WIRFEE 1) UID T /E PMDB Hf ], T PMDB AN S AT HT, {Hixdy
AN RAL IR BN HARAT P B s . AR A A R E UID 18 R,
AP & T N R BRSO & EP e LI PN E &/ et A L TR AP 8
FBS LR F 1T P B 2

ST, SRS BIRAT LR A

1. ) SRS PR AT A4 AR, B AR I ERAT P A BRI, SRR AR
TR AT 58 4 IRE o

2. PMDB J5 G F2/7 sepmdd i K 7EARIC _QD_timeout_ & SCIFTE ] P BE
B TRA DA€/

3. WK B ASERAIN TR, RI%)E G R IR RN,
ERBMZIT T, IR AR P AR

4. SERAT P AIRINE ARG, sepmdd SSESEPATH RS, EIX
URAARRIYIA], e R AR 2 I TR R ey ST 3T )
AL, e R T B, ERNER RS AR O
2990 1) .

FER: 1F seos.ini 3AFHT pmd.ini SCHH AT REAR < R bR il
_QD_timeout_. MIRAEIX A LA EAFLE 1ZA81C, W] sepmdd KA H
pmd.ini SCAFHIE

HER: 54 PMDB K HUH AR R P R IS B HT R, sepmdd J5 &
TP AR o A0 M T A 0 A8 ST (p. 142) PO — AN 4 H o %30 CBR
NEHL T4 ERROR_LOG) 47T~ PMDB [ 5 (p. 123)H,
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SET R H 2l Sk ST

BB SR AR B

TR B SO

Jon s BT S

7E PMDB I fETTF S IR EA & B 80 5E 5 PMDB A5, BEEHHT
PMDB, ¥ dd5 el H AR Ed

Eiew Hindda ), 151 H selang 14> shell 117 hosts iy 4 :

hosts pmd name@pmd host

JITAT selang fir4 37 B[R € X SR A R AL . IX i &8 )5 1 30
PR BIUL TSP P o SR s sh B A

7~l: $5%€ H¥x PMDB

S0 EBRECR P B myPMD_host 110 policyl, iFTLL F fird:

hosts policyl@myPMD host

W RIEIAES A newusr 72>, TUEHTH B8 N 21 policy1 0k 22 LA &
HETF SNV T 2 L i3 sh 5 s A .

sepmd L FE K H 3’5 N 'EAE updates.dat SR 20 3 (1) A5 I 5
Bro ABTIEZSCHEARTSRE R, U e M BRSO A 2 AR BRI ST

SUEH RSO, EMH L N A
sepmd -t pmdbName auto

sepmd VLM ARALIRIN R — N EEFT 4% H A &, JFIIEREE L AT Py
AR H

ER: A1k sepmd KRG R, WEH (25751) .

7EGIEE PMDB J5 . 330 sepmdd 77, %A LAFE E X R AT 2] updates.dat 3¢
PR B AT I

BN B AR, 1R pmd.ini SCEF [pmd] #5531 UseEncryption Fx
CWE N yes.

i updates.dat SCPF, T AT -de TS HLT sepmd S I 2
Jro

ER: 1K sepmd INHEAE R, WS (2575/H)
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SEF IR H 5l SR ST

HEERIT

feil g

MIERIT

& LS T 2 A ARAT A6k 3 52 PMDB (1) 55T
PHEBRAHL AL, IEAE pmd.ini SCEHREFRIC exclude_localhost 1% B4

yes.

LR P AR B I AT 1, T BCERR L exclude_file (XFH9E
V79N

SR TR, M CHEERS IR P ER 1%

M AT sepass SRR B ORI, T S A0 H B AL B THEALR
% PMDB. % PMDB 7t seos.ini 34 [seos] #47 [¥] parent_pmd Fl1/5%
passwd_pmd FRicHE o ART, BRI ] sepass ST R R B D5 %
5, A ] LAFR 58 2 F P IR 36 A R 38 B i () PMDB, I HH %
PMDB 1% 4 .

SIS P R B R R B B K PMDB, 15 {E newusr. chusr 2¥ editusr
2 I pmdb 244,

™l R EETR E S PMDB
PR KAl sepass B Tony 3T 254 ik 21 Y] PMDB,
1% PMDB £, 1AL F s

editusr tony pmdb(pw_pmdb@namel.yourorg.com)

U SRAEAN A B R IR S AT, Y 2 FOm R . T BLKS
W HEER, AEHARWCIRT (p. 138).
MIERT
1 BKHEHMAT B2 R R
sepmd -u PMDB_name computer name
MRS T 5 51 T R F S L
2. RMILERE AT BZZ P MR ) v 5L L seosd:

secons -s

J5 & F2T seosd # KA o
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SET R H 2l Sk ST

3. EBMITTEZIR P BRI LE, BBRAE seos.ini SCAFH] [seos]
43 parent_pmd FRic (18 .

VAR 1E 857k H PMDB (15837
4. T A3 seosd.
Tas NIVT B 51 22 i s (X o H SR PR is sh B R AN 152 $8 5 PMIDB 1)
W
HER: M PMDB T ARG, PMDB A& R RIEMm 4.
it 355 B8 BT

WA PMDB ST AN RV B 2 B AN R B AR, BT e )
VI P B0 PR Ik e 55
Uiy
1. BCE PMDB Mg HAELT PRI (p. 134),
2. 1B PMDB [1] pmd.ini XA filter #nic, AR IMELER—&
AL b B A i 3 SO A
SR IR VT P 504 PR 1) B BT R T 3 2 e 2 1498 5%

FRE: UM UNIX SR EEPHAT join BX join- selang iy 215, CA Access
Control 242 5 254 change group (cg). ZEAEAHE UNIX PRI i1k
join BY join- iy 2, LI IE XA I LR AT

MODIFY UNIX GROUP GroupName USERS NOPASS

TCVEAEAH UNIX FREE 4% FH 7 440732 join B join- iy 4. HEBLINAE i Ath
ATAIAEE AT H T join BY join- T 4.

SRR AR R 196 3% ST
126 o5 SCAF BT RAT AN A BUPAT A . ARSI ME R
»  RVFEEEHIRE.
4w, READ B{ MODIFY
LIS A T AEZ N
B, AC LA LIRS
 KIK.
il 4, USER 5k TERMINAL
w RN G RS R R
#l4n: Userl. AuditGroup &% TTY1
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SEF IR H 5l SR ST

o U T EHGH I E .

Wi, k4T Y OWNER I FULL NAME 7 AT X L8 @ 1 R AT
iy AL . WL (%7557 ) IridvE i N A B 1

XIS T AR FE R BINT R
PASS I}, NOPASS
AT DU FH 97 32 #% SO i R — AT
s A UMERHA S () B BRI T T REAE
WmRAH AT EAMIERC S, WS 277
FHZSM 0 b B
ERA ZAMEmTBerh, 50 e
CL# FFSk AT B BT
ANRVFH AT
7~ TR SO
DL 7~ A 4 e 2 SO AT

CREATE AC USER * FULL NAME;OBJ TYPE NOPASS

Vi i) IES kK & J& Jose
(¥ =49

TSR, A R IRA PR AT IZAT I SO 44 O TTYL_FILTER J-4
PMDB TTY1 [#] pmd.ini 31, DA% A
/opt/CA/AccessControl//TTY1_FILTER, W PMDB TTY1 AN£s[a) AT 4% 4%
1 F] FULL_NAME A1 OBJ_TYPE J& It 688 F 7 (AT AT i 55 o
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SET R H 2l Sk ST

SRIEAR T 3% H & 30

FZ IS TA) 56 Ja U LA 0 SR R R H G B R B B SR ARL:

R

RIS

20 Nov 03 11:56:07 (pmdbl): fargo nu u5 0
ERROR: ¥tk (10068)
ERROR: JGi%fE3Zk HARSLI PMDB (¥ 5T
(pmdbl@name.company.com) (10104)

Retry Eﬂ%i%%t%

20 Nov 03 19:53:17 (pmdbl): fargo nu u5 0
ERROR: E#:RM (10071)
FEHAT Vi) (12296)

Retry ﬁgig%%i%

20 Nov 03 11:57:06 (pmdbl): fargo nu u5 560
ERROR: fiJ@ USER u5 ‘KM (10028)
C&fFE (-9)

20 Nov 03 11:57:06 (pmdbl): fargo nu u5 112
ERROR: fij& USER u5 ‘KM (10028)
C&fFE (-9)

Cont %&ﬁ%ﬁﬁﬁ@%ﬁ%%t%

0 Cont

SR AR R ¢ H AR iR 5, TR

Irne

b

ACInstallDir/bin sepmd -e pmdname

AL N A e AR

ER: AETIMERE R HE (F, R UNIX rm d72) o HAEREH]

LUH i & M B H A&

ACInstallDir/bin sepmd -c pmdname

BEEPHH! 7E CA Access Control r5.1 A B milAH, & H B
FRRA A AR . sepmd TEIZ AL PR L WIA A H G . 498
T2 B AT A I RCAI,  TH A5 H & 52 1 21 ERROR_LOG.bak
s TR 80 sepmdd BRI B H & SO

7~l: PMDB EHré Al E
PLR 75051 S 7 il 78 R A R

B pmdb % i

HEE

\\\J///”

20 MNow 03 12:53:17 (pmdbl): fargo nu ul

Retry

ERROR: Connection failed (100719 o Ig;ﬁu [ simaa )
Host iz unreachable (1ZZ96) 40— #=gz [ EE2EE)

/"

EEHE

Pavand
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SEF IR H 5l SR ST

SRR 2 A

G ATER I, RERNT PR, RO R
Lo BRIF R R | H5R 0P I 37 1 o
B BT, bRARHER PMDB A A TR EHT, AN T Tk
.

R ATROR ERGITE CRAMBR R (K7 i K SR R4
e

AT WORUCEIOI R CRAERRIIRED 749 A B R A4
e

Bl HRIE R

—ANr A e A R OR 2 AN T H, ARG T AR AL T
M SN IR ) T JE [ P X A A

AR AT AN RSO

Fri Dec 29 10:30:43 2003 CIMV_PROD: &AuAM. RFEMLHE = 9241

sepmd pull Z3URE AT A 13T 7 i BZ 0 B .

250> PMDB I, R S AR St 178 (1 s S 20 F Al H o Horp o
1

SRR S
w  RISHIYEITT B
» CERE
w R

= updates.dat 3 ff

IBAGE M FH AR & . #4E RS E) CA Access Control flAS 1 254 SC A
W J7 PMDB. A s SRS L 45 0 BSATAH RN & . BRE R SEF CA
Access Control A EH1 F.
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SET R H 2l Sk ST

i sepmd %4+ PMDB

%4 PMDB I, B I\ SR AR Bk e R I 2R 2 10 H k. BN &
{1 1¥) PMDB U A7 il 22— AN AL, U 7252 CA Access Control 1j
I KU PR AT o

fEal U sepmd SRR AEASH EHL 456 PMDB.  #83& 1] LLAE
selang iy & 1EiZEFE ML _E 41> PMDB,

VERE: 165 DU AT 72k A0 PMDB. 1 G T H— A4 4
[\ PMDB 5 43 21845 5E I ENIFE S PMDB 1T ), AT 24 #4375 2]
ZENET AT T 2432 PMDB HIF- PMDB #3876 [d]— F: 4L 1,
AL REAE 3 25470
fF A sepmd &4 PMDB
1. LT i BE PMDB:
sepmd -bl pmdb_name
PMDB RAE, I HIAGTE 0 HAT )7 AT AT i %
2. WEPAT FANBRAELZ —
n  fEAEL N 444 PMDB:
sepmd -bh pmdb_name [destination directory]
w (A RU R i &R T3 U4 75 504547 PMDB:
sepmd -bh pmdb_name [destination directory] [backup_host name]
ER: WREARE HbrH R, &0RAr ALUF Hx:
ACinstallDir/data/policies_backup/pmdb_name
3. fEFHLAR fir & fif 5 PMDB:
sepmd -ul pmdb_name

PMDB K fiiait, & H vl m AT R IE L.

>
>

11 2. PSRRI 143



SEF IR H 5l SR ST

¥ F selang #-4/; PMDB

%4 PMDB I, B I\ SR AR Bk e R I 2R 2 10 H k. BN &
{1 1¥) PMDB U A7 il 22— AN AL, U 7252 CA Access Control 1j
I KU PR AT o

fEa] U H] selang iy 2 FEAS M BZCFE AL L &4 PMDB. &34 n] LA ]
sepmd SRR AEASHL EHL_ 4517 PMDB.

R BRI 744 PMDB. 6 IH& AT AN Eg L5
(I PMDB #4218 F5 22 I EHLIFAE L PMDB 1T 7', I 4 4540 5 2
BN AR T T 243 PMDB F1+§ PMDB 3 B 7 [fl— ML E I,
TEAREAE H B ) &5 1 o

f# H selang %+ PMDB

1. (k) R EAd A selang M e FH1i%EF: PMDB, 154 H L R4
%4 PMDB EHL:

host pmdb_host name
2. AL &% 2 PMD 5

env pmd
3. fEHILL R i 8iUE DMS:

pmd pmdb_name lock

PMDB Rf8i5E, I HICym AT - KRBT 4.
4. AFHILLE A 254 DMS Hidhs 2 «

backuppmd pmdb _name [destination(destination directory)]
[hir_host(host name)]

ER: WAREAIRE HbrH 3, &R pE A LUR Haxk:
AClInstallDir/data/policies_backup/pmdbName

5. fEFH LA fir & fif 5 PMDB:
pmd pmdb name unlock

PMDB ¥4, I ELaJ [a HoAT P kg a4
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SET R H 2l Sk ST

SRIEAR T IE J

¥ PMDB

A R RIS AT, CA Access Control 226 PMDB #-1) SCA4- 52 1| 2145 72
P H %o 54 PMDB SCAF R R A N 25 4 52561 2187 (1) PMDB H s+,
(RN

w SRR S
o SRESRERLIIT AR
n CERE
w R

m updates.dat 1Y

W HbrH P AEAEG ¥ PMBD, CA Access Control 23764 i 5 S A
SR % H 3 2 B BRI S

IBAGE M FH AR & . #4E RS Ek CA Access Control AN 1Y #5-4 SCAF
B PMDB.  Hfi ks SRS T 24 A RIS ATAR R V-5 . BRE R SEA CA
Access Control WA FH1 F o

16 PMDB I,  CA Access Control ¥ PMDB #3473 SC A (1 554 45 51
PR EM H 3 HE . CA Access Control WAL HATIE R F & iz
iTe

R AR ) S L& R1E i PMDB, PMDB AN 2 7E I8 5L )
PMDB ¥4l [ v [ 3 5B R i e . AR DAZIUER BT ) £ i e YRS N B3 i
(] PMDB 1o BN I & Py, 1515 1B JR ) PMDB, 12417 selang
-p pmdb 114>, SR 5T 308 5] PMDB.

PR PMDB, 5 {EAR SR J5 PMDB [ FisdT UL RN .2 —

m  sepmd -restore SZH] T H

m  selang restore pmd iy %

HR: AKX sepmd SLHBIFITEANE R, WS (2£7/50) « AKX
selang T 2 MEANE S, TEZH (selang Z57557) -
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SEF IR H 5l SR ST

B

WlE R E 1

MU PEHE P73, €Ok S0 PMDB IR RE 70 P B B«

o QA A LRI RS
HEA EMTEAT ADMIN JE PRI Hi A S8 PMDB (1%
M. HFSHEE MWD S, JREHE T A, &
FREAT T HAL B

AT

i erd (ARFR—J, 2B ADMIN J&PERUER A A D 8
SERS PGS MAa IR EER X & WS
55, WPREAE PMDB HHATIX S i &0 WIRIRAEZRSS, LR IR
55, IFHANHUR PMDB. 6 &5 JoVA A 55 P K 2 L iy 2 IR 4
Hoflrn % ARG F SR — DR T AL

ERE: HU find F show fir & AN il ZEAY A8 HOHRAN -

i sepmd SEHIRER S5, HI5E B W S < A2 AN G B 5
RIS kA al BUE S5, DR adngseq], JFHaf
CARRR 55 8E ,  DUEAER 5 BEA T A BE st AN TR RS 2 AL PE

24 sepmdd Ji G R F start_transaction fir A I, iZFEE A 10 T REFE K
B AME— T . %IRRT H AR RS R b id A HoAh ey 4
G TN B S5, R FAAE sepmdd G S FEFIINAA . Y
sepmdd 3] end_transaction iy &I, K HBAE L. AR
SR SRS HEF R4, DL 2 T RS
FEAT R AL o) — 5 BUE I 5 .

KPS P R S, AT AR 55 R A REREA T . R
Frarimad, IS BioE RN 5, 3550 i — e a) S, IR Ok
FERISCAE e RS EORAFAEAN R (R SO

HR: 11K sepmd SEHIFEF L sepmdd & G T IITEAIG R, 55
(Z5757) o

R R SR VRIS AE PR 7 22 18] 73 E BE B PMDB (DA il & A &
Ho

B ONEES, 1EK pmd.ini SCAEFT seos.ini SCEEIP) [pmd] 35543 H 11

is_maker_checker N FRIR T E N yes:

is _maker checker=yes

ER: EREREAEZ A7, G R SRS AR E .
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SET R H 2l Sk ST

iR 2y
Pt UL I S e ity EEAE A A A B i B A 55

RS

1. IEFTRLU N AR E:
n & (ERHIEED A ADMIN AL .
w BAHEMRH®S.  EEZEMAESE A A&, D
n TR ANROCLRE TR A S MG ) —AN 3%
n RPN R AR .

w  BORTEGRER S —HlEE M RIA F55.  (EHBESRE A CH)
$55. )

2. JERERE PMDB:
hosts maker@
LWL AR B3R R PMDB (RIEE D o W W E )G, PMDB (1)
BRI Z L HIE R . MM TS, KRR, R
R IERE S AL

3. JABEHS:
start_transaction transactionName

W NFEET G451, 25— &1 start_transaction iy 2. &R DL
U5, WU SR e IR 4K, &% 256 MR

= Sy

%’N‘o
4. BN .
KA. Pl

newusr mary owner(bob) audit(failure,loginfailure)
chres TERMINAL tty30 defaccess(read) \
restrictions(days(weekdays) time(0800:1800))

5. S5
end transaction
M. RO BoR s F S HIME— 1D T S E TSk
AR R AL BR IR iy BUE 2 AT, 85 AR AT LY () A

X L iy

HER: WOREA HLSREWS S EF S5, THIRICKRSS 1D 5.
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SEF IR H 5l SR ST

REMCERS

MmEH

TERS N end_transaction fip 2 IPRF s —AN ID 50 X2 VUNFH S
fRIME—Gi . WERIETH EAE LR S F 55, WIER T SRR naiss
YRR TSN, il RS G S A . AT LA SO b
NP ZHAT AT . Bl

hosts maker@

start_transaction transactionName transactionId

RJA, BT LU NG 2 i KT 55

chusr mary category (FINANCIAL)
end transaction

I EA N ZAEF AR B NR 2 555

RN T ACInstallDir/bin #4520 (HHh, ACInstallDir & CA
Access Control [ %35 H %, SRINEIL TN
Jopt/CA/AccessControl/) -

WEHI 2 B

sepmd -m | IS8 P R A 55

sepmd -m la F BT A 2 B EAESE A AL B BT 55

sepmd -m lo FIHER T I RIS H00 7 =55 DL T AT e
EqE

SR BRSSO e B AR 551
ID 5 DAL AU C R # A 1 4
%) .

R B a4, KR EEE ThnvEd 1) 945
sepmd -m r transactionId

il i 2 M Bt 52 (13 55«

sepmd -m d transactionId

POm ORI, A T AR B e B 55

KEHS
1.

TR LR 25 B

n B (N AE) 45 ADMIN BLE .

w HAhAS B B BUE F55.

n  BHSEMNEA.  (BILELHERHER w2, )
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SET R H 2l Sk ST

2. WY % ACInstallDir/bin H4%

H.rpr ACInstallDir /& CA Access Control [Pz H 5%, BRIAMENL T A
/opt/CA/AccessControl/

3. EAEERAT AT IEAESE A AL B K 55

sepmd -m la
EHEEHER T E DB FH S AN T S5
sepmd -m lo

RS HALHGEE AFR . S5 1D 5 LR S5 I A4 PRl 5t W
4. TEACBEANTZ T AT

sepmd -m r transactionId

HEE: CBUEMHES LS.
5. AbFESS

sepmd -m p transactionId code

code
IR AN ST e
n 0-fEAHS.
MU, FMERHS I @4, I RS
PMDB H Sl 5 4
 1- PR

£E PMDB H 37 BRI S it #5451 i 2 o
n 2- FSMRBUE
AR PIERF SIS, FE0] LAAE BLJE H AN TR R4S 2538 0
iTe
I — 4% U IR L6 iy 2 ol D) TR 6ty 2 SR L 19 IR

R ARl EIREENFEAER, ESW (2%£755)F 11 sepmd
SEHFRITFLAK (selang 24 75/5) H 1Y start_transaction iy % .

{#H seagent 11 sepmdd J5 &7

seagent J& 5 IR PP T 5T ok B IZREVHEENLAIE K, R LN I 3
PMDB; seagent Ji 3 FE /it 20K K & 1% £ seosd.  sepmdd Jm 5127
& PMDB J5 A1 FLIT . A1 A PMDB FRHE IS £ R e T
1@0
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SEF IR H 5l SR ST

seadent J5 5T

sepmdd 5 GTE/F

fEFE R 3

seagent & &5 R P25 %1% 4% seoslang Fl1 seoslang2 TCP k%5 CERIAE 2371k
8890 Fl18891) . MikEHiE KENANS, seagent FiA:—ANTHERE R AbHEIZE
P, ARG RE S .

M H FLE selang TN LT A0, seagent 7EH JFERE R UHEAL L
AT G, ZTHRERICkEmAESHEOR®S, IF
B HAL 45 sepmdd Jo B R

sepmdd Jii G2 FHAT LA N Dhfg:

= 53 PMDB

 CEEAT PR

BRSO PMDB AR RIT U

sepmdd 5 5 F£/T7E seagent W20 1j ] PMDB I H seagent Ha)JH 5. 1H
AT EE BT sepmdd.

HER: sepmdd £ AC IR AEZ A F' _seagent (AfE root ' F) T
14T EAVFER T sepmdd V7 ia) B U5 (B 4n, FR#EIV7 i PMDB H3x),
WA _seagent [KIAHICHLIN

W, sepmdd 75 BB A IAEE I ANME ] shadow SCF. A, #ATEL
WE > shadow Cff.  EEHATICERAE, 15K pmd.ini SCAFH) [pmd] 6
4 H I UseShadow Hrid i B N yes.

N AH UseShadow brid % 'E A yes, W sepmdd K 55 PMDB 4k T4
I H sk 1 ERIA shadow SCF. WISREEHTER shadow SCPFIRALE, 1AL
HI pmd.ini ST [pmd] #5543 F K YpServerSecure Fric 1 52 B o

W (i YpServerSecure) ¥4 5% SCAF [P B 28Ok AR = WL A 5% SC
 (Htn, Jetc/shadow) , sepmdd N2 KibRic UseSystemFiles ¥E A
yes.

HEEPIH! AZEHAT N UseSystemFiles Frict. sepmdd il seagent J&
BT BB .

HR: X seagent I sepmdd J5 SFEFIITEANE S, ESH (=575
) T seagent Al sepmdd S FE
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RIPL RS [R5

KBNS [F] 25

CA Access Control S 71247 CA Top Secret. CA ACF2 ¥, RACF ‘22477 fith (FlI
CA Common Services CAICCI #£/3fL) 1 KZUHL5I21T CA Access Control [1]
Windows 5% UNIX THHEHLZ [ E M R R0 2 I AR#HE CA Access
Control 15 S WS TR J7 ¥ 58 )

RIUPUT 7 SAAT AT i it B CCAIORE A% 2 0 R SR A R SR 2 Sy o
FIFT AL
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B/12E: —REEINEE

SR AL 77 BT L

PR = P T AE Y (p. 153)

H APLLRY 25 (p. 156)

By 1 HEAR G H . STOP (p. 157)

S SCEEYEI) H RN S (] 15 3] AU (p. 158)
B1 ‘A2 NIE (p. 158)

(7S Akl SR (ST

ARG A TAT PG SRS, F EARRE RS RIBR . hT s b
(RIpTAT 28 iml C8 SR I HERS AR, DAL, QR AR BRI IR PRI R —
B & (B, BRI b, D0 A A e B el HH AR 2 ) e 6 B
R LA o RV A I T B SR T B A N ) 1) o e DR 3 R
PR A, (H B RO ORI R HAE A 22 A i) e e R g
FEIF o

CA Access Control $2fH—Ff 57 %540 2 S H T A selock, %55 H T H sk
A 24 2 ity R A i 25 R L i o W ] B B L8 5 e o FLREA T O A7
MR PORMITAER, RERSH PR EEW. WRARE—2P AR E
IEAf Y, &R e RS . selock 52 T H v DLA FREUH 81 &
BRGE I 5 hs, BRSP4 selock Ab 13 Bk AR s 5 SSeAdA T )
E Ay TRIEp Y/ 1] e

WR: O HoiE EHFE selock MTEME R, 1§20 (=51 .
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DR 25 TR A i

R

TR N AR FAE I 5 LK Y selock BT :

LZAaTERIR, EETE

i FH -timeout & 0K HE I 52 BN BROAE, W 10 23Bh, SR JE ]
-lock-timeout 34 JUKT 8 i R I 80 SR II(E, W1 60 43 Blh.  IXFE,
AL I )4 B R R 9T 1 selock 3 2 T A4S () TAE . 1%k
B 2 AN AE it ] T) A AN Sl 4 52 B e o

2R, (HEATE

f# 1] -timeout JETIURE N BEE Y EUIMEL, 40 1 0Bl SRS AET
-lock-timeout JETHCKE B g R IN B2 B AT 0 2 2 Zp Bz Ta] A/
B IXA] DUAR AR S345 1V i) 28 3 i 7. BT BR80T, O HLfs 22
AEMAREL YT ZER R R RT3 )5 selock &
PG 2% H R BOE I8 ) A, 1] -lock-timeout 126 TG 8 5 68 B
WEANE.

selock i I LU X i 3l shell f—F#B7y, X4, %] LAER]
FURICE R R G HAAB) . ZABIBAER 1D FIfiAE root
ID Nizfr. K selock fir 5 2 A S BIAS 1) 5 sUHGR T s Ry o8
N

ER: ARASMARTEE R, HS UNIX RGEHISCR .

selock $E AL =Pl AR
WK

IR0 selock MIAIEARIC. AEXFIRIAT, selock a8 A A i
FRIEsN . W selock A4l 51 78 48 B B 0] PN VAT B4 ok SRPRTS 3, 1T
H transparent ZHUe R APIRAR, W selock H B V)#e 31 5 HCr i F2 77
Fixle MBI 2] R R P AT BN .
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DR 25 I A

Ry EFERR

FEGRIFEIPIET  selock A i 1 ) S (0 B2 U IR R 4
Bbre 25 1 BR AVAL L 25 e 1) B b HAT AN SR

w PRI TORZEIBON 5L A B A 2 10 U

w DT RSN E HTE D

T LM H] selock BT BRSO AN AN B LA B . 4 selock £
0 BT A B S BRAR S BN, e 23 37 BT ER AP P A 2 R [ 81 M s Ao
o K bife ik JsOo e VI 2R R P U T AIRAS - A A
PRI 2 PR R e A AN T B AR A B

U2k selock 7E lock-timeout 2 K45 3 X IN [A] N — ELOR RFOR T RE 74
W, ek AR E . selock AN a7 K MRS FE P A
DI B BOE A AT SRS

B

LEAE BRI B BB E R T, selock 2x4k&i/E A1y 5t FonEs)
PIEAR . 24 selock Al BT T 88 B R ARTE BT, & Bon— AN
HE, b & Bk A P S 7R

TN BB R RIS, selock 23 P a] WA=, tn B P RN
PIERGANIER, 20045 H X URHE 2 JCHT, 1M selock 3 PR FFH E B,
LN R AEK -transparent LR ¥4 on, selock B E B %, (HE BRH
FHFH AT IR . BEREM TS e S, DR/ bt DB .
fEH B e B, AR .

e TARuE i B AR A R 8

L selock 5 HIFESy, REmT LIBUE 22 N TARR,,  DART A2 A 22 PR 30
] 52 B RSB T5 [7] «

B TAEn s B e W8 e

1.

(ATiE) ¥¢E DISPLAY FAEEAR &,

P selock iy TAE, AL E DISPLAY M8 AR . Ak, #&nf
LLES R selock fir 4 H:HE € H AR BoR o

4 selock iy 2 BT H SR A Clogin X4 H.
1B 0] LUKt selock i 2B T Jetc/login BY /etc/cshre LA,

HER: WP RZ T DO B0E bR 8 . BRSO T, X
KH P 22Ma7H P A root FHF . {HJE, WERZELE unlocking_user Frid

(7T seos.ini LT [selock] #73) i€ TAEMTIAR A - (244K, T

nf DA P root . AT selock B, AT LIS A -user 6 100 4
B PR AT AT JLAb P
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1 APT LR %2 s

7B Ja B SO R AR e A S
AR RS, G EAN X RS
selock -display $DISPLAY -timeout 5

AT A A1 2 i Ab A5 RS T2 B S B0 selock.

A R I — 4T 5 T4 J5) xstartup A . xstartup JASTE % A7 T H
3% Jusr/lib/X11/xdm/Xstartup ',

selock -display $DISPLAY -user $USER -timeout 3 &

GV SR LAY X Z6 BT 08 P £ B R

EH SRR E Ein

selock 1 FH IR BRIN R GL &5 /& CA Access Control ks, 1% EbsL T304
AClnstallDir/data/admin/Selogo.xpm ',

FOERIEEAR AR, TR

ER: BIBRSCIF A2 XPM A 3.3 #3K

Fi API £ %R

SR 2 X IR U AN JE T CA Access Control (BRI PNEE%Ys) , #n] LLiE ok
{ifi Ff] CA Access Control APl X HeHEA TR 4. BEAS AP #5459 )2

PR H PR
i gm RN B2 n] i CA Access Control #2485 | 4,
APHa

i 2R G0 B 01 n] DL i3 A2 3l 1 LK 1) CA Access Control 174 .

VER: 11K CA Access Control APl [ FE4115 B, 1EZ A (SDK 755) -
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5 1 ME ki H . STOP

B IEHERRRE H: STOP

HERk i A PR ] DA IS RE A AR 48 AR root HIP GEEZT D —FF
ZUMPITAER 2o AR R RS R S0 ISR AT
GERAE . ISR A AT B R R, ST IR

HERGHR I ADOE MR, EIETRES GBI AN, AR SO
KA R E, IR AR LB AR AT frd ) CRFAER A

B
HERGS ORI (STOP) B 1 PR G AU ] HER S HH E AN R GE R — P2l
A

ER: I Linux A ERBENIIEL (ExecShield FEALIL) B, A&
% Red Hat Linux F1 SuSE Linux _I[1] STOP Zhifig.

fE Linux s390 RHEL 4 |-, AMiHEARREN I TCVE TAE, JFH U e )5
STOP A e L MGl RAS . B ARG BEN AL, TEHALL T4

echo 0 > /proc/sys/kernel/exec-shield-randomize

Ja sk sTop

IR ZSE STOP I, EBRIATE OO0 RS A s ORI P e
M tH DR, T2 2K seos.ini SCAT [seos_syscall] 370 HH AR I, 48
Jri FE AT A 5] CA Access Control. ZEHATIZEAE, TWEMH LT seini fr4:

seini -s SEOS syscall.STOP enabled 0
1A AT A8 5 24 seos.ini ST
FEHCHA H STOP, WRF bR iC E SE Ol 1, JFHCHTE 3l CA Access

Control .

FRE: 24 STOP 1F Sun Solaris 7 24 _EAL TG BIRARS, dbx B2 i E
W LAE. W T AR STOP R I ARG LA dbx, W AZISGE4E
STOP.
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58 SRS H SRR [R] D5 1 K )

& SCRE PRI B AT 18R] 19 AL

& 0] LAEH CA Access Control 4 %25 U 1a] $58 58 “ TAE H 7 F“ TAE I a)” B
il ZIhREN T TERMINAL Tilal. SURROGATE i =K A1 H /e X 1%
Wio B, R AHULE B R R4 R 08:00-19:00 IS a] Bt LA YIS fa] py 58

4251 terminal ws3:

chres TERMINAL ws3 restrictions(days(weekdays) time(0800:1900))
TEIX LG 0] B AN AN 3212 T ARk 1R 26 515 3K

#& AT LU ] CA Access Control >R 11 7E L AE I ] 48 3 A e FE AL
FRER . AR P AcctMgr & FUVFHAT I 545 I 548, s
2 R AcctMgr HAE TAERRIAT TAE H & 5% NMREBCRERBUTIA R
A RE ELE LI su AcctMgr i 2K 35 1) AcctMgr 1K 7o AT Fil
LA AR LR 4R B IS 1R ANKE FH P 44 50 4800 AcctMgrr:

chres SURROGATE USER.AcctMgr restrictions(days(weekdays) time(0800:1900))

R LUK 2 DR (OATART GRSt R AR R 59, h -5 SCIHT - S8
PN -1 R P IR 5 2

Bl ZE&KHHAE

ZEF

CA Access Control f$f 41 B1“Fs 7 15" Th g

LI e e
 EEHREE
LR

Ja P2 A9 IR AT 5, CA Access Control AT 224> 2 MR A LA 2 HiAth
PR . LA EnT LAy Begs F P R YR I 1 31 255 2 1] 1 1 4
. HPERVIRHEC T 2 Mgy, CA Access Control 23 41%
PRI 2 O 5% P 2 g AT e . Wi % ey
AT R TR YR 24200, Wl CA Access Control 4 4k &3t 47 HiAth
PR A0, R Rz U5 R B
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B1 42Nk

RRZE&EMNKE

BEHZERHKE

zERH)

BHZEIGNE

L1 % SECLABEL Z3AL TG BIIR A, ) CA Access Control 4 FH 55 ¢ Y5 A1 H
FUR AR R I 22 A ), T A AE B YRR R 7 sk b R e E Y
G

T YN AR R BRI, N RO R I L 2S00 . newres
¥, chres fir & (40 2 50k B I3 10 22 4400 o

B SOV P U ) 52 B 22 A R n A B AR IR YR, 15 M il s B %
2205 newusr B chusr 112 I S50 H o0 2 4= 20 .

R THI1) setoptions iy 2 i H 22 A= R R A«

setoptions class+ (SECLEVEL)

NI setoptions iy 424 ] 22 4= G £«

setoptions class- (SECLEVEL)

Ja P2 2K MR AT 5, CA Access Control AT 2242 MR AT LA 2 HiAth
RS A . PSR U M A T — AN AN LA R, CA
Access Control 23K Bt iic s H i 2 a8 2k 5 H Pl sk rh R0 41 3
AT ECEE . W IR A 2% B AN 0 35 Bon e H P IR 2R 51 R

1, JU] CA Access Control # 4k Zzi AT HABAZ AR £ W, KrfhgaixH
VRl CIREA 3

LN 5 SECLABEL 2840 TEBIRAS, Tl CA Access Control 4% FH 15 %% Y5 F1 H
FU) 22 AR B R e A 2R B 3, 1T 2 P R I S R 2R ) 41
%,

BT 2 A R AR AR YR, 1 A W IE i — AN e e
Sl. newres X chres iy & IR I SN BEUE 0l 22 422800

BEACVFH P V5 ) 32 22 A2 R A R R R, 1 A P e S e —
ANERZ A 425 newusr B chusr fir 2 2SI S E00 F 2 o0 ic 2428
il

%1 setoptions i % i H 2 A S ik A -

setoptions class+ (CATEGORY)




Bl L 4ZUlIAIE

BHZ2RHNE
%1 setoptions iy &4 FH & A8 A £«
setoptions class- (CATEGORY)

7E X 222K

ML 5 X CATEGORY K & 24, 51 newres fir 4 &
P& SR

newres CATEGORY name
Hodr, name LA TR
e L A5 “Sales”, I LL N4
newres CATEGORY Sales
e L4255 “Sales” F1“Accounts” , 1T LL R ir 4
newres CATEGORY (Sales,Accounts)
| 22 22K
BB P b U PTA 2 2RI B3, S ERTINT show fiy4:

find CATEGORY
B L BoR 2 dOpEk.
T B 22 425
T bR 22 A28, 18 M CATEGORY iR 22428l irid k. R4

rmres iy 2 MR 22 420

rmres CATEGORY name

e, name 27N TR

T 3 2 42K ) “Sales” , I AL N 4

rmres CATEGORY Sales
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B1 42Nk

RERE

B ZERERE

EERE

AR BACERN € U YO A B A 2 S Z TR R o

21 2Rk B ), CA Access Control EEUAT 22 A bn 2546 25 UL J He
PR A o FH FIERUT ) L T 28 k28 I P YRIN,  CA Access
Control 23K P Ui 3% 1 22 bR 2 48 8 1 28 H1 3R S5 H P il sk 1)
GARBRZE PR E M IR IAT LU . R TR IR e bR 28 4y
BC RN RN 38 R fEH P I 22 kR 28, T CA Access Control #4448
T 2K A SNPEIE4H 7 U5 i i %85 . CA Access Control 2
BB R I 2 bR R 8 1 2 Ao 5 P e Sk I AR e e
P GO AT LR . an S P B2 AR 28 4 BE IR 2 A 4000 R T 8%
ST PRI L AR LI L A0, ) CA Access Control H 4k 224k
AT HABSZBAG A AW, R ZE%H 7 U5 % 2

AT s A bR A, K 2 T A SR PR S i E 1 2 e A
Lo AEH] 2 ahRE e SOH R E I %O 2420 o

SOH I AR R BOR R BRI, RO BEIC R L A hR%E . newres
o}, chres iy & (FARZEZHON BHIR M L 2 A hn 26 o

BV P U W) 52 2 R RR SR B PR R BRI, T Z P e SR i
FRZE . newusr B chusr fr 2 IIFRZESEON H o0 E 22 bR 25 .

NI setoptions i 4 A F 2 AR AT 1 2

setoptions class+(SECLABEL)

NI setoptions iy 45 F ¢ AR AT 1 -

setoptions class-(SECLABEL)
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Bl L 4ZUlIAIE

R N ZEFREE

Bt 2 eREE

B 2 EnaE

I e X SECLABEL JEHH HBRORIE L& 4xhniEe LT newres fir &2 X
LR

newres SECLABEL name category(securityCategories) level(securitylLevel)

Hrp
E#

78 L PR TR
securityCategories

TR L EISGNMINL, ZHRE 2L 2I0, 2R EE 5K
Iy B2 I A4 K o

securityLevel

TR LY. T 1 5 255 ZIRFHEE.

FLE N ALS 242K 5 Sales A1 Accounts H 22425 51k 95 112 hn2s i 1
2%, IHMANLL 2

newres SECLABEL Manager category(Sales,Accounts) level(95)

B P E SR P 2 bR 28 K51, IS AT show iy

find SECLABEL

B LB e hr2E SR

T 1M 3 SECLABEL ZE R [ 22 A bR 250 s K MM 3 22 4525 . LR rmres
v 2 I 22 4 b«

rmres SECLABEL name
b, name J& R KRB TR

TR 224200 “Manager”, TEEIAN T4

rmres SECLABEL Manager
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B I13E: HEIH

AR 735 BAR F2

WEHAZIN (p. 163)

& X_CA Access Control "5 N\ i #% H A H % 544 (p. 164)
P 25l H A sk TAE )5 (p. 165)

CA Access Control Wi{r] A FH /- #iff 72 %45 5K (p. 166)
A (p. 170)

H %A (p. 174)

PSS HH (p. 176)

TR P BRI e 2 (p. 181)

BB H AN

KT A4 H %, CA Access Control MR s 2E£5 4k R+ e SCI A% L),
P B 5 e Bl A AT ) SR A 5 o

BN ) E R RS B A AUDIT B, TLABREE LA R —A ez A
{H:

FAIL

LR Uy [ 24068 B U ) R
SUCCESS

SR 0 BEIR A RV ) o
LOGINFAIL

KV A R SRR GREATEH T3 D
LOGINSUCCESS

KV W R Rk, GREAEH T 5. D
ALL

0 517 ) 1 FAIL. SUCCESS. LOGINFAIL Fi1 LOGINSUCCESS B % U5
(] FAIL F11 SUCCESS AH[EIfR115 B o

x
AN SRATAAT 7 17 2 BB 15 6
TRACE

KM B S ALL LURBTT R GG T3¢
/P
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& X CA Access Control 5 N i 1% H & 1) i 4% A

Teve S AT I e cdhe e rh Qs BBV ) BB SR, A RT DASR
AUDIT JE ko Ak, faad vl AR SE A2 15 A% A& LR ) ] N A& % 5
AP 1R P IS A T

Hi A% H &P 0 AR P X e i A ATV R . R il A

IR LT DL RS-

WU R YR R B AUDIT(ALL), UPERIC ST 10l 3 1 T A 8 sk 3
LA &5 CA Access Control JIT PR3 Bt I A H4F, MgV
i) 2 IO S 1 1y

U XS CA Access Control BT R4 IR 17 ) B2, H. 17 Ia) 3 Bl 8 Y
HA AUDIT(SUCCESS), WI¥iC s %41

m  U1RXT CA Access Control AT LR ZE U IS 1) AR IMC,  HL U 1) 2 i 9 Y8
HA AUDIT(FAIL), NPtz di 4t

SEAk, U R AR L B E RTERER AT, T IR ER BRL SR S
I, X DR T AZ S SR B B AN A S

& X CA Access Control 5 N F# H E B FZ%FEH

CA Access Control 5 F I FURIG 5 IRl sk 5 AR HZ H &, 2w X CA
Access Control MELET); ) FAF5 N B Hikx H &, T8 S SCE A% 10 B Bl
Vi I35 1 AUDIT JEPEME . 18834 v LU % 7 ¥2:96 € CA Access Control
R IR LR S BB H &

18 ] AUDIT J& K45 5& CA Access Control 55 N\ F1) v 1% H i (1) o % F k-
i F selang 2 CA Access Control ¥iij S8 B Sk DL %8 U5 AN 5 o) 4 i B

AUDIT J& 1
AUDIT & CA Access Control it3XfIN  EHXNS
P
FAIL I 1] FH RIS 5
SUCCESS IV ) FH RIS Y5
LOGINFAIL ENEE R M
LOGINSUCCESS IS % s HF
ALL 255 T FAIL. SUCCESS. o Fgg Y
LOGINFAIL. LOGINSUCCESS
F1 INTERACTIVE
TRACE ST ALL R R4 H P
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P21k H G0 56 ) TAF s 21

M=l H R

AUDIT {& CA Access Control it XTI &S
x

INTERACTIVE UNIX TFEHL BRI 21

¥ JoE % FH 7 02

ER: WK EH S ZENE, 2]l & SCH-2H F AUDIT {iE ) AT LA
52 CA Access Control X I P B A FH i o A% A 2 o

SR TERE

TRk P 2iE H Al sk, "?WUEEE%%&J:E‘JH%F%%JJ\ Gy Caany IR
B H ez s AR a2

2l H B Id sk B0 K AITE Jete/shells SCHEHR A FEF AN . B,
B Jetc/shells T3 /usr/bm/passwd HAEAE ] passwd S5 51, TR
2 seaudit SEH T HASFERE R4 HERN SR Uh i, dliasfE
St tE H sk 2 au%%‘% Jetc/shells SCAF
DU RS T P & 0h H A E s i AR s B
1. 38R H T “BEEC k48 LT CA Access Control.

H 52 X CA Access Control 80 SC14-2K i B A0 5 8% .

R B0 DI 235 5 1E seos.ini SCAEA B TR0 SR 2% .
2. Ja 3l CA Access Control.

TN B0 S 28 5 & 3R KBLAudMIngr 1IE7EIs4T. i issec S H T
HAYE CA Access Control J& & BHFEIPIRA

3. Ff INTERACTIVE J 13 o RS AR LS (1 HH P LAt FH 2 8 H A
Ko Ml
m selang:
eu userl audit(interactive)
m  CA Access Control Jifj i 5 #:
7 A e e o e AR IR IR B R A A
CA Access Control Ji H T 1M K5 2 0F H &l sk
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CA Access Control Q] Ay F 7 iff s v Az A X

4. YH sk s, CA Access Control JFUGICSR 1. A
TR 2 RN, TS

5. CA Access Control ¥ CL40 sk 2 T ARA7AE kbl.audit HESCHH. 1%

AL T-UUR H 3k
/opt/CA/AccessControl/log
6. ¥t seaudit SZH T H 5 -kbl iy 445458 H v] 7 kblaudit H & TR

N2E. filn:
./seaudit -kbl -sid 65223 -rp

ER: K seaudit -kbl iy & HEAE B, WS (2F574) . &
W CA Access Control ¥iii /5 55 CA Enterprise Log Manager AH£E 1%,
DUEE A AME A i EA O P 25 id IR AR i i . AR CA
Enterprise Log Manager £ WV EAIME B, WS (SLhigrT) -

CA Access Control Z1a] & FH 1 5€ BE A% R =,

FH P R B F8 58 CA Access Control IR 6 H7 A% 4 2 326 25 3% FH F 114)

WA HET . DU FEHH CA Access Control MR 5E FH P 1) B A% 4SS

AW

1. CA Access Control £ 7 USER i, XUSER 27 i JH J i s =& 15 A 4t ot
AUDIT Ji& P H1E

R P e A £ AUDIT JE PERIME,  CA Access Control I It
R SRS IR DR 7 S

2. CA Access Control F 25 /& /4 H P o FC BN E SR . i def i -
S BB E 4, CA Access Control TIJAS 7F GROUP 2K it B S 1
H ISR B E X AUDIT J8 PR

QS FH P e 20 C SO HLC & SR e A B X AUDIT &
PEMIME, CA Access Control NIt FH MAELAE i FH 7 19 F A% A5
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CA Access Control @i{r] A F - fiff g Wi A A =

3. CA Access Control f & P /& AP Rl it . and P R4k i,
CA Access Control NI 7Y GROUP &, XGROUP Z HH 41 )i sk A& 15 A 4T
X AUDIT Jg& Mk e .

WS PO L HAL e sk £ AUDIT JEEIME,  CA Access
Control M F SEAEAE M iZ H P I A . S P A2 4 i B
ZH I S A BN AUDIT JE IR, CA Access Control I R 457 [
HRZAL AL 1% ) o

R WERH P2 AN AR 0 HIX L2 A AN R AR, A
2P RS B, B P R e A AR A i 03 BT R AL I B
A AR S

FRE: WH CA Access Control 4 I ZH ) AUDIT J& A ke A 2 FH 7 1) o 7%
i, T H AR G SR S O T AR e R, A BB S P A
B R AT . 12 A TR A 4 o A ) B e AR R
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CA Access Control T ] A H - #ff s v A% A5 X

PLR & 27k CA Access Control @Al ff e 7 11 i A AR 2

=
¥ »
EFFHEE FRAPHFEER FRFHEEE FEFHTEE
EEnErs EE R T EF—+ S2EERET SEEREETF
TEmEs ExsEs ZEs e

. R

FH P Jan [F0 40 A T4 B (% 5. ZH A FAIL (F %R, 4B H
SUCCESS I Hi i, T Jan 2 AN G, A Jan 45 FAIL Al
SUCCESS 1] SRR A A =

Ez%‘la:

CA Access Control Jifr]{i FH e B SO 2 A e H P &2 (p. 36)
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CA Access Control @i{r] A F - fiff g Wi A A =

F P AL P B BRI B AR

1456173 ] ' CUSER %P5 1), CA Access Control #2kiA AUDIT_MODE %3
Ml 2512 %1 % . AUDIT_MODE J& M ERA{E A Failure. SuccessLogin.
SuccessFailure.

RGNV P (XUSER X145 B, BRIAKFIL T, CA Access Control A~
2514 2RI\ AUDIT_MODE {H 4 iR 45 1% % .

VER: (UNIX) 41X USER %% 8 24 AUDIT_MODE J& PEIIERIME, i 7E
lang.ini SCAFIET [newusr] #5573 1 4w DefaultAudit {E .

SVl I WS NINGY A I

r12.0 SP1 CR1 Z /Y, EIXF LA N U in) 3 BN A oy T8

w  (EAHR USER ZRAd sk Hh & A € LI AUDIT i, WA 5 & XF) AUDIT
A TC B SO A IR o

n WA AEEEE (th _undefined iR o) & XHART .
HER: WERMEHAMH P, CA Access Control WIANZ AT FH ' &4
A o EXY _undefined H F IR JEPELEIX AP AN IEH

M r12.0 SP1 CR1, IX&j )3 [ ERIN H A% 150 Failure. LoginSuccess
F LoginFailure. ZFRIGHINAT A, XL 1) AUDIT J& PHAE 1 E
ﬂ\juaﬁno

XTF GROUP it 3%, B4t AUDIT BMEFME

W BAT AN BB GROUP iE 3k

w2 P SCR R SRS R C S A

n EERFEE T AR

r12.0 SP1 CR1 2, GROUP itz A58 4 H o U AZ kG . Ayt

G b TSR T BES A ML, 35 D 5 AL B Rk
GROUP.

13T WAZFME 169



=
Of

BEEHRA

N RIP I
B O H B BREE, Huidi sk 7 U5 L), D) CA Access Control
S5 NH % H &

miﬁﬁmﬂ‘/\"ffﬂ%ﬁ*ﬁﬁﬁ@)%ﬁ\ CIPNASE R ENIU P P S,
%Eﬂluﬁlﬁﬁ% W, (HAVF R G  RSA &
TR, IS [ PITAT BE AR A T A

{AE CA Access Control Ab-T-5¢ A3 5 Abt X I 2 45 B X A 2%

ER: el g cA Access Control for UNIX FIT Sz 5 ity — A
CA Access Control for Windows J

SR A A

MIB GBS ey A SRS I, AT DA R R, SR A R
3, MAEST s 2 A, AT LA A H % H &
Ro LI seaudit iy 2 o H % H &

S LATH T 12 T s SRS 1) &5

WK AAGJEYE warning, WIS DL ZR B TS R gkl
B R AT E R, 2S5 a3 s U7 R U, CA Access Control # ft
VRZUii, JRESIHEIE AEREASZD fdHERTEANELHE

DU R R U B RO A RO B T A B, R
EJE TRANIIT LB MZSEH MBS T & SR, BT R b T8
o

HER: WURVHEO A R warning, WAL ILUET
JEAE T S B 1
KRFETEGHEN

e

BRI

R B L S AT U ) R (R AR, T SR AP T I LR
U

FER: bR TR R
(p. 172).
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AL

HREFEETESEX
1. {E CA Access Control Sy s B B rp g 45 22 B T2 5 A ) BE U
g S 3 AH N R A8 250 DT
2. PR RZTIEIR
W R BE X I TE AR TH
3. MBS, RJE R
B U PRI A T A T B
HR: T, 2 VR I H % e R U R R, CA Access

Control #RZERFE LR T N HA% H it S E il S L & 9 A% s
PEAR AT =B AT

] sereport SLFHFLT (RG4S 6) A F A T BT A 7.
Bl KSR TR SR

LU selang 7= fil4 SO c:\myfile & T2 25 B

chres FILE c:\myfile warning

Bl T BRSO AR

PLF selang 75144 SCAF e\ myfile [F2 5 B0 B

chres FIlE c:\myfile warning-

myfile ILAEAAL T2 54550, At CA Access Control K%} myfile 55 il $4
AT U7 ) H

Bl RN E TR AR

LLF selang 7551165 2% i myterminal B T35 F L

chres terminal myterminal warning

CA Access Control FVFATAR#ZAH ' N2kt myterminal HEATV5 ], {HE
AT AR T8 55 9 5 408 M\ 8 3 1 1) () FH P e Sk W A% e 5%

B3 WHFE 171



&
of
S
=

BRETEEEN

BT LUK R T A I s B T R, AR I SR B BT
o BT LS SRR I P 5 I R 45 2R, T e 7 ik A T
LB
BRETEEHA
1. 1F CA Access Control % i B PR A1, FhATH0 FHEEAE:

a. b ficE”.

b. RIS

LTINS SN
2. ONEEE PRI S A P B SR .

3. EERAE
BEEPRE R — 2T B, A4S 2T 58T CA Access Control i
B
HH A TES R ERR

SIZJiti CA Access Control B, 488 W A FH 5 BECAE IR I 45 it . an A&
€ P EAA U ) H T i SR A AR, ok P S 1 X, 2 S CA
Access Control ¥ JT 4 s il AT AH ICIE (T R o

FEPAE T E SRR I, ) DR A s Ay b T8 AU 9%
AR ae

POV, WAL N4

sereport -r 6

CA Access Control J A1 E: 4R F o

VER: A K sereport SLHFRFITVEANE B, WHSW (2F751) -
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AT E SRR

SIiti CA Access Control Ff, 488 W A FH 2 5 R U A Ay Il i 4 it G SR
€ H P BA V5 o) SL AT 75 SRR AR AR, DU R S A1 A5 A5, 2 S5 CA
Access Control $5 - 4f 55 il 404 T AH S IE T AL Ul

FER A TS A2, 48] U CA Access Control /s B
WoRb s, ERIALLT selang v 2

setoptions cwarnlist

CA Access Control ¥ i —/ 3%, b 7R Ab 28 5 i 202 .

HER: fiK setoptions ITEANME L, 1S (selang Z%15F7) -

WTPAT RG4S

T 0] e 5 BEAERRE N M AT RS LY R T R R 2380 N H R4

o TERGYEP W], N USRI & E CA Access Control #i

W, — B AR ey A2 52 P U i) JERT 75 ZE R B, DU e P

R, Z )5 CA Access Control 5 U it sl 0 A T AH 5 B 4 AR U o

PEHAT RAE e A S B, HHUT DU A

1. LU selang BRUZE TR UG 44 2 BIPRS00 2% B O 5 A
setoptions class(NAME) flags(W)

2. PATHEY .

3. EPATYEY JFIZAT seretrust SEH T H..

seretrust *ﬂﬁi}?—fﬁiﬁii%ﬁ%ﬁéﬁiﬂﬁﬁ*fﬁ)‘(ﬂ"]ﬁ}?ﬁﬁéi
T 1) selang v %o

4. 1817 selang fir & K HPT(H AEAE Kdh e v e SRR«
5. fEHIEAN selang AL MR I3 e 75 A X LA I FH SR s S5 i

setoptions class(NAME) flags- (W)

6. 717 CA Access Control 5 #% H & S0
H % H & ST YES T 1R 0 Y [

ER: Ak seretrust SEHFRFHITEANME B, 1HSH (2=F750) -
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A% H &

B % H S

REHE R

BRI SRAAEAE AR A % H B S . dii% H B AL EAE seos.ini 3
R g€ . LA seaudit SZHIFE 7 EL CA Access Control Ui i & # 771)
WA AZ HE R RC s A, i BRI ] R o B3 g 2R Aok i ik = A

HER: K seaudit NIEAFEE, WS (2F754) -

B A% H A A S, (EE ] LUE A H ks T 5, i cA
Access Control K73 R B A% A5 K. 5 Rk IH W k% H BEAFRY B RE h ,
LG DL i 0] 6 A

BRAAEOL T, BT seosd F2FF 1 root BT, PRt RAUS G FEF
seosd 1 fi root Fi| /" T BOKR IS % Hikk. T RIFERIIRIN, K4
X 17] root FH 4% 1 I 12/ 5 AR R R A 2 v A% H o

T AE AR T LS CE AZ HA&, e su G ) Bk
root JT1J™*, CA Access Control 7 seos.ini SCEFFP A FE AN H, TR E
S A N S 5 G it = B Ve

. AFEHMTERZHE.

TRk S E ) A% 42 auditforce ZHAG AT A 0. 1575 BLIX L
FURT DL A H o A% H RS0 G seos.ini SCEF,  DUENS: [logmegr]
41 1) audit_group #nic % E N auditforce. 2 i, CA Access
Control #4477 auditforce 41X AN H A% H B M BURUR . 4 )5, 7E
0 T ARG A AT AT A H | 7% H A& #0HF auditforce 4A4E LTy
o

HEAR)ESRITHESE R —nid, LT ARENIZ G & RET A
FOSCEE R o AZ H EIA VAR . VR, § 4% H G oAt Se
—HF£5Z Access Control ZJ 3, Tl CA Access Control I ] LLFH 1 FH
i X e H ks

w o ANFHMTERH A, AR 8 e 1% S A T
B

RGUHRZ GE 7L T AUDITOR JEPERI ™o i SO R ST A% 51 I )
R APAT HA%AESS, 00 5 5oy BE 2 - RS 5 e A s

AU A BT A% AEST . BAE— & BN M4 B R AR
b (A% AR S, R BT DI H AR T A
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A% H &

wEHSEETR

SCHEE SN

wE HE1EH

1. AU H B RN E S
AR AE ] seos.ini A ) RouteFile brid B AT48 %, 70 CA
Access Control 224 H AL B L E XA 44 4
AClinstallDir/log/selogrd.cfg,
H.H ACInstallDir 25 CA Access Control [F] 4235 H 5%, ERIAA
Jopt/CA/AccessControl/.
0] LLZE H 3% ACInstallDir/samples/selogrd.init H 3k 31 H &AL 3 fic &
B SCAE . AT LAY i DU AT AU SeE, AR AR R
H S AL BN E S
FE)
host destination
XIF destination, i ANNERCH ZICSK I BN AT Rl
A, BE. Vi fgs .
ER: A REE SCHEENVEAE S, ES W (SEH 5D I
selogrd SZHIFE 7

2. (EBEALBTZAE B ITA BN LB 3RS 48 )5 6 FEF (selogrd), JF
LEEWAE LA BT A BV EPATIEE 2 )5 B 727 (selogred).
HERE: AXMHRXSESEFNIENGE R, ESH (2£750) .

T g S, HSARIE RIS W] LUREE A A B EALR Bos bR T
HﬂBfﬁFiﬂiﬂ:jZﬁI\ﬁ’,Eﬁ T DL AR A H R H AT IIER, X
R AR 5 B R B TAR s 0 H S P 4 B % .
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ks %

ERCEMNRIE A, BT H &AL B ECE S A selang 2. 7]
n, RIEA BEE N root H IR setuid 1 SR BFR B ThHE H B # a0 H
John,

1. KHLLUT selang iy %
chres SURROGATE USER.root notify(John)

1% chres 245, B259A4 N¥H A root I, #0KE B g
LI EZHEIL R, 1M seosd 5 B REFHEAH F John, %5 &
FEFPIE G —FRR by 2 477 R0 L T T A0 5% o

2. BB Ml MR E TAAS, BRT U] H AR E R E S
PR INEL R =AT
Rule2
notify default

VAT AL A A 330 A DAy 308 R o A0 3 B AR R A7 S

R A RRCE SO AMBLE H GRS SRR 5 R,
S (25750 .

H BB

CA Access Control 1 [ H & 4%1%8 5 6 F2 P selogrd K3k (A v 4% H A&
ok R B T B A H e S v A L SR Qﬁﬁiﬁ
ASCI SCAFE B g A% X DURCIRE T 90 A% IR S AR v S

AT AL A, selogrd {1 FC B AT selogrd.cfg. 1% 3CAF41HY
T (EAMEES) 1 R H EC sk PACEAR S (BB B E
B IAZA NG, WES (=F7EE) .

HS s &

T seosd A sl H 3 A 5)) selogrd 1k selogred, i&#F seos.ini K]
[daemons] #8453 H 1] selogrd B¥ selogred Fric i B A yes. X, HizfT
seload I, seload ¥ M &5 8IIX L f5 & FE T

B, seos.ini ¥ [daemons] &5 FRIRIAH N, N bR UG AT -

selogrd = yes
selogrcd = yes

H &L T BATH RPCALIB B % 0ok, BRI, ¥ HEFZWER & 1B
K G 2325 16 UDP b ) ff B R ZE,  [RDR, XFE Sk AnIE
portmapper M5 &% 5 G HERE B T BN 1. B PR, nl LA
fFHFrid ServicePort 4 4575 J5 & F2 /7 3 FC 10w SCI) i 11
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H s %

L LR KBS SRV 28 AR 5 1] 111 Cportmapper S 1), ) N B 4
2545 1 seos.ini UM, WHERBT KBEAS RVFAEZ R I 45 55
portmapper BEATIHAE, U i R R 55 2% 06 2005 2 g 11 IR B — 2

T I 7 i AR 2525 1] seos.ini SCHEH P ServicePort Frid ¥ & A [A]—
fH, nTUMAORSEIIX — . Ll e — MY GG aRFgie 3
fEEm ) 8RS %. WERTR RS 4, W b Fl IR 55 4 #4006 204
AR IR SS T.  olan, iR $e e ks 4 seoslogr, WIIFE 2L n) 25 7 b A
4543 11) Jetc/services SCAFIS ML Y 25

seoslogr 2022/udp # Audit log-routing

Up R s R 55 A A NIS SR AR ATT 55, WU 25 5B NIS J 55 LSA

B % H S AR N

BT Lo R H S sk NS, selogrd Jii & B2 Sa N i
2 H sk, R PR ORISR (selogred BIUHT % H G ALIL 48D ©
AT 45 DU A VR WAL 8 (R A SR

CA Access Control 4 selogrd $24it T P F N 77 0: CA Access Control 5
HEhn & Fl i adcipher H % HE N . 4 TIATIN%, selogrd 1% [
seos.ini SCIFH [selogrd] 8 r INFRE, AL EXT R DifE

PR iz Al H 22228 liberypts ®TRZ %548 H 1 CipherName A5 id $5 5 11
A HIYIRE . BRIATEOL R, 44N adcipher, BRI T
FEWIFF 54542 . CA Access Control ‘it B DU L ZEZE T CA Access
Control/lib HgH, XPYANFILZZE 35 M libldes. lib3des. libIDEA Fll
libblowfish

CA Access Control 71 3Lz e rp e bRt s 5 81, 1 o A% =48 H
KeyFile bric ¥ & (M 5304 (ERINE: adcipher.bin) .

i UseEncryption PN bR IR 2 Jip 2 28 28 .

L] CA Access Control FrUENN®%S, 11548 %€ UseEncryption=native

w  ZH I adcipher M H 1% H & IN%, 158 E UseEncryption=eTrust,
J1: 4 CipherName Fl1 KeyFile ric 5 A& 24 1 {H

m  HAEH selogrd %, 145 %€ UseEncryption=no.
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ks %

i ] RefuseUnencrypted bric 852 SRR AR MA % . Zbrid S
UseEncryption Fric—i## f, W% UseEncryption & 4 no, MIJiZbxid
HICAR:

n B INE N H A%, 1R € RefuseUnencrypted=yes
BRI RAR N H R, 15 € RefuseUnencrypted=no

HER: selogred J5 G2 seos.ini SCAFH AR R BRI o
TR O, T AT UL T sechkey SEH T H.

BEEPI L W i U RS RO, I selogrd FISUAE 23 4%
AH ) PR G2 s SO R i 25 5 ]

B ERE IR E R H S iE R

selogrd 7 L B8 10 S AL B L7 HBAE H b o 88 0] LB I SRR 7 5K
FHFEF R IR a CIHJTE) , Wl RER] SMTP 1 H 1~ IS4 B 4%
RAR BB AT R 55345 o

LR % H B sk HAREAAL BT A el 55 2%, W IE seos.ini SCIFY
[selogrd] #5431 (] UseSmtpMail F5ic

TRIE AT DAFE E AT A

w ffTH StmpTimeLimit AR1CFE 2 MR 55 25 52 A7 25 I (43 INF I [A]

»  fiFH SmtpMailFrom AR R “RAEN: ISk 7B

m  {iH] SmtpMailServer N Fr1HTE & B4 AR 25 2% A1

R A UNIX ERPESE TR, T2 5 W Al 55 s e 37 B
Bz, I SMTP HRSURIE IR 1E.
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H s %

FC & SNMP PERE

T8 Internet (92827 BRI Y SNMP (o B 28 457 TS IR R S5, W]
LIt selogrd Bt & A 1% F CA Access Control i #%ic s 678 SNMP [ .

TEzjits SNMP FERE, B Gk 2 CA Access Control JZEHH#24IL A SNMP L
NG, ARG IX AL X SO E AL E selogrd.

HE: RS selogrd [ SNMP #7J#&, JfH. CA Access Control
ZAELEERINT B (Jopt/CA/AccessControl/), NI DAZISE 3 B — AN FR AR
i, G4 BEIZAT selogrd. MAEEAREWI NN, M ACInstallDir &%
% CA Access Control 1 H 3%

= 7EAIX Y, Kf LIBPATH 'E 3 ACInstallDir/lib

m  7F Solaris 11, ¥ LD_LIBRARY_PATH i% & & ACInstallDir/lib

= {E LINUX ', 4 LD_LIBRARY_PATH & & ACInstallDir/lib

m £ HP 4, ¥ SHLIB_PATH i% &} ACInstallDir/lib

=% Gl T E H 5% ACInstallDir/lib HH k3D FRA snmp.xx 1
libsnmp.xx, HHxx T RAK-GMF. WTHRENY RAA:

s .0-AXFEH

m sl-HP VR

= .so- iy S

an R A A HAL ] selogrd [ SNMP 3 i€ 44, H. CA Access Control & Z¢3%
TEBRAGE, WA v & DL PR SAS &, 151817 selogrd:

m 7 AIX 1, ¥ LIBPATH ¥ & 4 ACInstallDir/lib

m  {F Solaris 1, ¥ LD_LIBRARY_PATH % & ACInstallDir/lib

= 7F LINUX 97, 4 LD_LIBRARY_PATH &}y ACInstallDir/lib

m  7F HP ', ¥ SHLIB_PATH i% &} ACInstallDir/lib

v, ACInstallDir 2 %3 CA Access Control [t H 3%

¥+ selogrd L E A FHILZEXN S
1. G4 4 ACinstallDir/etc/selogrd.ext %] % .

2. [0 3CHF ACinstallDir/etc/selogrd.ext F N IN—4T (L4545 snmp.so ]
WA, I E L SNMP AL X A E . (Rt =4
RImT A e A 5. D Bl

snmp /opt/CA/AccessControl//1lib/snmp.so
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ks %

3. I, WML selogrd.cfg SO, LATEE M %Ml A SNMP B FIF ) £
PERIY LU fid A SNMP (B INE I 2 B AN O B C & B FUA v A2
FHRIECEAR AN, A LIE RS E ) snmp.

Wil , B A BEALE B 3 A% 4] CA Access Control ¥4 SNMP B
Bff,  JFRFIX AL SNMP BRI )8 501 &% 2] AuditPCo TS LR &6
WS INE| selogrd.cfg AL & 1, v LLSE Btk

snmpRule

snmp AuditPC

include Class(START).
include Class(SHUTDOWN).

[IAE, AT U I FAt AR sl Rl AT SNMP (B, B8 R: SNmp
BE I A A 2 LA A
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K ) B 2

T8 H P BR R TR 2%

WA H P BB ATERES,  WIBER S AN ZH P B ERERIC SR I, H 1n)
seos.audit S ANVCHCH S A% 103 (ESCATHRAI] <eAC > 1, IXELHT
¥l sk T trcfilter.init SCAFfiiE . #F CA Access Control r12.0 SP1 A2 5 =i fi
A, H P ERERIC S AR R AZ DSk B audit.cfg SCERIfE, 1% SR
FIT A HAB H A% 1E 5%

TSI T T B W AZ AL S TME M trcfilter.init I 3 audit.cfg.  WIRAITHE
e as, WIANS IR F P PR P A B H A% e ok o

ER: REACEANIHH trcfilter.init fifik . AKFEREZIHIE S trcfilter.init
iT# 3 audit.cfg.

TR A P BRI IE RS

1. 1E trcfilter.init 1, AT ETB 0 H 7 BRESTTIESS o

1F seos.ini A1) seosd #553 H 1K) trace_filter 15 & i 5& 1% SR A
EO

2. {E audit.cfg "', TEEIALL T AZ, b usertracefilter /&K H
trcfilter.init [ J' ERERTHIESS o

3. (i) XA EER NI P ERESIRIE A ER DR 18 2,

Bl TR P R R A%

TESER I, BUR P BRI 1B 2867 T trcfilter.init SCAR

*ExampleFilter

LU U BRI 48, 5 7L audit.cfg SCAFH S —ATHEA LT

1r:
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dJdh)

B 14E:. FEMBHITEE

SRR A3 DA 2
A e PR JE L (p. 183)
Y12 (p. 185)
JIAAL (p. 188)
RO (p. 189)
TP (p. 191)
AR R0 (p. 193)

2R PR &

SR RBUBEAE R il sk P s . B2 R IR AUR PEAR St R AT
FLLIERIMITh g, AT SRR 42 R B R A D E AT BRI

ADMIN Bt

il ADMIN JETE, FH 7] LL3RAT CA Access Control H1 L F- T H i 2o
LERRE e e U EAG ADMIN Jg PR P n] DL SCRIEE B 8o e b )
F . HFE YR . X A& CA Access Control i KB TE, (HET WA
el

w URER R T — AN B AT ADMIN JE I, eI R
111y H AR JEVE AL sk IER ADMIN J& k.

= A7 ADMIN JEPE{H BT AUDITOR J& MEH P ASBESE ot FH . 4
BRI  HAZ A G o i 1E 4 ADMIN &M B 75
B P L 2R YR A AZREYE, 1O H 240 lC AUDITOR JE k.

»  EA ADMIN B H P TCiEEMEREZOH ' (UNIX B root Bk F 8%,

Windows _I*[] Administrator 1k F*) , {EABAT TR LUK root FH BN
4E ADMIN F /6
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R RUBR e 1

AUDITOR J& 4
FA47 AUDITOR JE MM H P vl LU R GG L. %) T-H47 AUDITOR
JE P, LR AR FE LR 2
w P BUE RS A R
B 4% 52 0] LLBWAT selang 2> showusr. chgrp. chres 1 showfile .
n ] PAs E I IE SR A%
Hi A% 4 W] LAFRAT selang % chusr. chgrp. chres F1 chfile.
OPERATOR J& 1
HA5 OPERATOR J& Y 1 /- 6 Fir i SCA-1%) READ U AR . 8 1%
ViR, ABATT AT LB H s e rp R AT AT P 2%, Hoo BLE AT & A Bk
EeAE G fdi ] showusr. showgrp. showres. showfile il find #7441 1
A PEId sk . Wit OPERATOR JEME, HI /e nl AT H secons S HH#E
¥
HER: K secons SLHRRIFINHEAIGE R, WESW (2F/55) .
PWMANAGER &%

PWMANAGER J& P 4 H U P 328 H chusr BY, sepass iy 4 5 ol HoAd H
J R PR ASBR

Eﬁ P38 1t PWMANAGER 55 1% ADMIN JH 7 [l 25 65, 5% & setoptions
2 cng_adminpwd LT . ARG R, WESH (=£/58) .

PWMANAGER J& P AN 45 58 o5 5 B 8 s B LAt FH P 1) 3 ) i B o
F AL FIIU [P BL PR -

PWMANAGER [FJ R FRIEFLHE showusr F1 find iy 2 )48

R WARH ¥ nochngpass J& T 15 & 4 yes, ) PWMANAGER JoiZi i
Bz R A
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ik

SERVER &%

IGN_HOL B#

I

VP2 HAb 2 B8 —FF, CA Access Control A fuv/Fa FILAH il “H]
JUAFEA AT DAY R BRI X? 7, H R Al LA R R R e B
A LA R B X2 7, AR, & NAZ SCVF I VF 2 T 7 SR IR 55 i 26 AR

(WIJﬁH%ﬁTE‘E?HE’(%%%E&%EiW PN AR AFRIAR A W BUR .

SERVER J& 'k e VFHERE W) 1) P AR . A5 SERVER J& P B8 1 FH - mf A
7% i SEOSROUTE_VerifyCreate API.

HER: A XRIRS 2B TER CA Access Control APl IFITEANE B, 15215
(SDK 7515 )

Tk IGN_HOL JE %,  FH 7 ] ALEAB I C 55 e SCIRIAT Al Bk 0] B PN 85k o
HOLIDAY JEH [P BREANIE S 8 A AN (R B, fEIXLem a BN,
JUIREEAMY PR A GE B sk . T IGN_HOL J@ 1, 7 AT LABE I 2 5%,
ANSZABR T S A e SIS T) B 11 B o

HER: 1K HOLDAY KITEAIE B, &M (Z2F/51) -

FEVHE BB, A EPR AT R AR I
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YA

RFRAFR

IR

MBAEERA MBS (BN TRARD , AETHEAUE AR AR &
o A A EEANUNRCH CBHAD . S4B RLIRE
PAT A RAH . WHII A SAE TR . RS N

g1
|
| | l
& 20 & 30 £ 40
| |
£ & i)
500 E00 700

411 220, 30 f140 =M. 4130 42 500. 600 Fll 700 =41
LM, 21600 RN 30. 4H1EAXH.

BB B AN] F L SRAE N Tl E A I & . a4
R EWRE I BRI R 2 SR AR .

—ANARTPIAE A SRS R, AEHTIE SR, AT
R A e BC . IXLERFIR T A B SRl sk iR T4
BAUEYE . ARBUE VS

= GROUP-ADMIN

= GROUP-AUDITOR

= GROUP-OPERATOR

= GROUP-PWMANAGER

join i (A IEMBAIH P AT BAR ) BEXEEM. join e
HTRBHPETAS, e H P maEBEE Cika) .

PUAT BRI AL 5% R] BEBAS AT RER A BE LA A ik, X
e FHESIAT X 2l %

Ez%‘la:
P4 AL (p. 188)
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ik

GROUP-ADMIN J& 1t

P B EAURPE AL AT BB e . EAldidsk, 4UE B
LR E LK P

R P A AR A2 P AR b A U BUS TR A . Iz 2
HARA RIS, MPrAE T LR A 5P — A4, A%
ROV SRPERIIRBOR BB T 2 e -

HA GROUP-ADMIN Ji& M1 F 7 XAt AT 20 9 L b g id s A BA R U TRl A

PR«

Vilal BiEA i

BEHY W RIS JE showusr. showgrp.
showres. showfile

g CEEGE PEP AT i . AAZIFRE newusr. newgrp.

VIREER newres. newfile

Bk B ek 1 JE P chusr. chgrp. chres.
chfile

LilcS I B A 2 v i s rmusr. rmgrp. rmres.
rmfile

U BH A IAASE P 548, joiny join-

GROUP-ADMIN J& P th A7 B il -

= GROUP-ADMIN I/ JGiZFH Ik B OO B8 v i), BRIt

GROUP-ADMIN H 7 TGiE B w1 B 2 2o 22 =900
GROUP-ADMIN H F Tk o BeAth AT 10 1) 22 2 el 22 b s

= GROUP-ADMIN H " JoiZ: A A Fh A B 25 FH 7 CUNIX B 1H) root 1k
F 8% Windows | [1] Administrator [l )

w  JURRBR S AT b (14 R A R R R BT ) 4 JR SRR S A K

GROUP-ADMIN H J* Jeik M B2 bis e o mE— ) ADMIN HH 7 e % .

GROUP-ADMIN H ' JCi M B 504 E ¢ J5 — 1 ADMIN FH g sk
(] ADMIN Ji& 'k

&4 AUDITOR J& P[] GROUP-ADMIN FH F= G B 3 i i it o
H 47 B4 AUDITOR J&VE Y] GROUP-ADMIN FH ' m] LA B 37 o A% A
Ko

GROUP-ADMIN H 7 G A AT H P i B4 SR R AUE 7 ADMIN,
AUDITOR. OPERATOR. PWMANAGER #I SERVER.
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PTATAL

GROUP-AUDITOR B

HA4 GROUP-AUDITOR J& £ 1 H /= ] BAA S 4 Y AT AT S 1 Sk
ZHH A% I ] DAk 2830 B A AT AR 0 SR 1 A AR A

GROUP-OPERATOR )&

HA4 GROUP-OPERATOR J& M1 H ;] LAt AL Yo [ H AT Al e % 1H &
P

GROUP-PWMANAGER & M

HA GROUP-PWMANAGER J& £ [ F F a] DA SE 2 = s T4 Y 1
ATART P 0

FrA

Bl PER AN S CELREYT ) F 0 s A RIC ) #5E —ANITa & .
A ) B A e sk N, BT L owner 30k WU Hs e LT
#, WrILUEIE CA Access Control ¥ Xl WA 7 45 2 il sk A
o

WKL WA A f7—45 R, Vil 38 B Il 5%

AT E ONIE SR T

AT E SCHIE K TE E AL R A A2 I 24 GROUP-ADMIN
JEPERIZ

o AT BT E N SR SR AT

U AR AE BRI A 2 Al s R s, MK EE S AN BAT T
o

P SRKH SARATT B AT 1 s = AT AT U B -

i 1) B frd

BRI Wil sk g P . showusr. showgrp-
showres. showfile

Bk Bl sk g P chusr. chgrp. chres.
chfile

IS R E R I RTRE rmusr. rmgrp. rmres.
rmfile
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FARR B

BT

FBURB

Vil L e

LR R P A 85/ 54150 . joins join-

I R IEAARLE R ™ BRI s BAT B A BB, A 2 s BA
ALK T I AT A B IR 410 3% 72 BC BT 3 nobodly o

BT BUBCBR R B A
s HEEF G —A ADMIN H 7 IR I 38 JoiEM Rz it % .

»  AHA ADMIN BTG & LRI F . R HEE
AUDITOR J&PE [ P A AT DL T i A A

w B (UNIX E[F root Tk 58 Windows | [#) Administrator K )7 )
[P 5 A e W B s 2 P IR roots

w A E AT A I P CE A AR JE 14 ADMIN,
AUDITOR. OPERATOR Fll PWMANAGER,

w THETCERLE B ORI U], DAL
- PrEE LSS T B O RO %00 .
- BT B TGRS BB TARAT (1 2 A 20 B 2 AR aE

It CA Access Control, SCHFFTA &l LU I 7L FILE S8 58 Sl sk Ok
P U T E ST Z A E sk A e R, B AT &)

UK BAT T 407 newfile. chfile. showfile 1 authorize #iy4 F T-f#
PZS e K

76 UNIX b, 4 B SCPERS, UNIX 20B% T 7 18 e S R e
. 1HIL CA Access Control, UNIX SCAEFTH AT LLE X FILE id3%, FRAE
ZIRe s AR . W RIS TR AT o X FILE dsk, TR
#t seos.ini LA [seos] #53 HH use_unix_file_owner Arid K E N no. (X
AN RE)

MRV T AHRBUEYE. T RAR S BT R BEAR A2V AR
B XEEHGE ML, HETA AN WG AT B A SO
Ko
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AR

AN

EREAS, T MUL. MU2. MU3 BT MU4 #8542 Group 1 IR .
Group 1 &4 A EE’J:/\JEHF' OU5. 0OU6 flOoU7. ki Mus HG
GROUP-ADMIN &1k, +

@ au7]
_ |:||_|5':

£ 1

W ZE I 7 MU4 ST 2 TG . e isdl 1 SE A H
F1, HJous. ouse il ou7.
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KHANTFH

REH, JUAH S MUL. MU2. MU3 Fil MU4 #B52& Group 1 (%5 .
Group 1 B4 B I ="NHJ* oUs. OU6 Al OU7. it MU4 7F HAd
s i%E T GROUP-ADMIN J&

5

I |
@ & 20 £ 30 =40 ‘.

S iEE o N

woua3)-
— \m

{0u3d);

3

l:l
=
.
l'.l.'l

e

20 1 20, 30 fl40 =AMLY, Hrh AN N BAEA WA E T 1%
20 53 B P A A BT I

DUAMRG [ 2 B A 7 MUs BT a2 1 4lie . BB HE Group 1 A1
i P UL ET Group 1 AL FTHAE I H P MU4 14136 FE 1 H
J14& OUS5. OU6. OU7. OU23. OU24. OU33. 0OU34. 0U43 fll oU44.

WMREHANETHAEH . dlei#rg 20, 30 55 40, X L4 Frif
HHd B TH ) Mus $UT I 2 4i5aE .

TEH

ARG CHA ADMIN JEPERITH D o] DU R P 4% 745 e 8 BEAL
B XECH LA R TR R . LR N AR E M CA
Access Control REXS G IR . B, v PAFZA 1~ 5 o A # L P
RN G o AT DOl I (] 5~ B P 432 7 32 Fh R o 6 G R A AR
SR g )

S GBI 78 B 5 n] L] selang $hAT 5K S8 BEYSAT DG ) B
fE55
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TEH

IR R B EAURE T H A P

& # 1 (A ADMIN JEPEIH ) JLF- 7] AT CA Access Control H
I A A, DRI o] BE 75 S0k R e B BT S HRIRGS TE B L . 250
AT, BB IX S H] P % T X4 CA Access Control ik [ 1 IR 1Y
B, e 3 A my DA i P 77 A T IR i BT SS, W R T
TN
1. PRI EIRIR TS I — a2 AR,
%41, CA Access Control 1 JT] USER Fil GROUP K61 &k [ 2 %8 Ui .
R IR EIRIR VT ) R, IR A IR TR EAE H] ADMIN 257 USER ic %
F1 GROUP it'3k .

2. B AEE A FE LB E] ADMIN 1133 H %

i, Tk A TEHAEERESI LR, WA TR
ADMIN (K] USER Ll 1) SR 12407 AL IR -

ADMIN &

T (25 ADMIN Hid 5% [#) Access Control 41)3% (ACL) #1)H T FH P Jie
P FIRR 5 HAA ADMIN J& 7 1 7 FIRRR AR, Aid, ADMIN 28
FRAC S ACL H T IRAS R AN R T AR (K 2 2% . #4n, ADMIN
FEH [ SURROGATE it i fiffi s M6 F 7 ] LU B SURROGATE ZE [ 3% o

HRE: 555 CA Access Control K TEANME B, WS (=F/55) -

ADMIN ZEHPRE SE LR 1 ACL H I HT T AT AT BAR fir 2

Vilal ViHA s

B WREIL K I JE showusr. showgrp-
showres. showfile.
find

(lge:s TEE A BT B A il 5k newusr. newgrp-
newres. newfile

Bk R JE chusr. chgrp.
chres. chfile

UillSS TR B 4 2 IR TR 2R 5k rmusry rmgrp-

rmres. rmfile

U ) 2H A i P A R 2 A i . join. join-
Z V7 RIRRAAE GROUP 135 (¥ ACL
e
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SRR R

Vil L e

Y P B A s J HL% chusr
MR . %5 AR T AR 5 R
5 PWMANAGER J& P [ H P 115 TRl AL
FRAHI . %07 M AL PRAAE USER 5% (1)
ACL HHZK .

P14 ADMIN ZEBLFR (1 F 7 A DL B«

= {E ADMIN 2811 USER iC 5% 1 ACL H g XU F 7 TGy B s 2 v 1)
e J5—/> ADMIN /7.

= ADMIN M 7 e AT T i i FH P v B 4 SR LR J& 74 ADMIN
AUDITOR. OPERATOR Fll PWMANAGER

= ADMIN M Joiksm bl e Hr e . A5 2 A5 AUDITOR J&PEN
ADMIN ZEA ] DL BB i AZ A A

= ADMIN ZEH 7 b MIBRE S H F* CUNIX _E 1 root Ik /7 B, Windows I
] Administrator Tk /), {HABAT A LUES root ¥ B 4 NOADMIN .

= ADMIN M JGiERLLE B OO BRI UG ), PRt
- ADMIN J&JT 7 Jei N BRI e i 1 A © 2 g0 2 90«
- ADMIN J&H 7 Jei o BEABA AT 1) 2 420 Bl 2 4 b 28 o

XL BL G AER— 873

IR

SEAEIAIEE R P oy 4 PR A7 TR R J 0 7 T LS e e o 1R £ B A 3
=
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S RE iR

AR 2 R 1

TR0 DUIE I 28 i) e B TAE Y, DU Hre fE T AE sl b B e
PR TAE S, s A, SR ) 2 #0375 S B
A B e O R AR s FE R I . e BT R
A, HSAIAEEFE T AEuh s e vh A I P s b BB IS M R
s
w R A 2 S B A b 2 (1 75 3K, 0T A b 2 52 - U ezt
FETAES I H ANV AR s 50, 8 e AE e TAE S AT CA
Access Control £ # .
8 BhERIAVT 17) 7Bt (_default) B UACC 2RI 5 AN VFIRIRLPR, f45a] LUIYE
TR TAFuGH N selang iv2 shell. ANk, BIGERATE selang 6y
a3 DA 7 Ko SR R . R S AR, DA
FImRETAESE, BIEBHEZ TAEMIAT CA Access Control B,
PLUR 783 B T WRITE T READ BB 2 T8] R X 1) «
1. BB BRIV M ALPR A READ B &, B B O3 v DL AMIZ 2 b
Gk, AHENTCIEACEE R R s, SR B a4
newres TERMINAL ttyl3 defacc(read)

2. EEZTH P ADMINT BUFR, DIE AT o b BEE i e (RIFZ T
WRITE AL FR A1 READ ALPE) , iE R H LU Fin4:

authorize TERMINAL ttyl3 uid(ADMIN1) access(r,w)

UNIX 338

SFTEHE UNIX PR R R4, CA Access Control 4G 4 Ja sl %A &
PRI 7 X UNIX PR RR RN B il 55 At AT T4 CA Access Control FRA B AT FR
HAH A

WRIEAE SZHEAT seosd J& & BEFEIE ] selang (I WIAE Ze3em) ) , DUl 2AZi
LSV
m  WAIAE selang AT HHALEE -1 £ T,

m selang W /P20 root F /7 e GRS 1) root AR A4 i ML)
UNIX PRl D
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SRR R

Windows 5

ZEAHL Windows R A3

24 CA Access Control IEFEIZf T, #4844 1] selang 58 2 ASHL Windows
IR B, CA Access Control AGHE U EAH M 1Y) Windows JE 1 B 2
B R TFEAT AT HAB) Windows B PR S 0% . X EIRE, 4
CA Access Control H1 HA 4> Jaj skl B2 B 1 1 H P AEA ML Windows FR5S
AT selang v &I, 5 IAE CA Access Control HHAT 1 EAE HLATAH A
] Windows A3 B A1 B2 il .

21 CA Access Control REIZATHS, WHHRIEEH selang B XA Windows
PRI R P R Y, S 20 SF Qs AR -
w DT selang iy 2 HALEE -1 11
w20 A ADMIN J& PRl 8 BALIR
s HAE 5 Windows A PR >k B B 8 YR
HIAZ B 1 A S BT selang JERE (TMiTANJ& CA Access Control 1€
) 7F Windows 4 7 B B8 U

B, AP Emma A8 chfile selang iy 2 7EANL Windows P45 B LK
A C:\tmp.txt IFTHE & . WIH CA Access Control IEEizfT, Emma |
T LRI CA Access Control BURRK S OCCAHHHAT#, (HR AT ERIk
) Windows AR . U5 CA Access Control KAFI&4T, Emma N [a] i) 75 2
CA Access Control Fll Windows # [l & 5 o SCAEH A
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% 15 =

e

AR 735 BAR F2

A5 A Jey U7 I A 2 (p. 197)
A GEEZEAT (p. 201)
{22247 (p. 202)

fif FH SR AR 22 4T (p. 202)
IR (p. 202)

i H L 5E 2 (p. 203)

GEpk R LA 245 (p. 203)
1L FLSIER AT (p. 203)

et Z LU FERIAL (p. 203)
Bk [ 28 35 Al i ] (p. 204)
P/ D AR B 7 2K (p. 205)
D FR A7 2 (p. 205)
Heik PMDB HE T (p. 205)

P m AR PO T RE (p. 206)
U Z A (p. 206)

fi bt 2 7% (p. 207)

fEHERIARE

AR VT AR AT (GAC) Dhjfig FuvF 4 A LE oAty T e A7 A5 (1 77 XU RAS 22 1R 2
VIR 2 AT I /g et L5 TR BUAN T BE 0O

GAC fii CA Access Control & B i1 1] AZEAFE X L. 5 AL chown.
chmod. FEr4. WONEH:E. utimes. chattr. f#4%. chdir. SIEFITA
(IR, DRH TG 75 K s il A% 336 3] seosd BT AT SRS 6F SO 38 245 1) AL
M. BOANENITE. HEPATHERAE TAH GAC, By eI hE
2 R 2 AR .

WIREA GAC, WIAREYH 7 8RR 05 0] 52 PR3P IR SCAFRE,  CA Access
Control Yiz4T 4 1 2R Ao AT o) 1) SO 75 28 e B VR ANAG
PAE A IA VT i) BLFR o

T 1L GAC, CA Access Control &7 5 7] DLER BT AR M A Ay K26 28 5 4l vy
W] RS2 PR SO 75 B TR AL 1K) 2 AR A o CA Access Control B8 53 1] DA
PGS T TR R A B SO SO 20 T8 o 3 14 R 1)
LA T, ZJ5 CA Access Control A FUVFHEATHE 7] f6 1) 22 R 1Y
KU A B by FH SO AU ) B R . R - A7 R
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A A Ry U ) A A

GAC T/EJR3

S GAC

PSR T R B AT AT SR ORIE RN, JRAAE T BG4
GAC TJfig, WIRXT R TR ARG SCAF I RUNEEAT TS FRSE 5, WS DB
AR AR, IR SR AL R,

ER: GAC FRAHIR YL REREH] 1Bk root F /7 LIAMKBTA )

CA Access Control RJ WS 25 45 e SCAFII VT IR),  FFEAESNAT A Tl #2) 2 Jir s i/F
Vi) Rk o IXEE LN T GAC FILISE R H5 2 1 3T 1

HE2 CA Access Control HiE W% 3% T HI 7S RS SO — 2 B Vs Tl AL
BRI, B A2 1 AL AR P AN BRn 25 F -

w TV RBR AL TC A CRIAEA I 1) H T BL R S AT RS
Fre, BRI 2D

w PRSI RE B AN SO BB AT LA -
TR SCOFRIE SO S 7 T AR

L L L T IX LA, CA Access Control 2374 1 — UID LA 0]
“SHE, PR R A A IR . AR AT
FEET ) KRR 2 T SEA Bk . R A P 23y ) SCPRRE, B
I ERAE R T e ML A i

SR A LUB G G T "2, Oy A& S Iy %, —
HAU 7 IX SRR, A 22 U AR A . e ] ik
R TR, A R SRR AR rh 35 1K SO T U7 Il A
i3

B U5 ) SOOI, RIS Eil. WiRocp S R rh A3
A=A ILES, T AT BRI R R A g
seosd. XTI LLBEIE VG IR 4. PRI, ARGEAEREAER T I =&
s R SCVRITAT A S R R SO U ) T i v U ) U A 7

5 224 i) 5Hfe P R A B 0T TR I, R RIS R, JEMCRITAR T
[[SUR

TUE GAC, UL H Vs ) (SO AL PR AR, B 5 IX e S
FERS GAC ST, AR5 BT A s A 2t R .
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A 4 R vy T Ay A

& GAC FLI

J23h GAC

GAC 4R

TR B P SO I 2K FILE SRS FERL G . U
F B SCHRERSUCRC I BT AT SO FILE U5 il R3S A3, chdir. #
Bl Bl BMBR. $AT. By B HEArA. secy HUBT. utime.
N

NES 2 o SO SCAERI IR I LR AT I SO A . W SO
BrsI2, ULS SO e s 4 b SR e Se A R 7 K, Fr
#| ACInstallDir/etc/GAC.init LA (M ACInstallDir /& CA Access Control
225 Hae, BRINTE UL N A Jopt/CA/AccessControl/)

NAZAE AT A e RN RS . B, R
Jtmp/mydir/* FISCHERERS, TS B LAY, R DL N TS ing
AClInstallDir/etc/GAC.init 3L

/tmp/mydir/*

R T GAC.init SRR B ISCIE 4. ISR .

P CA Access Control [F24 1 IR AL il GAC SEZERRAS, 1HHE & HA W]
DLZEAE I SO HERL (¥ SC2F ACInstallDir/etc/GAC.  FLBEAH F SRS .

1, ACinstallDir/etc/ F1 1) XA GAC.init ALELF UL —47:

/IBBS/REL63/*

GAC Lt AR AR R A2, JEHIE AR R VT i) E A AN SCPFR ST,

HEHALL TR

n BROAEOLT, GAC HUUANE AT root HI P (JEH 4 ADMIND o B
ZHIE T root FH /7, W E seos.ini S [SEOS_syscall] #4)H
FILA R A :
GAC root=1
EPRICERE 0. BOAJFEBRIME, TERZPRIC B E N 0 sUBR
AL -

AR R P HEAT S A OR T 1) SRR (g 2 1 BB ) R 2
FPIE M) o G A S T EAE GAC.init SCIH R e B2 SC R,
TP AN P FH T A ek i) ) A B At B
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A A Ry U ) A A

GAC SEMEMEE

GAC.init LA P A AR H A audit(ALL) B audit(success) J& 14 1 304
K. WRAE GAC.init SCAFH ¥R E T HLSESCARRIN,  DIPAS 2 S0
BTNV R AT R HE A%

e A ECIE ) CYRTID uID CRE,  SHUAT I R R G IR 1)
UID) o IX%5 J5i4h UID CH - ) 18 5% 1) UID) F1HE 24| UID 1 CA
Access Control FREZT K T il CUID {F ] CA Access Control S jifl
PREZ AT HEHEE AT 22— . )

EIATTRE — DN AT RE AR B A s 7. P Tony
ARAEAZAT 6] SCAE: Accounts/tmp.  Altt, Tony A% GEIE /bin/su)
Wy #2407 1) Accounts/tmp [T /7 Sandra.  #15E Sandra &4 VilA] T
Accounts/tmp SCF,  URZ SRS DAt ity uID s IR “ T w R R
th, 2 )&, ikfdiH Sandra [ UID fVF Tony ¥5 Mi% 304, X2
H LA FFARAT UID 17 il 5%

fHSE, 1% sandra LLETAE U i)t i 300F,  WEEHAE F seosd 5& A
EUTRALR, ARG HE4E Tony Ui 1Z3CF. B ZIg, ADMIN
FH 7 5 S5 AR B 7 ) SURROGATE X% . 7EA |, ADMIN
AT LA e 5 A i CA R R

newres SURROGATE USER.Sandra default(N) owner(nobody)

A2 IR Tony TovEAE ] su v K345 Sandra V5 ) BUBR

R IR 7 root HI s MIZEAF RGTBATAEATE W RS2 WERAS
HEAEE, A1 root FI 42 TATA U ) ALK -

fEn] DU DU AP BRINA GAC DLAE B A IEAE TAE:

1.
2.

Ja HEREF (secons —-t+).

Vi ln 5 GAC.init " IR SCAFHERY 2 —AHXS B S ERER ] Y
A S — kUil

SRRV %S BRI B A% s 38 — IR ST ) o
WA T IRV, W) GAC RIEH TAE. KA GAC.init A& FH
RS EATIRS .
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AU DR IR LR AT

it IR AF

WL

CA Access Control $24f[1) ) — A 4e Pk Re ) T H & RIRSAT (CCF2%
%) .

SEAPRE AR FILE 2R () YR B RGE SR I _E— IR 12 CRRvreidbags) o
HE R G5 b 4. P ZRBERm N, (P, B A mgsf) —i
PRAE . 1 RAH R AR, S AAELE A 3R 1 B o — N 2k
[FIZ g sk . IX AT LTy a], X124 CA Access Control TGy #L T vEAL 1
3K CA Access Control 1] LIS HTIR A1 2. RN, 50 o), 2247 |
HahlE .

GAf e NMBATI R R . B R 53 n] LIS FH PR 7 2R AL & e

m 7 seos.ini 3P EVISEL

n A7V 3] ON B OFF, FF{EIZATI E iz 5.

A BT LAAE seos.ini SCPFHRE SCRIFR/IN 1 BRI IR [8] 18] 55 LA
LA AR oAb A RS H

PUAT A BB 1A 7 T LR A7 R D) 21 ON B OFF, SR A7 2 H0f
R RAF R B NFRER Y -

FEE: 15 secons L HFRIT L seos.ini WIHAAL SR [seosd] 343 [ RE 4T
FH, WS (#751) .

il PR X St ] DA — D g P g -

w WER=EKR G I SKERAT R IIC SR AL 15y — KRBT, W
JETT e R RN o

ER: kRIS U AL
DR AN FAT B B, R Rk 2 i AT

o R E N A R ERDRIC. B, WP RE 2R 1
I 1] A
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57 9 248 2R A7

fit M2 277

W% B 1P A7 D BEAF Al A BN TCP SR, Ak, A pidAis 5
Hales (Ha2, RS HARFENIE syscall Thfg. ZIREnT LR
51 JA B 2 Bk IR TCP JEFEI T HLIE R .

O IP SZAFINRE, 1 I seos.ini LA [seosd] #52> HI R AR, AR
J& T8 J5 51 CA Access Control:

network_cache_timeout
E SO BRGEAF R IR o A0 SIS EO B 52 1 SRBCE IS TR] FR ), 1%
FridIE R L,

UseNetworkCache

R ZARC BB yes LAHET 1P 9247

JAGAFIN, PTATHES 1) TCP JERAAG IRAFAE AR P o ISR N 4%
P Mk )& EURA S 4. R MR B HER.
PR 55 1P kit 1P i UNMUAS S 1 VLR EE ,  WSZ R e vR A
MZERE . RSk T LR I TA] o

fie P L SE iR iR e 7

A RN N KRR, K24 CA Access Control i H X R4 {5
Ko CA Access Control [¥] N A% AEBRAH N A, R4 r G 5 e 46 Bl S
448, BESLERARZRATAE N IR TP R A ST 44

BA HIZIhEE, 15 seos.ini SC4 [SEOS_syscall] #8431 A+ id
cache_enabled &N 1. U HEIRNT (R5[10 S '5 Mikes's) —
AR T

HER: A K seos.ini WIEHALSCAFITEANE B, WS (=F771H)

fEHIRE R

QUEHEFERT, seos.ini SCA4 [SEOS_syscall] #8453 H HF-A: [F] 20 brid
(synchronize_fork) & HL A AT N . BT FAEFAIE, KX
Fric B nT 3 kg

HWR: A K seos.ini WG SCAFITEANE B, WHSW (=F£771H)
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i o

e = ek

CA Access Control {35 —ANiET, T HHL -5 LK seosd 5 & R
BEESENL e . B 1ZIIRE, 1EF seos.ini S [seosd] 57 H 11
rt_priority FR1C B A yes. SEHIEAT R HE RGN RE

ERE: K seos.ini YIIHHICAFRITEANE R, W (Z=F7/) -

S HEH RS

Sed KSR

KT BARRG A, AT LLTR e 2 S0 g TR SO R 4R (/proc) B CA
Access Control +& 77 N iZ A 2 SCAE T 1A) o

TR IZIIRE, VA seos.ini UL [SEOS_syscall] #7311
proc_bypass bricl. ZbRICATAEREIR CA Access Control W4 2511 in] BEFE SC
1 2R G AR EE Bk (105 145 5

ER: A K seos.ini ARG R, HSWH (2FH/7H) -

HWREHLR AR QUAZARERAR) SRR IR g gk ¢
REAZAY R AT AP SO S (1 A B

BTG ZML DhfE, 15 seos.ini U [SEOS_syscall] #5537 )
bypass_realpath #ric 5B A 1. WERE S H T Sekrid, W CA Access
Control AFRENE S M4, BN, '&nl e — Mo ik

HER: X seos.ini AFFRICMTEAGE R, WSH (2£755) .

EEPH ! AT RER NARR ALy, DY B2 4. IR AL
AR BR AR 1) SCPF, U AR AN A

S8 ZFLHRERAN

W3t CA Access Control, #&1] LUK FRIT & LA SZFERE/ . CA Access
Control fER A ZIERET ML TR, EfEe ekt Mg, Rins
W] Az Rt RE R ILAR RN SR D) AT (FR N ) =ik,
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ki [ 2% 3% 5l 3w

PR E XY, 15 1d ] SPECIALPGM 2K:

o BEEIRERE T I SCHERI A A, A0 pbf R pbn ())& 1k
PGMTYPE.

B FRIEFEFIN setuid Fl setgid ZHF, W54 H{E N surrogate 118
% PGMTYPE.

PSR ERET T CA Access Control #ZRURE Y, 1A H A
fullbypass {H [11J& T PGMTYPE,

CA Access Control 2 2% HAG PGMTYPE(fullbypass) J& 13k RE, H
ANZSTE CA Access Control 1% EREZSIAR H & W T fE =
PRI 5%

B SEHERRRI N FR e T TR, WRETE PGMTYPE 5
FERRIE S S

HE: PRI S PBF. PBN. DCM. FULLBYPASS UL %
SURROGATE & — g ]

B3 P 25545 Bl g 1

PO 58 TCP/IP B VA OGP A e 8 i (FE N A ) e b e ™
CA Access Control AU il LA, 145 m] DL ki ix 8 1, ki ix
ey 0] DL R G Py F- s i b 2. Bk e i A Sl %

FE T AZ AR B S

VER: i CA Access Control, AN AT PABkE W& &8 Fi 44, AN aT LA
I SeR G SUE AR P =Es %# B, FTIHCAE)

S AT NE R 5 AR I 7y THRE I«

P AAERE, TETE seos.ini ULE [seosd] F A&
bypass_TCPIP Jit. & ¥ .

P ZHERE, TELE seos.ini SULE [seosd] F A&
bypass_outgoing_TCPIP it & ¥ & .

HER: K seos.ini MILHA S FEFASIC R KW FEANE S, 5
S (ZF151H) -

7~ BhiEAEN Telnet ZH44:

R Ak bypass_TCPIP FCE e BN 23 (Telnet i 1), I 2448 it
Telnet &3¢ Zh% TAEUN I, WAL FERER SO A I K MW Fift . i
AT Il 5 HAD IR AR OCER R F44:, B4 sshy login. FTP DL K AfTH /9 4%
ERR RS g (B, T34
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/D o A% AN R R A7 3

7~ BhiAEE FTP ZH4:

L YLK bypass_outgoing TCPIP Hit & i B ok 21 (FTP 1) , 444
Mz AR AT FTP I, W R ARES SO A Fd s iz 2 i E . e
ook HAR AR 25 AH OCHR 24, 5140 sshy login. Telnet DL KA FH 9 4%
ERW G SFE (B, TR .

P/ D B R R B S 3

CA Access Control fff FH U R G kAR B Wiz s AR R s . 24 CA
Access Control 5 AL RAEN ] RSB UE KA IR ZHG R, 2
YRR SO R BT R TR], 15 AT DA $AE

w DORHE TR B DU AN ) P A
o AR BT ITER B

RSN SO R ARG R SO BRER SO/ AT CA Access
Control #4ki J& S 1F .

W TEEBERCR I SO R G A S LA i H %

PO B 3

52 SCEUE E RN 7 202 e i R Ge g

m BFREE T H SRR S A VL IAIE, T SRER SN
&,
i, PRI Jusr/lib/* ¥ 73 CA Access Control Fi r 52 45 I (15545
Vo BEIRETERE, TGN A SO R

w O RUR YRR R A R BR R G RO A T A %
Fo TPEEVERE, TR S B P IR S A

Bk PMDB BB 35T

RIS i BN RIEGTE P & BT P . O TSR B A
BEAMEIN AR ) BEANTT P Rk () e KA 24, 148 B sk “pmd.ini S0
1 [pmd] 843 H FITiA ) updates_in_chunk A5ic o

WIS R BEARIC (L, SRS AR A P B D IR R K3k i % A
BRI Z 5, SRS ARG A2 AT K e R ARG R B
i USSR AN S (0 IS A 2EFT 1 K

%15 3. $EETERE 205



B, R SR AR RS T (A sepmd -n ZETHD L IEHTKX
PRACHIME, DN AT 7 C 2ol B S AR A ) i &0 SRR
T BRI IR ) K iy AL BIHABTT 7, MR DAL RIS TRDRE iy A8
FFT S, AITAERL TS INAT 7 BrAe S i Tl o

ER: AN IEARIRE A N 100 BL L.

Rr AR

RS

FHE

TR RGP Watchdog J5 6 FE 7 (seoswd) ¥ 4 & 14 1M
ASEAFE R . T LUK Watchdog $87E N 7E R 48 R b
N BEAT I

TR X IE, TE T seos.ini SCAFAET [seoswd] i 53 H )
IgnoreScaninterval Frict, A [a] 5% I )RS 2 18] 132 L AbbR i .

ER: ARREFCHEARGE R, WS (25771) T seos.ini Y14
LAt

i F CA Access Control 2RI AR AL ge k3t — D3 mPERE .

CA Access Control f7-fiff3 J< CLASS {EHH b R AiE sl . 24 CA
Access Control JA BN, ‘&SR HIA£ALH 25 SEOS_syscall, At
CA Access Control TLi & £20X s, RAAZER /7 SRR3R ZS
i} CA Access Control A &A%, WHRA T BIRAS, WIASESR
PORAS/ iR T

ST LA LR KAl
PROCESS.,

(o

A_{

B2%%et: FILE, HOST. TCP. CONNECT i

YRS SEOS 451 CA Access Control F2AL R GEIAT . SEOS K EA A&
M EYE, XS SRR e e AL TR IR . ] AR R AT
2 (i HH setoptions 4 ) AL S AN IS TH] .
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AT 44 B

fEHT AR

seos.ini 3AF [seosd] #H LAk id CB3$E GroupidResolution.
HostResolution. ServiceResolution Fil UseridResolution) 57| CA Access

Control AT A ARAENTHITT o BEEIX LRI AT 2 P v 1 Be

B LB — N e BB (M RSB « 2 sPERe,
TR G AR Pk . D) REMI AR IC £ 4 lookaside_path Fil

use_lookaside,

FER: A RXLEFHCTENE R, W2 M (Z%/5/) T seos.ini W46
AT

CA Access Control W Zi#04T UID F| username. GID %] groupname. ipaddr
B EHLA UL S B AR S5 iy, Y4 nT BB 5% CA Access Control [f]
PERE. CA Access Control WAl $hATIX LELH I KT seos.ini SCAFH 4L
FRiCHI{E, JCHE under_NIS_server. use_lookaside-
GroupidResolution. HostResolution. ServiceResolution. UseridResolution
F resolve_timeout Fric FIH -

MAHEAE RGHLHIATIRMTIS, 0 RGeS A B 290
ipaddr ¥ #:4 BHLA R, AMEHLE] (B0 DNS) A2 AT %44, 1XA]
RS ARAREFFRK. USSR AEXPIERE T, ZRA
seosd 7EZE A EALA ) CA Access Control £ 1 BT A SLAHEFE 04
%5 3] seosd SE L IFIALEE

n  INHVKS under NIS_server WHRIRIFIME 1% & 4 no, seosd 23 LT UNIX
Tk BL R SR I R e e UID. GID. 1P bkl 2 3 1145

TAHEsGRE i
MY Seosd i H] I A SCAFIEA T HE 4 5

m /etc/passwd, HIT UID BIH 7 4 )8 di

m /etc/group, HT GID Z4 4 K5

m /etc/hosts, T IP Huhik 51 =M1 44 ) 55 4k

m /etc/services, HT-MRk5%dim H BS54 (1

NIS % Bify 5 BIR A R G S ILA ST e A5
K H fetc SCHERINIS R4S 7% . (HAE, ARG
W, Jete SCHEASEYR, T HARAT B30 1407 75 &
SRCE RS AT M. B, 7E Solaris 2.x &
i, I Jetc/nsswitch.conf ffi iE 5 B

o515 7. HeETERE 207



fitp AT 44 R

TAHentRR

%

DNS % ) Vi

HP S ARSI e Jete SCHFHAT
TH LA H DNS RS54 Kfe i F M4, ERLE RS
IR ST Jete/hosts SCAF .

NIS F1 DNS 2% ] Uit

H1 DNS $147 ipaddr £ EHLA A9Fe . X T H
Jr ARG e, et AT U7 (S NIs 5
i (14 2 7 AR o

m  WIHUKR under_NIS_server Fic M ¥ B N yes, seosd AT H
et U12R seosd e A GAFHE, W HLEHRIE W1 B

TAEuERA

¥/

NIS k%5 %5

J 55 o vH SO LIE 5 BE 78 2 R 55 A% 78 2% ) i
T AEMTRIY I ) NIS IR 55 8% 5 S RE P I
o ALE NIS MR LR ) S A7
Jvar/yp . AHJE, AR¥EuE G E LA RRIE R S
MBS RAS, AL E T RES A AR

DNS 55 %%

T4 45 BB Tk s . DNS JIoidk:
ERHIR e PR A s DA, CA Access
Control kA4, 1 HoAn i FH o 45 2t
o BN B ARG BRI, DU SE R
sebuildla i F EHLAIR . ACTEAGF R, 1
Z R AR TEH ] sebuildlas

Py Hefh AR ok

55 DNS Rk Z5 25 AH[A] .

1E CA Access Control A 2 FISE A, seosd i& A] LAAE F A ic
GroupidResolution. HostResolution. ServiceResolution.
UseridResolution Fll resolve_timeout % il fE . £ FeiX kR i)
HAER, WS (ZFEH)
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=16 =,

UNIX Exit

UNIX Exit

it 1 R e e

UNIX Exit (p. 209)

FH BRI S BB Exit (p. 209)

CA Access Control P AZINZFEIT Exit (p. 213)

UNIX exit 52— ANMREFRT, Bl shell AR —ANnHATR . 7EH
fixE LI CA Access Control Ji5 8l &AL I OL T4 AZEAT. 4 InZ e
3% CA Access Control WAZARERE, BY A& HiFE selang #iy 2 1), CA Access
Control SCRHE AT UNIX exito 21, #50T LU N B:AN8 H P iz 17 #)
IEAL IR

UNIX exit A LAZE LU~ —AEREAME DL T isfT

n 1N pre-update exit, 1E5EH A /B AC K FIREAS selang 12 2 AT
»  1f4 post-update exit, {E5EH B ANC KRR selang 12 2 A
m  {E} pre-load exit, fF SEOS_load JiN#¥ CA Access Control Wi%.Z A/

»  {F} post-load exit, fF SEOS_load Jin#¥ CA Access Control Wi% 2 /7

m  {F} pre-unload exit, 7E SEOS_load %% CA Access Control W1%.Z fi
m  {F} post-unload exit, 7F SEOS_load 1% CA Access Control Wi%.2 /7

PP BRE S K FEHT Exit

B 7E UNIX BREE PP AT S8 H P 8R40 5% 1) selang #i 21,  #B 231 H
UNIX exit, JCifli v 247 S 1 (selang) 14 42 GUICHH] L CA Access Control
i s D TR

KiE @Attt B0Emibr - sdlic . %i@ﬁﬁ)ﬂiéﬂﬂ—;@
HUZATAEAT UNIX exito LU N AT HEFEUE 1T UNIX exit [T 2 :

® newusr
= newgrp
m  chusr
m  chgrp

m  editusr
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P a2l 10 S5 B B Exit

m  editgrp
® rmusr
® rmgrp

MUNIX A BERE, BEAS exit BEREARVE N root ﬁ%)jlﬁﬁ 21T; HM CA
Access Control M1 kA, LB Gy _seagent 1517,

RALH) selang exit BIA K T/EA K

CA Access Control &4t T —/MHIA,  f8n] LKL AR master A, A4
T selang iy 2 IIPETRUIRZS K HARFE . 4F 4 CA Access Control
A —EB D HEAL I exit A S ACInstallDir/exits/lang_exit.sh (H:H
AClInstallDir 7& CA Access Control %35 H 36, ) T [ 1 B & & W] TAF
1]

1. CA Access Control ¥} [ 3k iZ A 1 = AN S50

ZH ] BEFRME

CLASS USER | GROUP

ACTION CREATE | MODIFY | DELETE
STAGE PRE | POST

e KR 7~ CA Access Control IEAEACFEH] ik /24, & IEAA)]
L\ MBRIE FE B SO Frakd]; LA AR K ELHAT (PRE) selang iy 214 /&
MW 284 AT (POST).

A W] R 2 A AR 45 e T IR

2 ] BE FRMEL
EXEC_RV Eétl&ﬁﬁ T exit iy 2 A& AL DI A2 KM UNIX
nn 54 E’JL[EHE

X PRE 4, Z(HIGZNZE . X T POST iy
2, ’J‘—flf/lﬁﬁﬁlﬂﬁﬁ%mx%zﬁexn Skt
exit iy 2>

AR AL T I S 7m B, W2

AClInstallDir/samples/exis_src.

2. CA Access Control i FH| CLASS FIl STAGE Z#/EAH N H 5% 1 A s R 7

ACInstallDir/exits/USER PRE/
ACInstallDir/exits/USER_POST/
ACInstallDir/exits/GROUP_PRE/
ACInstallDir/exits/GROUP_POST/
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FH P 52 5% BEHT Exit

3. FEAHM H3H, CA Access Control Bk £ 304 LUK 'S Bk S I3k
LR BB E AR DI BAT LU R RS S BT A R

Snnaction string

Hrponn 2 — AP E T ERIECT,  E SORE P AR AT I Hh i A7
', action ;& CREATE. MODIFY 5} DELETE fiy 42—, 1M string /&4

RFFFH
4. CA Access Control J5 LT 44 o 58 —ANFIER = AN A AU I rie
AT MR R

7~: UNIX Exit 24

MR P, H H 3% ACInstallDir/exits/USER_PRE/ .45 A 31

m  S10CREATE_precustom.sh

m  SI10DELETE_precustom.sh

m  S99DELETE_prermusrdir.sh

MR A S EEMER P I, ASIs AT AR, B BB A

B . RHHL I TR S Ja P AN ECT B AT R AR, R
JRIBATH =AM

] DL 4 seland exit 1S3k

%' exit I, AT LUR] FH AT 42 20 =240 (CLASS. ACTION A
STAGE) UL A3 FrifE CA Access Control 4l (44 MR ) o« ik
AT LAFR E L 13t exit BUAE FH R84 P sl Bl . 0 HH P s AL A7 i
IR g, AR LS AR 55 T IFE A newusr. chusry newgrp
¥ chgrp v H F P B2 UNIX APPL JE PEAE . 51 :

chusr JONESY unix APPL('HIRED=MAY93,CLEARANCE=2")

exit 57 WA I R AL BILERL 5| 5 22 TA] R A 25 o
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FH P B4 S5 BEBT Exit

18 B B2 1T H) selang Exit 257

R I A At SR

selang Exit 7~

P41 CA Access Control IZ1THFLE exit F£JF, TE1E K seos.ini SCI-)
[lang] 43> CA Access Control [i] pre-user. post-user. pre-group Al
post-group exit #¢fit lang_exit.sh J{IAC. #IE 0] LLFEE TG exit BRI H &
] exito

PR H O exit, WHILTF K E seos.ini [ [lang] #7H 1) R FI4E—ik
AR

HER: HA exit WA A WoRh exit b MER, A4 WA exit.
~l: ¥85E selang Exit

ETRHIF, #E seos.ini SCFARIC, PMEAELERAEZ Wiz 4T P
groupcheck, fEAHEME 2 G2 TR flag_exceptions, {EH " #EZ G
IB1TFEIT lang_exit.sh, TMEH FHRAEZATANIZIT exit #2771 F i
seos.ini A FRic:

[lang]

pre _group exit = /opt/CA/AccessControl//exits/groupcheck

post group exit = /opt/CA/AccessControl//exits/flag_exceptions
post user exit = /opt/CA/AccessControl//exits/lang exit.sh

Exit $UATHE 15 FPJBINE,  [4IF seos.ini SCAH [ exit_timeout ZZ R 45 &
HABAE . AEZFF IR [PME RN R

m 1R pre-update exit 8 I B [H] IR [FIACAS K T-8055E T 16, 4 CA
Access Control J5 2% 11 exit HEFE . BREHRE BIFFIFFHAT CA Access
Control update iy ATAA] HAth [ )R RIS A S TG AT 1% i
A,

m I post-update exit HRTEGR Al —/NEZRAE, B4 CA Access
Control #2411 exit SRR B RH B RE L AT CA Access
Control update iy %, & SR 3K

MR R AN A H R RIS, ST ARG B AR O S AR

ACInstallDir/samples/exits-src
ACInstallDir/samples/sample exits
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CA Access Control PNAZ INZFE 7 Exit

CA Access Control N INZEFEF Exit

A2 n# sk #1135 CA Access Control 4% (SEOS_load) B #i2>1 H UNIX
exito IXFE, AT LLE LWL INZ B EI 2 CA Access Control PN A% I 4
PRERAE RGN SE = 7R, B, 1247 SEOS_load -u, ] LIEH %
EIZ UNIX exit >k H 2458 18 IAEAS J5 203875 3 B)7 11 CA Access Control 13§,
PIHERE o

WL E R 4%, CA Access Control B s — 8 BII s B FH R P9 A% 2
exit F1/5% A A% B4 exit.

R AHRIB1E CA Access Control INAZ ENEFITVEAN(S ., 5250
(Z=%7517) P secons SEHFEF .

PRZINE Exit B AR

AT REMB IR HIERAE RGNS — 7 RS, CA Access Control fUVFLE N CA
Access Control WAZ# JEI H 21 F UNIX exit.

—

iZ4T SEOS_load I}, CA Access Control #5447 LA N A
1. EHUNHE TR
ACInstallDir/exits/LOAD
2. EPFHAT LU UK SO K T A R
SEOS load string.always
T string ] LA AT AR F6 38 1 545 £
3. gl ) Mg ZE YA TAE H 3% ACInstallDir/exits/LOAD H13k 51| (1 4E4
A
SEOS load string.always -pre
FEAS SO -pre ZHdAT, UMEB N exit KAMZZSH, JHAEMN
BN AL ZHTHRAT D6 B 1A
HR: W exit iR [Hl—ANEZAE, CA Access Control #2811 exit 3
P, BB R, Ik A RInE.
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CA Access Control W AZ IN#F > Exit

4.
5.

gk N #% (SEOS_syscall)

Fo 1 1] L2 22 I A T H S ACInstallDir/exits/LOAD FR k31 1) AN
A

SEOS load string.always -post
KA S -post ZHCAIAT, LUE AT LS\ exit SRTi% 240115
TN A A S5 AT P s A

FE: W exit IRAAEE{E, 1 CA Access Control FF2& i exit HEF4
BRI E . CA Access Control PIAZ INZ 5 — B AR FEINER
XK

N o

WAZEIE exit I TAEFR

AT REMB IR HIERAE RGNS — 7 RS, CA Access Control fUVF{EEIZE CA
Access Control %4 REIT E 31 F] UNIX exit.

11T SEOS_load -u [}, CA Access Control ¥4 47T DL #54F

1.

AR LT Hax PR

ACInstallDir/exits/LOAD

CEFHRA LU SR TR -

SEOS unload string.always

Hrp string 7] LLAAERIHGAYE 77 5

Fo 1 3] L2 2 I A TAE H 5% ACInstallDir/exits/LOAD Fh % 3 i) &4
A

SEOS load string.always -pre

RS -pre Z80H4T, DUMEE N exit AR II% 2 80111 F12E
% Z BT HRAT 26 B ()44
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