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CA RS 2211 Service List

Service Description Type

LU07171 TAMR PRESERVE LOGSTR/LOGSTRX INFORMATION FROM RACROUTES PTF

LU07282 ABEND0C4 IN TAMRCSV WHEN LOGSTR/LOGSTRX TEXT HAS QUOTES PTF

The CA RS 2211 service count for this release is 2
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CA RS 2211 Service List for CFH0110

FMID Service Description Type

CFH0110 LU07171 TAMR PRESERVE LOGSTR/LOGSTRX INFORMATION FROM RACROUTES PTF

LU07282 ABEND0C4 IN TAMRCSV WHEN LOGSTR/LOGSTRX TEXT HAS QUOTES PTF

The CA RS 2211 service count for this FMID is 2
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CA RS 2211 - PTF LU07171 Details

Service Details

LU07171 LU07171   M.C.S. ENTRIES  = ++PTF (LU07171) REWORK(2022299)

TAMR PRESERVE LOGSTR/LOGSTRX INFORMATION FROM RACROUTES

ENHANCEMENT DESCRIPTION:

Trusted Access Manager for Z for RACF uses the LOGSTR of the SMF80

logging records. If a RACROUTE is issued in the environment with a

LOGSTR parameter Trusted Access Manager for Z will overlay the

original data passed.

PRODUCT(S) AFFECTED:

TRUSTED ACCESS MANAGER FOR Z                                 Release 1.1

Related Problem:

TAMZ 17621

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved

R00059-TAM011

DESC(TAMR PRESERVE LOGSTR/LOGSTRX INFORMATION FROM RACROUTES).

++VER (Z038)

FMID (CFH0110)

PRE ( LU00584 LU02830 LU03293 LU03321 LU03342 LU03823 LU04112

LU06636 SO08972 SO10581 SO10812 SO12359 SO13783 SO14114

SO15020 SO15058 SO15516 SO15557 SO15558 SO15725 SO16059

SO16218 SO16320 )

SUP ( LT02557 LT07171 )

++HOLD (LU07171) SYSTEM FMID(CFH0110)

REASON (DYNACT )   DATE (22299)

COMMENT (

+----------------------------------------------------------------------+

|     TRUSTED ACCESS MANAGER FOR Z                    Release 1.1      |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After Apply                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To implement changes without requiring an IPL.            |

+----------+-----------------------------------------------------------+

|USERS     | TAMz Admins                                               |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | TAMz SMP/e environment                                    |

|REQUIRED  | Operator Commands                                         |

+----------+-----------------------------------------------------------+

|ACCESS    | TAMz SMP/e environment                                    |

|REQUIRED  | Operator Commands                                         |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1.  Apply and deploy PTF to your TAMz runtime libraries.

2.  /F LLA,REFRESH

3.  If TAMz for RACF is active (TAMRSTC started task is running),

inactivate TAMRSTC using the STOP command for TAMRSTC.

For example: /P TAMRSTC

4.  Re-initialize TAMRSTC by issuing the REINIT for TAMRSTC.

For example: /S TAMRSTC,,,REINIT

5.  If seeking the new context additions in your TAMRSMF and

TAMRPTTZ reports, follow the instructions in the TechDocs TAMZ
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CA RS 2211 - PTF LU07171 Details

Service Details

section titled: "Installing TAMRUSR2 SMF Dump Formatting Exit"

6.  Once the SMF exit is installed, update your TAMRSMF and

TAMRPTTZ report JCL's to use the new USER2 exit in the SMF DUMP

steps, as well as the new displayable fields in the report.

Doing so will allow use of our custom SMF exit to retrieve

and view the new context additions in the SMF reports.

).
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CA RS 2211 - PTF LU07282 Details

Service Details

LU07282 LU07282   M.C.S. ENTRIES  = ++PTF (LU07282) REWORK(2022301)

ABEND0C4 IN TAMRCSV WHEN LOGSTR/LOGSTRX TEXT HAS QUOTES

PROBLEM DESCRIPTION:

There are two issues being fixed in this change.

First, an ABEND0C4 in TAMRCSV at +0E96 can occur when lots of

double quotes exist in a LOGSTR field, a LOGSTRX field, or any

other double-quote delimited field in the CSV file.

The second issue deals with the presence of non-printable characters

in quote-delimited fields in the CSV file.  If input values to

TAMRCSV contain non-printable characters that are destined for being

delimited, the non-printable hex codes can cause incorrect output,

(truncated strings), extra line breaks, or other issues, and

subsequent processing by PGM=TAMRJSON can result in an invalid

JSON value being created due to the hex codes.

SYMPTOMS:

ABEND0C4-11, incorrect output in the CSV file, invalid JSON files.

IMPACT:

The CSV file will not be created in its entirety.  Rows processed

so far will be in the output dataset.  Rows may not be formatted

properly, JSON format validation may fail.

CIRCUMVENTION:

Remove rows with double quotes in LOGSTR/LOGSTRX text from the

input file.  Or, edit the file to remove the double quotes.

Remove non-printable characters from the IRRADU00 or TAMRUSR2

report file.

ADDITIONAL INFO:

With regard to the non-printable hex characters that might exist in

the CSV output file, this fix has made a change to handle these

situations that complies with JSON value requirements.  These

non-printable hex codes will be transformed into their equivalent

UTF-8 escape sequences.  For example, if a X'04' is found to exist

in a string of text, it will be replaced with the 6 character

string of "\u0004" (without the quotes).

PRODUCT(S) AFFECTED:

TRUSTED ACCESS MANAGER FOR Z                                 Release 1.1

Related Problem:

TAMZ 18252

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved

R00060-TAM011

DESC(ABEND0C4 IN TAMRCSV WHEN LOGSTR/LOGSTRX TEXT HAS QUOTES).

++VER (Z038)

FMID (CFH0110)

PRE ( LU03321 LU03342 LU03823 LU04112 LU07171 )

SUP ( LT07282 )

++HOLD (LU07282) SYSTEM FMID(CFH0110)

REASON (DYNACT )   DATE (22301)

COMMENT (

+----------------------------------------------------------------------+

|     TRUSTED ACCESS MANAGER FOR Z                    Release 1.1      |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After Apply                                               |

+----------+-----------------------------------------------------------+
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Service Details

|PURPOSE   | To implement changes without requiring an IPL.            |

+----------+-----------------------------------------------------------+

|USERS     | TAMz Admins                                               |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | TAMz SMP/e environment                                    |

|REQUIRED  | Operator Commands                                         |

+----------+-----------------------------------------------------------+

|ACCESS    | TAMz SMP/e environment                                    |

|REQUIRED  | Operator Commands                                         |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1.  If applicable, issue /F LLA,REFRESH

).

MCS          LU07171            STARTS ON PAGE 0002

MCS          LU07282            STARTS ON PAGE 0004
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CA RS 2211 Product/Component Listing

Product Family Product Release

Security MF SECURITY JVM 01.01.00

TRUSTED ACCESS MANAGER FOR Z 01.01.00

The CA RS 2211 Product/Component Count for this release is 2
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All CA RS Levels Service List

CA RS
Level Service FMID

CAR2211 LU07282 CFH0110

LU07171 CFH0110

CAR2209 LU06636 CFH0110

LU00393 CSJV110

CAR2208 LU06605 CSJV110

LU06021 CFH0110

LU03823 CFH0110

CAR2204 LU05000 CFH0110

LU04998 CSJV110

LU03342 CFH0110

LU03321 CFH0110

LU03293 CFH0110

CAR2202 LU04129 CSJV110

LU04112 CFH0110

LU03313 CFH0110

CAR2201 LU04005 CFH0110

LU03940 CFH0110

CAR2111 LU03086 CFH0110

LU02977 CFH0110

LU02830 CFH0110

LU02795 CFH0110

CAR2108 SO16320 CFH0110

LU00584 CFH0110

CAR2107 SO16218 CFH0110

CAR2104 SO16059 CFH0110

SO15725 CFH0110

SO15558 CFH0110

SO15557 CFH0110

LU00206 CFH0110

CAR2012 SO15516 CFH0110

SO15058 CFH0110

SO15020 CFH0110

CAR2010 SO14114 CFH0110

SO14102 CFH0110

SO14064 CFH0110

SO13783 CFH0110

SO13553 CFH0110

SO12468 CSJV110

SO11254 CSJV110

CAR2006 SO12878 CFH0110

SO12359 CFH0110

SO10812 CFH0110

CAR2001 SO11137 CFH0110

SO10220 CFH0110

SO10217 CSJV110

SO10051 CSJV110

CAR1911 SO10581 CFH0110
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All CA RS Levels Service List

CA RS
Level Service FMID

SO07548 CFH0110

CAR1910 SO09874 CSJV110

SO08972 CFH0110

CAR1908 SO07549 CSJV110

SO06988 CSJV110

CAR1907 SO07610 CSJV110

SO07607 CFH0110
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