CA712.1
CA RS 2210 Service List

LU05220 EXTEND PASSWORD LENGTH FOR AUTOSYS CROSS-PLATFORM SCHEDULING PTF
LU06425 NEW ICOM OPTION TO MONITOR U7SVC DATASET CREATION PTF
LU06493 DATASET CREATION LOOP DUE TO INVALID SMF DATA PTF
LU06883 SPECIFY HOST NAME FOR TCP/IP TERMINAL INTERFACE SERVER PTF
LUO07162 CAL2DBVR ERRONEOUS 402 AND 403 MESSAGES PTF
LU07321 NEW CA 7 LOGON ACTIVITY HISTORY REPORT PTF

The CA RS 2210 service count for this release is 6



CA7
CA RS 2210 Service List for CAL2C10

CAL2C10 LU05220 EXTEND PASSWORD LENGTH FOR AUTOSYS CROSS-PLATFORM SCHEDULING
LU06425 NEW ICOM OPTION TO MONITOR U7SVC DATASET CREATION PTF
LU06493 DATASET CREATION LOOP DUE TO INVALID SMF DATA PTF
LU06883 SPECIFY HOST NAME FOR TCP/IP TERMINAL INTERFACE SERVER PTF
LUO07162 CAL2DBVR ERRONEOUS 402 AND 403 MESSAGES PTF
LU07321 NEW CA 7 LOGON ACTIVITY HISTORY REPORT PTF

The CA RS 2210 service count for this FMID is 6



CA7121
CA RS 2210 - PTF LU05220 Details

Service
LU05220

Details
LU05220 M.C.S. ENTRIES = ++PTF (LU05220)

EXTEND PASSWORD LENGTH FOR AUTOSYS CROSS-PLATFORM SCHEDULING
ENHANCEMENT DESCRIPTION:

Password length for AutoSys Cross-Platform job scheduling (CA7TOUNI
jobs and XPJOBs) is increased to a maximum of 32 bytes.

Sites that use CA7TOUNI or XPJOBs to send jobs from one CA 7
instance to another CA 7 instance are still limited to 8 character
passwords. Sites that use CA 7 to send cross-platform jobs to the
UUJMA agent are still limited to 14 characters.

PRODUCT (S) AFFECTED:

CA 7 Release 12.1
Related Problem:

7 16078

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00224-AL2121

DESC (EXTEND PASSWORD LENGTH FOR AUTOSYS CROSS-PLATFORM SCHEDULING) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LUO1221 LU0O4615 S009030 S010242 )

SUP ( LT02774 LT05220 LU02774 S008412 ST08409 ST08412 )

++HOLD (LU05220) SYSTEM FMID (CAL2C10)

REASON (ACTION ) DATE (22251)

COMMENT (

o - +
| CA 7 Release 12.1 |
Fmmm————— o +
| SEQUENCE | After Apply |
Fmmm————— o +
| PURPOSE | Import new/updated SQL plans into CA Datacom/AD. |
Fmmm————— o +
| USERS | All users. |
|AFFECTED | |
Fmmm————— o +

| KNOWLEDGE | z/0S Systems Programming

|REQUIRED | |
Fmmm————— o +
| ACCESS | 1. Product libraries |
|REQUIRED | 2. CA Datacom/AD authorization

Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx%x

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx%x

Run CAL2JCL job AL2DCA70. Make sure you always use the most current
version of AL2DCA70 from the CAL2JCL dataset. Expect a return code of

zero from all steps.

o - +
| CA 7 Release 12.1 |
Fmmm————— o +
| SEQUENCE | After Apply |
Fmmm————— o +
| PURPOSE | Support 32 byte passwords for Cross Platform Jobs

Fmmm————— o +
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CA RS 2210 - PTF LU05220 Details

Service

Details
| USERS | Users who submit CA7TOUNI or XPJOBs from CA 7 to Autosys
|AFFECTED |

Fmmm————— o +

| KNOWLEDGE | SMP/E, System Administrator

|REQUIRED | |
Fmmm————— o +
| ACCESS | SMP/E, Datacom Administrator

|REQUIRED | |
Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx%x

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

Three specific actions are required.

First, the Common Services Cross-Platform Scheduling Common
Component PTF LU05199 must be applied in conjunction with

this PTF for full functionality. Failure to apply LU05199
concurrently will limit you to using 14 character passwords for
CA7TOUNI jobs and XPJOBs (cross-platform jobs) sent from CA 7
to Autosys. Failure to install LU05199 on all LPARs that

can receive CA 7 job requests can result in ROUTER outages.
Second, the new sample JCL job, AL2DBIO7, supplied with this
CA 7 PTF must be modified and executed to rename reserved CA 7
Datacom field names to support the extended password. This
can be done while CA 7 is up.

Third, Autosys boxes will need an Autosys patch to enable

this enhancement.

- Apply patch 99111433 for AutoSys 11.3.6 SP8 CUM1

- Apply patch 99111513 for AutoSys ri12 SP1 CUM2

- AutoSys rl1l2 SP1 CUM3 patch 99111412 already has this fix.

- AutoSys r12.1 release is inclusive of this fix.




CA7121
CA RS 2210 - PTF LU06425 Details

Service
LU06425

Details
LU06425 M.C.S. ENTRIES = ++PTF (LU06425)

NEW ICOM OPTION TO MONITOR U7SVC DATASET CREATION

ENHANCEMENT DESCRIPTION:

Two new ICOM parameters are provided to allow optional monitoring
of dataset creations with U7SVC.

- DCRC (dataset creation record count)

- DCOI (dataset create observation interval)

When both parameters are specified, U7SVC dataset creations

will be monitored.

When a dataset name is created by a task more times than

specified by DCRC within the specified DCOI, the dataset will

be considered critical and the following WTO will be issued:
CAL2108I DSN data-set-name Task task-name critical

The dataset will become non-critical if the number of creations by
the task does not exceed the DCRC for 5 consecutive intervals. When
the dataset is no longer considered critical and the following

WTO will be issued:

CAL2109I DSN data-set-name Task task-name no longer critical
PRODUCT (S) AFFECTED:

CA 7 Release 12.1
Related Problem:

7 17075

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00233-AL2121

DESC (NEW ICOM OPTION TO MONITOR U7SVC DATASET CREATION) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LU04615 )

SUP ( LT06425 )
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CA RS 2210 - PTF LU06493 Details

Service
LU06493

Details
LU06493 M.C.S. ENTRIES = ++PTF (LU06493)

DATASET CREATION LOOP DUE TO INVALID SMF DATA
PROBLEM DESCRIPTION:

Dataset creation loop due to invalid SMF data.
SYMPTOMS :

The following message is repeatedly displayed in CA70NL JES log
CAL2D315E IER SCT (SASSSCNC) OQ(REQ) REQ(GET) SEG (Out)
IMPACT:

Posting of some dataset creations may be impacted.
CA 7 processing will slow down.

CIRCUMVENTION:

None.

PRODUCT (S) AFFECTED:

CA 7 Release 12.0
CA 7 Release 12.1
Related Problem:

7 17644

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00234-AL2121

DESC (DATASET CREATION LOOP DUE TO INVALID SMF DATA) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LUO2091 LUO4615 S010242 S010831 )

SUP ( LT06493 )
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CA RS 2210 - PTF LU06883 Details

Service Details
LU06883|LU06883 M.C.S. ENTRIES = ++PTF (LU06883)

SPECIFY HOST NAME FOR TCP/IP TERMINAL INTERFACE SERVER

PROBLEM DESCRIPTION:

Sites wanting to automate TCP/IP terminal interface failover to another
LPAR cannot currently do so. Any applications using the TCP/IP
terminal interface must be restarted with the new CA 7 TCP/IP local
host address.

A new keyword, TCPTHNAM, is being added to the UCC7VTAM statement
that allows sites to enter the IP Address or Domain Name they want
associated with CA 7. This change will enable sites to use dynamic
virtual IP addresses to access the TCP/IP terminal interface.
SYMPTOMS :

Sites must manually restart REST API applications that use the
TCP/IP terminal interface when CA70NL failover occurs.

IMPACT:

Sites must manually restart their REST API applications.
CIRCUMVENTION:

None.

PRODUCT (S) AFFECTED:

CA 7 Release 12.1
Related Problem:

7 17918

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00237-AL2121

DESC (SPECIFY HOST NAME FOR TCP/IP TERMINAL INTERFACE SERVER) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LU04509 LU0O4615 LU04680 S010577 S013645 )

SUP ( LT05820 LT05922 LT06883 LU05922 )

++HOLD (LU06883) SYSTEM FMID (CAL2C10)

REASON (ACTION ) DATE (22245)

COMMENT (

o - +
| CA 7 Release 12.1 |
Fmmm————— o +
| SEQUENCE | After Apply |
Fmmm————— o +
| PURPOSE | Update the address used by the TCP/IP terminal interface. |
Fmmm————— o +
| USERS | TCP/IP Terminal Interface Users

|AFFECTED | |
Fmmm————— o +

| KNOWLEDGE | General CA 7 user knowledge

|REQUIRED | |
Fmmm————— o +
| ACCESS | No special access needed

|REQUIRED | |
Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxx

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

Sites that implement the TCPTHNAM keyword will need to
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CA RS 2210 - PTF LU06883 Details

Service

Details
update the TCP/IP terminal interface to use that address or
domain name.
) -
++HOLD (LU06883) SYSTEM FMID (CAL2C10)
REASON (DOC ) DATE (22245)
COMMENT (

khkkkhkkhkkhkhkhkhkhkhkhkkhkhkhkhkhrkhkkkkhkkhkkhkhkkxxkx

* PUBLICATION *

khkkkhkkhkkhkhkhkhkhkhkhkkhkhkhkhkhkhkkkkhkkhkkhkhkkxkx

A new keyword, TCPTHNAM, has been added to the UCC7VTAM

INITDECK statement.

TCPTHNAM

(Optional) Specifies a TCP/IP IPV4/IPV6 address or domain

name that is assigned to CA 7. This keyword overrides the default
local hostname CA 7 normally uses for the TCP/IP terminal interface.
The value can be up to 48 characters in length. If provided a
TCPTPORT is also required.

A new error message has been added.

CA-7.1047

1047 UCC7VTAM statement has an invalid value

Reason:

The UCC7VTAM keyword TCPTHNAM did not have a value.

Action:

Supply an IP address or domain name as the TCPTHNAM value.

) -




CA7121
CA RS 2210 - PTF LUO7162 Details

Service Details
LU07162|LU07162 M.C.S. ENTRIES = ++PTF (LU07162)

CAL2DBVR ERRONEOUS 402 AND 403 MESSAGES

PROBLEM DESCRIPTION:

Database Verification (CAL2DBVR) may erroneously report a dataset
under the 402 and/or 403 validation messages.

This condition is not likely to occur unless LOAD data was
deleted from the database using an external process.

SYMPTOMS :

CAL2DBVR return code RC0004 with one or both of the following
erroneous messages:

402 - # of creating jobs incorrect

403 - using jobs incorrect

IMPACT:

Validation does not complete successfully.

CIRCUMVENTION:

Run CAL2DBVR with UPDT function to correct the condition which
causes the erroneous validation messages.

PRODUCT (S) AFFECTED:

CA 7 Release 12.0
CA 7 Release 12.1
Related Problem:

7 17751

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00238-AL2121

DESC (CAL2DBVR ERRONEOUS 402 AND 403 MESSAGES) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LU04615 )

SUP ( LTO07162 )

++HOLD (LUO07162) SYSTEM FMID (CAL2C10)

REASON (ACTION ) DATE (22249)

COMMENT (

- +
| CA 7 Release 12.1 |
o e +
| SEQUENCE | After Apply |
o e +
| PURPOSE | Import new/updated SQL plans into CA Datacom/AD. |
o e +
|USERS | All users. |
|AFFECTED | |
o e +

| KNOWLEDGE | z/0S Systems Programming

|REQUIRED | |
Fmmm————— o +
| ACCESS | 1. Product libraries |
|REQUIRED | 2. CA Datacom/AD authorization

Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxx

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

Run CAL2JCL job AL2DCA70. Make sure you always use the most current




CA712.1

CA RS 2210 - PTF LU07162 Details

version of AL2DCA70 from the CAL2JCL dataset.

zero from all steps.

).

Expect a return code of

10
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CA RS 2210 - PTF LUO7321 Details

Service
LU07321

Details
LU07321 M.C.S. ENTRIES = ++PTF (LU07321)

NEW CA 7 LOGON ACTIVITY HISTORY REPORT

ENHANCEMENT DESCRIPTION:

This PTF provides a new History Report to show logon attempts

by User-ID.

PRODUCT (S) AFFECTED:

CA 7 Release 12.1
Related Problem:

7 18093

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved
R00239-AL2121

DESC(NEW CA 7 LOGON ACTIVITY HISTORY REPORT) .
++VER (Z038)

FMID (CAL2C10)

PRE ( LU04615 )

SUP ( LTO07321 )

++HOLD (LU07321) SYSTEM FMID (CAL2C10)

REASON (DOC ) DATE (22264)

COMMENT (

o - +
| CA 7 Release 12.1 |
o - +

khkhkhkkhkkhkhkkhkhkhkkhkhkhkkhkkhkhkhkkhkkhkkkhkkhkkkkxk

* PUBLICATION *

khkhkhkkhkkhkhkkhkhkhkkhkhkhkkhkkhkhkkkhkkhkkkhkkhkkkkxk

This enhancement provide a new history logon activity report.
) .

11



CA7121 12
CA RS 2210 Product/Component Listing

Automation CA WA CA 7 EDITION 12.01.00

DevOps CA GENERAL TRANSACTION SERVER 12.00.00

The CA RS 2210 Product/Component Count for this release is 2



CA712.1
All CA RS Levels Service List

CARS
Level | Service | FMID

CAR2210 LU07321 CAL2C10
LUO07162 CAL2C10
LU06883 CAL2C10
LU06493 CAL2C10
LU06425 CAL2C10
LU05220 CAL2C10

CAR2209 LU06765 CAL2C10

CAR2208 LU06534 CAL2C10

CAR2207 LU06328 CAL2C10
LU06317 CAL2C10
LUO6116 CAL2C10

CAR2206 LU05922 CAL2C10
LUO05793 CAL2C10
LUO05686 CAL2C10

CAR2204 LU05023 CAL2C10
LU04862 CAL2C10
LU04682 CAL2C10
LU04680 CAL2C10

CAR2203 LU0O4615 CAL2C10
LU04509 CAL2C10
LU04442 CAL2C10
LU04387 CAL2C10

CAR2202 LU04350 CAL2C10
LU04276 CAL2C10

CAR2201 LU03867 CAL2C10
LU03621 CAL2C10
LU03609 CAL2C10
LU03544 CAL2C10
LUO2676 CD51C00

CAR2112 LU03541 CAL2C10
LU03299 CAL2C10

CAR2111 LU03294 CAL2C10
LU02975 CAL2C10
LU02935 CAL2C10
LU02774 CAL2C10
LU02756 CAL2C10

CAR2110 LU02718 CAL2C10
LU02707 CAL2C10
LU02663 CAL2C10

CAR2109 LU02519 CAL2C10
LU02477 CAL2C10
LU02399 CAL2C10
LU02223 CAL2C10
LU02091 CAL2C10

CAR2108 LU02089 CAL2C10
LU01974 CAL2C10

CAR2107 LU01748 CAL2C10



CA712.1
All CA RS Levels Service List

CARS
Level | Service | FMID

LU01712 CAL2C10
LU01604 CAL2C10
LUO01546 CAL2C10
LU01512 CAL2C10
CAR2106 LU01361 CAL2C10
LU01317 CAL2C10
LU01221 CAL2C10
CAR2105 LU00947 CAL2C10
LU00918 CAL2C10
LU00871 CAL2C10
LU00785 CAL2C10
LU00784 CAL2C10
LU00730 CAL2C10
LU00694 CAL2C10
LU00693 CAL2C10
LU00550 CAL2C10
CAR2104 LU00663 CAL2C10
LU00650 CAL2C10
LU00636 CAL2C10
CAR2102 S016159 CAL2C10
S016079 CAL2C10
S016047 CAL2C10
CAR2101 S016020 CAL2C10
S015802 CAL2C10
CAR2012 S015608 CAL2C10
S015443 CAL2C10
S015221 CAL2C10
CAR2011 S015398 CAL2C10
S015328 CAL2C10
S015299 CAL2C10
S015260 CAL2C10
S015185 CAL2C10
S015040 CAL2C10
CAR2010 S014819 CAL2C10
S014781 CAL2C10
S014777 CAL2C10
S014760 CAL2C10
S014719 CAL2C10
S014670 CAL2C10
S014626 CAL2C10
CAR2009 S014343 CAL2C10
S014328 CAL2C10
S013964 CAL2C10
CAR2008 S014047 CAL2C10
S013883 CAL2C10
S013874 CAL2C10
S013848 CAL2C10



CA712.1
All CA RS Levels Service List

CARS
Level | Service | FMID

S013830 CAL2C10
S013819 CAL2C10
S013601 CD51CO00
CAR2007 S013645 CAL2C10
S013603 CAL2C10
S013411 CAL2C10
CAR2006 S013185 CAL2C10
S012954 CAL2C10
S012719 CAL2C10
CAR2005 S012633 CD51C00
S012610 CAL2C10
CAR2004 S012496 CAL2C10
S012322 CAL2C10
CAR2003 S012119 CAL2C10
S012057 CAL2C10
5011814 CAL2C10
CAR2002 S011533 CAL2C10
S011506 CAL2C10
S011398 CAL2C10
S011293 CAL2C10
CAR2001 S011207 CAL2C10
S010865 CAL2C10
CAR1912 S010831 CAL2C10
S010725 CAL2C10
S010636 CAL2C10
S010513 CAL2C10
CAR1911 S010577 CAL2C10
S010449 CAL2C10
S010363 CAL2C10
S010352 CAL2C10
CAR1910 S010242 CAL2C10
S010179 CAL2C10
S010148 CAL2C10
S010012 CAL2C10
S010010 CAL2C10
S009931 CAL2C10
S009918 CAL2C10
S009914 CAL2C10
CAR1909 S009660 CAL2C10
S009540 CAL2C10
S009440 CAL2C10
S009397 CAL2C10
S009139 CAL2C10
S009030 CAL2C10
CAR1908 S009249 CAL2C10
S009167 CAL2C10
S009141 CAL2C10



CA712.1
All CA RS Levels Service List

CA RS
Level Service | FMID

S009124 CAL2C10
CAR1907 S008992 CAL2C10
5008777 CAL2C10
S008768 CAL2C10
S008547 CAL2C10
S008417 CAL2C10
S008412 CAL2C10
S008370 CAL2C10
S008345 CAL2C10
CAR1906 S008536 CAL2C10
S008410 CAL2C10
5008387 CAL2C10
S008344 CAL2C10
S008337 CAL2C10
S008335 CAL2C10
S008315 CAL2C10
S007921 CAL2C10
CAR1811 RO088556 CD51C00
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