OPS/MVS for JES2/JES3 14.0
CA RS 2202 Service List

LU03513 IMPROVE TARGET SYSTEM SECURITY CHECKING PTF
LUO03744 OPSINFO (REALSTORAGE) VALUES INCORRECT ON Z/0S 2.5 PTF
LU04106 BAD CHARACTERS IN OPSBCPII GENERIC API EVENT PTF
LU04163 SSMV3 SUMMARY PANEL UPPER CASES ACTION TEXT PTF
LU04168 SSMSTART SAMPLE RULE SUPPORT FOR RMFGAT AT Z/0S 2.5 PTF
LU04184 SSMHOOK RULE - CORRECT SETUP COMMENT SYNTAX ERROR PTF
LU04194 POSSIBLE INVALID DATE/TIME IN OPS/MVS SMF RECORDS PTF
LUO4224 MTCA SEARCH RULE SOURCE FEATURE PTF
LU04292 LOOP RESTORING RDF TABLE FROM OPSVIEW OPTION 7.6.3 PTF
LU04341 INVALID SERVICE NAME ERROR DISPLAYING SSMV3 RESOURCES PTF

The CA RS 2202 service count for this release is 10



OPS/MVS for JES2/JES3
CA RS 2202 Service List for CCLXEOO

CCLXEOO LU03513 IMPROVE TARGET SYSTEM SECURITY CHECKING
LUO03744 OPSINFO (REALSTORAGE) VALUES INCORRECT ON Z/0S 2.5 PTF
LU04106 BAD CHARACTERS IN OPSBCPII GENERIC API EVENT PTF
LU04163 SSMV3 SUMMARY PANEL UPPER CASES ACTION TEXT PTF
LU04168 SSMSTART SAMPLE RULE SUPPORT FOR RMFGAT AT Z/0S 2.5 PTF
LU04184 SSMHOOK RULE - CORRECT SETUP COMMENT SYNTAX ERROR PTF
LU04194 POSSIBLE INVALID DATE/TIME IN OPS/MVS SMF RECORDS PTF
LU04292 LOOP RESTORING RDF TABLE FROM OPSVIEW OPTION 7.6.3 PTF
LU04341 INVALID SERVICE NAME ERROR DISPLAYING SSMV3 RESOURCES PTF

The CA RS 2202 service count for this FMID is 9



OPS/MVS for JES2/JES3
CA RS 2202 Service List for CCLXEO1

CCLXEO1 LUO4224 MTCA SEARCH RULE SOURCE FEATURE

The CA RS 2202 service count for this FMID is 1



OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU0O3513 Details

Service
LU03513

Details
LU03513 M.C.S. ENTRIES = ++PTF (LU03513)

IMPROVE TARGET SYSTEM SECURITY CHECKING

PROBLEM DESCRIPTION:

Target system security is being strengthened to use the highest security
specified in OPS/MVS parameter, SECURITYSCOPE, from both sides of the
cross-system request.

SYMPTOMS :

It is possible that the SECURITYSCOPE parameter value on the target
system of an OPS/MVS cross-system request will have a less secure value
than the value of the SECURITYSCOPE parameter from the sending system
and will be used to validate the request.

IMPACT:

Unintentional access to OPS/MVS facilities from a cross-system request.
CIRCUMVENTION:

Insure that the value of the parameter SECURITYSCOPE is the intended
value on all OPS/MVS MSF connected systems.

PRODUCT (S) AFFECTED:

CA OPS/MVS Base Version 14.0
Related Problem:

OPSMVS 14699

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved

DESC (IMPROVE TARGET SYSTEM SECURITY CHECKING) .

++VER (Z038)

FMID (CCLXEO0O)

PRE ( LUOO0O58 LUO0060 LU00278 LU00715 LU02021 LU03082
LUO3790 S014801 S014824 S015067 S015502 S015876 )
SUP ( LT00610 LT01655 LT01862 LT01929 LT01967 LT02521
LT03513 LU0O0610 LUO1655 LU01862 LU01929 LU01967
LU02521 )

++HOLD (LUO03513) SYSTEM FMID (CCLXEOO)

REASON (DYNACT ) DATE (22025)

COMMENT (

o +
| OPS/MVS Version 14.0 |
ittt e +
| SEQUENCE | After APPLY |
ittt e +
| PURPOSE | To activate load modules updated by this PTF

ittt e +
|USERS | All OPS/MVS users |
|AFFECTED | |
ittt e +

| KNOWLEDGE | Basic z/0S systems programming skills

|REQUIRED | |
Fmmm————— o +
| ACCESS | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |
|REQUIRED | deployed copies |
| | - Authority to issue MVS system commands

| | - Authority to stop and start OPS/MVS

Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

* STEPS TO PERFORM *




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU0O3513 Details

Service

Details
Xk oKk kK K kK K kK K kK K kK K
1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.
Refer to GIM23903I messages in the SMPOUT to identify the
specific load modules that are updated.
2. Copy the updated load modules from SMP/E Target loadlib
CCLXLOAD to any other deployed copies, such as a loadlib
in the OPSMAIN STEPLIB or the system link list (LNKLIST).
3. If the system library lookaside (LLA) program is managing
any updated loadlib, you must refresh LLA by using MVS
system command "F LLA,REFRESH" or some equivalent method.
4. If the system link pack area (LPA) contains any updated
load module, you must refresh LPA by using MVS system
command "SETPROG LPA" or some equivalent method.
* Note that load module OPSAEX is commonly placed in LPA.
5. Stop and re-start OPS/MVS by using MVS system commands
"P OPSS" and "S OPSS" or some equivalent method.
* For possible alternatives to restarting OPS/MVS, see the
topic "RELOAD Modules and RESTART Components'" in the user
documentation at https://techdocs.broadcom.com/opsmvs
6. TSO users must exit and re-enter OPSVIEW to activate any
changes. Depending on how OPSVIEW is accessed, this may
require a TSO logoff and logon.
) -




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LUO3744 Details

Service
LU03744

Details
LU03744 M.C.S. ENTRIES = ++PTF (LU03744)

OPSINFO (REALSTORAGE) VALUES INCORRECT ON Z/0S 2.5

PROBLEM DESCRIPTION:

ICN1848, in z/0S 2.5, introduces the capability to have up to 16 terabytes
of memory online. The OPSINFO (REALSTORAGE) function incorrectly displays
values that exceed the current 4 terabyte limit. This PTF will support

the increase to 16 terabytes and correct the resulting value returned.
SYMPTOMS :

Incorrect real storage counts.

IMPACT:

Incorrect formatting of real storage value returned by OPSINFO (REALSTORAGE)
at z/0S 2.5 beyond 4 TB..

CIRCUMVENTION:

None

PRODUCT (S) AFFECTED:

OPS/MVS Version 14.0
OPS/MVS Version 13.5

Related Problem:
OPSMVS 15402
Copyright (C) 2022 CA. All rights reserved. R00158-CLX140-SPO

DESC (OPSINFO (REALSTORAGE) VALUES INCORRECT ON Z/0S 2.5).
++VER (Z038)

FMID (CCLXEO0O)

PRE ( LUOO715 LUO1630 LU02484 LU03258 LU03790 )

SUP ( LTO03744 )

++HOLD (LUO03744) SYSTEM FMID (CCLXEOO)

REASON (DOC ) DATE (22010)

COMMENT (

o +
| OPS/MVS Version 14.0 |
o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhrkhkkkkhkkhkkhkhkkxkx

* PUBLICATION *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhrkhkkkkhkkhkkhkhkkxkx

See the following topics in the CA OPS/MVS documentation set at
http://techdocs.broadcom.com/opsmvs

"OPS/REXX Built-in Functions"

"OPSINFO Function"

) -

++HOLD (LUO03744) SYSTEM FMID (CCLXEOO)

REASON (DYNACT ) DATE (22010)

COMMENT (

o - +
| OPS/MVS Version 14.0 |
Fmmm————— o +
| SEQUENCE | After APPLY |
Fmmm————— o +
| PURPOSE | To activate load modules updated by this PTF

Fmmm————— o +
| USERS | All OPS/MVS users |
|AFFECTED | |

Fmmm————— o +




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LUO3744 Details

Service

Details
| KNOWLEDGE | Basic z/0S systems programming skills

|REQUIRED | |
Fmmm————— o +
| ACCESS | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |
|REQUIRED | deployed copies |
| | - Authority to issue MVS system commands

| | - Authority to stop and start OPS/MVS

Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkkhkkhkkhkhkhkkhkkkkkkkx%x

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkx*x

1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.
Refer to GIM23903I messages in the SMPOUT to identify the
specific load modules that are updated.

2. Copy the updated load modules from SMP/E Target loadlib
CCLXLOAD to any other deployed copies, such as a loadlib
in the OPSMAIN STEPLIB or the system link list (LNKLIST).
3. If the system library lookaside (LLA) program is managing
any updated loadlib, you must refresh LLA by using MVS
system command "F LLA,REFRESH" or some equivalent method.
4. If the system link pack area (LPA) contains any updated
load module, you must refresh LPA by using MVS system
command "SETPROG LPA" or some equivalent method.

* Note that load module OPSAEX is commonly placed in LPA.
5. Stop and re-start OPS/MVS by using MVS system commands
"P OPSS" and "S OPSS" or some equivalent method.

* For possible alternatives to restarting OPS/MVS, see the
topic "RELOAD Modules and RESTART Components'" in the user
documentation at https://techdocs.broadcom.com/opsmvs

6. TSO users must exit and re-enter OPSVIEW to activate any
changes. Depending on how OPSVIEW is accessed, this may
require a TSO logoff and logon.

) -




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04106 Details

Service
LU04106

Details
LU04106 M.C.S. ENTRIES = ++PTF (LU04106)

BAD CHARACTERS IN OPSBCPII GENERIC API EVENT

PROBLEM DESCRIPTION:

The generic API event issued by the OPSBCPII server on startup/shutdown
contains invalid characters in the product name.

SYMPTOMS :

The product name appears as "OPSBCP.." when the event is automated upon
and printed.

IMPACT:

The invalid characters may impact automation.

CIRCUMVENTION:

None.

PRODUCT (S) AFFECTED:

OPS/MVS Version 14.0
Related Problem:

OPSMVS 15757

Copyright (C) 2022 CA. All rights reserved. R00166-CLX140-SPO

DESC (BAD CHARACTERS IN OPSBCPII GENERIC API EVENT).
++VER (Z038)

FMID (CCLXEO0O)

PRE ( LUO0028 LUO1116 LU02313 LU03137 LU03334 LU03790 )
SUP ( LT04106 )

++HOLD (LU04106) SYSTEM FMID (CCLXEOO)

REASON (ACTION ) DATE (22005)

COMMENT (

o +
| OPS/MVS Version 14.0 |
ittt e +
| SEQUENCE | After Apply. |
ittt e +
| PURPOSE | To remove invalid characters from the CASTATE NOTIFY |
| | Product name in the message text.

ittt e +
| USERS | All users of the OPSBCPII Server.

|AFFECTED | |
ittt e +

| KNOWLEDGE | Basic z/0S system programming skills.

|REQUIRED | |
Fmmm————— o +
| ACCESS | Authority to stop and start the OPSBCPII Server. |
|REQUIRED | |
Fmmm————— o +
| | |
Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx*x

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

1. After applying the PTF, restart the OPSBCPII Server by issuing the
Command: "F OPSx RESTART (HWS)'" where OPSx is the OPS/MVS

subsystem id.

) -




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04163 Details

Service
LU04163

Details
LU04163 M.C.S. ENTRIES = ++PTF (LU04163)

SSMV3 SUMMARY PANEL UPPER CASES ACTION TEXT

PROBLEM DESCRIPTION:

The SSMV3 Policy Manager SUMMARY panel erroneously changes all lower case
action text to upper case.

SYMPTOMS :

Lower case action text defined in the ACTIVATION and INACTIVATION panels
is changed to upper case when displayed by the SUMMARY panel.

IMPACT:

Policy action text is unexpectedly changed.

CIRCUMVENTION:

Use the step through option and avoid the SUMMARY panel.

PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0
Related Problem:

OPSMVS 15795

Copyright (C) 2022 CA. All rights reserved. R00167-CLX140-SPO

DESC (SSMV3 SUMMARY PANEL UPPER CASES ACTION TEXT) .
++VER (Z038)

FMID (CCLXEO0O)

PRE ( LUOO0677 LU0O0876 LU01398 LUO2161 LU02417 LU02478
LU02545 LU02562 LU03011 LUO3303 LU03790 S014412
S015151 S015578 S015610 S015662 S015902 )

SUP ( LT02515 LT04163 LU02515 )




OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04168 Details

Service
LU04168

Details
LU04168 M.C.S. ENTRIES = ++PTF (LU04168)

SSMSTART SAMPLE RULE SUPPORT FOR RMFGAT AT Z/0S 2.5

PROBLEM DESCRIPTION:

The start command for the RMF internally started task, RMFGAT, is
incorrectly intercepted and processed by the Stateman sample rule,
SSMSTART. The SSMSTART CMD rule should bypass the RMFGAT start command
and allow the command to be processed normally

SYMPTOMS :

The RMFGAT task is set to a CURRENT_STATE of UNKNOWN and is not
started. At z/0S 2.5 or z/0S 2.4 with certain PTFs, the load module
for RMF that processes the start of RMFGAT has changed names; the
SSMSTART rule checks for the name of the load module.

IMPACT:

RMFGAT will not start if it is managed by Stateman.

CIRCUMVENTION:

Add the new RMFGAT load module name of GRB3CGAT to the list of modules
in the local variable name, 'allow modules', for the SSMSTART rule.
PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0
Related Problem:

OPSMVS 15764

Copyright (C) 2022 CA. All rights reserved. R00168-CLX140-SPO

DESC (SSMSTART SAMPLE RULE SUPPORT FOR RMFGAT AT Z/0S 2.5).
++VER (Z038)

FMID (CCLXEOO)

PRE ( LUO3790 )

SUP ( LT04168 )

++HOLD (LU04168) SYSTEM FMID (CCLXEOO)

REASON (ACTION ) DATE (22007)

COMMENT (

o - +
| OPS/MVS Version 14.0 |
Fmmm————— o +
| SEQUENCE | After APPLY |
Fmmm————— o +
| PURPOSE | Reset ISPF statistics for updated AOF rule(s)

Fmmm————— o +
|USERS | Users with AOF rules |
|AFFECTED | |
Fmmm————— o +

| KNOWLEDGE | ISPF |

|REQUIRED | |
Fmmm————— o +
| ACCESS | Product libraries |
|REQUIRED | |
Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

* STEPS TO PERFORM *

khkkhkkhkhkhkhkkhkhkhkkhkhkhkkhkkhkhkkhkkhkhkkkhkkhkkkx

This PTF installs updated AOF rule(s) into SMP/E Target library
CCLXRULM with no ISPF statistics. You will not be able to auto-enable

10



OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04168 Details

Service

Details
the updated rule(s) until you reset their ISPF statistics. You can use
ISPF option 3.5 to manually reset the ISPF statistics for the updated
rule(s). You can use ISPF option 3.3 to manually copy the updated
rule(s) to your deployed ruleset(s).
) -

11



OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04184 Details

Service
LU04184

Details
LU04184 M.C.S. ENTRIES = ++PTF (LU04184)

SSMHOOK RULE - CORRECT SETUP COMMENT SYNTAX ERROR

PROBLEM DESCRIPTION:

A setup comment in the SSMHOOK AOF rule contains a syntax error that
will cause the STATEMAN Action to fail. The Action text to start the
jobname is incorrect and the Hook type job will not start.

SYMPTOMS :

The STATEMAN Action receives INVALID COMMAND NAME SYNTAX.

IMPACT:

The STATEMAN hook type resource will not start.

CIRCUMVENTION:

Change the MVSCMD Action to: MVSCMD ('"START &JOBNAME")

PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0
Related Problem:

OPSMVS 15779

Copyright (C) 2022 CA. All rights reserved. R00169-CLX140-SPO

DESC (SSMHOOK RULE - CORRECT SETUP COMMENT SYNTAX ERROR) .
++VER (Z038)

FMID (CCLXEOO)

PRE ( LUO3790 )

SUP ( LT04184 )

++HOLD (LU04184) SYSTEM FMID (CCLXEOO)

REASON (ACTION ) DATE (22010)

COMMENT (

o - +
| OPS/MVS Version 14.0 |
Fmmm————— o +
| SEQUENCE | After APPLY |
Fmmm————— o +
| PURPOSE | Reset ISPF statistics for updated AOF rule(s)

Fmmm————— o +
| USERS | Users with AOF rules |
|AFFECTED | |
Fmmm————— o +

| KNOWLEDGE | ISPF |

|REQUIRED | |
Fmmm————— o +
| ACCESS | Product libraries |
|REQUIRED | |
Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkkhkkhkkhkhkhkhkhkkkkkkkx*x

* STEPS TO PERFORM *

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx*x

This PTF installs updated AOF rule(s) into SMP/E Target library
CCLXRULM with no ISPF statistics. You will not be able to auto-enable
the updated rule(s) until you reset their ISPF statistics. You can use
ISPF option 3.5 to manually reset the ISPF statistics for the updated
rule(s). You can use ISPF option 3.3 to manually copy the updated
rule(s) to your deployed ruleset(s).

) -

12



OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04194 Details

Service
LU04194

Details
LU04194 M.C.S. ENTRIES = ++PTF (LU04194)

POSSIBLE INVALID DATE/TIME IN OPS/MVS SMF RECORDS

PROBLEM DESCRIPTION:

SMF records generated by OPS/MVS around midnight may contain

an invalid date and/or time.

SYMPTOMS :

The job log of IBM SMF dump utility IFSMFDP or IFSMFDL will report
"ERROR TYPE: INVALID TIME OR DATE" for this kind of invalid SMF records.
IMPACT:

Unable to process this kind of invalid SMF records using the IBM SMF
dump utilities IFSMFDP/IFSMFDL.

CIRCUMVENTION:

NONE.

PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0

Related Problem:
OPSMVS 15832

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved

DESC (POSSIBLE INVALID DATE/TIME IN OPS/MVS SMF RECORDS) .
++VER (Z038)

FMID (CCLXEOO)

PRE ( LUO0278 LU02484 LU03790 )

SUP ( LT04194 )

++HOLD (LU04194) SYSTEM FMID (CCLXEOO)

REASON (DYNACT ) DATE (22021)

COMMENT (

o +
| OPS/MVS Version 14.0 |
ittt e +
| SEQUENCE | After APPLY |
ittt e +
| PURPOSE | To activate load modules updated by this PTF

ittt e +
|USERS | All OPS/MVS users |
|AFFECTED | |
ittt e +

| KNOWLEDGE | Basic z/0S systems programming skills

|REQUIRED | |
Fmmm————— o +
| ACCESS | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |
|REQUIRED | deployed copies |
| | - Authority to issue MVS system commands

| | - Authority to stop and start OPS/MVS

Fmmm————— o +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxkx

* STEPS TO PERFORM *

Xk oKk kK K kK K kK K kK K kK K

1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.
Refer to GIM23903I messages in the SMPOUT to identify the
specific load modules that are updated.

2. Copy the updated load modules from SMP/E Target loadlib

13
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Service

Details
CCLXLOAD to any other deployed copies, such as a loadlib
in the OPSMAIN STEPLIB or the system link list (LNKLIST).
3. If the system library lookaside (LLA) program is managing
any updated loadlib, you must refresh LLA by using MVS
system command "F LLA,REFRESH" or some equivalent method.
4. If the system link pack area (LPA) contains any updated
load module, you must refresh LPA by using MVS system
command "SETPROG LPA" or some equivalent method.
* Note that load module OPSAEX is commonly placed in LPA.
5. Stop and re-start OPS/MVS by using MVS system commands
"P OPSS" and "S OPSS" or some equivalent method.
* For possible alternatives to restarting OPS/MVS, see the
topic "RELOAD Modules and RESTART Components'" in the user
documentation at https://techdocs.broadcom.com/opsmvs
6. TSO users must exit and re-enter OPSVIEW to activate any
changes. Depending on how OPSVIEW is accessed, this may
require a TSO logoff and logon.
) -

14



OPS/MVS for JES2/JES3 14.0
CA RS 2202 - PTF LU04224 Details

Service
LU04224

Details
LU04224 M.C.S. ENTRIES = ++PTF (LU04224)

MTCA SEARCH RULE SOURCE FEATURE

ENHANCEMENT DESCRIPTION:

This enhancement allows MTC-A users to easily search rule source code
across multiple OPS/MVS subsystems using the MTC-A web UI.

PRODUCT (S) AFFECTED:

OPS/MVS Version 14.0
Related Problem:

OPSMVS 15869

Copyright (C) 2022 CA. All rights reserved. R00172-CLX140-SPO

DESC (MTCA SEARCH RULE SOURCE FEATURE) .

++VER (Z038)

FMID (CCLXEO1)

PRE ( LUO0044 LU00122 LU00462 LU00633 LUO1212 LU03582
LUO03791 LU03946 LU04002 S014492 S015022 S015068
S015241 S015821 S015877 )

SUP ( AC15146 LT01162 LT02570 LT04224 LU02570 S014857
S015148 S015200 ST14857 ST14979 ST15148 ST15200 )
++HOLD (LU0O4224) SYSTEM FMID (CCLXEO1)

REASON (DYNACT ) DATE (22014)

COMMENT (

o +
| OPS/MVS Version 14.0 |
ittt e +
| SEQUENCE | After APPLY |
ittt e +
| PURPOSE | To deploy a new version of Mainframe Team Center - |
| | Automation |
ittt e +
| USERS | All OPS/MVS MTC-A users

|AFFECTED | |
ittt e +

| KNOWLEDGE | Basic z/0S systems programming skills and knowledge of |

|REQUIRED | your new or existing MTC-A installation and configuration |
| | |
Fmmm————— o +
| ACCESS | - Read/write access to the USS directories where your new |
|REQUIRED | or existing installation of MTC-A resides

| | - Authority to STOP and START your MTC-A Web Application |
B e +

khkkkhkkhkkhkhkhkhkhkkhkkhkkhkhkhkhkhkkkkkkkxx

* STEPS TO PERFORM *

Kok kK kK kK kK kX ok kK kK ok kK kK kK K

Run The MTC-A Configuration Batch Job

Sample JCL to execute the configuration script, mtcacfg.sh, is provided
in yourHLQ.CCLXCNTL (OPMOIACG) . Before executing the batch job, make the
following edits:

1. Include a valid job card

2. Set CCLXCLSO to the fully qualified MVS dataset

name of the SMP/E CLIST target library installed by FMID

CCLXxr0O OPS/MVS Base. (eg. 'yourHLQ.CCLXCLSO')

3. Set CCLSHFSM to the USS mount point of the zFS installed

15
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Details
by FMID CLXxrl OPS/MVS OPSLOG WebView and Web Features.
4. Set TOMCATCONF to the USS path of your deployed Tomcat
server's '"context" directory. Typically:
<catalina base>/conf/Catalina/localhost
5. Set MTCADEPLOY to the USS path where you wish to deploy
the MTCA Web App. A new directory called '/mtca' will be
created on this path and will contain the mtcaApp.war as
well as '/conf' and '/log' sub-directories.
The configuration script creates the MTC-A directory structure at your
chosen deployment location and defines the context for MTC-A to your
Tomcat installation.
If a previous MTC-A installation exists, your current configuration
is saved as 'MTCADEPLOY/mtca/conf/config.yaml.YY MM DD hh mm ss'. Your
configuration is then automatically merged and upgraded to the version
supplied within this PTF. Verify the STDOUT of the configuration batch
job for messages indicating the addition of fields to the 'conf.yaml'
that must be set specifically for your site before MTC-A is restarted.
If your '/mtca' directory is on path 'a/b/c/mtca'’ supply path '/a/b/c’
as your value for the deploy location
) -
++HOLD (LU04224) SYSTEM FMID (CCLXEO1)

REASON (ENH ) DATE (22014)

COMMENT (

o - +
| CA OPS/MVS Web Components Release 14.0 |
o - +
Fmmm————— o +
| SEQUENCE | After APPLY |
Fmmm————— o +
| PURPOSE | To learn about this enhancement

Fmmm————— o +
| USERS | All OPS/MVS MTC-A users

|AFFECTED | |
Fmmm————— o +

| KNOWLEDGE | Knowledge of your OPS/MVS MTC-A installation

|REQUIRED | |
Fmmm————— o +
| ACCESS | Necessary OPS/MVS MTC-A specific authorization |
|REQUIRED | |
Fmmm————— o +

| I************************** I

| | * PUBLICATION * |
| I************************** I
|See section "Search Rule Source" in the CA OPS/MVS documentation set |
|at http://techdocs.broadcom.com/opsmvs

) -

BINARY

LINK('../conf.yaml")

PARM (PATHMODE (0,7,5,5))

TEXT

LINK('../mtcacfg.sh")

PARM (PATHMODE (0,7,5,5))

BINARY

16
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LINK('../mtcaApp.war')

PARM (PATHMODE (0,7,5,5)) .

17
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CA RS 2202 - PTF LU04292 Details

Service
LU04292

Details
LU04292 M.C.S. ENTRIES = ++PTF (LU04292)

LOOP RESTORING RDF TABLE FROM OPSVIEW OPTION 7.6.3

PROBLEM DESCRIPTION:

SQL errors encountered when restoring an RDF table using OPSVIEW option
7.6.3 will cause a loop in REXX OP763000. This fix prevents the loop from
occurring and will also allow tables that require an SQL CREATE statement
larger than 2048 characters to be restored.

SYMPTOMS :

TSO session hangs after issuing the RELOAD command.

IMPACT:

RDF table is not restored from the backup SYSCHK1 dataset.

CIRCUMVENTION:

None.

PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0

Related Problem:
OPSMVS 15911
Copyright (C) 2022 CA. All rights reserved. R00173-CLX140-SPO

DESC (LOOP RESTORING RDF TABLE FROM OPSVIEW OPTION 7.6.3).
++VER (Z038)

FMID (CCLXEOO)

PRE ( LUO3790 )

SUP ( LT04292 )
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Service
LU04341

Details
LU04341 M.C.S. ENTRIES = ++PTF (LU04341)

INVALID SERVICE NAME ERROR DISPLAYING SSMV3 RESOURCES

PROBLEM DESCRIPTION:

3278KN type terminals do not recognize lower case ISPEXEC commands.
SYMPTOMS :

Displaying or editing an SSMV3 resource policy in OPSVIEW will produce the
following ISPF errors.

Short message: Invalid service name

Long message: Display is not an ISPF dialog service name

IMPACT:

Unable to display or edit SSMV3 policy definitions.

CIRCUMVENTION:

Use another type of terminal to display or edit an SSMV3 resource policy.
PRODUCT (S) AFFECTED:

OPS/MVS Release 13.5
OPS/MVS Version 14.0
Related Problem:

OPSMVS 15945

(C) 2022 Broadcom Inc and/or its subsidiaries; All rights reserved

DESC (INVALID SERVICE NAME ERROR DISPLAYING SSMV3 RESOURCES) .
++VER (Z038)

FMID (CCLXEO0O)

PRE ( LUOO0677 LU0O0876 LU01398 LUO2161 LU02417 LU02478
LU02545 LU02562 LU03011 LUO3303 LU03790 LU04163

S014412 S015151 S015578 S015610 S015662 S015902 )

SUP ( LT02515 LT04341 LU02515 )

MCS LU03513 STARTS ON PAGE 0002
MCS LU03744 STARTS ON PAGE 0004
MCS LU04106 STARTS ON PAGE 0006
MCS LU04163 STARTS ON PAGE 0007
MCS LU04168 STARTS ON PAGE 0008
MCS LU04184 STARTS ON PAGE 0010
MCS LU04194 STARTS ON PAGE 0011
MCS LU04224 STARTS ON PAGE 0013
MCS LU04292 STARTS ON PAGE 0015

MCS LU04341 STARTS ON PAGE 0016
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All CA RS Levels Service List

CARS
Level | Service | FMID

CAR2202 LU04341 CCLXEOO
LU04292 CCLXEOO
LU04224 CCLXEO1
LU04194 CCLXEOO
LU04184 CCLXEOO
LU04168 CCLXEOO
LU04163 CCLXEOO
LU04106 CCLXEOO
LU03744 CCLXEOO
LU03513 CCLXEO0O
CAR2201 LU04002 CCLXEO1
LU03946 CCLXEO1
LU03884 CCLXEO1
LU03852 CCLXEOO
LU03792 CCLXEO3
LU03791 CCLXEO1
LU03790 CCLXEOO
LU03721 CCLXEOO
LU03582 CCLXEO1
CAR2112 LU03548 CCLXEOO
LU03512 CCLXEO3
LU03481 CCLXEOO
LU03418 CCLXEOO
LU03387 CCLXEOO
LU03373 CCLXEO1
LU03334 CCLXEOO
LU03258 CCLXEOO
CAR2111 LU0O3303 CCLXEO0O
LU03179 CCLXEOO
LU03165 CCLXEO1
LU03149 CCLXEOO
LU03137 CCLXEOO
LU03119 CCLXEOO
LU03099 CCLXEOO
LU03084 CCLXEOO
LU03082 CCLXEOO
LU03072 CCLXEOO
LU03049 CCLXEOO
LU03011 CCLXEOO
CAR2110 LU02790 CCLXEOO
LU02570 CCLXEO1
LU02514 CCLXEOO
LU02484 CCLXEOO
LU02253 CCLXEO1
LU02252 CCLXEO0O
CAR2109 LU02562 CCLXEOO
LU02545 CCLXEO0O
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All CA RS Levels Service List

CARS
Level | Service | FMID

LU02521 CCLXEOO
LU02515 CCLXEOO
LU02478 CCLXEOO
LU02417 CCLXEOO
LU02313 CCLXEO0O
LU02285 CCLXEO0O
LU02105 CCLXEOO
CAR2108 LU02209 CCLXEOO
LU02161 CCLXEOO
LU02080 CCLXEOO
LU02046 CCLXEOO
LU02021 CCLXEOO
LU01967 CCLXEOO
CAR2107 LU01929 CCLXEOO
LU01862 CCLXEOO
LU01797 CCLXEOO
LUO01655 CCLXEOO
LU01630 CCLXEOO
LU01562 CCLXEO1
LUO01212 CCLXEO1
LU01211 CCLXEOO
LU01140 CCLXEO1
CAR2106 LU01398 CCLXEOO
LU01310 CCLXEOO
LU01080 CCLXEOO
LU00913 CCLXEOO
CAR2105 LU01117 CCLXEOO
LUO1116 CCLXEOO
LU00998 CCLXEOO
LU00876 CCLXEOO
LU00741 CCLXEOO
LU00717 CCLXEOO
LU00679 CCLXEOO
CAR2104 LUOO716 CCLXEO1
LU00715 CCLXEOO
LU00677 CCLXEOO
LU00634 CCLXEOO
LU00633 CCLXEO1
LU00632 CCLXEOO
LU00610 CCLXEOO
LU00496 CCLXEOO
LU00477 CCLXEOO
LU00462 CCLXEO1
LU00442 CCLXEOO
LU00407 CCLXEOO
LU00361 CCLXEOO
LU00235 CCLXEOO
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All CA RS Levels Service List

CARS
Level | Service | FMID

CAR2103 LU00278 CCLXEOO
LU00210 CCLXEOO
LU00188 CCLXEOO
LU00122 CCLXEO1
LU00121 CCLXEOO

CAR2102 S015877 CCLXEO1
S015876 CCLXEOO
LU00117 CCLXEOO
LU00113 CCLXEOO
LU00078 CCLXEOO
LU00077 CCLXEOO
LU00074 CCLXEOO
LU00067 CCLXEOO
LU00063 CCLXEOO
LU00060 CCLXEOO
LU00058 CCLXEOO
LU00057 CCLXEOO
LU00044 CCLXEO1
LU00040 CCLXEOO

CAR2101 S015920 CCLXEO0O
S015902 CCLXEOO
S015821 CCLXEO1
S015820 CCLXEOO
S015729 CCLXEOO
LU00028 CCLXEOO
LU00025 CCLXEOO

CAR2012 S015758 CCLXEO0O
S015662 CCLXEOO
S015610 CCLXEOO
S015578 CCLXEOO
S015569 CCLXEOO
S015565 CCLXEOO
S015526 CCLXEOO
S015515 CCLXEOO
S015505 CCLXEOO
S015502 CCLXEOO
S015497 CCLXEOO

CAR2011 S015373 CCLXEOO
S015324 CCLXEOO
S015241 CCLXEO1
S015200 CCLXEO1
S015151 CCLXEOO
S015148 CCLXEO1
S015069 CCLXEOO
S015068 CCLXEO1
S015067 CCLXEOO
S014750 CCLXEOO
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All CA RS Levels Service List

CA RS
Level Service | FMID

CAR2010 S015022 CCLXEO1
S015018 CCLXEOO
S014993 CCLXEOO
S014932 CCLXEOO
S014903 CCLXEOO
S014875 CCLXEOO
S014871 CCLXEOO
S014857 CCLXEO1
5014824 CCLXEOO
S014801 CCLXEOO
S014646 CCLXEOO
S014644 CCLXEOO
S014609 CCLXEOO
CAR2009 S014537 CCLXEOO
S014492 CCLXEO1
S014477 CCLXEOO
S014434 CCLXEO1
S014412 CCLXEOO
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