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CA RS 2109 Service List

Service Description Type

LU02105 EASYRULE NOT FORMATTING STRINGS PROPERLY PTF

LU02285 DUPLICATE OR MISSING SSMGAV2 SUBREQ VARIABLES PTF

LU02313 POSSIBLE SDC4 ABENDS WHEN STARTING THE OPSBCPII SERVER PTF

LU02417 ADD PARAMETER TO CONTROL POLICY LOADS AT IPL TIME PTF

LU02478 SSMV3 DYNAMIC ACTIVATION RULES MAY FAIL PTF

LU02515 SSMACTIVEPOLICY PARAMETER SET TO VALUE OF DEFAULT IN ERROR PTF

LU02521 EXTRANEOUS SECURITY EVENT FOR OPSLOG BROWSE PTF

LU02545 STATUS OF UNLOAD COMMAND INCORRECT IN OPSVIEW 4.11.P.R PTF

LU02562 STATUS OF UPD PREREQ INCORRECT IN OPSVIEW 4.11.P.R PTF

The CA RS 2109 service count for this release is 9
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CA RS 2109 Service List for CCLXE00

FMID Service Description Type

CCLXE00 LU02105 EASYRULE NOT FORMATTING STRINGS PROPERLY PTF

LU02285 DUPLICATE OR MISSING SSMGAV2 SUBREQ VARIABLES PTF

LU02313 POSSIBLE SDC4 ABENDS WHEN STARTING THE OPSBCPII SERVER PTF

LU02417 ADD PARAMETER TO CONTROL POLICY LOADS AT IPL TIME PTF

LU02478 SSMV3 DYNAMIC ACTIVATION RULES MAY FAIL PTF

LU02515 SSMACTIVEPOLICY PARAMETER SET TO VALUE OF DEFAULT IN ERROR PTF

LU02521 EXTRANEOUS SECURITY EVENT FOR OPSLOG BROWSE PTF

LU02545 STATUS OF UNLOAD COMMAND INCORRECT IN OPSVIEW 4.11.P.R PTF

LU02562 STATUS OF UPD PREREQ INCORRECT IN OPSVIEW 4.11.P.R PTF

The CA RS 2109 service count for this FMID is 9
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Service Details

LU02105 LU02105   M.C.S. ENTRIES  = ++PTF (LU02105)

EASYRULE NOT FORMATTING STRINGS PROPERLY

PROBLEM DESCRIPTION:

EASYRULE editing options do not format strings properly:

1. For any types of rule, option "4 ACTIONS" does not format the

NEW VALUE strings correctly for these sub options:

"G  Update Global Variables",

"L  Update Local or Global Variables", and

"N  Send a NetMaster Alert"

2. For CMD rule, the sub option "3 Reword the command" under option

"4 ACTIONS" does not put double quotes on the value of CMD.TEXT

correctly.

SYMPTOMS:

1. Possible failures for sub options G and L under the option 4 when

assigning the NEW VALUE string with more than 2 words using the

syntax format {n}:

a. The generated OPS/REXX code may be truncated after ISPF screen

column 72;

b. The generated OPS/REXX code for the NEW VALUE sectionmay be blank;

c. The following ISPF dialog message may appear:

"Return code=24 after a call to OPQQ02 - call CA Customer Support".

2. The generated Address NETMASTER command text is not quoted properly.

3. The generated CMD.TEXT for the "Reword the command" section is not

quoted properly.

IMPACT:

Possible compilation and/or execution errors for the OPS/REXX code

generated by EASYRULE.

CIRCUMVENTION:

Correct the generated OPS/REXX code using ISPF Edit or AOF rule Edit.

After you edit a rule, you  may no longer be able to use EASYRULE to

edit it.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14254

Copyright (C) 2021 CA. All rights reserved. R00115-CLX140-SP0

DESC(EASYRULE NOT FORMATTING STRINGS PROPERLY).

++VER (Z038)

FMID (CCLXE00)

SUP ( LT02105 )

++HOLD (LU02105) SYSTEM FMID(CCLXE00)

REASON (DYNACT )   DATE (21236)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF              |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |
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|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.

Refer to GIM23903I messages in the SMPOUT to identify the

specific load modules that are updated.

2. Copy the updated load modules from SMP/E Target loadlib

CCLXLOAD to any other deployed copies, such as a loadlib

in the OPSMAIN STEPLIB or the system link list (LNKLIST).

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent method.

4. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent method.

* Note that load module OPSAEX is commonly placed in LPA.

5. Stop and re-start OPS/MVS by using MVS system commands

"P OPSS" and "S OPSS" or some equivalent method.

* For possible alternatives to restarting OPS/MVS, see the

topic "RELOAD Modules and RESTART Components" in the user

documentation at https://techdocs.broadcom.com/opsmvs

6. TSO users must exit and re-enter OPSVIEW to activate any

changes.  Depending on how OPSVIEW is accessed, this may

require a TSO logoff and logon.

).
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LU02285 LU02285   M.C.S. ENTRIES  = ++PTF (LU02285)

DUPLICATE OR MISSING SSMGAV2 SUBREQ VARIABLES

PROBLEM DESCRIPTION:

The GLVPLXTS.SUBREQ variables used by the SSMGAV2 application may be

corrupted when a cross system prereq is deleted from a resource.

SYMPTOMS:

The index node of the GLVPLXTS.SUBREQ variables are not sequential and

may have duplicate or missing entries.

IMPACT:

Cross system subreq checking may fail.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14399

Copyright (C) 2021 CA. All rights reserved. R00119-CLX140-SP0

DESC(DUPLICATE OR MISSING SSMGAV2 SUBREQ VARIABLES).

++VER (Z038)

FMID (CCLXE00)

SUP ( LT02285 )
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LU02313 LU02313   M.C.S. ENTRIES  = ++PTF (LU02313)

POSSIBLE SDC4 ABENDS WHEN STARTING THE OPSBCPII SERVER

PROBLEM DESCRIPTION:

Possible SDC4 abends during OPSBCPII Server initialization.

SYMPTOMS:

ABEND SDC4 followed by OPSBCPII Server termination.

IMPACT:

The OPSBCPII Server is unavailable.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14234

Copyright (C) 2021 CA. All rights reserved. R00121-CLX140-SP0

DESC(POSSIBLE SDC4 ABENDS WHEN STARTING THE OPSBCPII SERVER).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00028 LU00074 LU01116 SO15515 )

SUP ( LT02313 )

++HOLD (LU02313) SYSTEM FMID(CCLXE00)

REASON (ACTION )   DATE (21216)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | Before using the OPSBCPII Server.                         |

+----------+-----------------------------------------------------------+

|PURPOSE   | To resolve a potential SDC4 abend.                        |

+----------+-----------------------------------------------------------+

|USERS     | All users of the OPSBCPII Server.                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS system programming skills.                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | Authority to stop and start the OPS/MVS OPSBCPII Server.  |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1.  After applying the PTF, restart OPSBCPII Server by issuing the

following Command:

"F OPSx,RESTART(HWS)" where OPSx is the OPS/MVS subsystem id.

).
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LU02417 LU02417   M.C.S. ENTRIES  = ++PTF (LU02417)

ADD PARAMETER TO CONTROL POLICY LOADS AT IPL TIME

ENHANCEMENT:

Add the SSMAUTOLOADPOL parameter to control the loading of the active

policy at IPL time.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14447

Copyright (C) 2021 CA. All rights reserved. R00122-CLX140-SP0

DESC(ADD PARAMETER TO CONTROL POLICY LOADS AT IPL TIME).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00477 LU00715 LU02161 SO14903 SO15067 SO15151

SO15565 SO15578  )

SUP ( LT02417 )

++HOLD (LU02417) SYSTEM FMID(CCLXE00)

REASON (ACTION )   DATE (21224)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | Reset ISPF statistics for updated AOF rule(s)             |

+----------+-----------------------------------------------------------+

|USERS     | Users with AOF rules                                      |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | ISPF                                                      |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | Product libraries                                         |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

This PTF installs updated AOF rule(s) into SMP/E Target library

CCLXRULM with no ISPF statistics.  You will not be able to auto-enable

the updated rule(s) until you reset their ISPF statistics.  You can use

ISPF option 3.5 to manually reset the ISPF statistics for the updated

rule(s).  You can use ISPF option 3.3 to manually copy the updated

rule(s) to your deployed ruleset(s).

).

++HOLD (LU02417) SYSTEM FMID(CCLXE00)

REASON (DYNACT )   DATE (21224)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |
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+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF              |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.

Refer to GIM23903I messages in the SMPOUT to identify the

specific load modules that are updated.

2. Copy the updated load modules from SMP/E Target loadlib

CCLXLOAD to any other deployed copies, such as a loadlib

in the OPSMAIN STEPLIB or the system link list (LNKLIST).

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent method.

4. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent method.

* Note that load module OPSAEX is commonly placed in LPA.

5. Stop and re-start OPS/MVS by using MVS system commands

"P OPSS" and "S OPSS" or some equivalent method.

* For possible alternatives to restarting OPS/MVS, see the

topic "RELOAD Modules and RESTART Components" in the user

documentation at https://techdocs.broadcom.com/opsmvs

6. TSO users must exit and re-enter OPSVIEW to activate any

changes.  Depending on how OPSVIEW is accessed, this may

require a TSO logoff and logon.

).

++HOLD (LU02417) SYSTEM FMID(CCLXE00)

REASON (ENH    )   DATE (21224)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After Apply                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | Add SSMAUTOLOADPOL parameter.                             |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users.                                        |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Knowledge of OPS/MVS installation                         |

|REQUIRED  |                                                           |
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+----------+-----------------------------------------------------------+

|ACCESS    | Necessary OPS/MVS authorization                           |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

See the following topics in the OPS/MVS documentation set at

http://techdocs.broadcom.com/opsmvs

'New Features'

'System State Manager Parameters'

).
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LU02478 LU02478   M.C.S. ENTRIES  = ++PTF (LU02478)

SSMV3 DYNAMIC ACTIVATION RULES MAY FAIL

PROBLEM DESCRIPTION:

A dynamic activation rule will not be created for resources that have

message IDs where the last 7 characters are the same.

An example would be TEST001 and !TEST001.

A dynamic rule will be created for the first resource that was loaded but

not the second one.

SYMPTOMS:

The CURRENT_STATE of the resource is not set to UP when the resource

initializes. If a timeout value is used, a false timeout error will occur.

IMPACT:

The CURRENT_STATE of the resource is not set to UP when the resource

initializes. If a timeout value is used, a false timeout error will occur.

CIRCUMVENTION:

Create a static rule for the activation message.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14528

Copyright (C) 2021 CA. All rights reserved. R00124-CLX140-SP0

DESC(SSMV3 DYNAMIC ACTIVATION RULES MAY FAIL).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00677 LU00876 LU01398 LU02161 LU02417 SO14412

SO15151 SO15578 SO15610 SO15662 SO15902  )

SUP ( LT02080 LT02478 LU02080 )

++HOLD (LU02478) SYSTEM FMID(CCLXE00)

REASON (ACTION )   DATE (21230)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | Reset ISPF statistics for updated AOF rule(s)             |

+----------+-----------------------------------------------------------+

|USERS     | Users with AOF rules                                      |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | ISPF                                                      |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | Product libraries                                         |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

This PTF installs updated AOF rule(s) into SMP/E Target library

CCLXRULM with no ISPF statistics.  You will not be able to auto-enable
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the updated rule(s) until you reset their ISPF statistics.  You can use

ISPF option 3.5 to manually reset the ISPF statistics for the updated

rule(s).  You can use ISPF option 3.3 to manually copy the updated

rule(s) to your deployed ruleset(s).

).
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LU02515 LU02515   M.C.S. ENTRIES  = ++PTF (LU02515)

SSMACTIVEPOLICY PARAMETER SET TO VALUE OF DEFAULT IN ERROR

PROBLEM DESCRIPTION:

When entering OPSVIEW 4.11.P.R, code to create a DEFAULT policy for the

SSMV3 multiple policy enhancement is executed in error. This creates a new

DEFAULT policy and sets the SSMACTIVEPOLICY to 'DEFAULT'.

SYMPTOMS:

The SSMACTIVEPOLICY parameter is set to 'DEFAULT'

The DEFAULT policy entry is added to the SSM managed policies.

IMPACT:

The SSMACTIVEPOLICY parameter is set to 'DEFAULT'

The DEFAULT policy entry is added to the SSM managed policies.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14585

Copyright (C) 2021 CA. All rights reserved. R00127-CLX140-SP0

DESC(SSMACTIVEPOLICY PARAMETER SET TO VALUE OF DEFAULT IN ERROR).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00677 LU00876 LU01398 LU02161 LU02417 LU02478

SO14412 SO15151 SO15578 SO15610 SO15662 SO15902  )

SUP ( LT02515 )
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LU02521 LU02521   M.C.S. ENTRIES  = ++PTF (LU02521)

EXTRANEOUS SECURITY EVENT FOR OPSLOG BROWSE

PROBLEM DESCRIPTION:

An additional (second) security event is issued when accessing OPSLOG

Browse via OPSVIEW option 1.

SYMPTOMS:

Two OPSBRW security events are issued when entering OPSVIEW option 1.

The extraneous OPSBRW security event will have a blank value in the

SEC.AUBODBSR variable, the OPSLOG database string.

IMPACT:

Additional OPSBRW security event is issued.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14212

Copyright (C) 2021 CA. All rights reserved. R00128-CLX140-SP0

DESC(EXTRANEOUS SECURITY EVENT FOR OPSLOG BROWSE).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00058 SO14824 )

SUP ( LT02521 )

++HOLD (LU02521) SYSTEM FMID(CCLXE00)

REASON (DYNACT )   DATE (21232)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 14.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF              |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. APPLY of this PTF updates SMP/E Target loadlib CCLXLOAD.

Refer to GIM23903I messages in the SMPOUT to identify the

specific load modules that are updated.

2. Copy the updated load modules from SMP/E Target loadlib
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CCLXLOAD to any other deployed copies, such as a loadlib

in the OPSMAIN STEPLIB or the system link list (LNKLIST).

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent method.

4. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent method.

* Note that load module OPSAEX is commonly placed in LPA.

5. Stop and re-start OPS/MVS by using MVS system commands

"P OPSS" and "S OPSS" or some equivalent method.

* For possible alternatives to restarting OPS/MVS, see the

topic "RELOAD Modules and RESTART Components" in the user

documentation at https://techdocs.broadcom.com/opsmvs

6. TSO users must exit and re-enter OPSVIEW to activate any

changes.  Depending on how OPSVIEW is accessed, this may

require a TSO logoff and logon.

).
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LU02545 LU02545   M.C.S. ENTRIES  = ++PTF (LU02545)

STATUS OF UNLOAD COMMAND INCORRECT IN OPSVIEW 4.11.P.R

PROBLEM DESCRIPTION:

When using the UNLOAD command from OPSVIEW 4.11.P.R, the status of a

resource that was not unloaded is set in error.

This occurs when the resource has the same name as a resource that was

unloaded but is in a different table.

SYMPTOMS:

The status of a resource that was not unloaded is set to success/failed.

IMPACT:

Misleading status value displayed after an UNLOAD command.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14619

Copyright (C) 2021 CA. All rights reserved. R00129-CLX140-SP0

DESC(STATUS OF UNLOAD COMMAND INCORRECT IN OPSVIEW 4.11.P.R).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00677 LU00876 LU01398 LU02161 LU02417 LU02478

SO14412 SO15151 SO15578 SO15610 SO15662 SO15902  )

SUP ( LT02515 LT02545 LU02515 )
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LU02562 LU02562   M.C.S. ENTRIES  = ++PTF (LU02562)

STATUS OF UPD PREREQ INCORRECT IN OPSVIEW 4.11.P.R

PROBLEM DESCRIPTION:

When using the UNLOAD command from OPSVIEW 4.11.P.R, the status of a

resource is set to UPD PREREQ in error.

SYMPTOMS:

After an UNLOAD, the status of a resource may be UPD PREREQ even though

the resource does not need to be updated due to a PREREQ being unloaded.

IMPACT:

Misleading status value displayed after an UNLOAD command.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Release 13.5

CA OPS/MVS Base                                              Version 14.0

Related Problem:

OPSMVS 14637

Copyright (C) 2021 CA. All rights reserved. R00130-CLX140-SP0

DESC(STATUS OF UPD PREREQ INCORRECT IN OPSVIEW 4.11.P.R).

++VER (Z038)

FMID (CCLXE00)

PRE ( LU00677 LU00876 LU01398 LU02161 LU02417 LU02478

SO14412 SO15151 SO15578 SO15610 SO15662 SO15902  )

SUP ( LT02515 LT02545 LT02562 LU02515 LU02545 )

MCS          LU02105            STARTS ON PAGE 0002

MCS          LU02285            STARTS ON PAGE 0004

MCS          LU02313            STARTS ON PAGE 0004

MCS          LU02417            STARTS ON PAGE 0006

MCS          LU02478            STARTS ON PAGE 0008

MCS          LU02515            STARTS ON PAGE 0010

MCS          LU02521            STARTS ON PAGE 0011

MCS          LU02545            STARTS ON PAGE 0013

MCS          LU02562            STARTS ON PAGE 0014
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Product Family Product Release

Systems Management CA OPS/MVS BASE 14.00.00

The CA RS 2109 Product/Component Count for this release is 1
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CA RS
Level Service FMID

CAR2109 LU02562 CCLXE00

LU02545 CCLXE00

LU02521 CCLXE00

LU02515 CCLXE00

LU02478 CCLXE00

LU02417 CCLXE00

LU02313 CCLXE00

LU02285 CCLXE00

LU02105 CCLXE00

CAR2108 LU02209 CCLXE00

LU02161 CCLXE00

LU02080 CCLXE00

LU02046 CCLXE00

LU02021 CCLXE00

LU01967 CCLXE00

CAR2107 LU01929 CCLXE00

LU01862 CCLXE00

LU01797 CCLXE00

LU01655 CCLXE00

LU01630 CCLXE00

LU01562 CCLXE01

LU01212 CCLXE01

LU01211 CCLXE00

LU01140 CCLXE01

CAR2106 LU01398 CCLXE00

LU01310 CCLXE00

LU01080 CCLXE00

LU00913 CCLXE00

CAR2105 LU01117 CCLXE00

LU01116 CCLXE00

LU00998 CCLXE00

LU00876 CCLXE00

LU00741 CCLXE00

LU00717 CCLXE00

LU00679 CCLXE00

CAR2104 LU00716 CCLXE01

LU00715 CCLXE00

LU00677 CCLXE00

LU00634 CCLXE00

LU00633 CCLXE01

LU00632 CCLXE00

LU00610 CCLXE00

LU00496 CCLXE00

LU00477 CCLXE00

LU00462 CCLXE01

LU00442 CCLXE00

LU00407 CCLXE00
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LU00361 CCLXE00

LU00235 CCLXE00

CAR2103 LU00278 CCLXE00

LU00210 CCLXE00

LU00188 CCLXE00

LU00122 CCLXE01

LU00121 CCLXE00

CAR2102 SO15877 CCLXE01

SO15876 CCLXE00

LU00117 CCLXE00

LU00113 CCLXE00

LU00078 CCLXE00

LU00077 CCLXE00

LU00074 CCLXE00

LU00067 CCLXE00

LU00063 CCLXE00

LU00060 CCLXE00

LU00058 CCLXE00

LU00057 CCLXE00

LU00044 CCLXE01

LU00040 CCLXE00

CAR2101 SO15920 CCLXE00

SO15902 CCLXE00

SO15821 CCLXE01

SO15820 CCLXE00

SO15729 CCLXE00

LU00028 CCLXE00

LU00025 CCLXE00

CAR2012 SO15758 CCLXE00

SO15662 CCLXE00

SO15610 CCLXE00

SO15578 CCLXE00

SO15569 CCLXE00

SO15565 CCLXE00

SO15526 CCLXE00

SO15515 CCLXE00

SO15505 CCLXE00

SO15502 CCLXE00

SO15497 CCLXE00

CAR2011 SO15373 CCLXE00

SO15324 CCLXE00

SO15241 CCLXE01

SO15200 CCLXE01

SO15151 CCLXE00

SO15148 CCLXE01

SO15069 CCLXE00

SO15068 CCLXE01
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SO15067 CCLXE00

SO14750 CCLXE00

CAR2010 SO15022 CCLXE01

SO15018 CCLXE00

SO14993 CCLXE00

SO14932 CCLXE00

SO14903 CCLXE00

SO14875 CCLXE00

SO14871 CCLXE00

SO14857 CCLXE01

SO14824 CCLXE00

SO14801 CCLXE00

SO14646 CCLXE00

SO14644 CCLXE00

SO14609 CCLXE00

CAR2009 SO14537 CCLXE00

SO14492 CCLXE01

SO14477 CCLXE00

SO14434 CCLXE01

SO14412 CCLXE00
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