Trusted Access Manager for z/0OS 1.1
CA RS 2108 Service List

LU00584 ISSUING OPS SIGNALS FOR TAMZ FOR RACF EVENTS PTF

5016320 TAMR LOGGING OF ELEVATE/DEELEVATE COMMANDS TO SMF PTF

The CA RS 2108 service count for this release is 2



Trusted Access Manager for z/0OS
CA RS 2108 Service List for CFH0110

CFHO110 LU00584 ISSUING OPS SIGNALS FOR TAMZ FOR RACF EVENTS

5016320 TAMR LOGGING OF ELEVATE/DEELEVATE COMMANDS TO SMF PTF

The CA RS 2108 service count for this FMID is 2



Trusted Access Manager for z/0OS 1.1
CA RS 2108 - PTF LU00584 Details

Service
LU00584

Details
LU00584 M.C.S. ENTRIES = ++PTF (LU00584)

ISSUING OPS SIGNALS FOR TAMZ FOR RACF EVENTS

ENHANCEMENT DESCRIPTION:

Trusted Access Manager for Z will now enable OPS/MVS signals to be
issued when an ELEVATE/DEELEVATE command is executed. This signal
notifies OPS about changes to the security environment of a user.
The following issues were fixed as a part of this Enhancement:

The message TAMR0400I being displayed twice with CEM in place.
Elevations with CREDS not logging RACINIT SMF records.
Passwords in CREDS not uppercased for validation.

Ticket Validation Bypassed then CREDS are supplied.

a obh W N R

S0C4 on ICHEINTY requests using non-extended plists.

PRODUCT (S) AFFECTED:

TRUSTED ACCESS MANAGER FOR Z Release 1.1
Related Problem:

TAMZ 13115

Copyright (C) 2021 CA. All rights reserved. RO0O035-TAM011-SP1

DESC (ISSUING OPS SIGNALS FOR TAMZ FOR RACF EVENTS) .
++VER (Z038)

FMID (CFHO0110)

PRE ( S008972 S010812 S012359 S013783 S014064 S014102
S014114 S015020 S015058 S015516 S015557 S015558
S015725 S016059 S016218 S016320 )

SUP ( LT00584 )

++HOLD (LUO00584) SYSTEM FMID (CFH0110)

REASON (DYNACT ) DATE (21209)

COMMENT (

o - +
| TRUSTED ACCESS MANAGER FOR Z Release 1.1 |
Fmmm————— B Tttt +

| SEQUENCE | After Apply |

Fmmm————— B Tttt +
| PURPOSE | To activate maintenance without requiring an IPL.

Fmmm————— B Tttt +
| USERS | All TAMz users. |
|AFFECTED | |
Fmmm————— B Tttt +

| KNOWLEDGE | SMP/e |

|REQUIRED | Operator commands |
Fmmm————— B Tttt +
|ACCESS | SMP/e |
|REQUIRED | Operator commands |
Fmmm————— B Tttt +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkxx

* STEPS TO PERFORM *
AKhkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkkhkkkkkkkx*x

1. Apply PTF

2. F LLA,REFRESH

3. Issue S TAMRSTC,,,REINIT to reimplant TAMRPCOO
) .




Trusted Access Manager for z/0OS 1.1
CA RS 2108 - PTF SO16320 Details

Service
5016320

Details
S016320 M.C.S. ENTRIES = ++PTF (S016320)

TAMR LOGGING OF ELEVATE/DEELEVATE COMMANDS TO SMF

ENHANCEMENT DESCRIPTION:

This enhancement enables users to to access logged messages of
SMF for the ELEVATE and DEELEVATE commands of Trusted Access
Manager for RACF for z. The Logstr field in the SMF80 records
contain the TAMR ELEVATE and DEELEVATE commands entered along
with the messages in response.

PRODUCT (S) AFFECTED:

TRUSTED ACCESS MANAGER FOR Z Release 1.1
Related Problem:

TAMZ 30

Copyright (C) 2021 CA. All rights reserved. RO0O033-TAM011-SP1

DESC (TAMR LOGGING OF ELEVATE/DEELEVATE COMMANDS TO SMF) .
++VER (Z038)

FMID (CFHO0110)

PRE ( S008972 S010581 S010812 S012359 S013553 S013783
S014064 S014102 S014114 S015020 S015058 S015516

S015557 S015558 S015725 S016059 S016218 )

SUP ( ST16320 )

++HOLD (S016320) SYSTEM FMID (CFH0110)

REASON (DYNACT ) DATE (21209)

COMMENT (

o - +
| TRUSTED ACCESS MANAGER FOR Z Release 1.1 |
Fmmm————— B Tttt +
| SEQUENCE | After Apply |
Fmmm————— B Tttt +
| PURPOSE | To activate maintenance without requiring an IPL.
Fmmm————— B Tttt +
| USERS | All TAMz users. |
|AFFECTED | |
Fmmm————— B Tttt +

| KNOWLEDGE | SMP/e |

|REQUIRED | Operator commands |
Fmmm————— B Tttt +
|ACCESS | SMP/e |
|REQUIRED | Operator commands |
Fmmm————— B Tttt +

khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxx

* STEPS TO PERFORM *
khkkkhkkhkkhkhkhkhkhkhkhkkhkkhkhkhkhkhkkkkkkkxx

1. Apply PTF

2. F LLA,REFRESH

3. Issue S TAMRSTC,,,REINIT to reimplant TAMRPCOO
) .




Trusted Access Manager for z/0OS 1.1 5
CA RS 2108 Product/Component Listing

Security MF SECURITY JVM 01.01.00

TRUSTED ACCESS MANAGER FOR Z 01.01.00

The CA RS 2108 Product/Component Count for this release is 2



Trusted Access Manager for z/0OS 1.1
All CA RS Levels Service List

CARS
Level | Service | FMID

CAR2108 S016320 CFH0110
LU00584 CFH0110
CAR2107 S016218 CFH0110
CAR2104 S016059 CFH0110
S015725 CFHO0110
S015558 CFHO0110
S015557 CFHO0110
LU00206 CFHO0110
CAR2012 S015516 CFH0110
S015058 CFHO0110
S015020 CFHO110
CAR2010 S014114 CFHO0110
S014102 CFHO110
S014064 CFHO0110
S013783 CFHO0110
S013553 CFHO0110
S012468 CSJvilo
S011254 CSJviilo
CAR2006 S012878 CFH0110
S012359 CFHO0110
5010812 CFHO0110
CAR2001 S011137 CFHO0110
5010220 CFHO0110
5010217 CSJviio
S010051 CsJviio
CAR1911 S010581 CFH0110
S007548 CFH0110
CAR1910 S009874 CSJV110
S008972 CFH0110
CAR1908 S007549 CSJV110
5006988 CSJvi1o0
CAR1907 S007610 CSJV110
S007607 CFH0110
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