
CA OPS/MVS for JES3 13.0 1
CA RS 2007 Service List

Service Description Type

SO13296 OPSTATUS RETURNS AN INCORRECT COUNT OF ACTIVE IMS'S PTF

SO13442 PREVENT EMERGENCY PRODUCT SHUTDOWN **HIPER**

SO13446 OPS3445O AUTO SWITCH FROM BACKUP OPSLOG TO PRIMARY OPSLOG PTF

SO13471 SSMGA RESOURCE DELETED FROM TABLE BY SSMBEGIN PTF

SO13673 POSSIBLE PROCESSINUSE VALUE BECOMING NEGATIVE PTF

The CA RS 2007 service count for this release is 5
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CA RS 2007 Service List for CCLXD00

FMID Service Description Type

CCLXD00 SO13296 OPSTATUS RETURNS AN INCORRECT COUNT OF ACTIVE IMS'S PTF

SO13442 PREVENT EMERGENCY PRODUCT SHUTDOWN **HIPER**

SO13446 OPS3445O AUTO SWITCH FROM BACKUP OPSLOG TO PRIMARY OPSLOG PTF

SO13471 SSMGA RESOURCE DELETED FROM TABLE BY SSMBEGIN PTF

SO13673 POSSIBLE PROCESSINUSE VALUE BECOMING NEGATIVE PTF

The CA RS 2007 service count for this FMID is 5
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Service Details

SO13296 SO13296   M.C.S. ENTRIES  = ++PTF (SO13296)

OPSTATUS RETURNS AN INCORRECT COUNT OF ACTIVE IMS'S

PROBLEM DESCRIPTION:

The OPS/REXX OPSTATUS function returns an inaccurate count of active IMS

subsystems when the IMSxINSTALLEXITS parameter is set to YES and the exit

install process fails.

SYMPTOMS:

Issuing OPSTATUS('I','A','*') returns an inaccurate count of active IMS

subsystems.

IMPACT:

Unable to determine the number of active IMS subsystems using the OPSTATUS

function.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

Related Problem:

OPSMVS 1679

Copyright (C) 2020 CA. All rights reserved. R00245-CLX130-SP1

DESC(OPSTATUS RETURNS AN INCORRECT COUNT OF ACTIVE IMS'S).

++VER (Z038)

FMID (CCLXD00)

PRE ( RO94359 )

SUP ( AR94613 RO94837 ST13296 TR94837 )

++HOLD (SO13296) SYSTEM FMID(CCLXD00)

REASON (ACTION )   DATE (20181)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 13.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After Apply                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | Correct OPSTATUS error reporting number of active IMS     |

|          | regions.                                                  |

+----------+-----------------------------------------------------------+

|USERS     | All users of the IMS option of the OPSTATUS function.     |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS system programming skills.                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | Authority to stop and start the OPS/MVS.                  |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1.  After applying the PTF, restart OPS/MVS.

2.  TSO users must logoff and back on before executing the OPS/REXX

OPSTATUS function.

).
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Service Details

++HOLD (SO13296) SYSTEM FMID(CCLXD00)

REASON (DYNACT )   DATE (20181)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 13.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF, including   |

|          | load module OPSAEX                                        |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. This PTF updates load module OPSAEX, as well as the other

load modules identified by the ++MOD statements contained

in this PTF.  APPLY of this PTF updates SMP/E Target

loadlib CCLXLOAD.

2. Copy the updated load modules from SMP/E Target loadlib

CCLXLOAD to any other deployed copies, such as a STEPLIB

used by the OPS/MVS main address space, a link listed

loadlib, etc.

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent

mechanism.

4. TSO users must get out of OPSVIEW.

5. Stop OPS/MVS.

6. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent mechanism.

7. Start OPS/MVS.

8. TSO users may access OPSVIEW.  Depending on how OPSVIEW is

accessed, this may require TSO logoff/logon.

).
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Service Details

SO13442 SO13442   M.C.S. ENTRIES  = ++PTF (SO13442)

PREVENT EMERGENCY PRODUCT SHUTDOWN

PROBLEM DESCRIPTION:

Emergency product shutdown may occur due to recursive abends attempting

to issue an error message within an OSF server or TSO address space when a

a DCB becomes unusable.  IEC020I messages are typically issued indicating

a S001 abend has occurred.

SYMPTOMS:

The product shuts down because of recursive abends, which should just be

allowed to percolate, terminating the task in question.

IMPACT:

Automation is stopped and the product shuts down.

CIRCUMVENTION:

None.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

Related Problem:

OPSMVS 1681

Copyright (C) 2020 CA. All rights reserved. R00246-CLX130-SP1

DESC(PREVENT EMERGENCY PRODUCT SHUTDOWN).

++VER (Z038)

FMID (CCLXD00)

PRE ( RO99262 SO00647 SO05676 SO06934 )

SUP ( FC94493 SO03746 SO05501 ST03746 ST05501 ST13442 )

++HOLD (SO13442) SYSTEM FMID(CCLXD00)

REASON (DYNACT )   DATE (20154)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 13.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF, including   |

|          | load module OPSAEX                                        |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. This PTF updates load module OPSAEX, as well as the other

load modules identified by the ++MOD statements contained
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in this PTF.  APPLY of this PTF updates SMP/E Target

loadlib CCLXLOAD.

2. Copy the updated load modules from SMP/E Target loadlib

CCLXLOAD to any other deployed copies, such as a STEPLIB

used by the OPS/MVS main address space, a link listed

loadlib, etc.

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent

mechanism.

4. TSO users must get out of OPSVIEW.

5. Stop OPS/MVS.

6. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent mechanism.

7. Start OPS/MVS.

8. TSO users may access OPSVIEW.  Depending on how OPSVIEW is

accessed, this may require TSO logoff/logon.

).
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Service Details

SO13446 SO13446   M.C.S. ENTRIES  = ++PTF (SO13446)

OPS3445O AUTO SWITCH FROM BACKUP OPSLOG TO PRIMARY OPSLOG

PROBLEM DESCRIPTION:

OPS3445O REXX program lacks the logic to automatically switch from the backup

OPSLOG to the primary OPSLOG when users fail to do so before the AOF rule

OPS3445O is fired for the live backup OPSLOG. This fix will prevent the

backup OPSLOG message number from reaching the 2 billion limit and

requiring the reallocation of OPSLOG data sets and recycling of OPS/MVS.

SYMPTOMS:

The primary OPSLOG cannot be set to Live, and this message may be observed:

OPS4605E ADDRESS OPSCTL OPSLOG command lock for SETLIVE failed:'OPSLOG'.

IMPACT:

No events can be recorded by OPSLOG.

CIRCUMVENTION:

NONE.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

Related Problem:

OPSMVS 1682

Copyright (C) 2020 CA. All rights reserved. R00248-CLX130-SP1

DESC(OPS3445O AUTO SWITCH FROM BACKUP OPSLOG TO PRIMARY OPSLOG).

++VER (Z038)

FMID (CCLXD00)

PRE ( SO08133 )

SUP ( ST13443 ST13446 )
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Service Details

SO13471 SO13471   M.C.S. ENTRIES  = ++PTF (SO13471)

SSMGA RESOURCE DELETED FROM TABLE BY SSMBEGIN

PROBLEM DESCRIPTION:

Code in SSMBEGIN that managed SSMGAV2 resources was not checking if the

resources were being managed by the SSMGA application.

SYMPTOMS:

Duplicate resource entries with an ACTMODE of INACTIVE were being deleted

by SSMBEGIN.

IMPACT:

Duplicate resource entries needed by SSMGA were deleted which would cause

move failures.

CIRCUMVENTION:

NONE.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

Related Problem:

OPSMVS 1684

Copyright (C) 2020 CA. All rights reserved. R00249-CLX130-SP1

DESC(SSMGA RESOURCE DELETED FROM TABLE BY SSMBEGIN).

++VER (Z038)

FMID (CCLXD00)

PRE ( RO98964 RO99161 SO00309 SO10838 SO11111 )

SUP ( SO04902 SO05268 ST04902 ST05268 ST13471 )

++HOLD (SO13471) SYSTEM FMID(CCLXD00)

REASON (ACTION )   DATE (20155)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 13.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | Reset ISPF statistics for updated AOF rule(s)             |

+----------+-----------------------------------------------------------+

|USERS     | Users with AOF rules                                      |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | ISPF                                                      |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | Product libraries                                         |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

This PTF installs updated AOF rule(s) into SMP/E Target library

CCLXRULM with no ISPF statistics.  You will not be able to auto-enable

the updated rule(s) until you reset their ISPF statistics.  You can use

ISPF option 3.5 to manually reset the ISPF statistics for the updated

rule(s).  You can use ISPF option 3.3 to manually copy the updated
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rule(s) to your deployed ruleset(s).

).
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SO13673 SO13673   M.C.S. ENTRIES  = ++PTF (SO13673)

POSSIBLE PROCESSINUSE VALUE BECOMING NEGATIVE

PROBLEM DESCRIPTION:

It is possible for the PROCESSINUSE parameter to become negative, causing a

healthcheck for  OPSMVS_PARM_PROCBLK@OPSMVS to surface.

SYMPTOMS:

The health check firing is the only symptom of this defect.

IMPACT:

none.

CIRCUMVENTION:

The health check may be disabled to avoid the erroneous messages.

PRODUCT(S) AFFECTED:

CA OPS/MVS Base                                              Version 13.0

CA OPS/MVS Base                                              Release 13.5

Related Problem:

OPSMVS 1591

Copyright (C) 2020 CA. All rights reserved. R00250-CLX130-SP1

DESC(POSSIBLE PROCESSINUSE VALUE BECOMING NEGATIVE).

++VER (Z038)

FMID (CCLXD00)

PRE ( RO94880 RO96478 RO99262 SO00647 SO05676 SO06683

SO06934 SO08049 SO10458  )

SUP ( AR99262 FC94493 SO01318 SO01748 SO03746 SO05501

SO05726 SO13442 ST01318 ST01748 ST03746 ST05501

ST05726 ST10077 ST10454 ST13442 ST13673  )

++HOLD (SO13673) SYSTEM FMID(CCLXD00)

REASON (DYNACT )   DATE (20177)

COMMENT (

+----------------------------------------------------------------------+

|     CA OPS/MVS Base                                 Version 13.0     |

+----------+-----------------------------------------------------------+

|SEQUENCE  | After APPLY                                               |

+----------+-----------------------------------------------------------+

|PURPOSE   | To activate load modules updated by this PTF, including   |

|          | load module OPSAEX                                        |

+----------+-----------------------------------------------------------+

|USERS     | All OPS/MVS users                                         |

|AFFECTED  |                                                           |

+----------+-----------------------------------------------------------+

|KNOWLEDGE | Basic z/OS systems programming skills                     |

|REQUIRED  |                                                           |

+----------+-----------------------------------------------------------+

|ACCESS    | - Access to OPS/MVS SMP/E Target loadlib CCLXLOAD and any |

|REQUIRED  |   deployed copies                                         |

|          | - Authority to issue MVS system commands                  |

|          | - Authority to stop and start OPS/MVS                     |

+----------+-----------------------------------------------------------+

**************************

* STEPS    TO    PERFORM *

**************************

1. This PTF updates load module OPSAEX, as well as the other

load modules identified by the ++MOD statements contained
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in this PTF.  APPLY of this PTF updates SMP/E Target

loadlib CCLXLOAD.

2. Copy the updated load modules from SMP/E Target loadlib

CCLXLOAD to any other deployed copies, such as a STEPLIB

used by the OPS/MVS main address space, a link listed

loadlib, etc.

3. If the system library lookaside (LLA) program is managing

any updated loadlib, you must refresh LLA by using MVS

system command "F LLA,REFRESH" or some equivalent

mechanism.

4. TSO users must get out of OPSVIEW.

5. Stop OPS/MVS.

6. If the system link pack area (LPA) contains any updated

load module, you must refresh LPA by using MVS system

command "SETPROG LPA" or some equivalent mechanism.

7. Start OPS/MVS.

8. TSO users may access OPSVIEW.  Depending on how OPSVIEW is

accessed, this may require TSO logoff/logon.

).

MCS          SO13296            STARTS ON PAGE 0002

MCS          SO13442            STARTS ON PAGE 0004

MCS          SO13446            STARTS ON PAGE 0006

MCS          SO13471            STARTS ON PAGE 0007

MCS          SO13673            STARTS ON PAGE 0008
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Product Family Product Release

Systems Management CA OPS/MVS BASE 13.00.00

The CA RS 2007 Product/Component Count for this release is 1
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CA RS
Level Service FMID

CAR2007 SO13673 CCLXD00

SO13471 CCLXD00

SO13446 CCLXD00

SO13442 CCLXD00

SO13296 CCLXD00

CAR2006 SO13061 CCLXD00

CAR2005 SO12827 CCLXD00

SO12671 CCLXD00

SO12660 CCLXD00

SO12626 CCLXD00

SO12596 CCLXD00

SO12493 CCLXD00

CAR2004 SO12593 CCLXD00

SO12410 CCLXD00

CAR2003 SO12095 CCLXD00

SO11956 CCLXD00

CAR2002 SO11788 CCLXD00

SO11482 CCLXD00

CAR2001 SO11245 CCLXD00

SO11111 CCLXD00

SO10838 CCLXD00

CAR1912 SO10842 CCLXD00

CAR1911 SO10591 CCLXD00

SO10458 CCLXD00

SO10420 CCLXD00

SO10407 CCLXD00

CAR1910 SO10025 CCLXD00

SO09879 CCLXD00

SO09795 CCLXD00

SO09773 CCLXD00

SO08049 CCLXD00

CAR1909 SO09842 CCLXD00

SO09697 CCLXD00

SO09638 CCLXD00

SO09490 CCLXD00

CAR1908 SO09264 CCLXD00

SO09159 CCLXD00

CAR1907 SO09018 CCLXD00

SO08875 CCLXD00

SO08824 CCLXD00

SO08718 CCLXD00

SO08711 CCLXD00

SO08252 CCLXD03

CAR1906 SO08641 CCLXD00

SO08587 CCLXD00

SO08573 CCLXD00

SO08476 CCLXD00
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CA RS
Level Service FMID

SO08413 CCLXD00

SO08340 CCLXD00

SO08298 CCLXD00

SO08242 CCLXD00

CAR1905 SO08133 CCLXD00

CAR1904 SO07772 CCLXD00

SO07720 CCLXD00

SO07653 CCLXD00

CAR1903 SO07229 CCLXD01

SO07074 CCLXD00

CAR1902 SO07183 CCLXD01

SO07123 CCLXD00

SO06934 CCLXD00

SO06932 CCLXD00

SO06787 CCLXD00

CAR1901 SO06683 CCLXD00

SO06578 CCLXD00

SO06538 CCLXD00

SO06488 CCLXD00

CAR1812 SO06389 CCLXD00

SO06327 CCLXD01

SO06307 CCLXD00

SO06258 CCLXD00

SO06156 CCLXD00

SO05994 CCLXD01

CAR1811 SO06103 CCLXD00

SO05982 CCLXD00

SO05726 CCLXD00

SO05709 CCLXD00

SO05692 CCLXD00

SO05657 CCLXD01

CAR1810 SO05676 CCLXD00

SO05672 CCLXD00

SO05636 CCLXD01

SO05589 CCLXD00

SO05529 CCLXD01

SO05501 CCLXD00

SO05460 CCLXD00

SO05340 CCLXD00

SO05284 CCLXD00

SO05268 CCLXD00

CAR1809 SO05193 CCLXD00

SO05089 CCLXD00

SO05046 CCLXD00

SO04984 CCLXD00

SO04937 CCLXD00

SO04902 CCLXD00
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CA RS
Level Service FMID

SO04899 CCLXD00

SO04780 CCLXD00

SO04605 CCLXD00

SO04137 CCLXD00

CAR1808 SO04636 CCLXD00

SO04624 CCLXD00

SO04478 CCLXD00

SO04295 CCLXD01

CAR1807 SO03936 CCLXD00

SO03909 CCLXD00

CAR1806 SO03746 CCLXD00

SO03736 CCLXD00

SO03721 CCLXD01

SO03660 CCLXD00

SO03629 CCLXD00

SO01957 CCLXD00

SO01878 CCLXD00

SO01810 CCLXD00

SO01805 CCLXD00

SO01748 CCLXD00

CAR1805 SO01582 CCLXD00

SO01318 CCLXD00

SO01269 CCLXD00

SO00892 CCLXD00

CAR1804 SO01096 CCLXD00

SO01095 CCLXD00

SO01082 CCLXD01

SO00907 CCLXD00

SO00647 CCLXD00

SO00309 CCLXD00

CAR1803 SO00659 CCLXD00

SO00639 CCLXD00

SO00534 CCLXD00

SO00407 CCLXD00

SO00392 CCLXD00

SO00300 CCLXD00

RO99262 CCLXD00

CAR1802 SO00182 CCLXD00

SO00165 CCLXD00

SO00008 CCLXD00

SO00002 CCLXD00

RO99930 CCLXD00

CAR1801 RO99603 CCLXD00

RO99549 CCLXD00

RO99351 CCLXD00

RO99017 CCLXD00

CAR1712 RO99183 CCLXD00
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CA RS
Level Service FMID

RO99161 CCLXD00

RO99146 CCLXD00

RO99083 CCLXD00

RO99076 CCLXD00

RO98964 CCLXD00

CAR1711 RO98820 CCLXD00

RO98697 CCLXD00

RO98686 CCLXD00

RO98596 CCLXD00

RO98522 CCLXD00

RO98459 CCLXD00

RO98339 CCLXD00

RO98292 CCLXD00

RO97912 CCLXD01

RO96479 CCLXD01

RO96478 CCLXD00

CAR1710 RO98139 CCLXD00

RO97889 CCLXD00

RO97835 CCLXD00

CAR1709 RO97665 CCLXD00

RO97620 CCLXD00

RO97559 CCLXD00

RO97551 CCLXD00

RO97465 CCLXD00

RO97449 CCLXD00

RO97420 CCLXD00

CAR1708 RO97040 CCLXD00

RO97011 CCLXD00

RO97008 CCLXD00

RO97000 CCLXD01

RO96971 CCLXD00

RO96959 CCLXD00

RO96643 CCLXD00

CAR1707 RO96446 CCLXD00

CAR1706 RO96115 CCLXD00

RO95980 CCLXD00

RO95953 CCLXD00

RO95890 CCLXD00

RO95212 CCLXD00

CAR1705 RO95660 CCLXD00

RO95391 CCLXD00

CAR1704 RO95348 CCLXD00

RO95285 CCLXD00

RO95251 CCLXD00

RO95204 CCLXD00

RO95154 CCLXD00

RO95028 CCLXD00
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CA RS
Level Service FMID

RO94989 CCLXD00

RO94880 CCLXD00

RO94837 CCLXD00

RO94774 CCLXD00

RO94507 CCLXD00

RO94245 CCLXD00

CAR1703 RO94721 CCLXD00

RO94704 CCLXD00

RO94652 CCLXD04

RO94625 CCLXD00

RO94613 CCLXD00

RO94603 CCLXD00

RO94474 CCLXD00

RO94359 CCLXD00

RO94323 CCLXD00

CAR1702 RO94192 CCLXD03

RO94184 CCLXD00

RO94116 CCLXD00

RO94104 CCLXD00

RO94084 CCLXD03

RO94069 CCLXD00

RO94062 CCLXD00

RO93997 CCLXD00

RO93945 CCLXD00

RO93939 CCLXD00

RO93749 CCLXD00

CAR1701 RO93685 CCLXD00

RO93591 CCLXD00

RO93549 CCLXD00

RO93524 CCLXD00
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